Construction of Social Security Fund Cloud Audit Platform Based on Fuzzy Data Mining Algorithm
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Guided by the theories of system theory, synergetic theory, and other disciplines and based on fuzzy data mining algorithm, this article constructs a three-tier social security fund cloud audit platform. Firstly, the article systematically expounds the current situation of social security fund and social security fund audit, such as the technical basis of cloud computing and data mining. Combined with the actual work, the necessity and feasibility of building a cloud audit platform for social security funds are analyzed. This article focuses on the construction of the cloud audit platform for social security funds. The general idea of using fuzzy data mining algorithm to build the social security fund audit cloud platform is to compress the knowledge contained in a large number of data into the weights between nodes and optimize the weights through the learning of the neural network system. Through the optimization function, the information contained in the neural network is stored in a few weights as far as possible. The main information is further highlighted by network clipping and removing weights that have little impact on the output.

1. Introduction

With the obvious common benefit of the global political and economic integration, the信息化, automation, and paperless development of government management functions represented by e-government are developing rapidly in China. As an independent supervision institution, how to deal with the challenge of increasingly quantified data of auditees and how to accurately and effectively audit and analyze the massive data of auditees are urgent problems to be solved. According to the planning goal of the construction of audit information, the social security network audit system in the nine application systems of the audit data center was first introduced to improve the quality and efficiency of the audit of social insurance funds [1]. The goal of social security base audit is to ensure the safety and integrity of social insurance fund. No matter what the social insurance fund looks like from the process of income and expenditure or from a specific operation, the greater the risk is, the greater the risk is. Risks, once they occur, are likely to be hazardous. The regulation of social insurance funds directly affects the realization of social insurance benefits and the stability of the national economy and society. Accordingly, the country must adopt effective measures to execute strict audit of the social insurance fund, build and circumvent social insurance fund risk “firewall” and “isolation zone,” and ensure the safety of the social insurance fund is complete [2]. With the continuous increase of national investment in social security, the business of social security fund has developed rapidly, with a great improvement in both types and quantities. As for the audit work, many social security services produce difficult-to-measure audit data; thus, it was difficult for the traditional computer audit method to meet the audit requirements. Therefore, a new technology represented by modern computer technology is widely used in social security information management. At the same time, there are also some significant problems in the actual work, such as the high construction cost of audit information systems in audit departments at all levels; the development of audit software is difficult and restrictive. There is a big difference in the degree of information construction between the audit department and the auditee. The social security
audit information resource sharing degree is low. The social security fund audit by cloud computing provides a way of thinking to solve the above problems.

Social security funds through a cloud of audit, pointing to will and the framework of cloud computing technologies into the social security fund audit work, making all kinds of audit resource synergy through clouds, will be a large number of social security funds audit data collected in a unified platform for integration management and reasonable scheduling, to help the auditor to further improve the work efficiency and reduce audit risk [3]. The cloud audit service of social security funds can achieve the coordinated development of audit departments at all levels to a certain extent, reduce the development cost of audit software, improve the work efficiency of audit services, and play a certain role in promoting the development of social security fund audit in China. In practical application, the primary task at present is to study how to apply the above concepts and theories into practice and build a cloud audit platform for social security funds based on data mining. The purposes of applying data mining technology to social insurance fund audit are as follows [4]: (1) to maintain the implementation of national social insurance fund management policy, ensure the normal operation of the social insurance fund, and prevent various risks of social insurance fund management; (2) analyze, comprehensively reflect, and evaluate the deviation between the management and operation status of social insurance funds and the expected standards, analyze and study the causes of the deviation and the possible damage, and provide reliable information and basis for the government to formulate and implement social insurance fund management policies; (3) correct illegal and irregular behaviors through social insurance fund audit and strengthen the self-binding force of social insurance fund management organizations.

The purpose of this article is to build an effective cloud audit platform for social security funds. Social security fund cloud audit platform is a systematic platform based on cloud computing framework to realize social security fund audit business. It is used to collect and manage social security funds needed for the audit of all kinds of information and data, to update the data stored and organic collection, intelligent choice, and use of the audit model through information sharing, information communication, and quality control, and to realize the automated processing of audit and audit intelligent management, thus saving the audit time and improving work efficiency. This social security fund audit system, cloud computing, and data mining technology, such as system theory, coordination theory, and software engineering discipline theory used as instructions, supporting social security funds through a cloud audit platform and applications are studied; for the development of social security funds, cloud audit platform has a certain role in improving user audit platform for cloud recognition degree, ultimately promoting the role of the social security fund audit cloud platform in the development of our country.

The rest of this article is organized as follows: the related work is discussed in Section 2. Section 3 elaborates the cloud audit platform of social security funds. Section 4 mainly describes the implementation of fuzzy data mining algorithm, and Section 5 verifies the social security audit. Section 6 summarizes the whole article.

2. Related Work
At present, the computer audit technology in data acquisition, data conversion, data processing, and data analysis has been a breakthrough function in software in the following aspects: risk assessment, audit plan, paper review, fraud check/prevention and supervision, audit schedule, audit papers, audit report, project management, and problem tracking [5, 6]. Domestic research on cloud audit of social security funds started late and is still in the exploratory stage. The research of scholars can be reviewed from three aspects: computer network audit, social security fund network audit, and the application of cloud computing in the field of audit.

In the aspect of computer network audit, Parkinson et al. [7], starting from the practical application of computer audit, built the social security fund network audit platform, which provided a realistic basis for the audit department to study network audit. Xue et al. [8], starting from the key technologies involved in network auditing and applying the theory and method of information system development, put forward the implementation and deployment plan 3 of network auditing. Zhang and Li [9], starting from the principle of network auditing, introduced the feasibility of implementing network auditing projects through a comparative analysis of the costs and benefits of network auditing. From the perspective of network audit performance evaluation, Faccia et al. [10] established an analysis model for network audit by analyzing the main factors affecting network audit performance, which provided an effective method for quantitative analysis of performance evaluation affecting network audit.

In the aspect of online auditing of social security funds, Zhang et al. [11], starting from the theoretical and technical basis of online auditing, combined with the realistic demands of online auditing, completed the overall design of online auditing system, proposed solutions to possible difficulties, and proposed optimization methods for data processing. Aujla et al. [12] studied the overall framework of the networked audit system for social security funds and proposed key technologies such as data transmission, data collection, and early warning analysis that may be used in the construction of the networked audit system for social security funds. Swami and Sai Kiran [13] analyzed the role of data reduction in the network audit of social security funds and developed specific application software to achieve the application effect in the process of application. Wang and Islam [14] pointed out the practical difficulties encountered in the online audit of social insurance funds in China by analyzing the current situation of the online audit of social insurance funds in China and proposed ideas for the construction of the online audit system of social insurance funds from the perspectives of construction objectives, structural design, and operational process.
In terms of the application of data mining technology in audit, Chen et al. [15] studied the framework of audit model based on data mining. With the wide application of modern information technology in finance, enterprises, and institutions, the traditional manual audit methods cannot meet the needs of audit work, and it is urgent to adopt advanced modern audit methods and means to improve audit quality and reduce audit risks. Alassafi et al. [16] explored and studied modern audit technology under the information environment. Based on the analysis of the impact of information technology development on audit methods, this article proposes that we should use real-time online audit and data mining technology to examine and analyze many original data. Some scholars introduced and described a novel architecture scenario based on cloud computing and the innovative model of federated learning [17–20]. The proposed model is named Integrated Federated Model, with the acronym InFeMo. InFeMo incorporates all the existing cloud models with a federated learning scenario and other related technologies that may have integrated use with each other, offering a novel integrated scenario. The proposed model is also motivated to deliver a more energy-efficient system architecture and environment for the users, which aims to the scope of data management.

At present, the research on cloud audit of social security funds in the academic circle is still in the conceptual and theoretical stage and only carries out a simple study on the content. Few scholars have carried out practical research on cloud audit of social security funds [21]. It can be seen that there is still much room for development in the research on cloud audit platform of social security funds. It should be a research direction for future scholars to combine theoretical research with practical summary and qualitative research with quantitative research, build a cloud audit platform for social security funds, and test research results in practice.

3. Cloud Audit Platform for Social Security Funds

3.1. Total Framework. Regarding the present situation of the social security fund in our country, the audit institutions have started to pay more attention to the development of computer auditing, with a focus on efficiency, cost, and safety. This article argues that the auditing organs shall be responsible for auditing deployment at the national level and the provincial audit institutions will support the use of a unified audit platform by cloud service providers. According to the cloud platform of audit service provided by users of audit requirements, including social security funds through data acquisition, data storage, data processing, and data analysis, by IaaS, PaaS, and SaaS (three service modes of social security funds through a cloud audit platform), it is a construction scheme in line with the development status of social security fund audit in China and conducive to the smooth development of social security fund cloud audit platform. Through multilevel backup, data redundancy, encrypted storage, and other technologies, the application layer provides users with multilevel data security management services and guarantees the user’s data through regular data backup, remote disaster recovery backup, distributed data storage, and other schemes. At the same time, the data stored in the cloud audit platform are stored with an irreversible encryption algorithm to further reduce the risk of data theft and data leakage of social security users. Using cloud storage of data, various audit resources, including computer hardware and software equipment, audit data, and audit experience model, are shared in the cloud, and a large number of structured, semistructured, and unstructured audit data are gathered together for the integrated management and reasonable scheduling.

The social security fund cloud audit platform comprises an infrastructure layer, platform layer, application layer, and user layer, as shown in Figure 1.

Cloud audit platform infrastructure layer (IaaS) mainly provides users with hardware infrastructure composed of servers, storage, network resources, security mechanisms, and interfaces; cloud audit platform layer (PaaS) mainly provides users with standardized audit software development environment, general audit software development interface, general data exchange interface, audit software management service, and other comprehensive services [22–25]. In this layer, the platform provides the database and middleware as products to the users and provides the process service management platform for the users to manage. The cloud audit platform application layer (SaaS) mainly provides users with various audit software and audit experience databases to help audit users with audit analysis and audit decision-making. The user layer of the cloud audit platform mainly provides users with access management, authority management, identity authentication, and other functions.

The operating system used in this system is Windows 10, and its development tool is MyEclipse. The web server is Apache version 2.4.10 or above; the development technologies used include PHP5.3, HTML5, and Java.

3.2. Infrastructure Layer. In the infrastructure layer of the cloud audit platform, audit institutions can enjoy unified computer resource services. Audit platform of cloud infrastructure layer (see Figure 2) is mainly composed of server, storage, network resources, and security mechanisms, such as components, through virtualization technology, to build a resource pool, such as resource pool encapsulation technology to be distributed around the organic integration of computer resources together and make the management, allocation, scheduling unified, and it provides no difference of computer infrastructure services to every user of the cloud audit platform. At the same time, the infrastructure layer also provides a security mechanism to protect better the environment security and data security of the entire cloud audit platform; in addition, the infrastructure layer provides interface services to help the infrastructure layer and the platform layer and the infrastructure layer and the external environment achieve information exchange.

Specifically, at the very bottom of the infrastructure layer, all the physical devices in the infrastructure layer are contained. In the infrastructure layer, these resources are no
longer scattered physical equipment but are gathered together in a unified form to provide external basic resource services, also an important feature of the existence of resources in the infrastructure layer. Since these resources are of many types and wide distribution, the aggregate referred to here is only a logical aggregate. By aggregating various resources in the infrastructure layer, cloud platform managers can operate and manage them uniformly and centrally, and they can be combined arbitrarily as needed to form a certain scale of computing power.

3.3. Platform Layer. The platform layer of the social security fund cloud audit platform is located above the infrastructure layer. The platform layer of the cloud audit platform (as shown in Figure 3) provides users with functions including application development, database as a service, service integration platform, application middleware, process service, and other modules. In the platform layer, the software deployment environment is provided to the software developers by treating the platform as a service, improving software development efficiency.

The platform layer application development module mainly provides an integrated application development environment for users. In the application development module, users can obtain the development framework provided by the platform layer, the underlying technical support, and the standardized technical services, including program log, exception report, and data cache [26, 27]. By integrating data storage resources, the platform layer provides users with unified database storage services, standardized database access interfaces, and convenient database expansion functions and, at the same time, provides users with perfect database management functions, supporting the centralized management of various types of databases. Automated deployment module refers to the platform that can help users realize automatic allocation and recycling of cloud computing resources. With flexible policy-based deployment, the deployment of the application changes in time as the implementation policy changes. Moreover, the automation of the infrastructure is realized, the limited hardware infrastructure is allocated flexibly to users, and human execution errors are eliminated. The application operation module provides operation management of platform resources, including resource application, resource use, resource recovery, resource scheduling, and resource monitoring. The key point of the application running module is to solve the problem of management and scheduling of computing resources.

3.4. Application Layer. The application layer of the cloud audit platform is the core part of the cloud audit platform. The cloud audit platform provides software as a service to audit users. Users can rent or buy unified audit software services as long as they put forward requirements for audit application software. In the application layer, applications including user management, data management, custom configuration, and audit APP are provided [28, 29]. The

Through the infrastructure layer of the cloud audit platform, audit institutions at all levels do not need to independently configure resources such as storage devices, servers, and application software. As long as they are connected to the cloud audit platform, they can enjoy these services. The infrastructure layer is the foundation for the construction of the whole cloud audit platform. If the cloud audit platform of the social security fund is regarded as a computer, then the infrastructure layer provides hardware devices such as memory and hard disk.
cloud audit platform application layer provides these applications as services to users.

The platform application layer provides custom configuration tools for cloud audit platform users. In the audit of the cloud platform application layer, according to their business needs, the auditor may provide the platform with the application of a combination of modules for free; according to the data, the auditor can further demand the audit of auditing data processing, data process, and data calculation at any audit platform; according to user requirements, the auditors automatically generate the need for application function and the application of interactive interface, menus, and so forth to fully meet the needs of users for various audits. The audit implementation software and the audit management software, as the achievements of the gold audit project, have been widely used in the field of audit information. Through the audit implementation software, the on-site audit implementation can be realized, and the related leaders of the audit management software can issue audit tasks to the auditors and make audit judgments according to the audit results. The application layer of cloud audit platform has developed a general audit implementation APP and audit management APP on the basis of fully drawing lessons from the two kinds of software functions, which can better help auditors implement audit work. Through the audit data analysis APP, auditors can conduct a comprehensive analysis of audit data and audit-related data and make comprehensive use of the audit analysis model in the audit platform. The audit analysis model is a logical expression of calculation, judgment, and limitation that auditors set according to the acquired data and the nature and quantity of the audit objects to test the authenticity and legitimacy of the audited data, including the audit data model, the audit experience model, and the audit laws and regulations model.

3.5. User Layer. In the cloud audit mode, auditors at all levels need to log in to the cloud audit platform to carry out the audit work of the social security fund through an entrance, which is provided by the user layer of the platform. It can provide users with access services through computer client, mobile client, browser, and other ways, which are convenient for auditors to log in and use anytime and anywhere, making the audit work no longer restricted by office location. The main functions of the user layer mainly include access management, identity authentication, and authority management.

Access management provides various cloud platform access services for auditors at all levels through the web and other technologies, so that audit users of the cloud audit platform can access the cloud audit platform through computers or mobile phones anytime and anywhere to obtain audit data, conduct audit data analysis, and prepare audit reports. Password authentication, IP address, MAC address authentication, and other recognition technologies in cloud platform of audit control the user login when logging in to the platform to identify regular users, further reducing the illegal user’s access behavior, on the one hand, enhancing the security of cloud platform of audit, and reducing the risk of audit data leakage and, on the other hand, reducing the working pressure of cloud platform server audit and improving the service efficiency of the platform. In addition, with the help of the authority management function, the auditor can only obtain the audit data related to the audit activities, the head of the corresponding audit department can obtain the audit results and a full set of audit files, and the platform maintenance personnel can only obtain the problem data and the software and hardware data of the platform. This function setting, which provides different audit services according to user identity, greatly improves the management and control ability of the platform and improves the security of the data of the cloud audit platform.

3.6. Application Layer. The social security fund cloud audit platform covers all aspects of social security fund audit. It not only needs to contact many social security business units but also needs to communicate with the social security fund management department and relevant business departments. In addition, when auditing social security fund data,
external information resources should be fully developed and utilized. It can be said that the cloud audit platform of social security fund is a large platform that needs overall arrangement and unified planning to be successfully applied. The application process of the cloud audit platform for social security funds is a process in which relevant parties of the platform (mainly staff of audit institutions) complete the audit work of social security funds by using the services provided by the platform so as to improve audit efficiency and reduce audit risks. The application process of the social security fund cloud audit platform mainly includes audit data collection, audit data pretreatment, audit data analysis, audit early warning. The application process design is shown in Figure 4.

Firstly, through the data acquisition software of the cloud audit platform, auditors collect data from different audited entities according to different audit projects. At the same time, they collect data from related audit entities that may be involved. The collected audit data are stored in the cloud platform uniformly. Secondly, through data preprocessing software, auditors conduct standardized processing on the collected audit data and related data and store the processed data in the cloud platform. Furthermore, the auditors use the audit software to analyze the preprocessed audit data, find out the audit doubts, and further analyze the audit conclusions. In addition, early warning personnel can realize automatic early warning of social security fund audit business through audit early warning software to improve work efficiency. Finally, the audit institution shall circulate the audit results to the auditees and make them known to the public.

4. Fuzzy Data Mining Algorithm Implementation

Data samples in data mining are often noisy, nonlinear, and messy data, and neural network has certain advantages in processing these data. At the same time, in the process of neural network learning, a large amount of data is needed to generate sufficient training and test pattern sets, which is exactly what data mining based on data warehouse or large database can provide. In view of the complementary advantages of data mining and neural network, this article proposes and studies the data mining method using neural network technology, which has a wide range of applications in data classification and prediction. Through the analysis of real objects, the data are processed, and the fuzzy mathematical model is constructed. Using membership relationship to make data element set into fuzzy set flexibly, determining membership function, and carrying out fuzzy statistics are mostly based on experience and human psychological process. It is usually carried out through psychological measurement, which studies the fuzziness of things themselves. Fuzzy theory is an important branch of artificial intelligence technology, which lays a theoretical foundation for describing a lot of fuzzy phenomena in real life. They imitate the intelligent behavior of human beings and show the problem-solving ability that cannot be solved by any single algorithm in the aspects of network target detection, decision inference, and behavior planning. Information audit is often based on some fuzzy phenomena, and fuzzy reasoning process is only a simple numerical operation, which can greatly improve the performance of information audit system. The information audit technology based on feature detection is often a binary decision when matching and filtering. When a factor in the factor set is observed to have a suspicious value, the decision module directly gives a conclusion that it is bad information or normal. This is not the case: there is often a large degree of uncertainty about the impact of a single factor on the outcome. Only by considering the uncertainties of various factors can an accurate judgment be made.

According to a single factor, its corresponding fuzzy set, and membership function used to judge the decision vector, comprehensive decision vector of multiple factors, for a particular type of bad information behavior, can get a set of its corresponding bad information character descriptions by giving each of the set appropriate weighting vector elements distribution, in case each network connection can be abnormal fuzzy judgment [30].

4.1. Data Mining Platform. The platform mainly uses SPSS (Statistical Product and Service Solutions) Modeler software, a data mining tool. SPSS Modeler computer system achieves an organic combination of computing and graphics at the same time in integrated clustering analysis, decision tree analysis, Bayesian networks model, and many other algorithms, and based on the mining method, it is applied to the tools skillfully in harmony forming an organic whole, has a friendly operation interface, and is easy to use, offers other powerful graphics functions, and is supported with the exchange of data between the database and model. Its analysis results are straightforward, and users can easily achieve data mining using it [23–26]. The operation objective of SPSS Modeler is to select the required nodes according to the data and analysis requirements, connect them successively and execute the data by continuously adjusting the parameters of each node, and finally complete the process of the fuzzy reasoning model of data mining in the social security audit, as shown in Figure 5. The fuzzy reasoning process of social security fund audit includes fuzzification, reasoning, implication, aggregation, and deblur.

4.2. Construct Fuzzy Neural Network Model, Training Set, and Test Set. The fuzzy neural network is divided into five layers: input layer, fuzzy input layer, hidden layer, fuzzy expected output layer, and output layer. The selection of reference set (REF) and test set (TEST) should be based on the difference between the selected targets. It can be found that the fuzzy neural network constructed is a feedforward neural network [31, 32]. The characteristics of each neuron node of the feedforward neural network are generally Sigmoid or S-type function.

4.3. Calculation of Fuzzy Membership Degree. Based on the fuzzy logic operation of neural network, the Sigmoid function is selected, and the membership function is realized by neural network.
where $v_1$ and $v_2$ determine the center and width of the Sigmoid function, respectively.

\[
M = \frac{\mu}{1 + e^{-v_1 (u-v_2)}},
\]

(2)

\[
N = \frac{1 + v_1}{\mu + e^{-v_2 (1-u)}},
\]

(3)

\[
G = \frac{\mu}{1 + e^{v_2 (u-v_1)}},
\]

(4)

where $M$, $N$, and $G$, respectively, represent membership values (small, medium, and large) belonging to input attributes; parameter $v_1$ is the parameter controlling the slope at the intersection of three membership functions; $v_2$ is the intersection point of membership function, which is obtained by calculating the mean and variance of sequence. Among them, the membership function values $S$, $M$, and $B$ are compared. The output of the maximum value is 1, and the rest are 0.

4.4. Trimming Fuzzy Neural Network. When the network training is successful, there are some redundant weights, which can be trimmed according to certain rules to minimize the number of network weights to facilitate the subsequent cluster analysis and rule extraction. Network convergence is conditional on the accuracy reaching a given error limit. The accuracy of the network refers to the difference between the expected output and the actual calculated output in the fuzzy output layer, while the correct classification of the network means that the node with the largest actual output value in the fuzzy output layer of a group of samples is the same as the node with the largest membership degree in the expected fuzzy output. The accuracy of classification is the ratio of the number of samples correctly identified by the network to the total number of samples. In this article, the purpose of trimming the network is to further optimize its structure, that is, to remove the irrelevant attributes in the audit database and determine the important audit attributes. Under the condition of not
increasing the classification error rate, the redundant weight associations and nodes are removed, and the remaining nodes and nodes can make the steps of extracting rules simpler and easier. Finally, fuzzy rule extraction is carried out.

This system tailors the experimental data and model, and the following Figures 6 and 7 are obtained for two different datasets.

In the above experiment, a three-layer neural network (input layer size is 11, hidden layer size is 30, and output layer size is 3) was combined with hidden units through analysis of the distinctiveness and the calculated results of various indicators during the pruning process of the model. The first figure compresses the Accuracy, Precision, Recall, and F1 score of the cut model, respectively. The second figure shows the time spent by the cut model to calculate the same test set. It can be seen that the clipped model can basically keep the results similar to the original model in various indicators. An obvious improvement is that the calculation time is gradually reduced along with the clipping of the model.

4.5. Cluster Analysis of Hidden Node Activation Values. The clustering problem is essentially an optimization problem, which makes the objective function of the system reach a minimum value through an iterative operation. The objective function is the evaluation function of partition, the distance is usually used as the evaluation criterion of partition, and the Euclidean distance is mainly used for the numerical attribute. There is basically a feedforward neural network between the fuzzy input layer and the fuzzy output layer in the network calculation. There is no connection between the internal nodes of the fuzzy input layer, the hidden layer, and the fuzzy output layer.

The input of each node in the hidden layer and the fuzzy output layer is the sum of the product of the output of each node in the upper layer and the weight associated with the node, and the output of each node is obtained by the input of the node through the transformation of activation function. Here, we take the activation function of hidden nodes as the inverse hyperbolic function, because its output is between 1 and +1, and the range of activation value is larger than the range of Sigmoid function, which is conducive to hidden node clustering. The method adopted is to classify the activation values within a certain classification distance by calculating the absolute value of the difference between the activation values of each hidden node. The results of cluster analysis of hidden node activation values are shown in Figure 8.

4.6. Extraction of Audit Rules. Rule extraction works by generating coverage rules. Most rule extraction algorithms start by looking for the most general coverage rule, that is, the one that covers the most instances. Then, they remove all the overwritten instances for later consideration, start over, looking for the most general rule that covers the remaining instances, and continue. After the clustering of hidden nodes is obtained, the following algorithm can be used to extract rules. That is, according to the clustering of the consistently hidden nodes, the preconditions and results of the rules are combined, and the required form of audit rules is finally obtained.

\[
f((a_1 = u_1^1) \land (a_2 = u_2^2) \land \cdots \land (a_i = u_i^2)),
\]

\[
\text{then}((y_1 = \phi_1) \land (y_2 = \phi_2) \land \cdots \land (y_i = \phi_i)).
\]

5. Verification of Social Security Fund Audit

5.1. Weight Optimization and Clipping. A fuzzy neural network with two inputs and one output is constructed, which takes the asset-liability ratio and the long-term asset
suitability ratio as two inputs and the total asset return rate as the output. An intermediate hidden layer with 8 hidden nodes is set initially to try to extract the fuzzy rules when the input and output have fuzzy language (for example, when the asset-liability ratio is large and the long-term asset fitness ratio is large, the total asset return rate is small). After 10,000 times of training, the optimal weight was obtained through the calculation of fitness. The maximum error in the fuzzy output layer is 0.06, and the classification accuracy is 100%. After weight clipping, the error is 0.29, and the classification accuracy reaches 98%. The initial fuzzy parameters and the fuzzy parameters after training are shown in Figure 9.

5.2. Fuzzy Clustering Analysis. For each activation value, the inverse function of the hyperbolic tangent function is calculated to get the corresponding threshold value, and the weight value is clustered. After input clustering of each sample and taking the clustering distance as 0.1, it can be concluded that the first hidden layer node has four clusterings and the second hidden layer node has three clusterings. The scatterplot of the relationship between data flow and saturation is obtained, as shown in Figure 10.

5.3. Rule Extraction. REBC algorithm obtains the corresponding symbol rules from the neural network after training and pruning according to the topological structure of the neural network and the weight extraction of nodes. It is a structure-based neural network rule extraction algorithm. Through the network rule extraction of the clustering values of each hidden node, the intermediate rules from the hidden layer to the output layer are calculated. After the input mode traversal, the intermediate rules from the input layer to the hidden layer are obtained, as shown in Figures 11 and 12. The rationality of the extracted rules is verified by the substitution of actual data.

5.4. Verification Results. In 2019-2020, the financial databases of 30 state-owned large- and medium-sized enterprises in the city were analyzed, using the method of combining the fuzzy neural network and genetic algorithm to the asset-

---

**Figure 8:** Cluster analysis of hidden node activation values.

**Figure 9:** Initial fuzzy parameters and fuzzy parameters after training.

**Figure 10:** Scatter diagram of the relationship between clustering data flow and saturation.

**Figure 11:** Clustering combination points of hidden layers.
Return on total asset, asset-liability ratio, long-term assets for rate, and the relationship between the return on total assets rules extraction to verify the validity and the rationality of the effect of data mining algorithm.

6. Conclusion

In this article, a fuzzy data mining algorithm is used to build the social security fund audit cloud platform. The general idea is to compress the knowledge contained in a large number of data into the weights between nodes and optimize the weights through the learning of the neural network system. Through the optimization function, the information contained in the neural network is stored in a few weights as far as possible. The main information is further highlighted by network clipping and removing weights that have little impact on the output. Through the network hidden layer node activation value, clustering makes the information more centralized; we will make full use of the information data warehouse contained in the future audit practice and use data mining technology to answer the audit-related questions. Therefore, it is very necessary and urgent to apply data mining technology to audit data analysis. It can be predicted that the social security fund audit using data mining technology will occupy an important position in future audit work.
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