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Abstract: Color image steganography is an important task used to secure data and secrete messages, LSB2 method is one of the most popular methods used to secure data transmission by hiding a secrete data into color image. LSB2 method is very simple, efficient and has good quality factors (MSE and PSNR), but it is not secure. In this research paper we will introduce a sequence of logical operation to be implemented with LSB2 to increase the security level of LSB2. This sequence will not negatively affect LSB2 efficiency, and MSE and PSNR values will remain without any changes.
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1- Introduction
Image steganography [10] is the process of hiding a secret data (message) within a carrier color image (see figure 1) in such a way that someone cannot know the presence or contents of the hidden message. The purpose of Steganography is to maintain secret communication between two parties, the sender and receiver [8], [9].
Digital color images are recommended to be used to hide secret data for the following reasons:

- Digital images are very popular and easily obtainable [1], [2], [3].
- The digital color image is represented by a three-dimensional matrix [11], [12], which facilitates logical and mathematical processing [4], [5].
- These digital images now have high resolution, which in turn provides a large volume that can be used to hide large blind data [6], [7].

The process of steganography must not add noticeable updates to the stego_image, thus the changes in the stego_image must not be noticed by human eyes.

Stego_method must provide the following features [21], [22]:
- Simplicity, easy to implement.
- Secrecy, difficult to hack.
- High quality factors, minimizing mean square error (MSE) [12], [13], [14], and maximizing peak signal to noise ratio (PSNR) [15], [16] between the carrier image and the stego_image.
- Efficiency, by providing small time for the processes of data hiding and data extraction [17], [18].

2- Steganography Methods

Many methods are used for data steganography [17], [18] many of them such as LSB2 are based of least significant bit (LSB) methods [19], [20].

LSB2 method provides a higher capacity than LSB method, because it reserves 4 bytes from the carrier image to hide one character from the secret message, as shown in figure 2 the least two significant bits from the carrier byte are used to hide two bits from the message character [21].

LSB2 method is very simple in handling hiding process (see figure 3) and handling extraction process (see figure 4), it requires a small times to implement these processes, also it provides a good quality parameters by minimizing the values of MSE and maximizing the values of PSNR [22].

LSB2 suffers from the low level of security, and it is easy for third party (hacker) to extract the hidden message, knowing that the used method of data hiding was LSB2.

![Figure 2: LSB2 example](image-url)
The first phase of the proposed logical operations to improve LSB2 security is using LBP_image [23], [24]. Local binary pattern (LBP) operator can be calculated for each byte in the carrier color image by using the 8_neighbors as shown in figure 5, the obtained image can be used in various applications [25], [26], but here we will use it as an input image to perform the logical sequence to secure LSB2 method.

**3- Local Binary Pattern**

The first phase of the proposed logical operations to improve LSB2 security is using LBP_image [23], [24]. Local binary pattern (LBP) operator can be calculated for each byte in the carrier color image by using the 8_neighbors as shown in figure 5, the obtained image can be used in various applications [25], [26], but here we will use it as an input image to perform the logical sequence to secure LSB2 method.
4- The proposed sequence of logical operation

The proposed sequence of logical operation we recommend to improve LSB2 security is based on the operations shown in figure 6, where A is the carrier image, B is the LBP_image.

\[
\begin{align*}
((A \cdot B + A)) + A &= A \\
\bar{A}B \cdot A + A\bar{B} + A &= A \\
(\bar{A} + \bar{B}) \cdot A + A &= A \\
A \cdot \bar{B} + A &= A
\end{align*}
\]

Figure 6: Logical operations sequences.

To increase the security of LSB2 method of data steganography we can apply the following sequence of operations (see figure 7):

- Get the message and the carrier color image (A).
- Calculate the LBP_image (B).
- Calculate the image t1 by anding A and B.
- Calculate the image t2 by xoring t1 and A.
- Use image t2 to hide the message applying LSB2 method.
- Get the stego_image by oring the images t2 and A.

Figure 7: Proposed hiding process

Here we have to notice that the image to be used for data hiding is image t2, and this image must be used for data extraction, if we use directly the original image A for data extraction we will receive rubbish and not the required image, and this was experimentally proved.
5- Implementation and Experimental Results

The proposed sequence was implemented using various images, it was obtained that the calculated output image always the same as the input color image, as shown in figures 8 thru 12.

Figure 8: Original image A

Figure 9: LBP_image B

Figure 10: Image t1
The proposed sequence does not negatively affect LSB2 efficiency and quality, 12 images with average 1609800 bytes were taken as a carrier images, a message of 50 characters was hidden in each image and the obtained average value for MSE was 0.0017, PSNR average was equal 182.6865, the hiding time was equal 0.0030 seconds, and extraction time was equal 0.0022 seconds, which are almost closed the value of LSB2 method. It was also obtained that using the original image for message extraction will give a rubbish and not the required message.

6- Conclusion

A simple sequence of logical operations was proposed and implemented to increase the security level of LSB2 method of data steganography, the carrier image used for data hiding is one of the images obtained by implementing the logical sequence instead of using the original image as a carrier image. The proposed sequence keeps LBS2 efficient and the quality factors remain the same as for LSB2 method.
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