Design of vehicle traffic information security risk evaluation index system based on grey evaluation method
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Abstract: The network security problem of vehicle traffic information system is becoming more and more prominent. In order to effectively defend the system, this paper conducts in-depth research on the network security of vehicle traffic information system and proposes an information security risk assessment system for vehicle traffic control center. Specifically, the vehicle traffic control center is divided into components, and the security attributes of each component of the vehicle traffic control center system are constructed. By studying the information interaction process between the vehicle traffic control center and other subsystems, the security attributes of each component are abstracted; Identify the risk value of the component based on the influence of the component's security attribute on the risk assessment index, aiming to enhance the security defense capability of the vehicle traffic information system.
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1. Introductions
In the vehicle traffic control system, the information system is the nerve center of the entire traffic system, ensuring the safe, orderly and efficient operation of the system. Since the vehicle traffic information system is a complex and safety-critical industrial control system, if the traditional information system security assessment method is mechanically applied, it obviously does not meet the actual requirements of the system. The vehicle traffic information system needs to find a more appropriate information security risk assessment method. In layman's terms, information security risk assessment is to analyze the vulnerability and impact of the organization's information assets facing threats and being threatened, and on this basis, to study the possibility of risk factors and the impact of risk events. The organization selects security control measures to reduce risks, and provides a factual basis for risk decisions [1].
2. PROBLEMS IN CONSTRUCTING VEHICLE TRAFFIC INFORMATION SECURITY RISK ASSESSMENT

2.1. Poor ability to effectively collect, exchange and share information resources

The development of vehicle traffic information application system lacks system planning, single-point applications are common, and the information resource collection, sharing, disclosure, and reporting systems are not perfect. This makes the current vehicle traffic information resources scattered and difficult to integrate. Information resources Low-level repetitive collection, lack of accumulation of historical data, insufficient content, low data quality, many static data, and lack of real-time dynamic information are widespread [2].

2.2. Low level of development and utilization of vehicle traffic information resources

After years of informatization construction, vehicle transportation has accumulated a large amount of information resources, but the level of development and utilization of information resources is still relatively low, and it needs to be integrated and utilized. Information resources are one of the most valuable assets of the industry [3]. Although the integration of provincial-level vehicle traffic information resources has been demonstrated and applied in the transportation informatization demonstration project and promotion and application organized by the Ministry, the integration of provincial-level vehicle traffic information resources has been connected to the Ministry of Vehicle Traffic Management Information System In the work, a pilot project has been carried out to integrate the transportation information resources of various provinces (autonomous regions, municipalities) to the ministerial level. However, in general, the current development of vehicle traffic informatization in various provinces (autonomous regions, municipalities) is still in the information system of different business fields and different regions. It is relatively isolated and scattered, lacks integrated application of information resources, low development and utilization, weak coordination among business systems, and insufficient mining of accumulated massive data, which cannot effectively provide guarantee for high-level decision-making and industry supervision.
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3. A RISK ASSESSMENT INDEX SYSTEM FOR VEHICLE TRAFFIC INFORMATION SECURITY

3.1. Principles of setting risk evaluation index

Information security risk assessment is a process of scientifically evaluating the confidentiality, integrity and availability of information systems and the information processed, transmitted and stored by them in accordance with relevant information security technical standards. It evaluates the vulnerability and information of the information system. The threats faced by the system and the negative impacts of vulnerabilities after being exploited, and the security risks of the information system are identified according to the possibility of security incidents and the degree of negative impacts. For organizational information system security risk assessment, before using certain assessment methods and assessment models, an evaluation index that can reasonably reflect information security risks from multiple levels and multiple
angles must be constructed in order to obtain scientific and fair assessment results [4]. In order to comprehensively and objectively assess information system security risks, when constructing and setting up an information security risk assessment index system, the complexity and uncertainty of information security should be fully considered, and the following principles should be followed.

(1) Scientific principles. The entire evaluation index system must be objective and accurate from the composition of the index to its system structure, from the measurement content of the index to the measurement method, and must scientifically and comprehensively reflect the essential characteristics of information system security risks [5].

(2) The principle of comprehensiveness. The information security risk evaluation index system should cover the life cycle and role of information system security, from access control, confidentiality/integrity, emergency planning, auditing, personnel, infrastructure, information systems, management, technology, organization, Legal compliance and other aspects comprehensively evaluate the security risk of information systems, and provide guidance for the organization of information security management [6].

(3) Purpose principle. The composition of the information security risk evaluation indicator system should be closely linked to the organization’s business objectives. The objectives of information security confidentiality, integrity and availability are developed layer by layer. The selected indicators must reflect the information that can reach the target level, so that the final The evaluation results can indeed reflect the true situation of the organization's information security [7].

(4) The principle of operability. The design indicators must have a clear meaning, and strive to be concise and practical. Generally, they should be measurable and quantifiable, and accurate data can be collected in time. For some intangible and indirect benefit indicators that are difficult to measure or difficult to collect data, we should also try to find alternative indicators as much as possible, find ways to investigate and collect indicator data, and determine statistical methods for data estimation [8].

(5) The principle of combining versatility and development. The constructed information security risk evaluation index should be applicable to different assessment scopes, that is, from a single security control system, network to the entire information infrastructure. At the same time, the established risk indicators are developmental and can be adjusted and flexibly applied according to specific organizations.

(6) The principle of consistency with the adopted evaluation method. Different comprehensive evaluation methods may have some differences in the requirements of their evaluation index system, so the constructed evaluation index should be consistent with the model method used in the information security risk assessment.

(7) The principle of meeting the needs of different personnel in the organization. Information security evaluation indicators should meet the different needs of different users in the organization, such as the needs of different levels and roles in finance, technology, law, and senior management.

3.2. Vehicle traffic information security risk assessment indicators

Information security defines that messages have security attributes such as confidentiality, integrity, availability, authentication, and controllability. This article comprehensively considers the requirements of vehicle traffic information systems and information security, and combines the analytic hierarchy process to select integrity, confidentiality and the usability constructs a tree structure of information security risk assessment indicators, and the tree model of vehicle traffic information security risk assessment indicators is shown in Figure 1.

(1) Confidentiality index system. In the vehicle traffic information system, confidentiality means that the party who owns the data or the parties who exchange the data does not want outsiders or opponents to obtain and understand the data. This article defines vehicle traffic confidentiality as: Unable to use and obtain system information normally without authorization from the vehicle traffic control center.

(2) Integrity index system. In the vehicle traffic information system, integrity means that the data is not deleted or modified by unauthorized persons during the exchange and storage, or that the legal receiver can easily determine whether the data has been tampered with. This article defines the completeness of the train control center: without the authorization of the train control center, the data information, infrastructure, services, etc. in the system cannot be modified.

(3) Usability index system. Availability in an information system means that authorized users can effectively use vehicle traffic information resources. Therefore, system reliability is the basis of availability. This article defines the availability of vehicle traffic center: The vehicle traffic center meets the requirements of authorized users to provide normal services, including the right to use software, hardware, and services.
After obtaining the various indicators of the information security risk assessment of the vehicle traffic center, this paper uses the method of expert scoring to score the indicators of the information security risk assessment of the vehicle traffic center. In order to ensure the correctness of the data, this paper selects multiple experts in different fields of vehicle transportation system and information system to score, compare each sub-scheme of the scheme layer pair by pair, and give the importance score table.

3.3. Vehicle traffic information security risk assessment index system

The vehicle traffic information security risk assessment system is divided into 4 parts: assessment preparation stage, element identification stage, risk analysis stage, report and acceptance stage. The information security risk assessment process of the vehicle traffic center is shown in Figure 2.

Different from the traditional IT system risk assessment process, because the vehicle traffic center belongs to the category of industrial control systems, there are many control devices, and the attributes of these devices are quite different. Therefore, it is also necessary to pass the information security risk of the vehicle traffic center based on the component security attributes Evaluate formal modeling and formalize the assets, vulnerabilities, and existing threats of the vehicle traffic center into the security attributes of the components. Information security risk assessment is to evaluate the vulnerability of the system, the threats it faces, and the actual impact of the vulnerability being used, and identify the security risks of the system according to the possibility and impact of security incidents. Considering the particularity of the vehicle traffic center system, in the risk analysis stage, a set of reasonable and clear impact level criteria and possibility level criteria must be formulated according to the actual situation. Therefore, this paper determines the safety attributes and information of the components in the element identification stage. The indicators of security risk assessment use the impact of component security attributes on the information security risk assessment indicators of the vehicle traffic center as risk assessment indicators to simulate the potential impact and probability of occurrence of threat scenarios considered in the risk assessment of information systems. Qualitatively identify the information security risk value of the vehicle traffic center.

Fig 2. Flow chart of vehicle traffic information safety risk assessment
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3.4. Case verification

The vehicle traffic information security risk assessment index system is used to assess the vehicle traffic information of a certain place. In order to meet the needs of applied research, there are four grey classes in evaluation, namely, "excellent", "good", "medium" and "poor". The specific scoring criteria are as follows.

Category 1: "excellent category" with a score of 9 or above; Category 2: "Good" with a score of about 7; Category 3: "Medium class" with a score of about 5 points; Category 4: "Poor category" with a score of 2 or less.

In the risk assessment of vehicle traffic information security, 9 experts from road transport management departments, road transport information centers, road transport enterprises and universities were selected and divided into four assessment groups. There are 2 people in group 1, 2 and 4 and 3 people in group 3. The grey assessment coefficient and assessment weight obtained by the four assessment teams after assessment of each assessment index are shown in Tab.1.

| Evaluation indicators | $x_1$ | $x_2$ | $x_3$ | $x_4$ |
|-----------------------|-------|-------|-------|-------|
| $V_1$                 | 7.3   | 7.8   | 3.4   | 0.00  |
| $V_2$                 | 7.7   | 8.1   | 3.3   | 0.00  |
| $V_3$                 | 7.4   | 7.8   | 4.1   | 0.00  |
| $V_4$                 | 7.2   | 7.9   | 5.9   | 0.00  |
| $V_5$                 | 7.5   | 7.6   | 4.8   | 0.00  |
| $V_6$                 | 7.4   | 7.5   | 3.8   | 0.00  |
| $V_7$                 | 7.4   | 7.7   | 4.7   | 0.00  |
| $V_8$                 | 7.2   | 7.8   | 4.9   | 0.00  |
| $V_9$                 | 7.6   | 8.2   | 4.3   | 0.00  |

According to Tab.1, the grey assessment weight matrix of vehicle traffic information assessment in this area can be constructed:

$$R_1 = \begin{bmatrix} 7.3 & 7.8 & 3.4 & 0.00 \\ 7.7 & 8.1 & 3.3 & 0.00 \\ 7.4 & 7.8 & 4.1 & 0.00 \\ 7.2 & 7.9 & 5.9 & 0.00 \end{bmatrix}$$

$$R_2 = \begin{bmatrix} 7.7 & 8.1 & 3.3 & 0.00 \\ 7.4 & 7.8 & 4.1 & 0.00 \\ 7.2 & 7.9 & 5.9 & 0.00 \\ 7.5 & 7.6 & 4.8 & 0.00 \end{bmatrix}$$

$$R_3 = \begin{bmatrix} 7.4 & 7.8 & 4.1 & 0.00 \\ 7.2 & 7.9 & 5.9 & 0.00 \\ 7.5 & 7.6 & 4.8 & 0.00 \\ 7.4 & 7.5 & 3.8 & 0.00 \end{bmatrix}$$

$$R_4 = \begin{bmatrix} 7.4 & 7.7 & 4.7 & 0.00 \end{bmatrix}$$
However, according to the following formula, the above two levels of evaluation indicators can be comprehensive evaluation.

\[ B_i = A_i \cdot R_i = \left( b_{i1}, b_{i2}, \ldots, b_{ig} \right) \]

where, \( A_i \) is the corresponding weight vector.

Judging from the assessment results, the vehicle traffic information security risk assessment result value in this area is 7.325. Judging from the assessment grey standard determined above, its information level is in the "good" category, indicating that the overall situation of vehicle traffic information security risk construction and development in this area is good. The evaluation results were exchanged with the four evaluation teams. The evaluation team agreed with the evaluation process and the evaluation results, accepted the judgment of vehicle traffic information security risk assessment in this area, and believed that the evaluation results were in line with the actual situation of vehicle traffic information security risk construction and development in this area.

4. Conclusions

The purpose of risk assessment is for better risk management. However, due to the complex associations between the various risk factors of vehicles and roads, this article starts from the information security criteria of confidentiality, integrity and availability, and proposes a vehicle traffic information security risk. The method of evaluation index system construction. This method can quantitatively reflect the relative size of the information security risk of each unit of the vehicle traffic system, and provide a quantitative reference for risk managers to identify unit risks and carry out effective risk management.
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