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ABSTRACT

Aims: To examine security practices in Senior High Schools in Keta Municipality.

Study design: Descriptive Survey Design.

Place and duration of study: The study was undertaken in the Keta Municipality of Volta Region.

Methodology: The researcher adopted quantitative research design. The target population for the study was made up of eight (8) senior high schools with four thousand two hundred (4200) senior high school students, teachers, administrators and account clerks in the Municipality. The total number of samples for the study was hundred (100) respondents. This comprises forty (40) teachers, forty (40) students, ten (10) ICT teachers, five (5) administrators and five (5) account clerks all from the five selected schools. The research instrument used for the data collection was questionnaire. The usage of a data analysis application known as the International Business Machine, Statistical Package for Social Sciences, assisted the data analysis (IBM SPSS).

Results: The results revealed that 35(87.5\%) of students agreed to the fact that they used computer with permission, 32(64\%) of teachers emphasized that there were security passwords on computers in their schools, and 27(82.5\%) of students indicated that there are codes of conduct guiding...
computer usage in their schools. However, 20(40%) of teachers emphasized that intrusion detective system was not used on computers in their schools to detect network attack and that 7(70%) of administrators and account clerks attested to the fact that Antivirus is installed on computers in my school

**Conclusion:** Many schools in the Keta Municipality do not have enough computers let alone sustainable power generation in the schools and this has affected effective teaching and learning and quality education delivering.

**Keywords:** Computer; security; teachers; students; administrator; account clerk; senior high school.

1. INTRODUCTION

The usage of the Internet is rapidly increasing over the world [1]; according to a December 2010 estimate, there are around 6,845 million Internet users globally. However, this expansion is accompanied with dangers, particularly the distributed denial-of-service assault, which renders the target unable to provide normal service [2]. This is a threat to the secrecy, authentication, integrity, nonrepudiation, access control, and availability of computer networks [3]. The main goal of these attacks is to prevent the user from properly accessing the resource or service. Information about attacks on computers cannot only be important for users but also can cause those users a difficult task to link to the internet connection [4]. Therefore, there is the need for educational institutions to practice computer security to avoid the disadvantages that may arise from computer threat and attack [5].

Computer security is an activity, equipment, procedure, or technique that reduces a threat, vulnerability, or assault by removing or avoiding it and minimizing the harm it can cause, or by identifying and reporting it so that remedial action can be performed [6]. Computer security isn't quite new, but it has reawakened attention in recent years as a result of the failure of network-based security measures such as firewalls. Unfortunately, today's software has design bugs as well as implementation defects, posing an intolerable security risk [7]. Any application, no matter how harmless it appears, might include security flaws. Despite the fact that the concept of computer security risk has been widely accepted, developers, architects, and computer scientists have only recently begun to investigate how to create secure software [8]. Essentially, money spent by users on network, computer security, and other perimeter solutions is not resolving computer security issues. In the scientific community, a body of computer security literature has begun to form, but in reality, computer security is still in its infancy. For example, the first books on computer security and security engineering were just released [9,2]. A number of references already exist that provide a philosophical foundation for computer security as well as examination of specific technological concerns, but considerable work remains to be done to put computer security into practice [10].

However, computer security practice is a serious issue affecting effective teaching and learning and school management in senior high schools in Ghana in general and the Keta Municipality in particular and indeed need a pragmatic and urgent attention. According to Klein, Roffi, and Hehir [11], computer security enables schools and institutions to fulfill their mission by allowing people to do their jobs, educate themselves, and conduct research while also supporting critical business processes and protecting personal data and sensitive information. This means that everybody who uses a computer or a mobile device must be aware of how to keep their computer, device, and data safe. Everyone is responsible for information technology security. Computer security practices should therefore be enforced and applied in senior high schools in the Keta Municipality if indeed security and protection of school's data and information are taken serious.

Understanding software-induced security vulnerabilities and how to address them is important to computer security [10]. Good computer security practice is based on good computer engineering practice and entails considering security early in the software development lifecycle. This aids in the recognition and comprehension of common issues such as language-based defects, pitfalls, designing for security, and exposing all software products to objective risk evaluations and testing [12]. Therefore, there is the need to institute computer security intelligent practices everywhere especially in senior high schools. There should be intrusion detective system to
alert users or networks that are under attack but majority of senior high schools in the Keta Municipality lack computer security practices and pose a serious threat to computers and networks. People are more interested in other applications, although in many ways computer security should be a natural domain of application for artificial intelligent (AI) [13]. Many senior high schools operate ICT tools and equipment without instituting any measures to protect and prevent piracy activities and hijackers of computer system. Some of the senior high schools in the Keta Municipality do not comply and adhere to any computer security practices, let alone have antivirus to protect computer hardware and software especially computer and its accessories therefore subject files to virus attack. Most of computers in senior high schools in the Keta Municipality do not have secure measures and therefore makes it possible for pirates to break intellectual property laws by copy bootleggers, producing protected works and copyright works without permission. Pirates and hijackers seize the control of networked computers by means of infecting them with a worm and other malwares thereby turning them into a zombie [14]. These groups of people change software settings without users’ knowledge so as to force the users to visit certain website.

They introduced an amendment deleting the contents of bills, documents and inserting entirely new provisions [15]. All these activities organised by the hijackers and pirates undermine and hinder successful use of computers and networks in senior high schools in the Keta Municipality. The cyber-attack on computer systems and networks indeed has to be minimised and reduced to the barest minimum by using intrusion detective system to protect files [16], documents, personnel records, leakage of examination questions, change of examination results, duplication of files, vital property and document of the schools from being hijacked and leaked to the public. As a result, the study sought to identify the trends of computer security practices in senior high schools in the Keta Municipality. The findings of the study will assist ICT teachers, headmasters and school account clerks to identify the need to use detective system in computer operative system and networks in order to avoid security breaches in their schools. The study will inform school management to develop computer network security to prevent attack on confidentiality, authentication, integrity, nonrepudiation, access control, and availability. The study will be more beneficial to West Africa Examination Council to use detective mechanisms and instruments to protect the safety of examination questions and certificates.

2. METHODOLOGY

The researcher adopted quantitative research design and it is a process in which numerical data is used to obtain information and consist of descriptive, correlational, experimental and quasi-experimental research. The descriptive survey was the main focus of this study and is the exploration and description of phenomena in real life situation. The study was undertaken in the Keta Municipality of Volta Region. The target population for the study was made up of one (1) senior high school with one thousand one hundred (1100) senior high school students, teachers, administrators and account clerks in the Municipality. Three hundred and forty-eight (48) teachers, one (1) headmaster, ten (10) administrators and account clerks as well as one (1) bursar for the municipality were also covered in the study.

2.1 Sampling Technique

Random sampling and purposive sampling techniques were employed to select the representative of the study. A random sampling strategy was used to select a representative number of one (1), school for the study due to the nature and the use of descriptive survey. The school was Anlo Afiadenyigba senior High School (A). The study was limited to senior high school since participants were matured as compared to the junior high school students and as such are capable of responding to the items on the questionnaire and structured interview schedule appropriately and responsibly. In the case of the teachers, eight (8) individuals were blindfolded and asked to pick a piece of paper inscription ‘participant’ and ‘non-participant’ from a basket. This method was used and applied in the school and as such forty (40) teachers were selected. As in case of students eight (8) individuals were also blindfolded and asked to pick a piece of paper inscription ‘participant’ and ‘non-participant’ from a basket. This same procedure was used and applied in the school and as such forty (40) students were chosen. The views of ICT teachers were also sought. In this case all individuals were selected. Ten (10) ICT teachers were selected as a result. Random sampling technique was appropriate, simple and adopted since it established homogeneity.
Purposive sampling is a sampling approach in which researchers choose individuals and locations with the purpose of learning about or understanding the central phenomenon [17]. Purposive sampling was employed to select the administrators and account clerks of five schools mentioned. Purposive sampling was chosen because the respondents involved were single individuals who can be hand-picked based on the purpose of the study. Purposive sampling was used to select ten (10) administrator and an account clerk from the school. These individual respondents were selected and used to verify and cross-check responses on computer security practices in selected senior schools in Keta Municipality. The issue of triangulation in relation to the responses is ensured. The total number of samples for the study was hundred (100) respondents. This comprises forty (40) teachers, forty (40) students, ten (10) ICT teachers, five (5) administrators and five (5) account clerks all from the five selected schools.

2.2 Materials

The research instrument used for the data collection was questionnaires for the teachers, students, administrators and account clerks. There were thirty-two (32) items in the questionnaire for students. Questionnaire for students was made to examine the trend of computer security practices in senior high schools. There were thirty-nine (39) items in the questionnaire for both teachers and ICT teachers. Questionnaire for teachers was made to examine the trend of computer security practices in senior high schools. In addition, thirty-four (34) items were in the questionnaire for administrators and account clerks. The questionnaire examines trends of computer security practices in Senior High School students. The questionnaire was arranged in 5-point Likert scale with Strongly Agree = 1, Agree = 2, Neutral = 3, Disagree = 4 and Strongly Disagree = 5.

2.3 Data Collection Procedure

The researcher visited the selected senior high schools personally with a letter to seek permission from the headmasters as well as the cooperation of teachers, students, administrators and account clerks in order to gather the required and the necessary data for the study. Being a teacher in the municipality, it was very easy to gain the support and participation of all concerned. After consultation with the respondents, agreed dates were scheduled and all were informed about the dates and the purpose of the questionnaires they were to complete. The researcher went to the selected schools on the said dates and administered the questionnaires. Teachers, students, administrators and account clerks were enlightened on how to respond to the items. All questionnaires were examined and clarification made were necessary before collection.

2.4 Data Analysis

The statistical technique used for the study was descriptive statistics and this was primarily employed for the data analysis. The data obtained were computed and analysed using percentages and frequencies. The usage of a data analysis application known as the International Business Machine, Statistical Package for Social Sciences, assisted the data analysis (IBM SPSS). The respondents' responses were counted, frequencies were recorded, and a frequency distribution table was created using the data. The frequencies were transformed into percentages, which assisted in determining the various responses provided by different proportions of the study sample.

2.5 Ethical Consideration

The purpose of the study was not to intrude on people's privacy. Permission was requested from appropriate supporting heads and respondents associated with the study to deal with ethical issues linked with it. The study's goal was briefly described to them, and they were given the opportunity to select whether or not they wanted to participate. The information gathered was likewise kept in tight confidence, with anonymity and privacy guaranteed.

3. RESULTS AND DISCUSSION

The participants were asked to rate how much they agreed or disagreed with each of a series of statements. There were five response categories for each scale item, ranging from strongly agree to strongly disagree. The description given in text on “agree” is based on the total number and percentage that responded ‘strongly agree’ plus those who responded to ‘agree’ while those who responded to ‘disagree’ plus those who responded to ‘strongly disagree’ are together termed as “disagree” and then ‘neutral’ for those who have no knowledge of the question to respond. This section comprises of Tables 1, 2
and 3 and they establish the various trends of computer security practices by the students, teachers, Administrators and Account Clerks in the various Senior High schools in the Keta Municipality. It brings to bear some of the security practices that are practiced in schools.

Table 1 shows that 35(87.5%) of respondents agreed to the fact that they used computer with permission. The data above established that students did not use computers anyhow in all senior high schools in the Keta Municipality especially school that have computers. Also, it been established in Table 1 that majority 19(47.5%) of respondents attested to the fact that there is password on computers in their schools whilst only 17(43.0%) of respondents disagreed. This clearly indicated that computer security practices were strictly followed in some of the senior high schools in the Keta Municipality. Data in Table 1 reveals that 27(82.5%) of respondents indicated that there are codes of conduct guiding computer usage in their schools and 5(12.5%) disagreed which indicates that a good percentage of schools educate their students on what to do and what not to do when with the computers. Also, it been established in Table 1 that majority 29(72.5%) of respondents attested to the fact that network security protocols are enforced in the school whilst only 11(26.5%) of respondents disagreed. This clearly indicated that network security protocols are enforced in some of the senior high schools in the Keta Municipality. Moreover, it been established in Table 1 that majority 24(60%) of respondents attested to the fact that computers are used for 70% during teaching and learning in the school whilst only 16(40%) of respondents disagreed. This clearly indicated that computers are used for 70% during teaching and learning in some of the senior high schools in the Keta Municipality. Also, it been established in Table 1 that majority 39(92.5%) of respondents attested to the fact that there is no hacking attacks occurring with the computers in the school whilst only 1(2.5%) of respondents chose neutral. This clearly indicated that there is no hacking attacks occurring with the computers in some of the senior high schools in the Keta Municipality.

Table 2 indicates that majority 32(64%) of respondents emphasized that there were security passwords on computers in their schools but only 4(8%) of respondents stressed that they did not have security passwords on computers in their schools. This clearly means that schools that have computers followed security practices by putting security passwords on their computers to prevent theft and possible intrusions. From Table 2 majority 34(68%) of respondents were neutral to the statement that vulnerability management measures were used in computers in their schools whilst very few 16(24%) of respondents also attested to the fact that vulnerability management measures were used in their schools. The result above implies that some of the senior high schools in the Keta Municipality were following computer security practices whilst other schools did not. This could also be attributed to majority of teachers using their personal computers in the school and don’t see why they should be vulnerable if using their personal computer. Table 2 shows that majority 20(40%) of respondents emphasized that intrusion detective system was not used on computers in their schools to detect network attack whilst 24(48%) of respondents think otherwise were neutral. It is evidenced from the data above that computers in some of the senior high schools are not protected and therefore exposed to network attacks and even to hacker’s attack. Also, it been established in Table 2 that majority 35(70%) of respondents attested to the fact that network security protocols are enforced in the school whilst only 5(10%) of respondents disagreed. This clearly indicated that network security protocols are enforced in some of the senior high schools in the Keta Municipality. Moreover, it been established in Table 2 that majority 39(78%) of respondents attested to the fact that computers are used for 70% during teaching and learning in the school whilst only 9(18%) of respondents disagreed. This clearly indicated that computers are used for 70% during teaching and learning in some of the senior high schools in the Keta Municipality. Also, it been established in Table 3 that all 50(100%) of respondents attested to the fact that there is no hacking attacks occurring with the computers in the school. This clearly indicated that there is no hacking attacks occurring with the computers in some of the senior high schools in the Keta Municipality.

Table 3 establishes that majority 7(70%) of respondents attested to the fact that there is Antivirus is installed on computers in my school whilst only 1(10%) of respondents disagreed and 2(20%) were neutral. This clearly indicated that computer security practices were strictly followed in some of the senior high schools in the Keta Municipality. As indicated in Table 3 that majority 7(70%) of respondents said that they did not transfer data from one computer to another but
Table 1. Computer security practices by student

| Variable                                                                 | SA n (%) | A n (%) | N n (%) | D n (%) | SD n (%) |
|-------------------------------------------------------------------------|----------|---------|---------|---------|----------|
| Computers in my school are networked.                                   | 3(7.5)   | 16(40)  | 1(2.5)  | 7(17.5) | 13(32.5) |
| there is password on computers in my school                            | 7(17.5)  | 12(30)  | 3(7.5)  | 5(12.5) | 13(32.5) |
| I use computers in my school with permission                           | 23(57.5) | 12(30)  | 2(5)    | -       | 3(7.5)   |
| I easily download software's and files from the internet onto the computers in the school | 5(12.5)  | 6(15)   | -       | 7(17.5) | 22(55)   |
| I can install any program of my choice on the school's computers.       | 4(10)    | 4(10)   | 1(2.5)  | 19(47.5)| 12(30)   |
| There is antivirus on computers in my school                           | 5(12.5)  | 16(40)  | 8(20)   | 8(20)   | 3(7.5)   |
| Antivirus on the school's computers is often updated                    | 5(12.5)  | 10(25)  | 14(35)  | 8(20)   | 3(7.5)   |
| There are security browsers on computers in my school                  | 1(2.5)   | 7(17.5) | 11(27.5)| 13(32.5)| 8(20)    |
| I use flash drives on computers in my school                            | -        | 11(27.5)| 3(7.5)  | 14(35)  | 12(30)   |
| Network security protocols are enforced in my school                   | 13(32.5)| 16(40)  | 1(2.5)  | 7(17.5) | 3(7.5)   |
| Computers are used for 70% during teaching and learning in my school   | 10(25)   | 14(35)  | 8(20)   | 3(7.5)  | 5(12.5)  |
| Hacking attacks occur with the computer in my school                    | -        | -       | 1(2.5)  | 7(17.5) | 32(80)   |
| There is always a teacher or an instructor whenever we want to use the computers in the lab. | 47.5     | 47.5    | -       | 2(5)    | -        |
| There are code of conduct guiding computer usage in my school           | 11(40)   | 16(42.5)| 2(5)    | 3(7.5)  | 2(5)     |

Source: Field Survey, (2019)

Table 2. Computer security practices by teachers

| Variable                                                                 | SA n (%) | A n (%) | N n (%) | D n (%) | SD n (%) |
|-------------------------------------------------------------------------|----------|---------|---------|---------|----------|
| Antivirus is used on computers in my school                             | 24(48)   | 18(36)  | 4(8)    | 4(8)    | -        |
| there is security password on computers in my school                    | 22(44)   | 10(20)  | 14(28)  | 4(8)    | -        |
| There is firewall on computer system to prevent hackers in my school    | 4(8)     | 8(16)   | 26(52)  | 8(16)   | 4(8)     |
| There is intrusion detective system to detect network attack            | -        | 6(12)   | 24(48)  | 12(24)  | 8(16)    |
| Vulnerability management measures are used in computers in my school   | -        | 8(16)   | 34(68)  | 4(8)    | 4(8)     |
| Original software with activation keys is installed on the computers    | 8(16)    | 10(20)  | 28(56)  | 4(8)    | -        |
| Software are updated regularly                                          | 4(8)     | 8(16)   | 28(56)  | 10(20)  | -        |
| There are special computers for teachers.                               | -        | 8(16)   | 16(32)  | 26(52)  | -        |
| Students can install any software on their own without any administrative login. | -        | 4(8)    | 6(12)   | 14(28)  | 26(52)   |
| teachers have individual logins to the school management system         | 4(8)     | 8(16)   | 14(28)  | 14(28)  | 10(20)   |
| Network security protocols are enforced                                | 23(46)   | 12(24)  | 5(10)   | 10(20)  | -        |
| Computers are used for 70% during teaching and learning                 | 22(44)   | 17(34)  | 2(4)    | 4(8)    | 5(10)    |
| Hacking attacks occur with the computer in the school                   | -        | -       | -       | 12(24)  | 38(76)   |
| Teachers can easily download software's and files from the internet onto the computers in the school. | -        | 12(24)  | 10(20)  | 18(36)  | 10(20)   |
| I sometimes give my login credentials to students.                      | -        | 8(16)   | 16(32)  | 14(28)  | 12(24)   |
| I sometimes give my login credentials to colleague teachers.           | -        | 8(16)   | 16(32)  | 14(28)  | 12(24)   |
| Teachers allow students to enter marks into the school management system. | 4(8)     | 4(8)    | 6(12)   | 8(16)   | 28(56)   |

Source: Field Survey, (2019)
Table 3. Computer security practices by administrator and account clerk

| Variable                                                      | SA n (%) | A n (%) | N n (%) | D n (%) | SD n (%) |
|---------------------------------------------------------------|----------|---------|---------|---------|----------|
| Antivirus is installed on computers in my school               | -        | 7(70)   | 2(20)   | -       | 1(10)    |
| Software’s on my computer are often updated regularly          | -        | 1(01)   | 1(10)   | 6(60)   | 2(20)    |
| There is security password on computers in my school          | 2(20)    | 5(50)   | -       | 3(30)   | -        |
| There is intrusion detective system to detect network attack   | -        | -       | -       | 5(50)   | 5(50)    |
| I transfer data from one computer to another                   | 1(10)    | 5(50)   | -       | 1(10)   | 3(30)    |
| Original software with activation keys are installed on the computers. | 2(20)    | -       | 2(20)   | 4(40)   | 2(20)    |
| I have experienced hacking or attack on my computer            | -        | -       | 1(10)   | 2(20)   | 7(70)    |
| I ever given my password to a friend to log in on my behalf    | 1(10)    | 2(20)   | 2(20)   | -       | 2(20)    |
| Teachers or students are able to log into your computer.       | -        | 2(20)   | 2(20)   | 4(40)   | 2(20)    |
| I often download software’s, videos, files from the internet  | 4(40)    | -       | -       | 4(400)  | 2(20)    |
| I do open strange mails and download its content.             | -        | -       | 3(30)   | 6(60)   | 1(10)    |
| Network security protocols are enforced                        | 5(50)    | 3(30)   | 1(10)   | 1(10)   | -        |
| Hacking attacks occur with the computer in the school          | -        | -       | -       | 4(40)   | 6(60)    |
| There are property markings on computers in my school.         | 2(10)    | 1(10)   | -       | 4(40)   | 3(30)    |

Source: Field Survey, (2019)
only 4(40%) of respondents confirmed that they did transfer data from one computer to another. Table 3 also shows that majority 6(60%) of respondents indicated that they have security passwords on their computers whilst very few 4(40%) of respondents established that they did not have security passwords on their computers. It could be observed from the data above that some of administrators and account clerks in the senior high schools in the Keta Municipality were strictly following the computer security practices whereas some were also not on top of computer security issues in some of the senior high schools in the Municipality. Moreover, it been established in Table 3 that majority 8(80%) of respondents attested to the fact that network security protocols are enforced in the school whilst only 1(10%) of respondent disagreed. This clearly indicated that network security protocols are enforced in some of the senior high schools in the Keta Municipality. Also, it been established in Table 3 that all 10(100%) of respondents attested to the fact that there is no hacking attacks occuring with the computers in the school. This clearly indicated that there is no hacking attacks occuring with the computers in some of the senior high schools in the Keta Municipality.

From Table 3, it is established that 7(70%) of respondents unanimously agreed to the fact that antivirus is installed on computers in their offices whilst 1(10) disagree. According to Schneier [18], organizations such as schools and banks must inevitably come to terms with new modes of communication as well as new technological equipment and machinery that deal with topics such as result recording, completing and updating school records, and money. According to Viega & Mcgraw [2], there is a natural push on schools to adapt to new technology such as intrusion detective instruments and tools in their computer systems. The same impulse drives teachers and account clerks who use computers in their everyday lives attach importance to the use of intrusion detective systems in their computers. Landwehr, Bull & McDermott [19], emphasized that the defence tactics all organisations and schools are engaging to protect against the possibility of a malware today is simply inadequate. Trusted sessions, such as those between a user and a school, can be hacked or hijacked in a variety of ways. The security response to these emerging threats is shaky and ineffective. It's tentative in the sense that new threats are identified on a regular basis, and we're still far from having a complete understanding of the web application threat spectrum. Computer security is a difficult problem that requires a more complex solution than is currently available. However, one of the ways of ensuring this sophistication in data protection is by introducing artificial intelligence technology in intrusion detection systems. Artificial intelligence technology facilitates and ensures effective protection of systems. Studies further corroborates this finding by stating that artificial intelligence could potentially improve radically the performance of intrusion detection systems, which directly alerts users or networks of an impending or ongoing system attacks [20]. What is less obvious is how to operationalize this idea in order to protect computers from attack. It is important to acknowledge that the use of artificial intelligence practice everywhere in computer security must however be strictly followed and adhered to in order to address cyber-attacks as shown in Table 3. To adequately secure the increasing amount of capability and complexity in computer security, future artificial intelligence systems involved in computer security would have to be far more advanced than anything we can fathom today [21].

In conclusion intrusion detective system such as artificial intelligence indeed needs to be provided in senior high schools to protect confidentiality, authentication, integrity, nonrepudiation, access control, and properties of senior high schools and organisations. According to Klein, Roff, & Hehir [11], the most important thing to remember when it comes to computer security is to be careful of what websites you visit, what links you click on, what you enter your information into, and what you download. Antivirus software comes pre-installed on the majority of computers. For example, Windows 8 and 10 include Windows Defender, which is sufficient for the majority of users. As shown in Table 3, the study recommended Avast because it has been one of the most highly rated antivirus products for years, it does not slow down your system, and it is absolutely free. Vulnerability management, according to Cheswick & Bellon [22], is the process of discovering, remediating, or minimizing vulnerabilities, particularly in software and hardware. Vulnerability management is crucial to network and computer security. Vulnerabilities can be found with a vulnerability scanner, which examines a computer system for known flaws such open ports, unsecured software configuration, and malware susceptibility. In addition to vulnerability
scanning, many companies use professional security auditors to conduct frequent penetration testing on their systems to find flaws. As evidenced by Table 2 above, this is a contractual necessity in some industries.

4. CONCLUSION

A computer security practice is indispensable tool and measure to promote and improve computer use in all schools across the nation. A computer security practice is a serious issue affecting effective teaching and learning and school management in senior high schools nowadays in Ghana in general and the Keta Municipality in particular and indeed need a pragmatic and urgent attention. Computer security practices should be enforced and applied in senior high schools in the Keta Municipality to protect schools’ files, documents, personnel records, leakage of examination questions, and change of examination results, duplication of files, vital properties and documents of the schools from being hacked and leaked to the public. It is therefore necessary to supply well-functioning computers that are protected against threat in senior high schools if indeed security of file document and protection of school’s data and information are taken serious. To achieve as a result, strict computer security practices and measures must be put in place in all senior high schools in the Keta Municipality to prevent and protect school files, document and vital properties of the school from hackers and attackers.

5. RECOMMENDATIONS

The study recommends that adequate and functional computers should be provided in senior high schools in the Keta Municipality to promote effective teaching and learning. Also, ICT teachers should be abreast with maintenance of the computers. Furthermore, strict measures should be put in place to protect school files and documents from hackers and theft. There should be code of ethics to regulate computer use and intrusion detective devices on computers to prevent unlawful logging into school management system. Moreover, further studies should be done on this study in different geographical area to confirm or contrast with the findings of the study. Also, future studies can look into the trend in computer usage at the basic schools.
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