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ABSTRACT

SMKN 2 Teluk Kuantan has 4 (four) main lines of internet network that have own configuration. Static routing applied at SMKN 2 Teluk Kuantan for the four modems of the network has own area, because it is not under one control of the modem to the Router. Static Routing at SMKN 2 Teluk Kuantan is very possible to be damaged or trouble itself on network of each modem. Static routing problems are so complex formed of routing information into the routing table had been set manually by the network administrator. Dynamic Routing is very possible to be implemented at SMKN 2 Teluk Kuantan. where dynamic routing has a basic routing algorithm of dynamic routing. Dynamic Routing enters routing information into the routing table through exchanging information with other routers and creates routing tables dynamically, on dynamic routing network administrators will not enter the entry route manually into the routing table. Routing Open Short Path First (OSPF) is a type of routing protocol builds topology independently by choosing the best path then test network quality if the best path is in interference and perform Quality of Service (QoS) against realtime data.

This is an open access article under the CC BY-SA license.

1. Introduction

SMKN2 Teluk Kuantan is a vocational school located in Kuantan Singingi, Riau. This school has various kinds of departments. Each department need for internet access to support daily learning activities, both of students and teachers and other staff. To support these activities, SMKN 2 Teluk Kuantan has 4 (four) main lines of the Indihome internet network from the ISP. It divided in each places, namely the Office, Labor Room 1 and 2 and the Library Room. The four lines have indihome modems and their respective configurations for distribution to clients. Of the four network sources using Static Routing to network user underneath.

Static Routing was implemented at SMKN 2 Teluk Kuantan for the four modems of the network has own areas, because they are not under one modem control to the router. Static Routing at SMKN 2 Teluk Kuantan is possible to damage or trouble separately on the network of each modem, because it is not under the Routing control of the Router. The trouble will be detected if there is no internet access and will be repaired and it will take time so it will hamper school activities used internet network access. Static Routing cannot find another path or best path when there is a problem on the network, and there are divisions of four separate modem segments.
The problem of static routing is so complex routing information entered into the routing table manually set by the network administrator. It is possible to change the routing methodology at SMKN 2 Teluk Kuantan because dynamic routing is possible to be implemented at SMKN 2 Teluk Kuantan, where dynamic routing has the basic routing algorithm of dynamic routing. Dynamic Routing enters routing information into the routing table by exchanging information with other routers and creates a routing table dynamically, the dynamic routing network administrator will not manually enter the route entry into the routing table. So that dynamic routing is the reason for the change from Static Routing at SMKN 2 Teluk Kuantan. Open Short Path First (OSPF) routing is a dynamic routing uses the LSDB (Link state Database) algorithm, which is a type of routing protocol builds topology independently by selecting the best path. So that network problems at SMKN2 Teluk Kuantan can be replaced by implementing the OSPF Routing.

2. Research Method

2.1. Types of Research

The research was used implementation research and experimentation research. It builds a network using the OSPF routing method and configuration has been implementing all the components involved in this research based on the research scenario. In this study, the OSPF method was applied, and became a benchmark in applying it to the field. Then it becomes a solution and recommendation for activists in the network world, especially in routing management for nature packet service.

2.2 Design

The topology used in this study can be seen in Figure 2. In this topology there is one laptop client unit, server, switch, UTP cable and four router units to be involved in the research. The four routers will be placed in each modem, they are in laboratories 1 and 2, offices and libraries.

Gambar 2. Topologi Pengujian. (Testing Topology)

2.3. Testing Method

In this research, the network development is carried out using the OSPF routing method. The testing performs Quality of Service by seeing the OSPF method with the Quality of Service parameters in a normal network and abnormal network, in this case the main best path disconnection. Testing was done by comparing the changes in the bandwidth metric parameter in the OSPF routing protocol, and the testing of OSPF routing protocol based on the Cost metric, then testing of OSPF routing protocol based on the Cost Bandwidth metric. The tests include:

1. Measurement of Delay, Packet Loss and Throughput when there is no topology changes and there is topology changes on the network.
2. Router speed in making Routing Table when there is network topology changes or convergance time back.
3. Result and Discussion

4.1 Quality of Service Testing

The OSPF routing protocol testing was conducted in this study based on testing of Quality of service (QoS) results when the client does video streaming, then sees the results of the QoS parameters. The test was carried out when there is no interference on the network and there is interference on the network in the down form in one link.

This test compares the results of QoS parameters based on the amount of Cost the data packet passes to the server. The next test is testing the length of time the router converges again when there is a network change or the main link of the packet path is broken, this test based on the client is streaming video. The OSPF routing protocol uses Cost as its metric, then the research scenario in obtaining research data, then an overview of the measurement method is in the table 1.

| No | Router Path | Cost Total | Link Down | Compliment |
|----|-------------|------------|-----------|------------|
| 1  | 1 - 2       | 20         | -         | Best path  |
| 2  | 2 - 3 - 1   | 30         | 4         | Equal Cost Load |
| 3  | 2 - 4 - 1   | 40         | 5, 6      | Equal Cost Load |
|    | 2 - 4 - 3 - 1 | 40       | 3, 4      | Balancing   |

The testing based on cost aims to compare the QoS value towards the total Cost of each network condition. This test also determines the QoS value when the client is streaming video. Almost the same as the QoS test above, the QoS test is to find the best value for QoS values. Testing based on this Cost only compares the average of each network condition and based on the total cost is.

Gambar 3. IP Route Command

In the picture above, it can be seen that there are nine lists of links to DST-Address. There are three lists of links perform OSPF routing to reach the destination network with the label ADo (Active Dynamic OSPF). Meanwhile, the six link lists are also OSPF routing protocols, but they are labeled ADC (Active Dynamic Connected) because the IP Address of the interface is directly connected to R1_Lab_1. To go to network 0.0.0.0/0, 192.168.100.0 or network server, pass through gateway 192.168.100.1 with label ADS.

Table 2.

| Number | DST-ADDRESS | PREF-SRC | GATEWAY | DISTANCE |
|--------|-------------|----------|---------|----------|
| 0      | ADS         | 0.0.0.0/0 | 192.168.100.1 | 1        |
| 1      | ADo         | 10.10.10.0/30 | 10.10.10.18 | 10.10.10.22 |
| 2      | ADo         | 10.10.10.14/30 | 10.10.10.22 | 10.10.10.14 |
| 3      | ADC         | 10.10.10.12/30 | 10.10.10.13 | ether3    |
| 4      | ADC         | 10.10.10.16/30 | 10.10.10.17 | ether4    |
| 5      | ADC         | 10.10.10.20/30 | 10.10.10.21 | ether2    |
| 6      | ADC         | 10.10.10.24/30 | 10.10.10.19 | 10.10.10.14 |
| 7      | ADC         | 192.168.10.0/24 | 192.168.10.1 | ether5    |
| 8      | ADC         | 192.168.20.0/24 | 192.168.20.1 | wlen1     |
| 9      | ADC         | 192.168.100.0/24 | 192.168.100.11 | ether1    |
4.2 Testing the Routing Table Update Duration

In testing the duration of the routing table update by deciding the best path or link directly connected to the server. At the termination of the link the router will choose an alternative path listed in the routing table. This test by sending ICMP protocol packets. In this test used supporting application to find assessment parameters from testing the duration of the routing table update. To find the delay was used Wireshark. When there is a link break, the wireshark application can capture the data packet returns to the server by sending an ICMP packet. The following are the test results to get the delay in the routing table update process.

| NO | Condition                          | Cost | Time since reference or first frame (start) | Time since reference or first frame (finish) | Delay  |
|----|-----------------------------------|------|---------------------------------------------|---------------------------------------------|--------|
| 1  | R2 ether 1 and ether 3 Down        | 30   | 2,031,187,000                               | 31,828,331,000                              | 29,797,144 |
|    | Path R2 - R3 - R1                 |      |                                             |                                             |        |
| 2  | R2 ether 1 and ether 4 Down        |      | 6,099,338,000                               | 27,587,525                                  | 21,488,187 |
|    | Path R2 - R4 - R1                 |      |                                             |                                             |        |
| 3  | R2 ether 1, ether 4 and R4 ether 3 Down | 40   | 5,078,108,000                               | 258,648,010,000                            | 253,569,902 |
|    | Path R2 - R3 - R4 - R1            |      |                                             |                                             |        |
| 4  | R2 ether 1 and R3 ether 4 Down     |      | 5,078,023,000                               | 37,737,917,000                             | 32,659,894 |
|    | Path R2 - R4 - R3 - R1            |      |                                             |                                             |        |

4.3 Testing to achieve Convergence

This test is to see a comparison when there is changes in the network, the failure of the main link/best path or there is network down to stable or convergence. Then to see the effects of real time data. It means on video streaming is being used by the client. This test also involves ICMP (Internet Control Message Protocol) packets to see new paths used, and to see routers the data packet passes through. This test used the Wireshark application by sending ICMP packets. Here's one of the images in this test.
Table 4.
ICMP Packets

| NO | CONDITION | DOWN TIME | UP TIME | TIME OF DIFFERENTIATE |
|----|-----------|-----------|---------|-----------------------|
| 1  | R2 ether 1 and ether 3 Down Path R2 - R3 - R1 | 12.29.11  | 12.30.06 | 00.00.55              |
| 2  | R2 ether 1 and ether 4 Down Path R2 - R4 - R1 | 12.39.06  | 12.40.31 | 00.01.25              |
| 3  | R2 ether 1, ether 4 and R4 ether 3 Down Path R2 - R3 - R4 - R1 | 12.49.15  | 12.54.20 | 00.05.05              |
| 4  | R2 ether 1 and R3 ether 4 Down Path R2 - R4 - R3 - R1 | 13.16.43  | 13.18.06 | 00.01.23              |

4. Conclusion

From the result of this study, it was conclude for the testing to achieve convergence when there is topology changes or network changes based on the test scenario, it takes at least 55 seconds for the network return to normal until 5 minutes. For the testing the measurement of the update table, it also has a minimum delay of 21 seconds to 253 seconds, the largest time required when there is changes in topology and speed of the router in updating the table based on the test scenario. Testing based on Quality of Service (QoS) also has differences based on the amount of costs that the packet passes to destination network. For the total cost of 30, it has average delay of 0.0030975 second and 0.0045625 second for the cost of 40. For packet loss costs 30 get result of 0.0510325% and cost of 40 0.0487725%. Meanwhile, for throughput, the result is 1.665 Mbit/s for cost 30 and 1.841 Mbit/s for cost 40. From the QoS test, the smallest cost has the smallest delay and throughput.
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