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Abstract. This paper aims to propose authorization scenarios for updating population data systems that involve public participation through several different telecommunications channels, called Multi-Channel and Public Participation (MPP)-Based Population Administration System. This paper reveals a number of important technical aspects that arise and must be considered in the authorization scenario. This paper also discusses broadly the authorization techniques that have been used separately in many previous cases. Conformity methods between behaviour of important technical aspects of MPP-Based Population Administration System and authentication methods that are commonly used in system implementations is the base for supporting the implementation of authorization scenarios. The proposed authorization scenario is to utilize a combination of Claim-Based and Multi-Factor authentication techniques because it has a match between important aspects and technical authentication. The combination of authentication techniques in the authorization procedure is able to verify and validate and determine the role of those who wish to collaborate in the service process.

1. Introduction
Population administration, is a series of structuring and controlling activities in the issuance of documents and population data through population registration, civil registration, management of population administration information and the utilization of results for public services and the development of other sectors. Population Administration Information System, hereinafter abbreviated as SIAK is an information system that utilizes information and communication technology that has been built by the government since 2006. The flow of monolithic reporting authorization and hierarchy where the reporting of population events is carried out by the applicant itself starting from the lowest regional apparatus, namely RT to sub-district. The disadvantages of the current population data updating system are:

- Reporting depends on the active role of the applicant;
- Reporting will stop if the party is unable to attend;
- Reporting is very vulnerable to forgery;
- Verification and validation reporting is done manually;
- Low reporting validity

Multi-Channel and Public Participation (MPP) Architecture - Based Population Administration System [1] tried to improve this weakness by proposing the involvement of active public participation in every population incident (birth, death, relocation) utilizing the availability of telecommunications
infrastructure in Indonesia. Initial reporting of a population event can be carried out by community leaders who have the authority and competence in related fields, such as health. Figure 1 is a Multi-Channel and Public Participation (MPP) Architecture - Base Population Administration System.

Figure 1 shows that Multi-Channel architecture is designed in every population reporting event (birth, death, relocation) involving public participation with manual media reporting and utilizing sms telecommunication channels and web or internet protocol. The advantages of utilizing the MPP-Based Population Administration System architecture are as follows:

- Reporting involves the participation of authorized public figures;
- Verification & Validation involving authorized public figures;
- Low forgery rate;
- Verification & Validation Reporting is done using telecommunication channels;
- Reporting Validity Increases.

By involving community leaders in the flow of reporting on population incidents, new issues of authorization and authentication emerged. The procedure for authorization and authentication in updating the current population data is based on the validity of the physical letter through the signature
and stamp of the officially appointed official. This is a major cause of low data validity because it is easy to manipulation [1]. Therefore, a good and appropriate authorization procedure is needed to support the implementation of the MPP-Based Population Administration System architecture. This paper discusses broadly the authorization techniques that have been used separately in many previous cases. This research aims to propose authorization procedure scenario consider the process based on claim based and multi-factor authentication in involving public participation using telecommunications channels or manually.

2. Method
The MPP-Based Population Administration System architecture that has been discussed previously raises aspects and possibility of authentication method which can support system implementation. Figure 2 proposed authorization procedure MPP-Based Population Administration System architecture.

![Figure 2. Proposed authorization procedure (aspect and authentication).](image)

Figure 2 describe a process starting from reporting by an authorized party carried out through the system authorization stage first. Furthermore, the public is authorized both in a system that can carry out the process of verification and validation of reports on a claim basis process. Following are the aspects that form the basis of authorization and authentication methods that are generally used in supporting authorization from public participation.
2.1. Aspect of MPP-Based Population Administration System architecture
The aspect that determine the successful implementation of authorization procedures hence it requires more in-depth research. Emerging aspects are based on the applicant and public participation in reporting and validating reports and communication channels used. The following are aspects that arise based on Multi-Channel architecture:

A. Public Participation or Multi-People
MPP-Based Population Administration System is designed to involve public participation in SIAK data updates. In involving the public, appropriate authentication techniques are needed therefore they are appropriate in determining roles and functions. In a system, access control is a very important part, which is directly related to system security hence a Role Base Access Control (RBAC) is needed [2]. RBAC embodies high elasticity and access to dynamic control systems because it consists of four user elements, namely: role, permission, function, and validating the effectiveness and practicality of the system.

B. Multi-Channel Telecommunication Channels
MPP-Based Population Administration System is designed to utilize the Short Message Service (SMS) telecommunication channel and Internet data channel in involving public participation both as a reporting channel and validation or verification in SIAK data updates. With the utilization of telecommunication channel canals that are directly related to the availability of equipment owned by the participating public, authentication becomes Multi-Factor. Utilization of telecommunications channels is widely used by large organizations in performing services [3] [4].

C. Polylith Semi-Hierarchy Reporting
The MPP-Based Population Administration System architecture in reporting events or cases is designed to be carried out by anyone (Polylith) and follow-up reporting follows administration reporting after passing the reporting validation stage (Semi-Hierarchy). The Polylith Semi-Hierarchy reporting model is widely applied by organizations that prioritize service [5].

D. Polylith Semi-Hierarchy Validation
The MPP-Based Population Administration System architecture in event reporting validation is designed to involve authorized public participation (Polylith) and has a function and area suitability. In the validation process, authorization procedures determine which actor has the right to carry out validation in accordance with a predetermined arrangement as a top priority and alternative if unable to for some reason. The validation procedure also considers the position of the report in the service administration (Semi-Hierarchy). The Polylith Semi-Hierarchy validation model is widely applied by organizations that prioritize service [6].

E. Claim-Based process
The MPP-Based Population Administration System architecture is in the reporting process, validation and follow-up reports are based on an event claim. For the determination of public figures in the validation process also based on the affiliation of claims of events with the authority given based on functions and roles. Broadly speaking, it can be called Claim-Based process. So that in the process utilizing a Public Key Authentication that can be a unique token or session key that is bound and appears based on the event claim that has Time to live (TTL) to maintain the suitability of events and follow-up activities.

2.2. Authentication Method
Authentication is the process of recognizing and determining whether someone's identity, user or something [7]. Authentication technology provides access control for the system by checking to see whether user credentials match the credentials in the authorized user database or on the data authentication server. Based on these aspects, it is necessary to determine the right authentication
method. The following are some of the common Authentication solutions used in developing applications:

A. **Single Factor Authentication (SFA)**

SFA is a process for securing access to a given system, such as a network or website, which identifies those who request access through only one credential category [8]. The most common example of SFA is password-based authentication. Password security depends on the perseverance of the system administrator or the user who set up the account. Best practices include making strong passwords and ensuring that no one can access them. Most of verification currently uses this type of authentication method. Single-Factor Authentication (SFA) was mostly adopted by the community due to its simplicity and user friendliness [9] [10].

B. **Two Factor Authentication (2FA)**

Two-factor authentication (2FA), sometimes referred to as two-step verification or two-factor authentication, is a security process where users provide two different authentication factors to verify themselves to better protect user credentials and resources that users can use in accessing the system [7]. Two-factor authentication provides a higher level of assurance than the authentication method that relies on one-factor authentication (SFA), where the user only provides one factor - usually a password or passcode. The two-factor authentication method depends on users who provide passwords and also the second factor, usually either security tokens or biometric factors such as fingerprints or face scanning [11] [12] [13].

C. **Multi Factor Authentication (MFA)**

Multi-Factor Authentication (MFA), is a security system that requires more than one authentication method from an independent credential category to verify the user's identity for logins or other transactions [14]. Another definition is a computer access control method in which users are only given access after successfully presenting separate evidence to the authentication mechanism [15]. Usually at least the following two categories: knowledge (something they know); ownership (something they have), and default (something they have). Multi-Factor Authentication (MFA) was proposed to provide a higher level of safety and facilitate continuous protection of computing devices as well as other critical services from unauthorized access by using more than two categories of credentials [16]. The aim of the MFA is to create layered defences and make it more difficult for unauthorized people to access targets such as physical location, computing devices and networks or databases. If one factor is compromised or damaged, the attacker still has at least one more barrier to violate before successfully breaking into the target. All two-factor authentication (2FA) is multi-factor authentication (MFA), but not all MFAs are 2FA.

D. **Claim Based Authentication (CBA)**

Claims-Based Authentication (CBA) is the process of using credentials (claims) that contain authentication information in one of the many possible authentication protocols to establish the identity of the parties who wish to collaborate [17]. Claim-based identity is a way of authenticating end users, applications, or devices to other systems with steps that are abstract from entity-specific information while providing data that controls it for appropriate and relevant interactions [18].

3. Results and Discussion

The MPP-Based Population Administration System authorization procedure discussed earlier has several matches between supporting aspects and authentication methods commonly used in system implementation. This similarity is supported by research on authentication methods that have been done before. Table 1 is conformity between important technical aspects and authentication methods.
Table 1. Aspect of Authorization Procedure.

| Authorization Aspect                  | SFA | 2FA | MFA | CBA |
|---------------------------------------|-----|-----|-----|-----|
| Multi-People                          | √   | √   | √   | √   |
| Multi-Channel Telecommunications      |     |     |     |     |
| Polylith Semi-Hierarchy Reporting     |     |     |     | √   |
| Polylith Semi-Hierarchy Validation    |     |     |     | √   |
| Claim-Based Process                   |     |     |     | √   |

Table 1 is a matrix of similarities between aspects and methods of authentication based on criteria, the number of factors in authentication, interaction and public attachment in report claims. Assessment is based on the authentication criteria discussed earlier. Utilization of Claim-Based and Multi-Factor authentication techniques that are able to verify and validate and determine the roles of those who wish to collaborate in the service process. The combination of authentication method also able to handle collaboration in the service process.

The authorization procedure described earlier required in-depth research on content and encrypted type of package information of authentication both for multi-factor and claims-bases. Size of data package also become consideration.

4. Conclusion

Based on the proposed authorization procedure and the suitability between aspects of authorization and authentication solutions, it can be concluded that the combination of the Multi Factor Authentication and Claim Based Authentication techniques can support the authorization procedure in the implementation of the MPP-Based Population Administration System architecture.
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