Nscanner: Vulnerabilities Detection Tool for Web Application
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Abstract. Internet has been dominating the world nearly a decade. Web application is known to be the most widespread platform of the internet especially when it comes to share resources, e-commerce services, education and business platforms. Since the usage of web applications are increasing dramatically, it’s becoming more vulnerable for security attacks. Each year, organizations facing many security attacks towards their web applications. Although many security practices and mitigations have been applying in web application, however there are still some security loophole issues can be found in web application. For instance, these loopholes can be referred as lack of secure coding (standards) implemented in web application, lack of formal security training approach for web developers and improper security testing for their web application. Besides, social engineering attacks also tremendously increasing each year. Many organizations were compromised through phishing attacks due to lack of awareness among users (employees). As a solution to overcome the issues, a research project will be carried out to implement a system called Nscanner to detect Structured Query Language injection (SQLi) and Cross-Site Scripting (XSS) vulnerabilities for web application. Moreover, the developer also will design a malware detection feature based on machine learning approach to detect malware found in attachments from emails in order to prevent malware phishing attacks.
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1. Introduction
Web application usage are increasing due to rapid development of technology. According to the analytical data of Internet User Survey (ISS) 2018 which analyzed by Malaysian Communication and Multimedia Commission, there was 87.4% of increment in 2018 compared in 2016 which was reached about 76.4% of internet users [17]. Since the usage of internet is increasing dramatically, the amount of data usage also generated in tremendous quantity. During the data sharing over the internet, many users may not aware of data transferring in the internet which means cyber attackers may spoofing, stealing or social engineer on users’ data.
Each year, many cyber security researchers provide some statistical analysis on web vulnerabilities in order to create awareness amongst internet users, developers and security researchers. There are reports generated to investigate the amount of web vulnerabilities published in 2018 as shown in Figure 1. A simple analysis has been conducted on most trending and highly risks vulnerabilities based on some research papers which researchers were found the most dominant website attacks. From the latest report of 2018 which analyzed by the cybersecurity researchers from Imperva, common vulnerabilities such as the top two numbers of most attempted attacks known as SQLi and XSS. Statistic that tabulated in Figure 1 shows that injection attack which is rated at 3,294 in 2018. While XSS attack is rated at 2,410 in 2018 [9].

Social engineering attacks are escalating quickly in today’s networks and weakening the cybersecurity firm [21]. In several studies shown that social engineering as manipulating and convince people to reveal sensitive information via online networks or by gaining access to systems [4]. According to Wenjun Fan, Kevin and Rong Rong, humans are the main factors that easily can be exploited by social engineering attackers. They stated that social engineering attacks emphasize on human element’s psychological vulnerabilities rather than the traditional technical ones such as web application vulnerabilities. Therefore, a social engineering attacks are very difficult to defend by system administrators [15]. Social engineering attacks can be achieved in any form of techniques which has human interaction involves [10]. The most common strategies can be known as phishing attacks, spear phishing attacks, scareware, phone/email scams, reverse social engineering attack and so forth [22]. According to researchers, phishing attacks are the most common attacks amongst other techniques in social engineering [22]. Attackers simply sending emails and text messages and manipulate the target user to open attachment or click a link which malware has been embedded [10]. Once the user, opened.clicked, vulnerability will be exploited and cause infection on target’s workstation or network.

| Phishing Vectors       | Results |
|------------------------|---------|
| Malware Phishing        | 50.7%   |
| Credential Harvesting   | 40.9%   |
| Extortion               | 8%      |
| Spear Phishing          | 0.4%    |

Table 1 show the analysis that reported by Avanan, phishing attacks are increasing and difficult for humans and technologies to detect. Based on their analysis, over 561,947 emails from different organizations were compromised by attackers. Table 1 shows that malware phishing rated at 50.7%
than any other phishing vectors. Where attackers embed malicious content along via attachments or links. Besides, Avanan studies shown that phishing attack can easily bypassed Gmail and Office 365 are not reliable to block malicious emails [8].
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Figure 2. Statistic Analysis (2017) of Most Web Application Attacks According to Region [20]

Based on a survey done by Penta Security, the number of XSS and SQLi attacks struck mainly Asian countries [20]. Figure 3 above, described that the number of SQLI and XSS attacks are mostly dominant in Asia and followed by Europe and America. Consumer News and Business Channel (CNBC) reported that the main reason of why Asia is amongst the most vulnerable region because of the cybersecurity awareness across Asia was comparatively lower than any other regions, such as Europe and America [12].

2. Literature Review on vulnerability detection tool

Some sources stated that almost 200% increase in data breach attacks in 2018 [25] [1]. Since the number of web attacks are increasing, it’s considered as urgency to secure web applications from cyber attacks. Dr. Aswami Fadillah advised companies for regular security system vulnerability assessments in order to limit the impact of data or system loss [13]. Thus, security pentester, system administrator or system testers is required to critically assess application or network to secure prevent from any vulnerabilities.

Vulnerability scanner is a tool to help pentester or web developer for assessing web application or network in order to find its vulnerabilities. It can be known as an automated tool to audit web application for security vulnerabilities, without the need for system tester to test the application’s source code to find for security bugs [14]. There are many vulnerability scanners are available in today’s technology. However, choosing the right vulnerability scanner for penetration testing will produce a significant quality assessment due to capabilities and convenient. The researcher has selected three different tools to identify its’ drawbacks for vulnerability assessment. The following shows the three types of vulnerability scanners for web applications:

2.1. Acunetix

Acunetix is also known as WAVS tool for penetration testing. It’s can discover multiple vulnerabilities including XSS and SQLi [14]. It’s one of most widely used tool in security assessment. Acunetix software is based on commercial package where customer required to purchase for license according to available subscriptions [2]. Its application is based GUI based desktop application where provides user to conveniently interact. Moreover, it enables reporting management for user such as generating results and remediation advises on identified security vulnerabilities of the application. All detected vulnerabilities will be remarked based on status such as open or fixed [3].
2.2. Wapiti

Wapiti is a WAVS tool for security auditing for web applications. It used to perform black-box testing such as Metasploit, Acunetix and other WAVS. It can be known as an open source platform and CLI based interface [16] and also able to scan for multiple modules according to vulnerabilities including SQLi and XSS. It has the similar feature with Metasploit and Acunetix where it can crawl entire webpages of a website, targeting for scripts and forms to inject payloads to find for vulnerabilities [23]. Wapiti also has capability on generating reports and can be analyzed through web browser [16].

2.3. Metasploit

Metasploit is considerably known as Web Application Vulnerability Scanner (WAVS) which developed by Rapid7 security team [19]. It’s available in two variants: commercial and community. A commercial version Metasploit required license subscription while a community version can be known as open source platform (free version) [18]. Metasploit does supports GUI interaction. User can launch Metasploit in web UI mode. It’s capable to run web assessment such as SQLi and XSS detection. In addition, Metasploit also able to scan web application by using additional plugin called Nexpose [11]. Nexpose available in web GUI and CLI interfaces.
2.4 Comparative Analysis of Existing Systems
Table 2 showing the comparative analysis between three identified systems based on some similarities on proposed system. However, there are few drawbacks have been identified by the researchers. For instance, Wapiti doesn’t provide GUI interface for most users to interact. By default, Metasploit doesn’t support frequent patches (updates) to keep the application up to date except for commercial package. To update the Metasploit in open source, user required to manually update the module according on user. Apart from that, Acunetix and Wapiti don’t provide additional features such as social engineering kits. For example, Metasploit provides phishing attacks that available from its social engineering module. Thus, Acunetix and Wapiti have limitation on penetration testing. Acunetix only available upon license subscription. The disadvantage of using Metasploit and Wapiti can be considered as the limitation on multi-platform supports such as operating systems. Although Metasploit can be installed in Windows operating system, however security researchers have found that it has some certain bugs [24].

| Criteria                  | Metasploit | Acunetix | Wapiti |
|---------------------------|------------|----------|--------|
| GUI Interaction           | ✓          | ✓        | x      |
| CLI Interaction           | ✓          | x        | ✓      |
| Frequent Patches          | x          | ✓        | ✓      |
| SQLi Detection Feature    | ✓          | ✓        | ✓      |
| XSS Detection Feature     | ✓          | ✓        | ✓      |
| Social Engineering Feature| ✓          | x        | x      |
| Open Source Software      | ✓          | x        | ✓      |
| Multi-Platform            | x          | ✓        | x      |
To conclude the research on similar system studies, researcher’s proposed system can provide additional benefits for user according to those criteria mentioned in Table 2. The proposed system can be considered as a WAVS tool for pentester, web developer and normal user. The proposed system called Nscanner can help in penetration testing for web applications to find out severe vulnerabilities such as SQLi and XSS. In addition, it’s also functions as multi-purpose tool such as scanning attachments via emails to detect malicious programs using machine learning way for normal email users. Due to the project scope limitation, in future of development, developer of Nscanner will also concentrate on developing additional features such as network assessment. Eventually, the proposed system may help the organizations to save more money, time and resources when it comes to web assessment.

3. Analysis on participants awareness on several types of Web attacks

Researcher conducted a survey on web vulnerability and social engineering awareness amongst different participants. The researcher gathered sampling data through questionnaire. The survey took 12 days to finalize for the requirement analysis phase according to the Rapid Application Development (RAD) methodology. All the data analyzed will be reflected to the requirement analysis stage of RAD. There are total of 53 participants involved during the survey. Different types of participants involved in the survey such as web developer, pentester, lecturer, and student who have interest in Information Technology (IT) security. Therefore, they can provide the developer with more reliable feedbacks and information to carry out this research. Besides, they also aware of web applications attacks and social engineering. Thus, it helps the researcher to investigate every aspect from participants more accurately.

3.1. Research Findings

According to the findings, most participants are aware of social engineering attacks that increasing drastically. Besides, to mitigate social engineering attacks that affecting many organizations, they suggested that organizations can provide security awareness training for users. And make some improvement in current technology which capable to protect firms from social engineering attacks.

Over 43.4% of participants having a limited knowledge on SQLi and XSS vulnerabilities. Thus, the awareness amongst the users on web vulnerabilities still considered as low. Ideally, most participants mentioned that vulnerability scanner provides flexibility when it comes to automated security testing. Which means help security auditors to find bugs easily and faster than code analysis. Thus, it helps in saving time. However, few participants mentioned that some vulnerability scanners may provide some false positive results. Moreover, participants also stated that some vulnerability scanners are user friendliness due to its simplicity.

Apart from that, survey shows that 100% of total participants stated that vulnerability scanner provides beneficial for security assessment for web application. Within the context of security assessment for web application, majority of participants specified that it provides benefits for web developers, pentesters and bug hunters to find bugs. In addition, majority of participants also suggested malware detection as recommended additional feature for the Nscanner application.

In conclusion based on the overall findings, researcher has proposed Nscanner application as the newly improved version of vulnerability scanner with the capability of malware detection using machine learning method. Thus, it provides the significant to the research on improvement of current security assessment.

4. Nscanner Framework

The researcher has proposed highly dynamic and flexible automated approach to detect SQLi and XSS vulnerabilities. Besides, it also capable to detect malware using machine learning formula to prevent false positive results.

Figure 7 shows the proposed model of the proposed solution. There are two different phases involve such as web application vulnerability testing and file scanner. The web application
vulnerability testing is for run security assessment on website to detect SQLi and XSS. Besides, in file scanning phase is for malware detection. There is not database management system is required since the all the output of the analysis will be stored locally.

Figure 7: Nscanner System Architecture

Figure 7 showing the detail processes that involve in web application vulnerability testing and file scanner which of Nscanner system architecture. The following Table 2-3 showing the processes of two different phases of Nscanner application:

Table 2. Web Application Vulnerability Testing Phase

| Identity of Each Process | Process Explanation |
|--------------------------|---------------------|
| 1                        | Before user proceed with testing, it’s is compulsory for the user to connect user’s computer to the network in order for Nscanner to get access to an internet. First step, user required to choose which type of web exploitation to be tested for a website such as SQLi or XSS. Once a user selected any option, he/she is required to provide an URL or IP address of a website to run the vulnerability testing. |
| 2                        | Once user provided a valid URL or IP address of a testing website, a request will be made to Nscanner’s crawler mechanism. The web crawler will automatically communicate through the internet to find for the website based on the domain. A domain is used to identify server which hosting that particular website. |
| 3                        | Once the web crawler found the related server which hosts the website, crawler will request a connection to server in order to access the web application. Once server responded back to Nscanner’s web crawler, a connection will be established between server and crawler. At this stage, crawler will begin to crawl all possible form based webpages and webpages that accepting parameter as input from that particular website. All webpages will be determined based on domain and its’ subdomains. |
| 4                        | At this stage, server will accomplish all possible request made by Nscanner at previous stage via the World Wide Web (internet). |
| 5                        | This is the important stage where bugs will be identified by Nscanner. During at this stage, Nscanner will inject payload according to the selection of vulnerability testing made at process 1 previously. Payload will inject to every page that crawler retrieved at process 3. Since this is known to be an iteration process it may consume time until the injection process reaches its end. |
| 6                        | Finally, Nscanner will generate an instant report of the vulnerability assessment as outcomes. User can either save the report of the assessment. |

Table 3: File Scanner Architecture Phase

| ID of Each Process | Process Explanation |
|-------------------|---------------------|
| 1                 | The first step in malware detection is user required to upload any of sample/file which they found malicious to Nscanner. |
| 2                 | Once user uploaded successfully to the Nscanner, the core malware detection will automatically begin the dynamic analysis for the user. For example, a machine learning classifier model that designed based on Random Forest algorithm. The role of this classifier is to help in detect the |
### 3. Process Explanation

| ID of Each Process | Process Explanation |
|--------------------|---------------------|
|                    | sample according to PE header, section table and PE file sections. All this information will be referred from local dataset of random forest. When each time classifier detects, a new sample information will be generated which called as decision tree. A decision tree can be considered as dataset. Thus, many decision trees will be generated during the training process. This is used to identify the behavior of a sample. Classifier will use the dataset to scan malicious file. If a malicious sample is matched against of the highest accuracy from a decision tree based on a certain prediction, it can be considered as a malware file. |
| 3                  | Finally, a malware analysis report will be generated by Nscanner for user to know the outcome of the scanning. |

### 5. Conclusions

Based on the overall research, web-based attacks are still remain as potential threats that can cause data breaches or web defacement. Typically, web attacks are caused by security flaws that can be found from web applications. Those security flaws can be determined as web vulnerabilities where it capable in poisoning the web applications to cause disaster according to the type of vulnerabilities such as SQLi, XSS and others. A flaw in a web application is caused by most web developers. For instance, most SQLi and XSS vulnerabilities are caused by lack of secure coding procedures implemented by web developers. A common mistake are no proper validation and sanitization on input data that implemented by the programmers from client side. Thus, such common mistakes made by web developers will cause the entire web application and its’ users into harmful. Several facts stated that human is the weakest link when it comes to phishing attacks. Due to lack of awareness among email users, they are vulnerable to malware attacks. Most of them having the curiosity to open attachments without properly investigate the mail header of that phishing mail. Once they opened the content from the attachment, they may get infected by malicious program. Besides, due to lack of accuracy trigger by anti-spam feature in the email system, it can easily reach user’s mailbox. Therefore, users can open the email contents without noticing it was a phishing mail.

As a conclusion to the research, researcher has proposed the system called Nscanner application where it helps most web developer, security auditor (pentester) to assess their web application. Due to the its automate capabilities, it can scan the entire websites to detect for severe vulnerabilities rapidly such as SQLi and XSS. Once the detection succeeds, a report will be generated for user to analyze the results. Asides from web assessment, a normal user can scan any content of malicious file to detect malware programs. The result of the malware detection will be generated in a report for user to analyze. Eventually, this research also may help in create cyber security awareness among most internet users in Malaysia. Most working adults and non-working adults required to develop their skills and knowledge in defending themselves from cyber-attacks. Technology should always play significant role in preventing against most malicious activity by cyber criminals.
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