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Abstract. An intrusion detection system (IDS) is hardware, software or a combination of two, for monitoring network or system activities to detect malicious signs. In computer security, designing a robust intrusion detection system is one of the most fundamental and important problems. The primary function of system is detecting intrusion and gives alerts when user tries to intrusion on timely manner. In these techniques when IDS find out intrusion it will send alert massage to the system administrator. Anomaly detection is an important problem that has been researched within diverse research areas and application domains. This survey tries to provide a structured and comprehensive overview of the research on anomaly detection. From the existing anomaly detection techniques, each technique has relative strengths and weaknesses. The current state of the experiment practice in the field of anomaly-based intrusion detection is reviewed and survey recent studies in this. This survey provides a study of existing anomaly detection techniques, and how the techniques used in one area can be applied in another application domain.

1. Introduction
Intrusion detection refers to detection of malicious activity (break-ins, penetrations, and other forms of computer abuse) in a computer related system. These malicious activities or intrusions are interesting from a computer security perspective. Intrusion detection systems are one of the major parts of computer security. An Intrusion Detection System (IDS) is a system security technology for detecting vulnerability exploits against a computer system that analyses Network / system functions. Different categories of IDS include Host-based IDS (HIDS), Network-based IDS (NIDS), (HIDS), and Wireless IDS [1]. There is Hybrid IDS which combines various IDS categories. Host-based IDS monitors the activities of a single host and detects if any malicious activity happen. HIDS mainly monitors the process activities and ensure security policies of system files, system logs and registry keys. Anomaly detection techniques are useful in intrusion detection systems since an intrusion activity is different from the normal activity of the system. Host based intrusion detection systems run on individual systems which includes the techniques for collecting and analyzing the information on a particular system [3].

HIDS is different from Anti-virus. Anti-virus monitors all the activities inside the system but not sufficient to detect and analyze some system specific attacks like buffer overflow attacks in memory, memory leakage, malfunctioning of operating system process but HIDS collect and analyze system data such as status of file system, system call pattern and system events to detect any anomaly has occurred or not. HIDS system uses audit trail information and system logs to detect malicious activities inside the system. The intrusions can be detected by recognizing the sequence of anomalies in system traces. The malicious programs, malicious behavior and security policy violations collectively form the anomalous
subsequences. The normal and anomalous behavior can be identified by analyzing the alphabets in the co-occurrence of events. The alphabet represents the individual system calls and the data will be in sequential form. These calls could be generated by programs or by users. The major advantage of host-based systems is that it can keep track of user specific information. [3], [4].

HIDS can detect an improper use of company resources. If the activity pattern is similar to past attacks, the activity with that company resource can be stopped, thus prevent the attack. Host-based intrusion detection system are designed to monitor, detect, and respond to user system activity and attacks on a given host [3]. Some robust tools offer centralized audit policy management, supply data forensics, statistical analysis and evidentiary support, as well as provide some measure of access control. Host-based intrusion detection is best suited to combat internal threats and abnormal behaviors in the local networks, because of its ability to monitor and respond to specific user actions and file accesses on the host. Anomaly detection refers to the methods of identifying items, patterns and events in data that normally not occur in normal behavior of system process. These malicious data patterns are also known as outliers, exceptions, aberrations, surprises, discordant observations, peculiarities or contaminants in different application domains. In anomaly detection the most commonly used terms are anomalies and outliers. Anomaly detection is applicable in a variety of domains such as fraud detection, system health monitoring, fault detection, event detection in sensor networks, detecting ecosystem disturbances, intrusion detection for cyber-security and military surveillance.

2. Categories of intrusion detection systems

Intrusion detection systems can be classified based data collection methods into two categories as Host-based and Network-based. A network-based intrusion detection system (NIDS) is used to monitor and analyze data from network traffic to protect a system from network-based attacks. A Host-based intrusion detection system (HIDS) monitors and analyzes data from system’s log files that runs on a particular system. Intrusion detection systems can also be classified based on intrusion detection techniques into three categories as misuse detection, specification-based detection and anomaly-based detection.

![Figure 1. Classification of intrusion detection system](image)

2.1. Signature based detection

A Signature based Intrusion Detection Systems references a stored collection of previous attack signatures such as specific patterns, known malicious instruction sequences, byte sequences in network traffic and known system vulnerabilities. Each intrusion gives a specific malicious signature such as failed logins, failed attempt to run an application, failed file and folder access and nature of data packets. Signature based intrusion detection system uses these signatures to detect and prevent the same attacks in the future. The main advantage of signature based intrusion detection system is that it is very easy to develop and understand if we know the behaviour of network traffic and system activity. For example, to exploit particular buffer-overflow vulnerability the signature based intrusion detection system uses a signature that looks for particular strings. On modern systems pattern matching can be more efficiently
performed with minimum amount of computational complexity. For example if the system can only communicate via DNS, ICMP and SMTP it can enable the specific signatures and disable all other signatures.

The main disadvantages of signature-based intrusion detection systems are the collection of signatures must be continually updated and maintained and signature-based intrusion detection systems may fail to identify unique attacks. Signature-based intrusion detection systems work well against attacks with fixed behavioral pattern, but it is hard to works with self-modifying behavioural characteristics. Intrusion detection is further difficult when the user uses advancing exploit technologies such as payload encoders, encrypted data channels and nop generators that permit malicious users. To works against these kinds of attacks the collection of signatures must be continually updated and maintained which decreases the efficiency of the signature based systems also reduces the performance of the system. To address this issue modern systems which uses signature based intrusion detection system uses many IDS engines with multi processors and multi Gigabit network cards. The efficiency of the system determine by the speed of creation of the new signatures between the developers and attackers.

2.2. Anomaly based detection

Anomaly based Intrusion Detection Systems (IDS) references a baseline or learned pattern of normal system activity to identify active intrusion attempts. Deviations from this baseline or pattern cause an alarm to be triggered. Events in an anomaly detection engine are caused by any behaviors that fall outside the predefined or accepted model of behavior.

The major drawback of anomaly detection system is the difficulty of defining rules. All protocol being analysed must be well defined, implemented and tested for accuracy. The rule defined process for various protocols is also compounded by differences in vendor implementations. Defining rule in customized protocols needs great efforts. Detailed information of normal network behaviors needs to be collected and maintained by system memory for detection to occur correctly. Once the behavior is defined and rules for the protocol have been well structured and built the system can scale more quickly and easily than the signature-based model and works well for anomaly detection. There is a chance for malicious behavior gets unnoticed if it is considered as a normal usage patterns. For example a directory traversal activity with server, which complies with network protocol, does not trigger any payload or bandwidth limitation flags or any other flags. However, anomaly detection has an advantage over signature-based systems to detect new automated worms, in that a new attack for which a signature does not exist can be detected if it falls out of the normal traffic patterns. When a new system is infected with a worm it usually starts scanning for other vulnerable systems at an abnormal rate flooding the network with malicious traffic, thus triggering a network bandwidth abnormality rule. If any abnormal behaviour or intrusive activity occurs in the computer system which deviates from system normal behaviour then an alarm is generated. So this have follows a continuous monitoring process.

The key advantage of anomaly detection is that it does not necessitate preceding information’s or data of intrusion, so it can thus detect new intrusions. Based on behavior model processing type of the system anomaly based detection techniques can be classified in to three groups as statistical-based, knowledge-based and machine learning-based.

3. Anomaly detection

Anomaly detection is a technique used to detect unusual patterns that do not conform to normal behavior. Anomaly detection has many applications in various domains varies from intrusion detection to system health monitoring and from fraud detection in credit card transactions to fault detection in operating environments.
Figure 2. A simple example of anomalies in a 2-dimensional data set.

Figure 2 illustrates a simple example of anomalies in a 2-dimensional data set. The data has two normal classified regions, N1 and N2. Points that are sufficiently far away from these regions are anomalies.

The traces of malicious activities used to reflect in the data, careful analysing of this data reveals the presence of the intruder. The anomaly traces in the data have common characteristics which makes anomaly detection possible to analyst.

3.1. Challenges in anomaly detection

In data domain anomaly can be seen as a data pattern which does not belong to normal data pattern therefore a region can be created to represent normal behavior, any data patterns which do not belongs to this region can be classified as intrusion. But several factors make this apparently simple approach very challenging:

Figure 3. Key components associated with anomaly detection technique.

Defining a normal region which includes all possible data patterns that are normal is very difficult. Differentiate data patterns near the boundary regions between normal behavior and anomalous behavior
is difficult. The data patterns close to the boundary classified as normal can be a malicious data pattern. When anomalies are the result of malicious actions, the malicious adversaries often adapt themselves to make the anomalous observations appear like normal, thereby making the task of defining normal behavior more difficult. The current notion used to represent the normal behavior in a domain might not be sufficient to represent the same in the future. The notion used to represent normal behavior and anomaly is different for different application domains. For example, in the medical domain small deviations in the normal behavior data pattern might be an anomaly, while similar deviation in the stock market domain might be considered as normal. Hence anomaly detection technique developed for one domain is not directly applicable for another domain. The labeled data used to train the models for anomaly detection might not be sufficiently available. The normal data pattern may contain noises hence it is very challenging to differentiate the actual anomalies and normal data patterns.

The existing anomaly detection systems often used various factors such as type of anomalies to be detected, availability of labeled data and nature of the data to generate specific formulation of the problem. The factors are different for different application domains in which the anomalies need to be detected. To develop a well formed problem formulation various concepts from disciplines such as data mining, machine learning, natural language processing, information theory and statistics have been adopted. Based on type of processing various models are used they are: Statistical based, Statistical Moments or mean and standard deviation model, Machine Learning based, Cognition based, Multivariate Model, Univariate Model, Markov Process or Marker Model, Description script Model, Operational or threshold metric model, Genetic Algorithm model, Time series Model, Finite State Machine Model, Adept System Model, Neural Network Model, Bayesian Model, Fuzzy Logic Model, Computer Immunology based, User Intention based.

3.2. Anomaly detection approaches
Statistical anomaly based intrusion detection system, Data mining based approach, Knowledge based detection technique and Machine learning based detection technique are commonly used for anomaly detection.

![Figure 4. Taxonomy of Anomaly based Intrusion Detection System [12].](image)

3.2.1. Statistical anomaly based intrusion detection system. The statistical anomaly based intrusion detection system uses statistical analysis to analyze the user or system behavior by checking the values of various variables such as login session variables, resource overflow flags and various timers periodically. Find precise threshold values and decrease false alarm rate is crucial in this approach. In Statistical Anomaly based intrusion detection system (SABIDS) the malicious behavior is differentiate from normal behavior by using statistical properties such as mean and variance of normal activities and
A scoring system state change happens it calculates the probability ofiching based system vulnerabilities. If the system does not have the knowledge about a particular attack supervised method to detect tadata on methods require assumption based DS is that it does not require prior knowledge of several attacks or s detection uses the gathered knowledge about the attacks and this knowledge can be used to detect any intrusion detection systems can use the knowledge based detection approach. Knowledge based classification methods is that it can efficiently distinguish the classes of data. The classification algorithm used for clustering. In IDS normal patterns are gathered in a cluster and patterns that far away from the cluster are considered as anomalies.

Markov process model analyzes the event sequences for determine the regularity of particular events by using an event counter. A state transition matrix stores each event states and this matrix is used to predict the probability of occurrence of a succeeding event. This model is very useful for a system which keeps the state of each event. Markov model used in two main approaches as Markov chain and hidden Markov models. The Markov chain maintains a record of system states by examine the system at regular interval of time. When a system state change happens it calculates the probability of new system state and if the probability is less than it is considered as anomaly. The Hidden Markov model is similar to a dynamic Bayesian network. This model can be used to model a system which contains finite system states, the state changes are hidden to the user of the system and the generated state is always dependent on the immediate previous state only.

3.2.2. Data mining approach. Often IDS is unable to efficiently detect insider attacks and also needs to keep large amount of data to analyze current state of the system with all possible attacks. Data mining approach is useful for extracting patterns from large data store. This approach reduces storage of large amount of data by creating the metadata useful for anomaly detection. It allows analysts to reduce false alarm by removes normal activity from alarm data. Various data mining approaches have also been used in order to detect known and unknown attacks more accurately. The data mining based approach can be classified into Clustering and Classification models.

Clustering is a method of grouping objects as clusters in such a way that objects in the same cluster are more similar to each other than to those in other clusters. It is an unsupervised method to detect patterns similarity. K-means clustering is the leading algorithms used for clustering. In IDS normal patterns are gathered in a cluster and patterns that far away from the cluster are considered as anomalies.

Anomaly detection can be represented as a classification problem and classification algorithms are used for anomaly detection. Classify the attacks detected by anomaly-based detection systems is a significant task. The main objective of a classification method used for anomaly detection is to learn the characteristics of various classes. In this learning process the IDS uses labeled training data sets. After learning phase the IDS can be able to classify the new or previously unseen data. The main advantage of classification algorithms is that it can efficiently distinguish the classes of data. The classification-based techniques are comparatively fast and each new activity needs to be compared only with existing classes of data.

3.2.3. Knowledge based detection. Both signature based intrusion detection systems and anomaly based intrusion detection systems can use the knowledge based detection approach. Knowledge based detection uses the gathered knowledge about the attacks and this knowledge can be used to detect any attacks or system vulnerabilities. If the system does not have the knowledge about a particular attack then it is unable to identify the attack hence the system require significant amount knowledge of several attacks. The main advantage of knowledge based detection is that this type of systems normally produces less false alarm rate and produces more accurate results. The regular updating of knowledge
repository is required for this type of systems [25]. The knowledge based detection technique can be classified into State transition analysis, Expert system and Signature analysis.

State transition analysis was initially proposed and implemented in UNIX by Porras and Kemmerer [26]. In this state transition analysis the attacks are defined as a sequence of states with a goal state. These states are representing various activities of an intruder. The states are graphically represented as a state transition diagram. The intrusion activity changes the state of a system and propagates the state to a specific compromised system state. The key actions of system penetration are identified and listed. State transition analysis diagrams are useful to recognize the malicious state transitions occurring while the intruder penetrates the system security [28].

Expert systems are rule based systems. These systems are mainly used in knowledge-based IDS. The expert system contains set of facts, rules and inference methods. Each event occurred in the system is translated in to corresponding facts and rules. The inference methods are able to generate conclusions from the existing rules and facts. The attached semantics structure to each event will increase the level of event data abstraction [29]. Both signature based intrusion detection systems and anomaly based intrusion detection systems can use the expert system approach.

Signature analysis contains the same knowledge-acquisition approach as in an expert system, but the way of knowledge acquired is different. The exact evidence of every attack is available in the audit trail and this information is consolidated as semantic description of the attack. For example, the unique sequence of audit events and data patterns created during an attack contains the attack circumstance information. This technique can be efficiently implemented in different commercial application domains and products such as Haystack [30]. Systems which use this technique to detect new attacks and system vulnerabilities need frequent knowledge updates.

3.2.4. Machine learning based detection. Machine learning is a method of data analysis, in which the system learns and gathers knowledge from the tasks performed by the system. The system will improve the performance by using the knowledge learned from the previous results it means that machine learning provides the ability to a system to enhance the execution strategy [31]. The systems with machine learning techniques can be used for various applications but these types of systems are expensive. In many application context the machine learning technique uses methods similar to that of the statistical techniques and data mining techniques [20]. Machine learning technique can be classified into Neural networks, Fuzzy logic approach and Support vector machines.

Neural Networks machine learning technique use neural network concepts acquire the ability to use the sequence of commands by the user to anticipate for the next command. The neural network model is well suitable for developing user behavior model since it does not require the explicit information on user behavior. A well trained neural network with back propagation and feed forward mechanism works efficiently as signature matching system [32]. Multilayer Perceptron’s, Radial Basis Function-Based neural networks are used for anomaly based intrusion detection systems. IDS using neural network consists of three phases [28]. In first phase the audit log is analyzed to obtain sufficient training data. Next phase is to train the neural network for understand the each user behavior. In the final phase each user behavior is compared with trained data to detect malicious behavior of the user if there exist any such user activities an anomaly is alarmed.

Fuzzy logic is useful for many applications. It can produce acceptable reasoning of data and helps to deal with the uncertainty in the data set. The various techniques using fuzzy logic have been used since 1990’s [33]. Fuzzy logic is an important technique used in anomaly based intrusion detection systems. The fuzzy logic system can handle large volume of input data which may also contain uncertain parameters. The systems that use fuzzy logic can reduce the size of input data using data mining techniques and extract features from the given input parameters. There are many the Fuzzy Intrusion Recognition Engines available which uses fuzzy sets and fuzzy rules [22]. There are many characteristics of fuzzy logic technique that makes the techniques suitable to be correlated with intrusion detection system [34, 35]. The many parameter used for intrusion detection are fuzzy in nature. For example, user activity frequency, CPU usage time etc.
Support vector machines: Support vector machines (SVMs) uses supervised learning approaches. SVMs are suitable to analyze data used for classification. With the labeled training data SVM can outputs an optimal classification results. The concepts used in SVM are relatively simple. In SVM initially it maps parameters in the given input vector into a multi-dimensional space graph. After all parameters are mapped in a well-structured feature space and then the optimal separation can be done. The support vector machines is efficient for anomaly detection since the SVM uses calculated separating hyper-plane for the classification rather than analyzing the entire training samples. Usually SVM classifier is used for binary classification it means that the classifier classify the training set into two different classes.

3.3. Genetic Algorithm in optimization
Genetic Algorithm belongs to wide group of evolutionary algorithms. These algorithms are commonly used to produce optimal solutions to optimization and search problems. Many high complexity real world applications use genetic algorithms to find optimal solutions. GA has been widely used for optimal feature selection from the large data set and it provides a good framework for many integrated application environments.

4. Research challenges
Intrusion Detection System is important for any organization. Many researches going on for enhancing IDS technology. Nowadays IDS technology is highly automated in case of any malicious activities happened, the IDS notify the administrator and it can also able to take actions to prevent further attacks. The maintenance of IDS logs are very important, the logs are monitored regularly for analyzing the activities. For implementing efficient IDS and decrease false alarm rate, it is mandatory to define baseline policy strategies. Many intrusion detection systems are not able to handle false positive results.

Many researches are going on for the development of real time intrusion detection systems with virtualization technologies. Virtualization technologies are capable of handling various aspects of intrusion detection system. In most cases customization in the virtualization can be possible. Host based intrusion detection systems are using the advantages of modern development in real time intrusion detection system. One of the main challenges in intrusion detection system is to reduce the usage of computational power and memory consumption. Even though there are many enhancements made in intrusion detection system, false positive rates is not sufficiently low for many applications. The HIDS is considered as an important part of intrusion detection systems. HIDS provides mechanisms to detect attacks prevent malicious activities and restore the system into a secured state. To reduce the false positive alarm rate the more manual input is required in HIDSs unless the inputs are semantically balanced. If HIDS is designed efficiently it can prevent the attacks like outgoing denial-of-service attacks. When the HIDS detects outgoing denial-of-service attacks it informs the administrator that the system or the resources of the system are being compromised. The data traces and the basic system properties are used for detecting any malicious activity in the host system.

HIDS can be a part of a large intrusion detection system and can act as a source of basic information. There for design an efficient self-learning HIDS is a major challenge in intrusion detection domain. More research is needed to develop a HIDS which utilizes trusted platform modules and cryptographic technologies.

Another major research challenge is to develop intrusion detection system for smart phones and tablets. Providing good intrusion detection rate under a compromised operating system is a challenging task. In shared system environment the HIDS need to be work as an independent module since the shared parameters may cause the attack. The ability of a HIDS to recover quickly from attacks is dependent on the attacks. In HIDS the monitoring of various events and process are performed in virtual machine.

5. Conclusion
The main objective of this paper is to provide an overview of various aspects of anomaly based host intrusion detection system. Nowadays HIDS are becoming more important and plays a major role in
most of the intrusion detection systems. Various methods of anomaly detection and their merits and
derer. It is observed that HIDS with various data mining algorithms and cluster
based approaches can give more accurate results with less false alarm rates. Hybrid solution of network
based and host based HIDS can also be used in various application domains. The selection of intrusion
detection systems is dependent on the requirements of organizations. This survey discussed multiple
ways of the formulation of anomaly detection problem. The proper theoretical understanding of various
anomaly types will help to develop better intrusion detection systems. It is observed that anomaly
detection domain has various promising research directions, many anomaly detection methods requires
large amount of test data set for detecting anomalies. Major directions towards the researches in
anomaly detection are to develop efficient anomaly detection systems which work with complex systems
(e.g. aircraft system) and interaction between various components in real time.
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