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Abstract

Protecting smartphones against security threats is a multidimensional problem involving human and technological factors. This study investigates how smartphone users’ security- and privacy-related decisions are influenced by their attitudes, perceptions, and understanding of various security threats. In this work, we seek to provide quantified insights into smartphone users’ behavior toward multiple key security features including locking mechanisms, application repositories, mobile instant messaging, and smartphone location services. To the best of our knowledge, this is the first study that reveals often unforeseen correlations and dependencies between various privacy- and security-related behaviors. Our work also provides evidence that making correct security decisions might not necessarily correlate with individuals’ awareness of the consequences of security threats. By comparing participants’ behavior and their motives for adopting or ignoring certain security practices, we suggest implementing additional persuasive approaches that focus on addressing social and technological aspects of the problem. On the basis of our findings and the results presented in the literature, we identify the factors that might influence smartphone users’ security behaviors. We then use our understanding of what might drive and influence significant behavioral changes to propose several platform design modifications that we believe could improve the security levels of smartphones.

1 Introduction

The mobility, portability, and increasing capabilities of smartphones have significantly contributed to the increasing popularity of these multi-purpose devices. A recently published report showed that more than two thirds of American adults possess a smartphone [1]. Furthermore, more than 334 million smartphones were sold in less than 3 months in 2015 [2]. As smartphones begin to replace personal computers because of their advanced features and ease of use, large volumes of sensitive data are now stored and processed in smartphones including contacts, emails, photos, and videos. This makes smartphones an attractive target for hackers, particularly as regards the many ways of installing malicious codes on their victims’ devices.
and gaining unauthorized access to users’ sensitive data [3–5]. For example, the lack of awareness of many smartphone users might make them vulnerable to downloading malicious applications from uncontrolled app marketplaces [4, 6]. Receiving phishing messages that could come from SMS, MMS, email messages, social networks, and phone calls might also increase the vulnerability of smartphone users to many security- or privacy-related threats [4].

In 2014, Symantec analyzed over 6 million mobile applications and found that over 15% of them included malicious content, whereas around 37% were considered grayware programs [5]. Recently, Apple also stated that 100 billion applications were downloaded from its application repository [7]. A report published by Symantec also showed that smartphone vulnerabilities experienced a growth of 32% in 1 year [5].

A recent survey [8] showed that there is a lack of awareness among smartphone users about the security and privacy risks associated with downloading smartphone apps. Most surveyed participants assumed that controlled app marketplaces (e.g., Google Play) are secure [8], which indicates that users’ perceptions might negatively affect their security. According to the results of another survey [5], most smartphone users have worries and fears related to their privacy and security, yet they perform risky behaviors (e.g., over 65% of the surveyed individuals gave free applications permissions to access their data). Understanding smartphone users’ perceptions and misconceptions about security and privacy is therefore essential. This will help researchers develop mechanisms that preserve the confidentiality, integrity, and availability of data stored in smartphones.

In this paper, thirty qualitative interviews were performed to understand users’ security-related behaviors and to examine the correlations between them. We extend the work of Egelman et al. [9] by identifying the correlations and dependencies between various privacy- and security-related behaviors (in addition to locking behaviors), and by understanding how they are influenced by users’ preconceived perceptions, and propose new persuasive approaches. One of our interesting findings shows that the behavior related to locking mechanisms correlates with the practices related to backing up smartphone data, saving photos in gallery applications and connecting to public Wi-Fi hotspots. For example, we found that over 88% of our participants who chose not to lock their phones do not back up their smartphone devices. Furthermore, at least eight out of nine users who do not use smartphone locking mechanisms connect to public Wi-Fi networks. Similarly, more than 88% of the users who do not lock their phones save their personal photos in gallery applications. Inspired by the participants’ subjective feedback related to many security features as well as by the related behavioral literature, we identify the factors that could assist in predicting smartphone users’ decisions of whether to adopt protective behaviors or not.

Contributions. Our main contributions are the following.

1. **Studying Users’ Behaviors Toward Multiple Security Features.** Our study examined smartphone users’ behaviors toward seven different security features including locking mechanisms, application repositories, smartphone location services, and mobile instant messaging. To the best of our knowledge, ours is the first study to explore such questions and the first to provide an insight into the correlations between different security- and privacy-related behaviors.

2. **Establishing a Security Model.** On the basis of our findings and the results of past studies, we present a model that demonstrates the factors that may negatively or positively shape and influence the self-protective behaviors of smartphone users.

3. **Platform Design Recommendations.** By considering the factors that might impact smartphone users’ adoption of more secure behaviors, we discuss possible adjustments and
design modifications that could be applied to improve the security of smartphone platforms.

**Organization.** We begin by formulating the research hypotheses in Section 2. The study methodology followed in our structured interviews is then described in Section 3. This is followed by explaining our participants’ security behaviors and summarizing their reasons behind the adoption of the observed behaviors in Sections 4 and 5. The results and analyses of the conducted interviews are presented in Section 6. Section 7 discusses several smartphone platform design modifications. We then present a synthesis of related past studies in Section 8. Section 9 offers directions for future research and describes the limitations of our study. Section 10 concludes the paper.

### 2 Theoretical foundation and hypotheses

Prior behavioral research has emphasized the importance of studying users’ motivations toward adopting protective technologies (e.g., anti-viruses and firewalls) and analyzing the factors that drive users to protect themselves [10]. Studying the behavioral factors that affect individuals’ compliance to security policies in organizational settings has also been given significant focus in the literature [11, 12]. Balebako et al. considered the problem from the perspective of application developers by examining the barriers that prevent the engagement of developers in security and privacy best practices [13]. In the psychology literature, there are a number of behavioral theories that are widely used to explain the behavioral patterns of individuals and the factors that would positively or negatively affect their decisions to take protective or preventative actions. To understand the motives behind the voluntary involvements of smartphone users in self-protective behavior, we formulated a set of hypotheses based on the theoretical foundations discussed in the literature.

As we seek to obtain a complete understanding of smartphone users’ perceptions and attitudes toward avoiding a number of IT threats, we chose to base the theoretical foundation of this study on the principles of the Technology Threat Avoidance Theory (TTAT). TTAT synthesizes the benefits of a number of well-established behavioral models and theories including the Protection Motivation Theory (PMT), which has been widely applied to understand how people perceive and cope with security- and privacy-related threats [14–21]. It is also worth noting that TTAT was specifically designed to determine the factors that lead individuals to avoid IT threats by taking protective actions [15]. According to TTAT, users’ decisions to avoid IT threats are mainly linked to their perceptions of the severity and vulnerability of these threats, their subjective assessments of the effectiveness and the costs of available safeguarding measures, and their confidence in their abilities to adopt these measures for taking protective actions [15, 22]. Based on the principles of TTAT and PMT, users’ decisions to undertake protective actions against IT threats result from their subjective assessments of how harmful those threats are and their likelihood of experiencing them [18]. Consequently, the more the users feel that they are at risk or that the chances of being affected by a given IT threat are high, the more likely they will be motivated to engage in protective actions [22].

The consideration of perceived threat severity and susceptibility has been applied to predict users’ intentions to adopt safe computing behaviors in different contexts [17, 18, 20]. For instance, Tu et al. suggested that the more individuals consider themselves threatened by the negative consequences of losing their mobile devices, the better chance there is that they will protect themselves against mobile theft or loss [17]. Matt et al. also found that users’ adoption of privacy-enhancing technologies can be predicted from their perceptions of the degree of
harm that they would face as a result of a privacy-invading incident [20]. To the best of our knowledge, existing literature has not sufficiently investigated whether a relationship exists between smartphone users’ perceptions of threat and their attitudes toward avoiding privacy and security threats. Therefore, we propose that:

**H1:** The perceived threat of security or privacy incidents can affect the actual behavior of smartphone users.

According to TTAT, individuals also weigh the costs and benefits associated with taking protective actions before deciding to change their behavior [15]. Perceptions of time, financial cost, and cognitive effort of adopting a safe computing behavior are all important predictors of users’ decisions to protect themselves [14, 15, 18]. Therefore, we hypothesize that:

**H2:** Smartphone users are more likely to engage in security or privacy protective behavior as the costs associated with adopting such behavior decrease.

It has also been shown that technology awareness affects users’ decisions of whether to adopt protective technologies or not [14, 22, 23]. This includes users’ awareness of IT threats, the negative consequences of these threats, and possible countermeasures that can be used to combat such threats [14, 23]. Dinev et al. proposed to extend the Theory of Planned Behavior (TPB) [24], which has been widely applied to explain human behavior, to include technology awareness as a main predictor of individuals’ behavioral intentions [23]. After applying PMT to understand the security behaviors of computer users, Hanus et al. also found that technology awareness is an important predictor of users’ self-protective behaviors [14]. TTAT also suggests that individuals’ security awareness directly impacts their perceptions of IT threats [15]. To explore the role of technology awareness in shaping smartphone users’ self-protective behaviors, we propose that:

**H3:** Smartphone users’ awareness of technology positively impacts their security and privacy behavior.

Although a great deal of research has focused on understanding the motives behind users’ intentions to behave safely and avoid threats of negative technologies such as viruses, we note that the literature lacks studies that determine whether there are correlations between a user’s different security- or privacy-related behaviors. We seek to understand whether users’ decisions to protect themselves from certain security or privacy threats may lead them to protect themselves from other threats. Locking smartphones, being careful when connecting to public Wi-Fi networks, and making backup copies of stored data are only a very few examples of behaviors adopted by smartphone users. As smartphones are nowadays being used for a variety of purposes, users might also choose to behave securely in some situations and accept the risks associated with adopting other less protective behaviors. We expect studying the possible links between behaviors to be the first step toward understanding the properties of different user habits and the conditions under which smartphone users choose to protect themselves. This would ultimately lead to simplifying the design of protective technologies that have better chances of being accepted by smartphone users. Therefore, we believe that users’ different threat avoidance habits correlate with each other.

### 3 Methodology

This section describes the methodology we followed for testing the hypotheses defined in Section 2. Thirty structured qualitative interviews were conducted with users for understanding their risk perceptions and attitudes toward adopting smartphone-related security features. The responses were analyzed qualitatively and quantitatively to understand the reasons behind making decisions that might lead individuals to behave in a less protective manner.
3.1 Participant recruitment

A quota sampling approach was used to recruit participants for this study in which the selection was based on predefined criteria. The reason for following this recruitment approach was to obtain a sample that represented smartphone users with varying backgrounds, educational levels, and demographics. For this reason, our sample had different age groups ranging from 18 to 48 years. Furthermore, diversity in occupation, gender, marital status, and income level was assured. The selected sample only included users who had been using smartphones for more than 6 months and excluded participants whose ages were under 16 years. The conducted user study has been reviewed and approved by KACST Experimentation Ethics Committee. To keep identities of participants anonymous, verbal informed consent to participate in this study has been obtained from each participant. Prior to the start of each interview session, a voluntary agreement to participate in this research study was given to each participant to verbally read the elements and verbally agrees to participate. The agreement includes purpose of the study, procedures, potential discomforts, potential benefits of the research, confidentiality in protecting participants’ information, and rights of research subjects. We labeled them anonymously and marked those who agreed to participate. The ethics committee approved the consent procedure. More details about the recruited participants are shown in Table 1.

Table 1. Demographics of the interviewed participants.

| Parameter       | Results                                                      |
|-----------------|--------------------------------------------------------------|
| Age             | Mean: 30 years                                               |
|                 | Standard deviation: 10                                        |
|                 | Minimum: 18 years                                            |
|                 | Maximum: 48 years                                            |
| Gender          | Male: 43%                                                     |
|                 | Female: 57%                                                   |
| Income level    | Mean: 3655 USD/year                                          |
|                 | Standard deviation: 1487                                     |
|                 | Minimum: 1867 USD/year                                       |
|                 | Maximum: 8000 USD/year                                       |
| Occupation      | Student: 23%                                                  |
|                 | Unemployed: 17%                                               |
|                 | Doctor: 13%                                                   |
|                 | Teacher: 13%                                                  |
|                 | HR Employee: 10%                                             |
|                 | Administrative: 7%                                           |
|                 | Professor: 3%                                                 |
|                 | Accountant: 3%                                                |
|                 | Business man: 3%                                              |
|                 | other: 3%                                                     |
| Residential type| Urban: 80%                                                    |
|                 | Suburban: 7%                                                  |
|                 | Rural: 13%                                                    |
3.2 Procedure overview

Thirty qualitative interviews were conducted individually to examine the risk perceptions of smartphone users. Interview duration varied from an hour to an hour and a half. The questionnaire we used in our interviews consisted of nine categories that were set to examine participants’ security risk perceptions related to the sensitivity of stored data and their overall smartphone usage. The questionnaire included questions that were clear, simple, understandable, and consistent. We gathered responses related to locking, sharing, synchronization, and backup behaviors. In general, our aim was to understand how various risk perceptions affected users’ security behavior and the link between different security- and privacy-related behaviors. In addition to the perceptions examined in the literature (e.g., [9]), we investigated the security behaviors related to the following additional areas (see [25] for more details about the interview questions):

1. **Mobile Messaging: WhatsApp Messenger.** As more than 87% of our participants indicated that they use WhatsApp Messenger, one of the most popular instant messaging platforms on smartphones, we included WhatsApp Messenger in our study to gain a better understanding of our participants’ approaches to chatting (see Fig 1). For example, we asked the interviewed participants whether they share their photos or locations with strangers. They were also asked whether they chat with people who are not listed in their contact lists, whether they trust the messages that they receive, and whether they use a specific mechanism for validating the security of received content (such as clicking on received hyperlinks that may contain phishing or malware content). Their level of awareness was also examined by asking whether they think that the messages sent through WhatsApp are encrypted and whether WhatsApp records their conversations.
2. **Smartphone Application Repositories.** This category investigated the risk perceptions and security behaviors related to downloading applications from smartphone application markets. For example, we first asked participants whether smartphone applications' permission requests affect their installation decisions; second, whether they use specific malware or spyware protection and prevention programs; and, third, whether they install apps from uncontrolled app marketplaces.

3. **Gallery and Camera Applications.** To understand the interviewees’ perceptions and behaviors related to storing and sharing their personal photos, we asked whether they upload their photos to cloud-based storage systems (such as Dropbox and iCloud). They were also asked whether they trust particular camera applications and whether they allow social networking applications to access their photo gallery applications immediately (i.e., granting gallery access permission during installation without requiring explicit user permission for each request). Their reactions toward losing photos stored in their smartphones were investigated too.

4. **Public Wi-Fi Networks.** Participants were asked whether they connect to Wi-Fi networks in public places. We also examined their level of awareness of the risks associated with disclosing the passwords of their networks to other people and accessing sensitive information while they are connected to public Wi-Fi networks.

5. **Location Services.** The interviewed smartphone users were asked whether they use services that identify their locations while they are connected to wireless networks. They were also asked whether they use such services to locate other people. Furthermore, we asked them whether they share their location information in social networking applications and whether they know the privacy consequences of such practice.

### 4 Smartphone users: Adopted security behaviors

In our interviews, we examined participants’ behaviors related to the use of many smartphone features. This section presents the results of our analysis and discusses our participants’ attitudes toward a set of security- and privacy-related threats. Table 2 and Fig 2 show the distributions of participants who adopted the examined security- and privacy-related behaviors.

| Behavior                                          | N = 30 |
|---------------------------------------------------|--------|
| Smartphone locking behavior                       | 21     |
| Smartphone backup behavior                        | 15     |
| Chatting with unknown people                      | 8      |
| Archiving WhatsApp conversations                  | 12     |
| Using WhatsApp location services                  | 24     |
| Saving personal photos in gallery apps            | 26     |
| Syncing photos to the cloud                       | 14     |
| Protecting Wi-Fi networks with passwords          | 16     |
| Connecting to public Wi-Fi networks               | 27     |
| Installing smartphone protection programs         | 11     |
| Protecting mobile apps with passwords             | 4      |

https://doi.org/10.1371/journal.pone.0173284.t002
4.1 Smartphone locking

Our observations showed that 70% of the interviewed smartphone users lock their phones. When they were asked about locking mechanisms that they employ, 14 participants indicated that they used numerical PINs, 4 participants used fingerprint authentication, and 3 participants used pattern locks (see Fig 3). Of those who chose PIN authentication, nine participants indicated that they link their passcodes to important dates or phone numbers. We also observed that the default screen timeout intervals were modified by 11 participants compared to those who locked their phones. Nine participants decreased them to 15 seconds, whereas two participants made them longer.

Interestingly, 43% of the interviewed participants indicated that they knew the security locks (e.g., PINs) of other people including their friends or family members. Furthermore, 47% of the participants who locked their phones stated that they did so to prevent strangers from accessing their phones, whereas only 19% did not want to allow their family members specifically to access their phones. Additionally, 36% of the participants utilized locking
mechanisms because they did not want their children to use their smartphones (e.g., because they might make unintended phone calls).

4.2 Smartphone backups

By examining the backup behavior of our participants, our survey found that half of our participants did not use backup copies from their previous smartphones when they purchased their new devices except for data stored in their online accounts (e.g., Google data migration service) and that they did not transfer data from their old phones to the new ones. Four participants indicated that they saved backup copies of their smartphone data in their personal computers or their tablet devices, whereas only 13% took advantage of the currently available cloud-based storage systems such as Dropbox and Google Drive (see Fig 4). Further, the majority of the interviewees who backed up their data (9 out of 15) use the default cloud storage services provided by their mobile platforms (e.g., iCloud for iPhone devices). When asked about their reasons for not utilizing the advantages of these systems, 67% of our participants indicated that they had never heard about these systems. They were also asked whether they are willing to pay for a service that backs up their data regularly, and only three participants thought it was worth paying for. We also observed that four participants did not realize the importance of backing up their data before experiencing data loss incidents, whereas 11 participants had begun to back up their data since buying new smartphones.

4.3 Mobile messaging: WhatsApp

To understand the security and privacy threats related to WhatsApp chatting, we gathered data about our participants’ willingness to chat with people who are not listed in their contact
lists. Our results showed that 73% of our participants indicated that they do not chat with unknown people. We also found that 60% of the participants do not archive their WhatsApp conversations because they believe that the content exchanged in their conversations is not important. Furthermore, only 23% of our participants trust the content received via WhatsApp. To examine the awareness of our participants, we asked whether they thought that data transmitted via WhatsApp is encrypted or not. Surprisingly, 33% of them did not know, whereas 57% thought that WhatsApp does not employ data encryption mechanisms.

### 4.4 Smartphone location services

Although 80% of the interviewed participants use smartphone location services, the majority indicated that they do not always turn on these services. The results also showed that about half of the participants use smartphone location services to locate other people. By examining the location-sharing behavior of our participants, we found that 60% do share their locations on social networking sites. Furthermore, we found that 57% of them felt that sharing their location information with others does not bring in any security- or privacy-related risks. In the WhatsApp messaging platform, 38% stated that they use the WhatsApp location service to share their locations with everyone. Furthermore, 30% indicated that they share their location with people they know, whereas only 20% of the participants stated that they do not use the said service.

### 4.5 Smartphone application stores

To understand the participants’ behavior toward using the smartphone application markets, we examined their interests in downloading protection applications that alert them whenever they download anything harmful. The results showed that 67% of our participants were interested, whereas the remainder either thought that these programs are unnecessary or did not understand their purpose. Despite that, the smartphones owned by 19 out of the 30 participants had no protection programs. When considering data access permission requests, 53% of the participants indicated that they do not pay attention to these requests when installing applications. Interestingly, some participants were unaware of the risks that might come as a result of granting permissions to smartphone apps. Furthermore, 19 participants indicated
that their installation decisions are affected by applications’ permission requests. Fig 1 summarizes our participants’ most commonly used smartphone applications.

4.6 Gallery and camera applications
Eighty-seven percent of the interviewed smartphone users store personal photos in the default gallery and camera smartphone applications. The others who do not save their personal photos in their smartphones said that they save them in external hard disks or flash memory cards. Around 40% of our participants stated that they save their highly sensitive photos for at most a month, whereas the remaining users did not consider their saved photos sensitive. Furthermore, 53% of the participants indicated that they do not sync their photos to the cloud. We also found that 80% of the users interviewed do not use other gallery programs because 43% of them believe that these programs are not secure. When asked about the feature that allows a smartphone user to snap a picture without opening the device, 47% stated their discomfort because they do not want other people to use their smartphones without their permissions.

4.7 Wi-Fi networks
Our observations show that 43% of the participants indicated that their Wi-Fi passwords are known to other people such as their friends and colleagues. We also observed that the common Wi-Fi networks used by 47% of the interviewees were not protected with passwords and could be accessed by anyone. Surprisingly, 90% of the participants connect to public Wi-Fi networks. Furthermore, 40% of our participants were concerned about their privacy while they are connected to public wireless networks, whereas 47% were either not particularly concerned or had never thought about it.

4.8 Passwords
During our interviews, we observed that the mobile applications used by 87% of our participants can be accessed anytime without the need for passwords. Furthermore, 21 participants indicated that they entered the passwords of their email accounts only once in the smartphone, after which their email applications can be accessed at any time. For banking mobile applications, 6 out of 8 participants who access their bank accounts using their smartphones enter their credentials each time they access their bank accounts. Our observations also show that the Wi-Fi networks used by 47% of our participants do not require passwords and are accessible by everyone.

4.9 Sensitivity of stored data
Several questions were specifically designed relating to the types of data stored in our participants’ smartphones as well as to their level of sensitivity. Our observations show that 30% of the participants had privacy concerns related to accessing their photos by unauthorized persons. Surprisingly, we also observed that 80% of our participants send their personal photos via WhatsApp without paying particular attention to the risks involved. What’s more, only 27% of the interviewees who back up their data stated that they make backup copies of their photos, whereas 64% pointed out that they only care about taking regular back up copies of their contact lists.

4.10 Attitudes toward smartphone loss
We examined the users’ awareness of the consequences of smartphone loss and their perceptions about the risks that they might face if their phones are accessed by unauthorized persons.
Only 27% of our participants had experienced smartphone loss incidents, and 25% of them indicated that they use security applications to lock their phones remotely. Furthermore, 37% of the participants believed that no one could access their data if their smartphones were locked. When asked about the damages that they had faced owing to smartphone theft, 37% indicated that they experienced data loss, whereas 63% experienced material damages. Furthermore, when asked about the worst thing that could happen if their personal information were to be accessed by unauthorized individuals, 30% of the participants indicated that they were unaware of the consequences that might occur. However, some of the participants interviewed felt that the worst consequence that might happen is accessing the images stored in their phones by unauthorized persons who might also spread them.

5 Users’ behavior: Reasons for adoption

To better understand the users’ risk perceptions, we asked our participants about the reasons that motivated them to adopt or ignore certain behaviors that might affect their security or privacy. Some reported reasons and motives were related to our participants’ lack of awareness and technical knowledge, whereas others resulted from users’ perceptions of threat and costs of adopting safe behaviors. The following subsections include a detailed explanation about the reasons we observed during our interviews.

5.1 Reasons for locking/not locking smartphones

Of the 21 smartphone users who lock their smartphones, 57% had privacy concerns related to data access by people they know. However, the reason given by 29% of the users who chose to lock their phones was preventing strangers from accessing their sensitive data. When asked about the motivations behind changing the values of their smartphone locks, 6 participants mentioned that they wanted passwords that are easier to remember, whereas 5 participants indicated that they did not want their children or friends to access their devices. Nine other participants mentioned that they had changed the values of their security locks to match the locks used in other devices or accounts.

In contrast, of the nine participants who decided not to lock their smartphones, six of them believed that locking their devices is a waste of effort because the data contained in their devices are not important. We also noticed that some participants were unaware of the importance of locking their phones and the threats that they might encounter if their data were to be accessed by unauthorized users. Seventeen participants raised some usability issues related to using smartphone locking mechanisms and agreed that there was inconvenience related to unlocking their smartphones whenever they want to access their data or make a phone call. For instance, one of those who did not enable any locking mechanism on her device even though she had privacy concerns related to accessing her data by strangers explained that:

“I do not like to lock my phone. I will start using locking mechanisms if someone take my phone without my permission” (P22)

5.2 Reasons for chatting on WhatsApp

The WhatsApp instant messaging platform was used by 26 participants for chatting and social networking purposes. Most participants indicated that they refuse to chat with unknown persons on WhatsApp for different reasons. Although some had security concerns related to the
theft of personal and financial data, other users indicated that they simply do not want to chat with strangers. In contrast, 27% of our participants mentioned that they chat with people who are not listed in their contact lists. They justified their decisions by saying that an unknown person could be one of their friends, colleagues, or family members who has lost his/her phone and was trying to connect via his/her new phone number. Others mentioned that they had situations where their old friends or schoolmates were trying to contact them.

### 5.3 Reasons for sharing photos on WhatsApp

The ease of use and convenience of photo sharing on WhatsApp motivated 80% of the interviewed participants to share their photos without worrying about privacy or security concerns. Some users stated that sharing multiple photos with many users at once and sending live pictures quickly were the main reasons for using WhatsApp's photo sharing feature. However, the users who chose not to share their photos on WhatsApp did not mention any particular privacy or security concerns. Instead, they preferred to share their photos via emails because sending their photos via WhatsApp consumes their smartphones’ memories.

### 5.4 Reasons for backing up/not backing up smartphone data

There are four main reasons that motivated 15 participants to regularly back up their data. The main reason reported by 40% of them was experiencing personal data loss incidents in the past. One of those who had decided to make regular backup copies of her data after experiencing the negative consequences that she encountered when she lost her smartphone 4 years ago mentioned that:

> “I lost my phone 4 years ago; I lost my important contacts information and that led me to decide to backup my smartphone periodically”

(P11)

Surprisingly, only four participants mentioned that they back up their data because they know that it is important to do so. Another reason mentioned by the participants was related to maintaining their contact lists and smartphone settings. Some also stated that they do not want to start over whenever they start using a new smartphone. In addition, 13% of our participants mentioned that they save backup copies of their sensitive data in another device (such as a PC or a tablet).

On the other hand, half of our participants chose not to back up their smartphone data. Various reasons were observed; however, the majority of our participants stated that they lacked the technical knowledge required to back up their data. Others mentioned that they did not have enough time to back up their smartphone data. Moreover, a few indicated that, even when they purchase a new smartphone, they do not want to fill the new device with the data stored in the old one. One participant said that the data stored in her mobile device were not important for her, and another was unaware of the importance of backing up her data.

### 5.5 Reasons for using smartphone location services

Of the participants who use smartphone location services, 60% stated that they allow social networking applications to access their location information. We observed that most of them were unaware of the risks that they might be exposed to as a result of sharing their locations with others. Their concerns were only related to the consumption of the computing resources of their smartphones (i.e., batteries). Only 20% of the participants did not use these services and were aware that their location information might be misused by strangers. Some said that...
6 Results and analysis

On the basis of the analysis of the feedback collected during the interviews (the collected data is available in [26]), we show that smartphone users’ avoidance of security and privacy threats is influenced by their threat perceptions, awareness, and knowledge; by their motivation to protect themselves; as well as by the cost of adopting safe behavior, the level of effort required, and the sensitivity of the stored data. Our analysis provided evidence supporting the hypotheses defined in Section 2 and uncovered additional determinants of smartphone users’ self-protective decisions. In this section, we also discuss the links between demographics and security-related behaviors and demonstrate the correlations that emerged and whether they support or oppose the findings of prior work.

6.1 H1: Perceived threat

For some security features such as locking and backing up data, we observed that users’ privacy and security concerns were the main drivers behind their decisions to avoid IT threats by adopting protective behaviors. Many participants stated that they made the decision to lock their devices because they knew that they might be exposed to a high degree of risk if someone misused the business or personal data stored in their smartphones. For instance, some users locked their phones because they did not want their personal photos to be seen by strangers in case of smartphone theft or loss. Others mentioned that they had decided to change their security locks on a regular basis or disable their location services when they realized that not doing so made them more vulnerable to privacy and security threats.

On the other hand, we also observed that there was a lack of concern in some situations such as granting permissions to mobile apps and sharing location information in online social networking sites. In many cases, users developed perceptions that the risks associated with their less protective behaviors were not severe, which led them to feel that they were not at risk. In particular, we noted that many users believed that the stored data would not be of any value to adversaries and, therefore, there was no need to take any protective action, such as backing up smartphone data or installing anti-viruses. Other participants also believed that the likelihood of being exposed to privacy or security threats from their trusted friends who knew their security locks was very low, leading them to feel that they would not be threatened by the risks associated with their less protective sharing behaviors.

We also noted that some participants’ misperceptions relating to their susceptibility to privacy invasion resulting from smartphone loss incidents had led them to decide not to take any preventive action. This is because they believed it would be impossible for a stranger to gain access to the data stored in their locked smartphones (e.g., by guessing their security locks). What is more, more than 60% of the participants had decided not to make backup copies of their WhatsApp conversations because they felt that losing access to these conversations would not introduce any threats to them. Comparing this observation to the fact that more than 64% of the participants had confirmed that they make regular backup copies of the contact lists stored in their smartphones, we can clearly see that the participants have perceived the negative consequences of not protecting contact lists to be more harmful than losing access to their WhatsApp conversations, which confirms the direct impact of smartphone users’ risk perceptions on their actual behaviors.

In some cases, we also observed that participants also adopted less protective behavior, although they correctly perceived the threats associated with this behavior. For instance, most
of the participants indicated that they do connect to public Wi-Fi networks even though they had security concerns related to their behavior. Furthermore, 80% of the participants stated that they send their personal photos through WhatsApp despite their awareness of their vulnerability to interception by malicious individuals. These observations suggest that the impact of perceived convenience of smartphone features and applications on smartphone users’ actual behaviors might sometimes be higher than that of other predictors of behavior such as the perceived severity and perceived susceptibility of IT threats.

6.2 H2: Adoption costs

In most cases, our observations suggested that most smartphone users need cost-effective and usable solutions that maintain their security and privacy. Many participants said that they would not be willing to pay for smartphone protection or backup programs as they perceived that it was not worth paying for protection services and that the built-in protection features of their smartphones were sufficient to protect them against privacy or security threats. In terms of smartphone loss, some users indicated that the monetary value of the lost device is more important to them than the stored data. They had developed the perception that no one could access their data if their phones were locked. They also believed that because the data stored in their smartphones were not sensitive, installing protection programs would be a waste of time and effort. When discussing the importance of locking mechanisms with one of the participants who did lock his device, he explained that:

“The phone is locked and for someone to use it they will have to reset it first, which will delete all existing data. Therefore, the risk is almost zero.”

(P24)

This observation shows that many users who lock their smartphones believe that locking mechanisms are sufficient to protect them against any type of unauthorized access to data stored in their smartphones while not accounting for the negative consequences of other less protective behaviors (accessing their sensitive data while connecting to a public Wi-Fi network, for example).

In other instances, we observed that the effort associated with locking or backing up smartphone devices was one of the main reasons reported by our participants who refused to lock or back up their devices. For smartphone locks, we noticed that some participants preferred pattern locks because they are easier to remember. To minimize the cognitive overheads associated with locking and unlocking smartphones, some users also indicated that they used the same PIN for multiple accounts, whereas others mentioned that they linked their PINs to their bank account numbers or birthdays. For similar reasons, some users preferred not to lock or back up their smartphones, especially if they used more than one device. One of the participants who took the decision to not lock her smartphone anymore after forgetting her PIN and losing access to the data stored in her smartphone justified her decision by saying that:

“I forgot my security lock and my phone was locked as a result of entering wrong PINs three times. At that point, I decided to stop using the security lock.”

(P14)

We also noted that many participants did not back up their smartphones because they perceived it as a time-consuming and effortful activity. For users who indicated that they use more than one smartphone, our findings showed that 60% of them chose not to use any locking mechanism. Furthermore, 80% of them indicated that they do not use backup copies from
their previous devices. These findings might suggest that individuals who use more than one mobile device could perceive adopting secure behaviors as time consuming and difficult. Thus, we suggest implementing approaches that simplify the management of passwords, backup copies, and data used across multiple devices.

The perceived convenience of a feature that allows photos to be taken without unlocking smartphones also led many participants to ignore the fact that this feature would allow others to snap pictures without permission. Furthermore, sharing media content via WhatsApp quickly was one of the reasons reported by the participants who chose to use it. Smartphone location services were also preferred by many participants because they make it easier to locate others. All these observations confirm the role of smartphone users’ perceptions of monetary costs, time, and cognitive overheads associated with adopting protective measures on shaping their decisions of whether to protect themselves or not. Therefore, as the perceived costs of taking protective actions increase, smartphone users’ tendency to protect themselves decreases.

6.3 H3: Technology awareness

During our interviews, we examined our participants’ awareness of the risks that they might face as a result of adopting less secure behaviors (such as accessing their sensitive data while connected to public networks or sharing their personal photos in WhatsApp). In several cases, we noticed that our participants lacked knowledge of or awareness about the security or privacy consequences of their actions. For instance, only 30% of the users who did connect to public Wi-Fi networks were aware that their actions might be observable by attackers. Additionally, many of the users were surprised when we told them that others who use the same Wi-Fi network might be able to steal any data that they access online. Furthermore, many of the participants who shared their personal photos and location information with others mentioned that they did not know that they might be exposed to privacy or security threats. We also observed that many participants lacked the awareness of the privacy risks that they might be exposed to as a result of granting permissions to smartphone applications.

In addition to the role of threat awareness on shaping the security behaviors of the participants, we also noted that many participants expressed their interest in taking protective actions but mentioned that a lack of knowledge about strategies that could help them protect themselves against potential IT threats prevented them from adopting secure behaviors. Some users indicated that they had no idea about the availability of smartphone security protection programs. Furthermore, most of our participants stated that they have no idea how to stay safe while they are connecting to public Wi-Fi networks. Others stated that they do not know how to back up their devices. One of those who did not make backup copies of the data stored in her smartphone because she lacked the technological awareness that could help her do so mentioned that:

“I don’t know how to make a backup copy, I think it is difficult to make a backup copy for my phone.”

(P14)

These observations support the classification of security awareness of individuals into “threat awareness” and “countermeasure awareness” provided in [14]. However, our results showed that the impact of “threat awareness” on smartphone users’ adoption of protective behaviors was more apparent than the impact of their awareness of countermeasures they could adopt against potential threats.
In other cases, our observations showed that the majority of participants behaved less securely despite being fully aware of the privacy consequences of their actions. For instance, most of the participants who share personal photos via WhatsApp had sufficient knowledge about related data leakage risks. Similarly, at least 87% of our participants who use WhatsApp’s location service feature indicated that they knew the privacy-related consequences of their practices. Interestingly, although most of our participants indicated that they do not trust the content they receive via WhatsApp, they do share their personal data via WhatsApp. These findings showed that adopting less secure behaviors might not necessarily correlate with smartphone users’ lack of awareness. Our results are consistent with the findings presented in [27, 28], which indicated that technological awareness may not directly influence the adoption of secure practices. Therefore, we suggest concentrating on factors that increase the motivation of smartphone users to protect themselves against security threats.

6.4 Identified correlations

Our findings revealed correlations between locking behaviors, backup behaviors, and sharing behaviors. In particular, our observations suggest that smartphone users’ different unprotective behaviors correlate with each other. For instance, we found that at least 88% of the interviewed users who decided not to lock their devices chose to use public Wi-Fi networks. Another observation showed that 67% of the participants who decided not to lock their devices had no privacy concerns related to sharing their personal photos via WhatsApp. For backup-related behaviors, we observed that at least 88% of our participants who chose not to lock their smartphones never back up their devices (see Fig 5). Interestingly, more than 83% of the users who did not lock and back up their devices had no worries about connecting to public Wi-Fi networks. Furthermore, at least 80% of the users who decided not to lock and back up their smartphones were not interested in smartphone protection programs.

A correlation between locking behaviors and saving personal photos in gallery apps was also observed during our interviews. More than 88% of the users who chose not to lock their phones had saved their personal photos in gallery and camera applications (see Figs 5–7 for more details on the adoption of other unsafe behaviors by those who did not adopt the locking behavior, the backup behavior or did choose to chat with unknown people via WhatsApp). We also observed that backup behaviors correlated with saving personal photos in smartphone gallery and camera applications. More than 12 smartphone users who stated that they do not backup their data admitted that they save their personal photos in gallery applications (see Fig 6).

On the other hand, our results also suggested that there are correlations between some self-protective behaviors of smartphone users. For example, 77% (17 out of 22) of the participants who do not chat with people not listed in their WhatsApp contact lists chose to lock their smartphones (see Fig 8). In addition, at least 82% of the participants who do not talk to individuals not listed in their contact lists and do not share their personal photos via WhatsApp indicated that they lock their smartphones. Furthermore, 93% of the users who chose to regularly back up their devices chose to lock their smartphones (see Fig 9). Sixty-six percent of those who back up their smartphone data and 62% of those who lock their smartphones also indicated that they are interested in smartphone protection programs (see Figs 9 and 10 for more details on the adoption of other self-protective behaviors by those who did adopt the locking behavior and the backup behavior, respectively).

The abovementioned findings clearly suggest that smartphone users’ behaviors correlate with each other. In particular, we conclude that users who chose to protect themselves from certain security or privacy threats may also be inclined to protect themselves from other threats. Similarly, smartphone users who accept the risks from one IT threat might also be
inclined to ignore the risks associated with other IT threats by adopting other less protective behaviors. One reason to explain users’ tendency to either adopt or ignore certain protective practices is users’ threat perceptions of corresponding security or privacy consequences. That is, if the perceived severity of certain IT threats as well as the perceived likelihood of experiencing these threats is high, users are expected to adopt protective habits. One observation that supports this idea is the fact that most of the participants who did use their smartphones for business-related purposes had seen the harmful consequences of strangers gaining access to their data, which led them to adopt protective actions. This idea can be supported by findings that showed that more than 67% of the participants who lock their phones indicated that they use their smartphones for performing work-related activities. Furthermore, around 60% of the participants who used their smartphones for work-related activities stated that they make regular backup copies of their data. In contrast, 67% of the participants who decided not to lock their phones indicated that they do not use their smartphones for work-related activities.
their smartphones had installed at most 10 mobile apps from smartphone application repositories without checking whether these apps are secure or not and did not install any mobile banking applications. Furthermore, at least 88% of the participants who indicated that they do not use their phones for work purposes stated that they do not back up their data. These observations therefore suggest that users who do not perform important transactions via their smartphones believed that the perceived severity of their less protective actions and their likelihood of experiencing high degrees of harm are low, leading them to adopt less protective behaviors.

Fig 6. More details on the adoption of other less protective behaviors by participants who did not adopt the backup behavior.

https://doi.org/10.1371/journal.pone.0173284.g006
The differences in the percentages of participants who decided to adopt certain protective behaviors and accept the risks associated with other IT threats could be explained by combining the user’s overall perception of threat, adoption costs, and convenience of smartphone features. Many of the participants indicated that they do connect to public Wi-Fi networks, save their personal photos in smartphone gallery apps, and use WhatsApp location services (see Table 2 and Figs 8–10), even though they do adopt a number of self-protective behaviors such as locking smartphones and taking backup copies of stored data. This suggests that the perceived convenience and usefulness of smartphone features might sometimes encourage users...
Fig 8. More details on the adoption of other protective behaviors by participants who decided not to chat with strangers.

https://doi.org/10.1371/journal.pone.0173284.g008
to accept the risks associated with using these features, especially if users perceive that they are unlikely to be vulnerable to corresponding security or privacy threats. It is also worth noting that different security or privacy threats have different severity levels, which may lead users to take certain protective measures and decide to leave others. For example, the severity of not locking smartphones or not backing up smartphone data could be higher than the severity of chatting with unknown persons on instant messaging platforms. The perceived likelihood of experiencing security or privacy threats also differs among smartphone users, depending on the type of data they store on their devices and on the level of importance of the transactions.
they conduct using their devices. The perceived inconvenience or cost of not using insecure smartphone features could also encourage users to accept the risks associated with these features, especially if they offer useful services.

From the percentages of adoption of self-protective security- or privacy-related behaviors shown in Figs 5–10, smartphone users could generally be categorized into self-protective individuals and unprotective individuals based on the level of care they give to their security or privacy. From the observations shown in Figs 8–10, it is clear that some safe behaviors received higher percentages of adoption compared to others (e.g., the locking behavior and the backup behavior). We also note that there are a number of safe behaviors that received low levels of adoption by both groups (i.e., the self-protective group and the unprotective group) such as not connecting to public Wi-Fi networks and turning off smartphone location services. It is

![Graph showing adoption of protective behaviors](https://doi.org/10.1371/journal.pone.0173284.g010)
also notable that some behaviors received medium adoption levels by both groups (sharing personal photos via WhatsApp, for example). These observations give further support to the fact that the perceived convenience of smartphone features might lead users to accept the risks associated with the use of these features even if they do tend to safeguard themselves against security- or privacy-related threats (e.g., using smartphone location services by the self-protective group). Our observations also show that the perceived costs of adopting certain protection measures (e.g., not connecting to public Wi-Fi networks) might discourage those who belong to the self-protective group from protecting themselves against potential security or privacy risks. The observation relating to having safe behaviors with medium levels of adoption can be explained by the fact that smartphone users differ in the way they perceive the degrees of severity of IT threats and the likelihood of being exposed to these threats. The variations in the levels of self-care smartphone users give to their security or privacy, which are shaped by a combination of factors including the level of technological awareness and the types of transactions performed via smartphones, can also explain why some participants chose to adopt certain safe behaviors while others decided to accept the risks associated with their less protective actions.

### 6.5 Other predictors of self-protective behavior

While qualitatively analyzing the collected data and users’ subjective views about adopting several security behaviors, we were able to identify additional factors that could impact smartphone users’ behavioral decisions. On the basis of our findings and the results presented in prior work, we summarize in Fig 11 the factors that could positively or negatively influence smartphone users’ behaviors.

**Social Factors.** Our results showed that some participants chose to disclose the passwords of their smartphones, emails, or Wi-Fi networks to their friends or family members because they trust them. The majority of our participants also mentioned that they knew the security locks of their brothers’, friends’, or parents’ phones. Others chose to lock their smartphones to prevent their relatives from accessing their data. One participant who did feel threatened by people she knew mentioned that:

“I thought my brother saw my old password, then I just added a dot to my old password” (P23)
This difference in participants' decisions on whether to share their security locks with people they trust or not can be explained by the Five-Factor Model (FFM), which is widely applied to explain the differences in personality traits among individuals. According to the "agreeableness" dimension of FFM, individuals differ in the level of trust they give to people they know [20, 29]. Consequently, those who score low on agreeableness might feel threatened by people they trust and take protective actions such as creating a new password [20, 29].

We also observed that hearing stories of past security privacy leakage incidents reported by other people motivated some of our participants to adopt secure behaviors. Furthermore, the social network effect played a significant role in encouraging users to share their photos in WhatsApp or share their location information in online social networking sites. When discussing the privacy issues of WhatsApp with some of our participants who shared their sensitive data via WhatsApp, they explained that:

"It’s very dangerous. However, I will still be using WhatsApp application because I can read the news of the whole world!"
(P22)

"As long as WhatsApp is an effective means of communication at both personal and professional levels, it will be difficult to shift to any other app. Being more careful with information communicated via the app will be enough instead of totally abandoning using it."
(P20)

This observation shows that some groups of smartphone users had decided to share their private data via instant messaging platforms, even though they were well aware of the privacy risks associated with their actions. This could be explained by the fact that those users had decided to accept the risks associated with their less protective sharing habits simply because the services offered by these platforms allowed them to communicate with people they know more easily. This also confirms the fact that the convenience and usefulness of smartphone features and applications might sometimes significantly affect users' decisions to behave safely.

**Demographics.** Our observations also showed that some demographic groups behaved more safely than others. In terms of locking practice, we observed that the ages of at least 77% of those who chose not to lock their mobile devices were over 32 years. In contrast, 90% of the participants who locked their phones were under 36 years old. Furthermore, the ages of 77% of the participants who decided not to lock their smartphones and did not install any mobile banking application were above 44 years. Another finding indicated that 67% of the participants who chose not to lock and back up their smartphones were older than 43 years.

Although our participants' locking and backup habits correlated with their ages, we did not observe any clear correlation between our participants' ages and their use of public Wi-Fi networks, smartphone location services, and WhatsApp chatting and photo sharing features. We also observed that the age of 73% of our participants who indicated that they were not interested in smartphone protection programs was over 30 years. The ages of more than 63% of our participants who did not understand how application permission requests correspond to application risks were between 30 and 45 years. Our results confirm the findings of [30], which showed that users' security behaviors can be grouped according to their ages. However, in contrast with the observations of [30], we noted that younger people tend to have more secure self-protective behavior (see Fig 12).

In other instances, our results suggested that female participants tend to behave more safely when using their smartphones than male participants. For instance, more than 70% of those who expressed their interest in downloading smartphone protection programs, that warn
them whenever they install anything harmful from smartphone application repositories, were females. Furthermore, all of those who indicated that they do not use smartphone location services at all were female participants. We also noted that 59% of the participants who refused to chat with strangers via WhatsApp were females. What’s more, the number of female participants who adopted the locking behavior was 33% higher than the number of male participants who adopted the same behavior.

7 Platform design recommendations: Toward more secure smartphones

After understanding smartphone users’ behaviors, perceptions, and concerns, we believe that further actions have to be taken by platform designers and application developers to help smartphone users maintain their security and privacy. Smartphone users vary in their demographic groups, technological knowledge, educational levels, and preferences. Because of this, platform designers have to account for these differences and reduce the perceived inconvenience of some security features (e.g., security warnings). As shown in Fig 11, smartphone users’ decisions could be influenced by many factors including the perceived convenience of security features and the time and effort required to adopt secure practices. Therefore, by considering these factors, platform designers can apply multiple platform design modifications to achieve higher security and privacy levels without negatively affecting the perceived convenience of security or privacy features. Some of these modifications can be applied either at the operating system level or at the application level, or by simply installing some plugins. In this section, we propose a set of platform design recommendations to enhance the adoption of security and privacy practices in smartphones.

7.1 Security warnings

As emphasized in the literature (e.g., [31–33]), one of the main areas that require a great deal of attention from platform designers is the reduction of the number of times in which the user
has to make security- or privacy-related decisions. This can be achieved by reducing the num-
ber of times the user has to explicitly lock or unlock her/his smartphone, grant or deny access
to the smartphone’s resources, or be presented with security warnings. This, in turn, might
increase the level of users’ trust in the usefulness of security features and simplify users’ mental
models related to the complexity and sophistication of security features. Therefore, smart-
phone platforms have to warn the users only when necessary and in situations where real nega-
tive consequences might occur.

There are many areas that can be exploited to reduce users’ cognitive overheads and
increase the adoption of secure practices. Researchers could develop new techniques that focus
on understanding users’ expectations and use users’ contextual information to infer cases in
which the users should not be presented with security warnings. For instance, on the basis of
the users’ most frequently visited places, an algorithm might infer those Wi-Fi networks that
are owned or trusted by the user and implicitly accepts the connection to wireless networks in
those places without requesting explicit permissions from the user. New techniques may also
emphasize the implicit authentication of users and grant permission to applications that are
widely trusted in smartphone application markets and that satisfy well-known security
standards.

Previous researchers have suggested that the perceived inconvenience of long warning
prompts has led many smartphone users to ignore these prompts [34]. We therefore suggest
designing these messages to be concise, understandable, and clear. Warning messages could
briefly mention the consequences of the corresponding risky actions. We also encourage plat-
form designers to consider presenting regular feedback to smartphone users at the appropriate
time to increase their awareness of the security status of their smartphones. Clearly, inferring
some security- and privacy-related decisions might contribute to improving the perceived con-
venience of smartphone security features.

### 7.2 Security indicators

Platform developers could also add indicators for measuring the security of smartphone appli-
cations and for determining whether they are protected from potential intrusions. This might
contribute to preserving users’ privacy by analyzing each app’s consumption of users’ data and
automatically blocking apps that show abnormal behavior [35]. Furthermore, incorporating
security metrics based on user reviews and automated dynamic application security testing
into smartphone application repositories is of vital importance since most smartphone users’
installation decisions are affected by app-related information presented in these stores [36].
Inferring security metrics from user reviews would require platform designers to automatically
analyze these reviews and ratings and extract information indicating the security levels of the
corresponding apps. Evaluating the security levels of mobile applications based on accurate
metrics might contribute to reducing users’ cognitive overheads and their frustration related
to making security decisions, which, in turn, might positively influence users’ perceptions.

### 7.3 Social dimensions

Consistent with previous findings [28, 37], our observations suggest that there are some social
triggers that could affect users’ adoption of protective behaviors. For this reason, we suggest
adding social motivations that allow smartphone users to observe the security-related habits of
people they know. This might positively impact users’ awareness and knowledge if they are
given the chance to discuss security- or privacy-related issues with others. This might also po-
ositively influence the behavior of smartphone users who correctly perceived the consequences
of their actions but have gotten used to wrong security habits or forgotten how to undertake
protective actions. Another possible enhancement is to deliver customized warning messages based on users’ concerns, knowledge, and personal characteristics.

Researchers could also direct their efforts toward understanding users’ preferences, concerns, and perceived security challenges by designing surveys that can be optionally filled by smartphone users once they start using their smartphones to capture each user’s understanding and preferences. The collected feedback is expected to help platform designers build more customized security solutions and adjust smartphones’ settings according to users’ characteristics and preferences. Platform designers could also consider developing mobile device security policies based on the preferences of the target user groups so that users could choose the ones that are suitable for them. In short, smartphone users’ perceptions and behaviors can be shaped and improved by considering the social side of the problem.

7.4 Smartphones: Existing security flaws

Platform designers should also focus on identifying and fixing existing security flaws in mobile platforms. If application developers are allowed to upload their apps without serious security scans being performed by a controlled app marketplace (e.g., Google Play [38]), additional security measures should be added to smartphone application repositories. Smartphone platforms should also be modified to force application developers, or at least encourage and educate them, to follow better security practices to avoid the exposure of users’ data. Considerably more attention should be paid to reducing the reliance on the user to make security-related decisions, and the level of isolation between different mobile apps should be increased.

8 Related work

Previous research studies investigated how smartphone users’ preconceived perceptions affect the adoption of security mechanisms, addressed users’ attitudes toward locking their smartphones [9, 39], and studied users’ habits related to backing up their devices [9], setting passwords [40], and granting permissions to mobile apps [31, 34]. Prior works also found a strong correlation between users’ adoption of security behaviors and the perceived convenience of the corresponding security features [33, 39]. There are also many researchers studying users’ behaviors in specific security contexts or focusing on addressing the factors influencing the adoption of security practices. The following subsections summarize the literature that addresses users’ security- and privacy-related perceptions and beliefs.

8.1 User perceptions: Convenience and usability

The risk perceptions of smartphone users in the medical sectors were examined in [41], and one of the findings showed a strong correlation between the perceived convenience of security controls and practitioners’ intentions of adopting these controls. For perceptions related to smartphone locking mechanisms, previous studies agree that most smartphone users perceive existing authentication schemes as often being inconvenient [9, 39, 42–44]. Harbach et al. studied the unlocking practices of 260 smartphone users and found that users perceived unlocking their devices as unnecessary and time consuming in more than 24% of the cases [39]. Although our results confirm that there is a correlation between the perceived inconvenience of locking mechanisms and their adoption by smartphone users, our study provides further insights by examining the link between locking mechanisms and other smartphone-related security features.

To address the inefficiencies related to smartphone locking mechanisms, some research studies address the usability aspects of locking mechanisms [45, 46], whereas others focus on designing more convenient mechanisms without compromising the security and privacy of
the smartphone user [33]. Bhagavatula et al. studied smartphone users’ perceptions related to adopting biometric authentication schemes and found that their participants perceived fingerprint locking mechanisms as more usable than facial recognition mechanisms [46]. Although they found that the adoption rate was higher for fingerprint locking mechanisms, their results showed that both schemes fail to unlock smartphones in some situations (e.g., unlocking with wet fingers). Similarly, researchers investigated how smartphone users perceived the usability and security provided by implicit authentication methods and found that more than 80% of smartphone users were satisfied with the overall performance of these methods [45]. Although the majority of our participants chose PINs as their locking mechanism, our findings showed that there is a need for mechanisms that minimize smartphone users’ cognitive overhead and reduce the time required to lock and unlock smartphones.

As an attempt to improve the efficiency and adoption rate of screen locking mechanisms, Micallef et al. developed an application that employed location sensors to reduce the number of times a user has to explicitly enter PINs or pattern locks [33]. The results of the evaluation presented in [33] showed that users perceived this application as convenient and less annoying compared to existing locking mechanisms. Some researchers investigated the effectiveness of smartphone applications’ permission requests, and whether users’ decisions to install mobile apps are affected by these requests [31, 34]. According to [34], only 17% of the users surveyed took permission requests into consideration before installing their applications. Furthermore, the results presented in [31] showed that 80% of smartphone users perceived some requests as unnecessary. To solve this problem, the authors suggested minimizing the number of permission prompts by deciding whether to grant or deny resource access at runtime and presenting those that the users do not expect [31]. Likewise, Lin et al. implemented an interface that employs crowdsourcing to collect users’ expectations and compares them with the actual security analysis of mobile apps to warn smartphone users only when there was a mismatch [32].

The previous discussion showed that there are many previous research attempts proposing solutions to deal with the inconvenience of security features and increase their adoption. However, all of these studies addressed specific security features independently and without investigating the relationships between different behaviors. Our study attempts to fill this gap by examining the interplay between different security- and privacy-related behaviors. We examined the correlations between several different security practices including locking practices and backup habits, locking behaviors and sharing personal photos in WhatsApp, backup behaviors and storing personal photos in gallery apps and backup behaviors, and connecting to public Wi-Fi networks. By qualitatively analyzing our collected data, we found that several behaviors correlated with each other. We hope our findings will help future researchers in building models that predict the habits of smartphone users and guide platform designers in simplifying the adoption of security practices.

8.2 User perceptions: Misconceptions about security

Prior research studies have also addressed the relationships between users’ perceptions, belief, and behavior [47–49]. By investigating users’ perceptions and security practices in a developing country, Chen et al. found that Ghanaian users believe that password systems can protect them against security threats [47]. Muslukhov et al. found that smartphone users had privacy concerns related to backing up their sensitive data in cloud-based storage systems and preferred to store their backups locally (e.g., using hard disks or memory cards) [48]. This misconception about cloud-based storage systems was also observed in our study, which was conducted in a totally different cultural context. This might suggest that different cultural groups might have similar security perceptions and behaviors. Another study found that
people perceived smartphones as less secure than personal computers, and these perceptions affected their behavior by choosing not to use their mobile devices for accessing sensitive data [36].

8.3 User perceptions: Influencing factors

Other researchers focused on examining whether users’ protective behaviors are influenced by their technical knowledge and awareness of security threats [30, 50]. Wash et al. found that users’ security perceptions can be grouped according to their demographic groups and technological knowledge [30]. For instance, their observations showed that people with lower educational levels tend to make simpler security decisions [30]. However, the findings presented in [27] showed that users’ understanding and technical knowledge of how the Internet works do not directly impact their adoption of security behaviors. Our observations are partially consistent with the results of [27, 30] in that users’ behaviors can be grouped according to their age groups. However, our results also showed that knowledge and awareness partially impact the adoption of correct security practices. On the basis of theoretical approaches, Blythe et al. studied the factors affecting employees’ security-related behaviors in the workplace [51]. Consistent with our findings, Blythe et al. found that employees’ behavior was affected by their knowledge, previous experience, and the perceived time and effort related to adopting specific security practices [51].

Other authors argue that users’ protective practices are greatly affected by their motivation to protect themselves against information security threats [52]. This idea was also supported by the findings of [28], who examined the social factors that affect users’ perceptions and behavior about security and privacy. The majority of the users interviewed in [28] were motivated to adopt self-protective behavior as a result of observing the security-related practices of their friends. The authors suggested implementing approaches that focus on raising individuals’ motivation to behave securely and acquire the knowledge required to protect themselves [28].

8.4 Security and privacy risks

Other researchers have directed their efforts toward investigating the privacy- and security-related implications of smartphone users’ risky practices. Some studies focus on determining the types of sensitive data that could be extracted by malicious attackers from their victims’ mobile devices, whereas others have proved the feasibility of intercepting mobile communications and extracting personally identifiable information from the exchanged traffic. In [53–55], researchers demonstrated the vulnerability of popular and widely used mobile VoIP applications to unauthorized interception. In particular, they found that users’ communications over VoIP applications are not always protected, making it easy for individuals with malicious intentions to decode intercepted communication. What makes the matter even worse is that some VoIP applications do not provide documentation that could make users aware of the fact that their video, audio, or text communications over some VoIP platforms are not encrypted [53]. It has also been found that most classes of personal data collected by mobile applications can be recovered from the traces left in users’ smartphones [53, 56–59]. In [57], for instance, researchers were able to recover important details related to bank accounts and financial transactions from mobile banking applications. It was also found that remnants of social networking applications installed on smartphones (such as Twitter and LinkedIn applications) could be utilized for revealing personal information about smartphone users and understanding their social contexts [60]. Cloud storage mobile applications have also been found to store important information that could be useful for inferring knowledge about the types of files users share and for constructing useful information about users’ activities [61–67]. In cases of
smartphone theft or loss, combining different types of data left by or exchanged through different smartphone applications could help attackers build profiles of their victims and gain unauthorized access to sensitive data. Attackers could also use their victims’ compromised smartphones to gain unauthorized access to valuable data stored in other devices such as paired personal computers or wearable devices [68, 69].

Given the direct role of human factors in driving individuals to take correct preventive and protective measures, the rise in the amount of personal data stored in smartphones and the fact that many smartphone applications gain access to resources that are not necessarily needed for them to function [70, 71], we expect the results of our analyses of users’ behaviors and risk perceptions to help platform designers to design secure and privacy-preserving solutions.

9 Limitations and future work

Despite the fact that this study has focused on analyzing security and privacy perceptions and behaviors of only 30 Android users, we believe that the results presented in this work offer an improved understanding of the factors that cause smartphone users to accept the risks of privacy and security threats or decide to undertake protective actions. We also encourage future researchers to replicate our study on a larger sample that includes users of other smartphone operating systems. Further, as 86% of our participants belong to one country, we believe that our research is a valuable source for understanding whether there are any cultural properties that can explain users’ decisions to protect themselves as the results presented in this paper provide the foundations that could facilitate studying the behavioral differences between smartphone users belonging to different countries.

Future directions also include aligning smartphone security features with users’ expectations such as developing new mechanisms that preserve users’ security while maintaining an efficient consumption of smartphone computing resources. Future studies could investigate whether smartphone users’ confidence in their abilities to protect themselves can relate to their self-protective actions. We also leave to future researchers the task of studying whether smartphone users’ perceptions of the effectiveness of existing security or privacy-preserving solutions can affect their decisions to engage in protective behaviors. We also argue that smartphone platforms sometimes leave no option for the user but to adopt unsafe practices. We therefore encourage platform designers to take advantage of the recommendations we provide in Section 7 to improve support for user-oriented privacy and security features. As well as considering our suggestions for improving the security of smartphones, we believe that smartphone users are the weakest line of defense against many IT threats, and we therefore emphasize the importance of conducting further research for uncovering additional predictors of security and privacy behaviors.

10 Summary and concluding remarks

Smartphones are susceptible to many attacks because they store data of varying sensitivity, connect to public and private networks, and deal with multiple types of sensors. There were a number of studies that focused on researching users’ privacy and security concerns. Previous research also addressed users’ perceptions related to locking mechanisms, backups, and application permission requests. To the best of our knowledge, the literature lacks studies that examine the relationships between different security behaviors and, at the same time, address users’ perceptions related to connecting to public Wi-Fi networks, using mobile messaging platforms, saving personal photos in gallery applications and taking advantage of smartphone location services.
Our paper focuses on studying the relationships between different smartphone security practices by presenting and discussing the results of 30 qualitative interviews. By comprehensively examining users’ behaviors related to utilizing many smartphone security features, we confirm, extend, and refine the findings of prior work by providing evidence that users’ protective behavior is influenced by many factors, including users’ awareness and motivation, their personal characteristics, and their perceptions. We also identify the factors that could influence users’ adoption of security-related behaviors. These include social triggers, the time and effort required to adopt certain practices, and the importance of stored data. Our observations also showed that some behaviors correlate with each other (e.g., locking behaviors and backup habits) and that younger people tend to behave more securely while using their smartphones. We believe that the recommendations we proposed for platform designers and application developers hold a potential to improve the security of smartphones by focusing on the factors that might drive significant behavioral changes.

Acknowledgments
The authors would like to thank the anonymous reviewers for their valuable comments which helped us improve the paper to reach its present form. The authors would like to also thank those who helped in interviewing the participants. This research work was supported in part by KACST.

Author Contributions
Conceptualization: MA AA.
Data curation: MA NA.
Formal analysis: NA MA.
Funding acquisition: MA.
Investigation: NA.
Methodology: MA AA.
Project administration: MA NA.
Resources: AA.
Software: MA.
Supervision: MA AA.
Validation: NA.
Visualization: NA.
Writing – original draft: NA MA AA.
Writing – review & editing: NA MA AA.

References
1. PewResearchCenter. Mobile Technology Fact Sheet; 2014. Available from: http://www.pewinternet.org/fact-sheets/mobile-technology-fact-sheet/
2. IDC. Smartphone OS Market Share; 2015. Available from: http://www.idc.com/prodserv/smartphone-os-market-share.jsp
3. Miller C. Mobile attacks and defense. Security & Privacy, IEEE. 2011; 9(4):68–70. https://doi.org/10.1109/MSP.2011.85

4. Leavitt N. Mobile security: finally a serious problem? Computer. 2011; 44(6):11–14. https://doi.org/10.1109/MC.2011.184

5. Symantec. 2015 Internet Security Threat Report. Symantec; 2015.

6. La Polla M, Martinelli F, Sgandurra D. A survey on security for mobile devices. Communications Surveys & Tutorials, IEEE. 2013; 15(1):446–471. https://doi.org/10.1109/JSUR.2012.013012.00028

7. Statista. Cumulative number of apps downloaded from the Apple App Store from July 2008 to June 2015 (in billions); 2015. Available from: http://www.statista.com/statistics/263794/number-of-downloads-from-the-apple-app-store/

8. Mylonas A, Kastania A, Gritzalis D. Delegate the smartphone user? Security awareness in smartphone platforms. Computers & Security. 2013; 34:47–66. https://doi.org/10.1016/j.cose.2012.11.004

9. Egelman S, Jain S, Portnoff RS, Liao K, Consolvo S, Wagner D. Are you ready to lock? In: Proceedings of the 2014 ACM SIGSAC Conference on Computer and Communications Security. ACM; 2014. p. 750–761.

10. Dinev T, Goo J, Hu Q, Nam K. User behavior toward preventive technologies–cultural differences between the United States and South Korea. 2006; p. 1–12.

11. Albrechtsen E. A qualitative study of users’ view on information security. Computers & security. 2007; 26(4):276–289. https://doi.org/10.1016/j.cose.2006.11.004

12. Stanton JM, Stam KR, Mastrangelo P, Jolton J. Analysis of end user security behaviors. Computers & Security. 2005; 24(2):124–133. https://doi.org/10.1016/j.cose.2004.07.001

13. Balebako R, Marsh A, Lin J, Hong Ji, Cranor LF. The privacy and security behaviors of smartphone app developers. In: Proceedings of Workshop on Usable Security (USEC); 2014.

14. Hanus B, Wu YA. Impact of Users’ Security Awareness on Desktop Security Behavior: A Protection Motivation Theory Perspective. Information Systems Management. 2016; 33(1):2–16. https://doi.org/10.1080/10580530.2015.1117842

15. Liang H, Xue Y. Avoidance of information technology threats: a theoretical perspective. MIS quarterly. 2009; p. 71–90.

16. Browne S, Lang M, Golden W. Linking Threat Avoidance and Security Adoption: A Theoretical Model For SMEs. 2015; p. 32–43.

17. Tu Z, Yuan Y. Understanding user’s behaviors in coping with security threat of mobile devices Loss and theft. In: System Science (HICSS), 2012 45th Hawaii International Conference on. IEEE; 2012. p. 1393–1402.

18. Tsai HyS, Jiang M, Alhabash S, LaRose R, Rifon NJ, Cotten SR. Understanding online safety behaviors: A protection motivation theory perspective. Computers & Security. 2016; 59:138–150. https://doi.org/10.1016/j.cose.2016.02.009

19. Mwagwabi FM. A Protection Motivation Theory Approach to Improving Compliance with Password Guidelines; 2015.

20. Matt C, Peckelsen P. Sweet Idleness, but Why? How Cognitive Factors and Personality Traits Affect Privacy-Protective Behavior. In: 2016 49th Hawaii International Conference on System Sciences (HICSS). IEEE; 2016. p. 4832–4841.

21. Sommestad T, Karlzén H, Hallberg J. A Meta-Analysis of Studies on Protection Motivation Theory and Information Security Behaviour. International Journal of Information Security and Privacy (IJISP). 2015; 9(1):26–46. https://doi.org/10.4018/IJISP.2015010102

22. Liang H, Xue Y. Understanding security behaviors in personal computer usage: A threat avoidance perspective. Journal of the Association for Information Systems. 2010; 11(7):394.

23. Dinev T, Hu Q. The centrality of awareness in the formation of user behavioral intention toward protective information technologies. Journal of the Association for Information Systems. 2007; 8(7):386.

24. Ajzen I. Attitudes, personality, and behavior. McGraw-Hill Education (UK); 2005.

25. Aslaleh M, Alomar N, Alarifi A. Smartphone Users: Understanding How Security Mechanisms Are Perceived and New Persuasive Methods (Interview Questions); 2015. https://goo.gl/4Fazya

26. Aslaleh M, Alomar N, Alarifi A. Smartphone Users: Understanding How Security Mechanisms Are Perceived and New Persuasive Methods (collected data); 2016. https://drive.google.com/open?id=0B339qALUC7vb3FzRzJQ0QnU1bA

27. Kang R, Dabbish L, Fruchter N, Kiesler S. “My Data Just Goes Everywhere”: User Mental Models of the Internet and Implications for Privacy and Security. In: Symposium on Usable Privacy and Security (SOUPS); 2015.
28. Das S, Kim H, Dabbish LA, Hong JI. The effect of social influence on security sensitivity. In: Proc. SOUPS. vol. 14; 2014.
29. Briggs SR. Assessing the Five-Factor Model of personality description. Journal of Personality. 1992; 60 (2):253–293. https://doi.org/10.1111/j.1467-6494.1992.tb00974.x PMID: 1635044
30. Wash R, Rader E. Too Much Knowledge? Security Beliefs and Protective Behaviors Among United States Internet Users. In: Symposium on Usable Privacy and Security (SOUPS); 2015.
31. Wijesekera P, Baokar A, Hosseini A, Egelman S, Wagner D, Beznosov K. Android Permissions Remystified: A Field Study on Contextual Integrity. arXiv preprint arXiv:150403747. 2015; p. 499–514.
32. Lin J, Amini S, Hong JI, Sadeh N, Lindqvist J, Zhang J. Expectation and purpose: understanding users’ mental models of mobile app privacy through crowd-sourcing. In: Proceedings of the 2012 ACM Conference on Ubiquitous Computing. ACM; 2012. p. 501–510.
33. Micallef N, Just M, Baillie L, Halvey M, Kayacik HG. Why aren’t Users Using Protection? Investigating the Usability of Smartphone Locking. MobileHCI; 2015.
34. Felt AP, Ha E, Egelman S, Haney A, Chin E, Wagner D. Android permissions: User attention, comprehension, and behavior. In: Proceedings of the Eighth Symposium on Usable Privacy and Security. ACM; 2012. p. 3.
35. Bente I. Towards a network-based approach for smartphone security. Universität der Bundeswehr München; 2013.
36. Chin E, Felt AP, Sekar V, Wagner D. Measuring user confidence in smartphone security and privacy. In: Proceedings of the Eighth Symposium on Usable Privacy and Security. ACM; 2012. p. 1.
37. Nouh M, Alnaatouq A, Alabdulkareem A, Singh VK, Shmueli E, Alsaleh M, et al. Social information leakage: Effects of awareness and peer pressure on user behavior. In: International Conference on Human Aspects of Information Security, Privacy, and Trust. Springer; 2014. p. 352–360.
38. Mohini T, Kumar SA, Nitesh G. Review of mobile phone security. Security Journal of Computer and Information Technology Sciences. 2013; 2320:6527.
39. Harbach M, von Zezschwitz E, Fichtner A, De Luca A, Smith M. Its a hard lock life: A field study of smartphone (un)locking behavior and risk perception. In: Symposium on Usable Privacy and Security (SOUPS); 2014.
40. Stobert E, Biddle R. The password life cycle: user behaviour in managing passwords. In: Proc. SOUPS; 2014.
41. Alexandrou A, Chen LC. The Security Risk Perception Model for the Adoption of Mobile Devices in the Healthcare Industry. In: Proceedings of Student-Faculty Research Day, CSIS, Pace University.; 2014.
42. Ben-Asher N, Kirschnick N, Sieger H, Meyer J, Ben-Oved A, Möller S. On the need for different security methods on mobile phones. In: Proceedings of the 13th International Conference on Human Computer Interaction with Mobile Devices and Services. ACM; 2011. p. 465–473.
43. Alomar N, Alsaleh M, Alarifi A. Social Authentication Applications, Attacks, Defense Strategies and Future Research Directions: A Systematic Review. IEEE Communications Surveys & Tutorials. 2017; (99).
44. Alarifi A, Alsaleh M, Alomar N. A Model for Evaluating the Security and Usability of E-Banking Platforms. Computing. 2017.
45. Khan H, Hengartner U, Vogel D. Usability and Security Perceptions of Implicit Authentication: Convenient, Secure, Sometimes Annoying. In: Symposium on Usable Privacy and Security (SOUPS); 2015.
46. Bhagavatula C, Iacovino K, Kywe SM, Savvides M, Ur B, Jung J, et al. Biometric Authentication on iPhone and Android: Usability, Perceptions, and Influences on Adoption. 2015; p. 1–10.
47. Chen J, Paik M, McCabe K. Exploring Internet Security Perceptions and Practices in Urban Ghana. In: Symposium on Usable Privacy and Security (SOUPS); 2014.
48. Muslukhov I, Boshatal Y, Kuo C, Lester J, Beznosov K. Understanding users’ requirements for data protection in smartphones. In: Data Engineering Workshops (ICDEW), 2012 IEEE 28th International Conference on. IEEE; 2012. p. 228–235.
49. Koved L, Trewin S, Swart C, Singh K, Cheng PC, Chari S. Perceived security risks in mobile interaction. In: Symposium on Usable Privacy and Security (SOUPS); 2013.
50. Aytes K, Conolly T. A research model for investigating human behavior related to computer security. AMCS 2003 Proceedings. 2003; p. 260.
51. Blythe JM, Coventry L, Little L. Unpacking Security Policy Compliance: The Motivators and Barriers of Employees Security Behaviors. In: Eleventh Symposium On Usable Privacy and Security (SOUPS 2015). USENIX Association; 2015.
52. Lee D, Larose R, Rifon N. Keeping our network safe: a model of online protection behaviour. Behaviour & Information Technology. 2008; 27(5):445–454. https://doi.org/10.1080/014492908020879344
53. Azfar A, Choo KKR, Liu L. Android mobile VoIP apps: A survey and examination of their security and privacy. Electronic Commerce Research. 2016; 16(1):73–111. https://doi.org/10.1007/s10660-015-9208-1

54. Azfar A, Choo KKR, Liu L. A study of ten popular Android mobile VoIP applications: Are the communications encrypted? In: 2014 47th Hawaii International Conference on System Sciences. IEEE; 2014. p. 4858–4867.

55. Pokharel S, Choo KKR, Liu J. Can Android VoIP voice conversations be decoded? I can eavesdrop on your Android VoIP communication. Concurrency and Computation: Practice and Experience. 2016.

56. Choo KKR, Farnden J, Martini B. Privacy Risks in Mobile Dating Apps. 2015; p. 1–16.

57. Chanajit T, Viriyasitavat W, Choo KKR. Forensic analysis and security assessment of Android m-banking apps. Australian Journal of Forensic Sciences. 2016; p. 1–17.

58. Azfar A, Choo KKR, Liu L. Forensic taxonomy of android productivity apps. Multimedia Tools and Applications. 2016; p. 1–29.

59. Azfar A, Choo KKR, Liu L. An android communication app forensic taxonomy. Journal of Forensic Sciences. 2016; p. 1–14.

60. Norouzzadeh Dezfooli F, Dehghantanha A, Eterovic-Soric B, Choo KKR. Investigating Social Networking applications on smartphones detecting Facebook, Twitter, LinkedIn and Google+ artefacts on Android and iOS platforms. Australian Journal of Forensic Sciences. 2015; p. 1–20.

61. Daryabar F, Dehghantanha A, Choo KKR. Cloud storage forensics: MEGA as a case study. Australian Journal of Forensic Sciences. 2016; p. 1–14. https://doi.org/10.1080/00450618.2016.1153714

62. Ab Rahman NH, Cahyani NDW, Choo KKR. Cloud incident handling and forensic-by-design: cloud storage as a case study. Concurrency and Computation: Practice and Experience. 2016.

63. Daryabar F, Dehghantanha A, Eterovic-Soric B, Choo KKR. Forensic investigation of OneDrive, Box, GoogleDrive and Dropbox applications on Android and iOS devices. Australian Journal of Forensic Sciences. 2016; p. 1–28.

64. Quick D, Choo KKR. Google drive: forensic analysis of data remnants. Journal of Network and Computer Applications. 2014; 40:179–193. https://doi.org/10.1016/j.jnca.2013.09.016

65. Quick D, Choo KKR. Dropbox analysis: Data remnants on user machines. Digital Investigation. 2013; 10(1):3–18. https://doi.org/10.1016/j.diin.2013.02.003

66. Quick D, Choo KKR. Digital droplets: Microsoft SkyDrive forensic data remnants. Future Generation Computer Systems. 2013; 29(6):1378–1394. https://doi.org/10.1016/j.future.2013.02.001

67. Cahyani NDW, Martini B, Choo KKR, Al-Azhar A. Forensic data acquisition from cloud-of-things devices: windows Smartphones as a case study. Concurrency and Computation: Practice and Experience. 2016. https://doi.org/10.1002/cpe.3855

68. D’Orazio CJ, Choo KKR, Yang LT. Data Exfiltration from Internet of Things Devices: iOS Devices as Case Studies; p. 1–12.

69. Do Q, Martini B, Choo KKR. Is the data on your wearable device secure? An Android Wear smartwatch case study. Software: Practice and Experience. 2016; p. 391–403.

70. Do Q, Martini B, Choo KKR. Enhancing user privacy on Android mobile devices via permissions removal. In: 2014 47th Hawaii International Conference on System Sciences. IEEE; 2014. p. 5070–5079.

71. Imgraben J, Engelbrecht A, Choo KKR. Always connected, but are smart mobile users getting more security savvy? A survey of smart mobile device users. Behaviour & Information Technology. 2014; 33 (12):1347–1360. https://doi.org/10.1080/0144929X.2014.934286