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Abstract
The blockchain runs in a complex topological network which is affected by the principle of consensus, and data storage between nodes needs to maintain global consistency in the entire network, which causes the data storage inefficient. At the same time, the information exchange between large-scale communication node groups leads to the problems of bandwidth expropriation and excessive network load. In response to these problems, this article proposes a second-degree branch structure blockchain expansion model. First, a ternary storage structure is established. Data use the way of fully integrated storage, multi-cell storage, and fully split storage, and data are classified and stored in parallel between the structures. Second, a second-degree branch chain model is constructed. The main chain forks into multiple sub-chains, and a free competition chain structure and a Z-type chain structure are defined; a two-way rotation mechanism is introduced to realize the integration and transition between chain structures. Finally, a set of malicious attacks is simulated to realize the security constraints of the blockchain, to verify the security of the second-degree branch chain model. Experiment shows that the second-degree branch structure expansion model proposed in this article has great advantages in data storage efficiency and network load.
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Introduction
Since the concept of blockchain was put forward, it has attracted widespread attention from the world. In terms of data storage, it is a distributed storage ledger; in terms of protocol, it is a decentralized consensus protocol; and in terms of economy, it is an Internet of value that improves cooperation efficiency. From the perspective of blockchain technology, blockchain data storage uses hash compression, asymmetric encryption, and other cryptographic principles to ensure reliability and to adopt distributed data storage through point-to-point connections. The blockchain ledger is jointly maintained by all nodes and stores data, which is based on a credible consensus mechanism. In recent years, the application of blockchain technology has become more and more extensive such as Bitcoin, Ethereum, and Litecoin, which uses computing power to prove, and it has gradually evolved from encrypted digital currency to a credible service platform applied to various industries in society. But with facing the challenges of complex environments, blockchain expansion problems have become more prominent.
Although the blockchain adopts expansion mechanisms such as Segregated Witness,\textsuperscript{10} Lightning Network (LN),\textsuperscript{11} and data sharding,\textsuperscript{12} as the scale and production speed of blockchain data continue to increase, the rate of storing is increasingly lagging behind the rate of real-time data production, which results in more serious data storage and network load problems in the blockchain. Therefore, how to further improve the storage efficiency and reduce the network load has become a difficult point in the current blockchain research.

In response to these problems, this article proposes a second-degree branch structure blockchain expansion model. The main contributions are as follows:

1. In view of the inefficiency of blockchain data storage, a ternary storage structure is designed to significantly improve data storage efficiency through data shunting and task distribution.

2. In the design of the actual structure of the blockchain, the second-degree branch chain model is proposed, including the free competition chain structure and the Z-type chain structure. The expansion of the blockchain is based on two chain structures.

3. On this basis, in response to the incompatibility of the second-degree chain due to structural differences, a two-way rotation mechanism is proposed to enable smooth switching between structural chains, and the double-chain structure fusion is specifically demonstrated through the second-degree chain fusion transition process.

4. Finally, the security of the model is further analyzed by the second-degree branch structure blockchain expansion model, and on the basis of the security analysis, to find out the security constraints which have instructive significance for the actual application of the blockchain.

Related works

At present, many scholars have conducted in-depth research on blockchain expansion technology and have achieved many research results. In the isolation authentication expansion mechanism,\textsuperscript{13} the block body extracts the signature information from the main chain space and stores it in a new data structure to achieve expansion, but the block space saved by this mechanism is limited. Seres et al.\textsuperscript{11} quantitatively analyze the structural characteristics of the LN and solve the expansion problem by improving the data throughput through multiple payment channels. But the LN topology needs to be improved, and the security needs to be strengthened. Min et al.\textsuperscript{14} propose a multicenter dynamic consensus mechanism in the permission chain, and by optimizing consensus mechanism, it reduces block confirmation delays to achieve expansion. But the dependence on master nodes is risky, and the system reliability is difficult to guarantee. Jia et al.\textsuperscript{15} propose a scalable blockchain model, which can achieve expansion by optimizing the storage structure and reducing the communication cost. But it requires high credibility of data storage nodes, which reduce the stability of the system.

Burchert et al.\textsuperscript{16} propose a new layer between the blockchain and payment channels. To deal with the expansion problem through the new layer of micro-payment channels, which achieves delay-free payment. Kim et al.\textsuperscript{17} propose a distributed storage blockchain (DSB) system, which improves storage efficiency by combining secret sharing, private key encryption, and information dispersal algorithms. But when peer failure occurs due to denial service attacks, DSB will cause serious communication cost. Fadhil et al.\textsuperscript{18} propose the Bitcoin Clustering Based Super Node (BCBSN) protocol, which reduces the transaction propagation delay by a reasonable ratio. But when the super node has a transaction failure, the normal transactions will be seriously affected. Zhao et al.\textsuperscript{19} propose a security strategy for DSBs, which can delete part of blockchains, so that nodes only store a part of blockchain. But due to the coexistence of multiple node modes, the operational burden of the management node is increased. Zhang et al.\textsuperscript{20} analyze blockchain transaction databases and propose a storage optimization scheme. The proposed scheme divides blockchain transaction database into cold zone and hot zone, and achieves storage optimization by moving unspent transaction outputs outside the in-memory transaction databases. But the data query call to the cold zone is inefficient. Shah et al.\textsuperscript{21} propose consensus-ADMM (alternating direction method of multiplier) based distributed optimization algorithm, which decomposes the optimization problem into sub-problems, and solves the sub-problem locally and exchanges information with the neighboring regions to solve for the global update.

In summary, this article conducts research on the basis of existing research, further optimizes the blockchain structure, and proposes a second-degree branch structure blockchain expansion model.

Second-degree branch model

Aiming at the construction of blockchain, first this article designs a ternary storage method to optimize the blockchain storage structure, then builds a second-degree branch chain mechanism for expansion, and uses a two-way rotation mechanism to carry out the transition of differentiated structure chains.
**Ternary storage structure**

After the blockchain is bifurcated into multiple sub-chains, the original blockchain information is distributed among the sub-chains for data storage, and the data storage rate has been significantly improved.

**Definition 1.** Blockchain data flow circulates through multiple channels, and it is stored in parallel at the same time, which is called data shunting. The increased block per unit time before the blockchain fork is \( N_{\text{block}} \), and the effective data amount of a single block body is \( D_{\text{valid}} \). So the data storage rate before the fork is \( N_{\text{block}} \times D_{\text{valid}} \). The blockchain classifies the stored data information \( D_{\text{valid}} \) as \( D_{\text{valid,1}}, \ldots, D_{\text{valid,n}} \). \( N \) sub-chains are formed after \( n \) bifurcation; the number of blocks increased per unit time in the sub-chain is \( N_{\text{block}} \), and the effective data amount from a single block body is \( D_{\text{valid,i}} \). Since data amount \( D_{\text{valid}} \) and \( D_{\text{valid,i}} \) tend to be same, after the blockchain is forked, the data storage rate is \( N_{\text{block}} \times (D_{\text{valid,1}} + \ldots + D_{\text{valid,n}}) \), which is close to \( n \times N_{\text{block}} \times D_{\text{valid}} \), and data shunting significantly improves the efficiency of blockchain storage.

After the blockchain is bifurcated into multiple sub-chains, at least one complete storage unit needs to be stored when the node data on the sub-chains are stored.

**Definition 2.** Each entire single chain that goes back to the genesis block is called a storage unit. When nodes store transaction information, it must be sure that the current block can be traced back to the genesis block of the blockchain. The storage unit composed of this entire single chain reflects the integrity and atomicity of the blockchain information.

A ternary accounting structure is proposed due to the node accounting method and environmental impact:

1. **Full integrated storage structure**: Each node records all the storage unit of the entire blockchain. Under this structure, a global view of the second-degree branch blockchain is obtained. This type of node is mostly the global management and service node, which is used to dynamically monitor the overall operation of the multi-tree blockchain and provides subsequent maintenance and update.

2. **Multi-cell storage structure**: Each node records a limited number of storage units and dynamically updates and stores them. A partial view of the second-degree branch blockchain is obtained. On one hand, this type of node is the local management and service node, and it is used to dynamically monitor and manage the local operation of the blockchain, and report to the blockchain global management service nodes about the current storage status; on the other hand, it is the information storage node of the blockchain and exists in the Z-type chain structure proposed below.

3. **Fully split storage structure**: Each node records its own separate storage unit. In this mode, the node is only responsible for the block storage of the sub-chain and does not care about the secure status of the chain where it is located. This type of node is the information storage node and exists in the free competition chain structure proposed below.

The ternary storage structure is shown in Figure 1:

**Figure 1.** Ternary storage structure.
structure chains use data shunting for effective expansion; on the other hand, they have different characteristics due to structural differences.

**Free competition chain structure.** In the free competition chain, the blockchain forms multiple sub-chains after branching. Sub-chains are independent of each other. When the storage node downloads the sub-chain data, it must store a complete storage unit, which reflects the good traceability and integrity of the blockchain. The sub-chain only packs information on this chain and does not interact with other sub-chains. Due to the competition between the subchains, the distribution of computing power resources will be obviously uneven, which is not conducive to the stability of the blockchain, so introducing the system default allocation to balance the computing power gap.

**Definition 3**

System default allocation. Blockchain computing power distribution is different, which will cause the storage rate of each sub-chain to be significantly different, and then generates security problems due to malicious attacks. The system generally allocates newly added accounting nodes to the weaker computing power chain to maintain the safety and reliability of the blockchain. This process is allocated by the system by default.

The schematic diagram of the free competition chain structure is shown in Figure 2. “Free-competition” represents the free competition chain structure. Each single chain creates blocks in a top-down order, and the child blocks store the hash value of the parent block. The single chain does not affect each other, and the single chain with weak computing power will be allocated by the system to supply the computing power by default, so that the overall blockchain computing power tends to be consistent. The \((x, y)\) form coordinate uniquely identifies the position of block.

In the free competition chain structure, the node which stores the block only needs to download a storage unit to carry out data storage services. In all chain structures, the storage overhead is the smallest, but it will face the secure issues brought by the shunting of computing power, which will be discussed later. The chain type Construct field of the stored block header information is “Free-competition.”

**Z-type chain structure.** After the Z-type chain is branched, information is stored in the blocks on each child chain. In addition to storing the hash value of the parent block, it is also necessary to store the hash value of the adjacent block, which is the pseudo-hash value.

**Definition 4.** Pseudo-hash. In the Z-type chain structure, the sequence of block generation is from left to right, from top to bottom, and the hash value of the block generated in the previous order is the pseudo-hash.

As shown in Figure 3, unlike the free competition chain structure, blocks are generated sequentially from top to bottom on the child chain. All nodes on the Z-type chain structure save the hash value of the parent block, store the hash value of the adjacent block from the left of the same layer (or the rightmost block of the upper layer), and then perform the block data storage process. Therefore, the block generation sequence under the entire chain structure is from left to right and from top to bottom.

In the Z-type chain structure, honest computing power is concentrated to sequentially store and generate blocks, which avoids the advantages of centralized malicious attacks on one block and significantly improves the security of blockchain. The Construct field of the structure header information is “Z-type,” and a new hash supplement field HashExtra is added. This structure HashExtra is “Fakehash.” Finally, a block location field Location is defined.

**Definition 5.** Location field is located by a two-dimensional coordinate \([Xline,Yrow]\). Xline represents
the row index of the block in Z-type chain structure, and $X_{row}$ represents the column index of the block in the Z-type chain structure. Through the Location field of the blockchain, each sub-chain block can get the block where the pseudo-hash is located.

**Inter-chain rotation transition**

Due to the structural differences between the two chain structures, compatibility problems can be caused when the chain structure is switched. This article proposes a two-way rotation mechanism to make the transition between different chain structures smoothly and dynamically to display the state changes of the chain structure.

**Second-degree chain integration transition.** The second-degree branch structure blockchain model is accompanied by the fusion between the two chain structures. When the blockchain transits between the chain structures, the corresponding attributes of the blocks will change. The sub-chain will form another chain after the fork, and the structure will be accompanied by this change.

On the premise that other fields are omitted except for the original block timestamp, random number, and Merkle Root, the new block information in this article is shown in Table 1.

In Figure 4, first, the initial block is bifurcated through a free competition chain structure, and then each sub-chain is further bifurcated through a Z-type chain structure. In this process, the corresponding

---

**Table 1. New block information table.**

| Block field | Meaning |
|-------------|---------|
| Prehash     | The parent block hash on the same child chain |
| HashExtra   | Two additional hash types with chain structure (null, Fake-hash) |
| Construct   | Double chain type (Free-competition, Z-type) |
| Location    | The position of the block in the fork chain $[X_{line},Y_{row}]$ |

**Two-way rotation mechanism.** In the second-degree block-chain, it is inevitable that one chain structure will become another chain structure after chain forks, and there will be the transition between the following chain structure: free competition chain and Z-type chain.

**Two-way rotation between the free competition chain and the Z-type chain.** When the free competition chain rotates to the Z-type chain, the data in the free competition chain are allocated to each sub-chain of the Z-type chain in an orderly manner. The node on the sub-chain cannot only store the storage unit of local sub-chain, because the storage of block information requires pseudo-hash provided by other sub-chains. So, the storage units of all sub-chains after the fork should be stored. The corresponding Construct field changes from “Free-competition” to “Z-type,” and the HashExtra field is from “null” to “Fakehash.” When the Z-type chain is rotated to the free competition chain, the data tasks stored in the Z-type chain are orderly distributed to free competition sub-chain. Nodes on the free competition chain only need to store one storage unit where the sub-chain is located (without interference from the hash value of other sub-chains), and the corresponding Construct field changes from “Z-type” to “Free-competition”; HashExtra field changes from “Fakehash” to “null.”

---

![Schematic diagram of Z-type chain structure.](image3)
attributes in the blocks inevitably change. Table 2 lists the block attribute changes based on Table 1.

In Table 2, the state changes of the fusion transition from the two chain structures are dynamically displayed. With the change of the chain structure, the attribute fields of the corresponding blocks have also undergone necessary changes. It changes the sub-chains structure and achieves the smooth transition.

Model safety analysis and constraints

Based on the two-degree branch structure blockchain expansion model proposed above, the expansion model is further analyzed in terms of security and based on the security analysis to construct a security constraint.

Safety analysis of free competition chain structure

Each sub-chain in the free competition chain structure runs independently, and the system defaults that the computing power among the sub-chains is uniform (which the honest computing power is evenly distributed to each branch sub-chain). Malicious nodes conduct malicious attacks on the forked single chain, as shown in Figure 5. In this case, the security analysis of the free competition chain is carried out.

Supposing the workload of the entire blockchain model is 1, the proportion of malicious computing power is \( q \), and the chain is bifurcated into \( n \) sub-chains. The malicious nodes compete with the honest

Table 2. Three-chain fusion transition table.

| Head parameter | Genesis block header | Free-C chain 1 root block | Free-C chain 2 root blocks | Free-C chain block |
|----------------|---------------------|--------------------------|---------------------------|-------------------|
| Prehash        | Null                | ✓                        | ✓                         | ✓                 |
| HashExtra      | Null                | ✓                        | ✓                         | ✓                 |
| Construct      | Null                | ✓ Free-C                 | ✓ Free-C                  | ✓ Free-C          |
| Location       | Null                | (X1start-F, Y1start-F)   | (X2start-F, Y2start-F)    | (X1-F, Y1-F)      |
|                | Z-type chain 2      | Z-type chain 2           | Z-type chain 2 blocks     | Z-type chain 2    |
|                | tail blocks         | root blocks              |                           | tail blocks       |
|                | ✓                   | ✓                        | ✓                         | ✓                 |
|                | Null                | ✓ Free-C                 | ✓ Free-C                  | ✓ Free-C          |
|                | ✓                   | Z-type                   | Z-type                    | Z-type            |
|                | ✓                   | FakeHash                 | FakeHash                  | FakeHash          |
|                | ✓                   | Z-type                   | Z-type                    | Z-type            |
|                | ✓                   | (X2-Z, Y2-Z)             | (X2-Z, Y2-Z)              | (X2-Z, Y2-Z)      |
|                | ✓                   | (X2end-F, Y2end-F)       | (X2end-F, Y2end-F)        | (X2end-Z, Y2end-Z)|
nodes in one sub-chain, and \( z \) represents the number of blocks that malicious nodes are chasing honest node. At this time, the computing power of the honest nodes attacked by the malicious node is \( (1 - q)/n \), the percentage of the malicious computing power is \( q = q/(1 - q)/n + q\), and the percentage of the computing power from the honest node is \( p = 1 - q \). Through the gambler bankruptcy model, a gambler can gamble countless times, and it tries to fill up the shortfall created. The probability that the gambler fills up the shortfall is the probability that the attacker catches up with the honesty nodes. As shown in equation (1)

\[
\begin{align*}
p(1) &= q1 + p1 \times p(2) \\
p(2) &= p(1)^2 \\
p(z) &= p(1)^z \\
\rightarrow p(1) &= q1/p1 = q/n(1 - q)
\end{align*}
\]

The probability of success of a malicious node filling \( z \) blocks is shown in equation (2)

\[
p(z) = \begin{cases} 
1, & q1 \geq p1 \\
(q1)^z/p1, & q1 < p1 
\end{cases}
\] (2)

where \( q1 = q/(1 - q)/n \) and \( p1 = 1 - q1 \). Using the transfer confirmation chase model, the success rate of malicious node attack is shown in equation (3)

\[
p = \sum_{k=0}^{k-1} \frac{\lambda^k \times e^{-\lambda}}{k!} \times \left\{ \begin{array}{ll} 
1, & q1 \geq p1 \\
(q1)^z/p1, & q1 < p1 
\end{array} \right. 
\] (3)

Because \( \lambda = (q1/p1) \times z \), equation (4) is obtained after equation (3) is organized

\[
p = 1 - \sum_{k=0}^{k-1} \frac{\lambda^k \times e^{-\lambda}}{k!} \times \left( 1 - \left( \frac{q1}{p1} \right)^z \right) 
\] (4)

The description of the functional relationship in the free chain structure is shown in Figures 6 and 7.

In Figure 6, the malicious computing power accounts for a constant 0.1 (i.e. 10%), and the relationship between the two variables \( z \) and the malicious node attack probability \( p \) is obtained. Setting the number \( z \) of blocks confirmed by honest nodes to 1, 3, 5, 7, 9, 11, 13, 15, and 17, and setting the forked number \( n \) in the chain to 1, 2, 4, and 6. When the malicious computing power \( q \) is constant, each function line decreases downward, and the success rate \( p \) from the upper function line is higher than the lower function line.

In Figure 7, the number of bifurcations of the chain structure is set to be constant, and the relationship between two different variables \( q \) and \( z \) and the success probability of malicious node attack \( p \) is studied. The block number \( z \) confirmed by honest nodes is set to 1, 3, 5, 7, 9, 11, 13, 15, and 17 respectively, and the percentage of computing power of malicious nodes is set to 0.2, 0.1, 0.05 and 0.01 respectively. Figure 7 is obtained by law statistics. Each function line downward and the
success probability $p$ of the upper function line is always higher than the success probability of the lower function line. The function analysis is as follows:

1. The proportion of malicious computing power $q$ and the number of forks $n$ remain unchanged, and the probability of successful malicious attack $p$ decreases monotonically with the block $z$ confirmed by the honest chain.

2. The percentage of computing power $q$ and the block $z$ confirmed by the honest chain remain unchanged, and the probability of successful malicious node attack $p$ increases monotonically with the number of forks $n$.

3. The number of forks $n$ and the block $z$ confirmed remain unchanged, and the success rate of malicious attack $p$ increases monotonically with the proportion of malicious computing power $q$.

Combining with the inference, we can get that in order to ensure the safety and reliability of the blockchain, the measures that can be taken are to reduce the forks of the blockchain, increase the proportion of honest computing power, and wait for as many blocks confirmed as possible.

**Safety analysis of Z-type chain structure**

When all the sub-chains on the Z-type chain store the data, the forked sub-chains logically connect into a Z-type pseudo-chain, and the chain structure safety feasibility analysis is carried out on the characteristics of the Z-type chain structure.

The Z-type chain block packing sequence is from left to right and top to bottom, and all honest computing power is concentrated for data storage on the Z-type chain. However, as each block is packaged, the hash value from the parent block and the pseudo-hash value from other sub-chain blocks need to be recorded at the same time. When malicious node attacks a sub-chain, it must wait for the pseudo-hash provided by other sub-chains at the same time and then competes with the honest nodes. In this case, to perform security analysis on the sub-chain. Figure 8 is a diagram of the attack mode from the Z-type chain.

It can be seen from Figure 8 that the blocks on the Z-type chain structure are generated in an orderly manner, which is logically a single chain structure. Therefore, the success rate of the double-spending attack has nothing to do with the number of forks $n$. Only the relationship between the variables $q, z$ and the success probability of malicious node attack is

Combining with the inference, we can get that in order to ensure the safety and reliability of the blockchain, the measures that can be taken are to reduce the forks of the blockchain, increase the proportion of honest computing power, and wait for as many blocks confirmed as possible.
considered, setting the block number $z$ confirmed by honest nodes to 1, 3, 5, 7, 9, 11, 13, 15, and 17, and setting the percentage of malicious computing power in the Z-type chain to 0.2, 0.1, 0.05, and 0.01. Figure 9 is obtained by law statistics. Each function line downward and the success probability $p$ of the upper function lines are always higher than the lower function lines. The analysis of the combination function to the Z-type chain structure is as follows:

1. The proportion of malicious computing power $q$ remains unchanged, and the probability of successful malicious node attack $p$ decreases monotonically with the block $z$ confirmed by the honest chain.

2. The block $z$ confirmed by the honest chain remains unchanged, and the success rate of malicious attack $p$ increases monotonically with the proportion of malicious computing power $q$.

Combined with the inference, it can be obtained that the security of the chain structure has nothing to do with the number of forked sub-chains. Against malicious attacks, the measures which can be taken are increasing the proportion of honest computing power and waiting for as many block confirmations as possible in the transaction.

Second-degree chain security constraints

The safety analysis of the two chain structures is carried out above. Among them, the second-degree chain should meet the safety constraints in practical applications and construct the safety constraints based on the safety analysis in the chain structure.

The relationship model in Figure 10 satisfies the security constraints of the blockchain. Among them, as the confirming number increases, the highest number of forks also increases accordingly. In practical applications, the security between the number of sub-chains and the number of confirmed blocks should be considered before the blockchain forks. For example, with the rapid increase in the scale of data, the second-degree branch structure blockchain expansion is carried out on the blockchain. The system determines to adopt the free competition chain to expand, and then the blockchain is transformed from a master chain into five branches. In order to prevent malicious double-spending attacks, the sub-chains should wait at least two confirmation blocks after the fork to ensure that the transaction will not be double-spending and then conduct normal transactions.
The influence in success probability of double-spending attacks between the block number confirmed and the proportion of malicious computing power can be obtained from the table. For example, chains with weak computing power are vulnerable to malicious attacks, and the system determines to adopt the Z-type chain to expand. If the proportion of malicious computing power is less than 1%, after the chain forks, in order to prevent malicious double-spending attacks, the sub-chains should wait for at least two confirmed blocks (or more confirmed blocks) to ensure that the transaction will not be double-spending and then perform normal transactions.

**Experiment and analysis**

The experimental environment is 20 servers with 32-core CPU, 128G memory, and 10T storage space. Docker virtualization technology is used to deploy three-dimensional chain nodes, Kubernetes is used to manage docker clusters, and the servers use gigabit networks and communicate between containers through flannel technology. Twenty hosts with TestRPC installed are equivalent to 20 master nodes NodeDB. NodeDB is mainly responsible for managing and maintaining the internal container nodes, and the internal nodes exchange information through NodeDB. The experimental design architecture diagram is shown in Figure 11.

In this experiment, there are 20 main nodes NodeDB. Each NodeDB has about 10 container nodes, and the network is composed of 250 nodes. The second-degree branch chain branches into four sub-chains for expansion. The blockchain uses the proof of work (POW) consensus mechanism and does not use random numbers for verification, which reduces the amount of data transmission by broadcasting the block header data, and adds additional information to verify the consistency of transaction information. The experimental comparison mechanisms to the two-degree branch chain (TDBC) are the Segregated Witness Expansion (SWE) mechanism and the directed acyclic graph (DAG) expansion mechanism, to compare and analyze in terms of transaction per second (TPS), communication overhead, confirmation delay, and effective data rate.

**Storage rate**

In the second-degree branch chain TDBC, each node only broadcasts its own block header information to the entire network, and the transaction information can be packaged in the block after verifying the valid transaction identifier. Without the verification process, the transaction volume is compressed and stored in the block body, which expands the upper limit of data throughput. The TDBC mechanism effectively shunts data, and tasks are allocated to each sub-chain for parallel storage. The DAG mechanism uses a network structure in the data structure, and the blockchain consensus is converted from the longest chain consensus to
the heaviest chain consensus, which retains a certain degree of independence and autonomy of the local network, and allows the parallel creation of blocks. The SWE mechanism isolates the transaction signature from the storing block, and the extra space is used for the storage of transaction information. In the experiment, this article deploys an experimental environment with a master node of 20, and tests the data throughput per unit time under the three expansion mechanisms in different periods. The final figure is shown in Figure 12.

Through analysis, due to shunting and paralleling storage in TDBC, TDBC blockchain storage rate reaches nearly 10,000 transactions per second at the peak, which is much higher than the 100 transactions per second in SWE and the nearly 1000 transactions per second in DAG. Therefore, the advantage of TDBC in data storage throughput rate is obvious.

**Communication overhead**

With the increasing of communication nodes, the communication channels have increased exponentially, and the number of communication nodes has become the main factor restricting communication overhead. In the TDBC mechanism, the blockchain information is distributed to each sub-chain in an orderly manner. After the internal container node recognizes that the block belongs to the sub-chain, data communication is carried out; otherwise, it does not respond. The DAG mechanism adopts a directed acyclic structure. Due to the independence of the local blockchain, the blocks are allowed to be created in parallel. So, the blocks can be confirmed without the recognition of all nodes. The SWE mechanism broadcasts block information to the entire network before it is confirmed by the entire network. If a conflict block occurs, it must enter the second confirmation. This experiment sets up an experimental environment of 10 and 20 main nodes. In this experiment, some communication nodes may fail; the number of communication nodes required directly reflects the communication overhead of the blockchain.

As shown in Figure 13(a), TDBC confirms that the average number of communication nodes required is about 30, which is significantly lower than the number that is about 60 nodes in DAG and about 100 nodes in SWE. It can be seen that the data shunting and task classification in TDBC reduce the communication overhead greatly. In Figure 13(b), the number of communication nodes in the TDBC mechanism is still stable and keeps at a minimum level, which reflects the good expansion of TDBC.

In the information exchange of communication nodes, the number of valid transactions carried by the global block in each communication also reflects the communication efficiency. In Figure 14, the size of the global block in the TDBC and SWE mechanisms is relatively stable, because DAG mechanism does not support strong consistency and the block size has obvious volatility, which brings instability factors to the communication of the blockchain.

**Confirmation delay**

In the blockchain, the transaction information is written into the block body after validity verification. The block body generates the broadcast header information,
and the node transmits the block header information to other nodes for verification; finally, it gets verified by other nodes in the entire network. This process is confirmation delay. In TDBC, the information stored in the block is strictly classified, and the storage node only stores the block data on the sub-chain and does not have to be submitted to all nodes in the entire network for verification. In the DAG mechanism, it is affected by the independence of the blockchain local network where blocks are allowed to be verified by nodes in the local network. The SWE mechanism has relatively high requirements for network verification nodes, and blocks need to be confirmed by the entire network. In this experiment, to determine the impact of different blockchain network scales on the confirmation delay, the 5, 10, and 20 NodeDB experimental environments are, respectively, deployed. The abscissa is different periods, and the ordinate is the statistical confirmation delay range at this stage. Three types of average block confirmation delay are obtained under the mechanism.

Figure 15 shows that the average deterministic delay of TDBC is about (8,10,13), the average deterministic delay of SWE is about (10,14,20), and the average deterministic delay of DAG is about (9,12,16). It can be obtained that the confirmation delay of the TDBC blockchain that uses data shunting and task allocation is less than the other two mechanisms, and as the network scale becomes larger, the increase of the confirmation delay from the TDBC mechanism is also slightly less than DAG and SWE mechanisms.

**Effective data rate**

The transaction information generated is validated and stored in the block body. The blocks are verified by the entire network nodes and then stored on the blockchain, which are valid blocks. But the transaction data from generating to the incoming chain inevitably produce data loss such as network instability which leads to data packet loss, network congestion which leads to data cache being cleared, and invalid data caused by double-spending attacks. The blockchain adopts the TDBC mechanism to strictly classify data, and the blockchain network is orderly and not redundant, which greatly alleviates network congestion. The blockchain using the DAG mechanism adopts a directive acyclic graph and allows the parallel generation of blocks. But there will be repeatable valid transaction information in the parallel blocks, and the block storage space is wasted to a certain extent. For blockchains using the SWE mechanism, the degree of network congestion is the main factor that restricts the effective data rate in the blockchain. In this experiment, four blockchain environments including 5, 10, 15, and 20 main nodes are deployed, and the effective data rate is reflected by the ratio of the effective data amount to the total data amount.

Figure 16 is obtained through experiments. Through analysis, the data efficiency of the TDBC mechanism is better than the other mechanisms, and with the increase of the blockchain nodes, the data efficiency is always relatively stable. The DAG mechanism data efficiency is better than SWE mechanism in a long term. The data

![Figure 14. Global block volatility.](image1)

![Figure 15. Determine the delay.](image2)
efficiency of SWE mechanism is higher in the early stage, and with the expansion of the blockchain network, its data effectiveness has significantly decreased.

Conclusion and future work

This article conducts an in-depth study on the deficiencies of the existing blockchain system expansion and proposes a second-degree branch structure blockchain expansion model. In order to improve data storage efficiency, the model optimizes the data structure through ternary storage. A second-degree branch chain model is constructed: free competition chain structure and Z-type chain structure. The model expands the blockchain that alleviates the communication burden on the network. To merge and transit the two structural chains through the two-way rotation mechanism, which ensures the stability of the blockchain expansion. On the basis of the simulative malicious attacks on the blockchain, putting forward the safety constraints to ensure the security of the expansion. And finally, to realize the effective expansion in the blockchain.

The second-degree branch structure blockchain expansion model in this article is mainly researched under the POW consensus. The future work is to study the expansion to other mainstream blockchains such as proof of stake (POS) blockchain and delegated proof of stake (DPOS) blockchain. In addition, with the rapid increase of blockchain transactions, the huge global storage ledger of the second-degree branch chain has problems in the management and maintenance for the blockchain. Another future work is to study the global ledger of the second-degree branch chain and, through distributed services, to further optimize the storage structure.
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