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The purpose is to solve copyright disputes over artificial intelligence (AI)-written literary creations and protect copyright by legislation through data reliability research. Accordingly, this work makes a detailed study of the criteria for the copyright protection of AI-written literary creation and the creation process. It constructs the model of swarm intelligence (SI) perception. Then, the Preservation Trustworthiness Incentives Sense (PTISense) scheme is designed based on the encryption algorithm for the SI perception model. The performance of the proposed PTISense scheme is verified and analyzed through experiments. Mainly, it analyzes the impact of PTISense on the accuracy of the reputation model, its robustness against malicious users, and the actual feasibility. The results show that when users complete 50 tasks, the false-positive rate is only 0.1, and the corresponding false-negative rate approximates 0. After each task, the user reputation will be updated, and the data will be evaluated for trust. The trust model of the proposed PTISense scheme based on encryption technology is more accurate. When \( \eta \) (the number of malicious users) is small, the more tasks are performed, the faster the reputation value decreases and tends to zero. The proposed PTISense scheme-based reputation evaluation model can better protect the data submitted by good users. It is robust against malicious users and protects the data and privacy of good users. Further, entities’ computing overhead in different SI perception stages is calculated. It is found that the proposed PTISense scheme is feasible for user data privacy protection. Compared with other schemes, it can achieve a safe and reliable SI perception process with a lower computing overhead. It can better ensure the authenticity and reliability of data.

1. Introduction

With the in-depth development of artificial intelligence (AI) technology, urban construction has also entered a new stage. With the continuous influx of Big Data Technology (BDT) and the Internet of Things (IoT), AI-enabled smart city applications have gradually penetrated all aspects of people’s life, study, and work [1]. In the cultural field, AI technology has been integrated into literary creation and tends to be common [2]. The copyright of AI-written literary creation has gradually become a hot topic. Whether the Copyright Law can protect the copyright of AI-written literary creation, the amendment of Copyright Law and the solution of AI copyright disputes have gradually been stepped up. Then, many related legal problems need to be further explored [3].

Defining and demonstrating the copyright attributes of AI-written literary creation is the basis for solving the problems of copyright ownership and copyright protection of AI-written literary creation. At present, AI is much more capable of simple automatic behaviors. AI-written literary creation is independent creation through computer deep learning (DL) [4]. AI-written literary creation is a technical means to simulate human brain thinking for data analysis and processing. It also conforms to human language and aesthetic concepts [5]. With the continuous emergence of AI-written literary creations, they are difficult to distinguish from human creations when no clear source is provided. Hyperefficiency is the most revealing advantage of AI-written literary creations [6]. At this stage, the application and research of AI technology are also pervasive. Shen and Ho proposed a hybrid bibliometric method combining
direct citation network analysis and text analysis. They aimed to visually check the relevant research articles on higher education retrieved from the science network database [7]. Chen et al. used the DL model to design the smart city’s network security system to reduce network security’s hidden dangers [8]. Hong and Curran discriminated against AI painting and traditional painting according to AI technology and proposed a new way of AI painting in art creation and a new way of communication [9]. Feng analyzed the process of human artistic creation and outlined the achievements of AI in painting, music, and poetry creation [10]. Lv et al. studied a network physical control system based on the spatiotemporal correlation detection model. They proposed a credible robust intelligent control strategy and credible, intelligent prediction model and made quantitative analysis [11]. The AI-written literary creations under the technical path of data-driven algorithm simulation are essentially the intellectual achievements completed by natural persons using intelligent tools. Defining the intellectual achievement attribute of AI-written literary creations can meet the practical needs of the protection of the interests of multiple subjects. China’s legislation has not yet brought AI-written literary creations into the scope of supervision. Whether AI writers can be regarded as the author and creators still needs a huge gap to bridge relevant regulations, interpretations, and laws [12]. Thus, the copyright protection research and data reliability analysis of AI-written literary creations is particularly important.

Firstly, this work expounds on the theory of AI creations and copyright protection and introduces the criteria for the copyright protection of AI-written literary creations and the creation process. Innovatively, it uses an encryption algorithm to study the privacy protection and data reliability of AI-written literary works and constructs a swarm intelligence (SI) perception model for the copyright protection of AI-written literary creations. The Preservation Trustworthiness Incentives Sense (PTISense) scheme based on encryption technology is designed to study data reliability. Its main purpose is to build a PTISense scheme of encryption technology to protect users’ privacy to the greatest extent, ensure data reliability, and protect the privacy of participants and data collectors in task allocation and aggregation. It is hoped to promote the research of copyright protection.

2. Copyright Protection Theory and Data Reliability Method

2.1. Smart City. Many foreign organizations or scholars have defined the smart city mainly from three aspects: urban development combines with information technology; the government changes the way of urban governance; and the important role of human and social capital in urban development. Applying “intelligence” to the urban context means the seamless combination of AI and human intelligence with urban development [13]. Chinese scholars put forward the concept of a smart city from the perspective of technology and believe that a smart city should realize urban interconnection based on information technology. Technology, people, and institutions are key parts of smart cities. Specifically, smart cities are composed of eight elements: technology, organization, policy, people and communities, economy, infrastructure, natural environment, and governance structure [14].

2.2. Characteristics of AI-Written Literary Creations. Literary creation is a uniquely human ability but can also be mimicked by an intelligent computer program. In particular, AI-written literary creations lean intensely on the continuous development of computer technology. Nowadays, AI writers can do so much more than simple and repetitive work by carrying out particularly complex creative work and constantly updating the creations more in line with human artistic tastes and aesthetic views [15]. AI writers can independently complete literary creations through program design within the scope of existing laws. The literary achievements have significant value in humanities, social, and other corresponding scientific fields [16].

Compared with traditional literary works, AI-written literary creations are reproducible, an expression in the field of literature, and have unique creativity [17]. From the external expression of the works, AI-written literary creations must meet the formal requirements of literary works. AI writers select the characteristics of relevant information and screen, analyze, and judge the data [18]. The characteristics of AI-written literary creations are shown in Figure 1.

As shown in Figure 1, AI-written literary creations are difficult to distinguish from human creations regarding content and form of expression. It is also difficult for ordinary people and even professionals to distinguish. Secondly, the creation cost is low. Compared with humans, AI improves work efficiency and accuracy, thus greatly reducing costs. The third is the efficient output rate. Following specific rules, AI can effectively avoid human subjective mistakes and work continuously. The calculation speed and accuracy are unmatched by human beings. Finally, AI has autonomous learning and unique creativity. The program written by AI can simulate the working process of the human brain, and AI machines can think independently and complete autonomous learning tasks like humans.

2.3. Copyright Protection of AI-Written Literary Creations

2.3.1. Copyright Criteria. In theory, adopting the object-independent definition criteria for identifying the copyright of AI-written literary creations is a compromise strategy based on treating AI as the legal authors [19]. According to the technical characteristics of human-computer interaction (HCI), human creative intention, human choice, and other factors may have been integrated into the creative process of AI-written literary creations [20]. The specific logic content is unfolded in Figure 2.

As shown in Figure 2, AI-written literary creations are nothing but a simple automatic content generation. The importance of discovering the personality elements of natural persons behind AI writers must be acknowledged. Firstly, AI-written literary creations are unique in the form
of expression. Secondly, suppose the original creations meet the requirements of the characteristics of the literary creations. In that case, they can be considered original and eligible literary works.

2.3.2. Criteria and Basis for Copyright Protection. From the legal perspective, this work expounds on copyright protection from the evaluation criteria of the subject-object separation. It takes AI-written literary creations as objects and natural persons as subjects. Then, it identifies the object’s originality from the creativity of the subject [21]. The specific representation is presented in Figure 3.

As given in Figure 3, originality and the main identity are two independent elements of the copyrightability of works. First, it judges the originality of the external manifestation of AI-written literary creations. It excludes the main identity elements from the identification category of originality. The judgment requirements of originality are consistent with the definition criteria of object independence. If originality is confirmed, it analyzes and judges whether the expression result of originality comes from the creative behavior of natural persons through the AI creation process. If the expression comes from a natural person, copyright protection can be given.

The criteria of subjective and objective unity, also known as copyright recognition, follow the principles of personality and natural law. The specific logical relationship is illustrated in Figure 4.

As shown in Figure 4, the subjective and objective unified standard must be composed of objective forms of expression and the subjective personalized requirements of the author. The external forms of expression must be innovative and different from the works of other authors. In terms of subjective personalization, the creation should reflect the characteristics of a natural person’s personalized choice and judgment.

2.4. AI Creation Process. Comparing the AI creation process with ordinary natural person authors unveils their differences. The creative process of the natural person author is specified in Figure 5.

Natural person authors’ conception is based on inspiration, and they create following certain thinking logic and creative structure rules. The whole process is also an emotional expression of the subject. The final literary creation reflects the input of human wisdom. The creative process is also called the process of the author’s ideological expression.

Compared with natural persons, the creative process of AI writers has both similarities and differences. The specific process is explained in Figure 6.

According to Figure 6, the AI program is started according to the creation intention, and the previous intelligence of the natural person is imported into the system to realize the algorithm simulation creation. Dominated by the previously predetermined goal, the two processes have a causal relationship: controlling vs. being controlled and
making the decision vs. implementing the decision. The AI creation process is divided into three stages: data input, machine learning, and algorithm generation. First, establish the database, further input the data, build the algorithm model of creation after the autonomous learning of the machine, and then generate the algorithm. It is determined based on the technical path characteristics of HCI under Cybernetics and the essential attribute of AI as a tool. The AI creation process is the whole process of automatic generation of algorithms based on people’s previous intellectual investment process.

2.5. Privacy Protection and Data Reliability of AI-Written Literary Creations. Data privacy protection methods are mainly divided into data slicing technology, data scrambling technology, and data encryption technology [22]. Data encryption technology is identity-based encryption (IBE), preventing attackers from directly obtaining user-perceived data content [23]. In this work, the Paillier encryption algorithm is used to realize the application’s demand for data protection [24]. The specific algorithm process is as follows.

Key generation: the system sets security parameters for input and randomly generates two large prime numbers $p$ and $q$. The length of these two prime numbers must satisfy the following:

$$\gcd (pq, (p - 1)(q - 1)) = 1.$$  \hspace{1cm} (1)
The following equation calculates the parameter \( n \) of the public key pair \((n, g)\):

\[
n = p \times q. \tag{2}
\]

The parameter \( \lambda \) of the private key pair \((\lambda, \mu)\) is calculated as follows:

\[
\lambda = \text{lcm}(p - 1)(q - 1). \tag{3}
\]

The parameter \( \mu \) of the private key pair \((\lambda, \mu)\) is calculated as follows:

\[
\mu = (L(g^3 \mod n^2))^{-1}. \tag{4}
\]

Data encryption: set the encrypted plaintext as \( m \) and the public key parameter as \( g \). The system randomly selects \( r \in \mathbb{Z}_{n^2}^* \), and \( 0 < r < 1 \). The following equation uses the public key pair \((n, g)\) to encrypt the plaintext to obtain the ciphertext:

\[
c = g^m r^n \mod n^2. \tag{5}
\]

Data decryption: the private key pair \((\lambda, \mu)\) is used to decrypt ciphertext \( c \), as demonstrated in

\[
m = L(c^3 \mod n^2) \cdot \mu \mod n. \tag{6}
\]

In encrypting two plaintexts \( m_1 \) and \( m_2 \), the public key \((n, g)\) is used to generate ciphertext \( c_1 \) and \( c_2 \). The expression of \( c_1 \) and \( c_2 \) reads

\[
c_1 = g^{m_1} r_1^n \mod n^2, \quad c_2 = g^{m_2} r_2^n \mod n^2. \tag{7}
\]

Multiplying Eq. (7) and (8) obtains

\[
c_1 \ast c_2 = g^{m_1} g^{m_2} r_1^n r_2^n \mod n^2 = g^{m_1 \ast m_2} \ast (r_1 \cdot r_2)^n \mod n^2. \tag{8}
\]

Set \( r_1 \ast r_2 \in \mathbb{Z}_{n^2}^* \), which is equivalent to \( r^n \in \mathbb{Z}_{n^2}^* \). Here, \( c_1 \ast c_2 \) is the ciphertext of \( m_1 + m_2 \). The private key \((\lambda, \mu)\) is used directly to generate decipher \( c_1, c_2 \) to get the results of \( m_1 + m_2 \). The specific expression reads

\[
m_1 + m_2 = L((c_1, c_2)^3 \mod n^2) \ast \mu \mod n. \tag{9}
\]

After decrypting the private key once in the whole process, different encrypted plaintext can be obtained. The obtained plaintext is consistent with the plaintext before encryption.

### 2.6. Experimental Scheme Design and Experimental Environment Setting

#### 2.6.1. SI Perception Mechanism for User Privacy and Data Reliability

This section establishes a SI perception mechanism for user privacy and data reliability. The SI perception system has three key factors: user privacy, data reliability, and incentive mechanism [25]. The relationship between them is laid out in Figure 7.

As shown in Figure 7, the three factors relate to and influence each other. Some malicious users may abuse user
privacy anonymously to submit false data, tamper with data, or steal other user information to obtain remuneration. Therefore, the system should encourage users to submit more reliable data.

2.6.2. SI Perception System Model. The SI perception system, also known as the perception platform (Server), is composed of four parts: Group Manager (GM), Pseudonym Authority (PA), Data Collectors (DCs), and participants [26]. The specific model is shown in Figure 8.

As shown in Figure 8, the sensing platform is a third-party service that provides data sensing services for DCs. The platform evaluates the participants’ perception data. The platform feedbacks the reputation information to the participants and is used to update the reputation of later participants. GM is responsible for user registration, user task request Token, and managing the user reputation database. The PA can issue pseudonyms to participants. Participants submit data anonymously under a pseudonym, and the certificate is the submission voucher.

Participants are composed of mobile users using smart devices. After registering with GM, participants can request tasks and submit perception data anonymously to the platform through Fifth Generation (5G) mobile communication network.

2.6.3. Scheme Design of PTISense Based on Encryption Technology. PTISense specifically refers to implementing Privacy Preservation, Data Trustworthiness, and Fair incentives in SI perception [27]. It can protect users’ privacy and prevent malicious users from abusing privacy [28]. The specific scheme design is described in Figure 9.

According to Figure 9, the whole design is divided into seven steps. Users with a reputation lower than the minimum criteria will be deleted. Similarly, suppose the trust of a task data report is lower than the minimum requirement. All other data submitted by the corresponding user for the same task will be detected and determined as invalid data together.

In user registration, to perform perception task $T_j$, the first user $P_i$ must send some private information to GM and get the task request Token. Then, blind signature technology is used to protect the task privacy of participants, and the requested task number $T_j$ is blinded [29]. $P_i$ selects a random number $b$ as the blind factor, and $b$ is coprime with the common modulus $Q$ of GM. Further, $P_i$ calculates the blinded task $BT_j$ that is used together with real identity $P_i$ as the Task Token Request (TTR) message. The TTR is sent to GM. $BT_j$ is calculated as follows:

$$BT_j = T_j \cdot b^{PK_{GM}} \mod Q.$$  \hspace{1cm} (10)

The user reputation level $L(P_i)$ is included in the Token. GM calculates two hash values $h^1_i$ and $h^2_i$, as shown in (11) and (12).

$$h^1_i = H(P_i|R(P_i)|BT_j),$$  \hspace{1cm} (11)

$$h^2_i = H(P_i|BT_j).$$  \hspace{1cm} (12)

Next, partial information of $h^2_i$ is bound. $H$ is a single hash function. GM signs a signature on $BT_j$. Then,
calculating $\tau^i_j$ constructs the request for $P_i$ on task $T_j$. The specific calculation of $\tau^i_j$ reads

$$\tau^i_j = \left\{ h^i_j, h^{P_i}, \{ BT^j_i \}_{sk_{GM}}, L(P_i) \right\}_{sk_{GM}}. \quad (13)$$

This section evaluates the performance of the PTISense scheme design based on encryption technology. The main performance indicators include the accuracy of the reputation/trust evaluation model, the robustness against malicious users, and the computing overhead at each end.

2.6.4. Experimental Environment. According to Wang et al., combined with the text theory, the simulation experiment parameters are designed [30], as shown in Table 1.

### 3. Experimental Results and Analysis

3.1. Performance Analysis of PTISense Scheme Based on Encryption Technology

3.1.1. Influence of Design Scheme on the Accuracy of Reputation Model. Under different trustworthiness thresholds $\varepsilon$, the false-positive (FP) and false-negative (FN) rates are analyzed in Figure 10.

As shown in Figure 10, FP means that some credible reports are calculated to have a trust value lower than $\varepsilon$. In an FN case, an actually credible report is calculated to have a trust value higher than $\varepsilon$. There is a great difference between the FN rate and the FP rate, and the FN rate tends to be zero as a whole. FP and FN rates are meager, given a tiny $\varepsilon$. As $\varepsilon$ further increases, the FP rate increases while the FN rate becomes 0. This phenomenon is reasonable. Due to a large threshold of $\varepsilon$, the probability that the trustworthiness of a real trusted report is lower than $\varepsilon$ is high. The probability that the trustworthiness of a real untrusted report is higher than $\varepsilon$ is basically 0. When users perform more tasks, the FP and FN rates decrease to varying degrees. This is because the user reputation will be updated after each task. Therefore, the accuracy of data trustworthiness evaluation based on the updated user reputation is higher. When $\varepsilon = 0.5$, after the user completes 50 tasks, the FP rate is only 0.1, and the

| Names                        | Setting                  |
|-----------------------------|--------------------------|
| Participant                 | 100                      |
| Malicious participant $\eta$| 10                       |
| Reputation threshold setting | 0.2–0.8                  |
| Number of tasks $M$         | 0–40                     |
| Number of malicious nodes   | 0–50                     |
| Number of data reports $n$  | 5–25                     |
| Client equipment            | Mobile phone Snapdragon 830 |
| Client CPU                  | 2.0 GHz                  |
| Physical end equipment      | AMD Athlon M320          |
| Entity end CPU              | 2.1 GHz                  |

Figure 9: PTISense scheme design process.
corresponding FN rate is 0. Thus, the trustworthiness model of the PTISense scheme based on encryption technology has high accuracy.

3.1.2. Robustness Analysis of Design Scheme against Malicious Users. Under different numbers of malicious users $\eta$, the change of reputation of a malicious user with the number of tasks is analyzed in Figure 11.

According to Figure 11, under a small number of malicious users $\eta$, the more tasks are performed, the faster user reputation decreases and gradually tends to zero. When malicious users gradually increase, the decline rate of reputation slows down with a downward trend. Finally, with the increase in tasks, the reputation tends to zero. The malicious user data are contrary to those of Users with Good Reputations (credible users). The data trustworthiness is low, and the negative trustworthiness feedback level is high. When $\eta$ increases, the untrusted data report increases, the negative trustworthiness feedback level decreases, and the reputation decline rate value slows down. When the system has more than 50% malicious users, untrusted data dominate. This results in the malicious user data being mistaken for trusted and maintaining a high reputation level. Therefore, as long as the credible users outnumber malicious users, the reputation and trustworthiness evaluation model of the PTISense scheme can accurately identify low-quality data and malicious nodes with low reputations. It can identify malicious users with low reputations, protect the credible users’ data, and protect the data and privacy of credible users.

3.1.3. Practical Feasibility Evaluation and Analysis of the Proposed PTISense Scheme. To measure the computation overhead of each entity, the running time of the basic cryptographic element operation is given in milliseconds. The specific results are presented in Figure 12.

Figure 10 shows the overhead of different entities in each stage of SI perception ($n = 10$). “Participants” refers to the participants in the SI perception system, “Server” is the perception platform, and “GM” is the group administrator. “PA” is the pseudonym center. Apparently, computing overhead is concentrated on the perception platform, and the credential generation phase takes up the most time. The client overhead is concentrated in the voucher generation stage. It can be observed from Figure 12 that it takes about 430 ms to submit ten reports, which is relatively low for the whole SI perception-based privacy protection system. The lower the overhead is, the more feasible the scheme is.

3.2. Comparative Analysis of Proposed PTISense Scheme and Other Schemes

3.2.1. Comparison of Client Computation Overhead of Different Schemes in Different Stages. The proposed PTISense scheme is compared with other schemes. As a result, other schemes do not involve encryption technology. Further, Figure 13 analyzes the client overheads in different stages.

According to Figure 13, in the task allocation stage, the computing overhead of users and perception platforms in the proposed PTISense scheme remains stable within 170 ms. The other scheme’s corresponding computing overhead increases with the number of reports $n$. When $n = 25$, the computing overhead approximates 600 ms. In the voucher generation stage, the difference between the two schemes is not large, but the value of the proposed PTISense scheme is lower. In the compensation exchange stage, Figure 13(c) highlights the advantages of the proposed PTISense scheme, with a lower computational overhead, almost zero. Overall, the proposed PTISense scheme can achieve a safe and reliable SI perception with lower computing overhead and has more prominent advantages for users with limited energy. The security and reliability of data are guaranteed.
3.2.2. Comparison of SI Perception Platform Computation Overhead of Different Schemes in Different Stages. The calculation results of the SI perception platform overhead of different schemes in the stages of task allocation, voucher generation, and compensation exchange are compared in Figure 14.

According to Figure 14, in the task allocation phase, the computing overhead of the user and the perception platform in

![Figure 11: Changes in malicious user reputation with the number of tasks.](image1)

![Figure 12: The computing cost of each entity in different stages of SI perception.](image2)
the proposed PTISense scheme remains stable within 200 ms. The computational overhead of the other scheme increases with the number of reports \( n \). When \( n = 25 \), the computational overhead approximates 280 ms. The perception platform encrypts each trust feedback value in the voucher generation stage.

The computational overhead of the proposed PTISense scheme’s perception platform is smaller than the other scheme. In the compensation exchange stage, when \( n = 25 \), the overhead of the proposed PTISense and the other schemes approximates 240 ms and 300 ms, respectively. The above analysis shows that

---

**Figure 13:** Comparison of client computation overhead in different stages. (a) Task allocation stage; (b) voucher generation stage; (c) compensation exchange stage.
PTISense can realize a safe and reliable SI perception with a lower computing overhead. It presents stronger data protection and can better ensure the authenticity and reliability of data.

4. Conclusion

With the in-depth development of AI technology, AI-written literary creations’ copyright disputes are not uncommon. There is an urgency to protect the copyright of AI, where data reliability is the focus of research. This work uses an encryption algorithm to study the privacy protection and data reliability of AI-written literary creations. It designs a SI perception model and PTISense scheme based on encryption technology. Through experimental tests, the performance of the PTISense scheme based on encryption technology is analyzed and compared with other schemes. It mainly analyzes the PTISense scheme’s impact on the reputation model’s accuracy and its robustness against malicious users. Its feasibility is further evaluated. The test results are as follows. (1) Under different trustworthiness thresholds $\varepsilon$, the trustworthiness model of the proposed PTISense scheme based on encryption technology has high accuracy. (2) The proposed PTISense scheme’s reputation and trustworthiness evaluation model can accurately identify low-quality data and malicious nodes with low reputation. It can protect the data credible users’ data and resist malicious users to protect the data and privacy of credible users. (3) By measuring the computation overhead of each
entity in different stages of SI perception, it is concluded that this design scheme is feasible for the SI perception of privacy protection. (4) Compared with other schemes, the proposed PTISense scheme can realize a safe and reliable SI sensing process with lower computation overhead, has stronger data protection, and ensures data authenticity and reliability. The deficiency of this work is that the performance research needs to be expanded. There is less research on practical application. Studying more performance and detailed comparison with other schemes are also the direction of future work.
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