Mitigating DoS attacks in IoT using Supervised and Unsupervised Algorithms – A Survey
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Abstract—IoT is an evolving technology used in enormous applications in order to reduce the human intervention. As IoT is used in hybrid environment where it has to enable communication between multidisciplinary components it is facing lot more challenges. Security is the main issue had to be addressed. IoT devices are with limited power consumption; hence it’s not possible implement existing security algorithms as it is. Security attacks are increasing day by day; hence the dynamic solution has to be given rather than static solution. Machine learning is a promised technology that can be used in order to solve the security issues. This paper list out various work so far carried out in the area of machine learning for IoT security and solutions provided with future direction of research in this area.
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1. Introduction

IoT is an extended version of wireless sensor networks, which come into existence after the invention of Low Power Personal area network over IPV6 (PAN). The Internet of Things is used to transfer the data received from various devices deployed in remote area to its master node through Internet. IOT extends network connectivity between computers to any physical devices in our day to day life. Application area for IOT includes Smart home, smart city, smart grid, industrial internet, connected cars, smart agriculture, Environmental Monitoring and Health care. Number of devices deployed in IOT increased year over year as its application area keeps expanding. Main research issues in IOT include low power and memory, Security, Intelligent. As Memory available in sensor nodes are less only limited processing of data can be done. IoT devices are battery powered with limited energy. Because of its limited power consumption up gradation has to be done in security algorithms.

Machine learning is a promising alternative for existing security algorithms. ML is an artificial intelligence technique which performs best in dynamic networks as it is not preprogrammed. ML methods are used for training the device with various datasets to identify different attacks and to provide corresponding solution. By this way, the attacks can be detected earlier leads to protect data. By training devices with different data sets and also with live data, database will be updated with new attacks. Hence, ML algorithms can provide better security for IoT devices compared to existing static algorithms.
2. IoT Security Attacks

In IoT Security attacks will happen at three different layers namely Perception layer, Network layer and Application layer. This survey paper discuss about only about attacks related to Network layer and solution related to that in machine learning. The attacks those are possible to happen in network layer namely Denial of Service, Black Hole, Wormhole [2], Selective Forwarding, Sybil Attacks, Eavesdropping, Spoofing, Traffic Analysis, Jamming, Man in the middle, Routing attacks etc.

Cyber Attacks

Cyberattacks are the vulnerable which uses one or more computers or a program as virus, that acts against a particular device over a network. Those attacks can steal or destroy or alter the information transferred from the transmitter to the receiver by interrupting with other devices, sometimes it may disable the devices. These attacks have been mainly classified as Active attacks and Passive attacks.

2.1 Active Attacks

In active attacks [5], the system resources can be altered or damaged or stolen or deleted because the attacker accesses the system network anonymously. It affects the normal operation of the system. In this type of attack, hackers gather information from the target during passive attack. In the network layer, the major active attacks include Denial Of Service (DOS), Spoofing attacks, Sybil attacks, Jamming, Man in the Middle (MITM), Routing attack, Selective Forwarding attack, and Hole attacks.

Denial of Service (DOS)

Denial of service [3] attacks creates many unwanted requests to the system. Therefore, the actual user of the device cannot access it, as the hackers keep the server always busy. Due to this attack, the device always gets turned ON, hence the battery lifetime of IOT device gets affected. The Distributed Denial Of Service (DDOS)[29][30] can be defined as the number of systems target the single user to create more traffic.

![Figure 1 Classification of IoT Attacks](image-url)
Man-in-the-Middle (MITM)

Man in the middle attack is a system in a network where the attackers are directly coupled to the other users, creates a fake identity and fake data in the communicating system, thus exploits all the secured and original data. It manipulates and determines what data would be received by the receiver. It is a type of eavesdropping attack.

Spoofing Attacks

In the spoofing attack, the computer in a network is hacked by identifying the RFID, MAC address of the system or IP address, where the attacker pretends to be someone else to hack. It mainly includes the stealing or destroying the secured data. IP spoofing attack is the most common attack[31].

Sybil Attacks

In Sybil attack, a person creates a large number of fake identities and hence influences the systems to gain the information of the user. Those hackers steal the user privacy and spread spam. This attack also leads to DOS attacks and Man-in-the-Middle attacks.

Jamming Attacks

Jamming attacks are the subset of the DOS attacks. The unwanted signals are sent in the route of actual signal transmitted which keeps the network busy and hence the user cannot be able to access the system. It consumes more energy, more memory and degrades the device performance.

Routing Attacks

Routing attacks are the attacks by the nodes present between the receiver and the sender in a particular network. It happens when the data is being forwarded, and the hackers manipulates the whole data path. After manipulating the data path, the data can also be able to change. Routing attack also includes selective forwarding attack and hole attacks.

Selective Forwarding Attacks

Selective forwarding attack is the attacker in which the certain packets are dropped by a node during the transmission. The attacker creates a hole in the data transmitted over a communication system. These attacks are not easy to identify. These attacks aim at eroding the routing paths.

Hole Attacks

Hole attacks [6] are mentioned as follows: A Black Hole Attack is a type of DOS attack in which the total (either incoming or outgoing) traffic of the network is silently discarded without the user’s knowledge. It can be detected only when the lost traffic is monitored. A Sink Hole Attack is the attack where the hacker creates a fake information and route requests to the neighbor in a network. It results in network traffic and collapse of the network communication. When any attack combines with sinkhole attack, it is the deadliest combo. A Wormhole Attack is called as grave attack in which two attackers present in the network, records the information silently.

2.2 PASSIVE ATTACKS

Passive attacks are the attacks that take away the user’s information without the knowledge of the user and decrypt the privately secured data. Since it is unknown to the user, these types of attacks are difficult to detect. The passive attacks in the network layer include eavesdropping, traffic analysis and so on.
Eavesdropping

Eavesdropping literally means that listening to one’s word by hiding. In the networks, this attack is also known as sniffing or snooping attack, which is a theft of information that occurs in a particular network which is unsecured. In this attack, the hacker is able to capture the packets in the unsecured network before it is been transmitted to the receiver. It is of two types which are Active eavesdropping where the hacker reveals the fake identity, whereas Passive eavesdropping where the actually present is unknown.

Traffic Analysis Attack

Traffic analysis attack is defined as the hacker gets the information about the communication path in a network where the actual data gets transmitted, in which they can find the amount of data that travels throughout the path. It occurs even in the secured encrypted data, but it does not modify the data just knows the data traffic. The data are not suitable for decrypting. It is also of two types. Firstly, Active traffic analysis method makes the delay in the packet transfer time in the network. Lately, in Passive traffic analysis method, the hackers wait at both the ends of transmitter and receiver for the analysis of the traffic over a network.

3. Machine learning

Machine learning[7] is a part of artificial intelligence (AI) where the machine is not programmed explicitly but it learns automatically from the dataset given as input and hence results in the greater accuracy of the result. It uses the statistical techniques rather than programming the system[27]. The major aim of machine learning is to insist the machine to learn by itself. It actually reduces the human interaction with the machine or a system. The learning methods of machine learning can be broadly classified as follows:

- Supervised Learning
- Unsupervised Learning
- Semi-Supervised Learning
- Reinforcement Learning

Due to the increase of IOT devices in our day-to-day life, there will be numerous issues in securing the IOT devices. Machine learning will also be the best solution for the security of IOT. ML algorithms [4][28] collects the information in case of any defects in the sensors connected to the IOT devices and detects for the rectification of defects. In particular, Supervised learning can be applied to the IOT secure process.

| S. No | Author | Infrastructure | Algorithm | Dataset | Evaluation Parameters | Outcomes | Future Scope/Limitations | Year |
|-------|--------|----------------|-----------|---------|----------------------|----------|-------------------------|------|
| 1     | [8] Gini | KNN LSV | MDT | RF | NN | dataset of 491,855 packets (459,565 malicious +32,29) Packet Size, Inter-pack Interval, Bandwidth | packet-level machine learning DoS detection can accurately distinguish normal and DoS attack traffic from consumer IoT | research into machine learning anomaly detection to protect networks from insecure IoT devices limited feature set to restrict computational overhead, important for real-time classification and middlebox | 2018 |
|   |   |   |   |
|---|---|---|---|
| 2 | [9] | Proposed Model | ANN-MLP ISOT dataset, NSL-KDD dataset, feedback dataset |
|   |   |   | Accuracy proposed a dynamical MLP-based detection method against the DDoS attack through combing with sequential feature selection and feedback mechanism |
|   |   |   | deployment aim to investigate a more effective and lightweight solution to perceive the detection errors, implement our solution 2020 |
| 3 | [10] | Keras with TensorFlow backen d for deep learning and thundersvm for SVM SVM DFF DARPA 2009 dataset |
|   |   |   | Accuracy, Recall, Precision and F score SVM and DFF have been evaluated to demonstrate the feasibility of applying these algorithms. DFF can classify the data with a higher accuracy. SVM is an appropriate choice for faster classification method. to examine both two algorithms with the real time data to develop a useful method that is available with the real networks 2018 |
| 4 | [11] | - | DT, NB, ANN Raw Network Traffic Data |
|   |   |   | True Positive (TP), False Positive (FP), Recall, F-measure, Precision, RUC/AOC artificial neural network has the best accuracy rate, compared with two other methods. The accuracy rate of the artificial neural network algorithm reached 84.3% other external factors and maybe something amiss that may have contributed, so more in-depth research and testing is needed to get better results 2019 |
| 5 | [12] | - | NB, DT, LDA Kddcup9 [48], NSL-KDD [49], 2.6% of Kddcup99 |
|   |   |   | Computation times and estimated precisions of K-Fold and F-Hold results of the comparison study of 3 supervised machine learning classifiers, NB, DT, LDA suggests that the DT provides better defence against DDOS; big train datasets can fit more than small datasets analysis of F-Hold Cross-Validation will be done 2017 |
| 6 | [13] | Tensor Flow BNN, LSTM RNN datasets of CAIDA and DARPA |
|   |   |   | TPR, PPV, F1 score, Accuracy preprocessing methods, optimizers, and network architectures that are appropriate Advanced technologies of ML that pertains to time series data and newly developed statistical models for time series need to be compared 2019 |
| Page | Year | Methods | Dataset | Metrics | Challenges | Conclusion |
|------|------|---------|---------|---------|------------|------------|
| 7    | 2019 | SVM, ANN, NB, DT, USML | KDD99, UNBS-NB-15, The CAIDA UCSD Dataset | Accuracy, False Alarm Rate (FAR), Sensitivity, Specificity, False Positive Rate (FPR), AUC, Matthews correlation coefficient (MCC) | Analyzed algorithms are SVM, ANN, NB, DT, and USML. It has been shown that USML (unsupervised learning) is the best | Analysis of DDoS attacks based on the vulnerabilities of services such as Heartbleed and web brute force attack, enhancement in the multiple-class classification, self-configuration of the system, developing methods for correlating triggered alarms, and formulating protective measures. |
| 8    | 2019 | MLP, RF, KNN, K-means | ISOT dataset | Recall, Accuracy, f-measure, and precision | Both supervised learning and unsupervised learning have some advantages and disadvantages which cannot select one specific algorithm that fully cover the detection of botnets. Several other data sets may be taken into account to verify the credibility of the machine learning methods. | |
| 9    | 2018 | Mean Shift, RF, KNN, K-means | KDD99 dataset | Detection rate and accuracy | Implement a MeanShift algorithm to detect an attack in a network traffic dataset. | How to optimize that algorithm, how to examine the algorithm in larger scale of datasets, and many other gaps that still has space to work on it. |
| 10   | 2020 | Mean Shift | KDD99 dataset | Detection rate and accuracy | A hybrid model using a K-Means Algorithm and a MeanShift algorithm will be developed and tested on the KDD 99 dataset to explore improving detection accuracy. | |
| ID | JN | 
|----|----|  
| 11 | [18] | - KNN NB SVM RF ANN | Different datasets (more than 10) | accuracy, true/false positives, true/false negatives, and error | KNN algorithm exhibits the best performance overall followed by SVM algorithm, whereas low-dimensional data is better analyzed by the RF algorithm to include diversity of the machine learning algorithms, e.g., supervised, unsupervised, and semi-supervised models across multiple DDoS-related datasets | 2019 |  
| 12 | [19] | - Grey wolf optimization algorithm N-BaIoT dataset OCS VM | true positive rate, false positive rate | to detect IoT botnet attacks by utilizing GWO to optimize the hyperparameters of OCSVM and at the same time to perform feature selection to investigate the efficiency of the proposed algorithm for other types of IoT devices based on Big Data training samples | 2019 |  
| 13 | [20] | - Intrusion Detection Systems EM-CURE Cluster CAIDA DDoS Attack 2007 Dataset, The CAIDA Anonymized Internet Traces 2008 Dataset and DARPA 2000 | Accuracy, TN, FP, FN and TP unsupervised clustering algorithm (CURE), introduce a better approach to detect DDoS attacks with higher accuracy and less false alarm rate designing a proactive approach to detect DDoS attacks on cloud computing could provide an execution environment to detect and mitigate vectors of DDoS attacks | 2017 |  
| 14 | [21] | - KNIME NB DT KNN MLP RF NSL-KDD dataset | Precision Recall F-measure Accuracy Random forest in both datasets analyzing reappearance better results but in a special situation any of other algorithms may work better extend our framework to detect attack by considering unsupervised learning methods. | 2019 |  
| 15 | [22] | - Extra Trees ensemble classi NSL-KDD the UNB ISCX IDS 2012 and | FPR F-measure Cluster Purity semi-supervised DDoS detection approach based on entropy estimation, co-clustering, to evaluate its performances in real world dataset scenarios | 2018 |
The various works done so far related to Mitigating DDoS attack using supervised learning and unsupervised learning algorithm are summarized in above listed table.

4. conclusion and future work

The Security attacks are major drawback, has to be addressed prior to other problems in IoT. The Limitations and future scope of various work done are summarized in the above table. Practical Real time dataset[25] has to be considered for getting more accuracy in training and also in testing phase of machine learning algorithm. Complexity of the machine learning algorithm has to be reduced inorder to reduce the delay in detecting of attacks in real time scenario. This survey introduced different security attacks at various layers of an IoT application. Different open issues and issues that begin from the arrangement itself have likewise been examined. The best in class of IoT security has likewise been talked about with a portion of things to come research headings to upgrade the security levels is IoT. This study is required to fill in as a significant asset for security upgrade for Implementing IoT applications.
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