Detection & Defensive Approach for Primary User Emulation Attacking Cognitive Radio Network
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ABSTRACT: Cognitive Radio Network (CRN) is the future scope wireless technology that aims to enhance the spectrum utilization. It meets out the increasing demand in spectrum access by all possible wireless applications and services. Security is an important issue but not focused much in CRN. In this research, the detection and defensive approach for Primary User Emulation Attack (PUEA) is presented. In order to secure cognitive radio network against PUEA, two level of detection algorithm is proposed. Energy detection with three threshold value and localization technique is used to detect the attackers. To enhance the Quality of Service (QoS) of the Secondary Users (SU), guard channel is allocated to the secondary user by the fusion center. This process is carried out whenever the communication between the SUs is intervened by the licensed primary user or an attacker.
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I. Introduction

The tremendous growth in mobile traffic data has evolved the need for next generation network. An implementation of cognitive concept can be one of the optimal solutions to meet out the above demand. In this technology, the licensed users are termed as Primary User (PU) and unlicensed user are termed as Secondary User (SU). Whenever the spectrum band allocated for the PU is free, the SUs can use that spectrum opportunistically [1]. The transmission of SU must not affect the performance of the PU. In order to avoid the collision between PU and SU, each SUs performs spectrum sensing. In spectrum sensing, the SU senses the spectrum to identify the presence of PU. The sensing result of the individual SU may encounter incorrect judgments because of multipath fading, shadowing and building penetration. In order to increase the sensing performance and accuracy Cooperative Spectrum Sensing (CSS) technique is used. In CSS, each SUs shared their sensing information with each other. The commonly used CSS techniques are centralized and decentralized spectrum sensing [2]. In centralized spectrum sensing technique, all the sensing results are forwarded to the Fusion Centre (FC). The FC combines all the results from the SU and takes a final decision. In decentralized spectrum sensing the FC is not present, the sensing results of all SUs involved in CSS are shared among themselves. In this method periodic update on the spectrum information is necessary; hence it requires more storage and complexity. In CRN,
security is one of the most important issues. The Dynamic Spectrum Accessing (DSA) nature of CRN leads to several vulnerabilities for various kinds of attacks. It has more security issues than the traditional wireless networks. It is necessary to identify the types of security attacks and its related protection measures. The PUEA is one of the popular malicious attack specified in CRN [3]. In such attacks, the attacker emulates the transmitting signal of PU. If the SUs does not aware of this attack, it cannot able to access the spectrum. Thus, the legitimate SUs transmission is affected by the PUEA. In this research, the problem arising due to PUEA is addressed. There are two types of attackers [4]. They are power-fixed attacker and power adaptive attacker. A power fixed attacker used its own power level instead of using the transmission power of real PUs. So, it can be easily identified by the energy detection technique. But power adaptive attacker is smarter than the power fixed attacker. It estimates the power level and other transmission parameters of PU and it emulates the PU.

II. Literature Survey

In this, some detection approach for PUE attacks has been presented. The existing detection approaches for PUE attacks are based on energy detection; RSS based detection, feature detection, location verification and cooperative detection.

In [5], the attacker detection is based on optimal different methods like energy detection. The threshold of energy is chosen on the basis of false alarm probability and missed detection probability. It uses the voting rule of estimation and optimal samples number to detect the attacker. If the received signal energy is lesser than the threshold value, then the detected user is classified as an attacker else a legitimate PU. In this approach, the attacker is detected approximately and hence the probability of misdetection can be high.

In [7], Energy detection is done to find the frequency location of the potential PUEA. It is determined from the received signal. It is then compared with the database which contains the feature of the primary user signal. Feature includes velocity, velocity gradient, divergence and vortices. The feature of the PU is mapped to a vector space by using matrix algorithm. When the feature matches with the database then it is a real PU, else it is an attacker.

In [8], the channel tap power is used as radio-frequency fingerprint to identify the PUEA over multipath Rayleigh fading channels. When PU or an attacker accesses the spectrum, its channel tap power is calculated by the SU. If the estimated tap power matched with the fingerprinting database it is a real PU, else it is an attacker. The cross layer intelligent learning ability of a mobile SU is exploited to increase the accuracy of detection. If the attacker uses same channel tap power, it is difficult to classify the attacker from real PU.

In [9], the combined approach of energy detection and localization technique is used. Traditional energy detection using single threshold value is used to classify the attacker from real PU and RSS based localization approach is used to locate the position of the attacker. The accuracy of the energy detection technique using threshold value is low. In this research, adaptive energy detection technique using three threshold value combined with RSS based localization technique is proposed to detect the attacker. Also guard bands are used to continue the ongoing communication of secondary users.

III. Methodology

The proposed methodology is detailed in this section. Fig.1, Present the system model considered in the proposed research. It consists of Primary Base Station, Secondary Base Station or FC, Primary Users (PU), Secondary Users (SU) and attackers. Let us consider a spectrum which consists of six channels indexed by frequencies namely $f_1$, $f_2$, $f_3$, $f_4$, $f_5$ and $f_6$. Let PU1, PU2 and PU3 be the primary users. Let SU1, SU2 and SU3 be the secondary users and PUEA1, PUEA2 be the attackers.
The attackers in a system model can be either static or quasi stable state. Assume that in a given moment; only one of the attackers can emulate a primary signal. The presence of PUEA prohibits the secondary user from using the idle channel, since it mimic the primary user. For example, the access of channel with frequency $f_5$ by SU3 is prohibited by PUEA1, because SU3 detects PUEA as PU. In this, secondary user is assumed to consist of four main units. They are signal processing unit, energy detection unit, location verification unit and local database. Local database consists of fingerprinting database [10]. In fingerprinting database, the location of the primary users with corresponding RSS and the device information are stored.

![System model](image.png)

**Fig.1. System model**

The PUEA detection scheme is presented in Fig 2. The sensed signal is processed in the signal preprocessing unit [12]. It is followed by the energy detection technique using three threshold value. Based on the threshold value it classifies the attacker and real PU. If it is detected as an attacker, then the localization technique based on RSS is used to detect the attacker. Such decision taken by the secondary user is a local decision. The FC collects all the local decision from the SUs and takes global decision.

**IV. Energy Detection**

Let $x'(t), h'(t)$, and $n'(t)$ be the signal of transmission, response of an impulse signal and noise respectively. Let $s(t)$ be the signal of real primary user and $s'(t)$ be the signal of primary user emulators. The transmitting signal $x(t)$ can be given as

$$x'(t) = \begin{cases} s(t), & \text{for real PU} \\ s'(t), & \text{for PUEA} \\ 0, & \text{no PU signal} \end{cases} \quad (1)$$
Let $y(t)$ be the received signal at the Secondary user which acts as a PUE detector and it can be given as

$$ y(t) = \begin{cases} h(t) * s(t) * n(t), & \text{for real PU} \\ h(t) * s'(t) * n(t), & \text{for PUEA PU} \\ n(t), & \text{no PU signal} \end{cases} \quad (2) $$

Let $N_s$ be the total samples sensed by the SU in one sensing period. These samples are then squared and aggregated. The signal processing unit preprocesses the signal and generates the energy vector ($e$) which is given as

$$ e = e[n], \quad \text{where, } (n = 1, 2, \ldots, N_s) \quad (3) $$

Then, the aggregated energy of the sampled signal is given as

$$ E = \sum_{1}^{N_s} e[n] \quad (4) $$

$E$, the energy of the aggregated signal, is then forwarded to the unit of energy detection. The three threshold values namely $\theta_1$, $\theta_2$ and $\theta_3$, where $\theta_1 < \theta_2 > \theta_3$ are considered. The signal from licensed user or PUE attacker is differentiated on the basis of the threshold values. If $E$ is less than $\theta_1$, then there is no PU signal. When $E$ lies between $\theta_1$ and $\theta_2$, initially it is considered as an attacker. Also, when $E$ is greater than $\theta_3$ then it is a real PU. Otherwise, it is considered as an attacker.

After comparing the energy with the threshold values, local decision on each SU is sent to the FC. The FC receives all the local decision from all other SUs. The FC maintains a global database, in that database all
the copies of SUs database are stored. Let $T_s$ be the local decision of $s^{th}$ node by SU and $T_m$ be the aggregated results by m SUs. $T_s$ become 1 for real PU and 0 otherwise.

The aggregated results $T_s$ can be given as

$$T_m = \sum_2^m T_s$$  \hspace{1cm} (5)

The global decision can be given as

$$D = \begin{cases} 1, & T_m \geq m/2 \\ 0, & T_m < m/2 \end{cases}$$  \hspace{1cm} (6)

The global result is shared to all SUs. If the FC detects an attacker, its information is shared to all the SUs and the information about the attacker is stored or updated in the SUs database and also in the global database.

V. Localization

In this approach, Received Signal Strength (RSS) based localization is used to verify the location of the PU and identify the location of PUE attackers. The RSS based localization is less accurate than GPS based localization and Time of Arrival (TOA) [12]. But RSS approach does not need any special hardware’s but other approaches require additional hardware’s. This approach is highly energy efficient.

In this method, the RSS of the PU is calculated by using the RSSI indicator in the received circuit [10]. The Location of the PU can be estimated by using the RSS of the received signal by comparing it with the fingerprinting database. Each Unlicensed user sends its location information to the Fusion Center.

The FC takes a final decision whether it is a real user or an attacker. It receives the information from all other secondary users. It performs data fusion to take the final decision about the user.

In CR network, secondary User’s ongoing process is interrupted due to the presence primary users or PUEA and its dynamic spectrum access nature. Under the presence of an attacker the dropping rate is increased so that it leads to the break of unlicensed user services. So that defender channel is introduced to protect the ongoing services of a secondary user. The handoff services needs new channel to continue the ongoing process. In this approach when SU needs a new channel it sends a request to the Meeting point [FC] [13]. The fusion center observes the remaining available channel. On receiving the request the fusion center allocates the SU to the new channel if reservation number is lesser than number of available channel present. Otherwise request from the SU is denied. Hence the dropping rate is significantly alleviated.

VI. Results and Discussion

The performance analysis of the proposed work is analyzed and the simulation results are discussed in this section.

![Fig.3. Deployment of nodes](image-url)
Initially, both primary users and secondary users are randomly deployed in the 1000 × 1000m square monitoring region as shown in figure 4. In that region 200 nodes which includes both primary and secondary users are randomly and evenly distributed in the square simulation area, including 50 secondary users (includes PUE) and 150 primary users. The “o” indicates primary users with unknown location and * indicates secondary users.

![Neighborhood chart of randomly distributed PUs and SUs](image)

**Fig. 4.** Neighborhood chart of randomly distributed PUs and SUs

In CRN, each SU has its own communication range. In this localization The SUs obtain the location relations of PUs within its communication range. In fig.4.each SUs verifies the location of PUs whether it satisfies the location requirements or not. If the location requirements do not matches, then it is considered as an attacker. Since the attacker may be one of the SU in a CRN.

![Throughput Comparison](image)

**Fig. 5.** Throughput Comparison

In Fig. 5, the throughput comparison between PUEA detection scheme with guard channel and without guard channel is shown. The result shows that throughput of the network with guard channel is higher than that of the network with guard channel.
In Fig. 6, the delay comparison between PUEA detection scheme with guard channel and without guard channel is shown. The result shows that the total delay of the network with guard channel is lower than that of the network with guard channel.

In Fig. 7, the energy consumption comparison between PUEA detection scheme with guard channel and without guard channel is shown. The result shows that total energy consumption of the network with guard channel is lower than that of the network with guard channel. Since, retransmission requires more energy.

VII. Conclusion

This research has focused in security issues in CRNs so that it shows an improved energy detection method by using many thresholds and localization technique is used to detect the attacker. The Guard channels are used to continue the ongoing process of the victim SU.

VIII. Future Scope

The future work of this research is by considering the mobile PUs and cyclostationary characteristics of the signal source is used to find the PUE attacker.
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