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Abstract. PT. Inovasi Tjaraka Buana is a company in ISP (Internet Service Provider) sector that uses information technology to sustain activities the company. At this time the company is experiencing scaling-up, which is a drastic increase in the number of user of internet services, and coverage areas that make companies have to develop for various aspects of the company. The problem is that companies cannot at this time balancing service operations when handling an incident that occurs with drastic addition of the number of users and the amount of coverage area. To solve the problem, it is necessary to implement Information Technology Service Management (ITSM). The method used in this research is data collection by interview and observation techniques. This research will produce Incident Management Flow and Problem Management Flow. ITIL, which is a framework that illustrates best practices that focus on managing IT services, IT development and operations, which can help companies to overcome problems, so the company can apply it in order to balance service operations when handling incidents that occur.
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1. Introduction
The application of information technology that continues to develop very quickly has a major impact on an organization [1] almost all company organizations implement IT because it is believed to help improve the effectiveness and efficiency of business process companies, including companies engaged in services [2]. PT. Inovasi Tjaraka Buana is a company in ISP (Internet Service Provider) sector that uses information technology to sustain activities the company. At this time the company is experiencing scaling-up, which is a drastic increase in the number of user of internet services, and coverage areas that make companies have to develop for various aspects of the company. The problem is that companies cannot at this time balancing service operations when handling an incident that occurs with drastic addition of the number of users and the amount of coverage area. One observation was supported by evidence in the form of many complaints forms complaints by users to the company[3] to solve the problem, it is necessary to implement information management service technology. The IT Service Management (ITSM) framework has been widely used to increase the value of the company's service to stakeholders [4]. ITSM is a method for managing an IT system within an organization, focusing on the perspective of customer IT services within the organization. ITSM focuses on IT-related activities and efforts to provide a framework for building relationships between IT managers and IT customers. The submitted framework includes ITIL [5]. ITIL provides a systematic approach to seeing and evaluating integrated systems in terms of people, technology, processes and organizations. The process of
identifying the process, design, implementation and evaluation that exists within the ITIL framework can be used as a tool or tool to look at more existing problems and make it easier to propose recommendations accordingly. In some IT companies ITIL is often used as a tool to obtain quality standards such as ISO 9000 and ISO / IEC 20000 [6]. In this research an ITSM analysis will be done using the v3 item by focusing on service operations [1]. The results of this analysis will produce incident management flow and problem management flow at PT Inovasi Tjaraka Buana.

Management of Information Technology Services or better known as ITSM is a management method information technology systems that are centred on the perspective of consumers of IT services on business company [7]. ITSM can defined as ‘a set of processes who work together to make sure directly the quality of IT services, according to service level agreed by customer’[8].Competition among companies in now has become very orientation towards IT, thus causing companies to have to have various quality standards for improve business processes. ITSM (IT Service Management) is a source of practical guidance to be used as an agar quality standard the creation of process improvements in the company [9]. An effective application of ITSM is done by integrating three main elements, namely people, processes and technology, into a well-designed system, which is based on best industry practice [10] Modern companies are hardly experiencing increasing competition The need to use information technology to increase competitiveness can be avoided. BSM (Business Service Management) is a compiled solution (Best Practice) The IT of the world, known as the IT Infrastructure Library (IT-IL). Accordingly The general information technology infrastructure library (IT-IL) defines how technology can work Procedures (processes) and individuals (human resources) can help in simplifying business processes and efficiency Different areas of the company [10]. ITIL (Information Technology Infrastructure Library) is a framework that describes best practices IT management service. ITIL provides a framework For IT management and quality improvement IT services provided [5]. What are ITIL best practices and their benefits?

| Parameter         | ITIL, ISO 20000, and COBIT Compared                                                                 |
|-------------------|-----------------------------------------------------------------------------------------------------|
| Ownership         | A service management framework owned by Axelos                                                     | A service management standard from ISO (Geneva)                                                   | An IT governance framework from ISACA                                                             |
| Implementation    | As a framework, it can be adopted and adapted to suit IT organizations needs                        | As a standard, it has to be implemented in spirit and principles by IT organization                | As a framework, it can be adopted and adapted to suit IT organizations needs                        |
| Certificate       | ITIL certificate awarded to individuals only; can’t be awarded to an organization                   | ISO 20000 certificate awarded to organizations and individuals as assessor, implementer, etc.     | COBIT certificate awarded to individuals only; can’t be awarded to an organization                 |
| Scope/Coverage    | ITIL is a framework of best practices for service management and is complementary to ISO 20000    | The ISO 20000 standard is complementary to ITIL                                                   | The COBIT framework has more scope coverage compared to ITIL                                       |
| Flexibility       | ITIL is flexible; only required practices for an organization can be implemented                   | In order to prove compliance with ISO 20000, organizations must implement all standard requirements | COBIT is flexible; only IT governance needed for an organization can be implemented                 |
| Benefits of       | The certificate helps individuals as a knowledgebase in service                                     | The certificate helps an organization to improve its services,                                     | The certificate helps individuals in their careers for performing IT governance roles and eventually,|
| Certification     |                                                                                                    |                                                                                                   |                                                                                                   |
Table 1. Benefits of ITIL and Compared

| Parameter          | ITIL, ISO 20000, and COBIT Compared |
|--------------------|------------------------------------|
| Validity Period    | management and eventually, the organization for efficient management of IT services. The individual certificate is valid for the specified version in the certificate | demonstrates reliability and high quality of service | the organization for increased customer satisfaction |
| Synergy            | Adopting the ITIL framework helps an organization comply with the ISO 20000 standard | The organization’s certificate must be renewed every 3 years, with surveillance audits to be conducted on a yearly basis | The individual certificate is valid for life for the specified version in the certificate |
| Miscellaneous      | ITIL is widely implemented by organization selling IT services, system integrators, etc. For their clients business having IT as a backbone | ISO 20000 is widely adopted by organizations that are in the IT consultancy business, or equivalent for their own organization | As a framework with more scope, it helps an organization to adopt ISO 20000 or ITIL practices with reduced efforts. COBIT is widely implemented by organizations that have an IT department, but that are NOT in the IT consultancy business, e.g., banking, insurance, etc. |

Figure 1. Best Practices of ITIL

From the table above we can see the advantages of using ITIL and how it compares to ITIL, ISO 2000, and COBIT. Besides that ITIL framework is very appropriate to be used as a guide in developing a governance because it is best practice and has a detailed library to develop steps in the procedure [11], and can be seen using other ITIL best practices [12][13][14]. Actually, ITIL is built into five main components in the ITIL Service Lifecycle: service strategy, service design, service transition, Continual Service Improvement, and service operation [1]. Service Operation is a lifecycle stage that covers all daily operational activities managing IT services. Inside are various guidelines on how to manage IT services efficiently and effectively. Service Operation has 5 processes and 4 functions, namely: Event Management, Incident Management, Problem Management, Access Management, and Request Fulfilment, Service Desk, Technical Management, Application Management, and IT Operations Management [15]. The following are some of the processes carried out in Service Operation [16] such as event, incident problem, request fulfilment and access management. In some province, there are times when media committees have not been established yet or allocated according to the regulations. At the same time, prison imprisonment and fine relief cannot provide a deterrent to perpetrators of crime, possibly in connection with managing and providing services in an electronic environment. As a result,
human resources, technical infrastructure, public participation, supervision, and socialization are important factors that increase awareness and satisfaction of this organizational commitment [17][18]. One of the simplest ways to calculate availability depends on two numbers. The period in which the service must be available during the reporting period. This is the agreed service time (AST). Measure the downtime (DT) during the period, then take the agreed downtime and convert it to a percentage.

\[
Availability = \frac{AST - DT}{AST} \times 100\%
\]

Table 2. Percentage Degradation of Service, Outage Duration and Maximum Frequency

| IT Function That Is Not Available | % Degradation of Service | Outage duration | Maximum frequency |
|----------------------------------|--------------------------|-----------------|-------------------|
| Receiving email                  | 100%                     | Up to 2 minutes | 2 events per hour |
|                                  |                          |                 | 5 events per day  |
| Reading public folders           | 50%                      | 2 minutes to 30 minutes | 2 events per week |
| Updating public folders          | 10%                      | 30 minutes to 4 hours | 2 events per week  |
| Accessing shared calendars       | 30%                      | 4 hours to 8 hours | 6 events per quarter |
| Updating shared calendars        | 10%                      |                  | 4 events per year |

Most incidents do not result in complete termination of service for all users. Some users might not be affected while others might not have services. In the most extreme cases, there may be one user with a damaged PC who does not have access to services. It might be considered a loss of 100% service, but that would make IT an entirely unrealistic destination and not a fair measure of availability. On the other hand, it can be chosen to have the service available while others can access it. However, it doesn't take much imagination to find out how customers feel if a marked service is available when many people don't have access to it.

One way to measure its impact is to calculate the percentage of minutes lost by the user. To do this:

1. Calculate Potential User Minutes. This is the total number of users multiplied by the duration of their work.
2. Calculate User Outage Minutes. This is the total number of users who cannot work multiplied by the time they cannot work.

\[
Availability = \frac{PotentialUserMinutes - UserOutageMinutes}{PotentialUserMinutes} \times 100\%
\]

2. Methods
The method used in this research is data collection by interview and observation techniques [19]. Data collection is one of the important stages in a process research [20]. Observations were carried out by observing the ongoing conditions at the organization's location. This condition can be in the form of media that supports the processes related to incident management, problem management that occurs at PT Inovasi Tjaraka Buana. Interviews conducted directly to management informants and staff related to data and information needed by researchers. This research expect to produce an incident management and problem management flow.

3. Result and Discussion
3.1. Incident Management Flow
Management that ensures that service services in an organization can be returned to its original condition as quickly as possible and minimize the negative impacts that may be caused [10]. Having a structured workflow ensures that incidents are handled effectively. This optimizes problem resolution for customers and businesses. The incident management flow of PT. Inovasi Tjaraka Buana. Where is the
initial stage when complaints about incidents that enter via WhatsApp or Line, then incidents will be grouped according to priority, after the incident is grouped, the incident will be handled if the incident cannot be handled then it will contact the technician, if the incident in a low priority level will be resolved use the service desk and the incident has been resolved. If the incident cannot be resolved using a service desk then contact the technician if the incident has experienced problem management and has not yet been resolved, the technician goes to the field until the problem can be resolved and the incident can be said to be finished.

3.2. Problem Management Flow

Information has dramatically shifted to a particular paradigm over the past decade as an individual's prerequisite for the presentation and creation of quality and participation in social interaction and communication. Government efforts to provide legal assurance in disclosure should be appreciated and supported. As such, there are several requirements to support execution and maintain intent, such as commitment leadership, bureaucratic culture, and public awareness. A society that wants to adopt openness as a value of inclusive importance will not only allow its citizens a wide range of individual freedom of expression, but will go one step further and actually open the process intended by public demand. Information is a fundamental requirement for the development of each individual and social environment as an important part of the digital ecosystem in education systems and national defense. To minimize adverse effects on business caused by incidents and problems caused by errors in infrastructure [10]. Problem management is an identification process Problems that occur directly. The purpose is to prevent The problem of the accident and the result eliminate recurring incidents and reduce impact incidents that cannot be prevented [5]. Furthermore, capturing all relevant information helps the team to find the root cause of the problem which is an important part of ITIL problem management. Management problem PT. Inovasi Tjaraka Buana. When there is a new problem that occurs there will be a warning management problem alert after that the problem will be grouped in accordance with priorities and the
technician will go to the field to solve the problem if the problem has been resolved, the technician will record the errors that occur and the problem has been resolved.

Figure 3. Problem Management Flow

4. Conclusion
Based on research that has been done about ITSM Analysis using ITIL V3 in Service Operations in PT. Inovasi Tjaraka Buana, then has a picture that operating services that have well-managed and appropriate services, will provide significant benefits and benefits for the continuity of business activities in the company. ITIL, which is a framework that illustrates best practices that focus on managing IT services, IT development and operations can help companies to overcome problems, so the company can apply it in order to balance service operations when handling incidents that occur. The author suggests that companies must have incident management flow and problem management flow so that when incidents repeatedly occur the company can immediately handle quickly and recorded.
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