AUTOMATED CONTROL SYSTEM AS A TOOL FOR ENSURING FINANCIAL AND ECONOMIC SECURITY OF THE ENTERPRISE

**Purpose.** To develop a comprehensive mathematical model of the automated system of preparation and decision-making to ensure effective control of financial and economic security of the enterprise.

**Methodology.** The study used a set of general and special methods of cognition: regular observation and comparative analysis, content analysis, logical generalization, quantitative and qualitative comparison, macro- and micro-prudential analysis, scientific abstraction and systematization, mathematical formalization.

**Findings.** It is established that in modern conditions effective control of financial and economic security of the enterprise needs new information tools. A complex methodical approach to creation of the automated system of support and decision-making for the control of financial and economic safety of the enterprise is offered. A mathematical model is proposed to identify threats and predict their consequences, identify areas where increased control and monitoring of indicators is required. Algorithms of blocks of the automated system for an estimation of level of safety and threshold values of safety intervals are offered.

**Originality.** In the course of research, a complex mathematical model of the system of preparation and decision-making for maintenance of the effective control of financial and economic safety of the enterprise is developed. Unlike the existing ones, the complex mathematical model includes original algorithms: those of the limits of the interval of the guaranteed level of security for an individual enterprise; for assessing the level of financial and economic security of the enterprise under the conditions of dynamic changes in the level of threats, levels of security and methodological approaches to determining the basic indicators. A mathematical apparatus for isolating the impact of risks on time series of dependencies of key indicators has also been developed.

**Practical value.** The results of the study can be used to create automated information systems and support and decision-making systems with the function of controlling the financial and economic security of the enterprise. They can also be widely used for practical needs by enterprise management and scientists in improving the methodology of automated control, improving the effectiveness of countering threats. The forecasts of the activity of seaports in Ukraine presented in this article can be directly used by practitioners and scientists. For ease of use, analytical equations in the form of polynomials are provided.
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**Introduction.** Effective work and the very existence of the enterprise in modern conditions are impossible without a proper level of financial and economic security of the enterprise (FESE). The key to this is effective and reliable control tools. Organizing such control without the current comprehensive assessment of large arrays of diverse information (big data), such as the state of system resources, analysis of volatility of financial and economic performance of the enterprise and a homogeneous group of enterprises or industries for changes in external and internal factors, system indicators, etc. without proper analytical and information support is impossible. Control and analysis of financial and economic activities (FEA) must be comprehensive, threat detection requires maximum automation. Therefore, the task is to form a proper mathematical basis for analytics and build a structure of the system of preparation and decision-making (SPDM) that will accumulate the necessary information, store it, process it automatically and report threatening trends with certain changes in the main controlled indicators.

**Literature review.** In the world practice, the S&P Dow Jones and MSCI (Morgan Stanley Capital International World Index) indices are used to assess the company’s place in the financial market. Higher values of such indices mean more investment, and trends in their change indicate the security of financial and economic activity of the enterprise (FEAE). Unfortunately, the level of development of the stock market in Ukraine does not allow using these tools.

---

The problem of the FEA is global, so works by both Ukrainian scientists and scientists from other countries are devoted to studying it. Zwolak, in particular, points out that FES issues are important for all enterprises — both large and small ones [1], Olejarz, et al. [2], Rekova, et al. [3], Burkaltskev, et al. [4], Blakyta and Ganushchak [5], Franchuk, et al. [6], Nitsenko, et al. [7, 8] analyze security parameters; Biliomistniy, et al. [9] classify external and internal threats, their impact on security, Haber, et al. [10] suggested method for determining the level of security and its forecasting model. Davydenko studied aspects of the generation of the problem of economic and financial security of the enterprise [11]. Britchenko, et al. [12], Danyliuk, et al. [13], Metelenko [14] highlighted the sectoral aspects and features of FES control. Ramskyi and Solonko [15] analyzed in detail the mechanism of financial security formation. Some aspects of this study were used in developing the structure proposed for consideration by SPDM. An interesting approach to the formation of the FES mechanism is the work by Shantarget [16], devoted to the issue of crisis management. Also useful for building the SPDM structure was Rushchynshyn’s study [17], which formed a connection between the FES and strategic planning. Numerous scientific publications are devoted to the methods of mathematical modeling of FEA, parameters and indices for assessing its safety. This is thoroughly done in [16, 17].

Unfortunately, the lack of scientific work on mathematical models of automated control systems FESE for the Ukrainian market.

**Unsolved aspects of the problem.** The scientific works by the above-mentioned scientists are a solid theoretical basis for
solving various aspects and approaches to the organization of FESE control. Unfortunately, the issues of organization of control in the conditions of excessive amounts of primary data and rapid changes in external challenges and internal security threats were left out of consideration. In such conditions, effective control without special information systems is impossible. These systems must work in the presence of algorithms created for them and mathematical models that underlie these algorithms. Therefore, the question of creating complex mathematical models of automated information systems to identify threats to the FES, automate the assessment of their impact and develop measures to neutralize these threats remains open.

**The purpose** is to develop a comprehensive mathematical model of the automated system of preparation and decision-making to ensure effective control of FESE.

**Methods.** During the study, a set of general and special methods of cognition was used: regular observation and comparative analysis for the selection of effective tools in forming the structure of SPDM; content analysis for an objective comprehensive assessment of mathematical tools to ensure the control of FESE; logical generalization for the formation of the mathematical core of the control information system; quantitative and qualitative comparison to formulate a generalized algorithmic approach to estimating the limits of the guaranteed safety interval for an individual enterprise; macroand micro-prudential analysis for comprehensive qualitative assessment of threats and comparative analysis of trends in their change; scientific abstraction and systematization to justify the choice of mathematical apparatus; mathematical formalization to build a mathematical model for identifying threats and forecasting their consequences, in order to identify areas of increased control and monitoring of indicators of these areas and maneuver resources to neutralize the threat.

The method of content analysis of approaches to assessing the indicators of threats, intervals of safe operation of the enterprise and other theoretical aspects allowed forming a comprehensive algorithmic approach to creating an automated control system FESE. The use of the method of logical generalization allowed us to analyze the theoretical basis and identify the elements required for the synthesis of a single algorithm of such an automated system. A comprehensive methodological approach was used to conduct the study, combining methods of prudential analysis, quantitative and qualitative comparison, scientific abstraction and systematization and mathematical formalization.

The use of such a methodological approach allows automating the process of control of FESE, conducting certain stages of tracking the occurrence of threats, the size of the danger, identifying the area of the enterprise being in danger in the automatic mode, warning management of the threat in real time. Automation of control will significantly increase its efficiency.

**Results.** For efficient use of resources and possible modification of SPDM, the application of an algorithm organized on a block basis is proposed.

**The results of application of the block of methods of quantitative and qualitative comparison and prudential analysis.** During the study it was found out that with the purpose to increase the efficiency of quantitative and qualitative comparison, in particular, to analyze the aggregate performance of a homogeneous group of enterprises, current assessment of volatility of financial and economic performance and assessment of volatility of FES indicators, other stages of the algorithm to change safety level this method, the algorithms that realize it, must be applied at all times. For a comprehensive qualitative assessment of FESE threats, it is advisable to use prudential analysis. We propose to use macro- and micro-prudential analysis as the only integrated approach in the monitoring and control of FESE. And macroprudential analysis should be conducted not for the industry as a whole, but for a homogeneous group of enterprises in order to identify threats common to the group and the results of regulatory measures to reduce threats and neutralize their consequences. Unification of approaches to the formation of measures for common threats is useful for a particular enterprise. It is proposed to compare the time trends of a homogeneous group of enterprises, identified by applying macro-prudential analysis and the time trend of a particular enterprise, which is the result of micro-prudential analysis of harmonics that distinguish the trends of the enterprise and a homogeneous group of enterprises. Thus, the only prudential integrated approach to trend analysis allows identifying the so-called “individual” threats to the enterprise. Sequential analysis of time changes in the difference of trends and their amplitudes allows estimating the magnitude of the impact of the threat and predicting the consequences of the threat over time.

This requires ongoing prudential analysis of security levels and potential threats. An alarming sign for the management of the enterprise is the reaching of an integrated indicator the level of FESE limits the safety interval. Thus, the use of a block of methods of quantitative and qualitative comparison and prudential analysis allowed formulating an algorithmic approach to determine the limits of the interval of guaranteed safety and analysis of changes in trends of indicators for a comprehensive assessment of threats.

**The results of the application of the block of methods of scientific abstraction and systematization.** This block is designed to substantiate the choice of mathematical apparatus, building an effective SPDM algorithm. Its use provides an approach to identifying the effective trends and managing countermeasures under the condition of using resources and maneuvering their reserves.

The resources of the system include not only tangible but also intangible assets. Resources are inventories; available equipment; technologies used in organizational and production activities; information resources; staff, and others. The outcome of the proposed resource maneuver to reduce the impact of threats or their consequences should be analyzed.

The use of a specialized tool for modeling and identifying threats, forecasting their consequences requires significant SPDM resources and an effective mode of operation of the analytical group with the information system. The work of analysts will identify threats and detect areas that require increased control using the methodology modified according to circumstances. Forecasting threats and their level will allow management to counter threats timely, organize a maneuver of financial, human, material and other resources.

The first stage of application of the complex methodical approach became the formation of algorithm of identification of threat influences and the mechanism of management of risk counteraction. The implementation of continuous monitoring has the main task of identifying the threat, even at the outset, bypassing the stage of its identification and determination of its genesis. The next steps are to identify the threat, minimize its impact and consequences. To identify internal threats, it is proposed to use their detection of growing trends: lack of competitive advantage, increased overhead costs, dependence on external financing, growth of receivables and payables, lack of working capital, reduced liquidity of own assets and so on. Standard algorithms use the resources of the enterprise information system — accounting databases and accounting records.

Not all external threats can be identified at once, and in order to prepare tools to reduce their impact duly, it is necessary to rely on information on the volume, direction and identified sphere of activity at risk. To do this, it is proposed to assess the limits of the safety interval by analyzing the trends of a group of homogeneous enterprises, using the appropriate algorithm. One of the purposes of using this algorithm is to confirm or refute the assumption that there is a connection between the structural correlation of a homogeneous group of enterprises and their level of FES. This assumption is not unfounded as for companies belonging to a homogeneous group,
the impact of external threats and response to them must be identical. Therefore, the basis of the proposed approach is to identify quantitative indicators of the limits of the safety interval under the indicative approach. For this forecasting we propose to use an optimistic and pessimistic version of the indicators of future periods of the enterprise, similar to one or a group of planned indicators of enterprise development, calculated using the trends of aggregate results of a homogenous group of enterprises. The limits of indicators outline the Following intervals of enterprise activity at the appropriate level of threats: normal (acceptable level of danger), unstable, critical and the interval of crisis beginning. There are different approaches to basic indicators, such as the use of coefficients of autonomy or financing, the provision of their own working capital, the maneuverability of equity. Scientific sources offer options for approaches to the formation of an integrated indicator of FES: to use the characteristics of the property status of the enterprise (coefficients of constancy of assets, depreciation of fixed assets, mobility of assets); liquidity characteristics (current liquidity ratios and absolute liquidity); characteristics of financial stability and sustainability etc. (hereinafter calculated based on the Ukrainian Sea Ports Authority, http://www.uspa.gov.ua/pokazniki-roboti).

In the general case, it is more appropriate to use a block approach: blocks of budget, credit, banking, financial and technological activities and so on. However, the choice of basic indicators should be the result of the analysis of a homogenous group of enterprises and a specific individual enterprise. For example, there are cases when such an indicator, at least in the first stage of the analysis, may be the result of the enterprise activity. A detailed comprehensive analysis certainly requires the use of the broadest group of indicators.

During the study, it was found out that the method for determining the basic indicators of internal and external security cannot be unified. It needs to be corrected, as well as the assessment of the volatility of the limits of security intervals for the analysis of financial and economic condition, as the level of financial and economic security is not static. Therefore, an algorithm for assessing the level of financial and economic security of the enterprise with dynamic changes in the level of threats, security levels and improvement of methodological approaches to determining basic indicators (Fig. 1) was proposed.

The results of the application of the block of methods of mathematical formalization. One of the problematic issues in the formation of an automated information system (SPDM) with the control function of FESE is the adaptation of security management to uncertainty conditions. The uncertainty in the input information leads to uncertainty in the results of the analysis, which can cause ignoring the threat warning which is a forecast with a low level of reliability. One of the uncertainties is the algorithm of forming an integrated indicator of the enterprise, in accordance with the value of which, according to the recommendations of scientists, it is desirable to conduct an assessment [18]. Uncertainty of a separate component of the integrated indicator, obviously, leads to uncertainty of the integrated indicator. Cherep [19] considers some options for the formation of an integrated indicator of the level of financial and economic security of the enterprise. The approach proposed in scientific works for the formation of the SPDM algorithm has been modified. To do this, an integrated indicator \( S \) is formed in an additive way from a set \( n \) of indicators

\[
S = \sum_{i=1}^{n} S_i,
\]

where \( S_i \) is comprehensive indicators of profitability assessment; solvency assessments; business activity; financial stability; property status. These complex indicators by components are calculated as

\[
S = \sum_{i=m}^{n} S_i,
\]

where \( m \) is the number of components of each complex indicator; \( N_i \) is the normative indicator of each component of the complex indicator.

It is not rational to consider complex indicators as those having equal weight when calculating the integrated indicator. Therefore, the formula for the integrated indicator is modified

\[
S = \sum_{i=m}^{n} A_i S_i,
\]

where \( A_i \) is the weighting coefficients of the impact of each complex indicator on the integrated indicator. Accordingly, formula (1) is represented as

\[
S = \sum_{i=1}^{n} B_j S_i N_j,
\]

where \( B_j \) means weighting coefficients of influence of each component of a complex indicator on its volume.

Weighing coefficients \( A_i, B_j \) are proposed to be determined by the factor analysis. This allows avoiding uncertainty in the genesis of a particular component if its share of influence on the integrated indicator, as well as its volume and direction of the vector of influence is known. We used the Box-Jenkins model as the basis of the mathematical model [20]. According to this model, it is known that the trend of the time series is considered as a result of the influence of systematic and random components. The random component is called “white noise”. We have proposed the filtering of “white noise” and the selection of non-random components. Obviously, the regular component is influenced by the identified purely regular factors. The presence of irregular factors, which are comparable in impact with regular, may be due to: seasonal impact; undetected regular components; impact of risk. Each of these reasons is important for the formation of relevant forecasts and accurate assessment of the impact of risks.

Regular observation and comparative analysis of trends allows us to identify the seasonal component. Standard algorithms are used for this purpose. The presence of undetected regular components can be checked by detecting a correlation between the \( k \)th and \((i - k)\)th element of the series. Because the effect is manifested every \( k \) time intervals, it is called “seasonal, of order \( k \)”. But the very selection of the impact of risks requires a combination of mathematical apparatus and the work of analysts. To begin with, separate harmonics are programmatically allocated in “white noise”. Harmonics larger in amplitude are filtered. The rates and vectors of their changes are analyzed. When the rate increases and the influence of harmonics negatively changes the trend of the systematic compo-

![Fig. 1. Algorithm for assessing the level of financial and economic security of the enterprise with dynamic changes in the level of threats and security levels](image-url)
nent, this is a signal of danger and requires expert intervention. To analyze the regular effect of several parameters, we proposed a modification of the time series model from scalar to vector form. This is done in order to maintain the stationarity of the series under the influence of \( z \) parameters and to avoid multicollinearity of factors.

\[
X_t = \delta + \sum_{i=1}^{q} \phi_i X_{t-i} + \sum_{j=1}^{d} e_{t-j},
\]

(3)

where \( \delta \) is constant; \( \Phi \cdot X_{t-j} \) is a vector product of two vectors \( \Phi \) and \( X_{t-j} \); \( \phi \) is the vector of autoregression parameters; \( \tau \) is time line; \( X_{t-1} \) is the vector for time interval \( \tau \); \( e_j \) is the vector of influences of harmonics of “white noise”. Equation (3) analytically simulates the time series on the response surface in space dimension \( (z + 1) \).

To use the moving average approach, we use a modified equation

\[
X_t = \mu + \sum_{i=1}^{q} \bar{\theta}_i - \sum_{j=1}^{d} \bar{\theta}_j \bar{x}_{t-j},
\]

(4)

where \( \mu \) is constant; \( \bar{\theta} \) is moving average parameters vector.

Equation (4) analytically models the superposition on the influence of the current value of random harmonics and the influence of a linear combination of random harmonics in previous periods.

Because, programmatically it is possible not only to catch so-called “colored harmonics” in “white noise” \( e_j \), but also to find out their changes for all sets \( z \), it is possible to analyze the correlation of “colored harmonics” with changes in the parameters in the vector \( \bar{\theta} \), i.e. to connect the desired harmonics with the parameters of the moving average. This simplifies the identification of the causes of “colored harmonics”. But, even without their identification, it is possible to assess their impact on the outcome of the trend change for future forecasts. Then the only problem is the reason for their occurrence, because without finding out the cause, it is impossible to reliably assume that their trend will remain unchanged, and they will not cease to operate for the forecast time.

For example, an analysis of the activities of a homogeneous group of enterprises for the future period was carried out. Forecasting was based on two options – optimistic and pessimistic. The optimistic one (Figs. 2–5) reaches the upper limit of the relative error interval for this period of time, the pessimistic one – respectively, the lower limit. For dry and bulk cargo handled by a homogeneous group of enterprises (Fig. 3)

The trend line of the volumes of dry cargo handled by Odesa seaport (Fig. 4)

\[
y = 65.188 \cdot x^5 + 1571.7 \cdot x^4 - 13452 \cdot x^3 + 50122 \cdot x^2 - 82468 \cdot x + 195612.
\]

Taking into account the risks, the forecasting of the activity of the specified group of enterprises for the future period was carried out. Forecasting was based on two options – optimistic and pessimistic. The optimistic one (Figs. 2–5) reaches the upper limit of the relative error interval for this period of time, the pessimistic one – respectively, the lower limit. For dry and bulk cargo handled by a homogeneous group of enterprises (Fig. 3)

The trend line of the volumes of dry cargo handled by Odesa seaport (Fig. 4)
other ports, but also individual risks. The comparison of trends indicates a high probability of significant individual risk for the Port of Odessa during the current year, which will lead to a decrease in bulk cargo, which, in turn, will reduce the total volume of cargo handled by Odessa Seaport in 2020.

**Conclusions.** To qualitatively increase the effectiveness of FUSE decision-making system is proposed. For this mathematical model, original algorithms have been developed, in particular, the algorithm of threshold values of the interval of the guaranteed level of security for an individual enterprise; algorithm for assessing the level of FUSE under the condition of dynamic changes in the level of threats, security levels and even changes in methodological approaches to the definition of basic indicators.

A mathematical apparatus for isolating the impact of risks on the time series of dependencies of the main indicators has been developed. For this purpose, in systematic components of the specified dependencies the influence of “white noise” is specified. In this noise separate harmonics – “colored noise” – are specified by programming methods. The impact of colored noise is analyzed and harmonics larger in amplitude are filtered. Then the rates and vectors of their changes are analyzed. When the pace increases and the influence of harmonics negatively changes the trend of the systematic component, it is a signal of danger and requires management intervention. To analyze the regular effect of several parameters, we proposed a modification of the time series model from scalar to vector form. This is done in order to maintain the stationarity of the series under the influence of τ parameters and to avoid multicollinearity of factors.

The study revealed that neither the security status, nor the threshold values of security intervals, nor the method for determining the basic indicators of internal and external security can be established once and for all. They need constant correction and, if necessary, modification.

Using the information of the Association of Seaports of Ukraine, an analysis of the activities of seaports was conducted. Obviously, such a group of enterprises meets the definition of “homogeneous group”. Taking into account the risks, the forecasting of the activity of the specified group of enterprises for the future period was carried out. Forecasting was based on two options – optimistic and pessimistic. For this period of time, the pessimistic option reaches the lower limit of the range of relative errors. The line of a trend of volumes of cargoes processed by group of the homogeneous enterprises is formed. The trend of processed cargo volumes is also formed for the Port of Odessa. Their difference indicates the presence of individual threats to the port of Odessa, which will affect the overall performance of the port.
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Автоматизована система контролю як інструмент забезпечення фінансово-економічної безпеки підприємства
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Мета. Розробити комплексну математичну модель автоматизованої системи підготовки та прийняття рішень щодо забезпечення ефективного контролю ФЕБП.

Методика. У ході дослідження використана сукупність загальних і специфічних методів: пізнання: регулярного спостереження й порівняльного аналізу, контент-аналізу, логічного узагальнення, кількісного та якісного порівняння, макро- й мікро-прелюдійного аналізу, наукового абстрагування й систематизації, математичної формалізації.

Результати. Встановлено, що в сучасних умовах ефективний контроль фінансово-економічної безпеки підприємства потребує нових інформаційних інструментів. Запропонована комплексний методичний підхід до створення автоматизованої системи підтримки та прийняття рішень для контролю фінансово-економічної безпеки підприємства. Запропонована математична модель для виявлення загроз і прогнозування їх наслідків, виявлення сфер, де потрібен підвищений контроль і моніторинг показників. Запропоновані алгоритми блоків автоматизованої системи для оцінки рівня безпеки й порогових значень інтервалів безпеки.

Наукова новизна. У ході дослідження розроблена комплексна математична модель системи підготовки та прийняття рішень для забезпечення ефективного контролю фінансово-економічної безпеки підприємства. На відміну від існуючих, комплексна математична модель включає в себе оригінальні алгоритми: межу інтервалу гарантованого рівня безпеки для окремого підприємства; оцінки рівня фінансово-економічної безпеки підприємства за умови динамічних змін рівня загроз, рівнів безпеки та методичних підходів до визначення базових індикаторів. Розроблено також математичний апарат визначення впливу ризиків на часових рядах залежностей основних показників.

Практична значимість. Результати дослідження можуть бути використані для створення автоматизованих математичних моделей, прогнозування та рішення задач, пов’язаних з різними аспектами фінансово-економічної безпеки підприємства.

Ключові слова: математична модель, прогнозування, інформаційна система, інтервал безпеки, фінансово-економічна безпека
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Цель. Разработать комплексную математическую модель автоматизированной системы подготовки и принятия решений по обеспечению эффективного контроля финансово-экономической безопасности предприятия.

Методика. В ходе исследования использованы совокупность общих и специальных методов познания: регулярного наблюдения и сравнительного анализа, контент-анализа, логического обобщения, количественного и качественного измерения, макро- и микро-функционального анализа, научного абстрагирования и систематизации, математической формализации.

Результаты. Установлено, что в современных условиях эффективный контроль финансово-экономической безопасности предприятия требует новых информационных инструментов. Предложен комплексный методический подход к созданию автоматизированной системы поддержки и принятия решений для контроля финансово-экономической безопасности предприятия. Предложена математическая модель для выявления угроз и прогнозирования их последствий, выявление сфер, где требуется повышенный контроль и мониторинг показателей. Предложены алгоритмы блоков автоматизированной системы для оценки уровня безопасности и пороговых значений интервалов безопасности.

Научная новизна. В ходе исследования разработана комплексная математическая модель системы подготовки и принятия решений для обеспечения эффективного контроля финансово-экономической безопасности предприятия. В отличие от существующих, комплексная математическая модель включает в себя оригинальные алгоритмы: границу интервала гарантированного уровня безопасности для отдельного предприятия; оценки уровня финансово-экономической безопасности предприятия при динамических изменениях угроз, уровней безопасности и методических подходов к определению базовых индикаторов. Разработан также математический аппарат выделения влияния рисков на временных родах зависимостей основных показателей.

Практическая значимость. Результаты исследования могут быть использованы для создания автоматизированных информационных систем и систем поддержки и принятия решений с функцией обеспечения финансово-экономической безопасности предприятия. Они также могут быть широко использованы для практических нужд менеджеров предприятий и учеными при совершенствовании методики проведения автоматизированного контроля, повышении эффективности противостояния угроз. Приведенные прогнозы деятельности морских портов Украины могут быть непосредственно использованы практиками и учеными. Для удобства использования предоставлены аналитические уравнения в виде полиномов.
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