Cyberstalking scale: development and relations with gender, FOMO and social media engagement
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Abstract
Cyberstalking is a form of persecution that has proliferated with technology’s evolution. The present research aimed to develop a cyberstalking measure and observe its relations with Fear of Missing Out (FOMO), social media engagement, and sociodemographic variables. To achieve these goals, two studies were performed. In the first study, 200 subjects (76.5% female, with a mean age of 21.6 years) answered the 15 items originally developed for the scale. These data went through exploratory factor analysis and Cronbach’s alpha to verify the reliability of the instrument. The results indicated the exclusion of five items, and after this removal, the scale was valid and reliable (α = 0.86). In the second study, which also had 200 subjects (65% female and an average age of 21.8 years), was realized confirmatory factor analysis (measuring the model fit), accompanied by correlations and mediation analysis. The analyzes demonstrated that the one-factor model was adequate (GFI = 0.98; CFI = 0.99; TLI = 0.99; RMSEA = 0.02; SRMR = 0.06). Path analysis showed social media engagement as a significant mediator of FOMO and gender’s impact on cyberstalking: Both had direct (FOMO: λ = 0.31; CI = 0.19–0.42; p < 0.01; Gender: λ = 0.12; CI = 0.02–0.22; p < 0.05) and indirect effects (FOMO: λ = 0.07; CI = 0.03–0.11; p < 0.01; Gender: λ = 0.04; CI = 0.01–0.07; p < 0.01).
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Introduction
“Privacy is dead and social media hold the smoking gun”, said Peter Cashmore, founder of Mashable, in a special for CNN in 2009. Twelve years later, this phrase couldn’t be closer to reality: If on the one hand, keeping track of personal information online has become an increasingly complex task, on the other hand, this concern does not seem to affect the numbers of social media users: Instagram, for example, reached one billion active users in June 2018 (Choi et al., 2018; Statista, 2019). These two characteristics of the virtual environment (lack of controllability and exponential growth) do not exist without impacting the users’ lives.

One of the negative impacts is cyberstalking, defined as a form of harassment (frequently observing, keeping in touch insistently) that uses electronic tools and the virtual environment to control, manipulate and coerce the victim (Sheridan & Lyndon, 2012; Smoker & March, 2017). Sheridan and Grant (2007) offer a list of the main components of cyberstalking: using social networks and other virtual environments to gather information about the victim, sending unsolicited messages frequently, electronic sabotage (sending viruses or hacking accounts), pretending to be someone else, posting false information, and get other users to contribute to your persecution, even if indirectly.

However, it is relevant to note that these essential cyberstalking elements are always transmuting to parallel the accelerated technological developments and the new functions inserted and popularized in the virtual environment. This issue is clear when comparing research conducted within a time interval: Although both studies talk about the use of technology to control/pursue a loving partner, the research conducted by Burke et al. (2011) focused on functions such as text messaging, email and Facebook use, while Smoker and March (2017), already address issues such as tracking apps, information screenshots, and Instagram.

Similar to traditional persecution, cyberstalking can be performed both by a stranger and someone who has or had contact with the victim before (Horsman & Conniss, 2015). However, the virtual version of the stalking seems to become common among acquaintances, especially between romantic partners. Burke et al. (2011) observed that half of their sample...
reported previous engagement in a situation where technology was used by a loving partner to monitor actions, either as the victim or the initiator of the behavior. But why such a high prevalence?

One possibility is that behaviors usually considered inappropriate or intrusive (e.g., monitoring the places that a person frequents) in the offline world, are normalized in the virtual environment as a proper form of interpersonal interaction, especially in seeking/maintaining romantic involvement (Spitzberg & Cupach, 2007). Using the previous example, knowing that someone frequents certain places thanks to their posts on social media is common and even facilitated by functions such as tagging your location. Thus, in a society where more and more personal information is exposed, discussed, criticized, and used, the line between what is socially acceptable becomes more and more blurred.

Another related alternative is the fact that actions perpetuated on the internet are often not seen as having the same severity as something that occurs in face-to-face interactions, even when they cause similar consequences: An example is that many people still evaluate cyberbullying as less serious than bullying because there is no physical aggression, even when cyberbullying is related to issues such as ideation and suicidal behavior in the victims (Barlett, 2019; Brailovskaia et al., 2018; Nikolaou, 2017). Likewise, even occurring exclusively in the virtual environment, cyberstalking can lead to psychological (e.g. depressive symptoms, sleep disorders), financial, and social consequences for the victims (Smoker & March, 2017).

Measuring Cyberstalking

The psychological literature has some measures regarding cyberstalking. In a study on problematic use of social media, Kircaburun et al. (2018) developed eight items based on three subdivisions of cyberstalking: persecution of current partner, persecution of past or desired partner, and harassment of despised ones. However, this instrument was only used in a dichotomous manner in the study.

Smoker and March (2017) proposed a 21-item instrument based on studies and legislation on traditional stalking. A limitation of this scale, despite indicating internal consistency, is to be limited to measuring behaviors related exclusively to a current romantic partner. These authors also highlight the scarcity of specific instruments to measure cyberstalking in the literature (Smoker & March, 2017).

Given these limitations, one of the aims of the present study was to develop a brief instrument to measure cyberstalking. This scale considered not only romantic relationships (past, current, and desired), but also included persecution of acquaintances and people that the perpetrator suspects/dislikes.

Sociodemographic Variables and Cyberstalking

In addition to an appropriate form of measurement, it is essential to understand which variables are related to cyberstalking. First, sociodemographic variables such as gender, age, and relationship status can provide some interesting information. Although traditional stalking is mostly represented by male perpetrators, cyberstalking is more common among women (Smoker & March, 2017; March et al., 2020). One explanation for this is that women are more likely to engage in covert stalking behaviors, such as cyberstalking (Purcell et al., 2010).

Whether or not a person is in a relationship can also predict cyberstalking. Cyberstalking a partner is the most common form of this behavior since the perpetrator has more resources and freedom to keep the victim under control (Smoker & March, 2017; Spitzberg & Cupach, 2007). Finally, the subjects’ age will also be taken into account. Despite the existing data being focused on victimization, cyberstalking seems more common among young adults (Brady et al., 2017).

Fear of Missing out and Cyberstalking

An underexplored area is relating cyberstalking to other issues in the virtual world that affect mental health. One of these problems is the Fear of Missing Out (FOMO). FOMO is defined as an anxious reaction to the belief of missing out on rewarding experiences involving their social peers, which leads to a desire to be always connected, commonly through social media, with what others are doing (Franchina et al., 2018; Przybylski et al., 2013). FOMO can cause several negative outcomes, such as social media negative impact on daily-life and productivity (Rozgonjuk et al., 2020).

Although there are still no empirical results to confirm this theory, Alutaybi et al. (2020) point out that certain FOMO motivations (e.g. wanting popularity or possessing information) can lead to unhealthy behaviors, such as cyberstalking. Thus, it is plausible to hypothesize that one of the factors that can lead someone to become involved in cyberstalking is the fear of being excluded from important moments in the lives of the people they are interested in. Therefore, FOMO can increase the likelihood of cyberstalking, being one of its predictors.

Social Media Engagement and Cyberstalking

If sociodemographic variables and FOMO can be predictors of cyberstalking, what can mediate this relationship? One possibility is social media engagement, defined as the frequent use of these means of communication, even during actions that require concentration, such as professional activities and
study (Mariano et al., 2019). Previous studies indicate that this variable is related to both FOMO and gender: women and people with higher scores in FOMO also are more engaged in social media (Mariano et al., 2019; Przybylski et al., 2013).

Social media engagement also demonstrates evidence of a relationship with cyberstalking: Research shows that more time spent on social media increases the likelihood of engaging in cyberstalking (Kaur et al., 2020; Strawhun et al., 2013). Corroborating this statement, the study by Kircaburun et al. (2018) observed a positive correlation of 0.42 between this behavior and problematic use of social media. Therefore, it is plausible to hypothesize that social media engagement can mediate the relationships between the variables previously discussed.

The Present Research

Two issues are quite clear with this discussion: First, cyberstalking is a problem of the technological age, especially since unlike traditional persecution it can be carried out in a subtle and apparently socially acceptable way. Second, research on the psychological processes involved in cyberstalking is scarce, and it is necessary to deepen this knowledge. Based on these justifications, the present research aimed to:

1) Develop and validate the Cyberstalking Scale;
2) Observe their relationship with the Fear of Missing Out, social media engagement, and sociodemographic variables.

Study 1

Method

Sample Two-hundred volunteers participated in the study, who were on average 21.6 years old (SD = 6.05), and mostly female (76.5%), single (53%) and in the middle class (45.5%). Considering only the part of the sample that reported being in a relationship (41%), the average duration of this involvement was 30.9 months. It was a non-probabilistic sample of social media users.

Instruments To access the necessary information, the following measures were used:

Cyberstalking Scale (CS): Instrument composed of 15 statements and answered on a likert-type scale (with 5 points, going from totally disagree to totally agree). Its items address behaviors that are performed by the respondent (e.g. “When you’re interested in someone, it’s not wrong to look at their acquaintances’ social media, in order to get to know them better”). Participants were instructed to read the sentences carefully and respond according to the extent they agreed with them.

Socio-Demographic Questions: After the instrument, participants answered questions about their characteristics (age, gender, profession and social class), relationship status and length of said relationship (if applicable).

Procedures After submission and approval by the designated Ethics Committee, the first step of the study was the development of the CS. The items that make up the scale were developed based on the existing literature on the topic, especially the subcategories of cyberstalking brought by Kircaburun et al. (2018) and previously presented in this discussion. The instrument development’s recommendations brought by Carretero-Dios and Pérez (2007) were also applied: The concept of cyberstalking was previously delimited, being the guide for the scale’s construction. In addition to the previously mentioned subcategories, previous cyberstalking and traditional stalking instruments (e.g. Smoker & March, 2017) served as a guide in the construction and selection of items for the final scale. Two psychologists with experience in the area of online antisocial behavior adjusted the original items, selecting those who better fitted the construct. Additionally, five volunteers from the general population were asked to review the instrument and report any problems related to item comprehension; These individuals did not point out any difficulties in this process.

After this initial phase, the applications themselves were carried out in two ways: virtual (through a Google Forms questionnaire shared on Facebook, WhatsApp and Instagram) and in person (in collective environments such as university classrooms, where a properly trained researcher requested participation through booklets containing the questions). It’s relevant to point out that said data collection occurred before the COVID-19 outbreak.

Finally, it should be noted that all procedures followed national standards regarding research with human beings (Brazilian Resolution 510/16), and that research participation only took place after signing the Consent Form containing relevant information about the study’s main goals and details.

Data Analysis R Studio 3.6.1, specifically the psych package (Revelle, 2021), was used to analyze the responses obtained. Were performed: descriptive analyzes (to characterize the sample); principal axis factoring (in order to understand the instrument’s factorial organization) in conjunction with Horn’s parallel analysis; Full Information Factor Analysis (to understand which items actually contributed to construct explanation); and Cronbach’s alpha (to determine the reliability of the measure).
Results

The analyzes were initiated by KMO and Bartlett’s sphericity test. Their results (respectively 0.88 and \( x^2 = 1029.08, \ p < 0.001 \)) indicated the adequacy of the sample for carrying out exploratory factor analysis. In this step, the eigenvalues criteria (factors with an eigenvalue greater than 1 are maintained) indicated the existence of 2 factors, which together explained 39.76% of the total variance. However, Horn’s parallel analysis pointed out that only the first should be maintained, according to the comparison with random eigenvalues. Thus, the CS demonstrated a single-factor organization capable of explaining 32.93% of the variance (Table 1).

The items were then analyzed. To achieve this objective, the item’s factor loads (values above 0.30) and their performance in Full Information Factor Analysis were observed. Figures 1 and 2 show the results of these analyzes, pointing out that in total, five items should be excluded from the final scale for not meeting the criteria.

Finally, to observe the reliability of the final scale, Cronbach’s alpha was used, which obtained a value of 0.86. Also considering the excluded items, the alpha remained the same, offering more evidence for their exclusion (statistical parsimony). Thus, the final version of the Cyberstalking Scale was composed of 10 items organized in a single factor (Table 2).

Partial Discussion

The Cyberstalking Scale indices proved to be adequate according to the literature, thus demonstrating the instrument’s validity and reliability (Filho & Júnior, 2010; Hair et al., 1987; Maroco & Garcia-Marques, 2006). Five items were excluded from the original version, and some possibilities can be pointed for their inadequacy: Items 5, 8, and 10 referred to the use of information available on the Internet in a broader way, not necessarily for persecution, which may have distanced them from cyberstalking. Item 15, which deals with the use of fake accounts online, may have suffered from a similar issue (anonymity has numerous purposes in the virtual environment). Finally, item 9 (which focused on seeking information from a partner’s family and friends) may indicate that the main focus of a virtual stalker is the victim, with other individuals staying in the background (Sheridan & Grant, 2007).

Despite these removals, the remaining items proved to be statistically significant, leaving the need for a confirmatory analysis to observe the adequacy of this cyberstalking measurement model, as well as the constructs with which it relates. To achieve this goal, a second study was carried out.

Study 2

Method

Sample The second study had 200 participants, who were on average 21.8 years old (SD = 5.69). Most of these volunteers were female (65%), single (55.5%) and middle class (50.5%). The portion of the sample that reported being in a relationship (40%) was in it for an average of 43.2 months.

Instruments In addition to the adapted version of the CS and a sociodemographic questionnaire similar to Study 1, the following instruments were used:

Fear of Missing Out Scale: Single-factor measure consisting of 10 likert-like items that measures FOMO. It was developed by Przybylski et al. (2013). The scale reliability index in this study was \( \alpha = 0.81 \).

Social Media Engagement Questionnaire: Set of questions created by Przybylski et al. (2013) to understand social media use’s habits (e.g. during a meal, after waking up). It was validated for the Brazilian context by Mariano et al. (2019), and its alpha value in the present study was 0.80.

Procedures Data collection was carried out in person and virtually (similarly to Study 1). The ethical recommendations necessary for studies with human beings were followed.

Data Analysis Through R Studio, specifically the laavan package (Rosseel, 2012), analyzes were carried out with three main objectives. First, for confirmatory factor analysis, the WLSM estimator was used considering the following adjustment indices: the Goodness-of Fit Index (GFI), the Comparative Fit Index (CFI) and the Tucker Lewis Index (TLI) (with >0.90 being the cutoff point for good indicators); the Root-Mean-Square Error of Approximation (RMSEA) (values up to 0.08 are acceptable); and the Standardized Root Mean Square Residual (SRMR) (where >0.10 is the cutoff value) (Byrne, 2012; Hu & Bentler, 1999; Kline, 2016; Marôco, 2010). In addition to confirmatory analysis, the bivariate correlation was used to observe the relationships between cyberstalking, FOMO, social media engagement, and gender. Finally, a path analysis using the GLS estimator was performed, looking for an explanatory model.

Table 1 Parallel Analysis

| Components | Eigenvalue | Variance % | Components | Eigenvalue |
|------------|------------|------------|------------|------------|
| 1          | 4.94       | 32.93      | 1          | 1.62       |
| 2          | 1.02       | 6.83       | 2          | 1.45       |
Results

Confirmatory Factorial Analysis The model composed of the final 10 items of the CS obtained the following adequacy indices: GFI = 0.98; CFI = 0.99; TLI = 0.99; RMSEA = 0.02 (with a confidence interval between 0.01–0.05) (df = 35); SRMR = 0.06. This factorial organization can be seen in Fig. 2, and was maintained as the final version of the scale, with a reliability of α = 0.86.

Bivariate Correlations After confirming the scale’s adequacy, cyberstalking was related to FOMO, social media engagement, relationship status (the variable was transformed to 0 = single; 1 = into a relationship), gender (also coded as 0 = male; 1 = female), and participants’ age. As can be seen in Table 3, cyberstalking showed a positive correlation with FOMO (r = 0.42; p < 0.01), social media engagement (r = 0.38; p < 0.01), and gender (r = 0.21; p < 0.01), indicating that it is more frequent between women.
Table 2  Cyberstalking Scale Factorial Loads

| Items (English Translation / Portuguese) | Mean (SD) | (λ) | h² | α (if item removed) |
|-----------------------------------------|-----------|-----|-----|---------------------|
| 1- I usually find the social media of someone I’m interested in, even if it takes hours | 3.16 (1.30) | 0.43 | 0.30 | 0.86 |
| 2- It’s ok to check who likes and comments on the posts of your partner | 2.52 (1.13) | 0.66 | 0.50 | 0.85 |
| 3- I lose track of time searching for information about my acquaintances on the internet | 2.65 (1.25) | 0.54 | 0.38 | 0.86 |
| 4- It is normal to “keep an eye” on the social media of someone who frequently interacts with your partner | 2.36 (1.12) | 0.69 | 0.64 | 0.85 |
| 5- I use information disclosed on social media as an advantage to form relationships | 2.73 (1.16) | 0.38 | 0.19 | 0.87 |
| 6- If a person hides their messages, I look for other ways to find out the content of them | 2.39 (1.22) | 0.65 | 0.45 | 0.85 |
| 7- If I had my partner’s social media passwords, my life would be easier | 1.59 (0.90) | 0.64 | 0.62 | 0.85 |
| 8- If information is on social media, it is not wrong to use it | 2.67 (1.14) | 0.27 | 0.14 | 0.87 |
| 9- When I start a relationship, I look for the social media of my partner’s family and close friends | 2.90 (1.33) | 0.54 | 0.50 | 0.86 |
| 10- I use information on social media to check if what people say is really true | 3.01 (1.18) | 0.48 | 0.31 | 0.86 |
| 11- If I could I would look at my love partner’s browsing history | 1.97 (1.14) | 0.72 | 0.71 | 0.85 |
| 12- I prefer to form relationships with people that I can investigate on social media | 1.78 (1.00) | 0.69 | 0.53 | 0.85 |
| 13- I check what kind of apps my partner uses on their phone | 1.86 (1.10) | 0.65 | 0.52 | 0.85 |
| 14- When you’re interested in someone, it’s not wrong to look at their acquaintances’ social media, in order to get to know them better | 3.24 (1.18) | 0.56 | 0.43 | 0.85 |
| 15- I’ve used fake accounts on the internet to interact with someone without revealing my identity | 2.02 (1.45) | 0.42 | 0.19 | 0.87 |

Notes: λ = Factorial Load h² = Communaliities *Excluded Items

Path Analysis

Finally, a mediation model was tested as a path analysis, with FOMO and gender as predictors, social media engagement as a mediator, and cyberstalking as a dependent variable. This model had a good fit (GFI = 0.99; CFI = 0.99; TLI = 0.99; SRMR = 0.01). Considering 5000 bootstrapped samples, FOMO demonstrated direct (λ = 0.31; CI = 0.19–0.42; p < 0.01) and indirect (λ = 0.07; CI = 0.03–0.11; p < 0.01) effects. Gender also showed direct (λ = 0.12; CI = 0.02–0.22; p < 0.05) and indirect effects (λ = 0.04; CI = 0.01–0.07; p < 0.01). Thus, female subjects with high scores on FOMO are more likely to engage into cyberstalking, and this possibility increases when social media engagement is high. This model can be seen in Fig. 3.

Partial Discussion

Study 2 aimed to carry out the scale’s confirmatory factor analysis and to relate it to other constructs that could be significant in understanding cyberstalking. These objectives have been met, with CS not only obtaining significant adequacy values according to the literature (Byrne, 2012; Hu & Bentler, 1999; Kline, 2016; Marôco, 2010), but demonstrating a positive correlation with FOMO, gender, and social media engagement.

Of the final items five performed better in the analysis: item 11 (If I could I would look at my love partner’s browsing history), 12 (I prefer to form relationships with people that I can investigate on social media), 2 (It’s ok to check who likes and comments on the posts of your partner), 6 (If a person hides their messages, I look for other ways to find out the content of them), and 7 (If I had my partner’s social media passwords, my life would be easier). This indicates two interesting issues: 1) Cyberstalking does not focus exclusively on a potential love interest, but extends to other relationships; 2) Compared to the items excluded in Study 1, most of the items with the best performance deal with some issue associated with obtaining information in more specific ways to cyberstalking. These and other questions will be discussed in more detail below.
General Discussion

This research aimed to develop the Cyberstalking Scale and observe its relationship with FOMO, social media engagement, and sociodemographic variables. Through two studies these objectives were fulfilled, with the instrument proving to be valid and reliable and obtaining significant correlations.

Returning to the list of cyberstalking components developed by Sheridan and Grant (2007) (accumulation of information, intrusive and frequent messages, electronic sabotage, assuming a false identity, posting unreal information, and using other users as a means of increasing knowledge about the victim), the items that obtained the most significant scores fit in the search/accumulation of victim’s information and in using others to achieve this goal. However, this previous study focused on cyberstalking cases involving behaviors that constitute harassment (Sheridan & Grant, 2007).

Thus, it is possible to observe that CS measures more socially acceptable cyberstalking’s aspects, focusing on antisocial and non-criminal behaviors (that is, without criminal offenses and major direct consequences) (Dias et al., 2014). This statement agrees with Lowry et al. (2013), who point out that the constituent behaviors of cyberstalking aren’t necessarily negative, and that the virtual stalker often does not want to harm the victim. From this, future studies must observe what damage this specific facet of virtual persecution can bring to victims by itself.

The present study also brings some indications of the profile of cyberstalkers. Corroborating the findings of Smoker and March (2017), the CS score was related to gender, with women being more likely to engage in cyberstalking. This data indicates that, although traditional stalking is usually conceived as a crime with a male stalker and a female victim (Duntley & Buss, 2012), cyberstalking is a variation that has a predominance of female perpetrators.

Besides, this result can demonstrate gender differences in the key motivations for stalking someone: Purcell et al. (2001) observed that while men did not show a specific pattern of motivations to perform this behavior, women were mostly motivated by the desire to maintain/deepen an intimate relationship with the victim. Therefore, considering that numerous CS items describe behaviors that can achieve these goals, the difference between genders in the scale score may reflect this motivational disparity.

In addition to gender differences, cyberstalking also showed a positive correlation with FOMO, being one of the main findings of the present study. Using Self-Determination Theory, FOMO is seen as a difficulty in meeting basic psychological needs, especially social closeness (development of positive relationships with other people). Thus, the findings corroborate the argument that some of the central motivations for cyberstalking are the satisfaction of the cyberstalker’s needs (the desire for social bonding, for example) and, in parallel, the desire to maintain/strengthen a relationship, as previously mentioned (Lowry et al., 2013; Milyavskaya et al., 2018; Przybylski et al., 2013).

Despite the focus of previous research on participants who are/have been in a relationship, cyberstalking has not shown a

![Fig. 3 Mediation Model. Notes: * = p < 0.05; ** = p < 0.01](image-url)
relationship with the participants’ relationship status. This result provides empirical evidence of the importance of studying this phenomenon in other contexts, especially as a strategy for approaching a love interest or even searching for bonds that are not romantic. Considering that people use the virtual environment to compensate for socialization difficulties in face-to-face interactions (Hood et al., 2018), this hypothesis deserves further consideration.

Cyberstalking was positively correlated with social media engagement, showing that subjects who cyberstalk more tend to also use these sites more frequently. In a survey with Brazilian Facebook users, de Oliveira et al. (2016) indicated that one of the main factors for Facebook engagement was maintaining interpersonal relationships, which can explain the relationship observed in the present study. It is important to note, however, that this relationship does not mean that using social media leads to cyberstalking, only that those who perform these behaviors need a greater use of these tools.

Additionally, cyberbullying, another antisocial online behavior also demonstrates an association with excessive internet use, indicating that since these are phenomena typical of the virtual environment, they can lead to a greater need for engagement (Jung et al., 2014). Social media engagement also mediated the relationship between FOMO/Gender and cyberstalking. Thus, it’s highlighted the importance of understanding online habits when searching for antisocial online behavior predictors.

Despite these results, the present study is not without limitations. As it used a non-probabilistic sample for convenience, there was a disparity between the number of female and male participants. The extreme scarcity of studies about cyberstalking in the Brazilian context also brought difficulties in developing items proper to this reality. Even with these limitations, it is expected to have contributed to understanding cyberstalking, this new phenomenon that permeates our society.

It is also important to point out the contributions of the study, especially the evidence of FOMO’s impact on cyberstalking, as well as the role of social media engagement in explaining this phenomenon. The limitation brought by Smoker & March (2017) about the scarcity of instruments related to cyberstalking was also answered. This limitation is very significant in the Brazilian context, which previously hadn’t validated measures on the topic.

Why do people engage in cyberstalking? To what extent is this behavior socially accepted, or what is the threshold between acceptable and pathological/criminal? What are the consequences of cyberstalking for victims and perpetrators? And what can be done to deal with this type of behavior? Future studies may seek to answer these questions, using the Cyberstalking Scale to understand predictors, motivations, and other aspects related to this phenomenon.
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