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Abstract

Nowadays digital media manipulation has become a common trend. Digital media, especially images, being one of the primary modes of communication, can be easily manipulated. Current research trends in digital image forensics focus on validating the authenticity of the image. **Objectives:** Objective of the present study is to authenticate objects in an image using light sources and their properties. **Method:** By locating the direction of the light source, forgery in the images can be easily detected. Inconsistencies between different light sources in the image highlight image tampering. This paper focuses on detection of image forgery using lighting inconsistencies. The proposed technique measures the lighting properties from different objects or surfaces present in the image. **Finding:** The model for digital forensics identifies the lighting discrepancies in the objects of an image and provides results indicating difference between real and fake images. **Improvement:** The proposed technique is an objective based method and identifies digital image forgery based on physics of the environment. Results are promising and reproducible making the technique an important tool for image forgery detection.
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1. Introduction

Digital data, including image, audio and video, are major information carriers in this digital period. This digital data is massively shared and distributed over the internet and due to this, data is prone to manipulations. Digital images are present everywhere as a proof of truthfulness, but due to the availability of cheap and high technical editing software this truthfulness is no longer reliable. Image processing experts can easily manipulate images and therefore its meaning without leaving any detectable traces1. This results in modification of image for malicious or unauthorized purpose. Image forensics is the branch of multimedia security which helps to locate the image manipulations based on various traces available in the image data.

Figure 1 and Figure 2 shows some of the image forgeries reported recently. In Figure 1 car is intentionally copied from one part of the original image (Left) and pasted to form a new image (Right). Figure 2 shows forgery by manipulating men’s face in the image.

Image forgeries are classified into copy move, Image splicing, image retouching and lighting condition.

![Figure 1](image1.png)

**Figure 1:** Left part is original while the right is fake2

One of the most common techniques is copy move where some part of the original image is used to perform forgery. Image splicing can be done by composing two different images in a single image. Image retouching
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can be done by modifying or enhancing image features. Sometimes an image splicing is performed in such a way that the manipulation is visually impossible to identify lighting conditions in a composite image. In such cases light source are estimated to detect the forgeries.

**Figure 2:** Forged Image where Wong Su from DAP-China forged a photograph receiving knighthood from Queen Elizabeth-II.

There exist many approaches in the literature for identifying tampering in the digital images. All the existing techniques change some kind image data that is related to statistical, geometrical and physical properties. Pixel based forgeries are performed by changing pixel data during the compression or by changing wavelet coefficients for image objects. Authors in described a forensic approach using DWT. They applied DWT to the input image to produce a reduced dimension representation. After this they compressed the overlapping blocks and from this duplicated blocks are identified by using Phase correlation. Their technique is robust to detect copy move forgeries. In they calculated image features using HAAR and Biorthogonal wavelets for image compression in a more efficient manner. Their technique can also be used to improve the pixel based image forgery detection. The paper extracted the feature vectors from the image blocks. They decomposed the image using DWT wavelet decomposition and later applied SVD to detect the forgery. Pixel based techniques identifies the low level correlations between pixels and locates the tampering traces. Sensor based techniques detect inconsistencies in the chromatic aberrations, colour filter array interpolation by using sensor noise. Recent work related to these techniques can be studied from.

Cryptography and encryption schemes can be applied to protect the images against pixel based tampering. Techniques which can make image forgery difficult and helps in counter forensics can be extended the work done by.

Detecting Lighting inconsistencies is another well-known technique for forgery detection. Lighting inconsistencies can be detected using 2D, 3D surface information and radiance information from an image. Recent work by explored the lighting inconsistencies using specular highlights in the eyes. They showed that how the direction of light source can be estimated from the specular highlights from eyes. Author in proposed a tampering detection method based on shadows, geometrical and optical properties of image. They implemented their approach based on the planer homology phenomenon between shadows from a light source. If the homology constraint for all the objects in an image is not consistent then it means image is doctored one. In a similar approach by proposed a method of shading and shadows on the projected light source direction. They solved the problem by making it as a linear programming problem. They formulated the shading of object constraint of 3D light source and projected into 2D image. This technique is robust to detect the light source direction for forgery detection. Author in proposed a 3D lighting analysis based digital image forensics technique. They showed that an expert can postulate 3D shape and from this 3D light can be easily estimated. A perturbation analysis is further performed to produce a probabilistic measure for the location of the light. In this paper, we tried to minimize certain assumptions as in. This paper uses the concept of different illumination patterns for calculating object surface features which are described in the following sections of this paper. To make optics based technique more robust an approach is suggested in can be implemented. They carried out a study of optical image encryption in the Fresnel transform domain, using a Random Phase Mask (RPM) in the input plane and a phase mask based on Devil’s Vortex Toroidal Lens (DVTL) in the frequency plane. Even though their scheme is valid for grayscale and binary images but it is robust against occlusion and noise attacks. In authors designed a new geometrical approach for identifying fake and real images. The applied segmentation techniques on image are to find the forgery. With geometrical representation they applied Top-Hat filtering and grey scale reconstruction for identifying forgery with curved surface reflection. Their results show the robustness of their technique. The proposed paper finds the inconsistencies using the lighting properties in an image. Our scheme validates whether an image is fake or real based on light inconsistencies.
The proposed paper is divided into four Sections. The Methodology of this paper is discussed in Section 2 followed by experimental outcomes in Section 3. Section 4 concludes the proposed methodology and suggests future improvements in this work.

2. Proposed Methodology

In this paper, 3D light is estimated from user provided data. A user has to select 3D shape in the image by defining probes for estimation of lighting. By knowing certain factors such as shading, shadows and slant angle the estimation of 3D shape can be easily obtained. Even, it is very difficult to estimate the 3D shape of surfaces, but by knowing above mentioned factors this can be achieved. To remove the uncertainties and error optimization the least square optimization is performed in this work.

A user can locate 3D shape in the image by adjusting the probe orientation w.r.t z axis and by providing corresponding slant angle $\sigma$. A probe consists of a circular base and a small vector orthogonal to the base of the probe. The user has to select this probe on the image surface such that the vector seems to be orthogonal to the object surface. To obtain the 3D shape of the image surface, we require a point $p$ and slant angle which coincide with the direction of viewer to surface. Slant angle is provided by manually estimating the direction of the surface normal onto the image. Figure 3 shows the image plane and local coordinate system to obtain the probe. Here, a user also specifies the start point and end point on the object surface which helps to estimate the orientation of the probe which is stored in a vector $v$. In the proposed work the length of this vector is limited to 10 pixels. If any unknown user selects vector length greater than 10 pixels, then the proposed algorithm automatically truncates the extra pixels.

The 3D probe is constructed using following orthogonal vectors $A1, B1$ and $C1$ as shown in Equation (1). In this $p$ is the location of the probe, $f$ is focal length, which is a mid-range value in this experiment and $c$ is principal point.

\[
A1 = \begin{bmatrix} 1 \\ f \\ p \\ 1 \end{bmatrix} \quad C1 = \begin{bmatrix} 1 \\ \frac{1}{f} \\ \frac{f}{p} \\ 1 \end{bmatrix} \quad B1 = A1 \times C1
\]

Probe’s base lies in the $B1$ and $C1$ plane. This user selected probe is parameterized by slant $\sigma$ and tilt $\tau$. To obtain both these parameters we use following rules as defined in Equation (2).

\[
\sigma = \sin^{-1}\left(\frac{1}{f} \right), \quad \tau = \tan^{-1}\left(\frac{\nu_1}{\nu_2}\right)
\]

The 3D shape construction requires both $f$ and $c$. The value of $c$ is w.r.t orthogonal projection is considered as zero. In the next step of the proposed method, using the obtained 3D shape and surface normal the calculation for light estimations is processed.

In the proposed work, we assume that the illumination on the surface of the scene is constant around all the directions and is illuminated by a single point light source. This assumption gives us a basic terminology related to the radiance of the scene which is given by $r = n.s + a$. In this $n$ is surface normal obtained by $n^T = (n_x, n_y, n_z)$, $s$ is light source direction, obtained by $s^T = (s_x, s_y, s_z)$ and $a$ approximates the indirect illumination i.e. light term. In $r$, there are four unknown parameters which are $s_x, s_y, s_z$ and $a$. So to obtain the lighting coefficients for 3D light estimation, we need at least four surface patches (k) on the image surface with same intensity values. By combining $r$ and $n$, we attained following linear system as shown in Equation (3).

\[
\begin{pmatrix}
n_i^T \\
\vdots \\
n_k^T
\end{pmatrix}
\begin{pmatrix}
1 \\
\vdots \\
1
\end{pmatrix}
= 
\begin{pmatrix}
r_i \\
\vdots \\
r_k
\end{pmatrix}
\]

In terms of lighting parameters this linear system in Equation (3) can be written as $Ne = r$. Further, to optimize the errors in lighting parameters a least square optimization is applied by applying $e = (N^T N)^{-1} N^T r$. In the proposed work, forgery is identified in terms of azimuth $\Phi = -\tan^{-1}(s_y/s_x)$ and elevation $\theta = \sin^{-1}(s_z/||s||)$ w.r.t image plane. Obtained results of the proposed work show that this technique is able to identify lighting inconsistencies. The difference between $\Phi$ and $\theta$ for various image
patches (fake and real) identifies the tampering with the image. In this work, the range of azimuth and elevation values lies from $(-\pi \text{ to } \pi)$ and $(-\pi/2 \text{ to } \pi/2)$ correspondingly.

### 3. Experimental Outcomes

The results of the proposed technique are carried out using some existing images which are taken from and some are captured by our cameras. For all images, this technique shows its robustness and works on user provided data and detects forgery in image objects based on estimation of light source. Figure 4 shows the doctored image in which user selects probes on different patches. In this image football is fake with respect to the entire scene. The obtained results in Table 1 show that football is inconsistent with estimated light source compared to other objects in the image. For every patch user selected 7 to 10 probes in this work. The value of $\Phi$ lies from $-100^\circ$ to $-95^\circ$ while for $\theta$ the values varies from $-15^\circ$ to $-25^\circ$. First four values in Table 1 are consistent while the values obtained from football are inconsistent w.r.t. first four values.

| Selected Patch        | $\Phi$ | $\theta$ |
|-----------------------|--------|----------|
| Dark Boy Face         | -100   | -15      |
| Dark Boy Elbow        | -95    | -25      |
| Fair Boy Elbow        | -120   | -18      |
| Fair Boy Face         | -95    | -18      |
| Football              | 90     | 25       |

In Figure 5, a dog is intentionally inserted to check the performance of the proposed work. Figure 6 demonstrates results for measured $\Phi$ and $\theta$ for Figure 5. In this, user select probes on two different corners of image grass and one from the dog face. Experimental results as indicated in Figure 6 show that lighting on dog face is inconsistent while rest patches are consistent with the scene.

### 4. Conclusion

In the proposed paper, we presented a digital image forensic technique based on assessment of the light source(s) for an image. This technique is able to estimate the lighting properties and hence detects the forgeries for various objects present in the image. Lighting directions are estimated by using azimuth and elevation/orientation parameters. The errors may appear in results depending on the user choice for selecting the probes. This can be overcome by implementing the automatic selection of probes. The proposed approach generates the 3D shape which is further used to detect the 3D lighting in the image for various objects. Finally, least square optimization is used to improve the accuracy of this technique. In future, this technique can be designed for more than one light source environments and can also be improved for different illumination intensities where probes are chosen on uneven intensities simultaneously.
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