Enhancing the AliEn Web Service Authentication

Jianlin Zhu 1, Pablo Saiz 2, Federico Carminati 2, Latchezar Betev 2, Daicui Zhou 1, Patricia Mendez Lorenzo 2, Alina Gabriela Grigoras 2, Costin Grigoras 2, Fabrizio Furano 2, Steffen Schreiner 2,3, Olga Vladimirovna Datskova 2, Subho Sankar Banerjee 4, Guoping Zhang 1

1 College of Physical Science and Technology, Central China Normal University, 430079, China
2 CERN, CH 1211 Geneva 23, Switzerland
3 CASED, Darmstadt, Germany
4 LNM Institute of Information Technology, India

E-mail: Jianlin.Zhu@cern.ch

Abstract. Web Services are an XML based technology that allow applications to communicate with each other across disparate systems. Web Services are becoming the de facto standard that enable interoperability between heterogeneous processes and systems. AliEn2 is a grid environment based on web services. The AliEn2 services can be divided in three categories: Central services, deployed once per organization; Site services, deployed on each of the participating centers; Job Agents running on the worker nodes automatically. A security model to protect these services is essential for the whole system.

Current implementations of web server, such as Apache, are not suitable to be used within the grid environment. Apache with the mod_ssl and OpenSSL only supports the X.509 certificates. But in the grid environment, the common credential is the proxy certificate for the purpose of providing restricted proxy and delegation. An Authentication framework was taken for AliEn2 web services to add the ability to accept X.509 certificates and proxy certificates from client-side to Apache Web Server. The authentication framework could also allow the generation of access control policies to limit access to the AliEn2 web services.

1. Introduction

AliEn2[1, 2] is a lightweight Open Source Grid Framework developed by the ALICE(A Large Ion Collider Experiment) Collaboration at CERN with the aim of offering to the end user a transparent access to distributed computing and storage resources all over the world. It started within the ALICE Off-line Project and constitutes the production environment for simulation, reconstruction, and analysis of physics data of the ALICE. AliEn2 is deployed on more than 85 sites all over the world which contributes more than 30,000 CPU cores and 10PB of storage with the number of resources increasing every year.

Even if originally developed for ALICE, AliEn2 can be used by any other Virtual Organization (VO). The services in AliEn2 could be divided into three categories: Central Services, Site Services, Job Agents. In Figure 1, Single VO runs only one set of Central services which can operate many site services. Subsequently, one site service can maintain many Job Agents running on the worker nodes. According to the three categories, services of AliEn2 are as follows:

- Central Services, deployed once per organization - Job/Transfer Manager/Broker, etc.
- Site Services, deployed once per site - ClusterMonitor, CE, PackMan, MonALISA, etc.
General service overview of AliEn2 framework has been presented in Figure 1. The Central Services in ALICE Virtual Organization deployed at ALICE Computing Center. The Central Services along with LDAP Server, File Catalogue, Task Queue and Transfer Queue are responsible for keeping the whole information about users, jobs, transfers, sites, distributing the jobs to the suitable sites, and checking the authentication and authorization of users. The Site Services in one site like siteA deployed inside VOBOX which is used to automatically manage the services, is in charge of asking jobs from Central Services, executing the jobs on the worker nodes, registering the jobs results to the Central Services, saving the results on the Storage Element in Figure 1. There are some other components (i.e. XRootD[3], CREAM[4], etc) working together with the Site Services.

A security model to protect these services is essential for the whole system. In this paper an authentication model is introduced into the AliEn2. Standard X.509 public key certificates[5] are used, Public Key Infrastructure(PKI), the SSL/TLS protocol, and X.509 Proxy Certificate[6] for authentication and message protection.

2. General Authentication View
To interact directly with a remote service a certificate can be used to prove identity. Authentication is the process of verifying one’s claim of identity. Combined with the Authorization in AliEn2, the user could use all the resources distributed all over the world.

2.1. Security Goal and Consideration for AliEn2
Considering that AliEn2 is a grid platform, there are specific aspects that must be addressed by the system, as presented below:

- Allow for the creation and operation of virtual organizations.
- Allow for coordination of shared resources.
- Allow for controlled sharing of resources.
- Allow for access from large number of dispersed users and delegation for the users.
- Allow for Inter operability with other Grid Components.
• Allow for the proxy certificate compatibility.

Based on the fact most of the grid projects use the public-key system, all users participating in the LHC experiments have X.509 certificates. The X.509 certificate interacts directly with a remote service, the X.509 certificate is used to prove the user’s identity. But it is insecure to send the private key to the remote service when the client needs the remote service to do something on behalf of itself. For secure and delegation purpose, the proxy certificate is created to allow limited delegation of rights and acts on the owner’s behalf for a remote service.

Proxy Certificate could be signed by either an X.509 End Entity Certificate (EEC) or by non-limited Proxy Certificate (PC). This EEC or PC is referred to as the Proxy Issuer. It has its own public and private key pair distinct from any other EEC or PC. It has an identity derived from the identity of the EEC that signed the PC. When a PC is used for authentication, it may inherit rights of the EEC that signed the PC, subject to the restrictions that are placed on the PC by the EEC. Although its identity is derived from the EEC’s identity, it is also unique. Proxy Certificates allow an entity holding a standard X.509 public key certificate to delegate some or all of its privileges to another entity which may not hold X.509 credentials at the time of delegation.

VOMS (Virtual Organization Membership Service) proxy certificate [7, 8] can be used in the Grid platform to carry extra user information about the roles and privileges of users within a VO. This extra information is presented to services via an extension to the proxy certificate. When the user wants to generate a VOMS proxy certificate, at the time the proxy certificate is created, one or more VOMS servers are contacted, and they return an Attribute Certificate (AC) that is signed by the VO and contains information about group membership and any requested roles within the VO, the ACs are embedded in a standard proxy. The proxy and each AC has its own lifetime. Typically each AC has the same expiration time as the proxy as a whole, but it is possible that they may be different depending on VO policies and on the times specified when the proxy is created.

From the above discussion, proxy certificates were chosen as the means of authenticating the users and services in the Authentication Model of AliEn2, because proxy certificates have more useful information about the users, allowing limited delegation of rights and a rather short lifetime.

2.2. Authentication model for AliEn2

AliEn2 Authentication model can be divided into five level. General overview of these sections is described in Figure 2. The model supports Grid Security Infrastructure (GSI) based on Public Key Infrastructure. The meaning of each level is explained as follows:

• Message Format is Simple Object Access Protocol.
• SSL/TLS protocol ensures the transport level security. It provides for both integrity protection and privacy (via encryption).
• X.509 EECs are for global authentication. They provide each entity with a unique identifier and a method to assert that identifier to another party through the use of an asymmetric key pair bound to the identifier by the certificate.
• X.509 proxy certificates are extension to X.509 certificates. GSI proxy certificates and VOMS proxy certificates as a means of authenticating user and delegating authority from users to remote servers. They could bridge disparate security mechanisms, basic support for delegation, policy distribution, single sign-on.
• The Authorization uses AuthZ mechanisms in AliEn2. AuthZ mechanisms are based on the File Catalogue and Quota.
All AliEn2 entities joining the grid platform need certificates. The user needs X.509 certificate which has one year validity time and a private key requiring pass phrase protection. The host providing public services needs X.509 certificate without pass phases. The service which has to deal with other services and prove its delegated identity to other services need proxy certificate.

The model is based on the public-key system and is a strong authentication with challenge-response mechanism which is a typical centralized mutual authentication protocol. After the security channel has been established, the next step is authorization. In AliEn2, the information about each user (such as Distinguish Name, roles, etc) is registered in the database and LDAP. If needed, the services could use the information from the certificate to check the right of the user. For instance the Authen service uses the DN got from certificate provided by the user to check whether this user has right to execute the commands and use the resources in the platform. Once the client signs into the system, he could use all the resources with the right permission and all the messages he sent is under protection. The user only enters the password once to generate a proxy certificate. Then the user connects to AliEn2 and can submit jobs or file transfers.

3. Core Components for AliEn2 Authentication

3.1. Implementation of AliEn2 Authentication

Implementation for this security model is as follows:

- Use Apache as the container for running AliEn2 services.
- Use mod_perl[9] for supporting the perl language.
- Use mod_ssl[10] for the SOAP message protection and add patches to mod_ssl for accepting and verifying proxy certificates.
- Use mod_gridsite[11] for dealing with the delegation and access policies.

Mod_perl integrates AliEn2 services with Apache and distributes http requests to different handlers of the services. The mod_ssl and mod_gridsite accepts GSI proxy certificates and VOMS proxy certificates. For the GSI proxy certificate, it has four types of proxy certificates: (1) a limited globus proxy; (2) a legacy globus proxy; (3) a pre-RFC3820 compliant proxy; (4) a RFC3820 compliant proxy.

Now all the services could have three ways to be started. One way is started as a SOAP::Lite[12] server. The AliEn2 services run as a soap server. The second and third way depends on the configuration published at LDAP server and configured at config file of Apache.
In the second method, the services run inside of Apache without the security function. The third way is that if the format of the service address starts with https then the service will commence with enabled security protection. In all of the three ways, only the third way is related to the Authentication Model. The whole process of dealing requests from the client under the Authentication Model has been presented in Figure 3. From the Figure 3, when one side wants to "talk" to one of the services, the whole communication could be separated into two phases. In Phase 1, both sides use SSL/TLS protocol to build security channel. In this phase, AliEn2 supports mutual authentication and both sides must have the certificates. There are two methods provided for the proxy certificates verification. When the SSL session is established, then the process goes into the Phase 2. In Phase 2, the http transaction takes place. AliEn2 is a project written in perl language, and the mod_perl is used to deal with the requests from the Apache server and forward the requests to different services.

There are different ways to use GSI proxy certificates and VOMS proxy certificates. In ALICE experiment, AliEn2 User Interface supports both proxy certificates for Authentication and handling user information stored in database and LDAP for Authorization. Because of the grid platform organized with many middle wares, the sites distributed all over the world and the experts from other experiments. In order to maintain and update the softwares of ALICE experiment, AliEn2 supports VOMS proxy certificates for Authentication and Authorization with different roles and purposes.

### 3.2. Methods for verification

For the AliEn2 services running within Apache, there are two ways to verify the proxy certificates. The attributes of the methods are set in the configure file of Apache before the services are started.

The first one is that we add functions for checking proxy certificates to mod_ssl, through mod_ssl could achieve verify the proxy certificates. The Apache configuration file needs to set up several variables like SSLEngine, SSLVerifyDepth, location of CA. The certificates received from the user side through the SSL handshake are organized into a chain of proxy certificates which is made from generated proxy certificates and the user’s certificate, as well as the proxy key. The depth of the proxy certificate chain should be within the depth of SSLVerifyDepth. Each certificate should be verified according to the algorithms described in RFC3280[6], RFC3281[13].
The second method for authentication is based on the first method, the administrators of the AliEn2 could define the access control policy for each AliEn2 service with GACL (Grid Access Control Language) [14] or the emerging XACML (eXtensible Access Control Markup Language) [15] to service the correct people for doing the soap call. GACL and XACML are both XML based languages and the administrators could modify the file by themselves. They could give different rights to different users according to the DN or VOMS FQAN (Fully Qualified Attribute Names).

The second method is related with the authorization. If the AliEn2 services are ran in a security model, the second method could be used to do some authorization tasks before the Authen Service checks the roles, DN, quotas of the user, and it could save the time.

4. Conclusion
At the end of the 2010, the AliEn2 version in which Authentication with the Authorization were integrated was deployed. All the Central Services work under the Authentication Model with the security protection. Specially for Authen service, it uses the information got from the proxy certificate to check whether the user has the right to do different level operation. After the whole grid platform runs for a time, the efforts will focus on the Authorization Framework along with the Authorization mechanisms in AliEn2 to provide more flexible mechanisms for the sites to control the resource access and for the users to delegate rights.
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