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Abstract. Resource is very limited in satellite communications, thus issues on security and power-efficiency in satellite communications have aroused extensive attention in recent years. In this paper, we have proposed a transmission scheme in satellite communication systems, which is secure and power-efficient. The binary bit sequence is encrypted prior to the modulation step, thus achieving security. The security analysis is based upon the Wyner wiretap model. In the wiretap model, the transmitter attempts to send messages to the legitimate receiver, meanwhile the eavesdropper is passively wiretapping. The legitimate receiver is assumed to have a good knowledge of the secret keys, so he can recover the original signal. However, the eavesdropper experiences severe interference and cannot mitigate it. The secrecy performance is measured by the secrecy rate. The secrecy rate is the rate difference between the legitimate communication and the illegal communication. Security of the proposed scheme is demonstrated by the mathematical analysis and Monte-Carlo simulations. In addition, the key space and the time needed to crack the secret keys are also calculated. The analysis results illustrate that the proposed scheme can provide a substantial security enhancement to the satellite communication system, meanwhile achieves power-efficiency.
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1. Introduction

As we know, resource is very limited in the satellite communications. Meanwhile, the transmitted information can be easily eavesdropped due to the openness nature in wireless communications. There has been a growing demand for security, spectrum and power efficiency in satellite communications. Security has also gained extensive attention in satellite communication systems recently, especially in military applications. The aim of DVB-S2 (Digital Video Broadcasting-Satellite, second generation) standard is to provide high quality broadcasting service [1]. Therefore, it is important to design a power-efficient and secure communication scheme in satellite communications.

A general structure of the wiretap model in satellite communications is depicted as figure 1, in which the legitimate transmitter intends to send messages to the legitimate receiver. The general satellite systems are inherently prone to adverse attacks, it is because the wireless communication is featured as openness. Therefore the sensitive satellite information can be easily intercepted and illegally utilized. The eavesdropper can make full use of the intercepted information, thus some sensitive information can be leaked.

Most of the researches on the security of the satellite communication focus on the upper layers [2], which may increase implementation difficulties and vulnerabilities to adverse attacks. Most of the encryptions on the upper layers leave the address or the header information unencrypted, thus will
increase the possibilities of the information leakage. In addition, enhanced computing power of computers may crack the encrypted information, which is encrypted by the conventional encryption algorithms. The physical layer security can be a superior candidate, or at least an effective supplement to the upper layers security. Furthermore, the encryption scheme in the physical layer and the upper layer security can be combined to enhance the security of the satellite communication systems. Physical layer security has initially been proposed by Wyner [3], which aims to cause severe interferences to the eavesdropper based on the information theory. As a commonly used measure to measure the security level, The secrecy rate, which is defined as the rate difference between the legitimate link and the eavesdropping link in the Gaussian channel [4], is commonly used to measure the security level.

As to the traditional physical layer security techniques applied in satellite communications, artificial noise [5] and beamforming [6] have already been used. However, the power-efficiency is relatively low due to the additional antenna and power assumptions. The cryptographic algorithms relate to chaos have attracted much research interest recently [7], and it is widely applied in wireless communications. Chaotic sequences are featured as pseudo randomness, ergodicity and high sensitivity to initial values [8], and hence uncorrelated chaotic sequences can be generated. Confronted with the some possible severe security issues, the application of the chaos encryption is getting essential in wireless communications. As the burst of errors can be converted into seemingly random errors under the effect of chaos encryption, thereby minimizing the effect of error bursts. Moreover, the strong ability of randomization makes the information totally meaningless for the eavesdropper, thus enhancing the security level. In recent years, chaos cryptography is emerging as a novel and potential technique on the physical layer security as it can enhance both confidentiality and meanwhile achieve power-efficiency. In order to minimize power consumption of the satellite communication, 1 dimension logistic chaotic maps are adopted in the proposed scheme.

As the burst of errors can be converted into seemingly random errors under the effect of chaos encryption, thereby minimizing the effect of error bursts. Moreover, the strong ability of randomization makes the information totally meaningless for the eavesdropper, thus enhancing the security level. In recent years, chaos cryptography is emerging as a novel and potential technique on the physical layer security as it can enhance both confidentiality and meanwhile achieve power-efficiency. In order to minimize power consumption of the satellite communication, 1 dimension logistic chaotic maps are adopted in the proposed scheme.

![Wiretap model of the satellite communication.](image)

**Figure 1.** Wiretap model of the satellite communication.

This paper proposed a chaos-based encryption scheme in satellite communication. Thus the communication system can exhibit robustness to the adverse attacks. The bits which are processed by chaotic encryption will get utterly useless for the eavesdropper. A corresponding decryption block at the intended receiver end uses the inverse operations to recover the original information sequence, while the unintended receiver cannot extract the original signal without the right keys. Considering the low complexity of the LDPC codes, we employ LDPC codes. The encryption scheme is on the basis of the OFDM communication system and employs the chaotic encryption. It not only enhances the security level, but also enhances the power-efficiency. In the latter design, we will introduce logistic chaotic maps to the satellite communication systems. The corresponding mathematical analysis will also be performed to validate the security of the proposed scheme.
The paper is outlined as the following: In section 2, basic structure, properties of OFDM, logistic chaotic map and LDPC codes are elaborated. Section 3 presents the proposed secure transmission scheme. Corresponding mathematical analysis are performed in section 4, and Section 5 contains some concluding remarks and future work.

2. Background
In this section, we give an explanation of the basic components included in the proposed satellite communication system. Although OFDM, LDPC codes and logistic chaotic maps have already been applied in the wireless communications, their basic structure and properties are still being introduced in detail. We will elaborate the advantages of these techniques applied in the satellite communication systems.

2.1. OFDM
Faced with an increasing shortage of spectrum resource in the satellite communication, OFDM has drawn a huge amount of attention owing to its inherent properties, such as high spectral efficiency, tolerance to the frequency selective fading, simple and flexible implementation. OFDM utilizes multi-carrier modulation to achieve high reliability and high spectral efficiency [9]. Multiple mutually orthogonal subcarriers are used to transmit data in OFDM. It can improve the spectrum utilization as it decreases the influence of the frequency selective fading [10]. Thus OFDM has become the basis of many telecommunication standards. Moreover, OFDM is becoming an irreplaceable part in the communication systems such as long term evolution (LTE), 5G communications, worldwide interoperability for microwave access (WiMAX) [11].

A general OFDM digital implementation structure is described in figure 2. At the transmitter side, the series-to-parallel transformation module divides the bit sequence into a plurality of sub-signals to be transmitted and the plurality of sub-signal assigned to each subcarrier is superposed on each other. Each sub-carrier must be strictly orthogonal to each other. The modulated data is transformed into time-domain signal after IDFT. Then the sequence is transformed by the parallel-to-series and analog-to-digital process, thus composing the signal to be transmitted.

At the legitimate receiver end, inverse operations can be performed to obtain the original signal.

![Figure 2. the OFDM digital implementation structure.](image)

2.2. Logistic Chaotic Map
Many researchers have found that there is a close relationship between chaos and cryptography in recent years. The pseudorandom property of the chaotic sequence makes the bits distribute randomly, so the burst errors can be spread to a great extent. In addition, the high peak-to-average power ratio (PAPR) the general OFDM system inevitably suffers from can be reduced to a great extent with the introduce of the chaotic maps [12]. In a word, the application of the chaotic maps guarantees security and reliability simultaneously during communication.

A chaotic system is a dynamical nonlinear system. The superior security obtained by the chaotic map benefits from its non-binary nature. The chaotic mapping is a dynamic value-continuous time-discrete equation, which depicts the relationship between the current state and the next state. Its
operation does not only depend on the current symbols but also on the previous symbols. A logistic chaotic map [13] can expressed as (1).

\[ x_{n+1} = \mu x_n (1 - x_n), u \in (3.57, 4], x_n \in (0,1) \]  \hspace{1cm} (1)

In the above expression, \( \mu \) presents the bifurcation parameter, \( n \) denotes the iteration times. It has been proved that the chaotic system falls into pseudo-random chaotic state after a certain times of iteration, provided that \( \mu \) is within the range of \((3.57, 4]\) [14]. And a small discrepancy from the initial value can cause a totally different value after a certain number of iterations.

Figure 3 reveals that the system behaves differently with the increase of \( \mu \). When \( \mu \) is close to 4, the system achieve chaos. Therefore, the system behave good randomness when \( \mu \) is within the range of \((3.57, 4]\). In order to distinguish chaos or not, the Maximum Lyapunov exponent [15] is used.

2.3. Low Density Parity Check Codes

Low-Density Parity-Check (LDPC) codes, discovered by Gallager [16], show superior BER performance, which approaches the Shannon limit over the AWGN channels [17]. LDPC codes have many advantages such as low decoding complexity, low latency, therefore LDPC codes are commonly employed in the satellite communications.

LDPC codes are block codes with parity check matrices, which contain very few non-zero terms. LDPC codes have a simple graphical representation based on Tanner graph. It contains two groups of nodes, namely check nodes and variable nodes [18]. The rows and columns of the parity check matrix are represented by the check nodes and variable nodes, respectively.

Assuming that the parity-check matrix has \( M \) rows and \( N \) columns, the parity-check matrix can be expressed as a \( M \times N \) matrix. Take a \( 4 \times 6 \) parity check matrix as an example, and the tanner graph is presented as figure 4.

\[ H = \begin{bmatrix}
1 & 0 & 0 & 1 & 0 & 1 \\
0 & 1 & 1 & 0 & 0 & 1 \\
1 & 0 & 1 & 0 & 1 & 0 \\
0 & 1 & 0 & 1 & 1 & 0 \\
\end{bmatrix} \]

The commonly used decoding algorithms are Belief Propagation algorithm, Bit-flipping algorithm, and Logarithmic domain Belief Propagation algorithm [19]. The decoding complexity and the minimum distance increases with the increasing code length.

LDPC codes have many advantages such as relatively low complexity, good reliability and implementation flexibility.
3. Overview of the System Model
In this section, the systematic transmission model is presented. Figure 5 depicts the schematic diagram of the secure OFDM transmission system in the satellite communication. As viewed from figure 5, the random binary bit sequence is encoded by the LDPC coder and mapped by the logistic chaotic map. Under the effect of the logistic chaotic map, the binary bits are distributed in a totally different order, thereby completing encryption. In the practical application, the key distribution mechanism is essential, there are some referential mechanisms [20].

![System model of the proposed communication scheme.](image)

The encrypted serial sequence is converted into parallel sequence and modulated. Then the modulated signals are mapped by the chaotic maps before IDFT. Then the encrypted information sequence are processed by the IDFT module, thereby transforming into the frequency-domain signal. Finally the encrypted signals are transmitted by the antenna.

At the intended receiver end, the signals are processed by the inverse operations with the secret keys. The encryption and decryption are controlled by the secret keys. However, the unintended receiver are unable to recover the original information.

4. Performance Evaluation and Analysis
At first, we give an overview of the wiretap model, and then deduce the expression of secrecy rate, figure out the secret key space and the time needed to break the cypher. In the end, corresponding MATLAB simulations are performed to validate the feasibility and reliability of the proposed scheme.

4.1. Overview of the Wiretap Model
The wiretap model used in the following analysis is shown in figure 6, in which the legitimate Alice attempts to communicate with the legitimate receiver Bob while Eve is passively eavesdropping. All nodes are assumed to be equipped with one antenna. The signals obtained by the Bob and Eve are expressed as below.

\[ y_B = h_B s + n_B \]  \hspace{1cm} (2)

\[ y_E = h_E s + n_E \]  \hspace{1cm} (3)

In the above equation, \( s \) is the transmitted signal, \( n_B \) and \( n_E \) represent the Gaussian noise, \( h_E \) and \( h_B \) denote the channel gains of Alice-to-Eve link and Alice-to-Bob link, respectively.

The intended receiver Bob is assumed to have a good knowledge of the secret keys. Therefore Bob can recover the original signal correctly, while Eve is not capable of obtaining the original signal. In the latter analysis, the secrecy rate denotes the maximum reliable rate of information transmission in the legal links. The secrecy rate is given by (4).
Figure 6. The wiretap model.

\[ G_{sec} = \left[ C_D - C_E \right]^+ \] (4)

In the above equation \([x]^+\) denotes \([0, x]\). The capacity in the Alice-to-Bob link and the Alice-to-Eve link is denoted in (5) and (6), respectively.

\[ C_{AB} = \frac{1}{2} \log_2 (1 + \gamma_D) \] (5)

\[ C_{AE} = \frac{1}{2} \log_2 (1 + \gamma_E) \] (6)

In the above equation, \(\gamma_D\) and \(\gamma_E\) are the signal-to-noise ratio of the Alice-to-Bob link and Alice-to-Eve link, respectively. Consequently, we can get the expression of secrecy rate shown as (7).

\[ C_s = \left[ \frac{1}{2} \log_2 (1 + \gamma_D) - \frac{1}{2} \log_2 (1 + \gamma_E) \right]^+ \] (7)

4.2. Secrecy Rate Analysis

We adopt the MQAM as the modulation method in the proposed system. So within the time of \([0, T_s]\), the modulated MQAM signals on the \(i\)-th subcarrier can be denoted as equation (8).

\[ s_i(t) = A_i g(t) \cos(2\pi f_i t) - A_i g(t) \sin(2\pi f_i t) + \text{Re}\left\{A_i g(t)e^{j2\pi f_i t}\right\} = \text{Re}\left\{A_i g(t)e^{j2\pi f_i t}\right\} \] (8)

In (8), \(A_i\) denotes the transmitted QAM symbol constellation points, \(A_i\) and \(A_i\) represents the co-directional component and the orthogonal component, respectively. \(f_i = f_c + i\Delta f\) is the frequency of the \(i\)-th sub-carrier, and \(g(t)\) is the impulse response of pulse shaping filter. The OFDM signal can be expressed as (9), in which \(a(t)\) is the complex envelope of the OFDM signal in the expression of \(s(t)\).

\[ s(t) = \sum_{i=0}^{N-1} s_i(t) = \text{Re}\left\{\sum_{i=0}^{N-1} A_i g(t)e^{j2\pi f_i t} \right\} = \text{Re}\left\{a(t)e^{j2\pi f_i t}\right\} \] (9)

The complex envelope of OFDM signal is sampled to be time-discrete signal, thereby realizing the baseband digital modulation for OFDM. During the period of time \([0, T_s]\), the sampling time is set as \(m T_s/N, m = 0, 1, \ldots N-1\), and the sampled signal of the complex envelope can be denoted as (10). The below equation also describes the expression of the sequence \(\{A_i\}\) processed by IDFT.

\[ a_m = a \left( m T_s/N \right) = \sum_{i=0}^{N-1} e^{j2\pi i\Delta f m} = \sum_{i=0}^{N-1} e^{j2\pi i m/N} \] (10)
At the receiver side, the complex envelope can be recovered by the orthogonal demodulation, by which we can get the sampled time-domain sequence \( \{a_0, a_1, \ldots, a_{N-1}\} \). And after DFT, the transmitted frequency-domain sequence \( \{A_i\} \) can be denoted as (11).

\[
A_i = \sum_{m=0}^{N-1} a_m e^{-j2\pi m i / N}, i = 0, 1 \ldots N-1
\]

(11)

The sampled OFDM signal in the time domain is denoted as \( \{a_m\} \), and the signal in the frequency domain is expressed as \( \{A_i\} \). In the Alice-to-Bob link, the legitimate receiver is able to recover the signal correctly. And hence the capacity can be expressed in (12), in which \( \delta^2 \) denotes the power of Gaussian noise.

\[
C_{AB} = \frac{1}{2} \log_2 \left( 1 + \frac{\sum_{i=0}^{N-1} A_i^2}{\delta^2} \right)
\]

(12)

As to the Alice-to-Eve link, the eavesdropper is trying to break the cypher to recover the signal. We assume that there are \( \theta \) percent of bits that can be recovered correctly. Thus the capacity can be expressed as (13):

\[
C_{AE} = \frac{1}{2} \log_2 \left( 1 + \frac{\theta \sum_{i=0}^{N-1} A_i^2}{(1-\theta) \sum_{i=0}^{N-1} A_i^2 + \delta^2} \right)
\]

(13)

So we derive the expression of the secrecy rate shown as (14).

\[
C_{sec} = \left[ \frac{1}{2} \log_2 \left( 1 + \frac{\sum_{i=0}^{N-1} A_i^2}{\sigma^2} \right) - \frac{1}{2} \log_2 \left( 1 + \frac{\theta \sum_{i=0}^{N-1} A_i^2}{(1-\theta) \sum_{i=0}^{N-1} A_i^2 + \sigma^2} \right) \right]^*
\]

(14)

It is assumed that the probability of the parameter \( \theta \) obeys the normal distribution, and hence the secrecy capacity can be further expressed as (15).

\[
C_{sec} = \left[ \frac{C_{AB} - \theta \sum_{i=0}^{N-1} A_i^2}{(1-\theta) \sum_{i=0}^{N-1} A_i^2 + \sigma^2} \right]^*
\]

(15)

Based on the above equation, we obtain the curve of the secrecy rate as a function of SNR. Notice that a positive secrecy rate can be obtained in figure 7 and the proposed encryption scheme presents a superior security performance. It is worth noting that a considerable difference exists between the legal link and the illegal link.
4.3. The Secret Key Space

In our scheme, logistic maps are used to encrypt the information bits, in which initial values and bifurcation parameters serve as the secret keys. The chaotic sequence is highly sensitive to initial conditions. The experiment reveals that when the initial value or bifurcation parameter changes slightly in the order of magnitude of \(10^{-15}\), the adjacent orbits will be separated completely after more than 40 times of iterations.

The systematic parameter used in the logistic chaotic system ranges from 3.56994 to 4. So the key space of the proposed scheme is \(0.43006 \times 10^{30}\). Assuming that the computer is able to complete \(10^6\) times of computation per millisecond, the decryption time needed is \(1.365 \times 10^{13}\) years. In case the confidential information is captured by the illegal receiver, the secret keys can hardly be cracked and extracting the useful information seems impossible. Therefore, the proposed scheme can exhibit robustness to resist the exhaustive attacks.

5. Conclusion and Discussion

The proposed communication scheme has the following advantages:

In terms of confidentiality, the above mathematical analysis suggests that the proposed approach is able to provide good security enhancement of the transmission. There exists a huge secret key space and it is difficult to crack the information. Seldom can the eavesdropper break the cipher and recover the original signals correctly, and the positive secrecy rate can always be obtained.

In terms of power efficiency, the proposed scheme achieves good power efficiency. The introduced logistic chaotic maps have relatively low complexity and the implementation is relatively easy. The proposed scheme can save power and can meet the demand of the satellite communications.

With respect to flexibility, the chaotic logistic map, OFDM and LDPC code can be flexibly designed and the parameters can be set according to the practical scenario. The superior performance can be obtained at the cost of complexity, power consumed and latency. We should balance the superior performance and the cost in the practical applications.

In this paper, we propose a novel encryption method to enhance security in OFDM satellite communication systems, which exploits the pseudo random property of the logistic chaotic map. Under certain approximations, we figure out the secrecy rate the proposed system can approach. In the end, we complete the corresponding mathematical analysis to demonstrate the superiority of the proposed approach.

There still exists room for improvement in the future research. On one hand, this paper only concentrate on the logistic map used in the physical layer. Considering that the pseudo-random property of the chaotic maps can be fully utilized, we will extend the chaotic maps with the upper layers in the future, thus composing a comprehensive security system. On the other hand, we will investigate other approaches to further improve the power efficiency in the satellite communication.
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