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Abstract: The development of Information Technology is very rapid at this time, triggering developments in other fields, one of them in the field of education. Currently, Information Technology is not only viewed as a field of education, but more than that Information Technology began to be developed in order to assist the development of the field of education itself. This is because the development of Information Technology in support of information exchange progress is increasingly dominant in today's society. Information Technology is expected to not only support the development of education alone, but more than that Information Technology is expected to provide solutions on existing educational and information problems. Application of steganography in message insertion will be more valuable that can be used as a positive value tool. In this research will be made system of steganography with LSB (Least Significant Bit) method. With the aim that all the information (message) inserted into the media images, audio and video could not be opened easily by people who have no interest.
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I. INTRODUCTION

In the development of information technology, one of the main ideas is security. Some things that must be met when the message is sent to the recipient are confidentiality, integrity, availability, authenticity, and non-repudiation. These five computer security concepts protect messages sent to the receiver by sending the messages delivered safely without less than one bit of data. Confidentiality is a term used to prevent access to information by an individual or an unauthorized system. Integrity in terms of information security means data coule modified without being detected. Availability describes the purpose of the message, where it is required that such information be accessible and available. Authenticity explains that the messages sent are authentic, as well as the sender and receiver are the true parties who actually send the message. Non repudiation is a term to explain a party could not dodge having done a transaction, in this case sending a message. Judging from the above security issues then developed an electronic message security method called steganography (steganography). Steganography is the art of concealment of messages into other messages in such a way that others do not realize there is something in the message conveniently sending a secret message to the image. In this way it will be very difficult to read the invisible message inserted on the image media if the message is not extracted from the image media first, and the message will be stored safely.
The method used for concealment of secret messages on the application to be created is by inserting a message into the low bit (LSB - Least Significant Bit) on the pixel data that compiles the image file. This LSB (Least Significant Bit) insertion method is inserting a message by replacing bits to 8, 16 and 24 in the binary representation of the image file with a binary representation of the secret message to be hidden. Thus on every pixel 24 bit BMP image file can be inserted 3 bit message (Masaleno, 2006).

II. RELATED WORK

Steganography refers to an art of communication, where the art of communication is to insert a message or information to an object. The object can be image, video or sound. If we see it just a normal object without any information or messages in the object. Steganography comes from Greek. Steganos means "hidden or veiled" grape in means "to write". The ancient Greeks claimed to be the inventors of the first steganography, in 440 BC, applied a simple technique to conceal the message in the form of a tattoo on the scalp of a shaved slave, then wait until the hair grows back and the slave is assigned as a messenger to a certain area where the message may not be known by anyone other than the recipient. After arriving at the recipient the hair of the slave is shaved back (shaved) so that the message on the scalp of his head can be read. The purpose of steganography is to conceal or hide the existence of a hidden message or information. In practice, most messages are hidden by making slight changes to other digital data whose contents will not attract the attention of a potential attacker, for example a picture that looks harmless. This change depends on the key (same as in cryptography) and the message to hide. The person receiving the image can then deduce the veiled information by replacing the correct key into the algorithm used. In steganography method this method is very useful when used in the way of computer steganography because many digital file formats that can be used as media to hide messages. Commonly used formats such as:

a. Image format: bitmap (bmp), gif, pcx, jpeg, etc.
b. Audio format: wav, voc, mp3, etc.
c. Other formats: text file, html, pdf, etc.
d. The terminology of steganography has 2 algorithms, one for inserting messages and one for extracting messages. The process of message insertion is to hide messages in the media images, sound or video. And the second algorithm is reading the message, where after the message or information inserted into a media (picture, sound or video) is to read the contents of the information or message.

![Fig. 1 The Process of Steganography](image)

Stego system encoder is the main part (heart) of a steganography, where the part is the most important in insertion of a message. The message can be inserted into a medium (object) and the object can be received by its recipient without knowing any messages or information in the object. The encoder reads a cover image cm, n, where m and n have the meaning of high an object and the dimension of c. The Stego system decoder allows the stegogramme receiver to get an approximate m of the secret message. This means that the recipient will still get the content of the message within an object without increasing or decreasing the capacity of the object. Steganalysis is a technique used to express the existence of steganography. There is several software that can analyze the use of steganography technique. Some analyze the changes made to the Meta data file. Then others analyze from the file characteristics have been using certain software for steganography.
Some compare the original file, then look for the difference and the pattern used so that in this way not only can the file has experienced steganography process can also know hidden message. But the technique of steganalysis could not be used to find out the hidden message if it turns out the message is cryptographic. So a good way to do steganography is to assume that people will know that there is a hidden message that is done again with cryptography. The selection of cryptography is also not done carelessly and uses a proven efficacy such as 3DES and SHA-1.
Discrete Cosine Transform (DCT) is used to convert a signal into its basic frequency component. DCT was first introduced by Ahmed, Natarajan and Rao in 1974 in his paper entitled "On image processing and a discrete cosine transform" (Watson, 1994).

DCT has two main properties for image and video compression:

a. Concentrate image energy into a small number of coefficients (energy compaction).
b. Minimizes interdependencies among coefficients (decorrelation).
c. Discrete Cosine Transform of a series of n real s(x), x = 0, ..., n-1, is defined as follows (Watson 1994):

\[ S(u) = \frac{1}{\sqrt{n}} C(u) \sum_{x=0}^{n-1} s(x) \cos \left( \frac{2x+1}{2n} \pi u \right) \]

dengan \( u = 0, ..., n - 1 \)

dimana \( C(u) = \begin{cases} 2^{-1/2}, & \text{untuk } u = 0 \\ 1, & \text{untuk lainnya} \end{cases} \)

Digital watermarking is a technology to provide and prove ownership rights to digital work, detect legitimate copy, control legitimate data usage and analyze data deployment through network and server. The main purpose of digital watermarking in this paper is to design an algorithm that can be used for all types of video and can embed embedding information type code, especially binary code, in these words. On watermarking, label or code inserted into multimedia data it must be unique to identify the copyright holder and the label is difficult to remove even after multiple data transformations. So the existence of data (label) in the product must be maintained.
III. METHOD

Research on this steganography using LSB (Least Significant Bit) method, analyze LSB in data insertion (message) and analyze image quality from message insertion result. The need used in this research is to insert a message on the image with extension JPEG or BMP. Problems in this research are:

a. Determine Stego System Encoder and Stego System Decoder
b. Analyze message insertion into image
c. Use of stego-key

In the picture above explains, that the user (user) in the application has 2 concepts, the first is to create steganography and read the message content from steganography itself. In creating steganography, the user of the first stage is to insert the picture that the message wants to insert.

After getting the picture, then user enter the message into the image. Images that have been inserted messages will not change the shape or image memory itself.
After the image is inserted, the other person will not know that the picture has been inserted message, until others can open the contents of the message by using steganography application. Implementation to be done is to insert a message on the picture, and the process of inserting the message such as:

a. Message insertion process, in the message insertion process, images that have been inserted messages will not change the shape or memory of the image.
b. The process of taking messages, in the message retrieval process, messages can be retrieved or readable after the user uses a steganography application.

IV. RESULT AND DISCUSSION

From the results of this research has been done, the results obtained from these studies, while the results of research studies:

Fig 9. Selecting Images and Displaying Image Selection Results

Fig 10. Insert a message inside the picture
Fig 11. Result of hiding message

Fig 12. Memory size of the pictures

Description in Fig. 12, explains that 25.bmp and secret.bmp have the same capacity of 192 KB (196,622 bytes). From Fig. 12 it is seen that steganography will not change the shape and image memory and everything remains the same, only if we know that the picture has been inserted message.

V. CONCLUSION

After doing research on steganography, then got the conclusion, as for conclusion of this research such as:

a. Steganography is an art technique used in the insertion of messages in the media (images, video or music).
b. Steganography has 2 concepts, first is the stego system encoder and stego system encoder. Which means steganography can be used to insert messages, and can also be read the contents of messages from objects inserted messages.
c. The insertion on steganography will not change the shape (texture, color) nor the capacity or memory of the object (images, video or music) inserted messages.
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