QR CODE AND BIOMETRIC BASED AUTHENTICATION SYSTEM FOR TRAINS
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ABSTRACT: The utility of a QR Code, is plenty in terms of usage to identify a particular entity. They are barcode of sorts that can hold a certain data set. Biometric security measures are one of the safest security measures, with fingerprint based biometric security being a rather easy and efficient way. In this paper, we discuss a way to efficiently check-in to a seat, during train travel by using a QR Code and fingerprint-based authentication system. A Quick Response Code (QR Code) can be used to mark one’s attendance at their seat. Fingerprint authentication is the means to authenticate a person’s identity without having to carry any form of physical identity proof along with them, during travel. Given the present system to check tickets is rather redundant and time consuming, having to manually check the ticket and identity of each passenger. By using this system, we can create a more efficient and less time-consuming system, that has much lesser probabilities of human error to occur.
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1. INTRODUCTION

The current train ticket checking system comprises of many challenges that is the tickets must be checked manually by the conductor of the train, the passenger has to carry a physical identification proof of theirs, in their person, without which they cannot travel. The conductor of the train takes care of the entire process of checking tickets, and managing any vacancies of a seat that may take place in the course of the journey. In case of any contingencies during the travel, there is no alert system present, that can notify the respective passenger about the same. If any confirmed passenger does not board the train for the journey, their seat has to be manually reallocated to any passenger who may request for the seat, without either of the party getting any notification of the same.

With this paper, we intend on creating a system that allows for the passenger to check themselves into their seat, without having to check with the conductor. This checking in is achieved using a QR Code. This is more of a square barcode, that can be easily generated to and fed a certain data, which remains stored within the code. A QR Code can be easily scanned using any smartphone camera. On doing so, the values that are already stored in the code
are retrieved and is received on the device used to scan the code. Instead of carrying an identity proof, the passenger can simply scan their finger on a fingerprint reader, in their coach. Fingerprint is one of many Biometric security measures that are available today. Others include retinal scans, DNA based scanning etc. However, given that fingerprint based biometrics is a lot easier and effective, in comparison to the other security measures, we employ fingerprint based biometrics here. The system will send an alert to the user, prior to the train’s departure, and will also notify the passenger to acknowledge their presence in the train. However, if the passenger does not board the train, the system will automatically allot their seat to the very next person on the waiting list.

All the related reference work done with respect to this paper, is detailed further in Section II of this paper, followed by a detailed description of the overall system and each of the functional units, in Section III. Section IV illustrates the various pages displayed during execution, in the final android application. Section V concludes the paper with appropriate mention of the overall achievement made possible by using this system, with Section VI finally summing up the references and the authors, referred in this paper.

2. RELATED WORKS

SmitaPatil et al [1], has proposed that the biggest challenge faced today in the ticketing system is having to wait in queue for purchasing tickets. Their work is primarily intended toward booking suburban train tickets which is more of a challenge, in comparison to booking tickets for long journey, using the existing system. In their system, tickets are booked through a smartphone application and the ticket information is stored within a QR code. A time-based technique is used to automatically delete the ticket after a specific period of time, once the user reaches the respective destination. They employed a Cloud-based database to store all the information of every user, for security purpose which is not available in the current suburban railway system database for ticket checking. Also, the ticket checkers are given a QR code scanner, using which they were able to retrieve all the details of the passenger’s ticket. For generating the QR code, transition id was used. When this transition id gets scanned by the ticket checker, using the reader, a request is sent to the server, to retrieve the user’s data to the checker’s phone. In this way the checker can easily check the user’s ticket.

Ravi Subbanet al [2], has further done research in their paper, about the viability of fingerprint as a biometric security technique. Fingerprint of any individual does very well serve as a unique way to identify the person’s identity, in order to authenticate who they are. Fingerprint identification is also a very popular biometric security technique, as it is relatively much easier to acquire, and also the sheer availability of plentiful resources in comparison to other biometric security techniques. The plentiful resources mentioned earlier is nothing but a reference to ten fingers for an average human being, and to their established usage. Their paper further summarizes all the research that was done in the fingerprint matching techniques, their recognition methods and also the detailed performance analysis.

Xiong Wei et al [3], has described in their paper about a system that handled the problem of recording the attendance of a given set of audience, using smartphones. The system they proposed is a combination of two applications, one of it is for generating a QR Code by entering the student details and the second application is for taking the attendance for the QR Code and generating the attendance sheet in CSV or XLS format. The teacher had to scan the student’s QR code in order to confirm their attendance. Their paper details about how the system verifies each student identity in order to eliminate false attendance registrations. Their system deals with managing and evaluating the attendance of all students. A student’s QR Code was presented to the professor for marking their attendance. The respective professor, handling the subject was in charge of marking the attendance for all students of their group or class. The attendance that was marked, were in the form of binary 0 or 1, where 0 is for absent, and 1 is for present. This attendance value gets stored in a database of the particular student row in the respective table. The final attendance sheet was generated in CSV and XLS sheet for any further reference.

3. PROJECT DESCRIPTION

An android mobile application is developed through which ticket for trains can be bought online. The system consists of the travel details and a Quick Response code (QR code). If a user buys a ticket through this application,
the details of the seat that is booked, like the seat number, coach number, etc. are stored against this user’s credentials in the database. The user will have to register their name, mobile number, unique identification number, etc., while signing up for the application. The train seat will also contain QR code printed for each seat. The user has to scan the QR code on seat using a camera on their phone, through the application, and punch their fingerprint in a fingerprint reader, which is installed in each coach. The details of the seat fetched while scanning the code, is cross-checked with the stored seat details within the application, for the purpose of verifying the seat. The seat will be allotted if both the values, from the scan and those that are stored in the application match. This allocation is marked as attendance at that seat and is reflected on the database. Through this admin will know about the user’s presence on the seat. Fingerprint of the passenger can be scanned by them through the fingerprint reader. We use fingerprint as it is one of the best and most efficient means of authentication, used all over the world. Their use for human identification is based mainly on two premises: (a) permanence, and (b) uniqueness or distinctiveness. Thus the entire system is broken down into the following functional units:

3.1 **ANDROID APPLICATION:**

Client-side interaction is implemented by means of an Android application which is created and installed on the User’s Android Mobile Phone. We develop this application using Android Studio. Once we design the page we have to write the code for each functionality, within the application. Once we have created the full mobile application, it will be generated as an Android Platform Kit (APK) file. This APK file is installed in the User’s Mobile Phone as an Application. User has to register their details within the mobile application along with their Aadhar number.

3.2 **SERVER:**

The Server will maintain the User’s information in the database and verify them when required. It will also monitor the User’s information, for any changes made, within the database. Also it has to establish the connection to communicate with the User. Furthermore, it will update each User’s activities in its database in real time like the transactions being done by the user, etc. The Server will also authenticate each user before they access the Application, by means of a login password that the user had entered while registering. Thus the Server can prevent any User without authorization, from accessing the user’s credentials.

3.3 **TICKET BOOKING AND MOBILE WALLET:**

The user will have to book their ticket to travel on train through the application. While booking a ticket, system will show how many seats are available at that time in train. The passenger will book their ticket and the amount for ticket will be debited to their mobile wallet on their mobile phone. We use a mobile wallet to carry our credit or debit card information, in digital form and use this to pay for the various transactions done. This is a minimal, secure, and a more efficient way to process money transactions on the go.

3.4 **QR CODE:**

QR code is a type of matrix barcode, or two-dimensional barcode. This code is a machine-readable label that contains related information about whichever item it is attached to. A QR code uses numeric, alphanumeric, binary, and kanji format, to efficiently store data. Here we are using a QR code to store seat number, coach

![Fig 1: Architecture Diagram](image-url)
number and train number. This is a permanent QR barcode which is attached to a seat. While people book ticket to travel, the same three values from the ticket are also stored in the application. When the user scans QR code, it will retrieve the stored values within the QR code and compare it with the values in the booked ticket. If they match, it will allot that seat to the passenger.

3.5 **Fingerprint Authentication:**

User has to scan their fingerprint before they sit by means of a fingerprint reader in each coach. System will have a set of stored fingerprints from prior scans pulled from the Aadhar database. When the user scans their fingerprint, the system will cross-check this print with those stored prints and authenticates the user if they match.

![Sequence Diagram](image)

Fig 2: Sequence Diagram

3.6 **Checking Availability of Seats:**

Admin will have an application to check the availability of seats. In the application there are two views on the status of a seat - one is available, the other one is occupied. While checking for availability of seats, if any seat is unoccupied, admin can allot this vacant seat to any passenger requesting for it.

4. **RESULT**

We develop the application through Android Developer Kit, available in Eclipse IDE. The registration page is followed by the main menu as shown below in Fig 4. The user can then choose from a variety of operations. The operations include booking a new ticket, e-wallet transactions details, user’s personal information display page, view ticket page, and logout. Fig 3, illustrates the “Apply Ticket” page that is opened from the main menu.

![Main Menu After Login](image)

Fig 3: Main Menu After Login
Also from the Main Menu, user has an option to view their personal account details, through “User Information”. This User details page is illustrated in Fig 4. User has an e-Wallet available within the application, through which they can make payments to book their ticket.

Fig 4: Ticket Booking Page

The user can also recharge their mobile wallet account, view the available balance, and check transaction history of their wallet, from the “Wallet” page of the main menu. This E-Wallet transaction page is as shown in Fig 5.

Fig 5: User Details

Fig 6: E-Wallet Transactions

After having boarded the train with a confirmed ticket, the user has to scan the QR code at their seat, followed by scanning their fingerprint using the fingerprint reader, on the coach. If both the fingerprint as well as QR code match
to their corresponding identity and seat, respectively, the ticket is validated. The valid message displayed to the user’s screen is detailed in Fig 7.

![Fig 7: Fingerprint validation And QR Confirmation](image)

5. **CONCLUSION**

Thus we implement a secure travel system by enabling each passenger to check themselves in, to their allotted train seats, by means of QR code. Also, a hassle-free means of verifying their identity is implemented by means of a biometric based authentication system. Furthermore, we provide an efficient means to book train tickets for the purpose of train travel. By this system, we are providing an easier way for verifying the occupants of the seat in the train, at a given instant. Finally we are also able to implement an automated system that allocates any vacant or absentee’s seat to the next set of passengers on the waiting list, from the start of the list.
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