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Abstract. The Brazilian government has been discussing the topic of information security and the availability of information through digital media. Information made available in digital format must have the same protection as information in physical format. One of the solutions proposed in the educational area to make documents available in a secure digital format was introduced by the Ministry of Education (MEC), which was the creation of a model for signing papers and University Degree in digital format. The government defined the main guidelines for the creation of this digital signature solution through ordinances. According to the MEC, the deadline for implementing a system for signing University Degree and documents in digital format must be established by 2022. This work presents a digital signature solution for the University of Brasília (UnB). Besides, we demonstrate the current architecture used by UnB and how the creation of new solutions can be incorporated into this architecture. Thus, we present the internal architecture of the digital signature module and demonstrate how the developed solution will be integrated into the current architecture of UnB. As a main result, the proposed solution presents a reduction in the costs of signing digital documents and allows higher speed in signing University Degree and documents in digital format.
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1 Introduction

Information security is a topic widely discussed by several countries that have create increasingly stringent laws for the protection and security of information. In general, security is the ability to protect against any threat or damage, whether intentional or not, for a specific purpose [1]. Information security aims to protect the reliability, integrity, and availability of information, whether in the storage, processing, and transmission of data. To have good security, a security policy, education, training, and awareness of the parties involved in the use of technology is necessary.
Several countries have been concerned about information security and the consequences of possible data leaks. For this reason, several laws were passed to standardize the protection of information. Currently, the international law of the European Union (EU) that deals with the protection and security of personal data is the General Data Protection Regulation (GDPR) [2]. The GDPR is a regulation of the European Parliament and Council of the European Union and the European Economic Area. According to the law, based on a policy of transparency and privacy notification, the user must have control over what data will be used by companies that collect personal data.

On August 14, 2018, Brazil approved the Brazilian General Data Protection Law (LGPD) [3]. This law provides for the processing of personal data, including in digital media, intending to protect the fundamental rights of freedom, privacy, and the free development of the personality of the natural person. For these personal data, that is, digital information, to be safe, it is essential to adopt technical and administrative security measures to protect this information [3]. The LGPD determines what can and cannot be done about the collection and processing of personal data in Brazil, providing for punishments for companies that disrespect its principles [3].

One of the essential processes for protecting information is data encryption. One of the crucial uses of public-key cryptography is the use of a digital signature. It is a way for a user to sign a message or document with their private key. However, it is possible that another user can verify the veracity of the information using the public key of the user who signed the message [4]. The advantage of this approach is that, once the document or message is signed with a user’s private key, the user cannot deny having signed the document or sent the message, which guarantees strong security and the principle of non-repudiation [5].

Digital certificates were used to guarantee the authenticity of public keys, that is, to ensure that a given public key does belong only to a person or organization associated with it. This guarantee requires a trusted third party, called the Certification Authority (CA), responsible for verifying the claim of each owner that generates a public key. For this, CA signs the owner’s public key, thereby ensuring its authenticity [6].

In Brazil, the Ministry of Education (MEC) has established that the University Degrees of the Federal Educational Institutions (IFES) must be in digital format with the use of digital certificates in the XAdES standard. The MEC portal stipulated several deadlines for the implementation of the University Degree in digital format. The process started in 2018 and should end by 2022. From that date, University Degree will be made available only in digital format [7].

The standard for signing documents in digital format determined by the MEC must be valid throughout the national territory and must be signed by an ICP-Brazil Certification Authority. The certificate must be A3 or higher [8]. Thus, it is of paramount importance that the University of Brasilia (UnB) has a fast, scalable digital signature system, within the standards determined by the MEC and can sign several documents in batch, in addition to the possibility of verifying their validity and authenticity.
This work aims to develop a new digital signature solution focused on microservices architecture, ensuring greater scalability and fault tolerance. We developed the system in compliance with data privacy laws (LGPD and GDPR) and Federal Government ordinances.

This article is organized into sections as follows. Section 2 presents the theoretical background necessary to understand this work, as well as related works. Section 3 presents the legislation, the methodology used for the development of this research, the architecture proposed for the development of this work, and an example of an initial prototype of the digital signature system. Section 5 concludes the article and presents future work.

2 Background

2.1 Cryptography

The encryption algorithms are divided into two groups: symmetric encryption algorithms (also called secret key) and asymmetric encryption algorithms (also called public key) [9,10]. The encryption algorithms are based on two principles: substitution, in which each element of the clear text (bit, letter, group of bits, or letters) is mapped to another element and transposition, in which the elements of the clear text are rearranged. When performing these two operations, no information can be lost [4,11,12]. For an encryption algorithm to be considered computationally secure, it must follow two criteria: the cost to break the encryption exceeds the value of the information, and the time required to break the encryption must exceed the validity time of the information [4].

Until the 1970s, the only type of cryptography that existed was symmetric cryptography, and to this day, it is the most widely used type of cryptography [4]. Currently, in symmetric cryptography the two most used algorithms are Data Encryption Standard (DES) and Advanced Encryption Standard (AES) [4], [13], [10], [11], [12]. In asymmetric cryptography the most used algorithms are RSA and DSA [4], [12]. A new type of asymmetric cryptography has been developed, and is currently beginning to be used, called Elliptic Curve Cryptography (ECC) [14].

**Symmetric Encryption.** Symmetric encryption is the oldest encryption model and the first to be used. It is still the most widely used type of encryption today. The basic symmetric encryption model has five basic items [4]: 1. **Cleartext:** It is the original message or data, in readable format, that serves as input to the encryption algorithm; 2. **Encryption algorithm:** Performs several substitutions and transformations in the clear text; 3. **Secret key:** The key is the code used for the algorithm to perform the substitutions and transformations in the clear text resulting in a ciphertext; 4. **Ciphertext:** is the scrambled message, produced by the encryption algorithm. The ciphertext is the set of clear text plus the secret key; 5. **Decryption algorithm:** is the encryption algorithm
performed in reverse. Ciphertext and secret key are required. The output of the algorithm is the original clear text [4], [15].

For an encryption algorithm to be considered strong, it must be unfeasible to decrypt a message with only the ciphertext and knowledge of the algorithm, that is, the algorithm is as strong the greater the strength of the key used to encrypt the cleartext. The key must be shared through a secure channel [4]. Figure 1 presents, in a simplified way, the flow to encrypt a text with symmetric algorithm [9].

![Fig. 1. Symmetric key encryption [9]](image)

The algorithms can be encrypted bit by bit or byte by byte at a time, which is called flow encryption, or blocks of bits can be encrypted at once, usually using 64 or 128 bits at a time to be encrypted. The main symmetric encryption applications are based on the use of the block cipher [4], [16], [17].

**Asymmetric Cryptography.** Asymmetric cryptography, also called public-key cryptography, is based on mathematical functions, rather than substitution and permutation. Unlike symmetric encryption, asymmetric encryption uses two independent keys [4]. One of the problems that asymmetric cryptography solves is that of sharing the key between the sender and the receiver that occurs in symmetric cryptography. In asymmetric cryptography, there are two keys, one public and one private. One of the keys is for encryption and the other for decryption. The essential features of a secure asymmetric encryption system are [4]:

- It is computationally unable to determine the decryption key, given only the knowledge of the encryption algorithm and the encryption key.
- Either of the two related keys can be used for encryption and the other for decryption.

In asymmetric cryptography, both the public and private keys are generated by the issuer. The private key must be kept securely and must never be shared. The public key can be shared without compromising the security of communication [4], [9].

Figure 2 shows the process used in asymmetric cryptography. If the public key is used to encrypt a message, only the private key can be used to decrypt it.
Fig. 2. Asymmetric cryptography [9]

If a message is encrypted with the private key, only the public key can decrypt it, that is, the same key is never used to encrypt and decrypt a message [9].

One of the most common algorithms used is RSA. This algorithm was proposed by Rivest et al. [18]. It is a public key algorithm used to generate a secure asymmetric signature system [19]. This algorithm uses two very large prime numbers, \( p \) and \( q \) to create public and private keys [9]. For creation, the following steps are followed, as shown in Fig. 3:

Fig. 3. RSA [9]

- The two prime numbers chosen are multiplied to find out \( n \), which is the module for encryption and decryption, \( n = p \times q \).
- Calculate another number \( z = (p - 1) \times (q - 1) \).
- Choose a random integer \( g \). Then, calculate \( d \) so that \( d \) is equal to \( \text{mod } z \).
- Announces \( g \) and \( n \) to the public, keeping \( z \) and \( d \) secret.

To encrypt a message using the RSA algorithm, it is necessary to calculate the clear text with the values of \( g \) and \( n \) to generate the ciphertext to be sent. The formula used to encrypt clear text is as follows [9]:

\[
C = P^g \pmod{n}
\]
To safely decrypt a message, the values of $z$ and $d$ must be private. When receiving a ciphertext, the private key $d$ is used to decrypt the message [9].

$$P = C^d \pmod{n}$$

2.2 Digital Signature

The digital signature uses asymmetric cryptography. The public key cryptographic system protects against any third party who is not authorized to access the message. However, it does not protect the two parts of each other [4]. Suppose Bob and Alice exchange messages using the asymmetric encryption scheme, and some problems can arise:

- Alice can forge a different message and claim that it came from Bob.
- Bob can deny sending the message to Alice.

When there is no complete trust between the sender and the receiver, more than asymmetric key authentication is required to exchange messages. To solve this problem, a digital signature is used. The digital signature must have the following characteristics [4]:

- Check the author and the date of the signature.
- Authenticate the content upon signature.
- Be verifiable by a third party.

When there is no complete trust between the sender and the receiver, The digital signature can be based on several algorithms. The scheme used in this work is based on the RSA algorithm. This algorithm is widely used in several applications, including financial, hence the importance of this scheme being considered safe. The guarantee that the RSA function is secure comes from the signature generation operation used to embed the hash value and the message consistency check. Along with RSA, the Probabilistic Signature Schema (PSS) technique is used [4], [20].

The RSA scheme uses exponential expressions. The clear text is encrypted in blocks, with each block being smaller than the $n$ message. Both the sender and the receiver need to know the value of $n$. The sender knows the value of $g$, and only the receiver can know the value of $d$. RSA has two keys: a public one with $PU = g$, $n$ and a private one $PR = d$, $n$. For encryption to be efficient, it must be impossible to determine $d$ from $g$ and $n$ [4]. To encrypt a message using RSA, the following function is used:

$$m^e = c \pmod{n}$$

To decrypt an RSA encrypted message, the following function is used:
To introduce greater security in RSA encryption, a PSS padding scheme has been added. A proven secure completion scheme for producing signatures is typically used as a secure encryption scheme. The PSS function uses two functions and the hash for security. Random data is inserted in the message $M$ before the hash algorithm [20] is executed. The main objective of the PSS is to ensure mathematical proof of the real security of the RSA algorithm for encryption [9]. Figure 4 shows the RSA flow.

\[ c^d = n \mod m \]

To encrypt a message with the RSA algorithm, the following steps are performed as shown in the Fig. 4:

- Choose two very large prime numbers, $p$ and $q$.
- Multiply the two chosen cousins to discover $n$, which is the module for encryption and decryption.
- Choose a random integer $g$. Then the value of $d$ is calculated.
- Announces the values $g$ and $n$ to the public. Keeps the value of $g$ and $d$ secret.

2.3 Related Works

Boneh et al. [21], presented the concept of aggregated signature applied in several applications. Aggregation of signatures are useful for reducing the size of the certificate chain and for reducing messages in secure routing protocols. The aggregated signatures, as well as the single signature, are verifiable encrypted. One of the practical applications of signature aggregation is with the X.509 certificate chain that can be aggregated into a single signature.

Shamir [22] presented research on how to divide the data into parts, so that they are easily reconstituted from any piece. Using this technique, it was possible
to build robust key management schemes for cryptographic systems, which can work reliably.

Kumar et al. [23] investigated the need for encryption for images to ensure security against attacks. The work proposes a new algorithm for image security using Elliptic Curve Cryptography (ECC). This algorithm first encodes the RGB image using DNA encoding followed by asymmetric encryption based on Elliptic Curve Diffie - Hellman (ECDHE). The algorithm was applied to test images to analyze the patterns. The results of this study concluded that the proposed algorithm could withstand exhaustive attacks and is suitable for practical applications.

Perin et al. [24] presented a comparison of two modular multiplication architectures. A fully systolic matrix and a parallel implementation. Modular multiplication is used in the modular exponentiation process. One of the most famous cryptographic algorithms is the RSA encryption scheme. The fully systolic matrix architecture features a high-root implementation with transport propagation between the processing elements. The parallel implementation consists of multiplier blocks in parallel with the processing elements and providing a pipeline mode of operation. Time efficiency was compared between the two architectures cited using RSA. The time for the systolic architecture to decrypt 1024 bit using RSA was 3.4 ms, and the parallel architecture was 6 ms. There is a competitive performance between both architectures.

Engelbertz et al. [25] evaluated the validation logic of the open-source software library for creating and validating signed documents, provided by the Connecting Europe Facility (CEF) called the Digital Signature Service (DSS), against XML-based attacks. The discovered vulnerabilities allow you to read files from the server and bypass the protection provided by XML Advanced Electronic Signature (XAdES). There is an urgent need for proper security practice documents and automated security assessment tools to support the development of security-relevant implementations.

3 Contextualization

The Federal Government aims to provide various services digitally. In the educational area, the Ministry of Education (MEC) has as main objective the digitization of diplomas. According to the planning proposed by the MEC, all Brazilian Federal Universities must have the possibility of issuing secure diplomas in digital format by 2022 [7].

There are three ordinances created by MEC that regulate the issuance of diplomas in digital format. Ordinance No. 330/2018 establishes the digital diploma of all federal public and private higher education institutions. Article 2 mentions that the diplomas and documents must comply with the digital certification guidelines of the IPC-Brasil Public Keys infrastructure standard [26].

Ordinance Number 554/2019, in its article 2, specifies what a digital diploma is. According to this ordinance, a digital diploma is one that has the existence, its emission, and storage entirely digital, whose legal validity is presumed through
the signature with digital certification and time stamp according to ICP-Brasil [27].

The storage of the digital diploma must be done in a computational environment that guarantees: validity at any time, interoperability between systems, security technology update, and the possibility of multiple signatures on the same document. The certificate used must be A3 or higher. According to ordinance 554/2019, all diplomas must be issued in Extensible Markup Language (XML) format based on the advanced electronic signature in the XML Advanced Electronic Signature - XAdES standard and the signed XML code must be conditioned to an Uniform Resource Location - unique URL. In addition to these mechanisms, the signed diploma must have associated with it a Quick Response Code - QR Code, which redirects to the unique diploma validation URL [27].

Ordinance 1.095/2018 regulates the process of registering diplomas in digital format. All diplomas must be registered in a registration book which must contain the opening, closing and must be signed by the competent authority. The record book must be in digital format and meet the specifications of ICP-Brasil [28]. According to what was presented in the legislation above and the deadline for the implementation of a solution for signing diplomas and documents in digital format, the University of Brasília (UnB) must build a solution adhering to the standards determined by the MEC.

The current architecture of UnB’s systems is focused on the integration between the systems. Software integration enables the automation of business processes with improved resource management. There are now several legacy systems that are still widely used in UnB [29]. Currently, UnB systems are focused on architecture based on the Domain-Driven Design (DDD) concept, and one of the main concepts is the subdivision of a large business domain into smaller domains. Another fundamental concept of DDD is the use of a ubiquitous language to express the domain terms as the experts refer, making it possible to create a common vocabulary that all members of the project understand [30].

Due to the use of smaller domains and with greater consistency of a ubiquitous language, it was necessary to divide the large systems into a service-oriented approach. There are several services created by UnB; each of these services offers specific functionality that can be integrated to create an application. The services can be reused in several different applications [30].

Currently, there is a separation between front-end applications, which are created using the Angular language, using the modular architecture that the language offers [31]. There is an ems-bus services bus that integrates front-end applications and back-end services, which are currently developed in the java language. Also, ems-bus has several services, called bus modules, for specific functions [30].

The language used on the ems-bus is the Erlang language, which is a functional language with a great emphasis on simultaneity and high reliability. It is a language capable of executing dozens of tasks at the same time. Erlang uses the thread model where each thread is a separate process. With this lan-
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Several independent processes can be created, which offers the possibility of developing several modules and integrating them into the ems-bus [32].

The main modules of the ems-bus are: the service communication module through REST technology; the authentication module in the LDAP protocol format; the authentication module in the Oauth 2 protocol format [30]. This will develop an architecture for future implementation and implantation of a module inside the digital signature ems-bus in the standards determined by the Brazilian government for signing diplomas and documents in digital format. Figure 5 shows the current internal architecture of the ems-bus, the different modules, and how the new digital signature module will be inserted into the bus.

![Bus architecture ems-bus](image)

**Fig. 5.** Bus architecture ems-bus [30]

As shown in Fig. 5, the bus receives an HTTP request for one of the modules on the bus. The central Dispatcher module receives these requests and redirects them to the module called by the HTTP server. The module executes its functionality and returns the required response to the HTTP server [30].

The REST module is the basic module of the ems-bus, which is essential for communication between the other services. The bus works through microservices that exchange messages in the REST format controlled by the main dispatcher module, which acts as a coordinator for the exchange of services [30].

The Oauth 2 module is the main functionality of the authentication and authorization bus. This protocol must comply with the REST architecture and the JSON format for the message exchange. It is crucial because the bus works with the exchange of messages through JSON [33].

The Oauth 2 module uses the OAuth 2.0 library in Erlang available at: [https://github.com/kivra/oauth2](https://github.com/kivra/oauth2). This library generates the authentication
token required to access the bus services. The bus’s Oauth 2 module controls authentication and authorization [33].

The module to be created is the digital signature module. This module aims to sign XML documents and return them signed in the XAdES standard. The module will be created in the service format, where the path of the compressed documents in zip format to be signed must be passed in the payload and also the path of the A3 token, already installed and configured on the machine, which will sign the document. The HTTP call must be made using the url ”/certificate/document/sign” with the paths of the documents to be signed and the certificate in the request payload, as shown in Fig.6:

```
{
    "zip_file": "{path of zip file}"
    "cert_file": "{path of the cert}"
}
```

Fig. 6. Subscription Service Call Payload

The return of the digital signature module must be all XML documents signed in the XAdES standard compressed in zip format. For this functionality, an HTTP call must be made to the url “/certificate/document/verify” passing the signed XML document in the payload. The HTTP callback includes the document url and a Boolean attribute to check whether the document is valid or not.

Each of the digitally signed documents must be accessible on the internet at an address. For this purpose, it is necessary that each of the signed diplomas has its own access url.

3.1 Internal Architecture of the Digital Signature Module

Within the ems-bus, we have created a new digital signature module within the certification package. Figure 7 shows how this module is organized.

The CriptoSign.erl class is the class that has the methods responsible for signing an xml document in the XAdES standard. The class CryptoVality.erl is the class responsible for checking signed documents and returning the document’s storage url. The class CriptoUtil.erl is the class that performs tasks such as reading certificates, converting formats, generating dates, and converting to the format accepted by XAdES, in addition to generating the structure of the XAdES standard.

For the subscription system to be recognized by the bus, it must be mapped within a catalog. Catalogs are the configuration files of the bus modules, with the mapping of a module within a catalog, the main module, dispatcher, can see it. After configuring the catalog correctly, the main dispatcher module is able to redirect calls made to the digital signature module.
Figure 8 presents an example of a document signed by a prototype of the digital signature system developed as a solution for UnB. The implementation proved to be correct, and the digital signature was carried out successfully on the documents. The current system does not fully sign the standard determined by the MEC, and the certificate used for testing is A1. This prototype will be evolved so that the proposed solution is in accordance with that determined by MEC.

4 Threats to Validity

During this work, we tried to select the primary references related to the topics covered in this research. However, we cannot guarantee that all relevant papers were selected during the literature review. Some relevant articles may not have been selected during the process. To minimize this threat, we conducted searches on digital databases using a Search String in the following digital databases: web of Science, Scopus, IEEE Xplore Digital Library, and ACM Digital Library. Also, we use the VOSviewer software that selects the most relevant articles from the total selected articles [34].

Another threat to the implementation of the digital signature system at UnB if MEC changes the guidelines on the digital signature system, such as changing XAdES to another form of signature, or imposing the use of a third-party system. To minimize this problem, we made a system that can be adapted to other subscription standards. The system to be developed will be presented to MEC.
Fig. 8. Digital signature example for validation and possibly be one of the systems accepted by MEC and ICP-Brasil for signing documents in digital format.

One of the threats to the implementation and implementation of a digital signature solution is the fact that the system performs the signature quickly and reliably for signing multiple certificates. Most signature solutions take about minutes to execute the signature of a large number of documents. The solution that UnB needs is to sign a large number of documents in a short time and reliably, that is, that all documents are signed correctly. To minimize this threat, the Erlang [32] language was chosen for the development of this solution. This language is a robust language and has a high fault tolerance.

5 Conclusion

In Brazil, the current government aims to digitize a large part of public services. In the educational area, two essential services must be in digital format. The generation of documents such as: school history, declaration of active student, among others. Another valuable service is that of diplomas that must be issued in digital format. The MEC standardized how documents and diplomas should
be generated in digital format and how they should be signed so that they have a valid format.

This work presented the central norms and requirements for the creation of a solution for signing documents and diplomas in digital format. Also, it was shown how the new UnB systems architecture works and how the digital signature system will be inserted into that architecture. It was shown each of the components to be developed and how these components interact with each other and how they will interact with the current architecture created.

We also present the possible threats that could compromise the creation of a digital signature solution for UnB. It was also shown the possible solutions to be taken for each threat to try to minimize the effects of the threats in this project.

In the future, the digital signature system will be developed in accordance with all ordinances and regulations of the MEC. It is essential for future work to verify the real security implemented in the signature systems using a signature using the XAdES standard and to compare it with the other primary existing standards such as CAdES and PAdES.
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