GNSS vulnerabilities: simulation, verification, and mitigation platform design
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This paper introduces the design and construction of global navigation satellite systems (GNSS) vulnerability simulation, verification, and mitigation platform. The platform contains five modules: simulation of the signal-in-space environment, simulation of the vulnerabilities in the space segment, signal quality monitoring and data processing, vulnerability assessment and validation, and integrated control. It provides a set of integrated simulations of different types of interference in the GNSS signal propagation domain, including electromagnetic interference, atmospheric disturbances, multipath, and interference in the inter-satellite link. This paper focuses on the design of the main system modules and testing through an experimental analysis. The results demonstrate both the effectiveness and realism of the modules and overall platform.
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1. Introduction

Robustness of global navigation satellite systems (GNSS) to vulnerability is the ability to maintain normal operation and to provide users with normal service quality under different types of interference. Vulnerability arises from different sources including satellite malfunction, communication interference in the inter-satellite link and in the satellite-ground links, atmospheric anomalies (ionosphere/troposphere), electromagnetic interference, as well as multipath effects and receiver failures.

GNSS is widely used for many applications including military operations and financial services, and end-users around the world are increasingly dependent on the positioning, navigation and timing services provided by GNSS. However, there are many factors that affect GNSS service quality including intentional and unintentional interference, as well as natural interference (1). These types of interference could result in severe damage to many systems and networks including energy, telecommunication, transport, and financial.

Based on the factors that influence GNSS signal interference, this paper designs and constructs a platform for the simulation, verification, and mitigation of GNSS vulnerabilities. The platform enables the analysis and comparison of various GNSS vulnerabilities, and the development and validation of effective detection and mitigation techniques. Finally, this paper proposes fundamental methods to address GNSS vulnerabilities and identifies future research directions.

2. Platform design

The design of a GNSS vulnerability simulation, verification, and mitigation platform must consider all potential interference factors, as well as the methods and techniques for signal assessment and validation. GNSS vulnerability factors are associated with the space segment, atmosphere and the user segment (2). The platform generates radio frequency signals for GPS L1/L2/L5 and GALILEO E6.

Combined with the interference factors, GPS and GALILEO navigation signals could be used to realize the function of the simulation of signal propagation in complex environments. The platform has the ability to process both simulated and real signals to enable comparison and verification of the simulated signals. Furthermore, the platform determines signal quality through the implementation of a signal quality monitoring and data processing module. The vulnerabilities of the space segment are simulated with a dedicated module; the simulation outputs are then evaluated and compared with reference signals, thereby validating the individual modules. The simulation results are then displayed on the integrated control platform (Figure 1).

2.1. Signal-in-space environment simulation

Complex GNSS signals need to be simulated including effects such as ionospheric scintillation/disturbance (3), abnormal tropospheric delays, multipath effects, electromagnetic interference, and sun-earth geographical events, such as solar flares, spot outbreaks, and geomagnetic storms which cause satellite failures and signal interruptions and which decrease signal-to-noise ratios (4) resulting in degraded accuracies or even system outages.

Among these vulnerabilities, the most significant influence is from ionospheric disturbances, multipath, and electromagnetic interference, which can mainly be divided into jamming and spoofing interference.
The signal-in-space environment simulation module includes two GNSS simulators, two spoofing interference devices, four jamming interference devices, multipath effect software, a multi-GNSS reference station antenna tracking system, and a radio frequency signal switching and combination module.

The output signals of this module are as follows:

**Real signal:** is generated by the space segment vulnerability simulation module, tracked by the GNSS satellites parabolic servo tracking antenna. Its main purpose is to track and observe satellite signals, analyze, and record signal anomalies and potential interference effects.

**Real signal 2:** following reception of the real signal with the multi-GNSS reference station antenna, the
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**Figure 1.** Platform structure diagram.

**Figure 2.** Spectrum of single-frequency interference produced by the jamming device.

**Figure 3.** Normalized discriminator outputs for varying code delays.

**Figure 4.** Normalized discriminator outputs for varying reflection coefficients.
received signal is used as an input to the multimode multiple frequency receivers for quality monitoring.

**Simulated signal 1:** GNSS signals are generated by two sets of navigation simulators. Simulator A is used to generate GPS L1/BeiDou B1, Galileo E1, and GLONASS G1, and simulator B for GPS L2/BeiDou B2, B3, and the interference signal.

**Simulation signal 2:** simulation of the BeiDou nominal B1 signal followed by B1 signal spoofing.

**Simulated signal 3:** simulation of jamming interference on the bands of L1/L2/L5/E5.

**Simulated signal 4:** simulation of multipath on several channels.

With single-frequency interference for example, it produces a single frequency signal at 1565 MHz by using a jamming device and the signal was analyzed by the AgilentMXA N9020 high performance spectrum analyzer.
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**Figure 5.** Flow diagram of the signal monitoring and processing module.

![Ionosphere Delay Using Grid Points](image)

**Figure 6.** Display of ionosphere delay using grid points.
In Figure 2, the signal frequency of the single-frequency interference is 1575.42 MHz and its power was about $-20.58 \text{ dBm}$, which was sufficient to affect the nominal reception of GPS L1 signals.

In Figures 3 and 4, the code phase error and carrier phase error were induced by the multipath signals (5) and the spectrum diagram of the single-frequency interference signal produced by the GPS L1 jamming device is shown in Figure 2.

2.2. Signal quality monitoring and data processing module

The signal quality monitoring and data processing module consists of a network of multi-mode and multi-frequency software receivers, high-precision GPS receivers, quad-mode reference station receivers, a high-performance spectrum analyzer, an oscilloscope, a signal analyzer, a GNSS satellite dish antenna servo tracking system, a universal software radio peripheral, and the data quality monitoring platform, as well as the processing software.

With this module, real and simulated signals are captured and monitored. The observations are stored and signal qualities are monitored for availability, continuity, ranging accuracy, and integrity.

Multi-mode multi-frequency software receivers are used to analyze and detect jamming and spoofing interference, as well as multipath, and the different types of interference are mitigated or eliminated by the corresponding anti-interference methods.

The simulation module of ionospheric delays is used to assess the impact of, and remove the ionospheric delays. Figure 6 illustrates the simulation of ionospheric interference in Guangdong and Haikou (4). The left figure corresponds to the distribution of equivalent ranging errors when the grid VTEC is added onto the L1 signal. The right figure displays the pierce points at the current epoch and the distribution of the monitoring stations (Figure 5).

2.3. Space segment vulnerability module

The GNSS space segment consists of a constellation of navigation satellites with the corresponding inter-satellite links (ISL) (6). This module is used to study the vulnerability of the constellation including of the ISL. Satellite-based failures include message data errors, clock acceleration errors, and pseudo-code signal. The space segment vulnerability simulation module and the results of the satellite autonomous integrity monitoring (SAIM) are shown in Figures 7 and 8.

The space segment vulnerability simulation module generates simulated data including vulnerability data, messages between OCS and satellites, and ISL measurements,
which are input to the SAIM module. The SAIM module analyzes the data and monitors essential parameters about the ISL ranging measurements, ephemeris accuracy, and satellite operation status.

2.4. Assessment and verification module
The main roles of assessment and verification modules are simulation, assessment, and verification of space segment signal. These modules include 14 site monitoring network of electromagnetic environment, model calculation workstation of space electromagnetic environment, display and storage, vulnerability simulation module of space segment, SAIM, etc. Figure 9 shows the functional architecture of the assessment and verification module.

2.5. Integrated control module
Integrated control module provides an integrated control platform for control platform of other subsystems including human–computer interaction, integrated call, vulnerability and the occurrence of interference module blocking jammers, deception jammer, atmospheric environment model settings, spatial link simulation scenarios, and simulation of multipath effects settings, etc (Figure 10).

This module integrates the four elements mentioned above into a control platform aimed at controlling the following:

1. Selection and combination of real and simulated signals generated by space environment simulation module and output of the signals;
2. Scenarios and models of the space segment vulnerability simulation module and settings of the SAIM monitoring module;
Parabolic dish antenna tracking in the signal-quality monitoring module;
Threshold parameters and human–machine interface display in the vulnerability assessment and verification module.

3. Conclusions
This paper has designed and constructed a platform for the simulation, verification, and mitigation of GNSS vulnerabilities. The system is able to simulate vulnerabilities among others of ISLs interference, atmospheric anomalies, and electromagnetic interference including that generated by human intervention, as well as multipath. It provides a platform for future research on GNSS vulnerabilities. The platform enables the evaluation of satellite navigation service quality enabling studies of enhanced models to better predict the manifestations and mitigate the impacts of GNSS vulnerabilities.
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