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Abstract. In order to solve the security problems caused by network vulnerabilities, a web application vulnerability detection method based on machine learning is proposed to effectively prevent cross site scripting attacks of web applications and reduce the occurrence of network security incidents. Through the in-depth study of the existing security vulnerability detection technology, combined with the development process of machine learning security vulnerability detection technology, the requirements of security vulnerability detection model are analyzed in detail, and a cross site scripting security vulnerability detection model for web application is designed and implemented. Based on the existing network vulnerability detection technology and tools, the verification code identification function is added, which solves the problem that the data can be submitted to the server only by inputting the verification code. According to the server filtering rules, the network code bypassing the server filtering is constructed. Experimental results show that the model has a low rate of missed detection and false alarm, and the improved model is more efficient.

1. Introduction
Web browser is the most basic application of the client, and it is the most effective way for users to browse web pages. At present, web browser mainly uses browsing and data download to occupy a large number of markets. At the same time, it also involves the government, enterprises, e-commerce platform, social network and other fields[1]. With the wide application and development of web applications, its function and interactivity are also improving. At present, China's web application security system is mainly for the server-side security system, but for the client-side web application security policy and mechanism is less. Therefore, client-based vulnerability intrusion detection technology has become a research hotspot in the field of network security in the future. Network security involves network transmission protocol, server return value response, data query and other aspects. In this way, web application client applications in the data transmission and interaction process of each vulnerability will cause web security problems[2]. The disadvantageous aspect is the designer's deficiency in hardware, software, protocol implementation or model security policy. Hackers can also directly destroy models without authorization. The common drawback is that designers don't think about it before they design. Web browser client application vulnerability is also an important reason for data loss. Based on this, combined with the principle of machine learning, the vulnerability detection method of web application is optimized to improve the security of the program.
2. Web application vulnerability detection method

2.1. Feature analysis of web application vulnerability categories based on machine learning

Web application vulnerability detection based on machine learning usually adopts two strategies: one is host based dynamic policy model security scanning, which checks the objects in the model that conflict with security rules, such as improperly set and vulnerable passwords; the other is active policy scanning based on network security, which detects vulnerabilities and simulates attacks on the model by executing some components\(^5\). To record the response of the model, and in order to ensure the effectiveness of vulnerability detection, combined with the principle of machine learning, the type characteristics of vulnerabilities are mined out, and the embedding coefficient of vulnerability data is used as the physical permission of network layer. The longer the model runs, the smaller the amount of permission is. In order to facilitate the compilation and application of subsequent functions, \(y_i\) represents the embedding coefficient of vulnerability data, and \(i\) represents the total number of network vulnerability data after obtaining the value\(^4\). Among them, the expansion quantity \(p\) of information behavior directly affects the physical load capacity of the network piece to the vulnerability. Like the coefficient attribute of the internal vulnerability, it is also the number of physical attribute permissions detected in the model. Set the expansion amount of information behavior to \(w_i\), the parameter of data header node to \(q_i\), and the average value of construction coefficient to \(d\). The big data detection function of the model is as follows:

\[
S = \sum_{i=1}^{e} L \left[ \frac{2i}{q_i - 1} \left( \frac{w_i}{y_i} \right) \cdot g \mid p \right] \quad (1)
\]

In the above algorithm, \(L\) is the average detection constant of network chip vulnerability data, and \(g\) is the detection weight of vulnerability molecules. C + language is used to describe the vulnerability characteristics and calculate its syntax structure. Assuming that \(K\) pieces of information are mixed vulnerabilities in the encrypted network, the rules for detecting mixed vulnerabilities are obtained by declaring the rules of \(T\) vulnerability information. The function mode is as follows:

\[
x_i = \max A T \left( S, K \right) \quad (2)
\]

Where \(x_i\) is the function expression of vulnerability detection rules, \(S\) is the encrypted information of vulnerability, \(P\) is the detection parameter, and \(A\) is the accuracy of network information encryption when the vulnerability is invaded\(^6-7\). In order to prevent the effect of vulnerability detection is not ideal due to too many rules, before calculating vulnerabilities, the eigenvalues of each vulnerability are standardized to ensure that the mixed vulnerability noise to be detected and calculated is in a reasonable range. The following noise reduction calculation based on weakness:

\[
f_i = \frac{S x_i - 1}{\max(x_i) - \min(x_i)} \quad (3)
\]

In Web application vulnerability detection rules, \(f_i\) represents a hybrid vulnerability detection rule, while \(\max(x_i)\) and \(\min(x_i)\) represent the maximum and minimum vulnerability characteristics respectively. These are the rules for detecting mixed attacks. In the process of encryption, real-time monitoring of mixed vulnerabilities is completed according to the encryption rules, which is prepared for the next step of vulnerability detection and calculation. Based on this, the HTTP protocol is constructed to divide the common vulnerability categories of applications. The HTTP protocol itself is stateless, that is, there is no dependency between different web requests. A network application vulnerability detection model is developed. Its main function is to detect the vulnerability of the target site. The detection model automatically mines cross site script vulnerabilities in the site, and stores the vulnerability information found in the vulnerability information database for users to view. First, submit the test response on the website, and then submit the vulnerability detection and response points on the website. Based on the response information to determine whether there is a web vulnerability. After crawling the seed URL, all the web links on the seed URL are synchronized by multithreading, which improves the efficiency of crawling model. Using a variety of vulnerability analysis methods, the detection model accurately determines the category of vulnerability.
detection tools can shorten the working time of vulnerability detection module several times, and greatly improve the efficiency of network vulnerability detection. Based on this, the vulnerability location model of web application is optimized, which is shown in Fig. 1.:

Fig. 1 web application vulnerability location model

In this model, vulnerability detection model is divided into three functional modules: network vulnerability detection function, test case generation function, vulnerability detection function. Some people think that collecting information and submitting data of some pages can only succeed when the user logs in, while the form of some pages contains verification code, so the verification code must be submitted when submitting information. The simulation login function and verification code identification function are added. In network application, a security vulnerability detection method based on agent is proposed.

2.2. Implementation of web application vulnerability detection

According to the above definition of vulnerability detection algorithm, in the process of network information encryption, mixed vulnerabilities can be accurately detected, but it is also necessary to accurately locate the vulnerabilities. In the process of network information encryption, the current location of the vulnerability is updated by using the cluster relationship, and the current location is recaptured until the exact location of the mixed vulnerability is found. When the mixed vulnerability is found, the tracking process in $X_j$ state must conform to the clustering relationship. At this time, any state $X_i$ can be selected for iterative calculation in the tracking process

$$X = (X_i + f_j) \text{Rand}(f), X_i \in X_j \quad (4)$$

According to the above definition of vulnerability detection algorithm, the mixed vulnerability can be detected accurately when the network information is encrypted, but it is also necessary to accurately locate the vulnerability. This method uses the clustering relationship between PSO algorithms to update the current location of vulnerabilities and relocate them until the exact location of mixed vulnerabilities is found in the process of network information encryption. When the mixed vulnerability is found, the tracking process in $X_j$ state must conform to the clustering relationship. At
this time, the state \( X_i \) can be arbitrarily selected for iterative calculation in the tracking process

\[
P_f = \min_{C, f \in X} \quad (5)
\]

In the detection process, \( P_f \) represents any function. It is the weakness location coefficient; \( C \) is the minimum clustering range. Then, the vulnerability location coefficient is determined by the finite iteration method to find the best clustering location, that is, the mixed vulnerability location. The real-time detection and location of mixed attacks on network information encryption are realized. Further, combining with machine learning principle, the steps of Web vulnerability detection are optimized. Firstly, the page information is obtained, and the injection point of interaction with users is obtained in the page, so that the user can submit the data position and other data in the form. Then, the HTTP request is submitted to the target site and submitted to the web server to analyze the response information of the server to determine whether there is a cross site scripting vulnerability, and its function is optimized, which is shown in Fig. 2.:

![Fig. 2 function optimization of web application vulnerability detection model](image)

This model mainly includes five functional modules: network vulnerability detection module, vulnerability detection module, simulation login module, authentication and identification module, test case generation module. The web vulnerability detection module collects and analyzes all the web pages of the target website, extracts the injection point information from the web pages that users can submit, and then inputs it into the model database. Based on this, the vulnerability detection steps are simplified, which is shown in Fig. 3.:

![Fig. 3 Web application vulnerability detection steps](image)

In order to ensure the authenticity of the detection results of vulnerability components, it is necessary to collect and process the intrusion behavior parameters determined during the operation of the model before the model performs big data functions and other operations. In the absence of strong external interference, the vulnerability information is decomposed according to the determined detection direction, and a large number of connectable nodes are sent to the intermediate actuator. The request submission module submits the test cases, and the response analysis module analyzes the
server response, so as to realize the accurate detection of web program vulnerabilities and ensure the security of program operation.

3. Analysis of experimental results

The test run environment is an Intel core 3GHz p7450 CPU with 48 GB ram. Dacapov2006-10mr2 and SPECjvm98 benchmark program 2 are used in the experiment. The CPU of the experiment is Intel (R) core (TM) i5, and the computer memory is 4 GB. EVMWARE:78 Core processor; memory: 16 g; hard disk: 32 g; operation model: a-buntu 64 bit model (hivm only supports 128 bit model); software environment: Windows 7 operation model, 64 bit operation model, 15 m network bandwidth, SQL Server 2008 database, jdk80 java development and MyEclipse development environment. The experimental code uses the source code, without running any code, which saves the trouble of creating network manager.

Based on the above detection environment, the experimental detection is carried out. Taking 10 minutes as a unit time length, the total amount of vulnerability detection of the traditional method and the method in this paper under five unit time length are recorded respectively. Two models of the experimental group and the control group are used for detection. The test details is shown as Table 1.

| group | Experiment time/ (min) | control group/ ($\times 10^9T$) | experience group/ ($\times 10^9T$) |
|-------|-----------------------|-------------------------------|----------------------------------|
| 1     | 5                     | 2.4                           | 4.4                              |
|       | 10                    | 2.1                           | 4.5                              |
| 2     | 15                    | 2.5                           | 4.6                              |
|       | 20                    | 1.9                           | 4.7                              |
| 3     | 25                    | 2.6                           | 4.8                              |
|       | 30                    | 1.5                           | 4.9                              |
| 4     | 35                    | 2.7                           | 5.0                              |
|       | 40                    | 1.3                           | 5.1                              |
| 5     | 45                    | 2.8                           | 5.2                              |
|       | 50                    | 1.2                           | 5.3                              |

Based on the above detection results, compared with the traditional methods, the proposed web application vulnerability detection method based on machine learning in the same detection environment and detection time, the amount of vulnerability detection is significantly better than the traditional method. The error detection rate of the two methods was further compared and recorded. The specific detection results is shown as Fig.4:

![Fig. 4 Comparison and detection results of web application vulnerability false detection rate](image)

Fig. 4 Comparison and detection results of web application vulnerability false detection rate

Based on the above detection results, it is not difficult to find that in the same environment, the web
application vulnerability detection method based on machine learning can detect vulnerabilities more accurately in the actual application process, and the number of false and missed detection is significantly reduced, which fully meets the research requirements. Compared with the common vulnerability detection methods, the vulnerability detection module of this method has the following advantages: the login simulation function is added to ensure that the process of page vulnerability detection is carried out in the user login environment; it contains an effective URL duplicate data removal module, which can filter and delete the extracted duplicate hyperlinks and avoid vulnerability detection crawling duplicate pages. The extracted hyperlink is converted from a relative path to an absolute path to reduce the possibility of web page crawling failure. Multi thread technology is used to make multiple vulnerability detection programs crawl at the same time, which improves the work efficiency. In this way, at the same depth of crawling, the network vulnerability detection of this model can capture the web pages more effectively. At present, there are hidden dangers in the security, compatibility and performance of intrusion detection technology of web browser. The research of intrusion detection technology based on browser can not only effectively improve the overall security of browser, but also improve the compatibility with browser.

4. Conclusion
Because of the change from application to network mode, the security problem of network application becomes more prominent and important. Based on this, this paper proposes a vulnerability detection method for web applications based on machine learning. It classifies the features of program vulnerabilities by using form fields or URL parameters, and locates and detects vulnerabilities according to the results of feature detection. At the same time, it simplifies the detection steps by combining with the principle of machine learning, so as to avoid the tedious and omission of manual detection. Experimental results show that the network application security vulnerability detection program based on this method can detect the above types of security vulnerabilities. But in web applications, there are still some security vulnerabilities that are difficult to detect completely. Therefore, the application of vulnerability detection methods must be combined with the real network security principles.
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