A HIGH PRECISION DATA ENCRYPTION ALGORITHM IN WIRELESS NETWORK MOBILE COMMUNICATION
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ABSTRACT. At present, the MD5 based data encryption algorithm for wireless network mobile communication cannot effectively detect the intrusion data in the mobile communication. Redundant data is not removed, the efficiency of data encryption is low, and the overall communication security is poor. In this paper, a MDEA based data encryption algorithm for wireless network mobile communication is proposed. By applying normalization of communication data to DBN model, using the way of changing one parameter while keeping others, the optimal DBN detection model is built to achieve high-precision detection of intrusion data. Using the signal intensity at different times, the speed and process time of the data level movements are estimated. By estimating the results, the redundant data and inappropriate data are removed, and performed the MDEA operation based on the secret data, introduced random numbers and timestamps to prevent the foreign infiltrations. Experiments show that the algorithm can not only improve the detection quality of intrusion data, but also enhance the cleaning effect of redundant data and in the communication, and enhance data security.

1. Introduction. Broadband wireless mobile communication has become one of the most concerned industrial fields in the development of global communications industry [3]. In the future, broadband wireless mobile communication technology’s evolution, intelligent terminals and business applications will form broad market space, which is an important driving force for the development of global communication industry. National key projects have been explicitly requested, that is, to grasp the core technology and independent intellectual property rights of mobile communication as a breakthrough for upgrading the core competitiveness of China’s communications industry [7,18]. It is of great significance to develop the broadband wireless mobile communication industry. Wireless communication is divided into two types: wireless mobile communication and wireless LAN communication, and
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their transmission facilities are fundamentally different [9]. Among them, wireless mobile communication needs telephone office or other public services, to provide users with facilities, and use packet radio, cellular network and satellite station to transmit and receive signal [2].

With the rapid development of computer technology and database technology matures, a large number of useful data are accumulated, especially extensive application of cloud computing and storage technology, privacy information security problems are more worrying, how to effectively protect the privacy information database, has aroused widespread concern from all walks of life [8, 14]. Research shows that most people are unwilling to provide their privacy information to the website, while some people are willing to provide it to the website under the condition that only the privacy information is protected. Therefore, the effective protection of personal privacy has become a very meaningful research topic as well as taking full advantage of the accumulated data and mining the potential laws.

In a word, the security of data in wireless network mobile communication is one of the problems that need to be solved urgently. Data encryption is a long history technology. It means converting plaintext to ciphertext through encryption algorithm and encryption key, and decryption is to restore ciphertext to plaintext by decryption algorithm and decryption key, and its core is cryptography [13,15]. Data encryption is still the most reliable way for computer systems to protect information. It uses cryptography to encrypt information to realize information concealment, thus protecting the security of information. At present, data encryption algorithm based on chaotic sequence can not get high accuracy encryption results. This paper proposes a data encryption algorithm based on MDEA for wireless network.

2. High precision data encryption algorithm in wireless network mobile communication. A series of processing of the data before the communication data encryption is carried out. Based on the detection of the intrusion data and the cleaning of the intrusion data, the encryption algorithm is used to encrypt the data with high precision.

2.1. Intrusion detection data detection in wireless network mobile communication. In a wireless network mobile communication data set, the feature data are often not at the same order of magnitude, so data normalization needs to be processed to [0, 1] data.

Assuming that a selected data set contains \( N \) samples, each attribute column of all the samples can be mapped to:

\[
x = (x_1, x_2, \ldots, x_N)
\]  

In this case, if \( x_i \) is the corresponding attribute value of \( i \)th samples, the data is normalized by Maximum normalization, which is numeric type data.

\[
f(x_i) = \frac{(x_i - \min (x))}{(\max (x) - \min (x))}
\]

Where, \( \min (x) \) and \( \max (x) \) represent the minimum and maximum values of the \( x \), respectively.

After the normalization of the data, the DBN method is used to detect the data intrusion. The detection methods of unknown types of attacks by using the DBN method, mainly uses DBN model including multilayers to make RBM feature extraction, and the reverse update of CD learning method to optimize update network.
Generally speaking, the dimension of intrusion detection data is relatively high. The presence of some features can not only identify the types of attacks, but also reduce the accuracy of classification [17,22]. In order to get better results, it is often necessary to select the data that can identify the characteristics of the category. Therefore, the DBN model for feature extraction generally includes multi-layer RBM structure, and the learning process of multi-layer RBM can be described by Figure 1.

The processed data \( x \) is as the visible input data of the first RBM in DBN model (generally the number of first RBM visible layer unit equal to the dimension of the training data). CD algorithm is used to train the RBM layer by layer, and a output value of the previous RBM layer is as the input of the next layer, until the multi-layer RBM training is ended. The CD algorithm trains the RBM model step by layer as follows:

Input: a training sample \( x \), the number of unit in hidden layers \( n \), the learning rate \( \varepsilon \), the maximum training period \( T \);  
Output: the connection weight matrix \( w \), the offset \( a \) of the visible unit, and the offset \( b \) of the hidden unit.

Training phase: initialization, the initial state of the visible layer unit \( v = x \), \( w \), \( a \), \( b \) takes a very small number. The parameters are updated in accordance with the formula (3), formula (4) and formula (5).

\[
\begin{align*}
   w &\leftarrow w + \varepsilon (v - T) \quad \text{(3)} \\
   a &\leftarrow a + \varepsilon (v_1 - v_2) \quad \text{(4)} \\
   b &\leftarrow b + \varepsilon (a - w) \quad \text{(5)}
\end{align*}
\]

According to the calculation of the formula (3), the formula (4) and the formula (5), after the training of the multilayer RBM, the top-level BP layer is back propagating, and the parameters obtained from training RBM are finely adjusted.
according to the reconstruction error, so as to get the optimal RBM parameter \( b = b + \varepsilon (a - w) \). In this process, because in the practical application of the amount of data is often large, it needs to meet the real-time detection. In order to speed up the training process, generally the batch training modes used, where each of random sampling needs the fixed quantity of training data to input to the DBN. The number of samples each time corresponds to the value of the min-batch set in the program. The training of an min-batch, the network weights are updated, until all training completed.

In the intrusion detection process, data dimension of test samples is same as the training data. In the trained network structure, test data and the corresponding attribute are input. Through forward propagation, it can be calculated to obtain the actual classification results of each test data. Then, the attribute classification results and the input attribute label are made comparison, to complete the wireless network data intrusion detection in mobile communication.

2.2. **Cleaning of intrusion data and redundant data.** In this step, it will clean the following data:

1. dirty data: intrusion data in wireless network mobile communication;
2. redundant data: redundant data in wireless network mobile communication;
3. the data can not be used in the network mobile communication.

By considering the process time of data labels in the reader’s radiation range, the data processing and data output are executed separately, so as to clean dirty data and redundant data in wireless network mobile communication. According to the cleaning of data, the efficiency of data encryption can be improved. Figure 2 is the radiant range of the reader:

Figure 2 shows the vertical surface mapping of the work radiation when the reader is working normally, of which \( \vartheta \) represents the radiation angle of the reader’s reading range, and \( h \) represents the vertical distance from the reader to the labeled...
data, and $L$ represents the process distance. As shown in Figure 2, the signal and intensity model is built.

In this paper, the data propagation path model is used to describe the communication process of wireless network mobile communication.

$$PL(d) = PL(d_0) - 10n \log \frac{d}{d_0} + \partial$$ \hspace{1cm} (6)

Among them, $PL(d)$ represents that the signal intensity received by the label that distance reader is $d$. $d_0$ represents the approximate reference distance, and $\partial$ represents the random variable obeying normal distribution. In the practical application, the simplified model is generally used.

$$PL(d) = PL(d_0) - 10n \log \frac{d}{d_0}$$ \hspace{1cm} (7)

According to the formula (7), the relationship between distance and strength can be used to simplify the calculation, improve the efficiency of data cleaning and take $d_0$ as the 1km, then the further evolution formula (7) is obtained.

$$PL(d) = PL(1) - 10n \log d$$ \hspace{1cm} (8)

Among them, $PL(d)$ is rewritten to $RSSI_d$, and $PL(1)$ is rewritten to $RSSI_1$.

It can be arranged as:

$$d = 10^{\frac{(RSSI_1 - RSSI_d)}{(10n)}}$$ \hspace{1cm} (9)

The formula (9) reflects the relationship between the signal intensity and the distance, and $RSSI_1$ represents a measured value, which is a constant. The distance between the label and the reader is obtained on the basis of the signal intensity of the known label.

According to the above content, the cleaning of data is carried out. This algorithm is mainly composed of two parts: data processing and data output, and the two part is concurrent execution [12]. Among them, data processing is to make dirty processing for the label data read by the reader, to determine the expiration time of the label data, that is, the data that is not available, and make the redundant processing [4,5,10]. The output of the data is to read the data in the cache queue by the timer, and output the detection of the overdue label and the real data. When there is overdue label data, the comparator determines whether the overdue label data is a real label, and the output is submitted to the upper application system.

The data processing structure is shown in Figure 3.

In Figure 3, the conflict detection mechanism is to check whether or not there is the same label data. First, a table data $Q$ is obtained from the reader, through the comparison of the same label data in the read cache queue, whether the conflict occurs is to determine. When there is a conflict, it can get the $M$ value of reading the conflict data $P$ in cache. When the $M$ value is 1, the newly entered label data $Q$ must be processed by the calculator, then the expire time and $M$ value in the cache queue are modified to make $P(M) = P(M) + 1$. When the $M$ value is greater than 1, the $M$ value of the conflict data in the cache queue is read by modifying $P(M) = P(M) + 1$; When there is no conflict, data $Q$ is processed directly through the converter to read the format required by the cache, which is directly inserted into the end of the read cache queue, of which $Q$ (expiretime) is defaulted to an appropriate value.
The converter is used to format the new data read by the reader to make it unified and facilitate the processing of the label data \([6, 16]\). Calculator is to calculate the expiretime of label data. The process speed \(V\) of label and process time \(t\) are calculated by combining distance—signal strength propagation model. The specific ideas are as follows: first, the signal intensity value \(\text{RSSI}\) of that it is firstly collected by two times. According to the formula of the distance—signal intensity propagation model (9), the label is calculated at time \(t_1\) and time \(t_2\), and the distance from the reader is \(d_1\) and \(d_2\), respectively.

\[
d_1 = 10^{\frac{\text{RSSI}_1 - \text{RSSI}_{d1}}{10^n}} \quad (10)
\]
\[
d_2 = 10^{\frac{\text{RSSI}_1 - \text{RSSI}_{d2}}{10^n}} \quad (11)
\]

As shown in Figure 3, by the knowledge of image geometry, the interval distance \(A\) at different positions that the calculated label is first read for the first time can be expressed as:

\[
A = \sqrt{d_1^2 - h^2} - \sqrt{d_2^2 - h^2} \quad (12)
\]

The process speed \(V\) can be expressed as:

\[
V = \frac{A}{(t_2 - t_1)} \quad (13)
\]

The process time of label can be obtained as follows according formula (10) to (13):

\[
t = \frac{L \ast (t_2 - t_1)}{\sqrt{10^{\frac{\text{RSSI}_1 - \text{RSSI}_{d1}}{10^n}}} - \sqrt{10^{\frac{\text{RSSI}_1 - \text{RSSI}_{d2}}{10^n}}}} \quad (14)
\]

The results is saved to the end of the read cache queue.

According to the above calculation results, the data is output. The data output is composed of a timer, a redundant caching queue, an non-available data detection, comparator, and so on. The specific data output structure is shown in Figure 4.

![Figure 3. data processing structure](image)
Timer is used to control timing obtain the expired label data from the read cache queue, and output to the detection mechanism to process, so as to output the required data to the application system [1,19,23].

The comparator mainly compares the label data 1 with the prescribed threshold 2 to determine whether the label data is true of the label data. If it is real data, output and submit to the upper application system; if it is not real data, it will not be exported to the upper application system [11,20,21].

The overall data output is described as follows:

1. start;
2. initialization of data setting;
3. determine whether the redundant noise cache queue has data, when there is no data, turn to step (9), and turn to step (4) when there is data.
4. the label data in the read caching queue will be cleaned and detected, if there are expired data, to step (5), otherwise, to the step (8);
5. obtain the label data to be cleaned;
6. the outdated data is processed by the comparator, and the result is the real label data, to the step (7), or else to the step (8).
7. output the label data to be cleaned to the upper application system and then turn to the step (8).
8. delete the label data that should be cleaned in the read cache and turn to the step (9).
9. end.

2.3. High precision data encryption algorithm for wireless network mobile communication based on MDEA. Based on the data processing in 2.1 and
2.2, the MDEA algorithm is used to encrypt the mobile communication data of the wireless network, which is essentially a hash function mapping operation.

Assuming that $H(\cdot)$ represents a one-way hash function, $H(\cdot)$ is the client, $S$ is the authentication server, $AS$ is the application server, $pubs$ is the public key of authentication server, $pris$ is the private key of authentication server, $pubs$ is the public key of application server, $AS$, $pris$ is the private key of application server, $AS$, $pubc$ is the public key of client, $pric$ is the client’s private key, $R_s$ is the generated random number of the client, $R_s$ is the random number of the authentication server, $k$ is the shared key of the application server and the authentication server, $K_s$ is the session key, $id$ is the user ID, $S_{id}$ is the authentication service ID, $AS_{id}$ is the application server ID, $pw$ is the user password, $ts$ is the time stamp, $ACL$ is the access control list, $TGC$ is the bill license and $ST$ is the service bill.

The structure of the MEDA algorithm is shown in Figure 5.

When the client user visits the application system for the first time, it will be redirected to the authentication server, to enter his username and password, and the $e$ encrypted by the formula (15) will be sent to the authentication server through the secure channel to request authentication, that is, the process (1). The authentication server is decrypted after receiving $e$. If the timestamp is valid, it will retrieve whether the user information database exists $id$ or not, and decide if the saved $id$ is equal to the formula (15). If the same is equal, the next step is continued; otherwise, the user’s identity is illegal and the user is denied login.

$$e = pubs\{id, ts, H(pw), ts, id\}$$ (15)

The authentication server uses the formula (16) to encrypt the generated random numbers $R_s$, $S_{id}$, and $t + 1$, and sends $B$ to the client. After decrypting the $B$, the client enters the process (3), and sends the $j$ from the formula (17) to the authentication server. After the authentication server decrypts $j$, the comparison is made to judge whether $H(R_s)$ is equal to the hash value of $R_s$ generated by the authentication server. If the assumption is equal, the user is a legitimate user, allowing the user to log in; assuming that the user is not equal, it indicates that the
user is illegal and refuses its access.

\[ B = \text{pubs} \{ id, R_c, ts + 1, R_s, S_{id} \} \]  \hspace{1cm} (16)

\[ j = \text{pubs} \{ id, R_c, ts + 2, H(R_s), id \} \]  \hspace{1cm} (17)

The authentication server sends \( D \) encrypted by formula (18) to the client, which is decrypted by the client and whether the hash value of \( R_c \) in the client is equal to the \( H(R_c) \) is compared. If it equals, it shows that the authentication server is legal; if not, it indicates that the authentication server is not legal. At this point, a two-way authentication has been completed, and the user’s login is successful.

\[ D = \text{pubs} \{ S_{id}, ts + 3, H(R_c), ST, TGC, K_s, S_{id} \} \]  \hspace{1cm} (18)

After authenticated, users can access the application server. The client will be sent to the application server by the \( E \) encrypted by formula (19), the application server will decrypt the \( E \), and then enter the process (6). The \( F \) is sent to the authentication server by the formula (19).

\[ E = \text{pubs} \{ ts1, id, pric, \{ id, ST, ts1 \} \} \]  \hspace{1cm} (19)

\[ F = \text{pubs} \{ AS_{id}, ts2, prs \{ ts2, ST \} \} \]  \hspace{1cm} (20)

The authentication server decrypt \( F \). If \( ST \) is valid, the user’s identification information and session key and other related information will be encrypted, and \( G \) obtained by the formula (21) can be returned to \( AS \). The access control list \( ACL \) can be obtained according to the user identification information. According to the application server \( ACL \), it is possible to decide which users to provide services. Next, \( ts \) obtained from the formula (22) is sent to the client in the process (8), and the client decrypts it. Within the valid time period of \( TGC \), which allows users to access the authorized application server according to the access control list. Assuming that \( TGC \) is overdue, the user needs to re-authenticate.

\[ G = \text{pus} \{ S_{id}, ts2, pris \{ S_{id}, \{ id, K_s \} \} \} \]  \hspace{1cm} (21)

\[ ts = \text{pubc} \{ AS_{id}, ts1 + 1, prs \{ ACL, AS_{id} \} \} \]  \hspace{1cm} (22)

3. Experimental results and analysis. In order to verify the effectiveness of the encryption algorithm, a simulation experiment is carried out on a computer with the dual core CPU processor, 2.85GHz main frequency, 4GB RAM, 1TB hard disk and Windowd operating system. VC++ programming is used to implement the encryption algorithm. At the same time, in order to make the results of the algorithm more convincing, the current encryption algorithm is used to compare the experiments. The experiment is carried out from the following aspects:

(1) the quality of intrusion data detection in wireless network mobile communication;
(2) the effect of data cleaning;
(3) security after data encryption.

The results of the experiment are as follows:

Figure 6 (a) shows a running signal waveform in wireless network mobile communication, and the signal contains intrusion data, so as to verify the quality of intrusion detection by different algorithms. Where, cross mark represents the intrusion data that has been detected.

From Figure 6, we can see that the detection effect of the proposed intrusion detection algorithm is better than that of the current SVM based intrusion detection
(a) detection effect of intrusion detection algorithm based on SVM

(b) detection effect of intrusion detection algorithm based on BP neural network

(c) the detection effect of the intrusion detection algorithm in this paper

Figure 6. Comparison of the effects of different algorithms on Intrusion Detection

algorithm and the BP neural network based intrusion detection algorithm. The intrusion detection algorithm used in this paper uses the normalization of the mobile communication data in the wireless network, and then applies it to the DBN model. The unknown attack type is detected by selecting the relatively optimal DBN structure by fixing the changes of other parameters. Through the experimental results, it is proved that the DBN intrusion detection algorithm has good adaptability and strong ability to detect intrusion data.
The communication network of Figure 7 (a) contains four kinds of data, such as redundant data, non-available data, intrusion data and normal data. The current data cleaning algorithm and the data cleaning algorithm used in this paper are tested to verify the effectiveness of the algorithm for data cleaning.
The analysis of Figure 7 shows that when the current algorithm is used to clean the data, the results of the redundant data, the intrusion data and the non available data are poor, and the cleaning is not thorough. In this paper, the distance-signal model is applied to the data cleaning, and the process time of the label is calculated. At the same time, data processing and data output are executed separately and parallel. The output time is supported by timer and time cycle, which shortens the execution time of the algorithm and makes data cleaning more thorough.

In Figure 8, the black dots represent the external attack data signals. By using different encryption algorithms to compare to verify the algorithm’s ability to resist foreign attacks, that is, security.

In Figure 8, the security of the data encryption algorithm based on CAS is the worst which can not be a good defense against attacks on the server; data encryption algorithms based on DES and RSA have better security, which is a good defense.
against a part of a foreign attack data. This proposed algorithm can not only improve the communication security between the client and the server. Moreover, after the completion of authentication, protection measures are also applied to the communication security between users and application servers, which improves the overall effectiveness of the proposed algorithm.

4. Conclusions. The security of more and more used data of mobile communication in wireless network is not good, the information security problem has become increasingly prominent. Users pay more attention to data privacy. It is a good choice to upload encrypted data to the cloud server and store it on the cloud server. In view of the current problems existing in data encryption algorithm, this paper presents an encryption algorithm of data in mobile communication wireless network based on MDEA. Based on the detection of intrusion data and the cleaning of data, the two-way authentication is to achieve through data encryption and decryption in client and server. Experiments show that the algorithm compared with the current algorithm is more reliable.
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