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Abstract – Wireless sensor networks (WSNs) is a significant part of networking area. They are cheap, efficient, and small, they are become more and more important for several applications. However, with the widespread use of applications that rely on wireless sensor networks, they continue to suffer from limitations such as data routing and security. WSNs can be used for several applications. Nodes of Sensor work on batteries. It is impossible to charge or replace the battery in some applications. For that purpose, optimal use of node’s energy is a key issue in the network. Routing is a significant challenge to extend the lifespan of network. Several protocols are implemented in WSNs. In this study, a survey on clustering techniques, present a characteristic and requirements routing design of WSNs. Result of this study shows how to solve some of these problems. WSN routing protocols have to ensure shortest paths, minimum energy consumption, less delay and maximum lifespan of network.
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1. Introduction

WSN consists of a set of big number of sensor nodes organized in ad hoc form to interact with the physical world. Each node involves some elements: “sensors, controllers, power supply and transceivers” [1]. Sensor nodes may be distributed regularly or randomly (installed manually). The area of sensing is the area where sensors are deployed.

Sensors collect the data from the interest region, handle it, and transmit these data to base station (BS) (also called sink) or to other nodes wirelessly [2].

WSNs have constraints such as limited amount of energy, small communication scope, low bandwidth, and limited processing. Environment is the crucial issue in defining: size, distribution scheme, and topology of the network [3].

Energy consumption is considered as a key factor in WSN design. When sensor nodes are deploying in complex environment, it is very hard (“or not possible”) to substitute or recharge batteries. The cost of transmission unit is higher than sensing and processing in WSNs. So, energy saving through the best strategy for data transmission is needed to redirect data from nodes to BS to extend the network lifetime [1]. Clustering is important technique for energy efficiency. In this method, nodes are structured into clusters. The nodes in cluster are called as “cluster members” and selected among them Cluster Head (CH) [1].

This paper is structured as follows. Section 1 is introduction of the WSNs. Section 2 shows WSN components. Section 3 presents Routing Protocols in WSNs. Section 4 presents Clustering Algorithms. Section 5 is about General Architecture of Clustering. Section 6 presents Discussion. Section 7 is about Motivation. Section 8 describes Challenges. Section 9 is the Conclusion.

2. Wireless Sensor Network Components

The basic element in wireless sensor node consists of four major units: sensing unit, computation unit, communication unit, and power unit. In addition, there are three optional units, which can be combined with the sensor node such as: localization system, mobilizer, and power generator. Figure 1 shows the parts of a typical wireless sensor node [4].
1) **Sensing Unit**: It is responsible for sensing the physical phenomena and produces the analog signals to the ADC so as to convert it to digital data, and sends it to the computation unit.

2) **Computation Unit**: This unit is used to manage and manipulate the instructions that are related to sensing, communication, and self-organization. It is composed of a processor chip, an active short-term memory for storing the sensed data, an internal flash memory for storing program instructions, and an internal timer.

3) **Communication Unit**: It is responsible of all data transmission and reception of the sensor node that are performed by the transceiver circuitry.

4) **Power Unit**: This unit represents the most significant part in wireless sensor node. It supplies the other units by the needed power.

   Also another component within WSNs, such as a localization system, is a power generator and a mobilizer.

   a. **Localization System**

      It is important that the node of wireless sensor worked with a location finding system since it is necessary for many WSN applications. It is required by routing algorithms and sensing coverage algorithms, which need information about the location of the nodes of wireless sensor. The location finding system is composed of a Global Positioning System (GPS) or a discovery algorithm that executes localization systems to provide information about the location of wireless sensor node using distributed computation.

   b. **Mobilizer**

      The mobility function is sometimes needed in many applications to move the wireless sensor node from one location to another so as to perform a certain task in WSN, so it will be necessary that the wireless sensor node is equipped with the mobilizer system for such applications. A high energy consumption is needed to support the mobility in wireless sensor node, and it should be supported efficiently. The movement of wireless sensor node is controlled by the mobility function with cooperation with the sensing unit and the computation unit.

   c. **Power Generator**

      Several WSN applications need to operate for a longer time, so it is essential to equip the wireless sensor node with additional power source in order to prolong the network lifetime.

3. **Related Works**

   Routing is a method for route between source and destination nodes. Key objective of routing protocols is to determine the shortest path that bring efficient energy consumption, less delay, the best service in order to expand the network lifetime via saving the sensors node alive more times as possible. [5]

   Discussed the use of secure routing protocol to enhance security of network. Most routing protocols are work with some failures within network and may have insecurity. In this study we suggest secure routing technique with using multi data flow topologies (MDT) scheme to protect from threats, and we suggest optimization methods to decrease the energy cost, too. [6] discussed an effective routing solving is distinguished via enabling the increase lifetime of the network, which improves efficiency and guarantee the best quality of service. [7] Present the routing method with energy efficient, mobile sinks and split network to several clusters. They analyze the influence of mobile sink number on lifetime of the network and show the results of the simulation display that network has top execution in around 3 of mobile sink. [8] Gives taxonomy for routing based clustering protocols and examines the hybrid hierarchical routing protocol that is distinguished with intelligent routing protocols. Proposed usage swarm intelligence in cluster creation and their hierarchical routing to improve the scalability and robust of hierarchical routing protocols is explained in [9]. In this study routing protocol is described named “Delay and energy efficient proactive” for WSNs (DEEP) which is a hierarchical kind for shortest path and a clustering method to do aggregation. The protocol targets to provide trade-off between delay and energy consumption. [10] Discussed all routing protocols applied in WSNs. In [11] Genetic Algorithm (GA) is Proposed to optimize and determine the routes among the nodes to/from the sink, decrease the energy costs. In [12], Network structure and node
mobility protocols are classified and the design requirements for routing protocols are analyzed. [13] A discussion that routing protocols play an important role in ensuring efficient communication between the source and destination nodes. Selection of the best routing protocol provides good efficiency, operation, and reliability of the network. So, WSN routing protocols can be categorized and based on network structure into three major sets [18]:

Flat routing protocols, hierarchical routing protocols and location-based protocols.

4. **Clustering Algorithms**

Clustering method in WSNs is the solutions to improve energy efficiency and extended network lifetime. It decreases amount of messages communicated to the sink. Clustering is the choice which presents a group of nodes in the network to create good topology. This method gives an effective network organization. [15] studied the choice of the Cluster Leader to improve the life span of the WSN. When selecting a Cluster Leader (CL), one can see the energy of the rest nodes and select the maximum energy nodes in each cluster and prohibition nodes, i.e. those with poor energy. [16] introduced a cluster based adaptive duty cycle hybrid MAC protocol AD-MAC for WSNs. In this protocol, cluster heads (CH) are spread in L phases to decrease idle listening time. This will decrease energy consumption from idle listening and collision. [17] Present efficient cluster head selection scheme switches the “cluster head” position between the nodes that have higher energy level compared with other. The algorithm counts initial energy, residual energy and an optimum value of cluster heads in order to select the following set of cluster heads of the network that fits for IoT applications for example, smart cities, environmental monitoring. In [18], “Sensor Nodes” link with each other by routing protocols are Presented. Routing Protocols can be categorized in several kinds in WSNs. Here, one should focus on the Hierarchical (cluster-based) routing protocols and study their performance by simulating tools. [19] Presented the task that show “how to select cluster heads” and “route data” via energy-efficient paths to destination. [20] Proposed “Hybrid” Multi-hop based clustering routing protocol that is suitable for exact environment and the needs, and it balances the network’s lifetime. HMPBC is used to reduce number of forwarding via picking cluster-heads in the procedure of data communication and to decrease energy consumption. [21] Proposed clustering scheme is based on distributed method, multi-hop transmission and displays the proposed system with improved performance of energy consumption.

5. **Characteristics of WSNs and Design Objectives**

Sensor networks have several characteristics and requirements in term of network performance and capabilities [22]. WSNs have several characteristics compared to the classic wireless communication networks:

- Deployment Techniques;
- Battery-powered;
- Severe energy, computation, and storage constraints;
- Self-configurable;
- “Many-to-One” traffic;
- Topology change.

Sensor networks have different application requirements:

- Small size of node;
- Low cost;
- Low power consumption;
- Scalability;
- Reliability;
- Fault tolerance;
- Security.

6. **Discussion**

The key aim of this paper is to provide the latest idea of the structure of WSNs, challenges of WSNs, Routing Algorithms and Clustering Methods. This study analyzes WSNs by surveying previous studies on this topic. We provide a survey of these articles to support future researchers who explore this area. Regarding a number of researchers concerned in IoT-based WSNs technologies, we perceive that there are lacks such as an impaired organization which leads to inappropriate research activities. A number of researches have been conducted on wireless networking of networks from a primary perspective, while other researchers have focused on developing WSNs capabilities. This study gives a clear research framework and management capacity, so this provides researchers with important research ideas related to the most important problems and solutions in this field. This study categorizes WSNs based on their limitations that become the interest of researchers who also want to motivate customers and users’ attention in this area. This study can help the researchers discover gaps and weaknesses in the literature.

7. **Motivations**

The components of communication for WSNs-based technologies have become a promising study field. This part surveys a group of related studies that
show the advantages of routing, clustering, energy efficiency of WSNs, which is integrating with the Internet and with cloud computing, which is needed in IoTs. So the main motivation for this study is to give more attention for the following requirements [14]: energy efficiency, quality of service, scalability and reliability.

8. Challenges and Related Recommendations

In this section, we discuss the "limitations" of WSNs and make some suggestions to improve the efficiency of the sensor networks. There are some "challenges" in the implementation of WSNs. While WSNs have many advantages, they do not provide the best solution for connecting WSNs to the Internet or IoTs components. Academics and researchers face a lot of problems or limitations when employing the WSNs technologies for different applications in order to monitor environment with the IoTs.

Some main challenges for Energy efficiency are to reduce energy consumption due it is more necessary to span battery life. They are defined in the following:

1. WSNs continue to need high power from energy constrained batteries for data processing and sending.
2. The nodes in WSNs have limited memory and computational capabilities. So, another challenge for WSNs depends on applications.
3. Routing protocols and design objectives. [5-14].
4. Clustering algorithms and cluster head election techniques. [15-22].

Due to these challenges, and to reduce energy consumption, we propose some recommendations for enhancing the performance of the WSNs:

✓ Using specific methods to reduce the consumption of resource for the nodes of WSNs, such as, to develop algorithms or techniques to get optimization.
✓ Using the effective computing and communication methods for the dissimilar applications of the WSNs that needs different “QoS”, for instance, time restriction.
✓ Improve Sensor deployment.
✓ Improve Data Aggregation Techniques.
✓ Improve Clustering mechanisms.
✓ Improve Routing Protocols.

9. Conclusion

Due to the growth of technology WSNs becomes more important, and the sensors are nowadays employed in many environments. The limitations with WSNs become very complex to be capable to utilize. The outcomes for these limitations become essential goals for researchers. This study is done on the exiting articles in order to survey important fields in WSNs area displaying the main problems and the solutions as a suggestion to deal with these problems. We also presented the key challenges that face WSNs technologies.

The main aim of this study is to provide researchers with more clarity and understanding and to draw the attention of researchers and specialists in this field to many aspects and fields and to a range of weaknesses and strengths.
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