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Digitalization of financial institutes, industries, and organizations to provide fast online services needs a large number of Internet connections and different types of networks. The presence of a large number of digital networks makes operational communication and data transfer vulnerable to different cyber-attacks. So, to secure the system, there must be a mechanism present to detect malicious activities and give an alarm to the operator/HMI. A numerous intrusion detection system is present in this era but still, the intruders get access to the network and create an economical loss. Blockchain is a new path to gain the trust in the cyber-security field. Researchers have been working on the term “blockchain technology” for the past few years. In a growing digital environment, blockchain is a novel technology that provides various advantages. This paper identifies and examines the possible way to enhance the blockchain capability by integrating with principal component analysis (PCA). The bad data are removed from the real-time data set and then pass through the blockchain mechanism to identify the threats. The results of the investigation and analysis demonstrate that, when compared to the traditional approach, the PCA integration with the blockchain method proposed in this paper may reduce detection time and boost detection rate.

1. Introduction

Due to the increased use and reliance on network-connected platforms and internet-connected gadgets, government agencies and sectors are becoming increasingly vulnerable to cyber-attacks [1]. Network attacks are unauthorized activities against digital assets within an organization’s network. Malicious actors frequently utilize network attacks to manipulate, remove, or steal sensitive data. Attackers on networks typically target network perimeters in order to gain access to internal systems [2, 3]. Network attacks are classified as either passive or aggressive. Malicious actors get unauthorized network access, monitor, and steal sensitive data without making any modifications in passive network attacks. Active network assaults include data modification, encryption, and destruction [4, 5]. Advanced hackers can get unauthorized access by bypassing speech recognition, retinal scans, and access codes. They just need to break the system’s firewall to fool the biometric system. Furthermore, keeping data in a limited space makes it easier for hackers to swiftly steal the data and utilize it to their advantage. Hackers frequently attack your system in stages, and it is simple to erase any evidence of their first infiltration. As a result, not only must safe cyber systems be in place but also measures must be in place to detect cyber security assaults in a timely manner. Through analysis by using the organization logs present in the network system, the system security architecture can be identified [6]. Even if the fight against cyber threats and attacks is never over, it is feasible to avoid them by understanding the many protocols, vulnerabilities,
resources, and tools that criminal actors employ. Furthermore, by predicting attacks and knowing where to search for them, you may construct defenses for your systems. Anti-virus software and endpoint security services provide value for money by protecting your network against viruses and brute force attempts to access your computers. To recognize and respond to known attack code, malware defenses must be set up and maintained. Patch management, which entails patching known vulnerabilities with the most recent version of the device, is used to prevent attacks that exploit software defects. Every year, new and updated threats are used to gain access to the system due to the need for an advanced intrusion detection system that can be upgraded and detect new threats [7, 8]. Cyber security solutions are technological tools and services that help businesses protect themselves against cyber-attacks, which can result in application downtime, data theft [9], reputational damage [10], ad- herence penalties, and other undesirable consequences [11, 12]. IoT security aids in the establishment of insight and the application of security controls to the expanding network of IoT devices, which are increasingly used for mission-critical applications and store sensitive data but are often meant to be insecure. Cloud security aids in obtaining control of complex public, private, and hybrid cloud systems by detecting and correcting security misconfigurations and flaws [13, 14].

Blockchain is revolutionizing the organization, which can change the intrusion detection system by providing more innovative and advanced solutions [8]. The rise of blockchain started with the rise of cryptocurrency, but with various studies, it has been found that it can have better applications in different sectors also. In worldwide industry and organization, it has been used to tackle financial-based cyber threats [15]. In the last few years, the blockchain technology has been evolving so much that it has surpassed the main purpose and has been used for different sectors. Most importantly, the blockchain may allow a new breed of decentralized apps without middlemen and serve as the cornerstone for critical components of Internet security infrastructures [16]. By identifying and avoiding data tampering, artificial intelligence (AI) might be utilized to improve the process of establishing blockchains. Furthermore, AI built to protect a system or database may be implemented as a blockchain application that does not rely on the integrity of trusted nodes [17, 18]. Many DDoS attacks make advantage of domain name servers (DNS), which convert IP addresses into human-readable website names. When DNS is shifted to the blockchain, resources may be shared among several nodes, making it difficult for attackers to control the database [19, 20]. As a result, finding current research on the application of blockchain to the problem of cyber security is vital in order to comprehend how evolving technologies might assist mitigate growing threats.

With respect to different literature reviews in [21, 22], very few progress has been done in cyber security in an industrial application using blockchain. In one of the recent research works [23, 24], the author highlights different perspectives of blockchain its advantages, disadvantages, and challenges [25, 26]. Few authors highlight the authentication mechanism that can be used by different industries and organizations through the blockchain model. Any industry’s cyber physical architecture (CPA) relies on a dependable and timely interaction between the cyber and physical layers, which can be split into three categories as follows: normal monitoring: in the event of an unhealthy operation in the CPA, this form of communication does not necessitate rapid intervention. The monitoring time ranges from milliseconds to fractions of a second. Closed loop monitoring (CLM): sensors and actuators measure parameters, which are then relayed to a central control room for quick response in the event of an abnormality. Communication times vary between 20 and 200 milliseconds. Interlocking: command is delivered by interlocking for continuous monitoring, operations, and control [27]. This type of communication is deliberate, and data must be exchanged within a time range of milliseconds. The emergence of blockchain coincided with the growth of bitcoin, but several researches have revealed that it may be used in a variety of industries. The authors present a blockchain-based authentication technique that may be employed by many industries and organizations. This type of communication does not need immediate intervention in the case of a harmful operation in the CPA. The system security architecture may be recognized by analyzing the organization logs contained in the network system.

We live in a digital era because everything in our digital age has been transferred online. We utilize the Internet to assist us in doing jobs, whether it is data storage or information access. As our involvement in the digital world expands, so does our vulnerability to cyber assaults. For the system to be secure, a mechanism that can detect malicious activities and inform the operator or HMI must be present. To develop a system that ensures secure data is of the greatest importance. To enhance the blockchain methodology for better performance, it is integrated with PCA. PCA is used to reduce the dimension of a large data set so that it can work on big data system. For security purposes, a system should reduce the amount of data stored on the network system.

2. Architecture of the Proposed Model
This section deals with the details of blockchain, PCA, and its integration for better performance.

2.1. Blockchain Architecture. Blockchain is the new advance approach to security as it stores the data related to transactional which are known as the system block of the network structure in which it is been implemented. The network server’s database is called chain which is used to connect one system to other in the network. The storage which stores these data is called a “digital ledger” [28, 29]. Blockchain is ideal for distributing such information because it provides immediate, shareable, and completely transparent data stored on an immutable ledger that can only be accessed by
network members with permission [30, 31]. For each and every transaction inside, the ledger and special digital signature are required. The best part of this process is that the data can be used and visualized by everyone, but it can be tampered with due to this digital signature process. The blockchain has the following main features [32]:

(i) Highly independent and secure: the blockchain uses the digital signature which is the most advanced feature and keeps the fraud activity away. Also, by using this, the transaction among two parties can be done with mutual understanding without involving large steps.

(ii) Immutability capability: the best feature of the blockchain is it cannot be altered. This helps to ensure that technology does not change throughout the process. Every node used in the network has the digital ledger, so for every transaction, each digital ledger should be matched and validated.

(iii) Decentralized: With less involvement of the third party, the system is fast, and less failure rate is faced compared to different advanced technology.

So, from above, it is clear that blockchain can never be modified which helps in the integrity of the system. Figure 1 displays the concept of blockchain interaction. The node in the blockchain can add a new node such that each node added can see the blockchain architecture. Using any of two algorithms, that is, proof of stake and resistant of effort, the novel node can be added. In proof of stake, the new node which is going to be added to the system shows that they own some stake in the previous block, so their participation is valid. Each block contains the details such as former mess, transaction details, and POW/POS information. As shown in Figure 1, each block is connected with each other [33]. The connection is between the previous transaction and the present hash of the block.

The blockchain technology is a combination of the following three main parts:

(i) The secure cryptography keys
(ii) A network work as peer-to-peer having shared ledger details
(iii) Storage place to store the data’s

The secure cryptography key consists of the following two keys, the first is the public key and the second is the private key. The sender’s address (public key), the receiver’s address, the transaction, and his/her private key data are all sent via the SHA256 method. Until being uploaded to the blockchain, the digital information, called as hash decryption, is transported around the world and confirmed [34].

2.2. Principal Component Analysis (PCA) Architecture. The model’s complexity grows in tandem with the magnitude of the data. This study employs a novel intelligent dimension reduction approach known as principal component analysis to overcome this issue (PCA), which allows for data visualisation and the quick extraction of key characteristics that can then be put into an unsupervised machine learning model [35]. This aids in the better visualisation of the dataset as well as its performance. PCA is a method for decreasing the length of datasets while retaining as much information as possible. As a consequence, it extracts a low-dimensional collection of characteristics by lowering dimension by translating a huge dataset into a shorter one with more content retained.

When working with three-dimensional or higher-dimensional data, PCA is more useful. A linear combination of original variables is called PCA. The first principal component was chosen to describe the highest quantity of alteration in the original datasets. The first principal component still contains the most information about the original data [36–38]. The second principal component, which is unrelated to the first and subsequent principal components, attempts to explain the remaining variation in the dataset as shown in Figure 2.

So, to reduce the dimension of the data sets, the following steps are followed [39–41]:

(i) Step 1: this step normalizes the range of continuous starting variables so that they all directly contribute to the study. If the ranges of starting variables differ greatly, the variables with larger ranges will dominate over those with narrower ranges (e.g., a variable ranging from 0 to 100 will prevail over a variable scale from zero to 1), leading to biased results.

(ii) Step 2: the purpose of this step is to determine how the variables in the input data set depart from the mean in respect to one another or to determine if there is a relationship between them. To detect these correlations, we construct the covariance matrix.

(iii) Step 3: the linear algebra concepts of eigenvectors and eigenvalues are what we all want to estimate from the covariance matrix in order to discover the fundamental components of the data.
(iv) Step 4: in the last step, eigenvalue is stated in descending order, which helps to find the principal components of the data sets. In this step, elimination of nonsignificant data is done. So the feature vector is obtained. And at the last, the data are arranged in the principal axis.

2.3. Blockchain-Integrated PCA Methodology. This statistical approach uses an orthogonal transformation to convert observations of correlated qualities into a collection of linearly uncorrelated properties. The newly changed qualities are the principal components. It is a well-known tool for exploratory data analysis and predictive modeling. It is a technique for extracting significantly dominant from a dataset by reducing variances. Finally, the erroneous data are removed from the real-time data gathering, and the risks are recognized by utilizing the blockchain system. Combining PCA with blockchain can give more accurate and strong protection against any cyber intrusion. The PCA helps to reduce the dimensions of large data set which can be used by blockchain as real-time data or historical data set. Figure 3 shows how the PCA can be integrated with the blockchain system to enhance the security feature of the new methodology. It consists of two main points. The first is key matching, and the second is the extraction of feature using PCA.

If PCA is not present, then the blockchain has to deal with the big data sets which make the system a little sluggish. The sluggish system will face lots of failure rates. Now, in the next section, we will see how this proposed methodology can prove to be the best.

3. Results and Discussion

This section highlights the advantages of the PCA-integrated blockchain method for cyber security using the statistical data obtained through an extensive literature survey used in the introduction section.

3.1. Results. Using blockchain in different work profiles is shown in Figure 4. It can be seen that from cryptocurrency, now the most use of blockchain is in the field of IoT-based sectors [42–44]. So, it can be seen that both PCA and blockchain have almost the same kind of uses as per the requirement, also shown in Figure 5.

The research over the time period of 10 years on the topic PCA and blockchain is shown in Figure 6. Each year, the related research has been increased in many folds. Now, we will use simulation to see how the PCA affects the working of blockchain methodology when large data sets are present in the system.

Figure 7 shows the speed and accuracy of blockchain when working alone on different large data sets. The sample of data sets was of multiple of 10 so it started from 10 K (10000) datasets, and it went up to 100000 K. It can be seen that as the data set quantities were increasing, the speed of working increased rapidly. Now, in the same system when integrated with the PCA, the results are somewhat more better compared to blockchain working alone. In Figure 8, it shows that even if the data set is increasing in many folds but then also the speed of working of the proposed methodology is somewhat constant and has a very small value in milliseconds.

Now, after comparing the results based on datasets, speed, and accuracy, it has time to compare the system on basis of storage cost requirements. Storage cost means that the total cost required to store the data is coming from different sources. From Figure 9, it is clear that the data storage cost saving is more when blockchain is integrated with PCA. PCA is used to reduce the size of a data set and extract future value that can be utilised to recreate the original data. As it can be seen, both PCA and blockchain have nearly identical purposes in terms of requirements, and associated research is growing at a rapid pace. It can be observed that as the size of the data collection grows, so does the speed with which it is processed. When the same system is used with the PCA, the results are somewhat better than when blockchain is used alone. The entire cost of storing data from various sources is referred to as storage cost.
3.2. Discussion. To keep various organizations out of the news, one must understand the most common causes of data breaches including what you can do to mitigate the dangers they offer. For the system to be secure, a mechanism that can detect malicious activities and inform the operator or HMI must be present. Despite the numerous intrusion detection technologies in use today, hackers continue to breach networks and cause financial damage. Combining PCA with blockchain may give a much more precise and strong defense against any cyber intrusion. In today’s world, blockchain technology continues to evolve and find new uses. One of the possible places where it has been investigated and used is cyber security. Still, more research is needed to make it possible to use in the real-time scenario of cyber security or for the intrusion detection technique. Although this paper highlights a new approach that can be used for the future intrusion detection architecture, there are still few problems that exist and need to be workout in the future. Blockchain has many future scopes as stated as follows:

(i) Blockchain with PCA can be used in the digital financial sector where a large number of datasets are present

(ii) A major security area is still prone to large cyber-attack which can be reduced by involving blockchain with PCA

![Figure 3: Proposed PCA Blockchain integration.](image)
Figure 4: Blockchain main uses.

Figure 5: Use of PCA in different sectors.
4. Conclusion

The article analysed the application of the blockchain technique from the viewpoints of many investigators that published their research articles. The majority of blockchain safety specialists seem to be concentrating their efforts on IoT device acceptance. The safety of blockchain also includes networks and data. Blockchain technology, as mentioned in the conversation, can be utilized to safeguard IoT devices by providing more trustworthy confirmation and data transfer procedures. Network latency to run the distributed network was frequently mentioned in the study on IoT security using blockchain applications. Because of the variety in results used by all sets of scientists, it was not possible to quantify such data for the purposes of this work. A future study might include assessing network latency, energy usage, and data packet fluxes in blockchain-based IoT networks, as well as standardising data presented in basic research.

Finally, blockchain can safeguard data throughout storage and transmission by encoding blocks that can only be accessed by sender and receiver and cannot be tampered with. Future researchers should look at the potential of using a single blockchain to build information security, like most current options use several blockchains, rendering integration challenges.
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