Security constrained optimal power flow in a power system based on energy storage system with high wind penetration
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Abstract

This study is focused on assessing the effect of energy storage system (ESS) presence on security improvement of power systems hosting remarkable renewable energy resources. To this end, ESS presence is suitably included in security-constrained optimal power flow (SCOPF) model; the required technical amendments are hence considered. To launch a realistic model, ramping constraints of thermal units are also taken into account, which, limit the generators from completely responding to power shortfalls. Considering a high penetration level of renewable generations, different scenarios of outages in transmission lines and generators are simulated to measure the line outage distribution factor (LODF) and power transfer distribution factor (PTDF). Also, in order to illustrate the economic impact of wind power generation curtailment and load shedding, two penalty parameters value of wind curtailment (VWC) and value of loss of load (VOLL) are considered in the model. Two test systems, including a PJM 5-bus system and an IEEE 24-bus RTS, are put under numerical studies to assess the possible impact of ESS on security improvement of the investigated systems. The obtained results are discussed in depth.
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1. Introduction

The soaring energy demand of power systems in different sectors including residential, commercial and industrial, calls the need for further investments in power generation facilities. Meanwhile, the generation-consumption balance should be preserved with required reserve capacity. Beyond the
conventional central generations which are mainly thermal units, it is now a common practice to deploy
distributed generations (DGs) to enhance the economic operation of power systems, increase the supply
reliability [1], reducing power losses, suppressing the pollutant emission and etc. Among these,
renewable-based DGs such as wind turbines are recognized to be more environmentally-friendly
resources [2]. In this context, most of the governments have catered the utilization of these resources in
their power generation portfolio. However, the intrinsic uncertainties of these resources pose significant
hurdles in power system operation, mainly in security analysis and perseverance. Contingency analysis
(CA) is a common task to assess the security level of the power system and to consider preventive
schedules.

SCOPF is a powerful tool for safe operation of power systems, specially, when renewable generators such
as wind turbine generators are connected to the system and bringing uncertainty to the system [3]. SCOPF
is an OPF problem considering some contingencies like generators and lines outages, which the system
should be secured against them. SCOPF is the incorporation of minimum cost and safe operation and
security of the system [4]-[5]-[6]. To consider the security indices of a power system, there are some
effective tools. One of these tools is calculation of linear sensitivity matrices. Authors of [7] have
calculated two kinds of linear sensitivity matrices of control variables (i.e. voltage variations, reactive
power generation and line flows). In this paper both OPF and SCOPF solutions are obtained by LP and
compared against each other. They express that consideration of security constraints would raise
operation costs, but any N-1 contingencies will not affect the system. Linear sensitivity factors including
power transfer distribution factor (PTDF), line outage distribution factor (LODF) and outage transfer
distribution factor (OTDF) are utilized to express the security constraints in the post-contingency state.
Typically, SCOPF includes preventive and corrective types, which, differ from each other. In the
Preventive SCOPF (PSCOPF), it is not allowed to reschedule control variables in the post-contingency
state, except those with automatic responses associated with contingencies [8]. Moreover, it tries to
minimize cost function through only variables of normal case control variables which are feasible for both
normal and contingency cases. This is while; consideration of C contingencies makes the problem size to
be approximately C+1 time larger than the traditional OPF. the Corrective SCOPF (CSCOPF) considers
violation of some contingencies which system can handle them without damaging the devices. The total
cost obtained by CSCOPF is often smaller than the one from PSCOPF, but model requires some
additional variables and maybe a large number of reschedules for every contingency [9]. As it is
explained in [10] a secure system is defined at some levels, but the levels which SCOPF treats the system
are as follows; Security level 1 is a system which all loads are supplied, no operating limits are violated and no limit violations occur in the event of a contingency. Security level 2 is the one that all loads are supplied, no operation limits are violated and any violations caused by a contingency can be corrected by appropriate control actions without loss of load. Ideal operation condition for a system happens when security level 1 is observed but from the view point of economics security level 2 is more reasonable.

Evaluating the impact of renewables on power system security is of priority owing to their intrinsic uncertainties. Renewable generations like wind generation pose various uncertainties which call the need for security assessing of power system beside them [11]-[12]. To this end, Authors of [13] considered a power system with high wind penetration and developed a security constrained unit commitment (SCUC) model to assess the impact of battery-ESS (BESS) units on the security of the system. To secure the system against the uncertainties of renewable generations, ESSs are one of the most effective tools. But SCOPF for a system without ESSs needs a large model, which makes its solution time consuming [14]. Now, if the ESS is added to the system the model will be very heavy and too much time is needed to solve the problem [15]. A benders decomposition (BD) corresponding to a mixed integer programming (MIP) is used to solve the SCUC problem in [13]. Authors investigated the impact of (BESSs) presence on the security of systems with high penetration of wind power generations. It is illustrated that the BESSs charge in the off-peak time and discharge during the peak time of the system, so the load curve of the system will be smoothened. Also, the presence of BESS in the system reduces the security cost. The SCUC model suffers from the lack of considering the transmission constraints of the power system. In [16] a model based on the AC-SCOPF is developed, but the AC model’s execution time is so excessive that it can’t be utilized for operational purposes. An enhanced corrective SCOPF model is conducted in [17] to evaluate the impact of distributed BESS units on the security of a power system, but renewables are not considered. Among all security concerned power system problems, it can be seen that contingencies to be studied are excessive, so it is time-consuming to consider them all exactly and comprehensively.

Techniques which are being utilized to reduce the number of noted contingencies are named as contingency filtering (CF) techniques. Authors of [18] proposed an iterative approach to solve the SCOPF problem. The process contains six major stages: (1) load flow, (2) SCOPF, (3) Security Analysis (SA), (4) CF, (5) PSCOPF, (6) NC. The security analysis detects the type of contingencies (overload or voltage collapse), the CF scheme is to identify binding constraints to be used in the problem solution, network
compression (NC) is used to reduce the complexity of network model. The algorithm used here optimizes both active/reactive power flows together and treats discrete variables. Authors of [19] proposed an integrated method to rank the contingencies of power system. As it is obvious the impact of ESS presence on the security of the power system with high renewable generation penetration by means of SCOPF is still an interesting work to be done.

In this paper, a multi-period multi-stage MINLP DC-SCOPF model is developed to assess the impact of ESS units on the security of a power system with high wind generation penetration, in a 24-hour time period. A 24-hour load curve and a 24-hour airflow pattern is used to model the load and wind flow changes. In order to reduce the power losses of the transmission system, ESS units are sited at the buses where wind turbines are in there [20]. By this way power curtailments of wind turbines are managed in this job [21]. In this work, the effect of ESS presence on security improvement of power systems hosting remarkable renewable energy resources is being assessed. To do this, ESS presence is suitably included in SCOPF model; the required technical amendments are hence considered. To have a realistic model, ramping constraints of thermal generation units are also taken into account which limit the generators from completely responding to power shortfalls. Considering a high penetration level of renewable generations, different scenarios of outages in transmission lines and generators are simulated to measure the line outage distribution factor (LODF) and power transfer distribution factor (PTDF). Also, in order to illustrate the economic impact of wind power generation curtailment and load shedding, two penalty parameters VWC and VOLL are considered in the model. Furthermore, the charging/discharging efficiencies of ESS units are considered, and to reduce the execution time of the model a CF framework is conducted that selects only the binding contingencies. Finally, to illustrate the utilization performance of transmission lines and risk of operating the system, a performance index (PI) calculation is performed. In this paper, the main contributions could be listed as follows:

- Secure operation of power system with high wind penetration is proposed, and comprehensive evaluations on this task are illustrated;
- Wind generation uncertainties are managed by means of ESS units to ensure the security of the system;
- Security cost of the system which consists of line outage and generation outage prohibition costs and consequently the operation cost is reduced;
• Major reduction in number of contingencies posing to the system and hence improvement of the system security.

2. Model formulation

Mathematical formulation of the SCOPF model in a system coordinated with wind generation and ESS is provided in this section. The model consists of an objective function and its related constraints. The objective function is the operation cost of the system. load flow equation and generation constraints of generators and line flow limits are the constraints of the conventional OPF problem. Security constraints for line outages and generator outages are considered. Also, wind generation constraints are added to the model. Furthermore, the constraints of ESS units’ operation, including the state of charge (SOC) of units, maximum charge/discharge for each unit at each time interval and a constraint for asynchronous charge/discharge for each unit, are brought in the model.

2.1. Objective function

The objective function for this problem to be minimized consists of generating units’ operation costs and load shedding penalty and the value of wind curtailment at each period.

\[
OF = \sum_{g,t} (a_g (P_{g,t})^2 + b_g P_{g,t} + c_g) + \sum_{i,t} (VOLL \times LS_{i,t} + VWC \times P_{i,t}^{wc})
\]  

(1)

2.2. OPF constraints

The constraints of the conventional OPF problem for generating units and line flow limits, and also, load shedding constraints and wind power generation are as follows.

\[
\left( \sum_{g \in \mathcal{G}_i} P_{g,i,t} \right) + LS_{i,t} + P_{i,t}^{w} - L_{i,t} - P_{i,t}^{c} + P_{i,t}^{d} = \sum_{j \in \mathcal{G}_j} P_{g,j,t} : \bar{\lambda}_{i,t}
\]

(2)

\[
P_{g,t} = \frac{\delta_{i,t} - \delta_{j,t}}{x_{ij}}
\]

(3)

\[-P_{g}^{\text{max}} \leq P_{g,t} \leq P_{g}^{\text{max}}
\]

(4)

\[P_{g}^{\text{min}} \leq P_{g,t} \leq P_{g}^{\text{max}}
\]

(5)
Equation (1) is the objective function of the problem. Equation (2) is the load balance equation. Equation (3) explains the power flow equation. Inequality (4) is the thermal constraint of lines. Equations (5), (6) and (7) are thermal generation units’ constraints. Equation (8) explains the load shedding constraint. The inequality (9) illustrates the constraint of wind turbines generated active power and Equation (10) illustrates the amount of curtailed active power output of wind turbines.

### 2.3. Security constraints

The main goal of this paper is to maximize the security of the system. To address the security of the system, security constraints must be added to the model of the power system.

To provide a mathematical base for security considerations, two security parameters, PTDF and LODF, which are calculated in [22], are used in this article. Also, a parameter to calculate the participation amount of generators when one is out is calculated in [22]. But according to the context of the book, they considered that by increasing the production of each generator according to this parameter, no generator will get to its maximum limit. So, in this paper, the parameter is considered as a variable which takes into account the current generation of generators and then calculates the participation factor.

\[
PTDF_{i,j,nn} = \frac{1}{x_{nn}}( (X_{ni} - X_{nj}) - (X_{mi} - X_{mj}) ) \tag{11}
\]

\[
LODF_{ij,nn} = \frac{X_{ij}^2 - X_{im} - X_{jn} + X_{jm}}{x_{ij}^2 \left( 1 - \frac{X_{nn} + \frac{X_{nm}}{2} - 2 \times X_{nm}}{x_{nn}} \right)} \tag{12}
\]
\[ \gamma_{i,j,t} = \frac{P_{ij}^{\text{max}} - P_{ij}^t}{\sum_k (P_{kj}^{\text{max}} - P_{kj}^t)} \]  \hspace{1cm} (13)

\[-1.2 \times P_{ij}^{\text{max}} \leq P_{ij,t} + PTDF_{\text{mref},ij} \times P_{n,t}^\gamma - \sum_{m,n} [PTDF_{\text{mref},ij} \times \gamma_{m,n,t} \times P_{n,t}^\gamma] \leq 1.2 \times P_{ij}^{\text{max}} \]  \hspace{1cm} (14)

\[-1.2 \times P_{ij}^{\text{max}} \leq P_{ij,t} + LODF_{\text{ij},mn} \times P_{nm,t} \leq 1.2 \times P_{ij}^{\text{max}} \]  \hspace{1cm} (15)

Equalities (11), (12) and (13) calculate PTDF, LODF and participation factor, respectively. Inequalities (14) and (15) are generation outage and line outage security constraints, respectively. According to [23], the line flow limits for security constraints are considered as short-term emergency limits which are 10-20% greater than normal line flow limits.

### 2.4. ESS constraints

\[ SOC_{i,t} = SOC_{i,t-1} + (P_{i,t}^c \eta_c - P_{i,t}^d / \eta_d) \Delta t \]  \hspace{1cm} (16)

\[ U_{i,t}^c P_{i,t}^c \leq P_{i,t}^c \leq U_{i,t}^c P_{i,t}^c \]  \hspace{1cm} (17)

\[ U_{i,t}^d P_{i,t}^d \leq P_{i,t}^d \leq U_{i,t}^d P_{i,t}^d \]  \hspace{1cm} (18)

\[ U_{i,t}^c + U_{i,t}^d \leq 1 \]  \hspace{1cm} (19)

\[ SOC_{i,t} \leq SOC_{i,t} \leq SOC_{i,\text{max}} \]  \hspace{1cm} (20)

Constraint (16) illustrates SOC content for each ESS unit. Inequalities (17) and (18) are constraints on charge/discharge power for each ESS unit, respectively. Equation (19) is to maintain the asynchronous charge/discharge at ESS units and inequality (20) restricts the amount of SOC of each ESS unit.

### 2.5. Performance index

In order to evaluate the performance of the system before and after the security considerations and also by increasing the load scale, a performance index (PI) is introduced in [24] as follows.

\[ PI_{MW} = \sum \left( \frac{W_{ij}}{2n} \right) \left( \frac{P_{ij}}{P_{ij}^{\text{max}}} \right)^{2n} \]  \hspace{1cm} (21)
3. Solution method

A three-stage procedure is conducted to solve the SCOPF problem in a system coordinated with wind
generation and ESS. (i) In the first stage a conventional OPF is executed to calculate the optimal power
flows, bus voltage angles, power outputs of thermal and wind turbine units and the ESS units’
charge/discharge amounts. (ii) In the second stage, a CA procedure is performed to take into account only
the binding contingencies for the SCOPF problem. In this stage, the power flows calculated in the
previous level are being used. (iii) A SCOPF problem considering the binding contingencies acquired in
the second stage is administered here.

According to the presence of binary variables related to ESS units’ state of charge/discharge, the problem
at each stage will be solved as a MINLP problem. A GAMS code is executed for this problem. The SBB
solver of GAMS program is utilized to solve the problem in both stages (i) and (iii).

4. Simulation results

In order to evaluate the impact of ESS on the security of the system with high wind penetration, the well-
known PJM 5-bus test system and IEEE 24-bus RTS are employed. In order to evaluate the impact of
ESS units’ presence on the security of the system the total operating cost for the 24-h period from [25]
and the number of binding contingencies occurring to the system are compared in 4 scenarios. Scenario 1
doesn’t consider both security constraints and ESS units’ presence. Scenario 2 only considers the
operation of the system with only security consideration. Scenario 3 takes into account the
implementation of ESS units but security constraints aren’t considered. In scenario 4 both security
constraints and employment of ESS units are considered.

4.1. Case study 1: PJM 5-bus test system

The system parameters are as in [26]. As it is shown in Fig. 1, two wind generators and their relative ESS
systems are added to buses 1 and 5. The capacity of wind turbine generators at buses 1 and 5 are 125 and
250 MW, respectively. The max. storable energy in the ESS units at buses 1 and 5 are 12.5 and 25 MWh,
respectively. The ESS units charging/discharging power at each time interval is $0.2 \times SOC_{i}^{\text{max}}$, charging
efficiency ($\eta_c$) for all ESS units is 95% and discharging efficiency ($\eta_d$) is 90%. There are two penalty
factors in the model. The value of wind curtailment (VWC) is set to 5 $/MW and the value of loss of load (VOLL) is set to 250 $/MW.

Fig. 1. PJM 5-bus test system with wind generations and ESS units

In this system, the total peak demand is 900 MW, the total installed thermal generation capacity is 1530 MW, total installed wind turbine generation is 375 MW and total installed ESS units are 37.5 MWh. Operation cost and number of affecting contingencies of each scenario are illustrated for PJM 5-bus test system in Table 1.

Table 1. PJM 5-bus test system operation cost and security comparison

As it is obvious the number of binding contingencies is reduced by 63%, and the cost of security from scenario 2 to scenario 4 is reduced by 65.2308 $ for operation in a 24-h period by the employment of ESS units. Security cost in scenario 2 is 94619.908 $ and in scenario 4 is 94566.8956 $.

Fig. 2 and Fig. 3 illustrate the SOC (MW) and total charge/discharge power (MW) of ESS units in the 24-h period of operation, respectively. The ESS units will charge when the gradient of load factor is around zero or when wind factor is high, also, they will discharge when the gradient of load factor is high positive or when the wind factor is low. In other words, ESS units will charge at the off-peak times of system demand and will discharge at peak times of system demand, and also each ESS unit will charge when the related wind turbine isn’t curtailing and discharges when it is curtailing the generation. It is obvious that ESS 2 is not dispatched. It is because there is no load in the bus which ESS 2 is there and also the cheapest generation unit is at that bus.

Fig. 2. SOC of ESS units for PJM 5-bus test system

Fig. 3. Total charge/discharge power of ESS units for PJM 5-bus test system
Here a performance index calculation for PJM 5-bus test system is performed to see how security considerations affect the utilization performance for branches of the system. According to [24] the smaller the PI\textsubscript{MW} in one scenario the better the performance of system branches utilization and the lower the risk of the system operation in a scenario. Table 2 shows how security considerations can reduce the amount of risk in the operation of the PJM 5-bus test system. In this table the hourly PI\textsubscript{MW} are brought to compare them against each other.

**Table 2.** PJM 5-bus test system PI\textsubscript{MW} amount for each scenario

As it is obvious, by comparing the PI\textsubscript{MW} calculated above between scenario 1 and 2 and scenario 3 and 4, consideration of security constraints reduces the amount of PI\textsubscript{MW}. Concentrating on the scenarios 2 and 4, shows that when ESS units being discharged at hours 11, 14, 23 and 24 the line flows get slightly higher.

### 4.2. Case study 2: IEEE 24-bus RTS

The IEEE 24-bus RTS system characteristics are as in [27] and 6 wind generations are added to the system as [28] at buses 3,5,7,16,21 and 23. All wind generators have a 70 MW generation capacity. Also, in this paper, 6 ESS units with 7 MWh capacity are added to every bus with wind turbines. The charging/discharging efficiency of ESS units is 95% and 90%, respectively. WVC and VOLL are as in case 1. The scenarios are illustrated for IEEE 24-bus RTS are illustrated in Table 3.

**Table 3.** IEEE 24-bus RTS operation cost and security comparison
The number of binding contingencies is reduced by 87%, and the cost of security from scenario 2 to scenario 4 is reduced by $143.34 for operation in a 24-h period by the employment of ESS units. The cost of security in scenario 2 is $37572.6833 and in scenario 4 is $37429.3433.

Fig. 4 and Fig. 5 illustrate the SOC (MW) and charge/discharge power (MW) of ESS units in the 24-h period of operation, respectively. As in PJM 5-bus test system, the ESS units will charge and discharge during the off-peak and peak times, and also when related wind turbine is not curtailing and when it is curtailing the generation, respectively. It is obvious that ESS 5 is not dispatched. It is because there is no load in the bus which ESS 5 is there and also the cheapest generation unit is at that bus.

Fig. 4. SOC of ESS units for IEEE 24-bus RTS

Fig. 5. Total charge/discharge power of ESS units for IEEE 24-bus RTS

In both cases there is no wind curtailment and load shedding, because the wind generation cost is zero and wind curtailment has a penalty and also when considering the security constraints lines do not hit their limits. In the case of load shedding, according to sufficient generation in the test systems there is no need for load shedding.

Just like case 1 in this case performance index is brought in Table 4 to show how security considerations can help improve the risk management in a power system.

Table 4. IEEE 24-bus RTS PI_MW amount for each scenario

By comparing the PI_MW calculated above between scenario 1 and 2 and scenario 3 and 4, consideration of security constraints reduces the amount of PI_MW. As it can be seen in the scenarios 2 and 4, shows that when ESS units being discharged at hours 6-20 the line flows get slightly higher.

4.3. Load scale manipulation

According to the references that test systems are in there, the load scale in base case of PJM 5-bus test system and IEEE 24-bus RTS are near 0.5 and 0.75, respectively. So, in order to better assess the security
of the systems, the load scale will be manipulated as follows, and results are illustrated in Tables 5-8 and Figures 6-9.

**PJM 5-bus test system**

*Load scale: 0.75*

Table. 5. PJM 5-bus test system operation cost and security comparison

Fig. 6. Total charge/discharge power of ESS units for PJM 5-bus test system with 0.75 load scale

*Load scale: 0.95*

Table. 6. PJM 5-bus test system operation cost and security comparison

If there be no ESS in the system when load scale is more than 0.75 the problem will be infeasible, but presence of the ESS units make the problem feasible despite the large amount of load shedding.

Fig. 7. Total charge/discharge power of ESS units for PJM 5-bus test system with 0.95 load scale

**PJM IEEE 24-bus RTS**

*Load scale: 0.8*

Table. 7. IEEE 24-bus RTS operation cost and security comparison

Fig. 8. Total charge/discharge power of ESS units for IEEE 24-bus RTS with 0.9 load scale
Load scale: 0.98

Table. 8. IEEE 24-bus RTS operation cost and security comparison

Fig. 9. Total charge/discharge power of ESS units for IEEE 24-bus RTS with 0.98 load scale

In this case study the system can endure 100% load scale with some load shedding, but the problem will not be infeasible.

5. Conclusion

This paper is concentrated on the impact of ESS on the security of the power system with high wind penetration. Presence of ESS changes the problem from NLP to a MINLP problem. According to the results obtained in the simulations presence of ESS in the power system will reduce the security cost by 0.2% in the PJM 5-bus test system at 0.75 load scale and 3.2% in the IEEE 24-bus RTS at 0.98 load scale. Implementation of ESS units also will mitigate the number of critical contingencies by 59% in the PJM 5-bus test system at 0.75 load scale and 93% in the IEEE 24-bus RTS at 0.98 load scale. Furthermore, results illustrate that ESS units will charge during the off-peak times and will discharge in peak times. This method for dispatching the ESS units will reduce the contingencies imposed on the system by wind generation unavailability. Also, by comparing the results from case studies it can be inferred that, the bigger the system the more the impact of ESS presence on security of the system with high renewable generation penetration.

As a future work the problem can be modeled in a decentralized fashion to make the regional system management possible. Also, the uncertainties of the wind generations will be modeled by probabilistic functions.

Nomenclature

Sets and indices
Index of thermal generating units

Index of network buses

Reference or slack bus

Index of time intervals

Set of thermal generating units

Set of thermal generating units connected to bus $i$

Set of network branches

Set of branches connected to bus $i$

Parameters

Power demand in bus $i$ at time interval $t$

Cost function coefficients of thermal unit $g$

Reactance of the branch connecting buses $i$ and $j$

Power transfer distribution factor

Line outage distribution factor

Maximum power flow limit of branch connecting bus $i$ to bus $j$

Minimum/maximum capacity of thermal generating unit $g$

Maximum ramp up rate of thermal generating unit $g$

Maximum ramp down rate of thermal generating unit $g$

Value of loss load

Value of wind curtailment

Capacity of wind turbine connected to bus $i$

Charging efficiency of ESS units

Discharging efficiency of ESS units

Minimum/maximum charging rate of ESS units

Minimum/maximum discharging rate of ESS units

Minimum/maximum state of charge of ESS units

Time interval duration

Element of row $i$ and column $j$ from inverse of network reactance matrix

Availability of wind turbine connected to bus $i$ at time interval $t$

Performance index of lines, containing all line flows normalized by their flow limits

Real non-negative weighting factor to introduce the impact of a line on the performance of the system. Here it is considered equal to 1.
Variables

| Variables | Description |
|-----------|-------------|
| $OF$ | Objective function |
| $P_{g,t}$ | Active power generated by thermal unit $g$ at time interval $t$ |
| $LS_{i,t}$ | Load shedding in bus $i$ at time interval $t$ |
| $P^w_{i,t}$ | Active power generated by wind turbine connected to bus $i$ at time interval $t$ |
| $P^w_{c,i,t}$ | Curtailed active power of wind turbine connected to bus $i$ at time interval $t$ |
| $P^c_{i,t}$ | Charging power of ESS unit in bus $i$ at time interval $t$ |
| $P^d_{i,t}$ | Discharging power of ESS unit in bus $i$ at time interval $t$ |
| $P_{ij,t}$ | Power flow on branch connecting bus $i$ to bus $j$ at time interval $t$ |
| $\lambda_{i,t}$ | Locational marginal price (LMP) in bus $i$ at time interval $t$ |
| $\delta_{i,t}$ | Voltage phase angle in bus $i$ at time interval $t$ |
| $SOC_{i,t}$ | State of charge of ESS unit connected to bus $i$ at time interval $t$ |
| $\gamma_{i,j,t}$ | Proportion of generation pickup from unit $j$ ($j \neq i$) when unit $i$ is out at time interval $t$ |
| $U_{i,t}^{cd}$ | Binary variables for asynchronous charge/discharge of ESS. |
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Table 1

| Scenarios                        | Operation cost ($) | Number of contingencies |
|----------------------------------|--------------------|-------------------------|
| Scenario 1 (no security + no ESS) | 175485.4209        | -                       |
| Scenario 2 (security + no ESS)   | 270105.3289        | 667                     |
| Scenario 3 (no security + ESS)   | 175473.2025        | -                       |
| Scenario 4 (security + ESS)      | 270040.0981        | 249                     |

Table 2

| PI_{MW} (sce.1) | PI_{MW} (sce.2) | PI_{MW} (sce.3) | PI_{MW} (sce.4) |
|-----------------|-----------------|-----------------|-----------------|
| 1               | 0.301506        | 0.012259        | 0.301506        | 0.012259        |
| 2               | 4.448989        | 0.064956        | 4.622003        | 0.064956        |
| 3               | 6.091976        | 0.052919        | 6.091976        | 0.052919        |
| 4               | 4.816728        | 0.066921        | 4.816728        | 0.066921        |
| 5               | 3.413293        | 0.083014        | 3.403136        | 0.083014        |
| 6               | 3.88459         | 0.094597        | 3.88459         | 0.094597        |
| 7               | 4.329712        | 0.10134         | 4.329712        | 0.10134         |
| 8               | 4.362527        | 0.10134         | 4.362527        | 0.10134         |
| 9               | 4.209553        | 0.099592        | 4.209553        | 0.099592        |
| 10              | 4.146316        | 0.099592        | 4.146316        | 0.099592        |
| 11              | 4.016491        | 0.097715        | 4.016491        | 0.097886        |
| 12              | 3.932913        | 0.096221        | 3.932913        | 0.096221        |
## Table 3

| Scenarios                          | Operation cost ($) | Number of contingencies |
|------------------------------------|-------------------|-------------------------|
| Scenario 1 (no security + no ESS) | 761361.8655       | -                       |
| Scenario 2 (security + no ESS)    | 798934.5488       | 387                     |
| Scenario 3 (no security + ESS)    | 761336.2647       | -                       |
| Scenario 4 (security + ESS)       | 798765.6080       | 51                      |

## Table 4

| PI<sub>IMW</sub> (sce.1) | PI<sub>IMW</sub> (sce.2) | PI<sub>IMW</sub> (sce.3) | PI<sub>IMW</sub> (sce.4) |
|---------------------------|---------------------------|---------------------------|---------------------------|
| 1                         | 0.033262                  | 0.012848                  | 0.033262                  | 0.012848                  |
| 2                         | 0.309456                  | 0.023664                  | 0.303363                  | 0.024184                  |
| 3                         | 0.264072                  | 0.03081                   | 0.259019                  | 0.031544                  |
| 4                         | 0.274988                  | 0.031236                  | 0.27122                   | 0.03194                   |
| 5                         | 0.456938                  | 0.057714                  | 0.448024                  | 0.059023                  |
| 6                         | 0.506998                  | 0.045753                  | 0.506998                  | 0.045943                  |
| 7                         | 0.594842                  | 0.038816                  | 0.594842                  | 0.038873                  |
| 8                         | 0.592553                  | 0.048292                  | 0.592553                  | 0.04834                   |
|   | Operation cost ($) | Number of contingencies | Total load shedding (MW) |
|---|-------------------|-------------------------|-------------------------|
| Scenario 1 (no security + no ESS) | 482535.0130 | - | 79.5 |
| Scenario 2 (security + no ESS) | 650590.0105 | 672 | 349.197 |
| Scenario 3 (no security + ESS) | 482535.0130 | - | 79.5 |
| Scenario 4 (security + ESS) | 650254.6309 | 276 | 347.957 |

**Table 5**

|   | Operation cost ($) | Number of contingencies | Total load shedding (MW) |
|---|-------------------|-------------------------|-------------------------|
| Scenario 1 (no security + no ESS) | infeasible | - | - |
| Scenario 2 (security + no ESS) | infeasible | - | - |
| Scenario 3 (no security + ESS) | 1037233.8768 | - | 1527.016 |

**Table 6**
Table 7

| Scenarios                        | Operation cost ($) | Number of contingencies | Total load shedding (MW) |
|----------------------------------|--------------------|-------------------------|--------------------------|
| Scenario 1 (no security + no ESS) | 811638.7398        | -                       | 0                        |
| Scenario 2 (security + no ESS)   | 861851.0572        | 409                     | 0                        |
| Scenario 3 (no security + ESS)   | 811546.1912        | -                       | 0                        |
| Scenario 4 (security + ESS)      | 861711.4492        | 63                      | 0                        |

Table 8

| Scenarios                        | Operation cost ($) | Number of contingencies | Total load shedding (MW) |
|----------------------------------|--------------------|-------------------------|--------------------------|
| Scenario 1 (no security + no ESS) | 1107265.7058       | -                       | 156.719                  |
| Scenario 2 (security + no ESS)   | 1248705.7896       | 354                     | 505.092                  |
| Scenario 3 (no security + ESS)   | 1107075.2795       | -                       | 156.227                  |
| Scenario 4 (security + ESS)      | 1243935.3552       | 26                      | 405.424                  |
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