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Abstract
Relationship building through social network sites (SNSs) requires privacy disclosure that involves a calculus of potential benefits against privacy risks. Tie formation (e.g., friending, following, or connecting) on SNSs is one of the most significant forms of privacy disclosure that not only communicate one’s willingness to disclose but can also reveal past activity history and invite future interactions. Based on the communication privacy management theory, the current study examines how users consider the privacy calculus and tie-formation affordances of the SNSs to manage ties across multiple SNSs. Using an online survey of 630 Facebook and/or Instagram users, the study revealed that individuals with higher privacy concerns strategically manage their privacy by connecting with different relationship ties through different SNSs as a way to construct sociotechnical boundaries between networks. The findings have implications for understanding privacy management online and provide a potential explanation for the privacy paradox.
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Introduction
Billions of people around the world regularly use social network sites (SNSs), such as Facebook, Twitter, or Instagram, to connect and interact with one another. SNSs provide a convenient way for people to develop and maintain relationships through exchanging private and public information in the form of posts, photos, or videos. SNS affordances, such as visibility, persistence, and associations, can facilitate relationship building by making interactions on SNSs, such as clicking the “like” button or commenting on a post are visible to other people within the network, providing an opportunity for further information exchanges (Treem & Leonardi, 2012). However, the same SNS affordances that facilitate relationship building can also create new privacy risks. For example, one’s shared information may be exposed to unintended audiences or shared with third parties without the user’s knowledge. Once information is shared, it becomes persistent in the companies’ servers and on the Internet, making it difficult for individuals to manage their privacy. As a result, when using SNSs for relationship building, SNS users must carefully negotiate their relational needs for disclosure against their personal needs for privacy.

Relationships on SNSs usually begin by initiating ties through SNS functions, such as “ friending,” “ following,” or “ connecting.” Ties can be initiated symmetrically when one person sends a request to another person, and that person needs to accept the request for mutual information disclosure (e.g., friending on Facebook). Tie formation can also be asymmetrical when one person “follows” another individual or a public account without requiring the other party’s approval (e.g., following on Instagram). Connecting on SNSs reveals one’s profile information, posts, or shares, including personal photos. Once people become connected, some systems will send notifications to alert people within the network whenever someone shares new content or makes a comment, which facilitates more potential interactions. In other words, tie formation (e.g., friending, following, connecting) through SNSs is a significant privacy disclosure that not only communicates one’s willingness for disclosing past, current, and future interaction records but also invites further informational exchanges with one’s network.

Many studies have argued that tie formation through SNSs is a significant form of privacy disclosure. For example, Ellison et al. (2011) argued that social media users
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manage their audience and privacy through three strategies: friending, site privacy settings, and information control. Based on this framework, Chen and Chen (2015) found that users managed their privacy concerns by limiting their friends and profile disclosure. But perhaps the most theoretical justification for examining tie-formation decisions comes from Petronio (2015)’s communication privacy management theory (CPM). CPM argues that people manage their privacy through managing “boundaries.” When people extend their boundaries to include other people, they extend personal ownership of their privacy to a co-ownership with the people within their boundaries. On SNSs, tie formation (i.e., friending, following, or connecting) is a significant boundary extension to include other people into one’s network. In doing so, the individuals disclose personal and network information by extending ownership of their information to the parties with which they are forming ties.

As a major form of privacy disclosure, tie formation involves potential benefits and risks. The benefits of forming ties through SNSs include access to information about other people, prompt notifications for monitoring one’s network, and frequent interactions that can lead to more social support, informational support, social capital, and entertainment gratifications (Choi & Bazarova, 2015; Ellison et al., 2007). However, tie formation on SNSs also carries the potential risk that one’s personal information may be misused or misinterpreted by other users or companies (Dienlin & Metzger, 2016; Krasnova et al., 2012). SNSs often bring together audience groups formerly separated by physical or social boundaries, making impression management much more difficult, resulting in context collapse where connections of different social circles coexist on a site (Marwick & boyd, 2011). An associated consequence is that information intended for one audience group being unintentionally exposed to another, revealing contradicting sides of oneself. Personal information also risks being shared with third parties without the user’s awareness and consent, creating unwanted problems, such as identity theft, aggressive advertisements, or government surveillance. Therefore, the decision to form a tie with someone through SNSs involves a privacy calculus in which people weigh the potential benefits against the potential risks of connecting through SNSs (Culnan & Armstrong, 1999; Dienlin & Metzger, 2016; Dien & Hart, 2006; Krasnova et al., 2012). When people juggle multiple SNSs, each with its different affordances and privacy calculus, it may create needs for the users to carefully deliberate with which ties to connect, and through which SNSs. People may strategically “friend” different ties through different SNSs as a way to negotiate their privacy boundary and control their context of privacy disclosure (Dienlin, 2014; Petronio, 2015).

The goal of this study is to examine how users’ privacy calculus affects their tie-formation decisions regarding four types of network ties (strong ties, existing weak ties, latent weak ties, and parasocial ties) between two SNSs (Facebook and Instagram) with different tie-formation affordances. We compared Facebook with Instagram because they are both popular SNSs but with different tie-formation affordances (Smith & Anderson, 2018; Ting et al., 2015). More specifically, by default, Facebook requires symmetrical agreements for tie formation, while Instagram supports asymmetrical tie formation. Given that many users use multiple SNSs to connect and interact with their networks, it is important to compare tie-formation practices between multiple sites to see how privacy calculus influences tie-formation decisions and how tie formation can function as a boundary-construction mechanism for managing privacy.

Literature Review

Social Media Tie Formation as Self-Disclosure

CPM is a theory about how people manage privacy through boundary negotiations (Petronio, 2002). CPM posits that relationships are developed through privacy disclosure and negotiation of privacy boundaries. When individuals disclose private information, the ownership of their private information is transferred to a collective co-ownership among people who have access to the information. Individuals manage their privacy by making rules about what information to disclose or withhold it on the individual level and the collective level. On the individual level, people’s privacy disclosure is determined by factors, such as cultural norms, the interaction context, and their privacy calculus (i.e., the risk-benefit analysis of privacy disclosure). On the collective level, privacy is maintained by considering relational ties and boundary permeability. CPM suggests that individuals manage their private information within the collective boundaries through negotiating with whom they connect (linkage rules), how much control they have over the co-owned information (ownership rules), and how much information to share (permeability rules).

In the context of SNSs, when individuals send or receive a tie-formation request, they extend their privacy from personal ownership to collective ownership by granting others access to their profiles, posts, photos, and other interactions (Child & Petronio, 2011). Each tie-formation request on SNS is a new opportunity to extend privacy ownership and build relationships, but at the same time, each new tie formation, both initiating and receiving, also requires one to assess and recalibrate their privacy management rules (Child & Westermann, 2013; Frampton & Child, 2013).

SNSs can help people initiate and maintain social relations with existing and otherwise unlikely offline networks (boyd & Ellison, 2007). Many SNSs also afford people to follow public figures (Ballantine & Martin, 2005) or activate potential social connections (Haythornthwaite, 2002). However, on SNSs, the offline physical or social boundaries that separate different networks tend to collapse, a phenomenon known as context collapse (Marwick & boyd, 2011).
Due to context collapse, the gradual relation-building process that takes place offline may be flattened and expedited on SNSs where information across different timeframes and social groups is laid out directly to strangers, acquaintances, friends, and potential connections alike. As a result, individuals face a privacy dilemma when revealing private information through SNSs to a mix of social ties. During these privacy dilemmas, users may try to manage their privacy boundaries by considering the privacy calculus of forming ties through different SNSs.

**Privacy Calculus and SNSs**

Managing privacy on SNSs involves a privacy calculus of the potential benefit of privacy disclosure against the potential risks (Culnan & Armstrong, 1999; Dinev & Hart, 2006; Krasnova et al., 2012). A certain degree of privacy disclosure is necessary for building and maintaining relationships. However, too much disclosure can lead to privacy risks, such as losing control over one’s self-presentation (Marwick & boyd, 2014), unwanted advertisements, or identity theft (Nosko et al., 2010). The concept of privacy calculus is included in CPM as a privacy management rule. Individuals will disclose more information if they determine the benefits of disclosing private information outweigh the costs and risks of disclosure. In contrast, individuals will withhold or withdraw information if they perceive the privacy risks to be higher than the potential benefits.

Many studies have identified motivations that drive SNS use, including relational development, information seeking, social support, identity expression, professional development, escapism, or entertainment (Choi & Bazarova, 2015; Papacharissi & Mendelson, 2010). Yet, none of these benefits can be obtained without first connecting with one’s network and maintaining a certain level of connectedness. Information disclosure is an essential part of relationship development, which relies on the social exchange of information at the appropriate level. The appropriate level depends on the relationship ties and the boundaries afforded by the context (Dienlin, 2014). Individuals who perceived more benefits from SNS use often disclosed more personal information (Baruh et al., 2017).

The cost of privacy disclosure on SNS is associated with privacy concerns and risks. SNS users are generally concerned about their privacy (Taddicken, 2014; Tufekci, 2008). However, a recent meta-analysis shows that privacy concerns do not seem to affect SNS use and only have a small effect on the amount of information shared and usage of privacy settings (Barnes, 2006; Baruh et al., 2017), a phenomenon known as the “privacy paradox.” A closer look at qualitative evidence suggests that the privacy paradox may be due to different ways that individuals manage their privacy boundaries. For example, several studies found that teenagers are not too concerned about the amount or the types of information they disclose on social media, as long as they have control over who has access to their information (Livingstone, 2008; Tufekci, 2008). Similarly, Young and Quan-Haase (2013) found that students used various strategies for managing their privacy, including limiting access and information to their profile through information exclusion and strategic friending decisions. In these interviews, participants described deliberate choices about the different modes of communication, the perceived affordances for each site, and how they managed access to their information through tie-formation decisions. In other words, instead of looking at how privacy concerns directly influence the amount of self-disclosure, researchers should take a step back and investigate the sociotechnical contexts where users negotiate boundaries for privacy management.

We argue that tie-formation decisions on SNSs are unique research opportunities to address the privacy paradox because the balance between privacy concerns and privacy disclosure can be contextualized in how users manage their networks through different SNSs (Child & Westermann, 2013; Frampton & Child, 2013). Recent studies on multiple site usage showed that some users try to construct boundaries between their social groups through compartmentalizing SNS use (Stutzman & Hartzog, 2012; Wilken, 2015). Compartmentalizing SNSs and ties allow users to control the context in which information is disclosed and to whom.

**Connecting With Strong, Weak, and Parasocial Ties Through SNSs**

SNSs can support connecting with large networks of social ties, including strong ties, weak existing ties, weak latent ties, and parasocial ties (Ellison et al., 2007; Haythornthwaite, 2002). Strong ties refer to close family and friends who share a high level of intimacy, self-disclosure, reciprocity, and interaction frequency (Haythornthwaite, 2005). Strong ties are closer connections and can provide social and emotional support. In comparison, weak existing ties consist of distant relatives, acquaintances, old friends, or coworkers with whom the individual does not interact regularly. Weak latent ties are people who are in the same geographical or professional area that have the potential to become collaboration partners in the future (Podolny & Baron, 1997). Weak ties often do not belong to people’s immediate, close networks; therefore, they function as a bridge to external and more diverse communities (Putnam, 2000). In some cases, connecting to weak ties of higher social or economic rank enables people to access otherwise scarce resources, such as financial support, career advantages, or information exchange (Granovetter, 1973). Weak ties provide information that expands an individual’s existing resources and increases coordination (Granovetter, 1973). SNSs allow users to sustain large networks of weak ties, which may help people to obtain small favors from whoever is available to offer a gesture of goodwill (Gilbert & Karahalios, 2009).

Some SNS tie-formation behaviors are motivated by parasocial relationships. Parasocial relationships are conceptualized as the perception of interpersonal relationships that
media users have with media personas, such as a character, actor, or celebrity (Horton & Wohl, 1956). Media users can develop strong parasocial relationships through following information about the characters and personalities (Ballantine & Martin, 2005). Most previous studies on parasocial relationships have focused on television, movie, or radio personas, but scholars suggest that the interactive and social nature of SNSs can intensify parasocial relationships (Thorson & Rodgers, 2006). Anyone can be a media persona on SNSs, such as online streamers and political commentators. Social media personas can interact directly with their audiences through live chatting, but most SNS users typically observe the personas disclosing information about themselves and interacting with other users. According to Horton and Wohl (1956), parasocial interaction is more likely to develop if the media personas address the audience using a conversational style that is akin to face-to-face interactions. In fact, social media personas often speak to their imagined audiences as if they are personal friends, stressing authenticity over scripted performance (Litt & Hargittai, 2016). These interactions and personal disclosures make online personas appear even more like friends than televised characters. People may form ties with media personas through SNSs to stay informed about these people (i.e., information surveillance) or to seek the possibility of interacting with the media personas (Kowalezyk & Pounders, 2016; Weeks & Holbert, 2013). Studies on self-presentation also suggest that people may connect through SNS for personal expressions (Gibbs et al., 2006). While these studies do not focus on how privacy concerns affect tie-formation decisions with parasocial ties, other studies suggest that SNS users often engage in mediated lurking to gather information about other parties without disclosing personal information and that users with higher perceived privacy risks were associated with more lurking behaviors (Ortiz et al., 2018).

As SNS users develop multi- and cross-platform SNS usage, it is essential to examine how factors like privacy calculus influence users’ tie-formation decisions across SNS platforms. According to Dienlin (2014), the context of privacy disclosure is an important multidimensional factor that affects people’s privacy disclosure. When deciding whether to disclose information, people will consider the amount of privacy collection occurring in the context (information privacy), who is the audience (social privacy), the level of intimacy (psychological privacy), and whether the self is observable and identifiable (physical privacy). Examining tie-formation decisions with different ties on different SNSs allow this study to take account of these different privacy contexts. One way to evaluate the adoption of social media tools for initiating, maintaining, and connecting different social ties is to ask people to compare tie-formation scenarios. This technique has been adopted in previous studies (Cummings et al., 2002; Duck et al., 1991). We apply this scenario approach to examining how privacy calculus affects tie formation with different social ties over Facebook and Instagram.

Facebook is currently the most popular SNS in the world with 2.23 billion monthly active users.1 The most prominent function of Facebook is to support connections with different online and offline networks, following public figures, and finding potential friends. Facebook also allows users to post or share multimedia contents and interpersonal information on the wall and their profile page. Supporting interactivity, Facebook affords public “Like” or comments on others’ posts or private messages. All these actions are recorded and visible to the users’ friends, depending on the privacy settings. Most importantly, tie formation with personal accounts on Facebook is symmetrical and requires mutual agreements.

As for Instagram, the tie-formation pattern is asymmetrical by default, meaning that users can “follow” other people’s public posts without their agreement. However, Instagram later introduced privacy settings that allow users to control who can view their posts and included a “Close Friends” function that limits a specific group of followers to access some posts. Nevertheless, tie formation on Instagram does not need to be symmetrical. Users can follow others or even be included in their “Close Friends” list without others reciprocally following back. Private (e.g., general users) and public (e.g., celebrities) accounts are both popular on Instagram, but users do not necessarily have to use their real name as account handles, thus raising the difficulty in searching for personal connections or activating potential ties. The major communication mode on Instagram is image-driven with video streaming options. People can comment or like others’ photos and give real-time feedback if they are viewing others’ live videos. Our first research question compares users’ privacy calculus regarding the two sites:

**RQ1. Will there be a difference between participants’ privacy calculus of Facebook and that of Instagram?**

Privacy calculus is a negotiation between the benefits and costs of privacy disclosures (Dinev & Hart, 2006; Petronio, 2015; Taddei et al., 2017). Previous studies have found that users consider both the affordances of the media and the social relationships they intend to connect when determining what information to disclose, through which communication media, and how to disclose it (Livingstone, 2008; Taddei, 2014). Given that initiating new social relationships, maintaining existing ones, and activating potential ones involve a complex privacy calculus, users are more likely to pick a site that they consider safe to engage in these social practices. However, despite potential privacy risks, users may form ties through SNSs out of personal interest to keep up with news and information about other people (Joinson, 2008; Weeks & Holbert, 2013). Users may manage their privacy by selectively forming ties with people whom they trust (Jiang et al., 2014). Other studies have found that personal interest in sharing information is another factor that drives privacy disclosure (Gibbs et al., 2006; Haythornthwaite, 2002). We hypothesize that:
**H1a.** Site trust will be positively associated with the likelihood of tie formation through SNSs.

**H1b.** Personal interest will be positively associated with the likelihood of tie formation through SNSs.

Under the privacy calculus framework, privacy risks and concerns are what drives people to strategically manage their privacy disclosure, such as tie-formation choices among SNSs and among relationship ties (Dienlin & Metzger, 2016; Dinev & Hart, 2006). When people are concerned about the privacy risks of a particular SNS, they may choose not to use the risky SNS or they may manage their privacy concerns by only using the SNS to friend close ties whom they trust with their private information. Therefore, we posit that higher privacy concerns will positively predict friending close ties through SNSs with higher privacy risks.

**H2.** Privacy concerns will positively predict connecting close ties on the SNS with higher privacy risks identified through RQ1.

As for weak and parasocial ties, the privacy paradox literature suggests that there may be no relationship between privacy concerns and self-disclosure to weaker ties. In most cases, people envision a general imagined audience when disclosing on SNSs (Marwick & boyd, 2011; Taddicken, 2014). Therefore, we pose a research question regarding the relationship between privacy concerns and friending weak ties and parasocial ties on SNSs. However, different SNSs have different affordances for tie formation. When comparing Facebook with Instagram, one of the most significant differences is that Instagram supports asymmetrical friending, while most Facebook connections require mutual agreements for friending. Thus, it is possible that individuals who have higher privacy concerns will strategically friend more distant ties (e.g., weak latent or parasocial ties) via Instagram instead of Facebook to limit their self-disclosure.

**RQ2.** To what extent will privacy concerns predict connecting (a) existing weak ties, (b) latent weak ties, and (c) parasocial ties on Facebook and Instagram?

**Method**

**Participants**

We recruited 630 participants from Amazon’s Mechanical Turk who live in the United States. Due to Institutional Review Board (IRB) regulations, no participants were rejected, but 29 participants were removed from the data because they did not use either Facebook or Instagram. Mechanical Turk samples are more diverse than traditional convenience samples in social science and are comparable to professional/commercial online panels in demographic representativeness (Buhrmester et al., 2011). In fact, Mechanical Turk samples outperform student samples and professional panels, such as Qualtrics in response quality and reliability (Kees et al., 2017). Several studies have used Mechanical Turk surveys to examine privacy behaviors, including Facebook privacy settings (Liu et al., 2011) and consumers’ privacy trust (Martin, 2016). The most recent demographic estimation of Mechanical Turk participants shows that they are fairly representative of the general population, balanced in terms of gender, diverse in ethnicity, but slightly younger and more educated than the general population (Difallah et al., 2018). Our participants reflect these demographics, with balanced gender (female, n = 312, 50%) and an average age of 35.58 (SD = 11.48) years, ranging from 19 to 73 years. Most of the participants identified their ethnicity as White (79%), followed by Black/African Americans (8%), Asian or Pacific Islander (8%), and Hispanic/Latino (5%). Most participants have a bachelor’s degree or higher (51%).

**Procedures**

An online survey was distributed. The survey structure was designed to match the participants’ Facebook and Instagram use, respectively. The site order was randomized to avoid response bias. Depending on the participants’ answers, the survey directed them to complete specific questions about the SNS(s) they used. In total, 576 respondents reported to be Facebook users and 346 to be Instagram users; 323 users actively used both sites. The survey included questions about site-specific privacy calculus and presented the participants with 12 scenarios that mapped onto strong ties, existing weak ties, weak latent ties, and parasocial ties, and the participants were asked how likely they were to use Facebook or Instagram to connect with the ties in each scenario. Finally, we asked demographic questions, including age, gender, race, education, employment, and relationship status. The survey took no longer than 20 min to complete. Each participant received US$1 as compensation for their voluntary participation.

**Measures and Scales**

**Social Ties and Tie-Formation Decisions.** We asked our participants to consider 12 different tie-formation scenarios that map onto four social ties, namely strong ties, weak existing ties, weak latent ties, and parasocial ties. The participants were asked to rate on a 7-point scale (1 = extremely unlikely to 7 = extremely likely) how likely they are to use Facebook or Instagram to connect with the ties in each scenario. The 12 tie-formation scenarios include as follows:

Strong ties—(1) a good friend of yours; (2) family members to whom I am close to.
Weak existing ties—(3) you were at a party and encountered a classmate from elementary school; (4) your classmates/coworkers who you do not socialize on a regular basis; (5) family members with whom I seldom interact; (6) someone whom you just met but works in the same area as you.

Weak latent ties—(7) your friend asks you a favor to help his or her friend whom you have never met before; (8) you are applying for a new job, your friend tells you that she has a friend working in that company and would like to introduce you; (9) a person recommended by the social media platform who shares many connections with you.

Parasocial ties—(10) a celebrity that you like very much; (11) a person who writes about topics of interest to you; (12) someone who you would like to show your posts to.

Privacy Calculus. The Privacy Calculus Scale (Dinev & Hart, 2006) includes 14 items that measure four dimensions on a 5-point scale with 1 = strongly disagree to 5 = strongly agree: perceived privacy risks (α = .92 for Facebook, α = .93 for Instagram), privacy concern (α = .95 for Facebook, α = .95 for Instagram), site trust (α = .82 for Facebook, α = .80 for Instagram), and personal interest (α = .90 for Facebook, α = .91 for Instagram). The participants answered the scale for Facebook and Instagram separately. Privacy concern and privacy risk were highly correlated (r = .53 for Facebook, r = .59 for Instagram). To avoid multicollinearity in our models, we only included privacy concerns in the regression analyses.

SNS Usage. We measured Facebook and Instagram use as control variables. The SNS usage was measured with a single-item question for each site that asked: how often do you spend time on [site]? The answers were ordinal from 1 = several times a day to 7 = less than once a month.

Results

Our first research question asked whether there are significant differences in the participants’ perceived privacy calculus between Facebook and Instagram. For the analysis regarding RQ1, we conducted a two-sample t-test to compare the four privacy calculus factors between Facebook and Instagram. The results showed that the participants reported higher privacy risk and privacy concerns for Facebook compared to Instagram. Site trust was higher for Instagram compared to Facebook. There was no significant difference with regard to personal interest. See Table 1 for t-test results, means, and standard deviations.

Our first hypothesis posited that site trust (H1a) and personal interest (H1b) would predict a higher likelihood of friending through SNS. H2 posits that privacy concerns will positively predict friending close ties through SNSs with higher privacy risks. RQ2 asked to what extent will privacy concerns affect the likelihood of friending weak (existing and latent) and parasocial ties. We conducted separate hierarchical regressions with the SNS usage as the control variable in the first block, and the three factors of privacy calculus (i.e., privacy concern, site trust, and personal interest) as the independent variables in the second block. The four types of social ties were entered as dependent variables (see Table 2).

For close ties, the model was significant for friending via Facebook, F(4, 565) = 14.76, p < .001, adjR² = .09. Privacy concern was a significant predictor of friending close ties via Facebook. Site trust was not a significant predictor. Personal interest was a significant predictor. For Instagram, the model was also significant for friending close ties, F(4, 340) = 5.07, p < .001, adjR² = .04. Privacy concern was not a significant predictor of friending close ties via Instagram. Site trust was a significant predictor. Personal interest was not significant. H1 was partially supported as site trust toward Instagram, and personal interest regarding Facebook was associated with higher likelihood of friending close ties, but there were some inconsistencies between the sites. H2 was supported.

For weak existing ties, the model was significant for friending via Facebook, F(4, 564) = 12.47, p < .001, adjR² = .05. Privacy concern was not a significant predictor. Site trust was a significant predictor. Personal interest was close to significance. For Instagram, the model was also significant, F(4, 342) = 6.01, p < .001, adjR² = .06. Privacy concern was not a significant predictor of friending weak existing ties via Instagram. Site trust was a significant predictor. Personal interest was not significant. H1 was supported for weak existing ties. Regarding RQ2, privacy concern was not significantly correlated with connecting with weak existing ties via either site.

For weak latent ties, the model was significant for friending via Facebook, F(4, 571) = 18.31, p < .001, adjR² = .10. Privacy concern was not a significant predictor. Site trust was a significant predictor. Personal interest was also
a significant predictor. For Instagram, the model was also significant for friending weak latent ties. Privacy concern was a significant predictor of friending latent ties via Instagram. Site trust was also a significant predictor. Personal interest was not significant. H1 was mostly significant; site trust and personal interest were associated with higher likelihood of connecting with weak latent ties via the sites. For RQ2, privacy concern was not significant for Facebook, but was significant for Instagram. This may be because Instagram supports asymmetrical tie formation; thus, users can use it to maintain a connection with weak latent ties with fewer concerns about disclosing privacy information.

For parasocial ties, the model was significant for Facebook, $F(4, 570) = 15.80, p < .001, adjR^2 = .08$. Privacy concern was not a significant predictor. Site trust was a significant predictor. Personal interest was also a significant predictor. For Instagram, the model was also significant for parasocial ties, $F(4, 344) = 16.14, p < .001, adjR^2 = .15$. All three factors of the privacy calculus were significant predictors for friending parasocial ties via Instagram. H1 was fully supported for parasocial ties; site trust and personal interest were significantly associated with connecting with parasocial ties. Privacy concern was not associated with connecting via Facebook but was significantly associated with connecting via Instagram. Similar to latent weak ties, people are mainly motivated to connect with parasocial ties for informational needs. The asymmetrical tie formation afforded by Instagram allows the users to stay connected with their parasocial ties, but without disclosing potentially risky privacy information themselves.

**Discussion**

Based on the CPM theory, this study examined to what extent the participants’ privacy calculus influences their tie-formation decisions with different social ties across two different SNSs: Facebook and Instagram, one site that affords symmetrical tie formation and the other asymmetrical tie formation.

This study has several limitations that should be taken into consideration when interpreting the results. The first limitation is that we only surveyed users who have adopted Facebook or Instagram. The data suggest that among the participants, site trust is generally high toward these platforms. We speculate that some non-users do not use these SNSs due to much lower site trust and higher perceived privacy risks and concerns. In other words, our results only reflect the relationship between privacy calculus and tie-formation behavior among SNS users. Second, while prior studies have shown that Mechanical Turk samples to be comparable to professional/commercial panels and are more representative than a convenience sample of undergraduate students (Buhrmester et al., 2011; Difallah et al., 2018; Kees et al., 2017), Mechanical Turk samples are self-selected and are not representative of the general population. Mechanical Turk samples have higher-than-average media literacy and proficiency in using the Internet, which was reflected in our sample. Finally, we used a scenario-based measure for measuring tie-formation decisions (Cummings et al., 2002; Duck et al., 1991). While scenario-based measures provide higher validity than abstract questions about theoretical constructs, they are, nevertheless, hypothetical scenarios and are subject to self-report problems, such as social desirability bias.

With the above limitations in mind, RQ1 examined the privacy calculus of the two SNSs. There were significant differences in the privacy calculus between Facebook and Instagram. Our participants perceived significantly higher privacy risks and privacy concerns toward Facebook and expressed higher site trust for Instagram. In other words, our participants did not trust Facebook as a site that can protect their personal information and have high perceived risks toward Facebook. There were no significant differences in

### Table 2. Regressions Results on the SNS Usage Based on the Three Factors of Privacy Calculus and the Four Types of Social Ties.

| Types of Social Ties | Strong Ties | Weak Existing Ties | Weak Latent Ties | Parasocial Ties |
|---------------------|-------------|-------------------|-----------------|----------------|
|                     | FB          | IG                | FB              | IG             |
| Privacy concern     | B = .10,    | B = .13           | B = .06,        | B = .13        |
|                     | $t_{FB} = 2.27$,  | $t_{IG} = 1.90$,  | $t_{FB} = 1.06$, | $t_{IG} = 1.64$, |
|                     | $p < .001$*** | $p = .058$        | $p = .292$,     | $p = .101$     |
| Site trust          | B = .04,    | B = .22           | B = .26,        | B = .38        |
|                     | $t_{FB} = .68$,  | $t_{IG} = 2.35$,  | $t_{FB} = 3.79$, | $t_{IG} = 3.42$, |
|                     | $p = .496$   | $p = .020^*$      | $p < .001$***  | $p < .001$***  |
| Personal interest   | B = .16,    | B = .11           | B = .12,        | B = .08        |
|                     | $t_{FB} = 3.29$,  | $t_{IG} = 1.26$,  | $t_{FB} = 1.96$, | $t_{IG} = .79$, |
|                     | $p = .001$*** | $p = 209$         | $p = .051$,     | $p = .429$     |

SNS: social network site; FB: Facebook; IG: Instagram.

* $p < .05$, ** $p < .01$, *** $p < .001$. 

$adjR^2 < .001$, $p = .987$. 

$adjR^2 < .001$, $p = .036$. 

$adjR^2 < .001$, $p = .001$. 

$adjR^2 < .001$, $p = .001$. 

$adjR^2 < .001$, $p = .001$.
personal interest between the two sites, suggesting that the users are equally interested in the potential benefits that the sites can provide.

Consistent with our H1a, site trust was significantly associated with friending all four types of social ties across the two SNSSs. However, the results were mixed regarding H1b: Personal interest was significantly associated with friending all four types of social ties via Facebook, but it was only significantly associated with friending parasocial ties via Instagram. As the most popular SNS, Facebook is a site that accommodates connecting with all four different social ties, which renders the phenomenon of context collapse. As a result, it is less surprising that people are motivated to use Facebook out of personal interest. The result with Instagram and parasocial ties may reveal an association between communication mode and self-disclosure. It is possible that the dominant communication modes on Instagram, photo sharing, and live video sharing allow users to engage in more intimate parasocial relationships with celebrities or other accounts in which they take interest. Photos and videos contain more social and contextual cues that may enrich parasocial relationships and enhance perceived connectedness by the audiences (Walther & Parks, 2002). After all, without real-life interaction opportunities, leveraging the rich cues afforded by Instagram is a good way for building parasocial ties.

H2 posited that privacy concern was positively associated with friending close ties on SNSs with higher privacy risks. The results showed that privacy concern was indeed significantly associated with friending close ties on Facebook, the SNS with higher perceived privacy risk. H2 was supported. Facebook, as the largest and most commonly used SNS, carries the highest risk due to context collapse (Marwick & boyd, 2011). Most people’s Facebook networks include close friends and family members as well as distant relatives and acquaintances from the past. For people with higher privacy concerns, they are more likely to connect close ties through Facebook as a way to manage their privacy risks. This is because close ties are usually of different background and more trustworthy (Granovetter, 1973), which makes them less likely to misuse or misinterpret one’s privacy information on Facebook. RQ2 examined how privacy concerns affected tie formation among weak and parasocial ties. Regarding weak and parasocial ties, privacy concern was significantly associated with tie formation via Instagram. Unlike Facebook, in which friending requires mutual acceptance, Instagram supports asymmetrical friending (i.e., following). The asymmetrical friending affordance of Instagram makes it an ideal platform for keeping up with information about others without giving off too much information about oneself.

In comparison to previous studies on the privacy paradox that found little to no relationship between privacy concern and the amount of self-disclosure (Barnes, 2006; Baruh et al., 2017; Taddicken, 2014; Utz & Krämer, 2009), our findings suggest that participants who have higher privacy concerns may use site selection as a means to manage their audience and their privacy. This finding is consistent with previous qualitative studies that some people did not manage their privacy concerns through regulating the amount of information they disclosed. Instead, they managed privacy concerns by limiting who had access to particular SNSs along with the information on the sites (e.g., Livingstone, 2008; Marwick & boyd, 2014; Taddicken, 2014). In other words, some people may manage their privacy through strategic tie formation across different communication platforms.

This current study provides a potential explanation for the privacy paradox. Most previous studies on the privacy paradox examined self-disclosure behavior on a single website and did not focus on tie formation as a way of managing privacy. According to the CPM theory, privacy management is a negotiation of individual and collective privacy rules through taking account of relational ties, context, and platform affordances, such as boundary permeability (Child & Westermann, 2013). People may use multiple sites to construct sociotechnical boundaries for the audience/social network management to manage their privacy. A potential reason why the previous studies found little to no relationship between privacy concern and the amount of information disclosure may be because the antecedent privacy management strategy is missing from the prior research: The decision of using which SNSs to form connections with different ties. Our findings suggest that users with higher privacy concerns may have considered the privacy calculus of different SNSs and managed their audiences in their tie-formation decisions across SNSs. Managing privacy through tie-formation decisions alleviates the need and effort of managing information disclosure, allowing individuals to treat the public channels as if they were private channels (Marwick & boyd, 2011; Young & Quan-Haase, 2013). This does not mean that individuals are no longer concerned about their privacy, but that a renegotiation of the privacy rules is only necessary when a privacy turbulence occurs, such as a breach of privacy when unintended information is shared to people outside the network or when unintended audience requests access to the private information (e.g., Child & Westermann, 2013; Frampton & Child, 2013). As more people use multiple SNS platforms to build relationships, it is imperative for researchers to examine the users’ perceived sociotechnical affordances for different sites and how they manage their relationships by utilizing multiple site affordances.
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