Pixel image steganography using EOF method and modular multiplication block cipher algorithm
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Abstract. This study aims to hide data or information on pixel image using EOF method and to improve the security of hidden data than combine with cryptography algorithm Modular Multiplication Block Cipher algorithm for the encryption process. The image file used as the test sample consists of 3 types of image types (JPG, BMP, PNG), this file type is the most widely used by users with different width and height as well as various file sizes. The results of this study prove that the data could embed in pixel image using EOF method and the file size of carrier will increase its capacity as byte of embedded text.

1. Introduction

The era of information as it is today, data or information that is important and secret has become a precious asset [1]–[5]. Such valuable data or information will undoubtedly pose a risk if it can be freely accessed by unauthorized parties [6]–[8]. Therefore, how data to be secure needs particular attention [9], [10].

One way to avoid crime against a data is to hide data from other media such as image [11], [12], this technique is called steganography technique[13], [14]. Steganography is the science and art of hiding messages within other media so that the existence of messages cannot be known [13], [15]. One of steganography method that is simple and easy to implement is End Of File (EOF) method. The weakness of the EOF method is the secret messages can be easily extract using EOF method as well [16]. An improvement of embedded messages is necessary like using cryptography algorithm [16], one of an algorithm that can be used is Modular Multiplication Block Cipher [2], in this research Modular Multiplication Block Cipher (MMBC) are combined with EoF method for additional security, research related to MMBC algorithm as text message security have been done some researchers like Rahim(2016)[2],
[17]. [18] and Sahu(2011)[19]where the results of this study indicate that the cipher text result of MMBC algorithm is very strong and can be combined with many algorithms

This research tries to combine Modular Multiplication Block Cipher with EOF method for securing embedded message in the pixel image, this combination is expected to secure data or messages better than third party cryptanalysis and also takes a long time to attack with a brute force attack.

2. Methodology

The EOF method can insert the messages in image pixels or at the end of a byte of an image, this research focuses on embedded ciphertext result from encryption using Modular Multiplication Block Cipher in image pixels, see figure 1 below for the combination process.

![Figure 1. Combination Process of Security Message](image)

Based on figure 1 above, the first step is encryption using Modular Multiplication Block Cipher (MMB) algorithm to produce cipher text, and next process cipher text will be inserted into the end of pixel image by giving the identifier before and after the embedded (cipher text) message, and for decryption also vice versa.

| Encryption Function | Decryption Function |
|---------------------|---------------------|
| for i = 0 to 3      | f(x_0,x_1,x_2,x_3)  |
| x_i = x_i XOR k_i   | for i = 0 to 3      |
| next i              | x_i = x_i XOR k_{i+2} |
| f(x_0,x_1,x_2,x_3)  | for i = 0 to 3      |
| for i = 0 to 3      | f(x_0,x_1,x_2,x_3)  |
| x_i = x_i XOR k_{i+1} | next i            |
| next i              | f(x_0,x_1,x_2,x_3)  |
| for i = 0 to 3      | f(x_0,x_1,x_2,x_3)  |
\[ x_i = x_i \text{ XOR } k_{i+2} \quad \text{for } i = 0 \text{ to } 3 \]
\[ \text{next } i \]
\[ f(x_0, x_1, x_2, x_3) \quad \text{next } i \]

Block diagram process of the algorithm Modular Multiplication Block Cipher on encryption and decryption[2] can be seen in Figure 2.

**Figure 2.** Process Encryption and Decryption Modular Multiplication Block Cipher

Analyzing combination of EOF method and algorithm of Modular Multiplication Block Cipher can see in the following example:

A. Encryption and EOF Process

1. Plaintext and Key
   - Key = micomsisthebest.
   - Plaintext = ConferenceMICOMS
   
The size of the image that is used to hide the message has Width and Height 300x157 (see Figure 3) with image size 17 KB, and also a 16-byte message length as an example of data to be hidden.

2. Modular Multiplication Block Cipher Process
   
The encryption process using the MMBC algorithm according to figure 1 as follows:
   
   \[ X(0) = X(0) \text{ XOR } K(0) \]
   
   \[ = 01000011011011110110111001100110 \text{ XOR } 0110110110110100100110011011111 \]
   
   \[ = 001011100000110100001101000010001 \]
   
   \[ X(1) = X(1) \text{ XOR } K(1) \]
   
   \[ = 011001110110110100110111011101110 \text{ XOR } 0110110110110110110011001111 \]
   
   \[ = 000011001100000001100000110100001110 \]
   
   \[ X(2) = X(2) \text{ XOR } K(2) \]
   
   \[ = 01100101100111010001101101100100000001101000011110 \text{ XOR } 01101100011011000110100010000110 \]
The above process is part of the process of MMBC and the end result of the MMBC process can be cipher text = -0¶Ô1'4ÁÍŠ• ]c

3. Steganography Embedded Process

Cipher text = -0¶Ô1'4ÁÍŠ• ]c, this cipher text converted into decimal form before embedded in pixels image and obtain 45 111 194 182 195 148 11 49 7 39 52 195 130 26 195 143 197 160 127 93 99, figure 3 is the images that were used as media to cover message with end of a pixel value as follows:

![Figure 3. Image and Pixel Value](image)

Ciphertext decimal will be embedded at the end of RGB pixel in the image and give parity "ï" at the beginning of ciphertext that has a decimal value of "255", and the result as figure 4.

![Figure 4. Pixel Image after Embedded using EOF Method](image)

B. Decryption and Extraction

Decryption and extraction process is not much different from encryption and embedded process, here is step process:
1. The first step is to execute the message extraction \(m\) process by reading parity "\(\ddot{y}\)", where the hex value between the parity is a hidden message.

2. \(m\) which contains the hexa value and then converted back into ASCII form to be decrypted by using the MMBC algorithm with the following process:

   CipherText= -off\(14\)A\(1\)S\(1\)c

   binary:
   00101101101111110110110110111010000001101001100011101011001111000011101101100110
   0001000011010101110111110001101011000111110110111011011100

   \[X(3) = X(2) \oplus X(3) \oplus X(0)\]
   \[= 00110100110001100001110110110100011110100011010100\]

   \[X(2) = X(1) \oplus X(2) \oplus X(3)\]
   \[= 0001011110110100100011110001111111010110010000111101011100\]

   \[X(1) = X(0) \oplus X(1) \oplus X(2)\]
   \[= 00111000110011101000111111111011100100001111111101111000\]

   \[X(0) = X(3) \oplus X(0) \oplus X(1)\]
   \[= 00111000110011101000111111111011100100001111111101111000\]

   If \(\text{LSB}(X(0)) = \text{LSB}(00110100110001100001110110110100011110100011010100) = 1 \Rightarrow \text{TRUE}\)

   \[X(0) = X(0) \oplus C\]
   \[= 00111000110011101000111111111011100100001111111101111000\]

   If \(\text{LSB}(X(3)) = \text{LSB}(100101001101100011101011100011111000111110001) = 0 \Rightarrow \text{TRUE}\)

   \[X(3) = X(3) \oplus C\]

The above process is part of the whole process of decryption process using MMBC algorithm, the final plaintext = Conference MICOMS.

3. Result and Discussion

The experiment of steganography process with different message lengths are performed on three types of image files (JPG, BMP, PNG), the result can be seen in table 2.

### Table 2. Security Message Experiment

| No | File Name    | Original Size (Byte) | Message Length (Byte) | Result Size (Byte) |
|----|--------------|----------------------|-----------------------|-------------------|
| 1  | Kripto.jpg   | 61,302 byte          | 30                    | 61,332            |
| 2  | Stegano.png  | 48,789 byte          | 45                    | 48,834            |
| 3  | House.bmp    | 81,120 byte          | 30                    | 81,150            |
| 4  | Dragon.jpg   | 50,871 byte          | 26                    | 50,897            |
| 5  | Smartphone.png | 45,620 byte      | 100                   | 46,620            |
Steganography with EOF method and Modular Multiplication Block Cipher algorithm can be accomplished well, based on table 2 above seen embedded process can be done on media carrier and significantly will increase the original size of file. The experimental results are only done on small data messages and if perform on large data then the file size also bigger than the original file.

4. Conclusion
Combinations Eof and Modular Multiplication Block Cipher can be done well and the messages can hide in the pixel image. An experiment showing that the carried file size will increase by the number of bytes from text and of course it is not good because it makes the file size bigger, in the future development it can be tried to combine with text compression algorithm on the message before inserted.
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