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Abstract. The past three years have seen the rapid increase of Bitcoin difficulty, which has led to a substantial variance in solo mining. As a result, miners tend to join a large open pool to get a more stable reward. Nowadays, mining pools take up over 98\% of Bitcoins total computation power. In a sense, this is a manifestation of Bitcoin that tends to be centralized. Thus, researchers have shown an increased interest in pool mining payoff and security. The purpose of this paper is to review and summarize recent research in Bitcoin pool mining system. We first introduce several common reward distribution schemes, and analyze their advantages and disadvantages with some improvement mechanisms; In the second section, to address pool security problems, we examined the practical utility of some existing and potential attack strategies. To study those malicious attack in details, several defense methods are collected. Finally, we make an outlook on Bitcoin future.

1. Introduction. Bitcoin is the first decentralized digital currency in the world. Nakamoto consensus, which is treated as one of core Bitcoin innovations, utilizes a challenging computational puzzle to determine the owner of next state block [31]. In the Bitcoin network, all the users need to participant in transaction validation, and the validated transactions form a public ledger that can prevent users from making a double spending of their Bitcoins [3, 21]. The users that participate in approving and verifying the correctness of Bitcoin transactions are called miners. The process of verifying transactions is also the process of mining Bitcoins. Specifically, the miner who successfully calculates the result can get an amount of 12.5 Bitcoins (BTC) as the block Reward in currently real Bitcoin market [52].

Mining pool is a kind of the mining infrastructure for most digital P2P cryptocurrencies, such as Bitcoin, Ethereum [44], Litecoin [54], etc. The existence of mining pools provides more mining options for miners. In the Bitcoin network, the significance of mining pools is to enhance the stability of Bitcoin mining process and stabilize the expected revenues/rewards of miners. In other words, by forming
a mining pool, it is more efficient to enhance Bitcoin mining success rate as well as to increase miners’ expected revenue, benefiting both the Bitcoin network and the miners.

Meanwhile, with the formation of mining pools, the methods of distributing block rewards among miners become a critical issue in pool mining. In the real Bitcoin market, some reward distribution mechanisms are widely adopted to attract miners and to improve revenue of mining pools, including proportional mechanism, slush’s mechanism, geometric mechanism, double geometric mechanism, pay-per-share mechanism, and pay-per-last-n-share mechanism. However, prior studies show that some existing reward distribution mechanisms are vulnerable to miners’ malicious behaviors, which can increase the malicious miners’ revenue while reducing the honest miners’ revenue [37, 33]. In the past years, there has been an increasing number of works investigating new attack strategies, revenue analysis, and solutions against these attacks [42, 4, 8, 23].

Nevertheless, most existing works analyze Bitcoin reward distribution mechanisms from one or several aspects, there lacks a systematic summary of Bitcoin pool mining strategies, attack strategies, and defense strategies. Therefore, to provide a comprehensive analysis of pool mining in the Bitcoin network, we in this paper aims to summarize and compare various the existing mainstream reward distribution mechanisms, withhold attack, and defense methods in mining pools. Moreover, we discuss some potential directions for the future research on pool mining. Our contributions are summarized as:

- A comprehensive and in-depth analysis of the existing popular reward distribution mechanisms in the Bitcoin network is proposed, which can help miners better choose a suitable allocation method.
- The withholding attack, including selfish mining, BWH attack, etc., is systematically investigated, which illustrates why attackers can enhance received revenue and compare attackers’ utilities in different scenarios.
- To resist the withholding attack, several defense strategies proposed in recent years are summarized.

The organization of this paper is as follows. In Section 2, the basic knowledge in pool mining is briefly introduced. Next, several popular reward distributing mechanisms are described in Section 3. The theoretical analysis of various types of withholding attacks are summarized in Section 4. Moreover, in Section 5, several mainstream defense strategies are presented. Finally, this paper is concluded in Section 6.

2. Preliminary.

2.1. Computational puzzle. In Bitcoin networks, all transactions in a block are stored in the form of a merkle tree, and the root of the tree is stored in the block header. Any miner who wants to generate a new block in the blockchain must figure out a computational puzzle. The computational puzzle in Bitcoin contains a double SHA-256 computation for each block. As shown in Eq. (1), every miner is required to compute an output value (i.e., Nonce) no larger than a threshold (denoted by D) which indicates the difficulty of the Bitcoin network [31].

\[
\text{SHA-256(Merkle + SHA-256(PreBlock + Nonce) \leq D)}
\] (1)
in which Merkle refers to the “merkle root”, and PreBlock indicates the Block ID for the last connected block. With this hash value, we can track all transactions stored in this block.

Technically, in order to get a block reward, a miner has to generate a random nonce value to satisfy the requirement of the computational puzzle. The randomness feature of SHA-256 computation in the puzzle makes it nearly impossible for miners to perform the inverse operation [9]. Even a slight change in the input can result in a completely different output. Hence, the only approach for miners to find the required nonce values is exhaustion, which usually consumes a huge amount of computational power. The difficulty of the computational puzzle is dynamically changed in the Bitcoin network. To be specific, whenever every 2016 blocks are mined, the difficulty in the Bitcoin network is adjusted such that the average mining time per block is regulated to be 10 minutes [51, 10].

2.2. Pool mining. Mining pool is a kind of infrastructure for Bitcoin and other virtual cryptocurrencies, and its significance is to enhance the stability of Bitcoin mining and stabilize miners’ revenues. Over the past three years, there has been a dramatic increase of computational power in the Bitcoin network [30]. The difficulty of the Bitcoin network has been growing fast correspondingly, which causes a great variance of revenues in solo mining. In particular, solo miners could hardly mine a block for years [40]. Thus, most miners choose to gather their computation power together in the form of mining pool to raise the probability of finding a new block. Once a block is successfully mined in the mining pool, the pool manager fairly distributes the reward to the participants corresponding to their expended computation efforts. Hence, in a long-term period, the miners in the mining pool can obtain more stable revenues than performing solo mining [29]. For example, the Bitcoin network hash rate is 5094526985 GH/s on Jun 17, 2017 [51]. Suppose a miner gets a powerful Antminer S9 mining equipment which has a hash rate of 13.5 TH/s. It still takes this miner about 7.2 years to mine a block and get the 12.5 BTC reward in average via solo mining. However, if this miner uses the Antminer S9 to join the mining pool with 15% of the total network computational power, the revenue would be $13.055 per day without considering the pool service fee. That is, miners can receive more rewards by participating in a mining pool.

In a Bitcoin block, the first transaction of the Merkle Tree, which is called a coinbase transaction, is used to record the block reward when a miner successfully mines a new block. In the pool mining scenario, the pool manager points the block reward to his own public key in the coinbase transaction and assigns the pool’s puzzle to the participants. Under this situation, if a malicious miner figures out a full solution and points the block reward to himself in order to swallow the block reward, the change of the transaction causes a difference of the merkle root value in the block header. As a result, the originally found nonce value is no longer a solution to the Bitcoin’s puzzle. In other word, this new block can not pass through the verification process of other miners, indicating that any miner in the mining pool cannot possess the block reward without sharing with others when he finds a full solution. Therefore, a miner must perform solo mining if he wants to obtain a full block reward. This feature ensures that a block reward processed by the pool is only distributed by the pool manager.

2.2.1. Share. Share is the minimum workload as defined in the mining pool. In order to share the reward of BTC, a miner should submit at least one share to the pool
manager, and the amount of the reward he can earn is determined by the distribution mechanism the mining pool adopts. As aforementioned, the computational puzzle requires miners to figure out a value less than the network difficulty.

Specifically, the difficulty level of mining a Bitcoin block can be expressed by the number of leading zeros of the blockhash. For example, for the 500155 block, there are 73 leading zeros, so the difficulty level of this puzzle is $2^{73}$. However, when a miner is mining in a pool, he is given an easier difficulty level which is generated by the pool manager. For instance, he only needs to find out a solution with 50 leading zeros. Each solution that meets the pool difficulty level is called a share. Thus, in the above example, finding a share is $2^{23}$ times easier than finding the original solution. By collecting shares, the pool can verify how much work the participants have done.

2.2.2. *Full Solution.* Once a share meets the difficulty level of Bitcoin puzzle, this share is considered as a full solution. With the full solution submitted by the miner(s), the pool manager can get the 12.5 BTC block reward and then distribute it to all the participants in the pool. In most cases, the expected reward of submitting a full solution is the same as that of submitting a share.

3. **Reward distribution mechanism.** The reward distribution mechanisms determine the approaches to assign rewards to the miners in a mining pool. Currently, ten biggest mining pools which have the largest hash rates possess over 93% of total computational power [42], and many of these pools adopt different distribution mechanisms, such as Pay-Per-Share (PPS), Slush Method, Pay-Per-Last-N-Shares (PPLNS), etc. In the analysis of a reward mechanism, *fairness* is a key factor to be considered. It is expected that each submitted share deserves a similar amount of rewards and the fluctuation of the received reward is not affected by the time factor. In 2016, Schrijvers *et al.* defined that the incentive-compatibility of a reward distribution mechanism means reporting a full solution at once is every miner’s best strategy [37]. Incentive-compatibility is considered as a good evaluation metric to analyze fairness in recent mining pools [13, 22].

In this section, some popular reward distribution mechanisms, including their advantages and disadvantages, are investigated.

3.1. **Proportional mechanism.** The proportional reward mechanism is one of the early popular distribution mechanisms. One key factor in the proportional mechanism is called *round*, where a round is the time interval between two mined blocks as shown in Figure 1.

**Figure 1.** Proportional Mechanism
The idea of this mechanism is to split the reward according to the proportion of shares that a miner submits in the all submitted shares in a round. At the end of each round, if a mining pool can successfully find a block in a round, the mining pool can obtain a reward of $B$, and the pool manager takes a fraction $f$ of reward $B$ as the pool operating fee. Suppose the total number of submitted shares is $N$ and a miner submits $n$ out $N$ shares in this round, then the miner could get an amount of reward \( \frac{n(1-f)B}{N} \) \[33\].

Although the length of any round cannot be predicted, the number of shares already submitted during a round can be counted. Hence, the amount of reward of each share in a round is affected by the time. In other words, the proportional mechanism is not incentive compatible, which may lead to the following problems \[37\].

3.1.1. Delay Submission. The delay submission problem occurs when the proportion of a miner’s submitted shares in all the submitted shares within a round is less than the proportion of the miner’s mining power in the mining pool’s mining power. In this situation, the miner may gain more benefit by holding a full solution.

**Theorem 3.1.** Suppose a miner $p$ with hash power $\alpha$ out of 1 finds a full solution after submitting $n$ out of $N$ submitted shares in a round. Let $U_1$ be the expected reward for immediate submission and $U_2$ be the expected reward for holding one or more shares. If $\alpha > \frac{n}{N}$, we have $U_2 > U_1$.

**Proof.** The block reward is denoted by $B$, and the pool operating fee is represented by $fB$. There exist two strategies for the miner $p$ to choose when he successfully finds a full solution: (i) he submits the full solution immediately; and (ii) he holds one or more shares of the full solution. In the first case, the miner $p$ performs honestly. Thus, he could get the reward corresponding to the proportion of the shares he submits, which is computed in Eq. \(2\).

\[ U_1 = \frac{n}{N} \times (1 - f)B. \] \[2\]

However, if the miner $p$ chooses to hold one or more shares, there is a probability of $\alpha$ that he can successfully find the next share, obtaining an expected reward $\frac{\alpha(n+1)}{N+1} \times B$. Accordingly, the expected reward that $p$ can not find the next share is $\frac{(1-\alpha)n}{N+1} \times B$. Thus, the total expected reward for holding one or more shares is:

\[ U_2 = \left[\frac{\alpha(n+1)}{N+1} + \frac{(1-\alpha)n}{N+1}\right] \times (1 - f)B \]

\[= \frac{\alpha + n}{N+1} \times (1 - f)B. \] \[3\]

Since $\alpha > \frac{n}{N}$, we can get:

\[ U_2 > \left[\frac{n/N + n}{N+1}\right] \times (1 - f)B \]

\[= \frac{n}{N} \times B \]

\[= U_1. \] \[4\]

Thus, with $\alpha > \frac{n}{N}$, the miner $p$ can always receive a larger reward by holding one or more shares. According to this result, an increasing amount of miners may choose to wait to submit a full solution. This phenomenon can lead to a tremendous waste of power consumption. \(\square\)
3.1.2. Pool Hopping. Pool hopping is always viewed as one of the most vulnerable weaknesses of the proportional mechanism [34, 41]. In a mining pool, the expected reward for each share is \( (1-f)B \). The longer a round is, the more shares are submitted. Therefore, as the total number of shares, \( N \), is increased, the value of each share in a longer round is reduced. Such feature of the proportional distribution mechanism results in the pool hopping strategy for rational miners to switch among pools to gain rewards as many as possible. Specifically speaking, the rational miners choose to mine only when the expected reward is high and to leave when it is low. Thus, it is beneficial for a miner to mine within a short round and leaves when the expected reward is reduced. It is shown that the threshold to perform pool hopping strategy is the situation when the number of all submitted shares is 43.5% of the difficulty level [33]. Accordingly, the rational miners would choose to mine in a mining pool when the total number of shares is below this threshold and leave the pool when the total number of shares is higher than this threshold. If the rational miners who choose to adopt hopping strategy can constantly earn the rewards more than the expected reward without hopping, more honest miners lose their deserved profits. Moreover, if all miners choose to leave the mining pool when the number of all submitted shares is 43.5% of the difficulty level, no block can be mined in the pool.

3.2. Slush’s mechanism. Slush mechanism is introduced to prevent pool hopping problem [57]. Compared with proportional mechanism, slush mechanism measures mining power by scoring hash rate instead of simply counting submitted shares. As we discussed above, the value of each share decreases in time under proportional mechanism, i.e., the newer submitted shares are worth more than the older submitted shares in each round. Thus, slush mechanism aims to give more weight to those shares submitted in the late period of each round and to make the expected reward of each share equal. Slush mechanism uses an exponential function to calculate the score of a share \( s \) at time \( t_0 \), i.e.,

\[
C(s, t_0) = e^{\frac{\tau(s)-t_0}{\lambda}},
\]

where \( \lambda \) is a parameter controlling how fast the score of a share declines in time. The lower the \( \lambda \) is, the faster the decline is. Currently, the value of \( \lambda \) is set to be 1200 in real-world slush mining pools [57].

Let \( S_m(t_0) \) be all valid shares submitted by miner \( m \) at time \( t_0 \). For example, if at time \( t_0 \), \( m \) has already submitted 3 shares, then \( S_m(t_0) = \{s_1, s_2, s_3\} \). Define that \( C'_m(t_0) \) is the score of miner \( m \) at time \( t_0 \), which can be calculated by a sum of exponential functions as follows:

\[
C_m(t_0) = \sum_{s \in S_m(t_0)} C(s, t_0) = \sum_{s \in S_m(t_0)} e^{\frac{\tau(s)-t_0}{\lambda}},
\]

Similarly, the score of mining pool \( p \) at time \( t_0 \), denoted by \( C_p(t_0) \), can be represented as the sum of all miners’ scores, i.e.,

\[
C_p(t_0) = \sum_{m \in P} C_m(t_0).
\]

To distribute the reward among pool miners, slush mechanism calculates each miner’s contribution to the pool using the ratio of the miner’s score to the pool score. Accordingly, the reward of miner \( m \) at time \( t_0 \), denoted by \( U_m \), can be
computed via Eq. (8).

\[ U_m(t_0) = \frac{C_m(t_0)}{C_p(t_0)} \times B. \]  

(8)

Despite a notable improvement made by slush mechanism, there are still some drawbacks. One issue is that the stable status of slush mechanism is reached some time after a round starts. Thus, slush mechanism cannot guarantee incentive compatibility.

3.3. Geometric mechanism. Another score-based reward distribution mechanism inspired by slush mechanism is geometric mechanism. The main difference from slush mechanism is that geometric mechanism introduces a novel variable fee \( c \) to address the weakness of slush mechanism. The variable fee is relatively high at the beginning of each round and decreases in time. Thus, with such design, the expected reward of each share can be kept stable in mining pools, indicating that geometric mechanism can achieve incentive compatibility.

Notice that, in other reward distribution mechanisms, the reward assigned among pool minters is \((1 - f)B\). By introducing the variable fee \( c \) paid by miners, the expected reward sent to miners is reduced to \((1-c)\cdot(1-f)B\) in geometric mechanism. Although a pool manager can adjust both the constant and the variable fees in a mining pool, geometric mechanism is still not as attractive as the following Pay-Per-Share (PPS) or Per-Per-Last-N-Shares (PPLNS) mechanisms due to the additional fee.

Thus, by combining both the advantages of PPLNS and geometric mechanisms, a new reward mechanism for mining pool called Double Geometric Method (DGM) was introduced into practice [33].

3.4. Double geometric mechanism. DGM combines the advantages of both PPLNS and geometric mechanism, in which the share value decays geometrically along two directions with one determined by new share discovery and the other determined by new block generation [35].

Besides using the fixed fee and average variable fee in DGM similar to those in geometric mechanism, there is a cross-round leakage parameter in DGM to balance the variance of miners’ revenue and pool manager’s risk. When a new block is found, PPLNS mechanism maintains miners’ scores unchanged, geometric mechanism sets all scores to be 0 and transfer them to the pool manager, while DGM chooses compromise to transfer part of the scores to the manager. When multiple new blocks are mined out, the manager gets a large portion of the scores. Therefore, DGM can reduce the impact on the miners’ reward variance caused by luck. Particularly, when the cross-round leakage parameter is set to be 0, DGM is the geometric mechanism, and when the parameter approaches 1, DGM becomes a variant of PPLNS.

3.5. Pay-Per-Share mechanism. PayPer-Share (PPS) was the most common distribution mechanism used in open pools several years ago. In a PPS system, regardless of how many shares submitted in a round, as long as a miner submits a share, he is immediately rewarded according to his expected contribution. Suppose a miner with a computational power of \( \alpha \) out of 1 in the Bitcoin network, the expected reward of the miner is \( \alpha B \) for each block he finds. That is, in PPS pools, there is no variance in the reward per share and hardly any waiting time for miners to receive their rewards. Such features make it easy for miners to estimate and
verify their exact rewards. Thus, it is attractive for miners to join PPS mining pools.

PPS mechanism is proved to be incentive compatible because there is no difference between holding a solution and publishing it immediately. For a PPS pool, there exists a big possibility that the pool cannot mine any block in a time period, but the pool operator still needs to pay the miner who contribute to the pool. Thus, the operator of a PPS pool should take the risk of mining failure as well as have sufficient deposit to maintain the pool stability, which also explains the reason why the pool operators always set up a relatively high percentage of pool fees in PPS pools. Specifically, a pool operator needs to set up a financial reserve to keep the bankruptcy probability low enough [33].

3.6. Pay-Per-Last-N-Share mechanism. Pay-Per-Last-N-Share (PPLNS) mechanism is a variant version of PPS scheme and is also commonly used in real-world. Instead of paying miners for each submitted share, PPLNS rewards miners according to every $N$ submitted shares.

In PPLNS mechanism, there is no definition of round. Instead, shares fall into slots. In particular, rewards are sent out for every $N$ shares received by a pool manager. Regardless of whether there exist any blocks found in a slot, the pool manager distributes the reward to every share that are submitted within prior $N$ shares. Thus, the expected reward for each share is $(1-f)^{BL}N$, where $L$ is the number of full solutions among the next $N$ shares. As shown in the example of Figure 2, the pool manager uses the rewards got in slot 2 to pay for each share submitted in slot 1, which is like a credit card payment.

![Figure 2. An example of PPLNS Mechanism](image)

Moreover, prior research [33] found that the number of full solutions $L$ follows a standard poison distribution with $\lambda = 1$. Thus, the average number of full solutions is 1 in each slot. Schrijvers et al. proved that PPLNS mechanism is incentive compatible when a proper value of $N$ is selected [37]. Recent work proposed by Zolotavkin et al. used a game theory model to derive the specific conditions when PPLNS method is incentive compatible [50].

3.7. Summary. The objective of all these aforementioned mechanisms is to provide pool miners with a fair and attractive method of reward distribution. From the viewpoint of a miner, he wants to join a mining pool for a stable and high expected reward. On the other hand, from the viewpoint of a pool manager, he intends to attract more miners to enhance his computational power while reducing the risk of bankruptcy at the same time.

Table 1 presents the reward distribution mechanisms in some famous real mining pools. The most popular mechanisms adopted by open pools are PPS and
PPLNS [56]. This two mechanisms can be easily deployed in pools. Also, it is clear for participants in such pools to calculate their expected rewards. To obtain the stable revenue in PPS mechanism, the operators in the PPS pools usually set relatively high fees. Thus, the PPS pools give participants a feeling of stable but not superior. In order to improve this situation, the operators often introduce some unique elements into their allocation to attract more participants. For examples, AntPool uses a variety of distribution mechanisms at the same time for miners to choose, and BTC.com uses full pay per share (FPPS) which not only rewards regular dividends (12.5 BTC for now) but also some of the transaction fees, thus increasing miners’ expected revenue. In future Bitcoin transactions, the part of transaction fee will gradually increase. Therefore, FPPS can well adapt to the future development of Bitcoin pool mining. Slush and Geometric mechanisms are not widely implemented in real Bitcoin systems due to their obvious shortcomings. Some other mechanisms may combine several of above schemes to let participants themselves decide how they want to get reward.

One big issue in the reward distribution system nowadays is security. Existing works have investigated a variety of attack strategies in pool mining, especially in those running PPS and PPLNS mechanisms. In the next section, we will discuss and analyze several major malicious attacks.

### 4. Withholding attack

According to the original Bitcoin white paper, Nakamoto argued that as long as all Bitcoin miners follow the consensus rule, Bitcoin is able to remain stable [28]. However, it is shown the pool miners can get unfair advantages by performing malicious attacks in pool mining, thereby making Bitcoin system not incentive compatible [12, 32, 55, 11].

Bonneau et al. defined the stability of Bitcoin consensus from five aspects including eventual consensus, exponential convergence, liveness, correctness, and fairness [4]. The Bitcoin system remains stable if all these five properties are held. Malicious attacks may harm at least one aspect, thus causing the Bitcoin unstable. For example, an attacker is likely to expect a higher revenue by submitting a share rather than mining honestly. In this paper, we investigate the most traditional and famous attack strategies and analyze how they can harm the Bitcoin system.

Most Bitcoin pools are open to the public, which allows anyone to participate in. Researches have indicated that attackers can directly join an open pool and get extra unfair revenues by never sharing or delaying sharing their proof of work [42, 11]. In this paper, we define such kind of attacks as *Withholding Attack* and propose a systematic analysis of it based on several existing works. To understand why withholding attack can make more profit, here we use a traditional block withholding...
attack (BWH) as an example. Suppose Bob is the owner of a pool with 20% of the total computational power of the Bitcoin network. Consider that the reward for mining a Bitcoin block is 12.5 BTC today, and assume that Bob purchases additional 5% mining equipment (i.e., Bob has additional 5% computational power). He may have two choices: (i) mining honestly, and (ii) infiltrating other pool and withholding the full solution. The expected rewards of adopting these two strategies are compared as follows.

**Case 1: Honest Mining.**

\[
U_h = \frac{25}{105} \times 12.5 = 2.976 \text{ BTC},
\]

where \(U_h\) denotes Bob’s expected reward when mining honestly in the Bitcoin network.

**Case 2: Infiltrating Mining (Withholding Full Solution).**

\[
U_i = \left( \frac{5}{85} \times \frac{80}{100} + \frac{20}{100} \right) \times 12.5 = 3.088 \text{ BTC},
\]

in which \(U_i\) represents Bob’s expected reward when withholding full solution during pool mining process in another pool.

One can see that the expected reward of infiltrating mining is higher than that of honest mining. Thus, a rational miner will choose to perform withholding attacks to get more profit.

Withholding attack can be implemented in two ways, i.e., withholding block and withholding shares. More specifically, the behavior that a miner initially keeps blocks secret after finding them is viewed as withholding block attack, and the behavior that a miner keeps shares secret is treated as withholding share attack. A further analysis is discussed below.

4.1. **Selfish mining.** The selfish mining attack is first introduced by Eyal and Sirer in 2013 [12]. They have shown that Bitcoin POW is not incentive compatible under selfish mining attack, in which colluding miners can get a higher revenue.

The basic idea of selfish mining attack is to cause the honest miners waste their mining power on unnecessary computations. Instead of announcing a block to the network directly, the attacker keeps it secret and tries to find two blocks in a line on its private chain before others find the next one on the public chain. Thus, the attacker intends to orphan the block mined by the honest miners.

There are six scenarios of a simplified selfish mining attack, which is presented in Figure 3. As scenario 1 of Figure 3 shows, when the private branch generated by the attacker is shorter than the public branch, the attacker will directly adopt the block on the main chain, thereby avoiding waste of computational power. However, in scenario 2, if the private branch is ahead of the main chain to get one block (i.e., \(B(i)\)), the attack will withhold the block \(B(i)\) and try to compute the next block, i.e., \(B(i+1)\). During this period, if honest miners can find a block on the public chain as shown in scenario 3, the attacker immediately publishes what he has found. Thus, this scenario leads to a competition on propagation race, which is known as the tie-breaking attack [14]. If the propagation rate of the network is the same for all miners, the attacker would win the race and get the block on public chain orphaned with a probability of 50%. Besides, in scenario 4, if the attacker finds the next block \(B(i+1)\) before the public chain finds \(B(i)\), which means the attacker is leading the main branch two blocks and is likely to withhold these two
blocks until the honest miners find one block. Then, the attacker will publish two blocks together to form the longest chain when $B(i)$ is found on the public branch, where the honest miners in scenarios 5 and 6 waste their computational power on finding the $B(i)$ block.

Based on the aforementioned selfish mining strategies, Eyal and Emin claimed that as long as the attacker possesses more than 33% of the computational power of the Bitcoin network, it is profitable for him to launch selfish mining attack even if he loses every race attack in scenario 3 of Figure 3 [12]. Hence, to prevent a network from being attacked by selfish mining, there should be at least $\frac{2}{3}$ of computational power of miners act honestly. Selfish mining harm the fairness of the Bitcoin network in the following ways. When the mining power of a pool exceeds a threshold, it is profitable for attackers to implement selfish mining strategy, attracting more malicious miners to join the pool and increasing their revenues. This will result in an increase of the pool size. Once the size of the malicious pool exceeds 50% of the total mining power in the Bitcoin network, attackers no longer need to perform selfish mining attack because he can launch the original 51% attack to control the whole Bitcoin network. Several studies have been proposed to help defend the selfish mining attack, which will be covered in the next section [2, 45].

4.2. Witholding share. Besides selfish mining, malicious miners are also able to enhance their rewards by withholding their shares in mining pools. There exist two cases for withholding shares in mining pools.

**Case 1: Delay Full Solution.**

This case happens in some outdated pools such as those adopting proportional mechanism. As long as the proportion of shares submitted by a miner is less than the proportion of mining power he owns, the miner could always increase his received reward by withholding one or more shares to delay full solutions, which is proved in Theorem 3.1. Extending to a wider aspect, if the reward distribution mechanism is not incentive compatible, which means the reward of shares is affected in time...
domain, it is seductive for miners to conduct delay full solution attack. Although most open pools nowadays focus more on incentive compatibility when designing their reward distribution scheme, some small pools may be threatened by such attack.

**Case 2: Withhold Full Solution.**

Withholding full solution, which is the typical form of block withholding attack (BWH), was first defined in 2011. BWH occurs in the case where a malicious miner sends only partial proof of work to the pool manager and discards full proof of work [33]. By taking this strategy, the malicious miner is treated as a regular participant in the mining pool due to the partial shares received by the pool manager. Therefore, the malicious miner could share the reward from the pool without truly contributing to the pool. In the BWH example, it is shown that if a miner gets sufficient computational power in Bitcoin network, he can always infiltrate other pools to expect a higher reward. Even though a pool can use its expected mining power divided by its actual mining power to check the BWH attack, it is hard for pool managers to identify which miners indeed perform BWH attack.

The effect of block withholding attack has always been a debatable topic. Initially, some studies argued that BWH attack is not profitable in practice, and thus if the whole network of mining pools is sufficiently decentralized, pool managers do not need to worry about this attack. The reasons for this conclusion lie in many aspects, such as attacker may suffer from a net loss and honest miners may take counterattack strategies. On the other hand, however, other studies showed that there is always an incentive for attackers to launch BWH attack. BWH attack can be analyzed by using game theory based on various analytic models. In this paper, we mainly discuss three existing analytic models and compare their results.

The first systematic game theory-based analysis of BWH attack in pool mining was proposed by Eyal in 2015 [11], in which the malicious behaviors to perform BWH attack is modeled as “the miner’s dilemma” under two specific scenarios. In the first scenario, only a miner attacks other mining pools as shown in Figure 4. Eyal proved that if there is only one attacker, the attacker can always gain more rewards by implementing BWH attack, thereby indicating that no pool attack is not a Nash Equilibrium. Moreover, a threshold has been calculated for an attacker to get the maximum reward in this scenario.

**Figure 4.** BWH attacker scenario: one attacker

In the second scenario, two miners that are from different pools can attack each other, which is illustrated in Figure 5. If no infiltrating happens, an attacker can always enhance his reward by conducting BWH attack. Thus, the only equilibrium
happens in the situation where neither the two pools can increase their rewards by changing the infiltration rates. However, in the equilibrium situation, both the two attackers’ received awards are less than when they do not launch BWH attack. For example, if DiscusFish and AntPool attack each other by choosing their optimal infiltration rates, these two pools would lose 4% and 10% of their revenues respectively compared with the situation when no BWH attack towards both pools. As a result, if more participants choose to perform BWH attack, there would be a huge waste of computational power in the Bitcoin network.

Later in 2016, Luu et al. conducted a more comprehensive theoretical analysis of BWH attack [27]. In their paper, the authors viewed pool mining as computational power distribution games and investigated the approaches for attackers to rationally allocate their computational power to maximize benefits by performing infiltrative BWH attack. Specifically, the analysis of pool mining in the proposed computational power distribution games can be categorized into four kinds of scenarios. In the first scenario, the entire Bitcoin network is viewed as one big mining pool that can be accessed. An attacker in this scenario can earn more reward by implementing BWH attack, and the received reward can be maximized if the attacker uses half of his computational power to infiltrate others. In the second scenario, the Bitcoin network is composed of multiple mining pools that can be accessed, and attackers can only choose one of them to attack, which is the same as that in [11]. Luu et al. also showed that attacking a large ore pool can obtain more extra rewards than attacking a smaller one. Moreover, there exists a threshold $\beta$ such that attackers can maximize their rewards, in which $\beta$ is the ratio of an attacker’s computational power corresponding to the computational power of the entire Bitcoin network and can be computed as follows [27]:

$$\beta = \frac{-\sqrt{-p'^2(\alpha p' + \alpha - 1)} - \alpha p' + p'}{\alpha(\alpha + p' - 1)},$$

(11)

where $\alpha$ and $p'$ are computational power owned by the attacker and the pool being attacked, respectively. It is worth mentioning that the threshold value of Eq. (11) is slightly different from the threshold given in [11]. Based on our verification, Eq. (11) provides a more accurate value. In the third scenario, an attacker could choose to launch BWH attack towards multiple mining pools at the same time, where the attacker can receive the maximum reward from implementing BWH attack by mining in all the remaining mining pools. The last and the most common scenario considers that the dishonest miners dominated the Bitcoin network. Based on the
analysis in [27], the dishonest miners can still get more rewards by performing BWH attack. Thus, no matter in which cases, implementing BWH can always bring an increase of reward to attackers in the Bitcoin network. Moreover, the authors of [27] also believe that attackers would adopt a mixed strategy for BWH attack, but Prisoners’ dilemmas will occur when most miners adopt BWH attack strategy.

In 2017, Velner et al. innovatively considered a bribe-style BWH attack [42], which is demonstrated in Figure 6. Different from previous infiltrative BWH attacker, the attackers in [42] bribe some miners in the mining pool to withhold full solutions rather than directly pouring their computational power into the mining pools. To be specific, if a victim pool is running the most common distribution mechanism PPS, an attacker can simply gain more reward by conducting BWH attack as long as he possesses at least $\frac{1}{50,000}$ of the computational power in the entire Bitcoin network.

![Figure 6. Bribe-style BWH attack scenario](image)

In the work proposed by Bag et al. in 2017, they studied the BWH attack under the Bitcoin network architecture the same as the above mentioned [1]. However, they observed that BWH attack can indirectly increase the gain of other honest mining pools. Figure 7 shows that an attacker can collude with some mining pools to get a certain fraction of their indirect gained revenues as bonus. In this way, the expected revenue of the attacker could be higher than when conducting classic BWH attack. This type of BWH attack is called sponsored block withholding attack.

![Figure 7. Sponsored BWH Scenario](image)

In current mainstream analysis, BWH attack, which is still a server threat to pool mining in the Bitcoin network, has attracted lots of attentions. Both invading
and bribing BWH attacks can provide attacker with unfair advantages to increase their revenues. However, the attackers still need to prove the computational power of the bribed, infiltrated and sponsored miners. More specifically, on the one hand, the attackers should verify whether a victim pool does find any full solution; on the other hand, it is also necessary to verify that the bribed, infiltrated and sponsored miners do not release blocks to the entire network. Since BWH attack is hard to be detected [11], without these two verification mechanisms, the bribed, infiltrated and sponsored miners would possibly disobey the attackers by releasing full solutions and gain more rewards from their mining pools without the notice of the attackers. Therefore, when an attacker chooses to conduct BWH attack, he needs to consider the cost of various verification mechanisms as well as some counter attacks strategies. This explains why BWH attack is theoretically validated profitable but is not ubiquitous in practice.

4.3. Summary. In this section, we systematically classify the withholding attack in the Bitcoin mining pools. Then, we investigate different types of withholding attack from the delayed releasing attack in the proportional mining pools to the selfish mining attack then to the traditional infiltrative or bribe-style BWH attack, in which an in-depth understanding of the withholding attack is obtained. According to the current research results, the feasibility of withholding attack still exists. In addition, the withholding attack is usually undetectable, because it can be simply interpreted as bad luck. Attackers can use many different identities to mine at the same time, so it is not suspicious of him with no solution submitted.

Although the profitability of selfish mining attack and BWH attack in practice is still open to question, variant attacks based on these two types of withholding attack, such as Block Discarding Attack [2], may still pose a significant threat to the Bitcoin network. More and more researchers have begun to tackle the withholding attack and possibly centralized problems via trying to change the Bitcoin authentication mechanism or adding some countermeasures to the mining pools. In the next section, we present various approaches to defend the withholding attack and make a future outlook on defense strategies.

5. Defense method. Researchers have never stopped the study of defensive measures to resist the withholding attack. In this section, we summarize the mainstream defense methods against the withholding attack. The principle to adopt reward distribution mechanism is that the mining pool should ensure the incentive compatibility of each share, requiring that the estimated revenue/reward of each miner does not greatly depend on the time duration of finding a full solution. Therefore, in general, the defense methods need to ensure fairness of the entire Bitcoin network.

Currently, delaying full solution mentioned in Section 4.2 is uncommon, because the proportional distribution mechanism has been abandoned by most mining pools. To defend BWH attack, the most straightforward strategy is to give a bonus to every miner who has found a full solution. The reason is that increasing the expected revenue of discovering a full solution can significantly raise an attacker’s cost of implementing BWH attack. Meanwhile, the additional bonus of the full solution also enlarges the variance of pool miners’ rewards, which runs counter to the original intention of performing pool mining. Thus, one potential solution to defend the withholding attack is to design new incentive compatible reward distribution mechanisms while achieving fairness among pool miners. In the existing works, there are three major types of defense strategies against selfish mining and BWH attack,
including tie-breaking defense [11, 18], backward-incompatible defense [2, 38], and timestamp-based defense [39, 45], which are detailed in the following.

5.1. **Tie-Breaking defense.** Tie-breaking defense approach was proposed by Eyal [11] and Heilman [18], which can reduce the resources that honest miners waste on isolated blocks. The tie-breaking defense is a kind of relatively primitive the backward-compatible defense.

In [11], to prevent selfish mining, all the miners should choose one branch to mine at random when a miner learns that competing branches have the same length, in which a race competition emerges. An example of such race competition is presented in Figure 8.

![Figure 8. Race Competition](image)

The race competition, theoretically, could lead to that half the miners (in expectancy) mining on the pool’s branch (e.g. the public chain in Figure 8) and the other half mining on the other branch (e.g., the private chain in Figure 8). As a result, an attacker would win the race competition with a probability of 50%. What’s more, since the attacker makes calculation in advance on his private chain, the probability of digging up the next block is greatly increased once the attacker win the race competition. Additionally, when 50% of the honest miners select the wrong public chain, a huge waste of computation power would be brought to the honest miners. Thus, the key idea of tie-breaking defense is that the choice of each miner is arbitrarily determined by the network topology and latency when there are two branches of equal length. Notice that this design does not introduce new vulnerabilities to the Bitcoin network. The tie-breaking defense in the Bitcoin network ensures that attackers cannot profitably engage selfish mining activities if the computational power of their mining pools is less than $\frac{1}{4}$ of the total mining power. Later in 2015, Sapirshtein et al. [36] proposed the optimal tie-breaking defense for performance improvement. In this defense strategy, selfish miners will lose every tie, and thus they need to control more computational power to execute selfish mining attack.

However, the tie-breaking defense cannot withstand an attacker who owns a large computational power when the length of the selfish chain is longer than the public chain.

5.2. **Backward-Incompatible defenses.** Backward-incompatible defense was developed by Bahack [2] and Shultz [38], which aims to change the validity rule of the entire block such that selfish mining and BWH attacks no longer exist.

The main purpose of most attack strategies is to persistently fork the public chain into short branches for getting extra unfair revenue. Therefore, to resist there malicious behaviors, the backward-incompatible defense tries to make fundamental
changes on the block validity rules or reward distribution mechanisms. In [2], Bak-hack introduced a fork-punishment rule that can make withholding attack strategies unprofitable. In particular, it is suggested that not rewarding the miners of a block that has a competitive block of another same-length branch though the miners belong to the winner branch. However, to achieve such changes, the Bitcoin network participants need to upgrade their clients. This may lead to a soft fork because of the different upgrade propagation speed.

By adopting the backward-incompatible defense, the problem of withholding attack can be solved theoretically. But, due to the consensus-level change of the entire Bitcoin network, instability may yield during network updating process, leading to a Bitcoin soft-fork. Therefore, the backward-incompatible defense is often more applicable to newly invented cryptocurrencies rather than to Bitcoin.

5.3. Timestamp-Based defense. Timestamp-based defense, which was proposed by Solat et al. [39] and Zhang et al. [45], is designed based on timestamp in the block. The common denominator of this type of protection is that if a selfish miner keeps a block privately more than a threshold of time duration, his block will be rejected by honest miners. The major advantages of the timestamp-based defense include: (i) it is backward-compatible; and (ii) it can be easily updated on the originally entire Bitcoin network without causing instability.

According to Zhang et al. [45], the main idea of their work is to replace the original Bitcoin fork-resolving policy (FRP) with a new kind of weighted FRP. They claim that their proposed timestamp-based defense method is the first backward-compatible defense method. To better make their weighted FRP compatible with the original Bitcoin network, a parameter $k$ is introduced. If there are at least $k$ blocks ahead of miners’ competitors, the miners are requested to select the longest chain; otherwise, the miners adopt the weighted FRP. In [45], there is only one colluding pool of selfish miners in the system model, which is considered to be the strongest attack scenario due to the reason that all the attackers gather their computational power together.

It is assumed that the upper bound of block propagation delay among miners is $\delta$ [45]. If a block received after a competing block of the same length is within the time threshold $\delta$, this block is considered to be in time; otherwise, the block is treated as late and can not be calculated in weight. A concept called uncle was also proposed, where a block $B_1$ is considered to be the uncle of another block $B_2$ if $B_1$ is a competing in time block of $B_2$’s parent block. Accordingly, the weight of a chain is counted as the number of its in time blocks plus the number of in time uncle hashes embedded in those in time blocks. Based on these settings, Zhang et al. designed the following mining scheme for the Bitcoin network:

- **Case 1:** If the difference between two chains is more than $k$ blocks, miners mine on the longest chain.
- **Case 2:** If the difference between two chains is less than $k$ blocks, miners choose the chain with the largest weight to work on.
- **Case 3:** If the largest weight is the same on multiple chains at the same time, miners select one among them randomly.

In particular, when $k = 1$, their proposed mining scheme is exactly the same as the tie-breaking defense. According to their analysis, the proposed scheme leads to attacker’s dilemma for selfish miners. An example of such attacker’s dilemma is shown in Figure 9. To be concrete, if an attacker publishes his block found in
the private chain, this block will be counted in the weights of both the public and private chains (e.g., the weights of both the public and the private chains are 3 in Figure 9); if he does not publish it, this block is not counted in the weight of any chain because of being late (e.g., the weights of both the public and the private chains are 2 in Figure 9). Thus, in both situations, the weights of public chain and private chain keep the same, which indicates that the attacker can not get any advantages by withholding blocks.

![Figure 9. Attacker’s dilemma](image)

With the increase of value $k$, the performance of the proposed mining scheme can be improved. Let $\alpha$ represent the probability that a new block is mined by selfish miners; that is, $\alpha$ is the ratio of selfish miners’ mining power to the total mining power of the Bitcoin network. The weighted FRP outperforms other mining algorithms when $0.4 < \alpha < 0.5$. As $\alpha$ is reduced less than 0.4, only the optimal tie-breaking algorithm performs better than the weighted FRP.

However, due to modifications of the block validation rule, the timestamp-based defense strategies are likely to result in more energy consumption compared with original Bitcoin POW, which are inherently proven to be wasteful.

5.4. Further discussion. First of all, as we know, the Bitcoin network is constantly being updated as a deflationary digital cryptocurrency. The block reward for each block is halved every four years. It is predicted in the future that transaction fee will be the dominant reward for Bitcoin. If there is only transaction fee, the variance of the block reward will become very high due to the exponentially distributed block arrival time. Thus, the existence of current withholding attack becomes questionable, which needs more investigation in the future.

Second, besides the withholding attack, there exist other attacks in mining pools. For instance, in 2016, Carlsten et al. introduced an undercutting attack strategy [7]. In a blockchain with constant forks caused by undercutting, an attacker’s effective hash power is magnified because he can always mine to increase his blocks whereas other miners may not be unified. This would make the 51% attack possible when
an attacker’s hash power is much less than 51% of the hash power of the Bitcoin network. The undercutting mining behavior could hurt the stability of mining process in the Bitcoin network. Thus, more effort should be done to study different kinds of malicious attacks and corresponding counter measures in pool mining for performance enhancement in the Bitcoin network.

Third, almost of all the existing works focus on miners’ malicious behaviors and simply assume that pool managers are trustworthy. The behaviors of pools managers have not been studied yet. However, as a matter of fact, it is still doubtable whether pool managers can receive more profits through manipulation in their mining pools. Thus, to gain more new insights into pooling mining in the Bitcoin network, the research on pool managers’ behaviors would be conducted.

Last but not least, transparency of Bitcoin transactions can help trace back miners’ historical transactions and mining behaviors but also leak miners’ sensitive and private information at the same time. As privacy has been one of the most important issues in many real-world applications and is getting more and more attentions, it is inevitable that privacy protection will become a critical research direction to further promote widespread adoption of Bitcoin-based applications. Protecting privacy should take into account requirements of various application scenarios, such as Internet of Things (IoT) and online social networks, which could be inspired by many existing works [19, 20, 24, 5, 6, 25, 46, 47, 43, 26, 49, 17, 48, 15, 16].

6. Conclusion. In this paper, we compared several existing reward distribution mechanisms, summarized the withholding attacks and categorized some defense strategies. As a case study, Bitcoin Pool Mining is a good place to apply game theory model.

Discussions and debates on the Bitcoin and blockchain have never ceased since its inception. Perhaps we can get some inspiration from the evolution of Pool Mining technology. With the further development of technology, we believe that Mining Pool will be more fair and secure.
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