Research on False Data Injection Attack in Smart Grid
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Abstract. The concealed false data injection (FDI) attack in the smart grid can successfully pass the power system state estimation commonly used in the residual bad data test without being detected by the existing algorithms, resulting in the state estimation error of the control center and disturbing the normal operation of the power system. In this paper, false data injection attack and attack detection are carried out in the actual power edge security protection system, microgrid control system and intelligent energy security protection system. Among them, the false data attack part simulates the attack of the voltage phase angle, and compares it with the ordinary attack method, and demonstrates the success of these attacks in the actual power grid system.

1. Introduction

As the next generation power system, smart grid can realize on-line monitoring and real-time information control of important operation parameters in each link of power grid by using advanced digital information and communication technology. However, the access of communication facilities also makes smart grid face potential network attack risk[1-12]. In particular, the false data injection (FDI) attack can bypass the traditional bad data detection (BDD) mechanism in the power system. By tampering with the measured data, the state estimation of the power system is not accurate, and then the decision-making of the control center is interfered to disturb the normal order of the power market. There are significant economic and security risks[1]. Since FDI attack was proposed, it has been widely concerned by scholars. The research results mainly focus on protection strategy, attack strategy and attack detection.

In the aspect of attack detection, Liu et al. [13] used the time correlation of state measurement and the sparsity of FDI attacks to detect generalized FDI attacks [14]. In reference [15], a distributed state estimation method was proposed, which can judge whether FDI attacks are suffered according to the deviation of estimation results, and can accurately locate the tampered state variables. For the hidden FDI attack with special structure, reference [16] regard it as a statistical learning problem. Taking historical data as training samples, according to the feature that the attack vector will make the normal measurement value and the attacked measurement value produce a "distance" change[16], the machine learning method is used to classify the measured value to achieve the purpose of detecting hidden FDI attack. This paper mainly focuses on the successful implementation of concealed false data injection attacks in three actual scenarios of power grid edge security protection system,
microgrid control system and smart energy system, and then considers the application of concealed attack detection methods in actual systems.

2. Principles of Hidden FDI Attacks for the Smart Grid

State estimation in the grid system refers to estimating the state of the system based on the measurement data of the meters on each bus. The measurement includes bus voltage, bus active and reactive power, and state variables include bus voltage and voltage phase angle, and its alternating current (AC) power flow model can be expressed as

\[ z = h(x) + n \]  
(1)

Where \( x \in R^P \) is the state variable of the power grid, which is the node voltage and phase angle variable. \( z \in R^N \) is the measurement vector, which is the measurement data of the sensor, \( n \in R^N \) is the measurement noise, and \( h(x) \) is the nonlinear relationship between the measurement value and the state variable, and its form is The topology of the power grid and the parameters on the bus are determined. Assuming that the noise obeys a Gaussian distribution with a mean value of 0 and a covariance matrix of \( \Lambda \), and the state of the system changes slowly over a period of time, the nonlinear AC model can be approximated linearly by Taylor expansion near the operating point, Get the direct current (DC) power flow model, its mathematical description is

\[ z = Hx + n \]  
(2)

Where \( H \in R^{N \times D} \) is the measurement Jacobian matrix, the state vector estimation can be obtained by the weighted least squares estimation

\[ \hat{x} = (H^T \Lambda H)^{-1} H^T \Lambda z \]  
(3)

FDI attack means that the attacker tampered with the measurement data in the terminal to make the equipment produce wrong state estimation, and then make the wrong decision. When the terminal is attacked, the measurement equation (2) becomes

\[ \tilde{z} = Hx + a + n \]  
(4)

Where \( a \in R^N \) is the attack vector. For attack vector \( a \), the commonly used detection method is bad data detection (BDD)

\[ \gamma = \|\tilde{z} - H\hat{x}\|_2 \]  
(5)

When the measurement residual exceeds a certain threshold \( \gamma > \varepsilon_0 \), it is judged to be attacked, where \( \varepsilon_0 \) is the threshold that needs to be set.

BDD is used to guarantee the integrity of state estimation to filter the error metrics introduced due to device failure or malicious attacks. However, when constructing a false data injection attack vector, if the attacker has complete understanding of the power grid topology and transmission on-line admittance, under the condition of fully understanding the topology Jacobian matrix \( H \), the attacker can inject a hidden attack vector \( a = Hc \) to generate a new measurement value. The attack has the same residual error as the non attack, but the system state estimation changes. Therefore, the attack is covert. When encountering a hidden FDI attack, equation (5) can be obtained

\[ \gamma = \|\tilde{z} - H\hat{x}\|_2 = \|\tilde{z} - H(H^T \Lambda H)^{-1} H^T \Lambda z\|_2 = \|n - H(H^T \Lambda H)^{-1} H^T \Lambda n\|_2 \]  
(6)
It can be seen from the above formula that the measured residual $\gamma$ is only affected by noise, and traditional BDD methods cannot detect hidden and false data injection attacks.

3. System Implementation of False Data Attack
Firstly, the attack of voltage phase angle is simulated in Figure 1. Data destruction based on time seed random number is a common attack method, so that the authenticity of the data is lost, which will change the system state estimation. The bad data detection based on residual detection is used to detect it. Figure 1 shows that the common attack can be detected. And related business integration is carried out on the power system edge computing security protection management platform.

Then the hidden false data injection is carried out to attack the voltage phase angle, and the contrast diagram with the original voltage phase angle is obtained in Figure 1. Finally, it is verified that the common residual detection method can not detect the hidden data attack. Therefore, the traditional BDD method can not detect the hidden false data injection attack. The experimental results verify this. And related business integration is carried out on the power system edge computing security protection management platform.

Three versions of the power edge safety protection system (metering system), microgrid control system, and smart energy safety protection system (charging piles) have been integrated with related businesses. In the system integration of the power edge computing security protection system, the attack on the voltage phase angle of thirty analog meters has been completed. The common attack method can be used to achieve common attacks on different meters by switching the meters. Figure 1 is a schematic diagram of randomly selecting attackers. Residual detection shows which meters are under attack. By calculating the Jacobian matrix of the power flow from the measurement information, a hidden attack vector is constructed to attack the state information.

![Figure 1. Schematic diagram of data attack business under metering system and charging piles.](image-url)
The smart energy system (micro grid control) adopts the same covert attack method as the metering system. Under the smart energy system, attacking the data of wind power generation, solar power generation and load power consumption in the smart energy system will affect the electricity trading behavior. The interface is shown in Figure 2. By selecting the attack object as the microgrid device, the normal and covert attacks are carried out, and the power generation situation after the two attacks is displayed, and the current time of being attacked is displayed by residual detection.

![Figure 2. Schematic diagram of device attack service under microgrid control.](image)

4. Conclusion
In this paper, the hidden false data injection attack and attack detection are carried out in the actual power metering system, micro-grid control system and intelligent energy security protection system, and compared with common attack methods. It is verified that the bad data detection based on residual detection can detect common attacks, but can not detect hidden data injection attacks. In the future, designing an effective detection method for hidden FDI attacks in actual systems is worthy of further study.
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