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Abstract—In this paper, a communication network using single carrier with cyclic prefix modulation over frequency selective channels is considered, where an access point provides connectivity to a legitimate destination through multiple transmitters with unreliable backhaul links in the presence of an eavesdropper. A sub-optimal and an optimal transmitter selection scheme are proposed to improve the secrecy of the system, depending on whether the active backhaul channel knowledge is available a priori or not. The secrecy outage probability (SOP) and its asymptotic limit are presented in closed-form. This provides some insights regarding how knowledge of the active backhaul links affects the secrecy performance of the network. Our results show that the optimal transmitter selection scheme obtains a larger benefit than the sub-optimal scheme from the knowledge of the active backhaul links, resulting in a significantly improved system performance; however, the sub-optimal transmitter selection scheme can reduce the complexity and feedback overhead.

Index Terms—Transmitter selection, wireless backhaul, single carrier-cyclic prefixed, frequency selective fading, secrecy outage probability, asymptotic analysis.

I. INTRODUCTION

Data security in emerging wireless networks is critical due to the broadcast nature of the information-bearing signals. Physical layer security (PLS) is becoming important in emerging wireless networks as it can reduce the complexity of implementing data encryption at the upper layers [1]. This may be beneficial in future networks where low-complexity nodes are deployed, e.g., internet-of-things (IoT).

It was shown in [2] that in a multiple-input single-output (MISO) antenna system, beamforming with or without perfect channel state information (CSI) can improve the signal-to-noise ratio (SNR) at the legitimate receiver. Beamforming in general requires additional hardware, computation, and communication overhead, which might make it less attractive for implementation in power-constrained wireless nodes in low-complexity networks [3]. In contrast, selecting one transmitter out of many based on perfect or imperfect CSI appears to be a simpler way to achieve a diversity benefit in future wireless networks with low-complexity terminals [4]. This technique requires only CSI feedback to make the decision for the selection. Depending on the available CSI, many sub-optimal and optimal transmitter and or relay selection schemes exist in the literature [4]–[14]. From the secrecy perspective, the sub-optimal selection (SS) scheme corresponds to selecting the transmitter for which the transmission rate from the transmitter to the legitimate destination is maximized, without taking the eavesdropping channel into consideration. On the other hand, the optimal selection (OS) scheme is the one in which the secrecy rate of the system is maximized by taking global channel knowledge into consideration [12]. Secrecy performance is derived mostly in terms of the secrecy outage probability (SOP), which is the probability that the secrecy rate of the system is less than a threshold value.

Moreover, in future dense networks, the use of wireless backhaul is a more cost-effective solution than using wired backhaul [9]. Backhaul links are the wired/wireless connections which provide the communication links between the primary source and multiple transmitters [14]. Transmitter selection for secrecy along with wireless backhaul is explored in [9]–[14]. The availability of backhaul activity knowledge before transmitter selection is not guaranteed in all the practical scenarios [12]. There can be two possible scenarios regarding knowledge of backhaul activity. In the first scenario, the set of active backhaul links is not known a priori (“knowledge unavailable” (KU) scenario). This results in selecting a transmitter irrespective of its state of activity. In the second scenario, the backhaul links which are active are known a priori (“knowledge available” (KA) scenario) and the selection takes place from the set of transmitters with active backhaul links. Knowledge of the backhaul activity can be acquired through the usual feedback mechanism between the access point and the transmitters.

The use of a broadband channel necessarily means encountering frequency selective fading. In frequency selective fading channels, inter-symbol interference (ISI) is a major issue and can place limitations on the achievable data rate [15]. By applying a cyclic prefix greater than the maximum delay spread at each subcarrier, orthogonal frequency division multiplexing (OFDM) counters the effects of ISI [16]. However controlling the peak-to-average power ratio (PAPR) in OFDM is difficult owing to the complex power amplifier design. The use of single carrier-cyclic prefix (SC-CP) modulation is proposed as an alternative to multi-carrier modulation [16]. Secrecy with transmitter and/or relay selection in a frequency selective fading channel using SC-CP signaling and wireless backhaul, using sub-optimal and optimal selection schemes, has been extensively studied in [7]–[11].

In [7], the authors considered a perfectly reliable wireless backhaul with multiple relays and destinations, and a cluster of eavesdroppers. The authors presented a two-stage relay and
destination selection process which is sub-optimal. To degrade
the channel between relay and eavesdropper, the authors in [8]
considered a jammer along with multiple relays. The impact
of imperfect backhaul links was taken into consideration;
however, a two-stage transmitter and relay selection process
was considered, which is not optimal. In [9], the authors
considered a relayed communication system with multiple
transmitters, a single destination, and an eavesdropper. A
transmitter is selected to maximize the SNR at the relay, taking
into account imperfect backhaul. However, the selection was
sub-optimal. To improve the secrecy in a more severe scenario
with imperfect backhaul, a similar sub-optimal transmitter
selection scheme to that of [9] was considered in a multiple-
eavesdropper scenario in [10]. The authors in [11] selected
the transmitter-relay pair which maximizes the end-to-end
SNR of the transmitter to destination channel. However, the
transmitter-relay pair selection process is sub-optimal. Thus,
the existing literature in this area for the case of frequency
selective channel with SC-CP modulation considers only sub-
optimal transmitter selection. However, this cannot guarantee
the maximum secrecy rate. Moreover, authors of [7]–[11]
considered only the KA scenario.

Motivated by the above discussion, in this paper we propose
two transmitter selection schemes, i) OS and ii) SS in the KU
and KA scenarios for improving secrecy in a frequency select-
itive fading channel with SC-CP modulation where an access
point is providing unreliable wireless backhaul connections to
multiple transmitters. We consider a different system model to
those studied in [7]–[11]; in particular, neither the OS scheme
nor the KU backhaul activity scenario have been previously
considered in the literature. We generalize the analysis by
including the backhaul reliability parameter into the derivation
of the KU as well as KA scenarios. We also present the
asymptotic limit of the SOP for the OS and SS schemes in the
KA and KU scenarios. We show that the asymptotic limit of
the SOP in each case depends on the secrecy rate threshold, the
number of channel paths and the path loss factor in addition
to the backhaul reliability and the number of transmitters, in
contrast to the system considered in [7]–[11].

Our major contributions are listed as follows:

• To improve the secrecy performance over frequency
selective fading channels with SC-CP modulation, we
propose two transmitter selection schemes OS and SS.
This is in contrast to the existing works in which only
SS scheme is available [7]–[11].

• We generalize the analysis to integrate the backhaul
reliability parameter into the SOP performance for the
KU and KA scenarios, and we find the SOP expressions
for the OS and SS schemes in closed-form.

• We compare the performance of the transmitter selection
schemes in the schemes in the KA and KU scenarios.

• The secrecy performance floor is determined by deriving
the asymptotic SOP for all of the aforementioned cases.

The remainder of the paper is organised as follows. Section
II describes the system model, Section III analyses the secrecy
outage probability in the KU scenario, while Section IV
performs the corresponding analyses for the KA scenario.
Asymptotic analysis is performed in Section V. Numerical
results are presented in Section VI, and conclusions are
presented in Section VII.

Notation: The probability of occurrence of an event is rep-
resented by \(\mathbb{P}[-]\), \(F_X(\cdot)\) represents the cumulative distribution function (CDF) of a random variable (RV) \(X\), and \(f_X(\cdot)\) is the corresponding probability density function (PDF).

II. SYSTEM MODEL

We consider a system where an access point \(A\) is providing
unreliable wireless backhaul links \(b_k\) to \(K\) transmitters \(S_k, k \in \{1, 2, \ldots, K\}\), communicating with a single legitimate
destination, \(D\) in the presence of an eavesdropper, \(E\). Each
transmitter is equipped with one antenna, considering the
limitations of deploying multi-antenna systems in future dense
heterogeneous networks. A frequency selective fading model
is considered between all transmitters and receivers such
that the destination channel \(D_k - D\) and the eavesdropping
channel \(S_k - E\), respectively, are modelled as independent and
identically distributed complex Gaussian random vectors \(h_{Dk}\)
and \(h_{Ek}\) with \(M\) and \(N\) elements, respectively, for each \(k\).
\(M\) and \(N\) denote the number of multipath components that
each transmitter will encounter to \(D\) and \(E\), respectively.

Accordingly, the distribution of each entry is given as
\(h_{Dk}(i) \sim \mathcal{CN}(0, 1)\) and \(h_{Ek}(j) \sim \mathcal{CN}(0, 1)\) where \(i \in \{1, 2, \ldots, M\}\) and \(j \in \{1, 2, \ldots, N\}\) are circularly symmetric
complex Gaussian random variables. The path loss factors for
\(D\) and \(E\), represented by \(a\) and \(b\) respectively, are not identical.
As in [11], [12], the reliability of the \(k\)th backhaul link from
\(A\) to \(S_k\) is modeled as a Bernoulli RV \(I_k\) with probability of
active link and inactive link indicated by \(\mathbb{P}[I_k = 1] = \zeta\) and
\(\mathbb{P}[I_k = 0] = (1 - \zeta)\), respectively. The noise contributions at
\(D\) and \(E\) are modeled as independent circularly symmetric
complex Gaussian random variables with mean zero and
variance \(\sigma^2\). As a result of the SC-CP transmission considered,
the received SNR at \(D\) for \(S_k\) can be written when \(b_k\) is active as
\[\gamma_{Dk} = A_D ||h_{Dk}||^2 = \frac{a P_T}{\sigma^2} ||h_{Dk}||^2,\]
where \(P_T\) is the transmitted power. The path loss factor \(a\) is
inversely proportional to the distance of \(D\) from \(S_k\). The PDF

Fig. 1: System model.
of the received SNR follows chi-squared distribution with $2M$ degrees of freedom and can be expressed as [7],

$$f_{\gamma_{Dk}}(x) = \frac{x^{M-1}e^{-\frac{x}{\Gamma(M)(A_D)^M}}}{\Gamma(M)}M,$$

(2)

where $\Gamma(\cdot)$ denotes Gamma function. It may be noted that the distribution in (2) is a Gamma distribution with integer parameter $M$. This shows that when SC-CP modulation is applied in a frequency selective (multipath) fading channel where each of the $M$ paths follows an independent Rayleigh fading distribution, the resulting channel behaves as a narrowband Nakagami-m channel. The CDF of the received SNR at D corresponding to the $k^{\text{th}}$ transmitter is

$$F_{\gamma_{Dk}}(x) = \frac{1}{\Gamma(M)} \int_0^x \left[ \frac{y^{M-1}e^{-\frac{y}{\Gamma(M)(A_D)^M}}}{\Gamma(M)} \right] dy = \frac{\gamma(M, x/A_D)}{\Gamma(M)},$$

(3)

where $\gamma(u, v) = \int_0^\infty t^{u-1}e^{-t} dt$ is the lower incomplete Gamma function. Similarly, $\gamma_{Ek}$ and its distribution can be expressed simply by replacing D with E, M with N, and $\alpha$ with $\beta$. When $b_k$ is inactive, the received SNR is equal to zero.

We will propose SS and OS schemes for both the KU and KA scenarios, capturing different levels of prior knowledge of the active backhaul links. These transmitter selection schemes are executed at the access point or at a central processing unit, to which all of the necessary CSI is fed back.

The SOP of the system is defined as the probability that the secrecy rate $C_S$ of the system is below a certain required threshold rate $R_{th}$. The SOP can be expressed, including backhaul uncertainty and transmitter selection, as [4]

$$P_{\text{out}}(R_{th}) = P[C_S < R_{th}] = P \left[ \frac{1 + \hat{\gamma}_{D^*}}{1 + \hat{\gamma}_{E^*}} < \rho \right] = \int_0^\infty f_{\hat{\gamma}_{E^*}}(y) F_{\gamma_{D^*}}(\lambda f_{\gamma_{E^*}}(y)) dy,$$

(4)

where $\rho = 2R_{th}$, $\lambda = ((1 + \rho)\rho - 1)$, $\hat{\gamma}_{D^*}$, and $\hat{\gamma}_{E^*}$ are the SNR at D and E, respectively, corresponding to the selected transmitter $k^*$ including backhaul uncertainty. As the eavesdropping channel SNR improves, the SOP increases.

III. BACKHAUL ACTIVITY - KU SCENARIO

Knowledge of the active backhaul links may not be always available in many practical scenarios. In such scenarios, there is no guarantee that the selected transmitter will be active. Hence, in this section, the transmitter selection is performed without the knowledge of the active backhaul links.

A. Sub-optimal Selection (SS)

Using the $S_k$ - D link CSI for all $k \in \{1, 2, \ldots, K\}$, the SS scheme can be implemented by selecting the transmitter which provides the maximum SNR at the destination, i.e.,

$$k^* = \arg \max_{k \in \{1, 2, \ldots, K\}} \{ A_D ||h_{Dk}||^2 \}.$$

(5)

Including backhaul uncertainty in the KU scenario following [12], the PDF of the SNR at D can be written as a mixture distribution $^1$ as

$$f_{\gamma_{D^*}}(x) = (1 - \zeta) \delta(x) + \zeta f_{\gamma_{D^*}}(x),$$

(6)

where $\gamma_{D^*}$ is the SNR at D corresponding to the transmitter $k^*$ including backhaul uncertainty, $f_{\gamma_{D^*}}(x)$ is the PDF of the SNR $\gamma_{D^*}$ at D if $b_{k^*}$ was active due to a particular selection scheme, and $\delta(x)$ is the delta function. The corresponding CDF is

$$F_{\gamma_{D^*}}(x) = (1 - \zeta) + \zeta F_{\gamma_{D^*}}(x).$$

The CDF $F_{\gamma_{D^*}}(x)$ is obtained as

$$F_{\gamma_{D^*}}(x) = \prod_{k=1}^K F_{\gamma_{D^*}}(x) = \left[ \frac{\gamma(M, x/A_D)}{\Gamma(M)} \right]^K.$$  

(8)

1) Derivation of the SOP: The SOP of the system can be derived with the help of (4). Conditioned on the selected transmitter $D^*$, $E$ experiences its SNR as if there were no backhaul, hence $\hat{\gamma}_{E^*} = \gamma_{E^*}$ in (4), and its distribution can be obtained following (2) for $\gamma_{E^*}$. After substitution of (8) in (7) and using (4), we can determine $P_{\text{out}}(R_{th})$ for the SS as

$$P_{\text{out}}(R_{th}) = (1 - \zeta) + \zeta \int_0^\infty F_{\gamma_{D^*}}(\lambda f_{\gamma_{E^*}}(y)) dy.$$  

(9)

The integral in the above expression can be expressed as

$$\int_0^\infty F_{\gamma_{D^*}}((1 + \rho - 1)f_{\gamma_{E^*}}(y)) dy = \frac{1}{(\Gamma(M))^K (\Gamma)(N)(A_E)^N} \times \int_0^\infty \left[ \frac{\gamma(M, (1 + \rho - 1))}{A_D} \right]^K y^{N-1} e^{-\frac{x}{\pi_D}} dy.$$  

(10)

The solution involving the incomplete Gamma function does not lead to a simplified expression. However, as $M$ is an integer, by using the lower incomplete Gamma function in this special scenario [7], [17, eqn. 8.352.6], we may write

$$F_{\gamma_{Dk}}(x) = 1 - e^{-\frac{x}{\pi_D}} \sum_{m=0}^{M-1} \frac{1}{m!} \left( \frac{x}{A_D} \right)^m.$$  

(11)

With the help of (11) and doing some nontrivial mathematical manipulations, the integral in (9) can be expressed as

$$\int_0^\infty F_{\gamma_{D^*}}(\lambda f_{\gamma_{E^*}}(y)) dy = 1 + \frac{1}{(\Gamma(M)(A_E)^N} \sum_{k=1}^K \frac{K_k}{K} (-1)^k e^{-\frac{k(e-1)}{\Delta D}} \times \frac{1}{\Gamma \left( \frac{M-1}{m!} \right)} \frac{1}{A_D} \sum_{q=0}^{\beta_1} \left( \frac{\beta_1}{q} \right).$$

Note that in (6), $\zeta$ denotes the probability that the backhaul link of the selected (optimal) transmitter is active.
\[ \times (\rho - 1)^{\beta_1-q} \rho^q \left( \frac{k_{\rho} + 1}{A_D} \right)^{N+q}, \]  
(12)

where \( \beta_1 = \sum_{m=0}^{M-1} mk_m \) and

\[ \Upsilon \triangleq \sum_{k_0+k_1+\ldots+k_{M-1}=k} \left[ \frac{k!}{k_0!k_1!\ldots k_{(M-1)}!} \right]. \]  
(13)

The summation \( \sum_{k_0+k_1+\ldots+k_{M-1}=k} \), represents the sum over all the possible values of \( k_m, k_m \in \{0, 1, \ldots, k\} \), such that \( k_0+k_1+\ldots+k_{M-1}=k \), which is a result of the multinomial expansion of \( \left( \sum_{m=0}^{M-1} \frac{1}{m!} x^m \right)^k \) in (11), and the summation over \( q \) comes from the binomial expansion of \( \lambda^{\beta_1} \). \( P_{\text{out}}(R_{th}) \) can be obtained after substituting (12) in (9). Note that the SS rule only requires transmitters to have destination channel knowledge, which may reduce feedback overhead and complexity. Furthermore, eavesdropper channel knowledge may not be available.

**B. Optimal Selection (OS)**

In optimal selection, we select the transmitter for which the secrecy capacity of the system is maximized without knowing which backhaul links are active, i.e.,

\[ k^* = \arg \max_{k \in \{1, 2, \ldots, K\}} \{ C_{S,k} \}, \]  
(14)

where \( C_{S,k} \) is the secrecy capacity for the individual \( k \)th transmitter. Due to the independent and identically distributed links, the SOP including backhaul reliability in the KU scenario as in (9) is obtained as

\[ P_{\text{out}}(R_{th}) = (1 - \zeta) + \zeta \left[ \max_{k \in \{1, 2, \ldots, K\}} \{ C_{S,k} \} < R_{th} \right] = (1 - \zeta) + \zeta \left( \mathbb{P}\left[ C_{S,k} < R_{th} \right] \right)^K. \]  
(15)

We can observe from (15) that the derivation of the optimal SOP with backhaul uncertainty requires the SOP of the individual transmitters with active backhaul links. The SOP of an individual transmitter can be obtained following (4) in the case of active backhaul links as

\[ \mathbb{P}\left[ C_{S,k} < R_{th} \right] = \int_0^\infty F_{\gamma_{Dk}}(\lambda) f_{\gamma_{Ek}}(y) dy \]
\[ = 1 - \frac{e^{-(\frac{m-1}{A_D})}}{\Gamma(N)A_E^N} \sum_{k=1}^{K} \left( \frac{k}{A_D} \right)^m \]
\[ \times \sum_{q=0}^m \left( \frac{\rho - 1}{A_D} \right)^{m-q} \rho^q \left( \frac{k_{\rho} + 1}{A_D} \right)^{N+q}. \]  
(16)

Inserting (16) into (15), the optimal SOP is obtained.

The OS selection scheme requires global CSI knowledge (except for backhaul knowledge in the KU scenario), which leads to an increased feedback overhead and complexity over the SS scheme. However, the performance of the OS scheme may also serve as a (best-case) performance bound for the SS scheme.

### IV. Backhaul Activity - KA Scenario

When the knowledge of active backhaul is available a priori, the selection can be performed within the set of transmitters whose backhaul is active. This is expected to improve the secrecy performance over the KU scenario. In this scenario, the SNR distribution corresponding to each individual transmitter including backhaul uncertainty is expressed following [9] as a mixture distribution\(^2\) as

\[ f_{\gamma_{Dk}}(x) = (1 - \zeta) \delta(x) + \zeta f_{\gamma_{Ek}}(x). \]  
(17)

Accordingly, the CDF is derived as

\[ F_{\gamma_{Dk}}(x) = 1 - \zeta e^{\frac{x}{A_D}} \sum_{m=0}^{M-1} \frac{1}{m!} \left( \frac{x}{A_D} \right)^m. \]  
(18)

**A. Sub-optimal Selection (SS)**

In SS, the transmitter is selected from the set of transmitters \( S \) with active backhaul as

\[ k^* = \arg \max_{k \in S} \{ A_D ||h_{Dk}||^2 \}. \]  
(19)

The CDF of the received SNR at D including backhaul uncertainty can be written as

\[ F_{\gamma_{Dk}}(x) = \prod_{k=1}^{K} \mathbb{P}[\gamma_{Dk} \leq x] = [F_{\gamma_{Dk}}(x)]^K. \]

\[ = 1 + \sum_{k=1}^{K} \left( \frac{k}{A_D} \right) (-\zeta)^k e^{-\frac{k^{(q-1)}}{A_D}} \left( \sum_{m=0}^{M-1} \frac{1}{m!} \left( \frac{x}{A_D} \right)^m \right)^k. \]  
(20)

Here \( \gamma_{E*} = \gamma_{Ek} \) as in (9), due to the same reasoning. Using a methodology similar to that of subsection III-A1, using (20) and following (2) the SOP for the SS scheme in the KA scenario is obtained as

\[ P_{\text{out}}(R_{th}) = \prod_{k=1}^{K} \left[ 1 + \frac{\gamma_{E*}^k}{1 + \gamma_{E*}} \right] \left( 1 - \frac{\gamma_{E*}}{1 + \gamma_{E*}} \right) \]
\[ \times \Upsilon \left( \prod_{m=0}^{M-1} \left( \frac{1}{m!} \right)^{k_m} \left( \frac{1}{A_D} \right)^{\beta_1} \sqrt{\sum_{q=0}^{\beta_1} \left( \frac{\rho - 1}{A_D} \right)^{q}} \right). \]  
(21)

**B. Optimal Selection (OS)**

Optimal selection is performed using the definition of the selected transmitter as in (14); however, this time the selection must be from the set of transmitters with active backhaul links, \( S \). The SOP in this scenario is obtained using \( F_{\gamma_{Dk}}(\cdot) \) from

---

\(^2\)Note that in contrast to (6), here \( \zeta \) denotes the probability that the backhaul link of the \( k \)th transmitter is active. The proposed mixture distribution in (6) and (17) helps us to find the performance in the KA and KU scenarios in a unified manner.
(18), considering \( \hat{\gamma}_{E_k} = \gamma_{E_k} \), taking \( f_{\hat{\gamma}_{E_k}}(\cdot) \) from (2) and with the help of (16) as

\[
P_{\text{out}}(R_{th}) = \left( \mathbb{P} \left[ C_{S, k} < R_{th} \right] \right)^K \]

\[
= \left( \int_0^\infty F_{\gamma_{E_k}}(\lambda) f_{\gamma_{E_k}}(y) dy \right)^K \]

\[
= \left[ 1 - \frac{e^{-\frac{(\rho - 1)}{\alpha_P} \cdot \gamma}}{\Gamma(N)A_N^N} \sum_{m=0}^{M-1} \left( \frac{1}{m!} \right) \left( \frac{1}{A_D} \right)^m \right]^K \]

\[
\times \sum_{q=0}^{m} (\rho - 1)^{m-q} \rho^q \frac{\Gamma(N+q)}{\left( \frac{1}{A_D} + \frac{1}{A_E} \right)^{N+q}} \]. \quad (22)

Remark 1: The application of the mixture distribution in the form of (6) and (17) in the KU and KA scenario, respectively, has enabled us to analyze both the backhaul activity knowledge scenarios in a generalized way. The proposed analysis method helps us to find the performance for the SS and OS schemes in the KU and KA scenarios in a unified manner.

V. ASYMPTOTIC ANALYSIS

To understand the asymptotic behaviour at high SNR, we set \( P_T/\sigma^2 \to \infty \) and find expressions for the SOP of all the selection schemes proposed in the previous section in both KU and KA scenarios.

A. KU scenario

1) SS with KU: To understand the behaviour of (9) as \( P_T/\sigma^2 \) increases, we transform (9) as a function of \( P_T/\sigma^2 \) as

\[
P_{\text{out}}(R_{th}) = 1 + \frac{\zeta a^N}{\Gamma(N)} \sum_{k=1}^{K} \left( \frac{K}{k} \right) (-1)^k \]

\[
\times e^{-\frac{k^2(\rho - 1)}{P_T/\sigma^2}} \mathbb{Y} \left( \prod_{m=0}^{M-1} \left( \frac{1}{m!} \right)^{k_m} \left( \frac{1}{\alpha} \right)^{\beta_1} \right) \]

\[
\times \sum_{q=0}^{\beta_1} \frac{1}{P_T/\sigma^2} \left( \frac{1}{P_T/\sigma^2} \right)^{\beta_1-q} \left( \frac{1}{\alpha} \right)^{\beta_1-q} \]

\[
\times (\rho a)^q \frac{\Gamma(N+q)}{(k \rho b + a)^{N+q}}. \quad (23)
\]

We observe that as \( P_T/\sigma^2 \to \infty \) in the above equation, \( \exp \left( -\frac{k^2(\rho - 1)}{P_T/\sigma^2} \right) \to 1 \) and the summation terms for \( q = 0 \) to \( \beta_1 - 1 \) will tend to zero due to the condition \( \left( \frac{1}{P_T/\sigma^2} \right)^{\beta_1-q} \to 0 \). The only nonzero term will correspond to the term for \( q = \beta_1 \), which is found as

\[
P_{\text{out}}(R_{th}) = 1 + \frac{\zeta a^N}{\Gamma(N)} \sum_{k=1}^{K} \left( \frac{K}{k} \right) (-1)^k \]

\[
\times \mathbb{Y} \left( \prod_{m=0}^{M-1} \left( \frac{1}{m!} \right)^{k_m} \left( \frac{1}{\alpha} \right)^{\beta_1} \right) \left( \frac{1}{\alpha} \right)^{\beta_1-q} \]

\[
\times (\rho a)^q \frac{\Gamma(N+q)}{(k \rho b + a)^{N+q}}. \quad (24)
\]

Remark 2: It can be observed from (24) that the SOP is independent of the transmitted power \( P_T \) but depends on the number of transmitters \( K \) and all of the channel parameters. This implies that the SOP saturates to a constant value which is determined by the number of transmitters \( K \) and all of the channel parameters.

2) S with KU: Similarly for optimal selection, the asymptotic analysis of SOP can be performed by representing (15) in terms of \( P_T/\sigma^2 \) and then proceeding as per (23), yielding

\[
P_{\text{out}}(R_{th}) = 1 + \frac{\zeta a^N}{\Gamma(N)} \sum_{k=0}^{K} \left( \frac{K}{k} \right) (-1)^k \left( \frac{\alpha^N}{\Gamma(N)} \right)^k \]

\[
\times \mathbb{Y} \left( \prod_{m=0}^{M-1} \left( \frac{1}{m!} \right)^{k_m} \left( \frac{1}{\alpha} \right)^{\beta_1} \right) \left( \frac{1}{\alpha} \right)^{\beta_1-q} \]

\[
\times (\rho a)^q \frac{\Gamma(N+q)}{(k \rho b + a)^{N+q}}. \quad (25)
\]

where \( \beta_2 = \sum_{m=0}^{M-1} k_m. \)

Remark 3: Following (24) and (25), we observe that in contrast to the KU scenario, the term \( \zeta \) is outside the second term. Hence, its contribution in asymptotic limit of SOP is independent of the number of transmitters.

B. KA scenario

1) SS with KA: The asymptotic analysis of the SOP for the SS scheme can be obtained from (21) by substituting \( P_T/\sigma^2 \to \infty \) in a similar manner to (23); this yields

\[
P_{\text{out}}(R_{th}) = 1 + \frac{\zeta a^N}{\Gamma(N)} \sum_{k=0}^{K} \left( \frac{K}{k} \right) (-1)^k \left( \frac{1}{\alpha} \right)^{\beta_1} \]

\[
\times \mathbb{Y} \left( \prod_{m=0}^{M-1} \left( \frac{1}{m!} \right)^{k_m} \left( \frac{1}{\alpha} \right)^{\beta_1-q} \right) \left( \frac{1}{\alpha} \right)^{\beta_1-q} \]

\[
\times (\rho a)^q \frac{\Gamma(N+q)}{(k \rho b + a)^{N+q}}. \quad (26)
\]

2) S with KA: The asymptotic analysis of the SOP in OS scheme can be obtained by representing (22) in terms of \( P_T/\sigma^2 \) and proceeding as per (23), yielding

\[
P_{\text{out}}(R_{th}) = 1 + \frac{\zeta a^N}{\Gamma(N)} \sum_{k=0}^{K} \left( \frac{K}{k} \right) (-1)^k \left( \frac{1}{\alpha} \right)^{\beta_1} \]

\[
\times \mathbb{Y} \left( \prod_{m=0}^{M-1} \left( \frac{1}{m!} \right)^{k_m} \left( \frac{1}{\alpha} \right)^{\beta_1-q} \right) \left( \frac{1}{\alpha} \right)^{\beta_1-q} \]

\[
\times (\rho a)^q \frac{\Gamma(N+q)}{(k \rho b + a)^{N+q}}. \quad (27)
\]

Remark 4: From (26) and (27), we observe that in the KA scenario, the term containing \( \zeta \) is inside the summation. Hence, as the number of transmitters increases, since \( \zeta < 1 \), the higher-order terms in (26) and (27) decrease significantly in contrast to the corresponding terms in (24) and (25), respectively. Therefore the asymptotic SOP becomes more sensitive to the number of transmitters compared to the KU scenario, especially for lower values of the backhaul reliability factor.

VI. RESULTS

Numerical and simulation results are presented in this section to validate the derived expressions. Results are plotted against the average SNR \( P_T/\sigma^2 \). Unless otherwise specified, the following parameters are considered for the numerical results. The path loss factors for D and E links are assumed to be \( a = 0.5 \) and \( b = 0.2 \), respectively. Further, the number
of multipath components in the D and E links are taken as $M = 6$ and $N = 4$, respectively. The rate threshold, $R_{th}$, is set to 1 for the analysis. The plots for optimal and sub-optimal schemes are marked OS and SS, respectively. In all graphs, the analytical curves are represented by lines with markers and the corresponding simulation curves by only black colored ‘x’ markers. It can be observed that all of the simulation curves match with the analytical curves, thus validating our analysis. Further, comparing the OS and SS schemes for any given set of parameters, it is clear that OS performs better than SS but at the cost of additional computational complexity and signaling overhead.

Fig. 2 and Fig. 3 show the effect of $K$, $\zeta$, and the knowledge of backhaul availability on the SOP for the given parameter set of $M = 6$, $N = 4$, $a = 0.5$, $b = 0.2$, and $R_{th} = 1$. Fig. 2 represents the KU scenario while Fig. 3 is for KA scenario. The black colored horizontal lines represent the asymptotic limits of the corresponding SOP performance. In general, we can observe that the SOP performance improves as $K$ increases due to the fact that diversity gain is achieved at the destination in the presence of multiple transmitters. However, by comparing Fig. 2 and Fig. 3 we find that the performance improvement with the with increasing $K$ is higher in the KA scenario. This is in agreement with Remark 4. It is also confirmed that lower value of backhaul reliability factor degrades the secrecy performance for both the scenarios. Furthermore, it is observed that the \textit{a priori} knowledge of backhaul activity always improves the SOP performance.

Fig. 4 and Fig. 5 show the effect of changing the number of channel paths ($M$ and $N$) on the SOP performance for the OS and SS schemes in both KU and KA scenarios. The common parameters set for these two figures are $K = 5$, $a = 0.5$, $b = 0.2$, and $\zeta = 0.9$. From the SOP curves in Fig. 4, it is observed that by keeping number of paths in the eavesdropper channel ($N$) constant, an increase in the number of paths in the destination channel ($M$) improves the secrecy performance for the SS as well as the OS schemes. This effect can be observed...
in the KU as well as KA scenario. However, by keeping $M$ constant and increasing $N$ has the opposite effect, as can be observed in Fig. 5. This can be attributed to the fact that the use of SC-CP improves the SNR corresponding to that channel when the number of paths increases, without any modification at the receiver. It can also be observed from Fig. 4 and Fig. 5 that knowledge of active backhaul links plays an important role in improving the SOP performance, and for the same set of parameters, OS outperforms SS.

Fig. 6 shows the impact of the ratio $a/b$ on the SOP performance for SS and OS schemes in the KU and KA scenarios with the parameter set $K = 5$, $M = 6$, $N = 4$, and $\zeta = 0.9$. We observe that the SOP performance improves with increasing values of $a/b$. This observation can be justified by the fact that a higher value of $a/b$ represents a more favorable channel to the destination in comparison to the eavesdropper. Further, we observe that the effect of $a/b$ parameter variation has strong impact on the SOP performance when the backhaul reliability knowledge is available before selection as compared to the scenario when it is not. This observation is true for both OS and SS schemes.
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VII. CONCLUSIONS

In this paper, we presented the secrecy performance analysis for optimal and sub-optimal transmitter selection schemes with or without the knowledge of the active backhaul links for SC-CP modulation over frequency selective fading channels. Closed-form expressions for the SOP is presented along with its asymptotic analysis. We showed that at high SNR, the secrecy performance approaches a fixed value governed by multiple parameters including the backhaul link reliability, number of transmitters, number of channel paths, pathloss factors and secrecy rate threshold. We observed that knowledge of the active backhaul links significantly improved the secrecy performance. It was also shown that the OS rule benefited the most from the active backhaul knowledge; however, on the other hand SS can reduce feedback overhead and system complexity.
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