An approach for constructing the S-box using the CML system
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Abstract. We propose an approach for constructing S-box by using the CML chaotic system. The chaotic sequences produced by the CML chaotic system are used to permute and diffuse the elements of the S-box randomly. The obtained S-box has a strong randomness property due to the high dimensional feature of the CML chaotic system. We analyze bijective property, nonlinearity, strict avalanche criterion, outputs bit independence criterion, input/output XOR distribution and linear approximation probability of the constructed S-box. The experimental results show that the proposed approach for constructing S-box is effective.

1. Introduction
Substitution box (S-box) is an important nonlinear component for the security of cryptographic systems. It has been widely used in many block cryptosystems, such as Data Encryption Standard (DES), International Data Encryption Algorithm (IDEA) and Advanced Encryption Standard (AES). In recent years, the chaotic theory has been widely applied for the S-box. However, the chaotic systems used for designing S-boxes are low dimensional systems. Moreover, the number of chaotic sequences used for designing S-boxes is one or a few. For the low dimensional chaotic system, the dynamical behaviors may degrade under finite precision computation in the modern computers. This degradation can lead periodic trajectories that affect the randomness of chaotic sequences. The coupled map lattices (CML) system [1] is a spatiotemporal chaotic system. It can not only produce many chaotic sequences but also resist the degradation of finite precision computation due to its high dimensional feature. Moreover, the CML system has been employed in the secure encryption schemes [2-4].

In this paper, we present an efficient S-box construction method by using the CML chaotic system. The CML system which is a high dimensional chaotic system can produce many good random sequences and efficiently alleviate dynamical degradation. These random sequences are used to permute and diffuse the elements of the S-box. The analysis results of Six criteria show that the proposed approach is effective. Compared with the former approaches, the simulation and experimental results indicate that the proposed approach has better performance.

2. Related work
The chaos theory has been employed to construct S-boxes broadly [5-26]. Secure S-boxes were generated by using exponential and logistic chaotic maps in [5]. Lorenz system was used to develop S-boxes in [6, 7]. An efficient method for constructing S-boxes is proposed by the use of chaotic sine map in [8]. Wang et al. [9] designed a dynamic S-box construction method using Tent map. 3D four-wing autonomous chaotic system was used to design S-boxes in [10]. An extended method for
constructing S-boxes is presented using a Chebyshev map and a 3D Baker map in [11]. 8*8 S-boxes were obtained by the use of Logistic and Baker chaotic maps in [12]. New S-boxes were synthesized by using Lorenz and Rössler chaotic systems in [13]. A new method of generating S-box was developed by the use of chaotic tent map and composition method in [14]. S-boxes were constructed by the use of the logistic-sine map in [15]. A nonlinear chaotic algorithm was used to construct an efficient S-box in [16]. An S-box was constructed using a chaotic system without equilibrium in [17]. The results of performance tests show that the produced S-boxes have good cryptographic performance. A new S-box construction method based on fractional-order chaotic Chen system was presented in [18]. This method provides a stronger S-box design. A new chaotic S-box based on the intertwining logistic map and bacterial foraging optimization was designed in [22]. The proposed S-box can effectively resist multiple types of cryptanalysis attacks. However, the above chaotic systems used for designing S-box are low dimensional systems. Moreover, the number of chaotic sequences used for designing S-boxes is less than that of the CML system.

3. Preliminaries

3.1. CML system

The CML system [1] is defined as follows:

$$x_{r+1}(i) = (1 - \varepsilon)f[x_i(i)] + \frac{\varepsilon}{2} \{f[x_i(i + 1)] + f[x_i(i - 1)]\}$$

where $t$ is the time parameter ($t = 1, 2, 3, K$), $i$ is the lattice ($1 \leq i \leq N$), $N$ is the number of all the lattices, $\varepsilon$ is the coupling parameter ($0 \leq \varepsilon \leq 1$), $f(x) = \mu x(1 - x)$ and $\mu \in [0, 4]$. The CML system coupled in adjacent lattices is a spatiotemporal chaotic system. When varying the value of $\mu$ in the logistic map continuously, most of these dynamical systems have chaotic features.

3.2. Bijective property

Adams and Tavares [27] pointed out that if the linear sum of the Boolean function $f_i (1 \leq i \leq n)$ of each component of the designed $n \times n$ S-box was $2^n - 1$, $f$ was then a bijection. The expression is represented as $w(\sum_{i=1}^{n} a_i f_i) = 2^n - 1$, where $w(g)$ is the Hamming weight, $a_i \in \{0, 1\}$ and $(a_1, a_2, K, a_n) \neq (0, 0, K, 0)$.

3.3. Nonlinearity

The nonlinearity $N_f$ of a Boolean function $f(x)$ [28] can be represented as:

$$N_f = 2^n - 1 - \frac{1}{2} \max_{\omega \in GF(2)^n} |F(\omega)|,$$

where $F(\omega)$ denotes the Walsh Spectrum [29] of defined as:

$$F(\omega) = \sum_{x \in GF(2)^n} (-1)^{f(x) + x \cdot \omega},$$

where $\omega \in GF(2)^n$ and $x \cdot \omega$ is the dot-product over $GF(2)$.

3.4. Strict avalanche criterion

The strict avalanche criterion (SAC) was firstly introduced by Webster and Tavares [30]. It means that all of the output bits change with a probability of a half when a single input bit is complemented if the SAC is satisfied. The dependence matrix is always used to describe the SAC of an S-box. In fact, if each of its elements is close to the optimum value 0.5, the S-box approximately satisfies the SAC.
3.5. Output bits independence criterion
Webster and Tavares [30] also presented the output bits independence criterion (BIC). It means that all the avalanche variables should be pair-wise independent for a certain series of avalanche vectors produced by complementing a single plaintext bit.

Suppose the Boolean functions in an S-box are \( f_1, f_2, \ldots, f_n \). If the S-box satisfies BIC, \( f_j \oplus f_i \) for \( j \neq k, 1 \leq j,k \leq n \) should be highly nonlinear and satisfy the avalanche criterion.

3.6. The equiprobable input/output XOR distribution
Differential cryptanalysis for an S-box using the imbalances in the input/output XOR distribution table was proposed in [31]. The XOR value of each output must have the same probability with that of each input. Each S-box should have differential uniformity. The differential uniformity of the proposed S-box can be determined by using the differential approximation probability (DP) calculated as:

\[
DP_f = \max_{\Delta x, \Delta y} \left( \frac{\# \{ x \in X | f(x) \oplus f(x \oplus \Delta x) = \Delta y \} }{2^n} \right),
\]

where \( X \) is the series of all possible input values and \( 2^n \) is the number of its elements.

3.7. Linear approximation probability
The linear approximation probability (LP) is the highest value of the imbalance of an event. The parity of the input bits chosen by the mask \( \alpha_i \) is equal to the parity of the output bits chosen by the mask \( \alpha_j \). Based on Matsui’s original definition [32], LP is defined as:

\[
LP = \max_{\alpha_i, \alpha_j} \left( \frac{\# \{ x \in X | x \cdot \alpha_i = f(x) \cdot \alpha_j \} }{2^n} - \frac{1}{2} \right),
\]

where \( \alpha_i \) and \( \alpha_j \) are respectively input and output masks, \( X \) is the series of all possible input values and \( 2^n \) is the number of its elements.

4. The proposed S-box construction approach
In this section, an S-box construction method based on the CML chaotic system is proposed. When the values of the CML system parameters are given, the chaotic sequences generated by the CML system are fixed. Thus, the constructed S-box is stable. The detailed construction procedures of the S-box are given below.

\textit{Step1}. Constructing a linear sequence \( \mathcal{U}(1 \times 256) \) by using the 256 integers between 0 and 255.

\textit{Step2}. Reconvert \( \mathcal{U}(1 \times 256) \) to a matrix \( \mathcal{B}(16 \times 16) \).

\textit{Step3}. Obtaining \( N = 100 \) chaotic sequences by iterating the equation (1) 2000 times.

\textit{Step4}. Obtaining the values of \( b \) and \( d \) by:

\[
\begin{align*}
   b &= \text{mod}(x_{300(l-1)+16r}, \text{mod}(B((l-1) \times 16 + r), N) + 1) \times 10^{14} \times 16) + 1, \\
   d &= \text{mod}(x_{(u) \times 10^{14}}, 16) + 1,
\end{align*}
\]

where \( l \) denotes the row number of the matrix \( B \), \( r \) denotes the column number of the matrix \( B \), \( l, r \in [1,16] \), and the relations of \( l, r, u, v \) are calculated by Arnold cat map

\[
\begin{bmatrix}
   u \\
   v
\end{bmatrix} = \begin{bmatrix}
   1 & p \\
   q & pq + 1
\end{bmatrix} \begin{bmatrix}
   l
\end{bmatrix} \mod(N),
\]

where \( p \) and \( q \) are the parameters of Arnold cat map.

\textit{Step5}. Swapping the values of \( B(l, r) \) and \( \mathcal{B}(b, d) \) by using the equation (6). \( B \) is the final S-box. The constructed S-box is shown in Table 1.
Table 1. The constructed S-box.

|   |   |   |   |   |   |   |
|---|---|---|---|---|---|---|
| 164 | 235 | 130 | 220 | 214 | 159 | 152 |
| 51  | 117 | 73  | 210 | 77  | 47  | 132 |
| 187 | 144 | 112 | 36  | 104 | 223 | 101 |
| 166 | 208 | 32  | 59  | 229 | 189 | 124 |
| 212 | 135 | 146 | 1   | 25  | 241 | 71  |
| 232 | 183 | 97  | 70  | 119 | 44  | 89  |
| 55  | 46  | 92  | 88  | 155 | 27  | 215 |
| 196 | 60  | 95  | 35  | 111 | 195 | 75  |
| 94  | 252 | 206 | 91  | 247 | 83  | 244 |
| 99  | 38  | 216 | 168 | 140 | 3   | 100 |
| 84  | 98  | 116 | 125 | 199 | 129 | 253 |
| 234 | 161 | 102 | 202 | 230 | 139 | 5   |
| 12  | 204 | 49  | 160 | 67  | 18  | 143 |
| 7   | 41  | 93  | 63  | 182 | 226 | 240 |
| 243 | 20  | 90  | 137 | 248 | 28  | 246 |
| 50  | 176 | 207 | 33  | 219 | 201 | 110 |

5. Performance analysis
Adams and Tavares [27] presented that “good” s-boxes have four properties, which are bijection, nonlinearity, strict avalanche and independence of output bits. Six criteria are used to analyze the performance of the obtained S-boxed [6, 8, 11, 12, 15, 17-22], which are bijective property, nonlinearity, strict avalanche criterion (SAC), outputs Bit Independence Criterion (BIC), input/output XOR distribution and linear approximation probability (LP).

5.1. Bijective property
In the proposed S-box, the obtained bijectivity value was equal to 128. Therefore, the proposed S-box satisfies the bijective property.

5.2. Nonlinearity
The results of nonlinearity analysis are shown in Table 2. It can be noted that the mean value of nonlinearity for the proposed S-box is 104.25, which is consistent with the results obtained by other S-boxes.

5.3. Strict avalanche criterion
The values in the dependence matrix of our S-box are between 0.6250 and 0.4219, and the mean value is 0.5083, which is very close to the ideal value 0.5. This indicates that the S-box presented in this paper has good SAC performance. A comparison of SAC for different S-boxes is listed in Table 2. It can be found that the SAC property of the proposed S-box accords with that of other S-boxes.

5.4. Output bits independence criterion
In order to check the BIC of our S-box, we compute the SAC and the nonlinearity of \( f_j \oplus f_k (j \neq k, 1 \leq j,k \leq n) \). The average values of BIC-nonlinearity and BIC-SAC of our S-box are respectively 103.07 and 0.5008, which shows that the proposed S-box satisfies the BIC performance. A comparison of BIC performance for different S-boxes is listed in Table 2. It can be found that the BIC performance of the proposed S-box is consistent with that of other S-boxes.

5.5. The equiprobable input/output XOR distribution
A comparison of the maximum differential approximation probabilities for different S-boxes is shown in Table 2. It can be noted that the maximum differential approximation probability of our S-box is...
consistent with that of other S-boxes. Therefore, the S-box presented in this paper satisfies DP property.

5.6. Linear approximation probability
The LP analysis of different S-boxes is listed in Table 2. It can be found that the proposed S-box is higher than other S-boxes [5, 6, 11, 12, 16] for the value of LP. But, the value of LP in the proposed S-box is equal to that in [22]. Therefore, the proposed S-box has an acceptable LP performance.

| S-boxes        | Nonlinearity | SAC   | BIC   | LP   | MaxDP | MaxLP |
|----------------|--------------|-------|-------|------|-------|-------|
| Proposed       | 108          | 102   | 104.25| 0.6250| 0.4219| 0.5083| 103.07| 0.5008| 12/0.0469| 0.1406 |
| Ref. [5]       | 108          | 100   | 103.25| 0.5938| 0.3750| 0.5059| 104.29| 0.5031| 12/0.0469| 0.1250 |
| Ref. [6]       | 106          | 100   | 103.25| 0.5938| 0.4219| 0.5049| 103.71| 0.5010| 10/0.0391| 0.1328 |
| Ref. [11]      | 106          | 100   | 103   | 0.6094| 0.4219| 0.5000| 103.14| 0.5024| 14/0.0547| 0.1328 |
| Ref. [12]      | 109          | 103   | 104.88| 0.5703| 0.3984| 0.4966| 102.96| 0.5044| 10/0.0391| 0.1328 |
| Ref. [16]      | 108          | 102   | 104.75| 0.5938| 0.3906| 0.5056| 104.07| 0.5022| 12/0.0469| 0.1250 |
| Ref. [17]      | 110          | 104   | 106   | 0.5781| 0.4018| 0.4946| 103.857| 0.4988| 10/-      | -     |
| Ref. [18]      | 108          | 100   | 104.7  | 0.5781| 0.4218| 0.4982| 103.1  | 0.4942| 10/-      | -     |
| Ref. [22]      | 110          | 106   | 107.5  | 0.6094| 0.3750| 0.5093| 103.07| 0.5025| -0/0.0390| 0.1406 |

6. Conclusions
This paper presents an S-box construction approach based on the CML spatiotemporal chaotic system. \(N=100\) chaotic sequences generated by the CML system are employed to construct the S-box, which increases the safety performance of the constructed S-box. Moreover, the high dimensional feature of the CML system can not only resists the degradation of finite precision computation, but also increases the strength of the constructed S-box. In the proposed S-box construction approach, all of the chaotic sequences generated by the CML system are used to shuffle the elements of the obtained S-box, which greatly improves the randomness property of the constructed S-box. The results of performance analysis show that the proposed S-box construction approach is effective and the CML spatiotemporal chaotic system is very suitable for constructing S-box.
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