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We propose a new concept, oblivious quantum computation, which requires performing oblivious transfer with respect to the computation outcome of the quantum computation, where the secrecy of the input qubits and the program to identify the quantum gates are required. Exploiting quantum teleportation, we propose a two-server protocol for this task, which realizes an exponential improvement for the communication complexity over the simple application of two-server (quantum) oblivious transfer to the sending of the computation result. Also, we discuss delegated multiparty quantum computation, in which, several users ask multiparty quantum computation to server(s) only using classical communications. We propose a two-server protocol for the latter task as well.

I. INTRODUCTION

Recently, quantum computation attracts much attention from various research areas. However, exponential improvement by quantum computer is very limited [1]. This paper focuses on oblivious transfer for computation outcome and derives an exponential improvement for this task because oblivious transfer is a cryptographic primitive task. Consider that the servers have a secret computer program $w$, and the user wants its computation outcome $f_w(k)$ only with a specific input $k \in \mathbb{Z}_2^n$, where $f_w$ is the function based on the computer program $w$. In this case, the user wants to hide the input $k \in \mathbb{Z}_2^n$, and the servers want to hide the program $w$, i.e., want to keep its information except for the computation outcome $f_w(k)$.

If they employ oblivious transfer [2], this task can be realized while oblivious transfer is often called symmetric information retrieval [3]. Although one-server oblivious transfer is impossible information-theoretically [4, 5], it is information-theoretically possible with two servers if they share random numbers or entangled states. However, even when we employ quantum communication, information-theoretically secure oblivious transfer requires linear communication size with respect to the number of possible inputs [6, 7]. Although the papers [8] proposed its efficient quantum protocol, it works well when the number of possible choices by the user is fixed and only the size of each message increases. That is, the protocol [8] does not work in this case. When we apply this method, the required communication complexity is linear in $2^n$ because the input is composed $n$ bits. In addition, in this scenario, the server(s) need to derive the computation outcomes for all $2^n$ inputs, which requires exponential computation time.

In this paper, to realize its exponential improvement, we propose a new conceptual task, oblivious quantum computation (OQC), and a concrete protocol to realize this task with two servers, which is called a two-server OQC (TOQC) protocol. Exploiting quantum teleportation [9], our TOQC protocol realizes polynomial complexity by using quantum computation and quantum communication when the number of servers is two and the computation requires polynomial time complexity and polynomial space complexity with respect to the input size $n$. Our protocol can be considered as a quantum computation version of oblivious transfer as follows.

Consider that the servers have a secret program $w$ to realize unitary operation $W(w)$ on $n$ qubits, and the user wants a specific subsystem of the output state $W(w)\ket{\psi}$ only with a specific input state $\ket{\psi} \in \mathcal{H}^m$, where $\mathcal{H}$ is one qubit system $\mathbb{C}^2$. Then, the user wants to hide the input state $\ket{\psi} \in \mathcal{H}^m$, and the servers want to hide the program $w$, i.e., want to keep its information except for the output state $W(w)\ket{\psi}$. We call the above task oblivious quantum computation. This task can be considered as a kind of secure quantum computation. When our unitary $W(w)$ is given as a combination of the controlled-Z operation, a modification of the Hadamard gate, and the 1/8-phase gate $T$ on the input qubits system $\mathcal{H}^m$, which forms a universal gate set, we propose an efficient protocol for this task with two servers. When the number of quantum gates is $m$, several prior entangled states are prepared between the two servers, and both servers are not allowed to communicate with each other, the communication complexity of our protocol is upper bounded by $(2n^2 + 20m)n$ bits plus $2n$ qubits. Hence, when the number of quantum circuits is polynomial for the input qubit length $n$, the communication complexity of our protocol is polynomial. When the classical computation $f_w(k)$ can be realized by quantum computation with polynomial computation space and polynomial number of quantum gates, our protocol offers an exponential improvement over simple application of oblivious transfer with multiple servers [6, 8, 10, 11]. In fact, since our protocol has no information leakage, it has stronger secrecy than cheat-sensitive secrecy given by [12].

In addition, we discuss delegated multiparty quantum computation, in which, several users ask multiparty quantum computation to server(s) only by using classi-
cal communications. The conventional delegated quantum computation \([13–22]\) realizes single-user computation with the blindness condition. The delegated multiparty quantum computation requires the servers to realize secure multiparty computation \([23–24]\) with the blindness condition. In this problem setting, it is required that a user cannot obtain any information for other users except for the computation outcome. Although the paper \([20]\) proposed a similar problem, it allows the users to use single qubit operations and quantum communications. Further, combining oblivious quantum computation and delegated multiparty quantum computation, we propose another new concept, generalized delegated multiparty quantum computation as a unified concept. This concept contains delegated multiparty quantum computation and a variant without quantum communication of oblivious quantum computation as special cases. Since one-server delegated quantum computation is impossible \([27–29]\), we propose a two-server protocol for generalized delegated multiparty quantum computation by modifying our two-server protocol for oblivious quantum computation.

The remainder of this paper is organized as follows. To explain the key idea of our protocol, Section II introduces a toy protocol, which explains how quantum teleportation works for our aim. This idea takes a key role in our protocols. Section III prepares various notations used in this paper. Using these notations, Section IV introduces several concepts including the definitions of the tasks of oblivious quantum computation, delegated multiparty quantum computation, and generalized delegated multiparty quantum computation. Section V introduces our protocol for oblivious quantum computation, and shows its correctness, its user-secrecy, and its server-secrecy. Section VI describes our protocol for generalized delegated multiparty quantum computation, and shows its correctness, its user-secrecy, and its server-secrecy. Finally, Section VII gives the conclusion.

II. TOY PROTOCOL

To explain the basic idea of this paper, we consider a toy protocol, where the random Pauli operation works as masking the input quantum state, and quantum teleportation works as state transfer. For this aim, we define the flip operator \(X\), the phase gate \(Z\), and 1/8-phase gate \(T\) as

\[
X := \begin{pmatrix} 0 & 1 \\ 1 & 0 \end{pmatrix}, \quad Z := \begin{pmatrix} 1 & 0 \\ 0 & -1 \end{pmatrix}, \quad T := \begin{pmatrix} 1 & 0 \\ 0 & e^{i\pi/4} \end{pmatrix}.
\]

Then, we consider the case when the secret unitary is given as \(T^{y}\) on a single qubit with \(y \in \mathbb{Z}_8\). The user wants the output state \(T^{y}\ket{\psi}\) only with a specific input state \(\ket{\psi} \in \mathcal{H}\), but the user wants to hide the input state \(\ket{\psi} \in \mathcal{H}\). In contrast, the servers want to hide the information \(y \in \mathbb{Z}_8\), i.e., the user obtains no other information for the output state \(T^{y}\ket{\psi}\). This task can be realized as follows when both servers are not allowed to communicate with each other.

Protocol 1 (Toy protocol). The following protocol realizes the above task.

0): Preparation: Servers A and B share the entangled state \(\ket{\Phi} = \frac{1}{\sqrt{2}}\left((\ket{0}\ket{0} + \ket{1}\ket{1})\right) \in \mathcal{H}_A \otimes \mathcal{H}_B\).

1): Query 1: The user generates a quantum state \(\ket{\psi} \in \mathcal{H}\) and random bits \(A_0, B_0 \in \mathbb{Z}_2\) and random variables \(Q_{a} \in \mathbb{Z}_8\) for \(u \in \mathbb{Z}_2\) according to the uniform distribution. The user applies \(Z^{B_0}X^{A_0}\), and obtains the state \(Z^{B_0}X^{A_0}\ket{\psi} \in \mathcal{H}\). Then, the user sends \(Q_{a}\) and the system \(\mathcal{H}\) to Server A.

2): Answer 1: Server A applies the unitary \(T^{Q_{a}y}(XT^{Q_{a}y}X)\) to \(\mathcal{H}\). Server A applies the Bell measurement \(\{(\ket{\Phi_{a,b}})\}_{a,b=\mathbb{Z}_2}\) on \(\mathcal{H} \otimes \mathcal{H}_A\), where \(\ket{\Phi_{a,b}} := (X^{a}Z^{b}) \otimes I\ket{\Phi}\). Then, Server A obtains the outcome \((A_1, B_1)\) and sends it to the user.

3): Query 2: The user generates random bits \(Q'_{a} \in \mathbb{Z}_8\) as

\[
Q'_{A_0+A_1} := -Q_{A_0} + 1, \quad Q'_{A_0+A_1+1} := -Q_{A_0+1},
\]

and sends them to Server B.

4): Answer 2: Server B applies the unitary \(T^{Q_1y}(XT^{Q_1y}X)\) to \(\mathcal{H}_B\) and sends \(\mathcal{H}_B\) to the user.

5): Construction: The user applies \(Z^{B_0+B_1}X^{A_0+A_1}\) to the received state.

The correctness of the above protocol can be shown as follows. Assume that the user and both servers are honest. Then, the final state is calculated as

\[
\begin{align*}
&Z^{B_0+B_1}X^{A_0+A_1}T^{Q_1y}(XT^{Q_1y}X)X^{A_1}Z^{B_1} \cdot T^{Q_0y}(XT^{Q_0y}X)Z^{B_0}X^{A_0}\ket{\psi} \\
&\cong X^{A_0+A_1}T^{Q_1y}(XT^{Q_1y}X)X^{A_1}T^{Q_0y}(XT^{Q_0y}X)X^{A_0}\ket{\psi} \\
&= (X^{A_0+A_1}T^{Q_0y}X^{A_1+1}+X^{A_0}T^{Q_1y}X^{A_1+1}+X^{A_0}) \cdot (X^{A_0}T^{Q_0y}X^{A_1+1}+X^{A_0}T^{Q_1y}X^{A_1+1}+X^{A_0})\ket{\psi} \\
&= T^{Q_0y}(XT^{Q_1y}X)X^{A_0}\ket{\psi} \\
&\cong (a) T^{y}\ket{\psi},
\end{align*}
\]

where \((a)\) follows from \([2]\). Here, \(\cong\) means the equal with a certain phase factor.

Assume that the user is honest, and Servers A and B do not communicate with each other. Server A receives only the system \(\mathcal{H}\) and the variables \(Q_0, Q_1\). The variables \(Q_0, Q_1\) are subject to the uniform distribution independently of \(\ket{\psi}\) and \(A_0, B_0\). Hence, \(Q_0, Q_1\) have no information for \(\ket{\psi}\) and \(A_0, B_0\). The average of the state \(Z^{B_0}X^{A_0}\ket{\psi}(Z^{B_0}X^{A_0})^{\dag}\) is the completely mixed state. Hence, Server A has no information for \(\ket{\psi}\). Server B receives only the variables \(Q'_{0}, Q'_{1}\), which are subject to
the uniform distribution independently of $|\psi\rangle$. Server $B$ has no information for $|\psi\rangle$.

On the other hand, when the servers are honest, the user obtains only one qubit system. Hence, if the user obtains the desired state $T^*|\psi\rangle$, the user cannot obtain any other information for $T$.

III. NOTATION

To explain our problem setting of oblivious quantum computation, we prepare several notations. First, we define the modified Hadamard gate $H$ on a qubit system $\mathcal{H}$ and the operator $Y$ as

$$Y := ZX, \quad H := \frac{1}{\sqrt{2}} \begin{pmatrix} 1 & 1 \\ -1 & 1 \end{pmatrix}. \quad (4)$$

Then, we have the commutation relation $YH = HY$. The Hadamard gate is given as $T^4H$.

Then, we define the controlled $Z$ gate $C_Z$ on a two-qubit system $\mathcal{H} \otimes \mathcal{Z}$ as

$$C_Z := \sum_{j,k \in \mathbb{Z}_2} (-1)^{jk} |j,k\rangle \langle j,k|. \quad (5)$$

It is known that the combination of the controlled NOT gate, the phase gate $Z$, the Hadamard gate $H$, and the phase gate $Z$ forms a universal gate set [30].

Since the controlled NOT gate is given as a combination of $C_Z, Z, H$ and the phase gate $Z$ is given as $T^4$, the set $\{H, T, C_Z\}$ forms another universal gate set. To see this fact, we consider operators acting on $\mathcal{K} := \otimes_{s=1}^n \mathcal{H}_s$, where the $s$-th system is written as $\mathcal{H}_s$. When the operator $X$ acts on $\mathcal{H}_s$, it is written as $X_s$. This rule is applied to other operators. In addition, the operator $C_Z$ acts on $\mathcal{H}_s \otimes \mathcal{H}_t$, it is written as $C_{Z(s,t)}$. The controlled NOT gate $C_{not(s,t)}$ on $\mathcal{H}_s \otimes \mathcal{H}_t$ is given as $|0\rangle\langle 0| \otimes I_s \otimes I_t + |1\rangle\langle 1| \otimes Z_s \otimes Z_t$.

Since $X = ZH = ZHZH$ and $I = ZHZH$,

$$C_{not(s,t)} = ZsHs|0\rangle\langle 0| \otimes I_s \otimes I_t + |1\rangle\langle 1| \otimes Z_s \otimes Z_t = ZsHsC_{Z(s,t)}ZtHt. \quad (6)$$

Also, since $-X = HHZ = HHHZ$ and $-I = HHHZ$, we have

$$-C_{not(s,t)} = Hs|0\rangle\langle 0| \otimes I_s \otimes I_t + |1\rangle\langle 1| \otimes Z_s \otimes Z_t = HsC_{Z(s,t)}T_tH_tT_t^{-1}. \quad (7)$$

In this way, the set $\{H, T, C_Z\}$ forms another universal gate set.

To handle these operators, we define the sets $[n] = \{1, \ldots, n\}$ and $[n]_2 = \{(s, t)\}_{s \leq t \in [n]}$. For $x = (x_s)_{s \in [n]} \in \mathbb{Z}_8^n$ and $y = (y_s)_{s \in [n]} \in \mathbb{Z}_8^n$, we define

$$H(x) := \prod_{s \in [n]} H_s(x_s), \quad T(y) := \prod_{s \in [n]} T_s(y_s). \quad (8)$$

Here, $H_s(x)$ expresses $H_s^x$, and this rule is applied to other operators. This rule is useful when $x$ has a complicated form including various indexes.

We define the set $\mathbb{Z}^2_8$ := $\{(z_{s,t})_{s \leq t \in [n]_2}\}$, where $z_{s,t} \in \mathbb{Z}_8$. For $z \in \mathbb{Z}^2_8$, we define

$$C_Z(z) := \prod_{(s,t) \in [n]_2} C_Z(z_{s,t}). \quad (9)$$

In particular, we define

$$U(x, y, z) := H(x)T(y)C_Z(z). \quad (10)$$

Since the gate set $\{H, T, C_Z\}$ is a universal gate set, universal quantum computation can be performed by unitary operation $W(w) := U(x_m, y_m, z_m) \cdots U(x_1, y_1, z_1)$.

Then, we define $w := ((x_m, y_m, z_m), \ldots, (x_1, y_1, z_1))$. Hence, the string $w$ can be considered as a program for quantum computation because it identifies the unitary operation.

When two programs $w, w'$, we define the product $w \cdot w'$ as $((x_m', y_m', z_m', \ldots), (x_1', y_1', z_1', \ldots))$, where $x_j' := x_j, y_j' := y_j, z_j' := z_j$ are defined as $(x_s'_{s \in [n]}), (y_s'_{s \in [n]}), (z_s'_{s \in [n]}), (z_{s,t}'_{(s,t) \in [n]_2})$. When we define $e := ((1, 1, 1), \ldots, (1, 1, 1))$, we have $e \cdot w' = w'$.

When $m$ is written as $m_1 + m_2$, $w$ is divided into two parts. That is, $w$ is written as $(w_1, w_2)$, where $w_1 := ((x_m, y_m, z_m), \ldots, (x_1, y_1, z_1))$ and $w_2 := ((x_m, y_m, z_m), \ldots, (x_{m_1+1}, y_{m_1+1}, z_{m_1+1}))$. Then, we define

$$W_1(w_1) := U(x_m, y_m, z_m) \cdots U(x_1, y_1, z_1) \quad (12)$$

$$W_2(w_2) := U(x_m, y_m, z_m) \cdots U(x_{m_1+1}, y_{m_1+1}, z_{m_1+1}). \quad (13)$$

IV. FORMULATIONS

A. Formulation of oblivious quantum computation

The problem setting of oblivious quantum computation is formulated as Fig. 1 with the following definitions of various concepts.

1. Task

Server(s) have a program $w := ((x_m, y_m, z_m), \ldots, (x_1, y_1, z_1)) \in \mathbb{Z}_8^n \times \mathbb{Z}_8^n \times \mathbb{Z}^2_8$. When several server(s) exist, they are not allowed to communicate with each other. While the user does not know it, the server(s) are required to apply $W(w)$ to the state $|\psi\rangle \in \mathcal{K}$. The user wants the first $n_0$ qubits of the output state $W(w)|\psi\rangle \in \mathcal{K}$. We denote the first $n_0$ qubits of $\mathcal{K}$ by $\mathcal{K}_s$, and the remaining $n - n_0$ qubits of $\mathcal{K}$ by $\mathcal{K}_{\delta}$. Hence, the user wants the state $\Phi_{ideal}(w, |\psi\rangle) := Tr_{K_\delta}W(w)|\psi\rangle|\psi\rangleW(w)^\dagger$ on $\mathcal{K}_s$. In the following, we use the subscript $s$ to identify the first $n_0$ systems.
3. Two types of secrecy

An OQC protocol $\Phi$ has two types of secrecy. One is the user-secrecy, and the other is the server-secrecy. We say that an OQC protocol $\Phi$ satisfies the user-secrecy when the following condition holds. To explain the user-secrecy, for $J = A, B$, we denote the final state on Server $J$ dependently of the input state $|\psi\rangle$ by $\rho_{YJ}|\psi\rangle$. When the user is honest, no server obtains the information of the user’s input state $|\psi\rangle$, i.e., the relation

$$
\rho_{YJ}|\psi\rangle = \rho_{YJ}|\psi\rangle
$$

holds for $J = A, B$ and any states $|\psi\rangle, |\psi\rangle \in \mathcal{K}$.

We say that an OQC protocol $\Phi$ satisfies the server-secrecy when the following condition holds. When the servers are honest and the output state $\rho_{out}$ equals $\Phi_{ideal}(w, |\psi\rangle)$, the user obtains no information for the program $w \in (\mathbb{Z}_4 \times \mathbb{Z}_8 \times \mathbb{Z}_2^{[n/2]})^m$ except for the desired output state $\Phi_{ideal}(w, |\psi\rangle)$, i.e., the user can generate the final state on his/her own whole system by using $\Phi_{ideal}(w, |\psi\rangle)$, the classical information describing the initial state $|\psi\rangle$, and classical information generated by himself/herself.

B. Formulation of delegated multiparty quantum computation

The problem setting of delegated multiparty quantum computation (DMQC) is formulated as Fig. 2 with the following definitions of various concepts.

1. Task

There are $m + 1$ users, Users $1, 2, \ldots, m, m + 1$, and server(s). When several server(s) exist, they are not allowed to communicate with each other. Each user can communicate with both servers via classical channel. Only server(s) are allowed to make quantum operations. User $j$ has the $j$-th component $(x_j, y_j, z_j) \in \mathbb{Z}_4^n \times \mathbb{Z}_8^n \times \mathbb{Z}_2^{[n/2]}$ of the program $w$ for $j = 1, 2, \ldots, m$ while the server(s) do not know it. The final user $m + 1$ aims to get the initial $n_a$ bits of the computation outcome when the measurement based on the computation basis is performed to the state $W(w)|0^{8m} \rangle \in \mathcal{K}$.

When we apply this general method to a specific function $f$ with $l$ inputs $X_1, \ldots, X_l$, we consider that there exist $l$ players who have respective inputs. Then, the $m$ users are divided into $l$ distinct groups. When the $k$-th group is composed of users with labels in the subset $S_k$, the components $(x_j, y_j, z_j)_{j \in S_k}$ are decided by the choice of the value $X_k$. That is, all users in the $k$-th group are controlled by $k$-th player. When $l$ input variables $X_1, \ldots, X_l$ are independent of each other, the information possessed by users in the $k$-th group is independent
of the information possessed by users in the $k'$-th group for $k \neq k'$.

2. Example

To see how the above general setting works in specific functions, as an example, we consider the function $X_1 + X_2 + \cdots + X_l \in \mathbb{Z}_2$, where each variable $X_i$ is an element of $\mathbb{Z}_2$. The outcome of this function can be written as the final state of the following combination of universal gate set. Consider a two-qubit system $\mathcal{H}_1 \otimes \mathcal{H}_2$.

$$|X_1 + X_2 + \cdots + X_l\rangle_1\rangle_2$$

$$= (H_1 C_{Z(1,2)} T_1^H T_1^T)^{X_1} \cdots (H_1 C_{Z(1,2)} T_1^H T_1^T)^{X_l} |0\rangle_1 |1\rangle_2$$

$$= (H_1 C_{Z(1,2)} T_1^H T_1^T)^{X_1} \cdots (H_1 C_{Z(1,2)} T_1^H T_1^T)^{X_l}$$

$$= (H_1 C_{Z(1,2)} T_1^H T_1^T)^{X_1} \cdots (H_1 C_{Z(1,2)} T_1^H T_1^T)^{X_l}$$

$$= (H_1 C_{Z(1,2)} T_1^H T_1^T)^{X_1} \cdots (H_1 C_{Z(1,2)} T_1^H T_1^T)^{X_l}$$

We set $m$ and $n_0$ to be $2l + 1$ and 1, respectively. The first group $S_1$ is set to be $\{1, 2, 3\}$, and the $k$-th group $S_k$ is set to be $(2k, 2k + 1)$ for $k = 2, 3, \ldots, l$. Since $[2]_2$ is composed of one element $(1, 2)$, $z_j$ is composed of one element of $\mathbb{Z}_2$ for $j = 1, \ldots, m = 2l + 1$. Then, the program is chosen as

$$\begin{align*}
(x_1, y_1, z_1) &= (0, 2, 0, 4, 0) \\
(x_{2k}, y_{2k}, z_{2k}) &= ((X_k, 0), (4X_k, 0), 0) \\
(x_{2k+1}, y_{2k+1}, z_{2k+1}) &= ((X_k, 0), (4X_k, 0), X_k)
\end{align*}$$

for $k = 1, \ldots, l$. The measurement outcome with the computation basis on the first qubit in the final state is $X_1 + X_2 + \cdots + X_l \in \mathbb{Z}_2$. Hence, the above choice of the program works for the delegated multiparty quantum computation of the function $X_1 + X_2 + \cdots + X_l \in \mathbb{Z}_2$.

3. Correctness and complexity

Since a DMQC protocol $\Phi$ has bilateral communication. The upload communication is the communication from the users to the server(s), and the download communication is the communication from the server(s) to the users. In the same way as OQC, the communication complexity is composed of the upload complexity and the download complexity.

A DMQC protocol $\Phi$ is called correct when the following condition holds for any program $w \in (\mathbb{Z}_2^n)^m$. The outcome observed by the final user, User $m + 1$, is subject to the distribution of the initial $n_0$ bits of the measurement outcome of the computation-basis measurement over the state $W(w)|0\rangle^\otimes n \in \mathcal{K}$.

![FIG. 2. Delegated multiparty quantum computation with two servers.](image)

We require the following secrecy conditions. We choose an arbitrary subset $\Theta \subset [m]$ as a form $\cup_{k \in \Theta} S_k$ with $\Theta \subset [l]$. (1) When a set of users $\Theta \subset [m]$ is honest, server(s) obtain no information for $\{(x_j, y_j, z_j)\}_{j \in \Theta}$. (2) When Server(s) are honest additionally, User $j'$ obtains no information for $\{(x_j, y_j, z_j)\}_{j \in \Theta \setminus \{j'\}}$ for $j' = 1, \ldots, m$, and the final user $m + 1$ obtains no information for $\{(x_j, y_j, z_j)\}_{j \in \Theta \setminus \{j'\}}$ except for the above computation outcome, i.e., the final user $m + 1$ can recover the final state on his/her own system by using the above computation outcome and classical information generated by himself/herself. (3) In addition, even when users in $[m+1] \setminus \Theta$ collude, they obtain no information except for the above computation outcome. When the above three conditions hold, a DMQC protocol $\Phi$ is called secure.

Remark 1. The paper [20] studied delegated multiparty quantum computation. But, it allows the users to use single qubit operations and quantum communications. Since our delegated multiparty quantum computation does not allow the users to use single qubit operations nor quantum communications.

In addition, oblivious quantum computation cannot be
considered as a special case of delegated multiparty quantum computation in the sense of our definition nor in the sense of the definition by the paper [26] because of the following two reasons. First, the server(s) do not have input data in delegated multiparty quantum computation, but they have program \( w \) in oblivious quantum computation. Second, oblivious quantum computation allows the user to input a quantum state and to obtain a quantum state as the output, but delegated multiparty quantum computation does not allow them. Therefore, oblivious quantum computation can be considered as a new concept.

C. Formulation of generalized delegated multiparty quantum computation

Delegated multiparty quantum computation is generalized to delegated multiparty quantum computation (GDMQC) by combining oblivious quantum computation as Fig. 3 in the following way.

1. Task

There are \( m + 1 \) users, Users 1, 2, \ldots, \( m, m + 1 \), and server(s). When several server(s) exist, they are not allowed to communicate with each other. Each user can communicate with both servers via classical channel. Only server(s) are allowed to make quantum operations. User \( j \) has the \( j \)-th component \( (x'_j, y'_j, z'_j) \) of a program \( w' \) for \( j = 1, 2, \ldots, m \) while the server(s) do not know it. Server(s) have another program \( w \) while the users do not know it. The final user, User \( m + 1 \), aims to get the initial \( n_2 \) bits of the computation outcome when the measurement based on the computation basis is performed to the state \( W(w \cdot w')|0\rangle^{\otimes n} \in \mathcal{K} \).

When we apply this general method to a specific function \( f \) with \( l \) inputs \( X_1, \ldots, X_l, X_{l+1} \), we consider that there exist \( l \) players who have respective inputs. Then, the \( m \) users are divided into \( l \) distinct groups. When the \( k \)-th group is composed of users with labels in the subset \( S_k \), the components \( (x'_j, y'_j, z'_j)_{j \in S_k} \) are decided by the choice of the value \( X_k \). That is, all users in the \( k \)-th group is controlled by \( k \)-th player. Also, the final variable \( X_{l+1} \) decides Server’s program \( w \).

2. Correctness and complexity

For a GDMQC protocol \( \Phi \), its upload communication, its download communication, and its communication complexity are defined in the same way as a DMQC protocol.

A DMQC protocol \( \Phi \) is called correct when the following condition holds for any program \( w \in (\mathbb{Z}_n^2 \times \mathbb{Z}_8^n \times \mathbb{Z}_2^{(n^2)})^m \): The outcome observed by the final user, User

\[
\Phi(w) = (x_1', y_1', z_1')
\]

\[
\Phi(w') = (x_2', y_2', z_2')
\]

FIG. 3. Generalized delegated multiparty quantum computation with two servers. This figure shows a protocol for generalized delegated multiparty quantum computation with two servers when the two servers share an entangled state.

\( m + 1 \), is subject to the distribution of the initial \( n_s \) bits of the measurement outcome of the computation-basis measurement over the state \( W(w)|0\rangle^{\otimes n} \in \mathcal{K} \).

3. Two types of secrecy

A GDMQC protocol \( \Phi \) has two types of secrecy. One is the user-secrecy and the other is the server-secrecy. We say that a GDMQC protocol \( \Phi \) satisfies the user-secrecy when the following conditions hold. We choose an arbitrary subset \( \Theta \subset [m] \) as a form \( \cup_{k \in \Theta} S_k \) with \( \Theta \subset [l] \).

(1) When a set of users \( \Theta \subset [m] \) is honest, server(s) obtain no information for \( \{(x'_j, y'_j, z'_j)_{j \in \Theta}\} \). (2) When Server(s) are honest additionally, User \( j' \) obtains no information for \( \{(x'_j, y'_j, z'_j)_{j \in \Theta \setminus \{j'\}}\} \) for \( j' = 1, \ldots, m \). The final user \( m + 1 \) obtains no information for \( \{(x'_j, y'_j, z'_j)_{j \in \Theta}\} \) except for the above computation outcome, i.e., the final user \( m + 1 \) can recover the final state on his/her own system by using the required computation outcome and classical information generated by himself/herself. (3) In addition, even when users in \( [m+1] \setminus \Theta \) collude, they obtain no information except for the above computation outcome, i.e., they can recover the final state on their own system.
by using the above computation outcome and classical information generated by themselves.

We say that an OQC protocol \( \Phi \) satisfies the server-secrecy when the following conditions hold. (1) When the server(s) are honest, User \( j \) with \( j = 1, \ldots, m \) obtains no information for \( w \), and User \( m + 1 \) obtains no information for \( w \) expect to the required computation outcome, i.e., User \( m + 1 \) can recover the final state on his/her own system by using the required computation outcome and classical information generated by themselves. (2) In addition, when the server(s) are honest, even when all users collude, the users obtain no information except for the above computation outcome, i.e., the users can recover the final state on their own system by using the above computation outcome and classical information generated by themselves.

4. Relation to OQC

A special case of GDMQC gives a variant of OQC as follows. We divide \( m \) rounds into two parts, the first \( m_1 \) rounds and the remaining \( m_2 \) rounds, where \( m = m_1 + m_2 \). The first \( m_1 \) components of \( w \) are set to be \( e_1 := (1,1,1), \ldots, (1,1,1) \), and the remaining \( m_2 \) components of \( w \) are denoted by \( w_2 \). Also, the first \( m_1 \) components of \( w' \) are denoted by \( w'_2 \), and the remaining \( m_2 \) components of \( w' \) are set to be \( e_2 := (1,1,1), \ldots, (1,1,1) \). Also, we assume that there exists only one user.

In this case, the user decides the state \( W_1(w'_1) |0 \rangle^{\otimes n} \), and the servers decide the unitary \( W_2(w_2) \). Finally, the user obtains the measurement outcome with the computation basis under the state \( W_2(w_2) W_1(w'_1) |0 \rangle^{\otimes n} \). When the user's input state is given as \( W_1(w'_1) |0 \rangle^{\otimes n} \) and the user needs only the measurement outcome with the computation basis in OQC, this requirement can be done without quantum communication by using a special case of GDMQC.

V. MAIN PROTOCOL FOR TOQC

Since oblivious transfer with one server is impossible even with the quantum setting \( \Pi \), in this section we introduce a two-server OQC (TOQC) protocol that satisfies all the requirements. Then, we introduce the following protocol.

Protocol 2 (Main protocol for TOQC). Servers A and B are not allowed to communicate with each other. The user can communicate with both servers.

0): Entanglement Sharing: Servers A and B prepare \( 2mn \) copies of the Bell state \( \Phi \) on \( \mathcal{H}_{A,j,s} \otimes \mathcal{H}_{B,j,s} \) for \( s = 1, \ldots, n \) and \( j = 1, \ldots, 2m \).

1): Query 1: The user generates a quantum state \( \langle \phi \rangle \in \mathcal{H}^{\otimes n} \otimes \mathcal{H}_s \), and random bits \( A_0, B_0 \) in \( \mathbb{Z}_2 \) according to the uniform distribution for \( s = 1, \ldots, n \), where \( \mathcal{H}_s \) is the \( s \)-th system. The user applies \( \mathcal{Z}_s^{B_0} \otimes \mathcal{X}_{A_0}^{s} \) on \( \mathcal{H}_s \), and obtains the state \( \otimes_{s=1}^{n} \mathcal{Z}_s^{B_0} \otimes \mathcal{X}_{A_0}^{s} \langle \phi \rangle \in \mathcal{H}^{\otimes n} \). Then, the user sends the system \( \mathcal{H}^{\otimes n} \) to Server A. Also, the user generates \( Q_{2,1,u} = (Q_{2,1,u,s})_{s \in \mathbb{Z}_2} \) and \( Q_{3,1,u,v} = (Q_{3,1,u,v,s}(s,t))_{s,t \in \mathbb{Z}_2} \) uniformly at random for \( (u,v) \in \mathbb{Z}_2^2 \), and sends them to Server A.

2): Unitary operation 1: Server A applies unitaries \( X_s^T \otimes \mathcal{X}_{s}^{A_0} \) to \( \mathcal{H}_s \) and \( \mathcal{X}_s^X \otimes \mathcal{X}_{s}^{A_0} \) on \( \mathcal{H}_s \otimes \mathcal{H}_s \). Server A applies the Bell measurement \( \{\Phi_{a,b}\}_{a,b \in \mathbb{Z}_2} \) on \( \mathcal{H}_s \otimes \mathcal{H}_{A,1,s} \) for \( s = 1, \ldots, n \). Then, Server A obtains the outcome \( (A_{1,s}, B_{1,s}) \) and sends them to the user for \( s = 1, \ldots, n \). Server A applies unitary \( \mathcal{Z}_s^{B_1} \otimes \mathcal{X}_{A_1}^{s} \) to \( \mathcal{H}_{A,2,s} \).

3): Query 2: The user generates \( Q'_{2,1,u} = (Q'_{2,1,u,s})_{s \in \mathbb{Z}_2} \) and \( Q'_{3,1,u,v} = (Q'_{3,1,u,v,s}(s,t))_{s,t \in \mathbb{Z}_2} \) as

\[
Q'_{2,1,u,s} := -Q_{2,1,u-A_{1,s},s} + \delta_u A_{0,s} + A_{1,s},
\]

and

\[
Q'_{3,1,u,v,s}(s,t) := -Q_{3,1,u,v-A_{1,s},v-A_{1,t},s} + \delta_u A_{0,s} + A_{1,s} \delta_v A_{0,t} + A_{1,t}.
\]

The user generates \( Q'_{1,1,u} = (Q'_{1,1,u,s})_{s \in \mathbb{Z}_2} \) according to the uniform distribution. The user sends them to Server B.

4): Unitary operation 2: (i) Server B applies unitaries \( X_{s}^T \otimes \mathcal{X}_{s}^{A_0} \) to \( \mathcal{H}_{B,1,s} \) and \( \mathcal{X}_s^X \otimes \mathcal{X}_{s}^{A_0} \) on \( \mathcal{H}_{B,1,t} \) for \( (u,v) \in \mathbb{Z}_2^2 \). (ii) Then, Server B applies unitaries \( H_s^X \otimes \mathcal{X}_{s}^{A_0} \) to \( \mathcal{H}_{B,1,s} \) for \( u \in \mathbb{Z}_2 \). (iii) Server B applies the Bell measurement \( \{\Phi_{a,b}\}_{a,b \in \mathbb{Z}_2} \) on \( \mathcal{H}_{B,1,s} \otimes \mathcal{H}_{B,2,s} \) for \( s = 1, \ldots, n \). Then, Server B obtains the outcome \( (A_{2,s}, B_{2,s}) \) and sends them to the user for \( s = 1, \ldots, n \). (iv) Server B applies unitary \( \mathcal{Z}_s^{B_2} \otimes \mathcal{X}_{A_2}^{s} \) to \( \mathcal{H}_{B,3,s} \).

We perform the following steps for \( j = 2, \ldots, m \).

4j-3): Query 2j-1: The user generates \( Q_{1,j-1,u} = (Q_{1,j-1,u,s})_{s \in \mathbb{Z}_2} \) as

\[
Q_{1,j-1,u,s} := -Q_{1,j-1,u-A_{2,j-2,s}+A_{2,j-3,s}+B_{2,j-3,s},s} + \delta_u A_{0,s} + B_{0,s} + A_{2,j-2,s} + B_{2,j-3,s}.
\]

Also, the user generates \( Q_{2j,u} = (Q_{2j,u,s})_{s \in \mathbb{Z}_2} \) and \( Q_{3j,u,v} = (Q_{3j,u,v,s}(s,t))_{s,t \in \mathbb{Z}_2} \) uniformly at random for \( (u,v) \in \mathbb{Z}_2^2 \). Then, the user sends them to Server A.
4j-2): Unitary operation 2j-1: (i) Server A applies unitaries $X^u_0 H_4(Q_{1,i,j-1,u},y_{j-1,s})X^u_0$ to $\mathcal{H}_{A,2j-1,s}$ for $u \in \mathbb{Z}_2$. (ii) Then, Server A applies unitaries $X^u_0 T_y(Q_{2,j,u,s},y_j,s)X^u_0$ to $\mathcal{H}_{A,2j-1,s}$ and $X^u_0 C_y Z^u_{j,s}(t) (Q_{3,j,u,(u,v),(s,t)} Z^u_{j,s}(t))X^u_0$ to $\mathcal{H}_{A,2j-1,s} \otimes \mathcal{H}_{A,2j-1,s}$. (iii) Server A applies the Bell measurement $\{|\Phi_{a,b}\rangle\}_{a,b \in \mathbb{Z}_2}$ on $\mathcal{H}_{A,2j-1,s} \otimes \mathcal{H}_{A,2j-1,s}$ for $s = 1, \ldots, n$. (iv) Then, Server A obtains the outcome $(A_{2j-1,s}, B_{2j-1,s})$ and sends them to the user for $s = 1, \ldots, n$. Server A applies unitary $Z^u_{s} A_{s}^{2j-1,s} X^u_{s} A_{s}^{2j-1,s}$ to $\mathcal{H}_{A,2j,s}$.

4j-1): Query 2j: The user generates $Q'_{2j,u} = (Q'_{2j,u}, s) \in \mathbb{Z}_n$ as

$\begin{align*}
Q'_{2j,u,s} := & - Q_{2,j,u,A_{2j-1,s},A_{2j-1,s}} + \delta_{u,A_{0},+A_{2j-1,s}} \\
& \text{and}
\end{align*}$

$\begin{align*}
Q'_{3j,u,v,(s,t)} := & - Q_{3,j,(u-v),A_{2j-1,s},A_{2j-1,s}} + \delta_{u,A_{0},+A_{2j-1,s}}.
\end{align*}$

The user generates $Q'_{1,u,s} = (Q'_{1,u,s}) \in \mathbb{Z}_n$ according to the uniform distribution. The user sends them to Server B.

4j): Unitary operation 2j: (i) Server B applies unitaries $X^u_0 T_z(Q_{2,j,u,s},y_{j,s})X^u_0$ to $\mathcal{H}_{B,2j-1,s}$ and $X^u_0 X^u_0 C_z Z^u_{j,s}(t) (Q_{3,j,u,(u,v),(s,t)} z^u_{j,s}(t))X^u_0$ to $\mathcal{H}_{B,2j-1,s} \otimes \mathcal{H}_{B,2j-1,t}$ for $(u,v) \in \mathbb{Z}_2^2$. (ii) Then, Server B applies unitaries $X^u_0 H_4(Q_{1,j,u,s},y_{j,s})X^u_0$ to $\mathcal{H}_{B,2j-1,s}$ for $u \in \mathbb{Z}_2$. (iii) Server B applies the Bell measurement $\{|\Phi_{a,b}\rangle\}_{a,b \in \mathbb{Z}_2}$ on $\mathcal{H}_{B,2j-1,s} \otimes \mathcal{H}_{B,2j-1,s}$ for $s = 1, \ldots, n$. Then, Server B obtains the outcome $(A_{2j,s}, B_{2j,s})$ and sends them to the user for $s = 1, \ldots, n$. (iv) Server B applies unitary $Z^u_{s} A_{s}^{2j-1,s} X^u_{s} A_{s}^{2j-1,s}$ to $\mathcal{H}_{B,2j+1,s}$.

After Steps with $j = m$, we perform the following remaining steps.

4m+1): Query 2m+1: The user generates $Q'_{1,m,u} = (Q'_{1,m,u,s}) \in \mathbb{Z}_n$ as $[21]$ with $j = m + 1$. Then, the user sends them to Server A.

4m+2): Unitary operation 2m+1: (i) Server A applies unitaries $X^u_0 H_4(Q_{1,m,u,s},y_{m,s})X^u_0$ to $\mathcal{H}_{A,2m,s}$ for $u \in \mathbb{Z}_2$. (ii) Then, Server A sends the system $\mathcal{H}_{A,2m,s}$ for $s = 1, \ldots, n_o$ to the user.

4m+3): Construction: The user applies $X^u_{A_{2m,s}} A_{2m,s} Z^u_{B_{2m,s}}$ to $\mathcal{H}_{A,2m,s}$ for $s = 1, \ldots, n_o$.

In the above protocol, the first basis conversion is done as Step 2) before the first unitary operation, Step 4). Since the output state of Step 2) belongs to two-dimensional subspace, the problem (b) is resolved. This is the reason why the first unitary operation is not done before the first basis conversion.

Theorem 1. Protocol[3] is a correct TOQC protocol that satisfies the user-secrecy even with dishonest servers and the server-secrecy even with a dishonest user. Its upload complexity is $(4n^2 + 16n)m$ bits and $n$ qubits. Its download complexity is $4nm$ bits and $n_o$ qubits.

Although Step 1) of Protocol[2] contains quantum communications, when the state $|\psi\rangle$ is limited to basis states for the basis $\{|\psi\rangle\}_{x \in \mathbb{Z}_2}$, the quantum communication in Step 1) can be replaced to classical communication because the masked state is also a basis state. In addition, when the user applies the measurement based on the computation basis in Step 4m+3), Steps 4m+2) and 4m+3) can be replaced by the following Steps;

4m+2): Unitary operation 2m+1: (i) Server A applies unitaries $X^u_{0} H_4(Q_{1,m,u,s},y_{m,s})X^u_{0}$ to $\mathcal{H}_{A,2m,s}$ for $u \in \mathbb{Z}_2$. (ii) Then, Server A applies the measurement $\{|0\rangle, |1\rangle\}$ to the system $\mathcal{H}_{A,2m,s}$ and obtains the outcome $X_s$ for $s = 1, \ldots, n_o$. (iii) Server A sends the outcome $X_s$ for $s = 1, \ldots, n_o$ to User m+1.

4m+3'): Construction: The user calculates $A_{2m,s} + X_s$ for $s = 1, \ldots, n_o$.

In this way, when the above two conditions are satisfied, this protocol does not need quantum communication.

Proof: Complexity: First, we discuss its upload complexity. In Step 1), the size of the transmitted quantum system is $n$ qubits. $Q_{2,1,s}$ and $Q_{3,1,(u,v),(s,t)}$ have 3 bits and 1 bit, respectively, for $(s,t) \in \mathbb{Z}_2^2$ and $(u,v) \in \mathbb{Z}_2^2$. Hence, $Q_{2,1,u}$ and $Q_{3,1,(u,v)}$ have 3n bits and $n(n-1)/2$ bits, respectively, for $(u,v) \in \mathbb{Z}_2^2$. Thus, in Step 1), the user sends $2 \cdot 3n + 4 \cdot n(n-1)/2 = 6n + 2n(n-1) = 2n^2 + 4n$ bits in addition to $n$ qubits to Server A. In Step 3), since $Q'_{1,1,u,s}$ has 2 bits for $s \in \mathbb{Z}_n$ and $u \in \mathbb{Z}_2$, $Q'_{1,1,u}$ has 2n bits for $u \in \mathbb{Z}_2$. Thus, in Step 3), since the sender sends $Q'_{1,1,u}$, $Q'_{3,1,(u,v)}$, and $Q'_{1,1,u}$ to Server B, Step 3) has upload complexity $2n^2 + 8n$. In the same way, Steps 4j-3) and 4j-1) have upload complexity $2n^2 + 8n$. Step 4m+1) has upload complexity $4n$ to send $Q'_{1,m,u}$ for $u \in \mathbb{Z}_2$. Hence, the total upload complexity $(4n^2 + 16n)m$ bits and $n$ qubits.

Next, we discuss its download complexity. Steps 2), 4), 4j-2), and 4j) have download complexity with 2n bits. Step 4m+2) has download complexity with $n_o$ qubits. Hence, the total download complexity $4nm$ bits and $n_o$ qubits.

Correctness:
The state at the end of (i) of Step 3) on $\otimes_{s=1}^{n} H_{B,1,s}$ is the following.

$|\psi_1\rangle$

$$
:= \left( \bigotimes_{(s,t) \in [n]_2} \prod_{(u,v) \in \mathbb{Z}^2} X_u^u X_v^v C_{(s,t)}(Q'_{3,1,(u,v),(s,t)} z_{1,(s,t)}) X_u^u Y_v^v \right) \left( \bigotimes_{s=1}^{n} \prod_{u \in \mathbb{Z}^2} X_u^u T_s(Q'_{2,1,u,s} y_{1,s}) X_u^u \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{1,s}} X_{s}^{A_{1,s}} \right)
$$

$\cdot \left( \bigotimes_{(s,t) \in [n]_2} \prod_{(u,v) \in \mathbb{Z}^2} X_u^u X_v^v C_{(s,t)}(Q_{3,1,(u,v),(s,t)} z_{1,(s,t)}) X_u^u Y_v^v \right) \left( \bigotimes_{s=1}^{n} \prod_{u \in \mathbb{Z}^2} X_u^u T_s(Q_{2,1,u,s} y_{1,s}) X_u^u \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{0,s}} X_{s}^{A_{0,s}} \right)|\psi\rangle

$$
\pm \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{1,s}} X_{s}^{A_{1,s}} \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{0,s}} X_{s}^{A_{0,s}} \right) \left( \bigotimes_{s=1}^{n} C_{(s,t)}(z_{1,(s,t)}) \right)|\psi\rangle,
$$

where the above equation follows from (19) and (20).

The state at the end of (i) of Step 5) on $\otimes_{s=1}^{n} H_{A,2,s}$ is the following.

$|\psi_2\rangle$

$$
:= \left( \bigotimes_{s=1}^{n} \prod_{u \in \mathbb{Z}^2} X_s^u H_s(Q_{1,1,u,s} x_{1,s}) X_s^u \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{1,s}} X_{s}^{A_{1,s}} \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{2,s}} X_{s}^{A_{2,s}} \right) \left( \bigotimes_{s=1}^{n} X_s^u H_s(Q'_{1,1,u,s} x_{1,s}) X_s^u \right)|\psi_1\rangle
$$

$$
\pm \left( \bigotimes_{s=1}^{n} \prod_{u \in \mathbb{Z}^2} X_s^u H_s(Q_{1,1,u,s} x_{1,s}) X_s^u \right) \left( \bigotimes_{s=1}^{n} Y_s^{B_{1,s}} X_{s}^{A_{1,s}+B_{1,s}} \right) \left( \bigotimes_{s=1}^{n} Y_s^{B_{2,s}} X_{s}^{A_{2,s}+B_{2,s}} \right) \left( \bigotimes_{s=1}^{n} X_s^u H_s(Q'_{1,1,u,s} x_{1,s}) X_s^u \right)|\psi_1\rangle
$$

$\pm \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{1,s}} X_{s}^{A_{1,s}} \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{0,s}} X_{s}^{A_{0,s}} \right) \left( \bigotimes_{s=1}^{n} H_s(x_{1,s}) \right) \left( \bigotimes_{s=1}^{n} Y_{s}^{B_{0,s}} X_{s}^{A_{0,s}+B_{0,s}} \right) \left( \bigotimes_{s=1}^{n} Y_{s}^{B_{1,s}} X_{s}^{A_{1,s}+B_{1,s}} \right)|\psi_1\rangle
$$

$$
\pm \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{2,s}} X_{s}^{A_{2,s}} \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{0,s}} X_{s}^{A_{0,s}} \right) \left( \bigotimes_{s=1}^{n} H_s(x_{1,s}) \right) \left( \bigotimes_{s=1}^{n} T_s(y_{1,s}) \right) \left( \bigotimes_{s=1}^{n} C_{(s,t)}(z_{1,(s,t)}) \right)|\psi\rangle,
$$

where (a) follows from (21) and the relation $[Y_s, H_s] = 0$, and (b) follows from (24).

The state at the end of (i) of Step 7) on $\otimes_{s=1}^{n} H_{B,3,s}$ is the following.

$|\psi_3\rangle$

$$
:= \left( \bigotimes_{(s,t) \in [n]_2} \prod_{(u,v) \in \mathbb{Z}^2} X_u^u X_v^v C_{(s,t)}(Q_{3,2,(u,v),(s,t)} z_{2,(s,t)}) X_u^u Y_v^v \right) \left( \bigotimes_{s=1}^{n} \prod_{u \in \mathbb{Z}^2} X_u^u T_s(Q_{2,2,u,s} y_{2,s}) X_u^u \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{2,s}} X_{s}^{A_{2,s}} \right)
$$

$\cdot \left( \bigotimes_{(s,t) \in [n]_2} \prod_{(u,v) \in \mathbb{Z}^2} X_u^u X_v^v C_{(s,t)}(Q_{3,2,(u,v),(s,t)} z_{2,(s,t)}) X_u^u Y_v^v \right) \left( \bigotimes_{s=1}^{n} \prod_{u \in \mathbb{Z}^2} X_u^u T_s(Q_{2,2,u,s} y_{2,s}) X_u^u \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{0,s}} X_{s}^{A_{0,s}} \right)|\psi_2\rangle
$$

$$
\pm \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{3,s}} X_{s}^{A_{3,s}} \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{0,s}} X_{s}^{A_{0,s}} \right) \left( \bigotimes_{s=1}^{n} T_s(y_{2,s}) \right) \left( \bigotimes_{s=1}^{n} C_{(s,t)}(z_{2,(s,t)}) \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{2,s}} X_{s}^{A_{2,s}} \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{0,s}} X_{s}^{A_{0,s}} \right)|\psi_2\rangle
$$

$$
\pm \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{3,s}} X_{s}^{A_{3,s}} \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{0,s}} X_{s}^{A_{0,s}} \right) \left( \bigotimes_{s=1}^{n} T_s(y_{2,s}) \right) \left( \bigotimes_{s=1}^{n} C_{(s,t)}(z_{2,(s,t)}) \right) \left( \bigotimes_{s=1}^{n} H_{s}(x_{1,s}) \right) \left( \bigotimes_{s=1}^{n} T_s(y_{1,s}) \right) \left( \bigotimes_{s=1}^{n} C_{(s,t)}(z_{1,(s,t)}) \right)|\psi\rangle,
$$

where (a) follows from (22) and (23), and (b) follows from (23).

Repeating the above discussion, we find that the state at the end of (i) of Step 4m+2) on $\otimes_{s=1}^{n} H_{A,2m,s}$ is the following.

$|\psi_{2m}\rangle := \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{2m,s}} X_{s}^{A_{2m,s}} \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{0,s}} X_{s}^{A_{0,s}} \right) \left( \bigotimes_{j=1}^{m} \left( \bigotimes_{s=1}^{n} H_{s}(x_{j,s}) \right) \left( \bigotimes_{s=1}^{n} T_s(y_{j,s}) \right) \left( \bigotimes_{s=1}^{n} C_{(s,t)}(z_{j,(s,t)}) \right) \right) |\psi\rangle.$ (27)
Then, Step 4$m$+3) constructs the desired state from $|\psi_{2m}\rangle$.

**Server-secrecy:** Next, we show the server-secrecy even with a dishonest user. Assume that the servers are honest. The user obtains the variables $(A_{k,s}, B_{k,s})$ for $k = 1, \ldots, 2m$ and $s = 1, \ldots, n$, and the quantum system $\rho_{s=1}^{\otimes n} |H_{A,2m,s}\rangle$. These variables are independent of the program $w$. Hence, only the state on the quantum system $\rho_{s=1}^{\otimes n} \text{H}_{A,2m,s}$ is related to the program $w$. Since its dimension is the same as the desired output information, the user does not obtain any information for the program $w$ more than the desired output information. In other words, the user can generate the final state on his/her own whole system by using $\Phi_{\text{ideal}}(w, |\psi\rangle)$, the classical information describing the initial state $|\psi\rangle$, and classical information generated by himself/herself.

**User-secrecy:** Next, we show the user-secrecy even with dishonest servers. Assume that the user is honest. Server A receives the system $\rho_{s=1}^{\otimes n} H_i$ and the variables $Q_{1,j,u}$, $Q_{2,j,u,v}$ for $j = 1, \ldots, m$ and $(u, v) \in \mathbb{Z}_2^2$. Since the state on the system $\rho_{s=1}^{\otimes n} H_i$ is the completely mixed state and these variables are subject to the uniform distribution independently. Since they are independent of $|\psi\rangle$, Server A obtains no information for $|\psi\rangle$. Also, Server B receives the variables $Q_{1,j,u}$, $Q_{2,j,u,v}$, $Q_{3,j,u,v}$ for $j = 1, \ldots, m$ and $(u, v) \in \mathbb{Z}_2^2$. These variables are subject to the uniform distribution independently. Since they are independent of $|\psi\rangle$, Server B obtains no information for $|\psi\rangle$. Therefore, the user-secrecy holds even with dishonest servers.

**VI. PROTOCOL FOR TGDMQC**

Since one-server delegated quantum computation is impossible [29], using Protocol 2, we introduce our two-server GDMQC (TGDMQC) protocol by considering the case when the input is fixed to $|0\rangle^{\otimes n}$ and the read-out measurement is fixed to the measurement based on the computation basis. In this case, the task can be done even when the user makes only classical communication.

**Protocol 3 (TGDMQC protocol).** There are $m+1$ users, Users 1, 2, ..., $m$, $m+1$, and two servers, Servers A and B. Servers A and B are not allowed to communicate with each other. Each user can communicate with both servers with a classical channel. Only Servers A and B are allowed to make quantum operations.

**0): Entanglement Sharing:** Servers A and B prepare $2mn$ copies of the Bell state $\Phi$ on $|H_{A,s} \otimes H_{B,s}\rangle$ for $s = 1, \ldots, n$ and $j = 1, \ldots, 2m$.

**1): Query 1:** User 1 generates $Q_{1,j,u} = (Q_{1,j,u}, s)_{s \in \mathbb{Z}_2^2}$. Since $Q_{3,j,u,v} = (Q_{3,j,(u,v),(s,t)}, s)_{s \in \mathbb{Z}_2^2}$, $Q_{3,j,u,v}_{s,t} \in \mathbb{Z}_2^{[n]}$ at random for $(u, v) \in \mathbb{Z}_2^2$, and sends them to Server A.

**2): Unitary operation 1:** Server A sets the initial state $|0\rangle^{\otimes n}$ on $H_{A,s}$. Server A applies unitaries $X_i T_5 (Q_{2,1,u,v} y_{j-1,s}) X_i^u$ to $H_i$ and $X_i^y X_i Z_i (Q_{3,1,u,v})_{s,t} X_i y_{j-1,s}$ to $H_i \otimes H_i$. Server A applies the Bell measurement $\{|\Phi_{a,b}\rangle\}_{a,b \in \mathbb{Z}_2}$ on $H_i \otimes H_{A,1,s}$ for $s = 1, \ldots, n$. Then, Server A obtains the outcome $(A_1, B_1,s)$ and sends them to User 1 for $s = 1, \ldots, n$. Server A applies unitary $Z_{B,2}^s$ to $H_{A,2,s}$.

**3): Query 2:** User 1 generates $Q'_{2,1,u} = (Q_{2,1,u}, s)_{s \in \mathbb{Z}_2^2}$. Since $Q'_{3,1,u,v}_{s,t} = (Q_{3,1,u,v})_{s,t} X_{s,t}$, $Q'_{2,1,u,v}_{s,t} \in \mathbb{Z}_2^{[n]}$ as

$$Q'_{2,1,u} = -Q_{2,1,u, A_{1,s}, s} + y_{s,t}^2 \delta u A_{1,s},$$

(28)

and

$$Q'_{3,1,u,v}_{s,t} := -Q_{3,1(u,v)_{s,t}} + y_{s,t}^2 \delta u A_{1,s} \delta v A_{2,s} + A_{1,1},$$

(29)

User 1 generates $Q'_{1,1,u} = (Q_{1,1,u}, s)_{s \in \mathbb{Z}_2^2}$ according to the uniform distribution. User 1 sends them to Server B.

**4): Unitary operation 2:** (i) Server B applies unitaries $X_i T_5 \left(Q'_{2,1,u,v} y_{j-1,s} y_{j-1,s}^u \right)$ to $H_{B,1,s}$ and $X_i^y X_i Z_{i} (Q'_{3,1,u,v} y_{j-1,s}) X_i y_{j-1,s}$ to $H_{B,1,s} \otimes H_{B,2,s}$ for $(u, v) \in \mathbb{Z}_2^2$. Then, Server B applies unitaries $X_i T_5 (Q_{3,1,u,v})_{s,t} X_i y_{j-1,s}$ to $H_{B,1,s}$ for $u \in \mathbb{Z}_2^2$. Then, Server B obtains the output $(A_{2,s}, B_{2,s})$ and sends them to Users 1 and 2 for $s = 1, \ldots, n$. Then, Server B applies unitary $Z_{B,2}^s$ to $H_{B,3,s}$.

**We perform the following steps for $j = 2, \ldots, m$.**

**4j-3): Query 2j-1:** User $j - 1$ generates $Q_{1,j-1,u} = (Q_{1,j-1,u}, s)_{s \in \mathbb{Z}_2^2}$ as

$$Q_{1,j-1,u,v} := -Q'_{1,j-1,u} - Q_{2j-2,s}^2 + A_{2j-3,s} + A_{2j-2,s},$$

(30)

Then, User $j - 1$ sends them to Server A. Also, User $j$ generates $Q_{2j-1,u} = (Q_{2j-1,u}, s)_{s \in \mathbb{Z}_2^2}$ and sends them to Server A.

**4j-2): Unitary operation 2j-1:** Server A applies unitaries $X_i T_5 (Q_{2j-1,u} y_{j-1,s} y_{j-1,s}^u)$ to $H_{A,2j-2,s}$ for $u \in \mathbb{Z}_2^2$. Then, Server A applies unitaries $X_i T_5 (Q_{2j-1,u,v} y_{j-1,s}^u)$ to $H_{A,2j-2,s}$.
and $X_s^aY_s^bC_{z(s,t)}(Q_{3,j_i(u,v),(s,t)}\delta_{j_i(s,t)})X_s^a$ to $\mathcal{H}_{A,2j_i-2,s} \otimes \mathcal{H}_{A,2j_i-1,s}$. Server A applies the Bell measurement $(|\Phi_{a,b}\rangle)_{a,b \in \mathbb{Z}_2}$ on $\mathcal{H}_{A,2j_i-2,s} \otimes \mathcal{H}_{A,2j_i-1,s}$ for $s = 1, \ldots, n$. Then, Server A obtains the outcome $(\mathcal{A}_{2j_i-1,s}, B_{2j_i-1,s})$ and sends them to User $j$ for $s = 1, \ldots, n$. Server A applies unitary $Z_{s}^{B_{2j_i-1,s}}X_{s}^{A_{2j_i,s}}$ to $\mathcal{H}_{A,2j_i,s}$.

After Steps with $j = m$, we perform the following remaining steps.

4m+1): Query 2m+1: User $m$ generates $Q_{1,m,u} = (Q_{1,m,u,s}X_s^u)_{s \in \mathbb{Z}_2}$ as (30) with $j = m + 1$. Then, User $m$ sends them to Server A.

4m+2): Unitary operation 2m+1: (i) User A applies unitaries $X_s^aH_u(Q_{1,m,u,s}X_s^u)X_s^a$ to $\mathcal{H}_{A,2m,s}$ for $u \in \mathbb{Z}_2$. (ii) Then, Server A applies the measurement $\{0, 0\}$ to the system $\mathcal{H}_{A,2m,s}$ and obtains the outcome $X_s$ for $s = 1, \ldots, n$. (iii) Server A sends the outcome $X_s$ for $s = 1, \ldots, n$ to User $m+1$.

4m+3): Construction: The user calculates $A_{2m,s} + X_s$ for $s = 1, \ldots, n$.

Theorem 2. Protocol $[3]$ is a correct TGDMQC protocol that satisfies the user-secrecy even with dishonest servers and the server-secrecy even with dishonest users. Its upload complexity is $(4n + 16m)$ bits. Its download complexity is $4mn + n_o$ bits.

Since Protocol $[3]$ works as a TGDMQC protocol, we can realize a variant of TOQC without quantum communication, as explained in Section 4

Proof: Complexity: The calculation of complexity of Protocol $[3]$ is quite similar to the calculation of complexity of Protocol $[2]$. Their difference is the following. While Step 1 of Protocol $[2]$ has transmission of a quantum system with $n$ qubits, Step 1 of Protocol $[3]$ has no transmission of quantum system. While Step 1 of Protocol $[2]$ has transmission of a quantum system with $n$ qubits, Step 1 of Protocol $[3]$ has transmission of $n_o$ qubits. Considering this difference, we can calculate the the complexity of Protocol $[3]$ from the complexity of Protocol $[2]$. Correctness:

Similar to (24) in the proof of Theorem 1, the state at the end of (i) of Step 3 on $\mathcal{H}_{A,1,s}$ is the following.

$$|\psi_1\rangle$$

$$:= \left( \bigotimes_{(s,t) \in \mathbb{Z}_2^2} X_s^aY_s^bC_{z(s,t)}(Q_{3,j_i(u,v),(s,t)}\delta_{j_i(s,t)})X_s^a \right) \left( \bigotimes_{s=1}^{n} X_s^aT_s(Q_{2,1,u,s}X_s^u)X_s^a \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{2j_i-1,s}}X_{s}^{A_{2j_i,s}} \right)$$

$$\cdot \left( \bigotimes_{(s,t) \in \mathbb{Z}_2^2} X_s^aY_s^bC_{z(s,t)}(Q_{1,1,u,s})Z_{s}^{B_{0,s}}X_{s}^{A_{0,s}} \right) \left( \bigotimes_{s=1}^{n} T_s(Y_{s}X_{s}^u)X_s^a \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{0,s}}X_{s}^{A_{0,s}} \right)$$

$$= \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{2j_i-1,s}}X_{s}^{A_{2j_i,s}} \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{0,s}}X_{s}^{A_{0,s}} \right) \left( \bigotimes_{s=1}^{n} T_s(Y_{s}X_{s}^u)X_s^a \right) \left( \bigotimes_{s=1}^{n} Z_{s}^{B_{0,s}}X_{s}^{A_{0,s}} \right) \left( \bigotimes_{(s,t) \in \mathbb{Z}_2^2} C_{z(s,t)}(z_{1,1,s}^u) \right) 0^{16n},$$

where the above equation follows from (28) and (29). Repeating the same discussion as the proof of Theorem 1, we find that the state at the end of (i) of Step 4m+2)
on $\otimes_{s=1}^{n} H_{A,2m,s}$ is the following.

$$|\psi_{2m}\rangle := \left(\bigotimes_{s=1}^{n} Z^{B_{2m,s}}X_{s}^{A_{2m,s}}\right) \prod_{j=1}^{m} \left(\bigotimes_{s \in [n]} H_{s}(x_{j,s} \cdot x'_{j,s})\right) \left(\bigotimes_{s \in [n]} T_{s}(y_{j,s} \cdot y'_{j,s})\right) \left(\bigotimes_{(s,t) \in [n]_2} C_{Z,(s,t)}(z_{j,(s,t)} \cdot z'_{j,(s,t)})\right) |0\rangle^\otimes n. \quad (34)$$

Then, Step $4m+3$) constructs the desired outcome.

**Server secrecy:** Next, we show the server-secrecy even with dishonest users. Assume that both servers are honest and all users collude and are dishonest. The users obtain the variables $(A_{k,s}, B_{k,s})$ for $k = 1, \ldots, 2m$ and $s = 1, \ldots, n$, and the variables $X = (X_1, \ldots, X_n)$. These variables $(A_{k,s}, B_{k,s})$ are independent of the program $w$. Hence, only the variables $X$ are related to the program $w$. Since its size is the same as the desired output information, the users do not obtain any information for the program $w$ more than the desired output information. In other words, the users can generate the final state on their own whole system by using the desired output information and classical information generated by themselves.

**User secrecy:** Assume that a set of users $\Theta \subset [m]$ are honest. Since $Q_{2,j,n}$, $Q_{3,i,j,(a,v)}$, and $Q_{1,i,j}$ are independently subject to the uniform distribution for $j \in \Theta$, Server A obtains no information for $\{(x'_j, y'_j, z'_j)\}_{j \in \Theta}$. In the same way, Server B obtains no information for $\{(x'_j, y'_j, z'_j)\}_{j \in \Theta}$ for $j' = 1, \ldots, m$. User $j'$ with $j' = 1, \ldots, m$ receives the variables $(A_{2j'-1,s}, B_{2j'-1,s})$ and $(A_{2j',s}, B_{2j',s})$ for $s = 1, \ldots, n$, which are independently subject to the uniform distribution. User $j'$ obtains no information for $\{(x'_j, y'_j, z'_j)\}_{j \in \Theta \setminus \{j'\}}$ for $j' = 1, \ldots, m$. Also, User $m+1$ obtains no information expect for $X$, i.e., User $m+1$ can recover the final state on his/her whole system from $X$ and classical information generated by himself/herself. In addition, even when users in $[m+1] \setminus \Theta$ collude, they obtain no information except for $X$, i.e., they can recover the final state on their whole system from $X$ and classical information generated by themselves. Hence, the user-secrecy holds.

**VII. CONCLUSION**

We have proposed a new concept, oblivious quantum computation (OQC), and have introduced its efficient protocol with two servers. In this protocol, two servers cannot be communicated with each other, but share many prior entangled states. The input state is masked by the random application of Pauli operators. The quantum state is transferred between two servers alternately via quantum teleportation. The user asks each server to apply various unitaries such that unnecessarily unitary operations are canceled and the request to each server behaves as a completely random request.

Our protocol is based on the universal gate set composed of the controlled Z operation, the modification Hadamard gate $H$, and the 1/8-phase gate $T$. When the number of gates is $m$ and the inputs are composed of $n$ qubits, the communication complexity of our protocol is upper bounded by $2n^2m + 20nm$ bits plus $2n$ qubits. In contrast, even when the input is restricted into basis states in the $n$ qubits, the application of the conventional protocol for two-server oblivious transfer requires communication complexity with exponential size for $n$. Hence, when the number $m$ of gates is a polynomial, our protocol offers an exponential improvement over existing methods.

In addition, we have introduced an additional concept, generalized delegated multiparty quantum computation (GDMQC), by generalizing delegated multiparty quantum computation (DMQC). In Section VI, modifying our two-server protocol for OQC, we have proposed a two-server protocol for GDMQC, whose basic idea is the same as our protocol for OQC.

There are still several other remaining problems. Since the concept, GDMQC, is very broad, we can expect that it covers various problem settings. Therefore, it is an interesting future problem to find its fruitful applications. In addition, the papers [31–36] discussed the case when servers potentially collude, but there are more than two servers. It is an interesting remaining problem to extend our results to the above case with colluding servers.

Further, our two-server protocol for GDMQC contains a two-server protocol for conventional delegated quantum computation [13–22] as a special case by assuming that there is only one user and the servers’ program $w$ is $e$. Indeed, it could be possible to verify this delegated quantum computation protocol by inserting check bits. However, it is not easy to evaluate how many check bits are needed to achieve a given precision level because it is difficult to evaluate the probability of detecting an error with a given dishonest server’s operation. In fact, once the above detecting probability is evaluated, it is possible to evaluate the quality of verification by using existing results of the verification with the non-iid setting [37]. This evaluation is another interesting remaining problem.
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