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Abstract: Generally, to make a campaign, startup, or any innovative idea successful requires some amount of donation. Fundraising or let us say Crowdfunding is an efficient way to raise money for your ideas, campaigns, startups etc. There are a lot of platforms available online and they provide space for setting up your own campaign so that you can get funds for your campaign, people can go and contribute to any idea they like and get benefit from the pledge that you make. Certainly, there are lot of drawbacks to this model. There is no transparency and no assurance that your money is being put to the right use, there are charges to use the platform and many other issues. We try to over come these issues by making a fundraising platform using smart contract in solidity. This will be more secure as it uses Ethereum blockchain to make all the transactions and all the transactions are ethereum based. Not only this but the contributors have the right to vote for a transaction and only when a minimum consensus is achieved the requested transaction can be made. Contributors can have their own pool of contributors which can be achieved by multi-signature wallet. By creating a multi-signed wallet, there will be two factor authentication mechanism to access funds, which are related more to security concerns. This not only enables a transparent transaction but also develops trust in the users of the platform. This not only resolves major drawbacks faced in the current live non blockchain based platforms like Kickstarter but also brings in more efficient platform to serve the purpose.
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I. INTRODUCTION

Today’s era is the era where count to people choosing self employment as an option is increasing day by day. People are getting more innovative and are being exposed to the current trends and new technological advancements. This has not only resulted in better and innovated products but has also increased the number of start-ups. As the number of start-ups have increased they require more amount of funds in order to have a kickoff to their idea. This is where the fund raising platforms come into play.

These platforms help start-ups, ideas, people who need donations or any other organization or personal who need funds to establish a campaign to raise funds for a cause. But these platforms are not completely secure and are not contributor centric.

They aren’t transparent and the funds are directly transferred to the campaign creator’s account which can be used by him/her in any way they want without any track of how the money is spent the contributors are left out without any assurance.” The present fundraising platforms have a lot of drawbacks they are not at all contributor friendly and help have been the abode of lot of scams where the campaign creator took all the money that they have raised and used it for their selfish motives and established the fact that these platforms need improvement and are a serious concern because some of the campaigns raise funds that are amounting to a large amount of money. The following are the drawbacks in the current model.

1. No Transparency
2. High Service charges by platform
3. No record of transactions
4. No Contributor guarantee Policy
5. Blockchain in an incorruptible ledger that keeps track of all the transactions.

All the records are stored in the node in a decentralized network where track of each and every transaction can be done. Ethereum allows running applications in blockchain using solidity. These smart contracts are coded using a high level programming language solidity.” “The proposed system uses this concept of smart contracts to make a platform that over comes the issues that are there in the current live model for online crowdfunding or fundraising. All the transactions will be under a record and will be done using a crypto currency like ether and it’s denominations. The contributor has full control over the investment that they make. This is done using the request approval module. The campaign manager will have to make request if he wants to make any transaction. This way the proposed system will be.

1. Trustful
2. Contributors control money
3. Recorded transaction
4. Contributor Guarantee Policy
5. Secured storage of money

II. LITERATURE SURVEY

[1] Afifa Ayman & Amna Aziz & Amin Alipour & Aron Laszka in their paper on development on smart contract and development state. smart contract platforms are decentralized and trustworthy of general purpose computation that is smart contracts. These are applicable to a wide range of fields be it finance where money is involved or health or management.
We made a smart contract in solidity which is a ethereum based smart contract development language. Solidity is a statically-typed programming language designed for developing smart contracts that runs on the JVM.

IV. IMPLEMENTATION

We made a smart contract in solidity which is an ethereum-based smart contract development language. Solidity is a statically-typed programming language designed for developing smart contracts that run on the JVM.

III. PROPOSED WORK

We discuss how blockchain technology can effectively and securely handle the relationship between fundraisers, platforms and investors. The propose system is better than the previous crowdfunding platforms because it provides various additional benefits to track the money that an investor spends in the campaign. This type of approach by using a Ethereum smart contract where contributors have an idea of where their money is being sent to, and they have the ability to review these spending requests before the money gets spent. The control lies in the congress of investors who collectively decide whether to pass or not to pass a payment to the vendor collectively. It gets passed only when more than 51% of the investors agrees to it. This is done using consensus protocol.

Main functionality of the contract is to have a group manager who has the access to a log book. This keeps track of all the transactions and can only be accessed by the manager. Manager can add members as owner to the wallet. These people can add money to the wallet and withdraw the amount from the wallet provided it is less than what they have deposited. This whole system provides an ability to trace the on goings in the pool of the owners.

We used web3 to compile our contract in the blockchain as web3 is a collection of libraries which allows us to interact with the Ethereum node. Using web3 we can retrieve user account, send transactions and interact with smart contracts.

The compile script in java script after compilation produces ABI and bytecode, these are stored in a separate file and then used in the deploy script using various web3 and node commands to deploy the contract into the Ethereum blockchain, after the deployment is completed, we get the address at which the contract is deployed.

We have made it even made [6] Multi-Signature Wallets. These allow us to have a collection of money in the wallet with multiple owners and further it helps in implementing group signatures in them. This further increases the security and helps in making the system a tractable and more efficient as there is a group manager who keeps the track of all the transactions and any malpractice within the group can be easily identified with it.

This MultiSig wallet contract constitutes of the following modules.

Main functionality of the contract is to have a group manager who has the access to a log book. This keeps track of all the transactions and can only be accessed by the manager. Manager can add members as owner to the wallet. These people can add money to the wallet and withdraw the amount from the wallet provided it is less than what they have deposited. This whole system provides an ability to trace the on goings in the pool of the owners.

[7] We used Infura which helps in running our application without setting up our Ethereum wallet. It also helps in the transaction signing as well as connection to the Ethereum network.

As displayed in figure 1, the flow diagram of our fundraising portal is shown.
V. CONCLUSION

In this paper, we proposed a fresh linkable group signature based on the Consortium Blockchain to achieve the goal which tracing the real-world identity in anonymous cryptocurrencies. These solidity based contracts that run on an Ethereum blockchain enable us to make more secure, transparent and trusted platform for fundraising. This platform not only is free to use because it does not have a third party involvement but it also keeps the track of all the transaction that takes place. More over it gives the contributors to know exactly where their money is and how they want it to be used by using a voting based consensus mechanism this enables the platform to be trusted and secured. Smart contracts are developing technologies that can be implemented in various performing platforms for making the system more secure and trusted.

RESULT

We proposed a fresh linkable group signature based on the Consortium Blockchain chain to achieve the goal which tracing the real world identity in anonymous cryptocurrencies.
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