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Abstract. Certificateless signature (CLS) scheme as an important filed of cryptography has a wide range of applications, such as information security, network security and so on. But, in the CLS scheme, the public key of the signer is generated directly by the signer itself without the verification of the trusted third part, so the public key easily is replaced by the malicious users which lead to the forgeability of the signature. In this paper, we show three CLS schemes proposed recently which have high efficient with short signature are not secure and the malicious user can forge a signature by replacing the public key of the signer. In the same, we also present three improved CLS schemes with simple modifying based on the original CLS schemes respectively. We also make a simple security analysis and efficiency analysis on the three improved CLS schemes. The analysis shows that the improved schemes not only can overcome the security problem but also almost have the same efficiency with the original CLS schemes.

1. Introduction
Certificateless signature (CLS) system has an important role in the security field. CLS which is a research hot recently [1-5] has extensive applications in many scenes, such as electronic pay, ad hoc network and so on. In CLS scheme, there exist two types of attacks. One is the malicious user who does not the master key of the system and the partial private key, but it can replace the public key of the user. Second is the malicious KGC (Key Generation Center) who knows the master key and the partial private key, but it cannot replace the public key of the user. Generally, a security CLS scheme ought to can resist to the attack from the above two types of enemy. Till now, many CLS schemes have been proposed [6-9]. However, [10,11] is proved to be insecure and cannot resist to the first type of attack. [12] is proved to cannot resist to the second type of attack.

Recently, Zuo et al. propose two CLS schemes [13,14] with short signature and high efficient. And they also prove the security of their CLS scheme in the random oracle. In 2020, Zuo et al. propose a certificateless signature scheme with short signature and double KGCs [15] which can reduce the harm from the simple KGC and also can solve the efficiency bottleneck of simple KGC. However, in this paper, we point out that their three CLS schemes are not secure. The malicious user can forge the signature by replacing the public key of the user, namely, the three CLS scheme does not satisfy the first type of attack. We also give three simple improvements and some security and efficiency analysis for these schemes.

2. Review And Security Analysis Of The FR-CLS- Zuo Scheme
Here, we first look back the Zuo et al.’s CLS scheme [13] and then show that the security analysis of Zuo et al.’s CLS scheme, finally we give a simple improved method.
2.1. Review of FR-CLS-ZUO Scheme

Zuo et al.’s CLS (FR-CLS-ZUO) scheme [13] includes the following algorithms.

- System Parameter Setup: Assume that $e$ is a bilinear map $G_1 \times G_1 \rightarrow G_T$ and $g$ is a generator of $G_1$. And define $H_1 : \{0,1\}^* \rightarrow Z_q^*$ and $H_2 : \{0,1\} \times G_1 \rightarrow Z_q^*$ to be two one-way hash functions. KGC (Key Generator Center) computes $y_{kgc} = x_{kgc}g$ where $x_{kgc} \in_R Z_q^*$ is the master key. The algorithm outputs the system public parameters $\{G_1, k, G_T, e, g, y_{kgc}, H_1, H_2\}$.

- Secret Value Setup: A user $A$ with the identity $ID_A$ computes $y_A = x_A g$ with $x_A \in_R Z_q^*$.

- Partial Private Setup: KGC computes $K_A = H_i(ID_A, y_A), d_A = \frac{K_A}{x_{kgc} + K_A} g$. And KGC sends secretly $d_A$ to $A$.

- Public-Private Key Setup: $A$ computes $T = y_{kgc} + K_A g$, $Y = x_A T$, Then $(x_A, d_A)$ and $(y_A, Y)$ are the private and public key for $A$.

- Signature Setup: Given a message $m \in \{0,1\}^*$, $A$ computes the signature $S$ for $m$.

$$h = H_2(m, ID_A, Y), \quad S = \frac{1}{x_A + h} d_A.$$  

- Verification Setup: The verifier computes $K_A = H_i(ID_A, y_A), h = H_2(m, ID_A, Y)$, and verifies if

$$e(S, K_A^{-1}(Y + hT)) = e(g, g).$$

2.2. Security Analysis and Simple Improvement of The FR-CLS-ZUO Scheme

We first give a security analysis on the FR-CLS-ZUO scheme, and then give a simple improvement.

2.2.1. Security analysis. Here, we show that FR-CLS-ZUO scheme is not secure and cannot resist the first type of forge attack. In other words, the enemy can forge a signature when it does not the master of KGC but it can replace the public key of the user. Assume that the identity which the enemy wants to attack is $ID_A$ and the message which the enemy wants to forge signature on is $m'$. Then the enemy does as follows.

- Choose $x_A^* \in_R Z_q^*$ and $x_B^* \in_R Z_q^*$, then the enemy computes

$$Y^* = x_A^* g, T^* = x_B^* g, h^* = H_2(m', ID_A, Y^*),$$

$$K_A^* = H_i(ID_A, y_A), S^* = K_A^*(x_A^* + h^* x_B^*)^{-1} g.$$  

Then, $S^*$ is the forged signature on message $m'$.

- $(m^*, S^*)$ is a valid signature because

$$e(S^*, K_A^{-1}(Y^* + h^* T^*)) = e(K_A^*(x_A^* + h^* x_B^*)^{-1} g, K_A^{-1}(Y^* + h^* T^*))$$

$$= e(K_A^*(x_A^* + h^* x_B^*)^{-1} g, K_A^{-1}(x_A^* g + h^* x_B^* g))$$

$$= e(K_A^*(x_A^* + h^* x_B^*)^{-1} g, K_A^{-1}(x_A^* + h^* x_B^* g)) = e(g, g).$$

2.2.2. Simple improvement. From the above security analysis, it can find that the main reason that the enemy can forge successfully is because $T$ can be modified by the enemy and does not any verify on $T$. Therefore, the improved method is to make $T$ be unmodified in the process of verification setup. In fact, it can find from the FR-CLS-ZUO scheme $T = y_{kgc} + K_A g$ which is more suitable to appear in the verification equal. So, the improved scheme is as follows.
Verification Setup: The verifier computes
\[ K_A = H_1(ID_A, y_A), h = H_2(m, ID_A, Y), \]
and verifies if
\[ e(S, K_A^{-1}(Y + h(y_{kgc} + K_A g))) = e(g, g). \] (1)
The other parts are the same with the original FR-CLS-ZUO scheme.

- Security and efficiency Analysis. In new verification equal (1), if the enemy wants to replace the \( Y^* \), then the enemy must know the master key \( x_{kgc} \) to construct the \( S \) which satisfies the verification equal (1). In other hand, if the enemy knows the master key \( x_{kgc} \) but cannot replace the public key. In this situation, \( Y \) must hold the construction \( x_g \) where \( x \in R Z_q^* \) but it is unable because \( Y (Y = x_A T) \) cannot be replaced. Therefore, the improved scheme can overcome the above attack.

On the efficiency, the improved scheme only adds a point add \( y_{kgc} + K_A g \) in Verification Setup. And it does not add any computation in signature setup. So, the improved scheme almost is the same efficiency with the original FR-CLS-ZUO scheme.

3. Review and Security Analysis of the Se-CLS- Zuo Scheme

Here, we present the second ZUO et al.’s CLS scheme [14] on its review, security analysis and simple improvement.

3.1. Review of FR-CLS-ZUO Scheme
The Zuo et al.’s CLS (SE-CLS-ZUO) scheme [14] includes the following algorithms.

- System Parameter Setup: Assume that \( P \) is a generator of \( G_1 \). Set \( g = e(P, P), y_{pub} = sP \) where \( s \in R Z_q^* \) is the master key. The algorithm outputs the system public parameters \( \{ G_1, k, G_F, e, g, P, y_{pub}, H_1, H_2 \} \).
- Secret Value Setup: A user \( ID \) computes \( y_{ID} = x_{ID} g \) with \( x_{ID} \in R Z_q^* \).
- Partial Private Setup: KGC computes \( Q_{ID} = H_1(ID, y_{ID}), k = H_1(ID, timestamp), K = kP, d_{ID} = \frac{k}{s + Q_{ID}} P \). And KGC sends secretely \( (d_{ID}, K) \) to \( ID \).
- Public-Private Key Setup: \( ID \) computes \( pk_{ID} = y_{ID} y_{pub} + Q_{ID} y_{ID} \). Then \( (x_{ID}, d_{ID}) \) and \( (y_{ID}, pk_{ID}, K) \) are the private and public key for \( ID \).
- Signature Setup: Given a message \( m \in \{0,1\}^* \), \( ID \) computes the signature \( S \) for \( m \).
\[ h_{ID} = H_2(ID, m, pk_{ID}), S = \frac{1}{x_{ID} + h_{ID}} d_{ID}. \]
- Verification Setup: The verifier computes \( Q_{ID} = H_1(ID, y_{ID}), h_{ID} = H_2(ID, m, pk_{ID}) \), and verifies if
\[ e(S, pk_{ID} + h_{ID}(y_{pub} + Q_{ID} P)) = e(K, P). \]

3.2. Security Analysis and Simple Improvement of The SE-CLS- ZUO Scheme

3.2.1. Security analysis. Here, we show that SE-CLS-ZUO scheme as above cannot resist the first type of forge attack. Assume that the identity which the enemy wants to attack is \( ID^* \) and the message which the enemy wants to forge signature on is \( m^* \). Then the enemy does as follows.
• Choose $a^* \in R \ Z^*_q$, then the enemy computes

$$Q_{ID}^* = H_1(ID^*, y_{ID}), h_{ID}^* = H_2(ID, m^*, pk_{ID}), S^* = a^*P, K^* = a^*(pk_{ID} + h_{ID}^*(y_{pub} + Q_{ID}^*P)).$$

Then, $S^*$ is the forged signature on message $m^*$.

• $(m^*, S^*)$ is a valid signature because

$$e(S^*, pk_{ID} + h_{ID}^*(y_{pub} + Q_{ID}^*P)) = e(a^*P, pk_{ID} + h_{ID}^*(y_{pub} + Q_{ID}^*P)) = e(P, a^*(pk_{ID} + h_{ID}^*(y_{pub} + Q_{ID}^*P))) = e(P, K).$$

3.2.2. Simple improvement. From the above security analysis, it can find that the main reason that the enemy can forge successfully is because $K$ can be modified by the enemy and does not any verify on $K$. Therefore, the improved method is to make $K$ be unmodified in the all parts of the full scheme. The improved method is as follows.

• Modify the computation of $Q_{ID}$ and $h_{ID}$ as follows $Q_{ID} = H_1(ID, y_{ID}, K), h_{ID} = H_2(ID, m, pk_{ID}),$ The other parts are the same with the original SE-CLS-ZUO scheme.

• Security and efficiency Analysis. By modifying $Q_{ID}$ from $Q_{ID} = H_1(ID, y_{ID})$ to $Q_{ID} = H_1(ID, y_{ID}, K)$ and $h_{ID}$ from $H_2(ID, m, pk_{ID})$ to $H_2(ID, m, pk_{ID}, K)$, it makes the enemy be unable to modify $K$. Because if the enemy wants to modify $K$, it must can compute the inputs of $H_1$ and $H_2$ which is contradictory to the one-way of $H_1$ and $H_2$ defined. Therefore, the improved scheme can overcome the above attack.

On the efficiency, the improved scheme only adds an input of $H_1$ and $H_2$. And it does not add any other computational cost. So, the improved scheme almost is the same efficiency with the original SE-CLS-ZUO scheme.

4. Review and Security Analysis of the TH-CLS-Zuo Scheme

Here, we present the second Zuo et al.’s CLS scheme [15] on its review, security analysis and simple improvement.

4.1. Review of TH-CLS-Zuo Scheme

The Zuo et al.’s CLS (TH-CLS-ZUO) scheme [15] includes the following algorithms.

• System Parameter Setup: Assume that $P$ is a generator of $G_1$. KGCA Computes $y_A = x_A P$, and KGCB computes $y_B = x_B P$, $T = x_B y_A = x_B x_A P$ where $x_A, x_B \in R \ Z^*_q$ is the master key for KGC1 and KGC2 respectively. The algorithm outputs the system public parameters \{$G_1, G_2, e, P, T, H_1, H_2, y_A, y_B$\}.

• Partial Private Setup: Given the user $ID$, KGCA computes $Q_{ID} = H_1(ID)$, $d_A = \frac{1}{x_A + Q_{ID}}P$. And KGCA sends secretly $d_A$ to KGCB. KGCB computes $Q_{ID} = H_1(ID)$, $d_{ID} = \frac{1}{x_B + Q_{ID}}d_A$. And KGCB sends secretly $d_{ID}$ to $ID$.

• Secret Value Setup: A user $ID$ chooses $x_{ID} \in R \ Z^*_q$, and $(x_{ID}, d_{ID})$ is secret value.

• Public Key Setup: $ID$ computes $Q_{ID} = H_1(ID), R = T + Q_{ID} y_A + Q_{ID} y_B + Q_{ID}^2 P$, $pk_{ID} = x_{ID} R$. Then $y_{ID}$ is the public key for $ID$.\n
4
4.2. Security Analysis and Simple Improvement of The TH-CLS- ZUO Scheme

4.2.1. Security analysis. Here, we show that TH-CLS-ZUO scheme has the same security problem as the above FR-CLS-ZUO scheme. Assume that the identity which the enemy wants to attack is ID* and the message which the enemy wants to forge signature on is m*. Then the enemy does as follows.

- Choose \( r_1^*, r_2^* \in R \) \( Z_q \), then the enemy computes
  \[
  R' = r_1^* P, \quad pk_{ID}^* = r_2^* P.
  \]
  \[
  h^* = H_2(m^*, pk_{ID}^*), \quad S^* = (h^* r_1^* + r_2^*)^{-1} P.
  \]

Then, \( S^* \) is the forged signature on message \( m^* \).

- \( (m^*, S^*) \) is a valid signature because
  \[
  e(S^*, h^* R' + pk_{ID}^*) = e((h^* r_1^* + r_2^*)^{-1} P, h^* r_1^* P + r_2^* P) = e((h^* r_1^* + r_2^*)^{-1} P, (h^* r_1^* + r_2^*) P) = e(P, P).
  \]

4.2.2. Simple improvement. From the above security analysis, it can find that the main reason that the enemy can forge successfully is similar to the FR-CLS-ZUO’s. Therefore, the improved method is to make \( R = T + Q_{ID} y_A + Q_{ID} y_B + Q_{ID}^2 P \) appear in the verification equal directly. So, the improved scheme is as follows.

- Verification Setup: The verifier computes \( h = H_2(m, pk_{ID}) \), and verifies if
  \[
  e(S, h(T + Q_{ID} y_A + Q_{ID} y_B + Q_{ID}^2 P) + pk_{ID}) = e(P, P)
  \]
  (2)

The other parts are the same with the original TH-CLS-ZUO scheme.

- Security and efficiency Analysis. The security analysis is similar to the FR-CLS-ZUO’s, if the enemy wants to replace the \( pk_{ID} \), then the enemy must know the input of \( H_2(m, pk_{ID}) \) which is contradictory to the one-way of \( H_2 \). In other hand, if the enemy knows the master keys \( x_A, x_B \) but cannot replace the public key. In this situation, \( pk_{ID} \) must hold the construction \( xP \) where \( x \in R \) \( Z_q \) but it is unable because \( pk_{ID} = x_{ID} R \) cannot be replaced. Therefore, the improved scheme can overcome the above attack.

On the efficiency, the improved CLS scheme only adds three point additions \( T + Q_{ID} y_A + Q_{ID} y_B + Q_{ID}^2 P \) in Verification Setup. And it does not add any computation in the signature setup. So, the improved CLS scheme almost is the same efficiency with the original TH-CLS-ZUO scheme.

5. Conclusions

In this paper, three CLS schemes are been looked back. Some security analyses on these CLS schemes also are showed. By security analysis, it can see that the three CLS schemes all are not secure and they
can be forged by the malicious user. Some simple improvement on these CLS schemes also are been given. At the same, this paper also gives a simple security analysis and efficiency analysis on the improved CLS schemes. The analysis shows that the improved CLS schemes can overcome the existed security drawbacks with almost the same efficiency.
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