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Abstract: The aim of this work is to detect communities of stakeholders at the port of Hamburg regarding their communication intensity in activities related to risk management. An exploratory mixed-method design is chosen as a methodology based on a compact survey and semi-structured interviews, as well as secondary data. A compact survey at the port of Hamburg is utilized to address the communication intensity values among stakeholders. Based on 28 full responses, the data is extracted, cleansed, and prepared for the network analysis using the software “Gephi”. Thereafter, the Louvain community detection algorithm is used to extract the communities from the network. A plausibility check is carried out using 15 semi-structured interviews and secondary data to verify and refine the results of the community analysis. The results have revealed different communities for the following risk categories: (a) natural disasters and (b) operational and safety risks. The focus of cooperation is on the reactive process and emergency plans. For instance, emergency plans play an important role in the handling of natural disasters such as floods or extreme winds.
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1. Introduction

Many organizations nowadays face multiple challenges due to globalization and continuous technological development. These challenges are associated with various risks that should be identified to prevent or mitigate any negative outcome on the economy, the environment, and the health and safety of people.

In a global supply chain and international logistics network, a seaport is a critical link. Seaports are no longer limited to only a part of the supply chain but are also being developed as strategic trade links between countries. They are a junction of cooperation between countries, including transportation, logistics, tourism, and energy. Moreover, they are important logistics hubs where different operations take place: the seaside, for loading and unloading vessels; the storage area, for storing and handling the numerous loads as well as the landside, for distributing the freight using various transport modes [1].

In seaports, a number of risks can occur near residential and industrial areas, potentially exposing people to accidents. Ports are also vulnerable to seismic motion and other natural disasters. If a risk occurs, it can quickly spread throughout the port region and have far-reaching negative consequences.

Seaport stakeholders interact with one another in different risk scenarios, with each seaport having a unique network structure. These network structures reflect the complex operations that are carried out at seaports and play an important role in the knowledge transfer among organizations and entities [2]. Different actors within a network can solve different but interconnected problems [3]. Strong ties within the network increase the degree of cooperation and visibility among its members. Therefore, knowledge transfer can utilize the network structure to strengthen the cooperation among a seaport’s stakeholders. For this reason, cooperative risk management can play an important role in efficiently...
mitigating varying sources of risks, such as natural disasters, oil spills, and the explosion of gases and chemicals at seaports.

The objective of this work is to detect communities of stakeholders at the port of Hamburg with regard to their communication intensity in activities related to risk management. Examining core stakeholder categories for risk management and their communication structure can facilitate the efficient management of risks during each phase of the risk management process during prevention and response. Therefore, this research paper tackles the following research questions: (i) which stakeholder categories are relevant for risk management in seaports? (ii) How do stakeholders at seaports interact with one another with regards to risk management activities? (iii) Who are the core actors in the communication and coordination of activities related to risk management in the port of Hamburg? The analysis is carried out for safety and operational risks as well as natural disasters such as the handling of dangerous goods and hurricanes. This study also analyzes theoretical and practical implications concerning cooperation, network structure, and the roles and responsibilities within a community. The comparison between different risk sources will facilitate a deeper analysis of these aspects.

The results of this paper will be used to develop a prescriptive process model for cooperative risk management in seaports to guide stakeholders in every phase of the risk management process. In this model, we will use the results of this paper to understand risk governance in seaports, as well knowledge creation, transfer, sharing, and application. Furthermore, the results can be used to compare the stakeholder network for risk management among several core seaports at the Baltic Sea Region as well as the North Sea Region. This comparison can be based on stakeholder structure, process and risk owners, cores stakeholder categories as well as their roles and responsibilities. Several measures can be used to evaluate the impact of a network on risk management. These include, for instance, the availability of complete and reliable data as well as information to carry out risk management-related activities, and the network centrality that affects the communication efficiency.

The remainder of this paper is structured as follows: Section 2 starts with a brief overview of seaports, risk management, network structure, community detection, along with related work. Thereafter, Section 3 describes the methodology of the paper, and Section 4 presents the results of the network analysis and community detection. In Section 5, theoretical and practical implications extracted from this research are elaborated. Lastly, the conclusion, limitations, and outlook of the conducted research are presented.

2. Literature Review

2.1. Seaports and Their Stakeholders

Seaports are often located in densely populated areas, with operational activities (e.g., loading and unloading of dangerous goods) conducted in close vicinity to vulnerable urban environments. In Germany, for example, according to the Federal Office of Statistics, 42.6 million tons of dangerous goods have been transported by sea and 46.8 million tons on inland waterways in 2016. These volumes are transshipped at ports, and they account, together, for approximately 31% of the total amount of dangerous goods transported [4].

While a seaport’s core function is transport integration, it may also become a major urban center, and an influential factor in national and regional development. Any seaport or seaport system must be viewed in national, regional, and international terms, and in relation to the various factors that influence its development and operation [5]. The economic function of a seaport—according to [6]—is to increase the producer and consumer’s surplus of those who originate the exports and who ultimately consume the imports passing through it, respectively.

The management of seaports is complex since it involves consideration and active monitoring of different operations as well as the concerns of all stakeholders. The operational activities at seaports such as bunkering and berth allocation operations are linked with different policies, management strategies as well as optimization approaches.
To carry out actions and decisions, port managers and operators should pay particular attention to the interests of stakeholders who are most critically and intimately involved [11,12].

According to [13], stakeholders in seaports can be categorized into two groups: internal and external. Internal stakeholders can be considered as an integral part of the seaport and are thereby connected directly to its operations. In contrast, external stakeholders are only linked indirectly to the operations conducted on the seaport premises [14].

2.2. Risk Management

In port facilities, many risk sources can be triggered by various threats. To classify them in an understandable manner, two main risk groups are presented: natural and man-made risk groups [15]. Natural risks occur ordinarily in the natural environment [16]. They endanger societies and organizations since they take place due to uncontrollable variations in the physiognomies of the planet, such as geologic, volcanic, seismic, or mass movement variations [17].

Unlike natural disasters, man-made risks relate to intentional or unintentional actions that can potentially trigger danger to people or organizations [17]. A man-made risk occurs mainly as a consequence of one or more intentional or negligent human actions. Depending on the type of activity, situation, and consequence, risk groups can further be distributed in different categories, including operational, technical and technological, organizational, and environmental [18]. Both natural disasters and crises resulting from man-made risks are linked with seaport disruptions that are investigated by various authors (see [15,19–21]). These disruptions can greatly impact supply chains, the environment, as well as the health and safety of people.

Risk management must therefore be integrated into the core processes as well as the organizational culture. Failure to set and communicate a specific risk management strategy can lead to a significant failure to adequately manage the risks faced by an organization [22]. Different interpretations and customized steps exist when it comes to the risk management process. For instance, [23] mentions, in his book, a risk management process that consists of risk identification, assessment, prioritization, implementation, and tracking. In addition, [24] considers a four-step process scheme involving identification, evaluation, control, and monitoring. Furthermore, the risk management process requires proper governance to standardize, monitor, and improve the current implemented process, methods, measures, and communication means and devices [25].

Governance aims at achieving an acceptance of the consequences of the decision-making process, along with fulfilling the interests of the different actors. It is essential to establish an inclusive risk governance process in which all affected partners are considered and where the selection of possible measures and plans are restricted based on the available resources [26].

2.3. Network Structure and Community Detection

Network science encompasses an interdisciplinary research area that analyzes the different types of relationships within a network and develops associated models to understand their network structure. It aims to develop theoretical and practical approaches to enhance the comprehension of natural and man-made networks [27].

Networks nowadays can be found everywhere on the internet, genetic, social networks and other areas [28]. The term “network” can be utilized to describe different phenomena, ranging from multinational corporations and national economic systems to small service and entrepreneurial firms [29].

A network, in its basic form, records a list of individuals and the connections between pairs of these individuals. From a mathematical point of view, a network takes the shape of a graph (an unweighted, undirected graph), with nodes representing the individuals and edges representing the connections [30]. Furthermore, a “network,” based on [31], can be described as a connection “between individuals, organizations, groups, as well as
between collectives of organizations.” It encompasses not only the relationships between the network participants but also the network in its entirety. The network can be described using its structure (e.g., nodes and links) and its behavior (the network activities as a result of the interactions between nodes and links). In essence, a network is a model of representation of observable reality [32].

Many networks of interest exist and can be divided naturally into modules and communities. A network can be divided into communities, with every group of nodes carrying out different functions with some degree of independence [33]. Community detection can be measured using modularity, which measures the cohesiveness of communities [34]. Modularity reflects “the extent, relative to a null model network, to which edges are formed within modules instead of between modules” (Barber, 2007). It is based on a scale value between −1 and 1 that calculates the density of edges inside communities to the edges outside communities [35].

2.4. Related Work

A brief discussion of existing relevant works is provided in this subsection. The research on stakeholder analysis in general is gaining importance in various fields. However, there are only a few publications that deal with stakeholder analysis of risk management in seaports (see Table 1). None of the examined publications provided a community analysis for risk management in seaports.

Table 1. Related work.

| Papers/Scope | Risk Management | Seaport | Stakeholder Analysis | Community Detection |
|--------------|-----------------|---------|----------------------|---------------------|
| Pileggi et al., 2020 [4] | ☐ | ☐ | ☐ | ☐ |
| Wagner, 2017 [11] | ☐ | ☐ | ☐ | ☐ |
| Aaerts et al., 2015 [36] | ☐ | ☐ | ☐ | ☐ |
| Becker et al., 2015 [37] | ☐ | ☐ | ☐ | ☐ |
| Da Cruz et al., 2013 [38] | ☐ | ☐ | ☐ | ☐ |
| Notteboom and Winkelmans, 2007 [13] | ☐ | ☐ | ☐ | ☐ |
| Dooms et al., 2004 [39] | ☐ | ☐ | ☐ | ☐ |
| This work | ☐ | ☐ | ☐ | ☐ |

☐: fully fulfilled  — ☐: partially fulfilled  — ☐: not fulfilled.

Ref. [36] provided a stakeholder analysis carried out by port authorities. Their paper studies the application of stakeholder management as executed by port authorities. Ref. [11] incorporates the stakeholders in the prioritization process that deals with important sustainability topics in selected seaports including the ports of Hamburg, Antwerp, and Rotterdam. Ref. [37] focus on the stakeholder perception of seaport resilience strategies; the paper analyzed the roles specific stakeholders can take to lead long-term resilience strategies, such as the port itself or a state agency. Ref. [38] aim in their paper to empirically study the key factors of seaport competitiveness from the perspective of Iberian seaports stakeholders by applying the Analytic Hierarchy Process (AHP) model. Ref. [13] differentiate between internal and external stakeholders based on their activities within the scope of the port authority. Ref. [39] provided a general approach to port planning based on different objectives of the various stakeholders influenced and involved by port development. An ontology and descriptive analysis for cooperative risk management in seaports.
were provided by [4]. The authors provided an overall stakeholder analysis process that is linked with risk management, cooperation aspects, and seaport type and structure.

This research fulfills the research gap by providing a community analysis of stakeholders concerning risk management at seaports using the case study at the port of Hamburg. The next section elaborates on the methodology of this research paper.

3. Materials and Methods

An exploratory mixed-method design is chosen in this paper for triangulation (convergence of results from different methods) and expansion (extending the breadth and range of inquiry) purposes [40]. The results of the network analysis carried out by the compact survey are verified and expanded in the plausibility check phase based on the semi-structured interviews and secondary data.

The network analysis is based on the full responses extracted from a survey study at the port of Hamburg to analyze the stakeholder network and detect communities that communicate with one another concerning risk management activities. The port of Hamburg is a universal port that handles different types of cargo, and it was selected in this research as a representative case. Figure 1 presents the approach of this study.

![Figure 1. Approach of the research work.](image)

3.1. Survey Data

The survey, part of the EU project HAZARD “Mitigating the Effect of Emergencies in The Baltic Sea Region Ports”, was developed to address different stakeholders involved in activities related to risk management in major seaports of Baltic Sea Region (BSR), including the port of Hamburg. The online survey ran for two months (from November 2018 to January 2019) on LimeSurvey.

The online survey comprised four sections that included closed-ended questions in a list form. The survey consisted of 20 questions distributed within 4 main sections: (a) general information; (b) requirements of risk management; (c) risk management process; (d) stakeholder analysis and cooperation aspects. The last section of the compact survey (i.e., stakeholder analysis and cooperation aspects) is used in this paper.

The communication intensity values are based on an ordinal scale integrated into the online survey (never “0” to always “4”). The ordinal scale is used since it has ordered categories where variables have an explicit hierarchy in the response choices. Two questions for communications during natural disasters as well as for operational and safety risks were addressed. For instance, the question regarding operational and safety risks was formulated as follows:

How often do you communicate (two-way communication, warnings and disclosures) with the following list of stakeholders when it comes to operational and safety risk sources (e.g., handling of dangerous goods)?

Table 2 displays a sample of the stakeholder groups addressed in the online survey. An initial analysis using a literature review and interviews revealed the main stakeholder categories at seaports, such as port and environmental authorities, the waterways police, and shipping companies.
Table 2. Sample of addressed stakeholder groups with ordinal scale.

| Stakeholder Category                              | N/A | Never (0) | Rarely (1) | Sometimes (2) | Very Often (3) | Always (4) |
|--------------------------------------------------|-----|-----------|------------|---------------|----------------|------------|
| Port authority                                   | ☐   | ☐         | ☐          | ☐             | ☐              | ☐          |
| Authority for Environment and Energy            | ☐   | ☐         | ☐          | ☐             | ☐              | ☐          |
| Civil protection organization                    | ☐   | ☐         | ☐          | ☐             | ☐              | ☐          |
| Fire brigade and rescue services                 | ☐   | ☐         | ☐          | ☐             | ☐              | ☐          |

3.2. Communication Intensity Values

After extracting the survey data, the communication intensity values were further cleansed and prepared for the network analysis. A special template for the network analysis tool, Gephi, was prepared; it comprises the source and destination nodes, as well as the weight and direction of communication. Gephi has been used as a network analysis tool in various network analysis papers, such as those related to disaster reduction [41], mapping supply chain risks [42], social network analysis [43], and stakeholder analysis [44], and it was therefore utilized for the stakeholder analysis in this work.

The communication intensity values were assigned to each stakeholder category by calculating the average value based on the number of responses. Table 3 and the corresponding equation provide an example of such a calculation. Each intensity value corresponds to a participant in the online survey. For example, two stakeholders from the Authority for Environment and Energy (intensity values 1 and 2) participated in the online survey and entered the corresponding values, for instance, with the waterways police (see Equation (1)).

Authority for environmental & energy → Waterways police = 8/2 = 4 (always) \( (1) \)

Table 3. Sample for calculating the communication intensity values.

| Source Node                              | Target Node                              | Intensity Value (1) | Intensity Value (2) |
|------------------------------------------|------------------------------------------|---------------------|---------------------|
| Authority for Environment and Energy     | Port authority                           | 3                   | 3                   |
| Authority for Environment and Energy     | Civil protection organization             | 3                   | 3                   |
| Authority for Environment and Energy     | Fire brigade and rescue services          | 4                   | 4                   |
| Authority for Environment and Energy     | Waterways police                         | 4                   | 4                   |

3.3. Network Analysis

The communication intensity values (weight) were utilized to create the undirected network graph in Gephi. All edges are bidirectional; therefore, the type of each value was set to “undirected.” Moreover, the position of each stakeholder in the network was based on the value generated by the software using the Yifan Hu layout algorithm. Based on [45], the Yifan Hu algorithm has better performance on small networks. The thickness of each arrow represents the intensity of communication based on the defined ordinal scale. To analyze and compare the generated network, specific network measures had to be defined.

Centrality is an example of network measures that are based on structural characteristics. Centrality indicates the position of an actor in a network relative to the others [46]. Three types of centrality have been discussed in the social network literature: “closeness,” “degree,” and “betweenness” centrality [47]. Closeness centrality measures “how close a node is to all other nodes” [48]. It represents the actor’s ability to access all other actors in the network independently. The degree centrality defines the centrality of an actor by the number of connections an actor has with other actors in the network [47]. Betweenness centrality can be defined as a measure that assesses the importance of a node in terms of the relationship among other nodes in the examined network [48]. It considers access as well to other actors based on the existence of an intermediary actor that is located between
other actors in the network. This can be represented as the level of control an intermediary actor has over the access of other actors to different regions of the network [47].

Three additional network measures were also calculated using Gephi: average degree, network diameter, and graph density. Average degree indicates the average number of edges compared to the number of nodes in a network [49]. Network diameter refers to the required maximum number of connections to traverse the graph [50]. Graph density is the level of connected edges in comparison to the total possible value [50]. These measures were used to compare the generated networks.

3.4. Community Detection

Based on the Louvain community detection algorithm embedded in Gephi, the Louvain modularity method was applied to investigate the communities in the port of Hamburg based on the intensity of communication during activities related to risk management. Ref. [51] compared several methods for community detection, and they have concluded that the Louvain community detection algorithm is the best method to find reasonably sized communities in a reasonable amount of time. A plausibility check was carried out afterwards based on the interview study and secondary sources.

3.5. Plausibility Check

Plausibility checks are normally used to identify errors in data processing and to assess the validity of data [52]. In this study, a plausibility check was performed to ensure that the stakeholder analysis from Gephi matches the construction of individuals and communities in the context of the seaport of Hamburg. Based on the results of the check, the communities were refined.

A semi-structured interview was carried out between October 2017 and April 2018 at the port of Hamburg, comprising 15 interviews with stakeholders from different categories, such as terminal operators, authorities, and shipping companies, with an average duration of 1 h per interview. The developed interview guideline consisted of aspects related to risk management, regulations, cooperation, and the requirements and difficulties with regard to cooperative risk management in seaports. The interviews were analyzed based on a coding analysis using the MAXQDA software. For the qualitative content analysis of interviews in this paper, coding categories were extracted directly from the text data using the conventional approach. These categories were then used to organize the set of codes and interpret the findings from the interviews. The conventional approach is suitable for exploring a particular phenomenon, especially when the existing literature and theories on the examined phenomenon are limited [53]. The MAXQDA software was used for the coding process, and in total eight main coding categories were extracted.

Utilizing methodological triangulation, two coding categories in the interview study involved analyzing the cooperation aspects and intensity of communication among the stakeholders in the port of Hamburg. Each interviewee was asked to verify and fill out a communication intensity value assessment (based on the frequency of warnings, disclosures, and two-way communication) using a developed stakeholder map. In addition to the results of the interview study, secondary sources—represented by online internet sources and documents—were utilized to cover stakeholders involved in specific risk sources. Some of these sources were suggested by the interview partners.

4. Results and Discussion

4.1. Survey Data and Descriptive Analysis

The 28 full responses out of 43 responses (partially answered) at the port of Hamburg were extracted from the online survey. The data were prepared and cleansed in a matrix, which included all stakeholders that participated in the online survey, such as authorities, terminal operators, and shipping companies. The ordinal scale that was utilized has five values (from 0: never to 4: there is always communication). These values were used as
input to create a network and communication intensity map using Gephi to analyze the network of stakeholders at the port of Hamburg.

Figure 2 displays the responses based on the participating stakeholders in the compact online survey. Exactly 50% of the responses were from terminal operators, freight forwarders, and shipping companies, and approximately 28% were from port and environment authorities, stevedore companies, and shipyards. The rest covers other stakeholder categories, such as the waterways police, fire brigade and rescue services, and towage and haulier companies. The analysis is conducted on a group level based on the average value, and there are no large differences between responses in the same group. The values in the smaller groups do not include any outliers and errors in data processing are checked in the plausibility check phase. Any level of skewness does not affect the results since each response in the online survey is connected with a fixed number of target nodes (see Table 4).

![Figure 2. Responses in the online survey based on stakeholder categories.](image)

**Table 4.** Targets node in the online survey.

| #  | Target Node                          | #  | Target Node               |
|----|--------------------------------------|----|----------------------------|
| 1  | Port authority                       | 11 | Train company             |
| 2  | Authority for Environment and Energy | 12 | Customs                   |
| 3  | Civil protection organization        | 13 | Nautical headquarter      |
| 4  | Fire brigade and rescue services     | 14 | Insurance company         |
| 5  | Waterways police                     | 15 | Charterer                 |
| 6  | Coast guard                          | 16 | Stevedoring company       |
| 7  | Terminal operator                    | 17 | Shipyard                  |
| 8  | Shipping company                     | 18 | Bunkering company         |
| 9  | Towage company                       | 19 | Hauler company            |
| 10 | Freight forwarder                    |    |                            |

4.2. *Network Analysis*

The final values (weights) were used to create the undirected network graph in Gephi (see Table 5). The table lists the source and target nodes, edge type, and corresponding weight (i.e., communication intensity value). Each edge is bidirectional, meaning that the communication is initiated by both partners in the network. The position of each stakeholder in the network, as previously mentioned, is based on the value generated...
by the software using the Yifan Hu layout algorithm. The intensity of communication is represented by the thickness of each edge based on the defined ordinal scale.

Table 5. Sample of the communication intensity values.

| Source                                | Target                                | Type       | Weight |
|---------------------------------------|---------------------------------------|------------|--------|
| Authority for Environment and Energy  | Civil protection organization         | Undirected | 3      |
| Authority for Environment and Energy  | Waterways police                      | Undirected | 4      |
| Authority for Environment and Energy  | Coast guard                           | Undirected | 0,5    |
| Authority for Environment and Energy  | Terminal operator                     | Undirected | 3,5    |
| Authority for Environment and Energy  | Shipping company                      | Undirected | 2,5    |

4.2.1. Natural Disasters

Figure 3 indicates that the waterways police, the Authority for Environment and Energy, fire brigade and rescue services, and the port authority might be core actors when it comes to cooperation in case of emergencies. As mentioned earlier, the thickness of each edge indicates the communication intensity value, whereas the size of each node represents the value of betweenness centrality, which measures how often a node appears on the shortest paths between nodes in a network. It reveals the nodes that are critical for connecting other nodes to one another.

Figure 3. Stakeholder network analysis (natural disasters).

The network has a low average betweenness centrality value of 3%, indicating the lack of clear core actors that coordinate activities regarding natural disasters. However, terminal operators and the Authority for Environment and Energy possess the highest
betweenness centrality values (12%) in the network, signalling the high degree of influence they have over the flow of information and data among other stakeholders. The value of betweenness centrality is calculated based on the number of nodes in the network as well as the number of shortest paths between nodes [54]. Other network analysis studies achieved high betweenness centrality values ranging from 6–8.5% (see [55,56]).

4.2.2. Operational and Safety Risks

Figure 4 presents the stakeholder network analysis of operational and safety risks. The figure reveals a larger set of stakeholders that cooperate with one another concerning operational and safety risks. For instance, these risks can be connected to the handling of dangerous goods, the collision of containers, leakages of hazardous materials, and work-related safety risks. Based on discussion with stakeholders at the port of Hamburg, the most frequent risk source is linked with dangerous goods, such as the explosion of hazardous gases and chemicals [57].

![Figure 4. Stakeholder network analysis (operational and safety risks).](image)

The network has a low average betweenness centrality value of 2%, indicating the lack of clear core actors that coordinate activities regarding operational and safety risks. Moreover, six stakeholder groups have an average betweenness centrality value of 4%, revealing that the coordination of operational and safety risks is decentralized due to the different risks that could occur in this category.

4.2.3. Network Parameters

Table 6 lists the network parameters’ values for each examined risk category. The network of natural disasters has a network diameter of 3, compared to 2 in the case of operational and safety risks. This means that the shortest path length between nodes requires three steps, suggesting a higher hierarchical and decentralized process that requires accurate coordination among the involved stakeholders.
Table 6. Network parameters’ values for each risk category.

| Network Parameter | Risk Category          | Value |
|-------------------|------------------------|-------|
| Average degree    | Natural disasters      | 11    |
|                   | Operational and safety risks | 15.7 |
| Network diameter  | Natural disasters      | 3     |
|                   | Operational and safety risks | 2    |
| Graph density     | Natural disasters      | 73.3% |
|                   | Operational and safety risks | 87.1% |

Based on the results of network density, a conclusion is that certain stakeholders (e.g., the haulier company, charterer, and bunkering company) are not within the cooperation network for natural disasters, in comparison to their connection to other stakeholders in the case of operational and safety risks. This has led to a lower value for the network density (73.3%). The same conclusion can be applied to the average degree of natural disasters (i.e., an average of 11 edges that are adjacent to every node in the network). Another possible reason for the higher average degree value in the case of operational and safety risks (15.7) is the number of operational processes that connect different stakeholders, such as transhipment, loading/unloading, and storage processes.

4.3. Community Detection

A modularity resolution of 1.0 was used in both networks: (1) natural disasters and (2) operational and safety risk sources. This resolution is a parameter in the Louvain modularity algorithm in Gephi and was initially adjusted to several values until the highest modularity value was reached (average modularity in both networks = 0.1). Since the number of nodes and edges represent a small network, the modularity value is considerably smaller than for those resulting from large networks.

4.3.1. Natural Disasters

Figure 5 illustrates the two communities extracted for natural disasters. The communities are uniformly distributed, with each comprising eight stakeholder groups.

![Figure 5. Community groups (natural disasters).](image-url)
Table 7 lists the members of each community. The second community, for instance, reveals the stakeholders connected to the port authority, such as nautical headquarters, the towage company, the civil protection organization, and the coast guard. Many of these stakeholders are also connected via edges to other stakeholder groups. Critical verification of these communities was carried out in the plausibility check phase.

### Table 7. Members of each community extracted for natural disasters.

| Community 1                          | Community 2                          |
|--------------------------------------|--------------------------------------|
| Authority for environment            | Civil protection organization         |
| Customs                              | Coast guard                          |
| Fire brigade and rescue services     | Insurance company                    |
| Freight forwarder                    | Nautical headquarter                 |
| Terminal operator                    | Port authority                       |
| Train company                        | Shipyard                             |
| Shipping company                     | Stevedoring company                  |
| Waterways police                     | Towage company                       |

4.3.2. Operational and Safety Risks

Figure 6 depicts the two communities extracted for operational and safety risks. The communities are larger in size compared to the case of natural disasters, comprising ten and nine stakeholder groups, respectively.

Table 8 lists the members of each community. A change in community members can also be noticed. In addition, from a supply chain point of view, the operational activities of terminal operators, shipping companies, freight forwarders, train companies, and haulier

![Figure 6. Community groups (operational and safety risks).](image-url)
companies appear to be closely linked, thus making them part of the same community. A critical verification of these communities was carried out in the plausibility check phase.

Table 8. Members of each community extracted for operational and safety risks.

| Community 1                                | Community 2                                      |
|--------------------------------------------|--------------------------------------------------|
| Coast guard                                | Authority for environment and energy             |
| Freight forwarder                          | Bunkering company                                |
| Haulier company                            | Charterer                                         |
| Insurance company                          | Civil protection organization                     |
| Shipping company                           | Customs                                           |
| Shipyard                                   | Fire brigade and rescue services                 |
| Stevedoring company                        | Nautical headquarter                             |
| Terminal operator                          | Port authority                                    |
| Train company                              | Towage company                                    |
| Waterways police                           |                                                  |

4.4. Plausibility Check

A plausibility check was carried out using the stakeholder analysis section of the interview study and grey literature. This check would verify the communities revealed based on the online survey study. The 15 semi-structured interviews with different stakeholder categories were utilized to determine the communication intensity value for the activities related to risk management at the port of Hamburg. A preliminary stakeholder map was prepared using the Smaply software (Smaply.com can be used to generate stakeholders maps) and was refined in each interview, and the same ordinal scale (from 0: no communication to 4: always) was used for the communication intensity value. The values of this stakeholder map were analyzed using MS Excel.

Based on the interview study, the focus of cooperation is particularly concentrated on the reactive process and the emergency and evacuation plans. For instance, environmental threats, once identified, have a direct influence on initiating a communication channel between the Authority for Environment and Energy and other stakeholders, especially the waterways police and the fire brigade:

“If something happens, then we are no longer in risk management but in emergency management. In that case, we completed a special training where we worked out everything that is reasonably imaginable with regards to the different scenarios” (#harbour pilots).

In the event of a storm surge, the Port Staff (HASTA: Hafenstab) is responsible for all technical and organizational measures necessary to ensure safety in the port. HASTA is part of the Hamburg Port Authority (HPA) disaster control system. The Ministry of Interior and Sport coordinates storm surge protection centrally across all authorities. Apart from the Ministry of Interior and the HPA, the stakeholders involved in flood protection are rescue services, the waterways police, the Authority for Environment and Energy, the civil protection organization, and district authorities. Figure 7 displays the stakeholders involved in the case of a storm surge at the port of Hamburg [58].

With respect to risk management, none of the interviewed stakeholders mentioned their cooperation with bunkering companies or shipyards. Therefore, a further examination was conduction using secondary sources and grey literature. According to German statutory accident insurance, work safety at shipyards requires early and careful coordination of the work and the associated occupational safety measures [59].

Shipyards, such as the HPA shipyard, repair and maintain vessels of the port authority, the waterways police, and rescue services. In this situation, the shipyard is called a state shipyard. Shipyards typically inspect ships and vessels for leakages and other defective parts. Furthermore, fire brigade and rescue services normally try to salvage ships and vessels in case of leakages, fires, and other risk sources [60].
Figure 7. Involved stakeholders in the case of storm surge [58].

With respect to risk management, none of the interviewed stakeholders mentioned their cooperation with bunkering companies or shipyards. Therefore, a further examination was conducted using secondary sources and grey literature. According to German statutory accident insurance, work safety at shipyards requires early and careful coordination of the work and the associated occupational safety measures [59].

Storm surge protection (Coordinator: Ministry of Interior and Sport)

Authority for Environment and Energy: Hamburg Port Authority (HPA)

Rescue service and waterways police

Technical aid organization (THW)

Civil protection organizations

The authority for environment and energy performs flood protection tasks and is legally responsible for dike maintenance, dike renewal, and dike defense. In the event of a storm surge, the Hamburg fire brigade sets up the staffs for the defense of the dike. The technical aid organization (THW) provides a proportion of the dike defense forces in case of emergency. The district authorities are responsible for taking population-related measures in the event of a storm surge. The district authorities are responsible for storm surge protection in the port.

Table 9 lists the corresponding stakeholder category for each assigned code in the heat map. Figure 8 displays the heat map created using the communication intensity values provided by the 15 interviewed stakeholders in the interview study. The stakeholder map that they filled out contains 17 stakeholders. The first column and row in the matrix correspond to one of the stakeholder categories mentioned in Table 9.
Table 9. Coding categories of the stakeholder groups in the heat map.

| #  | Stakeholder Group                        | #  | Stakeholder Group                        |
|----|------------------------------------------|----|------------------------------------------|
| a  | Terminal operator                        | j  | Freight forwarder                        |
| b  | Shipping company                         | k  | Police                                   |
| c  | Stevedore company                        | l  | Customs                                  |
| d  | Port authority                           | m  | Haulier company                          |
| e  | Nautical headquarter                     | n  | Train company                            |
| f  | Authority for environment and energy     | o  | Airport                                  |
| g  | Fire brigades and rescue services        | p  | Insurance company                        |
| h  | Waterways police                         | q  | Civil protection organization            |
| i  | Towage company                           |    |                                          |

Based on the communication intensity values, the heat map indicates that terminal operators, shipping companies, the waterways police, fire brigade and rescue services, the Authority for Environment and Energy, and freight forwarders are core actors in the communication and coordination of activities related to risk management at the port of Hamburg.

The cooperation aspects connected to these stakeholder groups, as well as the other mentioned stakeholders, include risk-specific response plans, leadership and coordination, and the exchange of data and information. Another aspect is connected to consultation and regular meetings between freight forwarders, terminal operators, and shipping companies with regard to dangerous goods. Another example is related to the coordination among stevedoring companies and the waterways police in case of a disruption:

“We work intensively with the waterways police and the shipping companies. We provide consultation and assistance to each other, such as in dangerous goods class “1”, which is my area of expertise“ (#freight forwarder).

“If something happens in an individual disruption case where the stevedores are involved, it is essential that we contact them“ (#waterways police).

With regard to operational and safety risks, terminal operators, shipping companies, stevedore companies, and the waterways police are part of the same community. The exception is in natural disasters, where terminal operators, shipping companies, the Authority for Environment, fire brigade and rescue services, and the waterways police are part of one community, and stevedore companies, the port authority, and nautical headquarters are part of another community. A shipping company mentioned their cooperation with waterways police in case of operational and safety risks such as the falling of containers:

“Waterways police help us to carry out a smooth process in order to make sure that everything is planned correctly to avoid accidents, such as the falling of containers“ (#shipping company).

Furthermore, in relation to storm surges, the port authority should be part of the same community with the waterways police and rescue services, as mentioned above (see Figure 7). In the case of operational and safety risks, the nautical headquarters coordinates the emergency measures with the upper port authority, using the HPA as a connection point. The three stakeholder groups are part of the same community (see Figure 6):

“The tugboats cannot do anything theoretically. In case of an emergency, it would very much like to call the harbor pilots. In this case, of course, we are the connection point with the upper port authority“ (#port authority).

The plausibility check revealed some errors and discrepancies between the extracted communities on the one hand and the stakeholder analysis conducted using the interview study on the other. The results revealed that the communities are interdependent, since several stakeholders play an important role in the coordination and communication of the aforementioned risk categories.
Figure 8. Heat map based on the communication intensity value of the interviews.
5. Implications

A cooperative risk management network should comprise human beings and nonhuman actors represented by IT and online solutions with the associated databases to facilitate interaction and knowledge transfer during each phase of the risk management process. This is an aspect that is linked with the actor network theory. In particular, the “enrolment and translation” aspect of the actor network theory (see [61]) can be applied in the network of stakeholders at the seaport. Relevant stakeholders are enrolled in the actor network based on their involvement in specific risk sources during prevention and/or response. The social network theory indicates that a better understanding of relationships among individuals can reveal opportunities to make changes in current processes. Analyzing communication means and cooperation aspects for activities related to risk management can reveal potential for improvements.

In addition to the aforementioned theoretical implications, several practical implications were extracted from this study, including stakeholder identification and risk governance. First, the roles and responsibilities for risk management should be clearly defined, especially for the process owner, as well as risk owners in every organization. The definition of these roles and responsibilities will establish a clear cooperation among core stakeholders at the seaport. These roles and responsibilities should be easily accessible, e.g., via a shared knowledge reservoir, and should be classified according to specific filtering criteria (e.g., stakeholder category, risk sources and risk owners). Second, there is a need to have a central stakeholder that coordinates and leads the risk management process at the seaport. The port authority, in a landlord port for instance, is a recommended central stakeholder to lead and coordinate the strategic and tactical levels of risk management with other core stakeholders. Third, the organizations should define the resources required to improve the status of risk management, and to align their policies with the overall objective defined by the process owner. In this context, there is a need to have adequate human resources who possess expertise and knowledge in risk management on the one hand, and relevant as well as structured information resources that are available everytime to the organization on the other hand. Organizational policies should include formal instructions such as purpose, scope, risk governance, risk sources, risk management process, and risk reporting. Fourth, clear communication means and procedures should be defined within the circle of core stakeholders to ensure an efficient communication, especially when responding to accidents and disasters. In this regard, these communication means and procedures should be clearly defined for risk prevention (i.e., proactive risk management including the assessment process along with defined treatment plans and measures) and response (i.e., implementation and monitoring of treatment plans as well as measures). Lastly, mutual training and exercises can increase the level of trust, and thereby an exchange of data and information for risk management-related activities can be facilitated. Organizing such training and exercises has as well a direct influence in transferring and applying relevant expert knowledge in risk management.

6. Conclusions, Limitations and Outlook

This paper aimed to analyze communities of stakeholders at the port of Hamburg with regard to their communication intensity in activities related to risk management. Natural disasters as well as operational and safety risks define the scope of the research work. The results were extracted using an online compact survey based on the communication intensity values. Each value is based on the frequency of face-to-face communication, warnings, and disclosures concerning the activities related to risk management.

The results revealed that the communities are interdependent, especially for core stakeholder categories that coordinate and lead specific risk sources. As observed from the comparison of the communities between natural disasters on the one hand and operational and safety risks on the other, several stakeholders emerge in the cooperation network. This indicates the emergence of specific clusters according to the risk type. In addition, the average values of betweenness centrality in the two extracted networks are low, which
indicates the lack of clear core actors who coordinate the risk management activities during prevention and/or response. The selection of risk owners for each risk category, in each participating organization, is thus essential to facilitate efficient cooperation in risk management. This selection should be based on a clear definition of tasks and responsibilities in each phase of the risk management process. After the identification of core stakeholders, a risk governance process can be initiated, where the participating entities provide an effective oversight of the risk management process at the seaport.

The main limitation of this work can be extracted from the network analysis process: only 28 full survey responses were available for the analysis. Moreover, the plausibility check was based on 15 semi-structured interviews and secondary data that were available to the authors.

In terms of the research outlook, a larger set of stakeholders should be addressed to verify the communication and cooperation aspects of stakeholders in a seaport system. It is important to consider the differences in the stakeholders’ structure based on the type and functions of the examined seaport. From a methodological prescriptive, this work can utilize quantitative data analysis techniques such as Analytical Hierarchy Process (AHP) and Bayesian methods (see [62,63]) to expand and verify the findings of this research. Furthermore, further research should be conducted to examine the role and process of risk governance in seaports. Finally, a prescriptive process model for cooperative risk management in seaports should be developed to guide stakeholders in every phase of the risk management process.
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