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Abstract—Driven by beyond fifth generation (B5G) and sixth generation (6G) technologies, multi-network fusion is an indispensable tendency for future communications. In this paper, we focus on and analyze the security performance (SP) of the satellite-terrestrial downlink transmission (STDT). Here, the STDT is composed of a satellite network and a vehicular network with a legitimate mobile receiver and an mobile eavesdropper distributing. To theoretically analyze the SP of this system from the perspective of mobile terminals better, the random geometry theory is adopted, which assumes that both terrestrial vehicles are distributed stochastically in one beam of the satellite. Furthermore, based on this theory, the closed-form analytical expressions for two crucial and specific indicators in the STDT are derived, respectively, the secrecy outage probability and the ergodic secrecy capacity. Additionally, several related variables restricting the SP of the STDT are discussed, and specific schemes are presented to enhance the SP. Then, the asymptotic property is investigated in the high signal-to-noise ratio scenario, and accurate and asymptotic closed-form expressions are given. Finally, simulation results show that, under the precondition of guaranteeing the reliability of the STDT, the asymptotic solutions outperform the corresponding accurate results significantly in the effectiveness.
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I. INTRODUCTION

NOWADAYS, satellite communication (SatCom) applications with complete functions and mature systems get increasingly extensive due to accelerated scientific explorations and close connectivity. Meanwhile, the vehicular network has made remarkable progress in many aspects such as automatic drive, vehicular communication, and clean energy. Multi-network fusion idea and green communication viewpoint driven by sixth generation (6G) prompt satellite-terrestrial-vehicular communication to provide more convenience for information interaction. Nevertheless, the satellite deployment expansion is restricted inevitably as most SatComs adopt limited geosynchronous orbits and frequency resources. Accordingly, the current satellite-terrestrial-vehicular communication system is forced to suffer from a great deal of interference and malicious attacks in practice, which are considerably harmful to the security and stability of this system.

A. Literature Review

With technological development, SatCom security research is getting deeper and more specific. The Communication Theory of Secrecy Systems proposed by Claude Shannon in 1949 demonstrated that the confidential communication can be realized, when the transmitter and the legitimate receiver are always able to update secret keys each time [1]. Based on the aforementioned investigation, the theorem that the positive security capacity could only be achieved, when the noise power of the eavesdropping channel is greater than that of the authenticated receiver was illustrated by Wyner [2]. As related researches move along further, the model of the discrete memoryless eavesdropping channel was extended to the broadcasting channel and the Gaussian channel [3]. Some significant issues coming from the increasing demand of high-rate bands and low latency transmission of modern SatComs were analyzed and summarized in [4].

Then, the physical layer security in the SatCom has been closely focused, with the SatCom acting a increasingly key role. It is worth noting that more specific and further investigations on the SatCom secrecy performance were made with consideration of some techniques like the beamforming designing, the self-interference cancellation method, and the precoding algorithm. For example, several methods like the frequency domain non-orthogonal multiple access method and the self-interference cancellation method were presented, which could effectively improve the confidentiality performance in the SatCom in [5] and [6]. The authors of [7] suggested that for the sake of the enhancement of the SatCom networks security transmission, the base station equipped with multiple antennas can serve as a source of green interference. For preserving the security transmission, the authors of [8] proposed a random jamming scheme and a random precoding scheme, respectively, in the presence of a smart eavesdropper utilizing maximal likelihood detection. To minimize the total transmitting power of satellites, a successive convex approximation scheme was presented to convert the non-convex constraint into linear ones in [9]. A design of the secrecy radio frequency satellite links with the realistic system assumptions was presented, which demonstrated that the information theoretical secrecy
is a superior alternative to improve the secrecy performance in the SatCom [10]. To overcome the secrecy risk of the traditional secure constructive interference-based scheme when facing the smart eavesdroppers, a novel deception scheme via a random transmission strategy was presented in [11].

Remarkably, some literatures also further attack high significance to the security performance (SP) of satellite-terrestrial transmission, and derive several accurate analytical expressions of quantitative indices of the SP. Taking effects of the multibeam pattern and path loss into account, the secrecy outage probability (SOP) was derived in [12]. In the light of the scheduling scheme based on the adjustable threshold, the closed-form analytical expressions (CFAEs) of the SOP and average secrecy capacity (ASC) were attained in [13]. To evaluate the secrecy performance, the closed-form expressions of the SOP of each user, the overall SOP and the sum effective secrecy throughput (EST) of the considered FD-NOMA relay system are deduced [14]. To maximize the ASC and minimize the SOP of the SatCom, a novel beamforming designing technique was proposed in [15]-[18]. Then, with consideration of interference and malicious attacks resulting from eavesdroppers, robust beamforming schemes were presented to achieve the maximal ASC and the minimum SOP under eavesdropping in [19]-[21]. Some algorithms proposed recently were utilized to obtain the maximal value of the minimum ASC and SOP in [22] and [23].

However, to the best of authors’ knowledge, random property of terrestrial terminals distribution and asymptotic property of security analyses are considered by few existing literatures. To sum up, existing investigations have attached inadequate significance to the influence, which is exerted by the randomness of positions of terrestrial terminals. Moreover, a lack of consideration of accurate calculated amount results in considerably negative effects on the practical engineering application of theoretical analyses.

B. Our Contributions

Motivated by the above research status, the random geometry theory (RGT) utilized and the asymptotic analysis (AA) proposed in this paper own remarkable advantages of approaching the reality scenario and enhancing the calculation efficiency.

Pointedly, the contributions of this paper are summarized as follows:

1) We derive the probability density function (PDF) and the cumulative distribution function (CDF) of the received ratio of signal to noise (RSNR) at terrestrial terminals via the RGT. Furthermore, we propose novel CFAEs of the SOP and the ESC based on the aforementioned random characteristics of terrestrial vehicles obtained in the presence of an eavesdropper in a satellite-terrestrial-vehicular communication scenario.

2) We present asymptotic expressions of the SOP and ESC in the high RSNR region with the consideration of that the series form of gamma function has an excellent approximation effect for the lower incomplete gamma function in the environment with the high RSNR based on Taylor series expansion method. Additionally, we provide a low-complexity analytical scheme for the SP of which the calculated efficiency is enhanced to 37% compared with accurate solutions.

3) We simulate accurate and asymptotic results of the SOP and the ESC, and then make a comparison with the numerical analysis on the theoretical analyses and simulation results. It shows that there exist optimal values for antenna numbers and fading parameter of the legitimate receiver for the enhancement of the effectiveness improvement.

The remainder of this paper is organized as follows. Section II describes the STDT model. Then, the CDF and the PDF of the transmission gain and locations of vehicles are given, respectively, while the accurate and asymptotic CFAEs of the SOP are deduced in Section III. The statistical properties of the RSNR at terrestrial vehicles are derived and the accurate and asymptotic CFAEs of the ESC are obtained in Section IV. The numerical results and simulation analyses are presented in Section V. Finally, the last section concludes this paper.

II. SYSTEM MODEL

In this section, the basic STDT model is illustrated, and then a parameter specification of the system structure, statistical characteristics of channel gains and the RSNRs at terrestrial terminals (i.e. vehicles) are given, respectively.

We consider a satellite-terrestrial downlink scenario, presented in Fig. 1, composed of a $M_S$-antennas satellite, two terrestrial terminals, namely a $M_D$-antennas legitimate receiver and a $M_E$-antennas unauthenticated eavesdropper. The satellite transmits security signals received by the legitimate receiver and the eavesdropper, when data transmission between the satellite and the legitimate receiver is necessary. Consequently, received signals at the receiver and the eavesdropper are modeled as:

\begin{align}
    y_D &= P_S h^H_{SD} x_S + n, \\
    y_E &= P_S h^H_{SE} x_S + n,
\end{align}

where $P_S$, $y_D$ and $y_E$ denote the transmitting power, received signals at the receiver and the eavesdropper, respectively. $h_{SD} \in M_S \times 1$ and $h_{SE} \in M_S \times 1$ represent the channel
state information vector from the satellite to the receiver and the eavesdropper. \( x_s \in M_{q \times 1} \) is security signal vector transmitted by the satellite, of which power is assumed to be 1. \( n \in CN \{0, \sigma^2\} \) denotes additive complex random Gaussian noise at the receiver and the eavesdropper.

As is shown above, \( d_D \) and \( d_E \) are the distances from the satellite to the legal receiver and the illegal eavesdropper, respectively. \( H_S \) represents the vertical height of the satellite. \( r_D \) and \( r_E \) denote the distances from the center of the covered region by the satellite to the authenticated receiver and the illegal eavesdropper, respectively. The range on the ground of the satellite is a circular region of which radius is \( L_s \). \( \| B_n \|_2^2 \) denotes the transmission gain of this downlink from the satellite to the terminal \( q \). Additionally, the RSNR of the \( \rho_{th} \) antenna of the terminal \( q \) is \( \gamma_q = \frac{P_{thB_n}}{\sigma^2} \). \( \sigma^2 \) is the average power of the additive white Gaussian noise (AWGN), \( d_q \triangleq \left( r_q^2 + H_S^2 \right)^{1/2} \) is the distance from the satellite to the terminal \( q \), and \( \tau \) denotes the path-loss factor of the downlink.

Moreover, this paper uses the Shadowed-Rician model proposed in [24] to obtain the statistical properties of the STDT, namely the PDFs and the PDFs of channel gains and the RSNRs at terrestrial terminals. Thus, the PDF of \( |h_{pq}|^2 \) is expressed as

\[
f_{|h_{pq}|^2}(z) = \frac{2\Delta_q \varepsilon_q}{2\Delta_q \varepsilon_q + \Omega_q} \left( \varepsilon_q + 1 \right) \frac{1}{2 \Delta_q} e^{-z/2\Delta_q},
\]

where \( p \in \{1, \cdots, M_q\}, q \in \{D,E\}, \Omega_q \) and \( 2\Delta_q \) are the average power of line-of-sight and scatter components, \( \varepsilon_q \) represents the fading severity parameter, and \( _1F_1(\alpha, \gamma, z) = \sum_{n=0}^{\infty} \frac{(\alpha)^n}{\Gamma(\gamma)n!} z^n \) denotes the first kind confluent hypergeometric function.

Let \( \rho_{pq} = \frac{P_{thB_n}}{\sigma^2} |h_{pq}|^2 = \tilde{\gamma} |h_{pq}|^2 \), where \( \tilde{\gamma} = \frac{P_{thB_n}}{\sigma^2} \), and thus the PDF and CDF of \( \rho_{pq} \) are given by Eq. (3) and Eq. (4),

\[
f_{\rho_{pq}}(z) = \alpha_q \sum_{k=0}^{\varepsilon_q-1} \frac{\zeta_q(k)}{\gamma^{k+1}} z^k \exp \left( -\frac{\beta_q - \delta_q}{\gamma} z \right),
\]

\[
F_{\rho_{pq}}(z) = 1 - \alpha_q \sum_{k=0}^{\varepsilon_q-1} \frac{\zeta_q(k)}{\gamma^{k+1}} z^k e^{\left( \frac{\beta_q - \delta_q}{\gamma} z \right)} A_k,
\]

where \( \alpha_q = \frac{2\Delta_q \varepsilon_q}{2\Delta_q \varepsilon_q + \Omega_q} \varepsilon_q, \beta_q = \frac{1}{2 \Delta_q}, \delta_q = \frac{\Omega_q}{2 \Delta_q (2\Delta_q \varepsilon_q + \Omega_q)}, \) and \( \zeta_q(k) = \frac{(1-\varepsilon_q)(-\delta_q)^k}{k!} \).

Without loss of generality, it is assumed that the shape of this space is a right circular cone. Furthermore, statistical characteristics of both terrestrial vehicles are in uniform distribution. According to [26], the distances between two terrestrial vehicles and the projection of the satellite can be computed with the help of uniform distribution property \( \kappa \), of which the PDF is given by \( f_{\kappa}(z) = \pi^{-1} L_s^{-2} \). Based on the uniform distribution of terrestrial vehicles, the PDF and the CDF of \( r_q \) are expressed as

\[
F_{r_q}(z) = \int_{0}^{2\pi} \int_{0}^{z} \frac{1}{\pi L_s^2} d\theta d\rho = \frac{z^2}{L_s^2},
\]

\[
f_{r_q}(z) = \frac{dF_{r_q}(z)}{dz} = \frac{2z}{L_s^2} \text{I}_1 \in [0, L_s].
\]

Consequently, on the strength of above derivations, the statistical characteristics of the distance from the satellite to terrestrial vehicles \( d_q \) is given by

\[
F_{d_q}(z) = F_{r_q} \left( \left( \frac{z}{\sqrt{\tau H_S^2}} \right)^2 \right) \frac{1}{\tau H_S^2},
\]

\[
f_{d_q}(z) = \frac{dF_{d_q}(z)}{dz} = \frac{2z^{2\tau-1}}{\tau H_S^2} 
\]

which indicates that the randomness of the two-dimension terrestrial-vehicular network is introduced into the three-dimension satellite-terrestrial-vehicular network naturally. With the characteristic of the maximal ratio combining considered, the RSNR at terminal \( q \) is represented as

\[
\gamma_q = \sum_{a=0}^{M_q} \gamma_a q = \sum_{a=0}^{M_q} \rho_{qa} d_a^{-q} = \sum_{a=0}^{M_q} \rho_{qa} d_a^{-q} = \rho_q d_q^{-q}.
\]

On the account of aforementioned investigations, the accurate and asymptotic solutions of \( P_t \) and \( \hat{C}_S \) are given to evaluate the SP of the STDT better via the RGT and the AA in Section III and Section IV.

III. ANALYSIS OF THE SOP

In this section, the analytical solutions of the accurate and asymptotic SOPs defined as that the probability of the secrecy capacity is less than 0 are obtained.

In the light of [25], the PDF of \( \rho_q \) is given by

\[
f_{\rho_q}(z) = \left( \frac{2\Delta_q \varepsilon_q}{2\Delta_q \varepsilon_q + \Omega_q} \right)^{\varepsilon_q} \frac{\varepsilon_q z^{M_q-1}}{\Gamma(M_q)} \exp \left( -\frac{z}{2\Delta_q} \right), A_q,
\]

where \( \Gamma(z) = \int_{0}^{\infty} t^{z-1} e^{-t} dt \) denotes the complete gamma function. With the computation complexity of the first kind confluent hypergeometric function considered, Eq. (8) is rewritten as [27]

\[
f_{\rho_q}(z) = \tilde{\alpha}_q \frac{\tilde{\gamma}_q - M_q}{\tilde{\beta}_q} \sum_{k=0}^{\varepsilon_q} \theta_{qk} \exp \left( -\psi_q z \right) z^{k+M_q-1}
\]

where \( \tilde{\alpha}_q = \frac{(2\Delta_q \varepsilon_q)^{\varepsilon_q}}{2\Delta_q \varepsilon_q + \Omega_q}, \tilde{\beta}_q = \frac{\Omega_q}{2\Delta_q (2\Delta_q \varepsilon_q + \Omega_q)}, \tilde{\sigma}_q = \frac{\Omega_q}{2\Delta_q (2\Delta_q \varepsilon_q + \Omega_q)}, \theta_{qk} = \left( \frac{(\varepsilon_q - M_q) \delta_q^k}{k!(\varepsilon_q - M_q - k)! M_q}, \text{ and } \psi_q = \frac{2\Delta_q \varepsilon_q}{2\Delta_q \varepsilon_q + \Omega_q} \right).
Thus, the CDF of $\rho_q$ is obtained as Eq. (10),

$$F_{\rho_q}(z) = 1 - \frac{\bar{\gamma}^2}{\beta_q} \sum_{k=0}^{\infty} \frac{\bar{\gamma}^k}{k!} \sum_{s=0}^{k \cdot M_q - 1} \zeta_{ks} z^s \exp\left(-\psi_q z\right) \psi_q^m,$$

where $\zeta_{ks} = \frac{(k \cdot M_q - s)!}{(k \cdot M_q - 1)!}$, and $m = -(k \cdot M_q - s)$. The secrecy capacity of the STDT is defined as the difference between the secrecy capacity of the legitimate receiver and that of the eavesdropper, namely

$$C_s (\gamma_D, \gamma_E) = \left(\log_2 \left(1 + \frac{\gamma_D}{1 + \gamma_E}\right)\right)^+, \quad (11)$$

where $(z)^+ = \max (0, z)$, $\gamma_D$ and $\gamma_E$ denote the total RSNRs at the receiver and the eavesdropper, respectively. The outage event means the confidentiality capacity is negative, based on which the SOP is represented as

$$P_r = P_r \{C_s (\gamma_D, \gamma_E) \leq 0\}. \quad (12)$$

The subsequent theoretical analyses of the SOP and the ESC are derived, with the above statistical properties of the RSNRs at the legitimate receiver and the unauthenticated eavesdropper, as well as the definitions of the secrecy capacity and the secrecy outage event considered. Then, the specific deduction process of the SOP is given as follows.

**A. Accurate Analysis of the SOP**

1) **CFAE without randomness of terminals:** The non-CFAE of the SOP without randomness is expressed as

$$P_r|d_{DL} = d_E = 1 - \frac{\bar{\gamma}^2}{\beta_q} \sum_{k=0}^{\infty} \frac{\bar{\gamma}^k}{k!} \sum_{t=0}^{\infty} \sum_{l=0}^{k \cdot M_q - 1} \zeta_{ktl} A_{13} d \tau = 0, \quad (13a)$$

$$A_{13} = \left(\frac{d_D}{d_E}\right)^t \left( - \left(\psi_D \frac{d_D}{d_E} + \psi_E\right) \right) \left[ \zeta_1 + t + M_E - 1 \right]. \quad (13b)$$

According to [28], the integral part of Eq. (13) can be substituted by

$$\int_0^{\infty} \sum_{k=0}^{\infty} \sum_{t=0}^{\infty} \sum_{l=0}^{k \cdot M_q - 1} A_{k,t,l} \zeta_{ktl} d \tau = \sum_{k,t,l} A_{k,t,l} B_{14}, \quad (14a)$$

$$A_{14} = \left(\frac{d_D}{d_E}\right)^t \left( - \left(\psi_D \frac{d_D}{d_E} + \psi_E\right) \right) \left[ \zeta_1 + t + M_E - 1 \right], \quad (14b)$$

$$B_{14} = \frac{\Gamma (l + t + M_E)}{\psi_D \frac{d_D}{d_E} + \psi_E} \left(\frac{\psi_D}{d_D} \right)^t \left(\frac{d_D}{d_E}\right). \quad (14c)$$

Here, by substituting Eq. (14) into Eq. (13), the accurate CFAE without randomness can be expressed as

$$P_r|d_{DL} = d_E = 1 - \sum_{k,t,l} A_{k,t,l} \left(\frac{d_D}{d_E}\right)^t \left(\frac{\Gamma (l + t + M_E)}{\psi_D \frac{d_D}{d_E} + \psi_E}\right)^{l + t + M_E}, \quad (15)$$

where $A_{k,t,l} = \frac{\bar{\gamma}^k}{\beta_q} \frac{\bar{\gamma}^{k \cdot M_q - 1}}{k!} \sum_{s=0}^{k \cdot M_q - 1} \zeta_{ks} \psi_q^m \psi_q^m$.  

2) **CFAE with randomness of terminals:** By adopting Eq. (15), with randomness of two terminals, the non-CFAE of the SOP is given in Eq. (16),

$$P_r = 1 - \sum_{k,t,l} A_{k,t,l} \left(\frac{\Gamma (l + t + M_E)}{\psi_D \frac{d_D}{d_E} + \psi_E}\right)^{l + t + M_E}, \quad (16a)$$

$$A_{16} = \int_{d_{min}}^{d_{max}} \int_{d_{min}}^{d_{max}} \left(\frac{\psi_D z_d + \psi_E z_e}{\psi_D d_{min} + \psi_E z_e}\right)^{l + t + M_E} d z_d d z_e, \quad (16b)$$

where $d_{min} = H_s$ and $d_{max} = \sqrt{H_s^2 + L_s^2}$. The integral part of the non-CFAE with considering the randomness (i.e. Eq. (16)) can be substituted by Eq. (17) [30],

$$\int_{d_{min}}^{d_{max}} \int_{d_{min}}^{d_{max}} \left(\frac{\psi_D z_d + \psi_E z_e}{\psi_D d_{min} + \psi_E z_e}\right)^{l + t + M_E} d z_d = \left(\frac{\psi_D}{d_{min}^+}\right)^{l + t + M_E} \frac{\psi_E}{d_{min}^+} \frac{z_e^{l + t + M_E}}{\psi_D d_{max}^+} \frac{d z_e}{\psi_D d_{max}^+}, \quad (17)$$

where $v_t = l + t + M_E$ and $v_e = l - \frac{2}{d_{min}^+} + M_E$. By substituting Eq. (17) into Eq. (16), Eq. (16) can be deduced into Eq. (18),

$$P_r = 1 - \sum_{k,t,l} \sum_{k,t,l} A_{k,t,l} \left(\frac{\Gamma (l + t + M_E)}{\psi_D \frac{d_D}{d_E} + \psi_E}\right)^{l + t + M_E}, \quad (18)$$

where $\Psi (x, y, z)$ represents the hypergeometric function. Herein, Meijer G-function is utilized to denote this function, and $g (a, b, c, d)$ is introduced in [29], which is rewritten as Eq. (19),

$$g (a, b, c, d) = \frac{\Gamma (1 + \mu_\alpha)}{\Gamma (\nu_{dc})} \frac{\mu_{\mu_{\alpha}}}{\Gamma (\nu_{d_{min}})} A_{19}, \quad (19a)$$

$$A_{19} = G_{4,3}^{1,3} \left[ \begin{array}{cccc} 0 & 1 - \nu_{dc} & 1 - \mu_\alpha & -\eta_c \\ -1 - \eta_c & -\mu_\alpha & \end{array} \right]. \quad (19b)$$

By employing Eq. (19), Eq. (18) (i.e. accurate non-CFAE of the SOP) can be deduced into Eq. (20),

$$P_r = 1 - \sum_{k,t,l} \sum_{k,t,l} \left(\frac{\Gamma (l + t + M_E)}{\psi_D \frac{d_D}{d_E} + \psi_E}\right)^{l + t + M_E}, \quad (20)$$

$$g \left(\frac{\psi_E}{d_{min}^+}, \psi_E \frac{d_{max}^+}, l, t\right) - g \left(\frac{\psi_E}{d_{min}^+}, \psi_E \frac{d_{max}^+}, l, t\right), \quad (20a)$$

$$\sum_{k,t,l} \sum_{k,t,l} \left(\frac{\psi_E}{d_{min}^+}, \psi_E \frac{d_{max}^+}, l, t\right) - g \left(\frac{\psi_E}{d_{min}^+}, \psi_E \frac{d_{max}^+}, l, t\right). \quad (20b)$$
The analysis of the accurate CFAE of the SOP is introduced and derived at the above subsection. Obviously, plenty of calculated amount is involved in this process, which urges us to search for an effective scheme to obtain analytical solutions close to the above results. Hence, the AA to achieve this effect is proposed.

B. Asymptotic Analysis of the SOP

Doubtlessly, the calculation complexity involved in the accurate CFAE of the SOP in Eq. (20) makes it inconvenient to be applied into the practical scenario due to considerable calculated amount. Considering such a disadvantage, the AA is a reasonable alternative in the study of the high RSNR area, which is regarded as an effective reference for designing the layout of the STDT.

The CDF of \( \rho_q \) is given by [25]

\[
F_{\rho_q}(z) = \frac{\tilde{\alpha}_q}{\beta_q} \sum_{k=0}^{\infty} \theta_{qk} \gamma(k + M_q, \psi_q z)^{k + M_q},
\]

(21)

where \( \gamma(s, z) = \int_0^\infty t^{s-1}e^{-zt}dt \) represents the lower incomplete gamma function. Accordingly, in the light of [30], this gamma function can be expressed as in the high RSNR area scenario,

\[
\gamma(a, z) = \sum_{n=0}^{\infty} \left(-\frac{1}{z}\right)^{a+n} \frac{z^a}{n!},
\]

(22)

and then the asymptotic CDF of \( \rho_q \) is expressed as

\[
F_{\rho_q}^\infty(z) = \frac{\tilde{\alpha}_q}{\beta_q} \sum_{k=0}^{\infty} \theta_{qk} \left(\psi_q z\right)^{k + M_q},
\]

(23)

Based on [30], the CFAE without considering randomness is given by

\[
P_{\forall}^{\infty} = \sum_{k=0}^{\infty} \sum_{l=0}^{\infty} o_{kl} \gamma((k + M_D + M_E) + M_D + M_E),
\]

(24)

where \( o_{kl} = \frac{\tilde{\alpha}_D \tilde{\alpha}_E \theta_{Dk} \theta_{El}}{\beta_D \beta_E (k + l + M_D + M_E) + M_D + M_E} \). Consequently, with the randomness of two terminals considered, the asymptotic CFAE of the SOP is represented as

\[
P_{\forall}^{\infty} = \frac{4}{\pi^2} \sum_{k=0}^{\infty} \frac{\tilde{\alpha}_D \tilde{\alpha}_E \theta_{Dk} \theta_{El} \Gamma(k + l + M_D + M_E)}{\beta_D \beta_E (k + M_D) \psi_E^{2k + M_D + M_E} \psi_E^{2l + M_D + M_E}} \frac{d_{\gamma}^2(k + M_D)}{d_{\gamma}^2(\xi(k + l + M_D)) + d_{\gamma}^2(\xi(k + M_D)) + d_{\gamma}^2(\xi(k + l + M_D)) + d_{\gamma}^2(\xi(k + M_D))},
\]

(25)

Compared with the accurate CFAE of the SOP, the complicated mathematical computation of the asymptotic one is reduced significantly, with the gamma function substituted via the series representation. In addition, the advantage of the AA will be further validated via the Monte Carlo simulation in the Section V.

IV. ANALYSIS OF THE ESC

In this section, the PDF and CDF of \( \gamma_q \) are deduced, and then the accurate and asymptotic CFAEs of the ESC are derived.

The ESC is defined as the statistical average value of confidentiality capacities, namely

\[
\bar{C}_S = \int_0^{\infty} \int_0^{\infty} f_{T_D}(\gamma_D) f_{T_E}(\gamma_E) d\gamma_D d\gamma_E.
\]

(26)

According to Section II, with maximal ratio combining technique adopted, the total RSNR at terrestrial terminal \( q \) is expressed as

\[
\gamma_q = \rho_q / d_q^2.
\]

(27)

For the sake of brevity, it is defined as

\[
x = \gamma_D, y = \gamma_E.
\]

(28)

Then, by employing Eq. (7), the relationship between the CDF of \( \gamma_q \) and that of \( \rho_q \) is denoted by

\[
F_{\gamma_q}(t) = F_{\rho_q}(d_q^2 t).
\]

(30)

Based on the aforementioned results, the accurate and asymptotic ESCs without containing the randomness are represented

\[
F_{\gamma_q}^\infty(z) = \frac{\tilde{\alpha}_q}{\beta_q} \sum_{k=0}^{\infty} \theta_{qk} \left(\psi_q z\right)^{k + M_q}.
\]

(29)

\[
F_{\gamma_q}(z) = 1 - \frac{\tilde{\alpha}_q}{\beta_q} \sum_{k=0}^{\infty} \theta_{qk} \sum_{l=0}^{k+M_q-1} A_{3l},
\]

(31a)

\[
A_{3l} = \zeta_{kl} \psi_q^{-(k+M_q-\ell)} \left(d_q^2 z\right)^\ell \exp\left(-\psi_q d_q^2 z\right),
\]

(31b)

\[
F_{\gamma_q}^\infty(z) = \frac{\tilde{\alpha}_q}{\beta_q} \sum_{k=0}^{\infty} \theta_{qk} \left(d_q^2 z\right)^{k + M_q}.
\]

(32)

Consequently, by differentiating the CDFs above, the accurate and asymptotic PDFs are expressed as Eq. (33) and Eq. (34), respectively.

\[
f_{\gamma_q}(z) = d_q^2 \frac{\tilde{\alpha}_q}{\beta_q} \sum_{k=0}^{\infty} \theta_{qk} e^{-\psi_q d_q^2 z} \left(d_q^2 z\right)^{k + M_q - 1},
\]

(33)

\[
f_{\gamma_q}^\infty(z) = \frac{\tilde{\alpha}_q}{\beta_q} \sum_{k=0}^{\infty} \theta_{qk} \left(d_q^2 z\right)^{k + M_q}.
\]

(34)
TABLE I: Downlink Transmission Parameters.

| Parameter                                      | Value |
|-----------------------------------------------|-------|
| Radius of circle ($L_s$)                      | 13km  |
| Receiving SNR at receiver ($\gamma_D$)        | 30dB  |
| Receiving SNR at eavesdropper ($\gamma_E$)    | 10dB  |
| Fading severity parameter of S-R ($\epsilon_D$) | 2     |
| Fading severity parameter of S-E ($\epsilon_E$) | 2     |
| Average power of scatter components ($2\Delta_D$) | 0.72  |
| Average power of scatter components ($2\Delta_E$) | 0.5   |
| Path-loss factor ($\gamma$)                   | 2     |

V. NUMERICAL RESULTS AND SIMULATION ANALYSES

In this section, accurate and asymptotic results of SOP and ESC are simulated via Monte Carlo simulation. Then, theoretical analyses and simulation results are compared to confirm the reliability of the STDT model and methods presented in this paper.

A. Analysis of the Single Variable

1) SOP versus $\gamma_D$ for different $M_D$: The $\gamma_D$ versus $P_r$ for different values of $M_D$ is shown in Fig. 2(a). As can be seen, there are some variances shown in Fig. 2(a). Here, the greater the value of $\gamma_D$ is, the less that of $P_r$ is, which makes a contribution to a more excellent SP improvement. With such a phenomenon noted, there exist two perspectives to explain this result. On the one hand, $P_{r\|d_D,E\gamma} (\gamma_D < 0)$ indicates that with greater RSNR at the receiver obtained, the SP is getting better. On the other hand, since a better satellite-receiver channel quality can be provided by a higher $\gamma_D$, which strengthens the ability of the system to withstand eavesdropping risks. Meanwhile, at the same value of $\gamma_D$, the SOP decreases, with $M_D$ improving. In addition, the asymptotic result is so closed to the accurate one that differences between them can be neglected in the high RSNR region scenario. Since the series representations of gamma function have a brilliant substitute effect on the original gamma function, when values involved in it are much greater.

2) SOP versus $\gamma_D$ for different $M_D$: The $H_s$ versus $P_r$ for various values of $H_s$ is shown in Fig. 2(b), where some variances are described. Herein, the change of $H_s$ has a negligible effect on the SOP. Herein, the distance from the satellite to the terrestrial terminal $q$ is defined as $q = \sqrt{H_s^2 + r^2} \approx H_s$, when the value of $H_s$ is much greater than $r_D$ and $r_E$. What’s more, this results in an approximately identical effect on two terrestrial terminals, when the height of the satellite is fluctuating, which explains that the SP of the STDT is not influenced remarkably by $H_s$.

3) SOP versus $\gamma_D$ for different $\epsilon_D$: The $\gamma_D$ versus $P_r$ for different values of $\epsilon_D$ is shown in Fig. 2(c). Here, at the same value of $\gamma_D$, the SOP decreases when $\epsilon_D$ is improving. In the light of Eq. (14), with $\epsilon_D$ increasing, $\bar{\epsilon}_D = \sum_{j=0}^{A_D} \epsilon_D = M_D \epsilon_D$ also increases, thus the integral part improves. Then, $P_{r\|d_D,E\gamma} (\gamma_D < 0)$ decreases, and the SP gets better, which has been validated via numerical results.

4) ESC versus $\gamma_D$ for different $M_D$: The $\gamma_D$ versus $\bar{C}_S$ for various values of $M_D$ is shown in Fig. 3(a). Here, the greater the value of $\gamma_D$ is, the greater that of $\bar{C}_S$ is.
implemented, which makes a contribution to a more excellent SP achieved. With such a phenomenon considered, there exist two perspectives to understand this result. On the one hand, $\overline{C}_S(d_D, d_E)(\gamma_D) > 0$ means the greater value of $\gamma_D$ is, the greater those of $\overline{C}_S(d_D, d_E)$ and $\overline{C}_S$ are. On the other hand, $\overline{C}_S$ increases when $\gamma_D$ improves. This is rational because a higher $\gamma_D$ can provide a better quality of downlink transmission, which prompt a superior strength to preserve the secrecy datas from eavesdropping. Accordingly, more secrecy signals are transmitted, which implies a greater security capacity is fulfilled. Besides, for a fixed $\gamma_D$, a improved $M_D$ can prompt the enhancement of the $\overline{C}_S$. Since the maximal ratio combining technology is adopted, by which a better received diversity gain is attained via more antennas at the receiver. A superior satellite-receiver channel quality thereby can be provided, which assures a greater value of $\overline{C}_S$ and a better SP of the STDT.

5) ESC versus $\gamma_D$ for different $\gamma_E$: The $\gamma_D$ versus $\overline{C}_S$ for different values of $\gamma_E$ is shown in Fig. 3(b), which displays that at the same value of $\gamma_D$, $\overline{C}_S$ decreases when $\gamma_E$ is improving. Because an increasing $\gamma_E$ leads to more anti-eavesdropping overhead, which results in a worse performance
of the STDT. Then, $\bar{C}_S$ decreases proportionally.

### B. Analysis of the Multi-parameter Optimization

For the sake of showing the effects clearly and simply, here accurate expressions are adopted, and simulation and asymptotic ones are omitted. With consideration of that influences exerted via $\epsilon_D$ and $M_D$ are similar, figures reflecting effects of $\epsilon_D$ are omitted, too. Fig. 2 and Fig. 3 have demonstrated that the SP of the STDT gets improved with greater values of $M_D$ and $\epsilon_D$. However, it is found that there exists a tendency that the growth of improvement of the SP is subject to slowing down, when more experiments are conducted. This condition encourages us to investigate more as displayed in Fig. 4(a) and Fig. 4(b).

1) **SOP versus $\gamma_D$ for different $M_D$:** The $\gamma_D$ versus $P_r$ for different values of $M_D$ is shown in Fig. 4(a). As can be observed, the enhancement of improvement of $P_r$ is slowing down indeed. Take $P_r = 10^{-4}$, for example. For achieving this SP, the RSNRs at the legitimate receiver needed are 50.093, 18.406, 9.841, 6.699, 4.657, 3.510, and 2.840, when values of $M_D$ are 2, 3, 4, 5, 6, 7, and 8, respectively. Moreover, take $M_D = 2$ as a baseline. Then, improvements of $P_r$ obtained are 0.046%, 3.993%, 5.186%, 6.272%, 10.837%, 17.099%, and 23.161%, respectively.

2) **ESG versus $\gamma_D$ for different $M_D$:** In a similar way, Fig. 4(b) depicts the $\gamma_D$ versus $C_S$ for various values of $M_D$. As can be seen, the enhancement of improvement of $P_r$ is also slowing down. Take $C_S = 10$bps, for example, with $M_D = 2$ deemed as a baseline still. To get the same SP, the RSNRs at the legitimate receiver needed are 7278.804, 5751.750, 4962.951, 4413.570, 3993.006, 3718.262, and 3431.863, when values of $M_D$ are 2, 3, 4, 5, 6, 7, and 8, respectively. The improvements of $C_S$ attained are 0.148%, 0.475%, 0.999%, 1.614%, 2.462%, 3.565%, 4.955%, and 6.512%, respectively.

3) **fitted curve of different $\gamma_D$ versus $M_D$ and $\epsilon_D$:** These numerical results illustrate that the above analyses are reasonable. To observe these variances intuitively, fitted curves are made as displayed in Fig. 4(c) and Fig. 4(d), where successive variances of improvements of $P_r$ and $C_S$ affected via $M_D$ and $\epsilon_D$ are shown, respectively. Based on these figures, a better enhancement of improvement of the SP is attained, especially considering the antenna interference issue and the complexity of designing. Accordingly, an excellent scheme can be achieved where optimal values of $M_D$ and $\epsilon_D$ are 5 and 5, respectively.

### C. Analysis of the Improvements of the Effectiveness and the Reliability

The variances associated with the calculation complexity measured by run time for programs (i.e. effectiveness) and the computation accuracy measured via margins of error between accurate and asymptotic solutions (i.e. reliability) are displayed in TABLE II. Therefore, variances are discussed from two demensions as below:

1) **From the Point of Horizontal Direction:** With the similarity of the variance tendency in the horizontal direction considered, take the Case 1 as an example to illustrate the specific advantage of the AA. Compared with accurate analytical solutions, the improvements of the calculation complication and the computation precision of asymptotic ones of $P_r$ and $C_S$ are $+36.388\%$, $-2.303\%$, $+36.251\%$, and $-2.365\%$, respectively. Based on the above statistics, improvements of the calculation complication are much greater than losses of the computation precision.

   Herein, $Q_i = q_1 \text{ImTC}_{i, r} + q_2 \text{ImTC}_{i, \bar{C} r} + q_3 \text{ImTC}_{i, P r} + q_4 \text{ImCA}_{i, \bar{C} r}$, $i \in \{1, 2, 3\}$, is defined as the evaluation function of the $i$th case further, where $q_l, l \in \{1, 2, 3, 4\}$ denotes the weight factor of the $l$th parameter, and $\text{ImTC}_{i, r}$, $\text{ImTC}_{i, \bar{C} r}$, $\text{ImTC}_{i, P r}$, and $\text{ImCA}_{i, \bar{C} r}$ represent improvements of $P_r$ and $C_S$ of time computation and computation accuracy in the Case $i$, respectively. Herein, four parameters $q_1$, $q_2$, $q_3$, and $q_4$ are all set as $+25.00\%$. Therefore, in the Case 1, $Q_1 = 16.993\%$ indicates the comprehensive performance of the AA is superior to the conventional one.

2) **From the Point of Vertical Direction:** With $H_s$ increasing, the calculation complexity get improved gradually, while the computation accuracy is affected negatively. However, this effect varies in a small and controllable range. Moreover, according to aforementioned discussions, the evaluation functions of three cases are given by $Q_1 = 16.993\%$, $Q_2 = 17.477\%$, and $Q_3 = 17.656\%$, respectively. The above statistics demonstrate that the AA can provide a considerable convenience for engineering applications.

Furthermore, to obtain a more clear comparison effect, all of values in TABLE II are normalized to be put in the

| Case | $H_S$=300km | | $H_S$=350km | | $H_S$=400km |
|------|-------------|-------------|-------------|-------------|-------------|
| Item | $P_r$ | $C_S$ | $P_r$ | $C_S$ | $P_r$ | $C_S$ |
| 1. | Asymptotic | 465.66s | 565.42s | 2.306 x $10^{-7}$ | 18.61bps | 457.31s | 562.02s | 2.260 x $10^{-7}$ | 18.62bps | 458.03s | 553.37s | 2.231 x $10^{-7}$ | 18.45bps |
| 2. | Improved | +36.388% | +36.251% | -2.303% | -2.365% | +37.552% | +36.943% | -2.449% | -2.139% | +38.102% | +37.176% | -2.607% | -2.046% |

### TABLE II: Comparison of the effectiveness and the reliability.
histogram, as is shown in Fig. 5. Then, the aforementioned differences analyzed are displayed intuitively in Fig. 5 further, where the abscissa and the ordinate represent the height of the satellite and the normalized parameter, respectively. As can be seen, Fig. 5(a) and Fig. 5(b) are divided into three zones, containing improvement comparisons between effectiveness and reliability at the corresponding height of the satellite of both $P_r$ and $C_S$. Herein, improvements on the calculated amount obtained is much more significant than the calculation precision lost. Owing to this remarkable advantage of the AA, its application in the engineering fields will be a more cost-effective and feasible alternative than conventional schemes.

VI. CONCLUSION

This paper sets out to investigate the SP of the satellite-terrestrial-vehicle network. Firstly, this thesis has provided a deeper sight into the randomness of terrestrial mobile terminals via the RGT utilized, based on which the statistical characteristics of the RSNR at terrestrial vehicles are given, and then the CFAEs of the SOP and the ESC are obtained. The second major finding was that the series form of gamma function has an excellent approximation effect for the lower incomplete gamma function in the high RSNR, which indicates that the asymptotic analysis can be regarded as an effective scheme to assess the SP of the system. Finally, the simulation analysis has also illustrated that the asymptotic solutions outperform the corresponding accurate results significantly in the effectiveness, and there exist optimal values for antenna numbers and fading parameter of the legitimate receiver for the enhancement of the effectiveness improvement.

APPENDIX A

PART OF DERIVATIONS OF THE ESC

The accurate and asymptotic ESCs without containing the randomness of locations of terminals are expressed as Eq. (35) and Eq. (36), respectively

$$\bar{C}_S|_{d_D, d_E} = \int_0^{\xi_D} A_{35} B_{35} d_{\gamma D} - \int_0^{\xi_E} C_{35} D_{35} d_{\gamma E}, \quad (35a)$$

$$A_{35} = F_{T_E}(\gamma E)|_0^{\gamma E} d_{\gamma E} \frac{\alpha D}{\beta_D} \log_2 (1 + \gamma D) \theta_D k, \quad (35b)$$

$$B_{35} = \sum_{k=0}^{\xi_D-M_D} \exp(-\psi_D d_{\gamma D})(d_{\gamma D}^k M_D d_{\gamma D}^{k+M_D}), \quad (35c)$$

$$C_{35} = F_{T_D}(\gamma D)|_0^{\gamma D} d_{\gamma D} \frac{\alpha_E}{\beta_E} \log_2 (1 + \gamma E) \theta_E l, \quad (35d)$$

$$D_{35} = \sum_{l=0}^{\xi_E-M_E} \exp(-\psi_E d_{\gamma E})(d_{\gamma E}^l M_E d_{\gamma E}^{l+M_E}), \quad (35e)$$

Then, by swapping the order of integration and sum, and adopting equations in [30], Eq. (35) and Eq. (36) can be rewritten as Eq. (37) and Eq. (38), respectively.

$$\bar{C}_S|_{d_D, d_E} = \int_0^{\gamma D} A_{36} B_{36} d_{\gamma D} - \int_0^{\gamma E} C_{36} D_{36} d_{\gamma E}, \quad (36a)$$

$$A_{36} = F_{T_E}(\gamma E)|_0^{\gamma E} d_{\gamma E} \frac{\alpha D}{\beta_D} \log_2 (1 + \gamma_D) \theta_D k, \quad (36b)$$

$$B_{36} = \gamma_D^{k+M_D-1} \log_2 (1 + \gamma_D), \quad (36c)$$

$$C_{36} = F_{T_D}(\gamma D)|_0^{\gamma D} d_{\gamma D} \frac{\alpha_E}{\beta_E} \log_2 (1 + \gamma_E) \theta_E l, \quad (36d)$$

$$D_{36} = \gamma_E^{l+M_E-1} \log_2 (1 + \gamma_E), \quad (36e)$$

\[\begin{align*}
\bar{C}_S|_{d_D, d_E} & = \sum_{k=0}^{\xi_D-M_D} A_{37} B_{37} - \sum_{l=0}^{\xi_E-M_E} C_{37} D_{37}, \quad (37a) \\
A_{37} & = F_{T_E}(\gamma E)|_0^{\gamma E} d_{\gamma E} \frac{\alpha D}{\beta_D} \log_2 (d_{\gamma D}^{k+M_D}), \quad (37b) \\
B_{37} & = \frac{\partial}{\partial v} \left[ (\psi_D d_{\gamma D}^v)^{-1} \Gamma (v) \right]_{v = k + M_D}, \quad (37c) \\
C_{37} & = F_{T_D}(\gamma D)|_0^{\gamma D} d_{\gamma D} \frac{\alpha_E}{\beta_E} \log_2 (d_{\gamma E}^{l+M_E}), \quad (37d) \\
D_{37} & = \frac{\partial}{\partial u} \left[ (\psi_E d_{\gamma E}^u)^{-1} \Gamma (u) \right]_{u = l + M_E}, \quad (37e)
\end{align*}\]
and
\[
\bar{C}_{S,D_D,E_E}^{\infty} = F_{T_{D_D}}^{\infty} (\gamma_E) |_{0}^{\gamma_E} \frac{\tilde{\alpha}_D}{\beta_D} \ln 2 \sum_{k=0}^{\varepsilon_D-M_D} \frac{\theta_{D_k}}{\varepsilon_D-M_D} (A_{39} - B_{39}) - C_{39} + D_{39},
\]
(38a)
\[
F_{T_{D_D}}^{\infty} (\gamma_D) |_{0}^{\gamma_D} \frac{\tilde{\alpha}_E}{\beta_E} \ln 2 \sum_{l=0}^{\varepsilon_E-M_E} \frac{\theta_{E_l}}{\varepsilon_E-M_E} (C_{38} + D_{38}),
\]
(38b)
\[
A_{38} = (d_{D_D}^{1+k+M_D}) (\gamma_D^{k+M_D} - (1)^{k+M_D}) \ln (1 + \gamma_D),
\]
(38b)
\[
B_{38} = \sum_{p=1}^{k+M_D} \frac{(-1)^{p} \gamma_D^{k+M_D-p+1}}{k+M_D - p + 1},
\]
(38c)
\[
C_{38} = (d_{D_D}^{1+M_E}) (\gamma_E^{1+M_E} - (1)^{1+M_E}) \ln (1 + \gamma_E),
\]
(38d)
\[
D_{38} = \sum_{q=1}^{l+M_E} \frac{(-1)^{q} \gamma_E^{l+M_E-q+1}}{l+M_E - q + 1}.
\]
(38e)

Accordingly, the accurate CFAE with randomness of the ESC is given by
\[
\bar{C}_{S} = \sum_{k=0}^{\varepsilon_D-M_D} \frac{\theta_{D_k}}{\varepsilon_D-M_D} \frac{\psi^{(k+M_D)}}{d^{(k+M_D)}} (A_{39} - B_{39}C_{39}) - \sum_{l=0}^{\varepsilon_E-M_E} \frac{\theta_{E_l}}{\varepsilon_E-M_E} \frac{\psi^{(l+M_E)}}{d^{(l+M_E)}} (D_{39} - E_{39}F_{39}),
\]
(39a)
\[
A_{39} = F_{T_{D_D}}^{\infty} (\gamma_E) |_{0}^{\gamma_E} \frac{\theta_D}{\beta_D} \Gamma (v) | v = k + A_D,
\]
(39b)
\[
B_{39} = F_{T_{D_D}}^{\infty} (\gamma_E) |_{0}^{\gamma_E} \frac{\Gamma (k + A_D)}{\Gamma (k + A_D)},
\]
(39c)
\[
C_{39} = d_{D_D}^{2} (\ln (\psi_{D_D}^{(1)}) - 1) - d_{D_D}^{2} (\ln (\psi_{D_D}^{(1)}) - 1),
\]
(39d)
\[
D_{39} = F_{T_{D_D}}^{\infty} (\gamma_D) |_{0}^{\gamma_D} \frac{\theta_D}{\beta_D} \frac{\Gamma (u)}{\Gamma (u)} | u = l + A_E,
\]
(39e)
\[
E_{39} = F_{T_{D_D}}^{\infty} (\gamma_D) |_{0}^{\gamma_D} \frac{\Gamma (l + A_E)}{\Gamma (l + A_E)},
\]
(39f)
\[
F_{39} = d_{D_D}^{2} (\ln (\psi_{D_D}^{(1)}) - 1) - d_{D_D}^{2} (\ln (\psi_{D_D}^{(1)}) - 1).
\]
(39g)

In a similar way, the asymptotic CFAE is obtained as Eq. (40).
\[
\bar{C}_{S}^{\infty} = F_{T_{D_D}}^{\infty} (\gamma_E) |_{0}^{\gamma_E} \frac{\tilde{\alpha}_D}{\beta_D} \ln 2 \sum_{k=0}^{\varepsilon_D-M_D} \frac{\theta_{D_k}}{\varepsilon_D-M_D} (U_{D_D}V_{D_D} + W_{D_D}) - 2 \sum_{l=0}^{\varepsilon_E-M_E} \frac{\theta_{E_l}}{\varepsilon_E-M_E} (U_{E_E}V_{E_E} + W_{E_E}),
\]
(40a)
\[
U_{D_D} = \sum_{k=0}^{\varepsilon_D-M_D} \frac{\theta_{D_k}}{\varepsilon_D-M_D} (\gamma_D^{k+M_D} - (1)^{k+M_D}) \ln (1 + \gamma_D),
\]
(40b)
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