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- **Individual Vehicle**
- **Fleet Denial**
- **Unspecific Disruption**
Threat Model: Capabilities
Threat Model: Capabilities

Access to off-the-shelf equipment
Threat Model: Capabilities

Access to off-the-shelf equipment

Little to no DSP knowledge
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Scenario 1  Scenario 2  Scenario 3  Scenario 4  Scenario 5
## Real-World Testing: Vehicle Overview

| Vehicle | Class             | Price ($) | Charging Capacity |
|---------|-------------------|-----------|-------------------|
| A       | Subcompact        | 50,000    | 50 kW             |
| B       | Compact SUV       | 85,000    | 150 kW            |
| C       | Shooting Brake    | 150,000   | 270 kW            |
| D       | Subcompact        | 20,000    | 50 kW             |
| E       | Mid-size Sedan    | 50,000    | 120 kW            |
| F       | Mid-size SUV      | 70,000    | 150 kW            |
| G       | Compact           | 45,000    | 125 kW            |
| H       | Compact           | 32,000    | 50 kW             |
Real-World Testing: Distance

47.39m
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- Shielding
- Firmware Upgrade
- Re-authentication
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CCS is vulnerable to wireless attacks

Large number of vehicles is affected

PLC is not suitable for the charging loop

~12M
Questions?

✉️ info@brokenwire.fail  or  sebastian.kohler@cs.ox.ac.uk
🌐 https://brokenwire.fail
🐱 https://github.com/ssloxford/brokenwire
 CVE https://nvd.nist.gov/vuln/detail/CVE-2022-0878