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Abstract. The aim of the study was to increase the level of security of data hiding and make it harder for cryptanalysts to know the hidden information. Improving confidentiality data is very important and can be performed by using a cryptography algorithm and combining few algorithms. End of File (EOF) were one of steganography method that widely used because it easily implemented in any media, combination of Base64 algorithm and One Time Pad as encoding and encryption process on data or object before embedded process using EOF method will produce a strong ciphertext that is good because one time pad using dynamic key as length message, ciphertext will be embedded in bytecode using EOF method and with the combination already perform it will not be easy to read by irresponsible party.

1. Introduction

The security of data in today's digital age is very important [1-6], steganography and cryptography can be used to secure data in the form of text messages, documents, images, audio and video [7-9]. Pictures [10,11] are the most widely used objects both offline and online and also some images are confidential and should not be publicized which is maybe a picture of research or just personal consumption. Pictures and other data should be secured this is where cryptography and steganography use is necessary.

Steganography is a technique to hide secret information into various types of files such as images, video, and audio [9,12,13], the problems that occur in steganography is to require different types of algorithms to secure specific data [13,14], for example, to ensure messages can use the method LSB, MSB and Pixel Value Differencing [9], to hide images or document files can use the Zhang LSB algorithm and so to protect other file types [15], to facilitate the process of embedded messages and various file types then used EOF and Base64 methods [16-18]. The base64 method is used as the process of encoding messages or files into a printable text, while the EOF method is used to hide secret message into the cover media. The use of EOF and Base64 methods alone is not safe enough because the decoding process using Base64 can be done directly without secret key, to improve the security level of the hidden information One Time Pad algorithm are used as additional security. One Time Pad was chosen because the encryption process is very secure and until now it very difficult to attack, one of because the process of encryption and decryption requires the same key length with the message [19,20]. Previous research by Ramalingam [8], which applies EOF method and combined with cryptography algorithm to secure message in video, another research by Iswahyudi [21] combines two encryption algorithms to secure
data. Based on the results of this research it concluded that the combination of algorithms can be done with good results.

The use of the One Time Pad algorithm in the EOF steganography process is supposed to increase the level of security of data hiding and make it harder for cryptanalysts to know the hidden information.

2. Methods
The mechanisms of Base64, EOF and One Time Pad methods used to hide and secure information on media (carrier) can be seen in Figure 1:

![Figure 1. Base64, EOF, and One Time Pad Process.](image)

The above process is a security procedure of the embedded data using EOF method, the first step is converting the data into printable text with Base64 method, after that the printable text encrypted using One Time Pad algorithm, for Base64 process method is perform by changing the data 8 bits into 6 bits value based on Table 1 below:

| Index | Value | Index | Value | Index | Value | Index | Value | Index | Value |
|-------|-------|-------|-------|-------|-------|-------|-------|-------|-------|
| 0     | A     | 1     | B     | 2     | C     | 3     | D     | E     | F     |
| 1     | B     | 13    | N     | 26    | a     | 39    | n     | 52    | 0     |
| 2     | C     | 14    | O     | 27    | b     | 40    | o     | 53    | 1     |
| 3     | D     | 15    | P     | 28    | c     | 41    | p     | 54    | 2     |
| 4     | E     | 16    | Q     | 29    | d     | 42    | q     | 55    | 3     |
| 5     | F     | 17    | R     | 30    | e     | 43    | r     | 56    | 4     |
| 6     | G     | 18    | S     | 31    | f     | 44    | s     | 57    | 5     |
| 7     | H     | 19    | T     | 32    | g     | 45    | t     | 58    | 6     |
| 8     | I     | 20    | U     | 33    | h     | 46    | u     | 59    | 7     |
| 9     | J     | 21    | V     | 34    | i     | 47    | v     | 60    | 8     |
| 10    | K     | 22    | W     | 35    | j     | 48    | w     | 61    | 9     |
| 11    | L     | 23    | X     | 36    | k     | 49    | x     | 62    | +     |
| 12    | M     | 24    | Y     | 37    | l     | 50    | y     | 63    | -     |

Table 1. Base64 Index Value.

One Time Pad is a development of Vernam Cipher[19], [20]. The One Time Pad algorithm is part of the block cipher in classical cryptography using XOR operations. One Time Pad will become an unsolvable algorithm [20] if it meets the following requirements:
The key length should be equal to the length of the plaintext
The key used should be random and should be used only once

\[
E(x) = (F(x) + K(x)) \mod 26
\]

\[
(x) = (C(x) + K(x)) \mod 26
\]

End Of File (EOF) is one of the techniques used in steganography[22]. This technique uses by inserting the data at the end of the file. This technique can be used to add data of size as needed. The file size that has been embedded data is equal to the size of the file before the data embedded plus the size of data inserted into the file[17,21]. EOF is a development of the method of Least Significant Bit (LSB). LSB adds data into files at the end of bit- then EOF instantly adds data at the end of the file.

3. Results and Discussion
Implementation of Base64, EOF and One Time Pad Methods on data security is tried with several different objects like the message or even file, the first experiment to hide data as below:

Data/Message = INCITEST IS THE BEST

The data is transformed to Base64 based on table 1 that has described before, and the result is below:

Encoding Text = SU5DSVRFU1QgSVMgVEhFIEJFU1Q=

The conversion process for the file is not much different from the data message, the encoding result is then encrypted by using One Time Pad algorithm, for encryption process is done by converting encoding text into binary and One Time Pad key generated randomly so that it fulfills the requirements of One Time Pad algorithm, so the result:

Encoding Text = SU5DSVRFU1QgSVMgVEhFIEJFU1Q=

Binary =

Key =

Ciphertext Binary =

Cipherext= î-ïâIz°W P Íc @êpê¬âÅ-

Convert the plaintext, and the key does the above experiment into the binary form, and then performed the encryption process. The message security that is hidden with the One Time Pad algorithm depends on the One Time Pad key which is randomly mathematically so that the key used will not be possible with the same message. Table 2 is a result of some objects such as messages or files that have been converted into printable text using a Base64 method and encrypted using the One Time Pad algorithm.
Table 2 contains the object information want to hide, the size of the object, the base64 result and also the key used for the encryption and decryption process with the One Time Pad algorithm. The keys in table 2 generated randomly will make it difficult for cryptanalysts to find hidden messages, according to Kerckhoff's principle [23] that the algorithm used to secure information is known without providing a key so that the security of this research has been tested that it takes \( n \) million years to find out hidden messages if you do not know which keys to use.

4. Conclusions
The use of One Time Pad algorithm to increase the security of hidden data is successful, the security level of protected information depends on the very random key that was used, and it is generated computationally mathematically, and also the key must match the length of the message, and this helps the security of the hidden data.
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