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Recently, data integrity for multiagent-based big data environments has been challenging. This paper presents a blockchain-based Merkle DAG structure (M-DAG) for audit data integrity. M-DAG resolves the problem that arises due to the multicity of a large data volume in a big data environment. It employed Boneh–Lynn–Shacham’s (BSL) signature to verify the integrity of identical multicity on big data environments. The proposed M-DAG audit mechanism uses a consortium chain algorithm for decentralized traceability and audit to archive reliable data. The evaluation has been carried out for the efficiency of the data integrity audit.

1. Introduction

The rapid development of big data technology has penetrated deeply into people’s lives. Big data technologies such as government affairs big data [1], big judicial data [2], and extensive medical data [3] are gradually providing robust data technical support for the progress of the society. However, big data has characteristics different from traditional data and needs to be processed using technologies suitable for big data.

The most significant feature of big data is the large amount of data. Statista’s global data volume will reach 175 ZB in 2025. The surge in data volume has prompted the development of related storage technologies. Storage technologies such as local storage, distributed storage, and cloud storage provide technical support for ample data storage. To ensure the security of big data storage, it is necessary to perform data integrity verification [4] to determine whether the data has been tampered with or damaged.

Data integrity verification technology generally realizes the judgment of data integrity through the challenge-response mechanism. The data owner stores the data in the data storage system and uses technologies such as BLS signature to realize the significance of the stored data before the data is stored and generates a certificate.

The data owner selects the corresponding data from the proof metadata to generate a challenge and sends the challenge to the data storage system. The data storage system uses the stored data to generate corresponding evidence of data integrity according to the challenge received. The data integrity audit institution judges the evidence generated by the data storage system and determines whether the data is consistent with the original data.
The data integrity audit of big data needs to fully consider the characteristics of big data:

(a) The large data volume of big data requires that data integrity verification technology meet the efficiency requirements of auditing and realize efficient judgment of data integrity.

(b) Due to the wide range of significant data sources, the data types have become diverse and data can be divided into three types: structured, semistructured, and unstructured [5]. For example, the significant data types in government affairs can be divided into four categories: business data, public opinion and social situation data, environmental data, and decentralized public data [6]. The data in the big data environment is mainly unstructured. According to IDC statistics, unstructured data accounts for 80% of big data. Therefore, unstructured data integrity verification has become the key to ample data integrity verification.

(c) At the same time, data has become an increasingly important resource in the information age. Therefore, breaking down data silos by sharing big data has become an important challenge for information companies. Data sharing requires the realization of data exchange and the authenticity of the data. For example, data authenticity is highly prominent for more sensitive data such as big government data, judicial big data, and medical big data.

The integrity verification of big data needs to prove that the data has not been tampered with or destroyed and needs to confirm with the users who share the data.

Satoshi Nakamoto published the article Bitcoin, a peer-to-peer electronic cash system [7], marking the birth of blockchain technology. Since then, blockchain technology has attracted many scholars to study its sound characteristics, such as decentralization and not being easy to tamper with. The data integrity verification technology verifies multiparty credits such as data storage. The combination of blockchain technology and data integrity verification technology can play a significant role in the data integrity verification system.

Based on this, this paper proposes a blockchain-based multiparty efficient audit mechanism for data integrity (MBE-ADI) to solve the audit problem of data integrity in the big data environment. The main contributions are as follows:

(a) Propose the concept of data domain in the big data environment and construct a hybrid Merkle DAG structure based on the data domain to realize the management of unstructured data. With this structure, the generation of proof metadata can be learned to solve a large number of unstructured data in the big data environment.

(b) Design a multiplicity deterministic verification method based on BLS signature to realize multiplicity simultaneous deterministic verification of data integrity and meet the needs of efficient data integrity verification in the big data environment.

(c) Design a dual-verification audit structure based on the alliance chain, the corresponding smart contract, and the metadata upload method of the verification process, realize the decentralized automatic audit of data integrity and the trusted traceability of audit history, and provide data for data owners and data users at the same time. The integrity verification service ensures the historical consistency of data before sharing and improves the credibility of the data.

(d) Deploy the MBE-ADI system based on the Alibaba Cloud server, and conduct related tests to verify the feasibility of the system and the efficiency of data integrity auditing.

2. Related Work

Indumathi et al. [8] proposed an integrity verification mechanism based on the MAC code, which uses the MAC value as authentication metadata to achieve data integrity verification. Still, there are problems of high communication overhead and easy privacy leakage. Rahalkar et al. [9] proposed a data possession proof, a PDP (provable data possession) mechanism, which divides the data into blocks and uses the RSA signature mechanism to sample the integrity of the data blocks, which improves the detection efficiency and reduces the communication overhead. Khan et al. [10] proposed a PDP mechanism that supports fully homomorphic operations, which uses the Merkle tree to verify the correctness of the location of the data block and uses the BLS signature to verify the integrity of the data block. Adekunle et al. [11] proposed a mechanism for integrity verification using multibranch path tree (MBT), which increases the out-degree of nodes. Compared with the integrity verification mechanism based on the Merkle tree, it can verify larger-scale data and use MBT. The structure can better realize data block replacement and other dynamic operations.

The multicity mechanism can improve the antirisk capability of data and use multiple copies to repair damaged data in real time. For essential data, the multicity tool is more important. Aloulou et al. [12] proposed a multicycle verification mechanism that supports dynamic operations. This mechanism transforms the Merkle tree structure and offers a level-based Merkle tree to help dynamic verification. This mechanism realizes the synchronous update of multiple copies by associating numerous documents. Agca et al. [13] discovered the generation of multicyclic data through random mask technology using a constant amount of metadata for any number of replicas; new replicas can be dynamically created without preprocessing the data again, and the time and cost of multicyclic integrity verification and for single-cycle data are close. However, the multicyclic mechanism generates too much metadata, such as random numbers, and the metadata management burden is too heavy when processing files with a large amount of data. Therefore, it is unsuitable for a big data environment with extensive and unstructured data.
The audit of the above data integrity verification mainly uses trusted third-party organizations. Still, it is difficult to find trusted third-party organizations and is prone to third-party attacks. Therefore, the application of blockchain technology for data integrity verification has become a new choice [14–21].

Pawar et al. [18] adopted blockchain smart contracts to replace third-party auditors and believed that data users should verify data integrity before sharing data. To achieve a fair integrity audit, Sahi et al. [19] considered blockchain technology for data integrity verification. The data owner uploads the signature of the data block to the blockchain ledger, uploads the encrypted data to the cloud, downloads the data during validation, and uses the digital signature recorded in the blockchain ledger to verify the integrity of the data. The study in [20] realized data integrity based on the blockchain through virtual agent mechanism.

Authentication, combined with role-based access control technology, is to manage and control stored data. Yang et al. [21] proposed a data integrity verification mechanism based on Ethereum [22], which holds data hash values, data signatures, and other information in smart contracts.

However, the current blockchain-based data integrity verification mechanism does not consider the needs of data users to obtain the authenticity of shared data and only provides services to data owners.

At present, some scholars have noticed the problem of integrity verification for big data. Prathiwi et al. [23] summarized the integrity verification technology of big outsourced data. Still, it is consistent with the technology proposed by Shen et al. [4] and does not reflect the characteristics of ample data integrity verification. Tyagi et al. [24] implemented a fine-grained update of data blocks, using a balanced update tree.

ADS (authenticated data structure) reduces update verification after the dynamic update, reducing computing and communication resources. Morrison et al. [25] proposed a distributed big data platform based on the blockchain to achieve data transaction integrity, focusing on designing an integrity manager module to ensure the authenticity and consistency of data. Mingming et al. [26] considered the characteristics of a wide range of significant data sources and a large amount of big data, proposed a data input verification model to verify the data source, and proposed a continuous integrity monitoring model to verify the integrity of the data during use but only the framework of the model.

Based on the above analysis, it is still necessary to study the data integrity verification mechanism suitable for the big data environment and fully consider the characteristics of the large data volume, a large amount of unstructured data, and the tendency to share in the big data environment.

3. Hybrid Merkle DAG Structure

Due to the wide range of data sources in the big data environment, most of them are unstructured data with different structures (for example, a set of data obtained by the data owner may include images, videos, documents, etc.). Efficient organization of data is a prerequisite for efficient validation. In this section, aiming at the characteristics of big data environment data, to realize the effective management of data and generate the proof metadata of data integrity audit on this basis, a hybrid Merkle DAG structure based on data domain is proposed. At the data domain level, the Merkle DAG structure is used to construct the organizational relationship between unstructured data. At the data block level, a multibranch balanced Merkle tree is built for the data blocks of a single data.

This section proposes the concept of the data domain, which is used to organize unstructured data. The domain here refers to a class of associated data or subdata domains. For a batch of data that needs to be stored, the data owner divides the data according to the internal relationship of the data (such as data source, acquisition date, and category) and classifies the data into one domain. This results in a maximum field containing all data and subdata fields.

A Merkle DAG structure in this storage structure is used. The Merkle DAG structure is constructed based on the Merkle tree, which breaks the limit of the number of subnodes of the Merkle tree, does not need to perform data balancing operations, and can build a more flexible data structure according to actual needs. Merkle DAG retains the Merkle tree loop computing node hash to obtain a Merkle root, the hash value of the parent node is determined by the hash value of the child node, and the parent node contains the information pointing to the child node. In IPFS [27], Merkle DAG is used as the data storage structure to realize the distributed file storage network.

The process of building a data domain-based hybrid Merkle DAG structure is as follows:

(a) According to the inclusion and parallel relationship of unstructured data, construct a Merkle DAG file structure containing all data

(b) Build a multibranch balanced Merkle tree structure for each data in the domain, and obtain the id node in the Merkle DAG node information.

4. Construction of the Merkle DAG File Structure

A data domain is constructed for unstructured data. The associated data is placed in one domain, and the data domain contains subdata domains. Data domains at all levels represent different degrees of association of data. Multiple pieces of associated data are stored in the domain simultaneously. The domain contains at least two data files. As shown in Figure 1, the data field is \{A, A_1, A_2\}. The A field contains \{A_1, A_2, d_7, d_8, d_9\}, the A_1 field contains \{d_1, d_2\}, and the A_2 field contains \{d_3, d_4, d_5, d_6\}.

The hybrid Merkle DAG structure based on the data domain contains domain and data nodes. A domain node is constructed for each part to identify the field. The domain node is shown in Figure 2. The nodeID is the unique identification information of the domain node, and the id node can be used to distinguish the node; LR is the write pointer, pointing to other nodes in the same level domain; \{ID_1, ID_2, ..., ID_i\} is a child pointer, pointing to a data node or a child data domain node.
In the hybrid Merkle DAG structure based on the data domain, each unstructured data is identified by a data node; the data node is shown in Figure 3. The nodeid is the unique identification information of the data node, and the nodeid can be used to distinguish the data nodes; Lr is the right pointer, pointing to the data node in the same-level domain. The Merkle DAG file structure shown in Figure 4 can be constructed for the data domain of Figure 1.

5. Result Analysis

5.1. Verifying Process Security. The integrity verification process is summarized into four stages: data copy generation, proof metadata generation, evidence generation, and evidence auditing [28, 29]. The unstructured data is organized by the Merkle DAG file structure based on the data domain. The nodeid in the node information ensures the uniqueness of the node, the pointer information in the node information confirms that the structure of the Merkle DAG file is determined, and the data is determined in the data storage system. The replica generation mechanism ensures that data corruption can be repaired instantly. In the data copy generation stage, data encryption is implemented by setting μ at different AES keys \( K_1, K_2, \ldots, K_\mu \). Copies are generated to prevent the storage system from pseudo-storing multiple copies of data. The copy generation mechanism can reduce the storage of copy parameters and avoid the loss and damage of massive parameters. In the proof metadata generation stage, the composite data domain nodeDF is obtained by combining the random sequence splicing method and the nodeDF is signed to receive the proof metadata \( \{\text{node}_d, l, s, \sigma, y\} \). In the evidence generation stage, the storage system also uses random sequence splicing to obtain the composite data domain nodeDF. This method can ensure that the metadata generation must use complete copy data blocks to ensure the feasibility of integrity auditing. In the evidence verification stage, by checking whether \( (g, K, y, \sigma) \) is a DH quadruple, it is judged whether the data is damaged or not. The reliability of the verification result is guaranteed.

5.2. The Reliability of Block Chain Ledger Records. The integrity verification process in this paper is implemented through smart contracts, and the relevant data verified is recorded on the blockchain ledger. Intelligent contracts replace the auditing of evidence by trusted third parties, which can prevent third-party attacks on the verification process. The blockchain ledger can realize the secure and reliable multiparty storage of ledger data. The verification process data is recorded on the blockchain ledger to prevent all parties from tampering with the verification process and ensure the authenticity of the data integrity verification history. The unique identifier Node_block of the data on the blockchain ledger is recorded. The determination of the unique identifier can ensure the data. The consistency of storage and integrity verification enables retrieval of a particular data integrity verification history. By returning the data integrity verification history, the historical character of the data before sharing can be guaranteed and the reliability of the data can also be guaranteed.

5.3. Scheme Comparison. Table 1 shows the comparison between the proposed scheme and the existing scheme. The solution in this paper includes multiple data owners and data users and various data storage systems, which can realize multiparty auditing of data in the same field or data among alliance members. The scheme in this paper selects intelligent contracts as the system audit institution, which can
avoid finding a trusted third party. Compared with sampling verification, the hybrid Merkle DAG structure based on the data domain can realize the deterministic verification of multicopy data and improve the efficiency and accuracy of data integrity audits. At the same time, this paper designs an efficient retrieval mechanism for data integrity audit history, realizes efficient retrieval of data integrity verification history and multiparty verification, ensures the consistency of data history, and enhances data credibility. The scheme in this paper does not realize the dynamic modification of data, which reduces data storage flexibility. Still, it can increase the historical consistency of data, which is suitable for data sharing discussed in this paper.

5.4. Experimental Detail. In this paper, 6 Alibaba Cloud servers are deployed in the experiment and their functional identifiers are shown in Table 2. Cloud server configuration is Intel Xeon Platinum 8269CY @2.5 GHz processor, 256 GB memory, Ubuntu 16.04 64-bit operating system. We implemented CBC mode 128-bit key AES encryption through Java. It is proved that the metadata generation stage is implemented by go language programming, the concurrency mechanism of go language is used to speed up the calculation speed, and the SHA256 algorithm is used for data digest extraction. Part of the BLS signature verification is implemented through Java’s JPBC library. The blockchain part is enforced based on Hyperledger Fabric 2.2. The endorsement strategy of the blockchain system is as follows: (a) the smart contract is installed on the peer nodes in the six servers, and (b) during the blockchain transaction, the peer nodes in the six servers all endorse the marketing.

The proof metadata generation process is similar to the proof generation process. In this paper, the proof metadata generation efficiency is tested. To verify the system’s efficiency and the integrity of the small data volume, the data widely exist in the big data environment. The speed of generating proof metadata for the data domain containing a large number of small data was tested by conducting evidence verification efficiency tests.

5.5. Proof of the Metadata Generation Efficiency Test. Figure 5 and Table 3 show a test to demonstrate the efficiency of metadata generation on data with a data volume of 1 to 10 GB. In this test, the number of data copies is 3, the parameter \( N_{\text{max}} \) in the multibranch Merkle tree structure is 27, and the data domain-based hybrid Merkle DAG structures with data block sizes of 16 MB, 24 MB, and 32 MB are, respectively, constructed. Finally, Figure 6 shows a test to demonstrate the efficiency of metadata generation on data under 1 GB in Table 4. Again, the number of data copies is 3, the parameter \( N_{\text{max}} \) in the multibranch Merkle tree structure is 27, and the data domain-based hybrid Merkle DAG structures with data block sizes of 1 MB, 4 MB, and 8 MB are, respectively, constructed.

It can be seen from the two sets of curves that the same amount of data is processed in blocks of different sizes and the time consumption is the same. In practical applications, the data block size can be determined according to the size of the data volume and actual requirements. It is proved that the time of metadata generation is proportional to the

| Table 1: Scheme comparison. |
|-----------------------------|
| Plan | Participants | Auditor | Multiple copies | Deterministic verification | Public verification | Heterogeneous multiple data | Data dynamic modification | Verification of history retrieval | Multiparty verification |
| Literature [10] | SP | TPA | NO | NO | YES | NO | YES | NO | NO |
| Literature [11] | SP | TPA | NO | NO | YES | NO | YES | NO | NO |
| Literature [12] | SP | DO | YES | NO | NO | NO | YES | NO | NO |
| Literature [14] | SP | Dynamic TPA Smart contract | NO | NO | YES | NO | NO | NO | YES |
| Literature [18] | DU | DO/SP/ TPA Smart contract | NO | YES | NO | NO | NO | NO | YES |
| Literature [19] | SP | Dynamic TPA Smart contract | NO | NO | YES | NO | NO | NO | NO |
| Literature [20] | SP | Multiple DUs | YES | YES | YES | YES | NO | YES | YES |

| Table 2: Cloud server functions. |
|-------------------------------|
| Cloud server | User | Feature id |
| Server1 | Do_A | Peer1, Org1, Ca1, Kafka1, Zookeeper1, Orderer1 |
| Server2 | Do_B | Peer2, Org2, Ca2, Kafka2, Zookeeper2 |
| Server3 | Du_A | Peer3, Org3, Ca3, Kafka3, Zookeeper3, Orderer2 |
| Server4 | Du_B | Peer4, Org4, Ca4, Kafka4, Zookeeper4 |
| Server5 | Sp_A | Peer5, Org5, Ca5, Kafka5, Zookeeper5, Orderer3 |
| Server6 | Sp_B | Peer6, Org6, Ca6, Kafka6, Zookeeper6 |


amount of data. The balanced relationship between the time consumed and the amount of data is about 1.25 s/GB, and the data processing efficiency is high.

Figure 7 shows a test to prove the efficiency of metadata generation on 1,000 to 10,000 pieces of small unstructured data. The size of unstructured data is about 1 MB, the number of data copies is 3, the parameter in the multibranch Merkle tree structure is 27, and the construction data block is a significant data field-based Merkle DAG file structure as small as 1 MB. It can be seen from the obtained curve that the speed of metadata generation is proportional to the number of data pieces, about 870 pieces per second, and the data processing efficiency is high.

5.6. Evidence Verification Efficiency Test. Figure 8 shows the efficiency test of the authenticity of evidence for data with a volume of 100–900 MB. It can be seen from the results that the time consumption of the integrity evidence has
nothing to do with the size of the data and the time for verifying the authenticity of the evidence is about 40 ms, which can quickly verify the authenticity of the evidence.

5.7. Performance Analysis. The experimental results show that the data integrity proof metadata generation and integrity audit speed are high, which can meet the requirements of data heterogeneity and a large amount of data. It should be noted that the above tests are all performed based on 3 data copies and the time consumed by the test is the time used to perform data integrity certification on the 3 data copies at the same time. Therefore, if you reduce the number of replicas, you will reduce the time consumption proportionally. In actual use, the data owner can select an appropriate number of data copies or not use copy technology according to the importance of the data.

6. Conclusion

According to the data characteristics in the big data environment, this paper builds a multiparty and efficient audit mechanism for data integrity based on blockchain and realizes efficient multicopy audits of small unstructured data and large-volume data. The data integrity audit process is realized through intelligent contracts. The audit history is traced to learn multiparty supervision of the audit process, ensuring historical consistency before data sharing and increasing data credibility. However, the generation of the proof metadata in the scheme of this paper needs to be realized based on generating a random sequence. In future, the work will focus on studying a more flexible proof metadata generation method.
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