New Active Defense Technology under the Background of Power Information Network Security
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Abstract. With the rapid development of the national power industry, the security of power information network has been widely concerned by the society, and the related impact has also been prominent. At this stage, the development of power information technology is more and more inseparable from the network, so network security has become more and more important, if the network has a serious threat in practical application, the loss caused will be unbearable. In the process of controlling the network security of power information industry, one of the most important and effective methods is active defense. Based on this, this paper puts forward the research of active defense technology under the background of power information network security, expounds the defects of firewall technology and intrusion trap technology in passive network security defense technology, and introduces the pitfalls of active defense new technology. In addition, the paper discusses the new active defense technology and its application in power information network security, and puts forward reasonable suggestions. Therefore, the use of information technology to solve the hidden danger of power network security is important.
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1. Introduction

With the rapid development of the Internet, the resistance to viruses [1] and hacker attacks [2] has become a global problem. In the traditional network security technology, passive protection technology [3-4] is used, such as firewall technology and interference detection technology. With the development of network technology, this technology will gradually expose its shortcomings. It includes network security, viruses, access restrictions, threats and hackers, so it cannot provide high-strength protection. In addition, intrusion detection [5] is not feasible in all possible cases; it has high false positive rate and false positive rate response, and provides little information after analysis.
China's power network development has become a part of the rapid development of the country, at the same time; it will have a significant impact in many aspects. Relevant analysis of electric power information network security [6-7] in the development, there are still some network vulnerabilities. First of all, the network at this stage shows a high degree of openness. Although the power network has established a defense platform by combining various defense technologies with the implementation of checkpoints, the overall situation is regarded as a passive defense mode, which does not conform to the development trend of power information network. In this process, we cannot actively find the loopholes and hidden dangers, and always wait until the problems appear. This method is not compatible with the development trend of power information network and is not easy to operate in some cases. If there is a loophole in the interior, it will have a devastating impact. Secondly, when dealing with the related vulnerabilities, we still use the old technology to complete, without any positive discovery. In the long run, especially in the power network, it is easy to cause serious security risks, and it is difficult to conduct in-depth investigation.

To sum up, this paper puts forward the research of new active defense technology [8-10] under the background of power information network security, expounds the defects of firewall technology and intrusion trap technology in network security passive defense technology, discusses the importance of network security in power information industry, analyzes the current network construction status of power information industry, and puts forward the implementation of network security technology defense Methods to provide reference and suggestions for the improvement of the current power industry.

2. Implementation of New Active Defense Technology under the background of Power Information Network Security

2.1. New Technology of Active Defense
1. Trap technology.
   The main purpose of trap technology is to attract attackers by creating vulnerability simulation. However, since there is no useful information in the system, no one will find it when the actual system is running. As a result, all attempts to access this network's communication capabilities are suspect. Another purpose of this technology is to delay the attacker's attack time and identify the attacker's position to achieve reversal.
2. Forensic technology.
   There are two kinds of forensics technology in active defense technology: static forensics technology and dynamic forensics technology. Fixed forensics technology is mainly used to collect evidence for attackers after system intervention. Flexible legal investigation technology can provide real-time data analysis to provide strong evidence that the connection between the two parties is broken or to induce the enemy to collect evidence more deeply.

2.2. Construction of Active Defense Subsystem
   Principle design of active defense subsystem: information about current security status of power network. Integrating with the actual situation, the deployment of three-dimensional network security system can prevent viruses from invading the external network and internal network. The initial deployment of the new system and the existing network system has little impact, and the calculation formula of the impact score of the new system is as follows:

   \[ \text{Scope}=\text{fixed}, \quad \text{Impact score}=6.42 \times ISCh_{\text{base}} \]  

   \[ \text{Scope}=\text{change}, \quad \text{Impact score}=7.52 \times (ISCh_{\text{base}}-0.029) -3.25 \times (ISCh_{\text{base}}-0.02)^{15} \]
Among them, $ISC_{base}$ are temporary variables. The design of the new system follows the following principles:

1. Safety and reliability: safety products can be used for stable and reliable operation system;
2. Advanced technology: safety technology must be advanced enough;
3. Technology maturity: correct application of safety technology and products;
4. Management: safety products must be properly managed. It can also ensure the safety of non-technical personnel according to the guidelines.
5. Scalability: The system is improved or extended to maintain certain generalization.

3. Experimental Thinking and Design

3.1. Experimental Ideas

This paper puts forward the research of new active defense technology under the background of electric power information network security, expounds the defects of firewall technology and intrusion trap technology in network security passive defense technology, discusses the importance of network security in power information industry, analyzes the current network construction status of power information industry, and puts forward the implementation methods of network security technology defense.

3.2. Experimental Design

With the continuous progress of network technology, the security of power information network will get more innovation. However, the simulator of power information network security system can make it work normally in the face of actual attack without proper practice. Power network security can use real-time defense technology to simulate the attack and defense environment to implement attack and defense practice, and provide better solutions for new network vulnerabilities and attack forms.

Power grid should not only prevent external attacks, but also strengthen internal network user management. For internal user management: the network has real name system, which can prevent the spread of virus attack or internal man-made outbreak. Visit security review; fully implement the layout, installation, maintenance and control of illegal software of security terminal and computer terminal. Active defense system can prevent external attacks or viruses from spreading to LAN network. Table 1 shows the composition of the defense subsystem.

| Time of attack | Action |
|----------------|--------|
| Before the attack | Using vulnerability scanning tools and hacker tools to conduct a comprehensive inspection of the system |
| Time of attack | Attacker lures trap network |
| After the attack | Analysis, evidence of aggressive behavior |

4. Discussion

4.1. Discussion on Experimental Results of New Active Defense Technology for Power Information Network Security

The main premise of the application of active defense technology in the network security of electric power information industry is risk assessment. This kind of network security assessment is not only to analyze the collected data information, but also to pay more attention to the whole power network structure, so as to effectively ensure the comprehensiveness of the evaluation function. Active defense technology is mainly used to collect evidence for attackers after system intervention. Flexible legal
investigation technology can provide real-time data analysis to provide strong evidence that the connection between the two parties is broken or to induce the enemy to collect evidence more deeply. The main purpose of trap technology is to attract attackers by creating vulnerability simulation. However, since there is no useful information in the system, no one will find it when the actual system is running. As a result, all attempts to access this network's communication capabilities are suspect. Another purpose of this technology is to delay the attacker's attack time and identify the attacker's position to achieve reversal. It is very important for the development of power information system to adopt positive and defensive measures to the security of power network. There is no real defense and simulation experience in traditional power information network security, and only the actual security system experience in actual defense is not enough. In the active defense technology, dynamic forensics technology is used to analyze and solve the attacks on attackers and defense practices, and record them in the security system database, so as to better protect the power network in practice.

![Figure 1. Hazard clearance capability of active defense technology](image)

Due to the particularity of the network environment, some network loopholes are considered inevitable. The three major hazard sources are data theft, extortion virus and DDoS. The common nature of these three types of hazard sources is to control and attack the power information system and reduce the efficiency of data processing of power information system. In this paper, questionnaire is used to evaluate the ability of vulnerability scanning, baseline scanning, application security scanning and attack and defense drill in active defense technology to remove the three major hazards. The evaluation results are shown in Figure 1. It can be seen that the technical operation of active defense technology and its application in power information network security have been greatly improved compared with the past, and there are no serious deficiencies and deficiencies in all aspects of work.
Figure 2. Composition of active defense subsystem

It can be seen from Figure 2 that the active defense subsystem can be composed of active defense strategy library, Honeynet module, forensics module, analysis module and control module. Active defense strategy library can support intelligent improvement and store the latest active defense strategy. Honeynet module can attract hackers into fake systems and analyze their behaviors. The forensics module is "acceptable to the court, reliable and persuasive enough, existing in the computer and related peripherals, confirming the electronic evidence, protecting, extracting and filing; the control and analysis module is deployed at the boundary of the power network.

4.2. Active Defense Strategy to Strengthen Network Security of Power Information Industry

1. Strengthen network data collection

With more and more data information included, in order to ensure the safe transmission of information, it is important to effectively collect network information to ensure network security. Whether it is log information, equipment information or electricity fee information, effective statistics must be carried out, and relevant database and appropriate access principles need to be established. For example, some pre initialization principles can be designed to analyze collected information in real time and quickly. Store the latest updated information in a preferred location so that the collected information can be quickly accessed and sent to the hazard analysis module.

2. Network security risk analysis

Using advanced analysis and data mining technology to complete network data collection is the standard and premise of establishing two-dimensional network risk information matrix. Then combined with the analysis index to analyze the security threat, in this process, there are many data mining technology can be used. At the same time, in order to reduce the structural damage leakage, in principle, we need to select the appropriate performance subdivision as the discriminant function, and introduce the adaptive enhancement theory to further improve the network data. Some potential risk information is extracted by data mining and data classification.

3. Network security assessment

The main premise of the application of active defense technology in the network security of electric power information industry is risk assessment. This kind of network security assessment is not only to analyze the collected data information, but also to pay more attention to the whole power network
structure, so as to effectively ensure the comprehensiveness of the evaluation function. Generally speaking, power network security managers want to more intuitive, comprehensive understanding and grasp the resources of all software and hardware, can be divided into serious, mild, general, good and good several different levels, so that in the process of network security management will be more targeted to ensure the effective implementation of active defense.

5. Conclusions
In the research of active defense technology under the background of power information network security, this paper expounds the defects of firewall technology and intrusion trap technology in the passive defense technology of network security, introduces the trap technology and Forensics Technology in the new technology of active defense, and discusses the new technology of active defense and its application in power information network security, and puts forward reasonable suggestions. According to the research, the software and hardware carried by the power information industry network not only include individual users, enterprise users and the State Grid, so it is necessary to build a multi-level active defense system
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