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ABSTRACT
On May 25, 2018, the General Data Protection Regulation (GDPR) entered into force in the European Union, which is of the utmost importance for monitoring its accomplishment by all organizations, especially those working in the health sector. However, it turns into a very difficult task, i.e., in order to meet this challenge, a practicable problem-solving methodology had to be developed and tested, that lead to a soft approach to computing using Artificial Neural Networks. On the other hand, the method chosen for data collection was the inquiry by questionnaire, in which 156 employees participated. The proposed system has an accuracy of about 90%, which can diagnose the fragility of the laboratory and encourage future improvements to ensure a high level of data protection.

CCS CONCEPTS
• Security and privacy → Human and societal aspects of security and privacy; Privacy protections; • Computing methodologies → Machine learning; Machine learning approaches; Neural networks.
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1 INTRODUCTION
New technologies have changed the economy and social life, and facilitated the free flow of personal data. The collection and dissemination of such data has increased significantly in all areas of society, not only because people are increasingly making their personal data available, but also because the new technologies enable the

use / dissemination of personal data by private / public institutions. Loss of control over personal data can cause physical, material or immaterial damage to citizens. Therefore, the issues of data protection have become increasingly important, and the General Data Protection Regulation (GDPR) in force in the European Union since May 25, 2018 was the last step in the direction of data protection [1]. In the health sector, given the extremely sensitive nature of the data, the application of this regulation is compulsory in order to ensure proper security and confidentiality [2]. In this sector, personal data can be associated with physical or mental health; past, present or future state of health; information from analyzes or examinations of a part of the body or samples; genetic data; Information about an illness, disability or risk of illness; anamnesis, treatments; or physiological/biomedical status. Indeed, the GDPR is still a controversial issue in the health sector and has been the subject of various studies and debates around the world [3, 4]. Demotes-Mainard et al. discuss the problem of transparency and data sharing (i.e. the foundations of open science), the potential of big data analytics, and the reuse of hospital data and health databases in the face of GDPR restrictions [5]. The authors stress that European countries should avoid poorly interoperable regulatory systems and make the necessary adjustments to protect users’ data while streamlining clinical research. To this end, they emphasize the need to define in the context of health what is understood as anonymous data, pseudonym data as well as the public interest. In addition, the authors emphasize the importance of the patient’s initial consent encompassing future research, and express how the data will be accessed, rather than restricting its use in future research. They also underscore the need for a technology infrastructure that enables researchers to access repositories and stores to reuse data [5]. Flaumenhaft and Ben-Assuli discuss the main barriers that have led to relatively low acceptance of personal health records and avoided their widespread use [6]. The authors state that concerns about the security and privacy of this sensitive data are one of the main obstacles. The study examines in detail the more relevant characteristics related to the security and privacy of health data in five jurisdictions. The authors point out that the revised legislation needs to highlight the GDPR as it is the most understanding and strictest data protection measures [6]. In some key areas, however, there are still different interpretations and show a certain ambiguity (e.g. the introduction of the term pseudonymization) [7]. Mense and Blobel compare the key features of the GDPR and the functional model of the HL7 Personal Health Record System (HL7 PHR-S FM). According to the authors, the security and data protection standards HL7 PHR-S FM
enable the efficient implementation of the GDPR, i.e., meeting the goals of the legislature and clearly defining the steps organizations should follow to ensure adequate data protection [8]. This study was performed in cryopreservation laboratories, which deal with the storage of stem cells from both blood and umbilical cord tissue. In this type of activity, it is necessary to collect and process personal data from customers or potential customers. The aim of this study is therefore to check whether the laboratory can implement and comply with the GDPR. This paper consists of five sections. After a brief introduction to the problem, the basics used in this work are discussed, namely the Knowledge Discovery in Databases (KDD) process [9, 10] and a computer approach based on Artificial Neural Networks [11]. Section 3 presents the methodology, whereas in section 4 the results are presented and discussed. Finally, conclusions are drawn and future work is outlined.

2 FUNDAMENTALS

Technological means have provided an exponential growth, both in number of records and in complexity, regarding data storage. As a result of this effective increase in information, its processing through traditional methods has become increasingly difficult and complex. In this way, applications aimed to the task of Knowledge Discovery in Databases (KDD) have emerged, incorporating Data Mining (DM) tools [9, 10]. The KDD process involves several steps, namely selection, data pre-processing, data transformation, data mining and interpretation [9, 10]. The DM stage consists in choosing and using the methods and techniques that best fit the fulfillment of the established objectives [9].

2.1 Artificial Neural Networks

Data analysis is not a recent subject. For several years it has been carried out using mainly statistical methods. However, from an early stage, it became clear that the human brain analyses data and treats information differently, using learning processes [9]. ANNs were inspired by the nervous system of the human being and have been progressively applied in DM [11]. An ANN is a set of simple processing elements, called artificial neurons or nodes, organized in a highly interconnected parallel structure. They are similar to the behavior of the brain because, on one hand, knowledge is acquired from an environment through learning processes and, on the other hand, because knowledge is stored in the connections between the nodes [11].

From a historical point of view, ANNs had their origin in the 40s of the 20th century, with the work of Warren McCulloch and Walter Pitts. These authors presented a simplified model of the neuron (called an artificial neuron or node), based on the fact that the neuron or is active or inactive, at a given moment, which corresponds to the true/false of the proportional logic or the one/zero of the Boolean algebra [12]. Other contributions followed, especially that of Rosenblatt, who introduced the perceptron model [13], which originated the most used network architectures, called the Multi-Layer Perceptron (MLP). These are organized by layers and the connections always propagate in one direction, with no cycles. During the last few years MLP were used to capture nonlinear relationships among variables, in different areas, such as law [14], water quality [15, 16], psychosocial risks management [17], or health [18, 19].

3 METHODS

This study was carried out in cryopreservation laboratories located in the north of Portugal. The age of the participants ranged from 22 to 69 years (average age 41 ± 19 years), with 57% women and 43% men. A questionnaire to assess the implementation of GDPR in cryopreservation laboratories was created and used for a cohort of 156 employees. To avoid the potential hidden errors associated to ostensibly random sampling methods that can lead to biased results [20], the questionnaires were applied to all employees of the laboratories. The questionnaire was divided into two sections, the first containing general questions (e.g., age, gender, academic qualifications and departmental areas of employees), while in the second the participants were asked to mark the option that best complete each statement according to their opinion. In the first section the answers are descriptive, whereas in the second one a Likert scale with four levels (i.e., very reduced, reduced, medium and high) was used.

The statements under consideration were organized into three groups, namely Awareness Related Statements, Priority Related Statements, and Processes and Technologies Related Statements. The former one comprises the statements, viz.

- The awareness of the laboratory on the guarantees of the rights of the holders of personal data is . . .
- The awareness of the laboratory on the obligations and principles of the GDPR is . . .
- The awareness of the laboratory on the general impact of the GDPR is . . .; and
- The awareness of the laboratory regarding the implications of non-compliance with the GDPR is . . .

The second group encompasses the statements, viz.

- The management’s priority in triggering the resources needed to implement the GDPR are . . .; and
- The priority of the information management department regarding the implementation of a data protection system is . . .; and
- The priority of the group to which the laboratory belongs in unleashing the necessary resources for the implementation of the GDPR is . . .

Finally, the third one includes the statements, viz.

- The processes and technologies that guarantee the exercise of all the rights of data holders are . . .; and
- The information security management system that ensures a level of security appropriate to the data holders is . . .; and
- The competence and training of the person who performs the functions of data protection officer are . . .

Pursuing the transformation of the qualitative data (collected using the questionnaire) into a quantitative one, the method suggested by Fernandes et al. was adopted [21]. Thus the set of n statements respecting to a particular theme is itemized into a unitary area circle split into n slices, where the marks in the axis correspond to each one of the possible options, corresponding the quantitative value to the total area, as specified below (section 4.3).
The Waikato Environment for Knowledge Analysis (WEKA) was used to implement ANNs, maintaining the standard software parameters [22]. In each simulation, the database was randomly divided into two mutually exclusive partitions, i.e., the training and test sets.

### 4 RESULTS AND DISCUSSION

#### 4.1 Sample Characterization

Applicants’ age was categorized into age groups, i.e., less than 20 years of age, 20-30, 31-50, 51-65 and higher than 65 years of age. 64.8% of applicants are aged between 31 and 65 years old, 33.3% are lesser than 30 years of age, while 1.9% are higher than 65 years of age. Concerning academic qualification, 25.6% of the applicants expressed to have basic education, 23.7% declared that concluded secondary education, 40.4% stated to have finished a degree and 10.3% affirmed to have post graduate education.

#### 4.2 Answer Frequency Analysis

Figure 1 displays the frequency of answering to the second part of the questionnaire, where applicants selected the option that best complete each statement according to their opinion. The statements S1 to S4 refer to the Awareness, S5 to S7 are related to Priority, and S8 to S10 are relative to Processes and Technologies. The analysis of results presented in figure 1 shows that for all the statements, regardless the dimension considered (i.e., Awareness, Priority and Processes and Technologies), most of the applicants (ranging between 89.1% and 94.2%) ticked the options Medium or High considering that the commitment of the laboratory regarding the implementation and fulfill of the GDPR is appropriate. In fact, only a small percentage of applicants, ranged between 5.8% and 10.9%, considers the efforts in the implementation of the mentioned guidelines unsatisfactory.

Bearing in mind the percentage of applicants which stated that the implementation of the GDPR is deficient, it would be interesting to apply a new questionnaire in order to clarify which are the main barriers to the effective implementation of the guidelines. Such study would allow to compare the results obtained in the studied laboratories with the results published in the literature [6-8].

#### 4.3 GDPR Implementation Assessment

To create a decision support system to assess the implementation of the GDPR, the results obtained in the second section of the questionnaire were used to train and test an ANN. Bearing in mind that the data collected has a qualitative nature, it was necessary to quantify them. For this purpose, the method suggested by Fernandes et al [21] was chosen. Aiming to exemplify the procedures, figure 2 presents the answers of applicant 1 to the mentioned section of the questionnaire.

For each statement group (i.e., awareness, priority, and processes and technologies) the answers were itemized into a unitary area circle. The marks in the axis correspond to each alternative, i.e., very reduced, reduced, medium and high. Exemplifying with the group of statements regarding awareness, the answer to S1 was high and the correspondent area is given by $\frac{1}{4} \times \pi \times (\frac{1}{\sqrt{\pi}})^2 = 0.25$, in S2 and S4 were marked the option medium and the areas are $\frac{1}{4} \times \pi \times (\frac{3}{\sqrt{\pi}})^2 = 0.14$. Finally, for S3 the answer was reduced and the area is $\frac{1}{4} \times \pi \times (\frac{2}{\sqrt{\pi}})^2 = 0.06$. The total area (i.e., 0.59) is the sum of the partial ones, being the quantitative value regarding the awareness group for applicant 1 (figure 3). Proceeding in a similar way for the remaining statements groups (i.e., priority and processes and technologies) and for each of the 156 applicants, the results displayed in table 1 were obtained.

To obtain the best ANN model to assess the GDPR implementation different network structures have been elaborated and evaluated. The performance of ANN models was compared using the confusion matrixes [23]. The 3-3-2-1 topology (figure 4) was the one that presented the best performance in terms of accuracy and was selected to evaluate the implementation of the GDPR. The
Table 1: A fragment of the knowledge base for the GDPR implementation assessment.

| Applicant | Awareness | Priority | Processes and Technologies |
|-----------|-----------|----------|---------------------------|
| 1         | 0.59      | 0.71     | 0.29                      |
| 2         | 0.78      | 0.56     | 0.50                      |
| ...       | ...       | ...      | ...                       |
| 156       | 0.81      | 1.0      | 0.42                      |

Figure 2: The answers of applicant 1 to the second section of the GDPR questionnaire.

Figure 3: The quantification process of the qualitative information collected in the second section of the GDPR questionnaire for applicant 1.

Figure 4: A schematic view of the ANN selected for GDPR implementation assessment.

Figure 5: A schematic view of the ANN selected for GDPR implementation assessment.

5 CONCLUSIONS AND FUTURE WORK

Privacy and data protection are a very old topic, but at the same time very current, being the subject of recent developments that promise to have a significant impact on the provision of health services with the entry into force of the GDPR. Ensuring data protection should be the responsibility not only of citizens, but also of health professionals/technicians in the course of their activities. However, it is difficult to assess the level of GDPR implementation since it is a matter that deals with different variables with complex relationships among them. Therefore, and in order to assess with the proposed ANN model is satisfactory, reaching accuracies of around 90%.

The focus on data acquisition should be concentrated on the more important variables, taking into account the model accuracy, depreciating or setting aside the matter least ones. Sensitivity analysis is related with model output response to variations in its input variables. It is a basic procedure that may be carried out after the modelling phase, and examines the model responses when the inputs are modified. Sensitivity according to variance [24] was used to compute the relative importance of the input variables. The results are shown in figure 5 and seem to indicate that ANN inputs affect the outputs in an analogous way, although the fluctuations on Processes and Technologies Related Statements show a slightly more pronounced effect. Thus, the organization should pay attention to all these factors for an effective implementation of the GDPR. These outcomes are corroborated by the results shown in figure 3. In fact, the 3 groups of statements show a similar frequency of negative responses (i.e., very reduced and reduced) and, consequently, a small variation in this type of answers should have impact on the output.
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Table 2: Confusion matrix regarding ANN model for the GDPR implementation assessment.

| Target | Training Set | Predictive | Test Set |
|--------|--------------|------------|---------|
|        | Reduced      | Medium     | High    | Reduced | Medium | High |
| Reduced| 11           | 0          | 0       | 5       | 0      | 0    |
| Medium | 5            | 67         | 0       | 3       | 31     | 0    |
| High   | 0            | 3          | 21      | 0       | 2      | 8    |

Figure 5: Relative importance of the input variables of the ANN selected for GDPR implementation assessment.
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The level of implementation of the GDPR in a cryopreservation laboratory, a data acquisition and evaluation framework was developed and experienced in practice. The emphasis was put on processing of information, being the data gathered using inquiry by questionnaire. Complementary, this paper also proposes an intelligent decision support system to appraise the level of GDPR implementation based on the ANN paradigm. This approach exhibits a satisfactory effectiveness, showing an accuracy of about 90%. Furthermore, it allows to recognize the fragilities of the laboratory, and helps the decision makers to promote future improvements to ensure high levels of data protection. Future work will consider new factors, namely the training given to the employees on this matter or the volume of information processed. In addition, it is intended to extend the study to a larger sample in order to study the influence of other variables such as age, gender or academic qualifications of employees on their perception about the GDPR implementation.