Continuous variable one-sided device independent quantum key distribution
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By applying recently developed entropic uncertainty relations in the continuous variable regime we derive bounds upon the secret key rate of Gaussian modulated continuous variable quantum key distribution protocols in the limit of long key length. For several protocols the bounds obtained in this manner can be shown to be one sided device independent, including a protocol that uses only coherent states. Though the relevant uncertainty relation is not tight, and neither are the subsequent key rates, we find that one-sided device independent schemes are experimentally achievable with existing technology for transmission over realistic channels.

Quantum systems have information theoretic properties that include both extensions and limitations with respect to their classical counterparts. On the one hand quantum systems can exhibit entangled correlations whose strength exceeds all classical limitations [1], while on the other hand the uncertainty between complementary observables must obey fundamental quantum relations [2]. By considering entropic versions of these uncertainty relations [3–7] an intimate connection between entanglement and uncertainty has recently been derived [8, 9]. In principle this has been known since the seminal work of Einstein, Podolsky and Rosen (EPR) [10], but was only recently quantified to derive an entropic uncertainty relation including the possibility of quantum correlations [8].

Beyond fundamental interest, Ref. [5] demonstrated the usefulness of such relations by compactly re-deriving the secret key rate for the BB84 discrete variable quantum key distribution (DVQKD) protocol. The derivation of similar relations for the smooth min- and max- entropies [11], which are appropriate in the non-asymptotic setting, eventually resulted in finite-size bounds for DVQKD that are both general and tight [12]. Furthermore, security proofs of device independent (DI) QKD protocols, in which stronger subsets of quantum correlations are used to remove the requirement for the experimental devices themselves to be trusted [13–15], have also proved amenable to these entropic relations [10]. Finally, entropic relations also naturally lend themselves to situations where only one party’s devices are untrusted. This possibility, first noted in [11] was subsequently used to prove the security of an experimentally challenging, but feasible, proposal for one-sided device independent (1sDI) DVQKD protocols which are strongly related to the concept of EPR steering [17]. An extension Ref. [11] to the infinite dimensional Hilbert spaces relevant for CV-QKD [23] has also been applied to propose a discretised 1sDI-CVQKD protocol that accounted for finite-size effects [18, 19] and a demonstration of scheme independent of Bob’s devices only, has recently been carried out [20].

In this Letter we pursue the study of device independence for CVQKD and show that the hardware advantages that drastically improve the ease of detection-loophole free steering tests [21–23], also render 1sDI-CVQKD practical in the near term. Firstly we briefly review progress in entropic uncertainty relations and find culminating in a recently derived uncertainty relation for continuously valued measurements on infinite-dimensional systems, e.g. position and momentum measurements of a harmonic oscillator [27, 28]. This relation was independently found by [29] although the latter derivation is incomplete. Applying this relation to the entire family of Gaussian CVQKD protocols we find that the consequent bounds are quite loose with respect to existing results. However, analysing these bounds from the perspective of one-sided device independence, we find that several of the protocols considered are in fact inherently 1sDI, with the key rate displaying an elegant connection to the relevant steering parameter. An analysis of their performance over realistic channels shows that 1sDI-CVQKD protocols are feasible, reasonably robust to losses, and hence more practical than their discrete variable counterparts. We also demonstrate the surprising result that 1sDI-CVQKD is possible, albeit over a more limited range, using only coherent states.

**Entropic uncertainty relations for continuous variable systems.**— Originally, entropic uncertainty relations were derived assuming one starts without any additional information or with only classical information describing the system in question, i.e. the density matrix [3–7]. The more general case, allowing for quantum side information, was derived in [5] though only for finite dimensional Hilbert spaces and observables with a discrete spectrum, and proceeds as follows. Consider a pair of observables \{\hat{x}_A, \hat{p}_A\} with a complementarity \(c = \max_{x_A, p_A} | \langle x_A | p_A \rangle |^2\) where \{\langle x_A |, | p_A \rangle\} are the eigenvectors of the observables. These are to be measured on a state \(\rho\) which is potentially entangled with another state, \(B\), leading to the following relation for the uncertainty in the pair of observables including access to \(B\) [5],

\[
S(x_A|B) + S(p_A|B) \geq \log \frac{1}{c} + S(A|B).
\]

Here \(S(A|B) = S(AB) - S(B)\) where \(S(X) = -\text{tr} \rho_X \log \rho_X\) is the conditional von Neumann entropy of the state \(\rho_{AB}\) whereas \(S(x_A|B)\) is the conditional von

\[
S(x_A|B) + S(p_A|B) \geq \log \frac{1}{c} + S(A|B).
\]
Neumann entropy of the observable \( x_A \) measured on \( A \) given by,

\[
S(x_A|B) = H(x_A) + \sum_{x_A} p(x_A) S(\rho^{x_A}_B) - S(B)
\]  

with \( H(x_A) = -\sum_{x_A} p(x_A) \log p(x_A) \) the classical Shannon entropy.

Preampting applications to QKD, one can also consider that the state \( \rho_{AB} \) could have suffered some decoherence which is purified by an environmental, or eavesdropper, such that \( \rho_{AB} = \text{tr}_E (|AB\rangle \langle AB|) \). Using the purity of the overall state (i.e. \( S(AB) = S(E) \)) one can recast \([1] \) to find \([8] \).

\[
S(x_A|B) + S(p_A|E) \geq \log \frac{1}{c}.
\]  

These results have since seen several generalisations both to different entropies and to positive-operator valued measurements (POVM’s) \( \{X'_{i,j}, P^j_i\} \) \([11,30,31\] for which \( c = \max_{i,j} \| \sqrt{X'_{i,j}} \sqrt{P^j_i} \|_\infty^2 \) where \( \| A \|_\infty = \max_{\psi} \langle \psi | A | \psi \rangle \) is the infinity or operator norm. However, these results are only valid for measurements with a finite number of discrete outcomes made on states living in a finite-dimensional Hilbert space. For the purposes of CVQKD we will require an uncertainty relation valid for infinite-dimensional Hilbert spaces and continuous-valued measurements. In particular, we are interested in homodyne measurements of the canonically conjugate quadratures \( \hat{x} = \hat{a} + \hat{a}^\dagger, \hat{p} = i(\hat{a}^\dagger - \hat{a}) \) satisfying \( \{ \hat{x}, \hat{p} \} = i\hbar \) where \( \hbar = 2 \) and \( \hat{a} \) and \( \hat{a}^\dagger \) are bosonic creation and annihilation operators.

Just such a relation has been recently developed, building an earlier result for discrete variables on infinite-dimensional Hilbert spaces \([33\] which was first extended to countably infinite measurements which could then be applied by to a discretised version of a homodyne detection \([27\] . Deriving results for continuous spectra by taking infinite precision limits these coarse-grained POVM’s had previously been extensively studied for the Shannon entropies \([34,37\] , and an analogous procedure for the quantum conditional von Neumann entropy was utilised by Ferenczi \([29\] and Berta et al. \([27\] although the former proof is incomplete. An alternative derivation was also provided by Frank and Lieb \([23\] . The final result is the following relation for homodyne detection upon infinite dimensional Hilbert spaces \([27,29\].

\[
S(x_A|B) + S(p_A|E) \geq 4\pi \]  

Application to CVQKD.— The most common CVQKD protocols are the Gaussian state protocols which encode information in the quadratures of the optical field which are described exactly by operators like \( \hat{x} \) and \( \hat{p} \) described above. One can use squeezed \([38,39\] or coherent \([40\] states, and measure with either homodyne detection, switching between quadratures, or heterodyne detection \([41,42\] where both are measured simultaneously. One could also use Gaussian entangled states \([43\] and these approaches have been shown to be equivalent \([44\] . The communicating parties, called Alice and Bob in this context, can also use either a direct reconciliation (DR) scheme where Alice sends corrections to Bob or a reverse reconciliation (RR) \([45\] which allows for losses above 50%. One can also achieve this loss-tolerance via a post-selection protocol which discards some of the key in order to retain a more correlated subset \([46\] .

Previous work proved the security of CVQKD in the asymptotic limit against individual \([40,42,45,46,49\] and collective \([47,53,56,57\] attacks. Finally the proofs were raised to the level of the most general coherent attacks by use of the de Finetti theorem \([54\] adapted to infinite dimensions \([55\] which shows that collective attacks are in fact optimal.

Neglecting detector and reconciliation efficiencies one can show that the RR secret key rate is lower bounded by \([52,53,58\] ,

\[
K \geq I(x_B : x_A) - \chi(x_B : E)
\]  

where

\[
I(x_B : x_A) = H(x_B) - H(x_B|x_A)
\]

\[
= H(x_A) - H(x_A|x_B)
\]

denotes the classical mutual information between Alice and Bob, with \( H(x) = \int dx \ p(x) \log p(x) \) being the continuous Shannon entropy of the measurement strings and

\[
\chi(x_B : E) = S(E) - S(E|x_B)
\]

is the Holevo bound.

Substituting \([A2]\) and \([A3]\) in \([A1]\) and comparing with \([A4]\) we have,

\[
K \geq H(x_B) + \int dx_B p(x_B) S(\rho^{x_B}_E) - S(E) - H(x_B|x_A)
\]

\[
= S(x_B|E) - H(x_B|x_A)
\]

Substituting the uncertainty relation \([3]\) and recalling that \( S(p_B|A) \leq S(p_B|p_A) = H(p_B|p_A) \) we can write,

\[
K \geq \log \frac{1}{c} - H(x_B|x_A) - H(p_B|p_A).
\]

Thus we have bounded the secret key by an expression that depends only upon the conditional Shannon entropies and the complementarity of the measurements, both of which are directly accessible to Alice and Bob. Furthermore one can show via a variational calculation that for any probability distribution \( p(x) \) the corresponding Shannon entropy is maximised for a Gaussian distribution of the same variance. In other words, Alice and Bob can bound their secret key rate for this protocol by measuring Bob’s conditional variance. Substituting the Shannon entropy for a Gaussian distribution \( H_G(x_B|x_A) = \log \sqrt{2\pi e V_{x_B|x_A}} \) \([59\] and \( c = 1/4\pi \) we arrive at a final expression for the key rate of

\[
K \geq \log \left( \frac{2}{c \sqrt{V_{x_B|x_A} V_{p_B|p_A}}} \right)
\]
with the DR expression obtained by simply permuting the labels of Alice and Bob. This result was also calculated in Ref. [29], however the proof there was incomplete as it relied on the assumption of the applicability of the entropic uncertainty relation. Moreover, it was incorrectly concluded that this method would never predict positive key for coherent state or heterodyne protocols. In fact, the extension to the other Gaussian protocols is straightforward and given in the Appendix. For example the key rate for the DR protocol with coherent states and homodyne detection is given by

\[ K \geq \log \left( \frac{4}{\sqrt{\langle V_{pA|pB} \rangle + 1}} \right) \] (11)

Unfortunately these bounds are actually more pessimistic than previous results [52, 53] as the uncertainty relation becomes quite loose in the relevant case of large losses. Nonetheless for some of the Gaussian protocols these bounds can be shown to allow 1sDI-CVQKD for reasonable parameters and it is to this application that we now turn.

One-sided device-independent CVQKD. — An important benefit of utilising entropic uncertainty relations in QKD proofs is that they lend themselves towards one-sided device independent (1sDI) protocols [11, 17]. These are relaxed versions of fully DI schemes [13, 16], in which all devices are untrusted and the security is guaranteed via a detection-loophole-free Bell violation [60]. The only assumptions that need to be made are the security of the stations, the causal independence of the measurement trials and a trusted source of randomness for choosing measurement settings. For 1sDI-QKD protocols only one side, Alice or Bob, is untrusted and the security is now ensured through the recently classified steering inequalities [61]. The 1sDI nature of entropic proofs is manifest in expressions like (A7) in that it depends only upon measuring a known observable upon one side. Specifically, in the derivation of (A7) we only need to know that Bob is measuring either \( \hat{x}_B \) or \( \hat{p}_B \) in order to apply the entropic uncertainty relation. Although we write expressions \( V_{x_B|x_A} \), as this is what will be measured in most experiments, Alice could be making any measurement and the security would still hold provided the conditional variance was sufficiently small.

In [17] 1sDI-DVQKD protocols are analysed and although within reach of present technology they are very challenging, significantly more so than standard DVQKD as one must perform a detection-loophole-free steering test. This is difficult because on the trusted side one cannot post-select away events where there is no single-photon detection, which necessitates high detection efficiencies [21, 23]. This is in stark contrast to the CV case, where steering is demonstrated through homodyne measurements which are unconditional and thus immune to detection loopholes. In fact it has since been shown [62] that CV steering is equivalent to the so-called Einstein-Podolsky-Rosen violation [10] which has been experimentally feasible for over 20 years [24] and now sees very strong violations [25, 26].

For the Gaussian CV states relevant to QKD, steering is demonstrated by a violation of the condition on the conditional variances, \( \xi = V_{x_B|x_A} V_{p_B|p_A} \geq 1 \) for Alice steering Bob [61]. Comparison with Eq. (A7) shows that for the RR key rate \( K > 0 \) if and only if \( \xi < (\frac{2}{3})^2 \approx 0.55 \), with the corresponding relation between the DR and \( \xi_A \) following straightforwardly. In other words, the condition for positive one-sided device independent key is more stringent than EPR steering, similarly to the case for DVQKD [17]. Thus for EPR states and homodyne detection any positive key is by definition 1sDI, independent of Alice for RR and Bob for DR. However this device independence does not necessarily extend to the protocols involving heterodyne detection. This is essentially because the proof to derive rates such as (A11) depends upon characterising the beamsplitter on the supposedly untrusted side thereby invalidating the device-independence. Alternatively, recall that a steering demonstration requires a measurement choice by the untrusted party which doesn’t take place if they heterodyne detect. Nonetheless the remaining protocols, with the heterodyne detection taking place in the trusted station, are still implementable with high efficiency sources and detection opening the way to 1sDI-CVQKD protocols with current technology. This means that for real EPR states both DR and RR are secure provided all parties are homodyning, while Bob may safely heterodyne for an RR protocol and Alice may heterodyne for a DR protocol. Finally, for DR protocols where Alice, who controls the source, is trusted we may also safely make the equivalence between prepare and measure (P&M) and entanglement-based (EB) schemes. Remarkably, this means that for direct reconciliation it is possible to generate 1sDI key using only coherent states. We summarise which of the 16 possible protocols are 1sDI in Table I:

| Alice | Hom (\( \hat{x} \) or \( \hat{p} \)) | Het |
|-------|-------------------------------|-----|
| Bob   | Hom (\( \hat{x} \) or \( \hat{p} \)) | Het |

| DR    | P&M | \( \checkmark \) B | \( \checkmark \) B | \( \checkmark \) A |
|-------|-----|-------------------|-------------------|-------------------|
| RR    | EB  | \( \checkmark \) B | \( \checkmark \) B | \( \checkmark \) A |

To evaluate performance we consider a Gaussian channel, an excellent model for real fibre optic cable, characterised by a transmission \( T \) and an excess noise parameter \( \xi \) given in units of shot noise. The noise parameter can
be thought of as the noise input to the channel in the sense that a pure state with variance of unity would have a variance $1 + T\xi$ after the channel. Neglecting imperfections such as detector and reconciliation efficiency this is the chief factor limiting range. In Fig. 1 we plot the secure regions for all 4 distinct 1sDI protocols (there are two redundancies between P&M and EB schemes). The best performing scheme is the RR EPR scheme where both parties homodyne. In the limit of low excess noise this scheme is secure for up to 73% loss. For very low noises the next best scheme is the RR protocol where Bob heterodyne detects but for higher noises the DR protocol with both parties homodyning (or alternatively where Alice sends squeezed states) performs better. Finally, although the DR coherent state scheme performs the poorest it is still secure up to around 33% loss. These results show that 1sDI-CVQKD is surprisingly robust to decoherence.

![FIG. 1: Secure regions for 1sDI-CVQKD protocols for a Gaussian channel parameterised by a transmission $T$ and excess noise $\xi$. For each protocol secure communication is possible for all channels above the corresponding line. Reverse and direct reconciliation schemes are plotted in red and blue respectively while a dashed line indicates a heterodyne detection by the trusted party.](image)

To give a rough idea of the maximum range of these protocols we consider a standard optical fibre for which the transmission is related to the distance $d$ in kilometres via $T = 10^{-0.02d}$. We choose a low, but achievable excess noise of $\xi = .002$ as measured in $[22]$ and find that for this kind of channel the homodyne-homodyne RR EPR protocol is by far the best performing allowing for 1SDI security out to almost 30km.

Conclusions. — We have applied an entropic uncertainty relation that is valid for continuous measurements and infinite dimensional Hilbert spaces to the Gaussian CVQKD protocols and demonstrated that in the limit of infinitely long key one can derive bounds for several protocols that are one-sided device independent. Remarkably we find that even protocols based on sending coherent states can be made independent of Bob’s detectors (usually the target of side channel attacks) for low-loss and low-noise channels. The protocols involving EPR states and homodyne detection were substantially more robust allowing independence from Alice’s devices for up to 42% pure loss and independence of Bob’s devices for up to 73% loss pure loss. Our key rates also make explicit the connection to the relevant steering parameter, confirming the link between the asymmetric non-locality of EPR steering and the asymmetric performance of 1sDI-CVQKD protocols using different reconciliation directions.

Several comments on extensions and directions for future work are in order, beginning with the prospect for extending this security proof to include finite size effects and comparison with the results in Refs. $[18, 20]$. There, the authors follow a similar program of applying entropic uncertainty relations, in this case to the smooth min-entropies, allowing them to account for all finite size effects while providing an extremely general proof, but only for DR homodyne protocols and are limited to short distances (5km or less) even with extremely high levels of squeezing. Very recently, an extension to RR homodyne protocols, for both the asymptotic and finite-size regimes, secure up to 15km has also appeared $[19]$. It appears very promising then, that these techniques could be adapted to prove the finite-size security of all the other protocols presented here.

A second avenue would be to revisit the restrictions, or lack thereof, made about the eavesdropper including physical assumptions about the quantum memory available to Eve $[64, 66]$, which has already seen application in DI-DVQKD $[67]$. Another candidate to further extend the range of these protocols would be the noiseless linear amplifier $[68, 69]$ which has already been proposed for application to fully DI-DVQKD $[70]$ as well as Bell tests $[71]$. Even more appealing may be the measurement based versions of these amplification schemes $[50, 51]$ that have recently been experimentally demonstrated $[73]$. In light of these results it appears that several 1sDI-CVQKD protocols are within the reach of current technology and multiple possibilities exist to extend the secure range of such schemes to long distances.

Acknowledgements. — The authors would like to thank D.A. Evans, M.J. Hall, C. Branciard, E.G. Cavalcanti, T. Symul, H.M. Christanowski, F. Furrer, M. Tomamichel and S.M. Assad for helpful discussions. This research was supported by the ARC Centre of Excellence CE110001027.

[1] R. Horodecki, P. Horodecki, M. Horodecki, and K. Horodecki, Rev. Mod. Phys. 81, 865 (2009).
[2] W. Heisenberg, Z. Physik 43, 172 (1927).
[3] I. Białynicki-Birula and J. Mycielski, Commun.Math.
Appendix A: Secret key rates for Gaussian protocols

We will now derive bounds upon the secret key rate for the 8 members of the Gaussian family of CVQKD protocols. In the prepare and measure setting (P&M) protocols correspond to Alice sending either squeezed [35, 69] or coherent states [10] and Bob measuring with either homodyne or heterodyne [41, 42] detection. Each permutation can in turn be expected to have Bob try and guess Alice’s encoding, called direct reconciliation [15] (DR), or Alice trying to guess Bob’s measurement [10], called reverse reconciliation (RR). One can also consider entanglement based (EB) schemes in which Alice distributes one arm of a two-mode squeezed vacuum to Bob [43]. In fact these methods can be seen as equivalent since if Alice heterodyne detects one arm of a squeezed vacuum this corresponds to sending coherent states, while a homodyne detection corresponds to squeezed state protocols [44]. In the following, we will calculate the key rates assuming all parties have chosen to measure in the $\hat{x}$ basis. In general the total key rate will be the average of this quantity and the analogous expression with $\hat{y}$ and $\hat{p}$ labels permuted.

\[ K \geq \log 4\pi - \log 4x_A|_{x_B} - S(p_B|x_A) \]

which is what one would expect from the Devetak-Winter relations [58]. Using the entropic style uncertainty relations allows us to bound the eavesdroppers information on the relevant observable. Substituting \[ (4) \] from the main text and recalling that \[ S(p_A|B) \leq S(p_B|p_A) = H(p_B|p_A) \]

Thus we have bounded the secret key by an expression that depends only upon the conditional Shannon entropies and the complementarity of the measurements, both of which are directly accessible to Alice and Bob. Furthermore one can show via a differential calculation that for any probability distribution $p(x)$ the corresponding Shannon entropy is maximised for a Gaussian distribution of the same variance. In other words, Alice and Bob can bound their secret key rate for this protocol by measuring Bob’s conditional variance. Substituting the Shannon entropy for a Gaussian distribution \[ H_G(x_B|x_A) = \log \sqrt{2\pi e V_{x_B|x_A}} \]

c and $c = 4\pi$ we arrive at a final expression for the key rate of

\[ K \geq \log 2 - \log 2eV_{x_B|x_A}P_{PA|PB} \]

The RR expression is obtained by simply permuting the labels of Alice and Bob.

The fact that this result can be pessimistic is immediately apparent if we consider the predictions for a perfect channel. Under the security proofs presented in [53, 58] if Alice and Bob share an pure EPR state (real or effective) with variance $V = \cosh(2s)$ then the key rate is always positive provided the squeezing parameter is non-zero ($s > 0$). On the other hand the above result is only positive for $V_{x_B|x_A} = V_{PA|PB} = V_{AB} \leq \frac{2}{\pi}$ which implies a squeezing parameter of $s \geq .15$ or about 1.3 dB. This result was also calculated in [29], however...
as mentioned before the proof relies on the assumption of the applicability of the entropic uncertainty relation to infinite dimensional Hilbert spaces. Furthermore Fer-
encezi argues that since for coherent states the directly
measured conditional variances are always greater than
1 the above procedure would never predict a positive key
rate for coherent state protocols. However this conclu-
sion comes from a mistaken application of the key rate
formulae as we now demonstrate.

b. Coherent States and Homodyne Detection

Consider a DR coherent state protocol, which in the
entanglement based picture involves Alice making a heter-
dyne detection upon her arm of an EPR pair. Thus
she first mixes her mode with vacuum resulting in two
modes \(A_1\) and \(A_2\) upon which she measured \(\hat{x}\) and \(\hat{p}\) re-
spectively. Bob is still making a homodyne detection,
randomly switching between the quadratures. We will
consider the case where Bob measures \(\hat{x}\), with the other
case following straightforwardly. The DR key rate is then
given by,

\[
K \geq S(x_{A_1}|E) - H(x_{A_1}|x_{B}) \tag{A8}
\]

After Alice’s projective measurement upon \(A_2\) the state
\(\rho_{A_1B}\) is pure and we can again apply the entropic un-
certainty relation to write,

\[
K \geq \log 4\pi - S(p_{A_1}|B) - H(x_{A_1}|x_{B}) \\
\geq 4\pi - H(p_{A_1}|p_{B}) - H(x_{A_1}|x_{B}) \tag{A9}
\]

Now this formula might pose a problem, in that we
do not measure \(\hat{p}\) upon mode \(A_1\), but this can be cir-
cumvented if we trust the devices, specifically the beam-
splitter, in Alice’s station for we then have \(H(p_{A_1}|p_B) = H(p_{A_2}|p_B)\) which is measured. We therefore have,

\[
K \geq \log 4\pi - \log \sqrt{2\pi eV_{p_{A_1}|p_B}} - \log \sqrt{2\pi eV_{x_{A_1}|x_B}} \tag{A10}
\]

For reverse reconciliation the key rate is given by,

\[
K \geq S(x_{B}|E) - H(x_{B}|x_{A_1}) \\
\geq \log 4\pi - S(p_{B}|A) - H(x_{B}|x_{A_1}) \\
\geq \log 4\pi - H(p_{B}|p_{A}) - H(x_{B}|x_{A_1}) \\
\geq \log \frac{2}{\sqrt{eV_{p_{B}|p_A}V_{x_{B}|x_{A_1}}} \tag{A11}
\]

Once again, the quantity \(V_{p_{B}|p_A}\) is not measured di-
rectly, but provided we trust Alice’s beamsplitter we have
\(V_{p_{B}|p_A} = 2V_{p_{B}|p_{A_2}} - 1\) allowing us to evaluate the bound.

c. Squeezed States and Heterodyne Detection

These protocols are essentially mirror imagines coher-
ent state homodyne schemes since, in the EB picture,
we now have Alice making homodyne measurements and
Bob making heterodyne measurements. We now have Al-
ice swapping between \(\hat{x}\) and \(\hat{p}\) measurements while Bob
splits up his mode measuring \(\hat{x}\) upon \(B_1\) and \(\hat{p}\) upon \(B_2\).
The DR key rate is given by,

\[
K \geq S(x_{A_1}|E) - H(x_{A_1}|x_{B_1}) \\
\geq \log 4\pi - S(p_{A_1}|B) - H(x_{A_1}|x_{B_1}) \\
\geq \log 4\pi - H(p_{A_1}|p_B) - H(x_{A_1}|x_{B_1}) \\
\geq \log \frac{2}{\sqrt{eV_{p_{A_1}|p_B}V_{x_{A_1}|x_{B_1}}} \tag{A12}
\]

where we will need to trust the beamsplitter in Bob’s station to obtain \(V_{p_{A_1}|p_B} = 2V_{p_{A_1}|p_{A_2}} - 1\) from the directly
measured conditional variance.

The RR key rate is given by,

\[
K \geq S(x_{B_1}|E) - H(x_{B_1}|x_{A}) \\
\geq \log 4\pi - S(p_{B_1}|A) - H(x_{B_1}|x_{A}) \\
\geq \log 4\pi - H(p_{B_1}|p_A) - H(x_{B_1}|x_{A}) \\
\geq \log \frac{2}{\sqrt{eV_{p_{B_1}|p_A}V_{x_{B_1}|x_{A}}} \tag{A13}
\]

where we have again used the form of Bob’s beamsplitter
to write \(V_{p_{B_2}|p_A} = V_{p_{B_1}|p_A}\).

d. Coherent States and Heterodyne Detection

The final protocols involve Bob making a heterodyne
measurement upon coherent states, or alternatively both
parties making heterodyne measurements upon an two-
mode squeezed vacuum. Thus there are now four modes
involved \(A_1\) and \(B_1\) upon which \(\hat{x}\) is measured and \(A_2\) and
\(B_2\) upon which \(\hat{p}\) is measured. We can consider the
\(\hat{x}\) and \(\hat{p}\) channels separately. Note that this is actually
an underestimation of the key rate as it essentially allow-
ing Eve to devote all her resources to estimating the \(\hat{x}\)
and \(\hat{p}\) measurements separately whereas she must in fact
estimate both simultaneously. The DR key rate for \(\hat{x}\) is
given by,

\[
K \geq S(x_{A_1}|E) - H(x_{A_1}|x_{B_1}) \\
\geq \log 4\pi S(p_{A_1}|B) - H(x_{A_1}|x_{B_1}) \\
\geq \log 4\pi H(p_{A_1}|p_B) - H(x_{A_1}|x_{B_1}) \\
\geq \log \frac{2}{\sqrt{eV_{p_{A_1}|p_B}V_{x_{A_1}|x_{B_1}}} \tag{A14}
\]

Provided we trust the beamsplitter in Bob’s station we
can calculate \(V_{p_{A_1}|p_B} = 2V_{p_{A_2}|p_{B_2}} - 1\).
The RR key rate is given by,

\[ K \geq S(x_{B_1}|E) - H(x_{B_1}|x_{A_1}) \]
\[ \geq \log 4\pi S(p_{B_1}|A) - H(x_{B_1}|x_{A_1}) \]
\[ \geq \log 4\pi H(p_{B_1}|p_A) - H(x_{B_1}|x_{A_1}) \]
\[ \geq \log \frac{2}{e^{\sqrt{V_{p_{B_1}|p_A} V_{x_{B_1}|x_{A_1}}}}} \]  

(A15)

Provided we trust the beamsplitter in Alice and Bob’s station we can calculate \( V_{p_{B_1}|p_A} = 2V_{p_{B_2}|p_{A_2}} - 1 \).

**Appendix B: one-sided device independence for gaussian protocols**

Another important benefit of utilising entropic uncertainty relations in QKD proofs is that they lend themselves towards one-sided device independent (1sDI) protocols [17]. For 1sDI-QKD protocols only one of Alice or Bob is untrusted and the security is now related to the recently classified steering inequalities [61]. The 1sDI nature of entropic proofs is manifest in expressions like (A7) in that one can immediately see it depends only upon measuring a known observable upon one side. More precisely, for a term like \( V_{x_{A}|x_{B}} \) we must be sure that the observable upon Alice’s side is indeed an \( \hat{x} \) measurement but we need make no assumptions about what Bob is actually measuring, we simply evaluate the conditional variance. We note that the proof provided in [15] is also 1sDI, being independent of Alice’s devices.

However this device independence does not necessarily extend to the protocols involving heterodyne detection or coherent states (recall that this is alternatively a heterodyne detection on Alice’s side in the entanglement based picture). This is essentially because the proof to derive rates such as (A11) depends upon characterising the beamsplitter on the supposedly untrusted side thereby invalidating the device independence. Nonetheless the remaining protocols, with the heterodyne detection taking place in the trusted station, are still implementable with high efficiency sources and detection opening the way to long range 1sDI-CVQKD protocols with current technology. This means that for real EPR states both DR and RR are secure provided all parties are homodyning, while Bob may safely heterodyne for an RR protocol and Alice may heterodyne for a DR protocol. Finally, for DR protocols where Alice, who controls the source, is trusted we may also safely make the equivalence between P&M and EB schemes. Remarkably, this means that for direct reconciliation is is possible to generate 1sDI key using only coherent states. We summarise which of the 16 possible protocols are 1sDI in Table 1 in the main text.