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In view of the present poor impact of multi-relational data clustering, a multirelational data clustering effectiveness analysis model based on trusted probability is created. The construction of the multirelational data clustering trusted probability evaluation model, standardization of the multirelational data clustering trusted probability evaluation index, optimization of the multirelational data clustering trusted probability analysis process, and data clustering processing quality and finally, investigations show that the validity analysis model of multirelational data clustering based on credible probability is more effective in practice and satisfies the research goals entirely.

1. Introduction

With the advancement of information technology, people from all occupations have generated vast amounts of data that may be used in practical applications. As a crucial process of knowledge discovery, data mining technology has gotten a lot of attention in order to identify usable information and knowledge in this area in this huge data [1]. Cluster analysis technology has naturally become a highly active study issue in the area of data mining as a way of data mining. Cluster analysis is an unsupervised machine learning approach that classifies an object collection into numerous categories (clusters) based on similarity. The similarity between items in the same category is high and the similarity between objects in other categories is low. Clustering analysis may be used to find the data’s underlying structure and to further study select particular clusters by monitoring their characteristics [2]. It may also be used as a preprocessing step before other algorithms process the formed clusters. Although structured data are often stored in several relational tables in relational databases in many practical applications, most clustering approaches are only applicable to data contained in a single relational table. Although multiple relational tables can be linked or aggregated into a single table, this processing method will not only result in high-dimensional data, but the data points may also be distributed in subspaces of different dimensions after integration, resulting in equal distances between data objects in different dimensions and the significance of distance measurement being lost. It is also challenging to account for the impact of intertable linkages on clustering [3]. For this application, multirelational data clustering is created. However, research into the clustering algorithm for multirelational data has not yielded a viable solution to issues such as the existence of one-to-many relationships between objects, incomplete correspondence information between tables, resulting in each target object being described by information of varying orders, and a loop in the relationship between relational tables in a multirelational data set. Furthermore, a full cluster analysis procedure must still assess the quality of clustering findings after clustering to establish if the results are consistent with the data’s internal distribution features, i.e., to confirm the efficacy of clustering results. Also, we employ acceptable and effective approaches to assess and explain the findings to assist data analysts in making decisions. The method of categorizing related targets...
is known as cluster analysis [4]. The idea is to uncover the data’s fundamental structure and look for patterns. Cluster analysis is an unsupervised classification procedure, which means there is no pre-determined class identification, which is the most significant distinction between that and the classification. The following is a quick overview of clustering analysis algorithm classification, focusing on clustering effectiveness indicators.

2. Clustering Validity Analysis Model of Multirelational Data

2.1. Reliability Probability Evaluation Model of Multirelational Data Clustering. Cluster analysis is an unsupervised classification process. Its purpose is to divide the target objects into a series of meaningful groups, so that the targets in each group are “similar” or “close” as much as possible, and the targets in different groups are “different” or “far away” as much as possible. Thus, it is helpful to find the distribution pattern of targets and the relationship between targets. The problem of evaluating cluster quality is called cluster validity analysis [5]. Some typical classification algorithms are introduced, and a new clustering effectiveness analysis index is proposed. For the credible probability, the focus of work has always been the acquisition of electronic data and the analysis of the obtained data. The standardized operation process is generally divided into the following: identifying the types of available information and the acquisition methods [6]. Multirelational data mining integrates inductive logic programming, relational database, KDD, machine learning mining and other technologies, studies the representation method of relational data, uncertain reasoning algorithm and learning algorithm, and solves the complex problems in various fields in the real world. The content of trusted probability mining for multirelational data is shown in Figure 1.

Multirelational data mining methods can be divided into two categories: converting multirelational data into single relational data and applying traditional data mining methods. There are two ways to convert multirelational data into single relational (single table) data: establish a full name relationship, add all data to a table, and then form single relational data. The other way is to create new attributes in the central relationship [7]. This technique has the benefit of being able to use current data mining tools directly. However, difficulties such as data size expansion, probable data loss, data duplication, and so on may arise during the shift from a multirelationship to single relationship. The content of this paper is organized according to the practical application steps of cluster analysis. The reliability probability evaluation process of cluster analysis relationship is shown in Figure 2.

For the clustering process, two multirelational clustering algorithms are studied to address several problems existing in multirelational clustering. Then, a formal result verification method is studied, aiming at the problems existing in the existing evaluation indexes of clustering results. Finally, in order to make the clustering results effectively provide corresponding support for decision analysis, a clustering influence factor analysis method based on one-way ANOVA is studied [8]. Based on the research background and significance of this topic, this paper deeply analyzes the research status of clustering algorithm, focuses on the research status of multirelational clustering algorithm, and also analyzes the evaluation methods and analysis interpretation methods of clustering results in detail. Finally, the paper introduces the research content and organizational structure arrangement. Chapter 2 studies the constructing hierarchical multirelationships clustering algorithm based on the IDEFIX model [9]. First, the problems in multirelational clustering are attributed to the characteristics of different connections in the database physical model. On this basis, an association hierarchy model of multirelational data set based on the def X model is proposed. Then, the influence of each connection in the model on the transmission of clustering results and the method of clustering result transmission are defined. Then, a new multirelational clustering algorithm is proposed, so that the algorithm can make full use of the original information embodied in each table; at the same time, there may be multiple association paths between any two tables, or the relationship between tables may form a directed loop, and a path selection algorithm for transmitting clustering results is proposed, which can obtain a clustering result transmission path without loop and keep the relationship between tables as much as possible.

2.2. Trust Probability Evaluation Algorithm for Cluster Analysis of Multirelational Data. The process of judging the clustering results is called clustering effectiveness analysis. Generally speaking, the clustering that minimizes the intraclass distance and maximizes the interclass distance is the optimal clustering [10]. There are usually three categories of criteria:

1. External criteria: Based on the known data structure, test the consistency between the clustering results and the known classification.

2. Internal standard: Test the clustering results only according to the amount of data and the internal characteristics of data.

3. Relative standards: The above two types of standards are based on statistical tests, requiring a large amount of calculation. The relative standard does not require
We determine the trust probability according to the interaction relationship and function definition, establish the trust probability session, define the interaction protocol, create its internal functions, and instantiate it. The specific cooperation process is not described in detail in this paper. Information entropy is a measurement method used to measure system uncertainty in information theory [12]. The more unclear an attribute value’s value is in a system, the more chaotic the system becomes. The higher the system’s information entropy under this characteristic, the less

\[\|x\| = (x^\top x)^{1/2},\]

\[\bar{x} = \frac{1}{n} \sum_{j=1}^{n} x_j,\]

\[\sigma(X) = \left\{ \sigma(X)^1, \sigma(X)^2, \ldots, \sigma(X)^P \right\},\]

\[\sigma(X)^i = \frac{1}{n} \sum_{j=1}^{n} \left( x_j^i - \bar{x}^i \right)^2,\]

\[\sigma(v_i) = \left\{ \sigma(v_i)^1, \sigma(v_i)^2, \ldots, \sigma(v_i)^7 \right\},\]

\[\sigma(v_i)^k = \frac{1}{n_i} \sum_{x \in X} \left( x_k - v_i \right)^2.\]
information it offers and the less valuable the attribute becomes. On the contrary, the more ordered the system is, the less the uncertainty programme of the value of an attribute. The lower the information entropy under the property, the more information is delivered, and the more important the characteristic becomes. Each signal is classified and processed using constrained fuzzy clustering based on its fuzzy similarity. Throughout the clustering procedure, the signal transitivity is assumed and conveyed from the fuzzy matrix to the fuzzy equivalent matrix. Despite its low similarity, this transitivity has more limitations than standard recognition techniques, allowing the disrupted signal to be detected well under fuzzy constraints. Information entropy has been extensively employed in cluster analysis, outlier identification, uncertainty measurement, and so on as an efficient measurement technique [13]. An information entropy that can measure continuous random variables is proposed, which is called trusted probability entropy. Assuming that the probability density function of continuous random variable \( x \) is \( f(x) \), the trusted probability entropy of the random variable is defined as follows:

\[
H_R(x) = \frac{1}{1 - \alpha} \ln \int f^\alpha(x) dx, \quad \alpha > 0, \alpha \neq 1.
\] (8)

The intraclass entropy given by the above definition reflects the uncertainty of data distribution of a class under different attributes in the clustering division results, that is, in a class, if the intraclass entropy under an attribute is smaller, the uncertainty of the attribute in the class is smaller, and the weight of the attribute is larger in the clustering process [15].

### Table 1: Calculation results of \( V_{km}(K) \).

| Number of clusters (K) | Effectiveness index \( V_{km}(K) \) |
|------------------------|--------------------------------------|
| 2                      | 0.09732                              |
| 3                      | 0.07498                              |
| 4                      | 0.12658                              |
| 5                      | 0.23598                              |
| 6                      | 0.42352                              |
| 7                      | 0.56582                              |
| 8                      | 0.63528                              |
| 9                      | 0.49853                              |
| 10                     | 0.46852                              |

The discord of a system behavior sequence can be selected as the principal component comprehensive score data sequence. The principal component comprehensive score data sequence saves the characteristics and related variables under panel data, the trusted probability correlation analysis method is used to analyze the correlation between system behavior characteristics and related factors separately, then calculates the average correlation degree as the correlation degree between relevant factors and behavior components. This technique overlooks the data’s underlying relationships, resulting in a huge inaccuracy that cannot represent the overall connection between system behavior characteristics and important variables. For the correlation analysis of data sequence described by panel data, first, an index system reflecting the system behavior characteristics and relevant factors should be established. Generally, multiple data sequences are selected as the mapping quantity reflecting the system behavior and related factors, and the mapping quantity is used to indirectly represent the system behavior and related factors. Then, the multidata sequence describing the system behavior and related factors is divided into principal components. The multi data sequence is transformed into a single data sequence, and the original multidata sequence information is saved [18]. Finally, the trusted probability correlation analysis method is used to analyze the correlation between the system behavior characteristics and the data sequence of related factors, and the trusted probability correlation order is obtained. To achieve the trusted probability correlation analysis of the data sequence of system behavior characteristics and related variables under panel data, the trusted probability correlation order is utilized to indicate the effect of related factors on the system behavior.

2.3. Implementation of Clustering Validity Analysis of Multirelational Data. The benefits of using trustworthy probability correlation analysis to examine the degree of correlation between many data series are numerous. By examining the similarity and closeness of plane geometry between system behavior characteristic data series and related factor data series curves, credible probability association analysis determines if the link between system behavior and related factors is close [16]. It does not require large sample data, and the data variables do not require to conform to typical probability distribution characteristics. Credible probability correlation analysis makes up for the shortcomings of classical statistics and mathematical statistics. In practical application, the system’s behavior characteristic data series and related factor data series mostly appear in the form of panel data. For example, when analyzing the science and technology input-output system, the fund input factors can select the government financial science and technology fund input index, enterprise science and technology fund input index, and social fund-raising fund input index to describe their behavior characteristics. Moreover, each index has different observation values at different times, which involves the correlation analysis between the system behavior characteristics and related factors based on panel data [17]. The usual analytic approach computes the correlation degree between each data sequence of connected factors and the data sequence of behavior factors separately, then calculates the average correlation degree as the correlation degree between relevant factors and behavior components. This technique overlooks the data’s underlying relationships, resulting in a huge inaccuracy that cannot represent the overall connection between system behavior characteristics and important variables. For the correlation analysis of data sequence described by panel data, first, an index system reflecting the system behavior characteristics and relevant factors should be established. Generally, multiple data sequences are selected as the mapping quantity reflecting the system behavior and related factors, and the mapping quantity is used to indirectly represent the system behavior and related factors. Then, the multidata sequence describing the system behavior and related factors is divided into principal components. The multi data sequence is transformed into a single data sequence, and the original multidata sequence information is saved [18]. Finally, the trusted probability correlation analysis method is used to analyze the correlation between the system behavior characteristics and the data sequence of related factors, and the trusted probability correlation order is obtained. To achieve the trusted probability correlation analysis of the data sequence of system behavior characteristics and related variables under panel data, the trusted probability correlation order is utilized to indicate the effect of related factors on the system behavior. After the dimensionality reduction index processing of principal component analysis, the multi-index data mapping sequence of factors is transformed into a single component component comprehensive score data sequence. The principal component comprehensive score data sequence saves the information of the original multi index data sequence [19]. The method of credible probability correlation degree analysis can correlate and divide the factors of a single data sequence. The principal component comprehensive score sequence of the system behavior sequence can be selected as the parent sequence, which is recorded as follows.

\[
Z_0 = (z_0(t_1), z_0(t_2), \ldots, z_0(t_p)).
\] (9)
The principal component comprehensive score sequence of relevant factors is selected as the subsequence and recorded as follows.

\[
r(z_0(t_k), z_i(t_k)) = \frac{\min_{1 \leq i \leq n} \min_{1 \leq k \leq p} |z_0(t_k) - z_i(t_k)| + \rho \max_{1 \leq i \leq n} \max_{1 \leq k \leq p} |z_0(t_k) - z_i(t_k)|}{|z_0(t_k) - z_i(t_k)|}
\]

The above formula reflects the system behavior data sequence and related factors as \((1 = 1, 2, \ldots, n)\) the greater the correlation degree of the data sequence, \(r(z_0, z_i)\), the greater the correlation degree between the relevant factor \(s\) and the system behavior, and the greater the impact on the system [20]. Therefore, the order relationship between the correlation degree of the relevant factor and the behavior factor is determined. In the research of evolutionary data clustering, the smoothness of clustering results is an important index to judge whether a clustering algorithm is excellent. The smaller the degree of clustering change, the smoother the clustering results. The algorithm under the ed-pcm framework is still valid because its definition is independent of the time regular term. The definition is repeated below:

\[
DCC_{1,1} = k - \sum_{j=1}^{k} \sum_{j=1}^{k} \frac{|V_{ij}|}{|V_{ij}| + |V_{jj-1}|}
\]  

(12)

Given the computational difficulty, the present clustering division must be applied to the data at the historical period by the trusted probability. Each historical time element should be handled to represent the data’s details at all historical periods. Ed-pcm just needs to compare the present clustering with the history clustering division. The amount of calculation is small, discarding the details and focusing on the big picture. Therefore, compared with the ed-pcm framework, the trusted probability framework is slightly lower in efficiency, but generally can reflect more data de-

The correlation coefficient at time is as follows.

\[
Z_i = (z_i(t_1), z_i(t_2), \ldots, z_i(t_p)).
\]

(10)

The correlation coefficient at time is as follows.

integration is to use multiple clustering results to find a new data partition, which shares the clustering information of all input clustering results on the data set to the greatest extent. As a result, clustering integration gives the following benefits over a single clustering algorithm: (1) The final clustering results are less affected by noise and outliers and have good robustness due to the integration of information from multiple clusters; (2) the processing of irregular shape data has good performance and can deal with nonlinear clustering problems; (3) for large-scale data sets, appropriate base clustering is used, which has good scalability; and (4) clustering integration is now extensively employed in disciplines such as biological data, medical diagnostics, computer vision, and network data analysis. The schematic diagram of clustering integration process is shown in Figure 4.

In cluster integration, the accuracy and difference of base clustering are the key factors affecting the integration results. If there is no difference between base clusters in cluster integration, the effect of cluster integration is not obvious. Therefore, the difference between base clustering members is an important factor in determining the final integration effect. It is actually the first step of cluster integration that helps to produce the multiple base clustering that results in high accuracy [21].

3. Analysis of Experimental Results

To comprehensively evaluate different algorithms, the Friedman test is applied to the experimental results. Under different evaluation indexes, the clustering results of the proposed new algorithm and K-prototypes and K-centers clustering algorithm on numerical data are shown in Table 2.

The information of classified data sets used in the experiment is shown in the table. All these data sets contain supervised label information. However, class label information is not used in the process of clustering or cluster integration selection and is only used to evaluate the final clustering results. Because the bsefcm algorithm does not get experimental results on some data sets, the other algorithms are compared and analyzed. Therefore, there are \(a = 5\) algorithms and \(B = 160\) combined experimental results. Suppose \(R\) represents the ranking of the advantages and disadvantages of the \(j\) algorithm in case. For Ca, ARI, and Nm3 evaluation indexes, the larger the index value, the smaller the order value.

On the other hand, the lower the sorting value is, the faster the algorithm runs. The Friedman test calculates the
average sorting of each algorithm based on the algorithm’s average performance in each data set in the table. To further test the performance of the system algorithm proposed in this chapter, the scalability is evaluated by testing the algorithm’s running time concerning the number of data objects and the number of features. For this test, we use the composite data generator 9 to generate a set of composite data sets with different numbers of data objects and attributes. The number of data objects ranges from 100,000 to 500,000, and the dimensions vary between 10, 20, 30, 40, and 50. The comparison of analysis effectiveness and running time of data clustering algorithm is shown in Figure 5.

Experiments are carried out on five data sets in the UCI machine learning database using the feature weighted clustering model, FCM and DBSCAN clustering algorithms, and Ig and ReliefF feature weight learning methods. The feature descriptions of each data set are shown in Table 3.

There are no predefined topic categories in clustering. Its purpose is to organize the data into numerous groups. It demands that data in the same category have as much similarity as feasible, while data from separate categories have as little similarity. It is a fully automated data grouping processing procedure. There are several approaches for evaluating clustering findings. At present, clustering validity,
The function is often used to evaluate the results of different clustering algorithms and the clustering results obtained by the same algorithm under different parameters. In the experiment, first, the data were standardized by formula.

\[
x = \frac{x - \min(X)}{\max(X) - \min(X)}.
\]

The created random interval data set is subjected to this method’s two fuzzy c-means clustering analysis techniques and the interval mean method, with the final findings separated into three groups. The clustering results are compared to the known previous partition, and the difference is measured using the CR index (derived using a formula). Calculate the average value of 60 sets of experimental findings for each instance of random simulation test, and the final average CR index value is displayed in Table 4.

In general, the effectiveness of fuzzy clustering for data set A is significantly better than that for data set B. In other words, when the original partition boundary is obvious and there is no overlap between various types, the effectiveness of the trusted probability clustering analysis method is more prominent. While when the original partition boundary is

| Data set name | Number of data | Number of attributes | Number of clusters |
|---------------|----------------|----------------------|--------------------|
| Glass         | 346            | 7                    | 7                  |
| Ionosphere    | 352            | 35                   | 3                  |
| Iris          | 151            | 5                    | 4                  |
| Pima          | 769            | 9                    | 3                  |
| Wine          | 180            | 15                   | 4                  |

Table 3: Data set characteristics.
fuzzy and there is overlap between various types, the effectiveness of the trusted probability clustering analysis method is relatively poor. This is determined by the nature of the sample data set itself and has nothing to do with the specific FCM algorithm. In all cases, the clustering effect of this method is better than the interval mean method.

4. Conclusion

This article begins with an overview of the theoretical foundations of evolutionary data clustering, and then moves on to the research concepts, research content, research techniques, and an analysis and summary of the present research state. The second chapter begins with an overview of data mining and traditional clustering analysis, followed by an examination of traditional clustering algorithms and comparing the benefits and drawbacks of various common clustering algorithms. Finally, an introduction to evolutionary data clustering and an explanation of common smoothing regularization methods and explicit modelling methods. Finally, the experiment’s data sets, distributed data set and kdd-cup99 data set, are described. The experiments suggest that the method described in this research is successful, has a broad application potential, and is adaptable.
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