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Abstract. The surveillance information are key data for all air navigation service providers which are responsible for the safety of the air passengers and the efficiency of Air Traffic Management system. In this paper, we have focused on the analysis of a protocol used to carry the surveillance information from the sensor to the ATC centre as well as amongst variety of ATM applications inside the ATC centre. As the original ASTERIX protocol has been developed without any security mechanism, it constitutes a major vulnerability. This deficiency has been acknowledged by the AMG (ASTERIX management group) which is seeking a remedy. In this article we describe a proposal to implement the security features into the protocol.

Introduction

ASTERIX (short for “All Purpose Structured Eurocontrol Surveillance Information Exchange”) is a de-facto standard protocol defining the low level (“down to the bit”) implementation of a data format for exchanging surveillance-related information amongst ATM (Air Traffic Management) applications.[1]

It was designed as Presentation and Application protocol (layers 5 and 6 of ISO/OSI Reference Model) for communication media with limited bandwidth. This is why it follows rules that enable it to transmit all the information needed, with the smallest data load possible.

The first version of ASTERIX was approved by Radar Systems Specialist Panel (RSSP) at their 15th Meeting held on 1-4 July 1986. Nowadays it has been adopted by the world users’ community as the de-facto standard in this domain.[2] EUROCONTROL (European Organisation for the Safety of Air Navigation) is also developing a reference ASTERIX library called E-ARCO (EUROCONTROL’s Asterix Codec), which will be made available to the community free of charge.

ASTERIX is an extensible format with a number of different data categories, each of which deals with one particular kind of information.[3] These include target reports from surveillance sensors such as radars as well as processed information such as aircraft tracks and various system status messages.[4]

The structure of ASTERIX data block, which is basically the payload of the underlying TCP/IP protocol, can be defined as shown on Fig. 1:

**Figure 1. ASTERIX Data Block.**

Up to 256 Data Categories can be defined and they are available for applications in the areas listed in Table 1:[1].
### Table 1. ASTERIX Data Categories.

| Data Categories | Application                                 |
|-----------------|---------------------------------------------|
| 000 – 127       | Standard Civil and Military Applications    |
| 128 – 240       | Special Civil and Military Applications     |
| 241 – 255       | Civil and Military Non-Standard Application |

ASTERIX protocol is very efficient but absolutely lacks any safety or security (e.g. encryption) mechanisms.

### Current Status

The protocol itself is not implicitly secure. In fact there already exists a proof of concept work to exploit it. A custom software program called “MITMAST” (Man in the middle ASTERIX) which is using ARP Poisoning technique between two hosts is capable of manipulating the ASTERIX data.[5]

Despite the lack of any security feature, every air navigation service provider, the main consumer of the surveillance data, must ensure the data transported by the ASTRIX protocol are delivered securely from the sensor to the ATM centre.[6]

Besides that the ATM cyber-security in the European Union (EU) is also mandated by EU law, i.e.:
- “Commission Implementing Regulation (EU) 2017/373 - of 1 March 2017 - laying down common requirements for providers of air traffic management/air navigation services and other air traffic management network functions and their oversight”,
- “Directive 2016/1148/EU of the European Parliament and of the Council of 6 July 2016 concerning measures for a high common level of security of network and information systems across the Union”.

To overcome the vulnerability of the protocol, the data between the sensors and the input/output gateway to the ATC centre should flow through an encrypted VPN (Virtual Private Network) or secured tunnels.[7] The Fig. 2 shows the example of a typical layoff of such arrangement.

![Air Traffic Center - Secure environment](image)

Figure 2. ATC centre example.

It shall be noted that inside the ATC centre the data are usually transported on virtual LAN or separate network segment, but they are not encrypted. Therefore the malicious acts (deliberate or accidental) from inside the ATC centre could significantly affect provided air navigation services.
Additionally, the security at the network level is continuously being scrutinised by the hackers and cybercriminals. The SSL/TLS protocol suffered during the last years several serious vulnerabilities, therefore, to put the security just in this protocol it is not enough.

Requirements

Usually, there are six main security services provided by secure communication systems: Confidentiality, Authentication, Integrity, Non-repudiation, Availability and Authorization.[8] However, for the implementation of the security elements into the ASTERIX protocol only the following main requirements have been selected.

- Authentication
- Integrity
- Confidentiality

Authentication

It must be possible to ensure that the data are coming from the expected source, e.g. a sensor. We also must ensure that the request for the data is coming from a legitimate user e.g. STCA (Short Term Conflict Alert) application.

A possible solution is to sign the data.

Integrity

The protocol shall ensure that no-one can tamper with the date once they are sent. The solution which are being considered are encryption or hashing.

Confidentiality

The protocol shall also ensure the delivery of the data over non-secure connections.

This can be achieved by encryption of the sensitive data.

Non-repudiation is considered as unnecessary in the exchange of surveillance data, due to the extremely short validity of the data. For example, the classical radar delivers the position of the aircraft every 4-12 seconds, and the modern non rotating sensors deliver the data at even higher frequency.[9] Even if the report is missed, in couple of seconds a new one will arrive.

Availability is difficult to achieve at the protocol level and besides the all ATM systems are designed and manufactured as redundant at multiple levels.

Authorization is at this time not essential. The current design of the ATM system is such that the surveillance information are provided almost directly from the producer (e.g. radar) to the consumer (e.g. SDPS - surveillance data processing systems). This allows relatively easy way to permit/deny the access to data (e.g. from the military radar).

Additional requirements which has to be considered are backward compatibility with current version of ASTERIX and compatibility with the SWIM (System Wide Information Management) systems.

Solutions

Two solutions were under consideration [10]. In both cases the ASTERIX Payload (see Fig.3 and Fig. 4) would be the whole ASTERIX data block as defined in [1] and it may or may not be encrypted, depending on the user needs. Providing that the data in the payload are not encrypted, stripping down the headers and keeping only the payload would ensure the backward compatibility with existing systems with a minimal effort.
Non ASTERIX Wrapper

The idea of having a wrapper around of ASTERIX data block would probably allow a quicker implementation, however with a significant risk that different manufacturers would implement incompatible wrappers.

Special ASTERIX Category

Similar to the wrapper this solution would also encapsulate the ASTERIX data block. The difference is that it would be standardised by AMG which would minimise the risk of incompatibility.

ASTERIX Category 000 is a primary candidate to be this special category.

PKI (public key infrastructure) is suggested for the signing, emitting and maintaining certificates and revocations lists. EUROCONTROL will in the near future start to operate the Root Certification Authority for all SWIM systems and applications. Thus using PKI is a preferred choice, however other solutions e.g. symmetric key encryption might be used as well.

Conclusion

The surveillance sensors and the surveillance network are fundamental for the safety of air transportation and consequently they are part of the critical infrastructure of every country.[11] Therefore we must make every effort to guarantee the maximum availability and security. ASTERIX protocol is very efficient but lacks any safety or security mechanisms. That is why the users have to move to another link layer to obtain a security level, which might be insufficient, considering the criticality of the carried information.

EUROCONTROL, as the lead designer of the protocol, must address the growing concerns about the security flaws.[12]

In this paper we cover the current status and we identify the main security requirements.

Our proposed mitigation against the vulnerability is to implement a special ASTERIX category which would encapsulate the transported ASTERIX categories, comparable to encapsulation principal of the data through different layer of TCP/IP protocol.

Last but not least, we highlight the need for the backward compatibility to ensure seamless cooperation with the existing systems.
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