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Abstract. The current access control of IoT devices adopts the traditional method of centralized control, which leads to the shortcomings of single point of failure and low efficiency of the entire system. Due to the increasing amount of data generated by the Internet of Things network and the more complex data structure, the traditional access control system has exposed the problem of insufficient security when communicating. Based on the characteristics of blockchain decentralization, non-tampering, and programmable Hyperledger, an attribute-based access control mechanism combining blockchain with the Internet of Things is proposed to realize dynamic changes to the access control strategy and ensure the access control of the Internet of Things Safety and reliability.

1. Introduction

The Internet of Things network greatly reduces labor costs and reduces system overhead. In the process of obtaining a large amount of data in the Internet of Things, access control is one of the core technologies to protect data security. Its function is mainly to prohibit unauthorized users from using the system and to control users' access to special equipment. In the main access control model, attribute-based access control is more flexible, can better meet dynamic requirements, and achieves fine-grained access authorization. Blockchain is a distributed ledger technology for point-to-point transmission based on encryption algorithms, and a networked decentralized shared database technology. The distributed blockchain architecture is compatible with the distributed IoT system and dynamic access control requirements.

In 2016, there was research on combining blockchain technology with Internet of Things access control. Literature [1] stores access control information in the blockchain. In the above research, a centralized center is still used to implement access control decisions. Literature [2-3] proposed Ethereum as the next-generation blockchain network architecture. Ethereum has added smart contracts with Turing complete functions on the basis of the technical characteristics of the blockchain. Literature [4] uses smart contracts to record access control information. Literature [5] uses multiple smart contracts to jointly implement access control functions. Digital currency must be spent when deploying and executing smart contracts in Ethereum, which hinders the use of the system. Both Bitcoin and Ethereum allow any unknown node to join the network, but they have extremely high requirements on the scale of computing power in the application environment. Hyperledger Fabric has the characteristics of no currency and modular functions. At the same time, it has low computing power requirements for blockchain nodes, so it is more suitable for access control of the Internet of Things.

Hyperledger is suitable for environments where there are multiple participants but do not have strong computing power. In this environment, it still has all the characteristics of blockchain. Literature [6]
proposed to combine the blockchain with the RBAC model, and define an interface on the Ethereum platform to realize the anonymous identity verification mechanism of users. Literature [7] is based on the ABAC model, manages access control strategies and attributes through blockchain transactions, and completes the management and tracking of policy release, update, and cancellation. The policy is stored in the blockchain in an open and transparent form, which solves the problem. The issue of transparency in jurisdiction judgments. Literature [8] uses the combination of Hyperledger and access control to control access control strategies using smart contracts. However, the access control model in this study tends to be coarse-grained, which easily leads to vulnerabilities such as unauthorized access and over-authorization of IoT device users.

The main work of this paper is to combine the blockchain Hyperledger technology, smart contracts and ABAC model to propose a Hyperledger-based access control mechanism for the Internet of Things, and use smart contracts to implement complex algorithms to strictly review access control permissions.

2. Design of Access Control Architecture

Internet of Things access control based on Hyperledger can realize the access control management of Internet of Things devices. The system architecture can be divided into: client, blockchain, and IoT device.

The function of the client is to manage device resources, request access, grant access rights, and verify device usage rights. The blockchain uses Hyperledger as the network structure and uses smart contracts to realize logical judgments on access control. The distributed deployment is realized by the blockchain, which logically processes the various functions of the system, and stores the data on the chain. The IoT device sets a unique ID for each device, accepts instructions according to the ID and executes corresponding user tasks. This design ensures that IoT devices are not connected to the blockchain as a blockchain node.

2.1. Access control framework

The framework is based on Hyperledger blockchain technology and combined with the ABAC model. The framework includes users, user attribute sets, permission sets, policy management, smart contracts, and resource owners. The access control workflow can be divided into two stages: preparation and execution. The preparation stage mainly manages users, attribute information, and access control policies, including adding, updating, and deleting users, attributes, and policies, and responding to device and policy query results. The execution stage mainly judges, responds and executes access requests.

2.2. Access control contract algorithm

The decision result of access control is divided into two types, namely allow access (admit) and deny access (forbid). In response to the corresponding permission access request of the access subject (subject), by traversing the corresponding information in the user set (user_group), attribute set (attribute_group), and permission set (policy_group), if the information in a certain access control policy is satisfied, it is judged to allow access (admit). If the decision request does not satisfy the policy, the decision is forbid.

Input: user set (user_group), attribute set (attribute_group), policy set (policy_group).
Output: If the access subject (subject) exists in the user set and the corresponding attribute and permission are found (defined), then return (admit); if the access subject (subject) does not belong to the user set or the corresponding attribute and permission are not found (undefined), then return (forbid).

2.3. Access control policy decision algorithm flow description

1) Store the access subject in temp_user as a temporary user. 2) Traverse the user_group of the system user set, if the access subject exists in the user set, proceed to the next step; otherwise, return the access subject as an undefined user (undefined), and determine that there is no corresponding access permission
(forbid). 3) Query the corresponding attribute in the attribute_group. If the corresponding attribute of the access subject exists, proceed to the next step; otherwise, it is determined that there is no corresponding access permission (forbid). 4) Traverse the permission set policy_group through the attribute information, if there are corresponding permissions, store the access subject in the allow access result set admit_result_group, and determine that it has the corresponding access permission (forbid); otherwise, store the access subject in the access denied result set In forbid_result_group, it is judged as non-response access authority.

3. Design of Access Control Architecture

This section tests the effectiveness and security of the Internet of Things device access control mechanism based on Hyperledger blockchain proposed in this article. This article deploys Hyperledger in the Ubuntu system. The experimental environment of this system is shown in Table 1.

| Software environment | detailed information |
|----------------------|----------------------|
| OS                   | Ubuntu 16.04 LTS     |
| Hyperledger Fabric   | v1.4.4               |
| Go                   | v1.13.8              |
| Docker               | v19.03.6             |
| Docker-compose       | v1.23.2              |

The system designed in this paper and the Fabric-IoT proposed in [9], DAHB (distributed architecture based on hierarchical blockchain for Internet of thing) proposed in [10], and BBIAC (Blockchain-Based IoT Access) proposed in [11] Control) Perform performance comparison experiments, take the hardware environment and software environment of the machine as the standard, and select the function responsible for the access control method as the comparison object. In the comparison experiment of writing data function, the throughput and average delay of the system designed in this paper (expressed by ABAC-Fabric-IoT) are better than the other three access control schemes. The experimental results are shown in Figure 1 and Figure 2.

The write data performance of ABAC-Fabric-IoT in Figure 1 depends on the functions Policy and Resource. Experimental data shows that the write data throughput of the system designed in this article is better than the other three access control schemes, and the system can cope with the scale increased access request.

The Internet of Things access control system based on Hyperledger designed in this article adds the user attribute information set in the access control policy, and when writing data in Fabric-IoT, you must...
obtain the device’s MAC address (Media Access Control Address) and IP address (Internet Protocol Address) is added to the access control policy as attribute information, but it takes extra time to obtain these two parameters, which will result in poor throughput and average latency when Fabric-IoT writes data. The comparison shows The performance of the system proposed in this paper is better than the other three IoT access control solutions in terms of data writing. For access control systems that require fine-grained access control, the system proposed in this paper can better invest in large-scale data writing In the requested IoT scenario.

4. Conclusions
The Internet of Things access control system based on Hyperledger proposed in this paper combines blockchain technology with Internet of Things access control. Based on the ABAC model, it uses smart contracts to achieve a flexible, scalable, and fine-grained access control process, triggering the device in order. The specified contract content completes the automated operation of equipment trusted access control, solves the central trusted entity problem faced in traditional access control, and improves the reliability and security of access control. The Hyperledger is used as the blockchain platform for executing smart contracts, which makes the system more user-friendly while giving full play to the characteristics of the blockchain.
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