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Abstract. This article provides a systematic review of Bring Your Own Device (BYOD) authentication technique. The review main goal is to identify the existing BYOD authentication technique and to categorize the technique according to BYOD security threat as well as to analyze the technique limitation. The review result shows that there are 25 authentication techniques proposed across both industry and academic areas to fit into BYOD implementation to enhance the security in preventing and detecting data leakage in the organization. It is hoped that the proposed BYOD authentication solution can help organizations to minimize the number of cases in data leakage while allowing the BYOD concept.

1. Introduction
The term Bring Your Own Device or BYOD has started being discussed since 1990 but only being widely used in 2011 [1]. Many organizations implement BYOD in order to enhance their computing resources, especially in terms of hardware. It is also believed that BYOD actually increases employee productivity. Mobile devices are being used widely in the office, whether the organization implementing BYOD or not. In 2018, there are about 10 billion devices available which means every person in the world will have more than one device and 69% employees use personal mobile devices to connect to corporate network even in a non-BYOD organization [2].

As many organizations find BYOD technology brings a lot of benefit to the employees as well as the organizations, they also worry about the disadvantages and the challenges they are facing. The main security concern is not about the devices or the information inside the organization, but it’s about controlling the access from the user and the device to the organizational information, and the increased exposure of the enterprise network to malware due to the lack of control and visibility of mobile devices [3]. Organization must make sure that when a user uses their personal device to access organization information, the device must meet some standard of authentication [4] as well as protection against malware to prevent from data leakage.

Therefore, the purpose of this study is to identify the existing authentication technique. The technique will be categorized according to security threat related to BYOD. Based on more than 100 journals and conference papers read, the top threat that have been discussed by previous researchers are the security attack (32%) followed by malware (29%). Data leakage is the third main concern which is 14% and followed by loss or stolen device (12%). Only 5% researchers talked about DDOS attack and 1% discussed on the unauthorized software and bandwidth problem as in Figure 1. Table 1
Figure 1.: BYOD Security Threat

Table 1: List of researchers

| OD Security Threat                        | Author                                                                 |
|-------------------------------------------|------------------------------------------------------------------------|
| Loss/ Stolen of Device                    | [5]; [6]; [7]; [8]; [9]; [10]; [11]; [12]; [13]; [14]; [15]; [16]; [17]; [18]; [19]; [20]; [21]; [22]; [23]; [24]; [25]; [26]; [27]; [28]; [17]; [29]; [30]; [31]; [32]; [33]; [5]; [34]; [35]; [36]; [37]; [38]; [6]; [39]; [40]; [41]; [42]; [43]; [44]; [45]; [46]; [47]; [48]; [49]; [50]; [51]; [52]; [53]; [54]; [55]; [8]; [56]; [57]; [58]; [59]; [10]; [60]; [61]; [12]; [62]; [14]; [63]; [64]; [65]; [66]; [25]; [67]; [68]; [18]; [69]; [70]; [21]; [71]; [72]; [73]; [74]; [75]; [22]; [23]; [76]; [77]; [78]; [79]; [80]; [81]; [82]; [83]; [84]; [27]; [28]; [79]; [85]; [86]; [87]; [31]; [88]; [5]; [34]; [37]; [89]; [39]; [90]; [91]; [92]; [93]; [94]; [95]; [44]; [46]; [41]; [96]; [50]; [97]; [98]; [53]; [7]; [56]; [58]; [10]; [99]; [61]; [64]; [65]; [18]; [21]; [71]; [77]; [81]; [82]; [79] |
only articles in peer-reviewed journals and reputable conferences shall be addressed. The remaining sections are as follows; review method, finding, discussion and conclusion.

2. Review Method
This section will explain the processes of Systematic Literature Review (SLR) based on guidelines by [117], [118] and [119]. It comprises of six subsections which are; SLR question, data source, search strategy, study selection, and inclusion and exclusion criteria.

The SLR guideline consists of three main phases which are planning the review, conducting the review and reporting the review phase. The detailed steps involve in every phases are shown in Figure 2.

![Figure 2: SLR Guideline](image)

2.1. Research Question
Research question is an important part when conducting a systematic review because it is the guideline for the entire process of the study. The research questions structure in this article used PICO paradigm which also implemented in [120]. PICO is a short form for the words of population, intervention, comparison, and outcome. The research questions (RQ) are addressed in this article as follows:

| Criteria      | Research Question                                                                 | Purpose                                                                 |
|---------------|-----------------------------------------------------------------------------------|-------------------------------------------------------------------------|
| Population    | R1 : How many research articles related to BYOD authentication had been produced from 2013 to 2018? | To analyze how many articles had been produced in this study starting from year 2013 until 2018, with inclusion of all topic area in BYOD authentication |
| Intervention  | R2 : What are the techniques or methods used for BYOD authentication?               | To understand the techniques or method used by the researchers for their study. |
| Comparison    | R3 : What are the BYOD security threat that the technique try to solve?             | To define the technique used in the experiment are the best method to solve which type of security threat in BYOD. |
| Outcomes      | R4 : What are the limitations of the study?                                        | To identify any limitation exist for each technique by the researcher    |
2.2. Search Process
This section explains about the process used to search for the related works.

a. Data Source. For this study, published papers were searched from nine online databases as data sources which are IEEE Explorer, Emerald, Ethos (UK Thesis), SpringerLink, ScienceDirect, Scopus, Australian Digital Thesis (ADT), ProQuest (USA Thesis) and Taylor & Francis.

b. Search strategy. The initial search string were ("BYOD Authentication Technique"), (BYOD Authentication Technique), (BYOD AND Authentication), (Authentication AND Technique), ("BYOD Authentication Method"), (BYOD Authentication Method), (Authentication AND Method), ("BYOD Authentication Mechanism"), (BYOD Authentication Mechanism), (Authentication AND Mechanism), ("BYODAuthentication tools"), (BYOD Authentication tools), (Authentication AND tools), ("BYOD Authentication framework"), (BYOD Authentication framework), (Authentication AND framework), ("BYOD Authentication Assessment"), (BYOD Authentication Assessment), (Authentication AND Assessment), ("BYOD Authentication Architecture"), (BYOD Authentication Architecture), (Authentication AND Architecture), ("Bring Your Own Device Authentication Technique") and (Bring Your Own Device Authentication Technique). The search string was executed in the digital libraries based on title, abstract and metadata.

c. Study Selection. This step ranks the source of the articles from the highest ranking to the lowest based on the priority. The highest ranking is journals, followed by conferences, thesis reports, book chapters, magazine articles, technical reports and proceedings.

d. Inclusion and Exclusion Criteria. This review targeted peer reviewed articles published between January 2013 until October 2018. Only articles that are journal, conference paper, thesis report and book chapter that written in English language were included. The search included articles that meet the research question defined. Any article which is not related to BYOD authentication will be excluded from the selection process. However, the article still can be selected for review if the work is applicable to the BYOD authentication area.

3. Result
The initial phase of the search process identified 254,614 studies using the search term defined. Table 3 shows the summary of search result from the search process which displayed the number of publications found based from each digital library database and the number of publications found from each key word.

| Library | IEEE Explorer | Ethos (UK Thesis) | Springer Link | Science Direct | Scopus | Australian Digital Thesis (ADT) | ProQuest (USA Thesis) | Taylor & Francis |
|---------|---------------|-------------------|---------------|----------------|--------|--------------------------------|-----------------------|------------------|
| "BYOD Authentication Technique" | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 |
| BYOD Authentication Technique | 2 | 11 | 0 | 170 | 17 | 5 | 0 | 0 |
| BYOD AND Authentication Technique | 25 | 11 | 0 | 262 | 197 | 38 | 0 | 0 |
| BYOD Authentication AND Technique | 152 | 3068 | 253 | 17324 | 13094 | 11856 | 0 | 0 |
| "BYOD Authentication" | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 |
| Method" | BYOD Authentication Method | BYOD AND Method "BYOD Authentication Mechanism" | BYOD Authentication Mechanism | BYOD Authentication AND Mechanism "BYOD Authentication tools" | BYOD Authentication tools | BYOD Authentication AND tools "BYOD Authentication framework" | BYOD Authentication framework | BYOD Authentication AND framework "BYOD Authentication Assessment" | BYOD Authentication Assessment "BYOD Authentication Architecture" | BYOD Authentication Architecture "Bring Your Own Device Authentication Technique" |
|---------|---------------------------|-----------------------------------------------|-------------------------------|-------------------------------------------------------------|-------------------------|---------------------------------------------------------------|-------------------------------|---------------------------------------------------------------|---------------------------------------------------------------|---------------------------------------------------------------|
|         |                           |                                               |                               |                                                             |                         |                                                              |                               |                                                              |                                                              |                                                              |
|         | 6                         | 8                                             | 0                             | 47                                                          | 141                     | 7                                                             | 0                             | 0                                                             | 0                                                             | 0                                                             |
|         | 254                       | 2895                                         | 499                           | 19356                                                      | 20297                   | 17710                                                        | 0                             | 0                                                             | 0                                                             | 0                                                             |
|         | 0                         | 0                                             | 0                             | 0                                                          | 0                       | 0                                                             | 0                             | 0                                                             | 0                                                             | 0                                                             |
|         | 5                         | 6                                             | 0                             | 35                                                          | 98                      | 7                                                             | 0                             | 0                                                             | 0                                                             | 0                                                             |
|         | 4772                      | 1998                                         | 167                           | 14372                                                      | 12999                   | 9076                                                        | 0                             | 0                                                             | 0                                                             | 0                                                             |
|         | 0                         | 0                                             | 0                             | 0                                                          | 0                       | 0                                                             | 0                             | 0                                                             | 0                                                             | 0                                                             |
|         | 0                         | 9                                             | 0                             | 41                                                          | 146                     | 2                                                             | 0                             | 0                                                             | 0                                                             | 0                                                             |
|         | 1388                      | 2595                                         | 195                           | 11,754                                                     | 10160                   | 3963                                                        | 0                             | 0                                                             | 0                                                             | 0                                                             |
|         | 0                         | 0                                             | 0                             | 0                                                          | 0                       | 0                                                             | 0                             | 0                                                             | 0                                                             | 0                                                             |
|         | 6                         | 9                                             | 0                             | 29                                                          | 97                      | 8                                                             | 0                             | 0                                                             | 0                                                             | 0                                                             |
|         | 2818                      | 2077                                         | 379                           | 12402                                                      | 6909                    | 4071                                                        | 0                             | 0                                                             | 0                                                             | 0                                                             |
|         | 0                         | 0                                             | 0                             | 0                                                          | 0                       | 0                                                             | 0                             | 0                                                             | 0                                                             | 0                                                             |
|         | 1                         | 7                                             | 0                             | 19                                                          | 79                      | 3                                                             | 0                             | 0                                                             | 0                                                             | 0                                                             |
|         | 401                       | 2109                                         | 248                           | 3142                                                      | 6475                    | 1365                                                        | 0                             | 0                                                             | 0                                                             | 0                                                             |
|         | 0                         | 0                                             | 0                             | 0                                                          | 0                       | 0                                                             | 0                             | 0                                                             | 0                                                             | 0                                                             |
|         | 1                         | 5                                             | 0                             | 34                                                          | 100                     | 2                                                             | 0                             | 0                                                             | 0                                                             | 0                                                             |
|         | 3918                      | 1106                                         | 95                            | 12398                                                     | 6347                    | 5634                                                        | 0                             | 0                                                             | 0                                                             | 0                                                             |
|         | 0                         | 0                                             | 0                             | 0                                                          | 0                       | 0                                                             | 0                             | 0                                                             | 0                                                             | 0                                                             |
Of these, 341 studies were found to be potentially relevant based on the screening of titles. The 341 papers were then categorized based on the abstract. We grouped the article into BYOD, Cloud Computing, Information Security, IoT, Mobile device and network security as bar chart in Figure 3.

The articles were then filtered according to the inclusion and the exclusion criteria before being accepted for the synthesis of the evidence. BYOD and mobile device categories were taken into further selection because BYOD is our main target and BYOD also related to mobile device. Mobile device authentication can be used in BYOD authentication. Then we excluded articles that present discussion only but does not present any new technique or novel approach. The remaining 60 papers were examined by looking first at the introduction. Finally, after reading the full articles, 26 studies were accepted for the synthesis of evidence. Figure 4 shows the detailed flow of the selection process.
4. Discussion
This section explains and discusses research questions in section 2.1.

4.1. **R1 : How many research articles related to BYOD authentication had been produced from 2013 to 2018?**

There are 25 articles that related to BYOD authentication had been produced from 2013 to 2018. Each year there are a number of publications published in the respective topic area as in Table 4. The articles are from impact factor journal, Scopus journal, conference and book chapter.

**Table 4: Articles that related to BYOD authentication**

| Library       | No of Articles | Journal                                                                 | Impact Factor  | Year |
|---------------|----------------|-------------------------------------------------------------------------|----------------|------|
| IEEE Explorer | 12             | 2018 8th International Conference on Electronics Information and Emergency Communication (ICEIEC) | conference     | 2018 |
|               |                | 2018 IEEE International Conference on Consumer Electronics (ICCE)       | conference     | 2018 |
|               |                | 2017 International Caribbean Conference on Devices, Circuits and Systems (ICCDCS) | conference     | 2017 |
|               |                | 2017 International Conference on Electrical and Information Technologies (ICEIT) | conference     | 2017 |
|               |                | 2016 IEEE/CIC International Conference on Communications in China (ICCC) | conference     | 2016 |
|               |                | 2016 IEEE First International Conference                                  | conference     | 2016 |

**Figure 4: Process of selection**

- Total studies identified based on search criteria: N = 254,624
- Total studies identified based on title: N = 390
- Total unduplicated studies: N = 342
- Total article related to BYOD & mobile device domain: N = 126
- Total article with new technique in BYOD & mobile device domain based on articles review: N = 60
- Article that met inclusion criteria: N = 25
- Study excluded at search criteria: N = 254,224
- Duplicate study excluded: N = 48
- Study excluded based on abstract, exclude article in cloud computing, cyber security, Information security, IoT and network security domain: N = 241
- Exclude article that does not present novel contribution or new technique: N = 66
- Studied excluded at full articles stage that not related to solve security threat: N = 35
4.2. **R2**: What are the techniques or the methods used for BYOD authentication?

| ID | Author | Title |
|----|--------|-------|
| F1 | [121]  | A system for detection of abnormal behavior in BYOD based on web usage patterns |
| F2 | [99]   | Analysis of BYOD security frameworks |
| F3 | [122]  | Cross-platform, secure message delivery for mobile devices |
| F4 | [57]   | Device-invisible two-factor authenticated key agreement protocol for BYOD |
| F5 | [123]  | Enterprise WiFi Hotspot Authentication with Hybrid Encryption on NFC-Enabled Smartphones |
| F6 | [124]  | Facial biohashing based user-device physical unclonable function for bring your own device security |
4.3. R3: What are the BYOD security threat that the technique try to solve?

Table 6: Implementation to solve security threat

| BYOD Security Threat | Technique try to solve |
|----------------------|------------------------|
| ID | Security attack | Malware | Data Leakage | Lost/stolen | DD OS | Unauthorized software | Unauthorized access | Bandwidth problem | Unauthorized access | Authorized access | unauthorized access | Malware | Lost device | Data leakage detection | document management |
|---|-----------------|---------|--------------|-------------|--------|----------------------|-------------------|-------------------|-----------------|-----------------|------------------|---------|-------------|-----------------------|---------------------|
| F1 | √ | √ | √ | X | X | X | √ | √ | √ | X | X | X |
| F2 | X | X | √ | √ | X | X | √ | √ | √ | X | X | X |
| F3 | X | X | √ | √ | X | X | X | √ | √ | √ | X | X | X |
| F4 | √ | X | X | X | X | X | X | X | X | X |
| F5 | X | X | √ | X | X | X | X | X | X | X | X | X |
| F6 | X | X | √ | X | X | X | X | X | X | X | X | X |
| F7 | X | X | √ | X | X | X | X | X | X | X | X | X |
| F8 | X | X | √ | X | X | X | X | X | X | X | X | X |
| F9 | X | X | √ | X | X | X | X | X | X | X | X | X |
| F10 | X | X | √ | X | X | X | X | X | X | X | X | X |
| F11 | X | X | √ | X | X | X | X | X | X | X | X | X |
| F12 | X | X | √ | X | X | X | X | X | X | X | X | X |
| F13 | X | X | √ | X | X | X | X | X | X | X | X | X |
4.4. **R4**: What are the limitations of the study?

| ID  | Limitation                                                                                                                                                                                                 |
|-----|----------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------|
| F1  | The technique are based on user behaviour pattern. It might need more time to learn user pattern to detect abnormal behaviour. The server processing speed and space also need to be high end to analyse the pattern especially in a big organization. |
| F2  | The solution only focus on authorize user                                                                                                                                                                   |
| F3  | Only focus on sending and receiving message using mobile device                                                                                                                                              |
| F4  | Focus on authenticating user and device and detect device location only.                                                                                                                                       |
| F5  | Focus only on connecting the device to the network. The key are stored in user device which can be stolen.                                                                                                     |
| F6  | The solution only focus on authenticating user and device without include other threat such as security threat and malware that might also lead to data leakage                                                    |
| F7  | Limited to health care service that used Hippocratic protocol. Not all device support NFC.                                                                                                                     |
| F8  | Focus only on authenticating the user not the device                                                                                                                                                           |
| F9  | The main focus only on authenticate the user. After the user already been authenticate, there is no more controlled implemented                                                                               |
| F10 | The technique focus on authenticating user based on the keystroke. It will be difficult to use this authentication technique when user used mobile phone because the keyboard is different base on the device         |
| F11 | The technique used mobile device management tool where it need to be install in the user device. The user might not want to install it and the agent might not support different type of OS in mobile device                      |
| F12 | User and device authentication information are stored in the server. If the server been compromised, user might not be able to be authenticate                                                                  |
| F13 | The solution only provide a framework for better manage BYOD environment but did not suggest any tool to implement.                                                                                             |
| F14 | The solution focus on detecting malware and security threat when user accessing the website but it cannot scan the user device before the user are allow to connect to the organization network                         |
| F15 | The technique used data mining to detect user behaviour to predict future action which required high end computing processing.                                                                                |
F16 Data are stored in the cloud which is prone to attack. It is also difficult to get information needed when there is a security incident happen for investigation since cloud usually manage by different provider.

F17 Focus on authenticate the device and limited to android device only.

F18 The technique secure the authentication based on network connection so the features are limited to unauthorized access and detect stolen device only.

F19 The present work does not include the influences of the surrounding conditions like light, noise, motion, in the selection process, which can be considered for more accurate decision.

F20 The authentication need to perform credential from the cloud which could take same time depend on the network connection.

F21 The technique focus on authenticating user based on the keystroke. It will be difficult to use this authentication technique when user used mobile phone because the keyboard is different base on the device.

F22 The solution did not scan for malware in the device and cannot detect if the device are lost or stolen.

F23 Focus only on authenticating user using context-based biometric.

F24 The offline mode only limited to authenticate the user only. To use all the features in the solution, the device need to connect to the server.

F25 The security is depends upon the security provided by hypervisor. The document management only separate data in the device but cannot manage data access from organization database.

5. Conclusion
From the review of BYOD authentication technique, it can be concluded that there is gaining research interest in this area. Starting from year 2013, there are increasing numbers of model and technique proposed by academic researchers. These techniques can be guidance for organization to implement safer BYOD environment. However, most of the techniques usually focus at user or device separately. BYOD needs to make sure both device and user can be trusted to access the environment. Conventional authentication technique such as knowledge-based, possession-based, biometric-based and multifactor authentication are prone to attack. Therefore, more powerful authentication is needed. Most of the authentication techniques need to store the authentication information (password, ID, public key) somewhere in order to be used by the authentication system. The problem of centralized storage is, it can be a single point of failure [142]. The current BYOD solutions discussed by previous researchers doesn’t have complete solution and are still insufficient to protect BYOD environment. Most of the solutions can only prevent but cannot detect data leakage cases. Without the ability to prepare proactively, the important and the relevant digital evidence may not be there when security incident occur. Realizing this gap, for future research, the researcher will focus on implementing BYOD access control that cover most of the problem in BYOD environment and use blockchain to secure the technique.
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