Physical Layer Security for V2I Communications: Reflecting Surfaces Vs. Relaying
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Abstract—Wireless vehicular network (WVN) is exponentially gaining attention from industries and researchers since it is the Keystone of intelligent transportation systems (ITS). Despite the sophisticated features and services that it can offer, it is susceptible to networking attacks such as eavesdropping threats where the confidential transmitted signal could be overheard by a malicious entity. In this paper, we intend to study the physical layer security (PLS) where we consider the eavesdropping attack for vehicle-to-infrastructure (V2I) communications. We analyze the average secrecy capacity, under different scenarios by comparing the performances of employing the decode-and-forward (DF) relay, the amplify-and-forward fixed gain (AFFG) relay, and the intelligent reflecting surface (IRS). Actually, this comparison investigates the efficiency of IRS comparing to the traditional relaying systems, since it was introduced as a novel paradigm in wireless technology with highly promising potential, especially in 5G and 6G.

Index Terms—PLS, Eavesdropping, Wireless Vehicular Network, Intelligent reflecting Surface, Relay.

I. INTRODUCTION

Intelligent transportation systems (ITS) has been growing tremendously in term of new sophisticated technologies and capabilities. In particular, wireless vehicular network (WVN) is the spine of ITS where it provides a variety of services such as real-time warning messages [1], [2], network as a service (NaaS), storage as a service (STaaS), collaboration as a Service (CaaS) [3], [4], etc. To reach such goal expectations, WVN should be based on high throughput infrastructures by employing Millimeter Wave (mmWave) [5]–[7], terahertz (THz), 5G, machine learning, etc. Another major factor that impacts the WVN performances is the concept of security, where ITS should guarantee minimum security criteria to protect the communication links between the different WVN entities.

The eavesdropping attack is a passive threat that could negatively influence the offered quality of service (QoS) from a security point of view, where the attacker overhears the channel between the communicating entities and discloses the transmit secret messages. What makes this kind of vulnerability very critical is the fact that it is very challenging to detect an occurring eavesdropping attack. Therefore, to deal with such menace, several research papers are focusing on physical layer security (PLS) where they intend to increase the average secrecy capacity between the legitimate entities and the eavesdroppers, increasing the outage probability and the symbol error probability at the attackers ends [8].

Many research attempts discussed PLS by employing relaying in the communication systems. Other suggest the use of the intelligent reflecting surface (IRS) [9]. In fact, the IRS is considered as a trend in wireless telecommunications due to its low power consumption, its promising role to deal with mmWaves/THz blockage by offering multipath signals paths to the destination [10], [11]. The IRS was compared to relaying in [12], [13] with respect to rate performances and power consumption, but according to the best knowledge of the authors, the comparison from a security point of view in the context of eavesdropping attack was not studied yet.

In our paper, we are going to analyse the average secrecy capacity while comparing the efficiency of employing an IRS with both relaying systems: relay decode-and-forward (DF), and amplify-and-forward with fixed gain (AFFG).

The paper is organized as follows: Section II introduces the IRS system model, the attack scenario, and the ergodic capacity expression at the legitimate and the attacker. Section III studies the relaying system model and presents closed-form expressions for the average secrecy capacity of DF and AFFG relays. Then, Section IV evaluates the performances of the three system scenarios based on the numerical results. Lastly, we outline our conclusion in section V.

II. SYSTEM MODEL USING IRS

A. Attack Description and Channel Model

As shown in Fig. 1, the base station (BS) noted by $T$ is communicating with the legitimate vehicle in black via the IRS as an intermediate link. Unfortunately, an eavesdropping is listening to the channel and intends to disclose the confidential transmitting information. The studied scenario has three channel links: BS-to-IRS, IRS-to-receiver, and IRS-to-eavesdropper. We assume that the aforementioned links are subject to Nakagami-m fading.

The received signal at $R$ and $E$ are respectively:
where $i \in \{L, E\}$, $N$ denotes the IRS’s elements numbers, $x$ is the transmitted signal by $T$ with power $P_s$, $w_i$ is the additive white Gaussian noise (AWGN) at the receiving node $i$. The terms $h_{T,n} = \sqrt{d_{T,n}^\beta g_{T,n}} e^{-\delta_n}$ presents the channel coefficients between $T$ and the $n$-th reflecting element with distance $d_{T,n}$ and channel phase $\delta_n$. $h_{n,i} = \sqrt{d_{n,i}^\beta g_{n,i}} e^{-\delta_n}$ is the channel coefficients relying the $n$-th reflecting element to the node $i$ with distance $d_{n,i}$ and channel phase $\psi_n$. The adjustable phase induced by the $n$-th reflecting element is denoted by $\phi_n$ and the pathloss has an exponent $\delta$.

The channels fading are assumed to follow Nakagami-$m$ distribution. Hence, $|g_{T,n}|^2 \sim \mathcal{G}(\alpha_{T,n}, \beta_{T,n})$ and $|g_{n,i}|^2 \sim \mathcal{G}(\alpha_{n,i}, \beta_{n,i})$, where $\alpha_{T,n}$, $\alpha_{n,i}$ are the corresponding scale parameters and $\beta_{T,n}$, $\beta_{n,i}$ are the shape parameters. Therefore, $|g_{T,n} g_{n,i}|^2$ follows Gamma-Gamma distribution $\mathcal{GG}(\alpha_{T,n}, \beta_{n,i})$, where $\alpha_{T,n} = \alpha_{T,n} + \alpha_{n,i}$ and $\beta_{n,i} = \beta_{T,n} \beta_{n,i}$. The signal-to-noise ratio (SNR) at the legitimate receiver $L$ and at the eavesdropper $E$ is expressed as follows:

$$\gamma_i = \frac{\sum_{n=1}^{N} P_s |h_{T,n} h_{n,i}|^2}{w_i}$$

$$= \sum_{n=1}^{N} P_s |g_{T,n} g_{n,i} e^{j(\phi_n - \psi_n - \theta_n)}|^2 d_{T,n}^{-\delta} d_{n,i}^{-\delta} = \sum_{n=1}^{N} \gamma_{i,n},$$

(2)

where $\gamma_{i,n} \sim \mathcal{GG}(\alpha_{T,n}, \beta_{n,i})$ is the overall SNR from $T$ to the final node $i$ reflecting by the $n$-th element. We assume that the IRS has a perfect knowledge of the channel. Hence, we choose $\phi_n = \psi_n + \theta_n$ to maximize the transmitted signal.

The following probability density function (PDF) of $\gamma_{i,n}$ is expressed as follows:

$$f_{\gamma_{i,n}}(\gamma) = \frac{2(\beta_{n,i})^{\alpha_{n,i} - 1} \Gamma(\alpha_{T,n}) \Gamma(\alpha_{n,i})}{\Gamma(\alpha_{T,n} + \alpha_{n,i})} K_{\gamma_{i,n}} \left(2\sqrt{\beta_{n,i}}\right) \left(\frac{\gamma}{\beta_{n,i}}\right)^{\alpha_{T,n} - 1},$$

(3)

where $\gamma_{i,n} = \alpha_{T,n} - \alpha_{n,i}$ and $K(\cdot)$ is the modified Bessel function of the second kind and order $\nu_{i,n}$.

**B. Average Secrecy Capacity Analysis**

The general expression of the ergodic capacity of $\gamma_i$ is defined by:

$$\overline{C} = \mathbb{E}[\log_2(1 + \gamma_i)].$$

(4)

Then, the average secrecy capacity $C_s$ can be expressed by:

$$\overline{C}_s = \max(\overline{C}_L - \overline{C}_E, 0)$$

(5)

where $\overline{C}_L$ and $\overline{C}_E$ are the ergodic capacity at the legitimate receiver $L$ and the attacker $E$, respectively.

To compute $\overline{C}_s$, we recall the identity [14, Eq. (6)]

$$\ln(1 + \eta) = \int_0^\infty \frac{1}{z} (1 - e^{-nz}) dz.$$

(6)

Then, by substituting $\gamma_i = \sum_{n=1}^{N} \gamma_{i,n}$ in Eq. (24), we obtain the expression of $\overline{C}_s$ as follows:

$$\overline{C}_s = \frac{1}{\ln(2)} \int_0^\infty \frac{1}{z} \left(1 - M_{\gamma_i}(z)e^{-nz}\right) dz,$$

(7)

where $M_{\gamma_i}(\cdot)$ is the moment generation function (MGF) of $\gamma_i$, which can be derived as:

$$M_{\gamma_i}(z) = \mathbb{E}[e^{-z\gamma_i}] = \mathbb{E}[e^{-z\sum_{n=1}^{N} \gamma_{i,n}}] = \prod_{n=1}^{N} \mathbb{E}[e^{-z\gamma_{i,n}}].$$

(8)

To facilitate the MGF derivation, we can replace the Bessel function in Eq. (3) as follows [15]:

$$K_{\nu_{i,n}} \left(2\sqrt{\beta_{n,i}}\right) = \frac{1}{2} G_{2,0}^{2,0} \left(\gamma_{\beta_{i,n}} \left| \frac{\nu_{i,n}}{2}, -\frac{\nu_{i,n}}{2}\right. \right),$$

(9)

where $G_{p,q}(\cdot)$ is the Meijer G-Function. Then, by Eqs. (3, 8, and 9) [16, Eq. (7.813.1)], the MGF becomes:

$$M_{\gamma_i}(z) = \prod_{n=1}^{N} \left[ \frac{(\beta_{n,i})^{\alpha_{n,i} z^{-\alpha_{n,i}}}}{\Gamma(\alpha_{T,n}) \Gamma(\alpha_{n,i})} G_{1,2}^{2,1} \left(\beta_{n,i} \left| \frac{1 - \alpha_{n,i}}{z}, \frac{\nu_{i,n}}{2}, -\frac{\nu_{i,n}}{2}\right. \right)\right]$$

$$= \left[ \frac{(\beta_{T,n})^{\alpha_{T,n} z^{-\alpha_{T,n}}}}{\Gamma(\alpha_{T,n}) \Gamma(\alpha_{n,i})} G_{1,2}^{2,1} \left(\beta_{n,i} \left| \frac{1 - \alpha_{n,i}}{z}, \frac{\nu_{i,n}}{2}, -\frac{\nu_{i,n}}{2}\right. \right)\right]^N,$$

(10)

where we assumed that the distance between each reflecting element $n \in \{1, ..., N\}$ is negligible, which implies that the fading parameters are equal for all $N$ channels. Hence, $\beta_{n,i} = \beta_{i}$, $\alpha_{n,i} = \alpha_{i}$, $\Gamma(\alpha_{T,n}) = \Gamma(\alpha_{n,i})$ (the couple "T.S" refers to Transmitter-to-Surface), and $\Gamma(\alpha_{T,n}) = \Gamma(\alpha_{n,i})$ (the couple "S, i" refers to Surface-to-receiver $i$).

Now, we substitute Eq. (10) in Eq. (7) to obtain the ergodic capacity at $i$ as follows:

$$\overline{C}_i = \frac{1}{\ln(2)} \int_0^\infty \frac{1}{z} \left(1 - \left[ \frac{(\beta_{T,n})^{\alpha_{T,n} z^{-\alpha_{T,n}}}}{\Gamma(\alpha_{T,n}) \Gamma(\alpha_{n,i})} G_{1,2}^{2,1} \left(\beta_{n,i} \left| \frac{1 - \alpha_{n,i}}{z}, \frac{\nu_{i,n}}{2}, -\frac{\nu_{i,n}}{2}\right. \right)\right]^N \right) e^{-nz} dz,$$

(11)

At this step, we derive the final expression of the average secrecy capacity $C_s$ by substituting Eq. (11) in Eq. (5), which is presented by Eq. (12) at the top of the next page.
Therefore, each hop: \( T \rightarrow to - R, R \rightarrow to - i \) has the PDF and cumulative distribution function (CDF):

\[
f_{\gamma_a}(\gamma) = \frac{\beta_{a} \gamma^{(a - 1)} \exp(-\beta_{a} \gamma)}{\Gamma(a)},
\]

\[
F_{\gamma_a}(\gamma) = P[\gamma_a \leq \gamma] = 1 - \frac{\Gamma(\alpha_a, \beta_{a} \gamma)}{\Gamma(\alpha_a)},
\]

where \( a \in \{1, 2, 3\} \). For the sake of derivation simplicity, we assume that \( \alpha_{a} \) is a positive integer. Accordingly, the CDF has the subsequent series expansion:

\[
F_{\gamma_a}(\gamma) = 1 - \sum_{j=0}^{\alpha_{a}-1} \frac{(\beta_{a} \gamma)^j}{j!} e^{-\beta_{a} \gamma}.
\]

After presenting the channel model, we are going to study the average secrecy capacity for DF and AFFG. For the sake of organization, and before starting the study of each type of relay, we will present the used formula to compute the ergodic capacity at the final receiving node. It could be derived after applying the integration by part on Eq. (4):

\[
\overline{C} = \frac{1}{\ln(2)} \int_{0}^{\infty} \overline{F}_{\gamma_{i}}(\gamma) d\gamma,
\]

where \( i \in \{L, E\} \), \( \overline{F}_{\gamma_{i}}(\cdot) \) is the complementary of the CDF.

B. Average Secrecy Capacity for DF Relay

The SNR at the node \( i \) using a DF relay is expressed as follows [17]:

\[
\gamma_{i,DF} = \min(\gamma_{1}, \gamma_{i}),
\]

where \( b \in \{2, 3\} \). To compute the ergodic capacity, we have to derive first \( \overline{F}_{\gamma_{i,DF}} \):

\[
\overline{F}_{\gamma_{i,DF}}(\gamma) = P[\min(\gamma_{1}, \gamma_{i}) > \gamma] = P[\gamma_{1} > \gamma]P[\gamma_{b} > \gamma] = \sum_{j=0}^{\alpha_{1}-1} \sum_{p=0}^{\alpha_{b}-1} \frac{\beta_{1}^{j} \beta_{b}^{j+p}}{j!p!} \gamma^{j+p} e^{-\gamma (\beta_{1} + \beta_{b})},
\]

where the equality passage \( \hat{=} \) assumes that \( \gamma_{1} \) and \( \gamma_{i} \) are considered to be i.i.d (Independent and identically distributed random variables). Then, we substitute Eq. (20) in Eq. (18) while performing the following transformation [18]:

\[
\frac{1}{1 + \gamma} = G_{1,1}^{1,1} \left( \gamma \bigg| 0 \right)
\]
Finally, by referring to the integral identity [16, Eq (7.813.1)], we obtain:

$$\overline{C}_{\gamma_{i}}^{DF}(\gamma) = \frac{1}{\ln(2)} \sum_{j=0}^{\alpha - 1} \sum_{p=0}^{\beta - 1} \frac{\beta^p \beta^p}{(\beta_i + \beta_p)^{(j+p+1)}}$$

$$\times G_{1,2}^{2,1} \left( \frac{1}{\beta_i + \beta_p}, -(j+p), 0 \right)$$

Therefore, we can derive the average capacity for DF relay by substituting Eq. (22) in Eq. (5). The expression is given by (23) at the top of the next page.

C. Average Secrecy Capacity for AFFG Relay

The SNR at the node $i$ using an AFFG relay is expressed as follows [19]–[21]:

$$\gamma_{i}^{AFF} = \frac{\gamma_{i} \gamma_{b}}{\gamma_{i} + \gamma_{b} + I} = \frac{\gamma_{i} \gamma_{b}}{\gamma_{i} + I + L},$$

where $l = \gamma_{i} + 1$. Therefore, the CDF is presented by:

$$F_{\gamma_{i}^{AFF}}(\gamma) = 1 - \sum_{j=0}^{\alpha - 1} \sum_{k=0}^{\beta - 1} \frac{\binom{(\beta_i - 1)}{j} \binom{(\beta_p - 1)}{k}}{\binom{(\alpha - 1)}{j} \binom{(\beta - 1)}{k}} e^{-\beta_1 \gamma}$$

$$\times \int_{0}^{\gamma_{b}^{(\alpha - k - 1)}} \exp \left( -\beta_{b} \gamma_{b} - \beta_{c} \gamma_{b} \right) d\gamma_{b}.$$ (25)

To compute the integral, we recall the identity [16, Eq (3.471.9)]. Hence, we obtain:

$$\mathbb{F}_{\gamma_{i}^{AFF}}(\gamma) = \sum_{j=0}^{\alpha - 1} \sum_{k=0}^{\beta - 1} \frac{\binom{(\beta_i - 1)}{j} \binom{(\beta_p - 1)}{k}}{\binom{(\alpha - 1)}{j} \binom{(\beta - 1)}{k}} e^{-\beta_1 \gamma}$$

$$\times 2 \frac{B_{\gamma_{i}^{(\alpha - k - 1)}}(2)}{\beta_{i}^{(\beta - 1)}} K_{u_{b}} \left( 2 \sqrt{\beta_{i}^{(\beta - 1)}}, 1 \right),$$ (26)

where $u_{b} = \alpha_{b} - k$. To facilitate the integral computation, we transform the following expressions into Fox-H function:

$$\frac{1}{1 + \gamma} = H_{0,1}^{1,1} \left( \gamma \left| \begin{array}{c} (0, 1) \\ (0, 1) \end{array} \right. \right); e^{-\beta_1 \gamma} = H_{1,0}^{1,1} \left( \beta_1, \gamma \right)$$ (27)

$$K_{u_{b}} \left( 2 \sqrt{\gamma_{b}^{(\beta - 1)}}, 1 \right) = \frac{B_{\gamma_{i}^{(\alpha - k - 1)}}(2)}{2 \beta_{i}^{(\beta - 1)}} \left( \gamma_{i}^{(\beta - 1)}, \frac{u_{b}}{2}, 1, \frac{-u_{b}}{2}, 1 \right).$$ (28)

In the next step, we substitute Eqs. (27) and (28) in Eq. (26), then into Eq. (18) and by using [22], [23] we obtain:

$$\overline{C}_{\gamma_{i}}^{AFF}(\gamma) = \frac{1}{\ln(2)} \sum_{j=0}^{\alpha - 1} \sum_{k=0}^{\beta - 1} \frac{\binom{(\beta_i - 1)}{j} \binom{(\beta_p - 1)}{k}}{\binom{(\alpha - 1)}{j} \binom{(\beta - 1)}{k}} e^{-\beta_1 \gamma}$$

$$\times H_{0,1,1,1,1,1,0.2}^{1,0,1.1,1,1,1,0.2} \left( \frac{1}{\beta_{i}}, \frac{\beta_{i}}{\beta_{i} + \beta_{p}}, \frac{\beta_{i} + \beta_{p}}{\beta_{i} + \beta_{p} + j}, 0, 0, 0, 0 \right)$$ (29)

where $H_{a_{1},a_{2},a_{3}}^{b_{1},b_{2},b_{3}}(\cdot, \cdot)$ is the bivariate Fox H function [24]. Therefore, the average secrecy capacity could be deduced by substituting Eq. (29) in Eq. (5), as expressed in Eq. (30) at the top of the next pages.

IV. Numerical Results and Discussions

We start our numerical results investigation by comparing the average secrecy capacity between IRS, DF, and AFFG for different values of transmitted power $P_S$. For the first scenario where we fixed the scale parameters at 2 for all hop-links, we remark that for the three system models, the secrecy outcomes are very close for $P_S < 4$ dB. For higher power, we notice that the secrecy capacity margins between the IRS and the two types of relays. For $P_S = 20$ dB, the average secrecy, for IRS, is 2 bps/Hz, which makes it double the output for the AFFG and more than 4 times the DF. This gap, decreases as the power increases, but the IRS still has better results. In the second scenario, we considered the availability of more line-of-sight by increasing the scale parameters to 3. Under this new assumption, we observe that the average secrecy provided by the IRS reaches its ceiling much faster than the relaying systems. Now, we will turn our attention to examine and explain the DF vs. AFFG behavior in the region II (see Fig. 4), where the AFFG provides better results than the DF. As we know in the literature, DF always beats AFFG in terms of ergodic capacity. However, in our study, we are comparing the average secrecy capacity and not the ergodic capacity. For more explanation, we can observe Fig. 4 which will describe this behavior with accurate calculation. The figure clearly illustrates that in terms of ergodic capacity, DF is better than AFFG. However, the average secrecy capacity has 2 different regions. In region I, DF has the higher performance. As an example, we choose $P_S = 24$ dB (refer to Table. 1). At this point, the average secrecy is 1.2 bps/Hz for DF while it is 0.9 bps/Hz for AFFG. After the point corresponding to $P_S = 33$ dB, DF still better in terms of ergodic capacity at $L$ and $E$, but the difference between those two receiving ends is 1.3 bps/Hz which is less than 1.9 bps/Hz for the AFFG.
\[
\mathcal{C}_S^{DF}(\gamma) = \frac{1}{\ln(2)} \left\{ \sum_{j=0}^{a_1-1} \sum_{p=0}^{a_e-1} \frac{\beta_1^j \beta_p^p}{j!p!} \left( \beta_1 + \beta_L \right)^{-(j+p+1)} G_{1,2}^{2,1} \left( \frac{1}{\beta_1 + \beta_L}, (j+p), 0 \right) \right\}
\]

\[
\mathcal{C}_S^{AFFG} = \frac{1}{\ln(2)} \left\{ \sum_{j=0}^{a_1-1} \sum_{k=0}^{a_e-1} \frac{\beta_1^j \beta_k^k}{j!k!} \Gamma(\alpha_L) \beta_1^{\alpha_L} \left( \frac{1}{\beta_R}, \beta_1^j \right) H_{1,1;1,1;0.2}^{1,0;1,1;1,2} \left( \frac{1}{\beta_R}, (0,1), \left( 0,1 \right) \left( \frac{u_L}{2}, 1 \right), \left( \frac{u_E}{2}, 1 \right) \right) \right\}
\]

**Fig. 4:** Explanation of Relay DF vs. Relay AFFG characteristics in Fig. 3, where the scale parameters = 2.

**Fig. 5:** Comparison of average secrecy capacity between IRS, DF, and AFFG relays with respect to the distance between the IRS/Relay to the eavesdropper E.

| Relay Capacity (bps/Hz) | 24 dB | 33 dB | 50 dB |
|-------------------------|-------|-------|-------|
| **DF**                  |       |       |       |
| Ergodic C. at L         | 3.5   | 6.3   | 11.8  |
| Ergodic C. at E         | 2.5   | 4.9   | 10.3  |
| Av. Secrecy Capacity    | 1.2   | 1.4   | 1.3   |
| **AFFG**                |       |       |       |
| Ergodic C. at L         | 1.1   | 3.1   | 8.4   |
| Ergodic C. at E         | 0.2   | 1.7   | 6.5   |
| Av. Secrecy Capacity    | 0.9   | 1.4   | 1.9   |

**TABLE I:** Selected points from Fig. 4.

Fig. 5 investigates and compares the performances of IRS, DF and AFFG relays for different IRS/Relay to eavesdropper distances. In the first scenario, when \( P_s = 10 \text{ dB} \), the secrecy capacity is null where the eavesdropper is less than 8 m, this is due to the fact that the eavesdropper is close to the IRS/Relay than the legitimate receiver (10 m). When the attacker starts to get farther away from IRS/Relay, the average secrecy starts to raise with a different rate for each system configuration. In other words, and as we can observe from the figure, we get a better result with the IRS than the DF and AFFG relays. We should note that the relay AFFG under the fixed parameters, is not qualified fit to protect the communication link to the very low average secrecy outcomes, as shown, in the zoom figure. When we double the source power to \( P_s = 20 \text{ dB} \), the system performance begins to evolve. If the attacker is 30 m away from IRS/Relay, we will achieve an average secrecy of 0.1 bps/Hz while using the AFFG. The DF relay provides 1.25 bps/Hz, which is much higher than the AFFG relay. On the other side, for the same amount of power and for 4 reflecting elements, the IRS achieves average secrecy of 3.3 bps/Hz, which is significantly higher than the two relaying models.

After comparing the IRS to the DF and AFFG relays, we deduce that it recommended to employ the IRS since it offers an acceptable secrecy rate and it outperforms the DF and AFFG relays. Now, we are going to focus on the IRS and study its performances by changing the number of reflecting elements \( N \) with respect to the distance from the source to the surface, as shown in Fig. 6. When the BS is very close to the
IRS, increasing the number of elements will not significantly improve the average secrecy capacity $C^{IRS}_{avg}$, especially when $N = 2$ elements. However, as the distance increases, the impact of $N$ becomes more pronounced. For small values of $N$ such as 2 and 8 elements, $C^{IRS}_{avg}$ decreases with higher rate than for $N = 32$ and 64 elements as the distance increases. Therefore, as we add more reflecting elements to the IRS, $C^{IRS}_{avg}$ becomes more robust and less sensitive to long distance. Moreover, if we suppose that QoS requires at least a 1.6 bps/Hz for a distance of 15 m and a fixed $P_s = 10$ dB, we remark that it is not feasible if the IRS has only 2 or 8 reflecting elements. On the other hand, the minimum required threshold is reached when $N = 32$ elements and more. Therefore, just by increasing $N$, we can improve the system security with a fixed source power.

V. CONCLUSION

In this paper, we studied the physical layer security in the wireless vehicular network. We investigated the average secrecy capacity for DF, AFDF relays, and the IRS under the presence of an eavesdropper. The results showed that the IRS provides higher security outcomes than both, the DF and the AFFG for all the studied scenarios: varying the distance between the attacker and the IRS/relay, changing the transmit source power from the BS, and the scales parameters of the Gamma-distributed channel of each hop.
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