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Abstract. The paper considers two main applications of stegosystems: as a digital watermark, for copyright protection, and as a method for secretly transmitting information through an acoustic environment. A stegosystem is studied theoretically and experimentally when information is transmitted over different distances in an acoustic medium in the presence of extraneous noise. Nowadays great attention is paid to the protection of intellectual property. Illegal distribution of media content, including copies of musical compositions, is widespread and reaches unprecedented proportions. Protecting audio files from unauthorized copying and using becomes increasingly important. Digital watermarks are a promising method for solving this problem. The purpose of the article is to develop an effective method for protecting audio files from illegal use by embedding a digital watermark (DW). After detection the illegal distribution of their product, the copyright holder will be able to track the presence of the digital watermark and apply to the court for damages.

1. Introduction

Hiding information is a general concept of embedding data in content. Steganography and digital watermarking are two important subsections of information hiding [12]. Steganography seeks ways to make communication invisible by hiding data in the message, while labeling arises from the need to protect content copyright.

Digital watermarks are an important copyright protection method for multimedia content. The purpose of watermarking systems is developing systems resistant to all possible deliberate attacks. Digital watermarks must also be resistant to any transformations such as channel filtering, noise and compression [1].
There are many methods for embedding additional information in audio: amplitude modulation, adding pseudo-random noise, using wideband signals, and others. This paper will consider a method based on echo embedding: single echo-hiding.

Adding echoes to music can make it sound more natural, like a real concert hall. With correctly designed amplitudes and delays (offsets), echoes are perceived as reverberation for the received audio signals and do not create uncomfortable noise [9]. Since preserving the quality of an audio file is one of the main concerns when embedding digital watermarks, methods based on embedding reverberation are promising.

The algorithm is implemented in the MATLAB environment, evaluated in terms of stealth, reliability and security. Both watermark embedding and key detection (delay time and echo amplitude) are performed. The influence of different parameters of the stegosystem on security and the probability of errors during data extraction are considered.

2. Embedding process

Figure 1 shows a way to create watermarks for audio. The data is embedded in the cover message by adding delayed signal copies [2-4]. The data is represented by single echoes with delays for each bit.

The host signal is divided into segments. Then each frame can be considered as an independent signal containing the desired bit [1,3,5]. N – number of bits to hide and L the length of the segments. Then L should be chosen so that \( N \cdot L \) does not exceed the length of the audio signal.

![Figure 1. Impulse response of echo kernels. (a) “One” kernel. (b) “Zero” kernel](image)

A watermarked signal consists of all independent segments [6,7]. Information is embedded in the signal by repeating the original signal with one of the two echoes, and extraction consists in detecting the distance between them.

A watermarked signal \( S_w(n) \) is generated by the convolutional between host signal \( S_0(h) \) and echo kernel \( h(n) \) [2,8,9]. This process can be shown as a filter with impulse response in MATLAB. A basic echo-hiding scheme applies a signal echo kernel (1):

\[
h(n) = \delta(n) + \alpha \delta(n - d),
\]

where \( \alpha \) – echo amplitude; \( \delta(n) \) – Dirac delta function; \( d \) – delay.

As shown in Figure 1, echo kernels are generated with different delays (d1 and d0) to represent «1» and «0». Usually allowed delays for 44.1 kHz sampled audio is about 100 ~ 150 samples (2.3 ~3.4 ms). Each bit interval can be represented as follow (2):

\[
\forall n=1,\ldots,N: \quad S_w(n)=S(n) \ast h(n), \quad b \in \{0,1\},
\]

where \( S(n) \) – host signal; \( n \) – number of bits; \( h(n) \) – impulse filter response; \( \ast \) – convolution; \( N \) – number of samples.
3. Extracting process
Direct Fourier transform is employed for frequency domain integration $S(n)$ and $h(n)$. Then the logarithm is performed for the linear representation [2,10]. The inverse Fourier transform is used to separate hidden message from the host signal. This scheme can be described as followed (3):

$$\hat{S}_w(n) = F^{-1}\{\log(F[S_w(n)])\},$$

where $F$ – direct Fourier transform; $F^{-1}$ – inverse Fourier transform

Hidden bit is determined by comparing $\hat{S}_w(d_0)$ and $\hat{S}_w(d_1)$ (4):

$$w_e(i) = \begin{cases} 
1, & \text{if } (d_1) \geq \hat{S}_w(n), \\
0, & \text{if } (d_1) < \hat{S}_w(n),
\end{cases}$$

where $w_e(i)$ – watermark bit.

4. Matlab implementation
For the experiment we used audio recordings with a sampling rate of 44.1 kHz, a duration of 30 s and a bit rate of 16 bits per second. The oscillogram of the original signal is shown in Figure 2.

In the MATLAB, the kernel is formed using the function (5):

$$h_0 = [\text{zeros}(d_0, 1); 1] \cdot \alpha$$

where $h_0$ – “zero” kernel, $d_0$ – delay for “zero” bit, $\alpha$ – echo amplitude.

Figure 4 shows a “zero” echo implemented in MATLAB using a filter (6):

$$k_1 = \text{filter}(h_0, 1, s),$$

where $h_0$ – “zero” kernel, $s$ – host signal, $k$ – “zero” echo.

Integrated with the host signal, a watermarked signal is shown in Figure 5.
The best results of extracting are observed with echo amplitude of 1.2. For musical compositions of the rock genre, the optimal reverberation time is short; the use of large amplitudes is undesirable. When listening to audio files with embedded echoes with an amplitude of more than 0.6, the composition turns out to be too boomy, the difference between the original track and the resulting one as a result of adding a digital watermark is clearly audible. The main task when adding a watermark is to preserve the quality of the audio recording. Therefore, the peculiarities of each musical genre should be taken into account.

High information capacity is one of the main requirements for an audio system (the possible length of a hidden message should be maximum).

Table 1 shows the results of an experimental study of the bit error probability depending on the amount of information inserted.

| Audio file | Number of bits | BER, % |
|------------|----------------|--------|
| Track 1    | 136            | 0      |
|            | 155            | 0      |
|            | 189            | 0      |
|            | 210            | 0      |
| Track 2    | 136            | 0      |
|            | 155            | 0      |
|            | 189            | 0      |
|            | 210            | 7.29   |
| Track 3    | 136            | 0      |
|            | 155            | 0      |
|            | 189            | 0      |
|            | 210            | 0      |
| Track 4    | 136            | 0      |
|            | 155            | 5.73   |
|            | 189            | 4.62   |
|            | 210            | 4.16   |

Table 2 presents the results of an experimental study of the bit error rate after adding 20 dB noise.
The results of an experimental study (Table 2) prove that this method cannot be used for transmission through an acoustic medium, since echoes introduced by multiple reflections are a significant source of interference.

It should be noted that the main requirement for watermarks is system reliability. Therefore, it is necessary to conduct a study on the stability of the system to such transformations as compression.

This method is quite resistant to compression attacks, despite the increase in the number of errors during extraction (Table 3).

### Table 2. Noise adding results.

| Audio file | Echo amplitude | BER, % |
|------------|----------------|--------|
| Track 1    | 0,6            | 42,4   |
|            | 1,2            | 41,3   |
|            | 1,4            | 51,1   |
| Track 2    | 0,6            | 52,7   |
|            | 1,2            | 47,3   |
|            | 1,4            | 39,7   |
| Track 3    | 0,6            | 51,1   |
|            | 1,2            | 49,5   |
|            | 1,4            | 49,4   |
| Track 4    | 0,6            | 40,7   |
|            | 1,2            | 40,8   |
|            | 1,4            | 41,3   |
| Track 5    | 0,6            | 50,5   |
|            | 1,2            | 39,7   |
|            | 1,4            | 40,2   |

### Table 3. Results after file compression.

| Audio file | Echo amplitude | BER, % |
|------------|----------------|--------|
| Track 1    | 0,6            | 3,52   |
|            | 1,2            | 1,64   |
|            | 1,4            | 14,34  |
| Track 2    | 0,6            | 4,64   |
|            | 1,2            | 1,43   |
|            | 1,4            | 0,69   |
| Track 3    | 0,6            | 14,45  |
|            | 1,2            | 3,24   |
|            | 1,4            | 2,94   |
| Track 4    | 0,6            | 8,64   |
|            | 1,2            | 9,35   |
|            | 1,4            | 25,3   |
| Track 5    | 0,6            | 14,9   |
|            | 1,2            | 11,33  |
|            | 1,4            | 3,53   |
| Track 6    | 0,6            | 33,07  |
|            | 1,2            | 35,32  |
|            | 1,4            | 31,13  |
| Track 7    | 0,6            | 14,62  |
|            | 1,2            | 10,19  |
|            | 1,4            | 12,13  |

5. Evaluation

Experiments have shown that the single echo embedding technique can be applied for protection audio files from unlicensed use. The error rate for digital watermark extraction is low, provided the optimal performance is used. The amount of embedded information per minute of audio recording is approximately 300 bits.
The basic method of embedding echoes is simple and quite reliable, but it has a number of disadvantages: poor security, visibility.

The weak security of the algorithm is explained by its simplicity: the delays \( d_0 \) and \( d_1 \) serve as the key to decoding information. By guessing these values, an attacker can easily extract the digital watermark.

By adding echoes of any amplitude, the difference between the original and modulated audio files is obvious to the listener. With the optimal fit, the 5-member control group noted an improvement in performance: adding depth and volume to the sound. However, to improve the robustness of the algorithm, high energy echoes increasing audible distortion are required.

It should also be noted that this method is not suitable for instruments with a short optimal reverberation time (such as a bass guitar), since even a small echo amplitude adds strong audible distortion.

6. Summary
In the work, the theoretical foundations of steganography, watermark algorithms for digital audio, as well as the features of systems based on the echo. The main problems and tasks of protecting audio files from unauthorized use and distribution by means of immersing a digital watermark are considered.

Experiments have confirmed the main disadvantage of the basic method - weak security. Since the received stegosignal is not resistant to extraction attacks, this method of echo embedding has limited application. The method of embedding single echoes also has advantages: reliability, simplicity, a good assessment of the audio file with a watermark by the listeners.

Experimental studies of the method have shown that with an optimal selection of stegosystem parameters, reverberation is perceived as an additional color. However, the echo information embedding did not go unnoticed by the control group of listeners, even when the reverberation amplitude was reduced to unacceptable from the point of view of reliability.

Modeling an audio signal with embedded hidden information using reverberation confirmed the prospects for the development of stegosystems based on adding echo signals and the possibility of using the methods considered in this work for copyright protection. Smart addition of a digital watermark can improve the quality of the original audio file.

The paper considers the effect of noise addition attacks. Since it was not possible to decode the message after adding noise, the transmission of an audio signal through an acoustic environment with external noise leads to the loss of embedded information. This makes it impossible to use a stegosystem based on an embedding of reverberation for the covert transmission of information.

In the future, it is planned to conduct a study of the OFDM-based stegosystem in order to obtain the best decoding characteristics when the signal passes through the acoustic environment.
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