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Abstract—In this article, the anti-jamming communication problem is investigated from a game-theoretic learning perspective. By exploring and analyzing intelligent anti-jamming communication, we present the characteristics of jammers and the requirements of an intelligent anti-jamming approach. Such approach is required of self-sensing, self-decision making, self-coordination, self-evaluation, and learning ability. Then, a game-theoretic learning anti-jamming (GTLAJ) paradigm is proposed, and its framework and challenges of GTLAJ are introduced. Moreover, through three cases, i.e., Stackelberg anti-jamming game, Markov anti-jamming game and hypergraph-based anti-jamming game, different anti-jamming game models and applications are discussed, and some future directions are presented.

I. INTRODUCTION

Due to the sharing and open nature, wireless communications are vulnerable to jamming attack, which has been a critical and major threat that captured growing attention in the past decade [1]-[4]. Various anti-jamming approaches have been proposed to cope with jamming attacks, which can be divided into five categories: confrontation, avoidance, elimination, hide, and deceive [5]. Many common anti-jamming countermeasures are adopted, such as frequency hopping spread spectrum (FHSS) and direct sequence spread spectrum (DSSS). However, traditional anti-jamming approaches are in low spectral efficiency, and sacrifice resource utilization efficiency for transmission reliability. Moreover, they employ fixed or preset patterns that lack of intelligent decision-making ability. Thus, it is of great importance to develop effective anti-jamming approaches to fight against jamming attacks, especially for scenarios with limited resources and intelligent jammers.

With the rapid development of cognitive radio and artificial intelligence technology, the anti-jamming problem has been endowed with new content. On the one hand, jamming attacks can utilize these emerging technologies to produce more complex and effective jamming patterns. On the other hand, these new technologies also provide new ideas to improve the anti-jamming ability for wireless communication systems. Thus, it is a trend to learn from cognitive radio and artificial intelligence technologies. In particular, the game-theoretic learning method is an extremely promising technology, since it has the following advantages in anti-jamming field:

• A jammer aims to intentionally disrupt the transmission of legitimate users, making their communication ability reduced or lost. However, legitimate users pursue eliminating the impacts of various jamming attacks as much as possible to achieve reliable information transmission. Due to the natural confrontation characteristic, there are interactions between legitimate users and jammers. Game theory stands out as a well-developed tool to formulate the mutual interactions among players, and it can adequately formulate and analyze interactions between legitimate users and jammers [4]-[12].
• It is difficult to obtain accurate information of the opponents for both legitimate users and jammers. Moreover, the jamming environment is dynamic because of the jamming activities and time-varying electromagnetic environment. Thus, the anti-jamming problem needs to deal with dynamic and incomplete (DI) information constraints. Learning is an effective method that can cope with the DI information constraints through trial and error interaction with the jamming environment [9].

Game theory has provided insights to improve anti-jamming performance. In [6], an anti-jamming game was formulated, and a coordination-learning approach was proposed. In [7], a bimatrix game was employed to analyze and model the interaction between the legitimate link and the jammer. In [8], a Stackelberg power game with observation errors was investigated. In [9]- [12], the authors investigated some preliminary exploration on game-theoretic learning anti-jamming approach. These existing works are summarized in Table I.

Motivated by the above, we propose a new anti-jamming paradigm called game-theoretic learning anti-jamming (GTLAJ) communication, which integrates game theory into solving the anti-jamming problem. Note that the GTLAJ is a new paradigm to design effective anti-jamming communication approaches. The main contributions of this article are:

• A framework of intelligent anti-jamming communication is introduced. Then, characteristics of jammers and requirements of such intelligent anti-jamming communication approach are analyzed and outlined.
• A game-theoretic learning anti-jamming paradigm is proposed, and different anti-jamming games are analyzed.
• Three cases, i.e., Stackelberg anti-jamming game, Markov anti-jamming game, and hypergraph-based anti-jamming game, are given, and future directions are illustrated.

II. REQUIREMENTS AND SUMMARY OF INTELLIGENT ANTI-JAMMING COMMUNICATION

To achieve reliable transmission in the increasingly complex and harsh electromagnetic environment, the intelligent anti-jamming communication technology is promising. A compositional architecture of an intelligent anti-jamming communication system is shown in Fig.1. Similar to a cognitive dynamic system [14], an intelligent system should have five distinctive characteristics: perception-action cycle (PAC), memory,
### TABLE I
SUMMARY OF GAME THEORY-BASED ANTI-JAMMING APPROACHES.

| Ref | Models                          | Techniques                           | Situations                        | Advantages                                           |
|-----|--------------------------------|--------------------------------------|-----------------------------------|------------------------------------------------------|
| [6] | Correlated equilibrium game    | Coordination-learning                 | Interference and jamming           | Taking jamming signals as coordination signals.      |
| [7] | Bimatrix game                  | Linear programs                       | Jamming                           | Describing confrontation relationship.               |
| [8], [9] | Stackelberg game                | Convex optimization; Hierarchical learning | Jamming [8]; Interference and jamming [9] | Capturing hierarchical behaviors; Analyzing competitive interactions at different levels. |
| [10] | Hypergraph game                 | Stochastic learning                   | Interference and jamming           | Capturing accurate interference relationship.       |
| [11] | Markov game                     | Multi-agent Q-learning                | Interference and jamming           | Describing the dynamic characteristic of jamming environment. |

---

**Fig. 1. The compositional architecture of an intelligent anti-jamming communication system.**

---

attention, intelligence, and language. The PAC begins with the observation of the radio environment. Then, legitimate user acts according to the feedback information. Given a radio environment, memory means storage and updating of acquired knowledge, which is essential to learn from the jamming environment. Attention is another mechanism, which determines the priority of available resources allocation. Different priorities indicate different degrees of importance, and high priority users need to be satisfied first. Intelligence is the most important property that based on PAC, attention, and memory. According to a large amount of feedback information, it promotes the intelligence level of the system, and then makes intelligent decision. Similar to the role in human brain, language is an important tool to connect different parts of a single intelligent system or among multiple intelligent systems.

Inspired by the PAC in cognition cycle, in this article, we focus on the PAC in anti-jamming communication cycle, which plays a significant role in an intelligent anti-jamming system. PAC observes and evaluates the jamming environment, and acts according to the collected perception information.

**A. Discussion of the characteristics of jammers**

With the improvement of jamming intelligence level, wireless communication is facing increasingly complex and harsh electromagnetic environment. According to the analysis in [4], an intelligent jammer is of sensing ability, learning ability, and reconfigurability. It should be noted that ordinary jamming pattern can be regarded as a special case of intelligent jammer.

By sensing, it observes or measures the radio environment, and obtains historical knowledge. Based on sensing results, the learning ability means that the jammer mines the communication rule to release more effective jamming patterns. The reconfigurability represents that the jammer can reconfigure its jamming pattern, which can make it more flexible. Moreover, with increasing demands of wireless services, the number of wireless devices increases rapidly. Accordingly, the spectrum resources become very rare, and the corresponding inter-user mutual interference becomes serious. The anti-jamming communication is faced with intense external confrontation and severe internal conflict. Therefore, there is a complex constitution that inter-user mutual interference and external malicious jamming will coexist in the new jamming environment. In addition, the mutual interference problem will become more prominent in dense wireless networks. In this article, the mutual interference refers to co-channel interference.

**B. The requirements of intelligent anti-jamming approaches**

Generally speaking, the development of anti-jamming communication technologies has gone through three stages: fixed spectrum anti-jamming, adaptive spectrum anti-jamming, and...
intelligent anti-jamming. The fixed spectrum anti-jamming approach means that the spectrum resources do not change according to the external jamming environment, but depends on the anti-jamming ability of the technology itself, such as DSSS and FHSS. As a contrast, adaptive anti-jamming approach is able to sense the external jamming environment and adjust some communication parameters in quasi-real time according to the jamming activities, such as adaptive FHSS, and adaptive DSSS. Intelligent anti-jamming is an inevitable trend of anti-jamming technology. It can recognize and learn the external jamming environment, and make decisions autonomously. For an intelligent anti-jamming system, it should meet the following requirements.

**Effective resource utilization:** The spread-spectrum-based anti-jamming technologies are common, and widely used in military and civil communication systems. They improve the anti-jamming performance at the cost of spectrum resource utilization efficiency, making the contradiction between anti-jamming performance and spectrum resource scarcity increasingly acute. It is an important criterion of anti-jamming design to obtain better anti-jamming performance with minimum resource cost. Thus, it is necessary to develop optimal resource allocation based anti-jamming schemes to cope with the complicated electromagnetic environment, as such higher resource utilization efficiency can be expected.

**Dynamic spectrum anti-jamming:** To deal with the dynamic characteristic of the jamming environment, it is necessary to consider the dynamic mechanism and weakness of jammers. Based on the idea of dynamic spectrum access in cognitive radio, the dynamic strategy is adopted to resist and avoid jamming attacks. Different from traditional fixed or preset anti-jamming patterns, it aims to flexibly utilize spectrum resources, and can adapt to varying spectrum environment. Moreover, it is more difficult for jamming attacks to master the communication rule.

**Collaborative anti-jamming:** To enhance the anti-jamming performance, it is necessary to deeply explore a multi-level collaborative mode and design a collaborative anti-jamming paradigm, such as information exchange, local interaction and jamming utilization. Based on collaboration mechanism, it can realize the transformation of anti-jamming ideas from independent countermeasures to collaborative countermeasures. In [1], the information exchange among users is adopted. In [10], local interaction is employed, and each user considers the impact on neighbor users. In [6], jamming signals are regarded as coordination signals to guide anti-jamming spectrum access.

**Anti-intelligent jamming:** With the high integration of artificial intelligence technology and communication jamming technology, intelligent jamming attacks become serious threats that deteriorate information transmission. As jamming environment becomes more dynamic, and the jamming rule is more difficult to mine. Anti-intelligent jamming problem becomes important in anti-jamming field, and will be an inevitable trend of intelligent anti-intelligent jamming attacks.

C. The capability elements of intelligent anti-jamming approaches

Based on the PAC, an intelligent anti-jamming system should be equipped with the following abilities.

**Self-sensing ability:** It is the base for an intelligent anti-jamming system that aims to autonomously observe the jamming environment and detect jammers’ activities.

**Self-decision making ability:** It is the core of an intelligent anti-jamming system. Based on sensing results, it autonomously makes decision and obtains the desirable anti-jamming strategies.

**Self-coordination ability:** With the increasing of wireless devices, mutual interference becomes a serious problem. Thus, it is necessary to coordinate different users for interference mitigation. Moreover, the multi-level collaboration mode, i.e., information exchange, local interaction, and relay enhancement, can be employed to improve the anti-jamming ability.

**Self-evaluation ability:** To estimate the effectiveness of anti-jamming approaches, anti-jamming evaluation is indispensable. Through online real-time evaluation, the effectiveness of anti-jamming approaches can be measured, and anti-jamming schemes can be adjusted according to the evaluation in real-time to further improve the anti-jamming performance.

**Learning ability:** Learning is the critical ability of an intelligent anti-jamming system that aims to acquire experiences, mines jamming rules, and accumulates historical knowledge. The higher goal is to predict jamming rules and discover jamming knowledge according to the historical information.

III. GAME-THEORETIC LEARNING ANTI-JAMMING COMMUNICATIONS: FRAMEWORK AND CHALLENGES

A. Discussion of framework

A framework of GTLAJ is designed and illustrated in Fig. 2, and it mainly includes two parts: anti-jamming game formulation, and design of anti-jamming learning algorithms.

**Anti-jamming game formulation:** The anti-jamming game model focuses on theoretical analysis and provides a theoretical framework for analyzing anti-jamming problem. In the anti-jamming field, many game models can be employed, such as Stackelberg game, graphical game, and Markov game. A suitable game model can be selected according to specific anti-jamming scenarios: Stackelberg game can model the sequential interactions between legitimate users and jammers; Markov game is a suitable tool to characterize the dynamic activities of jammers; the graphical/hypergraphical game can accurately model the mutual interference among legitimate users.

According to whether the jammer is a game player or not, anti-jamming game models can be divided into two types.

**Jammer as a player:** Stackelberg game is a suitable tool to analyze and model the anti-jamming problem when the jammer acts as a player [9]. A Stackelberg anti-jamming game is an ideal game framework that includes two types of players with different attributes, namely, jammers and legitimate users. They are both game players that aim to optimize their own utility functions. The game can capture the sequential interactions between legitimate users and jammers. Moreover, it can not only characterize the adversarial relationship between
legitimate users and jammers, but also describe the competitive behavior among legitimate users.

**Jammer as environment:** From the perspective of engineering implementation, it is difficult to obtain accurate jammer information in some scenarios, in which jammers are often regarded as part of the environment. As an important game model, Markov game stands out to formulate the anti-jamming problem that can describe the dynamic characteristics of jammers in [11]. There are also other game models that can be employed in the anti-jamming problem. For example, in [15], graphical game can be adopted to characterize the mutual interference among users. Furthermore, to represent the mutual interference more accurately, hypergraph game is adopted, which can simultaneously capture both strong interference relationship and cumulative weak interference relationship in [10], especially in ultra-dense networks.

In an anti-jamming game model, it first needs to characterize two kinds of relationship: one is the adversarial relationship between jammers and legitimate users, and the other is the mutual interference relationship among users. Second, it is necessary to formulate an anti-jamming game that is generally non-cooperative. Game models pursue steady solutions, while people usually want to get the optimal solutions in practical scenarios. Unfortunately, steady solutions are usually not the optimal ones. Therefore, the first and core problem is how to make these steady solutions equal or close to the optimal ones in the anti-jamming game formulation. It should be noted that the properties of anti-jamming game models are closely related to the utility function, which determines the performance of game models.

**Design of anti-jamming learning algorithms:** Learning algorithms are dedicated to designing effective anti-jamming algorithms, and can converge to a stable solution (i.e., Nash equilibrium, NE) with good performance. To acquire solutions of an anti-jamming game, learning algorithms need to be designed to attain desirable anti-jamming strategies through some behavior updating rules [13]. Some learning algorithms, such as spatial adaptive play, multi-agent learning, and stochastic learning automata, have been presented in existing works. It should be noted that proving the validity and existence of game solutions is important, though direct proof is difficult. The usual way is to prove the formulated anti-jamming game as a specific type of game, and then guarantee the existence and effectiveness of the solution according to the properties of the specific game model. For example, when the formulated game is an exact potential game, it means that it has at least one pure strategy NE, and global or local optimal solution of the potential function is a pure strategy NE. Therefore, the important problem is how to design the potential function so that the objective function of the problem is linearly related to the potential function.

**B. Discussion of technical challenges**

Although GTLAJ has many advantages, there are still some technical challenges. In this section, we summarize the main challenges from the perspective of network characteristic.

**High dynamic:** Due to the time-varying electromagnetic spectrum environment, being dynamic is its inherent attribute in wireless networks, and the channel state may change from time to time. Moreover, the dynamic can be greatly significant considering the dynamic characteristics of jammers, such as jamming channel, jamming power, and jamming pattern. In addition, the dynamic characteristics of the wireless network itself should be considered, such as traffic demands and network topology relationship.

**Strong confrontation:** Confrontation is the most important feature due to the adversarial and non-cooperative relationship between legitimate users and jammers. Legitimate users aim to achieve reliable transmission, while jammers aim to disrupt such communication. Besides, such confrontation becomes more intense as the intelligent level of jammers improves.

**Ultra density:** Various wireless devices are deployed in some wireless networks, and both mutual interference among users and malicious jamming should be considered. The malicious jamming is the most immediate threat that deteriorates the transmission of legitimate users on the one hand, and on the other hand, the mutual interference is an important factor that restricts the system performance. This will be increasingly prominent in ultra-dense wireless networks, such as small cell networks and unmanned aerial vehicles networks. In addition, it should be noted that there are not only many strong interference relations, but also many weak interference relations in ultra-dense networks.

**IV. Case studies**

**A. Stackelberg anti-jamming game**

Stackelberg game is an extension of the non-cooperative game, and contains two types of game players, the leaders and the followers. The leaders take actions first, and the followers play their strategies according to the leaders’ announced strategies. In a Stackelberg anti-jamming game, it has two types of players, namely, malicious jammers and legitimate...
In this game, both legitimate users and jammers have their own utility functions, and aim to maximize their own utility functions. The Stackelberg anti-jamming game has two advantages in the anti-jamming field. First, it can model and analyze the common hierarchical behaviors between legitimate users and jammers in an anti-jamming problem. For example, legitimate users need to detect the jammers’ activities in some scenarios. Moreover, intelligent jammers can learn legitimate users’ actions. Second, the Stackelberg game can characterize the competitive interactions at different levels. The competition exists between leader players and follower players, that is, between legitimate users and jammers. Besides, there are also mutual competitions among legitimate users at the same level.

In [9], there are N legitimate users and one jammer in a system, and a Stackelberg anti-jamming game with one leader and multiple followers is investigated. Specifically, the jammer is the leader, and the legitimate users are followers. Then, to obtain the desirable anti-jamming strategies, a hierarchical learning framework is formulated, and a hierarchical learning algorithm is designed. For comparison, four methods are considered: the proposed algorithm, the best NE, the worst NE, and the random selection method. For the best and the worst NE, the best response algorithm is employed. 200 independent trials are simulated, and then the best one and the worst one are respectively taken. As can be known from Fig. 3, the best and the worst NE are respectively the upper and lower bounds of the proposed algorithm. Compared with the random selection approach, the proposed algorithm has a higher expected achievable rate. The reason is that each legitimate user randomly chooses one channel in each time slot for random selection approach, and the proposed algorithm can converge to a desirable anti-jamming strategy. In addition, the expected achievable rate increases with lower jamming power J.

B. Markov anti-jamming game

Markov game is an extension of the Markov decision problem with many agents. This game has many advantages. First, the jamming activities are usually dynamic, and the Markov game can describe the dynamic characteristics of a jamming environment, which provides a mathematical framework for decision optimization in dynamic scenarios. Second, Markov game can represent the relationship among players, and describe collaboration and competition among players according to their utility functions. Moreover, the multi-agent reinforcement learning approach is a suitable tool to obtain desirable anti-jamming strategies through “action-feedback-action” approach, in which each legitimate user acts as an agent.

In [11], a Markov anti-jamming channel selection game is formulated. Then, a collaborative multi-agent reinforcement learning anti-jamming algorithm is proposed. The coordination among users is considered through information exchange (e.g., Q table), which can be realized by a common control channel. Based on collaborative learning, it can simultaneously tackle the jamming and mutual interference among legitimate users. Fig. 4 shows the performance comparison of the average rate in sweep jamming and comb jamming scenarios. Compared with the sensing-based method, the independent Q-learning and the random selection method, the proposed algorithm has the highest average rate in the sweep jamming scenario. The reason is that each legitimate user independently employs a standard Q-learning for the independent Q-learning method, without considering the coordination; for the sensing-based method, it makes the channel selection depends only on sensing results; in random selection scheme, each legitimate user randomly chooses a channel, and it lacks of learning ability and collaboration mechanism. Moreover, the proposed algorithm also has good performance in the comb jamming scenario.

C. Hypergraph-based anti-jamming game

In ultra-dense wireless networks, anti-jamming defense is more challenging, and mutual interference becomes very prominent. First, the strong interference relationship between
two neighboring legitimate users needs to be considered. Second, there is also some accumulative weak interference relationship that may be equivalent to a strong one when the accumulative weak interference from multiple users reaches a certain threshold. However, only the strong interference relationship is considered in traditional graph model. Similar to [10], the strong interference relationship is represented by lines, while the weak accumulative interference relationship is denoted by circles. The lines and circles together form hyperedges. A strong interference relationship occurs between two neighboring legitimate users when they choose the same channel, while a weak accumulative interference relationship is generated among three or more legitimate users. Specifically, only when three or more legitimate users employ the same channel simultaneously, a weak accumulative interference relationship can be generated. Otherwise, there won’t be an interference relationship in an accumulative interference relationship hyperedge. For a hypergraph-based anti-jamming game, it has two advantages. First, it can accurately describe the interference relationship among legitimate users, considering both the strong and accumulative weak interference relationships. Second, the anti-jamming problem can be formulated as a hypergraph game, and transformed into a generalized interference and jamming minimization problem.

In [10], a system with N users and K jammers is considered, and the number of available channels is M. Then, a hypergraph-based anti-jamming game is formulated, and an anti-jamming channel selection algorithm is proposed to achieve the desirable anti-jamming strategies. In the proposed algorithm, each user updates its strategies according to the learning rule based on stochastic learning automata, and a common control channel is needed to realize the information exchange. Fig 5 shows the performance comparison of the expected normalized network capacity. To evaluate the performance of the proposed algorithm, the performance of the graph-based method, and the random selection method are presented for comparison. It shows that the performance of the proposed hypergraph-based algorithm is the best. Besides, the performance improvement is more significant with the increases of hyperedges for the weak accumulative interference (HWI) relationship when the hyperedges of strong interference relationship is fixed. The reason is that the graph-based method ignores the weak accumulative interference relationship, and the random selection scheme is an instinctive method. In addition, growing channels results in the increase of expected normalized network capacity. The reason is that the more the channels, the more available resources for the users, leading to less mutual interference among users. It is also noted that the expected normalized network capacity decrease with lower active probability p. The reason is that active probability means a user competes for channels with certain probability, that is to say, a user is active with probability p, and the lower active probability brings less user communication.

V. FUTURE RESEARCH DIRECTIONS

Although the GTLAJ approaches attained much attention in the past years, there are still many problems to be discussed. The reason is that the law of jammers’ actions can be learned so that jamming behaviors can be avoided in advance. Thus, the improvement from passive anti-jamming to active anti-jamming can be realized.

- **Jamming prediction:** Although jammers’ activities are dynamic, the jamming spectrum information may have some correlations at different time slots. According to the observed historical information of jammers, useful jamming knowledge and jamming rules can be mined. Then, based on the machine learning method (i.e., long-term-memory), the law of jammers’ actions can be learned so that jamming behaviors can be avoided in advance. Thus, the improvement from passive anti-jamming to active anti-jamming can be realized.

- **Integrated design of jamming attack and anti-jamming:** It is necessary to design the integration of attack and defense. On the one hand, it is essential to ensure communication reliability, and on the other hand, the offensive capability is also required. By utilizing offense capability to suppress opponent transmissions, one user may gain advantages in information transmission by exerting jamming on opponent users. If the opponent user is attacked, it releases the jammed channel due to the friendly jammer, which may be helpful to strive for more channel resources for the users.

- **Knowledge transfer:** In an unknown jamming environment, learning technology is important to obtain desirable anti-jamming strategies through continuous trial-and-error interactions. To speed up the convergence speed of learning algorithm, knowledge transfer (i.e., hotboosting technique) is important. When encountering unknown jamming environment, the similarity analysis can be carried out first, and the acquired experiences can be transferred to the new scene. Therefore, it realizes the accumulation of jamming experiences and improves the speed of learning.

- **Jamming location:** Jamming location is helpful to obtain accurate jamming information, and facilitates the anti-jamming method design. To obtain effective anti-jamming strategies, it is necessary to estimate jamming parameters, such as jamming power, and jamming channel gain. The inaccurate estimation is a main challenge in jammer
localization due to the confrontation and non-cooperative relationships between legitimate users and jammers. In the process of designing anti-jamming approaches, jamming localization-assisted anti-jamming methods may effectively improve the anti-jamming performance.

VI. Conclusions

In this article, the game-theoretic learning anti-jamming (GTLAJ), a new paradigm for intelligent anti-jamming communication, was investigated. First,ammers’ characteristics, requirements and capability elements of intelligent anti-jamming approaches were presented. Then, the framework and challenges for GTLAJ were introduced, and different anti-jamming game models were analyzed. Finally, three cases were studied, and future research directions were discussed.
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