Secured data storage in the cloud using logical Pk-Anonymization with Map Reduce methods and key generation in cloud computing
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ABSTRACT
The significant security assessment is rising because the vast amount of data can be renewed continuously in the cloud. Cloud information is clustered and refreshed productively using a progressive clustering procedure over the data. To verify the security of a user’s connection to the cloud, the development of information to the servers could be used. Thus, the trustworthiness of the information plays a vital role in determining the authority of the information. Map Reduce is used to deal with enormous volumes of information, and informational indexes are circulated on the cloud. A parallel information preparation structure is then received, allowing for the collection of current information that joins over time. Information anonymization methods are then used to achieve security and high information utility when an update occurs, resulting in less data loss and refresh time over time.
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1. Introduction
Cloud computing is one of the significant new eras in the information advancement world. On account of its compositional structure and qualities (Flexibility/Elasticity, Scalability of the structure, number of systems included, Reliability and Sustainability), numerous advantages, including security advantages, consolidated division of data, and high availability [1]. The new thoughts exhibited by the Clouds, such as estimation likelihood, resource sharing, and data warehousing expand the security and insurance levels and can be prepared to confront new security challenges [2].

Cloud computing causes cloud users to give organizations at decreased costs. Security is considered the most critical limit for using cloud organizations. While a segment of the security concerns is not new, they are accessible in existing models, such as server break, loss of data, and secured key constraints [3]. As indicated by the National Institute of Standards and Technology cloud is portrayed as it is a stage that should be solid for verifying the data [4]. Information misuse makes a more substantial impact in the cloud. Cloud gives trademark points of interest, yet associations need to pick in perspective on expense cooperatively [5,6].

Cloud computing can help reduce costs, increase business readiness and empower to concentrate on ventures with an exceptional result on speculation. Nowadays digital misconduct is the worst risk to the general public [7]. It is independent of time, space, position, belief, country, urban or regional, rich or poor and capable or uneducated. Security remains the main limit in selecting Cloud computing for organizations and government offices [8]. Security and protection concerns are a huge obstacle, anticipating the broad selection of the public cloud over the business [9].

By and large, a cloud framework comprises fundamental server groups, the primary server groups are connected with one another. Every principle server group has n number of sub-datacentres and sub-datacentres are interconnected [10]. The sub-datacentres may have another arrangement of sub-datacentres, or it is logically associated with the users. The sample cloud topology is depicted in Figure 1.

Moving large amounts of data to the cloud is convenient for users since it alleviates the stress of managing infrastructure and data on-premises. Data as a service, platform as a service, and infrastructure as a
service are all examples of cloud computing services. This service also provides clients with a low-cost, scalable, secure, and dependable environment. There are internal and external dangers to data integrity in the cloud, even though it is more powerful and trustworthy than a personal computer system.

Map Reduce is a programming model for handling enormous informational indexes with a parallel correspondence calculation on a group [11]. A Map Reduce program is made out of a Map() technique that performs sifting and arranging, such as arranging understudies by the first name into lines. One line for each name and a Reduce() strategy that plays out a rundown activity, including the number of understudies in each line, resulting in name frequencies [12]. The Map Reduce System organizes by assembling the circulated servers, running the different assignments in parallel, dealing with all interchanges and information moves between different pieces of the framework, accommodating repetition and adaptation to non-critical failure, and generally the executives of the entire procedure [8].

Map Reduce can be applied to essentially more enormous datasets than product servers can deal. A huge server can utilize Map Reduce to sort a petabyte (thousand terabytes) of information in just a couple of hours [13]. The parallelism also offers some plausibility of recouping from halfway regression of servers or capacity during the activity [14]. On the off chance that one mapper or reducer falls flat, the work can be rescheduled – accepting the information is as yet accessible [15]. The workflow of the map and reducer is illustrated in Figure 2.

PK-Anonymity posts randomization strategy (PRAM) and control accurate exposure. PRAM fulfills PK-Algorithm in a controlled manner. One can control the PRAM’s parameter so that PK is fulfilled [16]. PK properties are probabilistically randomized and, after that, rebuilt. So, it gives increasingly exact measurement and all the more dependably provides security for the data in the cloud [17]. In the PK method, nobody can animate which individual record originated from which more than l/k probability [18].

1.1. Attacks in cloud computing

As the world is moving towards cloud computing, it becomes increasingly advanced and error-free. A portion of the potential assaults on cloud computing is given next.

1.1.1. Denial of Service (DoS)

In the DoS assault, an aggressor over-burdens the objective cloud framework with administration demands, so it quits reacting to any new requests and consequently made all resources inaccessible to its clients. DOS assaults are of numerous kinds.

- Attackers can over-burden the objective with an enormous measure of unwanted information that reduces the system’s transmission capacity and resources.
- Attackers can utilize space of different systems’ administration conventions to over-burden target resources.
- Attackers can make HTTP demand in huge sum with the goal that the server cannot handle it.

For limiting DoS attack, we can group traffic based on approval, so we can double the traffic that is distinguished as unapproved and permit traffic that is recognized as approved. For this, firewalls can be utilized to allow or deny traffic based on getting to conventions, ports or IP addresses.
1.1.2. Injection attack
In an injection attack, an attacker attempts to infuse malevolent help or virtual machine into the cloud. In this kind of assault, the assailant makes its own noxious help execution module or virtual machine and attempts to add it to the Cloud framework.

In the cloud computing framework, applications kept running by the client are considered with high proficiency and trustworthiness. So to keep the cloud free from injection assault, we can join the trustworthiness with equipment or utilize equipment for trust in light of the fact that it is hard to interrupt in the IaaS level for an aggressor.

1.1.3. Validation attacks
Validation/Authentication is a powerless point in cloud computing administrations, in which an aggressor often focuses. Today, most of the administrations still utilize a basic username and secret phrase sort of information-based confirmation. Yet, some special cases are monetary establishments that are utilizing different types of auxiliary verification, which make it increasingly hard for famous phishing attacks. Some validation assaults are

- Brute Force Attack
- Dictionary Attack
- Shoulder Surfing
- Replay Attacks
- Phishing Attacks
- Key Loggers

1.1.4. Man-in-the-middle attack
Here, the assailant captures messages in a public key exchange method and afterwards retransmits them, substituting his very own public key for the mentioned one. So, the two unique gatherings still have all the earmarks of being speaking with one another.

2. Literature survey
Wang et al. [1] proposed a K-Anonymity model to keep away from connecting attacks. Yet it can’t deal with foundation information attack and homogeneity attacks, which are brought about by the missing trust selection in the database. Along these lines, a new approach is required to keep them away from both attacks.

Halabi et al. [2] surveyed the difficulties for the proactive attack identification in Cloud computing conditions. The long haul potential advantages of the Cloud computing condition were the decrease of expenses and the improvement of the business results. To make Cloud computing increasingly striking, the user needs to address the assortment of security dangers. In this overview, the comprehensive audit on Cloud computing was done.

Zhang et al. [4] proposed the k-Anonymity model, considering that an information owner needs to share a gathering of individual explicit information without uncovering the character of a person. This objective is accomplished by information speculation and concealment strategy to ensure the classified data and the re-identification attacks are analyzed.

Siadat et al. [6] discussed the security issues for Cloud computing and exhibited the system for a secure cloud on two of the three layers. The two layers centred were the capacity and the information layer. In this work, a protected combined question handling plan with the guide decrease and the Hadoop device. The XACML
execution was likewise discussed for the Cloud computing condition, in which the manufactures confide in applications.

Luna et al. [8] studied different dangers and attacks on the cloud and overviewed the security issues identified with Cloud computing. Cloud computing was viewed as the promising answer for getting to and utilizing the resources over the Internet. The incredible handling and capacity resources were given on request to lessen the expense and build the effectiveness of Cloud computing.

Arvind et al. [9] proposed a technique that presents a lot of calculations for delivering negligible full-space speculations and shows that these calculations perform up to a request for size quicker than past calculations on two genuine databases. Wang et al. [10] proposed another multidimensional model that gives an extra level of adaptability not found in single-dimensional methodologies.

Sinha et al. [11] discussed the security dangers and assurance of the resources in Cloud computing. The means to decrease the security issues and the worries in Cloud computing were likewise discussed. In this study, the advantages/qualities, shortcomings and application regions are likewise examined. The cloud arrangement in an undertaking framework has a portion of the significant security issues. The undertaking required the correct arranging and comprehension of the rising dangers, vulnerabilities and potential countermeasures.

Kim et al. [12] reviewed the related security issues in developing a single cloud to multi-mists. They centered on the advancement of the multi-cloud used to decrease the security dangers. The exchange is about the security conventions such as Byzantine Protocols and DepSky System for multi-cloud conditions. The support of innumerable users caused the administration accessibility level corruption. They examined different research works identified with the multi-cloud use procedure to decrease security dangers.

Hasan et al. [13] built up a protection-saving open reviewing framework for information security. They planned the recreation by thinking about the single user. They used the open key-based homomorphism authenticator and remarkably coordinate it with an irregular cover method and a programmed blocker.

Nakagawa et al. [14] proposed a safe Cloud storage framework that supports open examining for protecting the security of the users information. An outside reviewer was empowered to review the re-appropriated information of the user without learning the information content. The TPA was empowered to perform concurrent inspections of the different users effectively. The Homomorphic Linear Authenticator (HLA) and arbitrary veiling were utilized to ensure that the TPA is not familiar with any information stored on the cloud server during the reviewing procedure.

Kumar et al. [15] depicted a system rang base quest for finding the best anonymization. When the value of $k$ is small, this procedure works altogether well. They demonstrated the practicability through analyses on genuine evaluation information for this methodology. To locate the ideal answer for small $k$ estimates rapidly, the base up Approach works productively, and when $k$ builds, the running time of a speculation plan increases.

The proposed a model isolates the key administration from the cloud supplier, facilitating the information, arranging partition. The key isolation secures the cloud supplier and customer from clashes once constrained to deliver information because of a legitimate order. Last and most noteworthy is personality and accesses the section, which consolidates character provisioning/non-provisioning, validation, organization, approval, and client profile.

Stergiou et al. [16] clarified that the cloud stage still accompanies each inner and outer security and protection danger, just as media disappointments, programming bugs, malware, executive blunders and pernicious insiders. As individuals and endeavours make a great deal of extra information that must be hung on and utilized, such as messages, individually secured records, symbol collections, charge archives, money-related exchanges, etc. They propelled to re-appropriate their convoluted local information in the board frameworks to the cloud because of its more prominent adaptability and cost-proficiency.

Zaaba et al. [17] managed security issues in SaaS are information security, organized security, information region allocation, information respectability, information isolation, information access, confirmation and approval, information secrecy, web application security, information loss, virtualization powerlessness, accessibility, reinforcement, personality the executives and sign-on technique.

Namasudra et al. [19] proposed, “Anonymization by Local Recoding in Data with Attribute Hierarchical Taxonomies”. This framework is basically centered around individual security, which means the distributed informational collection isn’t legitimate de-ID. De-recognizable proof methods avert the informational collection distinguishing proof from related data.

Singh et al. [20] proposed the valuable idea is “utility-based anonymization utilizing neighborhood recoding”. This idea utilizes the neighbourhood recoding idea. It essentially and effectively depicts the worldwide recoding challenges. This method depicts the global recoding as mapping the areas; this space incorporates the semi-identifier qualities. The global recording has changed the qualities or summed up the information by utilizing the identifier characteristic in a particular quasi.

Mahmud et al. [21] proposed the security conservation idea is “Productive k-Anonymization Using
Clustering Techniques”. This method centres around the k-anonymization technique. This technique requires anonymized information at the same time, it limits the information loss. This kind of result is obtained from the information adjustment time. In this framework, the k-anonymization strategy is used utilizing the clustering method. The significant value of this framework is great information quality.

2.1. Method for storing data dynamically in the cloud

Because the clients didn’t have a local copy of the cloud-stored data, possibly cloud data storage isn’t reliable. A new protocol system is developed to deal with these problems, which use the data scanning protocol method to verify data integrity and algorithm service providers in assisting their customers in verifying data security. These systems use homomorphism tokens, blocking extinction and unblocking factors, and distributed erasure-coded data as a flexible distributed file integrity auditing mechanism (FDSIAM).

2.2. Protocol for efficient and secure data storage

Users are increasingly outsourcing their data to service providers with ample storage space at a lesser cost. A safe and efficient storage technique is provided that ensures the secrecy and integrity of the stored data. A sober sequence is used to verify data integrity and create an elliptic curve cryptographic protocol. Before sending data and software to the cloud, cloud clients must complete a protocol step that adds privacy enforcement to the programmer and data. The secure authentication protocol is a credential that protects the information of the data from being seen by unauthorized parties. It is also utilized for dynamic data operations to maintain the same security and relieve consumers of data leakage and corruption issues.

2.3. Data storage security

The data are protected in the server based on the security technique selected by the user, ensuring that only the most sensitive information is transferred across servers. Data transmission over the Internet is risky because of unauthorized intrusions. In a cloud computing context, data encryption is critical. A secure cross-platform architecture with a consistent and innovative structure is implemented for offering security to the cloud model. Two-way handshakes are presented based on token management. Using the homomorphic symbol with distributed confirmation of erasure-coded data, our approach integrates storage correctness guarantee and data error localization (i.e. identifying a misbehaving server), we achieve our goal.

2.4. Secure and reliable storage service

The storage service allows customers to store data in the cloud and use well-qualified applications that are readily available without being concerned about data storage. However, while cloud service providers gain from this, users lose control over their own data, introducing new value ability hazards to cloud data accuracy. The homomorphism token and dispersed coded-data were developed as a flexible tool for auditing the integrity of distributed storage. As part of the new architecture, efficient and secure dynamic operations on outsourced data will be supported.

3. Proposed work

Logical Pk-Anonymization differs from the current Pk-Anonymization methodology in which it loses a lot of data and takes a long time to complete the conversion. As opposed to the security constraints, the existing Pk-Anonymization uses a scientific enhancement of K-Anonymity. It does not necessitate any kind of parametric assumption. It’s essential to compare the probabilistic microdata calculation’s security level with the deterministic counterpart. Large amounts of Big Data are reduced using techniques, such as map reduction. You won’t find any duplicates in it. In addition, trustworthy data are aimed at the PK-Anonymization process. Three steps make up the Map Reduce algorithm. The information is mapped, rearranged, and reduced as part of the process. Map reduction information is subjected to the Logical Pk-Anonymization approach to overcome the proposed technique’s shortcomings and increase performance.

An extreme estimate of k must be used to prevent anonymization from being unpredictable [19]. It will be difficult to anonymize the dataset if it is higher [20]. When information is gathered per the Logical Pk-Anonymization methodology, K records are vague as far as the semi-identifier is concerned. Elements connected with additional elements that have been given semi-identifiers [22] are commonly referred to as “semi” elements. Figure 3 illustrates the framework’s recommended methodology.

When anonymizing, the first esteem in the record will be changed to give security. It must be limited to provide great anonymization. Moreover the loss of data is almost reduced in the proposed technique.

The total information obtained after performing Logical Pk-Anonymization is calculated as

\[
IG(V) = E(T[v]) - \sum_{c} \frac{|T[c]|}{|T[v]|} E(T[c])
\]

where \( v \) is the index of each record, \( T \) is the time instance and \( c \) is the cluster set.
**Figure 3.** Architecture outline of logical PK-anonymity.

**Figure 4.** Key usage process.
3.1. Need for clustering

Clustering is the assignment of collecting many records so that items in a similar gathering are increasingly comparative to one another than to those in different groups. It is a fundamental assignment of exploratory information mining and a typical strategy for measurable information examination, utilized in numerous fields, including AI, design acknowledgment, processing of images, and so forth.

A cluster of information records can be treated as one gathering [23]. While doing cluster examination, we first segment the arrangement of information into gatherings, depending on information closeness and afterward dole out the marks to the gatherings [21]. The fundamental favourable position of clustering over arrangement is that it is versatile to changes and assists single with relevant features that recognize various groups. In the proposed work, an Enhanced Probability Clustering Method (EPCM) is used for performing clustering. The EPCM algorithm is used for performing clustering.

**Input:** Data sets – DS

**Step-1** Load the dataset DS into a cloud environment.

**Step-2** Calculate the probability mean value of every record $T(c1) - T(cn)$, $h <= th <= Max$, $h$ is the starting record value, $th$ is the threshold and $Max$ is the final recordset.

**Step-3** Probability Mean $= T'(th)(Max - h) * DS(r1..rn)$

**Step-4** For each cluster of parameter type
   i. For each data record do
   ii. Calculate Intrusion posteriori distributions $exp Rth,N,r$
   iii. $IPd = \frac{1}{exp \text{comp}(cn,th)}$ * Mean
   iv. until $R(i) = 0$
   v. end for
   vi. end for

**Step-5** To Parameter $P_x$ generate cluster set $CS_i$
   1. do
   2. $CS_x(P) = P_x$
   3. $P_x = P_x++$
   4. done

**Step-6** Update cluster $CS_x$.
   1. $M_x(CS) = CS_x$

The proposed calculation to apply the $Pk$-Anonymization technique is portrayed below.

### 3.2. Algorithm $Pk$-Anonymization

Start
DS-Input Big data Set
I-Quasi Identifier
$r$-Initial level
$Pk$-original probability value to perform $Pk$-Anonymization

**DS**-Anonymized Big dataset

Begin
Step-1: Input Big data set DS to simplify
Step-2: Specify the quasi identifier I($r$)
In the above algorithm, a dataset is initially considered, which is encrypted using a cryptographic strategy. Later, these data are considered for performing Pk-Anonymization. Here a Quasi Identifier “I” is considered if there is a huge amount of data. Cluster sets are generated after Pk-Anonymization is applied. The data clusters after Pk-Anonymization is stored in the cloud, which is more secured, and unauthorized users are not allowed to access the data.

### 3.3. Key generation process

Attribute-Based Encryption (ABE) is utilized for one-to-numerous encryption. Using the character strings, the public key for encrypting the information is produced. In ABE, there are three principal factors: authority, information owner, and information user. The job of every entertainer is outlined in Figure 4. The principal job of the authority is to produce keys for the information owners and the information users for encoding or decoding the information [23]. The authority delivers the public key, and secret key depending on the traits. The created keys are kept up for future access. On the off chance that another information user enters the framework without the pre-characterized characteristics, the position will rethink the characteristics. It will recover the public key, and secret key [21].

The information owner keeps up the information for sharing. At first, the information owner enrolls their information in the cloud server and make entry by approving the data from the cloud server. The information owners can process or make the information record. Furthermore, they can create the information storehouse for determining the information owner properties. The job of the information user is to decrypt the encoded information utilizing the private key obtained from the central authority [24,25]. While decrypting the information, the characteristics in the private key of the information user, and the properties in the encrypted information ought to be coordinated.
The process of ASCII encryption is depicted below.
Input: SD -> Secret Date, K -> Key, Pid -> Public id
Encrypt()
Begin
String1[] = SD
String2[] = to_convert_ASCII(SD)
Split(String2, 10) until length(String2)
String2[] = DeciConv(String2)
split(String2) Until String[SD] < 10
Cipher[] = String2[SD] * Pid
Return Cipher[]
Return String1[]
End
The proposed AES calculation checks the plain message. The production of the encryption key depends on two keys: public key and private key [26]. When the new encryption key is created, the plaintext is encoded. As a result, the content is delivered.

4. Results

The proposed is implemented in java. The dataset related to financial activities is considered from https://relational.fit.cvut.cz/dataset/Financialrepository in which the data have to be successfully stored in the cloud by applying the proposed strategies. The proposed Pk-Anonymization is compared with the traditional K-Anonymization model. The proposed Pk-Anonymization technique is applied to the dataset after the dataset is applied with the encryption method. The framework establishment time is illustrated in Figure 5.

Figure 8. Data lost rate.

Figure 9. Performance analysis.
The proposed method provides a secured data storage environment for storing the data and accessing the data, and the cloud usage levels of the proposed method are depicted in Figure 6.

The proposed data encryption method is more accurate. The time for performing encryption on the data provided by the cloud user encryption time is compared with the traditional methods. The results show that the proposed method exhibits better results (Figure 7).

The data after encryption will undergo Pk-Anonymization, and then during the process, the data will be lost, and then it will be grouped as a cluster. The lost data rate is illustrated in Figure 8.

The overall performance of the proposed method is compared with the proposed method, and the results show that the proposed method performance is better than existing methods. The performance levels are illustrated in Figure 9.

5. Conclusion

PK-Anonymization performs superior functionalities than K-Anonymity as far as information utility and data loss. With the goal that the security of the enormous information will be lost, the Pk-Anonymization concept provides more security to the cloud environment. To perform anonymization, keeping up the degree of anonymization is significant. It proposes a flexible, versatile, dynamic and logical security structure depending on Map Reduce on the cloud. The outcomes demonstrated that as the protection level of users is low, the anonymization brings about data loss than those with high-security levels. The running time of anonymization likewise relies upon the size of information and cardinality of the datasets. The Logical Pk-Anonymization secrecy method is fit for anonymizing information that is already encrypted to a sensible degree of protection while holding the information utility. The proposed method exhibits better performance than traditional methods. The proposed model can handle a large group of users; however, load balancing is a challenging task that needs to be handled. In the future, user validations also need to be performed for controlling the data access by unauthorized users. The Pk-Anonymization model can be updated by reducing the computational capabilities to reduce the overhead on the cloud model.
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