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Abstract: Smartphones are attracting increasing interest due to how they are revolutionizing our lives. On the other hand, hardware and software failures that occur in them are continually present. This work aims to investigate these failures in a typical smartphone by collecting data from a class of people. Concerns have been raised that call into question the efficiency of applied methods for identifying and prioritizing the potential defects. The widely used hybridized engineering method, Fuzzy Failure Mode and Effect Analysis (F-FMEA), is an excellent approach to solving these problems. The F-FMEA method was applied to prioritize the potential failures based on their Severity (S), expected Occurrence (O), and the likelihood of Detectability (D). After collecting failure data from different users on a selected smartphone, two well-known defuzzification methods facing the Risk Priority Number (RPN) in F-FMEA were applied. Despite this interest, to the best of our knowledge, no one has studied smartphone failures with a technique that combines the results of different fuzzy applications. Thus, to combine the results of the derived fuzzy subsystems for the average value, we suggest a summative defuzzification method. Our findings indicate that F-FMEA with a summative defuzzification procedure is a clear improvement on the F-FMEA method. Even though the summation method modifies close results of the defuzzification one, it was shown that it provides more accurate results.
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1. Introduction

Revolutionary technology is continuously changing humans and organizational behaviors. Currently, smartphones significantly impact social, business, education, and healthy life. The impacts can be perceived both positively and negatively [1]. Although technology offers several benefits, concerns have grown over the problematic nature of smartphones. Like any system, they are comprised of a combination of interacting elements that can be prone to failures. Thus, any of these elements can contribute to the likelihood of defects and error occurrence. Some of the defensive “layers” in such systems are automated and engineered, while others rely on humans [2].

One of the most critical arguments in market competition for production companies is quality management, monitoring, control, and assurance. The focus of innovative smartphone companies has been the quality of their products as a powerful management strategy. Due to the technological era we live in, quality cannot be related only to the production process, but to many processes and measures from creation to possession of the product. Consequently, the prevention of errors and defects in processes has an essential role in the quality of the final product. These companies aim to offer long-lasting and user-friendly devices to meet the customers’ expectations. Thus, implementing quality assessment methods is considered a strategic tool that leads to better products [3].

Researchers state that it is necessary to constantly undertake measures to prevent the causes of failures [4]. Moreover, it is believed that planning each action gives better results.
in terms of quality [5]. Hence, for the primary purpose of this study (identifying and evaluating the hardware and software failures in a smartphone), we have introduced first Failure Mode and Effect Analysis (FMEA) and Fuzzy-FMEA (F-FMEA) risk assessment methods.

FMEA has been an effective systematic tool for examining how a system, product, or process can fail. Generally, it is performed by specialists of respective fields during product development cycles [6]. It can be applied to new or existing systems, products, or processes for quality improvement. In addition, studies indicate that successful FMEA application can increase the ability of production companies to compete globally [7,8]. Sometimes this technique is seen as straightforward, and there are some weaknesses in getting appropriate measures against evaluations. Therefore, many authors have proposed another risk evaluation framework that relies on the fuzzy set and rule-based hypothesis [9–11]. In addition, they have pointed out that the F-FMEA approach is a great foundation for obtaining accurate results. Unlike the linguistic terms used in FMEA, in the fuzzy set theory, the vulnerability of hypothetical relations is changed into numerical systems.

Fuzzy logic has been reflected in several domains like automobile speed control [10], control of robotic manipulators [11], water filter automation [12], and operating systems of automatic trains [13]. Aamir et al. proposed a fuzzy rule-based model for the classification of diabetics, and their accurate results indicated that the logic could be further utilized in the healthcare sector [14]. Furthermore, a comprehensive review by Mittal et al. has highlighted the importance and potential of fuzzy logic in hardware implementations, medical diagnosis, big data, and robotics applications [15].

Pokorádi and other authors have focused on risk assessment methods and have contributed many investigations in the literature [16–18]. They have proposed several Summative Defuzzification (SMDF) methods such as centroid, bisector, and summarized weighted mean of maxima. Inspired by their works, this study aims to optimize the F-FMEA hybrid method by working with different phone users on the same model.

The fourth section of this work represents our case study—a typical smartphone. We have applied both the FMEA and F-FMEA to achieve comparative results and to answer the question that drove our research: “Which risk assessment method performs better?”

2. Smartphones’ Failures—Related Work

The replacement of smartphones is associated with consumers’ satisfaction and depends on socio-economic factors and technical ones. Improvements in their durability (hardware and software parts) can reduce premature replacements. This can be achieved from the engineering viewpoint by improving reliability and repairability [19]. Related work has shown that both have been significant characteristics for consumers [20]. It means that reducing the likelihood of failures (reliability) and simplifying the device restoration in case of failures (repairability) can contribute to smartphones’ durability, bringing consumer satisfaction. Emphasizing the critical failures, improving their durability, and consumers’ decisions should not be seen separately but as interconnected options that reciprocally affect one another [21]. Critical analyses would help decision makers (regulators, designers, and consumers) to make savvy decisions.

Authors have found that consumers replace smartphones based on the functions that are becoming obsolete, driven by the new offered models in the market [22]. Nonetheless, others have proven that causes are mostly related to technical issues due to the lack of software support due to performance loss, failures, and operational matters [23]. Compared to other products of importance for consumers, the frequency of failures in smartphones has been higher [24]. The most problematic failures were battery and Operating System (OS). Additionally, it was pointed out that consumers experience more dissatisfaction with batteries and touchscreens failures. Other significant failures are associated with the physical damage of the devices and smartphone misuse by consumers [23]. Around one-third of them in the European Union (EU) experience physical damage to their smartphones. Statistics indicate that failures in newer and older smartphone models are associated with displays and their components [25] and the device shell in the latest models [26]. Battery
and charging ports are considered problematic failure modes, especially after two or three years of device use [22].

To identify and prioritize the potential failures, FMEA has been applied by several authors. Marques analyzed the failure modes by emphasizing the hardware part [27]. Results pointed out that the device shell was the most critical failure. Other investigations consisted of performing tests in different conditions for the physical resistance of the device [28]. The results showed that the device shell and screen were more prone to failures. According to FMEA by Tay et al., the effects of component changes, metallic coating, materials parameters, and interconnections affect the performance of Radio Frequency (RF) distribution [29]. They concluded that it is essential to know the device’s reliability to obtain proper behavior of the device’s performance. FMEA by Cinque et al. showed that the most frequent failures were related to software parts such as freeze, self-shutdown, unstable device behavior, output failure, and input failure [30].

Vijayalakshmi’s analysis was conducted in two directions: one due to an accident and the other due to hardware or software malfunction [31]. According to his findings, top priority should be given to the device’s shell (in the hardware part), while in the software part, the most critical failure was the device self-shutdown as it can cause data loss. Consequently, software failures can lead to loss of security or make the installed applications unresponsive. Another study considered the application of FMEA in mobile devices where battery and freeze were regarded with high priority [32]. In addition, it was proposed that extensions of the FMEA method that take into account weighting factors can be further explored for more accurate results.

3. Failure Mode Effect Analysis (FMEA) and Beyond

This section begins by introducing the features and benefits of the classical FMEA. Then, it provides explanations for the F-FMEA and F-FMEA using the summative defuzzification method.

3.1. The Classical FMEA

FMEA is used to identify and analyze all failure modes of various parts of the system, the effects of these failure modes, and how to avert or decrease the impact of the failure system. FMEA is a step-by-step tactic and tends to identify all possible failures throughout the processes and study the consequences of these failures [33]. FMEA continuously develops products and processes consistent with consumers’ satisfaction [3].

FMEA was developed and implemented for the first time in 1949 by the United States (US) Army and later executed in the Apollo space program to temperate the risk [5]. Its object is to find links between causes and effects/defects, searching and solving and drawing the decisions based on the requirement of applicable action. As a powerful method for engineering design, production process, and product planning, companies should engage it. The FMEA method is used at [34]:

- The formation of the product concept to check if the customer prospects are taken into consideration.
- The product-defining to check if projects, services, and supplies are appropriate and controlled at the right time.
- The production process to check if documentation primed by engineers is thoroughly carried out.
- The assembly to check whether the process is compatible with documentation.
- The service organization to check whether the product or service satisfies recognized criteria.

The indicator used for determining the proper corrective action on the failure modes is the Risk Priority Number (RPN).

After calculation of the RPN by engineering teams, it is easy to identify the most significant problem areas. Then, the focus shifts to the solution of failure modes [35].
FMEA is beneficial for all stages of the systems’ lifecycle, from requirements to design, implementation, operation, and maintenance [36]. The primary benefit from FMEA can be achieved at the early design phases because the weakest point in the system’s structure can be revealed and addressed before doing expensive design changes in later stages. As shown in Figure 1 [31], the process of FMEA starts from identifying the scope of the system and its functions. Later, the effects and the causes of potential failures are determined. Risk analysis is done after detecting these possible causes and impacts. The final phase consists of documenting the process and reducing the risks.

Thus, the classical FMEA considers the failure modes according to their Severity (S), Occurrence (O), and Detectability (D) with rating scales. Then, the failure modes are rated based on their RPN, which uses the following formula:

\[ S_i \cdot O_i \cdot D_i = \text{RPN}_i \]  \hspace{1cm} (1)

while the Relative RPN (Rel\(_i\)_RPN\(_i\)) is determined as

\[ \text{Rel}_i\_\text{RPN}_i = \frac{\text{RPN}_i}{\sum_{j=1}^{m} \text{RPN}_j} \]  \hspace{1cm} (2)

The following section gives more details.

3.2. Fuzzy Approach

In classical logic, linguistically, “true” and “false” or mathematically “1” and “0” are expressed, whereas in fuzzy logic, propositions and statements are allowed somewhere in between. In engineering problems, remarks are frequently assessed as partially reliable or reliable with a reasonable degree of certainty. Therefore, the fuzzy logic approach is needed because of the situations where classical logic is not satisfactory for the engineering problems.

The conventional Mamdani type fuzzy decision-making process is divided into four sub-processes: fuzzification, inference (firing strength and implication), composition, and defuzzification [16]. Occasionally, the composition and defuzzification subprocesses can be combined under appropriate circumstances (Figure 2).
The fuzzification subprocess estimates the input information from the system, which is linguistic qualifiers, and converts it into numerical values [37]. The value of input variables is determined corresponding to the interval [0, 1] of the membership function for crisp value [38]. This study uses trapezoidal membership functions as represented below (3):

$$\mu_{S_i}(x) = \begin{cases} 
0 & \text{if } x \leq a \\
\frac{x-a}{b-a} & \text{if } a \leq x \leq b \\
1 & \text{if } b \leq x \leq c \\
\frac{d-x}{d-c} & \text{if } c \leq x \leq d \\
0 & \text{if } d \leq x 
\end{cases}$$

(3)

where four parameters, \(a, b, c,\) and \(d,\) define the membership function \(\mu_{S_i}(x)\).

The most popular approach to human thinking uses natural language statements such as the IF premise (antecedent) and THEN conclusion (consequent). For example, the rule premises (Equation (3)) can be determined from all the possible combinations from the trapezoidal shape input membership functions specified in Figure 3 and Equation (4):

$$\text{IF } x_1 \text{ is } S_{1,i_1} \text{ AND ... AND } x_n \text{ is } S_{n,i_n} \text{ THEN } y \text{ is } \text{RPN}_{i_1,\ldots,i_n}. \quad (4)$$

where \(S_{j,i_j}\) is premise set \(i_j\) of input \(j, i_j = 1 \ldots n_i\) and \(n_i\) is the number of input \(j\)'s premise, and \(\text{RPN}_{i_1,\ldots,i_n}\) is the fuzzy conclusion sets of the rules.

![Figure 3](image_url)

**Figure 3.** Fuzzification for trapezoidal membership function.

In the inference subprocess, rules are constructed to determine the output value after the input and output values have been defined. The rules are developed through the firing strength and implication calculation process. The firing strength calculation uses a conjunction (Equation (5)) or disjunction (Equation (6)) operator to combine the membership values of the different input parameters:

$$w_i = \min \left( \mu_{S_{i,j}}(x) \right) \quad \text{(5)}$$

$$w_i = \max \left( \mu_{S_{i,j}}(x) \right) \quad \text{(6)}$$
where $\mu_{S_k}(x)$ is the fuzzified value of the premise $i$ of input $j$.

After determining the firing strength, the result in each rule line should be projected via implication calculation (Equation (7)):

$$y_{RPN_i} = \min\{w_i, \mu_{RPN_i}(x)\}$$

(7)

where $w_i$ represents the firing strength of rule $i$, and $\mu_{R}$ is the conclusion set that is part of rule $i$.

In the composition subprocess, the aggregation process calculation is done by combining the obtained values from the implication of each rule and determining the system’s output (Equation (8)).

$$y = \max\{y_{RPN_i}\}$$

(8)

where $y_{RPN_i}$ is the sub-conclusion of rule $i$.

The defuzzification subprocess is the final one, used to generate a crisp value that best characterizes the fuzzy set output obtained from the composition process.

The meaning of a fuzzy set can be different according to the application, and hence, it can be chosen from different defuzzification methods to obtain the precise result [39]. There are numerous types of advanced defuzzification methods; centroid, bisector, mean of maxima, smallest of maxima, and largest of maxima are well-known. The centroid and bisector defuzzification techniques are discussed in terms of their applicability for this investigation.

The centroid method is also known as the Center of Gravity (CoG) method, and it can be determined as follows:

$$RPN_{\text{COG}} = \frac{\sum_{i=1}^{n} \int_{-\infty}^{\infty} \mu_i(y)ydy}{\sum_{i=1}^{n} \int_{-\infty}^{\infty} \mu_i(y)dy}$$

(9)

where $\mu_i$ is the truth value of the ith sub-conclusion, and $n$ denotes the number of sub-conclusions.

The bisector method is also known as the Center of Area (CoA) method, and it can be determined as follows:

$$RPN_{\text{CoA}} = \frac{\int_{-\infty}^{\infty} \mu_{\Sigma}(y)ydy}{\int_{-\infty}^{\infty} \mu_{\Sigma}(y)dy}$$

(10)

where $\mu_{\Sigma}$ is the height of the conjunct set of sub-conclusions at its maximum.

The selected operators in the inference and composition process and the methods for the defuzzification process are critical in terms of their fit for the purpose of the task. Therefore, the most frequently used Center of Gravity (COG) and Center of Area (COG) defuzzification methods are represented (Figure 4). Thus, these methods are implemented in the next step of the proposed summative defuzzification approach.

Figure 4. Defuzzification methods.
3.3. Fuzzy FMEA with Summative Defuzzification Method

It is critical to consider numerous perspectives of the risk assessment method to offer a more reliable analysis. However, when experience-based outcomes give contradicting statements, an average calculation can provide an optimized solution by combining the different defuzzified crisp values [17].

Figure 5 shows the Summative Defuzzification Fuzzy (SDF) inference process, where the typical process model is modified based on two aggregations. The CoA and CoG defuzzification methods are considered during the SDF process.

![Flow chart of summative defuzzification process.](image)

The aggregated fuzzy sets reflecting the expert evaluations should first be determined using the CoA method by examining only the overlapping areas. Then, the produced fuzzy sets should be combined using the COG method, which measures overlapped areas of sub-conclusions multiple times (Figure 6) [18].

![Areas of the users of the failure ‘P4’ in the smartphone cases.](image)

The summative combination CoA and CoG (SCoAG) defuzzification method can be calculated as follows:

\[
R_{SCoAG} = \frac{\sum_{i=1}^{m} \int_{-\infty}^{\infty} \mu_{\Sigma}(y)dy}{\sum_{j=1}^{m} \int_{-\infty}^{\infty} \mu_{\Sigma}(y)dy} \tag{11}
\]

where m is the number of assertions that contradict one another (input data).
4. The Smartphones’ Case

This section elaborates on the application of FMEA in iPhone 11 smartphones. At first, the Delphi technique was used according to a basic design [40]. Two expert panels were assembled without concern for geography. We ensured participants’ anonymity, which is critical before executing the chosen technique [41]. Each team consisted of five people who were users of iPhone 11 for 10–12 months. The members of each group had expertise in the business and IT fields. After each round of questions regarding issues experienced with their smartphones, participants received feedback for the most frequent failures in the smartphones. They could reach an agreement regarding the potential failure modes, but each group had different opinions regarding their risk prioritization numbers.

As a result, we collected two data sets for the same smartphone model. The identified failures and respective analyses are elaborated in the following subsections.

4.1. FMEA in Smartphones

After applying the Delphi technique, both teams identified the 12 most frequent failures. The nine most frequent failure modes were related to hardware and three to software. The FMEA method was conducted based on the following steps.

1. Identification of potential failures and effect. The most problematic elements found out in the considered smartphones were:
   - Hardware failure modes: touchscreen, battery, device shell, front camera, rear camera, microphones, power buttons, volume control buttons, charger port.
   - Software failure modes: freeze, self-shutdown, output failure.

2. Determining Severity (S)

   Severity (S) assesses the seriousness of the effect of a failure on the system [36]. Severity rates on a scale of 1 to 10, where 1 is the lowest and 10 is the highest.

3. Estimating Occurrence (O)

   Occurrence (O) is a rating associated with the presence of the failure mode likelihood and its cause. In other words, it is related to the cumulative number of failures that could occur over the design life of a system or component [36].

4. Failure Detection

   Detectability (D) is a ranking number detecting a potential failure mode or occurrence [36]. Detectability is associated with failure control.

5. Calculating Risk Priority Number (RPN). The Risk Priority Number (RPN) is calculated based on the explained criteria (Equation (1)). To summarize, it takes into account:
   - The severity of the effect on the user and smartphone itself.
   - How frequently the problem is likely to occur.
   - How easily the problem can be detected.

4.2. FMEA Results

Firstly, the FMEA was filled by taking the abovementioned steps into account. Then, the potential causes of occurrence for each failure mode and effects are specified based on the component alone and the whole system of the smartphone. Finally, recommended actions are given to eliminate/reduce the potential causes of failures. The application of FMEA on hardware and software components on mobile devices is presented in the following table (Table 1):
Table 1. Application of FMEA in smartphones.

| P (Failure) | Failure | Function | Failure Mode | Effects | Causes | Control | Actions |
|-------------|---------|----------|--------------|---------|--------|---------|---------|
| P1          | Touch-screen | Enables the user to interact. It works as an input (using finger or stylus). | Unresponsive: does not get users' inputs or respond accurately. | Actions are not executable. User dissatisfied. | Hardware fault: user's behavior; physical damage (e.g., dropped device); frequent touch. Software issue: system and operation issues. | Tests & examinations | More supervision; better material; sensitiveness improvement; quality design of built-in apps improvement. |
| P2          | Battery | Energy and sustainability to the device. | It drains quickly; the device does not hold the charger and cannot charge; overheating. | User dissatisfied; device reboots on its own; explosion risk. | Extreme temperatures; battery type; user negligence. | Tests & examinations | Improving chips more efficient OSs; improving battery quality—replacing the actual ones with more effective ones. |
| P3          | Device shell | Covers/protects the elements inside of the device. | Easily damaged after dropped. | User dissatisfied; device becomes more damaged over time. | User's negligence; inadequate material quality; design errors from the manufacturing side. | Tests & examinations | More supervision; selecting the appropriate material or improving it. |
| P4          | Front camera | Taking selfies | Not working properly. | User dissatisfied and annoyed. | App problem | Tests & examinations | More supervision; improving default app. |
| P5          | Rear camera | Taking pictures | Not working properly. | User dissatisfied and annoyed. | App problem | Tests & examinations | More supervision; improving default app. |
| P6          | Micro-phones | Transmitting user’s voice to the other person(s); video recording; inputting voice in dictation; used for voice commands, assistants, music recognition apps. | Static sound in audio output; background noises; audio cut offs; distant sound; stop working. | User dissatisfied and annoyed; over time, they can become unfunctional. | Software fault: software bugs, system flaws; corrupted files and apps; configuration issues; accessories (e.g., headphones). Hardware damage: physical damage of the mic component. | Tests & examinations | More supervision; quality improvements of the components. |
| P7          | Power button | Used to lock the screen; used together with volume control buttons to take screen shot and to switch the device off and on. | Sometimes does not get the user command properly. | User dissatisfied and annoyed; over time, it can be more depreciated. | User's negligence; quality; manufacturing errors. | Tests & examinations | More supervision; quality improvement. |
### Table 1. Cont.

| P (Failure) | Failure | Function | Failure Mode | Effects | Causes | Control | Actions |
|-------------|---------|----------|--------------|---------|--------|---------|---------|
| P8          | Volume control buttons | Used to adjust the volume; together with the power button to take screenshot and to switch the device off and on. | Sometimes does not get the user command properly. | User dissatisfied and annoyed; over time, can be more depreciated. | User’s negligence; quality; manufacturing errors. | Tests & examinations | More supervision; quality improvement. |
| P9          | Charger port | Used to charge the device. | Over time can be damaged and the device cannot be charged. | User dissatisfied and annoyed; over time can be more depreciated. | Bad use from the user; hardware can be damaged due to physical or liquid damage. | Tests & examinations | More supervision; quality improvement. |

#### SOFTWARE

| P10         | Freeze | - | Malfunction | The required function becomes inoperable; inappropriate output. | Due to the increase on operations; insufficient memory capacity; less software quality. | Tests & examinations | Selection of proper and reliable software; more supervision |
| P11         | Self-shut-down | - | Sudden or frequent shut down of device. | User dissatisfied and annoyed; not easy to continue the activity. | Poor battery; software issues; Segmentation fault (memory access violation error). | Tests & examinations | Batteries inspections; more supervision. |
| P12         | Output failure | - | No output | User dissatisfied and annoyed. | Hardware problem—due to the touchscreen or software faults. | Tests & examinations | Increased caution; more supervision. |
Following FMEA steps, severity, occurrence, and detectability values have been determined, and based on Equation (1), the RPN is then calculated. Table 2 indicates the findings from the first team.

Table 2. Collection of S, O, D, and RPN values from the 1st team.

| P | COMPONENT         | S  | O  | D  | RPN |
|---|-------------------|----|----|----|-----|
| P1 | Touchscreen      | 10 | 6  | 6  | 360 |
| P2 | Battery          | 10 | 5  | 5  | 250 |
| P3 | Device shell     | 5  | 7  | 4  | 140 |
| P4 | Front camera     | 8  | 4  | 3  | 72  |
| P5 | Rear camera      | 8  | 3  | 3  | 72  |
| P6 | Microphones      | 10 | 1  | 3  | 30  |
| P7 | Power buttons    | 9  | 1  | 2  | 18  |
| P8 | Volume control buttons | 7  | 1  | 2  | 14  |
| P9 | Charger port     | 10 | 3  | 6  | 180 |
| 10 | Freeze           | 9  | 6  | 6  | 324 |
| P11 | Self-shutdown  | 9  | 3  | 2  | 54  |
| P12 | Output failure  | 8  | 4  | 4  | 128 |

The findings indicate: High risk: touchscreen, followed by freeze and battery. Low risk: volume control buttons followed by power buttons and front and rear camera.

Table 3 represents the findings from the second team.

Table 3. Collection of S, O, D, and RPN values from the 2nd team.

| P | COMPONENT         | S  | O  | D  | RPN |
|---|-------------------|----|----|----|-----|
| P1 | Touchscreen      | 10 | 4  | 5  | 200 |
| P2 | Battery          | 10 | 6  | 5  | 300 |
| P3 | Device shell     | 5  | 6  | 5  | 150 |
| P4 | Front camera     | 7  | 2  | 3  | 42  |
| P5 | Rear camera      | 6  | 3  | 2  | 36  |
| P6 | Microphones      | 9  | 4  | 6  | 216 |
| P7 | Power buttons    | 9  | 1  | 2  | 18  |
| P8 | Volume control buttons | 8  | 1  | 2  | 16  |
| P9 | Charger port     | 10 | 3  | 6  | 180 |
| 10 | Freeze           | 7  | 5  | 5  | 175 |
| P11 | Self-shutdown  | 9  | 3  | 2  | 54  |
| P12 | Output failure  | 8  | 3  | 2  | 48  |

The second group classified the risks as follows: High risk: battery, followed by microphones and touchscreen. Low risk: volume control buttons followed by power buttons and rear and front camera.

4.3. Fuzzy Rule-Based FMEA in Smartphones

To include fuzzy logic in an FMEA, analysts must first define the input (S, O, D) and output (RPN) membership functions and create the fuzzy rule base. The parameters for the membership functions are specified in Table 4 and illustrated in Figures 7–10. The interval [0, 10] is selected because it approximates natural human thought—thus, the analysts chose this range for the fuzzy method.

Table 5 describes the logical rule basis of F-FMEA, which outlines the analysts’ experience using the IF-THEN structure. For example, if the failure function of the front camera (P4) of user 1 is evaluated, the operators (Equation (3) to (6)) described in the fuzzy approach are applied, respectively.

The $\mu_{RPN}$ can be obtained using the maximum operator (Equation (6)), following:

\[
\mu_{RPN1} = 0.0; \quad \mu_{RPN2} = 0.0
\]
\[
\mu_{RPN3} = 0.5; \quad \mu_{RPN4} = 0.5
\]

(12)
The final subprocess is defuzzification. Results are obtained using the CoA method (Equation (8)) and CoG method (Equation (7)), following:

\[ \text{RPN}_{\text{CoA}} = 7.5 \]  
\[ \text{RPN}_{\text{CoG}} = 7.26 \]  

Figure 7. Membership function of severity.

Figure 8. Membership function of occurrence.

Figure 9. Membership function of detection.
Results are derived from the F-FMEA results, which are optimized using the summative defuzzification approach. Moreover, the column SCoAG displays the F-RPN of the risk priority number for the average of the user data of the evaluations. The F-FMEA results are given for different perspectives using the IF evaluation of user 1. The parameters rankings functions are applied to the F-RPN, which outlies the classical FMEA as an example. Possible failures of a smartphone model iPhone 11 were independently evaluated from different users, and the results from the classical FMEA are shown as a comparison.

4.4. Comparative Results

Since this study was conducted with two different groups of users, it considered two different results: the average FMEA and summative defuzzification. Possible failures of a smartphone model iPhone 11 were independently evaluated from different users’ perspectives (Table 6).

Table 7 represents the comparative results obtained from the traditional RPN, F-RPN, and summative defuzzification methods. The results from the classical FMEA are shown as the RPN for the average of the user data of the evaluations. The F-FMEA results are given in the CoA and CoG columns. Moreover, the column SCoAG displays the F-RPN of the F-FMEA that is optimized with the summative defuzzification approach.
From the obtained results, the following conclusions can be drawn:

- Failure P10 (freeze) has the highest number in the case of RPN and relative RPN.
- Failure P8 (volume control buttons) has the smallest following P7 (charger port) in the case of RPN and relative RPN.
- Failures P1 (touchscreen), P2 (battery), P3 (device shell), P9 (charger port), and P10 (freeze) have higher values in the case of RPN and relative RPN than F-RPN and relative F-RPN—vice versa in other failure cases.
- Failure P3 gives a close relative RPN result in all cases.
- All the defuzzification methods give close relative F-RPN results.
- It can be observed that P1, P2, P6 (microphones), P7, P9, P10, P11 (self-shutdown), and P12 (output failure) in both CoA and SCoAG gives the same outcome. This situation occurs because this failure is assessed equally by the two different users.

Table 6. Input data of two different cases in smartphones.

| Users | P1  | P2  | P3  | P4  | P5  | P6  | P7  | P8  | P9  | P10 | P11 | P12 |
|-------|-----|-----|-----|-----|-----|-----|-----|-----|-----|-----|-----|-----|
| S     | 10  | 10  | 5   | 8   | 8   | 10  | 9   | 7   | 10  | 9   | 9   | 8   |
| O     | 7   | 7   | 4   | 3   | 3   | 2   | 2   | 6   | 6   | 2   | 4   |
| D     | 6   | 5   | 4   | 3   | 3   | 2   | 2   | 6   | 6   | 2   | 4   |
|       |     |     |     |     |     |     |     |     |     |     |     |     |
| User 1|     |     |     |     |     |     |     |     |     |     |     |     |
| S     | 10  | 10  | 5   | 7   | 6   | 9   | 9   | 8   | 10  | 7   | 9   | 8   |
| O     | 6   | 6   | 2   | 3   | 4   | 1   | 1   | 3   | 5   | 3   | 3   |
| D     | 5   | 5   | 5   | 3   | 2   | 6   | 2   | 6   | 5   | 2   | 2   |
|       |     |     |     |     |     |     |     |     |     |     |     |     |
| User 2|     |     |     |     |     |     |     |     |     |     |     |     |
| S     | 10  | 10  | 5   | 7.5 | 7   | 9.5 | 9   | 7.5 | 10  | 9   | 9   | 8   |
| O     | 5.5 | 6.5 | 3.5 | 2.5 | 2   | 6   | 2   | 6   | 5   | 2   | 2   |
| D     | 5.5 | 5   | 4.5 | 3   | 2.5 | 4.5 | 2   | 2   | 6   | 7.5 | 2   | 3   |
|       |     |     |     |     |     |     |     |     |     |     |     |     |
| Average| 10  | 10  | 5   | 7.5 | 7   | 9.5 | 9   | 7.5 | 10  | 9   | 9   | 8   |
| O     | 5.5 | 6.5 | 3.5 | 2.5 | 2   | 6   | 2   | 6   | 5   | 2   | 2   |
| D     | 5.5 | 5   | 4.5 | 3   | 2.5 | 4.5 | 2   | 2   | 6   | 7.5 | 2   | 3   |

Table 7. Comparative findings.

| Failure | RPN | CoA | F-RPN | CoG | SCoAG | Relative RPN [%] | CoA | CoG | SCoAG |
|---------|-----|-----|-------|-----|-------|------------------|-----|-----|-------|
| P1      | 275 | 9   | 8.94  | 9   | 16.71 | 9.23             | 9.24| 9.20|
| P2      | 275 | 9   | 8.94  | 9   | 16.71 | 9.23             | 9.24| 9.20|
| P3      | 146.25 | 8.4 | 7.92  | 8.24 | 8.89 | 8.61             | 8.18| 8.42|
| P4      | 67.5 | 6.7 | 6.82  | 6.92 | 4.10 | 6.87             | 7.05| 7.07|
| P5      | 52.5 | 6.7 | 6.82  | 6.92 | 3.19 | 6.87             | 7.05| 7.07|
| P6      | 106.87 | 9   | 8.94  | 9   | 6.49 | 9.23             | 9.24| 9.20|
| P7      | 18   | 9   | 8.94  | 9   | 1.09 | 9.23             | 9.24| 9.20|
| P8      | 15   | 5.4 | 5.37  | 5.43 | 0.91 | 5.54             | 5.55| 5.55|
| P9      | 180  | 9   | 8.94  | 9   | 10.94| 9.23             | 9.24| 9.20|
| P10     | 371.25 | 9   | 8.94  | 9   | 22.56| 9.23             | 9.24| 9.20|
| P11     | 54   | 9   | 8.94  | 9   | 3.28 | 9.23             | 9.24| 9.20|
| P12     | 83   | 7.3 | 7.27  | 7.3 | 5.10 | 7.49             | 7.51| 7.46|

The summation method modifies close results of defuzzification methods. However, according to our analysis, the F-FMEA with summative defuzzification provides more significant results (Figure 11).
5. Conclusions

In this work, we examined the hardware and software failures of a randomly chosen smartphone only for the purpose of our risk assessment analyses. At first, we introduced in detail the use of FMEA and F-FMEA. Two data sets were collected for the same smartphone model. The nine most problematic elements found in the considered smartphone were related to the hardware (touchscreen, battery, device shell, front camera, rear camera, microphones, power buttons, volume control buttons, charger port) and three failure modes in the software part (freeze, self-shutdown, output failure). The FMEA results indicated that touchscreen, followed by freeze and battery failure, had the highest RPN values for the first group of users. The second group, RPN results, showed that battery, microphone, and touchscreen have a higher risk.

Consistently with our aims, and for more accurate results, we applied the F-FMEA summative defuzzification method. The results highlighted that the freeze failure has the highest risk in the case of RPN and relative RPN. Volume control buttons failure has the lowest risk, followed by power buttons in the case of RPN and relative RPN. Touchscreen, battery, device shell, charger port, and freeze failures have a higher risk in the case of RPN and relative RPN than F-RPN, contrary to other failure modes. Device shell failure, in all cases, showed a close relative RPN result.

The obtained results conclude that the defuzzification methods give close relative F-RPN values but are more significant and accurate in detail. Our work has some limitations. Given that only two small datasets were considered, caution must be taken on the identification of potential failure modes. Nonetheless, the obtained findings support our approach of applying the summative defuzzification method for more significant results. Future work will investigate and analyze the failures of different types of smartphones more in depth. We hope that further tests and comparative analysis of different fuzzy applications will confirm our approach.
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