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Abstract:
In the modern era of technologies, the internet grows in the advancement of our day-to-day life like automation devices. The devices to set up industries with integrated cyber-physical systems and industrial IoT applications. Generative adversarial networks (GAN) can generate Cognitive feedback analysis with various data for both generator and discriminator in a supervised model. Neural networks are used for artificial intelligence algorithms, but in adversarial networks, feedback analytics is analyzed with the significance of data. The modern age of intelligent manufacturing will indeed be ushered in by Cyber-Physical Production Systems (CPPS). However, because of the connections between the virtual and physical worlds, CPPS would be subject to cross-domain assaults. Against Denial-of-Service (DoS) threats, this paper concentrates on complex performance feedback management of Cyber-Physical Systems (CPS). To begin, a swapping system modelling approach for the complex response feedback CPS is provided by analyzing the distinct effects of DoS assaults on the sensor-controller (S-C) and controller-to-actuator (C-A) channels, accordingly. Given the difference in bandwidth between the dual channels and the accused’s energy cap, it is reasonable to conclude that an offender can only jam a single communication stream at a point and also that the possible number of successive DoS attacks is limited. Second, using a packet-based transfer scheme, a nested switching paradigm is built on the foundation of the switching mechanism, considering both the spatial heterogeneity and the temporal durability of DoS attacks. The probability of discriminator gets analyzed feedback data to check whether actual data or fake data is sampled, and it is generated. Cognitive feedback supports genetic algorithms to sample the feedback data in a system for advanced technologies.

Keywords: Generative adversarial networks (GAN), Cyber-Physical Production Systems (CPPS), Denial-of-Service, Cognitive feedback.

I. INTRODUCTION
The German government processes the cyber-physical system for manufacturing small enterprises to artificial intelligence in the advanced industrial revolution. It was introduced by a workshop held in the United States. e. a cyber system is a system that consists of entities with computation and connection around the physical world. The industrial physical world provides data on a network based on an application built for health care industries, intelligent city transportation, and intelligent feature of area grid. The revolution of a new era in technologies for integrated cyber-physical systems and industrial IoT networks. The various neural networks compiled out with cognitive feedback systems for manufacturing industries in various applications of automation devices. The generative adversarial networks (GAN) are the most exciting idea in the last ten years in machine learning, as stated by Yann LeGunn, director of Facebook AI. The main two components of general adversarial networks are
generator and discriminator. The generator needs to fetch the data for distribution. The discriminator would estimate the probability of cognitive feedback analytics system that samples received feedback data rather than initial data for CPS and IoT. Figure 1 shows the integration model of the Cyber-Physical System with IoT.

![Figure 1: Integrated Cyber-Physical System with IoT.](image)

Cyber-Physical Systems (CPS), also defined as Cyber-Physical Production Systems (CPPS), plays a significant role in the 4th industrial advancement [1]. CPPS is a collection of sub-systems across various cybersecurity realms that are linked together by communication networks. Utilizing CPPS would further help make industrial units intelligent and dynamic because of the close relationships among the cyber and physical worlds, and CPPS could have cross-domain limitations. Side-channel attacks and kinetic-cyber attacks [2] are two forms of cross-domain vulnerability achievements. Kinetic cyber-attacks are cyber-based threats that specifically affect the physical realm by compromising CPS credibility or reliability [3]. Side-channel attacks are data theft attempts that observe outputs from the physical world to steal sensitive information from the digital realm [4& 5]. More minor vulnerabilities that target secrecy, honesty, and availability can be used in all forms of attacks. The infamous Stuxnet worm threats cause physical harm in an Iranian nuclear plant over 1,000 centrifuges [6]. A cyber-attack includes attackers with a huge impairment to the blast furnace on a German Steel Mill [7] in a kinetic-cyber-attacks.

Currently, analysis into the controlled defence of CPS faces communication attacks focuses on Security threats, replay attacks, fake data intrusion, and so on. Cyber attacks are most dangerous and straightforward to carry out since they transmit a vast volume of data across the network. The network is insufficient to react to regular service requests because it is ready to process this insignificant information. The system's reliability is ensured under Security threats of unpredictable durations by correctly designing closed-loop poles. An optimal control strategy is determined when the DoS attacks are encountered in a Markov process model [8]. In [9], a DoS attack framework based on an attack method is developed to improve the mean covariance tracing of the Kalman evaluator from the victim's perspective.

The modern Internet of Things (IoT) model moves technical fields into a framework where virtually all can be linked and handled in the virtual environment, introducing a unique layer of communication and information technology that considers access for everyone at all times and everywhere [10]. As a result, diversity, optimization, pervasive data sharing via proximity wireless technology, energy-optimized approaches, localization and monitoring capability, self-organization features, semantic interoperability, and database management are key
device features supporting IoT network technology [11]. Although the closed-loop connection of physical devices well with the internet necessitates new methods to prevent device failure induced by inappropriate information operation, the relationship between control systems and IoT is highly delicate. Conventional feedback control systems presume deterministic and secure communication.

However, certain control implementations are conducted over the internet in a management role. [12]. Control theory has obstacles that must be solved as study covering many areas of technical expertise progresses. The non-deterministic systems control latency and jitter, cyber-protection, bandwidth, physical security, interoperable hardware, adaptors sensors, and template issues [13]. Several of the obstacles experienced by IoT, including latency and jitter, are solved by implementing Network Control Systems [14], but still, interoperability and extensibility remain unsolved. The NCS’s shared solution, defined as DNCS [15], shortens the journey up to an IoT era. However, non-deterministic internet features, interoperable and plug-and-play tools can result in unpredictable control loops.

The attack mechanisms primarily represent attackers’ potential instead of the framework due to the reason to assume that current attack models can be extended directly to CPPS security research. Moreover, creating a proposed framework for CPS security examination presents fundamental research issues: • Current defence properties are usually only recommended for monitoring cyber-attacks [16]. The examination of cross-domain attacks in CPPS necessitates creating new forms of defence property that can be applied to the cyber-physical realms. • Numerous Models of Computation (MoCs) are required by the current system-level acceptance systematic model in CPPS for the cyber-physical realm [17]. A centralized device activity of importance for CPPS is needed to evaluate cross-domain protection. • Since several sub-systems communicate in the CPPS context, the elimination of information or detection systems must be carried out through multiple sub-systems. The GAN is being used to combine the IoT ecosystem with the current CPS framework for consistency and a long-term system.

LITERATURE REVIEW

Emerging CPPS modelling techniques aim to analyze the system’s performance, stability, control quality, and energy efficiency. These resources disregard security via device design. The majority of current CPS security analysis, on the other hand, focuses on established deficiencies in particular positions. An ad hoc fix is recommended with patching applications and removing hardware parts without demonstrating that the restored device is no longer vulnerable [18]. A few of CPS eventually become a vital component of the CPPS as a whole.

Internet-oriented, Semantic-oriented, and Things-oriented perspectives [19] are included with the cyber-physical system. The experience layer consists of sensor devices. The network layer consists of a localized communication network. Finally, the application layer enables interface devices to reside with the application in the proposed structural model. Moreover, the enhanced five-layer architecture consists of the gateway layer and middleware layer involved in handling network connectivity and ensuring the interface among system and mesh devices are very versatile [20]. Specific layer-based architectural structures [21 & 22] in the studies, on the other side, provide more flexibility to satisfy the requirement of each program.

When the number of IoT implementations grows, so does the number of heterogeneous networking methods available, each with its own set of access networks and routing protocols. Incorporating those components, allowing for appropriated management in complex contexts, has been a significant challenge that must be addressed. In this regard, many modern IoT architecture concepts [23 & 24] often relied on Network-based software to address this issue. Network Virtualization innovation is also being built into this approach, allowing the IoT device quite versatile and also scalable [25 & 26]. Simultaneously, a study has been carried to expand SDN-based frameworks to an appropriate controller network [27]. Innovative manufacturing industries [28] are the most exciting implementations of SDN networks for IoT.

The demand for IoT systems, including quicker response times and better service efficiency, has resulted in modern edge computing techniques. The IoT tool is served as the foundation for specific architectural plans for an intelligent power grid, smart transit, and innovative city developments. In this regard, research is done on IoT factors like infrastructure related to the quality, stability, and privacy concerns to determine edge technology can
be integrated [29 & 30]. Implementing a process control system within closed-loop and Distributed Networked Control Systems faces an issue that is unable to be overcome by the IoT framework, even though the numerous types of IoT framework are utilized for various applications.

The stable confinement management for discontinuous-time multi-agent networks with transmission dropouts [31]. Centred on the system's robustness [32], build a stable controller. [33] created a novel Event-triggered robust monitoring technique for CPS against interruption and additive noise in the face of dual-channel asynchronous DoS attacks. Both for S-C and C-A channels, two separate event-triggering protocols have been established. When faced with transmission dropouts triggered by DoS attacks, [34] employ state-input control.

The condition of the method, on the other hand, is not necessarily quantifiable. The regulated device state is determined by utilizing a dynamic external feedback control in associated output feedback control $H\infty$ challenges are investigated [35]. Nonlinear observer-dependent output feedback control depending on the case cause function. Even though access monitoring challenges against DoS attacks are being studied in the literature [36& 37], several issues are yet to be successfully tackled. The primary complex problem is describing the effect of systematic attacks functionality very precisely. Attack strength and limit are selected to represent the interaction among attackers and machine efficiency [38]. The proper requirements of Nash equilibrium are investigated by utilizing a two-stage optimization technique. Nevertheless, in the presence of intellectual threats, the device must choose an optimum prediction limit based on threat rate but can still effectively mitigate transmission dropouts caused by DoS attacks. [39] Explore dynamic monitoring using the systematic switching approach and suggest a hybrid mathematical paradigm where the controller switches depending on the cyber attacker and the defender's conflicting results. Moreover, the classification technique does not consider the effect of DoS systematic attacks over various contact networks. The goal is to develop an increased performance feedback controller to address a DoS attacks issue for cyber-physical systems and prevent the length of DoS attacks by the switching subsystems categorization based on the features of persistent DoS attacks. The controller is usually programmed to optimize the Cyber-Physical System during DoS attacks using a sequence of expected potential control inputs.

II. SYSTEM MODEL

The proposed Generative Adversarial Networks (GAN) is applicable in many contemporary applications with different structural frameworks such as variant data types with the fully connected networks, generating image features with Convolutional Neural Network, and sequence data type recurrent network model. The layout of the GAN model is shown in Figure 2. The proposed algorithmic approach is involved in analyzing input data by achieving the accelerated growth that has emphasized Artificial Intelligence. In specific, systematic models are classified as conditional GANs and unconditional GANs. The generator and discriminator in the GAN model are influenced to validate the input data. Semi-supervised computing, image extraction, image capturing, feedback data collection, software optimization, and forecasting are a few contemporaneous applications of Generative Adversarial Networks (GAN).

Many sub-systems make up a standard Cyber-Physical Protection System (CPPS) layout. The elements in every sub-system's cyber and physical realm are linked based on signal and energy flows, whereas signal and energy flows can exist within sub-systems. The proposed model enables interaction among the different flows within an individual sub-system or over multiple sub-systems. This can be attained by implementing the Conditional Generative Adversarial Model (CGAN). In the CPPS design phase, the time required for signal and energy flows is estimated depending on the unique device design. The cyber and physical realm are attained using various nodes, whereas the energy and signal transfer among distinct nodes are obtained using edges. The unique pattern in the developed CPPS is utilized to display all of the possible flow and also enable us to derive the flow pairs. The CGAN generates every individual pair to the proposed model. Provided information about every single flow deduce a maximum level of probability distribution means that enables a close connection among the two flows. To achieve a security standpoint, the interaction and distribution in between different flows are enhanced. Depending on the security approach, the proposed CGAN systematic model produces a theoretical basis for the architecture and study of CPPS that opposes cross-domain threats at the device level. The
The proposed CGAN system model consists of a two-step approach for generating and resolving security analysis with a tool for CPPS. Graph Construction and CGAN-based Security are the two stages included in the proposed system model. The network construction algorithm uses the design time as an input along with sub-systems informational data in CPPS. Every sub-system's cyber and physical realm elements are evaluated for corresponding data of energy and signal flow within a sub-system to enhance the graphic representation from the current CPPS.

Algorithm for Security analysis:

**Input:** Discriminator, Generator, Noise under condition, Frequency Feature Indices, Parzen Window with Width "h".

**Output:** Likelihood Metrics: Average Correct Likelihood: AvgCorLike, Average Incorrect Likelihood: AvgIncLike.

**Step1:** Initialize AvgCorLike and AvgIncLike as a matrix of size batch size (N) x step size (K).

**Step2:** When the random condition comes under the specified condition, Correct Likelihood (CorLike)0, correct number (CorNum), Incorrect Likelihood (IncLike), and Incorrect number (IncNum) are initialized to zero.

**Step3:** We first produce samples $X_G$ with $G(Z|Cond_i)$ for each condition mark Cond.

**Step4:** We use the Parzen Gaussian Window approach to construct an approximate conditional distribution $F_{Dist}(X_{GFTldx}|Cond_i)$ for a specified Parzen window size $h$ and current function index Ftdx.

**Step5:** We generate the respective test samples within each frequency function from the test packet $X_{test}$, and we change two parameters based on the probability for each sample set.

**Step6:** The aggregate of CorLike and IncLike is then calculated based on the number of test samples per function.

**Step7:** Two sets of average metric values, AvgCorLike and AvgIncLike are modified with the equivalent sets of aggregated metric values, depending on the conditions.
To fulfill the DNCS demands satisfactorily, a layer-based structure is created considering the technical advancement forced through IoT. The IoT-based distribution network model is shown in Figure 3. The control core represents the IoT DNCS framework. The five ordered layers, namely the application layer, network layer, network control layer, device, and management layer, enable communication with each other layers based on the control core. The instruments are utilized to control systems execution by the investigators are included in the interface layer. The proposed system model utilizes controls, actuators, and sensors. The volume of data within the layer is unknown, and they are assumed to get a plug-and-play operation that is dependent or independent of a given time. As observations are needed, sensors are placed to gather the corresponding information, whereas active controllers will measure its control signals. If there is a requirement for creating an entity, actuators ensure the protection with the acquired control signals. The fundamental goal of the network management plane with the device layer is to control the devices with three tasks. Initially, the sensors are used to monitor via assessment of entering and exiting data within the device, evaluating the sensor's effectiveness and potential to conduct calculations for the investigator's creation, and making decisions based on a set of rules. The second stage is to handle the actuators by detecting the entering and exiting data within a device, assessing the actuator's accessibility and potential to quantify controlled signals for investigator's creation, and evaluating whether inter-controller switching can exist or not depending on network control specifications. The third stage is to handle the
The delay rate of actuators, such as assessing for entering and exiting data in a system and estimate the requirement of operator preparation and assessing to shape depending on the contact network's circumstances and control specifications of members.

The Network Layer is responsible for gathering informational data from the south-bound layer and transmitting it via the connection-oriented networks. This network's centre consists of all devices and networking technology that communicates with the entities. Furthermore, this layer is responsible for route discovery to robust connectivity, improving communication among control cores. The most critical layers are the Network Control Layer that permits DNCS to function effectively in IoT configuration. The ability of the networking model is managed by providing the network layer towards the device management layer. The network control layer has the potential to self-abstract in-service management networks by permitting IoT protocol to interact with diversified devices in terms of connectivity and knowledge sharing that can reach and leave the system at varying time duration. The network control layer has the authority to determine when the device layer generates the input data or communicated via Network Layer elements and the potential to control sensors, actuators, and controllers.

The cyber-physical system (CPS) is scaled with a value of \( \varepsilon_{i,n} > 1, \mu > 1 \) shows that it is exponentially stable per the delay rate of \( \varepsilon_{i,n}K_{i,n}^T P_{i,n} - P_{i,n} \). The maximum consecutive arises due to DoS attacks is existing in matrices of \( P_{i,n} > 0(i \in M, n \in L) \), in which the finite set is denoted as L. If \( i=1, \) then \( n=0 \).

\[
\begin{bmatrix}
-P_{i,n} & \varepsilon_{i,n}K_{i,n}^T P_{i,n} \\
\varepsilon_{i,n}P_{i,n}K_{i,n} & -P_{i,n}
\end{bmatrix} < 0
\] (1)

\[ P_{a,\alpha} < \mu P_{b,\beta}(\forall a, b \in M; \forall \alpha, \beta \in L) \] (2)

\[ \rho = \max\{|\varepsilon_{i,n}^{-2}| i \in M, n \in L\} < 1 \] (3)

\[ V_{\tau \sigma(\kappa_0^{(k_0)})(k_0)}(k_0) = z^T(k_0)P_{\tau \sigma(\kappa_0^{(k_0)})(k_0)}z(k_0) \] (4)

Here, the Lyapunov function is denoted as \( \tau \sigma(\kappa_0^{(k_0)}) \) that are related to the nested sub-system in which \( \sigma(k_0) = i(i \in M) \) and \( \tau \sigma(\kappa_0^{(k_0)})(k_0) = n(n \in L) \) whereas the sub-system in between the transmission switching points is denoted as \( \tau \sigma(\kappa_0^{(k_0)})(k_0) = n \). The sub-system of the system is given as follows,

\[ z(k_{t+1}) = K_{i,n}&^z(k_0)(i \in M, n \in L) \] (5)

In the above equation, the Lyapunov function for a subsystem is applied and given as follows,

\[ V_{i,n}(k_0) = z^T(k_0)P_{i,n}z(k_0) \] (6)

\[ \varepsilon_{i,n,T}^z(k_0) = z^T(k_0) \] is provided and the following systematic model is obtained as follows,

\[ \xi(k_{t+1}) = \varepsilon_{i,n}K_{i,n}z(k_0) \] (7)

The most appropriate Lyapunov function for the system is selected.

\[ W_{i,n}(k_0) = \xi^T(k_0)P_{i,n}z(k_0) \] (8)

The systematic approach along the trajectory with the first-order forward difference of \( W_{i,n}(k_0) \) is given as follows,

\[ \Delta W_{i,n}(k_0) = W_{i,n}(k_{t+1}) - W_{i,n}(k_0) \]

\[ \Delta W_{i,n}(k_0) = \xi^T(k_0) \Omega_{i,n,z}(k_0) \] (9)

Here, \( \Omega_{i,n} = \varepsilon_{i,n}^2 P_{i,n}^T A_{i,n}^T A_{i,n} - P_{i,n} \). For any non-zero \( \xi(k_0), \Omega_{i,n} < 0 \) which implies that \( W_{i,n}(k_0) < W_{i,n}(k_0) \).
\[ V_{i,n}(k_t) = e_{i,n}^{-2t} W_{i,n}(k_t) \]
\[ V_{i,n}(k_t) = e_{i,n}^{-2t} V_{i,n}(k_0) \]  

(10)

The implementation of Schur complements lemma with \( \Omega_{i,n} < 0 \) the equivalent inequality matrix is obtained.

\[ V_{\sigma(k_j)k_0}(k_{t+1}) = z^T(k_{t+1}) P_{\sigma(k_j)k_0} z(k_t) \]  

(11)

From equation (2) the following expression is derived,

\[ V_{\Delta,\alpha} < \mu V_{b,\beta} (\forall a, b \in M; \forall \alpha, \beta \in L) \]  

(12)

On considering the equations (10) and (12), the corresponding account yield is expressed as follows,

\[ V_{\sigma(k_j)k_0}(k_t) < \rho V_{\sigma(k_{t+1})k_{t+1}}(k_{t+1}) < \rho^2 V_{\sigma(k_{t+2})k_{t+2}}(k_{t+2}) < \cdots < \rho^t V_{\sigma(k_0)k_0}(k_0) \]  

(13)

Here, \( \rho = \max\left\{ e_{i,n}^2 | i \in M, n \in L \right\} \). When \( t \to \infty, \rho < 1 \). \( V_{\sigma(k_j)k_0}(k_t) \) converges to 0. To obtain the convergence of the entire system the state sequence are considered. Thus, the relationship between the two-state sequences is given as follows,

\[ \| z(k_{j,t}) \| \leq \lambda \| z(k_t) \| \]  

(14)

The entire state equation converges to 0 when \( t \to \infty \). Thus, the proposed system remains stable at any transmission switching rate.

For the efficient cyber-physical system transmission, the terms such as \( t, k_t \) and \( k_{j,t} \) are considered as the equation is given as follows,

\[ k_t \leq (N + 1)t \]  

(15)

\[ k_{j,t} \leq (N + 1)t + N \leq (N + 2)t, (t \geq N) \]  

(16)

\[ \| z(k_t) \| < \left( \frac{2(N+1)}{\sqrt{\rho}} \right)^{k_t} \sqrt{\left( \frac{\theta_2}{\theta_1} \right)} \| z(0) \| \]  

(17)

\[ \| z(k_{j,t}) \| < \lambda \left( \frac{2(N+2)}{\sqrt{\rho}} \right)^{k_{j,t}} \sqrt{\left( \frac{\theta_2}{\theta_1} \right)} \| z(0) \|, (t \geq N) \]  

(18)

The expression for inequality switching point after transmission at the varying time is given as follows,

\[ \| z(k) \| < \lambda \left( \frac{2(N+2)}{\sqrt{\rho}} \right)^k \sqrt{\left( \frac{\theta_2}{\theta_1} \right)} \| z(0) \| \]  

(19)

At \( N(N+1) \) time steps, the corresponding least packet transmission point is obtained with the transmission switching point. Thus, the cyber-physical system (CPS) is exponentially stable at finite time steps with the delay rate.

**III. RESULT AND DISCUSSION**

Based on the proposed model, designed to attain the various data analysis observed to be accurate data or fake data with a probability of generator and discriminator. The Generative Adversarial Networks (GAN) can transverse the feedback data with a sampled model at a supervised deep learning method. It also reverses the feedback data with a Non-saturating objective model at the rate of the deep reinforcement learning system method.
The purpose is to reduce the data loss during feedback analysis in the integrated cyber systems and artificial intelligence and improve data significance.

A higher score indicates that the proposed model has learned a stronger relationship between the featured data and the right running conditions of the motor during the first sequence. Increasing value in the second range, on the other hand, indicates that the proposed system model discovered unforeseen and perhaps unsustainable interactions between data and variables.

Freq = \{freq, freq2, ..., freq100\}, frequency values are ranging from 0 and 1. The Gaussian kernel density estimate uses a parzen frame with the width of $h=0.2$. As a result, frequency components are multiplied by 0.2 to yields the real likelihood. The mean value of right and inaccurate likelihood is shown in Figure 4. The positive probability values change as the number of iterations increases. This demonstrates that the generator can study the standard acoustic emissions distribution based on signal flows with accuracy. We have been using the protection analysis algorithm to quantify the emission with the mean correct and incorrect likelihoods acquired with three parameters by utilizing the CGAN generator concerning the density function.

![Average correct and incorrect likelihood](image)

**Figure 4:** Average correct and incorrect likelihood for iteration with $h=0.2$.

The existence of the Z-motor activity in the G/M-code is best estimated by an intruder rather than other situations, as seen in Figures 5 and 6, and it is represented with X or Y movement of the motor. Furthermore, if a user has to build an integrity and accessibility attack prediction model to identify attacks on individual elements of X, Y, or Z motor via side channels, the proposed CGAN model would enable the user to predict the output of this model.
Figure 5: Acoustic Energy flow of the Average correct likelihood.

Figure 6: Acoustic Energy flow of the Average Incorrect likelihood.

IV. CONCLUSION

In this paper, the proposed Conditional Generative Adversarial Network (CGAN) is utilized in interacting cyber-physical production systems (CPPS) with IoT networking security. The conditional distributions use the CGAN model is presented to accomplish the safety of an advanced manufacturing device. The protection management issue for CPS being solved using the system dynamic feedback mechanism. CPS is configured into sub-system switching within the system. Moreover, a control strategy for recursive switching mechanism when DoS attacks are encountered based on the consistency and energy constraint of DoS attacks. The IoT-DNCS framework is enhanced to control various tasks with IoT features possible, considering participants' creation through the
communication of sensors, controls, and actuators. The objective of this research brings up a variety of relevant studies in the different network-layer design, including the implementation of a more fitting SDN controller to handle devices and connection structures in real-time with control specifications and routing protocols. The proposed architectural model with unique integrated applications replicates its performance while evaluating the effectiveness of the proposed management system.
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