Security and privacy awareness of smartphone users in Indonesia
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Abstract. The number of smartphone users in Indonesia is increasing every year and has been growing rapidly since Covid-19 hit Indonesia. Smartphones store a lot of personal and information data, such as photos, videos, contact lists, e-mails to social media accounts. A large amount of personal data on smartphones causes an increasing number of threats to information security and privacy. This study aims to measure the knowledge and level of awareness of smartphone users in Indonesia on information security and privacy. This study modifies the existing measurement methods. The results showed that there are still many Indonesians do not know the information security and privacy on their smartphones. The results also show that the level of information security awareness among Indonesians is still low.

1. Introduction

Smartphone technology continues to increase every year, especially after Covid-19 strikes. The number of smartphone users is increasing along with the implementation of learning from home [1]. Of the total 272.1 million population of Indonesia, internet users reach 175.4 million. Interestingly, the number of connected smartphones reached 338.2 million units, almost double the number of internet users. This means that almost Indonesian people have more than one smartphone. Meanwhile, the number of social media users has reached 160 million [2]. Apart from phone calls and SMS, smartphones also provide internet services, data sharing, life support applications, games etc. Smartphones also allow us to store various data, documents, photos and videos. This can increase security and privacy risks.

Nowadays, almost all human activities are connected to the internet, therefore security and privacy awareness are very important. Several studies have shown that smartphone users have done the right thing in keeping their smartphone safe. User has used authentication such as different pattern usage, fingerprint password, face password, pin password, etc. [3,4,5]. This is not sufficient to protect us from security related problems [6]. Smartphones are devices that can store various information including personal information. Users must ensure the safety of each other's personal information. They often neglect to protect personal information due to a lack of awareness, whereas if that information falls into bad hands, there will be problems.

Recent studies show that the total number of applications downloaded in the first quarter of 2020 was 31.5 billion globally. Of these, 22.5 billion came from the Google Play Store and 9 billion from
the Apple App Store. This number increased 20% compared to the same period the previous year [7].

Another study released that more than 29,000 malicious Android applications circulated in the first quarter of 2020. That number is up dramatically from the range of 14,500 malicious applications recorded in the same period last year. Nine out of ten malicious applications at the top had stopped at the Android Play Store application store. This means that they can penetrate the Play Store security system, which should be able to filter out malicious programs. According to newly available data, Indonesia, has seen dramatic spikes in fraudulent activity. Of the 161 million transactions in Indonesia that were processed, more than 157 million of them were blocked as fraud [8].

This paper discusses the results of an information security and privacy awareness survey of smartphone users in Indonesia. This study aims to measure the level of awareness of information security and privacy of smartphone users. Several previous studies have discussed information security awareness in Indonesia [9-12]. However, all of them specifically discussed information security awareness among teenager. In addition, all of them only use descriptive analysis to show the level of information security. Neither one has proposed a method of measuring information security awareness. Likewise, what was done in Budapest [13]. Previously, we have also conducted research on information security and privacy among civil servants in Makassar. We use Multi Criteria Decision Analysis (MCDA) to measure the level of information awareness [14] by adopting a prototype of the information security awareness measurement proposed by Krugger & Kearney [15].

In 2019, Noor [12] propose a method of measuring security awareness and privacy of smartphone users. The study conducted a security and privacy awareness survey among college students and proposed a method of measuring the level of awareness. It uses previous research results that divided attacks on smartphones into old attacks and new attacks [17]. They compiled question related to security and privacy based on the attack. Similar to computers, smartphones also have same challenges. Security and privacy-related threats on smartphones are divided into four [16] including: Data protection and privacy [17,18], Attacks [19,20] Authorization [21], and Vulnerabilities [22].

Next, we refer to Noor method as the existing method. In our research, we measured the level of security and privacy awareness of smartphone users in Indonesia using the modified existing method. An explanation of the existing method and its modifications is discussed in the next section. Then proceed with a discussion of the results of the security and privacy awareness survey and the measurement results, then close with a conclusion.

2. Method

The purpose of this study is to measure how much security and privacy awareness of smartphone users. Data collection is carried out through a user survey. This method is most commonly used for research activities, but this process takes a long time to complete [23]. In fact, it is expensive, especially if the survey coverage area is very large. The use of technology in collecting data by survey can be used to overcome this problem [24], it can even be used to analyze data automatically (e.g. Google forms). Online data collection is a very popular to use in many researches [25].

In this study, we prepared a questionnaire using Google Form, then collected data using the crowdsourcing method [26]. We invite smartphone users in Indonesia aged 12 years and over to fill out questionnaires by distributing links via Facebook, Whatsapp, Telegram and SMS.

We compiled a questionnaire based on a modified method design. The existing methods raise several questions regarding security and privacy. However, it only took the six questions that were most influential. They formulate easy-to-understand question sentences in simple language. We have modified the existing methods in several sections. the first is that we changed the first question (Q1: For what purpose do you use Smartphone?) because almost all smartphone users today use it for activities other than communicating so this question will potentially result in unsafe answer choices. We replace this question with the question: "Do you save some information on your smartphone (perhaps as a reminder or for personal consumption)?". This question also has the potential to be answered by smartphone users who do not use it to access internet applications. We changed some of the question redaction to make it easier to understand.
We also add one question related to security (Q7) although the addition of the question is not that significant in calculating the level of awareness using Equation 1. However, this question will show the actions of the user in securing their smartphone. A list of modified questions is presented in Table 1. This table also shows the modifications to the unsafe options section. We change and added some of the possible options, then gave a weight to each option. The weight given will be the Q value for each question. For questions that have more than 1 selectable answers, the Q value is the accumulation of each weight. This differs from the existing method, where the weight of all unsafe options is 1.

| Question                                                                 | Safe option                          | Unsafe option                                                                 |
|-------------------------------------------------------------------------|--------------------------------------|------------------------------------------------------------------------------|
| Q1 Do you save the following information on your smartphone (perhaps as a reminder or for personal consumption) | Nothing (0)                          | Personal identity (0,25) Financial App username & pass (0,25) Non-Financial App username & pass (0,25) |
| Q2 Do you log out your personal accounts (e.g. Email, Facebook, Etc.) after assessing it via Smartphone? | Always (0)                           | Never (1); Rarely (0,75); Sometimes (0,5); Often(0,25)                      |
| Q3 Do you ever installed an unknown sources or third party applications in your smartphone? | No (0)                               | Yes (1)                                                                      |
| Q4 Did you read the application provider’s privacy and policy before installing application? | Always (0)                           | Never (1); Rarely (0,75); Sometimes (0,5); Often (0,25)                     |
| Q5 Did you ever read the Application’s Phone Access Permissions before installing application? | Always (0)                           | Never (1); Rarely (0,75); Sometimes (0,5); Often (0,25)                     |
| Q6 What type of screen locks do you use for Security?                   | Pin Code/Password/Pattern/Fingerprint (0) | Nothing (1)                                                                  |
| Q7 What type of locks do you use for applications?                      | Pin Code/Password/Pattern/Fingerprint (0) | Nothing (1)                                                                  |

The calculation of the level of awareness in our study uses the same equation as the existing methods, as follow as:

\[
LoA = 1 - \left( \frac{2}{1 + e^{-\varphi}} - 1 \right)
\]  

(1)

where Q is the sum of all Q values for each question. By using this equation, the LoA will be 0 - 1. By using this equation, the LoA will be 0 - 1. If the user chooses all safe answers for all questions, then the LoA is 100%, and if the user chooses all unsafe answers with the highest weight, then the LoA will be close to 0%.

3. Result and Discussion

We have distributed the questionnaire links via SMS and the internet such as Facebook, WhatsApp and Telegram. There are 540 smartphone users in Indonesia filled out the questionnaire. The total number of respondents is almost equal between men and women. The majority of respondents are adults (57%), then teenager (33%) and the rest were elderly people. About 52% of responses are diploma and bachelor graduates. 28.5% are masters and doctorates, and the rest are high school graduates. Our responses come from all over Indonesia. Most came from Sulawesi (46%), then Java (32%), Bali and Nusa Tenggara (8%), and a small proportion came from Kalimantan, Sumatra, Papua and Maluku. We have processed the user's answers to the questions previously discussed. The answers to the questions of this research will be discussed one by one. It is important to know the user's awareness in detail.
3.1. Answer to research question

3.1.1. The purpose of using smartphone. Currently, smartphones can perform various activities on computers such as email, location tracking, photo and video storage, photo and video processing, internet access such as browsing, social media, e-commerce, etc. The question (according to Q1 on existing method) is about the intended use of the smartphone. This is to find out how many people are using each of these services on their smartphone. Figure 1 shows the response to this question, only 1.1% of users use smartphones only for calling and texting. This user is quite safe compared to 99% of people who use smartphones for other activities, especially the internet.

3.1.2. Saving some information on smartphone. Like a computer, a smartphone can also store various information such as contact lists, notes, documents, photos and videos. Even if you are not connected to the internet, all this information can be stored on your smartphone. Q1 is about what information is stored by respondents on their smartphones. Figure 2 shows that around 57% of respondents save their financial application accounts and passwords on their smartphones. 56% of respondents admitted to storing their personal identities, 39% storing accounts and passwords for non-financial applications, and 30% storing personal photos and videos on their smartphones. This shows that they are less secure than the other 24% of respondents who do not store any information on their smartphone.

![Figure 1. The purpose of using smartphone.](image1)

![Figure 2. Number of respondents who save information on their smartphone.](image2)
3.1.3. Log out from personal accounts. As previously discussed, smartphone provides various internet facilities such as email, cloud, social media, etc. All of these services can be accessed via smartphone. Not only through the browser, all of these services already have applications that can be installed on smartphones. There are a lot of personal information in this application that is very important to us and we must keep it safe. But most of us, access personal accounts (eg. Email, Facebook, Google drive, etc.) and leave them connected. For example, a person loses his smartphone and if a personal account is logged into the smartphone, he may lose his personal information. Q2 is about whether they always sign out from their personal accounts when using a smartphone. This question is to reveal how many people are aware of their security and privacy. Figure 3 shows that 65.5% of people are not aware of this problem.

3.1.4. Install third party applications. Third-party applications are defined as applications that are developed by other parties, not genuine from certain device manufacturers. Apps made by other developers may be able to run on smartphones made by different developers. Usually, these applications can be downloaded through the Play Store or App Store. Sometimes, third-party applications are also unknown. We may get it via e-mail, instant message or advertisements listed on an internet page.

Figure 3. Number of respondents who usually sign out from personal account when using it with smartphone.

Figure 4. Number of respondents who ever install third party application from unknown source.
Third party applications may contain more malware than system applications. That is why, third party applications are less secure than system applications. In our survey results for the Q3 question in Fig. 4, we know that 47% users installed third-party applications from unknown sources. They are less secure than 52% others.

3.1.5. Read application provider’s privacy and policy. Before installing an application, providers provide their privacy and policies. This privacy and policy contains policies regarding access to user information. For example, an application has policies for accessing contact information and an address book. By reading the privacy policy, users can find out what information that can be accessed by application and what it is used for. Users can also find out what information can and cannot be hidden.

Figure 5 show the number of respondents who usually read application provider’s privacy and policy. About 17% respondents said that they always read application provider’s privacy and policy before installing the application. This means that only a small proportion of Indonesians are aware of the importance of reading providers’ privacy and policies regarding their personal information.

![Figure 5](image1.png)

**Figure 5.** Number of respondents who usually read application provider’s privacy and policy.

![Figure 6](image2.png)

**Figure 6.** Number of respondents who usually read through application’s access permission.
3.1.6. Read the application’s phone access permissions. Smartphone technology is growing from year to year. As discussed earlier, Smartphones can store a variety of our personal information such as photos and videos, documents, message conversations and other important information. Before the user installs the application, the application provider shows the permission request to access the phone application. Phone app access permission means what information on the smartphone is accessed by the app. A user should always read the app's phone access permissions carefully.

Figure 6 show the number of respondents who usually read through application’s access permission before installing the application. 30.56% respondents said that they always read through application’s access permission before installing the application and only 4.8% respondent never read that access permission. The rest, rarely, sometimes, and often read them before installing.

![Figure 7. Number of users using authentication system](image)

![Figure 8. Number of users using lock for application](image)

3.1.7. Using screen locks. Authentication is a very important thing on a smartphone. Without authentication, smartphones can pose a big problem. For example, someone gets your cellphone in a short time, if he doesn't know your smartphone's authentication system, he won't be able to unlock your smartphone. So, He can't access any information from your smartphone.
There are many authentication systems for smartphones such as: pin code, password, pattern, fingerprint, etc. Figure 7 shows the percentage of people who do not use the authentication system as well as the percentage of the authentication system used by smartphone users. Only 8.52% of people do not use the authentication system on their smartphone. By the number of people who use the authentication system, fingerprint is the most widely used authentication system (27%).

3.1.8. Locks for applications. Some of the applications installed on the smartphone may be very important and contain various confidential information. To secure this application from being accessed by other people who might get our smartphone, we need to lock the application. The lock is the same as an authentication system. Figure 8 shows the types of locks used by smartphone users in Indonesia. About 11.5% of people do not use any locks for private and confidential application. Based on respondents' answers, fingerprints, pin codes, and passwords are mostly used to lock applications.

3.2. Level of awarenesses
We have compiled the answers of smartphone users in Indonesia to questions related to security and privacy. The results we have described in the previous section. As we have said that we continue to ask the existing questions on the existing methods that we have eliminated and replaced with another question (Q1). thus, we can still calculate the Level of Awareness (LoA) based on the existing methods.

We calculate the answers from smartphone users using Equation (1). The calculation result is shown in the graph in Figure 9. The average LoA of smartphone users in Indonesia is shown in Figure 10. The red line and bar represents the calculation result using the existing method, while the blue line and bar shows the calculation using the modified method.

We can see in figure 9 that the calculation using the modified method produces more variety LoA compared to the existing methods. The existing method only produces 6 LoA while the modified method produces 22 different LoAs. With the modification method, the average LoA is higher than the existing methods. With the existing method, the average LoA is 17%, while with the modified method, the average LoA is 23%.

4. Conclusion
This research aims to described the security and privacy awareness of smartphone users in Indonesia and to measured their level of security and privacy using the modified of existing method. Based on the results previously described, we can conclude that most of Indonesians citizen are not aware about security and privacy on using smartphone, level of security and privacy awareness among Indonesians is still low. Secondly, our modification provides a more variable Level of Awareness than
the existing methods. With the existing method, the average LoA is 17%, while with the modified method, the average LoA is 23%.
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