Persuasive Factors and Weakness for Security Vulnerabilities in BIG IOT Data in Healthcare Solution
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Abstract. In the present scenario, public health is a global challenge. In view of COVID-19 pandemic, interventions of emerging technologies has been highly increased and post-pandemic big technological shift is expected for providing information and communication Technology-enabled solutions to healthcare as well a meeting other social challenges. Internet of Things or IoT and Big data are the technologies prominently being used in healthcare applications. In smart city visualization to provide ubiquitous computing environment, urge of smart, small but powerful sensor devices or IoT technology-enabled healthcare solutions deployments done over open networked infrastructure and underlying architecture. Such highly dynamic and heterogeneous environment with rapid digital transformation enforcing trusted security resource-restrictions and performance implication. In this paper, firstly, we explore the existing security, privacy and authentication weakness in reference to IoT or IoMT and big data enabled healthcare applications. Secondly, scaling the low to high security risks done based on the major weaknesses. In this work primarily we focus on most challenging attacks like Denial of Services (DoS), Man in the middle and dynamic intrusions. In winding-up machine learning based intelligent adaptive approach proposed for underlying deficiencies and insufficiencies in IoT enabled Healthcare application security. The key driving forces for the imprecision of trust and security with emerging Big IoT also presented as future scope.
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1. INTRODUCTION
Internet of Things or IoT is a heterogeneous and distributed network of embedded sensor devices communicating through wired or wireless communication technologies [1]. With IoT devices, not only world become more connected to bring great advantages but also bring new security challenges with new threats and vulnerabilities. Big IoT Data identified as a significant elucidation to alleviate the Information and Communication Technology (ICT) enabled healthcare. There are many existing research [2-5] focused on IoT system security with Big Data based healthcare systems too. There is no standard IoT architecture to be followed in all applications and technologies. Although in the year 2018 and 2019 IEEE proposed has IoT architecture framework for smart cities and smart grid [6-7.]

In
the healthcare landscape, day-by-day number of connections and access of variety of devices between objects and human beings are rapidly growing.

IoT devices are resource-restricted and less secure where e-healthcare solution is human-centric system and ensuring security is prime concern. Immediate healthcare concerned actions are always on high priority, therefore access of data and services with low or now security assurance system becomes prone. Meanwhile attackers and intruders target IoT devices and track the data with location and due to attacks and threats device or system behave maliciously. In view of enforcing rapid development and fast deployment of technology enabled healthcare solutions, exchange of healthcare data and voluminous Big Data analytics between patient and other stakeholders leading to unknown security attacks and threats. Variation in IoT devices to provides variety of healthcare applications and services are expanding beyond the mere things or objects. Even attempts are being done to implant IoT devices into the human body to monitor the live conditions [8]. New threats are consistently increasing and community researchers constantly working to provide end-to-end secure digital transformation. As per recent advancement in IoT based healthcare application, an open source application OpenAPS [9] developed using artificial pancreases system for continuous monitoring of glucose level in diabetes patients.

In the smart healthcare Big Data analytics is also a buzzword and revolutionizing the health informatics analysis. In view of smart grid applications of Big Data and associated security concerns has been discussed in [10]. A survey on deep learning for IoT and Big Data with streaming analytics had done [11]. In healthcare Big IoT data in variety collected from different sources and always have potential security risks like

- Stakeholders compromised behavior and identifying factitious data
- High volume of dynamic data from different sources
- Security risk prediction and Trusted data analysis
- Twisted interpretation and inappropriate conclusions from novel set of voluminous data with or without security assurance
- Miss-Extraction and Misclassification of Data

Rest of the paper organized as next part present the related work explored specifically in subjective area of research privacy and security. In the third section, security apprehensions in Big IoT data enabled applications discussed to identify the security weaknesses with underlying deficiencies. In the IV part our proposed work has been presented and in the last comparative analysis followed by conclusion and future work discussed.

2. RELATED WORK
   As a part of explorative research approach, primarily related existing literature explored. There are several research papers, white papers, articles and blogs highlighting the Big IoT Data security. A comprehensive survey of IoT in healthcare has been presented in [12]. Similarly from Micro to Nano evolution of wireless sensor based healthcare has been done in [13]. Another comprehensive study of security in Internet of Things [14] was also done where three reference model presented with motivation of attackers in new paradigm discussed. Further security attack in IoT based application has been discussed where a survey on building blocks reference model [15] has been done. Machine learning and predictive Modelling in the healthcare research is revolutionizing the way health data are being collected used and analysed. These are the wide spread technologies offering risk prediction, diagnosis, prognosis patients healthcare data analysing [16]. On the other side of this sensitive human-centric complex healthcare application accessing Big Data from dissimilar IoT devices raises security concerns for researchers. In the different IoT enabled application domains improvements in traffic, manufacturing and healthcare has been discussed with business scaling security evaluation is needed. [17]. Privacy in view of smart city applications discussed in [18] where security and privacy are represented as separate stream with increase of cyberspace and cyber systems. A key establishment scheme using secure signature based authentication for IoT applications was proposed in [19]. Big Data in cloud environment for secure storage and verification scheme SecSVA has been presented in [20].

In context IoT and IoMT (Internet of Medical Things) analysis of cyber risks, holistic analysis of assessment, frameworks, vectors and risk ranking process presented in [21]. A lightweight IoT based
authentication scheme has been proposed in [22] in view of cloud computing. Another multi-factor lightweight biometric based remote user authentication and key agreement scheme used for IoT security [23]. This scheme uses reasonable resources for one-way hash function and XOR operation that makes it suitable to resource restricted IoT security. It provides strength, against several security attacks through AVISPA tool but it require testbed setup for applying in real world IoT based systems and to understand memory requirements as well.

Despite of continuous efforts of researchers’ providing trusted security is always a thrust area, Security issues are still challenging. In the past year 2019 significant research on has been done to explore and identify the security threats and solutions, Intrusion detection, network or router attacks [24-32] in IoT architecture and technology deployment, Security in healthcare is more critical and due to day today rising security attacks and threats along with IoT devices and application complexity expansion, privacy, authentication and access control are the big concern for ensuring security in IoT enabled world of healthcare.

Key Contribution of this paper defined in many folds; one explores the existing security, privacy and authentication weakness in reference to IoT or IoMT and big data enabled healthcare applications. Secondly, scaling the low to high security risks done based on the major weaknesses. In this work, primarily we focus on most challenging attacks like Denial of Services (DoS), Man in the middle and dynamic intrusions. In winding-up machine, learning based intelligent adaptive approach proposed for underlying deficiencies and insufficiencies in IoT enabled Healthcare application security. The key driving forces for the imprecision of trust and security with emerging Big IoT also presented as future scope.

Research Methodology: A systematic review of existing related research done to identify the weakness of security risks of IoT and Big Data risks. Primarily we have explored IEEE Xplore, ScienceDirect, ACM, Digital Library, and Springer research papers, white papers, domain expert articles to identify the subjective area weaknesses and summarized the risks with in the scale of low to high security itself is a wide area of concern. As a part of Inclusion and exclusion, criteria in this paper we have focused particularly on privacy and authentication in association with IoT and Big Data enabled Healthcare applications deployment. Research papers with respect to the recent years describing about IoT, Big Data, security, healthcare with privacy authentication has been mainly focused and reviewed.

3. SECURITY APPREHENSIONS BIG IOT HEALTHCARE APPLICATION

High expansion of IoT or IoMT devices and collected Big Data complexity, ensuring security in e-healthcare deployment with resource restrictions and performance implications are still challenging. IoT and medical devices are rising with security apprehensions. Trust and Security assurance is necessary to enhance the confidence and adoption of the ICT enabled system. Here data security is critical; a system must bide on some specific evidence to meet the necessary requirements for trusted security. Existing IOT enabled healthcare solutions and underlying approaches developing and deploying security techniques to detect attacks, threats and other vulnerability regardless of much consideration of security requirements alignment with solution objectives. As per HIPPA journal report of March 2019 healthcare data breach [33]. As shown in figure 1. In general the organizations and their operational teams usually don’t have much control over the core technicality of hardware, software with IoT deployments, thus unable to critically contemplate the security concerns while operational statuette.
As per Gartner Survey security [34] and Trusted hardware is the most demanding and crucial area of concern for deployment of IoT systems. As per Mr. Jones, by the Year 2023 deployments of hardware, software with secure and trustworthy IoT expected to see and advised CIOs to collaborate with chief information security experts to ensure right staff and involvement in purchasing of IoT devices and embedded operating systems. For Security leaders emerging technological shift and risk assessment are the biggest challenges. Usually security managers are case-hardened to consider calculated risks and mitigating assessed threats or attacks thus further deployments with IoT devices introduces new security parameters and measures over traditional mechanisms. In the human-centric critical applications like IoT enabled healthcare application integrated approaches can result better security assessment and adoption of new strategies with pervasive presence and acknowledgement secure and trusted operation in the digital transformation and smart operations.

4. BIG IOT DATA IN HEALTHCARE

Adoption of IoT and Big Data in healthcare is rising with potential advantages of connected healthcare. Smart and connected healthcare with IoT and Big data exaggerate multidimensional the benefits like
- Healthcare diagnosis, remote monitoring, wearable and artificial organ support
- Real time medication tracking, remote vital parameters monitoring, data collection and sharing
- Immediate and Effective Treatment
- Comprehensive record keeping and Big data analytics
- Better efficiency by automatic capturing of healthcare informatics and observations.
- Operational automation at third party level for lab reports, billing invoicing, insurance etc.

Security in healthcare defined as corporeal, technological and managerial defends to secure assets, patients, and protection of health data from erratic and unnecessary access or disclosures. Big Data is a voluminous complex data set/ It has several big characteristics like Big Volume, Big Variety, Big Veracity and Big Velocity [35]. It becomes an asset for industry and healthcare as a strategy enabler for insights prediction and better decision making.

5. PERSUASIVE FACTORS FOR SECURITY VULNERABILITIES

Along with rapidly growing technology advancements there are potential distressing counterparts associated with trust and security while using the open and dynamic environment with IoT, ensuring security is highly sensitive for healthcare data As per a recent research report [36] full 98% of IoT device traffic is unencrypted and exposing personal and confidential information as shown in figure 2.

Healthcare provider are always seeking data integrity, privacy and security assurance with trustworthiness, in spite of that day by day breaches have increased in prevalence and destruction[37-40]. Security Gaps in IoT [41] always put concern on the way of healthcare data management for service providers and researcher’s security concerns are always over data integrity, privacy and sharing among allegations that vast healthcare database creation with medical records was being rushed through without clarifying to patients and taking care of security implications.
Fig2: Full 98% of IoT Traffic is Unencrypted

It was an example quoted here but there are so many unknown cases being actually reported where security being exploited of the potential healthcare big data. Rapidly growing such cases needs the attention of all the healthcare stakeholders.

| Persuasive Factors       | IoT and Big Data Architectural                  | Security Vulnerabilities                                                                 |
|--------------------------|-----------------------------------------------|------------------------------------------------------------------------------------------|
| Rapid Deployments        | Heterogeneous Environment                     | Low or no Enforcement of security evaluation practices                                     |
| Operational Constraints  | Resource-Constrained Devices                  | Device level Security Management, Low memory, power and CPU cycle vs effective authentication |
| Lack of Software updates | Stack of Multiple technologies and rapid Expansion. | Anti-virus or security software updates at software, hardware and firmware level             |
| Lack of Security Experts | Healthcare practitioners are usually give low or no attention for upgrading ICT Technical staff | Low or no security consciousness and lack of security associated practices and trainings unknowingly leave holes for security breaches or threats. |
| Complicated Usage scenarios | Voluminous and variety of Data Or Big Data     | Hard to comply with complexity                                                              |

6. INTELLIGENT SECURITY USING MACHINE LEARNING TECHNIQUES

Data analytics and predictive modelling techniques and strategies are expected to provide better security risk assessment and trustworthy usage rather than increasing solutions only. Healthcare providers also realized that combining medical data with predictive analytics, machine learning, artificial intelligence or natural language processing, changes in the way of patient treatment has been seen and hoped that ultimately it can lead to better outcomes for all. Similarly security and trust implications on healthcare solutions can result meaningful outcomes and decision making for managing security challenges. In place of traditional security systems based on cryptography and complex encryption-decryption mechanisms guaranteed availability and accessibility to only and only authentic users. Convergence of traditional healthcare practices, vulnerable behaviour to make an intelligent training and learning based adaptively encryption and authentication process can handle security and
privacy vulnerability more reliably and effectively. Anywhere any time access of healthcare information to practitioners and patients for analysing trends in disease and treatments also open many holes for security gaps. In Big IoT data security with optimised resource utilization machine learning can help to build an intelligent security mechanism.

7. SECURITY WEAKNESS
HIPPA also dictate [42] healthcare security but compliance is not enforced. Also there are several elementary fissures observed that are making more vulnerable.

Table 2: Security pitfalls and Compliance Enforcing Challenges

| Sr.No. | Elementary Fissures            | Security Weakness                                                                 | Enforcing Challenge                                                                 |
|--------|--------------------------------|----------------------------------------------------------------------------------|-----------------------------------------------------------------------------------|
| 1      | HIPPA Regulons                 | Healthcare Applications are not strictly following the HIPPA regulation and security Consideration. | • Make security compliance legal  
• Stopping Privilege Escalation  
• No escalation of sensitive data exposure. |
| 2      | Buying technology alone No standard security Assurance mark | IoT or Sensor medical devices are vulnerable to attacks by design or deployment. Manufacturers keep security after thought of device functional objective where tight timeline leaves security fragile. Low or no privacy testing at device design level | • Enforcing regulations to market IoT devices only after security standard mark.  
• Security by Design with Technology development |
| 3      | Miss-Configuration at server, cloud or APIs | Risk mitigation as a prime concern. More Insider leaks leads to external endpoints threats and malwares. Application Programming Interface (API) is sets of protocols to govern data sharing may leave holes for insecure access. | • Only secure session management  
• Imposing well tested periodic backup and recovery plan to control the ransomware kind of attacks increasing exponentially presently.  
• Enforcing Certification process for Open APIs.  
• Strict Evaluation of Security Settings at APIs open |
|   |   |   |
|---|---|---|
|   | Encryption is on Rest | Weak authentication code and incomplete test cases where asymmetric Bulk of Information may lead to checks on accuracy and completeness as part of quality of data |
| 4 |   | • NIST approved Cipher suits like AES, Strong Hash like SHA256 or TLS1.2. • Two or multi Factor Authentication • Secure Key Management • Enforcing Evaluation criteria |
|   |   |   |
|   | Context Awareness | IoT in healthcare with context aware adoptability of service, computing context, user context, physical context, temporal context and context history checks. |
| 5 |   | Incorporating contextual security with: • Social: Identification of people near the user • Functional: Tasks the user is running • Location: The geographical position of user • Temporal: Temporal context defined • Motivating: The reason of running task |
|   |   |   |
|   | Privacy and Protection | More open surface for attacks at hospitals Insider Threats leading to huge Security Risks and organization putting as Cyberattacks. Lack of effective management and control policies without imposing best practices for regular security verification and validation. |
| 6 |   | • Weak Authentication code and incomplete test cases • Low or no privacy testing at device design level • Asymmetric Bulk of Information • Quality of Data |
8. PROPOSED WORK

Here Machine learning can play important role to recognize the compromised behaviour/patterns to detect attacks and threats on massive devices and data sets at all on the machine speed. Machine learning identifies high-risk users and trusted users. In the critical applications like healthcare where sophisticated threats and attacks needs to monitored and detected by analysing authentication process with device and user profiling. An additional element Intelligence unified to decide action acceptance and rejection with maintaining the tracking log to alert security team for further countermeasures. The adaptive authentication with machine learning to provide better privacy and data protection with contextual role based action. In the system, each device and user while registration as unique ID, used to identify and track the malicious behaviour. In view of resource restricted small sensor or IoT devices On the other side the more a user or device profiling will be strongly matched the level of trust will be high to gain the access. In case any vulnerable pattern detected, user or device access automatically disrupted. Here we focus on the following most common and challenging vulnerabilities:

i. Denial of services attacks: One of the most common attack where large number of messages frequently with new connections transmitted for load testing and scalability of services and attackers take advantages of that. e is one of the most common attacks on the Internet [31]. In the case of

ii. Man in the middle attack in which intercepting of the message between communicating end points like sensor IoT devices and broker, attempt to altered

iii. Dynamic Intrusion detection: From port to externa attackers using special symbols or code knowing current available information for dynamically identifying which data is out of context of the current system.

The low cost information tracked as a part of parameters of adaptive authentication key components without user or device disruption. Although Parameters may altered in context of application or service access like in case of patient in healthcare, any bio feature or vital parameters can be also mapped

**Intelligent Approach Security:** In this work we propose a novel intelligent adaptive security strategy in view of IoT based healthcare application with big data analytics to detect vulnerable behaviour while accessing any device. Two factor or multifactor authentication could not sufficient to handle evolving attacks and threats. In the highly complex and connected IoT world it is quite critical to manage all the embedded sensor and IoT devices over mobile or wireless network and underlying architecture. This is an intelligent authentication where fusion of authentication and impulsive behaviour tracking and observation value determine the security level and allow deciding to accept or reject the node secure communication.

Parameters $P_1$-$P_n$ are Boolean variables will be denoted for every passed parameter is 1 and fail is denoted by 0. Proposed Machine Learning based Adaptive Encryption we use Support Vector Machine (SVM) lightweight LEA and SPEK cipher text encryption in python. Adaptive authentication provides additional multifactor authentication without user intervention.

|   | Negligence of Healthcare devices inclusion in ICT security programs | Low or no inclusion of Industrial control systems and healthcare devices in ICT Security plans | • Lack of enforcing Evaluation criteria | • IoT medical devices are communication endpoint thus organizations need to keep them under ICT security plans to control and manage expected concerns. |
|---|---|---|---|---|
| 7. |   |   |   |   |
### Table 3: Intelligent Adaptive Security Parameters

| No. | Adaptive Security Parameters |
|-----|-----------------------------|
| P1  | Device Unique Id device profiling while device registration |
| P2  | User ID Unique Authentic Id matching with predefined |
| P3  | Contextual Role Mapping |
| P4  | OTP generation in case new IP used |
| P5  | Hit/miss ratio of login attempts |
| P6  | User activity tracking with predefined role tracking |
| P7  | Session Timings as per authentic schedule |
| P8  | Bio-feature mapping |

It will automatically check vulnerable activity and maintain the log to detect malicious behaviour. This intelligent adaptive authentication will work silently in background. Machine learning based algorithm will be used to get learning based on behaviour pattern and classify the passing or failure activity. On progressive repetitive attempts it will predict the performance of adaptive authentication. In General supervised unsupervised and reinforcement learning is used where SVM, K-means, KNN and deep earning are being preferred in view better performance prediction. In this proposed model an intelligent security Manager will maintain log and generate alert in following situation.

1. Log Entry of any potential insider threat based on adaptive pattern
2. Identification of any anonymous activity
3. Detection of the potential risks with the level of fragility
4. Outsider and Insider attackers valid access credentials or invalid access which bypass the predefined Contextual roles

In the proposed approach we use SVM and KNN algorithms to predict performance for implementing lightweight encryption algorithms AES Blowfish, RC6 and SPEK encryption implementation with collision detection dynamic technique hashing. Based on adaptive parameters input text 64, 128 or 256 bit with a random key generator process given below

**Key Generator**

**Input:** Initial input as number 1’s from P1-Pn pass cases

\[ P \rightarrow \text{Vulnerable} \ (P, P_n) \]

**Output:** Key K

**Step 1:** Start

**Step 2:** Take two random numbers \( R_1 \) and \( R_2 \)

**Step 3:** Transform \( R_k = R_1^2 + R_2^2 + P \)

   Where \( P \) is the most vulnerable security parameter

**Step 4:** Add \( R_1 \) and \( R_2 \) and store in \( R \)

**Step 5:** Convert \( R \) and \( R_k \) into binary.

**Step 6:** Apply XOR on \( R \) and \( R_k \) and assign to \( K \)

**Step 7:** Apply addition modulus 10 on \( R_k \) and assign to \( K \)

**Step 8:** Stop.

An IoT healthcare is resilient to insider attacks: Insider privileged users. In this adaptive approach while access requests authentication process done through passing one by one multiple factors where silent Intelligent machine learning based security manager using SVM and KNN algorithms are used to analyse and classify the access request compromised behavior based on vulnerable two or more parameters to validate authentication action and log management. For each authentication of a device in each login attempt and access movement and behavior log will be recoded. On the collected data machine learning algorithms will be applied. in the System there will be a access log dataset that will be maintained adaptively for each attempt and based on the device of user actions vulnerability will be detected adaptively as per the training and learning process and accordingly a key will be generated for
encrypted data exchange using encryption algorithm selected randomly from the set of a lightweight Encryption algorithms with optimized resources.

Performance Evaluation: For performance evaluation we setup an environment in Lab view and anonymously vulnerable and non-vulnerable access requests where about 28 IoT devices used and in total 200 access attempts were made. Collected data set has been processed using SVM and KNN algorithms to predict performance for implementing lightweight encryption algorithms AES. Based on adaptive parameters input text 128 bit with a random key generator process given below in the table 4. Further AES variations and other lightweight encryption algorithms like Blowfish and RC6 with variable text input of 64, 128 and 256 bit testing is work in progress with collision detection dynamic technique hashing.

An IoT healthcare is resilient to insider attacks: Insider privileged users. In this adaptive approach while authentication one by one multiple factor will be analyzed to validate authentic action for authentication of a device in each login attempt and access movement

Advantages: To make this proposed approach different in fighting against compromised Security tackling following actions tracked.

• Uninterrupted Authentication Tracking: This Adaptive Approach will work silently in background without user interruption and to make it frictionless.
• Better Identity Confidence: All the login and access attempts will be evaluated to ensure only authorized users access grant.
• Customized Authentication: Based on the Contextual roles and risks access control parameters can be redefined to leverage adaptive authentication process beyond the two factor or fixed multifactor authentication.
• Minimizing the application surface holes to reduce attacks and threats

| ML Classifier | Accuracy | T 0 Test | F Test |
|---------------|----------|----------|--------|
| SVM           | 98.97    | 0.039    | 0.038  |
|               | 98.95    | 0.040    | 0.039  |
|               | 98.98    | 0.039    | 0.039  |
| KNN           | 99.81    | 0.042    | 0.039  |
|               | 99.84    | 0.041    | 0.038  |
|               | 99.87    | 0.042    | 0.039  |
• Security Risk Analysis: Big data collection and access give roots to security risk analysis to provide an intelligent engine to deal coarse threats.
• Better decision making through Intelligent Identity.

9. CONCLUSION

In this paper, survey based analysis of healthcare IoT devices authentication and privacy with security breaches has been presented. Further realization of persuasive security vulnerability forces and elementary fragility with challenges and enforced action discussed. We proposed an intelligent approach using machine leaning SVM and KNN methods in the IoT based healthcare a where data analytics and security requirement relevance has been focused to detect vulnerability we proposed machine learning based Intelligent adaptive authentications approach and performance evaluated using KNN and SVM classification algorithms to classify the access vulnerability for securing IoT based Healthcare. Testing with other Machine learning based algorithms and refining authentication process is our work in progress.
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