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Abstract

Industrial Cyber-Physical Systems (ICPS) have higher requirements on the data encryption rate and security performance; meanwhile, the devices in ICPS only support the communication protocols in the lower layers, such as the physical layer and data link layer. However, the existing encryption systems are mostly developed on the application layer and not suitable for the ICPS. Moreover, the other encryption systems, equipped the security function on the link layer, update the keys periodically, and can not satisfy the high-security requirements of ICPS. Therefore, taking the high parallel property of FPGA (Field Programmable Gate Array) into consideration, this letter proposes a Dual Dynamic key chaotic Encryption System (\(D^2\)ES) for ICPS, which provides the dynamics on the key generation and key update cycle on the data link layer. The system mainly includes an encryption module and a dual dynamic key module to realize the high-security performance. Finally, the proposed \(D^2\)ES is implemented on FPGA platform, and extensive experiments have been conducted to evaluate its security performance. The experimental results show our \(D^2\)ES provides more efficient encryption compared with the popular encryption algorithm DES (Data Encryption Standard) and can be applied for ICPS.
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1. Introduction

Cyber-Physical Systems (CPSs) are the integration of computation, networking and physical processes and widely applied in the industrial domain. CPS in industrial infrastructures requires a higher security performance, such as the quicker encryption rate and longer key length, especially for the Operational Technology (OT) network \([1, 2, 3, 4]\). In the OT network, the diversity of supplier architectures and safety standards makes most industrial components communicate on the uncertain channels. Therefore, the OT network faces significant challenges to maintain the confidentiality and integrity of information during data transmission and storage\([5]\).

The existing encryption methods are generally divided into application-layer encryption \([6]\) and data-link-layer encryption \([7]\). On the one hand, many researchers began to study application-layer encryption. \([8]\) proposed a new cloud security technology with hybrid encryption, which combines MD5 (message-digest algorithm 5) and Blowfish encryption schemes to improve its security performance. Ratnadewi applied the Data Encryption Standard (DES) and Triple DES (TDES) cryptographic methods to protect the smart card stores data in a communication system based Near Field Communication (NFC) \([9]\). Nasution used an arithmetic coding algorithm TDES and improved the Modified least significant bit (MLSB) to achieve the image steganography of sound files \([10]\). However, most communication protocols in OT network focus on field buses, such as CAN (Controller Area Network), Modbus and EtherCAT (Ethernet Control Automation Technology), which all work at the data link layer. Hence, the above encryption strategies at the application layer are not suitable for ICPS.

On the other hand, some researchers concentrate on the encryption algorithms on the data link layer. Venkatasubramani proposed an improved quadruple Itoh-Tsujii algorithm and implemented it on the FPGA platform \([11]\). In \([12]\), a hardware design based on the conventional DES algorithm is proposed to update the key management periodically. Although dynamic keys can provide higher security performance, a corresponding attack method against 2-key TDES was proposed \([13]\), which only requires many plaintext/ciphertext pairs (even if different keys encrypt them) to reduce the key complexity and then crack a key by brute force search. Therefore, the strategy of changing the key periodically will not mitigate the attack’s success probability as expected but only reduce brute force attacks’ benefits.

Most of the communication protocol stacks for ICPS are implemented on FPGA with its useful properties of programmability, low design cost, stability, and scalability \([14, 15, 16, 17, 18, 19, 20]\). Taking the high parallel performance of FPGA into account, this letter proposes a dual dynamic key chaotic encryption system, which includes an encryption module and a dual dynamic key module. The encryption module exploits 3-key TDES to encrypt data. TDES contains two types: 2-key TDES and 3-key TDES. For simplicity, the following TDES mentioned in this letter
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refers to 3-key TDES. The dual dynamic key module adopts the MD5 to update both the key and the cryptoperiod aperiodically, making the system in a chaotic state [21, 22, 23]. Our proposed $D^2ES$ was implemented on the FPGA platform, and the experimental results demonstrated it meets the ICPS requirements on the high-speed data transmission and high-security.

The main contributions of this letter are concluded as follows.

- Taking the high parallel property of FPGA, this letter proposed a chaotic encryption system with dual dynamic keys at the data link layer, which exploits MD5 for the aperiodic key replacement to solve the shortcomings of short key length and the problem of easy cracking for fixed key in fast encryption.

- Considering FPGA’s high parallel performance, we implement our proposed $D^2ES$ and the traditional DES on FPGA. The experimental results showed that $D^2ES$ could guarantee the security requirements for ICPS without compromising the encryption rate.

The rest of the letter is organized as follows. The system model in detail is described in Section 2. The dual dynamic key module is explained in detail in section 3. The detailed algorithm flow is introduced in Section 4. The dual dynamic key encryption system Result and analysis are given in Section 5. We conclude this letter in Section 6.

2. System model

Our $D^2ES$ proposed system is based on the TDES encryption method and MD5 algorithm for dynamic keys generation. TDES can convert 64-bits plaintext into 64-bits ciphertext combined with a key length of 192 bits in each time, which has good properties, such as easy hardware implementation and high-security [24, 25, 26, 27, 1]. The MD5 algorithm can convert the plaintext into a 128-bits hash value [28, 29, 30] without reversibility, which has the strength of low collision probability.

This encryption system is divided into two modules, the TDES encryption module and the dual dynamic key module, as shown in Fig. 1. On the one hand, the TDES encryption module is composed of 7 submodules. The key submodule is responsible for generating subkeys. Next, the fifo_in submodule is used to store plaintext. Following, the padding submodule is adopted for enlarging the length of the plaintext to 64 bits. To increase the data throughput to three times, this module exploits three DES submodules as a pipelined working mode to encrypt the plaintext sequentially. Finally, the fifo_out submodule stores the output of this module, the corresponding ciphertext.

On the other hand, the dual dynamic key module contains three submodules. The control submodule is responsible for controlling the cryptoperiod and the operation of data reading. The MD5_KEY submodule focuses on updating the key, while the MD5_cycle submodule aims to update the cryptoperiod, $\mathcal{T}$.

3. Double dynamic key module

The highlight of the dual dynamic key module is a cryptoperiod update and the control state machine. The traditional encryption methods update the key periodically, which can not satisfy the security requirement for ICPS. Hence, $D^2ES$ designs the strategy of dual dynamic keys where the cryptoperiod is updated when it is due, not only the key is updated. In order to know when the cryptoperiod is due, the control state machine is exploited to detect the cryptoperiod as well as control the data reading for data integrity.

3.1 Cryptoperiod update

In the general symmetric encryption model, the sender uses the key to encrypt the plaintext and then passes the ciphertext to the receiver through the channel. After receiving the ciphertext, the receiver decrypts it with the same key to recover the plaintext. It can prevent intruders from stealing the user’s useful information directly from the channel.

As shown in Fig. 2, in addition to the plaintext and the key, this letter proposes the dynamic key module. The same $T_0$ must be given to the sender and receiver. In this system, the $\mathcal{T}$ is calculated by the number of encryptions, rather than by time. The reason is that the key will be updated even if there is no data transmission when $\mathcal{T}$ depends on time, which results in the redundant update for keys. When the time of encryption on data blocks with 64 bits reaches $\mathcal{T}$, the key will be updated. Moreover, it is possible to interrupt the encryption process if $\mathcal{T}$ is calculated by time, which brings in the key synchronization out of order. If $\mathcal{T}$ is static, the key is updated periodically. It is easy for an attacker to obtain a certain key through brute force cracking and guess the static value of $\mathcal{T}$. (To break the keys one by one.) Therefore, $\mathcal{T}$ is designed to update dynamically in our system, which makes it possible for attackers to guess all the values of $\mathcal{T}$.

Discussion: In our symmetry encryption, the same key is
needed for the encryption and the decryption. However, the key and the cryptoperiod in $D^2ES$ is dynamically updated, which puts a strict constraint on the key synchronization. Thus, our system has the threat of a low fault tolerance rate. According to the above limitation, we will introduce the communication protocol stack into $D^2ES$, where the master station updates the key and distributes it to each slave station, such that there is no extra constraint on the key synchronization.

3.2 The control state machine

Double dynamic key module needs to realize the functions of detecting cryptoperiod as well as controlling data reading. Since cryptoperiod is dynamically updated, it is necessary to judge whether the cryptoperiod is due. This module uses a counter to count the number of encryptions. Each time encryption is completed, the counter will be added by one until the cryptoperiod is reached. Meanwhile, this module should determine when to read data to guarantee the input data without loss.

![Fig. 2. The dual dynamic key encryption and decryption model](image)

As shown in Fig. 3, this state machine includes five states: S0, S1, S2, S3, and S4.

- **S0**: In this state, read a data block from the data buffer ($fifo_{in}$) for TDES encryption. When receiving Done_DES1 from the DES_1 submodule, the state changes to S1.

- **S1**: In this state, $cnt_{T} = cnt_{T} + 1$ in the encrypted data counter, and then the state is changed to S2.

- **S2**: In this state, the control module compares $cnt_{T}$ with the $T$ (key validity period) set by the system. If $cnt_{T} < T$, send the Flag_rd to $fifo_{in}$ and the state changes to S0; if $cnt_{T} >= T$, send the Flag_MD5 to MD5_key and MD5_cycle, the state transitions to S3.

- **S3**: In this state, the MD5 algorithm is used for key update and $T$ threshold update. When Done_MD5 (key update completion signal) is received, the state changes to S4.

- **S4**: In this state, the system uses the new key to generate a new subkey. When Done_key (sub-key generation completion signal) is detected, the state changes to S0.

4. The Double Dynamic Key Encryption System

The working process of $D^2ES$ is illustrated as follows. First, the data blocks are cached in the buffer ($fifo_{in}$) and be read time by time for TDES encryption. Next, TDES encryption adopts the pipeline work mode to increase the data throughput to three times. Finally, the output of our system is stored as Ciphertext in the buffer ($fifo_{out}$). Moreover, the control submodule will detect whether the number of encryptions reaches $T$. If so, it will update the key and $T$. Otherwise, it will continue encryption. The detail is described in Algorithm 1.

**Algorithm 1 The Double Dynamic Key Encryption Algorithm**

**Input**: Plaintext, Initial values of $K_1$, $K_2$, $K_3$ ($k_1$, $k_2$, $k_3$), Initial cryptoperiod ($T_0$).

**Output**: Ciphertext.

1: Receive Plaintext and cache it.

2: Subkey generation: Use the key to generate the corresponding subkey stream.
   i) Initial state: Enter $k_1$, $k_2$, $k_3$, and $T_0$.
   ii) Non-initial state: Use the new $K_1$, $K_2$, $K_3$, and $T$ generated in step 8.

3: Read plaintext from the cache.

4: Padding: Plaintext with less than 64 bits is padded with zero(s) up to 64 bits in its lower bits.

5: Data encryption.
   a) DES1: Use the subkey stream generated by $K_1$ to perform DES encryption on the output of step 4. Let $cnt_{T} = cnt_{T} + 1$.
   b) DES2: Using the subkey stream generated by $K_2$ to perform DES encryption on the output of step 5.a.
   c) DES3: Use the subkey stream generated by $K_3$ to perform DES encryption on the output of step 5.b.

6: Cache Ciphertext: Cache the output of step 5.c.

7: Cryptoperiod detection.
   i) If $cnt_{T} < T$, go to step 3.
   ii) If $cnt_{T} >= T$, go to step 8.

8: Key and $T$ update: Update the $K_1$, $K_2$, $K_3$ and $T$ by MD5 algorithm. Go to step 2.
5. Performance evaluation

To evaluate the performance of the proposed $D^2$ES, we implement the system on the FPGA platform. To compare the encryption rate, we also implement the popular encryption algorithm, DES on the FPGA platform. The extensive experimental results show that $D^2$ES has good properties of efficiency and safety by the metrics of the encryption rate and the frequency distribution.

5.1 Experiment Setting

The encryption module and the dual dynamic key module are both tested on the Quartus II 13.0 design platform. Finally, $D^2$ES was implemented on the FPGA chip of CYCLONE series, with the name of ALTERA EP4CE115F29C7N, with the model of Ethernet chip 88E1111, as shown in Fig. 4. In the whole design, a total of 43705 logic units are used.

As shown in Fig. 5, the source, Computer 1 generates the plaintext as the Output 1 and sends it to the FPGA 1 for encryption. After that, the FPGA 1 sends the ciphertext as the Output 2 to the FPGA 2 for decryption. At last, the decrypted data of the Output 3 are delivered to the destination, Computer 2. Note that, UDP communicates all the above data in this bus topology. In order to demonstrate the processes of data encryption and decryption, the output of Computer 1 (Output 1), the output of FPGA 1 (Output 2), the output of FPGA 2 (Output 3) were captured by Wireshark, shown in Fig. 5.

As shown in Fig. 6, the Output 2 shows that FPGA 1 makes the plaintext (Output 1) become a piece of meaningless data. At the same time, its original information is the text of three consecutive "computer"s. It is easy to observe that the ciphertext of Output 2 contains the same data for the first two "computer”, and the different data for the third "computer". The reason is that the $T_0$ value is set to 2 in our experiment. That means the key will be changed after the two plaintext blocks (64 bits) are encrypted. Hence, the ciphertext of the third "computer" is changed, which confirms the dynamic key function. In addition, Output 3 is consistent with the

Output 1. The whole process confirms that our $D^2$ES is feasible on the FPGA platform.

5.2 The security evaluation

The proposed $D^2$ES exploits a dual chaotic mechanism to guarantee the system in an uncertain state all the time. The updated key causes the first chaotic. The second chaotic is introduced by dynamic cryptoperiod. Even if an attacker cracks the key within a certain period, the original rule of cracking key will be failed since the dynamic cryptoperiod. The attacker needs to find another rule of cracking key, which is time-consuming and impossible to be obtained by the updated time of the cryptoperiod.

For simple description, the bit length of $T$ is defined as $n$. To evaluate the security performance with different $n$, we record the distribution frequency of each letter in the plaintext and the ciphertext in Fig. 7. In the $D^2$ES, we design that one letter is encrypted into two hexadecimal numbers with 8 bits. Hence, there are $2^8 = 256$ cases, divided into 16 groups, each of which has 16 cases.

In general, we use the frequency distribution of each letter to evaluate the hardness of key cracked. Because the more evenly of the frequency distribution, the harder to crack the ciphertext. Fig. 7(a) shows the frequency distribution of plaintext. (how many plaintext packets are recorded.) Fig. 7(b), Fig. 7(c), and Fig. 7(d) are the frequency distributions of the ciphertext with $n = 4$, 6, and 8, respectively. From Fig. 7, it is observed that the frequency distribution are relatively uniform in ciphertext compared with the one in plaintext.

In order to evaluate the uniformity with different $n$, the standard deviation of each group is calculated as $\sigma_1 = 6.67 \times 10^{-3}$, $\sigma_2 = 7.05 \times 10^{-3}$, and $\sigma_3 = 9.43 \times 10^{-3}$. Thus, larger $n$ makes a high deviation of frequency distribution, but with little difference. The reason is that larger $n$ makes the generated key with a more extended validity period. Therefore, more repeated words in the plaintext will
also have an apparent high frequency in the ciphertext. While
$n$ is short, the key is updated frequently, which makes the
property of the plaintext without effect on the ciphertext.
The encryption of $D^2ES$ has a high-security performance
by the highlight of a dual chaotic mechanism.

5.3 The efficiency evaluation
The cryptoperiod $T$ has an excellent impact on the encryp-
tion rate. Specifically, the small value of cryptoperiod brings
the high frequency of key update, while the big one results
in the low performance of system security.
It is crucial to determine an appropriate $n$ for the tradeoff
between the encryption rate and system security. Simulated
on ModelSim with 400MHZ clock, the encryption rate of the
proposed $D^2ES$ are recorded under the settings of $n$
equals to 4, 6, and 8, compared with the traditional DES
algorithm. The experimental results are shown in Table I.
$D^2ES$ can reach an encryption time of nanoseconds to match
the transmission requirements for ICPS.

| Table 1. Encryption Performance Experimentation Results |
|---|
| Data Length (byte) | DES (ns) | Double dynamic key (ns) |
| n=4 | n=6 | n=8 |
|---|---|---|
| 8 | 197.5 | 540 | 540 | 540 |
| 16 | 395 | 970 | 970 | 745 |
| 32 | 770 | 1360 | 1360 | 1162.5 |
| 64 | 1542.5 | 2162.5 | 2162.5 | 1967.5 |
| 128 | 3087.5 | 3992.5 | 3767.5 | 3567.5 |
| 256 | 6180 | 7655 | 6980 | 6772.5 |
| 512 | 12385 | 14775 | 13650 | 13225 |
| 1024 | 24767.5 | 29437.5 | 26962.5 | 26087.5 |
| 2048 | 49530 | 61422.5 | 53360 | 51807.5 |
| 4096 | 99212.5 | 119542.5 | 106562.5 | 103652.5 |

For a more vivid illustration, the encryption time ratio of
the proposed $D^2ES$ and the traditional DES algorithm is defined
as $\lambda$. The baseline of Fig. 8 is the encryption efficiency
of the traditional DES algorithm, listed in the second column
of Table I. The ratios are symboled as $\lambda_1$ with $n = 4$, $\lambda_2$
with $n = 6$ and $\lambda_3$ with $n = 8$, respectively. As shown in
Fig. 8 when the length of the plaintext is 8 bytes, $\lambda_1$, $\lambda_2$
and $\lambda_3$ are the same as 2.734. The reason is that the short
length of the plaintext fails to reap the benefit of the pipeline
mechanism. As the plaintext’s length increases, three DES
models can conduct the encryption in the parallel mode un-
der the pipeline mechanism, which improves the encryption
efficiency. When the length of the plaintext increases to 4096
bytes, $\lambda_1$, $\lambda_2$, and $\lambda_3$ are approximate to 1, i.e., 1.205, 1.074,
and 1.045, respectively. This is because the high update
frequency brings time cost when $n = 4$, resulting in a signif-
ican bottleneck in the encryption time. When $n$ increases
6 or 8, the decreased frequency of the key update makes little
impact on the encryption time. From Fig. 8, it is easy to
observe that the encryption time is almost the same as one
of the DES algorithms in the case of the extensive length
of plaintext and $n = 6$ or $8$. Taking the above analysis
into consideration, the proposed $D^2ES$ has a high-security
performance with a good encryption time.

6. Conclusion

In this letter, we have proposed a dual dynamic key chaotic
encryption system ($D^2ES$) for ICPS with the dynamic key
and cryptoperiod, which makes an attacker challenging to
rack the key within the cryptoperiod. It can encrypt the data
at the data link layer. $D^2ES$ is implemented on the FPGA
platform and conducted extensive experiments. The experi-
mental results show our $D^2ES$ provides higher security with-
out compromising the encryption efficiency, compared with
the popular encryption algorithm DES. Therefore, the pro-
posed $D^2ES$ can be applied for ICPS.
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