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Abstract. With the growing advances in the Internet of Things (IoT) technology, IoT device management platforms are becoming increasingly important. We conducted a web-based survey and usability study with 43 participants who use IoT devices frequently to: 1) examine their smart home IoT usage patterns and privacy preferences, and 2) evaluate a web-based prototype for smart home IoT device management. We found that participants perceived privacy as more important than the convenience afforded by the IoT devices. Based on their average scores of the privacy vs. convenience importance, participants with low privacy and low convenience significantly reported less privacy control and convenience preferences than participants with high privacy and high convenience. Overall, all participants were satisfied about the proposed website prototype and their actual usability evaluation demonstrated good understanding of the website features. This paper provides an empirical examination of the privacy versus convenience trade-offs smart home users make when managing their IoT devices.
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1 Introduction

According to MediaPost [17], 69% of households in the United States own at least one smart Internet of Things (IoT) device, while 12% of those (about 22 million homes) own multiple devices. Despite the widespread proliferation of IoT smart home technologies, there are several concerns around the data privacy and management of these IoT devices. For example, people do not feel comfortable with third-parties using their sensitive data [20]. However, people use third-party platforms to manage their smart IoT devices, even though these platforms invade users’ surroundings and capture their sensitive information without permission [4]. The reasons behind this is that people may not understand the extent of the data collection by the third party, or people may think the trade-off is worth it for the added convenience [19]. In other cases, some people may not care enough
about their personal privacy to be concerned about data leakages [19]. Thus, it is important to further understand the trade-off between privacy and convenience in the context of smart home IoT device management.

There are various platforms that already exist that aim to provide a centralized management platform for IoT devices. For example, Silva et al. [25], proposed a system management tool for devices and networks in IoT with user interface (M4DN.IoT), and this system provides information about connected devices and networks. It supports both automatic IoT networks management and user interface. Although the existing systems provide a management platform for IoT devices, they come with certain limitations. For example, some of the platforms are proposed for smart devices controlling purposes only, they do not preserve the users privacy and provide no mechanisms for protecting sensitive information. At the same time, though, it remains unclear whether a privacy-focused IoT device management platform is actually improving IoT users’ privacy perceptions by sufficiently helping them to manage their smart home IoT devices based on their privacy preferences and convenience of usage. Consequently, we asked the following high level research questions:

– **RQ1:** Do smart home IoT device users generally value their privacy versus convenience more?
– **RQ2:** Based on their preference towards privacy versus convenience, how does this influence their decisions to protect their privacy?
– **RQ3:** Does this preference influence how they evaluate a web-based prototype for centralized IoT smart home management?

To address these research questions, we first developed a web-based prototype as a centralized location for users to manage their IoT smart home devices. This prototype is intended to enable IoT users to gather all of their smart devices into a single platform and effortlessly manage them, while protecting their privacy based on their preferences when managing their devices. We gave participants several tasks to complete using the prototype. We then conducted a web-based survey with 43 adults to evaluate the prototype and answer survey questions about their preferences towards privacy versus convenience, as well as their privacy control, privacy preference, convenience preferences and their website satisfaction.

Overall, we found that the majority of our participants valued both privacy and convenience (RQ1). Most participants (37.2%, N=16) valued both privacy and convenience, followed by convenience over privacy (27.9%, N=12), neither privacy nor convenience (23.3%, N=10), and privacy over convenience (11.6%, N=5). However, within-subjects, we found significant differences between privacy and convenience importance. Specifically, participants were more concerned about privacy than convenience when using IoT devices. For RQ2, we found significant differences based on the privacy vs. convenience profiles, such that participants who were in the low privacy/low convenience group significantly reported less Privacy Control and Convenience Preferences than the group of high privacy/high convenience. For RQ3, participants generally were satisfied
about our website with the website organization, ease of website navigation, and the user-interface when they experience it. Participants’ responses towards the website satisfaction also reflected on their website usage. Most of our participants (N = 35, 92.11%) could follow our website usage instructions and could navigate to the website pages to perform the activities that we asked them to do. This gave us the further understanding of how our website design appeared easy to learn and use to our participants.

This study contributes to the field of IoT smart home management by evaluating users’ perception of using one platform to manage IoT devices while protecting their privacy based on their preferences, as IoT device management platform ensure that users’ privacy requirements are met. Also, it provides a clear ideas about privacy and convenience preferences of smart home users when using such a platform. This paper is organized as follows: Section 2 reviews the background of smart home IoT privacy issues, then outlines some of the research contributions to overcome these issues, also, it discusses some of the IoT devices management mechanisms. Section 3 describes the process of designing and implementing our proposed prototype. Section 4 describes our methodologies with the details regarding our analysis approach. Section 5 highlights the findings, and section 6 discusses the key findings, outlines the limitations and provides an outlook of the future work that needs to be conducted in this area. Finally, Section 7 concludes the research.

2 Related Work

A Pew research [2] reported that 55% of the smart device users find it unacceptable that smart home devices collect their sensitive personal information (e.g., precise location, communication patterns, physical movements, and so on). Although smart devices bring conveniences and monetary benefits for home, many recent work reported that these devices have become cause of concerns to the users [16, 31, 1, 18]. For example, Arabo et al. in [3] studied how smart home network users’ online security, safety and privacy can be compromised. They summarized the threats in several categories, i.e., identity theft, social threat, online safety, data security, cyber attacks. Some other research works also reported that users in general are not aware of these privacy threats since they are not informed how and to what extent their personal information is being accessed [31, 14, 23, 11]. Additionally, smart home users often share their devices with trusted people who live outside of their home [27]. Thus, researchers have suggested to design IoT management tools that allow users to have a transparency on the data that get collected by their smart home devices [16, 31, 23]. To this end, Yan et al. designed a smart home device data monitoring mechanism titled RestThing [30] that enabled users to monitor the status of their physical and technological resources including their collected information. Moreover, Delicato et al. [9] proposed a web-based paradigm (EcoDiF) that aims to offer a platform that provides users a real-time data monitoring and visualization. Although these proposed solutions combined physical devices with IoT networks
and provided web services to users to monitor; some recent work revealed that IoT management tools still require to be more user centric so that users can have the agency over their own privacy management and this self privacy management may benefit them to become more aware and confident about their data privacy management.

Many researchers have proposed solutions to allow IoT users to manage their devices via web pages or web/mobile applications. For example, Piyare in [22] proposed a low cost, flexible, and Web-server-based solution to smart home device control. However, their system is only for switching and controlling home appliances and devices through an Android-based app that can work only by using Android Smartphone or Android Tablet, and their system did not help users in preserving their privacy. Similar to this work, [15] and [24] also designed and developed Android based web apps that allowed users to control the smart home devices through it and interact with devices remotely using Android Smartphones and it provides voice command functionalities, security, and save energy as well. Similar to the Piyare’s system, this system is an Android-based app that works only on Android smartphones. While all these research focused on allowing users to monitor and control the data collected by the smart home devices on specific platform (Android), we identified that there are more research needed to understand how users would be benefited if we could design a web application (that can be accessed from web browsers) for such mechanisms. It is also important to know how users’ privacy perception, sense of privacy importance impact on their behavior towards such management tool. Our research makes a contribution to this end by developing a web-based prototype as a centralized platform for users to remotely manage and review the data collected by their IoT smart home devices and evaluating this prototype from participants’ perception of privacy concern and convenience of usage. In the next section, we provide a detailed overview of the design of our developed web prototype.
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3 Design of an IoT Device Management System

We designed and developed a web-based IoT device management interface that acted as a centralized portal for IoT device management. The website included the following webpages and capabilities:

3.1 Account Login

The Account Login (Figure-1) page allowed users to log in to their accounts by signing up as a new user with the following required information: Email Address and Password. The purpose of this page was to ensure users that the website was secure and that sensor-based information presented by the website would not be accessible to the public.

3.2 Device Categories Page

Next, the Category Page (Figure-2) was organized into seven categories of IoT device types (i.e., home, health, agricultural, automobile, wearable, energy, and industrial). These categories were selected based on several factors, including importance to user’s daily life and their coverage on a large number of IoT devices and sensors. For the purposes of this study, we only implemented a temperature and pressure sensor under the ‘Home’ category.

3.3 IoT Device Management Page

This prototype allowed users to interact with an IoT device that measured the room temperature and air pressure. On the IoT Device Management Page for
the temperature and pressure sensor, users were able to: 1) review the device status and history, and 2) control the device. Our web-based prototype retrieved the temperature readings the database and displayed them in a human-readable format to our participants in the Temperature and Pressure Sensor page under the Home category (Figure - 3). Through this page, users also could turn on or off the device. Lastly, a Home Page allowed users to navigate to all other pages.

3.4 System Architecture

We created the web-based interface using WordPress, an open-source program, as a Content Management System (CMS) that includes plugin architecture and template system features. We also implemented a sensor (BMP180) that was connected to an ESP32 controller board and communicated with a mySQL database. The BMP180 was chosen because was low-cost, and it enabled us to measure real-time temperature and pressure, also to estimate the altitude that affects the pressure. Also, the ESP32 was chosen because it was a low-powered system with integrated Wi-Fi, which is universally used for IoT applications. We programmed the ESP32 controller board with Arduino IDE, using a PHP script to insert data into our MySQL database that provides enough storage capacity to store the needed data. The wires that were used for wiring the BMP180 to the ESP32, the I2C pins are GPIO 22: SCL (SCK), and GPIO 21: SDA (SDI). Consequently, all the values from the BMP180 sensor, such as temperature and pressure of that particular area, were shown on the website via connecting to the MySQL database. Our website displayed the BMP180 sensor readings and timestamps from the database to allow data visualization on the website, as shown in (Figure - 3).

4 Methods

Below, we provide an overview of our study methodology, the details regarding our analysis approach, and then explain our recruitment strategy.
4.1 Study Overview

The primary purpose of our study was to understand participants’ perception of digital privacy versus convenience and to evaluate our prototype keeping these preferences in mind. Therefore, we designed our user study to include two distinct phases: 1) A Web-based survey that included a questionnaire regarding convenience and privacy perceptions for smart device usage, 2) A guided exploration of the prototype with pre-defined tasks.

4.2 Study Procedure

The study started with asking the participants to answer the eligibility screening questions (whether they were at least 18 years old) and sign the statement of informed consent. Participants then provided their demographic information (e.g., age, education level). Next, a web-based survey that consisted of newly developed measures related to their perception of privacy and convenience of smart device usage (Table-A.2 -B.5 in Appendix A and B). Participants were then asked to perform a specific set of tasks using different pages of our web prototype. Participants were instructed to browse to our web application from their web browsers using any device (e.g., smart phones, tablets, or computers). Since we aimed to evaluate participants’ actual usage of the website prototype, the participants were asked to log into the website as a user. Next, we asked the participants to complete the following tasks: 1) Discover how many smart devices are connected to this website, 2) Turn on the temperature and pressure sensor and review the temperature readings, 3) Turn off the temperature and pressure sensor to pause collecting information and review the temperature readings. Once the participants’ interactions with the prototype were completed, participants were then asked to complete another set of survey questions regarding their level of satisfaction on the web prototype usability. Participants took between thirty minutes to one and a half hours to complete the study. Next, we describe the survey measured created for this study.

4.3 Privacy and Convenience Constructs

In this study, we developed survey constructs to measure the importance and preferences aspects of privacy and convenience when using IoT devices. All measures were based on a 5-point Likert scale from 1 to 5 (scale 1 = Not important at all, scale 5 = Very Important). All measures reported satisfactory (higher than 0.7) Cronbach’s alpha, which measures the internal consistency of survey constructs [7] as listed in the descriptive statistics (Table 2). The following subsections will describe each measure in more detail.

Privacy Importance. Privacy is one of the most concerning factors that affect users’ decisions to adopt and/or use IoT devices [28]. Therefore, we were interested to measure the users’ perception about their privacy in the context of IoT
devices to compare it with their perceptions about the convenience afforded by these devices. Therefore, a Privacy Importance measure was developed to measure users’ perception about the importance of protecting their privacy when using smart devices. This measure included one question for the participants to rate how important their privacy when they use IoT devices.

**Convenience Importance.** IoT users consider the tradeoffs between privacy and convenience when using smart devices [28]. Therefore, for this study, we included these two constructs to understand the participants’ perceptions for privacy vs. convenience based on their rates for privacy and convenience constructs. As such, the Convenience Importance construct quantifies how important the convenience that IoT devices afford to their users. This measure has one direct question for the participant to rate the importance of convenience for them when using smart devices.

**Privacy Control.** Using IoT devices generally increases the risks associated with the sensitive personal data transmission, acquisition, and utilization with/without users knowledge [28]; therefore, it is critical for users to be able to manage their personal information that IoT devices collected. The Privacy Control construct measured IoT users’ ability to control their personal information that are collected by smart devices. This measure has three questions for participants to rate the importance of enabling them to know when and what type of personal information was collected and the importance to require users’ permissions prior any data collection by the devices. We used this measure to uncover differences between the participants in terms of their ability to take actions in order to manage the collection of personal information when using smart devices.

**Privacy Preferences.** Although IoT have potential benefits, it is also associated with concerns related to recording data of people who does not own the IoT device [13]. The Privacy Preferences measure was developed to quantify users’ privacy preferences. This measure has three questions for users to rate the importance of three reactions (not saying anything, hide themselves, or use applications to hide their identity) to protect their privacy in case of a security camera in another place (e.g., friend’s house) was recording their audio or video. Thus, we used this measure to examine the participants’ differences regarding the importance of their reactions to an IoT device that they do not own, but collected data about them.

**Convenience Preferences.** IoT users usually find it difficult to effectively control multiple smart devices [8]. Therefore, the Convenience Preferences measure was used to measure users’ convenience preferences to manage their smart devices. This measure has three questions for users to rate strategies to manage IoT devices by having one platform, use website, or implement centralized monitoring. Therefore, this measure was important for this study to examine differences on what users would prefer for managing multiple smart devices.
Website Satisfaction. The Website Satisfaction construct measured participants' satisfaction about the proposed website prototype to manage multiple IoT devices. This construct quantifies participants' satisfaction based on: 1) prototype organization, 2) ease of navigation, and 3) user-friendly interface. Measuring users' satisfaction was important to us to evaluate any differences between the participants' regarding their feedback on the website prototype. This measure was also useful to recommend future recommendations that will be discussed in the discussion section.

4.4 Data Analysis Approach

To answer RQ1, we first conducted a dependent t-test for paired samples (i.e., within subjects) to examine if there was a significant difference between the importance of privacy and convenience based on participants self-reported scores. We hypothesized the following difference would be detected:

- **H1:** Participants will rate their Privacy as more important relative to their Convenience.

We then used a mean split to divide the participants into four quadrants based on their scores on the privacy and convenience importance measures. We did this by calculating the mean of the Privacy and Convenience Importance measures, which are listed in Table 2. Participants who had higher scores than the mean scores were assigned to the high (privacy or convenience) groups, while participants who reported scores lower than the mean scores were assigned to the low (privacy or convenience) groups.

To answer RQ2, we calculated the between group differences on our privacy and convenience preference constructs (i.e., Privacy Control, Privacy Preferences, and Convenience Preferences) based on the four groups. We hypothesized the following between-group differences.

- **H2:** Participants with low Privacy/ low Convenience Importance will rate a) Privacy Control and b) Privacy Preference lower than participants with high Privacy/ high convenience Importance.

- **H3:** Participants with low Privacy/ Convenience Importance will rate a) Convenience Preference lower than participants with high Privacy/ Convenience Importance.

We investigated the differences in the self-reported measures between the generated quadrant groups by conducting ANOVA tests [26]. In order to compare individual groups with one another, we conducted post-hoc analyses [12] for the significant differences found. These identified differences demonstrate a holistic understanding of the distinct patterns between the privacy/convenience groups regarding a series of privacy control and convenience preferences.
4.5 The Prototype Usability Evaluation

Based on the tasks described above, we coded whether the participants were able to successfully complete each task or not (0=Incomplete; 1=Complete). In the results section, we present the percentages of the correct and wrong answers regarding these tasks. We also assessed between-group differences on the Website Satisfaction measure based on the Privacy and Convenience Importance groups as a grouping variable (Website Satisfaction). We hypothesized the following significant difference:

– **H4:** Participants with low privacy/ high convenience will be more satisfied about the website prototype than participants with high privacy / low convenience Importance.

In the next section, we describe how we recruited participants and summarize their demographic profiles.

4.6 Participant Recruitment and Demographics

Overall, we recruited 43 participants who completed the study voluntarily without a compensation, which was stated in the informed consent prior participating to the study. We recruited participants who are over 18 years old. We advertised through word of mouth, recruitment emails, and by posting the flyers on social media. The study took place online where the participants were given the web URL to interact with the prototype and complete the surveys. Three of the participants answered the survey questions but skipped completing the tasks. Since our informed consent allowed participants to skip questions, we retained their survey data for the RQ1 and RQ2 analyses. Therefore, 38 out of the 43 participants completed the tasks and answered the related questions.

A diverse sample of participants participated in this study, where 60%, \(N = 26\) were between 25-34, 14%, \(N = 6\) of them were 18-24, 14% were 35-44, and 12% were 45-54 years old. In terms of education, most of our participants completed their bachelor’s degree (49%, \(N = 21\)) or master’s (33%, \(N = 14\)) degree programs. Almost all participants (98%, \(N = 42\)) owned more than two smart home devices. The most frequently chosen device were smartphones with a percentage of 90.70%, followed by smart watch and smart TV with an equal percentage of 55.81%.

5 Results

In Table 2, we report the descriptive statistics of our survey measures. As shown in the table, all measures demonstrated adequate construct validity (Cronbach’s alpha ≥ 0.70). A general trend we observed was that the means for the privacy-related constructs were typically higher than those associated with convenience-related measures. Further, we note that all constructs were rated relatively high with means ranging from 3.6 to 4.2 on a 5-point scale.
Table 1. Participants’ Demographic Information ($N = 43$)

| Demographic          | Number | Percentage |
|----------------------|--------|------------|
| **Age**              |        |            |
| 18-24                | 6      | 13.95%     |
| 25-34                | 26     | 60.47%     |
| 35-44                | 6      | 13.95%     |
| 45-54                | 5      | 11.63%     |
| **Educational Background** |  |  |
| High school          | 6      | 13.95%     |
| Bachelor’s degree    | 21     | 48.84%     |
| Master’s degree      | 14     | 32.56%     |
| Ph.D. or higher      | 2      | 4.65%      |
| **Smart Devices Owned** |  |  |
| Smartphone           | 39     | 90.70%     |
| Smartwatch           | 24     | 55.81%     |
| Activity tracker     | 10     | 23.26%     |
| Smart refrigerator   | 4      | 9.30%      |
| Smart speaker        | 7      | 16.28%     |
| Smart thermostat     | 3      | 6.98%      |
| Smart TV             | 24     | 55.81%     |
| None                 | 1      | 2.33%      |

Table 2. The Constructs’ Descriptive Statistics

| Constructs               | Number of Items | Cronbach’s alpha | Mean | SD |
|--------------------------|-----------------|------------------|------|----|
| Privacy Importance       | 1.00            | N/A              | 4.16 | 0.94|
| Convenience importance  | 1.00            | N/A              | 3.88 | 0.82|
| Privacy Control          | 3.00            | 0.75             | 4.15 | 0.80|
| Privacy Preferences      | 3.00            | 0.76             | 3.60 | 1.19|
| Convenience Preferences  | 3.00            | 0.80             | 3.85 | 0.86|
| Website Satisfaction     | 3.00            | 0.83             | 4.20 | 0.79|

5.1 Privacy over Convenience (RQ1)

A dependent t-test for paired samples yielded a significant difference between users in terms of Privacy Importance and Convenience Importance ($p = 0.01$). Users’ perceived privacy ($m = 4.23$) as more important than ($p = 0.01$) than their desire for convenience ($m = 3.86$) as shown in table 3. This results supports our H1.

Table 3. Privacy versus Convenience

| Constructs | Mean | SD |
|------------|------|----|
| Privacy    | 4.23 | 0.92|
| Convenience| 3.86 | 0.89|
The privacy/convenience quadrant groups resulted in: A) high privacy/high convenience group, B) high privacy/low convenience group, C) low privacy/high convenience group, and D) low privacy/low convenience group. Table 4 showed the participants’ distribution across the quadrant groups. The largest group among the quadrants was participants who reported both high privacy and high convenience \( (N = 16, 37\%) \) while the smallest group was participants who reported high privacy, but low convenience \( (N = 5, 12\%) \).

Table 4. The Distribution of Privacy/Convenience Quadrant Groups. The percentages out of the total number of participants \( (N = 43) \).

|                  | High Convenience | Low Convenience | Total       |
|------------------|------------------|----------------|-------------|
| High Privacy     | N=16, 37%        | N=5, 12%       | N=21, 49%   |
| Low Privacy      | N=12, 28%        | N=10, 23%      | N=22, 51%   |
| Total            | N=28, 65%        | N=15, 35%      |             |

To some extent, our results highlight that the trade-off between privacy and convenience may be a false dichotomy, as the majority of our participants felt that both were important. When there was a discernible trade-off, participants tended to prefer convenience over privacy (between-groups), which conflicted with our earlier within-subject findings that individuals tended to rate privacy as more important than convenience when making comparative decisions.

5.2 Differences in Privacy Control, Privacy Preferences, and Convenience Preferences (RQ2)

This section presents the between-group results to examine the differences between the four groups of privacy/convenience importance in terms of Privacy Control, Privacy Preferences, Convenience Preferences, and Website Satisfaction. Table 5 listed the means and standard deviations of these measures for the four groups. Table 6 showed significant differences in terms of Privacy Control and Convenience Preferences measures based on ANOVA tests. We will discuss the results of this ANOVA tests in the following subsections.

**Privacy Control** An ANOVA yielded significant differences between the privacy/convenience groups regarding their Privacy Control \( (F(3, 43) = 11.75, p < 0.001) \) as shown in Table 6. Post-hoc tests (Table 7) demonstrated that users in the low privacy/convenience group \( (m = 3.43) \) reported significantly less Privacy Control than the group of high privacy/convenience \( (m = 4.71) \) and the group of high privacy/low convenience \( (m = 4.33) \). Based on this result, the hypothesis \( H2 \) was supported. We also found that IoT users in the group of low privacy and high convenience \( (m = 94) \) had significantly less Privacy Control than the group of high privacy and convenience \( (m = 94) \) as shown in Table ???. This partially supported the \( H2 \) hypothesis since the group of low privacy/high convenience has only one low privacy group. The group of low privacy/convenience
Table 5. Mean and standard deviation of Privacy Control, Privacy Preferences, Convenience Preferences by the privacy/convenience quadrants

| Groups                        | Privacy Control | Privacy Preferences | Convenience Preferences | Website Satisfaction |
|-------------------------------|-----------------|---------------------|-------------------------|----------------------|
|                               | M   | SD   | M   | SD   | M   | SD   | M   | SD   |
| High-Privacy/High-Convenience | 4.17| 0.44 | 3.92| 0.90 | 4.31| 0.74 | 4.25| 0.64 |
| High-Privacy/Low-Convenience  | 4.33| 0.67 | 3.80| 1.02 | 4.33| 0.62 | 4.47| 0.38 |
| Low-Privacy/High-Convenience  | 3.94| 0.68 | 3.50| 1.05 | 3.53| 0.77 | 4.03| 0.70 |
| Low-Privacy/Low-Convenience   | 3.43| 0.50 | 3.10| 0.86 | 3.27| 0.90 | 4.20| 0.74 |

reported less than the average score of the Privacy and Convenience Importance constructs, which align well with their low Privacy Control as well.

Table 6. ANOVA results for the Privacy Control, Privacy Preferences, Convenience Preferences by the privacy/convenience groups. There were significant differences found between the groups in terms of Privacy Control and Convenience Preferences. Bold values denote significant difference results.

| Constructs            | F     | df  | p-value |
|-----------------------|-------|-----|---------|
| Privacy Control       | 11.75 | 3   | <0.001  |
| Privacy Preferences   | 1.67  | 3   | 0.18    |
| Convenience Preferences| 5.11  | 3   | 0.004   |
| Website Satisfaction  | 0.57  | 3   | 0.63    |

Privacy Preferences Regarding Privacy Preferences, an ANOVA did not yield any significant differences between the four groups ($F(3, 43) = 1.67, p = 0.18$) as shown in Table 6. The mean scores of these groups listed in Table ?? suggest that all groups were fairly high, in the range of “Neutral” to “Somewhat important” in the Privacy Preferences scale. Therefore, this may be why we did not detect significant differences. Based on this non-significant result, hypothesis $H2$ could not be supported.

Convenience Preferences There were significant differences between the privacy/convenience groups in terms of their Convenience Preferences ($F(3, 43) = 5.11, p = 0.004$) as shown in Table 6. Post-hoc analysis showed (Table 7) that the
Table 7. Post-hoc tests to identify the significant differences between the privacy/convenience groups.

| Constructs     | Significant Pairwise Differences (Mean) | p-value |
|----------------|----------------------------------------|---------|
| Privacy Control| Low Priv./Low Conv. < High Priv./High Conv. | <0.001  |
|                | Low Priv./Low Conv. < High Priv./Low Conv. | 0.004   |
|                | Low Priv./High Conv. < High Priv./High Conv. | 0.02    |
| Convenience Pref.| Low Priv./Low Conv. < High Priv./High Conv. | <0.001  |
|                | Low Priv./High Conv. < High Priv./High Conv. | 0.05    |

group of low privacy/convenience \(m = 3.27\) reported significantly less Convenience Preferences than the group of high privacy/convenience \(m = 4.31\). Thus, hypothesis \(H_3\) was supported. Additionally, the group of low privacy/high convenience \(m = 3.53\) were significantly lower on the Convenience Preferences scale than the group of high privacy/convenience \(m = 4.31\) as shown in Table ??.

5.3 Participants’ Evaluation of the Website Usability (RQ3)

Website Satisfaction Survey. There were no significant differences between the groups based on their website satisfaction \(F(3, 43) = 0.57, p = 0.63\) as shown in Table 6. Thus, we could not support \(H_4\) hypothesis because of the non-significant difference. Generally, most participants were satisfied with the website as shown in Table 8, where all mean scores on the individual items as well as the overall construct (Table ??) were higher than 4, which were between “Very Satisfied” and “Satisfied” on the scale.

Table 8. The means and standard deviation of the individual scale items for Website Satisfaction.

| Website Satisfaction Items | Mean | SD  |
|----------------------------|------|-----|
| Website organization      | 4.07 | 0.80|
| Ease of website navigation| 4.23 | 0.81|
| User friendly interface    | 4.30 | 0.64|

Since we did not find significant differences between the privacy/convenience groups based on Website Satisfaction construct, we went beyond the high satisfaction on the website to evaluate their actual usability of the website prototype, which will be discussed in the next section.

Task Completion. Next, we present participants’ responses to the tasks we assigned to them to evaluate their understanding of the website. In the first
task, participants were asked to determine the number of currently connected devices on the website account. 35 out of 38 participants (92.11%) answered this question correctly. Where the correct answer was six devices.

The second task contained instructions for the participants, where they were asked to turn on the sensor readings function for the temperature and pressure sensor (IoT device). Then, they were asked to determine the number of current readings available for the temperature and pressure sensor. Most participants 36 out of 38 (94.74%) were able to follow the instructions and answer the question correctly. Where the correct answer was five temperature and pressure readings. Participants were also asked to determine the temperature readings for a specific date and time. All participants ($N = 37, 97.37\%$) answered this question correctly, except for one participant.

6 Discussion

In this section, we describe the implications of our findings in relation to prior work and provide design implications of smart home IoT device management systems.

6.1 Smart Home IoT Trade-offs between Privacy and Convenience

Previous works have investigated the factors that may affect people’s opinions about IoT adoption [21]. In the same direction, we investigated our participants’ views on the importance of privacy and convenience when using smart devices. While previous works such as [6, 10], emphasized on the privacy as the reason behind the abandonment of technology from users, Our findings from the H1 hypothesis test confirms the importance of privacy for IoT devices, showing that privacy is more important than convenience for the smart devices users. This implies that users would avoid using IoT devices due to the compromise of user privacy in the way of collecting sensitive personal data. However, based on our results when examining the privacy/convenience quadrants groups, we found that the largest group among the quadrants was participants who valued both high privacy and high convenience. Thus, our results confirm that the trade-off between privacy and convenience creates a false dichotomy, given that most of our participants valued both privacy and convenience. Existing research on IoT mainly focuses on the importance of privacy for IoT users [21]. Therefore, we urge future research to leverage both users’ privacy and convenience in order to understand the perceptions of smart IoT devices users toward their privacy concerns and convenience preferences when using IoT devices.

6.2 Implications for the Design of Smart Home IoT Device Management Systems

Our findings demonstrated that in general most participants were satisfied with our prototype (website) since they found it to be well-organized, easy to use,
and user-friendly. This result indicates that the proposed prototype could an easily accessible platform, and it could be used easily by IoT user with different levels of education and without much technical experience (based on our diverse participants demographics). Having a website to manage IoT devices while preserving users’ privacy is key to IoT devices [5]. Therefore, we recommend that developer would base their user-centered website designs on our prototype since we showed that the website would be useful in fulfilling IoT requirements in terms of privacy and convenience.

By showing the quadrant groups of privacy and convenience, which demonstrated different levels (i.e, high and low) of privacy and convenience. This suggests that different design solutions should be designed based on these groups’ privacy concerns or convenience preferences. This is important because by estimating how much users value their privacy or convenience, IoT developers can predict appropriate features that may become sources of competitive advantage in IoT device management platforms. Therefore, we recommend that IoT designers to take into account that users may not perceive privacy and convenience at the same level. This highlights the importance of creating personalized privacy experiences for IoT users based on either initial survey questions to report their preferences or trained machine learning algorithms that would predict users privacy and convenience preferences similar to smart phone personalized permission management algorithms [29].

6.3 Limitations and Future Work

This section outlines limitations of our study that inform future work in the space of smart home IoT. We studied younger adults, where 60% of our participants were between 25 and 34 years old. Therefore, our results could not be generalized to older adult populations who may have a different privacy versus convenience calculus. Therefore, future studies should further study smart home IoT users’ preferences towards privacy versus convenience. In our study, participants were asked to imagine themselves in a hypothetical situation, where they explored our IoT smart home device management website that was connected to a temperature and pressure sensor that was located in the first-author’s home. While it was not feasible for us to test our system in the homes of our actual participants, future studies that leverage existing smart home sensors in participants’ homes or install such sensors for the purpose of the study would increase the ecological validity of our results. Finally, our web-based prototype, while functional, had limited capabilities. Future studies that build upon our work could go in more depth in regards to feature design that optimizes users’ privacy and convenience when managing their IoT smart home devices.

7 Conclusion

A large number of smart home IoT devices demands management and control solutions. Moreover, the growing number of connected devices and their inherent
constraints motivate the need for efficient smart home IoT device management that focus on users privacy-preserving. Therefore, we conducted a web-based survey and usability study with 43 participants who use IoT devices frequently to: 1) examine their smart home IoT usage patterns and privacy preferences, and 2) evaluate a web-based prototype for smart home IoT device management. The findings confirmed that privacy is more important for the users than convenience when using smart devices. Moreover, based on our prototype evaluation, we found that all participants were generally satisfied with our website prototype and their actual usability evaluation demonstrated that they understand the functionality of the website. Overall, this study provided a rich picture of privacy and convenience preferences of smart home IoT users when using smart home IoT device management website.
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# Appendix A

| **Table A.1. Survey Items of IoT Device Usage** |
|-----------------------------------------------|
| **Which Internet of Things (IoT) device(s) do you own. (Select all that apply)** |
| 1. Smart phone |
| 2. Smart watch |
| 3. Activity tracker |
| 4. Smart refrigerator |
| 5. Smart speaker |
| 6. Smart thermostat |
| 7. Smart TV |
| 8. None |
| 9. Other (Please specify) |
| **How many hours per week do you use IoT devices?** |
| 0 hr |
| 4-6 hrs |
| 7-10 hrs |
| 11-14 hrs |
| 15-20 hrs |
| 20+ hrs |
| **For what purposes do you use IoT devices? (Select all that apply)** |
| 1. Smart Home |
| 2. Smart energy monitoring system |
| 3. Vehicle Tracking |
| 4. Entertainment |
| 5. Lifestyle |
| 6. Health monitoring |
| 7. None (do not have an IoT device) |
| 8. Other (please specify) |
| **Which of the following applications do you use to manage your IoT devices?** |
| 1. Wink |
| 2. SimpliSafe Home Security |
| 3. Yonomi |
| 4. ADT Control |
| 5. Olisto |
| 6. None |
| 7. Do not have an IoT device |
| 8. Other (please specify) |
Table A.2. Survey Items of Prototype Satisfaction

| Based on your experience in our website http://iotprivacycontrol.com/, how satisfied are you with the following. (1 = Not Satisfied at all, 5 = Very Satisfied) |
|---|
| 1. Website organization |
| 2. Ease of website navigation |
| 3. User friendly interface |
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Table B.1. Survey Items of Privacy Concern

| In general, how concerned are you about your privacy in the daily activities as the following? (1 = Not at all concerned, 5 = Very concerned) |
|---|
| 1. People knowing your private and personal information |
| 2. Walking in a public place which is full of sensors such as, private security camera, traffic microwave radar sensor, etc. |
| 3. To be in the background of photos that are taken by strangers |
| 4. To be in the foreground of photos that are taken by strangers |

Table B.2. Survey Items of Importance of Privacy and Convenience

| Rate how important privacy (e.g., protecting your personal information) is to you when you are using smart devices. (1 = Not important at all, 5 = Very important) |
|---|
| Rate how important convenience (e.g., completing a task such as, increasing the thermostat temperature) is to you when you are using smart devices. (1 = Not important at all, 5 = Very important) |
Table B.3. Survey Items of Privacy Actions for Protecting Personal Information

| Survey Items                                                                 | 1. | 2. | 3. | 4. | 5. | 6. | 7. | 8. |
|-------------------------------------------------------------------------------|----|----|----|----|----|----|----|----|
| If you were using some IoT devices, e.g., Smart Thermostat, Smart TV, and Smart phone, what type of information do you think would be captured by these devices? Select all that apply. |    |    |    |    |    |    |    |    |
| 1. Personal Information (e.g., name, address, bank information, etc.)        |    |    |    |    |    |    |    |    |
| 2. Biometric Information (e.g., Fingerprint, Facial Pattern, Voice, etc.)    |    |    |    |    |    |    |    |    |
| 3. Location Information                                                      |    |    |    |    |    |    |    |    |
| 4. Weather Information (e.g., temperature degree)                           |    |    |    |    |    |    |    |    |
| 5. Audio recordings                                                          |    |    |    |    |    |    |    |    |
| 6. Video recordings                                                          |    |    |    |    |    |    |    |    |
| 7. Health Information (e.g., medical histories, test and laboratory results, mental health conditions, etc.) |    |    |    |    |    |    |    |    |
| 8. Other (please specify)                                                    |    |    |    |    |    |    |    |    |

How important to you are each of the following actions in terms of protecting your personal information that is captured by IoT devices: (1 = Not important at all, 5 = Very important)

| Action                                                                 | 1. | 2. | 3. | 4. | 5. |
|------------------------------------------------------------------------|----|----|----|----|----|
| 1. Enabling you to control what information is being collected about you by IoT devices. |    |    |    |    |    |
| 2. Informing you when personal information about you is being collected by IoT devices. |    |    |    |    |    |
| 3. Requesting your permission to collect your information by IoT devices before it is collected. |    |    |    |    |    |

Assume you are at your friend’s house and they have a security camera which is recording audio and video that is kept for one week. How important to you are each of the following actions in terms of protecting your personal information that is captured by that IoT device. (1 = Not important at all, 5 = Very important)

| Action                                                                 | 1. | 2. | 3. | 4. |
|------------------------------------------------------------------------|----|----|----|----|
| 1. I would be very careful of what I do (e.g., act differently).       |    |    |    |    |
| 2. I would be very careful of what I say.                              |    |    |    |    |
| 3. I would sit in blind spots where I am not captured by the security camera. |    |    |    |    |
| 4. I would use technical methods if applicable (e.g., applications, websites) to hide my identity. |    |    |    |    |

Table B.4. Survey Items of Privacy Preference

Rate the extent to which you agree or disagree with the following actions and statements if you were in this situation: You live in a Smart home that contains different IoT devices and sensors which are: Smart TV, Smart light, Smart Thermostat, and Smart watch) that capture various types of your information (e.g., your personal information, room temperature degree, your heart rate, your TV watching preferences, etc.), and you want to manage your devices, and reduce the risk of privacy breaching: (1 = Strongly disagree, 5 = Strongly agree)

| Action                                                                 | 1. | 2. | 3. | 4. | 5. |
|------------------------------------------------------------------------|----|----|----|----|----|
| 1. I am concerned about the privacy of data sensed about me when using IoT devices. |    |    |    |    |    |
| 2. I prefer to use ONE platform (e.g., website) to manage all my IoT devices. |    |    |    |    |    |
| 3. I prefer to use website to manage my IoT devices rather than a particular application. |    |    |    |    |    |
| 4. For each device I prefer to use its related application for management purposes. |    |    |    |    |    |
| 5. I prefer to implement centralized monitoring for my IoT devices to manage privacy and security issues. |    |    |    |    |    |
| 6. I prefer to update my IoT devices with regular software updates.     |    |    |    |    |    |
Table B.5. Survey Items of Privacy Measures

| Rank | Statement                                                                 |
|------|---------------------------------------------------------------------------|
| 1    | Governments should provide new rules and laws to regulate IoT devices to protect our privacy when using them. |
| 2    | IoT devices’ manufacturers need to provide software updates and new features constantly for IoT devices to protect our privacy when using them. |
| 3    | IoT devices’ users need to use platforms (e.g., websites and applications) to manage their IoT devices to protect their privacy. |