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1.Introduction

In medical images stored in the cloud, the data hiding method is used to store the medical images of patient for remote access. Healthcare generates a bigger amount of data related to the patient for diagnosis purposes. The encoding method is used in the data hiding approach to store the medical record in the medical images. Decoding is performed in the client side to extract the hidden data and also find digital content that has been attacked. Two types of methods are present in data hiding, namely, steganography and watermarking [1–11]. In reversible data hiding (RDH), the original cover or the region of interest (ROI) is restored losslessly and the remaining part of the images is restored in lossy manner. The RDH plays an important role in medical image processing and in other applications such as big data healthcare, image transcoding, and multimedia archive management [12]. Image encryption method is applied to secure the image and the images can be restored based on authentication to protect the data from users or attackers. Image encryption is required in the medical images to store in cloud and to protect the privacy of the patients [13]. Electronic Patient Record (EPR) consists of patient ID’s information, diagnostics reports, and vital signs. EPR is hidden in the medical images to store in cloud for authenticated information [14]. Most of the RDH method aims to enhance the embedding rate and quality of the images for encryption.

The patient’s sensitive information stored in the cloud has the chance to be leaked to hackers with malicious intent. In medical information systems, the protection of patient’s privacy and medical images plays an important role and attained more attention [15–26]. Medical images transmission or storage in cloud is easily accessible by the hacker that creates privacy issue. Data hiding method prevents information from unauthorized access and protects the
privacy of data. Medical images such as computed tomography (CT), ultrasound, X-ray, and magnetic resonance imaging (MRI) created by imaging devices are used as the cover image [27–32]. The chaotic method is used in the image encryption to improve the security based on the features of initial values of nonlinearity, pseudorandomness, and sensitivity. The chaotic encryption method is widely followed in the encryption process due to its features [33, 34]. The discrete chaotic maps are sensitive to control parameters and initial conditions that increase randomness being deterministic, unpredictable, and easily reproducible [35]. In this research, the ICE method is proposed to increase the privacy of the data in the cloud. Medical images were used to test the proposed model’s efficiency in various embedding rate.

(1) This research aims to measure average energy in the images and, compared with adaptive threshold, to segment the image into ROI, RONI, and border area. The ROI is encrypted and decrypted in lossless manner and RONI is retrieved in lossy manner.

(2) The objective of this research is to apply Lorenz 96 model in chaos encryption method to increase the sensitivity to initial value and resilience against the various kinds of attacks. The random value is set in the chaotic sequence generator to enhance the ability in attack resistance.

(3) The PSNR value is measured for various embedding rate in the medical images to evaluate the quality of retrieved images. The proposed Lorenz-chaotic encryption method is compared with state-of-the-art method to evaluate the efficiency.

(4) The proposed ICE model has achieved the PSNR value of 104.7 dB and existing LSB-ROI method has 97.61 dB PSNR. The proposed method has achieved higher performance due to its sensitivity to initial condition.

The review of recent researches in the image encryption and data hiding methods is given in Section 2, the proposed ICE method, image embedding, and recovery were given in Section 3, results of the proposed ICE method are given in Section 4, and conclusion is given in Section 5.

2. Related Works

Medical information storing in cloud for remote access requires effective encryption method to protect the privacy of the medical data. Data hiding or embedding techniques were applied to store the sensitive information in the image. ROI-based methods show the considerable performance in encryption and preserve the quality of the image. Chaotic based encryption method increases the efficiency of the encryption.

Parah et al. [36] applied the Intermediate Significant Bit Substitution (ISBS) to embed the checksum data, watermark data, and EPR to eliminate commonly used Least Significant Bit (LSB) replacement/removal attacks. Chen and Chi [37] applied Block Truncation Coding (BTC) method for data hiding and compression method to reduce the image size and improve the security. The block classification method is applied to classify the blocks into three types such as smooth blocks, and two complex blocks. Applied separate method for three types of block for data hiding and encryption. Loan et al. [38] applied hybrid edge detection method and Pixel Repetition Method (PRM) for the data hiding in medical image. The PRM is applied to increase the small size image and hybrid edge detection method is applied to preserve the edge information. Geetha and Geetha [39] applied the Rhombus Mean Interpolation method to predict the interpolated points for data hiding method. Checksum is applied in the nonoverlapping method to embed for content authentication and tamper detection. The modified LSB based methods such as ISBS [36], BTC [37], PRM [38], and Rhombus Mean Interpolation [39] have limitations of high loss of information due to rearranging of image.

Yang et al. [40] applied adaptive threshold method to automatically segment ROI and RONI in the medical images. To enhance the ROI, the grayscale is stretched and data is embedded in the stretched histogram peak bins. Gao et al. [41] applied reversible data hiding (RDH) and contrast enhanced algorithm to improve the image quality and embedding capacity. The developed algorithm separates ROI and NROI in the medical images and stretches the ROI’s gray level histogram. Balasamy and Suganyadevi [42] applied fuzzy based ROI selection method and wavelet transformation method to embed the encrypted watermark in medical images. Fuzzification method is applied to measure the critical points based on the final and central intensity with selected ROI. Wu et al. [43] applied Otsu’s method for image segmentation to enhance the ROI in the medical images before contrast enhancing. The GrabCut interactive algorithm is used to accurately segment the ROI in medical images. The analysis of the proposed GrabCut method in medical images shows that the proposed method is effective in encryption and data hiding. Zhou et al. [44] proposed game theory with hidden ROI position and optimized ROI parameters for lossless medical image encryption. The Quantum Cell Neural Network (QCNN) hyperchaotic model generates random sequence to diffuse and scramble ROI. The result shows that the game theory provides optimal balance between the encryption speed and security performance. Priya and Santi [45] proposed nonembedding image encryption to conceal the presence of the watermark in the medical image. The biometric authentication is applied to decrypt the information in the medical image. The developed method prevents the intentional and unintentional attacks. Ding et al. [46] applied Deep Learning based Encryption and Decryption Network (DLEDNet) method for the encryption and decryption in the medical images. Main learning network is applied in Cycle-GAN to transfer the medical images. The adaptive threshold methods [40, 41] have higher performance in the segmentation and has lower embedding rate in data hiding. The fuzzy [42] method is supervised method and manual features are required for segmentation in data hiding. Otsu’s
method [43] changes the modality of histogram due to global thresholding and degrades the images. The QCNN [44] and DLEDNet [46] model have limitation of overfitting and authentication method [45], which has lower sensitivity for data hiding.

Yin and Li [47] proposed modified quantum chaos system and Particle Swarm Optimization (PSO) with genetic simulated annealing method for the medical image encryption. The modified chaos system method is applied for key stream and genetic algorithm is applied for the selection and cross operation to process the plaintext images. Simulated annealing method is applied to scramble the image to generate the optimal sequence. The PSO method is applied to process the simulation annealing. Liu et al. [48] partition the ROI and NROI in the medical image using ROI-based reversible data hiding method. An encryption key is applied to encrypt ROI and NROI in the medical images. The LSB of the EPR and encrypted ROI is concatenate in the data hider. The LSB substitution method is applied to embed the concatenate data in the medical image. Zhang et al. [49] proposed hyperchaotic system for the encryption of medical images and embedded the patient private information in ROI based on reversible data hiding method. The developed method has low distortion and high embedding capacity in the data hiding process and also improves the security of the encryption phase. Anand and Singh [50] applied Singular Value Decomposition (SVD)-Discrete Wavelet Transform (DWT) to embed the multwatermarks in medical images. Hamming code is applied to decrease the channel noise distortion in the text watermark. The chaotic-LZW has the higher efficiency in data hiding and security in the medical image. Kumar et al. [51] applied chaotic map on the fractional Discrete Cosine Transform (FrDCT) on the medical images. The result shows that the proposed model has the higher efficiency in improving the security in the data hiding. Ravichandran et al. [52] provided the hybrid encryption method based on chaotic map and deoxyribonucleic acid to be adaptable for selective and full medical image encryption. The result shows that the hybrid model has the higher efficiency in the security improvement. The PSO [47] method has lower convergence in the parameter settings and encryption method [49] has lower embedding performance. The SVD-DWT [50] method has limitation of lack of phase information, poor directionality, and shift sensitivity. The chaotic map [51, 52] methods have limitations of low sensitivity in initial conditions and control parameters.

3. Method

Medical images required image hiding and image encryption to increase the privacy of the patient data. In this research, the ICE method is applied to increase the security of the medical encryption. Medical images were used to test the efficiency of the proposed method in the encryption. The Lorenz 96 model is applied in the chaos encryption to increase the privacy of the image. The overview of ICE model in medical image encryption is shown in Figure 1.

4. Image Partition

The original input medical image $I$ is divided into three parts such as border area, ROI, and region of noninterest (RONI). In most cases, the ROI is irregular shape in medical images. The image bottom line is the border area and ROI vertices are used to describe ROI, denoted by $D_{roi}$ with length $L_c$.

The size of input medical image is $N_1 \times N_2$ and is first divided into block size of $n_1 \times n_2$. The amount of blocks is $(N_1 \times N_2)/(n_1 \times n_2)$. Every block average energy is measured using the following formula:

$$\text{average energy } (m, n) = \frac{\sum_{i=1}^{n_1} \sum_{j=1}^{n_2} I(i, j)^2}{n_1 \times n_2},$$

where Average energy $(m, n)$ denotes the current block average energy, the image blocks position is denoted as $(m, n)$, and the pixel value is denoted as $I(i, j)$. Every block average energy value with an adaptive threshold $T$ determines the ROI. If average energy $(m, n) > T$, then it belongs to the ROI; otherwise, the blocks belong to RONI.

The ROI is carried out in lossless retrieval and RONI is carried out in lossy retrieval. The ROI is placed in front concatenated by border area and RONI. The rearrangement operation can improve the security.
4.1. Chaotic Encryption Algorithm. A chaotic system providing chaotic sequence is applied for the image encryption for medical images [53–55]. The encryption method robustness is important for the medical image encryption. Since chaotic encryption method is sensitive to initial value and resilience against various kinds of attacks, the chaotic encryption method is used for encryption.

The Chen system is applied to iterate out three chaotic sequences in the chaotic state that is applied in this encryption method. The Chen system is defined in the following equation:

\[
\begin{align*}
  x &= 35(y - x), \\
  y &= -7x - xz + 28y, \\
  z &= xy - 3z.
\end{align*}
\]  

(2)

The proposed encryption involves four steps; they are as follows.

Step 1: the image matrix is denoted as \( P = [p_{125}] \). Initial value is selected as \( K = [k_0, k_1, k_2, k_3] \), where \( k_0 \leq 512 \times 512 \); the scrambling algorithm iteration is set to 50; the chaotic Chen system initial value is denoted in triplet \( [k_1, k_2, k_3] \), and it is randomly set to \([0.0663598, 0.45679, 0.9256] \). This random operation is applied to enhance the encryption algorithm ability to attack resistance.

Step 2: the Chen system and key group obtains the chaotic sequences of \( C_1, C_2, C_3 \) and three sequences consist of bits 1001 to 1000 + \( M \times N \) to chaos discard (secret image size is denoted as \( M \times N \)).

Step 3: the Helical scan sort matrix is denoted as \( A \) and the scrambling iteration is used to calculate \( A' \), as in the following equation:

\[
\begin{align*}
A'_{ij} &= \begin{cases} 
  \text{rotation}, & 0 < C_1(i) < 0.25, \\
  \text{rotation}, & 0.25 \leq C_1(i) < 0.5, \\
  \text{rotation}, & 0.5 \leq C_1(i) < 0.75, \\
  \text{rotation}, & 0.75 \leq C_1(i) < 1.
\end{cases}
\end{align*}
\]  

(3)

The simplest version of Lorenz 96 model based on periodic system of \( K(k = 1, \ldots, K) \) is

\[
\frac{dX_k}{dt} = -X_{k-1}(X_{k-2} - X_{k+1}) - X_k + F.
\]  

(4)

Advection term is first term on the right hand side, damping is represented as second term, and external forcing term is provided as \( F \) that is set as 10.

Two-level version of Lorenz 96 model is applied for parameter estimation and this will add another periodic variable \( Y \). The \( X \) and \( Y \) are linked in coupling term that is last term in equation. Each \( X \) has \( Y \) variables related with it.

\( X \) is resolved, slow variables, and \( Y \) is fast and unresolved variables. The task is to represent a parameterization on fast variables effect on \( X \) and replace last term in \( X \) equation for convenience.

Consider ignoring correlation in space and time, modelling \( B_k \) as a local function of \( X_k \), as given in

\[
-hcY_k = B_k = (X_k).
\]  

(5)

A linear regression is applied for simplest parameterization, as given in equation

\[
B_k = aX_k + b.
\]  

(6)

Advantages of Lorenz 96 model are discussed as below:

Multiscale: Lorenz 96 model is applied for parameterization in chaotic map that is divided into resolved and unresolved processes.

Encryption complexity: as Lorenz 96 model increases the randomness and sensitivity of chaotic map parameter, the complexity of the model to decrypt is high which improves the security.

The Lorenz 96 model has been applied in the chaos encryption method to improve the security of the model.

\[
L = (x_{m+1} - x_{m-2})x_{m-1} - x_m + F,
\]  

(7)

where \( m = 1, \ldots, M \), \( x = x_{M-1} \), \( x_0 = x_M \), and \( x_{M+1} = x_1 \). This model mimics an meteorological quality of unspecified scalar time evolution, \( x \), and latitude circle of equidistant grid \( M \).

Let \( P = [p_{125}] \) and get the chaotic sequence \( C_2 \) of index \( S \) in order. Then, \( P' = [p'_{125}] \) is determined, as in

\[
p'_i = (A'_i(S(j))), \quad j = 1, 2, \ldots, 512 \times 512,
\]  

(8)

where \( i = 1, 2, \ldots, k_0 \), and the scrambling process is repeated \( k_0 \) times. Finally, \( P' = p'_{k_0} \).

Step 4: \( P'' = [p''_{125}] \) and \( C_3 \) using the chaotic diffusion diffuse the matrix \( p'' \) as shown in the following equation:

\[
p''(j) = \begin{cases} 
  p'(j) \oplus \text{mod}(C_3(j) \times 1000, 256), & j = 1, \\
  p'(j) \oplus p''(j-1) \oplus \text{mod}(C_3 \times 1000, 256), & j = 2, 3, \ldots, M \times N.
\end{cases}
\]  

(9)

Cipher secret image \( P'' \) is obtained in four steps with a key sequence \( K' \). Original.

Four steps help to obtain a key sequence \( K' \) and cipher secret image \( P'' \). The encryption and decryption are carried out based on key sequence and decryption is inverse of encryption.

4.2. Data Embedding. From the appointed position \( L(x, y) \), \( D_{ro} \) and \( H \) are embedded into the LSBs border area and the key is used to control the position. Note that the data owner or third party cannot access the original image content.
without the encryption key; thus the owner content privacy is protected.

The data is embedded into the encrypted medical image.

Step 1: the LSB is read to obtain $D_{roi}$ and embedded in the border area appointed position $L(x, y)$ and shared key is used to control the position.

Step 2: after vertex ROI information, the LSB-plane ROI is recorded by data hider, denoted as $D_{lsb}$.

Step 3: the EPR and $D_{lsb}$ are concatenated to form the embedded data $W$, as shown in

$$W = D_{lsb} + \text{EPR} \quad (10)$$

Here, the concatenation operation is indicated using "+," the LSB substitution is used by data hider to embed $W$, and embedding process end position is pointed out by an ending label into encrypted image except for the border area.

Embedding is performed based on single LSB plane and more information is embedded based on two or more LSB planes.

4.3. Data Extraction and Image Recovery. In the image recovery and data extraction, three cases are analyzed, namely, receiver having (i) only data-hiding key, (ii) only the encryption key, and (iii) both encryption and data-hiding key.

Case 1. The receiver with the data-hiding key can read the embedded data and the original image cannot be obtained. From the border area given position $L(x, y)$, $D_{roi}$ can be read, and then ROI size and vertex information can be obtained. From first pixel to ending label, the LSB-plane is read and embedded $W$ is extracted successfully. The $W$ is separated into EPR and $D_{lsb}$, as given in (6).

Case 2. The receiver with encryption key roughly recovers the original image and embedded data is not obtained. From the border area of appointed position $L(x, y)$, $D_{roi}$ is read, and then ROI size is obtained. The receiver decrypts the image with the encryption key except the LSB plane. The inverse of encryption process is decryption. The ROI is rearranged to its original position based on $D_{roi}$. Encrypted image most significant bits (MSB) are not altered by the data embedding operation; the decrypted MSB is same as the original MSB. The decrypted image content is similar to the original image.

Case 3. If the receiver has both encryption key and data-hiding key, both embedded data and losslessly recovered ROI.

Step 1: based on the data hiding key, $D_{lsb}$ and EPR can be obtained.

Step 2: the encrypted ROI LSB plane is recovered with $D_{lsb}$.

Step 3: from the border area of appointed position $L(x, y)$, $D_{roi}$ and $H$ can be read.

Step 4: the embedded data is calculated in decrypted version according to the encryption key.

Step 5: ROI is losslessly recovered and returns to its original position with $D_{roi}$.

Step 6: integrity authentication: $H'$ denotes recovered ROI hash message. If $H$ is equal to $H'$, the image is authentic; otherwise ROI has been tampered.

5. Result

Data hiding and image encryption techniques are required in the medical images in the cloud for remote access. In this research, ICE method is proposed to encrypt the images with data hiding method. The 18 medical images from online available dataset (http://imaging.cancer.gov/) were used in this method to test the efficiency of the ICE method. Input medical images in the size of $512 \times 512$ (16 bits). Each vertex coordinates are represented by 20 bits. The test images used to test model performance are shown in Figure 2.

The proposed ICE method is applied for the data hiding and image encryption to transfer the image in the cloud. In the client side, the decryption is performed to retrieve the original images with hidden data. The input images, rearrange image, encrypted image, encrypted and embedded image, recovered image, and directly decrypted image are shown in Figure 3. The rearrange operation increases the security of the ROI. The embedding rate of each pixel is set as 0.5 and assume that ROI size is set as 5% in the image. The PSNR value of the decrypted image is achieved as 105.12 dB.

The proposed ICE method recovered images PSNR value for various embedding rate is shown in Table 1. The three images such as Im 1, Im 5, and Im 9 were selected for the PSNR analysis in three LSB planes. The average PSNR value of 18 images is presented in the table for three LSB planes and various embedding rate. The increases in embedding rate decrease the PSNR value of the image and single LSB plane has higher quality compared to 2 or 3 planes. The single LSB plane and lower embedding rate have higher quality of image in the analysis. The lower embedding rate has less data in RONI and less distortion in extracting embedded data. The proposed ICE method of recovered images average PSNR value of 18 medical images is given in Table 1.

The increases in the embedding rate decrease the PSNR value of the recovered images. The 1 LSB plane has the higher PSNR than 2 LSB planes and 3 LSB planes. The average PSNR values for 18 images for various embedding rate and LSB plane are presented in Table 2. The less embedding rate has less distortion in the data recovery and payload is less for single LSB plane. The quality of image is high for less embedding rate and single LSB plane in data recovery. The proposed ICE method has the considerable PSNR value for the 0.5 embedding rate in the analysis. The average PSNR value of the ICE method for 0.5 embedding rate is 104.21 and average PSNR value for 0.1 embedding rate is 114.42 dB in the analysis.

The proposed ICE method of directly decrypted images for various embedding rate is shown in Table 2. The increases
in the embedding rate and LSB plane decrease the PSNR value of the directly decrypted images. The ICE model has the considerable PSNR value for the 0.5 embedding rate. The ICE model average PSNR value for 0.5 embedding rate is 105.61 dB and average PSNR of 109.61 dB for 0.1 embedding rate.

The average PSNR values for the 18 medical images of the ICE and existing methods for various embedding rate are compared in Figure 4. The result shows that proposed ICE method has the higher PSNR value compared to existing methods in the image encryption and data hiding. The existing methods [48, 49, 51, 52] have created the error value in the recovery of the images and the proposed model has lower error value compared to the existing models, which improves the image quality.

The ICE model is evaluated in the data hiding and image encryption in terms of SSIM, NPCR, UACI, and Entropy, as shown in Table 3. The proposed ICE model has higher efficiency than existing methods. The ICE method has the advantage of lossless retrieval of image in ROI region and improved the security of the model. The existing model [52] has produced the error in the retrieval process which affects the image quality. The ICE has 99.62 NPCR and existing method [52] has 99.32 NPCR in the image encryption.
The proposed ICE method is compared with existing chaotic map and other encryption methods over plain-text attack, as shown in Table 4. The proposed ICE method has advantage of applying Lorenz 96 method to increase the sensitivity to initial conditions and control parameters. The existing chaotic map [41, 42] has limitation of lower sensitivity and periodic degradation on account of finite precision in the process. The wavelet transform [40] method has limitations of lack of phase information, poor directionality, and shift sensitivity. The fuzzy encryption [32] has required supervised features and PSO method [37] has lower convergence in parameter settings. The proposed ICE method has PSNR value of 134.52 and existing hybrid chaotic map has 117.3 PSNR value.

6. Conclusion

Medical images stored in the cloud require encryption to increase the security of the patient information. Data hiding method is applied to store the patient data in the medical image in the hidden format. In this research, the ICE method is applied to improve the security of the medical image and improves the quality of the image. The medical images were used to evaluate the performance of the proposed ICE and existing method. The proposed method is tested for quality in various embedding rate. The Lorenz 96 model is applied in the chaos method to improve the security based on increases
of random value. The result shows that the proposed ICE method has 104.07 dB PSNR and the existing model has 97.61 dB PSNR value. The future work of the proposed model involves an effective data hiding technique to improve the embedding rate of the model.
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