An Efficient Group Key Transfer protocol for Secure Encryption
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Abstract. Cryptography algorithms provide confidentiality, integrity and authentication of communication channels. These algorithms and protocols are based on sophisticated mathematics such as computational and algorithmic algebraic geometry, coding theory, and generic algorithms for finite abelian groups. For secure encryption, establishing or transferring a shared key between the parties is an interesting challenge. Key management is an essential cryptographic primitive upon which other security primitives are built.

In this paper, we present a generic construction of asymmetric key Group key transfer protocol using one way function and coding theory technique. By guaranteeing the freshness of authentication messages, the authenticity of the generator of authentication messages and the completeness of the authenticator, the improved protocol can resist various passive and active attacks. The protocol allows the participants in the group to derive a common encryption key, provide the key security and unknown key share properties. Security analysis of proposed scheme is also discussed.

1. Introduction

Key management [1] is an essential cryptographic primitive upon which other security primitives are built. So, the proposed key management protocol should not only support the establishment of pairwise keys but also other keys such as cluster keys or group key. A Group key [3,4] is a common key shared among all participants in the same group, and is mainly used for securing locally broadcast messages. A group key is a globally shared common key, used by the base station for the encryption [17] of messages that are broadcast to the whole network. The Group Key Management scheme can be used in security group communication of revocation encryption schemes [8], group encryptions and threshold encryption schemes. The group key security protocol [2] should solve such problems as group key produce, group key update regularity. These group key management schemes can be divided into three basic categories: (i) centralized group key agreement protocols (CGKAP) [15], (ii) decentralized group key management protocols with relaying (DeGKMP) [12], and (iii) Distributed group key agreement.

In distributed group key transfer [7,8], all group members are treated equally. Hence, group keys should be negotiated among all group members through Diffie Hellman (DH) key exchange or based on secret sharing theory to ensure fairness. In the CLIQUE scheme [18], group members can deliver their DH seeds orderly through insecure channels and the last member gets all the DH seeds to compute the group key and then multicast the received DH seeds to other members so that all members can get the group key, thus generating $O(N^2)$ key messages and incurring $O(N^2)$ computation cost. Secret sharing theory [6] can enhance the robustness of group key generation in which each group member is issued a seed of the group key securely and any group member must collect $M(M < N)$ secret seeds from a subset of the group members to recover the group key [5,11]. Therefore, an attacker who captures less than $M$ members cannot recover the group key. This approach causes frequent interactions and incurs high computation cost, and the exchange of secret seeds must be protected using shared keys between the peers. In the IoT scenario [12,13], the above group key negotiation schemes are not suitable for WSNs [10,14] since the cost of communication and computation is more than that of group key distribution schemes. Moreover, the reasons for the infeasibility of group key distribution schemes are also exist.

1.1. Motivation and Our Contribution

A group key management is a process or a protocol allows a set of users to establish a common secret via open networks. The common use of this established group key (also termed as conference key) is to permit users to encrypt and decrypt particular broadcast message that is meant for the total user group.

The motivation for our scheme is to come up with a new key transfer protocol in which rekeying operation can be done easily because of less computations. In the previous schemes which are based on polynomial interpolation, it is difficult to perform rekeying operation because for every rekeying operation the KGC has to select new polynomial. Our scheme is based on MDS codes where all the computations are done on the matrix. The computations done on the matrix are less compared to the computations done on polynomial. In [1] scheme every participant has to send random challenge to the KGC. But in our scheme cost of communication has been reduced drastically no need of any random challenge and every participant will recover session key by using their private share and public shares.

2. Preliminaries

2.1. Secret Sharing Scheme

Secret sharing scheme is a protocol, which is used to distribute secret among participants in such a way that an authorized subset of participants can uniquely reconstruct the secret and an unauthorized subset can get no information about the secret. The concept and the first realization of secret sharing were presented independently in [6] and in [7]. In a secret sharing scheme, there exists a dealer, $n$ participants, and possibly a reconstructor. The dealer splits a secret $s \in S$, into $n$ pieces, called shares, and sends one share to each participant over a private point-to-point channel. An access structure is the set of subsets of participants that are qualified to recover the secret. In a $(t, n)$-threshold access structure, where $1 \leq t < n$, any $t$ or more participants can reconstruct the secret, and the knowledge of $t$ or less shares leaves the secret $s$ indeterminate. A $(t, n)$-threshold secret sharing scheme is said to be perfect if no subset of $t$ or less shares can leak any information about the secret $s$.

2.2. Maximum Distance Separable Codes

An $[n, k, d]$ block code over $F_q$ is called Maximum Distance Separable (MDS) code if distance $d = n - k + 1$. Two important properties, namely,
Any k columns of a generator matrix are linearly independent and
Any k symbols of a codeword may be taken as message symbols,
of MDS codes have been exploited in the construction of our schemes. It may be noted that
for any \( k \), \( 1 \leq k \leq q - 1 \), and \( k \leq n \leq q - 1 \) there is an \([n,k,n-k+1]\) MDS code and an
\([q,k,q-k+1]\) extended Reed Solomon code.

Shamir [6] pointed out that a hierarchical variant of threshold secret sharing scheme can be
introduced simply by assigning larger number of shares to higher level participants. However,
such a solution can be easily seen to be not ideal. In [16,17,18] the authors proposed a secret
sharing scheme for hierarchical access structures which are based on MDS codes and the scheme
is ideal, secret can be recovered in polynomial time for authorized set.

3. Group Key Transfer Protocol

Group key transfer protocol is very important for secure group communication systems. The
goal of this protocol is to efficiently generate a session key and securely transfer this key to
the group members. Group key transfer protocols [23,24] can be classified into centralized and
distributed ones. In centralized scheme key generation and management is done by trusted third
party KGC (Key Generation Center). In distributed scheme keys are generated and managed by
uniform distribution of all group members.

Diffie-hellman protocol [3] is a key agreement protocol. It generates session key by publicly
exchanging information between the communicating entities. But this algorithm can only
provide session key for two entities; not for a group more than two members. Most distributed
key agreement protocols [21,22] make use of DH protocol.

Key Management for multicast communication [19,20] applications include generating,
distributing and updating of the group keys. If any new member joins the group or any old
member leaves the group then the new key needs to be generated and distributed to all the valid
group members. This process of updating the key is called as rekeying operation. If this is not
done new users can read old messages and old users can keep on reading new messages. That is
backward and forward secrecy cannot be guaranteed.

Group key transfer protocol based on secret sharing was first proposed by Lein Harn and
Changlu [1]. Their method uses shamir secret sharing scheme, which is based on lagrange
interpolation.

3.1. Lein Harn et.al Group Key Transfer Protocol

Harn et.al [1] developed a key transfer protocol which is used to transfer secret session key among
a group. This scheme is based on secret sharing and uses lagranges polynomial interpolation for
recovery. Harn et.al [1] algorithm consist of four phases.

- Initialization of KGC
- User Registration
- Key Generation and Distribution
- Recovery

**Initialization of KGC:** The KGC randomly chooses two safe primes \( p \) and \( q \) (i.e., primes such
that \( p' = p - 1 \) and \( q' = q - 1 \) are also primes) and compute \( n = pq \). \( n \) is made publicly known.

**User Registration:** Each user is required to register at KGC for subscribing the key distribution
service. The KGC keeps tracking all registered users and removing any un-subscribed users.
During registration, KGC shares a secret, \((x_i, y_i)\), with each user \( U_i \), where \((x_i, y_i) \in \mathbb{Z}_n^*\).

**Key Generation and Distribution:**
• Distribution: The initiator sends a key generation request to KGC with a list of group members as 
  \(<U_1,U_2,\ldots,U_t>\).
• KGC broadcasts the list of all participating members, 
  \(<U_1,U_2,\ldots,U_t>\), as a response.
• Each participating group member sends a random challenge, \(R_i\in\mathbb{Z}_n\), to KGC.
• KGC randomly selects a group key, \(k\), and generates an interpolated polynomial \(f(x)\) with degree \(t\) to pass through \((t+1)\) points, \((0,k)\) and \((x_i,y_i\oplus R_i)\) for \(i = 1\cdots t\). KGC also computes \(t\) additional points, \(P_i\), for \(i = 1\cdots t\), on \(f(x)\) and \(\text{Auth} = h(k,U_1,\ldots,U_t,R_2,\ldots,R_t,P_1,\ldots,P_t)\), where \(h\) is a one-way hash function. All computations on \(f(x)\) are over \(\mathbb{Z}_n\). KGC broadcasts \(<\text{Auth},P_i>\) for \(i = 1,\ldots,t\) to all group members.

Recovery: For each group member, \(U_i\), knowing the shared secret, \((x_i,y_i\oplus R_i)\) and \(t\) additional public points, \(p_i\), for \(i = 1\cdots t\) on \(f(x)\), is able to compute the polynomial \(f(x)\) and recover the group key \(k = f(0)\). Then \(U_i\) computes \(h(k,U_1,\ldots,U_t,R_2,\ldots,R_t,P_1,\ldots,P_t)\) and checks whether his hash value is identical to Auth. If these two values are identical, \(U_i\) authenticates the group key is sent from KGC.

4. Proposed Group Key transfer protocol
In Group Key transfer protocol the Key Generation center (KGC) will broadcast group key information to all group members at once and only authorized group members can recover the group key; whereas unauthorized group members cannot recover the group key.

Our proposed Group key transfer protocol is based on MDS (maximum distance separable codes). The KGC will use \((n,k,n-k+1)\) MDS code over field \(\mathbb{F}_q\) to distribute common session keys to participants, where \(n\) is total number of participants going to communicate each other and \(k\) is the total number of shares required for each participant to recover the session key \(s\). Here we are using Vandermonde matrix as a generator matrix.

This key transfer protocol has five phases:

• User Registration phase
• Initialization phase
• Key Generation and Distribution phase
• Reconstruction phase
• Verification phase.

User Registration Phase:
Each user is required to register at KGC and subscribe to the key distribution service. The KGC keeps track of all registered users and removes the unsubscribed users from the list.

Initialization phase:
Let \(\mathbb{F}_q\) be a finite field with \(q\) elements, where \(q\) is a prime power with \(q > n\). The KGC randomly chooses \(n\) vectors, each of length \((k-1)\). Each vector is used for generating the code word for one participant.

\((R_{11},R_{21},R_{31},\ldots,R_{(k-1)1})\epsilon\mathbb{F}_q^{[1,n]}\).

Group Key Generation and Distribution:
Let the group consist of \(n\) participants \(u_1,u_2,u_3,\ldots,u_n\). The KGC will generate random session
key for every session, it will distribute this common key to communicating parties by generating code word for each participant. The key generation and distribution can be done as follows.

step 1: Initiator sends \( <u_1, u_2, u_3, \cdots, u_n> \) with a key generation request to KGC.

step 2: KGC broadcasts \( <u_1, u_2, u_3, \cdots, u_n> \) as a response.

step 3: Now KGC generates random session key \( s \). KGC calculates code word for every participant in the following procedure.

- Form a vector of length \( k \) where first component is common key \( s \) and remaining components are \( (R_1^i, R_2^i, R_3^i, \cdots, R_{k-1}^i) \forall i \epsilon [1, n] \).
- Reduce the generator matrix in such a way that first column will become identity matrix.
- Multiply this reduced matrix with above vector \( s, R_1^i, R_2^i, R_3^i, \cdots, R_{k-1}^i \). Now the resultant vector is the code word for participant \( i \). That code word is \( C_i = (k, v_{i1}, v_{i2}, v_{i3}, \cdots, v_{i(k-1)}, u_{i1}, u_{i2}, \cdots, u_{in-k}) \).
- Now KGC will privately give \( (v_{i1}, v_{i2}, v_{i3}, \cdots, v_{i(k-1)}) \) to \( i^{th} \) participant and keeps one of the \( u_{ij} \) as the public share of \( i^{th} \) participant.

Reconstruction phase:
Each user can recover common session key \( s \) by using his \( (k-1) \) private shares and any one of his public shares. This can be done by using the following procedure.

- Form a message vector of length \( k \) where the first \( (k-1) \) components are his private shares \( (v_{i1}, v_{i2}, v_{i3}, \cdots, v_{i(k-1)}) \) and remaining one component is his public share.
- If participant public share \( u_{ij} \) then reduce the generator matrix in such a way that second column to \( k^{th} \) column and \( (j+k)^{th} \) column will make identity matrix.
- Multiply the message vector with reduced matrix, in the resultant code word first component is our common session key \( s \).
- The above three steps can be done by all participants to recover the key \( s \).

Verification phase:
In order to verify whether all the communicating parties have received same session key the KGC will calculate \( Auth = g^{id_1+id_2+id_3+\cdots+id_n+s} \) and this value is broadcasted to every participant. After recovering the key \( s \) every participant will calculate this \( Auth \) value and ask remaining people to give their calculated value, if all this values are same that means every participant has received same key \( s \).

Re Keying Operation:
The process of updating the keys, whenever a new member added to the group or an existing member leave the group is called re keying operation. This operation can be done by KGC, whenever it receives a request from initiator. Re keying can be done for two cases.

Member join operation:
When any new member wants to join the group, this can be done as follows.

- First the new member requires to register at KGC.
- Then he has to broadcast the request to all the group members, that he wants to join the group.
- If all the group members are agreed then the initiator of the group will send the group key request to KGC by specifying the names of all the group members.
Now the KGC generates new random session key and distribute it to group members by using above distribution procedure.

**Member leave operation:**
Handling members who leave is more complicated than handling new members. To join a group, a new user needs to broadcast a request. The new user becomes a legitimate group member once its request is approved by any existing group member or by the initiator. However, we cannot assume that a leaving member will send out a leaving notice. A member could leave the group silently. This can be handled by using following procedure.

1. The initiator of the group sends out a member refresh message to all the group members periodically. All group members should send an ack message back to indicate their presence in the group.
2. The initiator will determine the presence of particular group member based on their response within a certain amount of time.
3. If any group member left the group then the initiator will send the new group key request message to the KGC, which contains the names of all the group members except the member who left the group.
4. Now KGC will generate new random session key and distribute it to the group members by using above distribution procedure.

5. **Security Analysis**
In this section we prove that our proposed protocol achieve the security goals of a group key transfer protocol. The main goals of a key transfer protocol include 1) Key freshness 2) Key confidentiality 3) Key authentication 4) forward secrecy 5) backward secrecy. Key freshness is to ensure that the group key never been used. Thus a compromised group key cannot cause any further damage of group communication. Key confidentiality is to ensure that the group key can be recovered by only authorized group members. Key authentication ensures that the group key is generated by KGC and not by an attacker. Forward secrecy ensures that the group member who leaves the group cannot know the further communication details.

There are two types of attacks that exist in a group key transfer protocol; 1) Insider attack, 2) Outsider attack. The outside attacker try to recover the secret group key belonging to group that an outsider is unauthorized to know. The inside attacker is authorized to know the common secret key but he try to recover other persons private keys shared with KGC.

### 5.1. **Outsider attack**
Assume that an outside attacker who impersonates a group member for requesting a group key service, then the attacker neither get the group key, nor share group key with any other members.

**Proof:** Although any attacker can impersonate a group member but they cannot recover the secret key because the secret key can be recovered by using the private shares of a participant these private shares are privately shared between participant and KGC.

### 5.2. **Insider attack**
The inside attacker is one of the participant in the group, who is trying to know about the private shares shared between KGC and other participants. **Proof:** If the protocol run for several times then also the attacker will not predict any thing about the private shares shared between KGC and other participants. Because for every request the KGC will generate the code word for all participants based some random vectors, these random vectors are not shared with anyone. so every time the private shares are generated differently.
6. Conclusions

The group key information is broadcast in an open network environment, and only authorized group members which are part of the particular cluster, can obtain the group key. In this paper, we proposed a group key transfer protocols for group communication. The objective of securing group communication is to provide confidentiality, integrity and authentication security services. Maintenance of this confidentiality requires establishing and maintaining a common key between group members. Proposed group key transfer protocol based on secret sharing scheme using MDS codes.

The major advantage of our scheme is less computational complexity, so rekeying operation can be done easily compared to the schemes based on polynomial interpolation. Our schemes are applicable for any number of participants. They are efficient and require $O(n^3)$, where $n$ is the number of participants, operations.
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