Cooperative precoding design for cognitive wireless energy transfer networks
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Abstract: A cooperative precoding scheme is proposed for cognitive wireless energy transfer networks, where a multiple-input multiple-output multiple-antenna eavesdropper (MIMOME) primary link coexists with a multi-antenna wireless energy transfer secondary link. Unlike the traditional wireless networks, the co-channel interference here is a useful rather than harmful resource. Our design objective is to maximize the secrecy rate of the primary link by optimizing the transmit covariance matrices, subject to the energy harvesting requirement at the energy receiver. The block coordinate descent (BCD)-based iterative algorithm is proposed to deal with the formulated non-convex optimization problem. Simulation results show that the proposed cooperative precoding design outperforms the non-cooperative scheme in terms of both secrecy rate and energy harvesting.
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1 Introduction

Radio frequency (RF) signal enabled wireless energy transfer (WET) technique has attracted increasing attention recently due to its potential to solve the energy scarcity problem of energy-constrained wireless networks [1]. In practice, one WET system might be deployed in the same geographic region with some existing wireless communication systems such as cellular and WiFi networks. Therefore, a new design paradigm, namely, cognitive wireless energy transfer (CWET), has been proposed to improve the spectrum utilization efficiency of the overall network recently [2, 3]. The key idea of CWET is to allow the WET secondary link to access the spectrum resource originally licensed to the wireless communication primary link opportunistically.

In this paper, we consider a secure CWET scenario, where a multiple-input multiple-output multiple-antenna eavesdropper (MIMOME) primary link coexists with a multi-antenna WET secondary link. The considered scenario is new and has not been studied in the existing literature yet. Since the MIMOME primary link and the WET secondary link share the same spectrum resource, the co-channel interference between these two links is unavoidable. For traditional wireless networks, interference is harmful because it will decrease the receiver’s performance. However, it is worth noting that the co-channel interference here is useful rather than harmful. In particular, the co-channel interference generated by the energy transmitter (ET) of the secondary link can be considered as an artificial noise, which could be used to enhance the secrecy rate of the primary link. Meanwhile, the co-channel interference generated by the primary transmitter (PT) of the primary link is also an energy source for the energy receiver (ER) of the secondary link.

To make full use of the co-channel interference in the secure CWET network, in this paper, we study the cooperative precoding design problem. Specifically, we aim at maximizing the secrecy rate of the primary link while guaranteeing the energy harvesting constraint of the secrecy link by jointly optimizing the transmit covariance matrices of PT and ET. To solve the above-mentioned non-convex optimization problem, we propose a block coordinate descent (BCD)-based iterative algorithm with provable convergence. Numerical results show that the proposed precoding design outperforms the existing non-cooperative scheme in terms of both secrecy rate and energy harvesting.

2 Proposed scheme

Consider a secure CWET system, where a PT sends confidential messages to a primary user (PU) in the presence of an illegal eavesdropper (EA), and an ET of the secondary link transmits energy signal to a ER in a wireless manner with the same spectrum resource authorized to the PU. The number of antennas employed by PT, PU, EA, ET, and ER are $N_t$, $N_p$, $N_e$, $N_s$, and $N_h$, respectively.

The co-channel interference generated by the ET can be regarded as artificial noise to help PU to achieve secure communication. Therefore, the secrecy rate of the primary link is given by

$$R(Q, S) = R_p(Q, S) - R_e(Q, S)$$ (1)
where \( R_p(Q, S) = \log|\sigma_p^2 I + G_p S G_p^H + H_p Q H_p^H| - \log|\sigma_e^2 I + G_e S G_e^H| \) is the achievable rate of the PU; \( R_s(Q, S) = \log|\sigma_e^2 I + G_e S G_e^H + H_e Q H_e^H| - \log|\sigma_e^2 I + G_e S G_e^H| \) is the achievable rate of the EA; \( Q \) and \( S \) are the transmit covariance matrices of the PT and the ET, respectively, which are to be designed; \( H_p \in \mathbb{C}^{N_p \times N_s} \) and \( H_e \in \mathbb{C}^{N_e \times N_s} \) respectively denote the channel matrices from the PT to the PU and the eavesdropper; \( G_p \in \mathbb{C}^{N_p \times N_t} \) and \( G_e \in \mathbb{C}^{N_e \times N_t} \) are the channel matrices from the ET to the PU and the eavesdropper, respectively; \( \sigma^2_p \) and \( \sigma^2_e \) denote the noise power at the PU and the eavesdropper, respectively;

On the other hand, the co-channel interference generated by the PT can be regarded as an energy source for the ER. Hence, the total harvested energy at the ER is expressed as

\[
E(Q, S) = \eta(\text{Tr}(G_h S G_h^H) + \text{Tr}(H_h Q H_h^H))
\]  
(2)

where \( 0 \leq \eta \leq 1 \) denotes the energy harvesting efficiency, \( G_h \in \mathbb{C}^{N_c \times N_t} \) and \( H_h \in \mathbb{C}^{N_c \times N_t} \) represent the channel matrices from the ET and the PT to the ER, respectively.

The ET would send energy signal for enhancing the secure transmission of the primary link under the condition that its energy harvesting target can be satisfied. Therefore, our design objective is to maximize the secrecy rate of the primary link by optimizing the transmit covariance matrices of PT and ET, subject to the energy harvesting constraint at the ER. Mathematically, the above-mentioned problem can be formulated as

\[
\max_{Q \geq 0, S \geq 0} R(Q, S) \\
\text{s.t. } E(Q, S) \geq e_0, \quad \text{Tr}(Q) \leq p_t, \quad \text{Tr}(S) \leq p_s
\]  
(3)

where \( e_0 \) is energy harvesting target of the ER; \( p_t \) and \( p_s \) are the maximum transmit power at PT and ET, respectively. Note that problem (3) is non-convex due to the complicated objective function, and it is difficult to solve in general. To deal with the non-convex problem (3), in the following, we first reformulate problem (3) to an equivalent problem and then propose a BCD-based iterative algorithm to tackle the resulting problem.

3 BCD-based iterative algorithm for problem (3)

Prior to solving problem (3), we first have a check on its feasibility, i.e., whether a given energy harvesting target \( e_0 \) for the ER can be met under the given transmit power \( p_t \) and \( p_s \) constraints. To this end, we need to solve the following problem.

\[
E^* = \max_{Q \geq 0, S \geq 0} \eta(\text{Tr}(G_h S G_h^H) + \text{Tr}(H_h Q H_h^H)) \\
\text{s.t. } \text{Tr}(Q) \leq p_t, \quad \text{Tr}(S) \leq p_s
\]  
(4)

It is noted that problem (4) is a convex optimization problem. According to [4], it is easily obtained that the optimal value of problem (4) is \( E^* = \eta(p_t \lambda_{\max}(H_h^H H_h) + p_s \lambda_{\max}(G_h^H G_h)) \), where \( \lambda_{\max}(\cdot) \) denotes the maximum eigenvalue of a matrix. Therefore, the feasibility of the original problem (3) for a given \( e_0 \), \( p_t \), and \( p_s \) can be easily verified by checking whether \( e_0 \leq E^* \). Without loss of generality, in the rest of this paper, we assume that problem (3) is always feasible.
In the following, we will transform the problem (3) to an equivalent problem, which is more easier to tackle by using the BCD approach. For this purpose, we need the following lemma [5].

**Lemma 1** Let \( U \in \mathbb{C}^{N \times N} \) be any matrix such that \( U \succeq 0 \). Consider the function

\[
f(W) = -\text{Tr}(WU) + \log |W| + N.
\]

Then,

\[
-\log |U| = \max_{W \in \mathbb{C}^{N \times N}, W \succeq 0} f(W),
\]

and the optimal solution to the right-hand side of (5) is \( W^* = U^{-1} \).

Therefore, according to Lemma 1, we can equivalently re-express the term 

\[-\log[\sigma_p^2 I + G_pS_p^{H}] \]

in \( R_p(Q, S) \) as

\[
-\log[\sigma_p^2 I + G_pS_p^{H}] = \max_{W_1 \succeq 0} \log |W_1| - \text{Tr}(W_1(\sigma_p^2 I + G_pS_p^{H})) + N_p
\]

Similarly, we have

\[
-\log[\sigma_c^2 I + G_cS_c^{H} + H_cQH_c^{H}] = \max_{W_2 \succeq 0} \log |W_2| - \text{Tr}(W_2(\sigma_c^2 I + G_cS_c^{H} + H_cQH_c^{H})) + N_c + N_e
\]

Substituting (6) and (7) into (1), we can then reformulate problem (3) as

\[
\max_{Q \geq 0, S \succeq 0, W_1 \succeq 0, W_2 \succeq 0} \tilde{R}(Q, S, W_1, W_2)
\]

s.t. \( E(Q, S) \geq e_0 \), \( \text{Tr}(Q) \leq p_t \), \( \text{Tr}(S) \leq p_c \)

where \( \tilde{R}(Q, S, W_1, W_2) = \log |\sigma_p^2 I + G_pS_p^{H} + H_pQH_p^{H}| + \log |W_1| + \log |\sigma_c^2 I + G_cS_c^{H} + H_cQH_c^{H}| + \log |W_2| - \text{Tr}(W_2(\sigma_c^2 I + G_cS_c^{H} + H_cQH_c^{H})) - \text{Tr}(W_1(\sigma_p^2 I + G_pS_p^{H})) + N_e + N_p \).

It is noted that problem (8) is not jointly concave with respect to variables \( \{Q, S, W_1, W_2\} \). However, it is concave with respect to \( \{Q, S\} \) for a fixed \( \{W_1, W_2\} \) and vice versa. This coordinate-wise convexity property motivates us to use BCD method to tackle problem (8). Specifically, we need to solve the following three subproblems in an alternating fashion.

\[
W_1^n = \arg \max_{W_1 \succeq 0} \log |W_1| - \text{Tr}(W_1(\sigma_p^2 I + G_pS^{n-1}G_p^{H}))
\]

\[
W_2^n = \arg \max_{W_2 \succeq 0} \log |W_2| - \text{Tr}(W_2(\sigma_c^2 I + G_cS^{n-1}G_c^{H} + H_cQ^{n-1}H_c^{H}))
\]

\[
(Q^n, S^n) = \arg \max_{Q \succeq 0, S \succeq 0} \tilde{R}(Q, S, W_1^n, W_2^n)
\]

s.t. \( E(Q, S) \geq e_0 \), \( \text{Tr}(Q) \leq p_t \), \( \text{Tr}(S) \leq p_c \)

where \( n \) denotes the \( n \)th iteration.

According to Lemma 1, the optimal solutions of problem (9) and problem (10) with a fixed \( \{Q^{n-1}, S^{n-1}\} \) are respectively given by

\[
W_1^n = (\sigma_p^2 I + G_pS^{n-1}G_p^{H})^{-1}
\]

\[
W_2^n = (\sigma_c^2 I + G_cS^{n-1}G_c^{H} + H_cQ^{n-1}H_c^{H})^{-1}
\]

Note that problem (11) is a convex optimization problem and thus can be efficiently solved by interior-point method using existing software, e.g., CVX.

Based on the discussion above, we now readily summarize our proposed approach to solve problem (3) as Algorithm 1 shown in Table I.
One can easily verify that the proposed algorithm leads to a non-descending objective values, i.e., $R(Q^n, S^n) \geq R(Q^{n-1}, S^{n-1}) \geq \ldots \geq R(Q^0, S^0)$. Meanwhile, the total transmit power is limited. Therefore, the proposed algorithm will monotonically converge.

### 4 Simulation results

In this section, simulation results are presented to validate the performance of our proposed algorithm. In our examples, we set simulation parameters as follows: $N_t = N_r = 5$, $N_p = N_e = N_h = 2$, $\eta = 0.6$, $p_t = p_s = 30$ dBm, $\sigma_p^2 = \sigma_s^2 = -70$ dBm. The channels are assumed to be quasi-static flat Rayleigh fading and independent of each other. Also, each channel has i.i.d. entries distributed as $CN(0, -40)$, where $-40$ dB corresponds to the signal attenuation from each transmitter to all receivers.

Fig. 1 shows the convergence behavior of our proposed algorithm for different channel realizations with $e_0 = -5$ dBm. It can be observed that the total transmit power monotonically decreases and finally achieves convergence within 10 iterations, which reveals that the proposed algorithm has a fast convergence rate.

Fig. 2 compares the performance of our proposed cooperative precoding design with that of the non-cooperative baseline scheme. For the baseline scheme, there is no cooperation between the PT and the ET. From Fig. 2, we can see that our proposed precoding design outperforms the non-cooperative baseline scheme in terms of both secrecy rate and energy harvesting. Moreover, we can also notice that the secrecy rate gradually decreases as the energy harvesting requirement increases.

### Table I. BCD-based iterative algorithm for problem (3)

| Line | Description |
|------|-------------|
| 1    | Initialize $(Q^0, S^0)$ by solving problem (4), $\epsilon > 0$, $N_{\text{max}}$; |
| 2    | Set $n = 0$; |
| 3    | do |
| 4    | $n = n + 1$; |
| 5    | Calculate $(W_n^1, W_n^2)$ according to (12) and (13); |
| 6    | Calculate $(Q^n, S^n)$ by solving (11); |
| 7    | Until $|R(Q^n, S^n) - R(Q^{n-1}, S^{n-1})| \leq \epsilon$ or $n \leq N_{\text{max}}$ |
| 8    | Output $Q^*, S^*$ |

Fig. 1. Convergence behavior of the proposed algorithm.
5 Conclusion

In this paper, we have studied the cooperative precoding design for a secure CWET system. The design objective is to maximize the secrecy rate subject to the energy harvesting requirement. We have proposed a BCD-based iterative to deal with the original non-convex optimization problem. Simulation results show that the proposed precoding design outperforms the non-cooperative design in terms of both secrecy rate and energy harvesting.
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