IoT based health monitoring and record management using distributed ledger
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Abstract. Frequent visit of doctors during pandemics is not recommended due to COVID-19 scenario. Internet of Things (IoT) based sensors can be used to measure and do certain tests at home. The blockchain-based strategy promises to aid in the delivery of health-care services while maintaining data privacy. To maintain transparency in the health record, medications, claim history, etc., up-to-date distributed ledger is required. Doctors have sometimes necessitate patients to undergo lab tests or buy drugs from those organisations merely in order to generate personal profit, even if the medical shop or pathology labs have a bad reputation. Therefore, blockchain technology provides trust among multiple parties so that any party could not be misguided. At times, the patient visits the hospital in critical condition and they may not be in situation to explain about medical history. In such scenario, the information stored in distributed ledger may be helpful to the doctors for further treatment. The medical emergencies such as cardiac arrest and breathing issues, the patient requires immediate treatment or medicine at his/her location, the intelligent drone is useful for faster delivery of medicines and needed medical accessories.
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1. Introduction

The current pandemic situation enforces the contact less service to the patients to decrease spread of COVID-19. We should also avoid visiting Hospitals so frequently. The doctors usually recommend basic tests such as blood pressure, temperature, blood oxygen, glucose, ECG, etc., according to the health problem. At the moment, body sensor devices can sense the physical condition in terms of numerical values. These sensor devices are also termed as Internet of Medical Things (IoMT) and the sensed data to be sent to the doctor who examines it and prescribes medicines. Sensor data is transmitted to the cloud server, with a smart contract blockchain structure.

Blockchain is an emerging technology [1], which provides a way for people around the world to collectively maintain a database without relying on a central authority. It's a new model for sharing and reconciling information without intervention of third party. The new blockchain technology facilitates peer-to-peer transactions without any intermediary such as a bank or governing body. Keeping the user's information anonymous, the blockchain validates [2] and keeps a permanent public ...
record of all transactions. Key concerns with blockchain applications in healthcare include: Network infrastructure security at all levels, Identity verification and authentication of all participants, Uniform patterns of authorization to access electronic health information. This suggested system could benefit the India and any country in the world because healthcare is a primary concern all over the world.

Patients can connect to any hospitals in the blockchain Network and collect their medical data [3] automatically without intervention of any external party in a secured way, timely medication delivery to home through drone and patients can discuss their problems or issues with the doctors of hospitals without any hesitation because doctor’s authenticity is already verified through miners in the network.

The Internet of Things (IoT) is a network of computing devices, mechanical and digital equipment, items, and people together with the intent of sharing data over the network without any interaction. A thing in IoT can be referred as a person or any object or any machine. All these objects connected to each other through Internet. The sensors can be used as a part of IoT devices to monitor basic health condition of a patient and can be shared with an available doctor in a blockchain network and interaction with the doctor can be done virtually to save time and not to get in to the crowd, which can lead to other diseases.

2. Proposed work

In the first phase of this work, a test bed can be prepared that includes various sensors, IoT devices, gateway, and cloud/server. The primary objective of IoT and sensors is to collect data and can create industry-ready blockchain architecture and send it to the gateway. The gateway will pre-process the data and send it to the cloud. This data is time-series data, and an intelligent method can be developed to pre-process it and determine the events from the data. With the inclusion of different IoMT sensors that detail health conditions such as temperature, blood pressure, blood sugar, heart rate, etc. Further, two types of entries can be maintained in the database: (i) routine test record (ii) extreme condition test record e.g., high/low BP, high/low blood sugar level and these details to be shared with patients and doctors. The data will store on the blockchain.

The second phase deals with creating a consortium network that will connect patients, doctors, hospitals, pathology labs, diagnostic centres, pharmacies and insurance companies. Define the roles and responsibilities along with accessibility permissions for each party. This work is extended in the third phase where it can deal with transaction logs and world state databases. Initially, dummy data to be created for testing the functionality of each party. Further, data to be taken from online sources to make the previous records of each party. It will be helpful in testing and debugging the functioning of the consortium network. In the third phase, the security aspects relevant to the IoT and Cloud will be managed using blockchain technology.

The fourth phase of this proposed work can be extended to work faster delivery of medicine or related clinical things. In this phase, drone’s prototype can be taken from the existing work, then implement the desired functionality and use it for medical purposes.

3. Underlying fundamentals of blockchain technology and IoT

Blockchain is based on a distributed ledger concept that is decentralised, digitalized, and distributed. This is more robust and secure by definition than the proprietary, centralised approaches now in use in the trade environment. The goal of blockchain is to make it possible to record and distribute digital data without the capacity to change it. The blockchain technology is proposed in 1991 with the intention of timestamp of the document could not be mitigated.

3.1 Features of blockchain

It is a repetitive practice for many organizations to fight with fraud, as per the surveys done by authorized deception investigator in each and every year a minimum of 5% of dividends are paid to the fraudsters. It is very difficult to identify the fraud or it may happen the fraud remains untouched for a longer time, timely getting hold of the fraud is very important. So, there are three features, which will help the business to put into frauds in a limited way.
Blockchain is distributed [4] A distributed digital ledger which can be classified as blockchain, this chain of blocks will adapt the data constantly and it also share it with in peer-to-peer network. As in this network there is no central authority so it will lead to no single point failure. If there is a fraud then there is no way to get the information about the fraud schemes what can be done is the endorsement mechanism to be implemented and moreover there is no proper way or place to investigate if there is a fraud in the network. As a deceiver the immoral task can be used such as deletion or modification of finance system of company by different methods. Changing the copy, which may be available in the soft or hard form of document to generate the crooked records. To improve the clarity in the digital ledger the use of shared or may be a common ledger, which will lead to decrease the frauds between different business or a network of businesses. The identification [5] in a network is easy because everyone in the network can see each and every transaction and moreover there are people from group only who are handling the network.

Blockchain is immutable, because there is no right with us to remove or change the digital ledger. As this process is defined in such a way the blocks, which are used for transaction, in turn, they are attached to the blockchain will be granted as the valid transaction if and only if it is approved by the associate members. The block is given a timestamp, which is encrypted, and it is linked to the block before it in the chain. It can, however, construct a new transaction to change the state of a service; it will be frankly added into the chain, and the file's primitive transcript [6] will remain available. This means by using the blockchain it can construct a transactional flow that will state from where these transactions are, where they are destined to and who is controlling these transactions.

![Figure1](image)

**Figure1.** Digital identity using blockchain [2]

The concept of immutability was first proposed by blockchain. It forbids the creation of anything written in a ledger, and you don't have to worry about your transaction information being protected because the blockchain works by attaching to multiple flaws to keep your data safe and secure. It can't be hacked by any hacker who wants to try due to the deception of blockchain.
Blockchain ledgers start with a single transaction or a series of transactions including funds, cryptocurrency [7], data, and agreement. The transaction is executed and the transaction is recorded once it has been validated. The produced object on blockchain is irreversible. Blockchain's immutability is enabled through the network effect. The frequency of utilisation determines a network's efficiency. The capacity to be immutable and safe is a crucial aspect of blockchain. The things are getting changed very rapidly in the area of cyber security. Permissions can be set up on a blockchain [8]. Permissions play a significant role in this scenario. However, unlike the other features can be covered, every blockchain network is not permissioned but a Permissioned network can be quite useful for deception prevention because they restrict who is allowed to participate and at what capacity, as well as their limitations. The permissioned network [9] member's contribution can begin once the network has been established.

Identity management and network access control play a big role in a permissioned network [10]. The blockchain framework is deployed in the Linux foundation, and all participants are issued with hyper ledger fabric and encrypted membership cards, they can prove their identity. They can use their designated membership card to access transactions that pertain to them as a part of digital identity shown in Figure 1. Even wise people are unable to add record and they can't damage any records because they're all encrypted, thus they can't add a record to the blockchain without consensus. As far as operational risks go in 2017, any type of fraud can be overlooked; it is highly costly, and it also lowers staff morale and creates an unclear business environment, as well as severing your business and customer ties.

![Figure 2. Properties of distributed ledger](image)

3.2 Security through blockchain

As its framework, a blockchain network [11] is more secure, and you must build out of stage for categorization. While establishing a private blockchain, despite the fact that the blockchain has built-in security feature depicted in Figure 2, by keeping data on the cloud, with malicious intent can exploit known flaws in your architecture. You must have a solid foundation with a unified security system. To put it another way, you need a solid foundation with unified security that can prevent anyone, including core users and supervisors, from accessing confidential data and defend against unwanted attempts to change data or network functionality. Encrypted keys [12] should be carefully escorted with high-level security measures to avoid misappropriation with multiple security layers as shown in Figure 3.
With this skill, your blockchain network will have the extra protection it needs to fend off attacks from within and beyond. An industry-ready blockchain architecture [13] can be created to aid in the advancement, administration, and practices of a multiorganizational business network. As stated in earlier sections, blockchain is nothing more than a chain of blocks, each of which contains a collection of records known as transactions, and each block is linked to the rest of the chain by a previous and next hash pointer. It is hard for hackers to damage [14] any record since they want the hash address of that block as well as all other blocks linked to it. This may not appear to be much of a deterrent on its own, but blockchain also has certain other important aspects that give further protection.

3.3 Blockchain Security with IoT
Consider an IoT network with centralised authority. It refers to devices as smart using sketches, and they are probably not allowed to make safeguarding decisions without the help of the central authority. The whole set of data, as well as each tool and 136 Security formations in digital transformation data as a result of blockchain, is accumulated in the blockchain model. Before inserting any data into the network, the hacker must gather all essential resources for a DNS attack, which must be confirmed and certified by each node in the network, because it allows deposits to be made without the use of a bank or a negotiator.

A blockchain can be used for a variety of financial purposes, including electronic assets, reimbursement, and online payment. In addition, it can be used in various domains such as IoT, smart investments [15], and public services. An IoT, it appears, is no longer limited to a single node. In the
world of IoT, an advanced and, as previously stated, amorphous stage of evolution that might be a
good idea for those who can see the capacity of combining blockchain security [16] with anchored
security. In fact, IoT poses a more serious warning than cryptocurrency, in which a distributed
network [17] is tasked with transferring money from one anonymous owner to another. To
authenticate, defend, and govern all the levels of a whole network, a complicated structure is required.

4. Proposed architecture
A private blockchain or permissioned blockchain is used to connect Hospitals, patients,
pharmaceutical companies, doctors and IoT based health-monitoring system into a single network. The
miners verify the authentication of all the components in blockchain and entry of new block in to
the network is permitted by the existing members of a network using Proof of Work (PoW) consensus
algorithm [18]. Whenever a request for a new block arises, the miners will be assigned with a puzzle
to solve and whoever solves first with maximum accuracy will be given a chance to add block in to
network.

Figure 4. Proposed architecture of healthcare blockchain
Hash address for the new block will be generated once the miner got an opportunity to insert block and permission by the existing blocks in network is achieved and through this hash address new block will be connected with the existing block in the network. All the records or blocks are stored in ledger; whenever a block is added or any transaction or activity took place will dynamically reflect in all the blocks in the network. Thereafter entry of malicious users can be 100% restricted, but if any block in existing network will turn as a malicious user, then a voting from all the blocks to be taken before consideration of any block or decision in the network. We have to make sure that malicious activity users should not be more than 2/3 of blocks in the network. Distributed ledger is Immutable, Distributed, Time stamped, secured, anonymous, and programmable which lead to the easy identification of malicious activities in the network. A distributed ledger is basically a database connected multiple nodes and it can also represent the data in different ways in each ledger.

In proposed model in Figure 4, the people who are healthy or unhealthy can contact the doctors in the blockchain or they can contact the hospitals in the network for their treatment or to avail the medicine delivery at footstep without visiting anywhere. The reason for choosing such architecture is to decrease spread of diseases from one to other and also current pandemic situation expects the same from us.

User can self-measure simple tests at home by using IoT based kit which has different sensors for making blood tests, oxygen levels, hearth beat levels and etc., then these reports can be shared to the hospitals or the doctors in the network for further suggestions. If a doctors can suggest certain medicines without calling the patients to the hospitals, they would suggest medicines and will be provided at doorstep. In many countries to lose our family members due to non-availability of medicines at right time. Due to traffic or any other technical issue, there may delay in delivery of medicines, to overcome such situations, the proposed drone-based delivery of medication to the patients is benefitted. Patients will not bother about the authenticity of doctors and hospitals because all these people are already authenticated or verified by the miners and other members in the network.

Patient has to bother about their illness not about doctors and hospitals.

5. Anticipated outcomes
The proposed work guarantees an effective and safer mode for delivery of medication to the patients in remote locations. A low-cost testing kit will be available for monitoring the patient’s condition. Each party of consortium network could track and verify the segments of information such as patient’s health condition, medical history, test reports, doctors’ profile and treatment history, hospitals’ profile and history, facilities available in hospitals, patient’s recovery rate in specific hospital, doctors’ prescriptions, diagnostic centre’s profile and facilities, supply chain of medicines, insurance companies’ profile and trustability on claims, insurance plan and claim records. Further, drone-based delivery of medicines and other required materials would provide a faster and safer way of treatment.

6. Applications of a healthcare blockchain
This work can be beneficial for all the parties related to the healthcare system[19],[20] such as patients, hospitals, doctors, diagnostic centres, insurance companies and government to get updated information and maintaining the trust between them and also guarantees transparency in treatment of patients. Blockchain technology is distributed in nature, hence, safe from a single point of failure. The patient could start his/her treatment from a remote location without visiting the hospitals. It may reduce the patient’s expenses. The distributed ledger [21] contains medical history of patients, so quick treatment can be provided even though the patient is not in a condition to speak. As distributed ledger gets updates in a dynamic manner, so the record updating can be monitored and accessed by the hospitals at any point of time and doctors could track the current condition of patients and categorize them as high priority (critical condition) and low priority patients.

The proposed idea based on blockchain technology [22],[23] gives assurance to the secure transfer of data received from IoT-based sensors used for monitoring of remote patient by the healthcare
professionals. Further, they can use data for research and analysis purposes. Pharmaceutical companies and pharmacies can track the medicine requirement at different locations. If it seems that any location is having a scarcity of medicine or other medical accessories they can decide on quick supply for the same. Internet of Things companies can get authentic data to research and development of new devices which may beneficial for patients, hospitals, doctors, diagnostic centres and insurance companies [25],[26]. The government can get a single view of all data and monitor hospitals, doctors, pharmacies, diagnostic centres, insurance companies and some diseases in a specific area. The Government can get quick reference [27] to the data about the areas which are getting affected by any virus, any specific diseases and any pandemic situations. As patient’s information is updated on distributed ledger dynamically, the organizations can take quick decisions [28] or implement policies specific to those affected areas instead of getting in to the complete shut down situations. Blockchain offers the ability to create a single system for securely storing and retrieving health records by authorised users in a timely and safe manner. By avoiding miscommunication between different healthcare [29],[30] staff involved in caring for the same patient, many mistakes can be prevented, faster diagnosis and interventions can be performed, and care can be tailored to each patient.

7. Conclusion and future Scope
The Proposed architecture can use the Internet of Medical Things sensor devices and test in the real environment and design a consortium network by connecting patients, hospitals, pathology labs, diagnostic centres, pharmacies and insurance companies. Maintaining distributed hyper ledger to keep transactions log and world state databases and maintenance of cloud security and IoT security aspects. Setup drone’s functionality for medicines delivery. Web platform for GUI can be developed and also further phases can deal with creating interactive easy to use web and android applications to facilitate the maximum number of patients. The people tremendously increase the usage of mobile phones, so app developments for the various operating systems can facilitate most of the users.
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