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Abstract. Cryptography is one type of protection that is widely used to secure information, encryption and decryption and the use of keys is a common process used to secure information; and also the cryptographic processes have a classic problem that is the distribution of keys that are vulnerable to interception when the key is sent by the sender to the receiver, the cryptographic protocol (Authentication) could be used to minimize key distribution problem because there is no need for key exchanges. Shamir’s Three-Pass Protocol, Secret Splitting, Bit-Commitment Protocol and Blind Signature are few cryptographic protocols that can be used to help with key distribution issues, this article performs systematic approach to protocol cryptography for security level and the using other algorithms to combine with protocol.

1. Introduction

Security [1], [2] of information, data, and files or in a communication is very important in the digital era today[3], cryptographic techniques [4], [5] is one technique that could be used to secure information or communication. The AES, DES, MMB, GOST, WAKE and RSA [6], [7] algorithms are some of the modern cryptographic algorithms that can be used to secure information, data or communications. Cryptography algorithms generally require a key (private or public) for encryption and decryption process and the main thing to do is key distribution to decryption process, and this is one of the major problems in cryptography algorithm [1], [8], [9].

A cryptographic protocols [8]–[10] a technique that can be used to accommodate key distribution issues (key exchanges), cryptography protocols typically used by participating parties to share secret components, generate random number sets [11], assure the identity of others (authentication) and most importantly cryptography protocols involving 2 or more users and involves cryptographic algorithms in its security process [12].

The discussion on this article will overview the differences between Shamir’s Three-Pass Protocol [9], [13], Secret Splitting [14], Bit-Commitment Protocol [15] and Blind Signature [16], [17] on encryption and decryption without the key exchanges mechanism.

2. Methodology

The cryptography protocol is one of the mechanisms that can be used to anticipate key distributions in the encryption and decryption process, generally protocols are used with cryptographic algorithms for security process and using good algorithms like AES, DES, RC4 and RSA.

Sui [13] applies Shamir’s Three-Pass to a double image sharing scheme in the sender and receiver communication process, 2 (two) images and may be more combined using chaotic permutation.
random methods with phase mask keys; and obtained new cipher image, communication using Shamir's Three-Pass Protocol is quite effective because it does not need to provide the key (phase mask key) encryption and decryption because each sender or receiver uses each key and can interact with each other, Shamir's Three-Pass The protocol on double-image sharing scheme is quite good but requires a considerable computation process (time efficiency).

Another research performed by Nithya [18] analyzed the use of Shamir's Three-Pass Protocol on routing protocols, the experiment performed to acquire better security results on routing protocols by applying Shamir's Three-Pass Protocol especially on IoT communications, and also avoid some of the possible security attacks.

Secret Splitting Protocol differs from Shamir's Three-Pass Protocol (TPP) from user or communications participation, TPP is only done in two directions (1 Sender and 1 Receiver) and this is quite effective because there is no third party communication and each can using private key. The Secret Splitting Protocol involves two or more recipients in which secret messages and keys are distributed to all recipients, Secret Splitting Protocol research conducted by Shah [14] on Cloud of Thing by applying XOR and Diffie-Hellman operations as a key exchange process, from experiment XOR and Diffie-Hellman shows resistance to various types of attacks, theoretically the use of Diffie-Hellman algorithm with XOR will not increase the level of security but will ease brute force attack and get the information transmitted.

Another protocol that can be used is the Bit-Commitment Protocol, this protocol has differences from the two protocols that have been discussed, the Bit-Commitment Protocol allows to identify the legitimacy of messages from changes made until commitment occurs, some articles about the Bit-Commitment Protocol, and especially on quantum is still a problem today. Arash [15] implemented a quantum bit-commitment protocol to anticipate attacks on security and from experiment result proved successful, Arash's research results were different from those of Chau and Chiribella [19], [20] where they argue that quantum bit-commitment protocols are impossible to implement because the possibility of cheating by the sender of the message may occur.

Blind Signature Protocol has a different concept from Shamir's Three-Pass Protocol, Secret Splitting Protocol and Bit-Commitment Protocol, research done by Tianjie [17], Wang [21], Sun [22], Chow [23], Wu [23] and Hua [16] provide similar results that Blind Signature Protocol is safe to use in communications network and banking if the recipient believes that communication is secure, the blind signature protocol requires high trust of information received and this is one of the weaknesses of this protocol (mistrust communication).

The results of research on cryptographic protocols indicate that security communications without key distributions can be done well and in terms of security are also good, and most importantly that cryptographic protocols are possible to be used with another cryptography algorithms.

3. Results and Discussion

The use of cryptographic protocols as communication between the sender and receiver without the key distribution or key exchange process is possible and the security is also quite good, the use of cryptographic algorithms in cryptographic protocols is not all feasible.

An experiment Pohlig-Hellman algorithm on Shamir's Three-Pass Protocol (TPP), Secret Splitting Protocol (SSP), Bit-Commitment Protocol (BCP) and Blind Signature (BS) do not work well, table 1 describes the Pohlig-Hellman algorithm component used on those protocols.

|          | Key Generation | XOR Function | Extended Euclidean |
|----------|----------------|--------------|--------------------|
| TPP      | ✓              | ✓            | ✓                  |
| SSP      | ✓              | ✓            | ✓                  |
| BCP      | ✓              | ✓            |                    |
| BS       | ✓              | ✓            |                    |
Table 1 above is an encryption and decryption component of the Pohlig-Hellman algorithm. The selection of Pohlig-Hellman algorithm in this experiment because the keys on Pohlig-Hellman are not distributed, but the sender and receiver make their own keys, based on experiments conducted on Shamir’s Three Pass Protocol and Secret Splitting Protocol, both cryptography protocols can be used well with the Pohlig-Hellman algorithm.

4. Conclusion

The cryptography protocol can be used to solve key distribution problems between the sender and receiver, the use of Shamir’s Three-Pass Protocol with the Pohlig-Hellman algorithm can work well and with a sufficient level of security, cryptography protocol development is possible by improvisation using combination cryptography algorithms.
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