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Abstract

The modern wireless sensor network is focused on integrating the emerging technology of IoT with the real world for enhanced data processing to improve automation and communication more smartly and safely. In the present industrial upgradation with IoT application greatly proved its positive influences on the operation and management phases along with progressive adoption of cloud computing and big data analytics. In Industry, smart monitoring and distributed control of entire architecture are hold up with the renovated technology of the Internet of Things (IoT). It lies on the top layer of the wireless communication network to afford enhanced connectivity among smart wireless or wired sensor with the embedded modern controller to the cloud server. In IoT application, real-time data acquisition is done securely and transmitted to the data analytics services to identify any catastrophic situation existence. It is reliable and moved industrial automation to the next step evolution of formulating to make proactive decisions to decide and react to the industrial variation constraints. Though modernization has shifted to analog to the digital generation, it is interwoven with available protocols and data standardizations in industrial sectors. Hence this paper enumerates the detailed configurations and features of IoT application involved in the modern communication platform towards the development of smart cities by incorporating data mining using AI (Artificial Intelligence). Further, the trending overview of Industrial IoT application in risk-based environments with complete knowledge-based architecture with incorporated wireless technology and protocols are outlined.
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1. Introduction

The next evolution of technology is an IoT paves the way to resolve existing monitoring techniques with reconditioned data communication and hardware networks. The International Telecommunication Union (ITU) revamped the application layer and transport layers to inhibit the feasibility of the Internet of Things. The condition analysis with prerequisites formulated data structure is well practically applicable in the IoT platform. The broadcasting spectrum of 4g and 5G with enhanced communication protocols for secured transmission from the industrial sector to the cloud server is marching towards better development in research areas [1]. The IoT includes processing in both knowledge and technological path by giving the dominant role to the things and semantic analysis conditions through the internet path. The Internet of Things is integrating the real-world to the future pathway of humans with computer programming to better respond to the action when it is monitored exactly with enriched distributed control on the industry [2]. In industrial computerization, the increment in the production rate with reduced maintenance is achieved with the extreme contribution of the Internet of Things due to the state of “monitor and respond”. The local control has shifted towards online control with a pre-emptive based decision algorithm with Machine Learning techniques [3]. In real-time computation by the exploring manipulator, the Internet of Things possesses: (1) a collective sympathetic of the analyzing environment of its users and intellectual based embedded sensor systems, (2) software developmental approach and uninterrupted communication networks to data log in database management where it is pertinent and (3) the analytic outfits aims for self-directed and smart performances [4]. The above three fundamental groundwork helps to tackle the complex environment in a smarter and better-computed way to change the situation to the normal by wireless internet distributed way in industrial sectors. Figure 1 outlines the major focus of IoT development concerning various views of applications [5].

Fig. 1. IoT’s basic views concerning an application [2]
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In general, the IoT application in the industrial sectors with a deep core of concentration on data analytics and future forecasting by correlating embedded and wireless sensor systems is given in Figure 2 is a schematic representation.

Innovative advances and dynamic selection of IoT advances have empowered the improvement of new data and correspondence frameworks - the pervasive data frameworks [6]. An objective of pervasive processing is to interconnect the physical world through the Internet. IoT and Cloud Computing are key empowering innovations to manufacture such data and correspondence frameworks. IoT structures system of items that (1) have one of a kind identifiers, (2) may have the ability to gather information from the earth principally through sensors, (3) work and cooperate with the physical world by handling gathered information, and (4) utilize the Internet measures to impart and examine the information for further administrations. Since the workplace in a larger part of the industrial sector is exceptionally unique as for procedure, work, and hardware the executives, IoT-empowered ongoing Judgment Support Systems are fundamentally significant frequently through procedure mining and streamlining strategy [7].

2. Contribution of Cloud Computing and Machine Learning in the Integration of Smart City Technology

According to the Cisco report, the number of objects connected to the Internet has exceeded the number of human beings in the world. Reports show that the number of Internet-connected devices is expected to increase twofold from 22.9 billion in 2016 to 50 billion by 2020 as shown in Figure 3. Most IoT applications do not only focus on monitoring discrete events but also on mining the information collected by IoT objects. Most data collection tools in the IoT environment are sensor-fitted devices that require custom protocols, such as message queue telemetry transport (MQTT) and data distribution service (DDS). Given that sensors are used in nearly all industries, the IoT is expected to produce a huge amount of data. The data generated from IoT devices can be used in finding potential research trends and investigating the impact of certain events or decisions [8]. These data are processed using various analytic tools. Figure 4 illustrates the process of data collection, monitoring, and data analytics. Although IoT has created unprecedented opportunities that can help increase revenue, reduce costs, and ameliorate efficiencies, collecting a huge amount of data alone is insufficient. To generate benefits from IoT, enterprises must create a platform where they can collect, manage, and analyze a massive volume of sensor data in a scalable and cost-effective manner. In this context, leveraging a big data platform that can assist in consuming and reading diverse data sources as well as in accelerating the data integration process becomes vital. Data integration and analytics allow organizations to revolutionize their business process. Specifically, these enterprises can use data analytics tools to transform a huge volume of sensor-collected data into valuable insights [9].

Since IoT will be among the most significant sources of new data, data science will provide a considerable contribution to making IoT applications more intelligent. Data science is the combination of different scientific fields that uses data mining, machine learning, and other techniques to find patterns and new insights from data. These techniques include a broad range of algorithms applicable in different domains [10]. The process of applying data analytics methods to particular areas involves defining data types such as volume, variety, and velocity; data models such as neural
networks, classification, and clustering methods, and applying efficient algorithms that match with the data characteristics [11]. A detailed literary analysis of recent researches concerned with IoT based big data and analytics is summarized in Table 1.

![IoT Infrastructure](image)

**Fig. 4.** Intercorrelation of IoT, Big data and machine learning [10]

| Authors            | Proposed theme with IoT                  | Key elements                                                                 | Analysis of interpretation                                                                                   | Computing platform                        |
|--------------------|------------------------------------------|------------------------------------------------------------------------------|-----------------------------------------------------------------------------------------------------------|-------------------------------------------|
| Bashir and Grill   | IoT big data analytics framework         | Oxygen level, smoke/hazardous gases, and luminosity                          | Specifically designed for smart buildings towards smart cities and smart airplanes                           | Cloudera Hadoop distribution using pyspark |
| Lee et al. [13]    | IoT-based cyber-physical system          | Information analysis and knowledge acquisition methods to improve productivity | New context intelligence framework-industrial informatics based on the sensors, locations, and unstructured data for big data mining | Industrial big data analytics             |
| Rizwan et al. [14] | IoT based traffic management system      | Low-cost traffic detection sensors                                            | To analyze traffic density-better than existing technology                                                | Predictive analytics                      |
| Zhang et al. [15]  | Firework, a new computing paradigm        | Merge multiple data views into a single job to perform detailed data analytics | Firework aims to minimize data access latency                                                              | Distributed data processing and sharing in an IoT-based, collaborative edge environment |
| Rathore et al. [16] | Smart city management system             | Weather and water sensors, vehicular networking sensors, surveillance objects, smart home sensors, and smart parking sensors | Data generation, data gathering, data combining, data categorization, data preprocessing, and decision-making using Spark over Hadoop | Mapreduce Hadoop ecosystem                |
| Ahlgren et al. [17] | Green-IoT platform                       | Transportation, air quality, and energy efficiency                            | IoT to deliver services for based on open data and standards, including interfaces and protocols Data acquisition, extract-transform-load (ETL), semantic-rule reasoning, learning, and action | Open platforms and open data for the development of smart cities Machine-learning-based models |
| Sezer et al. [18]  | Augmented framework-semantic web technologies, big data, and IoT | Five layers of architecture                                                   | Support dynamic stream processing                                                                        | Geo-distributed and low-latency analytics |
| Cheng et al. [19]  | Geelytics, an edge analytics platform     | System characteristics of heterogeneous edge/cloud nodes, and the current system workload | Increase output and productivity in the global maritime industry                                          | Parallel processing with Mapreduce        |
| Wang et al. [20]   | IoT and big data for the maritime cluster | A new framework for integrating industrial IoT with big data                  |                                                                                                           |                                                                                          |
Often ICT (Information & Communication Technology) tools for a smart city deal with different application domains such as land use, transport, and energy, and rarely provide an integrated information perspective to deal with sustainability and socio-economic growth of the city. Smart cities can benefit from such information using big, and often real-time, cross-thematic data collection, processing, integration, and sharing through interoperable services deployed in a cloud environment [27]. However, such information utilization requires appropriate software tools, services, and technologies to collect, store, analyze and visualize large amounts of data from the city environment, citizens, and various departments and agencies at the city scale to generate new knowledge and support decision making.

3. Industrial Sector Progressive Development by IoT & AI

In the industrial application automation with a higher perceptual layer of the Internet of Things is involved due to them because of the vision of worldwide foundation interconnectivity. To build up an enhanced industrial IoT platform, various advancements must be incorporated. The quality of service and security gave by various advancements is another challenge for standard industrial norms. In considerations like dependable, adaptable, versatile, and issue tolerant systems must not be undermined to accomplish the target of an automated industry [28]. So also, exceptionally adaptable information stockpiling and preparing stages that are bolstered by productive cloud-based administration choice is an open challenge. The IoT application quality rate gave by these advances must be good before a keen industrial application is completely incorporated. Computational insight automation and controls are successful, productive, and vigorous in information designing, which involves delicate figuring, AI, and information mining. In any case, the adequacy, productivity, and vigor of computational intelligence are constrained to little informational collections [29]. The huge information produced from the monitoring industrial fields has rendered the current computational knowledge calculations insignificant in enormous information examination. At the point when the limit of the informational collection expands, the viability, productivity, and heartiness of the computational knowledge calculations regularly lessen, in this manner making them unseemly for investigating information in huge information produced from the database industrial management [30]. When this scenario exists, big data analytics comes into the role to support the smart technology and smart embedded sensors with high-end data processing and communicating techniques. Figure 5 shows an overview of the Industrial IoT framework with other advanced technology [31].

4. Configurations of IoT Layer

IoT serves as a potential solution to drive essential processes of the many industrial zones more efficiently and reliably [32]. An existing IoT architecture for remote monitoring and control comprises of five-layer has been fashioned to three layers progressing to accumulate all the requirements with the upgradation features concerning an application is detailed in Figure 6. A sensor level is invigorated with countless sensors like pressure, flow rate, temperature, vibrations, etc. and actuators like pumps, motors, and control valves, etc. The transmission level will be initiated to collect data and react to specific conditions by using either wired or wireless communication [33]. The wired technologies involved in the oil pipeline system include twisted pair wires, Digital Subscriber Line (DSL), Public Switched Telephone Network (PSTN), and fiber optic cables to transfer analog data and utilizing Ethernet, Integrated Services Digital Network to transmit digital data [34]. This communication medium establishes the link with nearby itinerant units or maintenance recruits by utilizing communication by short-range for revamping to perform conceivable actions. The wireless technology involved in the present oil pipeline communication system includes ZigBee, Wi-Fi, Mobile Radios, integrated Dispatch Enhanced Network (iDEN), Code Division Multiple Access (CDMA), Time Division Multiple Access (TDMA) [35]. In wired communication, the
major drawback is that the requirement of the hub or network switch cards causes slower data exchange resulting in high installation and maintenance costs with a lack of mobility. The present implemented wireless technology faces the consequences like lagging in secured communication establishment, unable to enhance message integrity and throughput during communication, interference problem and poor encryption technique result in false alarm due to misinterpretation on received data with more error data [36].

The application layer is responsible for process management like configuring a centralized database, object interfaces, service APIs, visualization tools, etc. Thus, the data gathered from the desired system is delivered to the control server through the application layer [37]. In the existing industrial sectors, the existing application layer is associated only with SCADA (Supervisory Control & Data Acquisition) for acquiring the sensors data and makes appropriate decisions at the specified field control station but not concerned with the entire data management and processing system [38].

4.1. Main constituents of IoT and existing protocol standards
The main constituents of IoT involve sensors incorporated with actuators and wireless communication. It includes communication in three ways such as Infrastructure as a Service (IaaS), Platform as a Service (PaaS), and Software as a Service (SaaS) [39]. The data from the industrial application sector are stored in three categories of clouds as public, private, and hybrid. Between the cloud and the monitoring real world. Gateway plays a dominant role in establishing links to send and receive physical data. The data are transferred through different protocol standards by adapting to different magnitude and frequency rates [40]. Figure 7 gives the main essential components of IoT and Figure 8 visualizes the accompanying protocols for data communication between hardware and cloud.

The time of wave has transferred the technology from Radio Frequency Identification (RFID) and wired sensor network to the wireless by internet domain. In the IoT all the required sensor structures, data correspondence, routing addresses are oriented in one structure with various priorities. The outcome propagates in a well-measured manner by advancing a new response in imperceptibly manner [41].
model-based pro-activeness is achieved in IoT by taking conventional commodities to the next level of data communications to achieve safety and productivity. The data availability limit has been crossed over, hence cloud computing comes to a major role in the industrial sector. It has been portioned IoT as two main fields as consumer and business, whereas business side orientation and growth has been higher due to high utilization and dependence [42]. It sets existing running processes as the least layer with the development of cloud techniques to access the industry administration in a powerful path. Due to the progression of Wi-Fi and 4G-LTE (Long Time Evolution) also 5G has taken a major role in data corresponding to the big data technique [43]. Nonetheless, the Internet of Things motive relies on making versatile processing and control through a portable vision-based model rather than the step-wise execution on monitoring to share the knowledge of the industrial environment in the business zones [44]. The sustaining rate and throughput rate with the IoT are meaning more than the conventional knowledge processing with the sensor system. Figure 9 shows the expectation and utility rate of IoT in the industrial sector rather than its pavement to other sectors.

In recent years, communication occurs wirelessly to the remote information analytics center to examine and interpret the process behavior and afford the appropriate decision in case of catastrophic circumstances [45]. An automated control frame structure in a tedious transportation system still relies on the performance of the Proportional-Integral-Derivative (PID) controller to assure safety in a commercial manner [46]. This is accomplished by continuous monitoring of desired field parameters such as viscosity, flow rate, temperature, velocity and pressure to make a prompt decision like changing the stem position in the valve, changing the speed or frequency of the pump so that system field parameter retains on its threshold range. The main stimulus for process control technology is safety since the loops having adequate performance are only 68% which are in manual mode. Hence in recent scenarios, the need for an advanced controller is increased to determine the optimal system performances [47].

SCADA systems used in process plants are not scalable due to slow data processing with minimum memory storage and non-feasible when the software or protocol upgradation availability resulting in high maintenance cost [48]. Hence, the Industrial Internet of Things is investigated towards the development of inspection techniques to detect the risk occurrences incorporated with the hardware system. In this context, all modernized industries have been undertaken the IoT platform synchronizing communication between the hardware elements (sensors, actuators, control panel, etc.) and networked embedded data devices [49]. This frame structure collects appropriate field data which will be conveyed to the remote supervision center for analysis and processing to afford a suitable rapid decision in case of catastrophic situations. Ubiquitous sensing enabled for monitoring and control in the industrial sector are mostly WSN (Wireless Sensor Network) system is still incompatible because the quick-change over of industrial constraints are not interconnected [50]. Nowadays, SCADA systems are not climbable due to derisory memory and processing time, offers high cost of hardware drivers and management, not malleable when a process plant hardware needs to be updated, unyielding due to the data orientation-based protocol variation and huge data logging results in delay-based output model rate [51]. Hence, the Human interfaced Internet of Things and the Engineering Internet are retooled towards the improvement of modules used to identify the manifestation of impairment. In this upgradation era, all renovated industries have been assured using the emerging methodology IoT which permit a ubiquitous bonding between the process plant hardware (sensors, actuators, control panel, etc.), smart hybrid objects and networked implanted devices to accumulate applicable data that will be communicated wireless manner [52]. In the remote information analytics center, acquired data has to be examined and modulated to construe the process and afford the appropriate decision in case of calamitous circumstances [53].

5. IoT Applications in Major Sectors

In most of the industrial sector, the success of the Internet of Things was achieved with the modernized growth of miniaturized microdevices fabrications. It headways the main merits of dwindled space exploration with the same features and characterizations. Due to the micro-computerized hardware, remote communication is made feasible and ecologically comfortable to convey the control processes.
The distributed compact remote system has taken the IoT platform as the core to sustain and envision the situation handling in the industry with various parameter estimations. The improvement from very-large to the small with software structured remote sensor and communication system is providing proficient detection and versatile understanding of industrial knowledge [55]. In basic, total IoT has a better capacity of knowledge source, and sharing with prompt control and decision plays a predominant role with forecasting ability. The resources with structures protocol are followed to envisage the perceived quality of the market to allow IoT to put forth in the top layer with the ultimate acknowledgment register. Virtualized capacity innovations are the distributed algorithm coded computing to make the data server strong and progressive. This stage goes with furnishing the client with straightforward electronic representation as it modes to model calibration. The omnipresent structure for detection and estimation, to sort out the client sights on the quality and quantity based model development with things connected wirelessly utilizing the internet to respond when the reactivity gets more demands. As we move from www to web2, the obligation for statistics with programmed facts on-request based natural inquiries increments pathways establishes quicker accessibility output [56]. To exploit the accessible web revolution requires firewalls to send enormous scale, commandable independent, remote executives, and preparing invitation, and investigation. Cloud figuring affords extreme loss rate recovery scheme with server management with dada statistics with dynamic revelation, adaptability, and composability to make the standards for cutting superiority Internet of Things applications [57].

5.1. Role of IoT in smart city application
As urban exhibitions depend on the physical framework as well as on the accessibility, nature of information correspondence, and social foundation. The key empowering agent of these smart city applications is perhaps the IoT where regular articles and gadgets are associated with the system advancements. The guarantee of a keen city prompts an exponential increment in information by a few sets of greatness [58]. Thusly, such tremendous volumes of information or huge information are at the center of the administrations rendered by the IoT. The marvel of enormous information has for quite some time been portrayed by volume, speed, and an assortment of information types that have been made at a consistently expanding rate [59]. Huge information offers the potential for the city to acquire significant experiences through acquisition from continuous data logging with powerful firewalls and gateway systems. Through the versatility modes of resource afford unstructured data that should be processed with programmed estimator on the dynamic algorithm eventual rate [60].

Figure 10 outlines the scene of the keen innovations with enormous information and distributed computing, in which different savvy applications trade based data correspondence. Each received unstructured and structured data are segregated with each token pass in the cloud server [61]. The circulating rate is fixed with each unstructured format and it is finalized with the required sensitivity to generate structured command. The processing and analysis are done in the same phase with the frame rate of high and low alternatively to balance the data field of the handshake path of utilization criteria [62]. For example, not only SQL, which is used to improve a solitary help or application and is shared among different administrations. Hence, the programming model for preparing huge informational collections with parallel calculations can be utilized for information investigation to get an incentive from the put-away information [63]. Brilliant urban areas have assumed a key job in changing extraordinary regions of human life, contacting segments, for example, transportation, wellbeing, vitality, and instruction. For instance, the information on climate data is fundamentally expanding at a quick pace. Distinguishing and acquiring important data from a lot of climate information can be incredibly helpful as far as a horticultural improvement [64]. Besides, the examination of the climate information can help advise the individuals ahead of time about the conceivable dangerous conditions.

The framework structure of enormous information in the keen city, as appeared in Figure 10, can be isolated into numerous layers to empower the improvement of coordinated enormous information the executives and IoT incorporated city advancements. Each layer speaks to the potential usefulness of huge information keen city segments [65]. The principal layer is the arrangement of articles and gadgets associated with employing neighborhood or potentially wide-region systems [66]. In the subsequent layer, all the gathered unstructured information are put away in a common disseminated flaw tolerant databases found either in the city server farm outfitted with all system components or by enormous information stockpiling, for example, S3, Google cloud administrations, and Sky blue from merchants, for example, Amazon, Google, Microsoft, and Cloudera [60]. Different huge information store frameworks can be utilized in these cases such as Cassandra, Hbase, MangDB, CouchDB, Voldemort, DynamoDB, and Redis. Inside a similar layer, the put-away information is prepared to rely upon the approaching questions utilizing a clump-based programming model, for example, MapReduce system or other preparing motors utilized for huge information [67]. MapReduce gives an amazing programming model to parallel and conveyed the handling of huge information on groups. In-stream handling, information must be prepared rapidly to onsite the monitoring rate to change progressively to balance the extreme modifier schedule to achieve in a brilliant city condition. Numerous innovations can help procedure and follow up on ongoing spilling unstructured information continuously, for example, Spark, Storm, and S4 [68].

5.2. Role of IoT in the construction sector
Notwithstanding, practically speaking, issues still exist that hamper the presentation of pre-assembled development. Right off the bat, as per our examinations, the degree of reception of Information Technology (IT) is low in most pre-assembled development ventures [69]. Customary techniques still rule information accumulation and transmission, which are mistaken, wasteful, deficient, and blunder inclined. Such inadequacies prevent opportune reactions when changes or interferences happen. Besides, data is dispersed and compartmentalized among different partners, for example, the makers of pre-assembled segments (or prefab producers), coordinations organizations, temporary workers, furthermore, clients [70]. This obstructs successful coordination and collaboration among them and may prompt erroneous stock, delayed lead time, late conveyance, and lost prefabs. It has just been recognized as a significant hindrance to productivity and could demonstrate a countervailing power against the upsides of pre-assembled development. Web of Things (IoT)
and distributed computing give openings to take care of these issues and have demonstrated powerful in assorted fields, such as crisis the board, producing frameworks, and the petrochemical business [71]. Figure 11 shows the IoT platform architecture for the construction sector with specified requirement levels.

![IoT Platform Architecture](image)

**Fig. 10.** IoT in smart city with Big data computation technology using MapReduce [64]

All the more explicitly, in the development business, different endeavors have been attempted, extending from vitality the executives, security the board, to materials the board [72]. Be that as it may, most past examinations have concentrated on either explicit period of development ventures or the conventional cast-in situation development, which can't be straightforwardly applied to the entire procedure of pre-assembled development. The premier point is that prefabs are one of a kind and basic [73]. They require thing level ID and information gathering to acknowledge fine-grained the board all through the entire prefab inventory network, while in customary development, materials are...
fundamentally overseen by the clump. Moreover, to limit lead time, wipe out approaching inadequacies, and improve versatility under interferences, it requires a consistent joint effort among every one of the partners included [74]. Then, different explicitly planned advancements accessible for construction should be well-incorporated to completely figure it out their advantages [75].
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**Fig. 11.** IoT platform with specified levels of construction sectors [71]

Against this foundation, challenges still exist that block the selection of these advancements in pre-assembled development. Initially, most organizations engaged with pre-assembled development are little and medium enterprises, which will be unable to manage the usage of IoT frameworks [76]. From one perspective, executing IoT frameworks requires high introductory venture, and ceaseless upkeep costs a short time later, which are trying for Medium enterprises [77]. On the other hand, pre-assembled development undertakings vary from one another and typically have various necessities on IoT frameworks. Because of the noteworthy advancement works and time utilization, it is outlandish for the construction sector to manufacture explicit frameworks to adapt to the differing pre-assembled development extends that they took an interest in during various periods [78].

### 5.3. Role of IoT in the data mining sector

Prognostics is the expectation of the wellbeing status of observed gear. There are three kinds of approaches for prognostics: model-based, master framework, and information-driven. The model-based methodology is hard to execute for complex frameworks [79]. It endeavors to utilize scientific models, which are profoundly coupled to the hardware and area, to speak to the conduct of the gear. The master frameworks approach requires specialists' learning to assemble the framework. Such frameworks are worked by characterizing disappointment modes and distinguishing corruption designs of the hardware [80]. Such a framework is additionally firmly coupled to the gear and space. The information-driven methodology for the most part utilizes present and chronicled sensor information and functions admirably with complex frameworks [81]. Such a framework is increasingly relevant to numerous spaces since it is simply information-driven and isn't coupled to explicit hardware.

Prescient upkeep brings down costs by avoiding disappointments, unscheduled upkeep, and personal time, and by guaranteeing the substitution of coming up short parts is done just when required. To bring down these expenses dependably, sensor choice must be directed with care [82]. Figure 12 represents the outline of the IoT frame for data mining when the main control hub is accounted for with IoT characterization. Master information of basic segments, information-driven entropy-based methodologies, or a mix of the two strategies are instances of sensor choice systems. It is partitioned into three layers (the observation layer, the middleware layer, and the application layer), which are kinds of the IoT layers referenced in segments [83]. The observation layer abstracts the mist and implanted frameworks. It performs detecting, lightweight stockpiling, systems administration, and AI. It gives the interface to low-level hubs. The middleware layer abstracts the haze and the cloud and for the most part performs all the more substantial stockpiling, systems administration, and AI contrasted with the observation layer. It gives the interface to recognition layer hubs [84]. The application layer is like the IoT application layer referenced in segment 2. Found in the observation layer, the vehicle hub (VN) speaks to the vehicle. The VN has a J1939 arrange and a portal [96]. By perusing J1939 traffic, the VN's entryway can perform sensor information procurement, conglomerate, and lightweight information examination. Information is put away utilizing an installed database since it is lightweight [30]. The door interfaces the J1939 system to the armada framework. Each VN has a product regulative operator introduced on the door, enabling overseers to remotely refresh the VN's product [85]. Since the VN is versatile, it must have arranged an association using remote advancements, for example, Wi-Fi and LTE. MQTT is utilized as the machine-to-machine convention for VN-to-armada correspondence.
The server chief hub (SLN) is found in the middleware layer. It tends to be found in the haze (an asset obliged cloud) or the cloud [86]. It is answerable for overseeing VNs of a topographical district. The SLN has an MQTT dealer, which gives its VN armada the capacity to speak with one another and the SLN itself. Each SLN stores sections of the armada framework’s disseminated database (DDB). A district’s armada information can be put away provincially in its SLN’s DDB section, which gives information territory, and assures builds accessibility [87]. By structure, the SLN can perform wide information investigation. Found in the application layer, the root hub (RN) is liable for dealing with the whole armada framework [88]. It is the framework’s focal passageway, gives the interface to IoT applications, associates armada hubs to the framework, and empowers wide organization.

5.4. Role of IoT in the oil and gas industry

In the oil and gas industry, the role of monitoring and control is quite important with continuous data processing. Because it includes the data acquirement from both internal and external environment because the risk occurrences were dependent on both [89]. Hence various sensors are mounted at required evaluated locations to obtain the field pipeline data efficiently. But the role of IoT application in the oil and gas industry is still in the research step of analyzing with various constraints. However, the reliable IoT frame structure will bring an imminent solution to the existing problems in the pipelines ecologically and scientifically of schemes [90]. During transportation through pipelines, the materials of oil and gas components subjected to more risk rates due to environmental factors and internal pipeline influences. Hence any risk rate gets higher, immediately there is a drop out of production rate with the major drawback to the environment and public. To sort out these types of risk rates, many sensor-oriented group structures are developed for the oil and gas industry to get instant parameter statistics to afford smooth safety enhanced product distribution. Due to this, the Internet of Things comes into the online virtualization and maintenance of pipelines for long runs with specified technology upgradation [91]. It ensures the collection of entire pipeline system data regarding sensors, fluid characterization, and finally substation control elements. The highly enumerated wireless connectivity using an internet platform a smart oil and gas transportation pipeline system is formulated. In the central supervision and analysis center, the desired control execution will be generated and distributed to each substation in an orderly manner with a prompt decision-based control model [92]. The control supervision functions together to implement the following steps:

- Calibrating the risk rate with sensor node evaluation.
- Refreshing remote terminal with proper coding to nullify the data transmission delay.
- Processing the pipeline sensor data in a priority manner to make a decision algorithm.
- Alerting the control server with throughput of risk rate at every specified time interval rate.
- Protocol assessment with proper sensor to sensor data communication to the actuator node.
- Cloud server data storage and data analytics with revamped flow path execution ratio based on the quantity model to generate emergency alert during the risk assessment.
- Maintenance and sensor calibration data valuation concerning the pipeline's lifetime and sensors data.
The implementation of IoT to the oil and gas industry has performed in a better way by supporting the local control system with early warning and online diagnosis [93]. Figure 13 shows the layer-wise operating performance of IoT concerning the oil and gas industries. Each layer characterization depends on the pipeline and field parameters safer limit rates. Based on the computation algorithm local server performs control action within the substation. When the impact has been progressed, the risk rate gets increased, the IoT architecture proceeds in an intelligent way to resolve the situation by minimizing the impacts in a smarter online portable way [94].

The IoT role in an oil and gas pipeline system is to take over the entire pipeline system irrespective of distance and locations with enhanced sensors and actuators association through secured data transmission to the cloud [95]. An IoT in the oil and gas industry can sort out the following issues: leakages or breaks-up, voids, corrosion rates, oil thefts, depositions in the pipelines, etc [96].

![IoT layers configuration for the oil and gas industry](image1)

**Fig. 13.** IoT layers configuration for the oil and gas industry [96]

### 5.5. Role of IoT in Healthcare

Existing examination points Body-to-Body Network (BBN) as a work organization that utilizes individuals to transmit information inside a restricted geographic region. This idea can promptly manage client portability necessity too as issues like vitality productivity and unwavering quality of service (QoS). Such multi-jump correspondence offers the likelihood to interface bigger sensor organizes by empowering progressively remote connections between every hub [97]. The WBANs are associated with one another and information directing is made to move the information up until the connector gadget (i.e., the entryway). In this manner, BBN configuration ought to consider a vitality proficient steering, QoS-minded traffic the board, and versatility of the executives. Nonetheless, new and customary difficulties show up with the BBN idea for example, remote channel engendering issues (vitality proficiency, impedance, and conjunction) of various correspondence advancements that offer a similar radio range, interoperability issues, moral difficulties [98]. Another arrangement that has been prescribed to improve IoT arrangements in human services is parallel preparation.

Transmit level parallelism (TLP) comprises of handling diverse wellbeing information streams in parallel. The utilization of multicore innovation empowers the streamlining of accessible assets regarding preparing execution and power utilization. Therefore, the sensor organizer can have an extended lifetime. A low reception rate could be overseen by giving an IoT arrangement a worth driven methodology rather than an innovation-driven one. Along these lines, the marketable strategy is as significant as the integrative engineering of the IoT arrangement [99]. To incorporate in-home social insurance in a bigger IoT arrangement, proposed a field-tested strategy that comprises of a helpful environment between conventional medicinal services suppliers and Internet content suppliers. Besides, various sorts of IT-empowered abilities could shape, and be formed by, the home human services supplier's reactions to natural changes. Figure 14 shows the architecture network based on body sensor mesh hub with IoT implementation in healthcare industrial research.

![IoT application architecture in healthcare applications](image2)

**Fig. 14.** IoT application architecture in healthcare applications [99]

Thus, preparing and mindfulness battles have a significant job in more extensive reception likewise prescribes adopting a piecemeal strategy to bring IoT advancement in medicinal services to maintain a strategic distance from the flexibility from this specific traditionalist industry [100].

### 5.6. Role of IoT in Education

Instruction has transformed from an information move model to a functioning communitarian self-coordinated model by the troublesome impact of innovation in the present instructive foundations. This has constrained numerous foundations to reevaluate instructing and learning [101].

![Evolution of IoT in education](image3)

**Fig. 15.** Evolution of IoT in education [101]

The impact of innovation can be seen in numerous parts of training from understudy commitment in learning and substance creation to helping educators give customized content and improving understudy results. There are right now seven classifications of advancements, instruments, and techniques that driving development in training: "Buyer Technologies, Digital Strategies, Enabling Technologies, Internet Technologies, Learning Technologies, Social Media Technologies, and Visualization Technologies. Figure 15
shows the smart classroom activities with the evolution of IoT [102].

IoT is a subcategory of Internet innovation, which bolsters instruction from multiple points of view. IoT arrangements empower instructive establishments to gather a tremendous measure of information from sensors and wearable gadgets all the more effectively and to perform significant activities dependent on this information. Such frameworks enable understudies to investigate a situation by utilizing implanted sensors, QR codes, and different advances. They can get to take in materials and other data from anywhere whenever. Educators additionally can utilize wearable gadgets and advanced cells in the homerooms to improve instructing and learning. A savvy homeroom can be characterized as a keen domain furnished with various types of equipment and programming modules [103]. Video projectors, cameras, sensors, and face acknowledgment calculations are instances of modules that screen various parameters of the physical condition or understudies' properties, for example, focus, execution, and accomplishment.

5.7. Role of IoT in the smart retail sector

A “smart” retail setting can be a beneficial way for a firm to generate greater customer and business value. One “smart” approach that is increasingly recognized as having the potential to create value for customers and retailers alike is the use of augmented reality in smart retail environments. Augmented reality is a smart technology that adds value to retailers by being able to influence customer engagement as well as purchasing decisions and can be varily used in-store and out-of-store including at home. IoT is expected to play a key role as an emerging technology in the area of retail and logistics [104]. In logistics, RFID keeps track of containers, pallets, and crates. Besides, considerable advancements in IoT technologies can facilitate retailers by providing several benefits. However, IoT devices generate large amounts of data daily. Thus, powerful data analytics enables enterprises to gain insights from the voluminous amounts of data produced through IoT technologies. Applying data analytics to logistic data sets can improve the shipment experience of customers. Moreover, retail companies can earn additional profit by analyzing customer data, which can predict the trends and demands of goods. By looking into customer data, optimizing pricing plans and seasonal promotions can be planned efficiently to maximize profit [105]. The Figure 16 shows the progress in the retail sector due to the evolution of the IoT with data mining.

Big IoT data analytics offers well-designed tools to process real-time big data, which produces timely results for decision making. Big IoT data exhibit heterogeneity, increasing volume, and real-time data processing features. The convergence of big data with IoT brings new challenges and opportunities to build a smart environment. Big IoT data analytics has widespread applications in nearly every industry [106]. However, the main success areas of analytics are in e-commerce, revenue growth, increased customer size, the accuracy of sale forecast results, product optimization, risk management, and improved customer segmentation.

5.8. Role of IoT in smart home

In a smart home environment, the price signals and demand response (DR) signals sent by grid operators need to be transmitted to the Home Energy Management System (HEMS) through smart meters, HEMS realizes power dispatch through the Home LAN (HAN) and arranges power reasonably [107]. However, this process may cause leakage or tampering of the user’s power information and personal sensitive information, fine-grained data may expose users’ more privacy, including working time, outgoing time, household appliances usage, etc., which will result in the users or the power company suffers property damage. Also, in the process of uploading power data, a reliable central node or gateway is used to transfer users’ data, but it is difficult to find an aggregator trusted by all users, and this centralized storage mode has great risks. E.g., the failure of the central node may result in the loss of all users’ data; attacks on the central node may result in data being tampered with. Based on this, there is an urgent need for a secure decentralized distributed storage method [108]. In the process of bi-directional interaction, the power data of the smart home network can be leaked in many ways. E.g., curious regional
gateway wants to know the power data uploaded by smart meters and sells privacy for profit; attackers attack gateway to obtain users’ power information; malicious unauthorized users forge user’s identity to upload data and steal privacy; malicious revoked old users may use old identity information and pretend to be a legitimate user [109]. The Figure 17 shows the privacy protection scheme of a smart meter for a smart home network based on a consortium blockchain.

![Fig 17. Smart home application supported with blockchain technology by incorporating smart meters [109]](image)

**5.9. Role of Smart Supply Chain**

Digitalization has changed how people communicate and interact with their surroundings. Novel technologies and gadgets: including smartphones, computers, driverless cars, and smart wearable devices have all transformed with access and disseminate information. These novelties and digital transformations affect every industry, and supply chains are no exception [110]. Digitalization in supply chains has come to encompass digital products and services as well as the handling of supply chain processes within companies undergoing these rapid changes. To benefit from the digital supply chain, it is necessary to leverage novel approaches, including digital transformation with technologies. It defines the digital supply chain as a bundle of interconnected activities, handled with novel technologies, involved in supply chain processes between suppliers and customers [111]. Digitality has changed the way that both companies and individuals interact and extremely communicate with each other. Therefore, to exploit digitalization in business, companies should consider all the necessary procedures, strategies, and tools needed to move toward the digital supply chain. The digital supply chain is defined as a bundle of interconnected activities that are involved in supply chain processes between suppliers and customers, which are handled with novel technologies [112]. The smart supply chain enables a wider availability of information and infinitely superior interactions, communication, and collaboration, which lead to improved trust, agility, and productiveness [113]. Figure 18 shows the interconnection of digitalization and smart technology with the conceptual model.

![Fig 18. The layout of the smart supply chain [114]](image)

About external collaboration activities in the digital supply chain, digital transformation can also improve customer service as it enables the collection of large amounts of data from different sources and their utilization in building strong networks between different partners. Digital transformation also makes it possible for consumers and end-users to become experts on product and service offerings. Smart technologies extend internet-based services by incorporating technologies, such as mobile operating systems, which support several service functions, including organizational service management, collaboration management, customer service support, as well as service research and planning [114]. Additionally, to adopt smart technologies (as it is challenging and time-consuming), companies need to have certain skills and an understanding of what they seek to accomplish with the technology. Consequently, the benefits (in terms of relationship performance) will follow. From the perspective of the dynamics of the digital supply chain, it can be presented that smart technologies stimulate the growth in relationship performance [115]. This stimulation may occur when smart technologies are integrated into the current supply chain or when smart technologies entirely or partially replace the existing supply chain. From the review analysis, it is clear that cross-sectional data and a lack of longitudinal data might threaten an in-depth analysis of the data to find the required approaches in the digital supply chain [116]. Second, collecting data from a single country and analyzing them based on managerial perceptions could introduce bias and a lack of generalizability into the findings of the research. Lastly, the only endogenous variable in this study is relationship performance, which creates opportunities to expand the theoretical model of this study for other performance measures, including sales and market shares, as well as business brand and image, in terms of studying them as other endogenous variables [117].

**6. Value Added Applications**

As a result of the different Big Data projects across the world, many Big Data models, frameworks, and new technologies were created to provide more storage capacity, parallel processing, and real-time analysis of different heterogeneous sources. Besides, new solutions have been developed to ensure data privacy and security. Compared to traditional technologies, such solutions offer more flexibility, scalability, and performance. Furthermore, the cost of most hardware stores and processing solutions is continuously dropping due to sustainable technological advancement. To extract knowledge from Big Data, various models, programs, software, hardware’s and technologies have been designed and proposed [118]. They try to ensure more accurate and reliable results for Big Data applications. However, in such an environment, it may be time-consuming and challenging to choose among numerous technologies. Many parameters should be considered: technological compatibility, deployment complexity, cost, efficiency, performance, reliability, support, and security risks. There exist many Big Data surveys in the literature but most of them tend to focus on algorithms and approaches used to process Big Data rather than technologies [119]. Table 2 and 3 shows the comparison of IoT Big data analytics with different use cases along with its cloud computing techniques.

**Table 2. Different IoT big data analytics with its use cases**

| Application | IoT devices | Data types | Big data analytics |
|-------------|-------------|------------|--------------------|
| Smart metering [24-29] | Predicts electricity consumption | Sensors, Text | Hadoop, Spark, Hive |
| Smart transportatio n [42-48] | Improves productive performance with more | Sensors, Camera s, Video, Audio | Hadoop, Spark, Hive |
safety without human interventions
Exe cutively decide and communicate effectively with the external environment
Improve real-time monitoring and control with more effectiveness and processing
Detests the mobility of the traffic and reduces congestion

Smart Supply chain
[67-78]

Smart grid
[90-94]

Smart traffic
[19-31]

| Types of data     | Computing techniques |
|-------------------|----------------------|
| Stream/Massive Data | Edge                 |
| Stream/Massive Data | Edge/Cloud           |
| Stream Data       | Cloud                |
| Stream Data       | Cloud                |
| Stream Data       | Cloud                |
| Massive/Historical Data | Cloud             |
| Massive/Historical Data | Cloud             |
| Historical Data  | Cloud                |
| Stream/Historical Data | Edge/Cloud         |

Table 3. Characterization of processing data with computing techniques

The ascent of cutting-edge innovations and its combination with different parts of our lives paved the way for the new skylines for improving the execution of structures, networks, and urban communities. Concentrating on one significant piece of the vistas, this chapter explored the flow investigate commitments and future possibilities of IoT towards the imagined objectives of enhanced remote communication [120]. Subsequently, the current utilization of IoT towards the advancement objectives of perceptive structures was talked about, which incorporates both the scholarly world and industry use cases in the past decades. Principal criteria of practicality structures were disconnected to outline applications. Even though this is anything but a total rundown of utilizations, it can fill in as a decent beginning stage for future research in the significant regions [121]. It is inferred that present advances – equipment, programming, and figuring calculations, have just gotten a critical part of the knowledge structures improvement. Be that as it may, constant research exertion is required on IoT applications to effectively execute the possibilities of cutting-edge shrewd structures later on.

As needs are, standard specialized necessities of IoT and its incorporation necessities to the structure business were recognized. These difficulties will be significant furthermore, perfect research issues for the analysts and professionals who are keen on applying IoT ideas and framework in the structure examine territories, and further advance the advancement in both specialized and application sides of IoT [123]. Since the prime thought of IoT is to interface any individual, framework and the aggregate condition together from any area and whenever, the use of IoT will get omnipresent, and potentially the primary stream later on the advancement of savvy structures, or even to a bigger scope, for example, networks and urban areas [124]. With the top to bottom audit of state-of-the-craftsmanship advancements and applications for IoT in knowledge practical oriented, this chapter hopes to give a novel and all-encompassing vision to the scholastic network and specialists who might want to dive the intensity of IoT in the various industrial application fields for additionally energizing developments.

7. Data Mining and Machine Learning

Mining beneficial information from multifarious sensing surrounding at diverse spatial and temporal resolutions is perplexing research problematic in artificial intelligence [125]. The main attribute risk in complex sensing locations is how to concurrently learn depictions of events and activities at multiple ranks of complexity includes events, local activities, and complex activities. Based on the present updated industrial automation strategy, machine learning techniques play a vital role in the analysis and identification of abnormalities from its historical data. Machine learning (ML) is an arena of artificial intelligence that practices statistical techniques to make computers the capability to learn with time improved performance on the desired task from data, without being overtly programmed [126]. Its intelligence confirmed by machines, in disparity to the natural intelligence revealed by humans in context, any process system that recognizes its circumstances and initiates actions that exploit its chance of controlling and identifying its reaction in an efficacious manner [127]. And also, forecasting is performed in the production, performance and economic wise to evaluate the entire throughput of the process in the future. Forecast involves merely predicting future occurrences based on the past occurred values [128]. Table 4 shows the application of data mining in various sections.

Table 4. Data mining application with computing techniques in IoT sectors

| Machine learning techniques | Application sectors                  |
|-----------------------------|--------------------------------------|
| Classification [4]          | Medical imaging; Industry; Speech recognition; e-governance |
| Clustering [69]             | Healthcare; Human genetics; Market analysis |
| Association rules [104]     | Bio-informatics; Industry; e-governance |
| Prediction [139]            | Disaster management; Market analytics |
| Time series [97]            | Disaster management; Social network analysis; Healthcare |
Machine learning closely overlaps with computational statistics and mathematical optimization to focus on prediction making by utilizing computers conflated with data mining [129]. Especially in the area of data analytics, machine learning is a tool used to formulate complex models and algorithms that afford predictive analytics. This analytic model provides the capability to yield consistent, accurate decisions and outcomes and expose hidden insights from historical relations and trends in data mining [130]. Figure 19 shows the machine learning algorithm for the various field with execution profiles.

Besides, information handling and basic leadership ought to be done properly. In this manner, the amalgamation of information sources and Big Data examination is an advantageous answer to encourage ongoing the board of the brilliant city [131]. How urban communities are being concocted with brilliant gadgets utilizing enormous information is likewise featured with a few models. To perform productive Big Data investigation, it is important to total information appropriately and perform enough preprocessing before information to be prepared by the Hadoop server. The partition and-avertish system can be extremely valuable for Big Data examination and information conglomeration. Information pre-handling (likewise known as standardization) assumes an essential job and is significant when managing parameters of various units and scales [132]. The Message Queue (MQ) offers a system that places a message over an MQ that doesn't require a moment response to carry on the preparation. Likewise, Kalman channel (KF) is utilized to more accelerate information handling and separate the important and cloud information. The communication could be that information that isn't essential to be handled and doesn't influence the ongoing preparation. Cooperative effort (RR) is applied as a system-schedulers in handling, and generally broadly utilized burden adjusting approach [133]. Additionally, to accomplish ongoing preparation, planning, and burden adjusting calculation can be ideal. Also, design examining the contextual analyses utilizing a brilliant pipeline observing framework dependent on Machine Learning. The genuine acknowledgment is still in its outset, even though in the ongoing age the smart city has gotten a popular expression. Nonetheless, it is discovered that a particular zone of intrigues such as lighting, traffic blockage, and water the board is engaged by numerous the proposed work. Along these lines, there is a certainty of pragmatic perceptive urban design equipped for having clever choices to

![Fig. 19. Machine learning techniques with execution profile for various fields [131]](image-url)
fortify the greatness of urban administrations [134]. Table 5 indicates the comparison of technologies involved in the smart computation platform of the current world.

Table 5. Comparison of the latest technology in different scenarios

| Analytic type | Implementation | Existing methodology | Merits |
|---------------|----------------|---------------------|--------|
| Real-time     | Processing massive amount of data from the sensors | Greenplum | Parallel processing |
| Offline       | Applications-no higher requirements with no response time | Scribe | Computing platforms |
| Memory level  | Imply where the database is smaller than the memory level | Time tunnel | Efficient data acquisition |
| Intelligence  | Imply when data volume suppresses the memory level | MongoDB | Both offline and online |
| Massive level | Imply when data volume surpasses the entire capacity of intelligence and traditional data management | Data analysis platform | Mostly switches to offline |

8. Scope of Blockchain and Security Standards
Blockchain is the innovation behind Bitcoin. It is an open conveyed database which holds the encoded record. Blockchain is innovation in a worldwide database that anybody, anywhere, with a web association, can utilize. In contrast to a customary database, which is claimed by focal gatherings like banks and governments, a Blockchain doesn’t have a place with anybody. Figure 20 shows the block attributes in the blockchain. With a whole system caring for it, bamboozling the framework by faking report, exchanges and other data become close to outlandish. Blockchain store data for all time over a system among hubs. This isn’t just decentralizing the data yet circulates it as well. Every hub in the system can store the nearby duplicate of the Blockchain framework which is intermittently refreshed to have consistency among all hubs [135]. A Blockchain is a dispersed calculation and data sharing stage that empowers various hubs that don’t believe each other can take a basic leadership process. The issue is brought together framework is the single purpose of disappointment. In a decentralized framework, different organized focuses conquered the single purpose of disappointment. In a dispersed domain, each hub, on the whole, executes the activity. Every client spoke to as hub associated appropriately. Each hub kept up a duplicate of the Blockchain list which is consistently refreshed. A hub can perform distinctive movements like start a transaction, validate and exchange or perform mining.

Fig. 20. Block attributes in the blockchain [136]

Blockchain's idea got from bitcoin digital currency developed as an urging innovation for shared exchange, information trustworthiness, straightforward stockpiling in a decentralized domain. The different hazards and assaults of Blockchain innovation exist in different applications some are Double spending, protection spillage, private key security, mining assault, adjusted assault. The security and protection issue of Blockchain is likewise tended to by the diverse specialist, in this area a portion of the scholarly work previously done is talked about in short. The benefits of utilizing open conveyed records (ODLs), for verifying Trust Management for verification. The information uprightness can be acknowledged through an exchange, confirmation of Blockchain properties which decreases the dangers and guarantee information honesty [136]. On proposing the thought and model of assigned verifier evidence of advantages for bitcoin trade and developed the main solid plan to understand the assigned verifier evidence of benefits for bitcoin trade by utilizing elliptic bend cryptography. Open key foundation-based structure reconciliation with Cecoin dispersed PKI conspire used to upgraded security. Cybersecurity and ensuring security are another significant issue in Blockchain usage. The flexibility of the Bitcoin biological system the unambiguously of the Blockchain being used, the spread, and check of exchange squares. The application records mileage and GPS information of autos and verifies that on the Blockchain, which unequivocally upsets odometer extortion. Online assaults like ransomware are additionally should be tended to, in some application where arrange design manage web. The application framework must safe from outside openness generally ransomware assault can conceivable [137]. Another sort of assault is Byzantine-False Tolerant (BFT) requesting administration for the Hyperledger Fabric Blockchain stage utilizing replication library to address the security and protection issue.

9. Conclusions
IoT is one of the biggest sources of big data, which are rendered useless without analytics power. IoT interacts with big data when voluminous amounts of data are needed to be processed, transformed, and analyzed in high frequency. This work specifically focuses on the big data context. In the review analysis, the main objective is to investigate the recent literature on big data processing and analytics solutions for IoT. Also, to identify the numerous requirements for big data and analytics in IoT and taxonomized the literature towards the recent research uphold in the IoT for the development of smart cities in all industrial sectors. The growth rate of data production has increased drastically over the past years with the proliferation of smart and sensor devices. The interaction between IoT and big data is currently at a stage where processing, transforming and analyzing large amounts of data at a high frequency are necessary. Furthermore, big data analytics types, methods, and technologies for big data mining were presented. Some credible use cases were also provided. Also, explored the domain by discussing various opportunities brought about by data analytics in the IoT paradigm.

Current IoT and Big Data platforms are supported by various processing, analytical tools as well as dynamic visualization. Such platforms enable us to extract knowledge and value from a complex dynamic environment. They also support decision making through recommendations and automatic detection of anomalies, abnormal behavior, or new trends. Thus, this paper provides a detailed insight into the architecture, strategies, and practices that are currently followed in IoT with data computing. Despite the important
developments in the IoT field, we can notice through our comparison of various technologies, that many shortcomings exist. Most of the time, they are related to adopted architectures and techniques. Thus, further work needs to be carried out in several areas such as data organization, domain-specific tools, and platform tools to create next-generation Big Data infrastructures. Hence, technological issues in many Big Data areas can be further studied and constitute an important research topic. Also, conclude that the existing big data solutions in the IoT paradigm are still in their infancy and the challenges associated with them must be solved in the future.
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**Nomenclature**

**Notations** | **Abbreviations**
---|---
IoT | Internet of Things
AI | Artificial Intelligence
ITU | International Telecommunication Union
MQTT | Message Queue Telemetry Transport
DDS | Data Distribution Service
DBMS | Database Management Systems
EHR | Electronic Health Records
IOUT | Internet of Underwater Things
ICT | Information and Communications Technology
DSL | Digital Subscriber Line
PSTN | Public Switched Telephone Network
iDEN | integrated Dispatch Enhanced Network
CDMA | Code Division Multiple Access
TDMA | Time Division Multiple Access

**Notations** | **Abbreviations**
---|---
PID | Proportional-Integral-Derivative
WSN | Wireless Sensor Network
IT | Information Technology
VN | Vehicle hub
LTE | Long Term Evolution
SLN | Server Chief Hub
DDB | Disseminated Database
RN | Root Hub
BBN | Body-to-Body Network
QoS | Quality of Service
TLP | Transmit Level Parallelism
DR | Demand Response
HEMS | Home Energy Management System
HAN | Home LAN
| Acronym | Description                      | Acronym | Description                  |
|---------|----------------------------------|---------|------------------------------|
| SCADA   | Supervisory Control & Data Acquisition | ML      | Machine Learning            |
| IaaS    | Infrastructure as a Service      | KF      | Kalman Channel               |
| PaaS    | Platform as a Service            | MQ      | Message Queue                |
| SaaS    | Software as a Service            | ODL     | Open Conveyed Records        |
| RFID    | Radio Frequency Identification    | BFT     | Byzantine-False Tolerant     |