Using SVM to Detect DDoS Attack in SDN Network

Dong Li, Chang Yu, Qizhao Zhou and Junqing Yu

Network and Computing Center, Huazhong University of Science and Technology, Wuhan, Hubei, China
Email: lidong@hust.edu.cn

Abstract. Software Defined Network (SDN) controller has the global view of the network, but it is vulnerable to DDoS attack. This paper proposes a new model to detect DDoS attack in SDN based on SVM. Firstly, the model extracts several key features from the packet-in messages and measures the distribution of each feature by using entropy, then uses trained Support Vector Machine (SVM) algorithm to detect the DDoS attack. Experiments show that this method can detect security events with high efficiency and mitigate the DDoS attack in real-time.

1. Introduction

Software-defined network separates a network’s control plane from data plane, it becomes simple for network management. This makes SDN deployable in many network environments, especially in multi-tenant data center network.

But the novel network architecture faces some new serious security concerns. In traditional network, Distributed Denial of Service (DDoS) is easy to launch and hard to defend, also in SDN network it can overload the centralized controllers and break down the entire network[1].

Nowadays, OpenFlow [2] protocol are mostly used in SDN network to make switches communicate with an SDN controller. In OpenFlow, the switches use packet-in messages to report to controller to obtain new flow rules for any data flow they do not know how to handle. So the DDoS attack may produce a large number of new data flows, then the switches will generate many packet-in messages to send to the controller, which will exhaust the resources of controller, such as CPU and memory, and it lead to a failure of the controller.

In SDN it is more difficult to mitigate the DDoS attack Because the switches handle the packets only by flow entry received from the controller, they are more stupid than traditional devices. They cannot detect the malicious flows. what's more, the controller cannot judge whether it is under a DDOS attack based only on the number of incoming queries, for example, a flooding of queries may result from burst benign flows, especially The DDoS attack is often reflection-based in which the attackers may generate the flows based on any protocol (TCP, UDP, et al.) to trigger the attack against a controller. it is different from those of the known DDoS attacks, such as ICMP flood, TCP SYN flood, and HTTP flood. Correspondingly, existing detection and defense mechanisms are not fully applicable to this attack.

Some researches[3-5] have pointed out that the SDN controller is a vulnerable target of DDoS attacks. They put forward various methods against DDoS. For example, establishing a packet-in filtering mechanism to protect the SDN control plane[6], it records the values of packet header fields and filters out packets that have the same values as the recorded ones, but it doesn't work if the attackers will fake the packets which have different values from the recorded ones. In [7] an detection method based on the entropy variation of the data flows’ destination IP addresses is proposed. It assumes that the destination
IP addresses are almost evenly distributed in the normal flows, but attacker also can fake normal traffic to overload the controllers.

This paper aims to establish a novel mechanism to protect SDN network. Based on machine learning framework, firstly it collects traffic data from the packet-in messages, and extracts some key features’ value, such as srcIP(source IP address), srcPort(source port), desIP(destination IP address), desPort(destination port) etc. Then using entropy to measure the distribution of these features. Via training the model by normal and abnormal traffic data and comparing to some other machine learning algorithms, experiment shows SVM is a better framework to detect the DDoS attack in SDN network.

2. Problem description

In this section, we describe the DDoS detection problem in the SDN network. Fig. 1 illustrates the logical view of the network model. A DDoS attack could come from any port of any switch, therefore the goal of DDoS detection is to detect the attack and locate the switch and port.

![Figure 1. SDN Network Description](image)

In the detection, suppose that each switch will ask the controller for new flow rules to forward unmatched packets and the controller is capable of obtaining the statistics information of the incoming flows from the switch via OpenFlow protocol. This can be achieved in SDN network. First, OpenFlow itself can monitor per-port and per-rule byte and packet counters. Second, sFlow can estimate the byte and packet counts of flows by fetching real-time packet samples from switches for flow statistics. In addition, it is reasonable to suppose that attackers tend to generate vast spoofed packets to launch an attack in an SDN network by forging IP and port values which will trigger a great number of packet-in messages to congest the controller.

3. DDoS detection model in SDN

In this section, we present a method for detecting DDoS attack in SDN network. Based on training dataset of normal and abnormal traffic. This work is divided into two main stages, the first one consists of extracting robust and discriminative features from the packets such as source address, destination address, source port, destination port and protocol type, then using entropy to measure the distribution of each feature. In the second stage, we use the resultant features' entropy to train a nonlinear SVM algorithm, based on the trained algorithm we can predict if the traffic of switch port is abnormal or not.

3.1 Entropy

In information theory, entropy is used to measure the randomness of a system, higher entropy means the system with bigger randomness[8].

In normal situation, the packets are produced by some trigger randomly, but when the DDoS attack happens, the distribution of packet features will change vastly. Often there will be a large volume of different source IPs, destination IPs and the IP flow is very small.
For detecting the DDoS attack, we use entropy to measure the randomness of packet feature. In one time window, we calculate the entropy of packet features of one switch port. When DDoS happens the entropy of this switch port will decrease dramatically.

Here we describe how to calculate the entropy. Suppose a random variable \( X \) has \( N \) different values and their probability is \( p_1, p_2 \ldots p_n \), then the entropy of \( X \) can be calculated by formula [1]:

\[
H(X) = - \sum_{i=1}^{n} p_i \log p_i
\]  

(1)

\( H(X) \) can measure the uncertainty of \( X \), bigger \( H(X) \) means higher uncertainty. In our model, the packet features \(<\text{srcIP}, \text{srcPort}, \text{desIP}, \text{desPort}>\) are all random variables, so we can calculate the entropy of them. For example, in one time window the number of source IPs of packets received by a switch port as follows: IP1(10), IP2(15), IP3(25), then the entropy of source IP is calculated as:

\[
H(\text{srcIP}) = - \left( \frac{10}{50} \log \frac{10}{50} + \frac{15}{50} \log \frac{15}{50} + \frac{25}{50} \log \frac{25}{50} \right) = 0.45
\]

3.2 SVM

Support Vector Machine (SVM) proposed by [9] is considered as a statistical learning method for classification and regression. Afterward, SVM has been adapted to non-linear problems with using kernel methods[10]. The kernel function is defined as the following:

\[
k(X, X') = \Phi(X) \cdot \Phi(X')
\]  

(2)

\( \Phi(x) \) is defined for solving non-linear classification problem and project the original input data \( x \) to new feature space \( H \) where the classification problem has a linear solution. In our case, we use the RBF kernel function.

\[
f(X) = k(||X - X_c||)
\]  

(3)

\( X_c \) is the center of the vector space. The objective of this learning method is to find a hyper plane separator to classify the input data which can be described mathematically as the following:

\[
y(X) = \text{sgn}(f(X))
\]  

(4)

Statistical learning theory states that the optimal classifier can be found by maximizing the margin[11]. This can be expressed as a minimization problem:

\[
\text{Min}_{W} \frac{1}{2} ||W||^2
\]  

(5)

subject to:

\[
Y_i \ast (W \cdot X_i + b) \geq 1, i = \{1, \ldots, n\}
\]  

(6)

where \( n \) is the size of input training data and \( Y_i \) is data label (-1 or +1). In 1-class SVM framework, the data from only one class are available which matches our problem framework as we use only the normal event examples from the observed scene. The objective of one-class SVM, is to define a region in the space \( X \) which contains most of the data. This could be achieved by looking for a hyper plane in the feature space, and then try to maximize its distance from the origin, while only a small set of data is located between the hyper plane and the origin [11].

The algorithm is composed of two stages, the first one is the features extraction, and the second step is the classification. Fig. 2 summarizes the proposed algorithm:

- **Step 1 – Initialization:** The feature are extracted from all the training packets set and the entropy will be used to measure the distribution of each feature. Then, the calculated feature entropy will be used in order to train nonlinear one-class SVM.

- **Step 2 – DDoS attack detection:** For each new test packets, we extract features and calculate the entropy which will be given to the trained SVM model in order to decide if is normal or abnormal. If the result is abnormal, it means that DDoS attack happens.
Initialization:
N: number of packets set
For i=1:N
  #P: packets set
  X=Feature-extraction(Pi)
  Feature_Entropy=Entropy(X)
  Features_Train=[Feature_Train;Feature_Entropy]
End
#size(Features_train)=N vectors of 5 dimensions
Model=Train_SVM(Features_Train)

DDoS Attack Detection:
M: number of switch ports in SDN network
Pi: packets set of switch port i
For each switch port i
  X=Feature-extraction(Pi)
  Feature_Test=Entropy(X)
  #size(Feature_Test)=|Pi| vectors of 5 dimensions
  Score(i)=Predict(Model,Feature_Test)
  For j=1: M
    if score (j)<threshold
      Patch j is Abnormal
  End
End
End

Figure 2. Algorithm of abnormal detection by SVM

4. Experiment and evaluation
For evaluating our method, we established an experimental platform based on MININET, the controller is Floodlight and the server has 64GB memory and 32 core CPU. Network topology is shown as Figure 3.

In our simulated network, the network topology adopts three-layer structure: Core layer, Convergence layer and Access layer. In Figure 3, C1 and C2 belong to core layer, a3 to a6 belong to Convergence layer and e7 to e10 belong to access layer. Otherwise there are 50 hosts in our experimental platform. Background traffic
For simulating real network environment, normal traffic should be triggered as background traffic. In our experiment it is produced by the traffic generator D-ITG periodically, and the traffic ratio is: tcp:udp:icmp=85:10:5. in every period, hosts in network will establish connections randomly, and the packet sending speed is about 1000pkt/s. The speed of packets forwarding for switches in access layer, convergence layer and core layer are described in Figure 4.
For validating the effectiveness of entropy in measuring the abnormality of DDoS attack packet features, we simulate a DDoS attack under background traffic. Figure 5 shows the packet feature entropy will change obviously when DDoS happens.

### Model training

For evaluating our proposed method, we simulate several kinds of real DDoS attack in history. Detailed description is shown in Table 1.

| Type | Description |
|------|-------------|
| A    | 100% udp flood |
| B    | 83% udp flood, 14% icmp flood, 2% syn flood |
| C    | 40% udp flood, 52% syn flood, 6% icmp flood |
| D    | 62% udp flood, 20% syn flood, 18% icmp flood |

In training stage, the normal traffic is generated by the hosts in network. The software hping3 is used to simulate these DDoS attacks with spoofed source address and destination address illustrated in Table 1 and the duration of attack is 30s.

After the traffic is generated in the network, we can collect the data from the controller and filter the nonstandard traffic data. Once the time window is determined and the entropy of `<srcIP,srcPort,dstIP,dstPort,proType>` will be calculated to be a 5-dimension vector. These vectors are the sample of SVM model. The sample is divided into two groups: one of triggered by normal traffic and the other is triggered by DDoS attack traffic. What's more, DARPA1999 data set also is used to train our model. In training stage, the parameters of SVM will be fixed and used to analyze the real testing data.

### Evaluation

For scoring the capability of DDoS attack detection, we use three indexes: PR (Precise Rate), RR (Recall rate) and F1 score. The definition of these three indexes is formulated by formula (7), (8), (9).

\[
PR = \frac{TP}{TP + FP} \quad (7)
\]

\[
RR = \frac{TP}{TP + FN} \quad (8)
\]

\[
F = \frac{(2 * PR * RR)}{PR + RR} \quad (9)
\]

The meaning of TP, FP, TN is shown in Table 2. PR can describe the accuracy of DDoS detection, RR can describe the integrity of DDoS detection and F can describe the balance between accuracy and integrity. The goal of our model is to get greater value of PR, RR and F.

| Table 2 Indexes of evaluation |
|------------------------------|
| True | False |
| Positives alerts | TP | FP |
| Negative alerts  | FN | TN |

In our experiment, we simulated three DDoS attacks. For different attack, the ratio of malicious traffic is different, as shown in Figure 7, from the results we can see that our method can detect the DDoS attack efficiently and it works better to detect large-scale DDoS attack.

Also we use some other machine learning algorithms, such as decision tree, naive bayes, KNN, Random Forrest, to analyze the traffic and detect DDoS attack, as illustrated in Figure 8, we can see that SVM is the best one and can detect DDoS attack with higher accuracy and shorter time.

For testing the capability of mitigating DDoS attack, we make use of SDN global view to locate the switch port which is launching the DDoS attack, and coordinate with the controller to update the flow table of the switch to mitigate DDoS attack. Figure 8 illustrates that after updating flow rules of the switch, the entropy of the switch port becomes normal immediately.
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