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Abstract—We assume a full-duplex (FD) cooperative network subject to hostile attacks and undergoing composite fading channels. We focus on two scenarios: a) the transmitter has full CSI, for which we derive closed-form expressions for the average secrecy rate; and b) the transmitter only knows the CSI of the legitimate nodes, for which we obtain closed-form expressions for the secrecy outage probability. We show that secure FD relaying is feasible, even under strong self-interference and in the presence of sophisticated multiple antenna eavesdropper.

Index Terms—Full-duplex relaying, PHY security, secrecy ergodic capacity, secrecy outage probability.

I. INTRODUCTION

Owing to the broadcast nature of the wireless medium, communication systems are vulnerable to the attack of eavesdroppers and security issues play an important role in system design. Recently, cooperative communications has appeared as an alternative to enhance physical layer (PHY) security [1]–[3], where a trusted relay node helps the communication between Alice and Bob through cooperation or by jamming Eve. Most works focus on half-duplex (HD) schemes. However, full-duplex (FD) communications have gained considerable attention and several promising signal processing techniques for self-interference – a power leakage between transmit and receive signals – mitigation have been proposed [4]. Even though ideal FD operation is not yet attainable, practical FD communication is feasible via such self-interference mitigation. This process results in residual self-interference that can be modeled as a fading channel, which allows the emulation of various (non) line-of-sight configurations [4], [5].

In this work, we assume a FD cooperative network in the presence of a multi-antenna eavesdropper – named Eve. Alice communicates with Bob – which are the legitimate nodes – with the help of a trusted FD relay, which suffers self-interference. We also employ a general channel model which encompasses Nakagami-m fading as well as Log-Normal shadowing, which is known as composite fading channel [6].

We consider two scenarios according to the availability of channel state information (CSI) at Alice: a) Alice has the CSI of all users, thus perfect secrecy can be achieved [7]; and we focus on the average secrecy rate as the performance metric, for which we present an accurate approximation in closed-form; and b) Eve is a passive eavesdropper and Alice has only CSI of the legitimate channels. Thus, perfect secrecy cannot be guaranteed at all times [7], and we provide accurate approximated closed-form expressions for the secrecy outage probability. To the best of the authors’ knowledge, such analysis is still not available in the literature1. Additionally, besides the developed mathematical framework, we show that secure FD relaying is feasible in both scenarios under consideration, even under the effect of self-interference.

II. SYSTEM MODEL

We consider a cooperative network with three legitimate single-antenna users: Alice (A), relay (R) and Bob (B), communicating in the presence of Eve (E), which has $N_E$ antennas and employs maximal ratio combining (MRC). Moreover, we consider that the relay operates in FD mode (with one antenna dedicated to transmission and another to reception, in order to increase the isolation of the self-interference [4]) and operates under the decode-and-forward (DF) protocol.

The channels are affected by path-loss, shadowing and fading which are assumed to be independent [6]. Then, in order to account for these channel impairments we adopt a composite fading distribution, where fading follows Nakagami-m distribution and shadowing is modeled as Log-Normal (LN) random variable (RV), whose squared-envelop follows a Gamma-LN distribution [6]. Moreover, as proposed in [8], the composite squared envelop – which represents the SNR of a given link between nodes $i$ and $j$ – is well approximated by a single LN RV, whose parameters depend on the actual distribution and are defined as: shape $\mu_{dB} = \xi [\ln (m) - \ln (m)] + \mu_p$, and log-scale $\sigma^2 dB = \xi^2 \zeta (2, m) + \sigma^2_{\Omega p}$, where $m$ is the shape parameter of the Nakagami-m distribution, $\xi = \ln (10)/10$, $\Omega_p$ is the mean squared-envelop, $\mu_p$, and $\sigma^2_{\Omega p}$ is the mean and standard deviation of $\Omega_p$, respectively.

A. Sum of LN RVs

As the density of $Z = \sum_k \gamma_{ik}$ – a RV representing the sum of $k$ independent LN RVs – has no exact closed form expression and its distribution is heavy-tailed and positively skewed, we resort to an approximation of the sum of LN RVs by a single LN RV [9] as follows.

1In this work we assume a multi-antenna Eve, composite fading channels for two distinct scenarios, whereas [3] only presents a preliminary investigation on the secrecy outage probability of single antenna devices under Rayleigh fading channels.
Definition 1 (Cumulants and additivity property): Let \(X\) and \(Y\) be two independent RVs. The cumulants of a RV can be written as a function of the raw moments [10]. For instance, the first and second cumulants of \(X\) are given as 
\[ \kappa_{1,X} = E[X] \quad \text{and} \quad \kappa_{2,X} = E \left[ X^2 \right] - E[X]^2 \] [10]. Then, the additivity property of the cumulants gives that the cumulants of \(X + Y\) are the sum of the individual cumulants, therefore
\[ \kappa_{n,X+Y} = \kappa_{n,X} + \kappa_{n,Y} \]
where \(\kappa_{n,X}\) and \(\kappa_{n,Y}\) are the \(n\)-th cumulants of \(X\) and \(Y\), respectively [10].

From Definition 1 and by approximating the sum of LN RVs by a single LN RV [9], we estimate the parameters of the single LN RV from the cumulants as
\[ \mu = \ln(\kappa_1^\mu) - \ln(\sqrt{\kappa_1^\mu + \kappa_2^\sigma}) \]
and
\[ \sigma^2 = \ln(\kappa_2^\mu + \kappa_2^\sigma) - \ln(\kappa_1^\mu) \]
where \(\mu\) is the mean and \(\sigma^2\) is the variance of the equivalent Normal(\(\mu, \sigma^2\)) distribution in logarithmic scale [10], [11, Ch. 26].

B. Legitimate Channel

The DF protocol can be decomposed into two phases: broadcast (BC) and multiple access (MAC). Differently from HD relaying, the MAC phase starts simultaneously with the BC phase under the FD mode, so that the relay forwards to Bob the message received from Alice in a previous phase at the same time that Alice broadcasts a new message to the relay and Bob. Thus, the received signals at the relay and Bob are
\[ y_R = \sqrt{P_d} a_{AR}^\nu h_{AR} \cdot x + \sqrt{P_k} d_{RR} \cdot \tilde{x} + w_R, \]
(1)
\[ y_B = \sqrt{P_d} a_{RB}^\nu h_{RB} \cdot x + \sqrt{P_k} d_{RR}^\nu h_{RB} \cdot \tilde{x} + w_B, \]
(2)
where \(h_{ij}, \ i \in \{A,R\} \) and \(j \in \{R,B\}\), denotes channel coefficient, \(P_i\) is the transmit power, \(d_{ij}\) is the distance between nodes \(i\) and \(j\), and \(\nu\) is the path loss exponent. Additionally, \(w_{ij}\) is zero-mean complex Gaussian noise with unity variance, \(x\) is the unity energy transmitted symbol, while \(\tilde{x}\) is the unity energy symbol forwarded by the relay. Let us remark that a codebook and \(\tilde{x}\) and \(x\) may be not identical.

1) FD Relaying: The message is divided into \(L\) blocks, as shown in Fig. 1. Additionally, due to the inherent characteristics of the encoding/decoding scheme, \(\tilde{x}\) is delayed compared to \(x\), so that \(\tilde{x}[l] = x[l - \tau]\), where \(1 \leq l \leq L\) and \(\tau\) represents the processing and block delay of \(\tau = 1\) blocks, which we assume hereafter to be \(\tau = 1\). As pointed out in [12] this delay is large enough to guarantee that the received signals are uncorrelated, and therefore can be jointly decoded. A first analysis on such decoding schemes for practical FD relaying is done in [13], which is later extended in [14], where the authors generalize the backward decoding scheme for any delay and number of blocks and show that performance is not affected for large \(L\). Hereafter we assume regular encoding and backward decoding [1], [15].

Further, we consider all channels \((h_{ij})\) as quasi-static independent and identically distributed (i.i.d.) according to composite Nakagami-\(m\) Log-Normal distribution. The relay suffers from self-interference, which we model as a composite fading channel denoted by \(h_{RR}\), and \(\delta\) represents the overall self-interference attenuation factor. Additionally, since all RVs are i.i.d. the instantaneous SNRs of the legitimate links are LN distributed as \(\Gamma_{ij} \sim LN(\mu_{ij}, \sigma_{ij})\) [8]. The SINR at the relay is \(\Gamma_R = \Gamma_{AR} / \Gamma_{RR}\), which is also a LN RV defined as \(\Gamma_{RR} \sim LN(\mu_{RR}, \sigma_{RR})\) [16]. The first two cumulants of \(\Gamma_{ij}\) can be readily attained through Definition 1 as \(\kappa_{1,\Gamma_{ij}}\) and \(\kappa_{2,\Gamma_{ij}}\). With that, and relying on the additivity property [16], we obtain the cumulants of the overall SNR at Bob, \(\Gamma_B = \Gamma_{AB} + \Gamma_{RR}\), and then the sum of two LN RVs can be simply written as a single LN RV as \(\Gamma_B \sim LN(\mu_{B}, \sigma_{B})\), where \(\mu_{B} = \ln\left(\kappa_{1,\Gamma_{AB}}^2 + \kappa_{2,\Gamma_{AB}} + \kappa_{2,\Gamma_{RR}}\right)\) and \(\sigma_{B}^2 = \ln\left(\kappa_{1,\Gamma_{AB}}^2 + \kappa_{2,\Gamma_{RR}}\right) - \ln\left(\kappa_{1,\Gamma_{AB}}^2\right).

C. Eavesdropper Channel

We assume that Eve is equipped with \(N_E\) antennas and applies MRC to the received signals. Thus, the \(N_E \times 1\) signal is
\[ y_E = \sqrt{P_A} d_{AE}^\nu h_{AE} \cdot x + \sqrt{P_k} d_{RE}^{\nu_E} h_{RE} \cdot \tilde{x} + w_E, \]
(3)
where \(h_{AE}, \ i \in \{A, R\}\), denotes the channel coefficients vectors \((N_E \times 1)\) at the eavesdropper. Additionally, \(w_E\) is zero-mean complex Gaussian noise \(N_E \times 1\) vector with unity variance. From Definition 1 we obtain the cumulants of \(\gamma_{AE}\). Moreover, once all RVs are i.i.d., we the cumulants of \(\Gamma_{AE} = \sum_{i} \kappa_{\gamma_{AE}}\) are simply \(N_E \kappa_{\mu_{AE}}\), where \(i \in \{A, R\}\) and \(1 \leq k \leq N_E\). Then, since \(\Gamma_{AE}\) and \(\Gamma_{RE}\) are independent we resort again to Definition 1 and define the cumulants of \(\Gamma_E = \Gamma_{AE} + \Gamma_{RE}\) as \(\kappa_{\mu_E} = N_E (\kappa_{\mu_{AE}} + \kappa_{\mu_{RE}})\), which allows us to write \(\Gamma_E \sim LN(\mu_E, \sigma_E)\), whose parameters are \(\mu_E = \ln\left(\kappa_{1,\Gamma_{AE}}^2 + \kappa_{2,\Gamma_{AE}}^2\right)\) and \(\sigma_{E}^2 = \ln\left(\kappa_{1,\Gamma_{AE}}^2 + \kappa_{2,\Gamma_{AE}}^2\right)\).

III. Scenario 1 (SC1): Average Secrecy Rate

First, let us suppose that Eve is part of the network and Alice is able to acquire the CSI from it. For instance, this scenario may represent Alice wanting to communicate privately to a certain user (i.e., Bob) without being overheard by other legitimate receivers. Thus, Alice can adapt its transmission rate accordingly in order to achieve perfect secrecy. In such a scenario, the average secrecy capacity is an insightful metric once it quantifies the average secrecy rate [7].

Proposition 1: The achievable rates of the DF protocol for the relay-eavesdropper channel in the presence of self-interference is \(R_s = \left[ \log_2(1 + \Gamma_{FD}) - \log_2(1 + \Gamma_{E}) \right]^{+}\), where \([x]^{+} = \max\{x, 0\}\).

Proof: Based on the average rate derivation for traditional relaying in [17], plus given the cooperative secrecy rates from [1], and given that all RVs are independent we attain
\[ R_s = \left[ R_{FD} - R_{E} \right]^{+}, \]
(4)
\[ = \left[ \log_2(1 + \min\{\Gamma_{F}, \Gamma_{E}\}) - \log_2(1 + \Gamma_{E}) \right]^{+}. \]
Let us introduce a new RV defined as \( \Gamma_{FD} = \min \{ \Gamma_R, \Gamma_B \} \), whose CDF is introduced in Appendix A, then plugging it into (4) we conclude the proof.

**Theorem 1:** Assuming the non-negativity of the secrecy rate and the independence of RVs, the average secrecy rate is

\[
\bar{R}_s = \int_0^{\infty} \int_0^{\infty} R_s f_{\Gamma_{FD}}(\gamma_{FD}) f_{\Gamma_B}(\gamma_B) d\gamma_{FD} d\gamma_B = \frac{1}{\ln 2} \int_0^{\infty} \frac{R_s f_{\Gamma_B}(\gamma_B)[1 - F_{\Gamma_{FD}}(\gamma_B)]}{1 + \gamma_B} d\gamma_B.
\]

(5)

**Proof:** See [18].

Next, since the CDFs of \( \Gamma_{FD} \) and \( \Gamma_B \) are known and with help of Theorem 1 we attain the average secrecy rate (bits/Hz) as

\[
\overline{R}_s = \frac{1}{\ln 2} \int_0^{\infty} \frac{\text{erfc}(\eta_\text{FD}) \text{erfc}(\eta_B) \text{erfc}(\eta_R)}{8(1 + z)} dz,
\]

(6)

where \( \eta_\text{FD} = \frac{\mu_\text{FD} - \ln(1 - z)}{\sigma_\text{FD}^2} \), \( \eta_B = \frac{\mu_B + \ln(z)}{\sigma_B^2} \) and \( \eta_R = \frac{\mu_R + \ln(z)}{\sigma_R^2} \). Nevertheless, (6) does not have a closed form solution, therefore we resort to Gauss-Laguerre quadrature [11, Ch. 25.4].

**Theorem 2:** Under the assumption of perfect CSI and composite fading, the average secrecy rate in bits/Hz is

\[
\overline{R}_s \approx \frac{1}{\ln 2} \sum_{k=1}^{K} \frac{\omega_k^L e^{\chi_k^L}}{8} \text{erfc}\left(\eta_k^L\right) \text{erfc}\left(\eta_k^B\right) \text{erfc}\left(\eta_k^R\right),
\]

(7)

where \( \eta_k^i \), with \( i \in \{ B, E, R \} \) is written as in \( \eta_i \) but replacing \( z \) by \( e^{\chi_k^L} - 1 \), and \( K \) is the order of the Laguerre polynomials.

**Proof:** See [18] and notice that we resort to Gauss-Laguerre quadrature [11, Ch. 25.4] to attain (7), thus \( \chi_k^L \) are the roots of the Laguerre polynomials while \( \omega_k^L = \chi_k^L / \left( (K + 1) L_{K+1}(\chi_k^L) \right)^2 \) are the weights of the Gauss-Laguerre quadrature [11, Ch. 25.4]. The error can be analytically estimated as indicated in [11, Ch. 25.4].

**V. Numerical Results and Discussions**

Alice, the relay and Bob are assumed to be on a straight line, the relay is at the center and the distance between Alice and Bob is 30m, unless stated otherwise. Additionally, we assume a path loss exponent of \( \nu = 4 \) as well as unitary bandwidth. We assume that all channels experience some LOS, and therefore undergo fading with \( m = 2 \), while the shadowing standard deviation is \( \sigma = 10 \text{dB} \). We consider equal power allocation thus total power is given as \( P_A = P_R = P \).

Fig. 2 depicts the average secrecy rate (Sc1) as a function of transmit power \( P \) in dBm for different values of self-interference cancellation for \( N_e \in \{2, 4, 8\} \) antennas. Eve’s average SNR is set to \( \mu_E = 0.21 \) and \( \sigma_E = 0.76 \), which means that \( \mu_{O_E} = -10 \text{dB} \) and \( \sigma_{O_E} = 5 \text{dB} \) so that Eve is closer to Alice and the relay than Bob. Notice that the more sophisticated is the self-interference cancellation (lower values of \( \delta \), higher is the achievable average secrecy rate. For instance, at high SNR, the average secrecy rate can be doubled with the reduction of the self-interference from -80dB to -90dB. Even though sophisticated interference mitigation schemes have been recently proposed, such cancellation levels – in the order of -90dB – are still a challenging task to achieve [4]. The average secrecy rate degrades as the number of antennas grows. Nevertheless, it is still possible to communicate with perfect secrecy. Notice that in terms of secrecy capacity the impact of relatively poor self-interference cancellation (\( \delta > -75 \text{ dB} \)) is much worse than that of having a sophisticated eavesdropper (with several receive antennas applying maximum ratio combining).

Further, Fig. 3 shows the secrecy outage probability (Sc2) as a function of the transmit power for \( R_s \in \{2, 4\} \) bits/s/Hz. Secrecy outage probability considerably increases with better self-interference attenuation and cancellation at the relay.

\(^3\)In order to avoid confusion it is noteworthy that the secrecy capacity is denoted by the calligraphic letter \( \mathcal{C} \) and the secrecy achievable rate by letter \( \mathcal{R} \), while the attempted transmission rate is represented by the letter \( R \).
CSI availability at the transmitters: composite fading. Two scenarios are considered based on the in the presence of a multiple antenna eavesdropper under strong self-interference and in the presence of a sophisticated multiple antenna eavesdropper, FD relaying is feasible.

APPENDIX

Let $\Gamma_R$ and $\Gamma_B$ be independent and LN distributed, thus CDF of $\Gamma_{FD} = \min \{\Gamma_R, \Gamma_B\}$ can be readily attained through standard statistical methods [16], such that the CDF is

$$F_{\Gamma_{FD}}(z) = 1 - \frac{1}{4} \text{erfc} \left( \frac{-\mu_B + \ln(z)}{\sqrt{2}\sigma_B} \right) \text{erfc} \left( \frac{-\mu_R + \ln(z)}{\sqrt{2}\sigma_R} \right). \quad (10)$$
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