Performance of DICOM Data De-identification Process in a Single Board Computer
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Abstract. This work focused on testing the Raspberry Pi device's performance with the MIRC CTP application, developed by RSNA. The application could de-identify medical image data. The medical images tested in this research were using the DICOM standard. The results have shown that the average data processing time for 100 DICOM files in CT modality was roughly 0.5 seconds per images. Meanwhile, the tests obtained an average of three images per seconds when more extensive data with average size of 132 KB were transferred, using 1000, 5000, and 10000 files, respectively. It was shown that the installation of the RSNA CTP in the Raspberry Pi device is not complicated. Furthermore, the transfer results demonstrated that the device could be used in the medical image data de-identification, specifically in image data sharing.

1. Introduction

Medical data sharing has become very common and widely conducted by various health institutions in recent years due to its benefit in advancing research or improving healthcare services [1]. In research, data sharing is recognized to be assuring scientific validity [2]. Meanwhile, sharing data is of great potential to improve public health by providing more objective evidence regarding patient safety and effectiveness [3].

Sharing such data raises awareness of what type of data or information could also be transferred and the medical data itself. In medical images, sensitive data can be embedded inside the images. The data could be in the form of text metadata in the file header or burnt in as pixels within the images. Thus, efforts to remove or modify such sensitive information should be made.

Removing original information that is considered sensitive, contained in the medical image data is known as data de-identification. It is mainly recognized in two types, namely anonymization and pseudonymization. The first one removes the intended data entirely, while the latter is done by replacing the targetted data with some codes generated by the related party. Both processes could deliver anonymity to the data so that the data owner's identification will be difficult or even impossible to do.

Many kinds of research had been done to provide attempts to de-identifying medical image data. Many applications were developed as well to supports the effort. One of the widely used application is the Medical Imaging Resource Center - Clinical Trial Processor (MIRC CTP) [4], developed by the Radiology Society of North America (RSNA) [5]. It is one of the applications that can de-identify metadata of the medical imaging file, in the format of Digital Imaging and Communication in Medicine (DICOM) standard [6], with a very high success rate [7] even when it was set in its default settings. The de-identification process was facilitated in a service that could be called through its pipeline.
configuration. MIRC CTP was explored in various research or projects, as a single processor application or bigger systems [8]–[11]. The application or the system was reported to be performed well when running under a personal computer or higher specification.

In recent years, computers in small sizes had been massively developed. One such device that has gained its popularity is Raspberry Pi [12]. It has been implemented in various medical fields research, resulting in a good performance of handling sophisticated processes. An assessment of the feasibility of running MIRC on the Raspberry Pi device was done by Pereira et al. [13]. However, the MIRC's performance in de-identifying DICOM data was not described since the work was mainly focused on delivering the requirements of a teaching file system. The single-board computer is practically cheap. The latest version, Raspberry Pi 4, are in the market for as low as US$ 35. It comes in the form of a credit card-sized computer [14]. However, the Raspberry Pi offered various features close to a standard personal computer's ability, and it is easy to use. Therefore, it should be able to process the data de-identification as well. In this work, an observation of the MIRC CTP application's ability installed in the Raspberry Pi device to perform the de-identification processes was conducted.

2. Materials and Method

2.1. MIRC CTP

The RSNA MIRC was published in the early 2000s as a software tool for transferring, processing, sending, and storing medical images for the radiology community. It was developed using Java code. The early version of MIRC required the installation of Apache Tomcat as the HTTP web server environment. In a later development, it was simplified, and therefore the requirement of Apache Tomcat is no longer remains. Furthermore, with the increasing acceptance and implementation of medical image data sharing, the MIRC was split into two separate applications: MIRC Teaching File System (TFS) and MIRC Clinical Trials Processor (CTP).

The MIRC CTP application is a standalone and open-source application developed by researchers and health institutions to exchange images and documents from clinical trial image data [15]. This application has several main features that are claimed to make it easier for users to process the exchanged files in clinical trials or research, including medical image data. Apart from being easy to install on computer devices, several processing features were developed to perform several parallel processes in each pipeline with different settings for each. Therefore, processing and data transfer can be carried out simultaneously through several available protocols [4]. Data transfer can be done using several protocols, including HTTP, secure HTTP, and DICOM.

MIRC CTP was developed based on the Java platform so that this application can be installed under a variety of supporting operating systems such as Microsoft Windows and Linux. Thus, this application should also run under an operating system that is a derivative of such an extensive operating system such as Raspbian [12] or Windows 10 IoT Core [16] as an operating system installed on a Raspberry Pi device. Furthermore, MIRC CTP is an open-source application so that it can be easily modified and integrated according to institutional user needs.

MIRC CTP, apart from being used to transfer data, is also used to process medical image data using the DICOM standard, which consists of a header and a scanned image itself. There is metadata in the DICOM file header containing all data related to medical images in the file, including patient data, patient families, related medical personnel, health institutions, time and image capture devices, and others. This part is an essential concern in the data sharing process because applicable regulations, such as the GDPR in the European Union (EU) [17] and HIPAA in the United States (US) [18], have indeed obliged data collectors to maintain the confidentiality of the data and do not share it with other parties.

One of the MIRC CTP application features is de-identification, a process to remove or encode patient data in medical files so that they do not refer directly to the patient concerned. In this case, the data contained in the tags in the DICOM file's header are deleted or modified in such away. Various functions have been provided to do this, such as deleting, modifying, saving, encoding, and so forth.
2.2. DICOM Standard

DICOM is one of the standards used globally for medical images and other related information [6]. This standard was developed to support the interoperability of various systems that generally involve retrieving, storing, displaying, transmitting, processing, or receiving medical image data. This standard itself is widely used because of several main benefits such as free standards that are not specific to a particular vendor, making it easier for medical images to be stored and operated in or exchanged between systems, and their development is still being actively carried out to meet technological developments and medical imaging needs.

The DICOM standard medical image file structure consists of two main elements, namely the header and the image data set. The header section contains data or information relating to the file itself. Meanwhile, the image data set part contains several data elements related to the stored image. These data elements include various metadata containing important data or information related to the image contained in them. The data or information can be in the form of data associated with the identity of patients, institutions, medical personnel, studies, series, modalities, image formats, pixel attributes, and others.

There are two types of elements or attributes, in a DICOM file, including standard data elements and private data elements. These elements can generally be written as two groups of numbers (xxxx, yyyy) where xxxx and yyyy are in hexadecimal number format, respectively. The first four numbers (xxxx) are generally referred to as the group number, while the rest is the element number. Standard data elements will have even group numbers, while private data elements will have odd group numbers.

Images stored using the DICOM standard can come from a variety of modalities. There are more than 50 types of modalities that can be stored in the DICOM standard, which include Computed Radiography (CR), Computed Tomography (CT), Magnetic Resonance (MR), Positron emission tomography (PET / PT), X-Ray Angiography (XA), and Ultrasound (US). The resulting file size varies considerably between each of these modalities. CT, MR, and the US scanned files are on average in the range of 100 to 600 kilobytes (KB), while images of modalities such as Mammography (MG) and CR can reach file sizes in the range of 27 to 30 megabytes (MB) per image [19].

This standard has been widely implemented in radiology, which allows the process of digitizing workflows to replace scans with final physical outputs. Furthermore, all the modalities used can be retrieved, stored, and distributed in a single system that utilizes existing network technologies, including internet technology. DICOM has made it possible to develop applications that connect all lines and update both doctors' and patients' communication process.

2.3. Method

This study focuses on the data de-identification process carried out using the MIRC CTP application, installed on the Raspberry Pi 4 device. The data used is medical image data using the DICOM standard. Data is public data obtained through the Kaggle.com website. There are no restrictions regarding file size; however, the size used is in the range of 132-512 KiloBytes (KB). This research was conducted in 2 stages, namely: (1) installation of the MIRC CTP application on the Raspberry Pi 4 device, followed by setting up the device and testing to ensure that the "anonymizer" feature can function properly; and (2) Testing the "anonymizer" feature in de-identifying several medical image data. The numbers used in this work are 1000, 5000, and 10000 medical image files, respectively. Observations were made of the time required to carry out the de-identification process, the de-identification process's success, as seen from the absence of quarantined files. The de-identification scheme used is to change the DICOM file header tag's value, which is "de-identified".

Installation was done by first looking at the needs of the CTP application itself. After the module or library of the application has been successfully installed, the CTP application is installed into the device according to the operating system's installation mode. In this study, the Ubuntu operating system was used in this work. The tuning is done by adding a processing feature known as an "anonymizer". The processes conducted in this work can be seen in figure 1.
3. Results and Discussion
The implementation of this study follows the method described in the previous section. The method implemented in this research is divided into 4 (four) steps, including: (1) problem analysis and installation, (2) setting up limited scope of devices, applications, and infrastructure, (3) data de-identification trials, and (4) analysis of results.

3.1. System Installation
The MIRC CTP application can be downloaded via the website http://mirc.rsna.org. The installation process requires a GUI-based display, where accessing the downloaded files will result in the process of extracting files to the CTP folder. Due to the focus of the process that does not involve many features of the operating system itself, the Ubuntu Server operating system is used in this study. Thus, the extraction process can be carried out on another machine with a GUI-based window display and then transferred to the Raspberry Pi device.

This application is based on the Java programming language. Therefore, it requires the Java running environment (JRE) package on the operating system used. JRE can be provided by installing the appropriate application package. In running the application for the first time, a problem was encountered regarding the Java Imageio library version stored in the imageio folder. However, the library is only used if there is the processing of the image portion of the DICOM file, while in this work, it solely focuses on the header file. Thus, the library can be removed, and after that, the application can run as usual. As for running the application, the file that must be executed is “Runner.jar” with the appropriate command. The system then can be controlled through a website provided by the MIRC CTP itself.

3.2. System Settings
All of the pipelines and containing services should be determined before the application is executed. The setting can be configured following the format stated on the documentation page of the MIRC CTP. In this study, only a de-identification service was required. Therefore, the only setup that should be prepared is where the "DicomAnonymizer" was selected.

There are two ways of configuring the setup of the MIRC CTP. First, the configuration can be done using the CTP DICOM Anonymizer setup format, as mentioned in the documentation page of MIRC CTP. The step should be applied to the "config.xml" file. The example of a simple setup used in this work can be seen in figure 2.

The other way, and the more straightforward way of setting up the required services in MIRC CTP, is through the MIRC CTP launcher program’s configuration tab. However, the application required a GUI to implement this option, which is not supported by Ubuntu Server by default. The "trick" is to set it up using another machine with a GUI-based window and transfer the XML file to the Raspberry Pi 4.
device's installation folder. The steps of configuring pipelines and services using the GUI-based launcher of the MIRC CTP are shown in figure 3.

3.3. De-identification Process

After the required settings were all configured, 100 for functional testing, followed by 1000, 5000, and 10000 data was conducted. The transfer of 100 data was done using a set of DICOM data with the size of each image was approximately 170 KB. From the test, it was found that the overall process required to de-identify 100 DICOM files were nearly 1 MegaByte per second (MBps) or approximately 7.84 Megabits per second (Mbps). It was equal to 2 images per second was obtained, as seen in table 1.

| Feature            | Size   | Unit       |
|--------------------|--------|------------|
| Total Data         | 100    | Images     |
| Average image size | 512    | KB         |
| Total image size   | 51.2   | MB         |
| Total Time         | 51     | Seconds    |
| Average            | 7.84   | Mbps       |

The results shown above were roughly half of the transfer process's speed obtained in work by Aryanto et al. [20]. The work was using 25,000 images through a complete process of receiving,
processing, and storing images. However, the work was done using an intranet scheme, which means the higher specification of devices and networks were used.

The processing of three datasets was done using images that were available freely on the internet. The DICOM file's average size was 132 KB. The results showed that an average of four images per second was processed through the provided service. There was a slight drop in processing the DICOM images when more images were transferred. The results of the data processing of the three datasets are shown in the table 2.

| Feature                      | Test #1 | Test #2 | Test #3 |
|------------------------------|---------|---------|---------|
| Total Data (images)          | 1000    | 5000    | 10000   |
| Average of image size (KB)   | 132     | 132     | 132     |
| Total image size (KB)        | 135,141,662 | 676,816,698 | 1,353,633,396 |
| Total Time (seconds)         | 238     | 1357    | 3038    |
| Average (Images/seconds)     | 4       | 3       | 3       |

The table 2 shows that the amount of data between test #1, test #2, and test #3 did not significantly differ. The results indicate consistency in data processing using one modality type, as seen from the file sizes. The results were comparable in the number of images processed per second compared to the previous other work. However, the difference in image size or modalities may influence the processing speed as well.

The decrease of the average processing time may be caused by the amount of queue processing in the pipeline that was also significantly more than the test of 100 images data. More data to process means that more resources were required. Therefore, with the considerable amount of data in the queue list, it is expected to have a more significant drop of time necessary for the data processing.

4. Conclusion
A data processing regarding the de-identification of DICOM image data were conducted. The system consisted of a Raspberry Pi 4 device implemented with MIRC CTP to perform the intended task. Although the process of more data means consumed more time, the differences were not significantly high. The result shows that the Raspberry Pi can deliver de-identification strategies of DICOM images data and be used in DICOM image data sharing with the advantage of its portability.
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