Open or not open: Are conventional radio access networks more secure and trustworthy than Open RAN?
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Abstract — The Open RAN architecture is a promising and future-oriented architecture. It is intended to open up the radio access network (RAN) and enable more innovation and competition in the market. This will lead to RANs for current 5G networks, but especially for future 6G networks, evolving from the current highly integrated, vendor-specific RAN architecture towards disaggregated architectures with open interfaces that will enable to better tailor RAN solutions to the requirements of 5G and 6G applications. However, the introduction of such an open architecture substantially broadens the attack possibilities when compared to conventional RANs. In the past, this has often led to negative headlines that in summary have associated Open RAN with faulty or inadequate security. In this paper, we analyze what components are involved in an Open RAN deployment, how to assess the current state of security, and what measures need to be taken to ensure secure operation.
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I. INTRODUCTION TO OPEN-RAN

A. Motivation

Modern communication is one of the central pillars of successful digitization. Particularly instrumental is the recently introduced 5G technology and its ongoing evolution towards 6G. In addition to public mobile networks, 5G technology - and in the long term 6G technology - will also be used for local radio networks (so-called private networks or campus networks).

A 5G mobile network (whether public or private) typically consists of a transport network (e.g., fiber optic network), a core network with central elements for network control, and the radio access network (RAN) that provides connections to mobile terminals. A schematic example of such a 5G mobile radio network can be seen in Figure [1]. While there is a plethora of vendors for virtualized core networks, radio access networks are provided by only a handful of major network equipment vendors. Today’s RANs are in addition highly integrated solutions from individual vendors, with little interoperability between products from different vendors. This inevitably leads to innovation barriers.

A key to more innovation in mobile networks lies in the Open RAN approach, which uses RAN technologies based on disaggregation and openness. In the Open RAN approach, the RAN is divided into several RAN units, each of which performs different RAN functions. The crucial point here is that the interfaces between the RAN units are open and guarantee interoperability. The open interfaces are therefore the basis for more flexibility and the much needed trust in communication technologies. Finally, Open RAN promises performance enhancements over the current integrated vendor-specific solutions.

In addition to the architectural disaggregation and openness (in the sense of interoperability), the aspects of cloudification and virtualisation [1], network slicing [2], [3] and machine learning [4] also play an important role in the Open RAN context. Yet, it is important to emphasize that except for
disaggregation and openness, the other aspects such as virtualization and machine learning are not an inherent part of the Open RAN concept. This means that Open RAN systems basically do not need to be virtualized, which can be beneficial in some cases. For instance, in Massive MIMO systems, it may be beneficial in terms of energy-efficiency to implement the lower layer RAN functions on a dedicated system-on-chip (SoC) rather than running these functions on general-purpose processors. Therefore, Open RAN is not equivalent to virtualized RAN (vRAN), even though many Open RAN systems are highly virtualized systems. However, this is also true for highly integrated and closed RAN systems.

For a better understanding of this paper, it is also helpful to distinguish between Open RAN, O-RAN, and OpenRAN (one word), as these terms are often confused or used interchangeably. The acronym O-RAN originates from the O-RAN Alliance, which focuses largely on the development of the O-RAN architecture. This architecture forms the basis for the analysis in this paper. OpenRAN (one word), on the other hand, is a project group established by the Telecom Infra Project (TIP). This term plays no role in this paper. Finally, Open RAN is used as a generic term for disaggregated systems with open and interoperable interfaces. The O-RAN architecture is one possible Open RAN architecture. Especially in the context of campus networks, there might be different flavors of the Open RAN architecture.

B. Architectural Overview

A traditional 3GPP-specified NG-RAN (Next Generation NodesBs Radio Access Network) is divided into two logical RAN units: The CU (Central Unit) and the DU (Distributed Unit). These basic units in turn comprise several logical functional units. All of them together are then connected to the core network. In the Open-RAN, the above two RAN functions are further divided according to the 3GPP definition. Figure 2 shows a simplified version outlining the breakdown of RAN functions and interfaces for a 3GPP compliant O-RAN architecture [5].

New RAN functions specifically defined in the context of O-RAN are:

1) Service Management and Orchestration (SMO) Framework
2) RAN Intelligent Controllers (RICs) in the variants non real time (Non-RT RIC) and near real time (Near-RT RIC)
3) Remote Unit (O-RU)
4) O-Cloud

We briefly explain the newly introduced interfaces within O-RAN in Section III.

C. Security Advantages

While most critics of Open-RAN architectures often criticise the general security or describe it as poor, we rather see the great opportunity to effectively apply security solutions across the board. It is of extreme importance in all projects to include security assessment at an early stage. As we are still in the initial design phase for O-RAN, we can now develop and incorporate security concepts in a timely manner. The concept of security by design is based on the fact that the impact of iterating an architecture in its early stages towards a secure design is many times more effective and leads to more stable outcomes than conducting a security analysis in the later stages of a technology’s lifecycle [6]. A risk analysis [7] has already been commissioned by the German Federal Office for Information Security (BSI). We have used this analysis as the basis for our further research and built on it. The BSI study is an important contribution because it highlights the risks associated with the O-RAN architecture and has triggered an important discussion about security in 5G networks. In this paper, we would like to focus more on the opportunities of the Open RAN approach and raise other important issues such as post-quantum security.

II. IMPORTANT INTERFACES

In this section we briefly mention the most important interfaces within an O-RAN deployment and summarise them. The descriptions of the individual interfaces are taken from the official O-RAN specifications.

A. O-Cloud

The O-Cloud is a cloud-based computing platform that includes a collection of physical infrastructure nodes and hosts the components of relevant O-RAN functions (e.g., Near-RT RIC, O-CU-CP, O-CU-UP and O-DU). Beyond that, it also provides support for software components as well as the corresponding management and orchestration functions. Generally speaking it can be seen as the central execution environment for O-RAN components [8].

B. O1-Interface

This interface grants access to network capabilities to the service management and orchestration framework. Here, network management is implemented according to the
FCAPS model [9]. FCAPS follows the ISO model for telecommunications network management, which defines and incorporates the fault, configuration, accounting, performance, and security management task areas [10], [11].

C. O2-Interface

This interface plays a central role in the O-RAN environment. It is a tool for managing and orchestrating open management and services. Its objective is to guarantee secure communication between the SMO framework and the O-Cloud platform. Therefore, the O2 interface as such is also extremely empowering [12].

D. A1-Interface

The A1-Interface facilitates communication between the Non-Real-Time RIC and the Near-Real-Time RIC. This involves the transmission of data from internally and externally O-RAN sources to the SMO-Framework. As an example, the declarative A1 policy-based guidelines, which contain statements about goals and resources for UEs and cells, can be mentioned here. Other administrative information shared via this interface are used for ML models (training, updating, use of ML models). Various internal as well as external O-RAN data sources are made available as enrichment information. The availability and general use of these sources is not crucial for the fulfillment of a task, but only serves the purpose of general improvement [8].

E. R1-Interface

To access RIC functions that do not run in real time, the so-called rApps utilise the R1 interface. Examples here include the provision of policy-based guidance and enrichment information which is obtained through the A1 interface. In addition, data analysis, AI/ML training and information retrieval for RAN optimisation or for usage by other rApps is another main component. As well as the recommendation of configurations which can be transmitted via the O1 interface [13].

F. E2-Interface

In order to connect the near-RT RIC with the so-called E2 nodes, the E2-Interface is used. In general it shall support all protocol layers and interfaces that are defined in 3GPP radio access networks. The objective is to manage and improve the E2 nodes and the resources they consume. To make this feasible, the "RAN Function Network Interfaces (NI)" service can observe and, if necessary, modify the entire data traffic of the network interface of each individual direct node [14].

G. Open Fronthaul M-Plane

The Open Fronthaul M-Plane interface allows the management of the open radio unit components. It is used for performance reporting or for initialising and configuring operating parameters. Particularly relevant from a risk perspective is the possibility of updating the software of the components with this interface [15].

H. Open Fronthaul CUS-Plane

The user and control plane data of the Uu interface are transmitted via the Open Fronthaul CUS-Plane interface. Furthermore, this component is in charge of synchronizing the time between the Open Distributed Unit and the Open Radio Unit. [16].

III. Stakeholders

To be able to analyse risks within an architecture more precisely, it is important to determine all stakeholders within the system and to define their capabilities. In table I, possible attackers are therefore briefly explained according to the models defined by [17], [7] and [18]. We have extracted what we consider to be the most important stakeholders and categorised them according to their level of access and overall safety-critical impact.

In total, we have assigned four (from L1 to L4) access levels. The higher the level, the greater the potential impact of the capabilities available to the stakeholder. The categorisation of the individual levels was declared by us on the basis of the respective possibilities and their effects. All stakeholders who use only a few or only individual areas of the RAN and can exploit it if fall under L1. We therefore assume a relatively low common risk. At level two, the stakeholder can further influence the component and also control it if necessary, i.e. he has explicit knowledge of the respective device and either operates it himself or knows to what extent and in what environment it is operated. In terms of risk, L2 already causes considerably more damage than L1, which is why we declare the overall risk to be medium. The next level, L3, describes all stakeholder entities that have control and access to a complete stand-alone RAN system. This class poses a very high risk, as the instances have the ability to manipulate any services or hardware components. Thus, L3 creates a high risk with regard to the entire system. The last and highest access category is level 4, representing the highest possible general risk (severe). It refers to actors which are specialised in the construction or provision of RAN subsystems as well as complete systems. The main difference to L3 is that L4 stakeholders not only operate the network, but also configure and create it themselves. This means that they have fundamental knowledge about the functionality of the individual components. Thus, it can be assumed that possibly malicious L4 stakeholders can cause the greatest possible damage. Another point that underlines the seriousness of this is that L4 entities can already manipulate the overall RAN at an early stage. This means, for example, before the RAN operator in L3 has the chance to do so. It may be the case that an L3 stakeholder also falls into the L4 category at the same time, e.g. if an MNO integrates its RAN system completely itself.

Later, in connection with the interfaces explained in section [11] we will derive which measures are necessary to reduce or mitigate the attack surfaces.
| Stakeholder                          | Access | Short Description                                                                 | Capability                                                                 | Overall Risk |
|-------------------------------------|--------|----------------------------------------------------------------------------------|---------------------------------------------------------------------------|--------------|
| External [18] / Outsider [7]        | L1     | Does not match with the other defined stakeholder classes. Is able to access the interfaces defined by 3GPP or the O-RAN Alliance. | Is capable of performing designated types of threats in several risk zones | Low          |
| Network consumer (Similar to User [7] & Connected Devices [18]) | L1     | Is participating in the network as a normal and legitimate service consumer by connecting entities or services that facilitate network functionality. | Is able to exploit specific types of threats in different risk zones using legitimate credentials/secrets to exploit the respective network. | Low          |
| Government Services [18]            | L2     | Authority that has legal rights to intercept/tap network traffic.                  | Decoding and reading of data sets sent over the network                    | Medium       |
| Hard-/Software Suppliers & Manufacturers [18] [17] | L2     | Vendor of one or more specific hard- or software component utilised in the system “… providing services or infrastructure to MNOs in order to build and/or operate their networks” [18] | Can substitute benign hard-/software components with malicious ones         | Medium       |
| RAN-Operator & MNOs [18] [7]        | L3     | Refers to traditional Mobile (Virtual) Network operators, as well as critical infrastructure operators from non telecommunication sectors. Has complete and comprehensive control over the respective RAN. | Possesses enhanced capabilities to tamper hardware components as well as specific services | High         |
| RAN-Integrator                      | L4     | Is specialised in assembling RAN subsystems into a functioning entity and ensuring that the subsystems function smoothly together. | Controls and operates software deployed in the RAN as well as all hardware. Thus, he has the possibility to manipulate all individual entities at each available stage. | Severe       |

### IV. Mitigations of Security Problems

In this section, we deal with the issue of how to solve the problems denounced and, above all, what steps are necessary to do so and how much effort is required. For this purpose, we identify security aspects that should be applied.

#### A. Enforcement of clear safety & security concepts

One of the main components to fully secure a system is the use of standardised mechanisms to ensure both safety and security. It would be necessary, for example, to create a clear definition of a clear rights and role concept with regard to the communication of interfaces and services. Furthermore, for separation concepts, firewall-friendly designs, minimisation of the effects of denial of service and the implementation of a zero trust model. To go one step further in defining possible measures, we have extracted the individual proposals from the enisa report [19] for network function virtualisation. These measures can also be applied holistically to an Open-RAN system. In Table 2 we have listed the best practices divided according to their level of applicability. If we look at the individual practices, it becomes clear how extensive our current security and safety options are in order to facilitate a secure Open-RAN deployment.

#### B. Mandatory Encryption

Parts of the O-RAN definition currently require no or only weak encryption, which weakens the overall security of a potential Open-RAN deployment. For example, the encryption at the transport layer is only optional and legacy protocols that rely on the weak encryption are not forbidden by default. Consequently, it is recommended to increase the security of O-RAN by mandating strong encryption and not allowing old protocols. This would indeed increase the security of O-RAN. It is noteworthy however, that previous radio access networks have the same shortcomings as Open-RAN when it comes to encryption, and have suffered from security vulnerabilities as a result. The partial lack of strong cryptography is thus not a threat introduced by O-RAN itself, but an ever existing threat to telecommunication networks, that can now be fixed in the O-RAN specification. Following the described security by design approach, we strongly encourage strong cryptography should be mandatory. This would result in a major security improvement compared to the previous standards.

#### C. Post-Quantum Security

Due to the dynamic development of quantum computers and their expected future ability to break currently used classical public-key schemes, using post-quantum schemes, i.e., quantum-resistant cryptographic schemes, should be at
least recommended within O-RAN. Thus, while encryption at large should be mandatory, “shall support” for post-quantum cryptography would be sufficient for now. We want to stress that classically encrypted data is also at risk before powerful quantum computers exist, since the encrypted data can be stored now and be decrypted once powerful quantum computers exist. Hence, the integrators have to carefully analyze which data need only short-term protection and which data need to be protected for several decades, which would then require post-quantum protection. Since the NIST process for standardizing post-quantum cryptographic schemes is on the verge of announcing first schemes that will be standardized, standardized PQC schemes will exist once 6G is being deployed.

We want to emphasize two points that should be paid attention to when developing post-quantum secure telecommunication protocols: First, O-RAN relies mainly on symmetric cryptography to ensure authentication and confidentiality of the data. So far, post-quantum security considerations for telecommunication are often based on the assumption that quantum computers mainly pose a serious threat to asymmetric cryptography; and thus, telecommunication protocols can ensure post-quantum security by doubling the key-size. Arguably though, this claim is not backed by proofs but rather by a truism that guides post-quantum security considerations; so in addition to replacing the existing asymmetric cryptography, O-RAN’s symmetric cryptosystems need to be re-evaluated w.r.t. quantum resilience (proofs) as well to back up the claim that doubling the key size is indeed sufficient. Second, the resource-constrained environment of telecommunication infrastructure (e.g., SIM cards have low resources available, low network bandwidth requirements are a must) and highly adversarial threat environment (e.g., SIM cards are highly susceptible to side channels, the need to defend against nation-station actors, and the fact that cloud environments introduce new threats) require to carefully evaluate and tailor post-quantum cryptography schemes towards use in telecommunication protocols. This process is time-intensive - given the slow nature of telecommunication standardization bodies and even more so the slow nature of actually implementing a new telecommunication standard, it is urgent to address the topic (and integrate post-quantum security in the standard) already now. Recent works have already started to explore these trade-offs for the Subscriber Concealed Identifier (SUCI), which aims at concealing subscriber identities. The developed post-quantum secure protocols for the SUCI, tailored towards use in telecommunication protocols, serve as a great starting point to explore the changes and necessary changes required when bringing post-quantum security to next generation telecommunication networks.

D. Cloud Environments

Moving Open-RAN components to the cloud results in a new threat landscape, specifically when considering a malicious cloud provider. Recent risk analysis correctly states that a cloud provider that controls the O-Cloud has the same capabilities as the RAN-Operator. Currently, there are few mandatory safety measures in the O-RAN requirements and therefore two recommendations can be clearly made to mitigate the problems: 1) Integrate security measures to defend against malicious cloud provider, for example, through Trusted Execution Environments and 2) to integrate mandatory access control and security requirements in the O-RAN definition.

A malicious cloud provider would indeed undermine a RAN’s security. In practice however, operators expect to build and run their own data-centers instead of relying on external cloud solutions. As a result, the O-Cloud operator can be assigned the same level of trust as the RAN-Operator themselves. This completely mitigates the malicious cloud provider scenario.

We also recommend to only use trusted datacenters and cloud solution for the O-Cloud: Defending against malicious cloud providers through the usage of confidential computing and trusted execution environments is non-trivial: The security provided by confidential computing and trusted execution environments have been undermined with various attack vectors, stemming from the very powerful attacker model.

If the O-Cloud is trusted and adheres to the standard security best practices in its configuration and design, we expect the security risk induced through a cloud-based RAN to be minimal.

E. Clarification & concrete definition

From the point of view of security research, the current state of the O-RAN specification still leaves a number of wide gaps in the specification of security aspects. One of the reasons why this is the case is the philosophy of the O-RAN Alliance to mainly provide some kind of guidelines. This is why the term “shall support” is often found in the documents. The actual implementation of the necessary security concepts is, in their view, the responsibility of the integrator or hardware manufacturer. Of course, this is a clear thorn in the side for an authority like the German Federal Office for Information Security, the BSI. The German Technical Inspection Agency (TÜV) would also like to have more concrete definitions, e.g., in order to be able to precisely evaluate and approve an Open-RAN system. However, this will probably never be possible with the plan pursued by the O-RAN Alliance, since they only provide a possible architecture and specifications for it, but do not develop an additional standard to 3GPP. The O-RAN Alliance merely defines a technical concept that is intended to improve interoperability in the radio access networks of mobile networks. This fact, however, offers us a great opportunity as security researchers in this field. We are now able to put an additional security view on top of the concept and thus mitigate all security-critical concerns.

F. Privacy

Technological innovations and emerging trends in the context of 6G, such as the tighter integration/convergence of sensing and communication, may pose unique challenges
to both communication security and privacy. For example, in dual radar and communication systems, the inclusion of data into the probing signal, used to illuminate targets, makes it prone to eavesdropping from potentially malicious targets. Even if the data itself is protected with higher-layer encryption, the existence of a communication link can still be detected from a malicious agent, thus making it prone to cyberattacks \[23\]. Similarly, the introduction of sensing capabilities and explicit localization of users/devices to improve communication network performance, may pose significant privacy challenges.

In face of these challenges, it is important to assess the potential of certain approaches to provide secure, privacy-preserving solutions at the radio access level. E.g. from a privacy perspective, it is essential to collect only user related data that is absolutely necessary for the operation of the network and to move away from the explicit localization paradigm as much as possible. In addition, appropriate privacy-enhancing technologies should be integrated, e.g. differential privacy. An example is provided by the use of channel charting \[24\] to enhance network functionalities such as, e.g., radio resource management, beam management (mmWave and sub-THz), cell-association and handover. Channel charting uses unsupervised/semi-supervised learning to embed high-dimensional information about the radio environment into a low-dimensional chart and relies on a pseudo-location (i.e. location in the low-dimensional chart) of the users. The use of pseudo-location on a channel chart can be seen as a privacy protection feature, allowing localization-related services to be delivered without requiring the actual user location to be estimated. While promising in general, the concept needs to be further formalized and thoroughly investigated from the perspective of privacy before inclusion as a design metric.

V. MACHINE LEARNING

O-RAN seeks to utilize novel Machine Learning (ML) techniques such as deep learning to automate operational network functions and reduce operational cost once applied at both component and network levels \[25\]. However, the Open-RAN architecture entails security challenges because of its inherently open and modular nature. Devices within Open-RAN are able to run software that does not trust the hardware it is running on. Due to the openness of Open-RAN, it is susceptible to intrusion. Cyber-attacks pose a threat to security goals and could result in denial-of-service (DoS) within the Open-RAN network. These attacks present vulnerability to the Non-RT RIC and the Near-RT RIC controller operations within Open-RAN \[26\].

A. Anomaly Detection

Ideally, intrusions are detected with high performance, high speed, and a low false-positive alarm rate. It is therefore clear that traditional human means will not be enough to detect and combat cyber-attacks in the required manner. Consequently, robust ML techniques will also play a big role in tackling anomaly-based intrusion detection. Anomaly-based IDS can be divided into three classes: statistical anomaly IDS, knowledge-based IDS, and ML IDS \[27\]. The focus here is on novel ML-based IDS. The ML-based anomaly detection methods in IDS \[28\] can be classified into supervised learning, semi-supervised learning, unsupervised learning, reinforcement learning, and graph neural networks \[29\]. The limitations of traditional (shallow) ML-based IDS, such as the reliance on manual feature engineering to extract useful information from network traffic and dealing with unlabeled, high-dimensional data, have paved the way for Deep Learning (DL)-based IDS \[30\] that do not require manual feature engineering and can automatically learn complex features from raw data due to their deeper structure \[31\].

Initial RAN-specific anomaly detection approaches have been presented by \[32\], \[33\], \[34\], \[35\]. However, the O-RAN architecture with its different interfaces poses new challenges for an anomaly detector, as next-generation RAN data can be roughly divided into performance management, configuration management, and fault management data. It has been shown that considering only performance management data in anomaly detection can lead to sub-optimal results \[34\], \[35\]. Therefore, it is important to define the requirements under which the anomaly detector must operate, as not all approaches presented so far take into account the different data streams in the next-generation RAN.

In terms of where the anomaly detector is deployed, for example, the training of ML models can be performed in the Non-RT RIC controller. Subsequently, the learned model is inputted into the Near-RT RIC controller which uses this model on Real-Time data and makes Real-Time decisions in an online manner \[36\].

B. Importance of Robustness

Moreover, every ML-based learning method mentioned above is prone to an attack referred to as adversarial ML \[37\]. Hence, incorporating ML solutions into the RAN poses new cyber-security threats. Consequently, having a thorough understanding of the attack surface and ensuring the robustness of the O-RAN to adversarial machine learning threats are mandatory for securing the new Open-RAN architecture \[38\].

C. Explainable AI

Notably, Explainable AI (XAI) has a great potential for securing ML systems as explanations are key in identifying and defending against different types of attacks. To elaborate, if explanations become available for adversarial attacks, they become easier to defend against \[39\]. Additionally, explanations can support effective root cause analysis and localisation \[40\].
| Level         | Practice                                                                 | Level     | Practice                                      |
|--------------|--------------------------------------------------------------------------|-----------|-----------------------------------------------|
| Organisational | Trust model                                                             | Technical | Tracking changes                               |
|               | SLAs establishment                                                       |           | Deployment security                            |
| Policy        | Zero Trust                                                               |           | Software detection or relocation              |
|               | Security Assessment of new or changes to existing Services              |           | (Post-Quantum) Cryptography                    |
|               | Vulnerability handling patch management                                  |           | Hypervisor protection                          |
|               | Security testing and assurance                                          |           | Security Management and orchestration          |
|               | Incident management                                                      |           | Remote attestation                             |
|               | Secure Update Management                                                 |           | Software compliance and integrity preservation |
|               | Restriction on installing applications                                   |           | Segmentation/isolation between network functions |
|               | Defense in depth                                                         |           | Secure boot integrity                         |
|               | String password policy                                                   |           | Data protection and privacy                    |
|               | Secure supply chain                                                      |           | Encrypting Volume/Swap Areas                   |
|               | Resources inventory management system and database                       |           | Trusted computing technologies                 |
|               | Apply hardening policies                                                 |           | Centralised log auditing                       |
|               | Multi-vendours segregation and trust                                     |           | Use and ownership of “root” administration credentials |
|               | Security by design                                                       |           | Local or removal Blade Storage - SAN protection |
|               | Life cycle management                                                    |           |                                                  |
|               | Software Bill Of Materials (SBM)                                         |           |                                                  |
|               | Apply hardening policies                                                 |           |                                                  |
|               | Multi-vendours segregation and trust                                     |           |                                                  |
|               | Security by design                                                       |           |                                                  |
|               | Life cycle management                                                    |           |                                                  |
|               | Software Bill Of Materials (SBM)                                         |           |                                                  |
| Technical     | Trusted time source                                                      |           |                                                  |
|               | Secure 3rd party hosting environments                                     |           |                                                  |
|               | Redundancy and backup                                                    |           |                                                  |
|               | Specific container security controls                                     |           |                                                  |
|               | OSS/BSS protection                                                       |           |                                                  |
|               | LJ capabilities                                                          |           |                                                  |
|               | User plane security                                                      |           |                                                  |
|               | MEC security                                                             |           |                                                  |
|               | VIM/CISM connectivity to Hypervisor/CIS                                   |           |                                                  |

VI. CONCLUSION

In our research so far, we have not found that Open-RAN concepts such as O-RAN introduce major problematic security issues. Of course, there is an increased attack target due to the larger surface area of the ecosystem. However, such complex systems can be secured through various practices such as in Table 2. We can only agree with the opinion of Mimran et. al. [41] that the security risks that arise are mainly due to the 5G requirements and less due to the specific decisions in the Open-RAN architecture. In general, we can say that now with O-RAN the attack surface is much clearer than in contrast to previous proprietary implementations, which were unclear and in general rather a big question mark. Our task now is to define the overall security methodologies for the individual critical points and to apply them. This will then provide integrators and network operators with options for operating their Open-RAN deployment securely.
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| 3GPP     | Third Generation Partnership Project                |
| BSS      | Business Support System                             |
| CISM     | Container Infrastructure Service Management          |
| CU       | Central Unit                                         |
| DU       | Distributed Unit                                     |
| DL       | Deep Learning                                       |
| DoS      | Denial-of-Service                                   |
| FCAPS    | Fault, Configuration, Accounting, Performance and Security |
| IDS      | Intrusion Detection Systems                         |
| ISO      | International Organization for Standardization      |
| LI       | Lawful Interception                                  |
| MANO     | Management and Orchestration                        |
| MEC      | Multi-access Edge Computing                         |
| MIMO     | Multiple Input Multiple Output                      |
| MNO      | Mobile Network Operator                             |
| NG-RAN   | Next Generation NodesBs Radio Access Network        |
| OSS      | Operations Support System                           |
| PQS      | Post-Quantum Security                               |
| RAN      | Radio Access Network                                |
| RIC      | RAN Intelligent Controller                          |
| RU       | Remote Unit                                          |
| SAN      | Storage Area Network                                |
| SDN      | Software Defined Network                            |
| SMO      | Service Management and Orchestration                |
| SLA      | Service-level Agreement                              |
| SoC      | System-on-Chip                                      |
| UE       | User Equipment                                      |
| VIM      | Virtual Infrastructure Manager                      |
| VM       | Virtual Manager                                      |
| vRAN     | Virtualized Radio Access Network                    |
| XAI      | Explainable AI                                       |
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