A brief review of attacks and mitigations on smartphone infrastructure
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Abstract. The increasing number of smartphone users will encourage competition among smartphone manufacturers in innovating and marketing their products. Such competition can create open space for attackers to understand how smartphones work and then spread threats through malicious programs. In this study, a brief review of various threats and mitigations is carried out on smartphones infrastructure, especially on several well-known brand smartphones.

1. Introduction
Smartphone users in the world have reached more than 5 billion in 2017 and it is estimated that this number will reach 5.9 billion in 2025, equivalent to 71% of the world total population [1]. This is in line with the large percentage of total digital time on smartphone use. The top five countries that have the highest percentage of total digital time using mobile phones are Indonesia (90%), India (86%), Mexico (75%), Brazil (73%), and Argentina (73%) [2]. The large use of smartphones supports trade competition among smartphone manufacturers in the world. There are 5 big brands of smartphones that are most in demand by users. In sequence, the list of top well-known smartphone brands are Samsung, iOS, Lenovo, Xiaomi, and LG [3]. In line with the development of the smartphone, various types of attacks have emerged that can threaten smartphone users including malware attacks [6], DDoS [10], injection [7], information leakage [8], phishing [9], man in the middle attack [5], and many more. There has been a lot of literature that discusses attacks on smartphones in general, but there is still little literature that discusses specifically on a certain smartphone brand. This paper describes the result of a review of any attacks that have occurred on the infrastructure of top 5 (five) smartphone brands and also explains the mitigation of such attacks.

2. Method and materials
2.1. Sample preparation
This research is a concise review conducted by reading some of the latest literature on attacks and mitigation on smartphones infrastructure. Data was collected through a simple search using the Google search engine with the keywords such as: attacks, mitigation, smartphone, and well-known brand smartphone.

2.2. Method
From the literature that has been collected, data extraction related to attacks and mitigations that occur on the smartphone infrastructure was conducted. Attacks were grouped by assets that consist of network infrastructure, data center, main infrastructure, virtualization infrastructure, and user devices. Mitigation is explained based on four major group of attacks i.e. malicious software, phishing, SQL injection, and ransomware.

3. Results and discussion
3.1. Attacks on smartphones
Researchers have described various types of attacks that have been carried out on smartphones, both technical and related to the policy contexts [7]. Technical attacks target devices and services that are available on a smartphone while attacks in the context of policies target the rules or procedures adopted in the smartphone work process. Common attacks on smartphones are summarized in Table 1. Attacks are grouped according to the asset or infrastructure being attacked.

| Assets                      | Attacks                                                                 |
|-----------------------------|-------------------------------------------------------------------------|
| Network infrastructure      | Denial of Service [10], main in the middle attack [5], malware [6]     |
| Data center                 | Physical attack [11], privacy breach [8], privilege escalation [12], service manipulation |
| Main infrastructure         | Privacy breach [8], service manipulation                               |
| Virtualization infrastructure| Denial of Service [10], resources misuse, privacy breach [8], privilege escalation [12], virtual machine manipulation |
| User device                 | Injection, service manipulation, device port attack [4]                |

In the following, various attacks that occurred on several well-known brand smartphone i.e. Samsung, iOS, Lenovo, Xiaomi, and LG are explained and are summarized in Table 2.

**Samsung.** Samsung ranks first in the smartphone brand in the world [3]. This brand has various types of products in the smartphone industry and other electronic products. Samsung was founded in South Korea in 1938 by Byung-Chull Lee [13]. Apart from the sophisticated technology offered by this brand, there are several threats that have occurred on Samsung smartphone which are remote code execution [25][26], ransomware [16], privilege escalation [19], data leakage [16], heap overlow [20], human error [21], privilege escalation [22], rooting vulnerability [23], network traffic snooping [14], meltdown exploit [15][17][18], keyboard cracking attack [24]. The asset category most often targeted by attackers are the core infrastructure which includes data leakage, heap overflow, human error, privilege escalation, and rooting vulnerability.

**iOS.** Developed by Apple Inc. and introduced to the market in 2007 with the iPhone product, iOS puts forward technological innovations, which helped it begin to achieve success in 2008. Having several types of smartphone, iOS is certainly facing security vulnerabilities. Several types of vulnerabilities and attacks that have occurred on iOS smartphones are malware [28], cross-site scripting [29], trustjacking [30], information leakage [28][29], insufficient authorization [28], memory corruption [52], privilege escalation [29], malicious application [29], jailbreaking [27], unauthorized USB connection [30]. According to obtained data, on iOS smartphones, not all asset categories have been affected. No attack has ever attacked the asset category of virtualization infrastructure. While most attacks are in the category of assets, the core infrastructure includes insufficient authorization, memory corruption, privilege escalation, and malicious applications.

**Lenovo.** Lenovo, a company that was founded in 1984, began to expand its wings to the smartphone industry in 2015. Holding a company that is well known in the personal computer industry does not make Lenovo avoidable from attacks on its assets. Several
attacks that have threatened their assets are Bluetooth BlueBorne [31], man in the middle attack [34], SQL injection [32], remote Attack [42], improper access control [34], and privilege escalation [35][36][37]. Three asset categories being the target of attacks are network infrastructure, core infrastructure, and virtualization infrastructure. So far, no attacks have been reported on two other asset categories i.e. data center and user device. Most attacks are in the asset category of core infrastructure including SQL injection, remote attack, and improper access control.

**Xiaomi.** Founded by Lei Jun in 2010, Xiaomi puts forward technological innovations that are supported by consumer-friendly prices. Good innovation does not guarantee Xiaomi avoidable from attacks. This is indicated by several attacks that have occurred on Xiaomi smartphones which are man in the middle attack [38][39][41], malware, and backdoor [40]. Network infrastructure is the asset that is often reported attacked by man in the middle and malware. In addition to network infrastructure, core infrastructure is also the target of backdoor attack. No findings of attacks targeting data center, virtualization infrastructure, and user devices.

| Table 2. Common attacks on top 5 brands of smartphones |
|-----------------------------------------------|
| **Asset**                                      |
| Samsung | iOS | Lenovo | Xiaomi | LG |
| Network infrastructure                        | Remote code execution | malware, cross-site scripting, trustjacking | Bluetooth BlueBorne, Man in the middle attack | Man in the middle attack, Malware | Denial of Service, Man in the middle attack |
| Data center                                   | Ransomware, privilege escalation | Information leakage | - | - | Data theft, Phising |
| Main infrastructure                            | Data leakage, heap overflow, human error, privilege escalation, rooting vulnerability | Insufficient authorization, memory corruption, privilege escalation, malicious application | SQL Injection, Remote Attack, Improper access control | Backdoor | Location Manipulation, SQL Injection |
| Virtualization infrastructure                 | Network traffic snooping | Privilege escalation | - | Privilege escalation |
| User device                                   | Meltdown exploit, keyboard cracking | Jailbreaking, unauthorized USB connection | - | - | - |

**LG.** As a large electronic company from South Korea, LG started manufacturing smart devices in 2013 under the Mobile Communication unit. Some attacks on LG devices are Denial of Service (DoS) [44], man in the middle attack [45], data theft [44], phishing [44], location manipulation [45], SQL injection [46], and privilege escalation [46]. It can be seen that almost all aspects of assets have been attacked. The most common types of attacks
are man in the middle of and Denial of Service (DoS) targeting network infrastructure assets. Aside from network infrastructure assets, virtualization infrastructure is an asset that has the most types of attacks when compared to other types of attacks that occur on other assets.

3.2. Attack mitigation on smartphones
In this section, mitigation can be carried out on some of the attack types that have occurred on smartphones are described. These types of attacks are malicious software, phishing, SQL injection, and ransomware.

3.2.1 Malicious Software
Malware is software that is designed with the aim to harm, infiltrate, or damage computer. Malware can interfere or even cripple the operation of a system, allowing hackers to gain access to confidential and sensitive information and spy on computers or even the computer owners. The following are attack mitigations that can be done against malware on smartphones:

- Only allowed to install applications from trusted stores, such as Apple Store and Google Play Store.
- Choose applications that do have good ratings and good reviews.
- Always back up data regularly and arrange smartphones to back up data.
- Use data security applications.
- Periodically update the operating system of the device.

3.2.2 Phishing
Phishing is a method used by hackers to steal passwords by tricking targets, for example, using fake login forms on fake sites that resemble the original site. Mitigation that can be done against Phishing attacks is as follows:

- Make sure the website that is accessed is the correct website
- Use a secure cloud system
- Using antivirus
- Perform regular data backups and arrange smartphones to back up data when synchronizing the phone.

3.2.3 SQL Injection
SQL injection is a technique that misuses a security hole that occurs in the database layer. This loophole occurs when user input is not filtered correctly from the escape string formatting characters added in the SQL statement. Mitigation that can be done to prevent SQL Injection attacks is as follows:

- User input validation, you should filter input SQL comments and special characters.
- Limit the length of the input box, by limiting it in the program code so that the input box cannot be injected with a long command.
- Restrict database access on the website.
- Disable or hide SQL server error messages on the web.
- Add a get variable containing md5 encryption which is varied by url. Encrypt the password or change the login authentication algorithm specifically for the login form.
Filter user input.

3.2.4 Ransomware
Ransomware is malware designed to prevent access to a system until ransom is paid. Ransomware is called malware because it causes interference and loss to the user. A special feature of ransomware is ransom requests for victims to be able to decrypt their files or data. Mitigation that can be done to attack ransomware is as follows:

- Watch out for suspicious fraud. Only a few of these cases occurred and there may be many other events which have more severe consequences.
- Use reliable anti-malware tools to detect and block ransomware.
- Using firewall that performs whitelisting and blacklisting of data traffic is often a success factor for the system to be prevented from malware in general.
- Filtering spams and emails that are likely to carry malware by implementing email filtering.
- Blocking attachments.

4. Conclusion
In this study, a brief review of attacks and mitigation has been carried out on special pintra phones on five well-known smartphone brands based on its infrastructure. Common attacks on smartphones are Denial of Service (DoS), man in the middle attack, malware, physical attacks, privacy breaches, privilege escalation, service manipulation, resource misuse, virtual machine manipulation, injection, and device ports attack. Some identified mitigations for attacks on smartphone are only allowed to install applications from trusted stores, periodically update the operating system of the device, filter input SQL comments and special characters, and encrypt the password or change the login authentication algorithm specifically for the login form.
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