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Abstract: In recent trends, digital images are commonly used for communication, storage, medical imaging, etc. These images may contain confidential data. Image encryption and steganography are popular techniques to provide information security. In image encryption, a secret image is encoded using an encryption key, and in image steganography, a secret image is embedded in some cover media. Encrypted images are visually recognizable as these are noise-like, but stego images are visually unrecognizable. In this concern, some visually secure encryption techniques are developed, known as Meaningful Image Encryption (MIE). It includes the advantages of both image encryption and steganography. This paper provides a thorough review of existing MIE techniques. A comparative assessment based on various performance parameters is presented. Further, this paper provides the main application areas of MIE techniques. Moreover, the future research perspective to enhance the existing MIE techniques are discussed in detail.

1. Introduction

Nowadays, digital data is stored and transmitted over the internet widely. Hence, these digital data require security from the attackers. Encryption and steganography are two ways to protect confidential data. In encryption, data is encoded using a cipher key and transformed into a meaningless form [1-5]. Hence, an attacker can recognize that some secret information is hidden into it. However, in steganography, data is hidden in some cover media [6-10]. Hence, an attacker cannot easily recognize that secret information is concealed. The data can be in any form like image, text, audio, and video, etc. Digital images are encrypted by encoding or shuffling the pixels of an image using various encryption techniques [11]. When pixels are shuffled or encoded, it is transformed into a noise-like cipher image. This is a visual sign of the presence of confidential data. An attacker can easily recognize it. In image steganography, a secret image is embedded in the cover media (i.e., image, audio or video, etc.) [7]. Hence, an attacker cannot easily recognize that a secret image is hidden into cover media. To provide enhanced security and protection, Meaningful image encryption (MIE) techniques are developed.
1.1 Meaningful Image Encryption

When an image is encrypted, it is transformed into a texture-like or noise-like image, as shown in Fig. 1. These texture and noise-like images catch the attacker’s attention. Hence, an encrypted image is embedded into the cover image. So, the finally encrypted image looks like a cover image [12]. It includes the advantage of image steganography with aided security of encryption and eliminates the snag of image encryption.

![Encrypted images](image-1.png)

**Fig. 1** Encrypted images

There are two steps in MIE techniques: first, a secret image is encrypted using any existing image encryption technique that produces an encrypted noise-like image [1]. Second, an encrypted noise-like image is embedded into a cover image using the image steganography technique [6]. The outcome of the second step is a final cipher stego image (CSI) which is visually meaningful. The block diagram of MIE is shown in Fig. 2.

![Block diagram of MIE](image-2.png)

**Fig. 2** Block diagram of MIE

In this paper, a systematic literature review is performed on the existing MIE techniques. The security parameters, visual quality measures, and encryption key parameters of MIE techniques are analyzed. Further, future research challenges and opportunities for efficient MIE techniques are presented. Hence, this work would be helpful to understand and enhance the MIE techniques pertaining to the image security.

The rest of the paper is organized as: Section 2 gives the literature review of MIE techniques. Section 3 presents the analysis of MIE techniques based on various parameters. Section 4 and Section 5 give the applications and future research directions, respectively. The conclusion is presented in Section 6.
2. MIE Techniques
In recent years, various MIE techniques are proposed to provide high security to the secret image. In [12], a MIE technique is proposed to protect the secret image and transform it into a visually meaningful encrypted image in two steps. The first step is pre-encryption, which is encrypting a secret image using any existing image encryption technique. The second step is embedding the encrypted image in the cover image using Discrete Wavelet Transform (DWT). Many improvements are suggested like improved visual quality of final CSI, high covertness and improved security of technique etc. in [13-23]. Table 1 shows the literature review of various MIE techniques. It provides the encryption and embedding techniques implemented in different MIE techniques, and proposed improvements. From Table 1 it can be observed that chaotic map based encryption and DWT based embedding are used in most of the MIE techniques [17,19,21-23]. In some MIE techniques, DNA based key generation is combined with chaotic maps to enhance the security [19,22].

Encryption techniques based on chaotic maps provide high security as random keys are generated by these algorithms. Also, these techniques are fast and easy to implement. DWT is a transform domain technique in which digital image is decomposed into four sub-bands. The secret image is embedded in medium high frequencies and image will be restored by performing the inverse transformation. DWT provides good perception quality that is essential requirement of embedding. DWT is used in the second step of MIE techniques that embed encrypted secret image into cover image to generate a final CSI.

Table 1: MIE Techniques

| Reference Number | Year | Encryption Technique Used | Embedding Technique Used | Improvement Proposed |
|------------------|------|---------------------------|-------------------------|----------------------|
| [13]             | 2016 | Encryption using key      | Arnold transform and    | Visual quality of    |
|                  |      |                           | DWT                     | final CSI            |
| [14]             | 2017 | 3D chaotic Map            | 2D LWT                  | Security and visual |
|                  |      |                           |                         | quality of final CSI|
| [15]             | 2017 | Pixel shuffling and       | Hash-LSB steganography  | Security             |
|                  |      | RC4 stream cipher         |                         |                      |
| [16]             | 2017 | Key generation using      | DWT                     | Visual quality of    |
|                  |      | discrete quantum walks    |                         | final CSI            |
| [18]             | 2018 | Intertwining Logistic Map | Lifting wavelet         | Security             |
|                  |      | and Gray S BOX            | transform               |                      |
| [19]             | 2018 | Logistic chaotic map and  | DWT                     | Security             |
|                  |      | DNA coding                |                         |                      |
| [20]             | 2018 | ANY encryption technique  | Reversible Data hiding  | High covertness      |
|                  |      |                           | in compressive domain   |                      |
| [21]             | 2019 | ANY encryption technique  | Bit division, 2^n       | Visual quality of    |
|                  |      |                           | correction, Integer 2D | final CSI            |
|                  |      |                           | DWT                     |                      |
| [22]             | 2019 | DNA based key generation,| DWT                     | Noise resistance      |
|                  |      | chaotic map               |                         |                      |
| [23]             | 2019 | Logistic chaotic map,     | DWT                     | Security             |
|                  |      | Arnold Transformation and |                         |                      |
|                  |      | Genetic algorithm         |                         |                      |
| [17]             | 2020 | Qi hyper-Chaotic          | DWT, DCT                | Security and visual  |
|                  |      |                           |                         | quality of final CSI|


After encryption and embedding stage through MIE techniques, the size of the final CSI increases as compared to the secret image [24]. The compressive sensing-based image encryption techniques are used to decrease the size of the final CSI. These techniques implemented image compression with simultaneous encryption and used a measurement matrix as the secret key. In the second phase, a compressed, encrypted image is embedded in the cover image. Table 2 shows the MIE techniques based on compressive sensing. In these MIE techniques, the size of the final CSI is decreased as compared to original secret image. However, the visual quality of reconstructed secret image suffers due to compression.

**Table 2: Compressive Sensing based MIE techniques**

| Reference Number | Year | Encryption method | Embedding Method |
|------------------|------|-------------------|------------------|
| [26]             | 2016 | DWT then zig-zag confusion, compressive sensing, SHA-256 hash function, Skew tent chaotic map | DWT |
| [27]             | 2018 | Parallel compressive sensing and zigzag confusion, Logistic tent chaotic map | 3D cat map, Integer discrete wavelet transform |
| [24]             | 2019 | Zig-zag confusion and compressive sensing | dynamic LSB |
| [25]             | 2019 | DWT then zig-zag confusion and chaotic map based compressive sensing | DWT |
| [28]             | 2019 | DWT, zig-zag confusion and compressive sensing 2D logistic-adjusted-sine chaotic map | Integer wavelet transform |
| [29]             | 2019 | DWT, compressive sensing 2D logistic-adjusted-sine chaotic map | Images are divided into blocks and fitted |
| [32]             | 2019 | DWT, zig-zag confusion, logistic-Tent map, compressive sensing | DWT, 2 level-DCT |
| [30]             | 2020 | DWT, zig-zag confusion, logistic-Tent map, compressive sensing. | DWT, Singular Value Decomposition |
| [31]             | 2020 | DWT, Singular Value Decomposition, Logistic chaotic system, 4D hyper-chaotic system, SHA 256, Local binary pattern | Integer Wavelet Transform |
| [33]             | 2020 | DWT, Tent chaotic map, Arnold Transform | 2D DWT |

3. Performance comparison based on evaluation parameters
The proposed MIE techniques aim to construct high security. The security level of methods is evaluated by different parameters [34-40]. Based on protection provided by various MIE techniques, a comparison is presented on the basis of key space analysis (KSA), correlation coefficient (CC), and information entropy (IE).

The KSA denotes the critical size used in image encryption. It should be large enough to protect against brute force attacks. The CC analysis (CCA) evaluates the correlation between two pixels of an image. It should be nearly zero. The correlation zero indicates no correlation between the pixel and its neighbor pixel. For an embodiment, if \( p \) denotes a pixel value and \( q \) is its neighbor pixel value, \( STD \) is standard deviation, then the correlation coefficient can be calculated as:
IE analysis evaluates the degree of uncertainty in the image information. If \( p(x) \) is the probability of occurrence of pixel value \( x \), then IE for an encrypted image can be calculated as

\[
IE = - \sum_x p(x) \log_2 p(x)
\]  

(2)

The high IE value (ideally maximum 8 for image size 256×256) indicates the most negligible probability of information leakage because of random pixel distribution [37]. The IE values presented in Table 3 represent the average value calculated for different images.

The reconstructed image is expected to be the same in visual quality as the original secret image. MIE techniques generate visually meaningful cipher images. An encrypted image is embedded in the reference image. Therefore, the visual quality of the final cipher image is also taken into consideration. This is because embedding an image in an image degrades the visual quality of the reference image.

Peak signal to noise ratio (PSNR) is the evaluation of change in pixel of a reconstructed image compared to the original secret image. PSNR evaluation is based on the pixel difference between the original reference and embedded reference images [40]. If \( x \) denotes the maximum pixel value and \( E \) represents the mean square error, then it can be calculated as:

\[
PSNR = 10 \log_{10} \frac{x^2}{E}
\]  

(3)

For an 8-bit image, the PSNR value should be at least 30 decibels or higher. The high PSNR signifies the better visual quality of embedded reference images than the original reference image [41]. The low image quality indicates the presence of a hidden image, hence attract the attacker’s attention.

Table 3 shows the performance comparison of MIE techniques. It can be observed that KSA and IE values are satisfactory in most of the MIE techniques. However, there is not a single method for that all the parameters evaluation brings good results.
4. Applications of MIE

MIE comprises several applications in different areas, where digital images are communicated or stored over the internet. It can be implemented in the field of the medical and health sector for secure communication of medical images among doctors through the internet [42]. Nowadays, remote medical consultation is also widespread; a patient can online consult and share health reports with the doctor [43]. Similarly, it can be implemented in military or defense communications to maintain the confidentiality of data [44]. The MIE can also be used in many other applications like cloud storage [45,46,47], remote sensing [46], satellite [49,50], etc.

5. Future Research Challenges

It is observed from the detailed literature survey performed on various existing MIE techniques that the advancement of these techniques is still an open area for research. The current MIE techniques undergo some unavoidable issues. In existing MIE techniques, an image is encrypted and then embedded in a reference image. Hence, the visual quality of the reconstructed secret image is degraded and needs to be amended. To improve the visual quality of the final cipher and reconstructed images, deep learning algorithms can be applied to embed an encrypted image in the reference image.

Moreover, deep learning algorithms would also reduce the size of the final meaningful cipher image. Many researchers have implemented compressive sensing-based algorithms to reduce the size of the final cipher image, but it degrades the image quality. Further, it is observed that the existing MIE techniques could achieve high security if quantum cryptography is used for encryption [51].

6. Conclusion

In this paper, basic concept of various existing MIE techniques and compressive sensing-based MIE techniques are presented in detail. The performance of different MIE techniques is analysed based on various evaluation parameters. Further, the future research scopes to potentially enhance the existing methods are discussed. It could be observed from this study that visual quality of the final CSI and reconstructed image requires improvement from an image security perspective. The size of final CSI must be reduced without using compression as it decreases the image quality. The conclusions of this study would be helpful for the enrichment of image security.
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