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Abstract

We need a concept of the right to privacy and identity that incorporates an individual’s perception and self-relationality. This paper scrutinises the meaning of the right to privacy in terms of identity construction, focusing on the meaning of ‘identity’ in fashion studies. This investigation delves into the value of privacy as a shield against unwarranted intrusions, an enabler of dynamic boundary negotiations, as well as a social framework for an individual’s autonomy to analyse the European Court of Human Right’s (ECtHR) interpretation of Article 8(1) of the European Convention on Human Rights (ECHR). The right to privacy suffers from two problems regarding the role of parameters and conditions for identity-building in the digital age. First, profiling technologies necessitate an understanding of normative barriers that are not reactive to societal attitudes, but which maintain an internal sense of privacy. Second, profiling technologies’ relation to the conditions of identity-building suggests that we need to move away from a structural account of privacy and investigate the meaning of an individual’s self-relationality in individual sense-making. I suggest that a definition of ‘fashion identity’ could clarify the right to privacy, stipulating how aspects of identity are affected by social constraints in the management and perception of appearance.
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I. Introduction

The right to privacy is not flawless. At the centre of the discourse on the meaning and value of privacy is the view that it is often a ‘sweeping concept’, which leads to the great difficulty of reaching a conclusive answer regarding its exact meaning. Key to the right to privacy is the delimitation of its parameters with regard to the constraints as well as to the conditions for the exercise of this fundamental freedom.

This paper, drawing from findings in fashion studies, intends to detangle the conceptual muddle in legal scholarship surrounding the right to privacy. The theory of ‘fashion’ is a field that is produced by diverse scholarship carving out various ‘identities’ expressed through the dimension of ‘clothing’ in social interaction. A triangular framework for ‘fashion’ and ‘identity’, suggesting the embodiment of human behaviour in a social context, sets the scene for viewing the right to privacy, in its outward and inward forms, as a construction for identity and a protective space to explore it.

The paper’s objective is to revise the understanding of the right to privacy using a definition of ‘fashion identity’ as managing and perceiving appearance. As suggested by Agre, privacy is ‘the freedom from unreasonable constraints on the construction of one’s own identity’. This conception significantly contributes to the understanding of ‘identity’ as a process that is
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safeguarded by a relational concept of privacy, which protects an individual’s autonomy and maintaining selfhood. Nevertheless, the question remains of what the exact nature of the right to privacy is in maintaining an objective and a subjective sense of self.

The paper investigates the parameters and conditions of privacy for identity-building, focusing on Article 8 of the European Convention on Human Rights (ECHR). First, I submit that the ‘reasonable expectation of privacy’ test in Article 8(1) offers an incomplete picture of the role of privacy to develop with evolving norms that define individual perception. Second, I contend that case law by the European Court of Human Rights (ECtHR) on personal autonomy and data protection underscores the importance of an individual’s unconscious associations with identity, which I define as the process of self-relationality of identity-building.

Understanding the right to privacy as being connected to identity stimulates a series of uncertainties regarding its functions in self-realisation in the digital age. Profiling technologies not only affect individual control concerning the flow of personal information, but also algorithms shape the contours of an individual’s agency and choice. Thus, a structural account of privacy does not offer reliable guidance for defining the potential of profiling technologies to create a ‘new’ reality of self-relationality, which attaches direct meanings to an individual’s values and attitudes. We need a view of privacy that incorporates both the way individual perceptions are formed and the understanding of the notion of self-relationality, as it includes a person’s unconscious associations with fashion.

‘Fashion identity’ can offer a starting point for elaborating on the value of the right to privacy in the digital age because it signifies more than controlling impressions and self-representation in an environment. I suggest that the nature of the right to privacy is to hold together our separate selves in the face of objective and subjective constraints on identity formation. I conclude with guidance on clarifying the concept of the right to privacy, emphasising the relevance of individual perception and self-relationality regarding objective and subjective constraints on identity formation.

II. A Triangular Framework on ‘Fashion Identity’

Before we address the question of the nature of the right to privacy, it is important to clarify the meaning of ‘fashion identity’ to define the methodological framework. A triangular framework of ‘fashion identity’ sets the scene for investigating the extent to which individual perception and the process of inference of knowledge of self are relevant to the interpretation of the right to privacy. There is an inevitable connection between ‘fashion’ and ‘identity’ based on the study of the individual, who is a situated object within the roles of ‘dress’, with regard to the management and perception of appearance. We can classify the process of identity construction in fashion identity within a framework of the management and perception of appearance.

1. The Connection Between Fashion And Identity

The first way we can describe the meaning of fashion identity is based on an individual’s process of self-representation. By way of illustration, imagine an individual getting up in the morning and putting on clothes and accessories. Every individual ‘gets dressed’ in a way, be it through wearing garments, or a hairstyle, or using body modifications, such as tattooing. This process of getting dressed is a way ‘to adorn the body’. An individual’s management of appearance is performative in that we use ‘fashion’ as a tool to reveal and disguise aspects of identity. Accordingly, ‘fashion’ is an aspect of the ‘material self’ of identity, being the management of appearance, as well as impression management.

Further, imagine how the individual who gets up in the morning might get ready for work or a meeting with friends. A particular occasion or certain professions may require certain forms of bodily representation to ‘[look] appropriate for a particular...
setting’. For example, an individual who undermines social codes or cultural conventions through appearance is argued to be inappropriate, risking ‘social exclusion or ridicule’. In contrast, we may use our appearance as a source of identification, such as wearing an ethnic dress or choosing the ‘look’ to join a group of football fans. What this shows is that ‘fashion’ illustrates the dynamic of the ‘social selves’ of identity, which may include the external constraints on the performative role of ‘dress’, as well as an individual’s strive for differentiation and belonging to a social environment.

Perhaps the most evident constraint to individual self-representation in fashion is the notion of an individual’s perception of fashion. The role of dress in a social setting influences not only exterior behaviour but also perceptions towards oneself. Kaiser uses the fictitious example of someone visiting a clothing store, observing an item and imagining how it would fit him or her, how it would look, and whether that would make them attractive. This process, entailing the management and perception of appearance, results from the evaluation of how others perceive one’s appearance and how an individual is ‘drawing inferences on how people look’. The way we attribute meaning to the dialectic tendency on the management and perception of appearance is based on so-called ‘perceiver variables’, which are our conscious and unconscious association of ‘fashion’ with reference to the self and others. For example, ‘perceiver variables’ can be argued to illustrate the contextual cues clothes may give about an individual’s behaviour, such as connecting a ‘suit’ with an individual’s reliability and/or occupation. Further, ‘fashion’ can shape our own emotions and attitudes. Accordingly, if Karen, who is a fashion psychologist, asks ‘how are you wearing your stress?’ this is an important inquiry in how your outfit choices can improve your mental health during the COVID-19 pandemic.

Based on these considerations, we can establish a definition to elaborate on this interrelationship between fashion and identity: Fashion, as a form of social behaviour, entails the various identities of self—the material self, the social selves and intimate self—for the management and perception of appearance.

I will show that the notion of fashion identity is a relevant factor to shape the meaning of the right to privacy in the big data age. I submit that fashion identity contributes to an individual’s management of own behaviour, the formation of values including perception, as well as the formation of attitudes and preferences.

III. Defining Individual Perception

The first aspect of my analysis intends to identify how the notion of individual perception of fashion identity connects with the right to privacy and whether it adds value to the constraints of identity-building. In doing so, I focus on Agre’s definition of the right to privacy as connected to identity construction, whereby the first part of the definition focuses on the parameters including ‘unreasonable constraints on the construction of one’s own identity’. The question that arises is how does the view that privacy, being the control of access to the self, fit with the proliferation of surveillance practices while capturing the aspects of identity in the big data sphere?
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1. Privacy and the Unreasonable Constraints on Identity-Building

The parameters of the right to privacy have developed most in an operational sense. Warren and Brandeis’s idea of separation and seclusion views privacy as a condition that enables a private life outside the observation and influence of others. Others have more explicitly argued for the connection of privacy to an individual’s self-concept. This understanding of privacy is further discussed by Altman, for whom privacy is the ‘selective control of access to the self’. A crucial element of Altman’s theory is that privacy is a dialectic process, which is based on the interplay of people. The right to privacy is a multifaceted concept, gaining meaning in a social context that affects individual behaviour.

Altman’s analysis focuses on the way an individual or a group of individuals experiences the ‘states of privacy’ including the physical or behavioural barriers set by themselves. Thus, social interaction is based on an individual’s reasonable perception of privacy. For example, an individual assumes that their family home is a physical barrier against eavesdropping, and that strangers are not recording them. Some social practices develop into normative practices that are codified in law. When these norms are not respected, a situation is created where an individual’s privacy is violated.

The question, of course, arises around how we interpret the parameters of privacy considering that individuals increasingly act in public or semi-public spaces. As indicated by Roessler, ‘privacy in public then means, for example, not listening in on private conversations between friends on the street or in a café’. However, the dichotomy between private and public information is not practicable in the online sphere without considering the way individuals’ expectations of privacy are formed. Indeed, privacy as a form of a protective shell that is free from unwarranted scrutiny entails the individual’s state as an autonomous subject to establish the connection between the self and the environment, being an important element of the notion of appearance management in fashion identity.

2. Privacy and Appearance Management

There is a clear connection between the dynamic nature of privacy and the meaning of fashion identity. Privacy overlaps with the expression of the social selves, focusing on the connection between appearance management in the material self of fashion identity. The development of the material self in fashion identity entails a degree of intimacy, which allows an individual to explore the nuances of appearance, including interactions with people. In addition, we can argue that privacy protection, including notions of intimacy, solitude, reserve and anonymity, should enable the development of contingent features regarding the management of appearance and identity. These contingent features are the act of self-representation with a particular style or a look and the search for differentiation and belonging with a particular social context. Thus, privacy seems to provide the secure space wherein individuals can act within the material self and think within the social selves of their fashion identity.

However, how can an individual maintain that his or her expectation of privacy is free from the scrutiny of others? Surveillance and tracking practices expose an individual to the identification and observance of behaviour in unprecedented ways. From surveillance cameras to the smart assistant, surveillance and profiling technologies challenge the shape of the spatial context of privacy discourse. The rise of networked environments certainly challenges our expectations of boundary management within the ‘nonintimate’ spheres. These practices can shape our sense of freedom, undermining an individual’s ‘necessity of relief’
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from outside scrutiny. Further, Brincker even questions ‘if it is reasonable to have an expectation of privacy at all’ in an information society.

While the performative function of fashion identity allows an individual to flexibly form aspects regarding his or her management of appearance within social contexts, a normative approach to privacy requires some sort of ‘observable activity’. Indeed, fashion identity can flesh out some key considerations on how a new dimension of privacy discourse could include the dialectic tendencies of appearance management. I will focus on the ‘reasonable expectation of privacy’ notion in Article 8(1) of the ECHR to elaborate on this argument.

3. Article 8(1) of the ECHR: Individual Perception and Privacy

Can an individual’s reasonable expectation of privacy extend to ‘newly extended audience[s]’, such as the new opportunities of communication and perception within algorithmic landscapes? Indeed, Brownsword underlines that one has to look at ‘prevailing custom and practice’ to judge whether an individual’s expectation of privacy is reasonable. That is, we often assume that prevailing expectations change whenever there is a conflict between the individual interests and the pursuance of common values pertaining to society as a whole. Expectations are formed based on the social interactions that can raise or lower the benchmark regarding an individual’s reasonable expectation of privacy.

In Bloomberg LP v ZXC, the Supreme Court of the United Kingdom examined interesting points on the scope of an individual’s privacy in the context of misuse of private information, investigating the relevance of the ‘reasonable expectation of privacy’ test in Article 8 of the ECHR. In particular, the court carefully investigated whether the claimant, who has not been charged with an offence, had a ‘reasonable expectation of privacy’ regarding information that was published considering a criminal investigation. Indeed, the court highlights that an individual under criminal investigation has reasonable expectation of privacy, being a ‘legitimate starting point’ regarding ‘certain categories of information, such as the information in this case’. The court’s reasoning is closely aligned to the ECHR’s construction of harm, which can be ‘irremediable and profound’, such as harm caused by information that damages an individual’s reputation, as well as multiple aspects of the person’s physical and social identity.

Nevertheless, I argue that a problem regarding the ‘reasonable expectation of privacy’ test concerning Article 8(1) is that it focuses on the objectively identified norms establishing a privacy interest. In Benedik v Slovenia, the court, analysing whether the applicant using the internet had a reasonable expectation of privacy that his otherwise public online activity would remain anonymous, focused on the dynamic IP address that could not be traced to a specific individual without the internet service provider’s verification, and upon specific request. The court analysed the applicant’s degree of online anonymity in light of the measures to obtain identifiable information, focusing on the access to content data rather than the insights the access to personal information can generate into an individual’s perception of privacy. Accordingly, the ‘reasonable expectation of privacy’ test does not contain any substantive guidance on the perception of privacy, but rather a structural account of existing objectively determined privacy interests.

This approach is problematic because it undermines the value of privacy as the individual’s control of self-presentation. The ECHR defines the right to privacy as an inanimate object that conveys information on the social norms and ‘barriers’ defining
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individual perception. The claimant will obtain a finding of reasonable expectation of privacy protection once a practice becomes a widespread intrusive measure, such as the systematic collection of personal data or the indiscriminate monitoring of individual actions.\textsuperscript{58} Thus, the ‘reasonable expectation of privacy’ is a factual test assessing a privacy interest through the circumstances of the case rather than the claimant’s (subjective) experience of the process of appearance management. Indeed, in 

\textit{Bărbulescu v Romania} the question was not whether the applicant had a ‘reasonable expectation of privacy’ when surfing the web, but whether they had an interest in privacy protection based on the dynamic IP address.\textsuperscript{59} This approach underscores the importance of ‘fashion narratives’ in a normative account of social attitudes, being a test that asks what information or measure is considered private and leaving out the individual’s ability to control the desired access regarding the contours of appearance management.

There is something fundamentally wrong with assuming that privacy is the access to data pertaining to the unspecified relationships in the online sphere, or, indeed, the context through which social relationships are evaluated.\textsuperscript{60} We tend to focus on the social processes shaping individual expectations rather than the individual’s internal processes premating his or her sense of privacy and autonomy. However, algorithmic processes do not only negate the possibilities to manage our appearance but also impact the way our perceptions are formed.

In other words, it is necessary to define the value of privacy in the big data age to elaborate that ‘fashion narratives’ are necessary with regard to the scope of the ‘reasonable expectation of privacy’ test. In particular, what is known as ‘big data analytics’—the indiscriminate collection and unprecedented analysis of individual behaviour—has become a system of statistical observation regulating and governing human behaviour.\textsuperscript{61} However, it is not only the aggregation of data sets that leads to the erosion of an individual’s privacy in the public sphere,\textsuperscript{62} but also the extent we can maintain our perception of the self within networked environments, which fundamentally alters common norms on privacy expectations.

The expansion of the use of algorithmic systems, from targeted advertising to predictive policing, does not simply necessitate measures used to address the old privacy problem, such as an objective standard capturing a structural account of an invasion into one’s privacy sphere. It also requires a classification of anticipated harm, given that almost any individual action leaves digital traces.\textsuperscript{63} It is not the CCTV camera installed on a public street or the voice-user interfaces in our living room that underlines the chilling effects of the loss of solitude and intimacy. It is also the algorithms, such as advanced computer vision methods using AI or natural language processing techniques, which diminish an individual’s autonomy in establishing the parameters of self-presentation. Our communicative structures, the ability to disclose and withhold aspects of our identity, are shaped by the ‘mere belief that one is being observed’.\textsuperscript{64} These considerations indicate that our knowledge and beliefs are shaped by the algorithms defining an external constraint on the right to privacy.

Following these considerations, the ‘reasonable expectation of privacy’ test needs to emphasise our individual perception considering one’s associations in the management of appearance, which inform barriers to privacy. Hughes has partly addressed this point, suggesting that the ‘reasonable expectation of privacy’ test needs to consider the individual’s knowledge when determining whether the applicant’s expectation was reasonable.\textsuperscript{65} However, the notion of fashion identity in appearance management can also contribute to the external constraints that invasions of privacy can impose on the sense of self. ‘Fashion identity’ can clarify an individual’s subjective sense of privacy based on the analysis of fashion narratives to interpret individual behaviour. Accordingly, an analysis of fashion narratives can define the barriers regarding a privacy interest, balancing an individual’s negotiation of the social selves of fashion identity, as shown in Section V.

### IV. Defining Self-Relationality

Having examined the parameters for establishing interferences in privacy regarding the ‘reasonable expectation of privacy’ test, the next task is to examine the conditions for identity-building in light of the right to privacy. The second element of Agre’s definition of the right to privacy are the conditions for identity construction establishing the relational character of privacy, as well as individual practice and exercise of that freedom within the self and a social context.\textsuperscript{66} Nevertheless, we need an
understanding of privacy that sheds new light on the meaning of ‘autonomy’ and ‘authenticity’, and that considers the conscious
and unconscious associations defining a person’s interrelationship with ‘fashion’. An individual’s association with beliefs,
attitudes and emotions can be defined as a form of relationality established by the individual regarding the meaning of ‘fashion’
(i.e., an individual’s self-relationality).

1. Privacy and the Conditions for Identity-Building

An important aspect regarding the conditions for identity-building is the view that privacy, in terms of dynamic boundary
negotiations, is an inseparable aspect of individual autonomy.\(^{67}\) It allows an individual to freely frame their appearance and
freely explore any further potential senses, which have not yet been examined.\(^ {68}\)

Accordingly, viewing privacy as a process of boundary control enhances an individual’s ability to exercise the conditions for
privacy embodied in social contexts—a common interpretation that is relevant to the notion of ‘identity’ and ‘self’ with regard
to profiling technologies.\(^{69}\) Profiling technologies, relying on the analysis and matching of data to classify and infer individual
behaviour for decision-making, influence an individual’s sense of self, an ‘evolving presence’ that is shaped and defined by
algorithms.\(^ {70}\) Accordingly, authors tend to emphasise the role of privacy as a tool for an individual’s self-realisation, which is
rooted in the protection of personal autonomy and authenticity in social interactions.\(^ {71}\)

For example, Hildebrandt refers to Ricoeur’s distinction between idem-identity and ipse-identity when investigating the effect
of profiling technologies on individual privacy and autonomy.\(^ {72}\) To clarify, idem-identity illustrates the process of recognition
and sameness of identity that is shaped by the feedback of others, whereas ipse-identity is the process of classification and
selfhood, the establishment of an individual’s sense of self as an embodied experience.\(^ {73}\) Following this analysis, profiling
technologies influence the experiences of idem-identity and ipse-identity in that the inferences generated by the identification
of idem-identity affect the sense of ipse-identity.\(^ {74}\) As argued by Hildebrandt, ‘profiling may indeed lead to me being presented
with certain pre-chosen aspects of that world in the form of a limited range of options’.\(^ {75}\) Defining the extent to which evolving
information technologies, as well as profiling technologies, have an impact on the external management of identity formation
is always a question about how these technologies influence the conditions through which the perception of self is formed, such
as agency and choice.\(^ {76}\) Accordingly, in terms of identity formation, privacy maintains a protective framework for self-
realisation.

However, our notion of ‘fashion’ adds to the facets of privacy and autonomy based on the role of the social selves and intimate
self of identity. In this respect, the distinction between the social selves and intimate self is relevant when discussing the enablers
of identity-building regarding an individual’s privacy. ‘Fashion identity’ notes that an individual’s inference of knowledge of
self develops with social interaction, connecting the right to privacy with autonomy.\(^ {77}\) Nevertheless, the intimate self further
adds to our understanding concerning the conditions of identity-building in that self-knowledge can illustrate an associative
process detached from social life based on the individual’s formation of beliefs and attitudes. When we discuss privacy, we
tend to assume that our autonomy is shaped within social interactions detached from an individual’s own associative process
of fashion identity.

We see this disjointed vision of privacy as a ‘boundary exchange’, rather than boundary creation in the ECHR’s interpretation
of Article 8(1). An analysis of Article 8(1) in terms of personal development and personal data protection reveals a structural
account of privacy, suggesting that an individual’s autonomy is socially embedded within the parameters that define the external
constraints on identity formation. In turn, this conception of privacy has a significant effect on the way we understand the
influence of profiling technologies on the sense of self.
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2. Article 8(1) of the ECHR and Autonomy

The ECtHR has continuously taken an expansive approach to interpreting privacy, without outlining an exhaustive list of its meanings. Two notable areas underline an extension of the right to privacy based on the notion of personal autonomy, which includes aspects of an individual’s personal development as well as developments in the area of data protection.

Focusing on the notion of personal autonomy, Article 8(1) of the ECHR provides for the protection of multiple aspects of an individual’s personality, such as physical or social identity, physical and psychological integrity, as well as a person’s ability to develop relationships. In this respect, the ECtHR accepts that privacy, as well as the notion of personal autonomy, covers sexual orientation, gender identification, the right to discover one’s origins, religious and philosophical convictions, the right to a name in identity documents, the right to personal choice including desired appearance, as well as the right to an ethnic or a group identity.

This shows that privacy focuses on the conditions for expressing and exploring aspects of identity, making evident its resemblance with ‘fashion identity’. The right to privacy, like ‘fashion identity’, views the sense of self as an embodied experience, which includes the way an individual’s management of appearance is shaped by the perceptions of others. For example, the ECtHR stipulated that an individual’s choice of appearance, such as a haircut or a beard when attending university, relates to their personality within the scope of Article 8 of the ECHR. As a result, the right to privacy illustrates the affordance for an individual to control the parameters of appearance management and perception of (fashion) identity, which includes the communication of values, as well as the inference of knowledge of self.

Another rationale of Article 8 of the ECHR and personal autonomy is an individual’s informational self-determination in the area of data protection. In Satakunnan Markkinapörssi Oy and Santamedia Oy v Finland, the court explicitly recognised the right of informational self-determination, which allows individuals to ‘rely on their right to privacy as regards data which, albeit neutral, are collected, processed and disseminated collectively and in such a form or manner that their Article 8 rights may be engaged’. The notion of personal autonomy ensures the positive obligations of the state regarding the protection of an individual’s privacy, which may entail appropriate rules ensuring that there is an independent supervisory body in secret surveillance cases, specific safeguards regarding sensitive data, as well as guidance that personal data should not be used in ways that are beyond the normally foreseeable. In this respect, privacy reflects the predominance of external factors in ‘fashion identity’, which strengthen or challenge an individual’s control in defining the contours of appearance management, such as the reading and assessment of personal attributes.

Nevertheless, if we take the view that privacy is a mere product of symbolic interactionism, then we must accept that perception is a matter of reading the other, which is disembodied from the unconscious elements of self. Article 8 of the ECHR provides a structural account of the right to privacy, which is based on the notion of personal autonomy strengthening an individual’s control of the expression and exploration of identity. This view of privacy does not protect the conditions of personal autonomy, which are affected by profiling technologies. For example, Zarsky, focusing on the impact of profiling technologies on the sense of self, argues that the interaction with these technologies causes an ‘autonomy trap’, whereby conscious decisions are affected by the information asymmetries inherent in algorithmic systems. In addition, I would argue that profiling technologies shape both an individual’s external and internal worlds, including bodily experience and unconscious forms of thought. Therefore, we need to move beyond an understanding of privacy as a means of control to preserve a person’s individuality.
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3. Self-Relationality and Privacy

Several authors highlight how profiling technologies have an impact on the conditions for exercising the right to privacy, influencing an individual’s agency, constraining their choice to a range of options, and affecting their ability to develop a sense of identity. In this respect, Ricoeur’s theoretical outlook on selfhood in ipse-identity is helpful for seeing an individual’s identity as a process of identification with certain values, beliefs and aspirations. Indeed, our expectations are shaped by those who profile us, and it is correct to assume that algorithms create knowledge that could be used to shape individual preferences beyond the awareness of the person being ‘profiled’. Following this reasoning, it is argued that the right to privacy, which seeks to establish an individual’s control and maintain aspects of their identity in a social context, is implicated by the ‘pre-emption’ made by algorithms that create a ‘new normativity’ regarding how individuals establish their sense of self in relation to others.

Let us elaborate on why an understanding of privacy does not singularly encompass the constitutive elements of an individual’s identity. Fashion identity illuminates that an important aspect of individual perception is an individual’s association with fashion narratives with reference to the self. That is, an individual’s hair colour, their geographical location, or race, are all attributes that only gain meaning if there is an established relationality for self-evaluation. Much of our privacy discourse focuses on what aspects of identity are replicated within social processes, rather than how conclusions on my identity disturb my own identity discourse with reference to the self.

However, this view that individual perception is shaped by the assessment of algorithms does not highlight those algorithms as having the potential to create a ‘new’ reality of self-relation. Profiling technologies actualise new forms concerning the relevance of identity in the big data sphere, such as creating links and patterns in data between an individual’s browsing behaviour and their current mood, or a person’s unique physical specifications and clothing style. Therefore, profiling technologies have an impact on an individual’s sense of self (i.e., authenticity and selfhood) based on the translation of their appearance into hidden meanings, rather than the assumptions generated by the algorithms about individuals.

More concretely then, profiling technologies not only disturb a person’s relationship to their own values, beliefs and desires, but also create the basis through which they make their associations and transform a ‘thing’ into reality, such as the value of a ‘dress’ as an expression of their femininity or the meaning of a ‘suit’ as an assertion of their social status. In this sense, the individual’s process of association between the self and the ‘perceived self’, such as the identification of a targeted advert for a ‘feminine dress’ with my body image or my current mood, is not something that is fully exhausted by the algorithmic manipulation of inferred desires, but an oversimplification of the individual’s unconscious purpose.

There is a shortcoming in the right to privacy, which does not clarify the value of protecting the individual’s unconscious associations that define perception as a semblance of individual qualities. The ‘self’ as embodied within the social context is a conjunction of associations within the individual mind. The right to privacy currently suggests that an individual’s management and perception of appearance is shaped by virtue of external stimuli, which are the realities and demands of a social context. In other words, privacy as a regulator between the self and external stimuli focuses on the conscious acts of representation for identity construction. Further, the relationship between the self and the sociocultural environment is framed as an act of pure human automatism because the value of human behaviour is a pure reproduction of a social act and feedback from others. It does not elaborate on behaviour as a sequence of steps, which implies both the conscious reasoning self that establishes social values and the source from which impressions and feelings originate. The current relational understanding of privacy suggests that pre-reflective choices are predetermined by those conscious associations that make up a belief system about the self and the environment. However, any relationship and association regarding an individual’s management and perception of appearance contain a certain degree of independence that is not simply exhausted by the readings of ‘others’. It is the individual who constantly gives the notion of appearance and perception a renewed meaning.

Once the process of exploration of self becomes a task of statistical observation and classification of individual behaviour, we have a concept of human agency and choice that deliberately ignores a person’s underlying motivations and self-evaluation. It follows that an individual’s notion of self-representation and personal identification derives from statistical correlations and
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shared group characteristics. In other words, we live in a world where there is an artificial information structure against which freedom is assessed. Following these considerations, the current interpretation of privacy suggests that dynamic boundaries are negotiated within the inherent constraints of identity formation. If we accept that the right to privacy only deals with the tangible repercussions for the self and objectively determined values regarding the parameters of interferences in the notion of identity-building, then we fail to understand the process through which notions of personal autonomy are negotiated in light of technological developments. Once privacy is equated with control regarding the space for maintaining personal autonomy, individuality is negated.

Accordingly, we need to focus on an individual’s self-relationality within privacy discourse. In this respect, we need an understanding of privacy that does not focus on its social conception regarding personal autonomy and authenticity, but which incorporates a person’s individuality. Our perspective should be premised on why certain values contribute to an individual’s identity construction, instead of what contributes to intersubjective friction. An individual may possess the qualities of being ‘hard-working’ and ‘focused’ at work, which is evidenced in their work ethic as well as their casual clothing. However, that same individual may be perceived as ‘outgoing’ and ‘fun’ in their circle of close friends and, thus, different qualities dominate, reflected in their communication skills and modern clothing. Profiling technologies, by contrast, do not focus on the individual’s appearance management and perception, but rather on how attributes such as ‘work ethic’ and ‘modern clothing’ shape the data about the individual or individuals sharing similar characteristics. Accordingly, we need an understanding of privacy that recognises the extent to which an individual’s perception shapes the interpretation of his or her attributes, such as the relationality of the ‘painting brush’ to the art student or the ‘black suit’ to the barrister. I call this process of identity-building an individual’s self-relationality.

V. Privacy Considering Fashion Identity

The final part of this discussion establishes a basis for future discourse on privacy regarding the impact of technology on individual behaviour. Fashion identity is a valuable tool for clarifying the nature of the right to privacy, which is a construct that holds together our separate selves in the face of objective and subjective constraints on identity formation. Using this definition, we can expand the facets of the right to privacy to incorporate the notion of individual perception and self-relationality into a legal landscape.

1. Privacy and Fashion Identity

Figure 1 illustrates the overlap between privacy and fashion identity and how we can broaden the perspective of the former.
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Figure 1. On privacy considering fashion identity
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I identified that there is a connection between fashion identity and privacy based on the communication of values, in that privacy overlaps with the expression of the social selves, focusing on an individual’s appearance management. The right to privacy, just as fashion identity, addresses the context where personal values are formed, in that we consider the evaluative judgements, including external stimuli, regarding an individual’s appearance management. However, we need to expand on the notion of privacy, identity and autonomy as a means to shape the performative role of fashion including an individual’s process to manage his or her behaviour.

In this respect, we need to elaborate on how fashion identity can clarify an individual’s privacy, autonomy and identity as an embodied experience. Privacy recognises the continuity of negotiated relationships, supporting the idea that fashion identity builds on the opportunities and constraints given within social codes. Nevertheless, fashion identity further clarifies that social processes illustrate an individual’s dialectic tendency to weigh up between fashion narratives and personal values. Accordingly, fashion identity can contribute to our understanding of how values are formed, based on the notion of individual perception.

Finally, while privacy rightly recognises that the self is constructed based on the feedback of others, it is fashion identity that offers an elaborate view on the individual’s inference of knowledge of self. Fashion identity, as a form of social behaviour, suggests that human perception is both rational and emotional. Perception is formed based on the interaction between the social selves and the intimate self, which concern the formation of values as well as attitudes. That said, the construction of fashion identity with the environment illustrates the tension between conformity and individuality, as well as the goals that define an individual’s unconscious aspirations to define one’s identity. Thus, there seems to be a gap in how privacy relates to the intimate self of fashion identity. With the intimate self, identity construction builds on further levels of thoughts that are based on the formation of values, emotions and attitudes rather than pure symbolic interactionism. We attach the meaning to our intimate self as autonomous subjects based on our self-relationality.

2. Defining Individual Perception and Self-Relationality in Privacy

The following definition intends to illustrate guidance to clarify the scope of the right to privacy:

Privacy is a construct that holds together our separate selves from the objective and subjective constraints on identity formation.

How should privacy safeguard the separate selves of identity? It is important to highlight that the separate selves are a perspective that illustrates the detachment of perception and self-relationality influenced by profiling technologies. The notion of privacy should extend to the multiplicity of identities to include external and internal worlds and broaden the outlook on external stimuli that have an impact on individual perception and self-relationality.

The concept of privacy posited by this paper allows us to incorporate ‘fashion identity’ with regard to the objective constraints on privacy in terms of identity construction. The notion of ‘fashion identity’ in appearance management can contribute to the external constraints that invasions of privacy can impose on the sense of self, being relevant to the clarification of the ‘reasonable expectation of privacy’ with regard to Article 8(1) of the ECHR. In doing so, ‘fashion identity’ can sustain the social dialogue between dominant values and personal expression of style to define the expectations of privacy in the digital age. The dialectic tendency in the social selves of ‘fashion identity’ could illustrate the parameters for addressing social constraints on a fundamental level, rather than limiting the interpretation of values to a particular form of control. In other words, ‘fashion identity’ may offer the means to analyse the way new communication patterns on the expression of identity arise, such as the emergence of new algorithmic infrastructures that shape and predict aspects of an individual’s personality.

Moreover, ‘fashion identity’ could expand the notion of privacy and autonomy that relates to certain characteristics, acknowledging the generation of attitudes for the inference of knowledge about the self. This premise regarding the internal constraints on identity-building should shift the focus from (physical) self-representation to an individual’s experience in specific relations. Our understanding of the right to privacy should not simply respond to the demands of the social context but translate the notion of individual perception and self-relationality into its invisible usefulness, such as the relevance of personal desires within the process of management and perception of appearance.

Thus, we can agree that interference in the right to privacy not only applies when algorithms extend to instances where individual perception is used to attribute relationality. While it could be argued that inaccurate profiling is trivial in that an individual can still maintain agency and choice in choosing the ‘right’ clothing, the engagement with profiling technologies undermines an individual’s self-relationality through filtered content. As a result, the interplay between the intimate self and other aspects of ‘fashion identity’ can contribute to the scope of privacy to maintain one’s self-relationality, as it investigates
the extent to which fashion narratives relate to an individual’s perception (i.e., attitudes towards gender and the role of femininity/masculinity in appearance management).

VI. Conclusion

This paper intended to fulfil two important functions of this research study. One, it focused on the understanding of the right to privacy in terms of identity construction and offers a fresh outlook on the right to privacy, focusing on the meaning of identity in fashion studies. Second, it defined two key values that aim to shape the meaning of the right to privacy in the big data age, which is an individual’s perception and self-relationality of fashion identity. The first notion focuses on an individual’s ambivalence of the social and personal aspects of fashion, whereby the latter notion is the individual’s process of sense-making of fashion.

Fashion identity is not a mere conceptual abstraction of the self and the environment but uncovers the essence of a ‘profiled identity’. Fashion identity signifies more than controlling impressions and self-representation in an environment. It is not only about the visual stimuli that awakened them but also the conditions an individual imposes on self-perception and appearance management. In this respect, the study of ‘fashion identity’ includes the various nuances of how norms have an impact on managing behaviour in the material self; how fashion narratives in the social selves can illustrate personal preferences, as well as a tendency towards specific social norms; and how personal preferences and attitudes in the intimate self in fashion identity illustrate the generation of knowledge about the self. Conversely, privacy does not concern the unconscious motivations of the self, but rather the conditions in which an individual interacts with the environment. The notion of individual perception and self-relationality is not an end but a starting point, which may inform our expectations about the value of autonomy and identity in the age of big data.
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