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Abstract — Biometric authentication relies on an individual’s physiological or behavioral traits to verify their identity before granting access permission to a system or device without remembering anything. Although electrocardiograms (ECGs) have been considered a biometric trait, an ECG biometric recognition system that operates in verification mode is rarely considered. This study proposes two two-factor cancelable biometric verification schemes that enable identity recognition using ECGs. Using bioconvolving and minimum average correlation energy biometric filters, revocable and irreversible templates can be constructed to avoid privacy invasion and security concerns associated with ECG biometric recognition. An interquartile range-based method is adopted to determine if an identity match exists, enabling identity verification under the influence of inter-beat variation. The experimental results indicated that the proposed schemes could achieve an equal error rate as low as 1% when the inter-beat variation was properly addressed.

I. INTRODUCTION

Authentication is the process of identifying users who request access to a system, network, or device, and access permission is granted through identity recognition based on passwords. Constructing a strong password requires sufficient universality, distinctiveness, permanence, and collectability, to be a biometric attribute. Moreover, its intrinsic and dynamic nature makes it difficult to steal and forge. Various approaches that utilize ECG for biometric recognition include fiducial feature-[9], principal component (PC)-[10], and wavelet transform-based[11] approaches. A common characteristic of these approaches is that ECGs must be transformed into abstract representations referred to as biometric templates before being applied to recognition tasks. However, the application of the approaches is accompanied by security and privacy concerns. For instance, a very high correlation coefficient can be obtained by evaluating the similarity between the original ECG waveforms and those reconstructed from the PCs of a selected subject [12], leading to privacy invasion. Furthermore, the fiducial features of a subject can be used to synthesize ECGs that can successfully attack a recognition system [13].

An approach for addressing privacy and security concerns involves building an ECG recognition scheme based on deep learning [14]. Because the discriminant information between different subjects’ ECGs is learned and embedded within the multiple hidden layers of the network model, the need for template construction and the risk of a template being stolen are eliminated. Another approach is to construct cancelable templates for which recovery is infeasible due to blending artificial patterns into the given biometric samples [7]. Because reconstruction is infeasible, the private information of a stolen template can be protected, and reconstructing ECGs for system attacks is not possible. Moreover, because the template is generated by blending a random pattern with a given ECG sample, it can be revocable like passwords once stolen. This study aims to develop cancelable ECG biometric recognition approaches that operate in verification mode. Before verification, a subject must claim their identity, and the system validates the identity by comparing the provided ECGs with the corresponding template stored in the system. Based on the concepts of bioconvolving [15] and the minimum average correlation energy (MACE) biometric filter [16], revocable and irreversible templates are constructed to avoid privacy invasion and security concerns.

II. PROPOSED ECG BIOMETRIC VERIFICATION SCHEMES

A. Data Preprocessing

Baseline wanderers and power-line interference are artifacts making ECG interpretation difficult. Extracting baseline wander can be achieved via two median filters with window sizes of 200 ms and 600 ms, respectively. A second-order IIR notch filter can be used to remove the power-line interference. After artifact removal, the noise-free ECGs are cut into segments of $T_3 \cdot s$ centered at the R peaks. Depending on the sampling rate $f_s$, each beat segment has a length $l = T_3 \cdot f_s$.
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B. Cancelable Template Construction

Here, we present two cancelable template construction schemes. We assume that $N_{en}$ beat segments are collected during enrollment for each subject.

1) Bioconvolving

To construct a template for a subject to be enrolled through bioconvolution, we first cut the ensemble average of the $N_{en}$ beat segments, $\mathbf{x} \in \mathbb{R}^{l \times 1}$, into $k$ pieces of equal length, $l/k$. Thereafter, a random key, $r_{Ec} = [r_1, r_2, \ldots, r_k]$, is generated, where $r_i$ is a random integer drawn from the range $[1, l/k-1]$, which is used to further divide the $i$th ECG piece into two parts of lengths $r_i$ and $l/k - r_i$. We compute the convolution of these two parts and repeat the process of cutting and convolution for $k$ ECG pieces. Thereafter, template $\mathbf{F}$ is constructed by stacking the $k$ convolution results as a vector of size $(l-k) \times 1$.

2) MACE biometric filter

First, we convolve the $N_{en}$ beat segments of a subject to be enrolled with a random key, $r_{mace} \in \mathbb{R}^{k\times 1}$ and apply the discrete Fourier transform to the convolution results to obtain the encrypted ECG segments, $\mathbf{m}_i \in \mathbb{C}^{(l+k-1) \times 1}$ for $i = 1, \ldots, N_{en}$. To construct the MACE biometric filter $\mathbf{h} \in \mathbb{C}^{(l+k-1) \times 1}$ for the subject, we use [17]

$$\mathbf{h} = \mathbf{D}^{-1} \mathbf{M}^H (\mathbf{D}^{-1} \mathbf{M})^{-1} \mathbf{u},$$

where $\mathbf{M} \in \mathbb{C}^{(l+k-1) \times N_{en}}$ is the stack of the $N_{en}$ encrypted ECG segments; $\mathbf{D}$ is a diagonal matrix of size $l+k-1 \times l+k-1$ whose diagonal elements are the magnitude square of the associated element of $\mathbf{m}$ and the ensemble average of $\mathbf{m}$; the superscript $H$ denotes the conjugate transpose of a matrix; $\mathbf{u} \in \mathbb{R}^{(l+k-1) \times 1}$ is a user-specified constraint vector whose elements are 1 in this study. A crucial characteristic is that the cross-correlation of the MACE biometric filter, $\mathbf{h}$, and the given encrypted ECG segment, $\mathbf{m}$, exhibits a sharp peak at the origin of the correlation spectrum if $\mathbf{h}$ and $\mathbf{m}$ are generated from the beat segments of the same subject, as shown in the left Figure 1(a). If not, the spectrum will have more than one peak with a significantly low correlation, as shown in the right of Figure 1(a).

The progression of the proposed scheme is illustrated in Figure 1(b). Template $\mathbf{F}$, MACE filter $\mathbf{h}$, and the correlation spectra of $\mathbf{h}$ and $\mathbf{m}$ must be stored in the system database for identity verification. The revocability of $\mathbf{F}$ and $\mathbf{h}$ is ensured because they can be replaced by new constructed by applying different random keys. Irreversibility is also possessed by $\mathbf{F}$ and $\mathbf{h}$ because recovering the beat segment from $\mathbf{F}$ or $\mathbf{h}$ is infeasible without a random key. Notably, the random key is possessed only by the subject to be enrolled in the proposed system. Finally, either $\mathbf{F}$ or $\mathbf{h}$ is generated by convolving the segmented beat pieces or beat segment with a random key. This makes a beat segment “smeared” such that the physiological and pathological conditions of the subject cannot be disclosed from $\mathbf{F}$ and $\mathbf{h}$.

C. Identity Verification for an Enrollee

When an enrolled subject tries to access the system, they have to claim their identity, present the random key, and provide $N_{v}$ beat segments for identity verification. The beat segments and random key are used to construct a bioconvolving template or compute a mean-encrypted ECG segment following the procedure described in Section II.B. The stored template $\mathbf{F}$ or MACE biometric filter $\mathbf{h}$ of the subject is retrieved from the database according to the claimed identity to “compare” with the newly formed segment.
template or the mean encrypted ECG segment. If the “similarity” between them is lower than the preset threshold of the claimed subject, the subject requesting access to the system is deemed to be who they claim; otherwise, the subject is considered to be unregistered. The flow diagram in Figure 1(b) illustrates the proposed verification scheme. All databases are established during enrollment.

We use the mean squared error (MSE) as a measure of similarity. However, the calculation is different for systems based on bioconvolving and the MACE biometric filter. For the former, MSE is the error between the newly formed template $F$ and that retrieved from the system. For the latter, the newly formed mean-encrypted ECG segment is first used to evaluate the cross-correlation with the MACE filter $h$ belonging to the claimed subject. Thereafter, the resulting correlation spectrum is used to calculate the MSE of the data retrieved from the system. Although the MSE is ideally zero if the subject is genuinely who they claim, variations in MSE from one access trial to another are difficult to avoid owing to inter-beat variability. To determine if a match exists, an interquartile range (IQR)-based method is adopted. IQR is the difference between the first and third quartiles of a set of obtained MSEs, denoted as $Q_1$ and $Q_3$, respectively. Notably, we have $N_{en}$ beat segments that can be used for MSE evaluation for any subject enrolled. The threshold is then set based on $Q_1$ and $Q_3$ of the obtained MSEs

$$T_{mse} = Q_3 + k_{iqr} \times (Q_3 - Q_1),$$

where $k_{iqr}$ is the parameter that controls the size of the fence region. Each enrolled subject has their own threshold. Later, if the MSE obtained for a subject to access the system is lower than $T_{mse}$, the subject is deemed who they claim; otherwise, the subject is considered unregistered.

III. EXPERIMENTS AND RESULTS

A. Dataset

The proposed schemes’ performance was evaluated using the Lead-I recordings of 285 subjects from the Physikalisch-Technische Bundesanstalt (PTB) database [18]. Each ECG record was sampled at 1 kHz with a 12-bit resolution. Before proceeding, each ECG record was subjected to 50 Hz power-line interference suppression and baseline wander removal. The noise-free ECGs were then segmented with respect to the detected R peaks with a length of 0.8 s. Finally, the obtained beat segments were randomly selected for enrollment or verification in the following experiments.

B. Results and Discussion

A verification system should verify the identity of a registered subject and exclude the unregistered subjects. Two types of errors are possible during verification: (1) an unregistered subject is incorrectly accepted and (2) a registered subject is incorrectly rejected. The false-positive rate (FPR) and false-negative rate (FNR) are the metrics for these events. To evaluate the FPR, we adopted a leave-one-out strategy in which one of the 285 subjects was selected as the registered subject and the remaining subjects intruded their account. We repeated this process ten times for each subject, and the FPR was calculated as the ratio of the number of false accepted trials to the total number of trials. The FNR was calculated as the ratio of the number of incorrect rejections to the number of total trials, where each registered subject accessed their account ten times. Notably, FPR and FNR vary with $k_{iqr}$, and a $k_{iqr}$ corresponding to a low FNR may incur a high FPR. To determine a suitable $k_{iqr}$, the usual choice is a value that yields an equal error rate (EER) (i.e., $FPR = FNR$). The lower the EER, the higher the accuracy of the biometric system is.

Two factors, the sampling rate and number of beats used for verification, that could affect the verification accuracy were investigated. Different sampling rates were achieved using a low-pass anti-aliasing filter on the original recordings followed by decimation. The low-pass filter was a Chebyshev Type-I filter of order eight with a normalized cutoff frequency of $0.8\pi r$ and a passband ripple of 0.05 dB, where $r$ is the downsampling factor. Typically, the constraint on the time required for enrollment is not necessarily strict, and additional heartbeats from the enrollee can be acquired. However, this is not true during verification. Since acquiring one complete heartbeat requires approximately 1 s of data, collecting more heartbeats unavoidably hinders the identification process. Thus, the number of beats for identity verification, $N_v$ is set to be smaller than that used for enrollment, $N_{en}$. Several $N_{en}/N_v$ combinations were evaluated: 1) $N_{en} = 15$ and $N_v = 1$, 2) $N_{en} = 15$ and $N_v = 3$, 3) $N_{en} = 15$ and $N_v = 5$, 4) $N_{en} = 15$ and $N_v = 10$.

The EERs of the bioconvolving and MACE filter-based schemes are shown in Figures 2 and 3. Unlike fingerprints, ECGs are dynamic signals that may suffer from inter-beat variation owing to changes in the physical state of the subject, which can degrade the verification accuracy. This was evident when $N_v$ was one, as shown in Figures 2 and 3. The effect of inter-beat variation can be mitigated through beat

Fig. 2. EERs of the bioconvolving-based approach under different $f_s$, and $N_{en}/N_v$ combinations.
averaging [12]. When $N_v$ was greater than one, the EERs were instantaneously reduced to less than 1% in both schemes. First, one may think that reducing the sampling rate could lead to the loss of morphological details of the ECG waveforms and cause a decline in discrimination power and thus higher EERs. However, as shown in Figures 2 and 3, the EERs decreased as the sampling rate decreased. Notably, in this study, the sampling rate reduction was achieved using a low-pass anti-aliasing filter on the original recordings, followed by decimation. This low-pass anti-aliasing filter provided a means to mitigate the inter-beat variation that made both approaches robust to inter-beat variation and achieved better EERs even when $N_v = 1$. Although the low-pass filter discarded the morphological details of the ECGs of the subject to be enrolled, the loss of discrimination power was compensated by introducing a user-specific random key. The EERs obtained when $N_v$ increased further also verified this point. The EERs were stable regardless of the sample rates and $N_v$ values if the inter-beat variation was properly addressed. Finally, the convolving-based scheme performed better than the scheme based on the MACE biometric filter, particularly when $N_v$ was small. This was attributed to the additional smoothing resulting from the convolution between the pieces of ECGs.

IV. CONCLUSIONS

This study presents two two-factor cancelable biometric verification schemes that allow identity recognition using ECG beat segments. The revocability of the bioconvolving templates and MACE biometric filters is guaranteed by applying different random keys when needed. Their irreversibility arises from the fact that recovering the original beat segment from a stolen template or MACE filter is infeasible without a random key for their generation. In addition, convolving a beat segment with a random key makes the distinct components of a beat segment “smeared”; thus, the physiological and pathological conditions of the subject can be avoided. Finally, the IQR-based method is adopted to determine whether an identity match exists. The performance of the proposed schemes was evaluated using ECGs from the PTB database. The results indicated that both schemes achieved an EER as low as 1%.
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