A Comprehensive Analysis of DDoS attacks based on DNS
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Abstract. Domain Name System (DNS) is a basic and important services on the Internet. However, Distributed Denial of Service (DDoS) has been a threat to the security and stability of DNS for a long time. In this paper, we take a review of DDoS attacks based on DNS aiming to make a better understanding of it. Firstly, we analyse the security vulnerabilities of DNS related to denial-of-service attack. Then we discuss the classification of DNS DDoS attacks, and divide them into four categories according to the attack mode. Finally, we summarize the existing defense methods of two aspects. We aim to get a better understanding of the DDoS attacks based on DNS and expand the understanding of DDoS attacks.

1. Introduction

DNS is one of the most important network infrastructures, mainly responsible for the transformation of domain names into IP addresses. Almost all Internet applications depend on DNS. Due to the easy implementation, difficult tracking and serious consequences, distributed denial of service attack become a major problem of network security. And the DDoS against DNS will bring great damages and extensive influence.

In October 2016, Dyn, a service provider, suffered a DDoS attack of its DNS, which took down the service for many websites, including Visa, Amazon, GitHub, and so on. It was one of the largest bandwidth DDoS attacks ever recorded, with attack bandwidth over 650 Gbps. In October 2019, the DNS server of the famous cloud services company AWS suffered a DDoS attack, which lasted for 15 hours and caused partial AWS service to be paralyzed.

DNS has the following security vulnerabilities related to denial-of-service attacks.

a) Lack of legitimacy verification: The client program determines whether the response matches with the query through the port number and serial number, but there is no mechanism to authenticate the legitimacy of the reply content. It is easy to receive the reply message of incorrect mapping between domain name and IP address.

b) Open system: The DNS system is open and provides services continuously. The data on most DNS servers is unencrypted and has no access restrictions. Customers in different regions can access the same DNS server, and most DNS servers allow recursive queries.

c) Connectionless: Each access is independent. Most of the network layer protocol used by DNS clients and servers for query requests is UDP, which does not require three-way-handshake.

d) Stateless: It means that the protocol has no memory for transactions. The DNS server does not record the client's request or its own response. If the client requests the same domain name resolution repeatedly, the server responds to the query continuously. The attacker can conceal himself from traceability very well.
Open systems result of DNS having to accept all user requests unconditionally, and the attack messages of DNS are all legitimate DNS UDP requests, which are difficult to be recognized by ordinary DDoS protection equipment. The failure of a single DNS server or domain name can cause the failure of other DNS systems, and causing Dominoes Effect.

In this paper, we try to further understand DDoS attack based on DNS, analyze and summarize the attack characteristics and defense methods, aiming to lay a theoretical foundation for future research. The remaining part is organized as follows. Section 2 discusses the classification of attacks, Section 3 summarizes current detection and defense methods, and make a conclusion in Section 4.

2. Attack classification

We can divide DNS DDoS attacks into different types according to its attack path, target, mode, etc. According to the attack path, it can be divided into direct attack and stepping attack. Direct attack is to send flood DNS request message to the target DNS server directly. Stepping attack does not attack the target DNS server directly, but by sending flood DNS request message to the common recursive server.

When it comes to attack target, one is aimed at the DNS server, and another is using DNS server as an attack amplifier to cause other host denying of service.

According to the mode of resource consumption, it can be divided into server resource consumption and bandwidth resource consumption. Server resource consumption is to send a large number of flooding DNS requests, consume the resources of DNS server, make it reach or exceed the service limit. For example, the domain name prefix or suffix DNS flood attack. Bandwidth resource consumption is to consume the outlet bandwidth of the DNS system, block the normal DNS reply message to the user. Such as DNS flood amplification attack.

According to the attack mode, it can be divided into DNS query flood, DNS reply flood, DNS water torture attack and hybrid attack. DNS query flood is to send a large number of DNS query requests to the selected server directly, forcing the server to run out of resources [1]. DNS reply flood is by using the open recursive service of DNS server to amplify the attack traffic and carry out DDoS attack on some victims. DNS water torture attack appends an invalid random prefix to the target domain to bypass the DNS cache and tries to overwhelm an outside victim’s authoritative DNS servers.

2.1. DNS query flood

The attack is to send a large number of DNS query requests to the DNS server to achieve the purpose of denial of service. Common attack methods include using powerful servers or zombies to send plenty of domain name resolution requests with counterfeited source IP or using zombies to initiate a great deal of domain name resolution requests with real source IP. In general, when DNS servers receive a request with not recorded in the cache, the recursive server needs to perform a recursive query. If the attacker carefully constructs and forges the domain name, the cache will certainly have no record of it. Therefore, for each query, the DNS server has to issue recursive queries. With relatively low performance of recursive servers, they are easily to be overwhelmed. If the attack requests are mostly recorded in the cache server, it will mainly put pressure on the cache server.

![Figure 1. DNS Query Flood](image-url)
2.2. DNS reply flood

DNS service is mainly based on UDP protocol, which is stateless. When the DNS server receives the reply message, it will process the message regardless whether it has sent a resolution request. DNS reply flood is that the attacker sends a large number of DNS reply messages to the DNS cache server, causing the cache server to run out of resources by processing these reply messages, as shown in figure 2.

![Figure 2. DNS Reply Flood](image)

DNS reflection flood is a variation of the DNS reply flood. It's more aggressive and harder to trace. As shown in figure 3, attackers forge their own source IP address into the IP address of the target, and then send a flood of query requests to a series of open DNS servers. By forging the source IP address of the DNS request message, these DNS response messages will be directed to the target.

![Figure 3. DNS Reflection flood](image)

As early as 2001, Paxson et al. [3] mentioned that DNS servers can act as a reflector of traffic amplification attacks. The size of DNS reply message is usually several times or even dozens of times that of DNS request message. It would not be too difficult for an attacker controlling thousands of zombies to generate DNS attack traffic. The amplification effect of attack traffic is measured by the Amplification Factor (AF), which is defined as

\[ AF = \frac{\text{size}(\text{reply message})}{\text{size}(\text{request message})} \]

The size of request message is mainly determined by the length of the queried domain name. The shortest domain name is '.', so the query packet is at least 17 bytes. DNS protocol stipulates that UDP DNS reply message is 512 bytes at most, so the maximum amplification factor is 30. Anagnostopoulos M et al. [4] proposed a DNSsec based attack with a maximum amplification factor of 44 due to the introduction of digital signatures. Sieklik B et al. [5] proposed that the amplification factor can reach 60 at the Trivial File Transfer Protocol. The introduction of the EDNS0 mechanism makes the DNS reply packet size typically scalable to 4096 bytes, and the request packet requires an additional 11 bytes. Therefore, the range of amplification factors is approximately 1 to 146. In addition, Sattar U et al. [6] proposed amplification attack with modified bloom filters.

2.3. DNS water torture attack

DNS water torture attack first appeared in February 2014[7]. It attaches the invalid random prefix to the target domain to bypass the DNS cache, and then dynamically forward it to the relevant authority server by the DNS resolver, and finally achieve the purpose of draining the authority server resources. Take
the attack domain name abc.com as an example, the general attack process is shown in figure 4. The attacker controls zombies to generate a large number of random subdomains for abc.com and send them to the resolver. The resolver can be any device with DNS forwarding characteristics, such as a recursive DNS server or a gateway router. Since the above random subdomain does not exist, the resolver first requests the root server for the IP address of authoritative server containing .com. Eventually lead to all invalid attack queries are forwarded to that authoritative server. For each query, the authoritative server returns the NXDOMAIN record to the resolver, which then forwards the record to the client IP address (which is usually forged by the attacker). After the authoritative server becomes overwhelmed, the resolver waits for the full failure response time for each remaining attack query. In this case, the resolver’s resources will quickly run out as well. For example, the notorious IoT botnet Mirai disrupted the Internet services of Twitter, Net-Filix, Amazon, and other major companies through DNS water torture attack [8].

![Figure 4. DNS Water Torture Attack](image)

2.4. Hybrid Attack
Just as its name implies, it is a combination of various forms of attack. For example, Bushart J et al.[9] propose a new attack called DNS Unchained, which combines amplification with application layer attack. They carefully chain CNAME records and force resolvers to perform deep name resolutions effectively overloading a target authoritative name server with valid requests, to achieve an attack amplification of 8.51.

3. Detection and defense methods
In order to prevent DNS server from DDoS attacks, there are two main research directions at present. One is to study the detection method to find the attack behaviour quickly and filter the attack traffic effectively. And another is to study how to enhance the defense ability of DNS server to ensure that the server can still provide services for normal users when attacked.

3.1. Detection methods
Among the attack methods mentioned in section 2, DNS reflection flood and water torture attack are more effective and have a greater impact than DNS query flood. Related studies mainly focus on the effective detection methods for them.

DNS reflection flood and most of the DNS query attack use the source IP address forgery technology. If the forged IP address can be effectively detected, it will be easier for detecting the DDoS attack against DNS server. And according to the forged IP address, we can filter the attack traffic. In 2003, Jin C et al. [10] proposed a mechanism based on the number of routing hops to detect and filter the source IP address forgery packet. As the attacker can forge the source IP address to send a request to the DNS server, but the packet sent by the host corresponding to the real IP address is difficult to forge through the number of routing hops to reach the DNS server. This method can identify nearly 90% of the source IP address forgeries. However, it uses the structure of hash table to store a large amount of network information and uses the chain address method to deal with conflicts. On the one hand, it needs a large amount of storage resources and cannot avoid the potential threat of DDoS attack to the dynamic storage structure. On the other hand, a large number of hash collisions can lead to slower queries. In 2006, Guo et al. [11]
proposed to arrange a DNS Guard at the front end of the DNS server. DNS Guard uses cookie combined with the method of communication and verification with the source side. It can identify and block the forged source IP address effectively. The accuracy of this method is high, but it needs to communicate back and forth with the source side continuously, resulting in large additional traffic, and it is easy to be attacked by DDoS based on cookie verification.

In 2007, Kambourakis et al. [12] found that the DNS query and reply packets present basic one-to-one under normal network condition. Thus, they proposed an effective method to detect the amplification attack of DNS. However, the traffic access to DNS servers is usually huge, but the paper does not make any explanation about the effective storage for packets, and the proposed method of blocking source IP addresses with firewalls may cause another form of denial-of-service attack. In 2008, Sun et al. [13] improved the storage for packets and improved the storage structure with bloom filter to reduce the storage space. The proposed method can detect DNS amplification attacks and filter the attack traffic. In 2014, Lim et al. [14] proposed mechanism based on SDN features to block legitimate looking DDoS attacks effectively.

With the development of machine learning technology, more new detection techniques emerge. In 2009, Rastegari et al. [15] proposed an intrusion detection system based on neural network for DoS attack against DNS. In 2010, Subbulakshmi et al. [16] took the normal data flow and DDoS attack flow as a classification problem and proposed a detection technique based on machine learning and support vector machine algorithm. In 2016, Alan Saied et al. [17] used artificial neural network to detect DDoS attack by blocking the forged packet before reaching the target.

In addition, there are some other detection techniques as follows. In 2006, Wang et al. [18] proposed a detection technique based on data mining to detect DDOS attacks. In 2007 and 2008, Choi et al. [19] and Ricardo et al. [20] proposed methods for detecting and monitoring botnet DNS traffic, respectively. In 2013, Wei et al. [21] classified the DNS query traffic and detect anomaly using data mining approach. In 2014, Jose et al. [22] proposed a detection method based on DNS log monitoring with Hadoop. In 2016, Takeuchi et al. [23] proposed a DNS water torture attack detection system based on domain name vocabulary and structure characteristics.

3.2. DNS server capacity enhancement

One approach to this issue is to limit the speed of DNS traffic. In 2008, Zhang et al. [24] proposed boundary routing exit detection to prohibit packets whose source IP address is not the network segment from flowing out and discard super-large DNS reply packets at the victim server side. This method is simple, effective and can block the DNS amplification attack from the source. However, it requires extensive deployment of the whole network, and cannot effectively filter the attack packets with small amplification ratio. In addition, Response Rate Database (RRL) policy, which implements speed limit control for certain types of reply messages such as NXDOMAIN and NODATA, is an effective way to mitigate DNS amplification or reflection attacks. In 2012, Donnerhacke L [25] proposed DNS Dampening, which is similar to RRL, except that all traffic of this type is discarded for a period of time after the speed limit is triggered. Both of these speed limiting schemes use source IP to distinguish traffic. When the authoritative server is a reflector of amplification attack, the speed limitation can effectively reduce the reflected traffic. However, if the authority server is the target, the attacker can easily make the speed limit mechanism fail by forging a large number of source IP addresses. Attack traffic can also be diverted from legitimate recursive servers. If speed limits or packet loss are implemented based on the source IP, it may cause misjudgement and affect the DNS queries of normal users.

Another solution is to improve the defensive capabilities of authoritative server. In 2007, Pappas et al. [26] used various strategies to set longer TTL values to enhance the ability of DNS servers to resist DDoS attacks according to the characteristics of infrequent changes in resource records of authoritative domain name servers. This strategy can effectively improve the availability of servers and provide domain name resolution services for legitimate users. But it will increase the risk of cache poisoning attacks on DNS servers. In 2008, Ballani et al. [27] proposed to use stale cache to cache the stale resource records in DNS server to alleviate the effect of not being able to provide service normally when DDoS
attack occurs. However, the method of caching expired records violates the semantics of expired records in DNS protocol and cannot be used reasonably, as the canonical DNS specifies that expired TTLs should be discarded from the cache. In 2019, Wang et al. [28] recommend a combination of the authority side and the resolution side to redistribute user traffic. It uses DNAME records to quickly propagate the redirect signal from authoritative name servers to resolvers. These resolvers then track the DNAME records and redirect subsequent traffic to the redirect name servers. In case of DDoS attacks, such DNS traffic redirection would greatly reduce the query load flooding the original name server, thereby reducing the risk of its unavailability or outage.

In addition, there are some other detection techniques as follows. In 2016, Afek [29] proposed a novel mitigation system for amplified DNS DDoS (ADD) attacks called Distributed Rate Sharing based Amplified DNS-DDoS Attack Mitigation (DRS-ADAM), which allows each DNS resolver to detect and stop ADD traffic locally. In 2017, Booth [30] proposed to modify the DNS protocol, specifically, adding two additional timers to mitigate the effects of DDOS DNS attacks. In 2018, Chen et al. [31] proposed a novel method to reduce the DDoS traffic on TLD servers, in which traffic filter based on machine learning algorithms is applied to major recursive DNS servers.

4. Conclusion

The domain name system is a key piece of Internet infrastructure. Even a small part of the DNS infrastructure is not available for a short time can disrupt the entire Internet. Unfortunately, the connectionless and stateless of DNS makes it vulnerable to DDoS attacks, which are very difficult to defeat. DDoS attacks against DNS present a security challenge that needs to be addressed. Only by understanding the attack can we defend against it more effectively. This paper makes a detailed analysis of DDoS attacks based on DNS aiming to extend the knowledge on DDoS attacks. According to the attack mode, DDoS attack based on DNS is classified as DNS query flood, DNS reply flood, DNS water torture attack and hybrid attack. And then the present research results are analysed from the detection and capacity enhancement perspectives. Attack methods will continue to evolve with the development of new technologies, and we suggest that the future research should focus on the DNS DDoS attack in the Internet of things.
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