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A block encryption algorithm based on exponentiation transform
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Abstract: This paper proposes a new block encryption algorithm for cryptographic information protection. It describes a new transformation method EM (Exponentiation Module), which is part of the algorithm, and a method of S-box obtaining. The paper also considers an optimization technique to advance the efficiency of key selection and calculation. We discuss the possibility to obtain good results by applying the peculiar properties of cryptographic primitives in the Galois field. To increase the strength and speed of the encryption algorithm, we used a nonpositional polynomial notation and an indexed view for the Galois field. The paper provides for statistical properties of the ciphertext obtained with the developed algorithm. We also present the results of differential and linear cryptanalysis of the S-box used.
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1. Introduction

The widespread use of computer technology in automated information processing and control systems has brought to the fore the problem of protecting information circulating in computer systems from unauthorized access (Biyashev, 1985). Information security in computer systems has a number of specific features related to the fact that information is not rigidly associated with
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The widespread use of computer technology in automated information processing and control systems has exacerbated the problem of protecting information circulating in computer systems from unauthorized access. One of the main ways of protecting information is cryptographic methods. The article proposes a new encryption algorithm for cryptographic information protection. An optimization method is also considered for implementations of the proposed algorithm, which increases the efficiency of key selection and calculation. The results of the study of the reliability of the proposed algorithm and differential and linear cryptanalysis of the used S-block are presented.
a medium, and can be easily and quickly copied and transmitted over communication channels. There are a plethora of information security threats that can be perpetrated by both external intruders and insiders (Amerbayev et al., 2005).

A comprehensive solution to the problems of protecting electronic information can only be obtained with cryptographic methods that allow solving the most important problems of secure automated processing and data transfer. Cryptographic methods of information protection are special methods of encryption, coding, or other transformation of information that makes the content inaccessible unless a cryptogram key and inverse transformation are presented (Chipiga, 2009). The cryptographic information protection facility has become the main tool to protect data from unauthorized access. Today in the world, in connection with the active growth of digital technologies, the branches of science associated with cryptographic methods of information protection are rapidly developing. Papers (Chengjing et al., 2019; Liu et al., 2018; Ullah et al., 2018; Xiong et al., 2018a) describe these issues in detail, the authors carried out colossal work to review scientific articles on the cryptographic protection of information, including encryption algorithms designed to protect the information in the form of images. In some other works, the authors considered several encryption algorithms and the results of cryptographic attacks against them (Li et al., 2017, 2018; Xiong et al., 2018b).

Cryptographic methods of protection are certainly the most reliable protection techniques, since they secure the information itself, but not access to it. Modern cryptography includes four major sections: symmetric cryptosystems; public-key cryptosystems; digital signature; and key management (Nyssanbayeva et al., 2016). Symmetric cryptosystems use the same key for both encryption and decryption. The whole variety of existing cryptographic methods in symmetric cryptosystems can be reduced to the following four classes of transformations:

- substitution, where the characters of the encrypted text are replaced by characters of the same or another alphabet under a predetermined rule;
- permutation, where characters of the encrypted text are rearranged according to a certain rule within a given block of the transmitted text;
- analytical transformation, where the encrypted text is converted according to a certain analytical rule, for example, additive stream cipher involves modular addition of the source text by a pseudorandom sequence generated on the basis of the key;
- combined transformation represents a sequence of basic transformation techniques applied to a block (part) of the text under encryption.

Block ciphers in practice are more common than “pure” transformations of one or another class due to their higher cryptographic strength. The Russian and American encryption standards are based on the class of block ciphers (Babenko & Ischukova, 2006; Biyashev & Nyssanbayeva, 2012).

Currently, symmetric block encryption algorithms are the main cryptographic means of ensuring confidentiality when processing information in modern information and telecommunication systems. At the core of present-day ciphers is Kirchhoff’s principle, according to which the security of a cipher is ensured by keeping secret the key, rather than the encryption algorithm (Biyashev et al., 2013). Most block symmetric encryption algorithms use the following types of operations: table substitution, where a group of bits is mapped to another group of bits (S-box); permutation, which is used to rearrange message bits; addition operation modulo 2, denoted by XOR or ⊕; and cyclic shift by a certain number of bits (Babenko & Ischukova, 2006; Moldovyan, 2002). At the same time, modern high-speed methods of cryptographic conversion make it possible to preserve the initial performance of automated systems. Cryptographic data transformations are the most effective means of ensuring data confidentiality, integrity, and authenticity (Chipiga, 2007). Encryption algorithms using systems of residual classes have the following advantages: lack of inter-bit transfers; relatively small numbers used in modular operations; the ability to detect and correct errors; the possibility of developing highly effective means of protecting information in various electronic systems and networks.
In this paper, we propose a new method of the cryptographic transformation EM (Exponentiation Module) and a block encryption algorithm for cryptographic information protection based on the transformation EM and an S-box. The scientific and practical significance of this work lies in the fact that the results obtained will contribute to the development and creation of cryptographic information protection facilities in Kazakhstan. The proposed encryption algorithm at the proper level ensures the security and confidentiality of the information containing images. The developed encryption algorithm was experimentally tested for statistical security of encrypted data and investigated by some cryptanalysis methods.

2. Development of a symmetric block encryption algorithm based on EM
The encryption algorithm includes combining a key with a plaintext using the bitwise addition operation, the developed EM (Exponentiation Module) transformation procedures in a non-positional polynomial notation (NPN) on the basis of modular exponentiation in the extended Galois field GF(2^m), and an S-box substitution table.

2.1. EM transformation
The EM transformation method using non-positional polynomial notations based on exponentiation in the extended Galois field GF(2^m) consists of three stages:

- selection of a system of polynomial bases (formation of an NPN) and the order of their arrangement;
- generation of round keys;
- transformation and inverse transformation of input data.

Stage 1. Let \( p_1(x), p_2(x), \ldots, p_n(x) \) be irreducible binary polynomials used as working bases. A polynomial \( P(x) = p_1(x)p_2(x) \ldots p_n(x) \) of degree \( m = m_1 + m_2 + \ldots + m_n \) is the main working range of the NPN. Here, any polynomial of degree fewer than \( m \) is uniquely representable in the form of its residues modulo the working bases (or the remainders in division by) \( p_1(x), p_2(x), \ldots, p_n(x) \) respectively. Then a data block of length \( N \) bits can be interpreted as a sequence of the remainders \( \alpha_1(x), \alpha_2(x), \ldots, \alpha_5(x) \) of dividing a polynomial \( F(x) \) by the working bases \( p_1(x), p_2(x), \ldots, p_5(x) \) respectively:

\[
F(x) = (\alpha_1(x), \alpha_2(x), \ldots, \alpha_5(x)),
\]

where \( F(x) = \alpha_i(x) \pmod{p_i(x)}, i = 1 \ldots 5 \). In Equation (1) the remainders \( \alpha_1(x), \alpha_2(x), \ldots, \alpha_5(x) \) are selected so that the first \( l_1 \) bits of a message assign to binary coefficients of the remainder \( \alpha_1(x) \), the next \( l_2 \) bits assign to binary coefficients of the remainder \( \alpha_2(x) \), etc., and the last \( l_5 \) bits assign to binary coefficients of \( \alpha_5(x) \).

Let us consider the process of selecting the working bases. Let \( n_i \) be the number of irreducible binary polynomials of degree \( m_i \). The residues modulo these polynomials are all binary polynomials of degree no higher than \( m_i - 1 \). To represent each of these residues, it needs \( m_i \) bits (similarly for the residues modulo other bases). Let respectively \( n_i \) be the number of irreducible binary polynomials of degree \( m_i \), etc., and finally \( n_5 \) be the number of irreducible polynomials of degree \( m_5 \). Then the procedure for selecting all systems of working bases of degree \( m_i \) reduces to determining all possible solutions of the polynomial equation (Babenko & Ischukova, 2006; Biyashev & Nyssanbayeva, 2012; Biyashev et al., 2013; Nyssanbayeva et al., 2016):

\[
r_1m_1 + r_2m_2 + \ldots + r_5m_5 = N,
\]

where \( 0 \leq r_i \leq n_i, i = 1 \ldots 5 \) are unknown coefficients, \( r_i \) is the number of selected irreducible polynomials of degree \( m_i \). One solution of the Equation (2) is one particular set of coefficients \( r_i \).
determining one system of working bases with all possible permutations thereof. Since \( n \) is the number of all irreducible polynomials of degree \( m_i \), \( 0 \leq m_i \leq N \), the number of all selected bases is:

\[
S = r_1 + r_2 + \ldots + r_s
\]  

Equation (3) specifies the number of bases \( S \) with residues covering a block of length \( N \) of the given message. These \( S \) bases are chosen out of the total number of all irreducible polynomials of different degrees. All chosen bases must be different from each other even though they are irreducible polynomials of the same degree, as the theory of residue systems relies on the Chinese remainder theorem (Amerbayev et al., 2005).

Stage 2. To implement the EM transformation method using modular exponential operations in the extended Galois field \( GF(2^r) \), we obtain the value of \( k_i \) utilizing a pseudorandom sequence generator (PSG):

1. generation of a key (pseudorandom) sequence;
2. interpretation of the obtained sequence in the working bases;
3. decimalization of the interpreted sequence;
4. checking for \( \text{GCD}(k_i, 2^{\nu(r_i)} - 1) = 1 \), \( i \in \overline{1, S} \). If this condition is true, then we proceed to Stage 3, otherwise, we return to Stage 1.

Stage 3. As is known, a modular exponential operation takes a good deal of time. To reduce the execution time of the procedure, it is expedient to use an NPN.

Let us consider a procedure of stream cipher using an NPN. In this case, for the proposed algorithm, we select working bases as per (1) in the Galois field \( GF(2^r) \). Most scientists believe that the Galois fields \( GF(2^r) \) allow much room for the implementation of various cryptographic functions to ensure information confidentiality and integrity (Moldovyan, 2002). The proposed transformation method divides input data into 128-bit blocks. Prior to encryption, each block is divided into 4 32-bit sub-blocks. Each sub-block is interpreted as a sequence of remainders in the selected working bases, i.e., in our case, \( N = 32 \):

\[
A(x) = a_1(x), a_2(x), \ldots , a_S(x).
\]  

Where \( a_i(x) = \overline{1, S} \) are the blocks obtained.

The formula to transform the blocks in the expression (4) is:

\[
b_i(x) = a_i^k(x) \mod p_i(x), i = \overline{1, S}.
\]  

Equation (5) is the resulting ciphertext takes the form:

\[
B(x) = (b_1(x), b_2(x), \ldots , b_S(x)).
\]  

In this case, the inverse (5) is given by:

\[
a_i(x) = b_i^{k^{-1}}(x) \mod p_i(x), i = \overline{1, S}.
\]  

Equation (7) We can rewrite the plaintext obtained in (7):

\[
A(x) = (a_1(x), a_2(x), \ldots , a_S(x)).
\]  

Equation (8)
The proposed algorithm calculates the inverse keys for each block:

\[ k_i \cdot (k_i)^{-1} \equiv 1 \mod \left(2^{\deg(p(x))} - 1\right) \text{, } i = 1, \ldots, 3. \]  \hfill (9)

However, as noted above, a modular exponential operation is regarded as a low-speed one. To increase the performance of a cryptographic system, it is advantageous to use an indexed view of finite field elements (Chipiga, 2009). We complete an index table for the EM transformation in the selected working bases \( p_i(x) \):

\[ a(x) = \alpha^i \mod p_i(x), \quad j = 0, 2^{\deg(p_i(x))} - 2, \]  \hfill (10)

where \( \alpha \) is the generator of the multiplicative group of \( GF(p^r) \).

As an example, Table 1 shows the indexed view of the elements of the extended Galois field \( GF(2^3) \) generated by the polynomial \( p(x) = x^3 + x + 1 \).

Let us introduce the following mathematical equation as per the table of indices in the selected working bases:

\[ l = \text{ind}_a a_i(x) \mod p_i(x). \]  \hfill (11)

Here \( l \) is the power or indexed representation of \( a_i(x) \). Then we modify the formula (5) as:

\[ b_i(x) = \left(\alpha^i\right)^{-1} \mod p_i(x) = \left(\alpha^{(l_i \mod 2^{\deg(p_i(x))}) - 1}\right) \mod p_i(x). \]  \hfill (12)

In the process of the inverse transform, we replace \( k_i \) with the inverse element \( (k_i)^{-1} \), i.e. \( l = \text{ind}_a b_i(x) \mod p_i(x) \) and \( a_i(x) = \left(\alpha^i\right)^{-1} \mod p_i(x) = \left(\alpha^{(l_i \mod 2^{\deg(p_i(x))}) - 1}\right) \mod p_i(x) \).

### 2.2. S-box selection

The selection of good S-boxes is a challenging task. There are many competing approaches to solving the task, with four main methods among them.

#### 2.2.1. Random sampling

It is amply that small random S-boxes are insecure, while large random S-boxes may prove to be reasonably good. Random S-boxes having eight and more inputs can be sufficiently secure. The strength of S-boxes will increase, if they are simultaneously both random and depend on the key.

| Power representation \( a(x) \) | Polynomial representation \( p(x) = x^3 + x + 1 \) |
|---------------------------------|------------------------------------------|
| \( \alpha^0 \) | 1 |
| \( \alpha^1 \) | \( x \) |
| \( \alpha^2 \) | \( x^2 \) |
| \( \alpha^3 \) | \( x + 1 \) |
| \( \alpha^4 \) | \( x^2 + x \) |
| \( \alpha^5 \) | \( x^2 + x + 1 \) |
| \( \alpha^6 \) | \( x^2 + 1 \) |
Sampling followed by testing. In some ciphers, random S-boxes are generated first, and then their properties are testing against a set of requirements.

2.2.2. Manual development
Here, mathematical tools are hardly used, as S-boxes are created by using intuitive techniques. Bart Preneel has stated that “... theoretically interesting criteria are not sufficient (for selection of Boolean functions of S-boxes) ...” and “... special design criteria are necessary” (Preneel, 1993).

2.2.3. Mathematical development
S-boxes are generated under mathematical laws, hence they are guaranteed secure against differential and linear cryptanalysis and good diffusion properties (Kapalova & Dyuysenbayev, 2016). It was suggested to combine the “mathematical” and “manual” approaches, but in real practice, randomly chosen S-boxes compete with the ones having certain properties. Among the advantages of the last approach is its optimization against the known cryptanalytical attacks—differential and linear cryptanalysis.

An S-box is an ordinary substitution, i.e. a mapping of m-bit inputs onto n-bit outputs. S-boxes usually form a part of a transformation function and are essential to the strength of an encryption algorithm. Any changes in the input data of an S-box must lead to similar-to-random changes in the output data. The relationship between input and output values should not be linear or easily approximated by linear functions (this particular property is used in the linear cryptanalysis) (Kapalova & Haumen, 2018). It is known that S-boxes are used now in many symmetric encryption algorithms, such as AES, GOST R34.13–2015, DES, Twofish, etc. (Babenko & Ischukova, 2006).

Let us consider a method for producing an S-box in the block encryption algorithm based on the EM transformation. We first select an irreducible polynomial generating a multiplicative group in the Galois field GF(p^n) and any polynomial designated as the base. Then we complete a modular exponential operation over the chosen polynomial:

\[ S_i(x) = A^p(x) mod P(x), \quad i = 0, 2^{deg P(x)} - 1. \]  

(13)

Here, \( S_i(x) \) are the elements of the S-box, \( A(x) \) is the polynomial designated as the base, \( p_i(x) \) are the elements of the multiplicative group, \( P(x) \) is the module (an irreducible polynomial). The substitution table obtained is shown in Table 2.

2.3. Encryption algorithm
The flow chart of the developed encryption algorithm is shown in Figures 1 and 2. The algorithm supports the lengths of the block and key of 128 bits. The number of encryption rounds is 16. Before encryption, the input data are split into 16-byte or 128-bit blocks. The last block, as may be required, is filled according to specified conventions (e.g., with zeroes). Next, the following transformations are performed.

Procedure 1 provides for the addition of the key and a plaintext block modulo 2 (XOR operation). The input block is further split into 4 parts (sub-blocks) of 32 bits, which serve as inputs for subsequent procedures.

Procedure 2. The first and the second input sub-blocks undergo the EM transformation as per the flow chart.

Procedure 3. The third and the fourth input sub-blocks, according to the flow chart, undergo S-box transformation, and then the XOR operation with the results of Procedure 1 is performed.

The last round is completed with the modulo 2 addition of the result to the key.
Table 2. S-box substitution table

|   | 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | A | B | C | D | E | F |
|---|---|---|---|---|---|---|---|---|---|---|---|---|---|---|
| 0 | 01| 1B| 34| 5E| D4| 65| 13| EC| 8F| C6| 92| A8| 74| C9| B |
| 1 | 8D| F0| FA| 14| AD| 03| 2D| 5C| E2| D | AF| 35| 45| E0| 3B| C7|
| 2 | 89| 9C| 2A| 1D| 6E| E6| 61| 7F| 3C| 86| D5| 77| E4| 57| 17| 80|
| 3 | 5F| CF| 51| 4D| 38| EA| D5| 7E| 27| B2| 5B| A3| 81| 44| FB| F |
| 4 | 99| 5D| F9| 39| F1| E1| 20| F3| D7| 48| 4F| E | 82| 69| A7| ED|
| 5 | 94| F2| CC| 7C| 11| DA| E7| 7A| 4B| 62| 52| 60| 64| 08| D8| D1|
| 6 | 12| F7| BB| 98| 46| CD| 67| 25| 84| 33| 1F| 58| 8E| DD| A6| F6|
| 7 | A0| AC| 18| 19| 02| 36| 68| BC| D9| CA| 26| A9| 6F| FD| 55| 21|
| 8 | E8| E3| 16| 9B| 6B| 91| 85| 28| 2B| 06| 5A| B8| B5| 1A| 2F| 6A|
| 9 | 8A| B1| 76| FF| 63| 49| 54| 3A| DC| BD| C2| FE| 78| 7D| A | EE|
| A | B9| AE| 2E| 71| BE| EF| A2| 9A| 70| A5| DB| FC| 4E| 15| B6| 37|
| B | 73| 88| 87| 1E| 43| BA| 83| 72| 93| B3| 40| 97| DF| 90| 9E| 1C|
| C | 75| D2| 3F| AB| 59| 95| E9| F8| 22| C5| BF| F4| 96| C4| A4| C0|
| D | C8| 1D| C1| D3| 24| 9F| 07| 41| 8C| EB| CE| 4A| 79| 66| 3E| B0|
| E | 6D| CB| 3D| 9D| 31| 29| 30| 32| 04| 6C| D0| 09| C3| E5| 4C| 23|
| F | DE| 8B| AA| 42| A1| B7| 2C| 47| D6| 53| 7B| 50| 56| C | B4| 00|

Figure 1. Flow chart of the symmetric block data encryption algorithm based on EM.
3. Results from the statistical analysis of ciphertexts

One of the main constituents to assess the strength of cryptographic algorithms is the assessment of their statistical security. It is believed that an algorithm will be statistically secure if the sequence (ciphertexts) that it generates is as good in its properties as a random one. For experimental sequence assessment, statistical tests are used (Ivanov & Chugunkov, 2003; Knuth, 2004).

The study of the statistical properties of encrypted texts obtained using the encryption algorithm under consideration includes the following successive procedures:

- encryption of plaintexts as per the proposed models;
- execution of a set of statistical tests for the obtained ciphertexts;
- study of the results of the statistical ciphertext testing;
- making decisions on the properties of the obtained ciphertexts for the proposed models.

To test the statistical properties of the ciphertexts obtained using the proposed encryption algorithm, we conducted computer-aided experiments with the use of:

- 10 plaintexts of different sizes and extensions (Table 3);
- 12 keys K1, K2, ..., K12, differing in the number of working bases.

We obtained 120 ciphertexts and tested them for statistical security. For the testing, we used a developed software package implementing a system for evaluating the quality of the ciphertexts based on graphical and assessment tests.
### 3.1. Graphical testing analysis

The results of graphical tests are presented in the form of a histogram (Figure 3). Out of 120 obtained ciphertexts, 116, 119, 118, 109, 114, 117, and 120 ones passed, respectively, the following graphical tests: distribution of elements, plane distribution, checking the series, checking for monotony, byte autocorrelation function (ACF), bit autocorrelation function (ACF), graphical spectral test, and linear complexity profile. Graphical tests showed good results for the texts encrypted with the proposed algorithm.

### 3.2. Assessment testing analysis

The results of graphical tests are interpreted by users, so a disparate treatment thereof is possible. In contrast, assessment tests give a specific numerical characteristic that allows the user to unambiguously determine whether a test is passed or not.

The histogram of the assessment tests is shown in Figure 4.

Out of 120 obtained ciphertexts, 114, 119, 118, 109, 114, 117, 98, and 120 ones passed, respectively, the following assessment tests: checking 0 and 1, checking uncoupled series, symbol test, interval check, checking combinations, coupon collector’s test, permutation test, and correlation check.

#### Table 3. Plaintext files used in testing the encryption algorithm

| File No. | File ext. | Description                                      | Size    |
|----------|-----------|--------------------------------------------------|---------|
| 1        | docx      | Microsoft Word Document                         | 231 KB  |
| 2        | xls       | Microsoft Excel 97–2003 Spreadsheet              | 20.0 KB |
| 3        | pptx      | Microsoft PowerPoint Presentation                | 2.95 MB |
| 4        | pdf       | PDF document                                     | 7.3 MB  |
| 5        | rar       | RAR archive                                      | 2.23 MB |
| 6        | zip       | Zip file                                         | 339 KB  |
| 7        | jpg       | Joint Photographic Experts Group                 | 856 KB  |
| 8        | png       | Corel PaintShop Photo Pro Browser Directory      | 1.1 MB  |
| 9        | txt       | Text file                                        | 78.1 KB |
| 10       | gif       | Graphics Interchange Format                      | 548 KB  |
It follows from the graphical and evaluation tests that the encrypted files are statistically secure. It was also revealed that the encryption algorithm under consideration shows different results for different tests depending on the type of file.

4. Cryptanalysis of the S-box in use

It is known that the cryptostrength of block encryption algorithms depends on the cryptostrength of the S-boxes used in the algorithms. In this context, the linear and differential analyses were performed for the S-boxes used in the proposed algorithm, and the results obtained were compared with the same for the S-boxes of other algorithms (Table 4) (Kapalova & Haumen, 2018).

5. Conclusion

As far as the proposed algorithm is performed based on the modular exponentiation, a long number in a positional number system can be considered in a residue class as a set of smaller numbers, and one can work with an index table in the selected working bases. This, in turn, enables quickly finding and correcting errors and cutting the time taken by the algorithm. It was also established that the S-box used in the block encryption algorithm based on the EM transform

Table 4. Linear and differential cryptanalysis results

| Algorithm                                      | Minimum | Maximum | Chi-square | Degree of freedom |
|------------------------------------------------|---------|---------|------------|-------------------|
| DES                                            | Linear  | 12      | 48         | 480               | 944               |
|                                                |         | 0       | 16         | 20,514            | 1,007             |
| Magma (GOST R34.13–2015)                       | Linear  | 4       | 12         | 120               | 224               |
|                                                |         | 0       | 4          | 384               | 239               |
| Kuznyechik (GOST R34.13–2015)                  | Linear  | 100     | 156        | 32,640            | 65,024            |
|                                                |         | 0       | 8          | 111,297           | 65,279            |
| AES-128                                        | Linear  | 111     | 145        | 32,639            | 65,024            |
|                                                |         | 0       | 5          | 67,123            | 65,279            |
| Block encryption algorithm developed from EM transformation | Linear  | 100     | 156        | 32,640            | 65,024            |
|                                                |         | 0       | 8          | 111,960           | 65,279            |
method showed good results against the linear and differential cryptanalysis. The proposed algorithm was implemented in software, while the ciphertexts obtained were tested for statistical security through the use of assessment and graphical tests. The experimental tests for statistical security demonstrated positive results.

The next stages of the work will be a further study of the strength of the proposed encryption algorithm using other cryptanalysis methods.
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