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In order to better realize and ensure the security performance of network information itself, various possible risks must be prevented in advance, and a more reliable operation environment must be created as much as possible. A research study on computer video information encryption and antileakage technology based on the digital information method is proposed. Through the research on the working principle of computer display systems, this paper analyzes the common leakage sources. On this basis, it analyzes how to protect the electromagnetic wave leaked from the computer display system. Finally, it is proposed that the protective measure adopted in this paper is (transient electronic pulse emission survey technology, tempest) technology; that is, the image is processed at the source of image information to reduce the electromagnetic radiation of useful information. The corresponding digital filter is designed by fir, and the combined filtering of digital filter and analog filter is applied to eliminate the inherent disadvantage of periodic fluctuation of insertion loss of the digital filter. The research results show that the receiver before filtering can receive video images at multiple frequency points such as 20 MHz, 160 MHz, 220 MHz, 250 MHz, 270 MHz, 290 MHz, and 340 MHz, while the receiver after filtering can only receive video images at two frequency points of 20 MHz and 250 MHz, but it cannot recognize the words in the figure, and its effect is very obvious. It verifies the correctness and effectiveness of the theoretical analysis in this paper.

1. Introduction

Today’s society is a highly information-based society, and the speed of information change and dissemination is also very fast. At the same time, various information systems are also emerging. The computer display system plays the role of information display and dissemination in the dissemination of information. In the process of information dissemination, information leakage and the acquisition of leaked information have become the biggest potential safety hazard in the process of information dissemination. Information security is also an issue that has been continuously studied for many years [1]. In order to solve the problem of information security, people have also made a lot of efforts, such as adding a firewall and information encryption. At the same time, it also produces the corresponding identity encryption system and so on. After many security mechanisms used by computers, the computer system seems safe [2]. However, in the process of computer use, a large amount of information radiation will be generated. The radiated electromagnetic wave can carry useful information in the computer transmission content. Through interception equipment such as interception receivers, it is easy to intercept the radiated electromagnetic information and restore the original information. Information protection technology (tempest) can be divided into hardware protection technology and software protection technology. Hardware protection technology usually refers to adding shielding or filtering equipment to the hardware equipment of computer systems to reduce the electromagnetic radiation of computer systems and...
prevent information leakage. Software protection refers to encrypting image and video information through software processing. In information transmission, due to the different types of signals transmitted by computer display systems, including analog video signals and digital video signals, we need to take different electromagnetic leakage protection measures. For the same video signal, character image and non-character image will show different characteristics in the selection of antileakage methods due to their different bandwidth. For the image information after antileakage processing, how to evaluate the image quality of antileakage processing is also a problem to be solved.

Access to digital information: direct access to information and indirect access to information. Direct access to information: direct contact with things through human sensory organs to make the impression of the appearance and characteristics of things in the brain. For example, practical activities include social production, labor practice, and participation in various scientific experiments. The visiting activities include observing various phenomena in nature and society [3, 4]. Indirect access to information: identify and mine the information hidden behind the image with scientific analysis and research methods. For example, people-to-people communication, access to books and materials, radio and television, film and television materials, electronic books, etc. At present, there are four main factors affecting the security of computer network information data. First, the problem of Internet vulnerabilities; at this stage, the computer network operating system supports multiple platforms and projects to operate at the same time. Different projects can be carried out on the host receiving data packets at the same time. In all kinds of information and data transmission, once there is a weak link in the Internet working system, there will be Internet vulnerabilities, which will be extremely vulnerable to hackers. Second, the problem of computer virus infringement: with the continuous development and innovation of science and technology, the types of computer viruses are also constantly updated, and it is easy to attach to a program or file. Once the file carries a virus and is shared and opened by the computer, it will directly lead to the computer being infringed by the virus, and then the user information data will be destroyed. Third, the problem of service equipment data leakage: each computer system will have a certain degree of design deficiency. Once the system fails to deal with the error in time, the attacker will steal the user information and data through the system design defect, and the service equipment data will be leaked. Fourth, the problem of illegal intrusion is mainly that some criminals on the Internet use the user login name or instructions to invade the user's system terminal, generally steal or falsely use the trusted host or user to enter the electronic computer system, and use the way of stealing IP address to invade the terminal to steal network information [5, 6]. Figure 1 shows the antileakage technology of computer video information encryption.

2. Literature Review

Tempest technology is a processing technology for the safety protection of the electromagnetic environment. This technology mainly includes a series of technologies for analyzing and studying the sensitive information carried in the electromagnetic leakage signal, testing and receiving, intercepting and restoring, and leakage protection. Tempest is a general term in the field of information security [7]. Soft tempest technology refers to the relevant processing of electromagnetic information through computer software according to image processing technology, so as to reduce radiation, suppress high-frequency components, and achieve the purpose of preventing electromagnetic leakage. Hao and others proposed a computer video information leakage protection method based on digital filtering, determined the constraints of character bandwidth and image readability on digital filtering, designed a digital filter to meet the requirements by using fir, and applied an analog filter to suppress the periodicity of the digital filter. Finally, some important conclusions are obtained through the test [8]. Pan and others proposed a video information leakage prevention method based on dithering and image fusion, that is, by dithering the camouflage information, increasing its high-frequency component, and superimposing it with the useful information without dithering [9]. Park and others proposed a password based on oblique tent mapping. These cryptosystems generate chaotic binary sequences to encrypt the plaintext bit by bit. However, they cannot avoid floating-point data operation, which is affected by the word length of the computer, which makes encryption and decryption dependent on the computer. In other words, if the computer word length of the sender and the receiver is different, because of the initial value sensitivity of chaos, the decryption process will lose synchronization with the encryption [10]. Li and others believe that for a complete computer display system, the information leakage of this part can be restrained to a certain extent by strengthening the computer host to shield the electromagnetic radiation emitted by its motherboard and graphics card. In the connection between the graphics card and the display device, the cable with a certain shielding performance can also be used to suppress the radiation leakage in the process of signal transmission [11]. Luo and others proposed that MEMS has the characteristics of small volume, lightweight, low energy consumption, and stable performance. The maturity of relevant technologies is conducive to mass production. It also has the characteristics of small inertia, high resonance frequency, short response time, high technical content of achievements, and high added value of products. Therefore, it has a wide range of application fields and prospects [12]. According to the electromagnetic theory and information interception theory, Jeong and others stated that the higher the frequency corresponding to the signal carrying useful information, the greater the field strength at the same length of video cable and at the same interception distance, and the greater the possibility of interception [13]. Zhao and others set information encryption and decryption as the same key, which is simple and practical. In the process of practical application, users must do a good job in the transmission and storage of a single key. If the key is obtained by others, it will directly damage their own information and data security [14]. Mathews and others studied the image fusion algorithm of useful information and camouflage dithering information.
and verified the expected conclusion that “fusing camouflage dithering information image and useful information image can make the interceptor only intercept camouflage information at a certain interception distance, but not useful information” [15].

Based on this research, this paper proposes a research on the antileakage technology of computer video information encryption based on the digital information method. Through the research on the mechanism and antiradiation method of computer video information electromagnetic radiation and the antileakage method simulation of different kinds of image information, this paper studies the antileakage method suitable for analog and digital image information. Secondly, by comparing different image quality evaluation standards, the appropriate image quality evaluation standards for different image types before and after antileakage processing are analyzed. Finally, the simulation software of computer video information leakage prevention is realized, which can guide the hardware design of video information leakage prevention. Finally, the whole research process is summarized.

3. Research Methods

3.1. Principle and Method of Digital Information Leakage Prevention in Video Information

3.1.1. Digital Signal Interception Principle. The waveform of the digital signal includes high and low levels and rise and fall times. An ideal digital signal $s(T)$ can be expressed as the delay superposition of rectangular waves in the time domain. Its power spectral density $s(\omega)$ is also the superposition of countless signals after different phase shifts. In addition to the main lobe, there are many side lobes. The energy of each lobe decreases gradually with the increase of frequency. According to the electromagnetic field theory, the radiation efficiency of the same radiation source increases with the increase of frequency. As long as the intercepter tunes the receiver to a high-end lobe of the $S(T)$ spectrum, it can play the role of band-pass filtering [16].

3.1.2. Spectrum Spread Antiinformation Leakage Technology. As long as the interception receiver receives one lobe of the original video signal, the signal can be reproduced by means of detection, amplitude limiting, shaping, and amplification. After experimental observation, the waveform characteristics can be received when the bandwidth of the receiver reaches 60% of the lobe of the original video signal. Therefore, if the spectrum of the video signal is expanded, so that the intercepting receiver cannot obtain all the waveform information, the effect of information leakage prevention can be achieved. If the spectrum lobes of the original video signal are very narrow, the receiving bandwidth of the interception receiver will easily reach more than 60%, so as to intercept the video information. If the spectrum of the original video signal is widened by processing, it is difficult for the interception receiver to receive all the information of one lobe, ensuring the security of the information [17].

According to the theory of signal and system, when the two signals are convoluted in the frequency domain, the spectrum width of the signal is equal to that of the broadband signal. For video signals, as long as the spectrum bandwidth of a similar noise signal is much higher than the original video signal, the spectrum of video signals can be expanded through signal processing to prevent information leakage. White noise is an ideal spectrum spread signal. Its power spectral density is constant and has uniform characteristics in an infinite frequency band. However, in signal processing, the autocorrelation function and power spectral density of white noise, which have ideal spectral characteristics, do not exist in fact. Using “0” and “1” to form a random sequence, the probability of two symbols is close to the same. This sequence has an autocorrelation function similar to the white noise signal, so the white noise can be approximated. A pseudorandom sequence is often used in the random analysis; that is, it is not a real random sequence, but a sequence with a long period and the characteristics of a random sequence. Its algorithm is widely used because it is easier to implement than a random sequence. When the period of the pseudorandom sequence is large, the spectral characteristics of its autocorrelation function and power spectral density can be approximated as white noise. For digital video signals, the pseudorandom sequence can be XORed with the original video data to spread the spectrum and reduce the signal-to-noise ratio, so as to improve the security of information transmission.
3.1.3. Leakage Characteristics of Video Information Display.
If the information displayed by the computer display device changes slowly in a certain period of time, it is easier for the interceptor to obtain useful information, which shows that the leakage of video information is also related to the content displayed by the display device. This characteristic of slow change is particularly obvious when displaying text information because text information is mostly displayed in black and white or other color combinations with high contrast for visual effect, the high and low changes of the digital signal are obvious, and the change of display content is less [18]. The refresh frequency of mainstream LCD displays on the market is basically fixed at 60 Hz, which is more helpful for interceptors to distinguish the refresh signal of display equipment from the useful information displayed. Therefore, the digital signal of text information is more dangerous, which is easy to cause information leakage. For text information, the signal waveforms corresponding to horizontal and vertical strokes are different. If the word “one” is displayed in black on a white background, the corresponding line will contain a long string of black pixel information. In the digital signal, each black pixel will be represented by three ways of “00000000.” Therefore, this line of video information will contain a lot of symbols “0.” Accordingly, if the word “1” is displayed, the black pixels in a line will be less than the white pixels, while the white pixels are represented by three channels of “11111111,” this line of video information will contain a lot of symbols “1.” It can be seen that the ideal video signal is a periodic rectangular wave. The difference is that when a line of video information contains more horizontal strokes, the duration of the low-level signal waveform in the time domain is longer. On the contrary, the high level corresponding to the vertical stroke lasts for a long time. The rectangular wave signal is shown in Figure 2.

3.2. Design of Video Information Leakage Prevention Method

3.2.1. Design of Antileakage Method of Analog Video Information.
In the analog image signal, the low-frequency component usually represents the area where the brightness value or gray value changes slowly, that is, the flat area in the image. The high-frequency component usually represents the area where the brightness value or gray value in the image changes significantly. It usually refers to the edge, contour, or area that can reflect the image information in the image. The detail part of the image is usually the high-frequency component of the image. For the interception receiver, the high-frequency component is often easier to be intercepted. For those who intend to steal information, intercepting high-frequency components can restore the original image information. Therefore, in the antileakage processing of the image, suppress the high-frequency component as much as possible, or confuse each other by changing the high-frequency component and increasing the camouflage high-frequency component, so as to achieve the antileakage processing of analog video information. Therefore, this paper introduces two antileakage methods for analog video information, namely, FIR digital filtering and image fusion technology based on dithering pseudomission [19, 20]. These two antileakage technologies are briefly introduced below.

(1) FIR Digital Filter. Filters are divided into traditional analog filters and digital filters. A digital filter uses a filter composed of an addition device, multiplication device, delay device, etc. It can be implemented using integrated hardware or computer software. The parameters are easy to modify and the cost is relatively low. The analog filter uses the traditional circuit, which is composed of resistance, inductance, capacitance, and operational amplifier. Once the circuit is designed, it is not easy to change. Therefore, the change cost is high and the use is not easy. Therefore, in the selection and design of the filter, we use the digital filter. There are two kinds of digital filters: one is FIR digital filter and the other is IIR digital filter.

FIR digital filter is a finite length unit response filter, which means that its impulse response is limited. IIR is the infinite unit impulse response. The difference between fir and IIR is that fir has strict linear phase characteristics, while IIR’s linear phase characteristics are difficult to control. In the process of image information transmission, we need strict phase characteristics to make the image transmission process not distorted. Therefore, in the selection of digital filters, FIR digital filter is selected in this paper. Therefore, this article mainly introduces the design of the FIR digital filter. The design methods of the FIR digital filter include the window function method and frequency sampling method. The window function method is relatively simple, and there are specific closure formulas to follow. The window function method is used to design FIR digital filter.

The basic principle of designing a digital filter by the FIR window function method is as follows.

When the transfer function \( H_d(e^{j\omega}) \) is known, the unit impulse response \( h_d(n) \) is

\[
H_d(n) = \frac{1}{2\pi} \int_{-\pi}^{\pi} (e^{j\omega}) e^{jwn} dw.
\]  

In general, the unit impulse response of the ideal filter is infinite. The way to obtain the finite impulse response is to
modify \( h_d(n) \) with the finite weighted sequence window function \( w(n) \), intercept part of it, and generate a new \( h(n) \):

\[
h(n) = h_d(n)w(n).
\]  
\[(2)\]

The finite sequence \( h(n) \) is used to replace the original unit impulse response \( h_d(n) \), and the output image function response is obtained by convolution with the input function of the original image. In the design of a digital filter, the periodicity and aliasing of filter insertion loss must also be eliminated. (1) Periodicity: the unit impulse response of the ideal low-pass digital filter corresponds to a set of discrete quantities, which is equivalent to sampling in the time domain [21]. Let \( x_a(t) \) be the signal after \( x_a(t) \) sampling, as shown in formulas (3) and (4).

Time domain:

\[
x_a(t) = \sum_{n=-\infty}^{\infty} x_a(nT)\delta(t - nT).
\]
\[(3)\]

Frequency domain:

\[
x_a(t)(j\Omega) = \frac{1}{T} \sum_{k=-\infty}^{\infty} x_a(j\Omega - jk\Omega),
\]
\[(4)\]

where \( x_a(j\Omega) \) is the Fourier transform of \( x_a(t) \). It can be seen from (4) that time domain sampling corresponds to periodic continuation in the frequency domain, resulting in passband at periodic high frequency so that high-frequency signal can pass through.

2. Image Fusion Technology Based on Dithering Pseudocoding. When dealing with the leakage prevention of analog video information, the basic idea is to suppress the high-frequency components in the image. Another method is to increase the camouflage high-frequency component. Therefore, image fusion based on dithering pseudocoding is to form interfering high-frequency information by adding camouflage high-frequency components, so as to protect the original information. A specific description of the algorithm: we call the camouflaged image a leak image and the image that needs to be camouflaged as the original image. The final goal we want to achieve is to fuse the two images and overlay them [22] and ensure that the superimposed image is not easy to be detected. Here, assuming that \( C_{xy} \) is the pixel value of the original image at the screen \( x \) and \( y \), and \( E_{xy} \) is the pixel value of the leaked image at the screen \( x \) and \( y \), the pixel value of the fused image is (5):

\[
S_{x,y} = (\alpha \cdot C_{x,y} + \beta \cdot E_{x,y} \cdot d_{x,y} \cdot h_n)^{1/r},
\]
\[(5)\]

where \( d_{x,y} = (-1)^{r|x+y|} \) is the jitter function. \( 0 < \alpha < 0.5 \) is the reduction coefficient of information pixel value, and \( \beta \) is the jitter coefficient of camouflage information, where \( \alpha + \beta = 1 \). Parameter \( r \) is usually between 1.0 and 2.0.

3.3. Analysis of Image Leakage Prevention Features before and after Video Processing

3.3.1. Research on Digital Filtering of Character Image. When displaying images on the computer screen, the screen resolution and refresh rate are closely related to the image display. For the screen with a resolution of 1024 * 768, that is, each horizontal line contains 1024 pixels, a total of 768 lines. That is, the number of rows scanned is 768. Refresh
rate refers to the number of times the screen is refreshed per second. The higher the refresh rate, the more stable the image is, so the refresh rate is also called field frequency. The screen resolution and refresh rate determine the size of the signal point frequency. If the screen resolution is $m \times n$ and the refresh rate is $r$, the size of the point frequency $f$ of the signal is shown in

$$f = m \times n \times r \times 1.277.$$  

(6)

According to the existing research, the point frequency bandwidth width of the character image is determined according to the vertical stroke of the image. Assuming that the screen resolution is 1013 * 657 and the refresh rate is 65 MHz, the point frequency under this condition is 67.4 MHz according to the computer display monitor timing VESA and the standards given in the industry standards and guidelines. After practical verification, it is concluded that the number of points and pixels occupied by vertical strokes of characters with different font sizes determine the radiation bandwidth. Assuming that the font size is size 4, its radiation bandwidth is $77.4/17 = 3.3$ MHz. According to the conclusions of previous studies, if 25% of the spectrum component in the character radiation bandwidth can be suppressed (the remaining spectrum range is the safe bandwidth), the video information corresponding to the character cannot be reproduced. Different character sizes affect the signal bandwidth. Therefore, for character images, the antileakage method of digital filtering is mainly studied.

Taking typical characters as an example, the characteristics of character images after antileakage processing are analyzed. The resolution of the screen is 1366 * 768 and the refresh rate is 60 Hz. According to the VESA standard and display timing standard, the point frequency corresponding to the screen resolution and refresh rate is 85.5 MHz. The reason why the dot frequency is not directly calculated by multiplying the screen resolution and refresh rate is that the screen resolution and refresh rate only represent the part displayed on the screen. In the internal processing of the computer, it is obviously more complex, and there are some areas that are not displayed on the screen. When considering the point frequency, we take the way of finding the VESA standard. Because the pixel value occupied by the vertical stroke of font size 4 is 29, the radiation bandwidth of the character size 4 is 85.5 MHz = 29 = 2.93 MHz. According to previous studies, if the spectrum of 30% of the character bandwidth is suppressed, the video information corresponding to the character cannot be reproduced. The security bandwidth of the four characters is 2.93 MHz * 0.7 = 2.05 MH. Therefore, the security bandwidth of our image design is 2 MHz. Select the drawing base window and set the order to 64. Next, do antileakage simulation processing for the character image information [25].

Digital filtering: take the points of the image in the order of rows and columns, and draw the $R$, $G$, and $B$ of each pixel separately to obtain the following time domain diagram. The time domain diagram can be obtained by the Fourier transform. According to the safety bandwidth of No. 2 character of 2 MHz, the software is used to filter it. The time domain diagram and frequency domain diagram before and after filtering are shown in Figures 3 and 4.

It can be seen from the image that the values of $R$, $G$, and $B$ are the same for black-and-white characters. Enlarge the value of the $R$ component to see that the time domain amplitude of the black-and-white character image is between 255 and 0. Beat the cycle. But the visual quality of the image is sacrificed. Next, the author tested 3 MHz, 6 MHz, and 10 MHz cut-off frequencies. When the cut-off frequency increases, the visual effect will be improved, but the security of the spectrum will be sacrificed. The spectral correlation coefficient after filtering is 0.8832.

Filter the black background picture under the condition of the same screen resolution and refresh rate. The simulation results of filtering are shown in Figures 5 and 6. The correlation analysis of the spectrum before and after processing shows that the correlation coefficient is 0.8901.

4. Result Discussion

Using the filter designed by the above filter parameters and the analog filter with a cut-off frequency of 80 MHz, the test system is established. Due to the strict linear phase of the FIR filter, the filtered image distortion is small, but the whole image has a certain time delay, and the readability of the image is still very good. Figures 7 and 8 are the radiation spectra measured in the frequency range of 10 MHz–30 MHz for the images before and after filtering, respectively.

As can be seen from Figure 8, due to the large spatial coupling of high frequency, the filtering effect is reduced, and the corresponding radiation suppression effect is only 15–20 dB. The frequency range of the image reception and reproduction test is 20~500 MHz. Through test and comparison, it can be seen that the receiver before filtering can receive video images at multiple frequency points such as 20 MHz, 160 MHz, 220 MHz, 250 MHz, 270 MHz, 290 MHz, and 340 MHz, while the receiver after filtering can only receive video images at two frequency points of 20 MHz and 250 MHz but can not recognize the words in the figure, and its effect is very obvious. The reason is that the 20 MHz frequency point is lower than the cut-off frequency of the filter, and the filter does not work. The reception of the 250 MHz frequency point is mainly caused by the periodicity of insertion loss of the digital filter. Although an analog filter is added to the test, its filtering performance decreases with the increase of frequency.
Figure 3: Time domain map before and after white bottom image processing in a digital filtering simulation experiment. (a) R-route time domain information of the original image. (b) The R time domain information after filtering.

Figure 4: Frequency domain diagram before and after white background image processing in a digital filtering simulation experiment. (a) The R-route frequency domain information of the original image. (b) The R-frequency domain information after filtering.

Figure 5: Time domain diagram of black background image before and after filtering in a digital filtering simulation experiment. (a) R-route time domain information of the original image. (b) The R time domain information after filtering.
Figure 6: Frequency domain diagram of black background image before and after filtering in a digital filtering simulation experiment. (a) The R-route frequency domain information of the original image. (b) The R-frequency domain information after filtering.

Figure 7: Spectrum received before filtering.

Figure 8: Received spectrum after filtering.
5. Conclusion

With the continuous development and innovation of modern science and technology, computer network communication technology not only provides great convenience for people's daily work and life but also poses a greater challenge to the security protection performance of user information and data. Therefore, in order to ensure the long-term and stable development of computer network communication and the security of user information and data, we must pay attention to improving the security and encryption level of computer information and data, so as to ensure that our own information and data are not stolen by others. This paper makes an in-depth study on the digital filtering method of computer video information leakage prevention in theory, determines the constraint conditions and constraint criteria of character bandwidth and image readability for digital filtering, and applies the combined filtering of digital filter and analog filter to eliminate the inherent disadvantage of periodic fluctuation of insertion loss of the digital filter. Finally, the analysis results are verified by experiments, and some conclusions with important application values are obtained.
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