The paper describes the peculiarities of multiple indicators of reliability of automated control systems. Along with the dependability considered an indicator such as the dangers of system failure. Showing particular account of the reliability of the automated control systems when considering their versatility. We study methods of lowering the probability of dangerous failure. Such method could be the reallocation of resources needed for inclusion of backup elements from module carrying a low danger to modules, carrying high-dangerous failures. Another method is identification of least important functions and transfer resources, needed for inclusion of backup from them to most important and dangerous modules, and preventing threats by blocking modules.

I Introduction

This paper describes the peculiarities of analysis of indicators of reliability for automated control systems (ACS). Reliability of technical systems is one of the most important indicators.

Each ACS includes variety of different elements, executing various functions. Moreover, one element may perform several functions, and, conversely, a single function may be performed by several elements.[1,2]

Reliability of the system is its possibility to keep all of the parameter, qualifying possibility of executing all of the functions in determined range in process of time [3].

There is a variety of different reliability-related indices, for example fault-tolerance, safety, efficiency etc. [4, 5]. In a modern reliability theory fault-tolerance is traditionally accepted as primary reliability parameter. Fault-tolerance usually means the amount of failed elements at the same time which would lead to the failure of the system as a whole. The more elements that are required for the failure of a system, the more fault-tolerant this system is [6].

One of the ways to improve it is redundancy. In redundant systems elements categorized by a role to main and backup. Main elements are the elements of the object, which failure in a case of absence of backup cause failure of the system. Backup elements are the elements purposed to keep system intact in a case of main element failure [7].

II Methods of infallibility increase

The research was done with the financial support of the Ministry of Education and Science of the Russian Federation in accordance with the agreement № 14.574.21.0041, unique identifier RFMEFI57414X0041
There is various method of composing reliable systems, based on stochastic or
determined principles. Main idea of those methods is solving the optimization problem -
maximization of the objective function subject to constraints.

Reliability indices presented by a list of values. Infallibility is the probability of lack
of failure for a certain period of time.

A typical objective function is a function of entire system infallibility, which is
expressed as the product of all modules infallibility.

\[ P = \prod_{i=1}^{N} P_i \]

\( P_i \) – probability of faultless functioning of module \( i \)
\( N \) – number of modules.

Infallible structure is composed by iterative procedure of adding in system modules
with lowest infallibility rate [8].

Function, computing the priority of reservation

\[ Ra_i = \frac{1}{P_i} \]

III Alternative reliability indices

But the conception of maximization of infallibility has certain disadvantages. It should
be considered that with any probability of failure-free operation remains opposite probability -
the probability of failure. Even if arbitrarily large incensement of reliability, we can not rule
out system failure, as this process is probabilistic. [9,10]

Also, any ACS is composed by physical modules, operating physical matter and
energy of technological processes. And in a case of failure correct operation of matter and
energy interrupts. There is an emergency situation that may be dangerous for the personnel
and infrastructure.

Dangerous failures could be appear in modules. System, composed by modules, having
high possibility of absence of failure, anyway could be highly dangerous. Because of that we
need to purposely lowering possibility of failure of highly dangerous modules.

To operating the conception of danger we need to have quantity measure of it. For
eexample, there is a measure by class of danger of chemicals in a case of chemical dangers and
by energy for energetic[11].

IV Redistribution of resources for backup

Considering dangerous failures, it is necessary to further increase the probability of
failure-free operation for the modules highly hazardous failures. One way is to redistribute
resources spent on redundant modules with less dangerous modules to more dangerous. We
should change the priority of the backup priority function.

\[ Ra_i = \frac{D_i}{P_i} \]
Di is danger of failure of module i.

But even the simple redistribution is lowering the possibility of dangerous failure, at
the same time it could increase possibility of system failure.

Possible way to solve this dilemma is to change the objective function of the system.

Automated control systems are multifunctional. ASC generally have one main purpose,
which could be divided into sub-tasks, performed by certain functions of the system. Each
function plays determined role in completing of the system purpose. Some of the functions
take more, and some - less participation in the system. The failure of an individual component
leads to the inoperability of that component and potentially other components, but it does not
lead to the inoperability of the whole system. [12, 13].

Thus, we can, for the sake of improving the safety of the system to announce some
functions less important and to redistribute resources from the modules of these functions into
modules with dangerous failures. We should determine which sequence of elements is
performs which functional task. This procedure of the separation of the existing system into
subsystems, components, called decomposition. Decomposition as dissection process allows
considering any system being studied as a complex consisting of separate interconnected
subsystems, which in turn, can be subdivided into parts. In decomposition each
dismemberment has its own level.

Base system is located on level zero. After its decomposition we get first level systems.
Decomposition of them results second level subsystems etc.

After functional decomposition we should to compute and appoint importance of the
modules executing functions. Total probability of failure could be raised, but probability of
main function of the system failure will not be affected. Also, probability of dangerous failure
will be lowered because of the redistribution of resources from less important functions.

V Blocking modules

But in addition to reducing the probability of failure there are direct ways to reduce the
danger caused by failure - the inclusion of specific modules, blocking harmful effects before
they impact on staff or infrastructure [14]. Such modules may simply discourage dangerous
influences to cause harm, and actively eliminate them. An example of blocking modules,
preventing the effects is individual and collective protective equipment.

Protective equipment - the means used by workers to prevent or reduce the impact of
harmful and hazardous production factors, depending on the purpose protective equipment is
divided into classes:

Means of normalization ambient air of industrial premises and workplaces, means of
protection of high-level ionizing radiation, means of protection from high electric and
magnetic fields etc [15].

And the example of the danger of liquidating modules can be modules neutralizing
emergency chemically hazardous substances. The neutralization of poisonous substances -
action aimed at the destruction of the toxic properties of substances, based on the chemical
conversion of poisonous substances into non-toxic products

The need to include these modules is determined by the safety requirements, and they
includes before the redundant functional modules.

Conclusion

Thus, we conclude that the need for the construction of automated control systems
complement the principles of redundancy by other principles. This will take into account the
full reliability indices. It is necessary to separate the modules which make up the system of importance. This allows you to optimally allocate resources to reserve the most important and dangerous failure of modules. You must also take into account the flow of resources into units to ensure the safety of the system. Review of the operation of these modules in the design phase allows you to specify the consumption of resources on the system and its safety.
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