| Defenses   | Time (millisecond) |
|------------|-------------------|
| SRS [25]   | 0.1ms             |
| SOR [33]   | 2.6ms             |
| DUP-Net [33]| 13.66             |
| If-Defense [34]| 164ms            |
| LPF-Proposed | 73.86ms          |
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