Comparison of Encoding and Decoding Methods for Binary Files

Rayuwati1*, Mahmud Mustapa2, Askar Taliang3 and Akbar Iskandar4
1Universitas Gajah Putih, Takengon, Indonesia
2Universitas Negeri Makassar, Makassar, Indonesia
3Universitas Patria Artha, Indonesia
4Department of Informatics, STMIK AKBA, Makassar, Indonesia

* rayuwati68@gmail.com

Abstract. The main problem to be an obstacle in communication between platforms, networks such as local networks or the Internet is a problem in data transfer. The problem often found in a hardware which is cannot receive data that is processed by other hardware. So to change data between two computer systems, it is necessary to convert data from one form to another. One solution to this problem is transferred data or file, previously converted to the plaintext form first. Conversion to the plaintext form can be supported by most computer systems. In this study, a software was designed using Visual Basic programming language that can convert binary files to plaintext using the Base 64 encoding or decoding method, UUEncode / UU Decode, XXEncode / XXDecode, BinHex 4.0, Hexadecimal, and Quoted-Printable. The results of the design is produce a software that can be used as an alternative program to convert files into text files, besides that the program can also display a benchmark comparison graph (speed) of each method and comparison of overhead (the ratio of the size of the file to the file before encoding).

1. Introduction
Problems in exchanging data or sharing files between different networks or computer platforms may cause several problems. Incompatibility between one system with another system can cause data exchange to be impossible [1]. In addition to these problems other problems [2][3] may be related to sending messages in the form of e-mail on the Internet network. The e-mail delivery system on an Internet network is designed to exchange data only in plain text (ASCII) [4][5].

To exchange the data, encoding techniques are usually used. Encoding comes from the word "to encode" which means encoding, writing or making changes. In other words encoding is the process of encoding a data into symbols, characters or certain codes [6][7][8]. In addition, encoding can also be interpreted as the process of converting a form of data into a form of data in another format. While decoding comes from the word "to decode" which is means changing the encoding process back to its original form[9][10]. The decoding process is opposite of the encoding process.

To overcome problems like the above, data conversion technique was developed known as encoding or decoding technique. If an e-mail usually has an attachment such as graphics, audio, video, and so on, then the attachment file must be changed in plain text form first. When received, the e-mail
containing the attachment will be decoded and reshaped. In addition, binary conversion to ASCII makes it easy to send and receive binary files via e-mail or communication systems based on plain text [11][12]. There are several encoding / decoding methods used to convert data files into plain text such as Base64, UUEncode, XXEncode, USR, BINHEX, BTOA, BOO, and Quoted-Printable.

All of the methods mentioned above have the same function, so that a binary data can be safely transferred via e-mail or through equipment that only supports text transfer, the difference in the algorithm part of each method used. These methods convert 8-bit binary data (EXE, COM, GIF, BMP, etc.) to ASCII 8-bit (plain text) and vice versa through a process known as bit-shifting.

2. Related Works
The development of computers and communication systems result in the need for tools to protect information in digital form and to provide security services became very important [5][13][14]. At present most communication systems leave some data and information recorded or stored. To avoid the data falling into the unauthorized person, usually the data will be encrypted to ensure the confidentiality of the data itself [15][16]. In addition, one of the obstacles in the process of sending digital data is the absence of a standardized standard for any software and hardware needed for data transmission. Often data must be converted into other forms before being transmitted.

3. Research Methodology
3.1. Calculating Process Speed
The speed of the encoding and decoding process is done by using an API (Application Programming Interface) function from Windows, namely the GetTickCount () function. This function is found in the library "KERNEL32.DLL". This function has no parameters and gives an output value in the long integer data type [17]. The purpose of this function is actually to find out how long the Windows system runs in units of milliseconds. The way to declare it in Visual Basic modules is as follows:

```vbnet
Declare Function GetTickCount Lib "kernel32" () As Long
```

For calculating the speed of the process carried out in the following way. Before the encoding and decoding process are run [18], the value of GetTickCount () is first taken and stored in a variable memory. The next step is to run all the encoding and decoding routines, after the process is complete, retrieve the GetTickCount () value and save it to another variable. The difference between the two variable values is the length of the encoding and decoding process that is done. For more details, consider the following code example:

```vbnet
StartTime = GetTickCount( )
Routine Process of encoding / decoding

......

EndElement = GetTickCount( )
ElapsedTime = EndTime − StartTime
```

3.2. Output Summary
After completing the encoding and decoding process, the program will display a description of the process carried out. This information is summarized in the "Summary" Tab. In this Summary there are information such as:

(1) Type of Encoding / Decoding method
This method accordance to the type of encoding / decoding method chosen during the process.

(2) Encoded / Decoded File
Namely the file name and path that will be encoding and decoding.

(3) Encoded / Decoded File Size
The file size will be encoded or decoded in bytes. Obtained by using the FileLen (pathname) function.

(4) Output File
Namely the output file name, has an extension according to the method chosen.

(5) Output File Size
That is the size of the output file generated after the encoding and decoding process, in bytes.
Obtained by using the FileLen (pathname) function.

(6) Elapsed Time
The length of time required for the encoding and decoding process in one millisecond.
Obtained by using the GetTickCount () API function.

(7) Running Time
Representation of time in units of hours, minutes, seconds and milliseconds.

(8) Overhead
Is the percentage of adding or reducing file size after being encoded and decoded. Obtained by using the formula:

\[
Overhead = \frac{\text{Size of result file} - \text{Size of original file}}{\text{Size of original file}} \times 100\%
\]

3.3. Algorithm
Algorithms are steps and gradual and specific sequences of problems [19][16][20]. This algorithm translated into programs using certain programming languages. Algorithms are used to analyze and explain the sequence and relationship between the activities to be pursued. In addition the algorithm also functions to solve a problem so that the desired goal was achieved.

Algorithm for encoding strings in Base64:
1. Change the ASCII string character to decimal.
2. Change the decimal value in binary form.
3. Combine all binary values so that they become one single string in the form of a string of bits.
4. Break the string into one group, each consisting of 6-bits.
5. Change the binary value of each group to the decimal form again.
6. Change the decimal value into the Base64 character form by using the Base64 encoding table

Algorithm for decoding strings in Base64 (the opposite of the encoding process):
1. Change the character of the string in the form of a Base64 decimal value.
2. Change the decimal value into binary form.
3. Combine 6-bits in each character into one main string with a binary digit shape.
4. Break the string into one group, each consisting of 8-bits (starting from left to right).
5. Change each 8-bit binary value in decimal.
6. Change the decimal value to ASCII

The data used in this research is secondary data,secondary data obtained. [21]

4. Result and Discussion
4.1. The Design of Main Module
The main module is designed for declaring functions such as checking the existence of files, checking file extensions, retrieving file names, functions of browsing folders. The types of functions or routines contained in the main module can be seen in the following table:

**Table 1. Routine Table on the Main Module**

| Routine Name / Function | Parameter | Return Value | Utility                      |
|-------------------------|-----------|--------------|------------------------------|
| **Function Browse For Folder ( )** | (ByVal lngHwnd As Long, ByVal strPrompt As String) | String | Browsing folder |
| **Function GetTickCount ( )** | Tidak Ada | Long Integer | Mengecek lama sistem Windows Berjalan |
| **Function FileExist ( )** | (FileName As String) | Boolean | Mengecek keberadaan file |
| **Function GetFileName ( )** | (cFileName As String) | String | Mengambil nama file |
| **Function GetFileExt ( )** | (cFileName As String) | String | Mengambil ekstensi file |

4.2. Xceed Binary Encoding Library

For the purposes of the encoding and decoding process in this program, the Xceed library encoding (www.xceedsoft.com) is used. Xceed Binary Encoding Library is a library for developers of Windows operating systems which allows an application to encode binary data and files into text or vice versa. This library can do the process of encoding and decoding buffer memory, strings, BLOBs, streaming data or single files. This library supports various types of encoding / decoding methods such as UUEncode, XXEncode, Base64, BinHex 4.0 and Quoted-Printable. [22]

This library also supports all 32-bit programming languages that use ActiveX controls, including Visual Basic, Visual C++, Delphi, C ++ Builder, Visual FoxPro, Visual Interdev, Office 97. To be able to use the Xceed Binary Encoding Library in Visual Basic it must be created a reference to the Xceed Binary Encoding Library into Visual Basic. The trick is to use the Project → References command, then a list of references from the library that can be used in Visual Basic will be displayed.

The library reference list is activated by selecting the library from the Xceed Binary Encoding Library with the name: Xceed Binary Encoding Library v1.0 by marking the check mark on the library then pressing the "OK" button. If it is not in the type library reference for the Xceed Binary Encoding Library, then install the library (the library can be downloaded on the website: www.xceedsoft.com). Then you can do your own search by pressing the "Browse" button and looking in the / Program Files / Xceed Components / Xceed Binary Encoding Library / Bin folder for files with the name "XCEEDBEN.DLL" (without quotes) then select the file to use inside Visual Basic. [23]
Figure 1. Selected of Xceed Binary Encoding Library V 1.0 for Visual Basic

With the addition of the library into Visual Basic it can start programming with the Xceed Binary Encoding Library. To find out more about the routines and objects provided by the library, you can press the F2 key or click on View → Object Browser in Visual Basic IDE (Integrated Development Environment) to view the library contents of the Xceed Binary Encoding Library. The partial form of the Xceed Binary Encoding Library objects is shown in the following figure. In addition, the library into Visual Basic can start programming with the Xceed Binary Encoding Library. To find out more about the library contents of the Xceed Binary Encoding Library, you can press the F2 key or click on View. The partial form of the Xceed Binary Encoding Library objects is shown in the following figure.

Figure 2. Object Browser Visual Basic
4.3. Run The Program
To use this program, run the executable file (Andresia.exe) from the location where the file was copied or if the program is installed, the program shortcut icon can be run from the Start button → Windows program and the display will appear as shown in Figure 3. This program only consists of one single form. All encoding and decoding processes are carried out in this form.

To do the encoding and decoding process, the first thing to do is to select the file that will be processed first by clicking on the picture file button, then the path name and file will appear in the "Source File:" and rich text box according to the method the selected encoding or decoding will contain the contents of the file displayed in hexadecimal form.

![Display Program](image)

**Figure 3. Display Program**

5. Conclusion
Based on the discussion that has been done regarding the program of encoding and decoding binary files into plain text, the authors took several conclusions as follows:
1. The encoding process is the process of converting binary files into pure plain text or ASCII files. The goal is that files can be sent over a network that only supports transmission in 7-bit data or in interfaces that only support text like e-mail. While the decoding process is the opposite of the encoding process, which is to change back the plain text file back to its original binary file. This is done when the file has been transmitted.
2. From the test results obtained the fastest average method in the event that the encoding process is Base64 and which has the smallest average overhead is the BinHex 4.0 method. This happened because the method applies compression with run length encoding. In some tests carried out on different file types, the overhead of the BinHex 4.0 method were negative, this means that the output file is smaller than the original file. In terms of transmission speed, it is certain that the BinHex method is transmitted faster than the other methods for the same file size.

3. The method that has the slowest decoding process is Quoted-Printable. Whereas in terms of overhead, the method that has the biggest overhead is also the Quoted-Printable method. From the results of testing this method has an average overhead of above 100%, meaning that the file size of the results becomes more than twofold.

4. From the program output it is known that the average overhead of the method made is above the average of 30%. This means the resulting file size is 1/3 times larger than the size of the original file before encoding. Swollen file sizes can waste storage media space and files will be transmitted much slower 1/3 times as well.

5. In the case of algorithm methods that have the simplest algorithm is the Hexadecimal method compared to the other six methods. While the most complicated algorithm among the six methods is the BinHex 4.0 method.
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