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Abstract—Cooperative Adaptive Cruise Control (CACC) is a vehicular technology that allows groups of vehicles on the highway to form in closely-coupled automated platoons to increase highway capacity and safety. The underlying mechanism behind CACC is the use of Vehicle-to-Vehicle (V2V) wireless communication networks to transmit acceleration commands to adjacent vehicles in the platoon. However, the use of V2V networks leads to increased vulnerabilities against faults and cyberattacks. Here, we address the problem of increasing the robustness of CACC schemes against cyberattacks by using multiple V2V networks and a data fusion algorithm. The idea is to transmit acceleration commands multiple times through different communication channels to create redundancy at the receiver side. We propose a data fusion algorithm to estimate of the true acceleration command, and isolate compromised channels. Finally, we propose a robust $H_{∞}$ controller that reduces the joint effect of fusion errors and sensor/channel noise in the platooning performance (tracking performance and string stability). Simulation results are presented to illustrate the performance of our approach.

Index Terms—CACC, data fusion, network redundancy, cyberattacks, robust control.

I. INTRODUCTION

For several decades, our society has been continuously confronted with the heavy traffic congestion caused by limited highway capacity. An effective way to increase road capacity is to decrease the inter-vehicle distance. Since this might threaten traffic safety if vehicles are human-driven, vehicle automation is required to guarantee safety [1]. Adaptive Cruise Control (ACC) is a technology that adapts the velocity of vehicles to enforce a desired safe distance to preceding vehicles for platooning. However, ACC induces large inter-vehicle distances [2] and amplifies disturbances (caused, e.g., by sudden acceleration variations of the lead vehicle) in the upstream direction of the platoon, i.e., ACC is string unstable [3]. Cooperative ACC (CACC) solves these challenges by using Vehicle-to-Vehicle (V2V) wireless communication networks to transmit acceleration commands to adjacent vehicles in the platoon. The usage of V2V wireless communications plays an essential role for CACC to guarantee string stability [3], [4], and increase traffic throughput [5]. However, with the surge of vehicle connectivity, new security challenges have emerged as wireless vehicular networks increasingly serve as new access points for adversaries trying to disrupt the vehicle dynamics, see, e.g., [6], [7], [8], [9], [10], [11], and references therein. In the so-called Jeep Cherokee attack [9], researchers were able to remotely stop the engine of the vehicle while it was driving down a busy highway. This forced Chrysler to issue a recall for 1.4 million vehicles of 7 different models leading to an immense financial burden. It is essential to realize that cyberattacks to network-connected vehicles pose a real threat to human life – one vehicle hack could lead to catastrophic loss of life of not only the driver and passengers, but also pedestrians and other drivers. It follows that strategic mechanisms to identify and deal with cyberattacks on connected vehicles are a pressing need in this hyper-connected world.

Most of the current literature on the security of autonomous/connected vehicles focuses on cryptography-based attack prevention solutions, i.e., it provides algorithmic results to design communication protocols for device authentication and data transmission, see, e.g., [12], [13]. Attack prevention indeed plays a very important role in security and deserves our attention. However, since it is impossible to perfectly predict attacker’s behaviors, anomalous intrusion cannot be totally prevented. The enormous financial loss in many incidents due to breached IT defenses has already warned us that attack prevention is far from enough to protect safety-critical Cyber-Physical Systems (CPSs), e.g., CAVs. Hence, secure estimation, attack detection and isolation techniques are essential for reducing the damages caused by attacks when intrusion already occurs. There are only a few results focusing on minimizing the potential performance degradation induced by cyberattacks on network-connected vehicles. In [14], Blockchain and machine-learning techniques are combined to enhance the efficiency of CACC and detecting cyberattacks. Exploiting sensor redundancy, detection and isolation algorithms for a single vehicle under sensor attacks are provided in [15], [16]. In [17], the problem of secure estimation for CAVs in the presence of malicious vehicles is addressed and solved. A sensor fusion algorithm is proposed in [18] for CAVs...
in a platoon under sensor attacks. Similarly, Unbiased Finite Impulse Response (UFIR) filters are used in [19] to address the attack detection and estimation problems in the presence of sensor attacks. The problem of achieving vehicle-consensus in the presence of replay attacks is solved in [20]. The authors in [21] and [22] provide a robust control scheme for platooning under Denial-of-Service (DoS) attacks. They achieve this by modeling DoS attacks as stochastic communication delays in the network. Similarly, a distributed model predictive control scheme is designed for vehicle platoons in the presence of DoS attacks. In [23], a variety of algorithms to detect replay attacks in connected vehicles equipped with CACC are provided. In [24], an algorithm based on set-membership filtering techniques is provided for detecting cyberattacks on connected vehicles. An attack-resilient sensor fusion algorithm is proposed in [25]. The authors use the concept of abstract sensors to obtain multiple measurements of the same physical variable. Each abstract sensor provides a set with all possible values of the true state. Then, an attack-free fused measurement is obtained by checking the intersections of these sets. In [11], the authors suggest switching from CACC to ACC as a potential countermeasure if any abnormal behavior is detected. Here, we provide an alternative solution by creating (and then exploiting) communication channel redundancy in connected vehicles.

In this manuscript, we address the problem of increasing robustness of CACC schemes against cyberattacks by using multiple Vehicle-to-Vehicle (V2V) wireless communication networks and a data fusion algorithm. The idea is to transmit acceleration commands multiple times through different communication networks to create redundancy at the receiver side. However, due to network-induced imperfections (e.g., channel noise and data dropouts) the received data from different channels, will, in general, be different even in the attack-free case. This makes it challenging to distinguish between healthy data coming from adjacent vehicles and corrupted data induced by cyberattacks. To overcome this challenge, we propose a data-fusion algorithm that takes data from all channels, returns an estimate of the true acceleration command, and isolates compromised channels. We provide estimation performance guarantees in terms of the level of uncertainty induced by the communication channels. We prove that our algorithm is guaranteed to work (i.e., it provides an attack-free estimate of acceleration commands), if less than half of the communication channels are under attack. This is a realistic assumption as the adversary may only extract the cypher keys of some of the channels [26], [27], or the attacker may have limited resources. Note that even if the adversary is able to compromise all the channels, she/he may not be able to attack them all at the same time as the power supply is usually limited [28]. We assume that the set of attacked channels is unknown and potentially time-varying. We remark that heavy traffic conditions might not allow a degradation from CACC to ACC since the latter requires a much larger relative distance between vehicles. Hence, the anomaly detection-based CACC scheme, e.g., [14], [19], [23], might have limited applications in some circumstances. Although V2V communication channel redundancy might be costly to create, this is the price to pay for avoiding such a degradation in the presence of cyberattacks.

Note, however, that using estimated acceleration commands for control introduces uncertainty into the loop and thus decreases performance. To minimize this performance degradation, we propose an algorithm that reduces the joint effect of estimation errors and sensor/channel noise in the platooning performance (tracking performance and string stability). In the presence of cyberattacks, we show that a separation principle between data fusion and control holds and the vehicle string can be stabilized by closing the loop with the fusion algorithm and the robust controller. We use Input-to-State Stability (ISS) [29] of the closed-loop system with respect to estimation errors to conclude the stability of the tracking dynamics. Note that compared with [21], [22], [30] where DoS attacks are considered, the results given in this manuscript is more general since it can be used to address any type of deception cyberattacks on V2V networks, e.g., DoS, replay, bias injection attacks etc. [31].

The core of our fusion scheme is inspired by the work in [32], where the problem of state estimation for general continuous-time linear time-invariant (LTI) systems is addressed. The authors propose a multi-observer estimator, using a bank of Luenberger observers, that provides a robust estimate of the state in spite of sensor attacks. The main idea behind their estimation scheme is to place extra sensors in systems to create redundancy. Exploiting sensor/actuator redundancy is a standard technique in the research area of secure estimation and control in cyber-physical systems, see, e.g., [32], [33], [34], [35], [36]. We remark, however, that sensor/actuator redundancy cannot protect connected vehicles from cyberattacks at inter-vehicle communication networks. Modern vehicles equipped with C-V2X communication tools are capable to communicate with each other via 3 G/4 G/5 G and DSRC communication networks [37], [38]. In these modern network channels, interference can be neglected as different frequency bands are allocated [39], [40]. The latter enables the possibility to create network redundancy as multiple copies of the same data can be transmitted via different communication channels. To the best of the authors’ knowledge, none of the existing results have taken advantage of the network redundancy in connected vehicles to improve their resilience to cyberattacks.

The contributions of this manuscript are threefold: 1) instead of degrading from CACC to ACC as suggested in [11], we propose to create V2V communication channel redundancy for mitigating cyberattacks, and propose a secure fusion algorithm that guarantees CACC performance in the presence of cyberattacks; 2) attack detection and isolation algorithms are provided for CAVs when system disturbances are bounded with known bounds; and 3) an optimal $H_{\infty}$ controller is designed for each CAV in the platoon so that the closed-loop dynamics stability is guaranteed and the effect of fusion errors and sensor noise on the CACC tracking and string stability performance is minimized.

The paper is organized as follows. In Section II, some preliminary results needed for the subsequent sections are presented. In Section III, the considered vehicle platoon system is described. In Section IV, we show that our fusion scheme provides robust
estimates of the transmitted signals despite attacks on vehicular networks. Algorithms for detecting and isolating attacked communication channels are presented in Section V. The robust CACC scheme and stability analysis are given in Section VI. Numerical examples are given in Section VII to demonstrate the performance of our methods. Finally, in Section VIII, concluding remarks are given.

II. PRELIMINARIES

We denote the set of natural numbers by \( \mathbb{N} \), the symbol \( \mathbb{R} \) stands for the real numbers, \( \mathbb{R}_{>0} \) (\( \mathbb{R}_{\geq 0} \)) denotes the set of positive (non-negative) real numbers, and \( \mathbb{R}^{n \times m} \) is the set of all \( n \times m \) real matrices, \( m, n \in \mathbb{N} \). For any vector \( v \in \mathbb{R}^n \), we denote \( v^\dagger \) the stacking of all \( v_i, i \in J, J \subset \{1, \ldots, n\} \), \( |v| = \sqrt{v^\dagger v}, ||v||_{\mathcal{L}_p}, \) the signal \( \mathcal{L}_p\)-norm, and \( \text{supp}(v) = \{ i \in \{1, \ldots, n\} | v_i \neq 0 \} \). We denote the cardinality of a set \( S \) as \( \text{card}(S) \). The binomial coefficient is denoted as \( \binom{c}{b} \), where \( a, b \) are non-negative integers. We denote a variable \( m \) uniformly distributed in the interval \( [z_1, z_2] \) as \( m \sim \mathcal{U}(z_1, z_2) \) and normally distributed with mean \( \mu \) and variance \( \sigma^2 \) as \( m \sim \mathcal{N}(\mu, \sigma^2) \). The \( n \times m \) matrices composed of only ones and only zeros are denoted by \( \mathbf{1}_{n \times m} \) and \( \mathbf{0}_{n \times m} \), respectively, or simply \( 1 \) and \( 0 \) when their dimensions are clear.

Definition 1 (Vehicle String Stability): [4] Consider a string of \( m \in \mathbb{N} \) interconnected vehicles. The string is said to be string stable if and only if

\[
||z_i(t)||_{\mathcal{L}_p} \leq ||z_{i-1}(t)||_{\mathcal{L}_p}, \quad \forall \ t \geq 0, \ 2 \leq i \leq m,
\]

(1)

where \( z_i(t) \) can either be the inter-vehicle tracking error \( e_i(t) \), the velocity \( v_i(t) \), or the acceleration \( a_i(t) \) of the \( i\)-th vehicle; \( z_i(0) = 0, \ 2 \leq i \leq m; \) and \( z_i(t) \in \mathcal{L}_p \) is an unknown input signal (e.g., acceleration commands of the lead vehicle in the string or disturbances). That is, a vehicle string is said to be string stable if inputs driving the lead vehicle (acceleration commands and/or disturbances) do not amplify throughout the string.

III. PROBLEM FORMULATION

Consider a platoon of \( m \) vehicles as depicted in Fig. 1. Let \( v_i \in \mathbb{R} \) denote the velocity of vehicle \( i \), and \( d_i \in \mathbb{R} \) be the distance between vehicle \( i \) and its preceding vehicle \( i - 1 \). The objective of each vehicle is to follow the preceding vehicle at the desired distance:

\[
d_{r,i}(k) := r_i + h_iv_i(k), \quad i \in S_m,
\]

(2)

where \( h_i \in \mathbb{R}_{>0} \) denotes the constant head time spacing policy of the \( i\)-th vehicle, and \( r_i \) represents the standstill distance. Define \( S_m := \{ i \in \mathbb{N} | 1 \leq i \leq m \} \) as the set of all vehicles in a platoon of length \( m \in \mathbb{N} \). Including the spacing policy term, \( h_i v_i(k) \), in the desired inter-vehicle distance is known to improve string stability [4], [41]. The spacing error \( e_i \in \mathbb{R} \) is then defined as

\[
e_i(k) := d_i(k) - d_{r,i}(k),
\]

\[
= (q_{i-1} - q_i - L_i) - (r_i + h_iv_i(k)), \quad (3)
\]

with \( q_i \in \mathbb{R} \) being the rear-bumper position of vehicle \( i \) and \( L_i \) its length. It has been proven that the dynamic controller proposed in [4] accomplishes the vehicle-following objective, \( \lim_{k \to \infty} e_i(k) = 0, \forall i \in S_m \), and guarantees string stability. Here, we propose a controller, inspired by the one in [4], that robustifies the platoon against cyberattacks.

As a basis for the controller design, the following vehicle model is adopted [4]:

\[
\begin{bmatrix}
\dot{d}_i \\
\dot{v}_i \\
\dot{a}_i
\end{bmatrix}
= \begin{bmatrix}
v_{i-1} - v_i \\
a_i \\
\frac{1}{\tau_r} a_i + \frac{1}{\tau_r} u_i
\end{bmatrix}, \quad i \in S_m,
\]

(4)

where \( a_i \) is the acceleration of vehicle \( i \), \( u_i \) is the vehicle controller (the desired acceleration), and \( \tau_r \) is a time constant representing the driveline dynamics. Consider the following dynamic controller:

\[
h_i u_i = -u_i + \xi_i,
\]

(5)

with

\[
\xi_i := K_i \begin{bmatrix}
e_i \\
\dot{e}_i \\
\ddot{e}_i
\end{bmatrix}, \quad i \in S_m,
\]

(6)

where \( K_i = [k_{pi} \ k_{di} \ k_{ddi}] \), and \( k_{ddi} = 0 \) (to avoid feedback of jerk). The term \( \ddot{u}_{i-1} \) denotes an estimate of the control input of the preceding vehicle, \( u_{i-1} \). We compute this estimate in real-time using multiple distorted copies of \( u_{i-1} \) (transmitted wirelessly by vehicle \( i - 1 \) via multiple communication networks). In [4], the authors assume that \( u_{i-1} \) can be transmitted directly to vehicle \( i \) free of noise and network effects. However, even in that idealized scenario, if \( u_{i-1} \) is tampered with by cyberattacks, safety cannot be guaranteed. Here, we robustify the controller by transmitting multiple distorted copies of \( u_{i-1} \) (to create redundancy and thus not depending on a single, possibly corrupted, signal) and using this redundant information to construct an estimate \( \ddot{u}_{i-1} \) of \( u_{i-1} \). We use \( \ddot{u}_{i-1} \) as a feedforward term to drive the controller in (6). By doing so, we do not rely on a single signal but we pay the price of working with estimates (thus introducing uncertainty) and having to devise a fusing algorithm that produces accurate approximations of \( u_{i-1} \) and ensure the stability of the platoon in closed-loop with controller (6).
Using (3)–(6), the following platoon model is obtained:

\[
\begin{bmatrix}
\dot{e}_i \\
\dot{v}_i \\
\dot{a}_i \\
\dot{u}_i
\end{bmatrix} =
\begin{bmatrix}
0 & -1 & -h_i & 0 \\
0 & 0 & 1 & 0 \\
k_{pi} & -k_{ai} & -k_{di} & 1/	au_i \\
k_{ai} & k_{ci} & -k_{ci} & -1/	au_i \\
\end{bmatrix}
\begin{bmatrix}
e_i \\
v_i \\
a_i \\
u_i
\end{bmatrix}
+ \begin{bmatrix}1 & 0 & 0 & 0 \end{bmatrix} \begin{bmatrix}v_{i-1} \\
\dot{a}_{i-1}
\end{bmatrix}.
\]  

(7)

Without loss of generality, we assume \( r_i \) is equal to zero. Here, we assume \( v_{i-1} \) is obtained from on-board sensors of vehicle \( i \) that measure the velocity of vehicle \( i \) and the relative velocity between vehicles \( i \) and \( i - 1 \). We rewrite system (7) compactly in matrix form as follows:

\[
\dot{x}_i = A_{ci} x_i + B_{ci} e_i, 
\]

(8)

with \( x_i := [e_i, v_i, a_i, u_i]^\top \), \( e_i := [v_{i-1}, \dot{a}_{i-1}]^\top \), and matrices \( A_{ci} \) and \( B_{ci} \) defined according to (7).

We assume the first vehicle in the platoon (the leader) does not have a preceding vehicle. Instead, it follows a so-called virtual reference vehicle \( (i = 0) \), allowing the lead vehicle to employ the same controller as the other vehicles in the platoon. We rewrite the virtual vehicle dynamics in matrix form:

\[
\begin{bmatrix}
\dot{e}_0 \\
\dot{v}_0 \\
\dot{a}_0 \\
\dot{u}_0
\end{bmatrix} =
\begin{bmatrix}
0 & 0 & 0 & 0 \\
0 & 0 & 1 & 0 \\
0 & 0 & -1/\tau_0 & 1/\tau_0 \\
0 & 0 & 0 & 1/\tau_0 \\
\end{bmatrix}
\begin{bmatrix}
e_0 \\
v_0 \\
a_0 \\
u_0
\end{bmatrix} + \begin{bmatrix}0 \end{bmatrix} e_0
\]

(9)

where \( e_0 \) is the desired acceleration of the leader induced by the human driver. We can write the virtual vehicle dynamics in matrix form as follows:

\[
x_0 = A_{co} x_0 + B_{co} e_0, 
\]

(10)

with \( x_0 := [e_0, v_0, a_0, u_0]^\top \), and matrices \( A_{co} \) and \( B_{co} \) defined from (9).

We exactly discretize (7) and (9) at the sampling time instants, \( t = T_s k, k \in \mathbb{N} \), and assume a zero-order hold to implement control actions (see [42] for details) to obtain the following equivalent discrete-time systems:

\[
x_i(k+1) = A_i^d x_i(k) + B_i^d e_i(k), i \in S_m,
\]

(11)

and

\[
x_0(k+1) = A_0^d x_0(k) + B_0^d e_0(k),
\]

(12)

with \( x_i(k) := x_i(T_s k), e_i(k) := e_i(T_s k), k \in \mathbb{N} \), \( A_i^d = e^{A_i T_s} \), and \( B_i^d = (f_i^{T_s} e^{A_i(T_s - \cdot)} ds) B_i^e \), for \( i \in S_m \cup \{0\} \).

We assume the desired acceleration of vehicle \( (i - 1), u_{i-1} \), for \( i \in S_m \setminus \{1\} \), is transmitted from vehicle \( i - 1 \) to vehicle \( i \) through \( N_i \geq 3 \) different unsecured communication channels, i.e., at each time \( k \geq 0 \), vehicle \( i \) receives \( N_i \) distorted copies of

\[
u_{i-1}(k):
\]

\[
U_i(k) = \begin{bmatrix} U_{i1}(k) \\ U_{i2}(k) \\ \vdots \\ U_{iN_i}(k) \end{bmatrix} := \begin{bmatrix} u_{i-1}(k) + \nu_{i1}(k) + \eta_{i1}(k) \\ u_{i-1}(k) + \nu_{i2}(k) + \eta_{i2}(k) \\ \vdots \\ u_{i-1}(k) + \nu_{iN_i}(k) + \eta_{iN_i}(k) \end{bmatrix}
\]

where \( \nu_{ij} \in \mathbb{R}, \{\nu_{ij}(k)\} \in l_{\infty} \), denotes unknown additive perturbations in the \( j \)-th channel, and \( \eta_{ij} \in \mathbb{R}^{N_i} \) is the attack signal that can take any value specified by the attacker, \( j \in \{1, \ldots, N_i\} \). That is, if the \( j \)-th channel is compromised, then \( \eta_{ij}(k) \neq 0 \) for some \( k \geq 0 \); otherwise, \( \eta_{ij}(k) = 0 \) for all \( k \geq 0 \). We let \( W_i(k) \subset \{1, \ldots, N_i\} \) be the time-varying set of attacked communication channels between vehicles \( i \) and \( i - 1 \) at time \( k \), i.e.,

\[\text{supp}(\eta_i(k)) \subseteq W_i(k).\]

(14)

The vector of perturbations, \( \nu_i := (\nu_{i1}, \ldots, \nu_{iN_i}) \in \mathbb{R}^{N_i} \), encompass all network induced imperfections in the channels (e.g., noise, delays, packet dropouts, and quantization). In (13), we are implicitly assuming that the adversary takes full control of the channels in set \( W_i(k) \) by additively injecting a vector \( \eta_i := (\eta_{i1}, \ldots, \eta_{iN_i}) \in \mathbb{R}^{N_i} \), where \( \eta_{ij} \) can take any arbitrary value for \( j = 1, \ldots, N_i \).

Remark 1: The \( N_i \) different communication channels used for transmitting \( u_{i-1} \) can be 4 G, 5 G, and DSRC etc. Because of the large differences between their frequency bands used, every two channels are orthogonal to each other. On the other hand, in most cases, the attacker sends large-power attack signals to increase his/her damages. For instance, in order jam a communication channel, the attacker might need to send signals with the same frequency as the receiving equipment, but with enough large power to override any signal at the receiver [43], [44]. Hence, the interference among different V2V channels is small enough to be neglected.

A. Main Problems

We address and solve the following three problems:

Problem 1: Provide necessary and sufficient conditions under which \( u_{i-1}(k) \) can be reconstructed from \( U_i(k) \), for \( i \in S_m \setminus \{1\} \).

Problem 2: Construct a secure fusion algorithm capable of reconstructing an attack-free estimate of \( u_{i-1}(k) \) from \( U_i(k) \), for \( i \in S_m \setminus \{1\} \) and \( k \geq 0 \).

Problem 3: Design a robust CACC scheme that stabilizes closed-loop platoon dynamics and minimizes the joint effect of fusion errors and sensor noise on the tracking and platoon string stability performance.

The workflow of the proposed robust CACC scheme is shown in Fig. 2.

Remark 2: Different from existing results in the literature, e.g., [32], [33], [34], [35], [36], [45], [46], which assume the set of attacked nodes is time-invariant, here we slightly relax the assumption by allowing the set of attacked communication channels to be time-varying, i.e., the attacker can choose a
different set of communication channels to compromise at each time $k \geq 0$, [28], [47], [48].

IV. SECURE DATA FUSION FOR CONNECTED VEHICLES EQUIPPED WITH MULTIPLE NETWORKS

In this section, we propose a fusion algorithm that exploits communication channel redundancy in connected vehicles to construct a robust estimate $\hat{u}_{i-1}$ of the preceding vehicle’s acceleration commands. To implement the CACC controller (5)–(6), we need the estimate $\hat{u}_{i-1}$ of the acceleration $u_{i-1}$ of the preceding vehicle. What vehicle $i$ receives is the vector $U_i(k)$ containing $N_i$ corrupted copies of $u_{i-1}(k)$ (corrupted by network-induced perturbations and cyberattacks). Here, we seek to reconstruct $u_{i-1}(k)$ from $U_i(k)$ and implement the controller (5)–(6) that uses the reconstructed signal, $\hat{u}_{i-1}(k)$. Then, the first question to raise is whether $u_{i-1}(k)$ is actually reconstructible from $U_i(k)$ (in some appropriate sense).

Definition 2: Consider input $u_{i-1}(k)$ and the vector of distorted inputs $U_i(k)$ in (13) under $q_i$ attacks $\eta_i(k)$, $\supp(\eta_i(k)) \subseteq W_i(k)$. Input $u_{i-1}(k)$ is reconstructible from $U_i(k)$, if for every other input $\bar{u}_{i-1}(k)$ with corresponding $\bar{U}_i(k)$ under $q_i$ attacks and attack vector $\bar{\eta}_i(k)$, $\supp(\bar{\eta}_i(k)) \subseteq W_i(k)$, the following is satisfied:

$$ U_i(k) = \bar{U}_i(k) \implies u_{i-1}(k) = \bar{u}_{i-1}(k). $$

Definition 1 implies that for $u_{i-1}(k)$ and corresponding $U_i(k)$, there is no other $\bar{u}_{i-1}(k) \neq u_{i-1}(k)$ consistent with the received $U_i(k)$. That is, $u_{i-1}(k)$ is reconstructible if it can be uniquely determined from $U_i(k)$.

Theorem 1: For every integer $q_i \geq 0$, the following statements are equivalent:

i) $u_{i-1}(k)$ is reconstructible from $U_i(k)$ under $q_i$ attacks for $k \geq 0$.

Proof: See Appendix A.

From Theorem 1, it follows that the following assumption is needed for any reconstruction scheme to work.

Assumption 1: The number of attacked channels between vehicles $i$ and $(i-1)$ is smaller than $\frac{N_i}{2}$, i.e.,

$$ \text{card}(W_i(k)) \leq q_i < \frac{N_i}{2}. $$

Remark 3: Note that Assumption 1 allows for attacks on all the channels as long as, at every time-step, the number of injected attack signals are strictly less than $\frac{N_i}{2}$. That is, the set of compromised channels can be time-varying as long as a maximum of $q_i < \frac{N_i}{2}$ channels are attacked at every $k \in \mathbb{N}$. This limitation might result from hardware or energy constraints from the adversary’s point of view. For instance, a jamming attack may randomly select one channel to jam for a short period of time [47]; and channel-hopping and pulsed-noise jammers might jam different sets of channels at different time instants [28], [48].

**Corollary 1:** Under Assumption 1, among all $N_i$ communication channels, at least $N_i - q_i$ of them are attack-free; and among every set of $N_i - q_i$ communication channels, at least $N_i - 2q_i$ channels are attack-free.

**Corollary 1** follows trivially from **Assumption 1**.

A. Reconstruction Strategy

Before we present our reconstruction algorithm, we need to introduce some notation and mathematical machinery. For every subset $J \subset \{1, \ldots, N_i\}$ of communication channels and $k \geq 0$, define $\hat{u}_{i,j}(k)$ as the average value of all the data transmitted via $J$ channels at time $k$:

$$ \hat{u}_{i,j}(k) := \frac{\sum_{j \in J} U_{ij}(k)}{\text{card}(J)}; $$

and an (unknown) upper bound on all channel disturbances between vehicles $i$ and $(i-1)$:

$$ ||\nu_k||_\infty := \max_{j \in \{1, \ldots, N_i\}} \{||\nu_{ij}(k)||\}. $$

**Lemma 1:** If $\eta^j_k(k) = 0$, then

$$ |\hat{u}_{i,j}(k) - u_{i-1}(k)| \leq ||\nu_k||_\infty, $$

for all $k \geq 0$.

Proof: See Appendix B.

Under Assumption 1, there exists at least one subset $I(k) \subset \{1, \ldots, N_i\}$ with card($I(k)$) = $N_i - q_i$ such that $\eta^j_k(k) = 0$ for $k \geq 0$. Then, in general, the difference between $\hat{u}_{i,j}(k)$ and any $U_{ij}(k)$ (see (13)), $i \in I(k)$, will be less than the other subsets $J \subset \{1, \ldots, N_i\}$ with $\text{card}(J) = N_i - q_i$ and $\eta^j_k(k) \neq 0$. This motivates the following reconstruction algorithm.

For every subset $J \subset \{1, \ldots, N_i\}$ of channels with $\text{card}(J) = N_i - q_i$, define $\pi_{i,j}(k)$ as the largest difference between $\hat{u}_{i,j}(k)$ and $U_{ij}(k)$ for all $j \in J$, i.e.,

$$ \pi_{i,j}(k) := \max_{j \in J} |\hat{u}_{i,j}(k) - U_{ij}(k)|, $$

for all $k \geq 0$, and the sequence $\sigma_i(k)$ as

$$ \sigma_i(k) := \arg\min_{J \subset \{1, \ldots, N_i\} : \text{card}(J) = N_i - q_i} \pi_{i,j}(k). $$

Then, as proved below, the fused measurement indexed by $\sigma_i(k)$:

$$ \hat{u}_{i-1}(k) = \hat{u}_{\sigma_i(k)}(k), $$

is an attack-free measurement of $u_{i-1}(k)$. The following result uses the terminology presented above.

**Theorem 2:** Consider system (7), and the reconstruction algorithm (20)–(22). Define the reconstruction error $e_{\sigma_i(k)}(k) :=$
\[ \hat{u}_{\sigma_i}(k) - u_{i-1}(k), \] and let Assumption 1 be satisfied; then,
\[ |e_{\sigma_i}(k)| \leq 3||\nu_i||_{\infty}, \] (23)
for all \( k \geq 0. \)

**Proof:** See Appendix C.

**Remark 4:** Note that the fusion algorithm proposed here is
general enough to be applied in all deception cyberattack sce-
narios. Many types of well-known attacks, for instance, replay
attacks, bias injection attacks, DoS attacks can be modeled as
deception attacks [31], which are hence covered in this manuscript.

**Remark 5:** Using multiple V2V communication networks for
data transmission is the basis for our secure fusion algorithm.
Indeed, V2V network redundancy might be costly to create;
however, when signals can be corrupted by adversaries, secure
estimation and control are impossible to accomplish without
data redundancy – this has been rigorously proved by many
authors [32], [33], [34], [35], [36]. Note that CAVs are already
equipped with redundant sensors that provide ‘similar’ position
and orientation information, e.g., lidars, radars, IMUs, GPS, and
cameras. This sensor redundancy, although costly, must be used to
enforce security and safety. The use of extra resources to create
redundancy is not a waste, but the price to pay to guarantee a
high security level in safety-critical systems.

**Remark 6:** The problem that we address is the correct re-
construction of the transmitted signal under deception attacks
using multiple communication channels to create redundancy.
Adding more channels carrying the same information does not
create extra vulnerabilities from the integrity point of view as we
assume up front that the adversary can compromise the original
channel. So, the extra networks actually decrease the system
vulnerability as we might be able to discard all together the
channels corrupted by the adversary. It might create privacy
concerns as there are more copies of the transmitted signals in
the air. However, the kinematic/dynamics data transmitted for
platooning is usually not of private (sensitive) nature. That is,
we do not need to protect against inference attacks to this data
in practice.

V. DETECTION AND ISOLATION

In this section, we now assume bounds on the perturbations in
all channels are known, i.e., \( ||\nu_i||_{\infty} \) for \( j \in \{1, \ldots, N_i\} \),
and \( i \in S_m \setminus \{1\} \) is known. We first provide a simple technique
for detecting attacks on the communication channels. Then, we
use the fusion algorithm presented in Section IV to select the
attack-free channels and isolate the ones that are compromised.

**A. Detection Strategy**

If all the channels are attack-free, then the deviation between
the average value of all the transmitted data and the data trans-
mitted in each single channel will be small, i.e., the difference
between
\[ \sum_{j=1}^{N_i} \frac{U_{ij}(k)}{N_i} \] and \( U_{ij}(k) \), for all \( j \), will be small and
\[ \left| \sum_{j=1}^{N_i} \frac{U_{ij}(k)}{N_i} - U_{ij}(k) \right| \
\]
\[ \leq \left| \frac{\sum_{j=1}^{N_i} U_{ij}(k)}{N_i} - u_{i-1}(k) \right| + |\nu_{ij}(k)| \]
\[ \leq ||\nu_i||_{\infty} + ||\nu_{ij}||_{\infty}, \forall i \in \{1, \ldots, N_i\}. \] (24)

Define a threshold for each communication channel:
\[ \tau_{ij}^d := ||\nu_i||_{\infty} + ||\nu_{ij}||_{\infty}, \] (25)
\( j \in \{1, \ldots, N_i\}. \) Then, attacks are detected at time \( k \) if there
exists at least one channel \( j \in \{1, \ldots, N_i\} \) such that
\[ \left| \frac{\sum_{j=1}^{N_i} U_{ij}(k)}{N_i} - U_{ij}(k) \right| > \tau_{ij}^d, \] (26)
for some \( k \geq 0. \)

**B. Isolation Strategy**

From Section IV, we know that \( \sigma_i(k) \in \{1, \ldots, N_i\} \) is a
set of attack-free communication channels. For \( k \geq 0, \) we
randomly select one channel \( j^*(k) \in \sigma_i(k) \) and the corresponding
\( \eta_{ij^*(k)}(k) \) must satisfy \( \eta_{ij^*(k)}(k) = 0. \) For each \( j \in \{1, \ldots, N_i\} \)
and \( k \geq 0, \) we compute the difference between \( \hat{U}_{ij}(k) \) and \( U_{ij}(k). \) Then, if the \( j \)-th channel is attack-free, i.e., \( \eta_{ij}(k) = 0, \) we have
\[ |U_{ij^*(k)}(k) - U_{ij}(k)| \]
\[ = |U_{ij^*(k)}(k) - u_{i-1}(k) + u_{i-1}(k) - U_{ij}(k)| \]
\[ \leq |U_{ij^*(k)}(k) - u_{i-1}(k)| + |u_{i-1}(k) - U_{ij}(k)| \]
\[ \leq ||\nu_{ij^*(k)}||_{\infty} + ||\nu_{ij}||_{\infty}. \] (27)

For each \( j \in \{1, \ldots, N_i\}, \) define the threshold as follows:
\[ \tau_{ij}(k) := ||\nu_{ij^*(k)}||_{\infty} + ||\nu_{ij}||_{\infty}. \] (28)

Then, for \( k \geq 0, \) the \( j \)-th channel is isolated as an attacked one
if the threshold is crossed, i.e.,
\[ |U_{ij^*(k)}(k) - U_{ij}(k)| > \tau_{ij}(k). \] (29)

Then, the set of channels that are isolated as the attacked ones
at time \( k, \) which we denote as \( \hat{W}_i(k), \) is given as:
\[ \hat{W}_i(k) := \{ i \in \{1, \ldots, N_i\} ||U_{ij^*(k)}(k) - U_{ij}(k)| > \tau_{ij}(k) \}. \] (30)

VI. ROBUST CONTROLLER AND SECURE ESTIMATOR

We have shown that the error of the proposed fusion algo-
rithm is bounded independently of the attacks if the conditions of
Theorem 2 are satisfied. In this section, we assume that the
on-board sensors of each vehicle in the platoon are noisy as
well and each vehicle uses the estimates provided by the
fusion algorithm for control as shown in Fig. 3. For each ve-
vehicle in the platoon, we design a \( H_{\infty} \) controller to stabilize
its closed-loop dynamics while minimizing the effect of the
error introduced by the fusion algorithm and sensor noise on
string stability and tracking performance. We consider system
(7) and assume the on-board sensors of vehicle \( i \) that measure
relative distance and relative velocity are subject to noise \( \omega_{d1} \)
and \( \omega_{v1}, \) respectively. We assume a zero-order hold is used
We remark that the controllers we use are actually $(32) \tilde{A}_i, \tilde{B}_i, \tilde{C}_i$ as defined in Theorem 7. System constrained to satisfy $-\tilde{T}_i = \tilde{A}_i + \tilde{B}_i$ is used to drive the controller. Let $\tilde{\omega}_i = \tilde{u}_i - \tilde{v}_i$ characterizes the performance output, $\tilde{u}_i = e_{\sigma_i(k)} + e_{\sigma_i(k)}$ as defined in Theorem 2 for $t \in [kT_s, (k+1)T_s)$, for all $i \in S_m$. Then, the closed-loop dynamics can be written as follows:

$$\begin{bmatrix}
\dot{e}_i \\
\dot{v}_i \\
\dot{a}_i \\
\dot{u}_i
\end{bmatrix} =
\begin{bmatrix}
0 & -1 & -h_i & 0 \\
0 & 0 & 1 & 0 \\
-\frac{k_{pi}}{\nu_i} & -\frac{k_{di}}{\nu_i} & -k_{di} & -\frac{1}{\nu_i} \\
-\frac{k_{pi}}{\nu_i} & 0 & \frac{k_{di}}{\nu_i} & \frac{1}{\nu_i}
\end{bmatrix}
\begin{bmatrix}
e_i \\
v_i \\
a_i \\
u_i
\end{bmatrix}
+ \begin{bmatrix}
0 & 1 & 0 \\
0 & 0 & 0 \\
0 & 0 & 0 \\
-\frac{k_{pi}}{\nu_i} & \frac{k_{di}}{\nu_i} & \frac{1}{\nu_i}
\end{bmatrix}
\begin{bmatrix}
\omega_{d_i} \\
v_{i-1} + \omega_{vi} \\
u_{i-1} + e_{\sigma_i(k)}
\end{bmatrix}. \quad (31)
$$

Let $\omega_i := [\omega_{d_i}, v_{i-1} + \omega_{vi}, u_{i-1} + e_{\sigma_i(k)}]^T$. To implement the design method provided in [49], we rewrite the system in the following way:

$$\begin{align*}
\dot{x}_i &= \tilde{A}_i x_i + \tilde{B}_i w_i + \tilde{B}_2 u_i, \\
z_i &= \tilde{C}_i x_i, \\
y_i &= \tilde{C}_2 x_i + \tilde{D}_2 w_i, \\
\tilde{u}_i &= K_i y_i,
\end{align*} \quad (32)$$

with

$$\begin{bmatrix}
0 & -1 & h_i & 0 \\
0 & 0 & 1 & 0 \\
0 & 0 & -\frac{1}{\nu_i} & \frac{1}{\nu_i} \\
0 & 0 & 0 & -\frac{1}{\nu_i}
\end{bmatrix}, \quad \tilde{C}_2 = \begin{bmatrix}
1 & 0 & 0 & 0 \\
0 & -1 & -h_i & 0
\end{bmatrix},
$$

$$\begin{bmatrix}
0 & 1 & 0 \\
0 & 0 & 0 \\
0 & 0 & 0 \\
-\frac{k_{pi}}{\nu_i} & \frac{k_{di}}{\nu_i} & \frac{1}{\nu_i}
\end{bmatrix}, \quad \tilde{D}_2 = \begin{bmatrix}
0 \\
0 \\
1 & 0 & 0 \\
0 & 1 & 0
\end{bmatrix},$$

$$K_i = \begin{bmatrix}
k_{pi} & k_{di}
\end{bmatrix} \quad (33)$$

where $z_i$ is the performance output we seek to optimize. To minimize the effect of $\omega_i$ on string stability and tracking performance, we let $\tilde{C}_{ii}$ in (32) be given as

$$\tilde{C}_{ii} = \begin{bmatrix}
1 & 0 & 0 & 0 \\
0 & 1 & 0 & 0
\end{bmatrix}. \quad (34)$$

This choice of $\tilde{C}_{ii}$ characterizes the performance output, $z_i = \tilde{C}_{ii} x_i$, and let us weigh simultaneously the effect of $\omega_i$ on the tracking error, $e_i$, and the velocity of the vehicle, $v_i$, for string stability. We seek to synthesize the controller gains, $(k_{pi}, k_{di})$, to minimize the $H_\infty$ norm from the vector of disturbances, $\omega_i$, to the performance output, $z_i = \tilde{C}_{ii} x_i$. To obtain such optimal gains, we use the reformulation in (31)–(34) and Algorithms 3 and 4 in [49] to satisfy $k_{pi}, k_{di} > 0$, and $k_{di} > k_{pi} \tau_i$ to guarantee the vehicle following control objective [4]. This emulation-based controller is able to stabilize (7) when $T_s$ is sufficiently small [50].

**Remark 7:** We remark that the controllers we use are actually standard state feedback controllers. The switching aspect arises when selecting what communication channels we ‘trust’ are transmitting attack-free data (as we use this data to feed the controller). Because the set of trusted channels might change over time (due to network effects and attacks), the scheme creates a switching behaviour in the controller. Summarizing, the controller is not switching by itself, we take a standard (non-switching) controller from the literature, and change the data we use to drive it based on our switching fusion algorithm which selects attack-free channels.

### A. Stability Analysis

Here, we give a brief statement on the stability of the interconnected vehicles when the secure fused measurement given by (20)–(22) is used to drive the controller. Let $x_i = [e_i, v_i, a_i, u_i]^T$ and $\tilde{e}_i = [\omega_{d_i}, v_{i-1} + \omega_{vi}, u_{i-1} + e_{\sigma_i(k)}]^T$. System (31) can be written as:

$$\dot{x}_i = A_{ci} x_i + \tilde{B}_i \tilde{e}_i, \quad (35)$$

with

$$A_{ci} = \begin{bmatrix}
0 & -1 & h_i & 0 \\
0 & 0 & 1 & 0 \\
0 & 0 & \frac{1}{\nu_i} & \frac{1}{\nu_i} \\
0 & 0 & 0 & -\frac{1}{\nu_i}
\end{bmatrix}, \quad \tilde{B}_i = \begin{bmatrix}
0 & 1 & 0 \\
0 & 0 & 0 \\
0 & 0 & 0 \\
-\frac{k_{pi}}{\nu_i} & \frac{k_{di}}{\nu_i} & \frac{1}{\nu_i}
\end{bmatrix}. \quad (36)$$

The closed-loop dynamics (35) is Input-to-State-Stable (ISS) with input $\tilde{e}_i$, because $A_{ci}$ is a Hurwitz matrix [29]. As we have proved in Theorem 2 that $e_{\sigma_i(k)}$ is bounded for all $k \geq 0$, if $||x_{i-1}||_{\infty}$ is bounded, then $||\tilde{e}_i||_{\infty}$ is bounded, which then implies the boundedness of $||x_i||_{\infty}$ since (35) is ISS. Therefore, the boundedness of $||x_{i-1}||_{\infty}$ implies the boundedness of $||x_i||_{\infty}$ for $i \in S_m$. From the fact that the state of the virtual reference vehicle is bounded, i.e., $||x_i||_{\infty}$ is bounded, we conclude the boundedness of $||x_i||_{\infty}$ for all $i \in S_m$ [29].

### VII. SIMULATION

In this section, numerical examples are used to illustrate the effectiveness of our approaches. In particular, in Examples 1 and 2, we test the performance of our data fusion and isolation schemes provided in Sections IV and V respectively by considering a simple case when the platoon consists of two vehicles and three communication channels are used between them. At each time instant, one of the communication channels is under attack.
We consider a platoon of 2 vehicles. We let $\nu \sim \nu \nu \hat{W}$ that the obtained estimates $\hat{W}$ are only sufficient conditions for the detection and isolation algorithms to work respectively. This might lead the proposed algorithms conservative due to the perturbations in the communication channels. Example 2 illustrates that the algorithms still detect and isolate attacked channels relatively well under reasonable conditions.

**Example 3:** We consider a homogeneous vehicle platoon consisting of 5 vehicles. We let $h_1 = 0.5$, $\tau_1 = 0.1$, for all $i \in \{1, 2, 3, 4, 5\}$. $T_s = 0.01$ seconds, and $N_i = 3$ communication channels between vehicles, $i \in \{2, 3, 4, 5\}$. Channel and sensor perturbations are taken as $\nu_{1i} \sim \mathcal{U}(-0.1, 0.1)$, $\nu_{12} \sim \mathcal{U}(-0.2, 0.2)$, $\nu_{13} \sim \mathcal{U}(-0.3, 0.3)$, and $\omega_{1i}, \omega_{i1} \sim \mathcal{U}(-0.1, 0.1)$. Let $e_0$ be given as in Table I. At each time step $k$, let one of the 3 communication channels between the two vehicles be randomly selected to be attacked, i.e., $W_3(k) = \{1\}$, $W_2(k) = \{1\}$, or $W_1(k) = \{1\}$ and let $\eta W_i(k) \sim \mathcal{N}(0, 5^2)$. Then, $||\nu||_\infty = 0.3$, and $||\nu_1||_\infty = 0.1, ||\nu_2||_\infty = 0.2, ||\nu_3||_\infty = 0.3$. From equation (25), we can compute $\tau_{21} = 0.4, \tau_{22} = 0.5, \tau_{23} = 0.6$ accordingly. For $k \in [1, 400]$, (25)–(26) are used for attack detection and it turns out that 371 out of 400 time steps our detection algorithm successfully detects the attacks. For $k \in [1, 20]$, (28)–(30) are used for isolating the attacked channels. The performance of our isolation algorithm is presented in Fig. 5, where it is shown that our algorithm successfully isolates the attacked channel 14 out of 20 time steps for the considered time-varying attacks.

**Remark 9:** Note that (26) and (29) are only sufficient conditions for the detection and isolation algorithms to work respectively. This might lead the proposed algorithms conservative due to the perturbations in the communication channels. Example 2 illustrates that the algorithms still detect and isolate attacked channels relatively well under reasonable conditions.

**Example 3:** We consider a homogeneous vehicle platoon consisting of 5 vehicles. We let $h_1 = 0.5$, $\tau_1 = 0.1$, for all $i \in \{1, 2, 3, 4, 5\}$. $T_s = 0.01$ seconds, and $N_i = 3$ communication channels between vehicles, $i \in \{2, 3, 4, 5\}$. Channel and sensor perturbations are taken as $\nu_{1i} \sim \mathcal{U}(-0.1, 0.1)$, $\nu_{12} \sim \mathcal{U}(-0.2, 0.2)$, $\nu_{13} \sim \mathcal{U}(-0.3, 0.3)$, and $\omega_{1i}, \omega_{i1} \sim \mathcal{U}(-0.1, 0.1)$. Let $e_0$ be given as in Table I. At each time step $k$, let one of the 3 communication channels between the two vehicles be randomly selected to be attacked, i.e., $W_i(k) = \{1\}$, $W_2(k) = \{1\}$, or $W_1(k) = \{1\}$ and let $\eta W_i(k) \sim \mathcal{N}(0, 5^2)$ for $i \in \{2, 3, 4, 5\}$. For all $k \geq 0$, the $i$-th vehicle $i \in \{2, 3, 4, 5\}$ attacked channels can be tolerated. In this case, our algorithm can still guarantee an attack-free estimate as long as Assumption 1 holds, as proved in Theorem 2.

![Fig. 4](image-url)  

**Fig. 4.** $u_{i-1}$ (black) and $\hat{u}_{i-1}$ (blue).

**Fig. 5.** Actual attacked channel (‘o’) and the isolated channel (‘x’).

| $e_0$ ($m/s^2$) | Time (seconds) |
|-----------------|----------------|
| -10             | 0.5            |
| 0               | 5.10           |
| -10             | 10.15          |
| 0               | 15.20          |

Table I

**Desired Acceleration of the Leader**
uses (20)–(22) for fusing measurements of $u_{i-1}(k)$, and the CACC switching controller (3)–(6) to close the loop.

We use algorithms 3 and 4 in [49] to design a robust controller for each vehicle in the platoon with the smallest achievable $H_\infty$ norm of $\gamma = 1.0198$, and corresponding optimal $k_{pi} = 5.002$ and $k_{di} = 305.1862$, for $i \in S_m$. The performance of the robust controller is shown in Figs. 6–7. For comparison, the performance of the controller in [4] with $k_{pi} = 0.2$, $k_{di} = 0.7$ is shown in Figs. 8–9. Note that the controller gains in [4] are selected with a comfort concern, and the $H_\infty$ gain from $\omega_i$ to $z_i$ is 5.1000. In Fig. 6, the peak speed values of vehicles 1–5 are strictly non-increasing, which obeys string stability. On the other hand, from Fig. 8, it can be seen that the peak speed value of vehicle 5 exceeds the one of vehicle 4, which violates string stability. Besides, the tracking errors of vehicles 1–5 in Figs. 7 are closed to zero, which are much smaller than the ones shown in Fig. 9. This shows that the $H_\infty$ controller provided here provides a more robust performance in the presence of system disturbances compared with the one given in [4].

VIII. CONCLUSION

We have addressed the problem of data fusion, attack detection and isolation, and robust control for connected vehicles whose communication channels are under (potentially unbounded) cyberattacks. We suggest creating redundancy of inter-vehicle communication channels for connected vehicles to enhance their resilience to cyberattacks so that degradation from CACC to ACC can be avoided. Exploiting network redundancy, we have proposed a data fusion framework that reconstructs the transmitted data via the networks with bounded errors independent of attacks on the communication networks. This fused information is then used to detect and isolate attacks and stabilize the closed-loop dynamics of each vehicle. An $H_\infty$ controller is designed for each vehicle in a platoon to stabilize its closed-loop dynamics while minimizing the effects of sensor noise and fusion errors on string stability and tracking performance.
APPENDIX A
PROOF OF THEOREM 1

(i) → (ii) We proceed by contraposition. Assume \( q_i \geq \frac{N_i}{2} \), then for all \( W_i(k) \subset \{1, \ldots, N_i\} \), with \( \text{card}(W_i(k)) = q_i \) and \( k \geq 0 \), there exists another set \( \tilde{W}_i(k) \subset \{1, \ldots, N_i\} \) with \( \text{card}(\tilde{W}_i(k)) = q_i \) such that \( W_i(k) \cup \tilde{W}_i(k) = \{1, \ldots, N_i\} \) since \( 2q_i \geq N_i \). Let \( I_i(k) = W_i(k) \cap \tilde{W}_i(k) \). For all \( u_{i-1}(k) \neq u_{i-1}(k) \), with corresponding \( \tilde{U}_i(k) = 1_{\tilde{u}_{i-1}(k)}(k) + v_{i-1}(k) + \tilde{\eta}_i(k) \) and \( U_i(k) = 1_{u_{i-1}(k)}(k) + v_{i-1}(k) + \eta_i(k) \), we seek \( \tilde{\eta}_i(k) \) and \( \eta_i(k) \) such that \( \tilde{U}_i(k) = U_i(k) \). If such attack vectors exist, we can conclude that \( q_i \geq \frac{N_i}{2} \) implies \( u_{i-1}(k) \) is not reconstructible from \( U_i(k) \) (according to Definition 1), and thus, by contraposition, \( q_i < \frac{N_i}{2} \) implies \( u_{i-1}(k) \) is reconstructible [51]. For \( \tilde{u}_{i-1}(k) = u_{i-1}(k) \), let

\[
j \in \{ \tilde{W}_i(k) \setminus I_i(k) \} : \begin{cases} \tilde{\eta}_j(k) = u_{i-1}(k) - \tilde{u}_{i-1}(k), \\ \eta_j(k) = 0, \\ \eta_j(k) = \tilde{u}_{i-1}(k) - u_{i-1}(k), \\ \eta_j(k) = 0, \\ \eta_j(k) = \tilde{u}_{i-1}(k) - u_{i-1}(k), \\ \eta_j(k) = \tilde{u}_{i-1}(k) - u_{i-1}(k). \end{cases}
\]

It is easy to verify that these particular \( \tilde{\eta}_i(k) \) and \( \eta_i(k) \) satisfy \( u_{i-1}(k) \neq \tilde{u}_{i-1}(k) \) and \( U_i(k) = \tilde{U}_i(k) \), for all \( k \geq 0 \), and the result follows.

(ii) → (i) Let \( q_i < \frac{N_i}{2} \). For all \( \eta_i(k) \) and \( \tilde{\eta}_i(k) \) with \( \text{card}(\text{supp}(\eta_i(k))) \leq q_i \) and \( \text{card}(\text{supp}(\tilde{\eta}_i(k))) \leq q_i \), the number of nonzero elements of the difference, \( \eta_i(k) - \tilde{\eta}_i(k) \), is less than or equal to \( 2q_i \), which is strictly less than \( N_i \). Therefore, there does not exist \( u_{i-1}(k) \neq \tilde{u}_{i-1}(k) \) such that

\[
\eta_i(k) - \tilde{\eta}_i(k) = \begin{bmatrix} u_{i-1}(k) - \tilde{u}_{i-1}(k) \\ u_{i-1}(k) - \tilde{u}_{i-1}(k) \\ \vdots \\ u_{i-1}(k) - \tilde{u}_{i-1}(k) \end{bmatrix} \geq \begin{bmatrix} u_{i-1}(k) - \tilde{u}_{i-1}(k) \\ u_{i-1}(k) - \tilde{u}_{i-1}(k) \\ \vdots \\ u_{i-1}(k) - \tilde{u}_{i-1}(k) \end{bmatrix},
\]

because the number of nonzero elements on the right side of (37) has to be strictly less than \( N_i \), which indicates that there does not exist \( u_{i-1}(k) \neq \tilde{u}_{i-1}(k) \) such that \( U_i(k) = \tilde{U}_i(k) \), i.e.,

\[
\begin{bmatrix} u_{i-1}(k) + \nu_{i1}(k) \\ u_{i-1}(k) + \nu_{i2}(k) \\ \vdots \\ u_{i-1}(k) + \nu_{iN}(k) \end{bmatrix} + \eta_i(k) = \begin{bmatrix} \tilde{u}_{i-1}(k) + \nu_{i1}(k) \\ \tilde{u}_{i-1}(k) + \nu_{i2}(k) \\ \vdots \\ \tilde{u}_{i-1}(k) + \nu_{iN}(k) \end{bmatrix} + \tilde{\eta}_i(k).
\]

Hence, \( u_{i-1}(k) \) is reconstructible from \( U_i(k) \) under \( q_i \) attacks (according to Definition 1).

APPENDIX B
PROOF OF LEMMA 1

By construction and the triangle inequality

\[
\sum_{j=1}^{n} \nu_{ij} = \sqrt{(\nu_{i1} + \nu_{i2} + \cdots + \nu_{in})^2} = \sqrt{\nu_{i1}^2 + \nu_{i2}^2 + \cdots + \nu_{in}^2 + 2(\nu_{i1}\nu_{i2} + \cdots + \nu_{i(n-1)}\nu_{in})}
\]

\[
\leq \sqrt{\nu_{i1}^2 + \nu_{i2}^2 + \cdots + \nu_{in}^2 + (\nu_{i1}^2 + \nu_{i2}^2 + \cdots + \nu_{i(n-1)}^2 + \nu_{in}^2)} = \sqrt{\left(1 + \left(\frac{1}{n-1}\right)\right)(\nu_{i1}^2 + \nu_{i2}^2 + \cdots + \nu_{in}^2)}
\]

\[
\leq \sqrt{n^2||\nu_i||_\infty^2} = n||\nu_i||_\infty.
\]

It follows that

\[
|\hat{\nu}_{ij}(k) - u_{i-1}(k)| = \frac{\sum_{j \in j} U_{ij}(k)}{\text{card}(J)} - u_{i-1}(k) \leq \frac{1}{\text{card}(J)} \sum_{j \in j} \nu_{ij}(k) \leq \frac{1}{\text{card}(J)} \text{card}(J)||\nu_i||_\infty = ||\nu_i||_\infty.
\]

APPENDIX C
PROOF OF THEOREM 2

Under Assumption 1, there exists at least one subset \( \tilde{I}(k) \subset \{1, \ldots, N_i\} \) with \( \text{card}(\tilde{I}(k)) = N_i - q_i \) such that \( \eta_{\tilde{I}(k)}(k) = 0 \) for \( k \geq 0 \). Then

\[
|\hat{\nu}_{\tilde{I}(k)}(k) - u_{i-1}(k)| \leq ||\nu_i||_\infty.
\]

Moreover, for all \( j \in I(k) \), \( \eta_j(k) = 0 \) and we have

\[
|U_{ij}(k) - u_{i-1}(k)| = ||\nu_{ij}(k)||.
\]

Then, we have

\[
\pi_{i\tilde{I}(k)}(k) = \max_{j \in I(k)} |\hat{\nu}_{\tilde{I}(k)}(k) - U_{ij}(k)| = \max_{j \in I(k)} |\hat{\nu}_{\tilde{I}(k)}(k) - u_{i-1}(k) + u_{i-1}(k) - U_{ij}(k)|
\]

\[
= |\hat{\nu}_{\tilde{I}(k)}(k) - u_{i-1}(k)| + \max_{j \in I(k)} |u_{i-1}(k) - U_{ij}(k)|
\]

\[
\leq ||\nu_i||_\infty + \max_{j \in I(k)} ||\nu_{ij}(k)||. \tag{43}
\]

From Corollary 1, among every \( N_i - q_i \) communication channels, at least one of the channels is attack-free since \( N_i - 2q_i \geq 1 \). Therefore, there exists at least one \( \tilde{j}(k) \in \sigma_i(k) \) such that \( \eta_{\tilde{j}(k)}(k) = 0 \) for \( k \geq 0 \) and

\[
|U_{\tilde{j}(k)}(k) - u_{i-1}(k)| = ||\nu_{\tilde{j}(k)}(k)||. \tag{44}
\]

From (21), we have \( \pi_{i\sigma_i}(k) \leq \pi_{i\tilde{I}(k)}(k) \). From (20), we have

\[
\pi_{i\sigma_i}(k) = \max_{j \in \sigma_i(k)} |\hat{\nu}_{\sigma_i(k)}(k) - U_{ij}(k)|
\]

\[
\geq |\hat{\nu}_{\sigma_i(k)}(k) - U_{\tilde{j}(k)}(k)|. \tag{45}
\]

Using the lower bound on \( \pi_{i\sigma_i}(k) \) and the triangle inequality, we have that

\[
|e_{\sigma_i(k)}(k)| = |\hat{\nu}_{\sigma_i(k)}(k) - u_{i-1}(k)|
\]
\[
\begin{align*}
&= \left| \dot{\sigma}_i(k) - U_{ij}(k) + U_{i\bar{j}}(k) - u_{i-1}(k) \right| \\
&\leq \pi_{\sigma_i}(k) + |\nu_{ij}(k)| \\
&\leq \pi_{\sigma_i}(k) + |\nu_{ij}(k)| \\
&\leq \|\nu|| + \max_{j \in [\bar{i}]} |\nu_{ij}(k)| + |\nu_{i\bar{j}}(k)| \\
&\leq 3\|\nu||. 
\end{align*}
\]

Inequality (46) is of the form (23) and the result follows.
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