CONCEPTUAL MODEL OF AN INTELLIGENT DECISION SUPPORT SYSTEM TO IDENTIFY CULTURAL VALUES
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Introduction. Problem statement. As noted earlier by the authors in works [1-3], the problem pertaining to research and development of methods and models is substantial. It involves organizing and processing data and associated knowledge in the intelligent decision support system (IDSS) to identify cultural values which are deemed to be relevant and offer a promising prospective. Despite the fact that such systems have been widely used in various fields (medicine, economics, automation and control, etc.), it should be noted that most tasks and problems in identifying cultural values have either just been formulated or are in the process [3]. This is due primarily to the peculiarities of this problem. The development of a conceptual model is one of the important stages in the creation of the relevant IDSS. It takes into account the specifics of the subject area and identifies the main elements of the system and the relationship between them, including the principles of their work.

Research analysis. The task of developing a conceptual model is closely related to various areas such as data and process analysis, artificial intelligence systems and the design and development of principles for the creation of DSS (Decision Support System). Classic works in this field are notably by T. Kravchenko, D. Pospelov, E. Popov, L. Zadeh, D. Waterman, O. Bakaev, Yu. Ulyanovskaya and others. The analysis of works in this area allows us to conclude that the conceptual model of the future IDSS (which takes into account the specifics of the subject area) is a key factor influencing the efficiency and quality of the system. Scientists and developers lay down the principles of the system and determine the basic concepts and criteria with which the system will work at the development stage of the IDSS model.

Previously unresolved parts of the problem. Today, there is no single, universal model for the construction of IDSS. This is due to the application of systems of this type imposing a number of relevant criteria specific to this subject area. It should be noted that the development of modern approaches and tools
is also an important factor, and models developed previously will not be effective with these technologies. For example, a new model of IDSS should be developed for more efficient and high-quality work.

**Aim of the work.** The aim of this research is to improve the quality and efficiency of solving the problem of creating and using a modern IDSS by developing a conceptual model that will take into account the specifics of the subject area as well as modern methods and tools.

**Main part.** The decision support system is designed to support multicriteria decisions in a complex information environment. At the same time, multicriteria considers the fact that results of the decisions are estimated not on one, but on several sets of indicators (criteria) considered simultaneously. Information complexity is determined by the need to take into account a large amount of data the processing of which, without the help of modern information technologies, is almost impossible [4].

In works [5-7] the author notes that in Ukraine there is no national system to account for cultural values that include their registration and identification. As a result, there are a number of problems faced by professionals in the course of their activities. In order to allow the user to obtain information based on input data (and help to quickly and accurately assess the situation and make decisions), it is necessary to implement a computer-aided intelligence system. Furthermore, this system would assist users in making decisions in difficult conditions while providing a complete and objective analysis of the subject activity. Recently, scientists and researchers have promoted modern and effective methods and tools for identifying objects and building a modern IDSS. It should also be noted that modern solutions allow us to avoid or reduce a number of shortcomings that existed previously.

The work of IDSS is aimed at solving the following tasks: choosing the best solution from a set of possible and/or ordering possible solutions by preference (ranking).

In both tasks, the first and foremost factor is choosing a set of criteria, the basis of which further solutions will be evaluated and compared.

Different methods can be used for analysis and development of decisions (reports) in IDSS, for example: information search, data mining, the search of knowledge in databases, reasoning on the basis of precedents, simulation modelling, evolutionary calculations and genetic algorithms, neural networks, situational analysis, cognitive modelling, etc.

A decision support system is a set of software tools for data analysis, modelling, forecasting and management decisions.

When developing a model of IDSS, it is necessary to take into account the type of interaction between the system and the user, for example: passive systems assist in the decision-making process but cannot make a specific proposal or be directly involved in either making a decision or being involved in DSS interaction with the user. When a decision is offered by the system, the user can refine, improve, and return this decision to the system for verification. Following this, the decision is again issued to the user, then back to the system and so on until the user approves the decision. According to the authors, the most relevant and promising system is the active type of IDSS.

According to the method of decision support, the authors in their work assume that it is appropriate to consider and use DSS that are data-oriented and have access to the time series of the data organization and use in their work not only for internal but also for external data. Document-oriented DSS also manipulate unstructured information in a variety of electronic formats. Knowledge-oriented DSS provide specialized, evidence-based solutions to problems.

As for IDSS architecture, the authors in their work considered and used DSS based on a three-level data warehouse. Such DSS use a data warehouse from which data showcases are formed and are used by groups of users who solve similar tasks. This provides access to both specific structured data and single consolidated information. Filling the data showcases is simplified due to the use of verified and cleaned data in a single source. It should be noted a corporate data model also exists, and such DSS are characterized by guaranteed performance. However, a redundancy of data accumulates, leading to increased storage requirements. In addition, it is necessary to align this architecture to many areas with potentially different requests [2-4].

**Conceptual model.**

There are basic concepts with which the system works:

- object of identification is an identifiable object of cultural value (it has a description and criteria for analysis/identification);
- the user is an individual or legal entity, in the manner prescribed by law, who obtains the right of access to information in the IDSS.
access to information in the system gives the user the opportunity to process information in the system;

information processing in the system is by implementation of one or more operations such as collecting, inputting, writing, transforming, reading, storing, removing, registering, receiving, and transmitting data which are carried out in the system using its hardware and software.

The above concepts are basic and are given to understand the operation of the system.

The authors consider it appropriate to organize role-based access control (RBAC) in the model developed for the system in which the access rights of subjects (users), and the information processed and stored in the system, are grouped. This takes into account the specifics of their application and forming roles [8, 9].

Role formation is designed to define clear and understandable rules for IDSS users of delimitation of access, thereby allowing us to implement a flexible and dynamic variable in the system rules. This approach should be used in systems for users whose official powers and responsibilities are clearly defined.

Since privileges are not assigned to users directly and are obtained by them only through their role (or roles), the management of individual user rights essentially comes down to assigning roles to this user. This simplifies operations such as adding a user or changing a partition by the user.

To determine the RBAC model, the following conditions are defined:

- \( S = \) Subject = Human or automated agent (set of users);
- \( R = \) Role = Work function or name defined at the authorization level (set of roles);
- \( P = \) Permissions = Approval of the access mode to the resource (set of access rights to system objects);
- \( SE = \) Session = Correspondence between \( S, R \) and/or \( P \)
- \( SA = \) Subject aim
- \( PA: R \rightarrow 2p \) — a function that defines a set of access rights for each role at the same time for each \( p \in P \) there is \( r \in R \) so that \( p \in PA(r) \);
- \( RH = \) Partially ordered role hierarchy. RH can also be written as follows:
  - One subject can have several roles;
  - Several subjects can play the same role;
  - One role can have multiple permissions;
  - One permission can belong to several roles.

Roles are assigned to subjects; a result of which these subjects receive various permissions through roles. RBAC requires exactly such a designation rather than directly assigning permissions to subjects. Otherwise, it leads to difficulty controlling relations between entities and permits. A restrictive rule is imposed on the ability to inherit permissions from opposing roles to achieve proper mode separation. For example, the same person may not be allowed to create an account for someone and then log in under that account.

We use the notation of set theory:

- \( PA \subseteq P \times A \), in this case, permissions are assigned to the relationship of roles in relation to “many-to-many”.
- \( SA \subseteq S \times R \), in this case, the subjects are assigned to the relationship of roles and subjects in relation to “many-to-many”.
- \( RH \subseteq R \times R \).

A subject can have multiple, simultaneous sessions with different permissions. The use case diagram of working with IDSS is given in Fig. 1.
The authors suggest developing and using IDSS based on client-server architecture. For example, the well known Privat24 provides access to the system through both a web version and mobile applications for Android and iOS [10]. The system can be accessed via the web version using one-time dynamic passwords. After reviewing the scheme proposed by the authors in [3], we decided to remove from the IDSS ICC scheme such elements as users and external data sources. We also decided to make these elements independent of the system and organize communication between them through appropriate software interfaces. The work of information system users was also improved, adding to the previous work [3] categories such as administrators (system, security, web resource, etc.), developer and system owner. Schematically, the system is shown in Fig. 2.
The following personnel are suggested to service the system:
- system administrator and security administrator;
- web server administrator;
- IDSS administrator (working with databases and data storage);
- user technical support.

Since data security issues are very important, the authors propose the implementation of IDSS ICC in accordance with the Law on Information Protection in Information and Telecommunication Systems [11], ND TZI 3.7-003-05 “The order of works on the creation of a complex system to protect data in information and telecommunication systems” [12] and ND TZI 3.7-001-99 “Guidelines for the development of terms of reference for the creation of a comprehensive information security system in an automated system” [13].

**Typical order scenario (simplified).**
1. The user – a person who, in the process of identification, needs the help of IDSS and chooses the most convenient software client (website, mobile application);
2. Using the selected client, the user enters the criteria for searching and analyzing the identification object in the appropriate fields;
3. Having performed the input of initial data, the user transmits the request (“block of requests and responses”);
4. IDSS receives search and analysis criteria, then processes them to form a query to the data warehouse (“block of requests and responses”).
5. According to the criteria entered, the data is searched (the block “data warehouse”).
6. As a result of the search there may be several options. The first option is that the information is available and fully satisfies the request. The second is that the information is available but does not fully satisfy the request. The third option is that there is no information about the identification object in the data warehouse;
7. In the first option (in #6 above), through the “query and response generation unit” the system issues a report which indicates the degree of probability and refers to which sources the conclusion/conclusions was/were made about the results of the particular object analysis of the ICC project.
8. In the cases of options 2 and 3 (#6 above), the system asks the user to make a request to external sources of information through the “block to form the data warehouse”, but this may require additional time and resources. Futhermore, this data will not be checked by an expert.
9. Output and, if necessary, printing of the report for further processing by the user.
Conclusions and prospects for further research. The authors analyzed the problems associated with the development of a conceptual model of IDSS ICC as well as the solutions used. The results obtained allow us to draw the following conclusions:

- The problem area is a very wide and poorly studied field of research;
- The creation of IDSS models is a complex task which leads to such issues as data analysis and processes, artificial intelligence systems, organization of databases and data warehouses, software and data security issues;
- Defining criteria for analysis and identification in the creation of IDSS to support multicriteria solutions in a complex information environment is an urgent and difficult task.

It should also be noted that in order to address certain issues (for example, to organize a comprehensive information security system in the information and telecommunications system where the IDSS is located) it is necessary to involve relevant specialists and consider this issue in separate works.
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