Achievable Physical-Layer Secrecy in Multi-Mode Fiber Channels using Artificial Noise
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Abstract—Reliable and secure communication is an important aspect of modern fiber optic communication. In this work we consider a multi-mode fiber (MMF) channel wiretapped by an eavesdropper. We assume the transmitter knows the legitimate channel, but statistical knowledge of the eavesdropper’s channel only. We propose a transmission scheme with artificial noise (AN) for such a channel. In particular, we formulate the corresponding optimization problem which aims to maximize the average secrecy rate and develop an algorithm to solve it. We apply this algorithm to actual measured MMF channels. As real fiber measurements show, for a 55 mode MMF we can achieve positive average secrecy rates with the proper use of AN. Furthermore, the gain compared to standard precoding and power allocation schemes is illustrated.

Index Terms—Multi-mode Fiber, Artificial Noise, Physical Layer Security, Square Channel Matrices

I. INTRODUCTION

Single mode fiber optical transmission systems are approaching the limit of their theoretical communication limits [1] and multi-mode fibers (MMF) are proposed. They are well studied from theoretical as well as in practical aspects [2]–[4]. Similar to multiple antenna wireless systems, MMF exploits the spatial domain in order to improve the achievable data rates. Therefore, multiple-input multiple-output (MIMO) signal processing techniques can be used to separate the individual modes [1]. Thereby, precoding as well as receiver methods can be applied. These comprise linear and non-linear precoding at the transmitter side [5], [6].

The reliable transmission of high data rate traffic is only one important key performance metric. Another important design dimension is to keep the data confidential from eavesdropping attacks. Typically, data is secured at the higher communication layers either through symmetric key or asymmetric key cryptography. Asymmetric key cryptography is shown to be weak against quantum computers which could “efficiently” solve the prime-factorization problem which forms the basis for many public key algorithms [7]. Classical information theoretic coding schemes can provide post-quantum security. Already in [8] it was shown that a proper designed wiretap-code can be designed to achieve reliable and confidential data transmission at the same time. Much research has been done in the area of physical layer security since then. In [9], the multiple-input multiple-output multiple eavesdropper (MIMOME) scenario was investigated and secrecy capacities were derived for wireless antenna systems. In [10], the MIMO capacities were examined for MMF and in [11] the secrecy capacities were examined for mode dependent loss limited MMF systems. Since the action of the wiretapper is not known to the transmitter, it does not have channel state information (CSI) about the wiretapper channel. It is well known that with imperfect CSI at transmit side, artificial noise (AN) is required to improve the achievable secrecy rates [12].

In [13], a model for wiretapping attacks in MMF was developed which is experimentally verified. The proposed scheme applies inverse precoding and exploits the fact that the channel matrices from the transmitter (Alice) to the legitimate receiver (Bob) and to the wiretapper (Eve) differ significantly [13, Figure 1]. In particular the so called mode-dependent losses (MDL) on the diagonal of the channel matrices vary. Even if Eve is able to overhear the calibration phase signals, she cannot obtain any useful information about the messages. The precoding is realized by a spatial light modulator (SLM). The resulting SNR advantage reported in [14] was further exploited by adding white Gaussian noise to the sent message after calibration.

In this paper, we develop techniques for enhancing the achievable secrecy rate in a MMF through a systematic use of AN. In contrast to recent state of the art [11] where both the legitimate channel and the eavesdropper channel are modeled by statistically independent random unitary matrices which additionally suffers from MDL, our study is based on a real channel matrix measurement for the channel to Bob, and a trace preserving variation of this channel to Eve. This model is more realistic since Eve has the same total receive power as Bob. The advantage is based on proper chosen modes from the channel to Bob while weak modes are filled with AN. We formulate the mode assignment, signal and AN power allocation as an optimization problem. Since the transmitter does not know the exact channel matrix to Eve, it maximizes the average secrecy rate. We propose an algorithm to solve the problem approximately and show the performance gain compared to the baseline. Furthermore, we compare the achieved secrecy rates with lower and upper bounds.

A. Notation

Throughout this work, we use bold capital letters (e.g. $H$) to refer to matrices of dimension $m \times n$. Bold lower
case letters (e.g. $x$) are used to refer to column vectors of dimension $n \times 1$. The expected value of $x$ is denoted $E[x]$. Complex circularly symmetric Gaussian random variables with mean $\mu$ and covariance matrix $\Sigma$ are denoted as $\mathcal{CN}(\mu, \Sigma)$. The trace and determinant of a matrix $X$ is written as $\text{tr}(X)$ and $|X|$, respectively. $X^T$ and $X^\dagger$ are the transpose and Hermitian transpose of $X$, respectively. A square diagonal matrix with elements of $x$ is represented as $\text{diag}(x)$ where all off-diagonal elements are 0. Finally, $[x]^{\dagger}$ is the maximum of $x$ and 0.

II. SYSTEM MODEL AND PROBLEM STATEMENT

We consider a complex-valued MMF wiretapping system where $N$ represents the number of modes in the fiber, where $x \in \mathbb{C}^N$ is signal vector sent by Alice [15]. The received signals at Bob $y \in \mathbb{C}^N$ and Eve $z \in \mathbb{C}^N$ are modelled as

$$y = Hx + n_b, \quad z = Gx + n_e,$$

with complex MMF $N \times N$ channel matrices $H$ and $G$, with complex statistical independent proper Gaussian distributed additive noise $n_b$ and $n_e$ zero-mean with variance $\sigma^2$. We impose a power constraint on the transmit signal via the transmit covariance matrix $Q = E[xx^H] = \text{tr}(Q) \leq P$ which translates to the average light intensity sent into the MMF. Similar to [15], we assume that Alice and Bob have perfect CSI about the channel to Bob, obtained from the training phase reported in [13], while they only have statistical CSI about the channel to Eve. The wiretapper Eve has access to perfect CSI of both channels. The channel from Alice to Bob is based on a measured channel and fixed to $H$, while we model Eve’s channel similar to [12] where the effect of coupling the light out of the fiber (e.g. through bending) is modeled in a diagonal MDL matrix. This per mode attenuation/loss is given as $L_i = \text{diag}(l_1, ..., l_N)$, where $l_i$ are the losses at each mode. The MDL is characterized by the ratio between the lowest and highest mode attenuations (i.e. $\text{MDL}_{\text{dB}} = 10 \log_{10}(\frac{l_{\text{min}}}{l_{\text{max}}})$). The remaining elements of the loss matrix are randomly distributed between $l_{\text{max}}$ and $l_{\text{min}}$ as described in [11] Sec. II-B.

The effective channel to Eve is then modelled as

$$G = L^2 H U_e,$$

where $U_e$ is a random unitary matrix. Note that the channel from Alice to Bob $H$ occurs because we do not have direct measurements for an eavesdropper’s channel. We therefore apply a random unitary rotation $U_e$ to each realization of Eve’s channel.

We define the SVD of $H$ and $G$ as

$$\text{svd}(H) = WDT^\dagger,$$  \hspace{1cm} (3)

$$\text{svd}(G) = USV^\dagger,$$  \hspace{1cm} (4)

where $D$ is a diagonal matrix containing the singular values, $[d_1, \cdots, d_N]$ (with $d_1 \geq \cdots \geq d_N$), of the channel from Alice to Bob and $\Sigma$ is a diagonal matrix containing the singular values, $[\sigma_1, \cdots, \sigma_N]$ (with $\sigma_1 \geq \cdots \geq \sigma_N$), of the channel from Alice to Eve.

Without perfect CSI, the optimal transmit strategy is to apply AN in addition to the signal. Denote the signal containing the useful message by $s$ obtained from a Gaussian codebook (with zero-mean and variance one) and the AN signal by $\alpha$ also Gaussian distributed with zero-mean and variance one. Convert the scalar signal $s$ in $S$ parallel signals $s \in \mathbb{C}^S$ as well as the scalar AN $\alpha$ in $A$ parallel signals $\alpha \in \mathbb{C}^A$. The transmitter generates the transmit vector $x$ as follows

$$x = Fs + E\alpha$$  \hspace{1cm} (5)

where we can easily compute the transmit covariance matrix $Q = E[xx^H] = FF^H + EE^H$. Note that the dimensions of the signal $S$ and the AN $A$ are flexible. We denote the transmit covariance of the signal by $Q_s = FF^H$ and of the AN by $Q_\alpha = EE^H$. For a given set of transmit covariance matrices for the signal and artificial noise, $Q_s$ and $Q_\alpha$ respectively, we calculate the secrecy rates based on

$$R_b = \log |I + [\sigma^2 I + HQ_\alpha H^\dagger]^{-1} [HQ_\alpha H^\dagger]|^{-1},$$

$$R_s = \log |I + [\sigma^2 I + GG_\alpha G^\dagger]^{-1} [GG_\alpha G^\dagger]|^{-1},$$

and secrecy rate is then calculated as

$$R_s = [R_b - R_c]^{\dagger}. $$

In order not to disturb the decoding at Bob, the AN is restricted to the null-space of the useful signal, i.e.,

$$FE^H = 0.$$  \hspace{1cm} (10)

Furthermore, we apply SVD precoding for the known channel from Alice to Bob $H$. The secrecy rate - as modelled and estimated at Alice - can be written as

$$\hat{R}_s = \sum_{i=1}^k \log(1 + d_i^2 P_i)$$

$$- E \left[ \log |I + U_i \Sigma V_i^\dagger Q_s + Q_\alpha | V_i^\dagger U_i^\dagger \right]$$

$$+ E \left[ \log |I + U_i \Sigma V_i^\dagger Q_\alpha | V_i^\dagger U_i^\dagger \right]^{\dagger}.$$  \hspace{1cm} (11)

This approach results in the following programming problem: The objective is to choose the power allocation distribution for $Q_\alpha$ and transmit covariance matrix $Q_s$ such that $\hat{R}_s$ is maximized, i.e.

$$\max_{Q_s > 0, Q_\alpha > 0} \hat{R}_s$$

subject to $\text{tr}(Q_s + Q_\alpha) \leq P_t, $  \hspace{1cm} (12)

III. PRECODING SCHEMES AND BOUNDS

In this section, a number of different precodings are reviewed. Furthermore, we derive lower and upper bounds which serve for performance comparisons in the later numerical illustrations.

A. Waterfilling Algorithm

One of the popular baseline schemes is the waterfilling algorithm which is optimal for a peaceful system with perfect CSI at transmitter and receiver. It solves the sum rate maximization (only $R_b$ in [9]).
B. Secrecy Rate Bounds

Since we do not have a closed form solution to the optimization problem we will then look at the upper and lower bounds on the secrecy rate to remove the $\mathbb{E}[\cdot]$ w.r.t $U$ in (11). Our uncertainty is related to the rate achieved by Eve $R_e$. Therefore, the next lemma provides upper and lower bounds.

Lemma 1. The maximum rate for Eve is bounded by

$$R_e \leq \sum_{i}^{N} \log(\alpha_i + p_{N+1-i}) - \sum_{i}^{N} \log(\alpha_i + \beta_i)$$

(13)

where $p_i$ and $\beta_i$ are the ordered eigenvalues of $Q_s$ and $Q_a$, respectively, and $\alpha_i$ are the ordered inverse eigenvalues of $G$. The lower bound reads as

$$R_e \geq \sum_{i}^{N} \log(\alpha_i + p_i) - \sum_{i}^{N} \log(\alpha_i + \beta_i).$$

(14)

The proof can be found in [17].

C. Ergodic Secrecy Rate

If Alice had perfect CSIT for both $H$ and $G$, then we could solve for the optimal covariance matrix $Q$ to maximize the difference between the channel capacities of Bob and Eve. According to [18] solving the following optimization problem will result in an upper bound for the secrecy rate with perfect CSIT for both $H$ and $G$. Since perfect CSIT for Eve’s channel is not available, a comparison could be done with a lower bound of the ergodic secrecy rate of the channel, i.e.

$$R_{\text{erg}} = \log|I + QH^+H| - \mathbb{E}[\log|I + QG^+G|]$$

$$\geq \log|I + QH^+H| - \log|I + Q\mathbb{E}[G^+G]|$$

(15)

(16)

where the step from (15) to (16) is done using Jensen’s inequality. Solving for $Q$, based on [19], in (16) will result in a more “pessimistic” ergodic secrecy rate.

IV. PROPOSED AN PRECODING ALGORITHM

The basic idea of the proposed precoding algorithm is that the advantage of the legitimate link to Bob on the strong modes is exploited while the weak modes are filled with AN. Therefore, we order the channel strengths of the modes to Bob in decreasing order, i.e., $d_1^2 \geq d_2^2 \geq \ldots \geq d_N^2 \geq 0$. The power allocation works as follows

$$p_i = \begin{cases} c & d_i^2 > \Theta \\ 0 & \text{otherwise} \end{cases},$$

(17)

for a threshold $\Theta > 0$ which is an optimization parameter. The constant $c$ is chosen to satisfy the power constraint. The directions (or modes), where zero signal power is allocated, are filled with AN, i.e.,

$$\beta_i = \begin{cases} \gamma & p_i = 0 \\ 0 & \text{otherwise} \end{cases},$$

(18)

where $\gamma$ is chosen to satisfy the power constraint. The two constants $c$ and $\gamma$ correspond to the power allocated to the signal modes and AN modes, respectively. The number of signal modes is $S = \|p\|_0$ and the number of AN modes is $N - S = A = \|\beta\|_0$. In addition to the threshold $\Theta$, another optimization variable is the power split $0 \leq \tau \leq 1$ between signal and AN with

$$c = \frac{\tau P}{S}, \quad \gamma = \frac{(1 - \tau)P}{A}.$$  

(19)

Figure 1. Illustration of unimodality/monotonicity at mid (5dB) SNR.

The remaining programming problem is to optimize the secrecy rate over the threshold $\Theta$ and over the power allocation $\tau$. Our proposed algorithm works on the assumption that the optimal power split between the information bearing signal and artificial noise power and the optimal number of signal modes are unique and the secrecy rate from (11) is unimodal.

This assumption is illustrated by the numerical simulation shown in Figure 1 for medium SNR. Our numerical evidence suggests that the unimodality property holds true for small and high SNR, too. In [17], we provide analytical proofs for this assumption. As a result, the algorithm proposed in Algorithm 1 finds the optimal threshold $\Theta^*$ and power split $\tau^*$.

V. NUMERICAL ILLUSTRATIONS

First we show a measured MMF channel matrix. Next, we perform numerical simulations to show the achievable average secrecy rate. A performance gain of the proposed methods compared to the baseline scheme is shown. Furthermore, we compare with lower and upper bounds.

A. Measured Channels

Using adaptive optics in the form of a spatial light modulator (SLM), the individual modes of MMFs were sequentially excited. The scattered light patterns at the fiber output were recorded holographically with a camera and then decomposed into the individual mode components using a mode decomposition algorithm [14]. The complex mode components are entries of the transmission matrix. An example of the measured channel gains for a 55 mode fiber can be seen in Figure 2.
Algorithm 1 Greedy AN Allocation

Require: $SNR, MDL_{dB}, H$

1: procedure POWER ALLOC. CALC($SNR, MDL_{dB}, H$)
2: Decompose (SVD) Bob’s channel $W\Sigma V^\dagger = H$;
3: Set Threshold ($\Theta$) s.t. only strongest mode (based on eigenvalues) is higher
4: Compute $F_s = V \text{diag}(p_1, ..., p_N)W^\dagger$
5: $Q_s = P_s N (F_s F_s^\dagger) / \|F_s F_s^\dagger\|^2$
6: $Q_a = 0$
7: for each channel realization of Eve do
8: Create MDL matrix $L$;
9: Create Eve’s Channel $G = \sqrt{LHU}$;
10: Calculate $R_s$ according to (7) and (8);
end for
11: Save mean $R_s$ and corresponding $Q_s$ and $Q_a$
12: Increment AN power (decrease $\tau$)
13: Precoding $F_s = V \text{diag}(p_1, ..., p_N)W^\dagger$ and $F_a = V \text{diag}(\beta_1, ..., \beta_N)W^\dagger$
14: Calc $Q_s = P_s N (F_s F_s^\dagger) / \|F_s F_s^\dagger\|^2$
15: Calc $Q_a = P_s N (F_a F_a^\dagger) / \|F_a F_a^\dagger\|^2$
16: Repeat 7-16
17: If mean $R_s$ larger than $R_s$ from previous, save $R_s$ and corresponding $Q_s$, $Q_a$ and repeat 13-17 until mean $R_s$
8: Does not improve
19: Decrease $\Theta$ and repeat 4-18 until $R_s$ no longer increases
20: return $R_s$, $Q_s$, $Q_a$
21: end procedure

B. Simulation Results

In order to evaluate the performance of our AN noise algorithm, Monte Carlo simulations were run for various scenarios over a range of SNR. The measured channels were based on a MMF with 55 spatial modes and, unless otherwise noted, a $MDL_{dB}$ of 20 dB was used for the simulations (this $MDL$ is similar to values which were used in other works, e.g. [11]).

![Figure 3. Comparison of different precoding algorithms and their effect on the secrecy rate using Monte Carlo simulations.](image)

The solid and dashed blue curve in Figure 3 shows the performance of the proposed Greedy AN algorithm over a range of SNR. The dashed blue line represents the worst-case secrecy rate which was seen over 20k channel realizations. As a comparison, we calculated the secrecy rates for a peaceful water filling algorithm [20] which maximizes the rate between Alice and Bob without taking the eavesdropper’s channel into account as seen in the solid and dashed green curves. Of course the water-filling algorithm is not optimal for power allocation for the purposes of physical layer security, nonetheless it is used here to demonstrate the gain which can be achieved using our AN algorithm. At around 0 dB SNR, the greedy AN algorithm shows a visible gain in achievable secrecy rate. By 10 dB and 15 dB SNR the greedy AN algorithm outperforms a peaceful water-filling algorithm by over a factor 1.5x and 2x, respectively. The greedy AN algorithm also performs better than the the lower bound calculated for the pessimistic ergodic secrecy rate according to (16) which was based on Jensen’s inequality.

The upper and lower bounds, as seen by the solid and dashed red lines respectively show a relatively wide range for the possible secrecy rates, however, the variance of Greedy AN algorithm after 20k random channel realizations shows that this lower bound is quite unlikely in a real-world situation. Since the water-filling algorithm only concentrates on maximizing the rate between Alice and Bob without taking the presence of an eavesdropper into account it is obviously not an optimal solution for optimizing secrecy.
VI. CONCLUSIONS

The development of precoding and power allocation to wiretap-coded transmission over a MMF channel is developed for imperfect CSI at the transmitter and AN. It is demonstrated based on measured channel matrices that we can achieve a positive average secrecy rate even in channels where the advantage of the legitimate channel is realized only over a small subset of modes. Compared to the state of the art SVD precoding, the AN-based algorithm scales well with the SNR with growing gains. Furthermore, the computed lower bound for the achievable secrecy rate shows that even under the worst case wiretap channel matrix, positive secrecy rates can be supported. This motivates us to consider outage secrecy rates as well as zero-outage secrecy rates in our future work.
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