Online trust building through third party trust transfer and third party protection
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Abstract. The primary objective of this research is to develop an online trust building mechanism for SME (Small Medium Enterprise). Trust is very important in e-commerce. The nature of online shopping has a greater uncertainty than offline shopping. Seeing as there is an uncertainty that can produce risks, a prospective buyer’s trust is needed. A lot of people’s unwillingness to shop online is caused by their lack of trust toward e-commerce. E-commerce is said to be one of the ways for SME to compete with bigger companies. However, building trust requires immense time and cost. SME with limited resources may experience difficulties in building trust just with their own resources. Based on literature research that needs to be validated in next research, we found that trust can be built through trust transfer from the reputable and well-known trust-mark issuer, and third party protection such as escrow account service and credit card issuer.
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1. Introduction

Indonesia is a big country, 3rd largest in population and 16th largest GDP in the world, with GDP 888.838 million USD on 2014. With Internet penetration reaching about 71.2 million people in 2013 and expected to reach 100 million people on 2016. According to Google survey, 1 in 2 Indonesian people who have internet access has an intention to shop online within 12 months[1]. The potential market of Indonesian e-commerce is 8 billion USD in 2013 and expected to be 25 billion USD in 2016[1]. Several multinational companies have already put their feet in Indonesia. The growth of e-commerce in Indonesia does not only attract multinational enterprises, but also unethical ones. This calls for a more serious attention in e-commerce users’ protection[2]. Indonesia e-commerce market still has a lot of space to improve. The percentage of Indonesian online shopper compare to Indonesia people who have access to the internet is only 27% in 2014[3], while the world already reaches 38% in 2011 and expected to be 45% in 2015. The nature of the online transaction, where there is no physical contact and there is a temporal and spatial separation between the vendor and the consumer, creates more uncertainty[4][5]. In the e-commerce environment, the transaction is done without physical contact, thus buyers are forced to place their trust based on the information that are displayed on the website [6]. It makes buyers insecure; this condition makes buyers’ uncertainties bigger than when purchasing in traditional commerce environment [7][8]. These uncertainties may lead to risk, and most people are risk-averse[9]. Several empiric researches show that a lot of consumer refrain from online shopping because of the risk it exposes [10][3]. Trust helps a consumer to reduce their perception of risk [11][12]. Several surveys show that trust is the biggest factor for e-commerce buyers to make a transaction. The absence of trust may stunt the growth of e-commerce [13][2]. This is consistent with TNS’s survey result, which says that 40% of people who don’t shop online do so because of their distrust [1]. SME in Indonesia has an important role by having more than 50% share in PDB. E-commerce is also considered as a substantial opportunity for SME to compete with enterprise because of wider
market reach, more efficient market, and cheaper transaction cost [14][15][16]. However, there is an important issue in e-commerce, which is consumer’s trust[8]. Building trust is a job that needs a big effort in term of resources and money, for a long period [17]. This might not be easy for SME. Other than doing it by their own resources, trust can also be built by collaborating with the third party through certification or endorsement.

2. LITERATURE REVIEW

2.1. E-commerce
E-commerce is a business transaction that transfers the ownership of the good or services through an electronic medium such as internet, telephone, television, or fax. There are stages in e-commerce transaction: 1) The Order Placement, 2) The Payment and the 3) delivery of the good or services. A transaction can be defined as e-commerce transaction if the transaction does at least the first phase through electronic medium. There are several types of e-commerce that involving consumer as a buyer as follow: 1) B2C (Business to Consumer) and 2) C2C (Consumer to Consumer). E-commerce also can be categories by the market or the place of transaction, like: Online Marketplace, Classified Ads, Daily Deals, Online Retail and social media such as Instagram and Facebook[18].

2.2. Online Trust
Trust has been studied by multi-discipline for years, but until now there is no single scientific definition that generally accepted[19][8]. One of the trust definition that is widely accepted: Trust is a psychological condition where one party is willing to be vulnerable based on a positive expectation of the intention of the other party[19]. In the e-commerce context, trust or online trust can be defined as the willingness of the consumer to depend on the vendor. The willingness is based on the perception that the vendor will fulfill or deliver the commitment[20]. In e-commerce, trust plays more significant role compared to brick and mortar shop or to traditional market which has a face to face relationship because there is no physical contact in e-commerce, either with the vendor, goods or money. The consumer and the vendor can be separated by a few km to thousands km, it causes the consumer to have no possibility to use social cues to assess the vendor[21][22]. According to Mayer and McKnight, trust is a very important role to make a consumer be willing to take a risk where there are uncertainty, interdependence, and fear of opportunism[12]. Trust involves a calculation process to calculate the gain and the loss for when the trusted party delivers the commitment or otherwise[23]. To build the trust, the buyer needs analytical skill to predict the behavior of the other party. There are several mechanisms in building online trust, which are: Institution-based, Knowledge-based mechanism dan Transfer [11][24].

2.3. Institution-based Trust
Institution-based trust is the perception or beliefs that a structural condition exists to mitigate the risk and increase the possibility for the transaction to succeed[25][21][26]. In the e-commerce environment where the uncertainty is bigger compared to face to face, trust is fundamental in building and retaining inter-organizational relationship [7]. Even though institution-based trust is an important factor to drive purchase intention in an online environment, the trust itself is not enough to make a consumer do an online purchase[12]. These vendor-specific mechanisms are useful in building trust and eliminating risks inherent with transaction related to specific vendor[26]. Institution-based trust is built by 1) Structure Assurance and 2) Situational Normality [27][25][20]. Structure assurance can be defined as a belief that a protection mechanism from the institution is in place to ensure the condition are conducive for a transaction to succeed, such as warranty, contract, rule, process, procedure and system [25][11]. Trust that is earned through structure assurance is usually obtained by: 1) Transferences, 2) Guarantees, 3) Signaling [12]. Structure Assurance sources can be : Trust Mark (Dependent Vendor), Escrow Account (Independent Vendor), bank as credit card issuer (Independent vendor) [12][25]. Situational Normality can be defined as a belief based on general belief that the e-commerce environment and the vendor are normal, favorable and appropriate to gain success[11][28].

2.4. Perceived Risk
People tend to give a bigger value to something that is already certain compared to something that is not certain yet[29]. Most people are risk-averse, they will choose a less gain but with 100% probability, compared to bigger gain but with uncertainty[12][29]. For example, people will choose to gain 3,000 but sure, compared to having a probability of 80% to gain 4,000[29]. Risk-averse people will reject the opportunity to get 200 or lose 100 with the equal probability [30]. Risk can be defined as a situation where the result of a decision involves uncertainty. This happens because of the decision maker’s incapability to determine end result that depends on the upcoming situation. A decision with countable probability is still considered as a risk because the result is still
trust toward the online store is increased, this process called trust transferred [43]. Kaye (2004) and Liu (2004), a traditional vendor who has a physical store can be perceived as more credible object of trust or parties that will be trusted [41]. Some examples of the trust transfer: According to Johnson and an object that has association with the object of trust, rather than to gain it based on direct experience with the other objects that are not too famous or have a little experience [23][27][40]. Trust can be transferred from Trust Transfer is a process in which an object that has been proven to be reliable gives the effect of trust on the other objects.

2.4.2. Trust Transfer

Trust Transfer is a process in which an object that has been proven to be reliable gives the effect of trust on the other objects. The purpose is to show the visitor of the website that the institution in which the website belongs to is eligible to conduct trade transaction through electronic, having followed and passed a series of assessment and audit from authorized organization. With the label, mark, or logo of trust mark embedded on the institution website, it means that the institution has proved that they have a certain standard. For example, can be one of them or a combination of them, but not limited to: computer security, data security, the business model, financial stability, after sales support [2][36]. There are different names for the similar concept of trust mark. For example, Web Assurance Seals, Third-Party Seal. One of trust mark goal is to ensure e-commerce customer is protected by e-commerce institution, through securing the website in processing the transaction, guarding personal and financial information from a hacker, virus, and other means of electronic data exchange [2][37]. Trust mark can increase the trust, especially on the small medium enterprise where their brands are not well known [2]. Displaying the trust mark is one of the ways to increase consumer's trust in doing online transaction. If an institution is displaying the e-commerce trust mark on their website, we can expect that the institution has the integrity to respect the law, good business behavior, and other standards [2][25][38]. Every trust mark issuer represents their own standard. There are several categories in trust mark: a) Transaction Security assurance (e.g., VeriSign), b) consumer privacy assurance (e.g., TRUSTe), and c) transaction integrity assurance (e.g., BBBOnlineReliability) [39]. The several reasons consumer look for the trust mark when shopping online [2]:

- Give the consumer confidence in shopping with the vendor
- The vendor complies with the consumer legislation
- The vendor has secure payment methods
- The trust mark may provide help when a problem occurs.

2.4.1. Trust Mark

Trust Mark is an integrity certification logo that is displayed on the website. The purpose is to show the visitor of the website that the institution in which the website belongs to is eligible to conduct trade transaction through electronic, having followed and passed a series of assessment and audit from authorized organization. With the label, mark, or logo of trust mark embedded on the institution website, it means that the institution has proved that they have a certain standard. For example, can be one of them or a combination of them, but not limited to: computer security, data security, the business model, financial stability, after sales support [2][36]. There are different names for the similar concept of trust mark. For example, Web Assurance Seals, Third-Party Seal. One of trust mark goal is to ensure e-commerce customer is protected by e-commerce institution, through securing the website in processing the transaction, guarding personal and financial information from a hacker, virus, and other means of electronic data exchange [2][37]. Trust mark can increase the trust, especially on the small medium enterprise where their brands are not well known [2]. Displaying the trust mark is one of the ways to increase consumer's trust in doing online transaction. If an institution is displaying the e-commerce trust mark on their website, we can expect that the institution has the integrity to respect the law, good business behavior, and other standards [2][25][38]. Every trust mark issuer represents their own standard. There are several categories in trust mark: a) Transaction Security assurance (e.g., VeriSign), b) consumer privacy assurance (e.g., TRUSTe), and c) transaction integrity assurance (e.g., BBBOnlineReliability) [39]. The several reasons consumer look for the trust mark when shopping online [2]:

- Give the consumer confidence in shopping with the vendor
- The vendor complies with the consumer legislation
- The vendor has secure payment methods
- The trust mark may provide help when a problem occurs.

2.4.2. Trust Transfer

Trust Transfer is a process in which an object that has been proven to be reliable gives the effect of trust on the other objects. The purpose is to show the visitor of the website that the institution in which the website belongs to is eligible to conduct trade transaction through electronic, having followed and passed a series of assessment and audit from authorized organization. With the label, mark, or logo of trust mark embedded on the institution website, it means that the institution has proved that they have a certain standard. For example, can be one of them or a combination of them, but not limited to: computer security, data security, the business model, financial stability, after sales support [2][36]. Every trust mark issuer represents their own standard. There are several categories in trust mark: a) Transaction Security assurance (e.g., VeriSign), b) consumer privacy assurance (e.g., TRUSTe), and c) transaction integrity assurance (e.g., BBBOnlineReliability) [39]. The several reasons consumer look for the trust mark when shopping online [2]:

- Give the consumer confidence in shopping with the vendor
- The vendor complies with the consumer legislation
- The vendor has secure payment methods
- The trust mark may provide help when a problem occurs.
2.5. Online Payment Provider Protection (OPPP).
There are several online payment providers which give the extra protection in the online shopping environment such as:

2.5.1. Escrow Service
Escrow service is one of dispute avoidance system, that prevent the seller to get the money before buyer confirmation on good receiving and prevent the buyer don’t pay when the seller sent the good because the seller only sent the good after he/she has a notification from the escrow service provider (or the escrow) that the buyer already deposits the money into escrow account. Escrow service cause extra cost for the fee \[44\]. In addition, the consumer has several options to use other payment services to make online purchases which have a similar degree of protection such as Paypal. Paypal extends the protection more than the common escrow services. That usually ended when the buyer already confirm that the good already received with the condition as agreed. Paypal extends the protection period until 180 days after the purchase\[45\][44]. Some escrow service providers have an ADR (Additional Dispute Resolution) to help its customer. The escrow is not only helped its customer by facilitates communications between the buyer and seller. But if the negotiation between the seller and the buyer can not produce an agreed solution, the escrow will make a decision as online arbitrator. The ADR provided by Paypal able to decrease 50% complain to the seller, and reduce 20% chargeback (retracts the money from the seller account and transfers back to the buyer account) to the seller\[44\].

2.5.2. Credit card protection
3D Secure already implemented by several credit card companies like Visa (Verified by Visa), Master Card (MasterCard SecureCode), JCB International (J/Secure) etc., to give another layer of protection on online payment using a credit card. We can see their logo on the online shop that working with them. 3D Secure has OTP (one-time password) and ‘Phrase’ to authentic the seller and the buyer. With OTP, the consumer needs to key in the OTP that sent from the credit card company to their phone cell. And the consumer also will be able to verify whether the online shop is the real one by the phrase that shown on the online shop. The phrase that displayed in the online shop should be the same with the one that the consumer registered on the credit card issuer, usually bank. Several numbers weakness of 3D secure:

- 3D Secure are only give the protection on the online shop that working with them, while the consumer needs the protection on all online shop.
- There is no law to enforce online shop to use 3D Secure in only shop payment using a credit card.

In Indonesia, there is no law that particularly to protect credit cardholder from the fraudulent transaction. But some credit card issuer already have a policy regarding this issue, for example Visa has a policy called Zero Liability, that guarantee the credit card holder won’t be held any responsibility for transactions that not authorized by her/him \[46\].

2.6. Purchase Intention
Purchase mostly preceded by purchase intention. Even though not all purchase intention will be converted to real purchase\[47\]. Purchase intention is not perfect to portray the real purchase because it can be changed by the time. But the purchase intention variable still reliable to represent the real purchase, and still use by researcher widely \[48\]. Without real purchase, both the seller and the consumer can’t get the full benefit of e-commerce and the technology behind them. The consumer can’t get the benefit that been offered by e-commerce such as a lower price and the convenient\[22\]. And the seller can’t have the more efficient market, and cheaper transaction cost\[14\].

3. Model and Hypotheses Development
Trust in general is built slowly, and requires a big amount of resources and time\[17]\[49\]. One of the methods that relatively fast to build trust is trust transfer method, which recently received great attention\[41\]. Trust transfer can be done by using the trust-mark from the well-known trust-mark issuer. Trust-mark that more widely used, will be more effective\[50\]. There are several studies that show the trust-mark able to increase the online trust, especially for small or not very famous online retailer\[50]\[51\]. And also able to reduce online risks\[50]\[52]\[53\]. Hence, we hypothesized:

H1. Trust-mark is positively related to online trust.
H2. Trust-mark is negatively related to perceive risk.
Risk in a simple way can be formulated into the consequences or potential loss multiply by the occurrence probability[54]. So to reduce the risk, we can reduce one of the two components, in this case is the potential loss. In the online retail environment, there are some institutions that are independent of online retailer that helps protect consumers from potential losses caused by the online transaction, for example credit card issuer and escrow service[12]. With the protection, the online risk can be expected to be lower. This protection also able to increase the online trust[12][55]. Hence, we hypothesized:

H3. Online payment provider protection is positively related to online trust.
H4. Online payment provider protection is negatively related to perceive risk.

Shopping online has a greater risk compared to traditional shopping. Because of the risk, trust is necessary to make a customer want to shop online [21][12]. Trust and risk perception is an important psychological factor in influencing consumer shopping behavior in shopping online [56]. To participate in online shopping requires complex calculations relating to the behavior of sellers and internet security, trust can reduce complexity and reduce the threat of a possible seller of doing things that are beyond his expectations[32][57]. Trust in online shopping site has an important role in online shopping, because it is likely customers will not shop if the customer does not trust the online shopping site[32][58]. Trust is a strong indication of the intention to buy [57]. It is supported by several empirical studies that show trust has a positive influence on buying intention[58][59]. Hence, we hypothesized:

H5. online trust is positively related to purchase intention.
H6. Risk is negatively related to Purchase Intention.

There are several studies with different results according to the trust mark, some of them show the positive relation between trust mark and the trust, on the other hand, the trust mark does not have any significant impact on trust or on purchase intention[39][50][60]. The negative result might lead by the consumer didn’t know what the trust-mark is. For example, the survey conduct by The European Consumer Centre’s Network in 19 European countries[2] shows only 37% consumers look for a trust mark when they are shopping, but it maybe because only 49% percentage of people know what a trust mark is, and only 34% know of any trust mark. Other research shows that trust-mark with high-dissemination are more effective[50]. Same result on escrow services, the main cause of escrow services is not used is the lack of awareness (70%)[26]. And according to trust transfer theory, trust is transferred from a more trusted and known institution to less known institution[23][27]. Hence, we hypothesized:

H7. Institution familiarity is moderates relationship between trust-mark and online trust
H8. Institution familiarity is moderates relationship between trust-mark and perceived risk
H9. Institution familiarity is moderates relationship between OPPP and online trust
H10. Institution familiarity is moderates relationship between OPPP and perceived risk

Based on literature review and hypotheses above, we propose the model:

Fig. 1. The Proposed Model

4. CONCLUSION AND FUTURE WORK
Trust is an important key in e-commerce, including in Indonesian market. Some Indonesian people didn’t want to do online shopping, mostly because there are risks that inherent in online shopping. But building trust is cost time and money, while SME has more limited resources and time. Choosing the third party is not an easy job, most of the third parties that already have a reputation usually demanding better condition and more money for the fee compare to the less known third party. But regarding trust theory and several researches, more reputable and well-known institution will give better impact in trust transfer.
This research proposed online trust building based on structure assurance, which is a third party institution that consists of trust-mark and online payment services protection, that already in the market and ready to use. Those source of trust needs relative small initial investment and relative faster, more effective on a small company that not really famous. The proposed model will be tested empirically in Indonesia market. There are a few open research related to this study such as: e-commerce risk ramification to differentiate the source of risk, other trust building that suitable for different market, e-commerce risk reduction to increase the purchase intention.

References
[1] Google, “Online Shopper Study : IDEA Roundtable,” Jakarta, 2014.
[2] The European Consumer Centres’ Network, “Trust marks report 2013 : ” Can I trust the trust mark ?”, 2013.
[3] Asosiasi Penyelenggara Jasa Internet Indonesia and Puskakom UI, Profil Pengguna Internet indonesia 2014, Pertama. Jakarta, 2015.
[4] X. Li, G. Rong, and J. B. Thatcher, “DO we trust the technology? People? Or both? Ruminations on technology trust,” 15th Am. Conf. Inf. Syst. 2009, AMICIS 2009, vol. 6, pp. 3813–3822, 2009.
[5] I. L. Wu, “The antecedents of customer satisfaction and its link to complaint intentions in online shopping: An integration of justice, technology, and trust,” Int. J. Inf. Manage., vol. 33, no. 1, pp. 166–176, 2013.
[6] K. C. Lee, S. Lee, and Y. Hwang, “The impact of hyperlink affordance, psychological reactance, and perceived business tie on trust transfer,” Comput. Human Behav., vol. 30, pp. 110–120, 2014.
[7] P. A. Pavlou, Yao-Hua Tan, and D. Gefen, “The transitional role of institutional trust in online interorganizational relationships,” in Hawaii International Conference on System Sciences, 2003, no. C, p. 10.
[8] S.-J. Yoon, “The antecedents and consequences of trust in onlin-purchase decisions,” J. Interact. Mark., vol. 16, pp. 47–63, 2002.
[9] Y. Y. Liu, J. C. Nacher, T. Ochiai, M. Martino, and Y. Altshuler, “Prospect theory for online financial trading,” PLoS One, vol. 9, no. 10, p. 8, 2014.
[10] Erwan Teguh, L. Lauwira, C. Peter P. Sutedja, and D. Sumartono, “The Dawn of an e-commerce age,” Jakarta, 2015.
[11] D. H. McKnight, V. Choudhury, and C. Kacmar, “Developing and validating trust measures for e-commerce: An integrative typology,” Inf. Syst. Res., vol. 13, no. 3, pp. 334–359, 2002.
[12] Y. Fang, I. Qureshi, H. Sun, P. McCole, E. Ramsey, and K. H. Lim, “Trust, Satisfaction, And Online Repurchase Intention: The Moderating Role of Perceived Effectiveness of E-commerce Institutional,” MISQ, vol. 38, no. 2, pp. 407–427, 2014.
[13] K. Ozpolat and W. Jank, “Getting the most out of third party trust seals: An empirical analysis,” Decis. Support Syst., vol. 73, pp. 47–56, 2015.
[14] United Nations and UN, “Information Economy Report 2015: Unlocking the Potential of E-commerce for Developing Countries,” Geneva, 2015.
[15] S. L. Jarvenpaa, N. Tractinsky, and L. Saarinen, “Consumer trust in an internet store,” J. Comput. Mediat. Commun., vol. 5, pp. 1–35, 2000.
[16] K. J. Stewart, “Trust Transfer on the World Wide Web,” Organ. Sci., vol. 14, no. 1, pp. 5–17, 2003.
[17] M. M. M. Head and K. Hassanein, “Trust in e-commerce: evaluating the impact of third-party seals,” Q. J. Electron. Commer., vol. 3, pp. 307–325, 2002.
[18] C. S. P. Ng, “Intention to purchase on social commerce websites across cultures: A cross-regional study,” Inf. Manag., vol. 50, no. 8, pp. 609–620, 2013.
[19] D. M. Rousseau, S. B. Sitkin, R. S. Burt, and C. Camerer, “Not so different after all: A cross discipline view of trust,” Acad. Manag. Rev., vol. 23, no. 3, pp. 393–404, Jul. 1998.
[20] W. Wang and R. Chen, “How to Retain Your Customers : The Impact of Consumer Trust and
Commitment in E-marketplaces.

[21] P. Pavlou, Y.-H. Tan, and D. Gefen, “Institutional Trust and Familiarity in Online Interorganizational Relationships,” Proc. Elev. Eur. Conf. Inf. Syst., vol. 16, no. 1, p. 21, 2003.

[22] C. M. Chiu, E. T. G. Wang, Y. H. Fang, and H. Y. Huang, “Understanding customers’ repeat purchase intentions in B2C e-commerce: The roles of utilitarian value, hedonic value and perceived risk,” Inf. Syst. J., vol. 24, no. 1, pp. 85–114, 2014.

[23] P. M. Doney and J. P. Cannon, “An Examination of the Nature of Trust in Buyer-Seller Relationships,” J. Mark., vol. 61, no. April, p. 35, Apr. 1997.

[24] N. Wang, X. L. Shen, and Y. Sun, “Transition of electronic word-of-mouth services from web to mobile context: A trust transfer perspective,” Decis. Support Syst., vol. 54, no. 3, pp. 1394–1403, 2013.

[25] D. H. Mcknight and N. L. Chervany, “What Trust Means in E-Commerce Customer Relationships: An Interdisciplinary Conceptual Typology,” Int. J. Electron. Commer., vol. 6, no. 2, pp. 35–59, 2001.

[26] P. A. Pavlou and D. Gefen, “Building effective online marketplaces with institution-based trust,” Inf. Syst. Res., vol. 15, no. 1, pp. 37–59, 2004.

[27] Q. Yang, L. Huang, and Y. Xu, “Role of Trust Transfer in E-Commerce Acceptance,” Tsinghua Sci. Technol., vol. 13, no. 3, pp. 279–286, 2008.

[28] W. Wang, R. Chen, Carol Xiaojuan Ou, and F. Liu, “Information Systems: Transforming the Future,” Australas. Conf. Inf. Syst., no. December, p. 11, 2013.

[29] D. Kahneman and A. Tversky, “Econometrica, 47(2),” Econometrica, vol. 47, no. March, pp. 263–291, 1979.

[30] M. Rabin, “Risk aversion and expected utility theory: A calibration theorem,” Econometrica, vol. 68, no. 5, pp. 1281–1292, 2000.

[31] L. Zheng and M. Favier, “Consumer Perceived Risk and Risk Relievers in E-Shopping,” J. Electron. Commer. Res., vol. 13, no. 3, pp. 255–274, 2012.

[32] I. B. Hong and H. S. Cha, “The mediating role of consumer trust in an online merchant in predicting purchase intention,” Int. J. Inf. Manage., vol. 33, no. 6, pp. 927–939, 2013.

[33] A. Leeraphong and A. Mardjo, “Trust and Risk in Purchase Intention through Online Social Network: A Focus Group Study of Facebook in Thailand,” J. Econ. Bus. Manag., vol. 1, no. 4, pp. 314–318, 2013.

[34] Y. Lu, “The establishment of perceived risk and trust in e-commerce,” Proc. 2012 2nd Int. Conf. Bus. Comput. Glob. Informatiz. BCGIN 2012, pp. 229–232, 2012.

[35] M. V. Neppomuceno, M. Laroche, and M. O. Richard, “How to reduce perceived risk when buying online: The interactions between intangibility, product knowledge, brand familiarity, privacy and security concerns,” J. Retail. Consum. Serv., vol. 21, no. 4, pp. 619–629, 2014.

[36] L. A. R. Remotti, A. F. van Veenstra, M. van Lieshout, L. Kool, G. Rumpf, B. Ipektsidis, and T. Damvakeraki, “EU online Trustmarks Building Digital Confidence in Europe (Final Report),” 2012.

[37] W. Koo, “Online Store Atmospherics: Development of a Gender-Neutral Measure,” University of Tennessee, 2014.

[38] CaseTrust, “Webfront (E-commerce),” 2016. [Online]. Available: https://www.casetrust.org.sg/accreditation-detail.aspx?id=9. [Accessed: 14-Apr-2016].

[39] X. Hu, G. Wu, Y. Wu, and H. Zhang, “The effects of Web assurance seals on consumers’ initial trust in an online vendor: A functional perspective,” Decis. Support Syst., vol. 48, no. 2, pp. 407–418, 2010.

[40] G. W. Bock, J. Lee, H. H. Kuan, and J. H. Kim, “The progression of online trust in the multi-channel retailer context and the role of product uncertainty,” Decis. Support Syst., vol. 53, no. 1, pp. 97–107, 2012.

[41] B. L. Delgado-Márquez, N. E. Hurtado-Torres, and J. A. Aragón-Correa, “The dynamic nature
of trust transfer: Measurement and the influence of reciprocity,” *Decis. Support Syst.*, vol. 54, no. 1, pp. 226–234, 2012.

[42] S. C. Wingreen, S. L. Baglione, and G. R. Storholm, “Transfer of electronic commerce trust between brick-and-mortar and online business environments,” *Australas. Conf. Inf. Syst.*, vol. 23, no. Gefen 2002, pp. 1–12, 2012.

[43] P. Jiang, D. B. Jones, and S. Javie, “How third-party certification programs relate to consumer trust in online transactions: An exploratory study,” *Psychol. Mark.*, vol. 25, no. 9, pp. 839–858, Sep. 2008.

[44] P. Cortés, *Online Dispute Resolution for Consumers in the European Union*. New York: Routledge, 2010.

[45] PayPal, “PayPal User Agreement,” 2015. [Online]. Available: https://www.paypal.com/us/webapps/mpp/ua/useragreement-full. [Accessed: 16-Mar-2016].

[46] Visa, “Visa’s Zero Liability Policy,” 2016. [Online]. Available: https://www.visa.com/chip/personal/security/zero-liability.jsp. [Accessed: 01-Aug-2016].

[47] A. Osman and L. Y. Jin, “Key Drivers of Purchase Intention Among Undergraduate Students,” *Int. J. Econ. Commer. Manag.*, vol. II, no. 11, pp. 1–11, 2014.

[48] E. Risen and L. Risen, “The Use of Intent Scale Translations to Predict Purchase Interest,” 2008.

[49] M. K. Chang, W. Cheung, and M. Tang, “Building trust online: Interactions among trust building mechanisms,” *Inf. Manag.*, vol. 50, no. 7, pp. 439–445, 2013.

[50] S. Van Baal, “Not all seals are equal: An experimental investigation of the effect of third-party seals on purchase probability in electronic commerce,” *Electron. Commer. Res.*, pp. 177–206, 2015.

[51] H. Zhang, “Trust-Promoting Seals in Electronic Markets: Impact on Online Shopping Decisions,” *J. Inf. Technol. theory Appl.*, vol. 6, no. 4, pp. 29–40, 2005.

[52] M. Salehan, D. J. Kim, and J.-N. Lee, “Antecedents, Processes and Consequences of Web Assurance Seals : A Meta-Analysis Approach,” *PACIS Proc.*, p. 12, 2015.

[53] S. E. Kaplan and R. J. Nieschwietz, “A Web assurance services model of trust for B2C e-commerce,” *Int. J. Account. Inf. Syst.*, vol. 4, no. 2, pp. 95–114, 2003.

[54] Bilal M. Ayyub, *Risk Analysis in Engineering and Economics*, Second Edi. Boca Raton, 2014.

[55] X. Chen, Q. Huang, D. Robert, and Z. Hua, “The Moderating Effects of Contextual Factors on a Buyer’s Trust in E-commerce Platform and Sellers,” *PACIS 2014 Proc.*, p. 16, 2014.

[56] J. Mou, “Trust and risk in consumer acceptance of e-services,” Witwatersrand, 2015.

[57] B. Lu and W. Fan, “Social Presence, Trust, and Social Commerce Purchase Intention: An Empirical Research,” *Pacific Asia Conf. Inf. Syst. – PACIS*, p. 17, 2014.

[58] E. Bonsón Ponte, E. Carvajal-Trujillo, and T. Escobar-Rodríguez, “Influence of trust and perceived value on the intention to purchase travel online: Integrating the effects of assurance on trust antecedents,” *Tour. Manag.*, vol. 47, pp. 286–302, 2015.

[59] M. H. Hsu, C. M. Chang, and L. W. Chuang, “Understanding the determinants of online repeat purchase intention and moderating role of habit: The case of online group-buying in Taiwan,” *Int. J. Inf. Manage.*, vol. 35, no. 1, pp. 45–56, 2015.

[60] K. Kim and J. Kim, “Third-party Privacy Certification as an Online Advertising Strategy: An Investigation of the Factors Affecting the Relationship between Third-party Certification and Initial Trust,” *J. Interact. Mark.*, vol. 25, no. 3, pp. 145–158, 2011.