A Blockchain-Based Authentication Solution for 6G Communication Security in Tactile Networks
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Abstract: In this era, the ultimate vision is to transform current technologies into intelligent global environments to facilitate everyday transactions. The emerging Industry 4.0 has introduced promising potential technologies that have expedited the transition of Internet of Things (IoT) into the Internet of Everything (IoE), utilizing the advances in artificial intelligence. Such a transition implies that sensitive data can be effortlessly accessed via the open network used by various domains such as military, business, transportation, medical, and education, leading to potential security concerns. Although a blockchain, along with the above fields, already employs a fast network such as 5G, the explosive growth in the development and implementation of various Industry 4.0-related domains requires significantly faster networking speeds and a secure mechanism for data transfer. This exhibits the need for 6G to meet the requirements of real-time applications, as shown in the graphical representation of the abstract. The bulk of this work was performed on a blockchain, but some methodology was needed that fulfilled security at different levels, such as the process level, data level, and infrastructure level. Our contribution in this work was twofold: first, at the process level, a novel smart contract mechanism was described; and second, at the data level, a digital signature methodology was employed that allowed anonymization to authenticate and secure the blockchain without encryption.
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1. Introduction

The Internet of Everything (IoE) is a new distributed ecosystem technology that goes beyond the popular Internet of Things (IoT) by allowing the interconnection of multiple technologies and industrial sectors, which allows millions of items and sensors to create and share real-time data. Industry 4.0 relies on the IoE and the IoT’s promising potentials to achieve effective digital manufacturing and data and process transactions over a network, necessitating the use of a secure network, personal information, a data transfer system, and secure transactions [1,2]. Due to its decentralized, distributed ledger, free transaction charge, and tamper-proof and peer-to-peer technology, blockchain is well-suited for this purpose. Traditional centralized systems give greater communication and control, but a blockchain provides more secure and private assurances. In order to interact in efficient ways to fulfill the quickest manufacturing sector needs, which is the future of Industry 4.0, 5G and 6G are utilized. This could be possible with the enhancement of communication in three ways: (1) enhanced mobile broadband (eMBB); (2) massive machine-type communications (mMTC); and (3) ultra-reliable low latency communications (URLLC) [3], as shown in Figure 1.

In academia and business, the development of sixth-generation (6G) mobile communication network standards and related technologies has already become a major study topic.
To overcome the limits of existing fourth-generation (4G) and fifth-generation (5G) mobile communication networks, 6G networks are intended to be more dependable, scalable, intelligent, and power-efficient. The different factors [1] described in Figure 2 should be covered by the least futuristic implementation of 6G.

![Figure 1. Achievements in Industry 4.0 with 5G and 6G.](image1)

![Figure 2. Different aspects that are covered by 6G.](image2)

This paper discusses the necessity of obtaining faster network communication beyond 4G and 5G networks, as well as how 6G may provide forward-looking benefits, such as greater data transfer rates with less latency, quicker movement speeds, bigger system capacity, and better spectrum efficiency. Furthermore, 6G technology supports the real-time communication requirements in a variety of domains, including e-Health, artificial intelligence (AI), the line-of-controls (LOC) tracking system, and other real-time-based applications, necessitating the upgrade of existing systems to meet the level of 6G advancement to avoid data leakage caused by the mismatch [4].

Some improvements utilize blockchain technology [5,6] and consensus algorithms, i.e., tendermint [7], ripple [8], practical Byzantine fault tolerance (PBFT) [9], transaction speed [10], to fragment [11] the block and to speed up the entire mechanism [12]. However, the delegated proof-of-stake (DPoS) algorithm should play a role in enhancing the speed because DPoS speed is greater than proof of work and proof of stack [13]. Due to trade-off transactions, we could reduce cost and speed up the network [14] by managing legal and illegal activities, and we could categorize [15] and manage risk by following the ISO 31000 standard, i.e., the risk management standard [16], and by detailing an approach to the home network after observing how these communications are controlled and how to make the entire safe network. For handling the bulk of data in tactile networks, there is a need for some improvements [17] in network databases and security frameworks, such as transactions and smart contracts. The major concerns are shown in Figure 3.
Figure 3. Objectives that need improvement.

The process of sharing data can be made trustworthy by applying different monitoring schemes [18]; we can resolve the trustworthiness of IMS by using the DIaaS framework, which uses cryptographic techniques [19]. It is an open issue, when collecting data from sensors using IoT devices [20], to manage the trustworthiness of all the IoT devices; the question is how they can all be implemented using a single standard. BlockAudit and optical sensors using the write once read only technique are used to prevent logs from vulnerabilities [21]. A new version certified by smart contracts under ISO 27001 could help update the system. The purpose is to fulfill data management and transparency and prevent the data failing. In addition, tamper-proof, secure, and replicated logs need to be maintained by using the complex system i.e., a security information and event management (SIEM) [22,23].

The remainder of the paper is laid out as follows. Section 2 of this article is a literature review and a discussion of the security and privacy issues associated with 5G. Section 3 provides the details of the proposed solution. Section 4 presents the experiments and the results of the proposed solution. The paper is concluded in Section 5.

2. Literature Review

In this literature review we discuss many elements of security and privacy in Industry 4.0, as well as the difficulties and concerns that blockchains have addressed and that still need to be addressed. IoT devices are used in a wide range of industries, including business, smart logistics, banking, online commerce, society, health, military, and civilization, but network traffic management and security remain a major concern [6,24,25]. Some of these problems are identified and discussed in Figure 4.
2.1. Scalability

Due to its widespread adoption, blockchains are now being utilized in a variety of fields on a big scale. The consensus protocol has a direct impact on the scalability of blockchain technology. This method reduces information leakage during transactions [2,3].

2.1.1. Confidentiality Integrity and Availability (CIA)

Because blockchain technology is an emerging technology with access control to provide confidentiality, integrity, and availability, it meets the CIA’s standards. As blockchain data is decentralized, confidentiality is not guaranteed, but it ensures integrity and availability owing to its distributed ledger and tamper-proof nature.

2.1.2. Fault Tolerance

Fault tolerance in a blockchain may be defined as the ability of an artificial intelligence scheme to regulate errors and withstand any electronic or software faults and failures. In the IEEE specification, the term “fault and failure” is used. To process data in an advanced security system, a cryptographic method such as PBFT is combined with digital signatures and hash algorithms. Due to the proof-of-stake blockchain, PBFT is utilized to govern real-time systems and some aviation systems, like the SpaceX Dragon, rely on it [4].

2.1.3. Security

Due to the irreversible record-keeping method, a blockchain is more secure and difficult to tamper with. A one-way cryptographic hash method is used to accomplish this. Furthermore, thanks to private keys, a blockchain is considerably more secure [5], since these private keys provide signatures for transactions and prevent them from being modified. Every node should be able to update the signature.
2.2. Privacy

Data security, privacy, and dependability are all challenges that arise as a result of the IoT. The work in [6] provides secure transactions by encrypting ID information and hiding network operations from outsiders. Data is safe because it is more difficult for an anonymous individual to duplicate it. When data is anonymized using any method, it becomes harder for an adversary to search the data for a specific individual or acquire specific information from it.

2.2.1. Transparency

As everyone can observe the transaction history that is kept openly in a blockchain it provides transparency. A BC’s anonymity behavior provides full transparency and redundancy by leveraging a public network. As immutable data is transparent, it is more responsible. These functionalities can be enhanced by ensuring the application’s compatibility [7].

2.2.2. Transaction Control

Public key and private key generation make transactions more reliable and resistant to any leakage in the transaction. Users have the authority to create smart contracts and validate transactions [8] and can check the transaction history maintained by the blockchain. Due to the transaction history, a blockchain can analyze and control any supply chain.

2.3. Legal Issues

Before BC technology, a centralized system was employed. As a result, the biggest concerns were data protection and handling, particularly in the legal, healthcare, and military sectors. As we all know, laws differ from state to state, thus new laws and standards governing the security characteristics of IoT devices are urgently needed. It is necessary to enact regulations that deal with information and metadata, which is a major challenge in this field.

2.3.1. Information Privacy

Clients and owners have rights on a blockchain, which ensures security, privacy, authentication, and access control. The owner can allow third parties to read data using the data management system in [26]. By using the decentralized technique [27] we can give protection and provide privacy for data.

2.3.2. Information Handling

A blockchain protects the confidentiality of information by adopting encryption-based mechanisms, which depend on the system. Security, storage, and data management cannot be denied after BCT. A BC also limits the problem of transactional or data privacy and the expressiveness of programming languages.

2.4. Data Management

The undeniable property of a blockchain, which has the potential of workflow management in a cross-organizational framework, is data management. The literature review of BC policy describes its data-audit ability, i.e., its secure, efficient, and verifiable manners. Its privacy policy underestimates the types of disclosures as it requires less computational power and worth. Decentralized behavior is sustainable and can disseminate and manage the metadata flow in a safe environment. Major concerns of data management are provided in Figure 5.
2.4.1. Data Storage

As data storage is the most important aspect of data management, a BC also satisfies proof of capacity, often known as evidence of storage or proof of space. Shard data are encrypted using a private key to prevent other nodes in a network from accessing them. No one can tamper with the data since the blockchain stores it in a public ledger and keeps track of all prior data exchanges.

2.4.2. SPOF

The decentralized and shared behavior of a blockchain tackles the single point of failure as it has a public ledger and off-chain sources [5]. This character deals with the ‘bottlenecks’ of off-chain sources, called single points of failure. It makes the system more resilient than a centralized system. The products of a blockchain having the quality of SPOF reduce the likelihood of cyber-attacks.

2.4.3. Security Technique

Regarding performance, security techniques of IoT devices should be prioritized at different levels by observing the needs of organization policies and budgets. By filtering different literature [5], IoT data can be compressed to reduce the space need to store them.

2.5. Risk Management

The major point of discussion is risk management [5], which is applied to a scheme to assess, control, and identify risk.

2.5.1. Standard and Smart Contract Risk

Smart contracts handle the inconspicuousness in the IoT by using an extensible blockchain. Using smart contracts it is possible, through the immutability character [5] of a blockchain, to prevent fraudulent and operational errors. Smart contracts used by artificial intelligence [2] enable the use of strategies to maintain and update the system automatically. The application logic of the IoT and special entities, such as oracles, work with smart contracts to deal with real-world data with trust issues. Smart contracts can be compromised when a system is not up to date, not validated, or when contract data requests are overloaded. In advanced systems, this is now not possible due to multiple nodes being compromised because they need strong resources and large computational power, this effect is also enhanced due to the capability and processing power of cloud computers. Data mining techniques, which process big data and require a large amount of computing power, enable an application to address and filter the context and requirements of data. Hence, due to this behavior, applications become powerful. Smart contracts enable
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fast action with the IoT and can secure [2,9] communication between devices. The IoT uses the current standard protocol to optimize the application of BC technology securely.

2.5.2. CIA and Policy Management

The IoT raises various difficulties in a security management system, including standards, authentication, secrecy, integration, and protocol. All of these qualities cannot be pursued in a single bundle; as a result, hybrid algorithm strategies must be used to handle these regulations.

2.6. Security

A BC may be used to accomplish security by utilizing proper tools, policies, and services for the detection and prevention of internal and peripheral malware threats. These components of security are shown in Figure 6 [8]. BC technology enhances security by improving the systems in [28,29], as shown in Figure 7.

Figure 6. Data security components.

Figure 7. Security can be enhanced by improving tools.

Security must be achieved through safeguarding sensitive data and eliminating design flaws. A system with security faults, as shown in Figure 8, cannot avoid threats, assaults, dangers, or vulnerabilities; data security, privacy, and reliability are the vulnerabilities. The components of security are depicted in Figure 9. Data encryption and data privacy are two security components based on the solution.
program consisting of code. Unfortunately, it is very difficult to ensure that the program is free of loopholes and flaws [11].

2.6.2. Loopholes

An adversary could find the weakest point in endpoint devices and penetrate it.

2.6.1. Vulnerabilities

Endpoint devices should be updated and fully secured because an adversary could find the weakest point in endpoint devices and penetrate it.

2.7. Consensus

A blockchain manages and checks vulnerabilities by managing authentication, modification, patching, and identification to secure the system from risk, threat, surface attacks, and vulnerability. Endpoint devices should be updated and fully secured because an adversary could find the weakest point in endpoint devices and penetrate it.

A blockchain manages and checks vulnerabilities by managing authentication, modification, patching, and identification to secure the system from risk, threat, surface attacks, and vulnerability. Endpoint devices should be updated and fully secured because an adversary could find the weakest point in endpoint devices and penetrate it.

2.6.2. Loopholes

When core developers work on the development of a blockchain they write a bug-free program consisting of code. Unfortunately, it is very difficult to ensure that the program is free of loopholes and flaws [11].

2.7. Consensus

A blockchain is made up of encrypted data blocks created by a series of hash codes. All devices connected to a network have a node assigned to them. By hash coding, each node has a copy of that record, and the blockchain’s immutability is ensured by the consensus.
method [12]. The consensus system, which is based on PoW, PoS, and PoI, validates each block’s transaction and provides a speedy response to a long chain of information in the blockchain.

2.7.1. The Need for High Processing Power

Computational power directly affects transaction time. So, the consensus protocol directly hits the scalability of a BC in IoT devices [2,7]. This process can be performed by using a full-scale quantum computing supremacy [13,14] 72-qubit device, Bristlecone, which is a quantum computer. Sycamore is a functional 53-qubit processor, but processors with over 53 qubits do not work properly and need to work for robust protocols in order to correct the quantum errors [14].

2.7.2. The Huge Amount of Energy

Due to the increase in IoT devices, a high amount of energy is required; using a blockchain in a hybrid system provides an efficient protocol. The redundancy error needs to be improved because a BC has multiple data in a single node, due to the public ledger. Minimizing redundancy requires less computational power to be use for the same amount of data in less space [8].

2.8. Addressing Space

A blockchain address is a numbered sequence of series that need less space for any database concerned with a centralized system.

Addressing Space and Data Needs

A BC has the flexibility to store all types of private or sensitive data related to a person or an entity. Moreover, a BC leads to data redundancy and so achieves transparency and verifiability due to the minimization of data. By using the hybrid methods, power of work and power of stack, developed by IBM, to mine blocks gives a reliable execution. When addressing space or storage, a hybrid system uses hard drive space instead of other computing resources [15].

Currently, 5G works at 50 Mbps and gives a latency of 10 ms, which needs to be improved at the highest rates. The speed factor also depends on the device type used for IoT devices. Radio spectrum regulators should work at all levels in all countries or around the world [16].

2.9. Related Work

With increasing commercial and creative possibilities for program developers to create new and innovative 5G-enabled network applications (NetApps) across a variety of business sectors, 5G infrastructures and architectures are being pushed to keep up with all of these NetApp requirements. This study focused on adapting 5G designs for future verticals and NetApps, and it started with a brief overview of the existing and future 5G environment, then moved on to the 5G-PPP initiatives that led to the early deployment of a 5G test platform in Romania. We also concentrated on the vertical contexts and NetApps, as illustrated by the two 5G-PPP initiatives, VITAL-5G and 5GASP, which developed a step-by-step 5G network to accommodate all of these difficult NetApps and vertical use cases.

The 5G-based network applications (NetApps) are crucial facilitators for the adoption of 5G solutions because they abstract the complexities underpinning the 5G infrastructure for T&L app developers, reducing the creation of services and deployment times, and optimizing 5G resource use. VITAL-5G is a European Innovation Action project to advance T&L services by demonstrating the benefits of 5G-based NetApps through real-world trials in state-of-the-art vertical (T&L) facilities (warehouses, hubs, ports) and sophisticated European 5G testbeds. VITAL-5G will provide an intricate experimental service portal and virtual repository to serve both internal and third-party experimentation, allowing for the
deployment, design, monitoring, and configuration, or reconfiguration, of NetApps in the vertical context. This work provided an overview of the existing issues and roadblocks that might hinder the adoption and penetration of 5G-based solutions in the T&L sector, as well as the methodology taken by the recently funded VITAL-5G project to solve them. VITAL-5G aimed to close the knowledge/expertise gap between telecommunications providers, vertical industries, and application developers by promoting and validating NetApps through its cutting-edge experimentation facilities, where cutting-edge technologies and NetApps were put to the test as part of T&L industry-driven use cases. The project goals, targeted innovations, and created NetApps presented in this article will help accelerate the adoption and penetration of more flexible, multi-modal, and reconfigurable 5G-based systems into the market [18].

The Personal Tactile Internet, enabled by 6G, must offer an infrastructure that allows everyone to use remote-controlled mobile robotic systems. The deployed cellular network must be able to handle peak traffic. The typical cellular-area pixels bear considerably less load than peak pixels when massive MIMO is used. As we approach the mm-wave spectrum above 80 GHz, massive new quantities of the spectrum might be exploited if the new spectrum could be used for communication and sensing simultaneously. As a result, the concept may be to go from a “gear” of spectrally wasteful spike modulation during low traffic and detecting demand to a gear of ZXM during low demand, to a gear of ZXM during high demand. As a result, the concept might be to go from a “gear” of spectrally inefficient spike modulation during extremely low traffic and sensing demand to a gear of ZXM during low demand, to continuous-phase modulation, QAM, and MIMO–OFDM, as demand develops. Spectral efficiency comes at the expense of more energy, and it is only necessary for MAC-pixels that experience a lot of traffic. Enabling the Tactile Internet alone for consumer applications and tackling the looming energy crisis under semiconductor technology and circuit constraints, presents us with an almost limitless number of difficulties [30]. Surprisingly, the majority of these problems cannot be handled just by mathematical understanding, but rather they the need consideration of network and hardware realities. To put it another way, genuine system understanding is a future issue for information theory’s role in 6G [19].

3. Proposed Solution

Digital watermarks can be added to a message by taking an image or video of all of these hashes and embedding the hash of the image or video in the message. The image is divided into small blocks of pixels, and all of these pixels can be shuffled with any matrix or algorithm to create the hash value of this image, and the receiver must know this matrix or algorithm in order to restore the image to its original state. Our first contribution was to provide a novel approach that ensured two important facts in the record.

1. The record should be unaltered;
2. The record should be tamper-free.

In a blockchain, the sender uses a digital signature to interact with another node through a message. A receiver obtains a public key from the ledger to validate the digital signature. Figure 10 depicts this signature in action for authentication.

(1) Sender calculates hash;
(2) Sender encrypts with its private key;
(3) A digital signature is transmitted with the SMS;
(4) The receiver uses the sender’s public key;
(5) The receiver decrypts the message;
(6) The hash value is obtained;
(7) The hash is matched.
In these IoT devices, we may improve this form of digital signature by using the hysteresis digital signature (HDS) scheme, which stores the digital signature of each message in a ledger. The following are some of Merkle’s signature restrictions when it comes to HDS:

**Merkle’s Signature**
- The one-way hash function is the base of Merkle’s signature, which is vulnerable now due to quantum computation.
- The compromise of a digital signature is a fail-stop signature scheme.
- It is the identity signature’s audit log.
- It makes it difficult for an attacker to modify a message.
- It uses a rule-based intrusion detection system.

Because blockchains in IoT devices are based on Merkel’s tree, this paper focused on communication authentication behavior. In place of Merkel’s tree, we suggested a new technique called the hysteresis digital signature. The simple process idea is depicted in Figure 11.
It was the first step in deploying AAA checks for BC authentication with signature logs. These logs were checked by managers following the ISO 27000 set of information security standards. We had a better approach communicating our sensitive data using BC technology by integrating the smart contract audit and ensuring AAA. The data controller was a software or hardware agent, or a third party, who inspected the data and processes that were stored or gathered.

Each block transaction was checked by a data processor, which then stored the information for auditing reasons. To finish the file processing, we transmitted them across two blockchains, as indicated in Figure 12. All activities were run on these two BCs. The following actions were taken to transfer data from one blockchain to another. In such a case, the system kept a record of past log history on both blockchain sides.

Figure 11. Model for the hysteresis digital signature.

Figure 12. All activities between the two blockchains.
4. Experiments and Results

Figure 13 depicts the percentage of improvements in transparency, accuracy, SPOF, docs temper, security, efficiency, and address space in the military, industry, transportation, healthcare, and education before and after our scheme, and Figure 14 depicts the percentage of improvements after our scheme.

![Figure 13](image1.jpg)

**Figure 13.** Results of various fields, calculated in an index, before 6G.

![Figure 14](image2.jpg)

**Figure 14.** Results of various fields, calculated in an index, after 6G.

These percentage values are also shown in Figure 15, which shows the security achievements that were achieved in IoT devices before blockchain technology, meaning security was achieved with a centralized system; these results are shown with the results achieved after applying blockchain technology.

For example, when a centralized system was used, transparency was 70 percent and accuracy was 85 percent; however, when blockchain technology was used, transparency was 92 percent and accuracy was 93 percent; SPOF was 60 percent when a centralized system was used but was reduced to 23 percent with blockchain technology; similarly, docs tempering was 50 percent but was reduced to 16 percent with blockchain technology; and 88 percent security was achieved. The same strategy was used in the fields of commerce, transportation, medicine, and education, as shown in the table. Figure 16 depicts the difference in improvements visually; that is the number of accomplishments that were achieved.
Figure 15. The difference of the results achieved before and after the launch of 6G.

| Analysis            | Military | Business | Transport | Medical | Education |
|---------------------|----------|----------|-----------|---------|-----------|
| Transparency        | Before 6G| After 6G | Before 6G | After 6G| Before 6G | After 6G | Before 6G | After 6G | Before 6G | After 6G |
| Transparency        | 70       | 92       | 38        | 51      | 55        | 66       | 50        | 68       | 76        | 80       |
| Accuracy            | 85       | 93       | 29        | 48      | 55        | 64       | 48        | 72       | 70        | 74       |
| SPOF                | 60       | 23       | 84        | 60      | 70        | 62       | 66        | 40       | 61        | 48       |
| Docs Tampering      | 50       | 16       | 53        | 32      | 53        | 25       | 43        | 28       | 68        | 49       |
| Security            | 88       | 91       | 22        | 38      | 66        | 70       | 60        | 74       | 62        | 68       |
| Efficiency          | 68       | 86       | 34        | 48      | 43        | 55       | 62        | 70       | 71        | 76       |
| Addressing space    | 66       | 86       | 45        | 70      | 58        | 65       | 38        | 49       | 66        | 72       |

Figure 16. Difference between Figures 13 and 14, shown graphically.
5. Conclusions

Because of the rapid progress and digitalization of Industry 4.0, it is impossible to guarantee 100 percent security even when we installed our privacy and security measures, but we might establish effective obstacles for the attacker. According to a review of the literature, blockchains are used in a wide range of industries. The features, shortcomings, problems, and concerns of blockchain technology in the IoT area were presented in this study. We could offer data safety and privacy by employing decentralized techniques and public ledgers. We compared and improved how blockchain technology affects and boosts transparency, accuracy, security, efficiency, and addressing space, as well as how to reduce single points of failure and document manipulation. Although a blockchain is slower than a centralized system, it addresses security issues. We strengthened the security of a blockchain by implementing AAA and conducting an audit of these smart contracts and data topics, because, according to our study, blockchain is the future medium of success.

Our next objective was to develop this blockchain by including a new authentication mechanism that would boost privacy and security. Depending on the structure of the organization, hybrid solutions could make the system speedier and more secure. To address these concerns, network speed, processing power, a secure network, risk management, a shared standard solution, and privacy rules were all requirements for upgrading. Only quantum neural network technology could address the fundamental demand for real-time applications in the digital age. There is a need to cover 6G, which will be a global demand beyond 2030, when everything will be connected to Industry 4.0 and everyone will be well-versed in AI and robotics.
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