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Abstract—Quantum secret sharing (QSS) is a cryptographic protocol based on the uncertainty principle and quantum no-cloning theorem and is an essential aspect in quantum computing. This paper describes the Grover search algorithm and how to improve QSS protocol by Grover Algorithm. The QSS based on the Grover algorithm is more secure and easier to operate compared to old QSS protocols. Some scientists improved the security of the first QSS protocol based on QSA by changing the check mode. After that, a protocol with quite different procedures was proposed. The improved one enhances the feasibility of the protocol and it could also make sure that the communication is secure from the attacks.

1. Introduction
Secret sharing is a consequential topic in quantum information science. Nowadays, people pay more and more attention on the privacy and at the same time, there is a crisis of confidence in the society. Many people try their best to protect their own secrets, but want to gain others’ secrets. So the multi-party protocols are required. One of the most critical protocols is the secret sharing. In the secret sharing protocol, a boss splits the secret into several parts and sends them to the agents. As a result, any agent can not read the secret alone, and they must work together to get the secret. Quantum secret sharing was proposed in 1999 [1]. Compared to the Classical secret sharing, quantum secret sharing is more secure because the QSS is based on the uncertainty principle and quantum no-cloning theorem.

Quantum search algorithm is another crucial part of quantum computing. Due to the quantum superposition, the state of a qubit could be superposed. Then the system could complete several assignment simultaneously. This makes the efficiency of the quantum searching task much higher than that of the classical search, especially for the large space. For an unsorted database of size N, the QSA needs √N operation, while N steps are required to the target classically. The Grover algorithm is one of the most significant quantum searching algorithm and is discovered by Grover in 1996 [2]. The Grover algorithm can not ensure that the answer is true and it can only offer the correct outcome with a high probability. However, some scientists proposed an upgraded Grover algorithm that can achieve a 100% success rate [3].

Many scientists focus on QSS protocols based on the QSA since this kind of the protocols play an important role in quantum computation. Hsu tried to come up with a QSS protocol based on the QSA in 2003 [4]. But in 2010, Hao et al. published a eavesdropping and the solution in the Hsu’s protocol [5]. For these two protocols, the boss needs to prepare the initial state |S_i> and divide them into two parts, S_1 and S_2. Then the boss sends S_1 to one agent and sends S_2 to the other. However, there are some defects. For example, agents need to store photons, which is extremely challenging especially
when the time duration is long. Besides, face-to-face cooperation or the third party’s help is necessary [6]. This makes the process more complicated.

Some scientists introduced another QSS protocol based on the Grover algorithm. Two problems above are solved and the scientists proved that this protocol is secure [6]. The research on the improvement of this kind of protocols is necessary because it need to be optimized in order to make sure that it can be more practical and must be secure when there is eavesdropping.

2. Grover Algorithm

2.1. Process of the Grover Algorithm

The Grover’s quantum search algorithm is designed for the search task in an unsorted database with $2^n$ elements. This is followed by the detailed process.

1) The first step is to use a quantum oracle $O$ operation. An oracle can be considered as a “black box” operation. A target state should be chosen and the target state reverses in this step. But other states do not change.

2) Secondly, the Hadamard transformation is required. In this step, Hadamard gate is operated on every qubit. Hadamard gate could be represented as $\frac{1}{\sqrt{2}} (\vert 0 \rangle + \vert 1 \rangle)$. 

3) In the third step, $\vert 0 \rangle$ remains invariant and other states add -1 phase. This means $\vert 0 \rangle \rightarrow \vert 0 \rangle$, $\vert x \rangle \rightarrow -\vert x \rangle$ if $x$ does not equal 0. This step is equal to $2\vert 0 \rangle < 0 \rangle - I$.

4) The fourth step is repeating the second step.

In conclusion, a single grover iteration equals $G = (2\vert \psi \rangle < \psi \vert - I)O (1)$ where $\psi$ is the superposed state with equal weight.

2.2. Defects and Improvement of the Grover Algorithm

The Grover Algorithm has some drawbacks. For instance, the probability of finding the target can not be 1 and can only approach 1 for the standard Grover algorithm. But there are also some solutions. In 2001, G. L. Long came up with an improved Grover algorithm in which we could find the target state with certainty. In this improved version, the phase inversion is replaced by phase rotation [7].

3. Quantum Secret Sharing

In recent years, many scientists are working on quantum secret sharing and trying to combine the quantum search algorithm and quantum secret sharing. The following section will focus on some types of QSS based on the QSA, especially the advanced quantum secret sharing protocol based on the Grover algorithm. And there will also be some detailed comparison of these different protocols.

3.1. QSA-based Protocols

The first QSS protocol based on the QSA is for one boss and two agents and this is based on the two-qubit Grover algorithm. Firstly, the definition “threshold scheme” needs to be introduced. For a (k, n) threshold theme, there are n shares and it is enough to reconstruct the data by any k shares. In this protocol, a (2, 2) threshold scheme is used [4].

1) The initial states(or the carrier states) $\vert S_i \rangle$ (i = 1, 2, 3,...,16) should be prepared by the boss(Alice). Sixteen initial states are required and they are produced by $\vert + \rangle$, $\vert - \rangle$, $\vert +i \rangle$, $\vert -i \rangle$, where $\vert + \rangle = \frac{1}{\sqrt{2}} (\vert 0 \rangle + \vert 1 \rangle)$ (2), $\vert - \rangle = \frac{1}{\sqrt{2}} (\vert 0 \rangle - \vert 1 \rangle)$ (3), $\vert +i \rangle = \frac{1}{\sqrt{2}} (\vert 0 \rangle + i \vert 1 \rangle)$ (4)and $\vert -i \rangle = \frac{1}{\sqrt{2}} (\vert 0 \rangle - i \vert 1 \rangle)$ (5). Then Alice need to use the unitary operation $U_w$, which is equal to $(1-2\vert w \rangle < w \vert)$. So the code state is $\vert S_i \rangle = U_w \vert S_i \rangle$ (6).

2) Two qubits are sent by Alice to Bob and Eve. Bob and Eve should announce that they receive the qubits.

3) Alice need to confirm that the qubits are received through classical communication.

4) Alice publishes her carrier states $\vert S_i \rangle$.

5) Bob and Eve have to combine their qubits and perform a decoding operation in order to get the key state $\vert w \rangle$. According to the Alice’s announcement, Bob and Eve know the initial state, so they
could determine which operation should use. The decoding operation is \( 2|S_i><S_i| - 1 \) denoted as \( U_{S_i} \). Then the key state could be obtained with reference to the grover algorithm. The key states in this protocol are \(|00>, |01>, |10>, |11>\). The states \(|01>\) and \(|10>\) are the message states, which are used to encode, while the states \(|00>\) and \(|11>\) are used to detect the eavesdropping respectively.

(6) Bob and Eve need to make the measurement on their qubits respectively. Then they have to discuss whether or not their outcomes are perfectly correlated.

(7) If the results of Bob and Eve are perfectly correlated, they will both inform Alice through the classical channel. Then Alice needs to analysis that whether there is an eavesdropper. However, Hsu’s protocol is not secure theoretically. In 2010, Hao et al. proposed a dense-coding attack on Hsu’s protocol and they also gave an improved protocol [5]. The attack and solution will be discussed briefly.

Eve is assumed to be the dishonest agent in this attack here. Besides, the definition “Bell states” (or “EPR pairs”) should be introduced. The Bell states are two qubits with four entangled quantum states. And it is possible to create the Bell states via quantum circuits.

In this attack, Eve needs to block all the qubits from Alice. At the same time, Eve has to prepare an EPR pair in \( \frac{1}{\sqrt{2}}(|01> + |10>) \) and sends one of them to Bob, leaving himself another qubits. Since Bob actually receives the qubit (although it is the incorrect one), both Bob and Eve will make the announcement and Alice would confirm the reception. Then Alice announces the initial states in public. As a result, Eve obtains \(|S_i>\) and can decode through the operation \( U_{S_i} \). Eve could get the key states. Besides, Eve needs to transform the prepared qubit (the one of the EPR pair) into \(|S_i>\) by operations. In the following steps, all the results are correct and both Alice and Bob will not discover the eavesdropping.

Hao et al. also gave the solution of this attack. The check mode is changed. Instead of announcing the decoding operation, Alice asks Bob and Eve to measure their qubit in random basis which might be the plus-basis or the cross basis, or the circular basis. And both Bob and Eve should publish their measuring results. Alice will analysis whether their results conform to her code state and if the results accord with Alice’s states, then Alice could make sure that there is no cheating and the communication is secure.

### 3.2. An Enhanced QSS Protocol based on the Grover Algorithm

Although the protocol by Hao et al. improves the security, this version also has some problems during the procedure. For example, agents need to store the qubits from the boss, which is not convenient or even impossible. So Tseng et al. proposed an improved protocol (still based on the Grover algorithm) which could make the process more realistic [6].

In this enhanced version, Bob and Eve do not need to store photons. Instead, they need to prepare a random N-bits string, respectively. The two random strings are denoted as \( K_B \) and \( K_E \). And they have to prepare a sequence of photons respectively, represented as \( S_B \) and \( S_E \). The “0” in the string corresponds to \(|+>\) and the “1” corresponds to \(|->\). Apart from that, Bob and Eve need to prepare abundant decoy photons. The decoy photons should be randomly chosen from one of the four states which are \(|+>, |->, |0>, \) and \(|1>\). These prepared decoy photons are inserted into the sequence of photons, \( S_B \) and \( S_E \) in order to obtain a new sequence, denoted as \( S_B' \) and \( S_E' \). Then these two new sequences are sent to Alice.

Secondly, Alice is confirmed to receive the sequences. After that, there should be a security check. Bob and Eve need to publish the positions, bases and values of the decoy photons and Alice makes the measurement according to the agents’ announcement. If the error rate outstrips a threshold value, this means there exists an eavesdropper. Alice will stop the transmission and restart the communication. If the error rate is tolerable, the communication could continue.

In the third step, photons of \( S_B \) and \( S_C \) on the same position in the sequence could be combined by Alice to obtain two-qubit initial states, represented as \(|S>\). Alice has the secret, so she knows the \(|w>\). Alice is able to perform the correct operation \( U_w \) on the initial state. The secret “0” corresponds to the unitary operation \( U_{00} = I - 2|00><00| \) (7)or \( U_{11} = I - 2|11><11| \) (8). Otherwise, the corresponding
operation is \( U_{0|1} = I - 2|01><01| (9) \) or \( U_{1|0} = I - 2|10><10| (10) \). After that, operation \( U_S \), which equals \( 2|++><++|-I \), need to be performed. And then Alice measures in the Z basis and obtains the results. Measurement \(|00>\) or \(|11>\) leads to the result “0”, and otherwise, the measurement would lead to measurement “1”. After these procedures, Alice gets a N-bit string, denoted as \( MR_A \) and sends to Bob and Eve. Then Bob and Eve could decode the secret by computing \( K_B \oplus K_C \oplus MR_A \).

4. Security of the improved QSS protocol

Tseng et al. also proposed some attacks that might exist. The attacks could come from both the agents and eavesdroppers who do not take part in the activity. However, the agents could gain more information and they could cheat in the public discussion. So it is essential to focus on the insiders’ cheating. We could make sure that the protocol is secure if the attacks from the agents could be avoided [6]. In this section, the existing attacks by agents and solutions will be discussed and Eve will be assumed as the eavesdropper.

4.1. Existing Attacks and the solutions of the improved QSS

One of the existing attacks is the Intercept-and-Resend Attack [8]. Eve intercepts \( S_B' \) and resends the false photons to Alice. But it is extremely possible to be detected during the check procedure since Eve does not know the positions, bases and values of the decoy photons and there may be some errors. If there are copious errors, the eavesdropping will be discovered and the communication will stop.

The Entangle-and-Measure attack is another kind of existing attacks on this protocol [9], but it also have faults. In this attack, auxiliary photons are necessary. Eve should prepare some auxiliary photons, represented by \( E = \{ |E_1>, |E_2>, ... , |E_n> \} \). And Eve also needs to perform a unitary operation on the decoy photons in order to make the auxiliary photons be entangled with \( S_C' \). The consequence of the operation is below [6].

\[
U|0>|E_n> = a|0>|e_{00}> + b|1>|e_{01}> \quad (11),
\]

\[
U|1>|E_n> = c|0>|e_{10}> + d|1>|e_{11}> \quad (12),
\]

\[
U|+>|E_n> = \frac{1}{\sqrt{2}}(|+> + |->) (a|e_{00}> + b|e_{01}> + c|e_{10}> + d|e_{11}> ) + \frac{1}{\sqrt{2}}(|> - |->) (a|e_{00}> - b|e_{01}> + c|e_{10}> - d|e_{11}> ) \quad (13),
\]

\[
U|->|E_n> = \frac{1}{\sqrt{2}}(|+> + |->) (a|e_{00}> + b|e_{01}> - c|e_{10}> - d|e_{11}> ) + \frac{1}{\sqrt{2}}(|> - |->) (a|e_{00}> - b|e_{01}> - c|e_{10}> + d|e_{11}> ) \quad (14),
\]

where \( |a|^2 + |b|^2 + |c|^2 + |d|^2 = 1 \).

In order to eavesdrop without the detection, there are some conditions which are needed:

1. \( b \) should equal 0 ;
2. \( c \) should equal 0 ;
3. \( a|e_{00}> - b|e_{01}> + c|e_{10}> - d|e_{11}> = 0 \) (15);
4. \( a|e_{00}> + b|e_{01}> - c|e_{10}> - d|e_{11}> = 0 \) (16).

While if the first two conditions are satisfied, \( a|e_{00}> \) will be equal to \( d|e_{11}> \) according to the third condition. And then these two states can not be distinguished [6].

5. Conclusion

This paper concludes some quantum secret sharing protocols based on the Grover algorithm and how this kind of protocol is improved. Hsu starts the quantum secret sharing based on the quantum searching algorithm and this protocol was improved by Hao et al. Then the protocol proposed by Tseng et al. is not only secure from the existing attacks, but it also have some other advantages during the communication: the agents do not need to store photons and the secret of the boss is easy to decode for the agents. The QSS protocols based on QSA are vital for the quantum computation and can avoid some practical problems during the communication. This kind of protocols is useful and suitable for many situations. However, maybe there will be some attacks for this protocol, which should be discovered in the future.
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