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Abstract

We present an exploration of a reputation system based on explicit ratings weighted by the values of corresponding financial transactions from the perspective of its ability to grant “security” to market participants by protecting them from scam and “equity” in terms of having real qualities of the participants correctly assessed. We present a simulation modeling approach based on the selected reputation system and discuss the results of the simulation.

1 Introduction

The latest developments in e-Commerce and the emergence of global commercial online ecosystems with world-wide connectivity based on the Internet makes it critical to assess the reliability of the vendors and suppliers in these ecosystems in reliable way [Zheng and Jin, 2009]. Multiple design solutions for reputation systems serving the purpose exist, such as discussed by other authors: [Swamynathan et al., 2010], [Sänger and Pernul, 2018]. The most critical part of any system intended for this purpose appears to be the ability to handle a high degree of anonymity [Androulaki et al., 2008] of market participants, as it is characteristic of modern distributed [Gupta et al., 2003] ecosystems, including ones that are based on public networks [Blömer et al., 2015] such as blockchains.

In particular, in this work, we rely on a reputation system design based on the “weighted liquid rank” concept [Kolonin et al., 2018] and an implementation of the concept [Kolonin et al., 2019] applied to generic multi-agent marketplaces. Given the existing implementation of the system itself and the simplistic simulation described in the latter publication, in scope of this work we provide a more advanced simulation modeling of the same system and investigate market conditions which make it possible for honest market participants to be granted “security”, protecting them from scam, and “equity”, ensuring that their qualities are assessed fairly in the market.

2 Reputation System Implementation

Most of the “weighted liquid rank” design of the reputation system per [Kolonin et al., 2018] and its implementation according to [Kolonin et al., 2019] are used in this work, and we here we expand upon these earlier findings, that the reputation system based on explicit ratings weighted by financial values provides the best combination of “security” and “equity”. In this work we focus primarily on use of only explicit ratings weighted by financial values. It should be noted that, as in the latter work, it has been found that a ratio of 10% suppliers and 90% consumers with no overlap is typical in generic online marketplaces, and because of this the reputation of consumers as raters cannot be assessed accordingly, thus the “liquid” part of the algorithm is not effectively applicable in such a case and only the “weighted” is employed.

Algorithm 1 Weighted Liquid Rank (simplified version)

**Inputs:**
1) Volume of rated transactions each with financial value of the purchased product or service and rating value evaluating quality of the product/service, covering specified period of time;
2) Reputation ranks for every participant at the end of the previous time period.

**Parameters:** List of parameters, affecting computations - default value, logarithmic ratings, conservatism, decayed value, etc.

**Outputs:** Reputation ranks for every participant at the end of the previous time period.

1: foreach of transactions do
2: let rater_value be rank of the rater at the end of previous period of default value
3: let rating_value be rating supplied by transaction rater (consumer) to ratee (supplier)
4: let rating_weight be financial value of the transaction of its logarithm, if logarithmic ratings parameter is set to true
5: sum rater_value*rating_value*rating_weight for every ratee
6: end foreach
7: do normalization of the sum of the multiplications per ratee to range 0.0-1.0, get differential_ranks
8: do blending of the old_ranks known at the end of previous period with differential_ranks based on parameter of conservatism, so that new_ranks = (old_ranks*conservatism+N*(1-differential_ranks)), using decayed value if no rating are given to ratee during the period
9: do normalization of new_ranks to range 0.0-1.0
10:return new_ranks

We have explored two alternative open-source implementations of the reputation system based on the referenced design. The first one was based on the Reputationer class in Aigents Java project at https://github.com/aigents/aigents-java/ with a Python adapter for the SingularityNET reputation system prototype as in the aigents_reputation_api.py script of the https://github.com/singnet/reputation/ project. The second version was based on a native Python implementation as the reputation_service_api.py script in the latter project.

During the simulation modeling, the impact of the following parameters of the reputation system were explored:

- $R_d$ - default initial reputation rank;
- $R_c$ - decayed reputation in range to be approached by inactive agents eventually;
- $\dot{C}$ - conservatism as a blending “alpha” factor between the previous reputation rank recorded at the beginning of the observed period and the differential one obtained during the observation period;
- FullNorm – when this boolean option is set to True the reputation system performs a full-scale normalization of incremental ratings;
- LogRatings - when this boolean option is set to True the reputation system applies log10(1+value) to financial values used for weighting explicit ratings;
- Aggregation - when this boolean option is set to True the reputation system aggregates all explicit ratings between each unique combination of two agents with computes a weighted average of ratings across the observation period;
- Downrating - when this boolean option is set to True the reputation system translates original explicit rating values in range 0.0-0.25 to negative values in range -1.0 to 0.0 and original values in range 0.25-1.0 to the interval 0.0-1.0.
- UpdatePeriod – the number of days to update reputation state, considered as observation period for computing incremental reputations.

3 Reputation System Simulation

Based on a market analysis reported on in the referenced work [Kolonin et al., 2019] where it was affirmed that a ratio of 9:1 between buyers and sellers (9 times as many buyers than sellers) was the most realistic, we used this ratio as a fixed market parameter. With this ratio, we simulated populations of 1000 agents interacting over 6 months on an everyday basis. We also implemented feedback, making the reputation system available to consumers for choosing suppliers, who then rate them in the same reputation system.

During initial simulations, 80% of the population were “good” agents with fair market behaviors and the remaining 20% were “bad” agents that commit scams. It was also assumed that the amount of “bad” agent transactions is higher than the amount of “good” agent transactions as a result of the “bad” agents pumping up the reputation of “fake” suppliers as they pose as consumers. It was assumed that an average “bad” agent spends substantially less on every transaction, compared to an average “good” agent. Specifically, in the simulations it was assumed that “bad” agents emit 10 times more transactions a day than the good ones, but the ratio of the average transaction payment amount was varied. For the latter ratio, we considered three types of conditions: an “unhealthy” market with a ratio equal to 10 (so the “good” agents have just 10 times more costly purchases), a “semi-healthy” one with a ratio of 20 and a “healthy” one with a ratio of 100.

The simulation, the code of which is at https://github.com/singnet/reputation/tree/master/agency/pyt hon/src/snsim/reputation, is meant to resemble a market place, in which there are different product or service categories that have a variety of prices reflective of the market. Each supplier agent has an intrinsic ability to satisfy its customers with its product or service, and ratings of each supplier are normally distributed around this “expected goodness” ($R_{esi}$ as defined further), here drawn from a normal distribution with mean of 0.75 and standard deviation of 0.15 to $N(0.75, 0.0225)$, bucketed into five ratings of 0.0, 0.25, 0.5, 0.75 and 1.0. Scammer agents are consistently given a zero by good agents. Each agent has different (normally distributed) needs for every product or service, and shops for what it needs the most first. There is a normally distributed time until each product or service is needed again. There is a limit to how much shopping an agent can do in a day, and the number of active agents can vary. Agents have differing (normally distributed) propensities to try out new agents, different tolerances for staying with the old ones, and different capacities to forget. Bad agents have a normally distributed ring size of other bad agents which they (mutually) rate positively, here drawn from N(8,4).

Algorithm 2 Market Simulation

**Input:** Consumer and Supplier trade behaviors

**Output:** Metrics, Agent qualities, transactions, ranks

1: Assign Agents to Behaviors based on Normal Random Variates
2: Every day for 6 months:
Each consumer makes shopping list
Agents drop past suppliers according to satisfaction

If reputation system in use:
   If “winner take all” usage:
      Agents choose new suppliers with the highest reputation score
   Else if “roulette wheel” usage:
      Agents choose new suppliers in proportion to their reputation scores
   Else if “thresholded random” usage:
      Agents choose new suppliers randomly over a reputation score threshold
   Agents make purchases and rate suppliers
Else if reputation system not in use:
   If agents have no experience with suppliers:
      Agents choose new suppliers randomly
   Agents make purchases and rate suppliers

3: Print metrics

4 Performance Metrics

In this work we extend the range of the metrics used in referenced research [Kolonin et al., 2019]. The key first metric measures are the economic parameters of the market such as volume ratio for market spending by “good” agents versus “bad” agents \( V_g / V_b \), the percentage of funds spent by “good” agents to “bad” scammers or “loss to scam” \( C_{bgs} \), and the ratio between the earnings of scammers and their spendings or “profit from scam” \( C_{bgs} \). The latter financial metrics serve to identify the amount of financial resources that fair consumers lose in scams, or the relative amount that scammers would earn by cheating the reputation system, so changes in these values based on use of the reputation system can actually provide the business value of using it.

Further we measure utility, or how happy fair consumers are with their purchases. It is the average rating given to purchases, regardless of the kind of purchase. This metric would shift with different rules for ratings, such as a different default rating, however, within a scenario this metric has the same relative value.

\[
Utility = \frac{\sum \frac{F_g}{N}}{N}
\]

where \( F_g \) is the sum of all ratings made by good agents and \( N \) is the number of ratings made by all of the good agents, i.e. all agents which have an expected goodness of \( R_{ea} = 1 \), to be discussed further on.

The standard confusion matrix metrics for recall, precision, F1 and accuracy have been used to assess the “security” as effectiveness of the reputation system for the primary reputation system goal of protecting the public from scams. That is, reputation system was considered a tool to solve “classification problem” categorizing agents as either “good” or “bad”, in the sense of agent being a fair one or a scammer, respectively. Here, a positive result would mean either a “good” agent is categorized as “good” in the sense that it is not a scammer when it is scored over a threshold or a “bad” agent categorized as “bad”, respectively. It is counted as a true positive if the agent is in fact good, and is a false positive if the agent is in fact bad. On the other hand, if an agent is scored under the threshold and is in fact good it is a false negative, and if the agent scores under the threshold and is in fact bad, it is a true negative. In our work, we have used the threshold as 40% reputation rank value on scale between 0% and 100%, based on search for the optimal threshold value differentiating the “good” and the “bad” to the greater extent.

5 Simulation Results

We present three scenario experiments on the reputation system to find the sets of parameters in which the reputation system performs best as well as the boundary values of those
parameters. The first is an experiment is a test of the parameters under the conditions of a market that is close to equilibrium, that is, a market in which there is neither a serious oversupply or serious shortages. Next, in order to test the robustness of the reputation system we look at its usage and presentation, in the usual case, where agents trade with suppliers in proportion to their ratings, and additionally extremes where agents choose the top-rated supplier, as well as where they simply choose a random supplier over a threshold. Finally, to see if the reputation is robust with respect to market volume surges we take the champion parameters of the equilibrium market and use them to test another setting of the reputation system: the periodic setting, where the update period is set longer than a day, in contexts with and without periodic surges in purchasing.

The simulation was focused on the case where the reputation system with explicit ratings weighted by financial transactions is used. For this case we have explored different combinations of parameters evaluating different metrics to access the level of “security” and “equity” provided by the reputation system.

The extent to which system can provide “security” and "equity" is illustrated by Fig.1 below. We clearly see that we can identify "bad agents" with loss of 2 "false negatives". At first glance one would think that this system only separates the scammers from the honest agents, providing “security” while not giving fair ratings to the quality of the honest agents: it seems that it cannot identify the expected goodness so the “equity” is not granted. However, the next figure shows that when you take each product or service category into account separately, it does predict an agents ratings accurately.

Indeed, the Fig.2 presents how the expected goodness can be evaluated on per-category basis, assuming that evaluation of reputation is domain-specific [Kolonin et al., 2018], according to specific price ranges and sub-markets of specific kind of goods or services of the greater market. Where there are more suppliers and thus more market volume, regardless of whether bad agents are present, the calculated goodness are more predictive of the expected goodness of the agent. The predictions are accurate wherever there are more than three samples. This result shows a consistent clear demarcation between bad agents on the left of each chart and the good agents on the right.

The predictions are accurate wherever there are more than three samples. This result shows a consistent clear demarcation between bad agents on the left of each chart and the good agents on the right.

Figure 1. This is an illustration of the suppliers from a sample run of 1000 agents, 10% of which are suppliers. Each bar is a single supplier. The reputation system parameters are FullNorm=True, Weighting=True, LogRatings=False, \( R_c=0.5 \), \( C=0.5 \), \( R_d=0.0 \), Downrating=False. On the upper left we present computed goodness (\( R_{ca} \)) and on the upper right we present expected goodness (\( R_{ea} \)), both ordered by computed goodness. On the lower left we present expected goodness (\( R_{ea} \)) and the lower right we present computed goodness (\( R_{ca} \)), both ordered by expected goodness. In the charts on the upper and lower right, scammers appear on the left, and honest agents on the right.

Figure 2. These charts from a single sample run show the calculated goodness (\( R_{ca} \)) along the X axis and the expected goodness value (\( R_{ea} \)) on the Y axis, separated by product or service category. They include the product or service categories of the realistic simulation that have more than one supplier. \( R_{ca} \) is more predictive of \( R_{ea} \) the larger the sample size (the slope approaching 1), and is accurate wherever the sample size is over three.
Figure 3. The first of three market scenario types to test the parameterization and robustness of the reputation system. In this equilibrium scenario, the boundary value tested is the market volume ratio, and the parameters tested are the conservatism (conserv) and default parameters.

MVR (Market Volume Ratio) states: healthy: over 200 semi-heathy: 75-200, unhealthy: below 75.

The best performing combination, default 0.5/conserv 0.5, is underlined.

Figure 4. In the second market scenario type we test the robustness of the reputation system against both normal and extreme usages, where “Roulette Wheel” indicates agent choice in proportion to the calculated reputation values, “Thresholded Random” indicates that agents choose suppliers randomly but over a threshold, and “Winner Take All” indicates that agents choose the top ranked suppliers.

Figure 5. In the third market scenario type, the period that the reputation system is updated is tested, in scenarios that are periodic (the default) in that there is a surge of purchasing every seven days for half of the goods, and scenarios which are.

### Table 1: Reputation System Performance Across Scenarios

| Scenario          | MVR | Reputation System | Precision | Recall | F1 Score | Loss to Scam | Profit from Scam | Utility Change |
|-------------------|-----|-------------------|-----------|--------|----------|--------------|------------------|----------------|
| Healthy           | 1.00| Not Used          | 0.98      | 0.98   | 0.98     | 0.00         | 0.98            | 0.98           |
| Healthy           | 1.00| Used              | 0.99      | 0.99   | 0.99     | 0.00         | 0.99            | 0.99           |
| Semi-Healthy      | 0.50| Not Used          | 0.96      | 0.96   | 0.96     | 0.00         | 0.96            | 0.96           |
| Semi-Healthy      | 0.50| Used              | 0.97      | 0.97   | 0.97     | 0.00         | 0.97            | 0.97           |
| Unhealthy         | 0.00| Not Used          | 0.94      | 0.94   | 0.94     | 0.00         | 0.94            | 0.94           |
| Unhealthy         | 0.00| Used              | 0.95      | 0.95   | 0.95     | 0.00         | 0.95            | 0.95           |

### Table 2: Performance Across Different Usages

| Usage             | Score | MVR | Reputation System | Precision | Recall | F1 Score | Loss to Scam | Profit from Scam | Utility Change |
|-------------------|-------|-----|-------------------|-----------|--------|----------|--------------|------------------|----------------|
| Healthy           | 1.00  | Not Used | 0.98 | 0.98 | 0.98 | 0.00 | 0.98 | 0.98 |
| Healthy           | 1.00  | Used       | 0.99 | 0.99 | 0.99 | 0.00 | 0.99 | 0.99 |
| Semi-Healthy      | 0.50  | Not Used   | 0.96 | 0.96 | 0.96 | 0.00 | 0.96 | 0.96 |
| Semi-Healthy      | 0.50  | Used       | 0.97 | 0.97 | 0.97 | 0.00 | 0.97 | 0.97 |
| Unhealthy         | 0.00  | Not Used   | 0.94 | 0.94 | 0.94 | 0.00 | 0.94 | 0.94 |
| Unhealthy         | 0.00  | Used       | 0.95 | 0.95 | 0.95 | 0.00 | 0.95 | 0.95 |

The healthy market champion's precision of 1.0 in Figure 3 shows that the reputation system did not recommend any of the scams despite their best efforts at pumping their ratings, while at the same time rating the non-scammers fairly as evidenced by the Pearson-good by category score of 0.92. The Pearson-by category scores show that the system ranks all agents effectively within a category of goods and services. If default is set low, then we can make the consumers slightly happier with their purchases as a result of the reduced loss to scam, and this is at the expense of ranking good agents fairly.

The healthy market scenario’s precision of 1.0 in Figure 3 shows that the reputation system is in use when than it is not. In our consideration of the importance of balance between offering protection from scammers and making sure no honest suppliers are rated fairly, we have underlined the "champion" parameter combination that meets both goals, default 0.5 and conservatism 0.5.
reputation system are presented for comparison in all scenario types, and best performing parameter combinations in both healthy and semi-healthy markets, is underlined.

Figure 5 illustrates how the reputation system performs well even in markets that have periodic surges. The champion of the market is the champion of the entire paper, where the reputation system which updates only every week, on a market with weekend purchasing surges, has a 0.98 Pearson-good by category score. In markets without surges, the same system performs nearly as well, and still reduces loss to scam over the reputation system without the update period and over no reputation system.

Based on studies within the scope of performed simulations, the following observations were made.

- The best set of reputation parameters are: Weighting=True, LogRatings=False, \( R_p=0.5 \), \( R_c=0.0 \), Downrating=False.
- Parameters that matter to the result are Weighting, \( R_p \), \( R_c \), and Downrating. FullNorm does not matter to the result, and Downrating and LogRatings consistently detract from the result.
- The reputation system cuts the loss to scam (LTS) that consumers suffer nearly in half. In a healthy market LTS is cut from 0.06% to 0.03 or 0.04%.
- The reputation system gives an excellent ability to rank good agents by product or service category and discern bad agents in a healthy market, with Pearson-good by category scores over 0.9 and precision of discerning bad agents of 1.0, and little societal loss to scam (< 0.0003). The capability of the reputation is retained in the semi-healthy market, but decreases dramatically in the unhealthy market (Pearson of 0.61) making the semi-healthy market the borderline condition for the reputation system to function.
- The reputation system can handle periodic sales (such as seasonal and weekly surges in purchasing) with the same ability to rank good agents and discern bad (Pearson scores >= 0.9 and precision of 1.0). If there is no periodicity in purchases, but the periodic mode of the reputation system is on, the performance is comparable (Pearson scores = 0.89 and precision of 1.0), however, if there is a periodicity in purchases and periodic mode is not employed, performance is slightly lower (Pearson scores = 0.83 and precision of 1.0).
- The reputation system performs best when used by agents to trade with suppliers in proportion to their calculated goodness scores (Precision 1.0, Pearson scores >=0.9) but still works adequately at the extremes of “Winner Take All” choice of suppliers (Precision 1.0, Pearson scores >= 70) and random above threshold choice (Precision 1.0, Pearson scores >= 80)
- It may be possible to incentivize agents to trade with suppliers in proportion to their calculated goodness scores financially, not only to keep the reputation system accurate, but in the interest of equity.
- Further studies need to be done on automatically finding a threshold under which an agent is never recommended. Dynamic adjustment of the threshold will make the system even more robust against market conditions.

6 Conclusion

Based on the presented work, we can make the following conclusions.

- For the studied market conditions, the use of the reputation system based on explicit ratings weighted by financial values of transactions provides both “security” in the form of protection from scam and “equity” for the honest participants of the market.
- The parameters that we have found may be used for fine-tuning of the real reputation systems and the metrics that we define may be used to optimize these parameters in further studies.
- The options suggested for threshold management, and for the incentivization of users to choose amongst the listed suppliers in proportion to their reputation scores may be considered as an extra application layer on top of the reputation system.

The following issues will be considered for our further work.

- Make the simulations more realistic, exploring larger scales of markets above 1000 agents and 6 months, studying wider ranges of possible market conditions, with different populations of scamming agents, different ratios of transactions committed by the agents and implementing different temporal patterns of the behaviors of the agents, primarily having different rates of newcomers and leavers.
- Evaluate possibility to improve “security” and “equity” with use of rating aggregation.
- Explore possibility of implementation of dynamic reputation threshold management enabling to cut off “most likely scam” from “most likely honest” and study its effect on “security” and “equity”.
- Explore possibility of implementation and evaluation of the incentivization of the honest agents to act as members of “reputation militia” so the consumers are choosing suppliers in proportion to their scores.
- Implementation and simulation of the staking-based reputations [Kolonin et al., 2018] and exploration of its impact on improvement of “equity”, especially in the case with newcomers entering the system and leavers leaving the one at realistic rates.
References

[Androulaki et al., 2008] Androulaki E., Choi S.G., Bellovin S.M., Malkin T. Reputation Systems for Anonymous Networks. In: Borisov N., Goldberg I. (eds) Privacy Enhancing Technologies. PETS 2008. Lecture Notes in Computer Science, vol 5134. Springer, Berlin, Heidelberg, 2008. https://link.springer.com/chapter/10.1007/978-3-540-70630-4_13

[Bäck Thomas, 1996] Bäck T. Evolutionary Algorithms in Theory and Practice. Oxford University Press, Oxford, United Kingdom, 1996.

[Blömer et al., 2015] Blömer J., Juhnke J. & Kolb C. Anonymous and Publicly Linkable Reputation Systems. Financial Cryptography and Data Security 2015, Cryptology ePrint Archive: Report 2014/546, 2015. https://eprint.iacr.org/2014/546

[Gupta et al., 2003] Gupta M., Judge P., Ammar M. A Reputation System for Peer-to-Peer Networks. NOSSDAV’03, June 1–3, 2003, Monterey, California, USA, ACM 1-58113-694-3/03/0006, 2003). https://www.cs.indiana.edu/~minaxi/pubs/reputation.pdf

[Kolonin et al., 2018] Kolonin A., Goertzel D., Duong D., Ikle M. A Reputation System for Artificial Societies. arXiv:1806.07342 [cs.AI], 2018. https://arxiv.org/abs/1806.07342

[Kolonin et al., 2019] Kolonin A., Goertzel D., Pennachin C., Duong D., Argentieri M., Znidar N. A Reputation System for Marketplaces - Viability Assessment. arXiv:1902.03857 [cs.SI], 2019. https://arxiv.org/abs/1902.03857

[Swamynathan et al., 2010] Swamynathan G., Almroth K., Zhao B. The design of a reliable reputation system. Electron Commer Res 10: 239–270, pp.239-270, 2010. DOI 10.1007/s10660-010-9064-y, 31 August 2010 http://people.cs.uchicago.edu/~ravenben/publications/pdf/reputation-ecrj10.pdf

[Sänger and Pernul, 2018] Sänger, J. & Pernul G. Interactive Reputation Systems. Business & Information Systems Engineering, August 2018, Volume 60, Issue 4, pp 273–287, 2018 60: 273, 2018. https://doi.org/10.1007/s12599-017-0493-1

[Zheng and Jin, 2009] Zheng W., Jin L. Online Reputation Systems in Web 2.0 Era. In: Nelson M.L., Shaw M.J., Strader T.J. (eds) Value Creation in E-Business Management. AMCIS 2009. Lecture Notes in Business Information Processing, vol 36. Springer, Berlin, Heidelberg, 2009. https://doi.org/10.1007/978-3-642-03132-8_24