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Abstract: In our research, we propose a novel asymmetric multiple-image encryption method using a conjugate Dammann grating (CDG), which is based on the coherent beam combining (CBC) principle. The phase generated by the Dammann grating (DG) beam splitting system is processed and added to the image to be encrypted, and then, the ciphertexts and keys are generated by equal modulus decomposition (EMD). Decryption is to combine the beams through the CDG and collect the combined images in the far field. The proposed encryption scheme is flexible and thus extendable. CDG structure parameters, such as one period length of CDG, can be used as encryption key for the increase of the complexity. The Fresnel diffraction distance can also be used as an encryption key. The power of the combined beam is stronger than that of the single beam system, which is convenient for long-distance transmission and also easy to detect. Simulation results show that the proposed method is effective and efficient for asymmetric multiple-image encryption. Sensitivity analysis of CDG alignment has also been performed showing the robustness of the system. The influence of occlusion attack and noise attack on decryption are also discussed, which proves the stability of the system.
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1. Introduction

Information security is significant in ensuring the integrity of the science and engineering applications [1–3]. In comparison with the digital encryption method, optical encryption is associated with more encryption parameters thus more secure [4–6]. Taking advantage of the parallel nature of light, the optical encryption system can operate in parallel, and its operation speed is much faster than that of the digital system. The early optical encryption model created by Refregier and Javidi simply consists of the 4f encryption system known having high encryption strength [7]. Due to the increase of cryptography attacks [8,9], more advanced optical encryption methods have been further developed, including fractional Fourier transform [10], gyrator transform [11], optical scanning holography [12], ghost imaging [13], phase truncation [14]. Among them, optical superposition either coherent superposition [15] or incoherent superposition [16–18] has been actively studied. Compared with incoherent superposition, coherent superposition needs more accurate alignment, which is thus able to ensure the sensitivity of the encryption system.

More specifically, Zhang proposed a simple optical image encryption scheme based on optical coherence superposition without iterative coding [19]. The encryption of this system is based on mathematical operations, and the decryption uses a beam splitter for interference. In contrast, Kim introduced a new scheme using interference-based two-dimensional binary phase mask and encrypting multiple images simultaneously [20]. Cai proposed an asymmetric coherent optical encryption system, which mainly uses equal modulus decomposition (EMD) to decompose an image into a ciphertext and a key [21]. More recently,
Chen proposed an optical image cryptosystem based on two beam coherent superposition and unequal modulus decomposition [22]. Different from the EMD approach, the method uses common vector decomposition to complete the encryption process. Among them, the amplitude term is used as ciphertext and the phase term is used as private key. The system generates four different phases and amplitudes, which improves the security of the encryption system. Sui proposed a double image encryption method based on optical interference and logistic mapping [23]. These parameters, such as wavelength, wheelbase, and logistic mapping conditions are used as additional keys to improve the security of the system. Luan proposed an asymmetric scheme for silhouette-free multiple encryption using coherent superposition and the Fresnel transform [24]. Within this approach, the ciphertext and private key in the encryption process are obtained by random mask, and a function is constructed in the encryption process to improve the security. In addition, different images are decrypted using different private keys. Even if one or two of the correct phase masks are obtained, the information of any original image, including its contour, cannot be obtained. Abuturab proposed a multiple image encryption using Fresnel domain high-dimension chaotic phase coding [25]. In this photoelectric method, the color image is decomposed into R, G and B channels, each channel is individually phase-coded and modulated, and Fresnel transform is performed to generate the corresponding encrypted channel. It is therefore convenient to update, manage and transmit the decryption key. While these methods have proposed more secure encryption, the efficient use of beam power has not been well addressed. The applied beam is often weak thus adversely impacts the detection accuracy of an object through the decryption process, thus limiting its practical use.

In our research, a novel method for multiple-image encryption based on coherent beam combining (CBC) using a conjugate Dammann grating (CDG) is proposed. The novel method combines different numbers of beams by using different CDG, such as 3 × 3 CDG, 4 × 4 CDG, and 5 × 5 CDG, which solves the problem of weak beam energy mentioned above. Moreover, the coherent array beam parameter of CDG and Fresnel diffraction distance can also be used as the encryption key. In this scheme, eight QR codes are superimposed by bit plane, and each QR code stores an image. Random scrambling is carried out to hide the outline of the superimposed QR code. Then, the scrambled image is randomly divided into four pieces, each of which is multiplied by the corresponding Dammann phase (DP) complex conjugate. Finally, they are decomposed into ciphertexts and keys by EMD in turn. Compared with the other optical encryption system, our optical system has the following advantages. First, the one-period length of CDG can be used as one of the keys for encryption. Second, the coherent superposition is more superior to the incoherent superposition, introducing more encryption keys, such as Fresnel diffraction distance, thus more capable of resisting cryptosystem attacks. Third, the power of the combined beam is higher than the conventional methods, which is thus easy to detect. Fourth, the QR codes can ensure that the encrypted images are able to be decrypted without image quality loss. The organization of our paper is given as follows. In Section 2, theories involved in the research are introduced and described. The simulation results of our encryption system are given in Section 3. Relevant discussions are carried out in Section 4, followed by a conclusion of the research in Section 5.

2. Methods

2.1. Coherent Beam Combining

Dammann grating (DG) is a binary phase grating which can produce an equal space and intensity beam point array [26,27]. The transmission function of a DG is

\[ T_{DG}(x, y) = \exp \left[ j \sum_{m=-\infty}^{\infty} \sum_{n=-\infty}^{\infty} \Delta \phi(x - mT_x, y - nT_y) \right] \]  

where \( T_x \) and \( T_y \) are the periods of DG in \( x \) and \( y \) directions, respectively, \( \Delta \phi(x, y) \) is the phase of DG in one period. When a Gaussian beam \( E(x, y) \) illuminates the DG, a Gaussian
laser array with same intensity can be generated. The electric field $E(x, y)$ of the Gaussian beam is given as

$$E(x, y) = \exp \left( -\frac{x^2 + y^2}{\omega_0^2} \right)$$  \hspace{1cm} (2)$$

where $\omega_0$ is the waist radius. The optical field at the back focal plane of the lens $L$ in Figure 1a can be expressed as

$$U(f_x, f_y) = \widetilde{E}(f_x, f_y) \otimes \widetilde{T}_{DG}(f_x, f_y)$$  \hspace{1cm} (3)$$

where $\widetilde{E}(f_x, f_y)$ and $\widetilde{T}_{DG}(f_x, f_y)$ are the Fourier transformation of $E(x, y)$ and $T_{DG}(x, y)$, respectively, and the symbol $\otimes$ represents convolution. Suppose the DG can generate $M \times N$ equally bright diffraction orders and other high orders $H(f_x, f_y)$ with little energy,

$$\widetilde{T}_{DG}(f_x, f_y) = \sum_{m} \sum_{n} \delta(f_x - \frac{m}{T_x}, f_y - \frac{n}{T_y}) C_{mn} e^{j\phi_{mn}} + H(f_x, f_y),$$  \hspace{1cm} (4)$$

where $\delta(x, y)$ is Dirac function, $C_{mn}$ and $\phi_{mn}$ (DP) are the amplitude and phase of the diffraction order $(m, n)$. By optimizing the parameters of the DG, $H(f_x, f_y)$ can be very small or even close to 0, that is, the diffraction efficiency is close to 100%. Then, Equation (3) can be simplified as

$$U(f_x, f_y) = \sum_{m} \sum_{n} \widetilde{E}(f_x - \frac{m}{T_x}, f_y - \frac{n}{T_y}) C_{mn} e^{j\phi_{mn}}$$  \hspace{1cm} (5)$$

When using CDG to combine the beam as shown in Figure 1b, we assume that the array beam is a perfect coherent laser. At the same time, the phase plate (PP) used in the beam combining system is the complex conjugate of the phase $\phi_{mn}$ in Equation (4), expressed by $\phi_{mn}^*$. The phase distribution of the CDG is the complex conjugate of the DG, expressed by $T_{DG}^*(x, y)$. The laser array field distribution after the PP in Figure 1b is

$$E_1(f_x, f_y) = e_s(f_x, f_y) \otimes \sum_{m} \sum_{n} \delta(f_x - \frac{m}{T_x}) \delta(f_y - \frac{n}{T_y}) e^{j\phi_{mn}^*}.$$  \hspace{1cm} (6)$$

where $e_s(f_x, f_y)$ is a function of the incident laser. Because the relationship between the front focal plane and the back focal plane of the lens can be transformed into Fourier transform calculation, we simplify the optical field at the back focal plane of the lens $L$ in Figure 1b as $\widetilde{E}_1(x, y) \propto \mathcal{F}\{E_1(f_x, f_y)\}$, where $\mathcal{F}$ is the Fourier transformation. By combining Equations (5) and (6), $\widetilde{E}_1(x, y)$ can be rewritten as

$$\widetilde{E}_1(x, y) \propto \mathcal{F}\{e_s(f_x, f_y)\} \frac{T_{DG}^*(-x, -y)}{C_{mn}}.$$  \hspace{1cm} (7)$$

Therefore, the expression of optical field behind the CDG is

$$E_2(x, y) = \widetilde{E}_1(x, y) T_{DG}^*(-x, -y) \propto \mathcal{F}\{e_s(f_x, f_y)\}.$$  \hspace{1cm} (8)$$

From the results of Equation (8), it can be seen that the CDG can effectively eliminate the phase change during beam combination, so as to obtain a uniform optical field distribution, and a better single beam spot can be obtained in the far-field observation. In our work, we can generate $2 \times 2$ array beam by specially designing the structure of DG. The simulation of generating array beams is shown in Figure 2a,b. The simulation of the $2 \times 2$ CDG used for beam combining is shown in Figure 2c–e. In addition, the simulation shows that the square array beam can also be used for beam combination, and the final beam
combination spot is still square, which provides convenience for our subsequent image encryption.

Figure 1. (a,b) The beam splitting system diagram and beam combining system diagram of $2 \times 2$ DG, respectively. DG, Dammann grating; L, Fourier lens; PP, phase plate; CDG, conjugate Dammann grating.

Figure 2. (a,b) Simulation diagram of the intensity and phase of the rear focal plane of the lens L in beam splitting respectively; (c,d) simulation diagram of the intensity and phase of the front focal plane of the lens L in beam combining, respectively; (e) the beam intensity distribution map of the far field in beam combining.

Next, we will introduce the theory of equal modulus decomposition (EMD) [21] in detail. Generally speaking, a complex number can be expressed as a position vector in the two-dimensional Cartesian coordinate system space. It consists of a horizontal real part (Re) component and a vertical imaginary part (Im) component, as shown in Figure 3. According to this, the EMD is produced through an asymmetric mathematical transformation. Here, we use the simplest one-dimensional symbol to describe the process. Assume that the intensity of the original image is $O(x)$ and the phase added to the image is $P$, the new function is constructed as follows

$$I(x) = \sqrt{O(x)} \cdot P$$  \(9\)

In addition, $I(x)$ can be divided into two complex numbers $M_1(x)$ and $M_2(x)$ with equal modulus, as shown in Figure 3. The expression of $\theta(x)$ is

$$\theta(x) = 2\pi rand(x),$$  \(10\)
where \( \text{rand}(x) \) is a function that can generate random numbers in the range of \([0, 1]\). Moreover, the expressions of \( M_1(x) \) and \( M_2(x) \) are

\[
M_1(x) = \frac{A(x)/2}{\cos[\varphi(x) - \theta(x)]} \exp[i\theta(x)], \quad (11)
\]

\[
M_2(x) = \frac{A(x)/2}{\cos[\varphi(x) - \theta(x)]} \exp\{i[2\varphi(x) - \theta(x)]\}, \quad (12)
\]

where \( A(x) = |I(x)| \) and \( \varphi(x) = \arg\{I(x)\} \). Finally, an image information \( I(x) \) is successfully hidden into two complex numbers \( M_1(x) \) and \( M_2(x) \) by using the EMD principle. In this process, \( I(x) \) can only be obtained from \( M_1(x) \) when \( M_2(x) \) is known. Therefore, \( M_2(x) \) can be regarded as the private key. \( M_1(x) \) is the ciphertext, and \( \theta(x) \) is the public key for image encryption.

![Figure 3](image-url)  
**Figure 3.** The schematic diagram of EMD for illustration of the relationship between \( I(x) \), \( M_1(x) \), and \( M_2(x) \).

### 2.2. Cryptosystem

Based on the above principles, we will describe the pure digital encryption process as shown in Figure 4a in detail. Firstly, eight QR codes \( Q_i, i = 1, 2, 3, 4, 5, 6, 7, 8 \) which record eight images are superimposed in bit plane mode as shown in Equation (13) to obtain a superimposed image \( Q \). Secondly, the superimposed image \( Q \) is randomly scrambled by pixels into image \( D \), and then randomly divided into four images \( D_1, D_2, D_3, \) and \( D_4 \) similar to random decomposition of numbers (e.g., \( 255 = 80 + 66 + 57 + 52 \)). Thirdly, each image \( D_1, D_2, D_3, \) and \( D_4 \) is multiplied by the phase of the PP \( P_1, P_2, P_3, P_4 \) in Figure 2d to obtain four complex values. Finally, according to EMD principle, each complex value is decomposed into two parts, one part is four ciphertexts \( C_1, C_2, C_3, \) and \( C_4 \), and the other part is four keys \( K_1, K_2, K_3, \) and \( K_4 \).

In the process of decryption, as shown in Figure 4b, first, the added ciphertexts and keys are loaded on the front focal plane of the lens \( L \) in Figure 4b by SLM, and it can be considered to load the ciphertexts and keys, respectively, with the help of 4f imaging system. Second, the square root of the intensity distribution obtained in the far field is normalized to \([0, 255]\), which is image \( D \). Third, the normalized image \( D \) is inversely scrambled to obtain image \( Q \), and the \( Q \) is decomposed into eight QR codes in bit plane mode as shown in Equation (14). Finally, the corresponding original image can be obtained by scanning each QR code.

\[
Q = 2^0Q_1 + 2^1Q_2 + 2^2Q_3 + 2^3Q_4 + 2^4Q_5 + 2^5Q_6 + 2^6Q_7 + 2^7Q_8, \quad (13)
\]
where \( \text{floor} \) is rounded down to the closest integer.

\[
\begin{align*}
Q_8 &= \text{floor}(Q/2^7), \\
Q_7 &= \text{floor}\left[\frac{Q - 2^7Q_8}{2^6}\right], \\
Q_6 &= \text{floor}\left[\frac{Q - 2^7Q_8 - 2^6Q_7}{2^5}\right], \\
Q_5 &= \text{floor}\left[\frac{Q - 2^7Q_8 - 2^6Q_7 - 2^5Q_6}{2^4}\right], \\
Q_4 &= \text{floor}\left[\frac{Q - 2^7Q_8 - 2^6Q_7 - 2^5Q_6 - 2^4Q_5}{2^3}\right], \\
Q_3 &= \text{floor}\left[\frac{Q - 2^7Q_8 - 2^6Q_7 - 2^5Q_6 - 2^4Q_5 - 2^3Q_4}{2^2}\right], \\
Q_2 &= \text{floor}\left[\frac{Q - 2^7Q_8 - 2^6Q_7 - 2^5Q_6 - 2^4Q_5 - 2^3Q_4 - 2^2Q_3}{2^1}\right], \\
Q_1 &= \text{floor}\left[\frac{Q - 2^7Q_8 - 2^6Q_7 - 2^5Q_6 - 2^4Q_5 - 2^3Q_4 - 2^2Q_3 - 2^1Q_2}{2^0}\right]
\end{align*}
\]

3. Simulation

We have conducted simulations to demonstrate the feasibility and effectiveness of the proposed method. The pixel size of the original eight gray images is \(256 \times 256\), and the pixel size of the eight QR codes thus converted is \(58 \times 58\), in which the original images are selected from the public encrypted image set commonly used in the field of image encryption. The simulation diagram of encryption process is shown in Figure 5, and the simulation diagram of decryption process is shown in Figure 6. By using a QR code scanner to scan the decrypted eight QR codes, eight original images can be obtained. The errors and attacks of these simulation results will be discussed in the next section.
Figure 5. (a,b) Superimposed image Q and scrambled image D; (c–f) four divided images $D_1$, $D_2$, $D_3$ and $D_4$; (g–j) four ciphertexts $C_1$, $C_2$, $C_3$ and $C_4$; (k–n) four keys $K_1$, $K_2$, $K_3$ and $K_4$.

Figure 6. (a) Decrypted superimposed image Q; (b–i) eight decrypted QR codes.
4. Discussion

4.1. Error Analysis

Structure similarity (SSIM) is used for evaluating the effect of encryption system. The equation of SSIM is shown as follows

\[
\text{SSIM} = \left( \frac{2\mu_x\mu_y + C_1}{\mu_x^2 + \mu_y^2 + C_1} \right) \left( \frac{2\sigma_x\sigma_y + C_2}{\sigma_x^2 + \sigma_y^2 + C_2} \right) \left( \frac{\sigma_{xy} + C_3}{\sigma_x\sigma_y + C_3} \right)
\]

where \(\mu_x\) and \(\mu_y\) are the mean of the original image and the decrypted image, respectively, \(\sigma_x\) and \(\sigma_y\) are the variance of the original image and the decrypted image, respectively, \(\sigma_{xy}\) is the covariance between the original image and the decrypted image, \(C_1, C_2, C_3\) are small constants. According to Equation (7), when the array beam loaded with the images is transformed by the Fourier lens, the phase distribution is consistent with the amplitude transmittance function of the CDG on the focal plane behind the Fourier transform lens, and the beam field distribution can be regarded as a virtual grating. By multiplying the matched CDG, the two-phase cancellation can obtain the beam field with uniform distribution. However, because the phase distribution of the beam field on the back focal plane is not visible, the virtual grating and the CDG must be aligned strictly in order to effectively eliminate the phase fluctuation of the combined beam field. Therefore, it is necessary to calculate the encryption effect when the CDG is translated along the grating period direction. Figure 7a shows the SSIM between the decrypted image and the original image when the CDG is shifted \(x\) cycles along the horizontal direction. At the same time, the phase value of the PP will also affect the decryption effect. For this, we add random phase errors in the range of 0 to \(\pi\) for the PP value in the simulation, where \(0 < \alpha < 0.5\). Figure 7b shows the SSIM between the decrypted image and the original image when the PP value is associated with errors. As shown in Figure 7b, with the increase of the PP value error, the quality of decrypted image becomes worse. It shows that when the PP value error is small, the lossless image decryption can be achieved.

![SSIM graphs](image)

Figure 7. (a) The SSIM between the decrypted image and the original image when the CDG moves horizontally for \(x\) cycles; (b) the SSIM between the decrypted image and the original image when the PP value is associated with errors in the range of 0 to \(\pi\).

4.2. Occlusion Attack Analysis

Generally speaking, hackers may attack the ciphertexts and cause partial loss of the ciphertexts [28]. Therefore, it is necessary to discuss the influence of the lost part of ciphertexts on the decryption in the process of transmission. At present, we have four ciphertexts. If we cut them by 5%, 10% and 15%, respectively, four ciphertexts and eight decrypted QR codes are shown in Figure 8. As can be seen from the figure, the original image can still be obtained, so our encryption system can well resist occlusion attack.
Figure 8. Cont.
4.3. Noise Attack Analysis

In addition, a common noise attack in the field of image encryption needs to be discussed. Because there is noise in the process of ciphertexts transmission or hackers deliberately add noise to the ciphertexts to disturb the decrypted results, we add salt and pepper noise to the ciphertexts to test the anti-noise ability of the system. After adding salt and pepper noises with densities of 0.05, 0.1, and 0.2 to the four ciphertexts (which are proportional to the total number of pixels of the noise points), Figure 9 shows the four ciphertext images and the associated reconstructed images under different noise densities. The results show that even if significant salt and pepper noise is introduced, the original images can still be reconstructed from the decrypted QR codes, which shows that our system can effectively resist noise attacks.

4.4. Key Space and Exhaustive Search Attack Analysis

The proposed encryption scheme has high strength for resisting the exhaustive search attack. In this scheme, the secret key (58 by 58 matrix, each element with value of complex number) space of the encryption system is greater than $2^{100}$, therefore will take significant computational power for exhaustive search able to attack the proposed scheme. More specifically, the secret key is a complex matrix generated by EMD. In our research, the size of matrix is $58 \times 58$, which also can be expanded depending on the need. Furthermore, the value of the matrix is a complex number, which further increases the complexity for resisting the exhaustive search attack.

4.5. Known Plaintext Attack Analysis

In addition to the exhaustive search attack, a known plaintext attack is also a common attack type [29]. The purpose of this attack is to obtain the decryption secret key through the attack, so as to crack other ciphertexts. However, this attack is invalid for our system, because our decryption secret key depends on the original image. If the original image is different, the secret key will be different. In other words, even if the attacker obtains the secret key of the known plaintext through some means, the attacker can only decipher the current plaintext and cannot decipher other plaintext. Therefore, our proposed scheme is immune to this attack scheme.

4.6. Noise Cross-Talk Analysis

It is known that the conventional multiple-image encryption is vulnerable to noise cross-talk. In contrast to conventional image encryption, in the proposed scheme, multiple
binary QR codes are mathematically superimposed with different coefficients during encryption. Because different coefficients are independent of each other, it ensures that each image is independent of each other without image noise cross-talk. In the image decryption phase, each image is separated through the inverse image scrambling process therefore to ensure that there is no noise cross-talk either. As such, the image cross-talk noise problem is avoided.

Figure 8.

(a1)–(d1) 5% occlusion ciphertext images; (e1)–(l1) decrypted images corresponding to (a1)–(d1); (a2)–(d2) 10% occlusion ciphertext images; (e2)–(l2) decrypted images corresponding to (a2), (d2); (a3)–(d3) 15% occlusion ciphertext images; (e3)–(l3) decrypted images corresponding to (a3), (d3).

4.3. Noise Attack Analysis

In addition, a common noise attack in the field of image encryption needs to be discussed. Because there is noise in the process of ciphertexts transmission or hackers deliberately add noise to the ciphertexts to disturb the decrypted results, we add salt and pepper noise to the ciphertexts to test the anti-noise ability of the system. After adding salt and pepper noises with densities of 0.05, 0.1, and 0.2 to the four ciphertexts (which are proportional to the total number of pixels of the noise points), Figure 9 shows the four ciphertext images and the associated reconstructed images under different noise densities. The results show that even if significant salt and pepper noise is introduced, the original images can still be reconstructed from the decrypted QR codes, which shows that our system is robust to noise attacks.

Figure 9. Cont.
Figure 9. (a1–d1) Ciphertext images after adding salt and pepper noise of 0.05 density; (e1–l1) decrypted images corresponding to (a1–d1); (a2–d2) ciphertext images after adding salt and pepper noise of 0.1 density; (e2–l2) decrypted images corresponding to (a2–d2); (a3–d3) ciphertext images after adding salt and pepper noise of 0.2 density; (e3–l3) decrypted images corresponding to (a3–d3).
4.7. Main Advantages

It is worth noting that coherent superposition has been used by some previous methods [15,22,24], but these superposition methods have not used multiple light beams as used in this study, thus suffering low energy efficiency usages. Our method, in principle, can synthesize at least four beams simultaneously, furthermore, nine beams, sixteen beams, twenty-five beams are also feasible, especially with the VCSEL & SPAD technology, where multiple lasers can be made possible in a small footprint place. The laser combination technique used in this study greatly improved the power of optical decryption images and, thus, significantly improved the image reconstruction quality, especially for remote sensing applications. With regard to RGB image encryption, different from the previous method, where typically an image is decomposed to three-color channels and then encrypting them respectively [25]. In contrast to previous approach, in this study, the color image is converted to QR code before encryption and converted back to color image using QR code following decryption therefore to address the color image encryption problem with minimum amount of hardware investment. In terms of encryption and decryption time, the scheme is a hybrid optoelectronic system; thus, it can take advantages of utilizing existing digital encryption methods [30–33] but also optical encryption schemes as well [10–14]. Time efficient multiplication and addition are used in the digital encryption process. Meanwhile, the operation of optical encryption is a parallel operation process. Therefore, the encryption speed is more efficient than the pure digital image encryption schemes such as chaotic encryption and elliptic curve cryptography [18].

5. Conclusions

In conclusion, we have proposed a novel method for multiple-image encryption based on coherent beam combing using conjugate Dammann grating. In our research, our method has illustrated the coherent array beam combination working principle for achieving multiple-image encryption. The proposed system has the following advantages. First, our simulation uses $2 \times 2$ CDG, but it can be extended to higher order of CDG, such as $3 \times 3$ CDG and $5 \times 5$ CDG, or even higher-order CDG, as such multiple images can be encrypted at the same time. Second, other parameters of CDG can also be used as encryption parameters. For example, the structure of CDG, such as the length of a single period, can also be used as a key to provide higher security for the encryption system. Finally, due to the combination effect of CDG, the signal strength of beam after the array images is strong and thus easy to detect, which is the biggest advantage of our encryption system. In addition, we discuss the influence of CDG alignment and PP value errors on encryption. We also discuss the influence of occlusion attack and noise attack on decryption. Our research demonstrates a new scheme for high-power multiple image encryption, which can find rich engineering applications.
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