Information Hiding In Digital Video Using DCT, DWT and CvT
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ABSTRACT. The type of video that used in this proposed hiding a secret information technique is .AVI; the proposed technique of a data hiding to embed a secret information into video frames by using Discrete Cosine Transform (DCT), Discrete Wavelet Transform (DWT) and Curvelet Transform (CvT). An individual pixel consists of three color components (RGB), the secret information is embedded in Red (R) color channel. On the receiver side, the secret information is extracted from received video. After extracting secret information, robustness of proposed hiding a secret information technique is measured and obtained by computing the degradation of the extracted secret information by comparing it with the original secret information via calculating the Normalized cross Correlation (NC). The experiments shows the error ratio of the proposed technique is (8%) while accuracy ratio is (92%) when the Curvelet Transform (CvT) is used, but compared with Discrete Wavelet Transform (DWT) and Discrete Cosine Transform (DCT), the error rates are 11% and 14% respectively, while the accuracy ratios are (89%) and (86%) respectively. So, the experiments shows the Poisson noise gives better results than other types of noises, while the speckle noise gives worst results compared with other types.
of noises. The proposed technique has been established by using MATLAB R2016a programming language.
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1. INTRODUCTION. The most important concept in any communication process between sender and receiver via the transmission channel is security. Using the advance technology and the world wide web to exchange information leads to increase the challenges and risks. However, the management of challenges and risks is possible with using an advanced technologies of secure networks but these technologies are not enough for information security over communication between sender and receiver. Therefore, an additional mechanisms of security are needed to secure information. [1], an origin of steganography word is Greek, steganography means "covered writing" or "concealed writing"[2]. The main difference between steganography and cryptography is keeping the existence of a message secret. The shared goal of steganography and cryptography is information protecting against malicious or unwanted persons or parties [3]. Steganography is one of the promising technologies helping to achieve the overall goal of secure delivery of information from its source to the authorized end-users. Steganography is the art or practice of concealing a file, image, or message within another a file, image, or message. The word steganography means "covered writing" or "concealed writing"[4]. Steganography is changing the digital media in a way that only the sender and the intended recipient is able to detect the message sent through it. On the other side steganalysis is the science of detecting hidden message [5].

2. STEGANOGRAPHY. Steganography is changing the digital media in a way that only the sender and the intended recipient is able to detect the message sent through it. The following formula provides a very generic description of the pieces of the steganographic process: cover_medium + hidden data + stego_key = stego_medium[6]. An embedding algorithm embeds a secret information in a host video, the hiding process is performed with selected private or secret key to increase the complexity of hiding process. The general model of steganography is shown in figure (1). After embedding process, transmitting a stego-video to the receiver via transmission medium or communication channel is performed. The receiver extracts a hidden information which embedded using embedding technique by the sender from received stego-video with using same or another key according to type of steganography that selected initially. The receiver will apply an extraction technique on stego-video for that purpose. Via transmitting a stego-video from the sender to the receiver, there are many unauthorized persons or parties that notice a stego-video but without extracting the hidden contents of a stego-video [7]. The embedding techniques are selected according to type of domain, the types of embedding domains are spatial and frequency domains. The types of host or cover are text, audio, image and video[8]. The frequency domain is used in this work. The frequency domain is obtained via applying many transforms such as DCT, DWT and CvT on video. The embedding algorithm is different for each one of them according to nature of its frequency domain. Video Steganography is a technique to hide any kind of files in any extension or information into digital video format. Video which is the combination of pictures is used as carrier for hidden information. Video steganography uses video formats such as H.264, Mp4, MPEG, AVI, etc.[9]

![Figure 1. Basic steganography model.](image)

3. RELATED WORK. Ramadhan J. [10] proposes a secure and robust video steganographic algorithm in discrete wavelet transform (DWT) and discrete cosine transform (DCT) domains based on the multiple object tracking
(MOT) algorithm and error correcting codes. By applying both Hamming and Bose, the secret message is preprocessed Chaudhuri, and Hocquenghem codes for encoding the secret data. First, motion-based MOT algorithm is implemented on host videos to distinguish the regions of interest in the moving objects. Then, the data hiding process is performed by concealing the secret message into the DWT and DCT coefficients of all motion regions in the video depending on foreground masks. Chang et al. [11] presented a data concealing algorithm using a High Efficiency Video Coding (HEVC) utilizing both DCT and Discrete Sine Transform (DST) methods. In this scheme, HEVC intra frames are used to conceal the hidden message without propagating the error of the distortion drift to the adjacent blocks. Blocks of quantized DCT (QDCT) and DST coefficients are selected for embedding the secret data by using a specific intra prediction mode. Ma et al. [12] presented a video data hiding for H.264 coding without having an error accumulation in the intra video frames. In the intra frame coding, the current block predicts its data from the encoded adjacent blocks, specifically from the boundary pixels of upper and left blocks. Thus, any embedding process that occurs in these blocks will propagate the distortion, negatively, to the current block. To select 4 × 4 QDCT coefficients of the luminance component for data embedding. Shahid et al. [13] This method embeds the secret message into the LSB of QDCT coefficients. Only nonzero QDCT coefficients are chosen for data hiding process, utilizing the predefind threshold, which directly depends on the size of secret information. What related to information hiding in digital video by using curvelet transform CvT, there is no researches related to this work.

4. The TECHNIQUE MODEL. The general structure of the proposed video hiding technique is shown in figure 2. It consists of many basic stages for all techniques of transformation (DCT, DWT and CvT) that are initialization stage, framing stage, preprocessing stage, transformation stage, embedding stage, inverse transformation stage and compression stage. All these stages are placed on sender side, after that the embedded video will be sent via communication channel and it exposes to four types of noise during the transmission in that channel of communication in simulation environment. But the stages that are placed on receiver side are decompression stage, post-framing stage, post-transformation stage, extraction stage and result evaluation stage. All those stages are shared and used for each type of transformation techniques (DCT, DWT and CvT). Some stages are same between DCT and DWT.
4.1 **Hiding Process by DCT & DWT**

The embedding process in the DWT and DCT is the same, but there is just one difference between them. That difference is size of block in dividing phase of embedding stage; the size of block after dividing the frame into blocks is 4x4 in the DWT, while the size of block in the DCT is 8x8. The embedding stage of the DWT and DCT contains three phases, they are converting phase, dividing phase and hiding phase.

**A. Converting Phase**

In this phase, the sub secret information that is a string is converted into binary, and the total number of bits at each sub secret information is calculated. For example, if the required number for the secret information is equal to 1000 character, then each character of them can be represented in 7 bits because the text was written in English language.

**B. Dividing Phase**

This phase acts the difference point between the DWT and the DCT. In DWT case, the size of frame is 256x256 because of the resizing phase that is explained in framing stage previously, therefore, the transformed frame by DWT is divided into four sub bands, each block has size 4x4 to produce the enough area as cover for embedding the secret
information because the number of levels used is one. While in DCT case, the transformed frame is divided into sub blocks, each block has size of 8x8, since the resized frame has size of 256x256.

C. Hiding Phase

The hiding phase is the same for DCT and DWT, in the embedding phase, hides the bits of secret information in a chosen area in the frequency domain media of both, and then applies uniform quantization. The embedded process of secret information is in color video frames, where embedding the watermark is considered. The frame (F) is partitioned into blocks of 8x8 in DCT case and into 4x4 in DWT case where the secret information is embedded in the coefficients for DCT and DWT to get on embedded frame. The embedded binary secret information must be invisible to human eyes. Each binary secret information pixel value (0 or 1) is embedded in one block of the host frame of DCT and DWT. The secret information bits are to be hidden in the middle and high frequencies region of DCT, while in the DWT, the secret information bits are to be hidden in the high frequencies region. Since resizing phase each frame will be resized into 256x256, when the DWT is used, then each sub band of DWT has size 128x128. Therefore, the DWT domain will divide into blocks, each one of them has size 4x4. While the DCT is used, the size of the DCT domain is 256x256; therefore, the DCT domain will divide into blocks, each one of them has size 8x8.

Each 4x4 and 8x8 blocks for DWT and DCT of a frame (F) is used to hide a single bit of secret information (S). The hiding of “1” or “0” is by using quantization function or directly without quantization to get on extracted secret information well in the coefficients; the inputs of the embedding algorithm are video frame (F) and the secret information (S), while the output of this algorithm is embedded frame. Algorithm 1 shows the embedding process of secret information in the DCT coefficients and Algorithm 2 shows the embedding process of secret information in the DWT coefficients.

### Algorithm 1: Secret Information Embedding with DCT

**Input:** X is video frame, S is secret information

**Output:** embedded frame

**Repeat**

1. Read X.
2. Read S.
3. Convert S into binary.
4. Reshape S into vector.
5. c=1

**Repeat**

1. Compute DCT of X.
2. Compute quantization (Q) of the DCT coefficient.
3. if s(c)=1 then
   1. DCT (u/g2875, v/g2875) = Q (u/g2875, v/g2875) + M;
4. else
   1. DCT (u/g2875, v/g2875) = Q(u/g2875, v/g2875) - M;
5. c=c+1;

**Until all blocks of frame**

1. Compute IDCT to reconstruct X.
2. **Until all frames of video**
Algorithm 2: Secret Information Embedding with DWT

**Input:** X is video frame, S is secret information.

**Output:** embedded frame.

**Repeat**
- Read X.
- Read S.
- Convert S into binary.
- Reshape S into vector.
- \( c=1 \)
  **Repeat**
  - Compute DWT of X.
  - Compute quantization (Q) of the DWT coefficient.
  - If \( s(c)=1 \) then
    - \( \text{DWT} (u/g_2, v/g_2) = Q (u/g_2, v/g_2) + M; \)
  - Else \( \text{DWT} (u/g_2, v/g_2) = Q (u/g_2, v/g_2) - M; \)
  - \( c=c+1 \)
  **Until** all blocks of frame.
- Compute IDWT to reconstruct X.
**Until** all frames of video.

4.2 Hiding Process by CvT

The embedding stage of the CvT consists of four phases that are:

A. Specification Phase
   This phase includes three major steps that are shown in the following:
   - Step1: specify the first sub cell or array \( \{1\times1\} \) from the fifth master cell \( \{1\times5\} \) as the cover that carries the secret information.
   - Step2: specify the prepared secret information via the preprocessing stage.
   - Step3: specify the value of alpha that helps in hiding phase to give accepted results.

B. Converting Phase
   The nature of values for the first sub cell or array \( \{1\times1\} \) from the fifth master cell \( \{1\times5\} \) as the cover is real numbers, while the prepared secret information is as text. Therefore, the prepared secret information is split into an individual character and each one of them will be converted into its related value in ASCII code domain. This process produces the compatibility between the cover and the secret information to supply the flowing for the procedures of embedding process correctly.

C. Hiding Phase
   In this phase, the selected prepared secret information will be embedded in the first sub cell or array \( \{1\times1\} \) which has size of 131x44 from the fifth master cell \( \{1\times5\} \) of the transformed frames of loaded video via applying the equation of secret information embedding, algorithm 3 shows secret information embedding operation in detail. The embedding equation that is used in this phase is as described follows:

   \[
   \text{Cover-emb}(i,j) = \left[ 1 + \alpha \times W(i,j) \right] \times \text{cover}(i,j)
   \]

   where: \( \alpha \) is the embedding factor whose value is 0.0001, S is secret information, Cover is an original coefficient and Cover-emb is an embedded coefficient.
Algorithm 3: Secret Information Embedding with CvT

Input: X is video frame, S is secret information.
Output: embedded frame (X').

Repeat

Select the prepared secret information.
Convert the prepared secret information into vector.
Dividing the prepared secret information into set of sub secret information equally
Determine the value of the embedding factor (alpha).
c=1 // number of selected frames of video
Apply CvT to X
Select the cell {1x5}{1x1} that has size of 131x44 as cover.
Convert the cell {1x5}{1x1} into vector.
For j=1 to number of sub secret information
For k=1 to length of sub secret information
Apply the equation:
cover-emb(j,k)=[1+alpha*S(j,k)]*cover(j,k)
End for k
End for j
Apply ICvT to reconstruct X

Until all frames of video.

The purpose of quantization step is to embed and extract the secret information without original (No reference) video which may be the hiding of “1” or “0” is directly made without quantization to get a good extracted secret information in the coefficients, but in extract quantization should be found for comparison between the result of quantization for DWT or DCT coefficients with DWT or DCT coefficients before quantization process. The quantization equations are as shown below.

\[
Q(m,n) = \text{round}\left(\frac{\text{WT}(m,n)}{3M}\right)
\]

…(1)

\[
Q(u,v) = \text{round}\left(\frac{\text{DCT}(u,v)}{3M}\right)
\]

…(2)

where 3M represents quality step, Q(m,n) is the quantized DWT coefficients, DWT(m,n) is DWT coefficient values and Q(u,v) is the quantized DCT coefficients, DCT(u,v) is DCT coefficient values, M is the embedding secret information strength=1,2,3,4.

If quantization equation is used in embedding, then each secret information pixel W(j) equals 0 or 1 is embedded in the block in order as follows:

\[
\text{DWT}(m,n) = \text{DWT}(m,n) + M \quad \text{if } S(j)=1.
\]

…(3)

\[
\text{DWT}(m,n) = \text{DWT}(m,n) - M \quad \text{if } S(j)=0.
\]

…(4)

\[
\text{DCT}(u,v) = \text{DCT}(u,v) + M \quad \text{if } S(j)=1.
\]

…(5)

\[
\text{DCT}(u,v) = \text{DCT}(u,v) - M \quad \text{if } S(j)=0.
\]

…(6)

for j = 1... length of the secret information.

If the quantization is not used in the embedding process, then each secret information pixel S(j) that equals (0 or 1) is embedded in the block (m,n) when the DWT is used and in the block (u,v) when the DCT used in order as follows:

\[
\text{DWT}(m,n) = \text{DWT}(m,n) + M \quad \text{if } S(j)=1.
\]

…(7)

\[
\text{DWT}(m,n) = \text{DWT}(m,n) - M \quad \text{if } S(j)=0.
\]

…(8)

\[
\text{DCT}(u,v) = \text{DCT}(u,v) + M \quad \text{if } S(j)=1.
\]

…(9)

\[
\text{DCT}(u,v) = \text{DCT}(u,v) - M \quad \text{if } S(j)=0.
\]

…(10)
The inputs to the quantization algorithm are the original frame with N×N dimension, quantization step (QS) and quality factor (QF). The output of the quantization algorithm is quantized frame. Algorithm 4 shows the main steps of the quantization process that are used in the embedding stage for DWT and DCT as follows:

Algorithm 4: Scalar Quantization

**Input:** Original frame, Quantization Step (QS) and Quality Factor (QF).

**Output:** Quantized Image.

**Repeat**

Read Original frame.

Read QS and QF values.

for K1 = 1 to M

for K2 = 1 to M

for V = 1 to N

for U = 1 to N

Set Quantize[V, U] = (QS + (1 + V + U) × QF)

Original[K1+V, K2+U] = Round Original[K1+V, K2+U]/Quantize[V, U]

end loop U

end loop V

Increment loop K2 by N

Increment loop K1 by N

end loop K2

end loop K1

Until all frames of video.

4.3 Extraction Process of DWT and DCT

To extract the secret information from the embedded frame \( F \), apply the quantization step to DWT and DCT coefficients which is very necessary to compare to the result of quantization with DWT and DCT coefficients before quantization process, algorithm 5 shows the steps of secret information extraction process when the DCT is used and algorithm 6 shows the steps of secret information extraction process when the DWT is used.

Algorithm 5: Secret Information Extracting with DCT

**Inputs:** \( X' \) is embedded frame

**Outputs:** \( X' \) is degraded video frame, \( S' \) is degraded secret information.

**Repeat**

\( c=1 \)

**Repeat**

Compute DCT of \( X' \)

Compute quantization(Q) of the DCT coefficient

Comparison the DCT coefficient with quantization result

if \( \text{DCT}(u_7, v_7) < Q(u_7, v_7) \) then

\( S'(c)=0; \)

else \( S'(c)=1; \)

\( c=c+1 \)  continue…

Until all blocks of frame

Store \( S' \), the recovered secret information;

where \( Q(u_7, v_7) \) is the result of quantization, \( \text{DCT}(u_7, v_7) \) refers to the DCT coefficient values.
Algorithm 6: Secret Information Extracting with DWT
Inputs: $X$ is embedded frame.
Outputs: $X'$ is degraded video frame, $S'$ is degraded secret information.
Repeat
\[ c = 1 \]
\[ \text{Repeat} \]
\[ \text{Compute DWT of } X'. \]
\[ \text{Compute quantization (Q) of the DWT coefficient.} \]
\[ \text{Comparison the DWT coefficient with quantization result.} \]
\[ \text{If } \text{DWT} (u/g2871, v/g2871) < Q(u/g2871, v/g2871) \text{ then} \]
\[ S'(c) = 0; \]
\[ \text{else} \]
\[ S'(c) = 1; \]
\[ c = c + 1 \]
\[ \text{Until all blocks of frame.} \]
\[ \text{Store } S', \text{ the recovered secret information;} \]

where $Q(m/g2871, n/g2871)$ the result of quantization, $\text{DWT}(m/g2871, n/g2871)$ refers to the DWT coefficient values, $m$ is the embedding secret information strength = 4 only. The embedding secret information strength takes the value (4) only, when secret information is extracted without distortion, if gives $m$ the values 1, 2 and 3, then extract the secret information will be with distortion.

4.4 Extraction Process of CvT
In this process, to extract the secret information from embedded frame, algorithm 7 shows the steps of secret information extraction process when the CvT is used.

Algorithm 7: Secret Information Extracting with CvT
Inputs: $X$ is embedded frame
Outputs: $X'$ is degraded video frame, $S'$ is degraded secret information
Repeat
\[ \text{Determine the value of the embedding factor (alpha).} \]
\[ c = 1 \] // number of embedded frames of received video
\[ \text{Apply CvT to embedded frame} \]
\[ \text{Select the cell } \{1x5\} \{1x1\} \]
\[ \text{reshape the cell } \{1x5\} \{1x1\} \text{ into vector.} \]
\[ \text{For } j = 1 \text{ to length of vector} \]
\[ \text{Apply the equation:} \]
\[ W_{\text{ext}}(j) = \frac{1}{\alpha} \left( 1 - \frac{\text{Cover-emb}(j)}{\text{Cover}(j)} \right) \]
\[ \text{End for } j \]
\[ c = c + 1; \]
\[ \text{Until all frames of received video} \]

4.5 Evaluation Process
This process presents the last process of the work, the evaluation of the video steganography by using the DCT, DWT & CvT. Comparison of degraded secret information ($S'$) with the original secret information ($S$) inserted, the metrics used to test the proposed technique are Normalized cross Correlation (NC) and Peak Signal to Noise Ratio (PSNR). After extracting the secret information, the NC is calculated to evaluate the effectiveness of the proposed technique. The NC is calculated between the original secret information $S$, and the extracted secret information $S'$. The hiding quality rating of the received media is estimated directly from the secret information.
degradation. By depending on the value of NC that is calculated for all embedded frames of host videos, Algorithm 8 shows the calculation process.

Algorithm 8: Evaluation Process

Inputs:
- An original secret information $S$.
- Extracted secret information $S'$.

Outputs: metric results of video steganography.

Repeat
- Read an original secret information $S$.
- Read Extracted secret information $S'$.
  
  $c=1$
  
  Repeat
  - Compute MSE for an original frame and degraded frame.
  - Compute PSNR
  - Compute NC for an original secret information $S$ and degraded secret information $S'$.
  
  $c=c+1$

Until all degraded frames

Store the values of NC, MSE and PSNR.

Analyzing obtained results.

Until all test videos.

4.6 Implementation Results

When the proposed technique for hiding a secret information in digital video is implemented, the digital video that used in this work has an extension .AVI. The distortion is introduced for degrading the frame because of the noise and compression process of video that are added. The evaluation process is performed via computing the following metrics NC, MSE and PSNR. The values of these metrics are calculated then evaluating the embedding process for each frame of host video. The degradation of the recovered secret information can be used as a measure of the robustness of proposed embedding algorithms in this work. The calculating of NC, MSE, and PSNR after extraction of the secret information from embedded frames of host video that are compressed and noised is shown in tables 1, 2 and 3 when the DCT, DWT and CvT are performed respectively without noise. The average values of extracted secret information with the original secret information with using compression are between (0.82 to 0.90) when the CvT is used, The NC value of frames depends on the nature of the frame that has colors. The average values of extracted secret information with the original secret information it is noted with using compression are between (0.83 to 0.75) when the DWT is used, and the average values of extracted secret information with the original secret information with using compression are between (0.77 to 0.69) when the DCT is used. All images before and after hiding with and without noise are illustrated in appendix A.

Table 1. The Metric values without noise with DCT.

| Host Frames | NC   | MSE   | PSNR |
|-------------|------|-------|------|
| F0          | 0.7167 | 93.3156 | 28.4312 |
| F1          | 0.7456 | 88.2836 | 28.6720 |
| F2          | 0.7057 | 94.8649 | 28.3597 |
| F3          | 0.7345 | 94.2333 | 28.5340 |
| F4          | 0.7156 | 94.3464 | 28.3835 |

Table 2. The Metric values without noise with DWT.

| Host Frames | NC   | MSE   | PSNR |
|-------------|------|-------|------|
| F0          | 0.7778 | 72.3266 | 29.5378 |
| F1          | 0.8023 | 67.2746 | 29.8522 |
| F2          | 0.7679 | 73.8499 | 29.4473 |
| F3          | 0.7955 | 70.1213 | 29.6723 |
| F4          | 0.7734 | 73.2456 | 29.4829 |
Table 3. The Metric values without noise with CvT.

| Host Frames | NC   | MSE   | PSNR  |
|------------|------|-------|-------|
| F0         | 0.8478 | 58.2177 | 30.4802 |
| F1         | 0.8700 | 53.1647 | 30.8745 |
| F2         | 0.8368 | 59.7389 | 30.3682 |
| F3         | 0.8644 | 56.0104 | 30.6481 |
| F4         | 0.8423 | 59.1337 | 30.4124 |

4.6.1 Secret Information Extraction Time

The time consumption of the secret information extraction for each frame as cover of video is discussed here. Figure 3 shows the time of extraction for each frame in host video when the DCT, DWT and CvT, are used respectively, when DCT and DWT are used, the average time for each one of them is 0.86 second and 0.79 second respectively. The average time of extracted secret information without noise for set frames of host video when the CvT used is 0.66 second. The extraction time of secret information when the CvT used is less than extraction time of secret information when the DCT and DWT used, therefore, hiding a secret information by using CvT is more speed and efficient than other transforms such as DCT and DWT.

![Figure 3. The Extraction Time for DCT, DWT and CvT](image)

4.6.2 Performance with Noise

The secret information is embedded in the video before being compressed and/or transmitted via communication channel. In order to evaluate the performance of the proposed information hiding technique, a simulation of some of the impairments caused by a communication system is made, in this work, such as some types of noise that can be considered as impairments caused by transmission mechanism used. There are four types of noise which will be chosen in this work with different values for each type of them as described below: Gaussian noise with rates: (0.001 as good, 0.01 as low and 0.04 as bad), Poisson noise (as low), Salt and pepper noise with rates: (0.02 as good, 0.05 as low and 0.07 as bad) and Speckle noise with rates: (0.01 as good, 0.03 as low, and 0.06 as bad). The calculating of NC, MSE, and PSNR after extraction of the secret information from compressed embedded frames when the DCT, DWT and CvT performed is shown in tables 4, 5 and 6 with Gaussian noise respectively.

Table 4. The Metric values with Gaussian noise by DCT.

| Host Frames | NC   | MSE   | PSNR  |
|------------|------|-------|-------|
| F0         | 0.6560 | 117.4150 | 27.4335 |
| F1         | 0.6857 | 112.3726 | 27.6241 |
| F2         | 0.6467 | 118.9731 | 27.3763 |
| F3         | 0.6746 | 115.2112 | 27.5158 |
| F4         | 0.6546 | 118.3366 | 27.3996 |

Table 5. The Metric values with Gaussian noise by DWT.

| Host Frames | NC   | MSE   | PSNR  |
|------------|------|-------|-------|
| F0         | 0.7467 | 78.2177 | 29.1977 |
| F1         | 0.7707 | 73.1647 | 29.4877 |
| F2         | 0.7368 | 79.7389 | 29.1141 |
| F3         | 0.7639 | 76.0104 | 29.3220 |
| Host Frames | NC   | MSE   | PSNR  |
|------------|------|-------|-------|
| F0         | 0.7692 | 73.4376 | 29.4716 |
| F1         | 0.7901 | 68.2747 | 29.7882 |
| F2         | 0.7524 | 74.8345 | 29.3897 |
| F3         | 0.7845 | 72.1423 | 29.5489 |
| F4         | 0.7612 | 74.2445 | 29.4241 |

When the CvT is used, the error rate is 8% approximately, while when the DWT used, the error rate is 11% approximately and the error rate is 14% approximately when the DCT is used. Figure 4 illustrates the relationship between the correct and error ratios of DCT, DWT and CvT, in the proposed hiding of secret information technique.

![Figure 4. The error and correct ratios of DCT, DWT and CvT](image)

5. Conclusions

The frame format consists of three color components (RGB) for individual pixel, the secret information could be embedded in one or more selected color channels. Some hiding schemes use the blue channel only because human eye is least sensitive to the blue component. In this work the secret information is hidden in red (R) color channel to ensure the best recovery of embedded information. The Poisson noise gives better result than other types of noise, while the Speckle noise gives the worst results. The secret information extraction time of the CvT is less than the secret information extraction time of the DWT and DCT; therefore, the CvT is the best one of them. The missing percentage of secret information in the extraction process is 10% approximately when different types of noise are used. Therefore, the proposed secret information technique is robust against some processes such as adding noise and compression so on. Finally, hiding a secret information in digital video by using CvT gives better results than DWT and DCT.
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APPENDIX A
Figure 1. (a) Original Frame (b) embedded Frame after compression.
Figure 2: (a) Original Frame, (b) Embedded Frame with Gaussian noise rate (0.001), (c) Embedded Frame with Gaussian noise rate (0.01) (d) Embedded Frame with Gaussian noise rate (0.04).
Figure 3: (a) Original Frame, (b) Embedded Frame with Poisson noise
Figure 4. (a) Original Frame, (b) Embedded Frame with Salt & Pepper noise rate (0.02), (c) Embedded Frame with Salt & Pepper noise rate (0.05), (d) Embedded Frame with Salt & Pepper noise rate (0.07).
Figure 5. (a) Original Frame, (b) Embedded Frame with Speckle noise rate (0.01), (c) Embedded Frame with Speckle noise rate (0.03), (d) Embedded Frame with Speckle noise rate (0.06).