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Abstract—Advanced connectivity in substations brings along cybersecurity considerations. Especially, the use of standardized data objects and message structures stipulated by IEC 61850 makes them much more vulnerable to unauthorized access and manipulation. In order to tackle these vulnerabilities, different methods are investigated by researchers all over the world. An important aspect of such efforts is the real-time performance consideration since power systems are bound by the rules of physics and all control/communication tasks need to be completed in a certain time frame. Security schemes for substation communication have been proposed in the recent literature. However, they must be improved to ensure a full security solution. Recently published IEC 62351 standard aims to fill this gap. Node authentication is vital for substation communication networks based on IEC 61850 to mitigate a variety of attacks such as man-in-the-middle (MITM) attack. This short communication presents a node authentication mechanism based on transport layer security (TLS) with certificates to address this knowledge gap. It also investigates the real-time performance by implementing the proposed scheme with Python.
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I. INTRODUCTION

A recent publication proposes a security scheme for intelligent substation communication based on IEC 61850 messages [1]. The proposed scheme follows the recommendations of IEC 62351 cybersecurity standard for generic object-oriented substations event (GOOSE) and sampled value (SV) messages [2], [3]. As for manufacturing message specification (MMS) messages, a novel certificateless security mechanism is proposed. However, to achieve full security within substations, some enhancements are needed. In its current form, the proposed scheme has some vulnerabilities such as unauthorized access, man-in-the-middle (MITM) attack and spoofing. Furthermore, the real-time performance of the proposed scheme is not reported based on actual implementation but computing power. In reality, operation systems and several other vital services take up finite computing power. Therefore, the real-time performance of developed schemes needs to be tested with actual implementations [4], [5].

This paper reports the vulnerabilities mentioned above and proposes a certificate-based security scheme. Finally, the real-time performance of the new security scheme is implemented and reported. The results not only show that it is feasible to use this new scheme in substations with strict timing requirements, but also emphasize the importance of actual implementation of the proposed algorithms during performance studies.

The rest of the paper is organized as follows. Section II sheds light on the vulnerabilities of the scheme developed in [1]. Then, Section III presents the improved security scheme for IEC 61850 MMS messages. It also includes the results of performance studies executed on a system which is similar to modern intelligent electronic devices (IEDs) in terms of computing ability, and Section IV presents the discussion. Finally, Section V draws the conclusion.

II. CYBERSECURITY VULNERABILITIES OF CERTIFICATELESS SECURITY MECHANISM

It is important to emphasize that the authentication achieved in [1] is message authentication, not node authentication. In other words, it is checked whether the received message is tampered with or not. There is no check on whether the nodes are legitimately identified [6]. The certificateless approach is presented based on the assumption that a device in a substation is able to acquire public and private keys, $p_{ID}$ and $d_{ID}$, from key generation center (KGC). After receiving this pair of keys, the device can generate a public-private key pair, $p_{k_{ID}}$ and $s_{k_{ID}}$, respectively. Then, it publishes its public key, $p_{k_{ID}}$, in the substation.

This creates a very important loophole. As shown in Fig. 1, when an intruder gains access to the substation, it can request a partial key pair, $p_{ID}$ and $d_{ID}$, from KGC and generate a full key pair, $s_{k_{ID}}$ and $p_{k_{ID}}$. Then, it can use its own ID or another device’s ID, i.e., spoofing. When this public key, $p_{k_{ID}}$, is published in the substation, all of the other devices receive it as legitimate entity and further messages are en-
Since no mechanism is reported to mitigate this, neither in KGC nor in the substation, intruders can easily add themselves to the communication network as legitimate entities. This can lead to very big security issues. For instance, an intruder may pose as a storage device and take part in dispatch operations, while it has no ability or intention to support the power flow. Alternatively, an intruder may pose a measurement or protection unit, provide false sense of security and fail to operate in need.

Another important vulnerability stems from the fact that devices send their own public key and their own ID for verification. As shown in Fig. 2, a device can generate its public key with a certain ID yet pose to be some other devices during the verification. Since substation devices do not have the ability to verify whether a sent public key really belongs to the claimed ID, an MITM attack can easily be launched. As shown in Fig. 3, the hacker contacts IED_M and claims to be IED_A. It calculates the signatures with its own private key $C_{sk}$ (calculated with $ID_X$) with the hash value $Hash(M)$. Upon receipt, the server calculates $H' = Ver(S', C_{pk})$ and compares this with the appended $Hash(M)$ where $S'$ is the signature; $C_{sk}$ is the client’s public key. As long as $H'$ and $Hash(M)$ match, the authentication is successful. The authentication mechanism will continue by generating random numbers $N_{pk}$, $a$ and $b$ to establish a secure channel as outlined in [1]. In other words, the modified transport layer security (TLS) mechanism only checks whether the message is not tampered with and is intact as it is sent by other party, i.e., message authentication. It does not check whether the other party is actually what it claims to be, i.e., node authentication.

Although it is not mentioned in the published paper, a quick fix is disabling self-authentication by placing public keys physically in the devices. This will require an access to devices and regular update of the public keys of other legitimate devices. In essence, this is identical to a certificate-based mechanism, yet it is more complicated in practice. The reason is that the former requires updating public keys of all other devices in a given device whereas the latter requires updating the certificate in the device that it belongs to. Therefore, it is more efficient and convenient to implement a certificate-based security scheme.
Fig. 5, when \textit{IED\_M} receives a certificate from an entity claiming to be \textit{IED\_A}, it forwards this certificate to CA for verification. Firstly, CA checks whether the certificate exists in revocation list where the expired certificates are stored. If it does, a reject response is sent to \textit{IED\_M}, indicating that the received certificate is not valid. The storing of expired certificates mitigates the use of old legitimate devices for possible attacks.

Fig. 4. Process of \textit{IED\_A} acquiring a signed certificate from CA.

If the received certificate has not been revoked, CA performs an integrity check on the certificate. It decrypts ED, $MD_1 = \text{Decrypt(ED)}$ using its own public key. Then, it generates a message digest of the received certificate, $MD_2 = \text{MDA}$ (certificate). If both digests match, $MD_1 = MD_2$, it means that the certificate has not been tampered with and is legitimate. Therefore, CA sends a verification message back to \textit{IED\_M}.

The benefit of this approach is that \textit{IED\_A} identity and its public key are located inside the certificate. \textit{IED\_A} does not publish them within the substation in an arbitrary fashion. Therefore, upon successful verification, \textit{IED\_M} will try to decrypt the messages from \textit{IED\_A} with $pk_{\text{IED\_A}}$ inside the certificate. Since \textit{IED\_A} private key, $sk_{\text{IED\_A}}$ is only known to \textit{IED\_A}, the legitimate messages from \textit{IED\_A} will be received correctly. Even if a hacker captures this certificate during the transmission and establishes a connection with \textit{IED\_M}, its messages will never be accepted by \textit{IED\_M} since the hacker does not know $sk_{\text{IED\_A}}$.

Secondly, the certificates are issued and signed by CA using its private key. Therefore, no one can change the generated ED. Since ED stays intact, any change within the rest of the certificate can easily be caught by the CA during verification process. If the hacker tries to change the contents of the certificate, e.g. replacing \textit{IED\_A} public key with its own, this will create a discrepancy with certificate’s digest $MD_2$ and CA’s signature $MD_1$.

Thirdly, it is also important to note that this certificate verification is not repeated every time when \textit{IED\_A} wants to communicate with \textit{IED\_M}. It is only performed for the first time and subsequent message exchanges are just performed based on public-private key pair, $pk_{\text{IED\_A}}$ and $sk_{\text{IED\_A}}$. The certificateless approach discussed in Section II is prone to hack since the hacker does not know $sk_{\text{IED\_A}}$, its messages will never be accepted by \textit{IED\_M} during the transmission and establishes a connection with \textit{IED\_M}.

After showing that certificate-based security mechanism solves the vulnerabilities, it is important to report real-time performance as well. Python-based implementations of client and server are utilized to investigate the required time for certificate verification [10], [11]. Firstly, public-private key pair is generated for an IED. Then, a certificate is issued as per X.509 format and is signed by CA. CA uses 256-bit secure Hash algorithm (SHA256) to create MDA. Encryption with CA’s private key, $\text{Encrypt(MDA)}$, is performed using different key sizes and elliptic curves of RSA and elliptic curve digital signature algorithm (ECDSA), respectively. This diversity in implementation is intended to contrast performances.

Table I shows all key sizes/curves and the corresponding sizes of CA’s private key, CSR and actual certificate [12]. The last column shows the required time for CA to verify a certificate for that encryption and size combination. As shown, all results are less than 13 ms and the majority of the cases can be completed in 9 ms. Considering that time delay requirement for IEC 61850 MMS messages is 100 ms, this performance is excellent. Furthermore, TLS delay time reported in [1] is more than 31 ms and needs to be repeated at the beginning of every session. The proposed certificate-based solution can be implemented with RSA-1024 and will only require 7 ms for authentication. Furthermore, it is not needed to repeat before every session.

IV. DISCUSSION

KGC provides the partial public and private keys to any entity in substation communication network which puts forwards the request. There is no mechanism to check if the entity is legitimate (i.e., it is really the entity it claims to be). Hence, the scheme discussed in Section II is prone to hackers as they can always provide the basic credentials of any other IED (say \textit{IED\_x}) and get partial keys from KGC to start a communication with other IEDs acting as \textit{IED\_x}. 

Fig. 5. Process of \textit{IED\_M} verifying \textit{IED\_A} certificate through CA.
TABLE I

| Encryption | Key size/curve | Private key (byte) | CSR size (byte) | Certificate size (byte) | Verification time (ms) |
|------------|---------------|-------------------|----------------|-------------------------|------------------------|
| RSA        | 1024          | 891               | 745            | 1029                    | 7                      |
|            | 2048          | 1769              | 1147           | 1371                    | 7                      |
|            | 3072          | 2459              | 1496           | 1753                    | 8                      |
|            | 7680          | 5973              | 3081           | 3321                    | 8                      |
|            | 15360         | 11823             | 5701           | 5986                    | 13                     |
| ECDSA      | secp224r1     | 278               | 627            | 895                     | 8                      |
|            | secp521r1     | 436               | 838            | 1099                    | 9                      |
|            | prime192v1    | 270               | 627            | 912                     | 8                      |
|            | prime256v1    | 302               | 619            | 839                     | 7                      |
|            | brainpoolP384r1 | 367             | 725            | 981                     | 10                     |
|            | brainpoolP512r1 | 436            | 806            | 1070                    | 12                     |
|            | brainpoolP384r1 | 367            | 741            | 985                     | 10                     |
|            | brainpoolP512r1 | 436            | 826            | 1123                    | 12                     |

However, in the proposed scheme presented in Section III, each IED presents its credentials to CA and requests for a certificate. The CA verifies the legitimacy of particular IED and then signs (i.e., encrypt with its private key) the certificate request. Whenever this IED wants to establish a connection with other IEDs, it presents its certificate, which can be always verified through CA. Hence, the legitimacy of IED can be established through this mechanism.

In this scheme, the private key of CA and IED is not shared with any other party. This removes any threat of the disclosure of private keys unless the whole device is compromised. In this scheme, it is not just an assumption that private keys of CA and IED cannot be obtained by hackers.

The security scheme presented in this paper discusses only node authentication. On top of the proposed node authentication scheme, any message authentication scheme can be applied for ensuring the integrity of message. This is beyond the scope of this paper, but is a very viable item for future extensions.

For signing the certificate, the CA encrypts the CSR sent by an IED with its own private key. Hence, different encryption algorithms may be employed for signing (encrypting) the certificates. Similarly, for verification of certificates, CA first decrypts the signature employing the appropriate decryption algorithm.

Therefore, different encryption algorithms might be applied such as different variants of RSA and ECDSA. The computation time required for the verification of signatures for these variants is presented in Table I. It also presents the size of certificates generated for different variants of RSA and ECDSA. It is found that the sizes of certificates are on the order of few kilobytes and exchanged only once. The additional throughput added to the substation communication network is negligible and further investigation of sizes may not be required. On the other hand, certificate verification is performed more often and the reduction of verification time is an important item when resource-constraint IEDs are employed.

V. CONCLUSION

Increased communication and control capabilities bring along undesirable cyber security vulnerabilities in intelligent substations. There is a need to successfully authenticate the nodes within a substation to avoid the intrusion and manipulation. Considering the real-time operation of power systems, this needs to be done fairly quick. Moreover, since IEDs have limited computing power, the solutions need to be lightweight.

In this paper, a certificate-based security mechanism is proposed for IEC 61850 MMS messages. The solution is robust as the certificates prevent unwanted access to the substation or spoofing by using the certificate of other devices. It is also efficient as the certificate verification is only required once, not for every session between the IEDs. The proposed solution is implemented with OpenSSL libraries with different algorithms and key sizes. The results show that the timing performance is excellent, and the proposed solution can be safely used in real substations.
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