Digital Sound Encryption with Logistic Map and Number Theoretic Transform

Yudi Satria, Gabe Rizky P.H. and Suryadi MT
Department of Mathematica, Faculty of Mathematica and Natural Sciences, Universitas Indonesia, Kampus UI, Depok, 16424

Email: ysatria@sci.ui.ac.id, gabe.rizky@sci.ui.ac.id, and yadi.mt@sci.ui.ac.id

Abstract. Digital sound security has limits on encrypting in Frequency Domain. Number Theoretic Transform based on field (GF $2^{521} - 1$) improve and solve that problem. The algorithm for this sound encryption is based on combination of Chaos function and Number Theoretic Transform. The Chaos function that used in this paper is Logistic Map. The trials and the simulations are conducted by using 5 different digital sound files data tester in Wave File Extension Format and simulated at least 100 times each. The key stream resulted is random with verified by 15 NIST’s randomness test. The key space formed is very big which more than $10^{465}$. The processing speed of algorithm for encryption is slightly affected by Number Theoretic Transform.

1. Introduction

Various efforts to secure digital data has been done using cryptograph application. There are two main process in cryptograph, namely encryption and decryption process. The main reliability measure of the Encryption algorithm is the durability against various attack and the processing speed.

The encryption algorithm commonly used is DES, AES, and RSA. However, because relating to their durability and or processing speed, currently many of developing encryption are based on chaos function. This is based on the fact that the usage of chaos function in encrypting has more durability against attack and or better processing speed [1, 2].

Several studies related to encryption algorithm based on chaos function in digital data security are encryption algorithm using Logistic Map [3-8], other chaos function [9-14] and non-chaotic mode [15-17]. Each of this studies has its own performance associated with the level of resulted key stream, the key space and the processing time (processing speed).

Digital data security done in previous studies are mostly done to secure digital image while security related to digital sound has not many yet explored. In this study, the improvement for algorithm encryption to secure digital sound will be developed. The developed algorithm is using chaos function, in this case Logistic Map, and combined Number Theoretic Transform (NTT). The development is conducted to provide alternative digital sound encryption algorithm which has better durability against attack and faster processing speed.

2. Research Method

Chaos function in this study will act as the random number generator which will generate a random key stream sequence. This study using Logistic Map as chaos function and combined
by NTT. The sequence of key stream will generated by the Logistic Map in this paper is using the recursive form in Equation (1) as follow [2]:

\[ x_{i+1} = rx_i(1 - x_i) \]  

Where \( x_0 \in (0,1) \), \( r \in (0,4) \) for \( i = 0,1,2,3, ... \)

Sound wave not only can be interpreted by wave super position based on the primitive wave frequency (Frequency Domain) but also can be interpreted by wave amplitude sequence (Time Domain). Randomization at Frequency Domain has limitation in discrete form due to loss of information as the consequence of transformation from continuous form to discrete form and inversely.

The transformation, which to be the bridged both Time Domain and Frequency Domain, is using Fourier Transformation variation called Number Theoretic Transform. It was based on the Fourier Transformation’s formulation [18].

\[ w = e^{-\frac{2\pi i \theta}{N}} \]  

\[ f_k = \sum_{n=0}^{N-1} t_n * w^{-k*n} \]  

\[ t_k = \frac{1}{N} \sum_{n=0}^{N-1} f_n * w^{k*n} \]

But the different about the variation is about using the field where \( w, f, t_k \in f(\mathbb{Z}^{'}, \mathbb{Z}^{''}) \) and \( w^k \neq 1 \) and \( w^N = 1, \forall k = 1 \ldots N - 1 \).

The design of developed improvement encryption algorithm in this study is shown in Figure 1. Furthermore, the viewed performance of developed algorithm is based on the randomness analysis of randomness through the 15 NIST’s test [19], the key space and the measurement of processing speed.

**Figure 1. Encryption Algorithm**
3. Result and Analysis

Encryption algorithm developed in this study will be implemented using C and java programing language and tested using trials data as showed in Table 1. The performance of the trials and simulations result is explained in next section.

| Name of File | Size of File (MB) | Duration (Seconds) | Bit Rate (KB/s) |
|--------------|------------------|--------------------|-----------------|
| Lagu1.wav    | 2.66             | 31                 | 705             |
| Lagu2.wav    | 20.00            | 123                | 1411            |
| Lagu3.wav    | 37.90            | 225                | 1411            |
| Lagu4.wav    | 44.50            | 264                | 1411            |
| Lagu5.wav    | 798.00           | 4746               | 1411            |

3.1. Key Randomness Analysis (by 15 NIST’s test)

The result with significant level are \( \alpha = 0.01 \) on generated key stream was showed on Table 2.

### Table 2. 15 NIST’s Randomness Test Result

| STATISTICAL TEST                        | PROPORTION | P-VALUE |
|-----------------------------------------|------------|---------|
| Frequency                               | 32/32      | 0.739918|
| Block Frequency                         | 32/32      | 0.671779|
| Cumulative Sums                         | 32/32      | 0.573505|
| Runs                                    | 32/32      | 0.862344|
| Longest Run                            | 32/32      | 0.178278|
| Rank                                    | 32/32      | 0.534146|
| FFT                                     | 32/32      | 0.739918|
| Non Overlapping Template                | 31/32      | 0.436885|
| Overlapping Template                    | 32/32      | 0.468595|
| Universal                              | 31/32      | 0.862344|
| Approximate Entropy                     | 32/32      | 0.862344|
| Random Excursions                       | 23/24      | 0.267745|
| Random Excursions Variant               | 23/24      | 0.301477|
| Serial                                  | 32/32      | 0.762807|
| Linear Complexity                       | 29/32      | 0.299251|

In the table 2, all Resulting P-Value values for all 15 NIST’s tests are greater than significant level (0.01) which means passing the NIST’s test. It can be deducted the random stream which was generated by Logistic map, was random and verified by 15 NIST’s test.

3.2. Analyst key space

There are two core parameters in Logistic map function as initial value in Real domain but with modified in the field \( \text{GF}(2^{521} - 1) \) then the key space in every parameter will be same as the norm set of the field. In other word, the key space in a Logistic map which based on the field will be \((2^{521} - 1)^2 > 2^{1040} \approx 10^{313}\).

There are one core parameter in Fourier Transformation as initial value in Real Domain and it just constant and the value was depending on the size (or order or N). By using NTT over the field, the parameter still will be one core parameter but there has restriction on the order but the good point is all element can be used as the key which is better than just only using NTT over a ring like normally use in integer 8-bit, 32-bit, 64-bit or may be 1024-bit. In the other word, the key space in a NTT over the field was \((2^{521} - 1) > 2^{520} \approx 10^{156}\).
In the summary, with the combining Logistic Map and NTT, it can make the key space larger and help to reach \((2^{521} - 1)^3 > 2^{1560} \equiv 10^{469}\). The result is better than only using Logistic Map as algorithm with IEEE Floating Point Format which only can reach \(10^{30}\) [7]. It can improve the Logistic Map 15.6 time in exponential to fight against Brute Force Attack.

### 3.3. Processing time

The simulation process of encryption and decryption process to get the average time process was tested with 4 different key and at least 100 times for every key for every data tester. Table 3 shows the average time of encryption and decryption process.

| Data tester | Logistic map Encryption(s) | Logistic map + NTT Encryption(s) | Logistic map Decryption(s) | Logistic map + NTT Decryption(s) |
|-------------|---------------------------|---------------------------------|---------------------------|---------------------------------|
| Lagu1.wav   | 4.711863                  | 4.90875                         | 5.640585                  | 5.938621                        |
| Lagu2.wav   | 12.84444                  | 15.32002                        | 13.78578                  | 16.47847                        |
| Lagu3.wav   | 20.38666                  | 25.28059                        | 21.43264                  | 26.38297                        |
| Lagu4.wav   | 23.51062                  | 29.08023                        | 24.40229                  | 30.02419                        |
| Lagu5.wav   | 358.6138                  | 468.8384                        | 358.0492                  | 462.2297                        |

The average time for encryption and decryption process is relatively similar. The format of relative key streams also does not have any significant impact on the speed of processing time. The file size is highly impacting the speed both encrypting and decrypting. Other than those, The NTT has slightly affected.

### 4. Conclusion

Based on the discussion, trials and simulation used in previous segment. We can conclude the following:

A. The key streams generated by Logistic Map are random which was verified by NIST’s tests.
B. The key space reach \(10^{469}\) which has high durability against Brute Force Attack.
C. The average encryption time is relatively faster than decryption time.
D. The usage key in Logistic map will not affected the time.
E. The NTT has slightly affected the processing time.
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