Insurance Fraud in Korea, Its Seriousness, and Policy Implications
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Several characteristics of insurance fraud including its chronic nature justifies the need for identifying feasible proposals which can be expected to bring about significant impacts. Recent statistics show that insurance fraud is now consistently on the increase. However, insurance fraud is highly fragmented and each offence is not significant enough to elicit active interest among the public or interventions from the police. Three problems have been identified and diagnosed. These were a lack of awareness, an absence of a national leadership and also limited attention directed to insurance fraud by the investigating authorities. Based on these, three recommendations have been suggested. (1) Embarking on and developing a national initiative by central government, (2) Taking a dynamic concentration approach to send deterrent threats to potential fraudsters, and (3) Using big data technologies to detect clandestine activities by organised groups.

Keywords: insurance fraud, problem diagnosis, national leadership, dynamic concentrated approach, big data technologies

INTRODUCTION

Insurance fraud is now an entrenched social issue in most countries and requires both proactive responses and prevention measures (1). In Korea, insurance fraud is defined in Article 2 of the Special Act on the Prevention of Insurance Fraud as an act of claiming insurance payment by deceiving the insurer with respect to the occurrence, cause, or details of an insurance incident. Insurance fraud has been rampant in the private sector and has now spread to public insurance including health insurance and industrial accident insurance (2). In a situation like this, insurance fraud cases can be said to be serious crimes that potentially threaten all members of society. In addition, insurance fraud crimes such as intentionally causing car accidents or receiving unnecessary treatment for the purpose of claiming insurance payments can do direct damage to the national economy.

Although studies on fraud have been increasing steadily, there is very thin research on insurance fraud globally (3). Since late 1980s, scholars have recognised the significance of the problems and tried to understand the scale, severity, and causes of insurance fraud and to identify ways to deal with such fraud. In particular, Clarke (4) laid the foundation of the domain of insurance fraud by examining the extent of insurance fraud and analysing similarities and differences of national responses. More recently, some researchers started to pay attention to insurance fraud and to identify a specific type of insurance fraud to fill the research gap [e.g., (5, 6)]. However, complex nature of insurance fraud and a lack of empirical data have hampered an accumulation of literature.

There are several clear characteristics to insurance fraud. First, damage is indirect and comprehensive. Insurance fraud may cause initially direct damage to insurance companies, but the damage is ultimately passed on to future policyholders by raising premiums. Second, insurance
Insurance fraud cases are mostly complex and diverse. It is complex in nature in that some serious types of insurance fraud accompany commission of other types of crimes, such as murder, car accidents, and arson to defraud insurance companies. In addition, insurance covers almost all risks in everyday life, therefore the modus operandi of insurance fraud is diverse. Third, insurance fraud involves collusion. Insurance fraud is often carried out jointly by two or more people to disguise an insurance accident or to free the perpetrator himself/herself from the crime. Fourth, insurance fraud is now becoming much more organised. In recent years, insurance fraud has usually been organised gradually with the emergence of specialised insurance fraud groups involving many people including gangs, hospitals and clinics, maintenance companies, and taxi drivers. These characteristics imply that insurance fraud is quite elusive yet the scale and extent of it looms large in society.

As a summary of insurance fraud in Korea this paper examines first the current situation and circumstances regarding the issue by reviewing recent statistics and trends. Second, it diagnoses associated problems and, third, provides policy options to deal with it. Specifically, the purpose of this paper is to suggest actionable recommendations to the authorities to reduce insurance fraud in Korea. This is now based on a greater awareness of related problems growing in scale and intensity.

**RECENT FIGURES AND STATISTICS**

In Korea, the Financial Supervisory Service (FSS) is responsible for responding to insurance fraud. According to the annual report by the FSS, insurance fraud statistics consist of three primary categories. These are the execution of an intentional accident, false claims, and overreporting of damage (by hospitals or car maintenance shops) (7).

The first category refers to executing an accident intentionally to claim an insurance payment, as for example committing suicide, homicide, a car accident, property damage, arson, etc. The most prevalent type is using a vehicle. According to the police, a fraudster in Busan deliberately hit adjacent cars while driving with a total of 37 times from February last year to July this year. He targeted adjacent cars when these were changing lanes or violating the central line or traffic signals. He is accused of taking a total of KRW190 million from insurance companies in the name of settlement money and unresolved repair costs (8).

The second category is exaggerating the scale of an accident and false claiming. A major difference between the first and second category is the initiating time of defrauding. The former begins with plotting and conspiring a commission of a fraud accident while the latter involves initiating fraud activities after an accident occurs. This difference tells us that the former type of insurance fraud is more serious and preparatory, therefore often leading to a large-scale claim.

The last type is overreporting of damage not by individual fraudsters alone, but as a result of collusion between individuals and private entities such as hospitals or car maintenance shops. It is committed in an organised and sophisticated way in that such collusion is involved in perpetrating this type of insurance fraud. Based on the investigation of the FSS, the head of a hospital in Seoul recommended false hospitalisation and surgery to patients who did not need hospitalisation, saying, “I will make it possible to receive a large amount of insurance money.” Then, he defrauded KRW 7 billion by issuing a false diagnosis. Along with this, 110 patients unfairly received KRW 6 billion from insurance companies by recording themselves as inpatients only on the hospital charts, even though they were not hospitalised at all. Also, it was revealed that the family of hospital employees was falsely admitted to the hospital and some senior managers acted as a gatekeeper to arrange and connect fake patients (9).

Table 1 shows that, in 2020, the amount of insurance fraud detected was KRW 898,592 million KRW 898,592 million, and the number of people caught by the authorities was 98,826. Compared to the previous year, these figures increased by 2.0% (KRW 11.7 billion) and 6.8% (6,288 people), respectively. Similarly, the total amount of insurance fraud increased by 12.6% between 2018 and 2020 and the total number of identified insurance fraudsters increased by 24.8% from 79,179 to 98,826 over the same period of time. These changes confirm that insurance fraud is continuously on the rise according to these two criteria (i.e., the total damage, the total number of fraudsters).

Comparing the types of insurance fraud, “false claims” or exaggeration of the scale of accidents accounted for KRW 591.4 billion (65.8%) and “execution of intentional accidents” took KRW 138.5 billion (15.4%) followed by KRW 87.8 billion (9.8%) of “overreporting of damage” or exaggerated claims from hospitals and maintenance companies.

The annual report also indicated that the number of false hospitalizations decreased in 2020 compared to the previous year. This was mainly because hospital beds were in short supply due to Covid-19. Recently, depending on the coverage of the insurance product, organised fraud cases, such as collaborating with brokers, is increasing. More specifically, there is also an increasing number of active forms of insurance fraud that manipulate insurance accidents. This would include receiving unnecessary treatment from hospitals and inflating it to claim insurance money or the purchase excessive insurance for the purpose of defrauding insurance companies.

It might also be noted that the proportion of the detected amount compared to the actual amount of insurance claims was just 1.53%, and which has been declining for some time. The fact that the insurance fraud detection rate has been declining can be interpreted in different ways. It may be that the actual proportion of insurance fraud is decreasing. But, referring to the statistics of the insurance fraud identified above, this scenario is quite unlikely. However, it may be that less insurance fraud cases are now being detected for a number of reasons, and this scenario is more likely. The point is that the ability of both the authorities and insurance companies in terms of detection lag behind the skills of insurance fraudsters. Consequently, a diminishing detection rate leads to higher “dark figures” of offences which are either not detected or not recorded. This can pose a further risk to insurance companies and the government.

If we look at the average fraud amount per fraudster, a clearer picture of the current situation can be identified. Approximately 55.9% of fraud cases involve less than KRW 3 million and the
average fraud amount per person is about KRW 9.1 million. Less than KRW 1 million account for 27.8%, less than KRW 3 million takes 55.9%, and less than KRW 5 million takes around 71.2%. About two thirds of insurance fraud cases involved insurance payments claims of less than KRW 5 million. These figures imply that the vast majority of insurance fraud cases can be considered to be low volume crime. Like cyber fraud (11), insurance fraud is largely fragmented and each offence is small enough not to elicit the active interest and intervention of public and investigating authorities.

DIAGNOSIS OF ASSOCIATED PROBLEMS

Lack of Awareness of Insurance Fraud
There has been lack of research and an absence of government policy as to insurance fraud for two reasons. The first concerns the lack of awareness among the public as to the extent of insurance fraud. Citizens generally do not perceive insurance companies as victims. They think those companies are generally large corporations and they are generating huge profits from citizens with high insurance premiums. Therefore, defrauding insurance companies is not viewed as a great threat to those companies, thus not fitting into a category of serious crime. This is in part because premium increases to future policyholders due to insurance fraud happen over the long term so that people do not recognise this as a serious problem (12). The lack of public awareness is of course also associated with the absence of a national leadership on this issue as is explored below.

Absence of National Leadership
The second factor involves the mediocre response of the government. The government believes that insurance fraud needs to be dealt with primarily by insurance companies and that these companies have a direct responsibility of managing insurance fraud. As a result of this, national statistics on insurance fraud are still insufficient. Also, government interventions have been taken quite recently only because the government began to realise the significance and urgency of the situation. For example, the

| TABLE 1 | Detected amount by insurance fraud types (Amount unit: KRW 1 million) (10). |
|---------|---------------------------------------------------------------------------|
| 2018    | 2019 | 2020 |
| Amount (Percentage) | The number of fraudsters (Percentage) | Amount (Percentage) | The number of fraudsters (Percentage) | Amount (Percentage) | The number of fraudsters (Percentage) |
| Execution of intentional accidents | 108,190 (13.6) | 6,445 (8.1) | 110,148 (12.5) | 7,831 (8.5) | 138,546 (15.4) | 10,225 (10.3) |
| False claims | 581,007 (72.8) | 63,128 (79.7) | 644,835 (73.2) | 75,918 (82.0) | 591,445 (65.8) | 72,884 (73.7) |
| Overreporting of damage | 53,854 (6.7) | 6,318 (8.0) | 54,113 (6.1) | 5,155 (5.6) | 87,816 (9.8) | 8,155 (8.3) |
| Total | 798,161 (100) | 79,179 (100) | 880,912 (100) | 92,538 (100) | 898,592 (100) | 98,826 (100) |

Special Act on the Prevention of Insurance Fraud was only passed quite recently in March 2016. In fact, there are several public organisations which are tasked to address insurance fraud. However, these organisations are only loosely connected and do their own work in the absence of any national leadership. It is evidenced by the fact that the higher government (i.e., Prime Minister's Office) has as yet not publicised a national framework to deal with this problem. This does not mean that there is no government agency which responds to insurance fraud. In fact, there are several public entities. Those agencies include the FSS which bears the primary responsibility as a public entity along with criminal justice agencies, such as the police and the Prosecutor's Office (13). The current situation is that insurance fraud is dealt with by them quite separately. Because of this it is fair to say that a national leadership strategy has yet to be formulated and this is also, arguably, a consequence of the lack of public awareness as to the extent of the problem.

Low Priority Given to Insurance Fraud by Investigating Authorities
The investigation authorities have never made insurance fraud a priority. In general, investigative agencies focus investigative power primarily on either violent crime such as murder, robbery, and sexual assaults associated with organised gangs or on imminent threats such as cyberterrorism, voice-phishing fraud, and cryptocurrency, while demonstrating little interest in insurance fraud (12).

It is evident that the police do not pay much attention to insurance fraud as a separate type of crime. Police statistics provide data on insurance fraud cases which violated Special Act on the Prevention of Insurance Fraud (10). In 2020, the number of reported insurance fraud cases to the police were 3,465 and 3,330 perpetrators were arrested with an arrest rate of 96.1% (10). However, this does not encompass the whole number of insurance fraud cases. Fraudsters arrested by the police under the special Act (3,330) in fact account for only 3.4% of the total number of fraudsters detected (98,826) in 2020 (see: Table 1). Indeed the vast majority of insurance fraud cases are charged under Article 347 Fraud of Criminal law. The problem is that insurance fraud charges under the Criminal law are tallied simply as general fraud without any detailed classification. For this

KRW 1 million approximately equals 614 Pound as of early October 2021.
reason, the police do not know the real scale of insurance fraud. This statistical issue obscures a landscape of criminal investigation against insurance fraud, which serves to impede the police in providing greater resources to deal with insurance fraud.

POLICY IMPLICATIONS

Creation of a National Initiative to Coordinate Public and Private Organisations

The increasing trend in insurance fraud indicates that this type of financial crime needs a different approach. Korea is well-known for addressing a type of crime considered as serious and a threat to society by taking when appropriate a national initiative. The national initiative is usually undertaken by the Prime Minister’s Office. The Office sets out a national strategy and convenes regular meetings with related private and public organisations to execute the strategy and any subsequent measures. The interdepartmental approach was, for example, adopted for cases such as gang violence, cryptocurrency-related crime, voicephishing fraud, and property market manipulation (14). In a similar vein, there is the “fraud justice network” in England and Wales which encompasses various criminal and non-criminal justice bodies (15). It is worth noting that non-criminal justice organisations took the substantial role in sanctioning fraudsters. This approach has been recognised as being both effective and efficient in addressing a certain type of crime at the time. However, when it comes to insurance fraud, this approach has not been taken, which implies that insurance fraud is not perceived as serious enough to merit a similar national drive by the higher government. And while these agencies undertake their own work, it is difficult to see or expect these loosely coordinated efforts generating any significant visible outcomes. It is therefore strongly recommended that public and private partnerships are in future driven by the higher government. This would also reflect the fact that the private sector is, undoubtedly, an important stakeholder in insurance fraud.

Pursuit of Dynamic Concentration to Send Credible Threats to Potential Fraudsters

There are several strategies to control crime such as community policing, evidence-based policing, zero-tolerance approach, hot spot policing, and problem-oriented policing (16). Another strategy worthy of note is an approach known as “dynamic concentration” which was suggested by Mark Kleiman. He argued that targeted and concentrated sanctions against crime is a more effective law enforcement strategy than randomised law enforcement (17). This theory is premised on the idea that the police cannot crack down on all criminal cases and arrest all criminals. It demonstrates how to bring about high deterrence effects with limited manpower and resources. Kleiman (17) suggested that if the authorities send warnings to potential violators and, subsequently, swiftly respond to a few violators with proactive and massive sanctions, potential violators will be convinced that they will face similar sanctions. The importance of sending warnings is also drawn from other studies. Blais and Bacher (18) argued that a written threat reminding the insured of the possible sanctions for insurance fraud had an influence on changing their behaviours. This deterrence effect can occur once the strong message of the authorities reaches a tipping point which can change a high-violation situation to a low-violation one. This approach could be applied to addressing insurance fraud in Korea. Considering the scale, severity, and longevity of insurance fraud, tackling every identifiable case is almost impossible and, therefore, a targeted approach would be more effective. To make it successful two elements need to be checked: (1) Are the authorities ready to concentrate resources? (2) Can the authorities communicate their strong stance to potential violators?

Use of Big Data Technologies

It is of importance to develop fraud detection capabilities with technological support (19). Many industries and sectors are now aggressively using big data technologies in a way that suits their needs (20). In particular, the banking sector is leading the way. To meet the international and domestic legal compliance banks are trying hard to detect suspicious transactions. The use of big data is necessary for them because humans cannot examine tens of millions of financial transactions occurring every day. Similarly, big data technologies can be a useful tool to spot insurance fraud cases as applications for insurance payments increase over time. It is expected that big data technologies will benefit key stakeholders such as public insurance organisations and private insurance companies by way of being able primarily to detect organised fraud cases. Fraud-related criminal gangs commit fraud offences in a similar fashion with their own members and these activities occur as a criminal network. It is not easy to detect their activities through human “naked” eyes, but may not be difficult to detect them via big data technologies such as network analysis (21). In fact, there have been a few attempts of arresting criminal organisations by using these technologies. However, insurance companies and the government agencies still do not recognise the value and efficiency of these technologies and they are not ready to take advantage of them.

CONCLUSION

Insurance fraud is a chronic criminal activity and it has been with us for a long time (22). Although new types and cases of insurance fraud emerge over time, it has not been given the appropriate attention within society and the government. As a social burden and as losses increase, a radical initiative may be required at some point. In this paper, we have investigated insurance fraud and provided three possible actionable recommendations to the Korean government. First, a national initiative needs to be embarked upon by the higher government in a similar way to other major challenges. Second, the “dynamic concentration approach” is specifically recommended in order to send clear deterrent threats to likely fraudsters. Third, it is suggested that full advantage is taken of big data technologies so that the police can identify clandestine activities by criminal groups. Although this article is geographically confined to Korea, discussions and recommendations mentioned here could also be used as reference points to examine situations in other countries.
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