Abstract—The widespread use of new technologies such as the Internet of things (IoT) and machine type communication (MTC) forces an increase on the number of user equipments (UE) and MTC devices that are connecting to mobile networks. Inherently, as the number of UEs inside a base station’s (BS) coverage area surges, the quality of service (QoS) tends to decline. The use of drone-mounted BS (UxNB) is a solution in places where UEs are densely populated, such as stadiums. UxNB emerges as a promising technology that can be used for capacity injection purposes in the future due to its fast deployment. However, this emerging technology introduces a new security issue. Mutual authentication, creating a secure communication channel between terrestrial BS and UxNB, and fast handover operations may cause security issues in the use of UxNB for capacity injection. This study proposes a scheme for authenticating UxNBs by the terrestrial BSs. The new protocol suggests performing UE handover from terrestrial to UxNB as a group. To the best of the authors’ knowledge, there is no authentication solution between BSs according to LTE and 5G standards. The proposed method provides a solution for the authentication of UxNBs by the terrestrial BS. Additionally, a credential sharing phase for each UE in handover is not required in the proposed method. The absence of a credential sharing step saves resources by reducing the number of communications between BSs. Moreover, many UE handover operations are completed in concise time within the proposed group handover method.

Index Terms—Group authentication, group handover, radio access node on-board unmanned aerial vehicle, terrestrial base station, unmanned aerial vehicle.

I. INTRODUCTION

A substantial surge in the number of user equipments (UE) utilizing mobile services is expected the near future. It is estimated that the number of UEs will reach 4 billion by 2021 [1]. As the number of UEs connected to a terrestrial base station (BS) increases, the quality of service (QoS) per user tends to reduce. It is highly probable that the BS will even be out of service, and therefore, UEs will not be able to use their mobile services. The current solution for such situations is applying to capacity injection, such as a mobile BS [2]. The service provider deploys the mobile BS in a crowded area, which eventually increases the mobile network’s average QoS.

A radio access node on-board unmanned aerial vehicle (UxNB) is a radio access node providing service to the UEs deployed on an unmanned aerial vehicle (UAV) according to 3GPP TS 22-125 [3]. It can connect to the core network like terrestrial base station, which is next generation NodeB (gNB) in 5G new radio (NR). The research community already has an interest in UxNB in order to enhance the mobile network coverage. It can be exploited in several scenarios, such as emergencies, and high-density areas. UxNB can be deployed an area fast without terrain constraints [4].

Security in mobile networks is often focused on the robustness of the UE authentication and encryption of over-the-air traffic. Only the air part of the mobile traffic is encrypted by UE and sent to the BS, and the traffic is decrypted in the BS and sent to the core network. Traffic within the core network is transmitted in plaintext. Traffic between base stations is therefore sent in plaintext. For example, during a handover operation, the serving-BS (s-BS) sends handover credentials to the target-BS (t-BS) in plaintext. Even when there is no authentication process between BSs before this transmission [5]. With fake BS attacks, attackers can capture personal data and track the location of UEs. The biggest reason for these attacks to be carried out is the lack of authentication within the core network.

Fake BS attacks are carried out for International Mobile Subscriber Identity (IMSI) catching. A fake BS sends strong identity request signals to the UEs around it. UEs respond to this request by sending their IMSI information. Attackers who have captured IMSI information can authorize themselves through the nearest BS. The lack of authentication between BSs can allow that. Thus, they can track all data and location of the relevant user. Although a professional fake BS production costs between $ 68,000-134,000, homemade fake BS can also be made for $ 1500 [6]. With the widespread use of UxNB technology in the future, this cost may decrease even more, and the UE data can be stolen in a short time with its fast deployment feature. There must inevitably be an authentication scheme between the next-generation UxNBs and terrestrial BSs. Also, in order to encrypt the communication between two BSs, both BSs must have the same encryption key as a result of this authentication.

As a use case, consider a football game where there is an increase in the number of users in a particular area (stadium) in a specific period (90 min.). During the game, only one terrestrial BS may provide service to all UEs. It will be more beneficial to use UxNB to increase the BS’s capacity, as shown in Figure [1]. While capacity injection is the first issue in such dense deployment scenarios, the handover among the overlay cells after capacity injection is the second issue. The use of several BSs within a particular area will result in overlay cells. Terrestrial BS providing service to all UEs in the stadium will delegate some UEs to UxNB to reduce the burden. In
Fig. 1. An exemplary use case for capacity injection and group handover. The terrestrial BS cannot provide the required QoS and the UxNBs are sent to the game for capacity injection. The UxNBs should be authenticated by terrestrial BS and several handovers should be performed between terrestrial BS and UxNBs.

The meantime, there will be many handover operations. In the currently used LTE [7], and 5G standards [8], these handover operations should be done sequentially, i.e. one by one. Yet, due to the limitations of the UxNBs such as weight and battery life, their flying time will be a maximum of one hour [4]. Considering that a football game is 90 minutes, a new UxNB will take over from ex-UxNB at least once. This will cause an increase in the number of handover operations to be made. In this study, it is proposed that UEs should be transferred from terrestrial to UxNB not individually but as a group in order to make this handover process faster.

Group handovers usually take place in metropolitan cities, and they occur with the need for multiple UEs to be connected to another BS at the same time. A group of people inside a bus can be an excellent example of group handover. These UEs will receive a stronger signal from another BS at the same time as the signal strength from the s-BS will decrease. Since it is the UE that chooses the BS to be served, many UEs will choose the new BS at the same time. This will cause bandwidth reduction in the new BS. At this point, a group handover problem will occur [9]. Handover of all UEs one by one, as in the standards, will cause service disruption and energy loss. The same problem is valid for the stadium example. When the UxNBs become active, many UEs will receive stronger signals from UxNBs and will request handover. An influential group handover solution is required in this scenario, as well.

In light of these challenges, our main contributions are listed as:

- We propose a fast and energy-efficient handover scheme for the high-density areas where UxNB can be exploited efficiently to provide service to the UEs. The current handover solution in both LTE [7] and 5G NR [8] requires to share UE data from the s-BS to the t-BS. However, there is no data-sharing between BSs in our proposed method, which is the reason for the time and energy-saving solution. Besides, confirming UEs by the t-BS as a group decreases the time for handover.

- Fake BS attack is a security issue for current mobile networks. Using UxNB also creates the same problem. Any intruder can impersonate a UxNB and try to control UEs. Our proposal offers an authentication solution between BSs. UxNB can obtain public and private key pair from the core network before becoming active. When UxNB comes over the high-density area, the s-BS can authenticate UxNB easily by using the public key of the t-BS as explained in the group handover framework section.

- As the s-BS shares the group secret information with the t-BS. By using this function, the t-BS can authenticate UEs easily in the group handover phase. The authentication can be accomplished as a group. Thanks to having a private function, there is no phase for the control packet transmissions of data between BSs. While the s-BS sends data for each UE to the t-BS in 3GPP Release 16 [8], no data-sharing between BSs is required in our proposed method. Therefore, in our proposed method, the number of control packet transmissions between BSs is zero.

- In all authentication solutions for mobile networks, UE must have a private key. In the proposed method, we recommend that UE turns the private key into a public key with an elliptic curve multiplication operation for handover operation. UxNB operation is carried out when the t-BS verify the public key. These private keys must be distributed before authentication for each UE. In the proposed method, it is possible to use a subscription permanent identifier (SUPI) belonging to each UE as a private key. This solution eliminates the need for private key distribution before authentication.
One of the requirements for using a BS on UA V is to keep low latency and broad coverage capabilities [4]. UxNBs should be used in various scenarios such as emergencies, temporary delivery services results in waiting for that vehicle to come back to the base. For this reason, UAVs should be used as a swarm. The essential requirement for a swarm of UAVs is group management [4]. Group management requires group authentication and secure communication inside a group, as detailed later.

B. Handover Management in LTE

There are two types of handover scenario in LTE, which differ according to the existing of the mobility management entity (MME) change [10]. Inter-BS with intra-MME is denoted in this section step by step. The UE disconnects from serving BS (s-BS) and connects to the target (t-BS) without changing MME. The reason we choose this scenario is that the number of communications is less than in other scenarios.

The handover steps are shown in Figure 2 and also listed below.

1) The UE measurement procedure is configured by the s-BS.
2) The UE sends a measurement report (MR) to the s-BS.
3) According to the report, the s-BS makes a handover decision.
4) The s-BS sends a handover request to the the t-BS.
5) The t-BS sends an acknowledgment to the s-BS according to its resources.
6) The t-BS informs the UE for handover with necessary information.
7) The UE attaches to the target cell.
8) The t-BS sends uplink allocation and timing information to the UE.
9) The t-BS informs the MME for UE cell change.
10) MME informs the serving gateway (SGW) for UE.
11) SGW updates the path for UE.
12) MME informs the t-BS for path update.
13) The t-BS informs the s-BS for the completion of the handover.

C. Handover Management in 5G NR

The handover procedure for 5G NR is almost the same with LTE with little changes. Access and mobility management function (AMF) executes the duties of MME, while the user plane function (UPF) is the same as SGW.

The handover steps are listed as:

1) The UE measurement procedure is configured by the s-BS.
2) The UE sends an acknowledgment to the s-BS.
3) According to the report, the s-BS makes a handover decision.
4) The s-BS sends a handover request to the t-BS.
5) The t-BS sends an acknowledgment to the s-BS according to its resources.
6) The s-BS sends a handover command to the UE.

This paper is organized as follows. The next section provides an overview of the handover process in the 3GPP standards for both LTE and 5G NR and an overview of existing handover methods. In Section III, the preliminaries of our proposal are explained in detail. System and thread models are given in Section IV. Our proposed approach for capacity injection and group handover is presented in Section V. The security and performance evaluation is provided in Section VI and Section VII, respectively. The study is completed by a conclusion in Section VIII. We present a list of abbreviations which are used throughout the paper in Table I.

### Table I: Abbreviations

| Abbreviation | Description |
|--------------|-------------|
| 3GPP         | 3rd Generation Partnership Project |
| BS           | Base Station |
| RAN          | Radio Area Network |
| UE           | User Equipment |
| NR           | New Radio |
| QoS          | Quality of Service |
| UAV          | Unmanned Aerial Vehicle |
| s-BS         | Serving Base Station |
| t-BS         | Target Base Station |
| LTE          | Long Term Evolution |
| MME          | Mobility Management Entity |
| MR           | Measurement Report |
| AMF          | Access and Management Function |
| SGW          | Serving Gateway |
| UPF          | User Plane Function |
| SUPI         | Subscription Permanent Identifier |
| ECDLP        | Elliptic Curve Discrete Logarithm Problem |
| SUCI         | Subscription Concealed Identifier |
| UDM          | User Data Management |
| AUSF         | Authentication Server Function |
| SEAF         | Security Anchor Function |
| MAC          | Message Authentication Code |
| ENC          | Encryption |
| gNB          | Next Generation NodeB |

A. UAVs in 3GPP Standards

The use of UxNB to increase the coverage area is specified in 3GPP standards. A UxNB can connect to 5G core network as a terrestrial BS via wireless backhaul link [4]. A UxNB can be used in various scenarios such as emergencies, temporary coverage for UEs, hot-spot events, due to their fast deployment and broad coverage capabilities [4]. UxNBs should be authenticated by the core network before operating as a BS. One of the requirements for using a BS on UAV is to keep the energy used at the lowest level because UAV has limited energy.

The use of UAVs alone is limited due to their airborne time and energy constraints. For example, using a single drone in delivery services results in waiting for that vehicle to come back to the base. For this reason, UAVs should be used as a swarm. The essential requirement for a swarm of UAVs is group management [4]. Group management requires group authentication and secure communication inside a group, as detailed later.
Fig. 2. Handover in LTE and 5G NR. In LTE, handover begins with the \textit{t-BS} command to UE, whereas handover begins with the \textit{s-BS} command in 5G.

7) The UE attaches to the target cell.
8) The \textit{t-BS} sends uplink allocation and timing information to the UE.
9) The \textit{t-BS} informs the AMF for UE cell change.
10) AMF informs UPF for UE.
11) UPF updates the path for UE.
12) \textit{t-BS} informs the \textit{s-BS} for path update.
13) The \textit{t-BS} informs the \textit{s-BS} for the completion of the handover.

D. Key Hierarchy in 5G NR

It is crucial to understand the key generation process in 5G NR in order to explain the key exchange between the base stations in the handover phase. The key generation steps are in Figure 3. The main key ($K_{AMF}$) is known by AMF and UE. The key for BS ($K_{gNB}$) and the integrity and encryption keys ($K_{AMF-UE-INT}$, $K_{AMF-UE-ENC}$) for the secure communication between AMF and UE are derived from $K_{AMF}$. AMF sends $K_{gNB}$ to BS, and UE can compute the same keys since UE has the primary key. Once BS has the $K_{gNB}$, the integrity and encryption keys ($K_{gNB-UE-INT}$ and $K_{gN-UUE-ENC}$, respectively) for the secure communication between BSs and UE can be computed by BS.

E. Handover Key Exchange in 5G NR

Once the handover decision is taken by the \textit{s-BS}, the BS key ($K_{gNB}$) is shared with the \textit{t-BS} [11]. The \textit{t-BS} computes the next BS key value $K_{gNB}^{*}$ by using $K_{gNB}$ and other security parameters, which are the same for all BS connected to the same AMF. The new integrity and encryption keys for secure communication between UE and the \textit{t-BS} are derived from $K_{gNB}^{*}$. The UE also can compute $K_{gNB}^{*}$, since the UE has $K_{gNB}$ and security parameters. Then, the UE can compute the new encryption keys and message authentication codes (MAC) for further communications.

F. Security Exploits in 5G NR

Most of the vulnerabilities in LTE-A, such as IMSI-catch are solved in 5G NR. However, there are still on-going security issues in 5G NR [12].

IMSI, which is the UE’s private key, is sent to BSs as cleartext in the LTE-A standards. The UE’s private key in 5G NR (SUPI) is encrypted by using the public key of the BS. Unfortunately, with the fake BS attack, the attackers can still obtain the UE’s private key. The BS is providing the public key to the UE. An attacker may impersonate the BS and deliver a fake public key to the UE.
According to 3GPP Release 16 [13], attackers can perform SUPI guessing attacks. Attackers can generate random SUPI and encrypt it by the BS public key. If the attackers obtain a valid response from BS, the SUPI can be assumed as a real SUPI. By trying all possibilities, valid SUPIs for a dedicated network can be obtained.

Authentication complexity is another security issue for 5G handover process. The t-BS must establish a connection with AMF for each UE in order to update the current handover situation. The BS can be located far from AMF and can lose connection with AMF. The assumption of too much mobility in 5G can increase authentication complexity [14].

Fake BSs can perform a desynchronization attack. BSs should be synchronized to continue the handover process. The next-hop chaining counter (NCC) is the parameter that should be increased for each handover. A fake BS can perform a fake handover with a t-BS to break down the counter and obtain security keys.

**G. Handover Studies for UxNBs**

There are not so many studies on the security aspect of UxNB since the usage of UxNB is a new emerging topic. We shall give some handover solutions in the literature.

In [15], the authors investigate the scenario in which UEs move from one UxNB to another one. The difficulty of using the X2 interface as in LTE is explained in the study. The authors model the LTE handover over the WiFi link and analyze the result of using the WiFi backhaul for UxNB. Their result is the WiFi backhaul can represent a solution for a small number of UxNBs and the distance of UxNBs must be a maximum of 5km.

[16], [17] are related to choosing the best time for the handover. The aim of the papers is to decrease the handover latency. The security aspect of the handover process is not taken into account. A deep learning solution is proposed in [16] to decide the best handover time, while an optimal coverage decision algorithm is exploited in [17].

There exist some researches which investigate the security link between a UAV and control station and the handover key management in LTE-based aerial vehicle control network [18], [19]. According to their simulation results, the handover of UAVs is mostly performed between BSs. Inter-MME handover of UAVs is expected to happen scarcely in Korea [18]. IPSec solution provides secure communication between control stations and BSs. The studies focus mostly on the wireless channel between BS and UAV. The security key between UAV and BS is recovered from a forward root key and a backward root key. UAV authenticates itself to the MME by using the IMSI key first. MME shares the forward and backward keys to UAV and BS. UAV and BS can construct the security key and begin to communicate securely. In order to handover a UAV to a new BS, the s-BS shares the forward and backward keys with the t-BS. The t-BS can easily construct security after having the root keys.

One of the gaps in the previous studies is the lack of the authentication solution between UxNB and terrestrial BS. An intruder can impersonate a UxNB and be involved to the system without authentication. Also, the scalability problem for terrestrial BSs is not addressed in the studies. In high-density areas, BSs can drop the requests from UEs. Besides, the scalability is also an issue for handover in high-density areas. These points are not taken into consideration in the previous studies. Our proposed scheme is based on capacity injection for the densely populated areas and group handover and addresses the authentication issue between BSs. Besides, the scheme is a promising solution for handover between terrestrial BS and UxNB by using less energy and time for scalability. This study builds on our previous work [20]. In [20], a group authentication scheme was proposed to authenticate users in a group at the same time. The group handover method appears as an application area of the proposed group authentication scheme. While all users in a group are verified for the first time in the group authentication scheme, in the group handover solution, there is a BS, which already authenticated the UEs in its coverage area by the group authentication scheme and a sub-group of these UEs will be handed over to the UxNBs coming to the area for capacity injection.

**III. PRELIMINARIES**

This section aims to provide a summary of building blocks employed in the proposed algorithm. Considering the notation, we denote by $G$ a cyclic group, and by $P$ a generator for a cyclic group. Encryption algorithm is denoted by $E$, decryption algorithm $D$, and by the $t$ threshold value. A private key represented by $s$, and $H(\cdot)$ denotes the hash function. The random function is denoted by $f(x)$, public keys for UEs by $x_i, f(x_i)P$, and by $f(x_i)$ the private key for UEs. $ID_i$ is the identification number of each UE and $m$ is the number of UEs in a group.

Our proposed scheme is built on the assumption that the terrestrial BS and UEs create a group and perform a group authentication as in the [20]. In this section, we give the details of group authentication and the elliptic curve discrete logarithm problem (ECDLP), which is widely used in the proposal.

The group authentication is based on the secret sharing scheme and ECDLP. The group authentication scheme consists of two steps. In the initialization phase, group manager (GM), which has better sources than other group members, selects the initialization parameters. These parameters are elliptic curve parameters and secret and public keys for each user. The GM determines these parameters and shares them with the relevant group members. The confirmation phase is to check whether the group members are legitimate. These phases stated below;

**The Initialization Phase**

GM selects a cyclic group $G$ and a generator $P$ for $G$. GM selects $E = Encryption(\cdot)$ and $D = Decryption(\cdot)$ algorithms and a hashing function $H(\cdot)$. A polynomial with degree $t - 1$ is chosen by GM and the constant term is determined as group key $s$. GM selects one public key $x_i$ and one private key $f(x_i)$ for each user in the group $U$ where each user is denoted by $U_i$ for $i = 1, \ldots, n$. GM computes
\[ Q = s \times P \]. GM makes \( P, Q, E, D, H(s), H(\cdot), x_i \) public and shares \( f(x_i) \) with only user \( U_i \) for \( i = 1, \ldots, n \).

### The Confirmation Phase

The steps of the confirmation phase are performed as in Algorithm 1. Each user computes \( f(x_i) \times P \) and sends \( f(x_i) \times P || ID_i \) to the GM and other users \( (ID_i) \) is the identification number of the user and \( || \) symbol shows the concatenation of two values. If the GM verifies the authentication, the GM computes \( f(x_i) \times P \) for each user and verifies whether the values are valid or not. If the GM is not included in the verification process, any user in the group computes

\[
C_i = \left( \prod_{r=1, r \neq i}^{m} \frac{-x_r}{x_i - x_r} \right) f(x_i) \times P \tag{1}
\]

for each user \( (m \) denotes the number of the users in the group and \( m \) must be equal to or larger than \( t \). User verifies whether

\[
\sum_{i=1}^{m} C_i = Q \tag{2}
\]

holds. If (2) holds, authentication is completed. Otherwise, the process will be repeated from the initialization phase.

#### Algorithm 1: Confirmation Phase

1. Compute \( f(x_i) \times P \), and share \( f(x_i) \times P || ID_i \)
2. if GM verifies the authentication then
   3. GM computes \( f(x_i) \times P \).
   4. if All values are valid then
      5. Print ‘Authentication is complete.’
   6. else
      7. Repeat.
   8. else
      9. User computes
         \[
c_i = f(x_i) \times P \prod_{r=1, r \neq i}^{m} (-x_r/(x_i - x_r)).
\]
      10. if \( \sum_{i=1}^{m} c_i = Q \) then
         11. Print ‘Authentication is complete.’
      12. else
         13. Repeat.

Subscription concealed identifier (SUCI) and SUPI are the keys used in the initial authentication between UE and BS, according to the 3GPP Release 16 [8]. The SUPI is a globally unique 5G subscription identifier, which is allocated for each UE and saved in UDM. The SUCI is a one-time password generated and encrypted by UE. These globally unique identifiers can be exploited both in group authentication between BS and UEs and in our handover proposal. As explained in the group authentication scheme, each UE must have a private key \( f(x_i) \) to participate in the group authentication. In [20], these private keys are shared with UEs in the initialization phase. For our proposal, \( x_i \) values, which are public, can be equal to the encrypted version of a globally unique SUPI or SUCI.

In our proposal, ECDLP is significantly used. Given an elliptic curve over a finite field \( F_p \), and two points \( P, Q \) over an elliptic curve, to find an integer \( k \) such that \( Q = kP \) is defined as a discrete logarithm problem. We shall use ECDLP in order to provide confidentiality of the private keys \( f(x_i) \) by multiplying it with a point \( P \) to obtain a new point \( f(x_i)P \).

### IV. System and Threats Models

In this section, details of capacity injection and group handover scenario in a densely populated area where the proposed method can be used efficiently are given. In addition, the attacks that can be performed against the specified scenario are described.

#### A. System Model

A terrestrial BS provides service to a group of UEs in its coverage area in the system model. Due to the number of the UEs and the high volume of traffic, the service provider sends UxNB to the close area of the terrestrial BS. Both terrestrial and UxNBs have secure connectivity with AMF. The UxNBs should be authenticated by the terrestrial BS. Afterward, the UEs in the range of UxNB should be handed-over from terrestrial to UxNB. The UxNB may confirm the UE by sending the handover request to the AMF for each UE. However, this can be time-consuming, or AMF can collapse due to the number of UEs. A fast and lightweight handover scheme is needed for the system.

According to group authentication solutions, a certain number of devices with the same or different capacities come together to form a group in order to perform a fast authentication. Within this group, members are preferred to authenticate quickly as a group rather than authenticate with each other one by one. In group authentication methods, the initial parameters must be determined by a GM. The GM generally has more resources and capacities than other members. In the determined system model, the GM is the terrestrial BS that provides service to the UEs. The terrestrial BS and UEs inside the stadium form a group.

#### B. Threat Model

The communication between terrestrial and UxNB is vulnerable to man-in-the-middle and replay attacks. A malicious UxNB can interrupt the communication and authenticate itself by using the credentials taken from the legitimate UxNB. A secure authentication method is needed to detect legitimate and malicious UxNB. A malicious UE also can perform a man-in-the-middle attack to authenticate itself.

Attackers can eavesdrop on the traffic between UEs and BS if the communication is not encrypted. If any credential is in plaintext format, attackers even can impersonate UEs. Besides, a fake BS attack can deceive the real UEs in order
to capture the signals. Overall, the signals must be transmitted as encrypted ciphertext, and source and target authentication must be performed.

V. CAPACITY INJECTION AND GROUP HANDOVER FRAMEWORK

The secure capacity injection and group handover solution is denoted in this section for the predetermined scenario. An UxNB should be authenticated by the closest terrestrial BS in order to assume the emerging UxNB is legitimate. After succeeding authentication, the handover of UEs, which are in the range of UxNB, must be fulfilled from terrestrial to UxNB. Before authentication of UxNB, we assume that terrestrial BS with UEs of the range formed a group and a group authentication was carried out as in the [20]. Consequently, terrestrial BS has a function \( f(x) \), which is private and only known by terrestrial BS and AMF. AMF must have a table which stores the identity number of terrestrial BSs with their corresponding private function. Besides, after successful group authentication, each UE in the range of terrestrial BS has a private value \( f(x) \) and public values \((x_i, f(x_i)P)\). The \( i \) is the identity of UE, and \( P \) is the generator in the elliptic group, which is used to keep \( f(x) \) private by elliptic curve multiplication operation. AMF stores the private values of UEs in the database as well. To authenticate the new emerging UxNB, the work sequence at below should be followed.

A. Authentication of Emerging UxNB for Capacity Injection

AMF assigns private key \( f(x) \) and public key pairs \((x_i, f(x_i)P)\) which did not designate any other UE to the UxNB as in Algorithm 2. If an adversary can obtain private keys \( f(x) \) more than the threshold value, the secret function \( f(x) \) can be recovered by an adversary and a legitimate UxNB can be impersonated. Once UxNB is the range of terrestrial BS, UxNB transmit \( x_i \) and \( f(x_i)P \) pairs to terrestrial BS. Afterward, terrestrial BS verifies the pairs by the private function \( f(x) \). Finally, if the UxNB is legitimate, \( f(x) \) is shared with UxNB. Both terrestrial BS and UxNB have the private key \( f(x) \) of UxNB. By a symmetric key encryption method, the \( f(x) \) function can be encrypted and sent securely to the UxNB by terrestrial BS.

After accomplishing of authentication of UxNB, BSs can communicate with each other confidentially by a symmetric key encryption. After successful authentication of UxNB, group handover can be performed anytime needed. UEs send their public values \((x_i, f(x_i)P)\) to UxNB and UxNB confirms UEs. The work sequence at below for group handover should be followed, as detailed below:

B. Group Handover

Each UE sends its public value \((x_i, f(x_i)P)\) to the UxNB as in Algorithm 3. UxNB performs addition operation for each \( f(x_i) \) and \( f(x_i)P \) separately. At the end of the additional computation, the total \( f(x_i) \) value is multiplied by the generator \( P \). If the result is equal to the total \( f(x_i)P \) value, all UEs are valid. Otherwise, the UEs are verified one by one, as shown in Algorithm 3. After successful control, UxNB begins to provide service for UEs. All requests from UE to UxNB is going to be encrypted by the private key \( f(x_i) \) of UE, and also \( x_i \) value should be appended to all data.

Algorithm 2: Authentication of Emerging UxNB for Capacity Injection

\[
\begin{align*}
1 & \text{ Assign the private key } f(x_i) \text{ and public key } x_i, f(x_i)P \text{ to the UxNB.} \\
2 & \text{ Transmit } x_i \text{ and } f(x_i)P \text{ pairs to terrestrial BS.} \\
3 & \text{ if } x_i \text{ and } f(x_i)P \text{ pairs are valid then} \\
4 & \quad \text{ Send } f(x). \\
5 & \text{ else} \\
6 & \quad \text{ Not valid UxNB.}
\end{align*}
\]

Algorithm 3: Group Handover

\[
\begin{align*}
1 & \text{ Send } (x_i, f(x_i)P) \text{ to UxNB.} \\
2 & \text{ } m \text{ is the number of UEs in the handover group.} \\
3 & \text{ TotalX is equal to 0.} \\
4 & \text{ TotalPoint is the first } f(x_i)P. \\
5 & \text{ for } m \text{ down to 1 do} \\
6 & \quad \text{ TotalX = TotalX + } f(x_i). \\
7 & \quad \text{ TotalPoint = TotalPoint + } f(x_i)P. \\
8 & \text{ if TotalPoint is equal to TotalX.P then} \\
9 & \quad \text{ Provide service to the UEs.} \\
10 & \text{ else} \\
11 & \quad \text{ for } m \text{ down to 1 do} \\
12 & \quad \quad \text{ if } f(x_m)P \text{ is valid then} \\
13 & \quad \quad \quad \text{ Provide service UE}_m. \\
14 & \quad \quad \text{ else} \\
15 & \quad \quad \quad \text{ The UE is not valid.}
\end{align*}
\]

VI. SECURITY ANALYSIS

In the security analysis section, the security provided by our proposal for all possible attacks against the scenario we explained in the models section are explained one by one. The prevention for an attack is given as a theorem and the solution is proved in the proof part for each attack scenario.

Theorem 1: The malicious UxNB which captures public values \((x_i, f(x_i)P)\) of legitimate UxNB can not perform replay attack.

Proof. The secret function \( f(x) \) is encrypted by the private key \( f(x_i) \) of UxNB and sent it to the UxNB by terrestrial BS. The malicious UxNB may intercept the communication between legitimate UxNB and terrestrial BS. Also, it may pass the confirmation phase by sending public values of legitimate UxNB. However, when the terrestrial BS sends the \( f(x) \) polynomial in the encrypted version, the malicious UxNB
can not decrypt it due to not having the private key $f(x_i)$. □

**Theorem 2:** The malicious UE, which captures public values $(x_i, f(x_i)P_2)$ of UE, can not perform a replay attack.

*Proof.* The malicious UE may intercept the communication between legitimate UxNB and UE. Also, it may pass the confirmation phase by sending the public values of UE. However, when it requests service from legitimate UxNB, it can not send an encrypted message due to not having the private key $f(x_i)$. □

**Theorem 3:** The attacker who captures the value of $P$ and $f(x_i)P$ sent by the UxNB publicly cannot have knowledge of private key $f(x_i)$.

*Proof.* Given two points $P$ and $f(x_i)P$ on an elliptic curve group, it is hard to find the $f(x_i)$ value that provides the relationship $f(x_i)P = f(x_i) \times P$. This open problem is called ECDLP. Therefore, it is hard to find $f(x_i)$ by having $P$ and $f(x_i)P$. □

**Theorem 4:** The attacker can not decrypt the communication between UEs and UxNB after handover.

*Proof.* The communication is encrypted by the private of UE $f(x_i)$, and the public value $x_i$ is sent with the encrypted message. The UxNB can compute $f(x_i)$ with the knowledge of the secret function $f(x)$ and the UE public key $x_i$. Attackers can only eavesdrop on encrypted traffic. □

The attacks in the four theorems mentioned are very crucial problems for the security in the specified densely populated scenario. First, the intruder can act as a legitimate UE or UxNB by eavesdropping the communication channel and obtaining some security parameters. Keeping secret of private keys in the proposed system is very critical. If intruders can capture private keys equal to the specified threshold value, they cab recover the secret polynomial and decrypt the information in the entire system.

### VII. Performance Analysis

Our main objectives in the performance analysis are to show the importance of capacity injection for QoS and compare the handover time and the number of control packet transmissions in group handover. The SimuLTE [21] library built on top of the Omnet++ and INET framework is used to simulate our football stadium scenario, as seen in Figure 4. The most complex LTE scenarios can be simulated in SimuLTE in accordance with the 3GPP Release 16 [7]. The simulation framework exploits the layer base structured environment, and the handover process is accomplished mostly by the physical layer. Further, the $X_2$ link between BSs and protocols are well-designed and implemented by SimuLTE. The channel model configurations for SimuLTE we used for our simulation can be seen in Table II.

According to the simulated scenario, a terrestrial BS provides service to UEs inside a high capacity football stadium. Due to the excess number of UEs, the BS cannot provide the desired QoS. More than one UxNB is sent to the zone throughout the game for capacity injection. According to the scenario, it is necessary to authenticate UxNBs and to handover UEs from terrestrial BS to the nearest UxNB.

| Channel Model Type | Realistic Channel Model |
|--------------------|-------------------------|
| Shadowing          | False                   |
| Fading             | False                   |
| BSTxPower          | 30 dBm                  |
| UETxPower          | 26 dBm                  |
| Cable loss         | 2 dB                    |
| Noise Figure       | 5 dB                    |

Fig. 4. Simulation scenario. Several UEs detach from the s-BS and attach to the t-BS. Handover solution both in LTE and our proposed method is simulated by SimuLTE.

### A. Capacity Injection

In parallel with the technological advancements in mobile networks, the peak data rates of downlink and uplink increase. While the average downlink value provided today in LTE technology is 100 megabits per second (Mbps), the uplink value has been 50 Mbps [22]. A BS that encounters a request above this uplink and downlink threshold values will start dropping packets. As a result, there will be a decrease in the QoS values are determined by the service provider.

In high-density areas, such as stadiums, the uplink value will typically be high. In our simulation, we have simulated that UEs request service to watch a video simultaneously. According to the simulation we implemented with SimuLTE, as the number of UEs increases, the required uplink value increases, as shown in Figure 5. For example, the request created by 100 UEs at the same time creates an uplink value of 110 Mbps for the BS. Only 100 UEs can consume all the downlink limit for one terrestrial BS if they all watch a video simultaneously.

As can be seen, it is not possible to provide service with only one BS in very crowded environments. The use of UxNB emerges as a promising solution. Another question at this point is how many UxNBs on average can be sufficient to cover a stadium. According to the study [23], the downlink value for UxNB is 160 Mbps, a typical flight height of 150 m. The solution will need one UxNB for approximately 10 UE. Using too much UxNBs will cause several handover processes. Therefore, a group handover is a promising solution for our scenario.
B. Group Handover

The latency is one of the main issues in the handover schemes. If the latency is huge in the communications, the quality of service dedicated by providers will be low. The time used up in the handover process, and the number of control packet transmissions between UEs and BS bring along the latency for handover. As we remember, several numbers of UEs in a football stadium will switch their access network from a terrestrial BS to an UxNB. The pre-designed scheme in SimuLTE, in accordance with standards are exploited to simulate the LTE handover scheme. We reconfigured some of the codes in the LTE scheme in order to attain statistical information about total handover time and the number of control packet transmissions created by BS and UEs.

As we can see in Figure 6, the total handover time is increasing in the LTE scheme when the number of UEs increments. The s-BS should send user-related data for each UE to the t-BS according to the standards. Hence, the communication between BSs is proportional to the number of UEs, as in Figure 7. Each UE is linked with the core network to update handover parameters, and six transmissions from UE to the core network is a fixed value in both standards and our proposal. The most energy-consuming transmissions occurs between BSs.

If we check out the handover time result for our proposal in Figure 6, the number of UEs is not affecting the total handover time. Because a group handover scheme is performed by the t-BS. The t-BS collects public values of UEs and compares the received values with values produced by the private function. The number of control packet transmissions for our proposal is in Figure 7. The control packet transmissions per UE is still six as in standards. Because the UE must update handover parameters with the core network. The advantage of our proposal on the LTE is the communication between BSs is zero. The t-BS can handle authentication UEs by confirming their public keys without the requirement of communication with the s-BS.

C. Performance Assessment

Both in TS 36.300 [7] and our proposal, the number of control packet transmissions per UE is six. The reason behind that is the UE contacts with the core network six times to transfer the new connection parameters for the t-BS.

In LTE standard [7], the s-BS sends the connection information for related UE to the t-BS. Every connection between the s-BS and the t-BS has an acknowledgment message to endorse the receiving of the data. At the end of the handover process, the t-BS informs the s-BS for completing the handover. Hence, the total number of control packet transmissions by the s-BS or the t-BS is double the number of UEs.

In our proposal, the communication between the s-BS and the t-BS is not performed. The t-BS knows the secret $f(x)$ function, which the key factor for the confirmation, when the t-BS becomes active. The s-BS (terrestrial) authenticates the t-BS (UxNB) when the t-BS become active at the football stadium. Once authentication is confirmed, the s-BS shares the secret function with the t-BS. In the handover process, the t-BS performs the confirmation by using the private function. The relevant UE sends the public keys $(x_i, f(x_i)P)$ to the t-BS. The t-BS performs modulo addition for each $x_i$ value and elliptic curve addition for each $f(x_i)P$ value. Once all the UEs in the group send public values, the t-BS compares the total $x_i$ and total $f(x_i)P$.

When we compare the total handover time for LTE and our proposal, the enhancement of the number of UEs does not change the total handover time in our proposal. However,
the handover time is proportional to the number of UEs in standards. The reason for that is the communication between the $s$-BS and the $t$-BS is getting increased if the number of UEs is too much.

According to the simulation results, the time for one packet control packet transmission between BSs is approximately 7.5 nanoseconds. The $s$-BS sends one packet to the $t$-BS for UE information and receives one packet from the $t$-BS for acknowledgment. The total time to send one UE data from the $s$-BS to the $t$-BS is 15 nanoseconds. 0.05 seconds is the standard time for both our proposal and LTE standard. This time slot is required to start the handover process by UE and to update the core network about cell change. Unlike our suggestion, in LTE, the $t$-BS sends the acknowledgment that the handover is completed to the $s$-BS. This equates to a time of about 10 microseconds. Another reason for the change in handover time in LTE is data sharing between BSs. While the data sharing process for one UE is 15 nanoseconds, it is 1.5 microseconds for 100 UEs, and this value increases as the number of UEs increases, as in Figure 6.

VIII. CONCLUSION

A group handover solution is proposed in this paper. The main objectives of our study are to decrease the total handover time in the high-density places, to propose an authentication scheme between BSs and to decrease energy consumption by restricting the number of control packet transmissions in the handover process.

Results taken from our simulations show that the handover time is constant in our proposal, which is $0.05 s$, and there are no control packet transmissions between BSs. Whereas according to 3GPP Release 16 [7], the $s$-BS must send data to the $t$-BS for each UE to complete the handover successfully. The handover time and the number of control packet transmissions are entirely related to the number of UEs in the handover process. Hence, the handover time and the number of control packet transmissions between BSs are increasing, and they are proportional to the number of UEs.

In our proposal, the $t$-BS can authenticate a group of UEs with a private function without revealing any security parameter. The discrete logarithm problem in the elliptic curve groups hides the private keys of UEs. The control packet transmission between the $s$-BS and the $t$-BS is zero and not affecting the handover time. Besides, the performance issue of the $X_{	ext{H}}$ link between terrestrial and UxNB can be solved by our authentication solution.

The scenario for which we propose our scheme does not include a high mobility. The terrestrial and UxNB are both fixed. The UxNB comes over the high-density area and provides service to the UEs in its coverage area. The main objective of UxNB is to decrease the burden on the terrestrial BS. However, UxNB is going to move into urban or disaster areas.

In case of a high number of UxNBs in the air to cover all the areas along with densely deployed UEs, new schemes are required to provide authentication between several UEs and UxNB, between UxNBs. Besides, UEs will be transferred from one to another UxNB. Handover schemes are also the need of future beyond 5G networks.
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