A Survey of Distributed Ledger Technology for IoT Verticals

RONGXIN XU, Hunan Key Laboratory of Data Science & Blockchain, Business School, Hunan University, China
QIUJUN LAN, Hunan Key Laboratory of Data Science & Blockchain, Business School, Hunan University, China
SHIVA RAJ POKHREL*, School of IT, Deakin University, Australia
GANG LI, Centre for Cyber Security Research and Innovation, Deakin University, Australia

The Internet of Things (IoT) and Distributed ledger technology (DLT) have significantly changed our daily lives. Due to their distributed operational environment and naturally decentralized applications, the convergence of these two technologies indicates a more lavish arrangement for the future. This article develops a comprehensive survey to investigate and illustrate state-of-the-art DLT for various IoT use cases, from smart homes to autonomous vehicles and smart cities. We develop a novel framework for conducting a systematic and comprehensive review of DLT over IoT by extending the knowledge graph approach. With relevant insights from this review, we extract innovative and pragmatic techniques to DLT design that enable high-performance, sustainable, and highly scalable IoT systems. Our findings support designing an end-to-end IoT-native DLT architecture for the future that fully coordinates network-assisted functionalities.
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1 INTRODUCTION

Distributed Ledger Technology (DLT) [113] has started transforming all aspects of modern trade. As reported by Tapscott [127], blockchain appears to be a more prominent arrangement than the Internet itself (see [132] and the references therein). Consolidating DLT and Internet of Things (IoT) [7] means that we have two great arrangements together, and the management of the convergent DLT-IoT framework is more challenging and non-trivial. However, such a convergence is important and will be highly impactful as both DLT and IoT are distributed by nature and may complement each other.

With the rapid advances of the fifth-generation (5G) and beyond wireless communication technology, IoT has evolved from an early concept [7] to a reality [150]. It is well-known that DLTs bring a range of benefits, which are not only the solutions to existing IoT problems, but highly likely to benefit emerging issues of future IoT applications. As the IoT systems are distributed by nature [49], it is expected that DLT, such as blockchain, could play a vital role in orchestrating how the things, devices and machines collaborate in a decentralized fashion [102].

In this context, DLTs are being developed as a basis for applications and devices that involve transactions and interactions [76]. DLTs have the potential to improve the transactions and interactions among IoT devices. Moreover, DLTs can flexibly integrate IoT contracts with other intelligent applications and devices (without a third party), thus explicitly bolstering the internal mechanism of IoT system. Data governance in IoT [123] has usually been a theoretical-sounding concept until recently, but it is gradually commencing a real need [27]. In addition to the new data privacy
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regulations, such as the General Data Protection Regulation [1] and the California Consumer Privacy Act [2], the occurrence of numerous data breaches \(^1\) and ransomware \(^66\) in IoT requires a new data governance approach to restoring public trust \([74]\). We advocate that DLTs could help reinstate the trust in IoT applications.

As mentioned earlier, the gradual convergence of IoT and DLT will be a greater framework \([37]\). In building up and managing the IoT systems, DLTs have the potential for its orchestration and automation, such as transparency in supply chain initiatives to encourage self-execution of payments and enhancing data protection for the distributed processing among devices and things \([3]\). We observe that DLT vows to be a missing link of IoT that could empower peer-to-peer negotiated conduct between devices with no other party to “certify” IoT transactions. DLT can address the impending challenges of scalability, the primary objective of disappointment between IoT devices and parties, and their security, trust, time stamping, record, and reliability for efficiency and consistency \([37]\). This is reflected, for example, in the adoption of group signatures and blockchain by Xu et al. \([143]\) for anonymous identity management in the smart home IoT applications. Ouadah et al. \([97, 98]\) developed a DLT access control framework – FairAccess, which treats the access rights as assets in the blockchain to replace cryptocurrency and exchange the access rights securely through transactions. Such a framework can be extended and operationalized for IoT applications.

Some existing platforms and giant companies have already considered the potential of this convergence. IBM Blockchain \(^2\), for example, now allows the extension of blockchain to the cognitive IoT. Other platforms such as Amazon Web services (AWS) IoT, Google Cloud IoT platform (GCP), Microsoft Azure IoT Suite, and Oracle IoT already have DLTs in their roadmap \([114]\). IOTA \([107]\) is another important initiative \(^3\), which develops an open-source DLT and cryptocurrency for IoTs. We believe that the blend of IoT and DLT will generate real momentum across organizations and in multiple facets of IoT implementations \([37]\).

With DLT-IoT convergence, we anticipate major contribution to the evolving digital ecosystem that is motivating countless technologies and impacting endless applications, from analytics, security, privacy to their automation and orchestration \([150]\). In a distributed IoT environment, all aforementioned facets have so far always been considered in a centralized fashion, which potentially causes the Single Point of Failure (SPoF) \([115]\).

1.1 Motivation and Relevant Works
Fortunately, just as IoT devices cross the 30 billion imprint \([96]\), cutting-edge DLT initiatives such as IOTA \([107]\), Hashgraph \([13]\), Neural Ledger \([135]\) and Interledger \([124]\) are now on the market. These new DLT initiatives exemplify attractive designs for the transaction dynamics required to support various IoT scenarios (discussed later in Section 5). Such a blend of IoT with DLT could fundamentally transform inter-organizational transactions and enable seamless enterprise collaborations. However, to realize the aforementioned changes and the seamless integration of DLT with IoT, there are a lot of challenges to be resolved. We have identified the following key bottleneck challenges, which will be discussed in details later in Section 3.

**Resource limitations.** Blockchain, for example, adopts the Proof of Work (PoW) as a consensus mechanism, in which each node in the network has to store all transactions. This requires high computing power and large storage space, and it is not realistic for IoT devices with limited cost.

\(^1\)https://www.csoonline.com/article/2130877/the-biggest-data-breaches-of-the-21st-century.html
\(^2\)https://www.ibm.com/thought-leadership/institute-business-value/report/device-democracy
\(^3\)https://www.iota.org/
## Table 1. Comparison with Existing Surveys

| Survey                        | Atlam et al. [8] | Antal et al. [6] | Kannengießer et al. [52] | Zhu et al. [152] | Bouras et al. [19] | This Work |
|------------------------------|------------------|------------------|--------------------------|------------------|-------------------|-----------|
| Research Evolution           | —                | —                | —                        | —                | —                 | Visualize evolution paths using knowledge graphs |
| Challenges                   | Challenges of blockchain with IoT | —                | —                        | Focus on future directions rather than current challenges | Basic challenges faced by DLT in eHealth | Thoroughly identify DLT-IoT convergence challenges from each layer |
| DLT for IoT                  | Blockchain DAG Federal ledger | Blockchain DAG | Blockchain               | Novel prototypes that are IoT-friendly and quantum-safe, such as IOTA and Hashgraph |
| Industry Verticals           | —                | —                | Smart Home Smart Transport Supply Chain Smart Health Smart Energy | eHealth          | The latest investigation of Zhu et al. [152] + Smart City, and application proposals based on DLT characteristics |
| Architecture                 | 4-layer IoT architecture | 3-tier DLT architecture | Hierarchical structure | 5-layer DLT architecture | —                 | A new 6-layer architecture build on [6, 8, 19, 32, 52, 152] allows for a more comprehensive projection of solutions, e.g., IOTA |

**Latency.** Blockchain relies on a number of nodes to commit and confirm a transaction. In general, the speed of transaction generation is much slower than the confirmation speed [147], and most transactions are in the waiting queue for confirmation, which increases the latency of the system as a whole.

**Scalability.** Due to the latency incurred in the confirmation of a transaction, the capacity of the entire network has a finite upper limit, and therefore continuous addition of new nodes into the network system increases congestion [53].

**Transaction Cost.** To obtain priority in the confirmation process of transaction processing, new transactions often need to pay a fee to the verification node [116].

**Interdependent Features and tradeoffs.** In specific IoT application scenarios, while emphasizing and enhancing some DLT features, we often have to quantify the trade-off among features, such as privacy and performance. In other words, it is difficult to satisfy the constraints of DLT all the times.

**Cost-effectiveness and Performance.** Generally speaking, different DLTs have unique structures and advantageous scenarios. However, in practice, especially for IoT enterprises, there are often multiple scenarios that require DLTs. The cost of using multiple DLTs simultaneously is very high, and the blockchain’s high latency and low throughput further aggravate this situation. So we need to come up with the most suitable version of DLT based on the internal mechanism of IoT applications [85].

The literature on DLT for IoT is quite rich [6, 8, 19, 32, 52, 152]. Most survey works [6, 19, 62, 101] comprehensively reviewed the challenges and applications of DLT and IoT separately, and provided researchers with a systematic and holistic views of the state-of-the-art in the fields. In Table 1, we summarize existing survey works and contrast them with this work, on various dimensions including DLT architecture, DLT for IoT, DLT characteristics, applications, etc. Of particular relevance to this work are the studies in [6, 8, 19, 32, 62, 101]. Dorri et al. [32] proposed a lightweight and scalable blockchain optimized for the needs of the Internet of Things, which uses a time-based distributed consensus algorithm to reduce the overhead of the blockchain. However, [32] does not fundamentally address the problem of transaction cost, but uses advertising the revenue as a novel substitute. Similarly, Park and Kim [101] proposed a DAG-based DLT called powergraph to reduce the delay of power transaction process in smart grid, and the evaluation
results showed that **powergraph** achieves higher transaction processing speed, though it does not consider the case of offline transactions. However, at the same time, since the nodes in the network actually play the role of miners, the transaction fees can not be eliminated.

Kokoris-Kogias et al. [62] proposed a sharding-based DLT called **OmniLedger**, which optimizes the performance via parallel intra-shard transaction processing, without accounting for resource consumption. Thanks to collectively-signed state blocks, and low-latency “trust-but-verify” validation for low-value transactions, **OmniLedger**’s throughput scales linearly with increase in the number of active validators.

To summarize, the survey works focusing on the hierarchical architecture of DLT and its importance for IoT are enlisted below:

1. **Atlam et al.** [8] reviewed the centralized IoT architectures, compared the characteristics of blockchain and IoT, with an aim to extract the benefits of implementing blockchain in IoT. However, a wider range of model choices, such as DAG based DLT, were not considered.

2. **Antal et al.** [6] constructed and analyzed a 3-tier technical architecture based on the decentralized application of blockchain, and proposed a technical route to implement a distributed system. However, they did not pay attention to industry applications and the challenges of DLT-IoT convergence.

3. **Kannengießer et al.** [52] investigated the literature and consulted experts to determine the popular DLT characteristics, then comprehensively summarized the trade-offs among different characteristics. However, they did not consider the effects of different DLT prototypes in the context of IoT.

4. **Zhu et al.** [152] divided DLT into a five-layer architecture. The difference of [152] from other studies is that they distinguished blockchain with DAG-based models and reviewed **machine-to-machine** (M2M) economy. However, the tight coupling of DLT characteristics with IoT applications requires further exploration and systematic survey.

5. **Bouras et al.** [19] decomposed the key players and their tasks in **eHealth** in detail, aiming to build an **eHealth** architecture based on DLT. A clear architecture diagram and solution comparison are given.

As mentioned, although DAG-based IoT prototypes are emerging [6, 152], many recently proposed models have not been covered in the existing surveys. Overall, existing surveys have partially demonstrated existing works, but are not comprehensive for the IoT applications of DLT, especially in the context of DLT-IoT convergence. Most importantly, no existing survey work discusses the feasibility of DLT-IoT convergence scenarios and comprehensively envisages the development of novel DLTs for IoT applications.

### 1.2 Contributions

Our first main contribution in this work is a **new framework for conducting a systematic and comprehensive review of DLT over IoT by extending the knowledge graph approach**. To better organize and understand the links of existing theories, proposals, gaps and research trends to date, we extend the knowledge graph to capture the structural foundation of DLT-IoT convergence by specifically focusing on their evolution and the current state-of-the-art. The outcomes enable us to develop a holistic understanding of the underlying context and to generate insightful visualization of the underlying evolution, research trends and impeding gaps for DLT-IoT convergence. Resulting outcomes are illustrated later (e.g., see Algorithm 1 and Figure 2).

Other main contributions of this work are threefold:

---

4 A knowledge graph is a semantic network that demonstrates a set of interconnected descriptions of objects, events, or concepts.
1.3 Organization of this paper

Figure 1 shows a high-level view of the organization of this paper. In the Section 7, we develop a new six-layer DLT architecture, which introduces a function Layer to show the close coupling relationship between DLT characteristics and IoT applications, and then we discuss the challenges of DLT-IoT convergence from the prospective of different layers in the Section 3. In the Section 4, we introduce other DLT prototypes that have application potential in IoT scenarios, including IOTA, Hashgraph, and some blockchain variants with higher scalability, then discuss their differences and their respective advantages. In Section 5, we comprehensively introduce the main industries of IoT, such as smart home, smart city, intelligent transportation, smart energy, smart health, and smart manufacturing, then discuss the use cases and important characteristics of DLT in different industries. In Section 6, we investigate the recent promising conceptual models, such as DLT virtualization and neural ledger, then discuss the impact of these models on IoT and future research directions.

2 METHODOLOGY AND RESEARCH STATUS ANALYSIS

In this section, we analyze the literature extensively using theoretically supported techniques to avoid subjectivity, of which the knowledge graph is one such tool.

Speel et al. [125] developed knowledge graph as a visualization mechanism that analyzes the structure of the existing domain knowledge to discover hidden features, unforeseen connections and gaps. It adopts graphics to present the connections between knowledge, which, when used for a systematic survey of emerging technology, it can help researchers quickly understand the research status and envisage future research directions.
Among the tools dedicated to building knowledge graph, *Citespace* is a celebrated tool \[23, 24\] to analyze the research connections and relationships between articles, and on that basis, it can generate a variety of co-citation networks to reveal the knowledge structure of the current field \(^5\).

*Citespace* connects to the Web of Science data sources, and we look for the keyword "distributed ledger" and designate the "Web of Science Core Collection", to search scope as "Topic". We found 1489 articles matching the criteria. Then, we export the full records and references into plain text format and use *Citespace* to generate knowledge graphs.

To this end, extending the idea proposed in \[35\], we design Algorithm 1 to generate a knowledge graph from the exported citations. It is worth noting that we use the modified *g*-index \[35\] to select nodes and then calculate the connection between the nodes by cosine similarity as shown in Line 5. For the clustering analysis, we introduce the concept of *sub-graphs* and *cut function* without explanation in Line 9. In fact, the algorithms involved in *Citespace* are far more complex than this. For more technical details, please check the early works of Chen \[24\].

---

**Algorithm 1** Knowledge graph generation algorithm

**Input:** Slicing citations files per year: \( \mathcal{D} = \{\ldots, slice_{year}, \ldots\} \), year = \{2016, \ldots, 2021\}, \( k \)

**Output:** Knowledge Graph \( \mathcal{G} = (\mathcal{V}, \mathcal{E}) \)

\[
\begin{align*}
1: & \text{for all } slice_{year} \in \mathcal{D} \text{ do} \\
2: & \text{select nodes set } \mathcal{V} \text{ by} \\
3: & \{A_i\}_{i=0}^n \leftarrow \text{Set of papers that cites } c_i \\
5: & \text{Get } \mathcal{E} \text{ by computing cosine similarity } w_{ij} \text{ between } A_i \text{ and } A_j \\
6: & \text{for all } c_j \in \mathcal{V} \text{ do} \\
7: & \text{for all } c_i \in \mathcal{V} \text{ do} \\
8: & w_{ij} \leftarrow |A_i \cap A_j|/\sqrt{|A_i| \times |A_i|} \\
9: & \text{Compute sum of weights of links in sub-graphs } \mathcal{G}_k \\
10: & \text{vol}(\mathcal{G}_k) \leftarrow \sum_{i \in \mathcal{G}_k} \sum_{j} w_{ij} \\
11: & \text{Search different clusters by } \text{min}_k \sum_{k=1}^K \text{cut}(\mathcal{G}_k, \mathcal{G} - \mathcal{G}_k)/\text{vol}(\mathcal{G}_k) \\
12: & \text{Automatic node labeling based on frequency} \\
13: & \text{Automatic cluster labeling by Latent Semantic Indexing (LSI)} \ [30]
\end{align*}
\]

To discover and find the research trends, directions and gaps, we apply the timeline view and illustrate the generated knowledge graph using Algorithm 1 in Figure 2. From Figure 2, we can observe that 10 clusters are spreading from top to bottom. Specifically, each line represents a cluster, and the milestones nodes depicting important trends of research in each cluster are marked over the lines in chronological order.

We can clearly see in Figure 2 that the origin of everything is the cryptocurrency, in particular the Bitcoin (BTC). This emergence of BTC demonstrated the ignition towards researchers’ enthusiasm for blockchain research. After the real momentum in blockchain research, several blockchain applications with large communities and investments have emerged quickly, thus advancing DLTs into new forms such as *Hyperledger*, *IOTA* and *Ethereum*.

In fact, as the largest user community and the most mature blockchain application, researchers have favoured *Ethereum*, so that it has become a cluster alone (see #9 in Figure 2). However, due to

---

\(^5\)See http://cluster.cis.drexel.edu/~cchen/citespace/ for further information and details.
the pressure of supervision and the growth of users, *Ethereum* must seek breakthroughs and consensus innovations to meet the requirements of regulations and its own sustainable development, which is also consistent with the changes of research hotspots shown in the knowledge graph.

The security and privacy threats faced by IoT moved research towards adopting DLT in this field. However, hardware constraints require more resource friendly and scalable consensus mechanism. Naturally, such a consensus mechanism shall meet the above expectations. As the consensus mechanism of *IOTA* [107], *Tangle* has recently attracted the attention of researchers with its excellent performance and scalability. Moreover, DLT also helps IoT to be more accountable, when data leakage occurs which helps intelligent IoT devices to perform more secure access control and ensure data security (see #1, #2 and #3 in Figure 2).

Another exciting observation in Figure 2 is the emergence of new technologies, such as 5G, big data, machine learning, cloud, and artificial intelligence. They have brought new opportunities for DLT over IoT (see #8 and #10 in Figure 2). In addition, quantum computing brings opportunities with more severe security challenges to the existing consensus mechanisms and encryption algorithms. We can clearly see that there are few nodes in the lower right corner of the knowledge graph, which demonstrates research gaps from 2020 to 2021. To this end, we provide a comprehensive summary of the field’s hierarchy, from features to applications, and discuss challenges and opportunities to deliver material support and sources of inspiration for new research.

3 DLT-IoT CONVERGENCE CHALLENGES

The DLT-IoT convergence faces many challenges. These challenges seem to be chaotic, but in fact, we can identify their sources, which will help us propose targeted improvements for each challenge. We will also discuss the challenges of DLT-IoT convergence later in Section 7. In this section, we will identify and distinguish the corresponding challenges based on the proposed DLT for IoT architecture, as shown in Table 2.

3.1 Challenges in Hardware and Prototype Layers

In the prototype layer, we have introduced several attractive designs of DLT with different structures. But when we examine hardware and prototype layers from more stereoscopic perspectives,
we have found that there is a subtle relationship between them, which gives rise to some application challenges, as shown in Table 2, including resource limitation, energy consumption, and generality of the prototype. Therefore, we will reveal these challenges more specifically.

When applying DLT in IoT, we must consider resource limitations. According to the estimates in [16], the size of the complete BTC transaction history in the past ten years has exceeded 300GB. At the same time, the total data size of Ethereum has exceeded 5TB, and the size of each node has also reached 165GB [91]. To make matters worse, as new nodes join and transactions continue, the size of the blockchain ledger will become larger and larger. This is unacceptable for IoT devices with limited storage space. The usual solution is to distinguish the nodes functionally. For example, in the blockchain, only full nodes store the complete chain. IOTA introduces the concept of local snapshots. Permanodes will store all transaction data, while Full nodes will only store transaction data since the last network snapshot. However, this method will cause some nodes to rely on other nodes to inform the status of the current distributed ledger, which will lead to the centralization of the network. In addition, too large a chain will also lead to the growth of synchronization time, especially when IoT devices are usually narrow bandwidth.

Energy consumption is another concern. The PoW consensus mechanism is adopted in the blockchain, which means that a transaction needs much computation by CPU or GPU before it is confirmed. As we all know, the power of CPU and GPU is quite high. Maintaining the continuous high load operation of these devices will bring huge energy consumption [28]. IoT devices with weak computing power and limited power are difficult to be competent for such tasks. On the other hand, it will also bring environmental protection problems [130]. Of course, we can use other consensus mechanisms instead of PoW to alleviate this situation. For example, Ethereum 2.0 will use PoS instead of PoW. However, the mainstream blockchain consensus mechanism appears to hold PoW for some time now.

### 3.2 Challenges in Network and Consensus Layers

For a long time in the past, the consensus mechanism based on PoW has ensured the security of DLT. However, with the vigorous development of DLT, the number of users has also ushered in explosive growth, and the incredible number of transactions brought by it has put forward more stringent requirements for the DLT network. It seems that the current DLT network infrastructure and network topology are facing more and more obvious challenges. As shown in Table 2, Therefore, we try to explain from the architecture why DLT is facing these challenges, such as latency, transaction fee, throughput, scalability, as we have shown in Table 2.

We must realize that the network bandwidth between nodes is not always high, especially for IoT. Imagine in a DLT network, assuming that it takes 2 minutes for a new transaction to be accepted by all nodes, and a new transaction will be generated every minute in the network, then there will be such a situation: a node has already recorded a new transaction when it has not received the last transaction data. In the blockchain, since the blocks are added

### Table 2: Challenges of DLT-IoT convergence in different layers

| Hardware & Prototype | Network & Consensus | Trade-off & Application |
|----------------------|---------------------|-------------------------|
| Resource limitation [16] | Scalability [20, 42] | CH trade-off [52] |
| Energy consumption [28] | Transaction fee [116] | Coupling of CH and App [52] |
| Generality of prototype [85] | Throughput [20] | |
| | Lantency [42] | |
one by one in chronological order, this situation will lead to the fork of the blockchain, which reduces the security of the blockchain, because the computing power of the entire network will be apportioned. The attack can be completed with a computing power lower than 51%. Therefore, in order to ensure security, the blockchain sets the block generation speed of the entire network at a deficient number, which means that the ability of the DLT system to process transactions, that is, throughput is very low, and accordingly, the difficulty of PoW will be severe. However, not all nodes have the ability to perform such complex calculations, so the verification of transactions will be completed by nodes with high computing power, but this brings other problems.

When only part of the nodes verify transactions, it naturally means that the speed of transaction verification may slower than the speed of transaction generation. In this case, many new transactions will be queued for verification, and the latency of the entire DLT will be quite high. With the addition of new nodes, the number of new transactions will increase, which will cause network congestion and even system paralysis. Therefore, for BTC that uses the PoW consensus mechanism, the scalability is quite poor. At the same time, in order to obtain the priority of transaction confirmation, the node will have to pay a fee to the verification node, which increases the cost of DLT.

The DLT prototype based on DAG claims to eliminate transaction fees, because the DAG network topology makes transaction processing parallel, so there is no need to perform complex PoW calculations, and each node will participate in the transaction confirmation process. With the extension and entanglement of the DAG network, the effect of collaborative verification becomes more and more obvious, so it has extremely high throughput and scalability while maintaining low latency.

### 3.3 Challenges at the Function and Application Layers

When we review the unlimited potential of the combination of DLT and IoT, we can see potential for many tightly coupled IoT application scenarios. However, this relationship and the fragmentation characteristics of DLT bring challenges to the application, as shown in Table 2.

Using Figure 3, we illustrate and explain this complex interrelationship and construct a Ternary chart to show the trade-offs on DLT features. Although the combination of DLT and IoT brings encouraging benefits, the hierarchical relationship of architecture brings the dependence on the native characteristics of DLT. Furthermore, limited resources make it impossible for us to achieve all DLT characteristics optimally in the application. On the contrary, improving one or more of them has to weaken the others, which leads to a trade-off. For example, as mentioned above, in order to ensure the security of the blockchain, the continuous addition of new nodes will lead to the increasing difficulty of PoW, resulting in network congestion and poor performance [20, 42]. Because of the trade-off, DLT applications are strongly coupled to DLT characteristics. In other words, applications will make trade-offs on DLT characteristics according to the requirements of scenarios, to determine their own architecture. For example, for high scalability and no transaction fee, DLT prototypes based on DAG can be used. Figure 3 intuitively describes this trade-off and coupling relationship. As summarized in Table 4, these three types of characteristics can be regarded as the vertices of a triangle, and in the application, we can only take a certain edge of the triangle, which means that DLT can improve at most two of them, and it does not perform well on the other type [51, 154]. For example, IOTA has chosen better decentralization and performance, so it is not as secure as BTC and Hyperledger. Hyperledger has chosen better performance and security, but it is more centralized to a certain extent, and BTC has chosen better Decentralization and security, but the difficult PoW brings poor performance.
Generally speaking, the blockchain uses PoW as the underlying consensus mechanism [138]. In most blockchain application scenarios (such as BTC), miners consume a large amount of computing power and simply use it for competition, so this leads to a waste of computing resources in the distributed network [79]. To alleviate this problem, some improved consensus mechanisms have designed an incentive system different from the blockchain-consuming resources within the network, such as Proof of Stake (PoS) [59], Proof of Elapsed Time (PoET), Practical Byzantine fault tolerance (PBFT) [22], Federated Byzantine Fault Tolerance (FBFT), it is worth noting that PDFT is considered to be used in IoT, but unfortunately, it still does not scale. The high demand for computing resources and scalability makes it difficult for blockchain to be implemented on a large scale, especially for the application of [70] in IoT. Therefore, some researchers have begun to explore that there is no need for miners to participate, no transaction fees, and good scalability. Most of these systems are based on directed acyclic graphs (DAG). Unlike the chain structure formed by connecting blocks in chronological order of the blockchain, DAG is a network structure in which transactions are connected. [25] first introduced DAG into DLT. After that, many DAG-based or DLT systems similar to DAG, such as IOTA [107], HashGraph [13], NANO [72] etc.

### 4.1 IOTA

Among all DAG-based DLTs, IOTA is considered the most promising [6], because it is specially designed for IoT and has great application prospects in the industry 4.0 era. IOTA uses DAG and a well-designed consensus mechanism. These two form a distributed ledger that becomes the Tangle, which eliminates the part of the blockchain that relies on miners for mining. Every node in the tangle network is assumed to “hope that their transactions will be confirmed as soon as possible”, which drives them to participate in the verification and maintain network security. In the IOTA transaction process, when a node tries to add a transaction to the tangle network, it needs to find two transactions that other nodes have not confirmed, verify its validity through a small amount of calculation, and then point its transaction to these two transactions. At this time, the transaction will be added to the network, waiting for subsequent transactions to be verified. This method is officially called “Tip Selection Algorithm” by IOTA [67], and Figure 4 shows the network structure and consensus process of Tangle.

In the tangle network shown in Figure 4a, the transactions marked in green have been fully confirmed, the transactions marked in blue are in a partially confirmed state, and the tips marked in grey represent unconfirmed transactions in the Tangle. In Figure 4b, there are two newly generated tips, denoted by 1 and 2, respectively. As mentioned before, if these two tips want to be added to the tangle network, they must first verify two unconfirmed transactions. Tip 1 selects transaction “W” and transaction “X”, and then verifies the validity of them and their verified transactions (Q,
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(a) The original Tangle network

(b) Tangle network after adding two new tips

Fig. 4. Tangle’s consensus process

S, U, P, M, K, etc.) through a few calculations, so it sets itself Point to “W” and “X,” the light blue area indicates the verification path of tip 1. And tip 2 chose transaction “Z” and transaction “Y” and did the same thing. Since the transaction “N” has been verified by all current tips, it becomes a fully confirmed state. On the one hand, the nodes in the tangle network do not need to verify all transactions, and the verification can be parallel (for example, the verification process of tip 1 and tip 2 can be performed at the same time), so the Tangle can achieve faster verification speed and more high throughput, on the other hand, as shown in Figure 4b, the verification paths of new tips will overlap and cross each other, so transactions will be repeatedly confirmed, and collaborative verification of the entire network will appear.

4.2 Hashgraph

Hashgraph also uses DAG as the network structure, which is the same as IOTA, but its most special point is that it does not require any authority nodes. This is often people’s worry about DAG-based DLT prototypes, For example, the validator node in IOTA and the witness node in byteball. At the same time, the consensus process of Hashgraph is essentially an asynchronous BFT algorithm (ABFT), so Hashgraph can be as secure as a blockchain, which has been proven mathematically [14]. It is well known that PBFT has poor scalability because its communication complexity is $o(n^2)$. When the number of nodes in the network increases, the messages that need to be synchronized will increase exponentially, which will cause serious network congestion. Because the consensus process of Hashgraph is completely asynchronous and based on the DAG network structure, it achieves higher scalability and throughput. The official data shows that the throughput of Hashgraph can reach an astonishing 250K TPS in a real environment.

The ability to maintain such high security while achieving extremely fast transaction processing relies on two main mechanisms of the Hashgraph, namely Gossip about Gossip and Virtual Vote [13]. Gossip means that information spreads by each member repeatedly choosing another member at random, and telling them all they know. Let us simply assume that there are three nodes in the network: node one sends all the information it has to node two through the gossip protocol, and node

6https://hedera.com/
two also sends all the information it has to node three, which contains the information received from node one, so it is called *gossip about gossip* (GaG). After GaG, all nodes in the *Hashgraph* network are full nodes, so each node can independently perform virtual voting, and finally will get the same result, that is, a consensus has been reached.

*Hashgraph* uses a concept similar to block, called event. An event contains a timestamp, a transaction set, its own hash value, and the hash value of an event received from another node. We can create timelines for all nodes separately, and events are added to the timeline from bottom to top in the order of generation. At the same time, due to GaG, events of different nodes will be continuously connected, thus forming a *Hashgraph*, as shown in Figure 5. Due to the connection relationship, if a certain sub-event m can be traced forward to the ancestor event n, then it is called m seeing n. In particular, if the path of forward tracing spans more than $\frac{2}{3}$ of the nodes in the network, then it is called m strongly seeing n, and events generated by a certain node are evident to subsequent events of that node.

To complete virtual voting, *Hashgraph* divides events into different rounds according to their visible state. When an event is created, it is in the same round as the parent event, denoted as round $R$, and the first event created in a certain round is called a witness. If an event strongly sees more than $\frac{2}{3}$ of the witness events, this event immediately enters the next round, denoted as round $R + 1$. Furthermore, if a witness event in the round $R$ can be strongly seen by more than $\frac{2}{3}$ of events in the round $R + 1$, then it becomes a famous witness event. In fact, this is a voting process. The same process will continue in the round $R + 2$. Since each node saves a copy of *Hashgraph*, they can independently perform the above virtual voting process locally, and as mentioned above, it has been proven that they will eventually get the same voting result [13].

---

Fig. 5. The consensus process of *Hashgraph*: At first, a1, b1, c1, d1, and e1 are the witnesses of the round $R$ because they are the first event of each node in round $R$. After that, The a5 can see more than $\frac{2}{3}$ of the witnesses, so enter round $R + 1$, and b5, c5 and d5 are the same. At the same time, a5, b5, c5, and d5 strongly see c1, so c1 becomes a famous witness. Finally, a9 strongly sees a5, b5, c5 and d5, so c1 as a famous witness can be confirmed immediately.
4.3 Other DLT advancements

We consider the ongoing advances in DLT prototypes and their practicability over different IoT scenarios considering enhancements such as sharding, edge computing, fog computing, etc. As mentioned earlier, blockchain has some inherent disadvantages over IoT applications, such as insufficient scalability and low throughput [151]. Therefore, it is often difficult to apply it directly over the IoT system. At the same time, blockchain obviously needs to be further improved either because its scale has reached the design bottleneck [4] or for the practical needs of integration with IoT. In fact, the current expansion plan of the blockchain mainly includes sharding [78] and off-chain [105].

Sharding was originally a concept in databases [26], which refers to dividing the database into multiple parts of the same mode and different content, thereby distributing the load and speeding up query time [12]. Inspired by database fragmentation, people put forward such an idea that the nodes and transactions in the blockchain network are divided into different sharding networks, so that the parallel verification of transactions and the linear growth of the scalability of the blockchain can be realized [62], which is called network sharding and transaction sharding. Although network sharding and transaction sharding have increased the throughput of the blockchain to a certain extent, they have not solved the resource limitation problem. The increasing size of the blockchain has brought a heavy burden on storage. In this context, state sharding was proposed, that is, while network sharding and transaction sharding are performed, the storage state sharding is also performed, which means that each node only stores the data of the sharding it belongs to, rather than the data of complete blockchain, so that the data growth will be evenly spread across all shardings.

Off-chain uses a different idea, that is, to reduce the number of transactions that the blockchain needs to process. Therefore, Off-chain requires both parties to handle a series of transactions on their own, while the blockchain only stores the final state of this series of transactions. Off-chain has two schemes: side chain and state channel. In the side chain, the user and the maintainer are not the same, but in the state channel, the user and the maintainer are the same. BTC built a second-layer payment protocol based on state channels, which is called Lightning Network. As shown in Figure 6, in the Lightning network, both parties to a transaction can open a state channel dedicated to two-way payments, and quickly complete multiple transactions through smart contracts, and blockchain only verifies and stores the final state, thus greatly reducing the traffic on the BTC network [105]. The side chain refers to other blockchains that comply with the side chain protocol, which allows BTC to transfer from the main chain to other blockchains safely and to return to the main chain in the future.

![Fig. 6. Lightning Network: Off-chain two-way payment channel](https://lightning.network/)

---
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Overall, we need to compare the above-mentioned DLTs from several aspects. Such a comparison can draw important conclusions, such as Which DLT prototype is more promising for which IoT applications? and What are the necessary characteristics of DLT that makes it more suitable for the IoT network consideration?, among others.

The massive device scenarios of IoT require DLT to have high performance, including high scalability, high throughput, low latency, and low resource consumption. However, blockchains, such as BTC, often perform poorly in these aspects due to their chain structure. Therefore, some people choose a completely different structure from the blockchain, such as the DLT prototype based on DAG. At the same time, others choose to improve some links of the blockchain, so they propose some off-chain methods to reduce or even out the number of transactions to be processed, such as lightning network, side chain, and sharding.

At present, the DLT prototype based on DAG is completely different from the blockchain in the network structure, and theoretically has the best performance, while eliminating transaction fees, so it is suitable for payment scenarios under the IoT. Among them, the most well-known are IOTA and Hashgraph. IOTA uses a consensus mechanism called Tangle. With the extension of the network and the increase of nodes, the speed of transaction verification will become faster and faster. At that time, transaction fees will be completely eliminated. Hashgraph uses a consensus mechanism called Gossip about Gossip, and a virtual voting mechanism that can be performed locally realizes a completely asynchronous Byzantine fault tolerance with high security. In addition, IOTA is open source and has a large developer community, while Hashgraph is a commercial solution with a registered trademark.

Ethereum 2.0 will use the PoS consensus mechanism and sharding to improve scalability. However, sharding may bring some potential security concerns. In the case of state sharding, communication complexity may even offset the benefits. BTC uses a lightning network and side-chain to solve the scalability problem. However, neither Ethereum nor blockchain has really implemented these solutions on the main chain.

5 USE CASES: DLTS FOR IOT INDUSTRY VERTICALS

With the growing emergence of mechanization and electronic information technology, increased productivity and the evolution of the fourth industrial revolution have already been evident [39]. In contrast to the previous industrial revolution, the primary goal of Industry 4.0 is not to replace the existing manufacturing technologies but to utilize the advancements in information and communication technologies (such as 5G and IoT) to establish high speed and low delay interconnections in networks by using existing assets or technologies [129]. This reforms traditional industries more and enhances their intelligence. As shown in Figure 7, we sorted out the main application opportunities of IoT and discussed the application progress of DLT.

![Fig. 7. DLT application over IoT industry verticals](image-url)
5.1 Smart Home

All kinds of smart devices in smart home (such as smart door lock, smart camera, smart gateway, etc.) are connected to each other through the Internet of things, which can automatically respond to people’s commands or actions, so it can provide a more comfortable and safe way of life [63]. In our literature review of smart homes using knowledge graph, the following characteristics are frequently mentioned.

Privacy Ensure that personal data stored in IoT smart devices will not be tampered with, and private data will not be leaked without the permission of the data owner.

Access control Including identity management and identity verification, that is, providing different data access permissions for different identities and secure, anonymous access.

In the existing research, many systems are based on blockchain, but blockchain requires high computing resources and large storage space, which are limited on IoT devices, so some studies have proposed improved systems and evaluated their performance. For example, Dorri et al. [31] divided the DLT application in the smart home situation into three main layers, studied the core components and functions of each layer in-depth, and proposed a lightweight blockchain system, and through simulation, it is verified that the system has higher security and privacy. Aung and Tantidham [9] made some changes based on the research of Dorri et al. [31]. They used Ethereum to build a blockchain, used a private chain instead of a public chain, local storage instead of cloud storage, and added a smart home miner, the purpose is to store strategies for data flow or transaction management, but they did not evaluate the security of the system. Qu et al. [108] takes into account the storage limitations of IoT devices, abstracts the blockchain structure from the hypergraph, treats each home as a node in the blockchain and uses hyper-edge storage, thereby reducing the entire network. The data storage is converted to part of the network storage, which reduces the storage consumption of IoT devices and also solves some security issues.

In general, smart home systems based on blockchain use smart contracts and access tokens to complete access control, but they are immutable and accessible. Attackers can perform attacks by analyzing their execution methods, so some research suggests safer methods. For example, Samaniego and Deters [118] uses metadata and event handlers instead of smart contracts and chain codes to reduce the overhead of the blockchain. Lin et al. [73] proposed a blockchain system based on group signature and message authentication code, which can perform anonymous identity verification on group members and identity verification on home gateways, and prove the system. With anonymity, traceability and confidentiality, it meets the requirements of smart homes for security and privacy. Other studies have proposed a DAG-based distributed ledger system for smart homes to solve the scalability problem. For example, Fan et al. [36] followed IOTA’s reference implementation and used Tangle to build an in-house transaction network for processing distributed energy (DERs) transactions.

5.2 Smart Health

The medical and health industry generates and stores numerous medical records or personal health data from patients. These data are susceptible and are the personal privacy of patients and need to be avoided. However, in practice, these data are often not controlled by the patients themselves, but managed and held by medical institutions. This causes the separation of ownership and management rights, which leads to a series of privacy risks, such as tampering with health records and privacy leakage. On the other hand, patients are not only seen in one medical institution, so there is a real need for sharing health data. However, under the traditional centralized model, it is difficult for medical institutions to share safe and reliable data. In this case, distributed ledger technology is considered to be a technology that is potentially revolutionary for the entire healthcare
system by safely distributing health record management [83]. In our literature review of smart Health, the following characteristics are frequently mentioned.

**Decentralization** The patient becomes a node, and the health data is owned and controlled by the patient himself.

**Privacy** Health data cannot be accessed or illegally modified without the patient’s consent, but can be shared safely and conveniently with the patient’s permission.

In the centralized electronic health record management system, there are some privileged administrators or user accounts. The owners of these accounts may intentionally or maliciously abuse their rights, leading to the leakage of patients’ private data. The report shows that the average proportion of data breaches involving internal personnel in medical institutions even reaches 56% [136, 137]. In order to alleviate these problems, many researchers have proposed a decentralized and access control-based DLT system. Morelli et al. [88] implemented a DLT prototype based on auditing and Hyperledger Fabric to perform access control. Ideally, the following three access control enforcement mechanisms can be met to identify malicious actions by privileged users: i) Decentralized policy definition and management; ii) Distributed policy evaluation; iii) Enforce and log integrity audit.

Leeming et al. [71] proposed a reference architecture called "My Ledger", which is based on the blockchain and is divided into a data layer and a blockchain layer. It is worth noting that in the blockchain layer, the patient grants or revokes access to data through a specific APP, and the hash record generated by the interactive operation will be stored in the blockchain for possible verification processes. At the same time, in general, these details are not public.

Bouras et al. [19] comprehensively reviewed the development of existing centralized identity management and distributed identity management models, and discussed the application potential and latest developments of DLT in electronic health (eHealth), and then two main distributed identity models are given: the general structure of Self-Sovereign Identity and Decentralized Trusted Identity. Simply put, Self-Sovereign Identity is a user-centric distributed model that allows users to fully control their own identity and information data. Users, claim issuers, and relying parties are three main participants in this system. A user can obtain a distributed identifier (DID) at any time, and any other participant who wants to access user identity information must first go through user authorization [90].

### 5.3 Energy Management

With the advancement of smart grid, renewable energy and intelligent response load equipment technology, the energy industry is also facing tremendous changes. Individual producers have participated in the energy network, and the energy network has changed from a central to a distributed one. On this basis, the energy system is composed of producers, consumers and distributed energy resources need a credible market for energy transactions [153]. Our knowledge graph recommends the following characteristics.

**Trust** The electricity consumers in the market are always confident that they will not be deceived.

**Privacy** Making a transaction will never lead to the disclosure of your privacy.

**Performance** The system can handle large-scale transactions quickly and reliably.

Pop et al. [106] used Ethereum to build a blockchain prototype, which collects and stores energy consumption information from IoT smart metering devices, and defines rules that can automatically execute rewards or penalties through smart contracts, and balance energy demand and energy supply. Experimental results show that the prototype can track demand response signals with high precision, while reducing the energy flexibility required for convergence. However,
blockchain-based microgrid energy transactions face privacy concerns, so Hassan et al. [43] used differential privacy technology to ensure that no private information of any transaction participant can be easily inferred, and proposed a blockchain-based microgrid energy auction system called DEAL, which maintains the overall network benefits and social welfare.

In order to solve the shortcomings of high latency and low performance in the blockchain structure, some scholars use DAG to design smart energy systems. Park et al. [100] discussed the possibility of DAG being applied in P2P energy trading platforms from the perspective of IOTA use cases. In further work, Park and Kim [101] proposed a DAG-based smart grid. The distributed ledger is called PowerGraph. Each transaction in PowerGraph is individually confirmed through a well-designed consensus algorithm.

Another emerging model is the vehicle-to-grid network (V2G) [54]. In the V2G network, electric vehicles use two-way charging and purchase energy from the grid or sell energy to the grid according to the situation [40, 41]. The blockchain cannot support the more and more frequent transactions in the V2G network at a lower cost. Therefore, Hassija et al. [44] proposed a lightweight blockchain-based protocol, called DAG-based V2G network (DV2G).

5.4 Smart City

The concept of cloud-based smart cities have already been evident [55, 56]. However, cloud technology cannot solve all the requirements of smart cities in terms of decentralization and transparency. Therefore, it is practical to introduce DLT to enable the technical feasibility of the anticipated smart cities.

Smart cities aim to use information technology to integrate various subsystems and services of the city, thereby optimize city orchestration system by improving city governance and operating efficiency, and thus improving the quality of living. Smart cities could adopt DLT to enable public to participate in the city’s decision-making process while ensuring a high degree of transparency. Based on our knowledge-graph analysis, we found that the following intrinsic characteristics attainable via DLT are most frequently mentioned in the smart city literature.

- **Security** Public data are to be trusted and shall never be maliciously tampered.
- **Transparency** Transactions should be highly transparent, and the necessary information should be accessible easily by the public.
- **Privacy** Public data need to be processed at several administrative and geographic levels and should ensure strong privacy preservation.

Smart cities consist of a variety of IoT devices, sensors and actuators which are the main components of the infrastructure for improved intelligence. However, these devices are often fragile and vulnerable to data security breaches. Although Malik et al. [81] reported that the inherent properties of DLT may be solved, these security challenges make the deployment process of a blockchain-based smart city extremely complicated. Therefore, a systematic method is to be proposed to automate (and orchestrate) the deployment of DLTs over smart city environment.

Research on citizen participation in urban decision-making processes has been ongoing, with the hope of adequately protecting citizen privacy at different levels. Khan et al. [56] proposed a framework based on edge computing with blockchain. Blockchain in [56] is used to provide privacy protection, identity verification, and authorization functions in the transaction process in open urban governance. Edge computing is used for refined processing of different geographic and administrative levels of data to enhance privacy.
5.5 Smart Manufacturing and Industry 4.0

From the perspective of data, information, and knowledge flow, smart manufacturing perceives and obtains the real data of things through industrial IoT, and then extracts the knowledge contained in it to provide personalized industry 4.0 services [141]. These services include several other application-based requirements, including reducing delays in supplies and account collections. They may produce traceability throughout the supply chain, simplify the transaction links, and so on [69, 82]. In this case, the inherent characteristics of DLT can meet such requirements of smart manufacturing, especially the supply chain logistics [140]. In our literature review of industry 4.0, the following characteristics are prevalent in our knowledge graph.

**Decentralization** All nodes jointly maintaining a ledger can always enhance the fault tolerance level of the entire network.

**Trust** Each node in the manufacturing chain shall fully trust other participants to record data honestly and maintain security.

**Traceability** Manufacturing process should be recorded timely and accurately as transactions, and could be used at any time for industry 4.0 automation and orchestration.

**Transaction fee** Some middle boxes often appear in the manufacturing chain, when there are no transaction fee (or low transaction fee) for between various entities of the system.

The advantages of blockchain traceability in the manufacturing industry have been widely studied in literature [34]. The composite material industry is a major supplier in many industries, especially semi-complete products used in the supply of regulated industries, ensuring quality and traceability. Mondragon et al. [87] has studied the ability of blockchain to be applied in the composite materials industry, and pointed out which manufacturing process data should be recorded on the blockchain. The conclusion indicates that the blockchain can shorten the delivery time. The realization of product traceability will help reduce manufacturing costs and realize economies of scale in the future.

Researchers are also interested in how blockchain can help manufacturing companies improve their efficiency. Ko et al. [60] first reviewed the current application of blockchain in the financial industry and supply chain, and then explained the mechanism of blockchain to achieve real-time transparency and cost-saving in the manufacturing industry, and also established The theoretical model is to discuss the competition between manufacturing companies with and without blockchain in the case of a duopoly. The theoretical model shows that the blockchain helps to ensure the integrity of the distributed system. At the same time, through the consensus algorithm, it can realize real-time transparency and save costs, thereby ensuring the sustainability of the manufacturing industry.

Another topic that has emerged with smart manufacturing is the *machine-to-machine* (M2M) economy [112]. In the M2M economy, the machine can accept orders from customers, and then automatically order and pay for the required parts. An order in M2M may require multiple production processes or parts, so the machine needs to divide the order into many sub-tasks, so the sub-tasks must be processed and paid quickly. In this scenario, scalability and payment become the main constraints, so the blockchain may no longer be applicable. Raschendorfer et al. [112] constructed a simple M2M economic system that accepts images uploaded by customers and orders raw materials (such as water and paint) through the machine for drawing. All payments in the system are processed through the *Tangle*, and IOTA’s API is used to initiate payment requests automatically. The results show that the DLT system based on DAG has great application prospects in the M2M economy, but it appears beneficial to consider the integration of smart contracts in the future.
5.6 Intelligent Transportation and Autonomous vehicles

Intelligent transportation is an important part of smart cities, and a broader concept for the so-called smart mobility. Its purpose is to cope with the huge challenges brought by population growth, traffic growth and traffic congestion to cities, and to promote organized commuting process and transportation services through intelligence and automation [65]. Distributed scenarios such as car insurance, traffic control, and car sharing for intelligent transportation naturally require DLT to provide a better experience. However, these scenarios contain a large amount of travel history data about the driver, so the application of DLT in intelligent transportation should pay attention to privacy. In our literature review of intelligent transportation, the following characteristics are frequently mentioned.

**Privacy**  Personal historical activity information is protected and complies with relevant laws and regulations.

**Scalability**  In the scenario of serving many users, it can maintain good performance and low cost at the same time.

Vehicle insurance claims often require extra costs. In order to solve this problem, Bader et al. [11] designed a smart contract called CAIPY based on Ethereum, assuming that cars are equipped with a set of IoT devices that use DLT technology, and can reliably detect the conditions faced by the car (such as collisions or parts Failure) whether it meets the compensation requirements stipulated in the contract, so CAIPY can automatically initiate a claim based on the feedback from the IoT device, and the insurance company can complete the subsequent transfer process only through the claim request. At the same time, CAIPY uses an insurance token to mitigate price fluctuations in Ethereum.

New research about the sharing economy in intelligent transportation has been evident. Ride-sharing service is another good example of a distributed scenario, where the location of the vehicle and service can be traced and dispatched through DLT, the payment data can be transparent, and the end to end delivery of the passengers can be more trustworthy. Valaštín et al. [133], for instance, used Solidity programming language and Ethereum to develop a peer-to-peer car-sharing platform without central authorization, thereby preventing car owners from misusing customers’ personal data and reducing costs. At the same time, the platform passed an order Brand service that incorporates both B2B and B2C scenarios into the scope of services. Mladenović et al. [86] focused on the long-term cooperative behaviour of mobile credit and proposed a framework for decentralized control. In order to complete the cooperation, the transaction system must have identity management functions and achieve long-term interaction consistently in a distributed fashion.

6 FUTURE DIRECTIONS

We discuss several potential DLT variants and impeding developments, to guide towards maximizing the utility of DLTs considering the dynamics of IoT networks.

6.1 Virtualization

As argued in Section 3, it has been known that the flexible access of the DLT via the cloud platform are believed to be the next step via its virtualization [145]. By virtualizing the underlying physical resources and encapsulating powerful DLT functionalities, scalability and flexibility of DLT can be attained. Many thanks to the customizable API, such virtualization often provides several DLT prototypes (e.g., blockchain, DAG etc.) at the same time.
On the one hand, virtualization provides major rethink on the direction of designing DLT, with a few recent important research works [64, 144]. The feasibility and performance of DLT virtualization requires further evaluations. On the other hand, while realizing on the DLT virtualization, we first need to solve critical problems, such as data ownership and centralization issues. For example, entities that are providing virtualized DLT services could become a new centralized node in DLT.

6.2 Cross-Prototype Compatibility

As we have already discussed in Section 7.0.2 and Section 4, there are several prototypes of DLT. An efficient requirement in designing an optimal DLT over IoT is for transferring assets or values among different components. At present, the assets of different DLT prototypes can be traded through a third-party platform, however, such a consequence has already raised a few concerns of centralization. Therefore, scholars are committed to building a value transfer mechanism between different ledgers without relying on any intermediaries [128]. Actually, there are already many solutions to transfer assets between different blockchains, which is called cross-chain payment, such as atomic cross-chain swaps [45], side chains [10], bridging, payment channels [29], ledger-of-ledgers approaches, etc. Siris et al. [124] have discussed and compared these methods in detail. For instance, ILP allows value to be transferred between all types of DLT prototypes, and is most likely to become an industry standard [46], but there are also concerns about centralization because of the dependence on third parties [61]. Most of these are to be used for blockchain, other methods have a smaller scope of application and have their own unique advantages and limitations depending on the scenarios.

There is no doubt that different DLT prototypes will greatly promote the value flow and stimulate the prosperity of DLT. However, most of the current solutions focus on the value transfer between blockchains, It seems that the asset flows between different DLT prototypes still need to rely on the third party to build trust. Therefore, establishing a cross-prototype value transfer mechanism and making them compatible with each other with low complexity and cost are still impeding research problems in this field.

6.3 IoT and Decentralized Edge Computing

The proposed integration of DLT with IoT faces resource constraints such as computing power, as well as performance concerns such as network latency. But the rise of edge computing and deployments of 5G could alleviate these problems. The combination of IoT and edge computing has been fully demonstrated [38]. At the same time, edge computing and DLT could benefit from each other [48, 111]. Edge computing always relies on data centers [134], so its infrastructure poses high communication bandwidth and sufficient computing resources, such as GPUs or super-computing processors [75], which are beneficial to alleviate the resource limitations for DLT. In addition, the edge computing servers in the same data center have extremely low latency (optical fibre connections), which may create a new prioritized data flow for DLT traffic and reduces the regular data flow in the whole core network by a small factor [146].

Merging DLT, IoT, and edge computing would inspire incredible innovations. However, the edge computing infrastructure is usually highly distributed [122], which means that it is difficult for developers to guarantee a consistent experience for different regions.

6.4 Empowering with Federated Learning

DLT, IoT, and FL have a few common characteristics and as mentioned all of them are distributed by nature [18, 49]. They may naturally fit together, and the proposed convergence being the most probable high impact design for future systems. In fact, there have been a lot of studies considering
the use of FL and DLT over IoT [95, 103, 139]. However, FL faces the risk of privacy attacks [89]. Generally speaking, malicious attackers upload malicious gradient information to achieve member inference attacks [94]. The invariance of DLT can bring a new approach to privacy protection in FL [109]. For example, Lu et al. [77] have built a blockchained FL method in the industrial IoT scenario, to better protect privacy, and Zhao et al. [149] use blockchain to replace the centralized aggregator in traditional federated learning to help home appliance manufacturers get feedback from users while protecting privacy.

In particular, the intrinsic distributed characteristics of the three concepts bring opportunities for their convergence [110]. The related research is still in its infancy, so there are several opportunities. However, a very challenging problem is how to solve the overhead and delay that blockchain may bring.

6.5 Energy Efficient Consensus

Considering its wide applicability for energy trading, DLTs have the potential to play a key role in impending natural concerns such as carbon emissions and energy trading platforms (smart grids) [21, 57, 99]. These studies fully investigate the potential contribution of blockchain to emissions trading schemes (ETS), such as helping parties build trust without intermediaries. But one of the aspects that have often been overlooked is that DLT itself has its own energy and carbon emissions problems caused by the computationally intensive consensus mechanisms. A few researchers [47, 121, 130] have already noticed the possible impact of DLT on the environment and proposed enhanced solutions from the regulatory perspective [50], however, an in-depth understanding of such an issue lacks in literature [92].

One may consider developing a lightweight consensus mechanism for minimizing the computing power requirements, however, such a design requires further investigations on the impact of the environment and their trade-off with underlying IoT network settings. The energy-saving in blockchain-enabled IoT networks has been an inevitable requirement for the development of DLT. The wide-scale deployments of IoT have been demanding for a more scalable and resource-optimal DLT consensus mechanisms. Therefore, our redesigns should focus on improving the underlying mechanism of PoW, PoS, and PoA, or rethink new consensus mechanisms suitable for IoT. This is reflected by the ongoing advances such as developments of Tangle [107], GaG [13] and Adaptive PBFT [84].

In the future, the consensus mechanisms of DLTs are to be co-designed with the underlying IoT requirements by considering high scalability and network resource optimal approach. However, due to the inevitable nature of scalability and security trade-offs in IoT, it is delicate to balance the scalability and security, and the trade-off requires further investigations.

7 TOWARDS A NEW DLT-IOT CONVERGENCE ARCHITECTURE

With relevant insights from the earlier sections and analyses, in this section, we introduce a high level framework of DLT-IoT convergence by considering a holistic solution background for resolving the impeding challenges of DLTs over IoT applications. Existing DLT architecture consists of a four-layer approach [8, 142], viz. data layer, network layer, consensus layer, function layer and application layer. To this end, we aim to enhance the existing features of the developed architectures, to integrate DLT for IoT applications tightly. As mentioned, IoT comprises thousands of sensing devices, which will serve as distributed nodes of the DLT network, and "DLT over IoT” is therefore subject to resource constraints. Unfortunately, Almost no existing architecture shows such intrinsic capabilities and hierarchical relationship with limitations for the DLT over IoT devices. In this survey, in sharp contrast to existing architectures, we introduce a hardware layer at the bottom
to quantify the impact of implementing DLT over IoT due to limited resources and computing constraints.

On the data layer, these architectures often only distinguish between blockchain and DAG. However, more prototypes have emerged recently. These prototypes differ in the data structure, represent different node organization methods, and even represent an integration method. Therefore, it is not appropriate to use the data layer to describe different DLTs. We use the prototype layer alone to introduce almost all DLT prototypes. Correspondingly, more consensus mechanisms will be included in the consensus layer. Finally, we designed a new function layer to show the close coupling between DLT characteristics and industry applications.

Figure 8 shows the organization of this paper. Starting from IoT devices (hardware layer), we discussed the DLT prototypes that can be implemented (prototype layer), how nodes are connected into a network (network layer), and how nodes in the network reach an agreement (consensus layer), which parts need to be trade-off before application (function layer), and different industry application scenarios (application layer).

7.0.1 Hardware Layer. IoT consists of many sensing devices. The potential of the combination of DLT and IoT is derived from similar distributed scenarios. These hardware devices will become nodes of the DLT network and carry some functions of DLT. In short, Under normal circumstances, hardware devices will be the foundation of IoT and DLT.

**Power** There are many types of power supplies for IoT devices, such as dry batteries, button batteries, solar and AC power. Regardless of the type of power supply, it is impossible to provide a near-infinite energy supply to IoT devices. This is also unrealistic due to volume and cost considerations. Therefore, the power of IoT devices is as small as possible.

**Computation** IoT devices are usually developed based on single-chip microcomputers. The CPU used is a low-power processor suitable for mobile terminals. Its computing power is far
lower than common desktop processors, and even some smartphones, which only handle some simple and necessary computing tasks.

**Storage** IoT storage is usually used to store some buffered data, so the storage space is minimal. The storage space of RAM is often at the level of tens to hundreds of KB, while the storage space of Flash is often at the level of several MB. Some IoT devices may be equipped with external storage due to market needs, such as smart cameras, but this is very rare for IoT devices and will bring very high costs.

**Wireless** There are many types of wireless communication protocols for IoT devices, but most of them use short-range communication protocols. Common ones are NFC, Zigbee, and Bluetooth. Although there are differences between them, the bandwidth is not high, so it is difficult to transmit large files. WiFi can achieve high bandwidth, but the cost and delay are relatively high. 5g has brought a revolutionary change to IoT. 5g can reduce the delay by several milliseconds, and has a very high bandwidth, but it is still in the construction stage, and the cost is high, so it is suitable for application in the industrial Internet of things.

**Sensor** Sensing equipment gives the IoT the ability to perceive the world. Different scenarios require different sensors, such as infrared sensors, GPS, and temperature sensors.

7.0.2 **Prototype Layer.** Recently, the blockchain came into focus with the popularity of BTC [93]. Due to the great success in finance and cryptocurrency [131], blockchain has attracted significant interest from researchers and practitioners. After years of development, blockchain has become the most representative DLT prototype and the first choice when using DLT in IoT scenarios [119].

The structure of the blockchain is shown in the Figure 9. Multiple transactions in the blockchain are verified by the verification node and packaged into a transaction set, that is, a block, and the first block is called the genesis block. To ensure the immutability of the data, the block also contains a timestamp and the hash value of the previous block. In cryptography, the hash value is unique, and any change of the content will change the corresponding hash value. If other nodes in the network can verify the hash value by the nonce, that is, verify the validity of the block, then other nodes will accept the block. This process is called the consensus mechanism. To be exact, the consensus mechanism is a set of procedures and rules to ensure the consistency of the accounts of each participating node [126].

![Fig. 9. The structure of the blockchain](image-url)

Blockchain adds blocks in a chronological order and uses PoW as a consensus mechanism. However, they manifest scalability and resource consumption issues. Therefore, some new DLT mechanisms have been proposed, such as IOTA and Hashgraph. They are designed for IoT, use DAG as the network topology, and claim to overcome these shortcomings of the blockchain. We will discuss and compare these prototypes in detail in Section 4.

7.0.3 **Network Layer.** Due to decentralization, there is no right priority node in the DLT network, but each node is in an equal position, so it is a kind of peer-to-peer network (P2P). Even if there is no master-slave relationship between nodes in the network, due to some considerations, such as cost, their roles in the network, in other words, their functions may be different. For example, in
the tangle network of IOTA. Full Node stores all transactions since the last snapshot of the network, Lightnodes do not store the transactions, but access the network functionality through full nodes, and Permanodes are data storage nodes that do not delete data in a snapshot and make this data available to other nodes in the network. It is worth noting that the network layer does not only mean the network topology composing of nodes, but also the communication links between nodes.

7.0.4 Consensus Layer. As mentioned earlier, all nodes in the DLT network maintain the same ledger under the premise of honest sending and recording data. However, in reality, many factors make this premise unable to be guaranteed, such as network delay, network failure, and malicious nodes, which will lead to differences between nodes on the effectiveness of the ledger. Therefore, we must rely on a complete set of rules and methods to avoid malicious nodes’ information being added to the general ledger, and ultimately ensure that all nodes in the network agree on the correctness of the ledger.

The current consensus mechanism mainly includes Proof of ‘X’, Byzantine fault tolerance, Tip Selection algorithm, and Gossip about Gossip. The first two are mainly used in blockchain, while the latter two are consensus mechanisms adopted by Tangle and Hashgraph, respectively.

**Proof of ‘X’** If the probability that a node obtains the right to keep accounts is related to the proportion of resources that are difficult to monopolize by the node, and there is an algorithm that can quickly verify that a node does own this part of the resources, this type of consensus mechanism is called Proof of ‘X’ consensus. X Represents the resources required to compete for the right to bookkeeping. This kind of consensus mechanism includes PoW that competes with computing power, PoS that compete with rights and interests, and PoA, PoSV, Casper, etc. that improve some defects of PoS, and PoST and Proof of Authority that allocates accounting rights based on other resources that are not easily monopolized.

In the PoW consensus mechanism, this resource is the so-called “computing power”, that is, a certain amount of CPU or GPU computing time. The hash process of PoW can be expressed by eq. (1),

\[ H(\text{nonce} + \text{Block}) < \text{Target} \]  

(1)

that is, the verification node constantly changes the nonce of the blockhead to make the hash value of the block meet the Target condition. Target is the same for all nodes, so the probability of obtaining accounting rights depends on the speed of computing hash, and to ensure that the time expectation of mining blocks in the network is fixed, the difficulty of the target will be adjusted according to a specified algorithm. Most blockchain prototypes such as BTC and litecoin use the PoW consensus mechanism, but there are differences in the hashing algorithms and incentive mechanisms used. The computing power competition of PoW brings a lot of energy consumption, so PoS allocates accounting rights according to the proportion of certain rights and interests held by nodes in all nodes of the network, to achieve no less security than the PoW consensus mechanism and avoid energy consumption at the same time. Peercoin puts forward the concept of “coin age.” Token coin age is equal to the number of tokens multiplied by the time elapsed since the last transaction of this part of the token. The Unspent TX Output contains a certain number of tokens, and records the mining time of the block containing the transaction, so that the corresponding coin age can be calculated. When UTXO was used, the coin age of this part of the token was also cleared. Peercoin uses coinday as the unit of coin age (1-day accumulated coin age of 1-unit token). The node can take its own UTXO as the core input and obtain the right of production block by consuming coin age. The consensus process of
PoS can be expressed by formula eq. (2).

$$H(\text{StakeModifier} + \text{Timestamp}) < \text{BaseTarget} \times \text{CoinAge}$$  \hspace{1cm} (2)

Although PoS reduces energy consumption, its ability to fight hard forks is weak, so improved PoS consensus mechanisms have emerged, such as Proof of Activity, Proof of Stake Velocity, and Casper of Ethereum. In addition, it should be pointed out that *Proof of X* reached an indirect consensus, because the content of a block is determined by the node that produces it, and then verified by other nodes.

**BFTs** Different with *Proof of X*, BFTs consensus mechanism adopts the principle that the minority is subordinate to the majority to vote directly on the content of the block. The representative ones are Practical Byzantine Fault Tolerance (PBFT) and Federal Byzantine Fault Tolerance (FBT).

*Hyperledger Fabric* use PBFT as its consensus mechanism and introduces the concept of "View" and "Replica". The replica includes primary nodes and backup nodes. The primary node is usually selected randomly or alternately at the beginning of each round of the consensus process. View represents the process of a master node distributing a request. When a round of consensus begins, the effectiveness of the master node is first checked. If the backup node detects the failure of the primary node, it needs to elect a new primary node, which is called "viewchange". The consensus process is divided into pre-preparation, preparation, and confirmation stages, also known as the "three-phase agreement". PBFT can provide fault tolerance of $f$ for a blockchain network composed of $n = 3f + 1$ nodes, and the fault tolerance is approximately $1/3$. Since the number of communication between nodes in a round of consensus is proportional to $n^2$, considering the existence of communication delay, when the number of nodes reaches a certain scale, the efficiency of PBFT will be severely reduced.

FBA is another consensus mechanism to solve the problem of Byzantine Generals. It forms a trust, Federation, in the subnetwork and regards the subnetwork as a whole as the network node. Therefore, the minimum connectivity between the sub-networks should also be guaranteed. Specifically, the nodes in FBA can be divided into verification nodes participating in the consensus process and the non-verification nodes not participating. The service nodes only accept the votes from the verification nodes and trust that they will not cheat jointly. In this way, the service nodes and their trusted verification nodes form a federation.

**Tangle** Tangle is the consensus mechanism of *IOTA*. All transactions in the Tangle are called “Tips”. When a node initiates a new transaction, it needs to use the *Tip Selection algorithm* to select the previous two tips to verify, and point the new transaction to these two transactions, thus forming a structure of the directed acyclic graph, which allows the verification of tangle transactions to be carried out in parallel, and with the continuous development of the tangle network, the speed of confirmation becomes faster and faster. It is worth noting that to add a new transaction to Tangle, nodes must also perform PoW calculation, but the difficulty is much lower than that in the blockchain, and the purpose is to prevent malicious attacks.

**Gossip about Gossip** Hashgraph uses the gossip protocol, which refers to information owned by one node but not owned by other nodes. In Hashgraph, each node will broadcast its own information to the neighbouring nodes randomly. The neighbouring nodes will package the new transaction information and their own transaction information into an event, which is similar to the block, and broadcast it again, so it is called the gossip about gossip (GaG). In this way, if a single node owns the new transaction information, it will spread to the whole network exponentially until each node owns this transaction. At the same time, Hashgraph
uses a method called virtual voting [13], which makes each node execute the voting algorithm independently, and will eventually get the same result. Compared with PBFT, the gossip of gossip reduces the communication complexity to $O(n)$.

Table 3 shows the comparison of different consensus mechanisms, where the security boundary refers to the computing power required to successfully implement malicious attacks.

Table 3. Comparison of different consensus mechanisms

|                      | PoW  | PoS  | Tangle | BFTs | GaG  |
|----------------------|------|------|--------|------|------|
| Prototype            | BTC  | Ethereum | IOTA  | Hyperledger  | Hashgraph |
| Latency [14, 53, 147]| High | Low  | Most Low | Low  | Low  |
| Throughput [58, 107]| Most Low | High | Most High | High  | High  |
| Energy Saving [28]   | No   | Yes  | Yes    | Yes  | Yes  |
| Scalability [104, 105, 107]| Good | Good | Best   | Poor  | Best  |
| Transaction Fee [116]| High | Low  | No Fee | Low  | Low  |
| Fault Tolerance [14, 107, 117]| 50 % | 33 % | 33 %   |      |      |

7.1 Function Layer

DLT has so many characteristics, and has a complex relationship with applications. The fact is that it is impossible to adopt all DLT characteristics in a certain application scenario. Instead, it is necessary to make trade-offs to ensure that the key requirements are met and choose DLT prototypes accordingly, and before that, a comprehensive summary of the characteristics of DLT must be made. Different from the existing work, we try to use more objective methods to replace the literature survey and expert interviews, so the knowledge graph has become the first choice.

As shown in the Figure 10, we used Citespace to generate a keyword co-occurrence network. Since we are only interested in the DLT characteristics, we no longer use the timeline view. At the same time, we use frequency as the basis for selecting node labels. Therefore, the larger the node, the higher the co-occurrence frequency of the corresponding label in the citation. To make it easier to observe, we have hidden other keywords that are not related to the characteristics, thereby determined the following DLT characteristics.

Fig. 10. Knowledge Graph: Extract node labels based on the frequency
Table 4. Summary of DLT Characteristics

| Decentralization | Privacy   | Performance |
|------------------|-----------|-------------|
| Distributed      | Immutable | Scalability |
| Peer-to-Peer Network | Cryptography | Throughput |
| Transparency     | Anonymity | Latency     |

**Distributed** The DLT prototype consists of many computer nodes. Normally, the nodes are geographically distributed in various locations, and they work together to complete common tasks [15].

**Decentralization** There is no central node in the node network, but all or part of the nodes reach an agreement through consensus mechanism [17].

**Peer-to-Peer Network** The nodes in the DLT prototype share resources through the network and can be directly accessed by other nodes without passing through intermediate entities.

**Immutable** The nodes faithfully record the data and reach an agreement on the validity of the data through the consensus mechanism. Fake data and malicious tampering will eventually be rejected. [80].

**Cryptography** DLT uses cryptography to verify whether the data has been modified and the identity of both parties to the transaction, thereby ensuring the security of the transaction and data. The most widely used technologies are hash functions and asymmetric encryption algorithms. [5, 33].

**Transparency** DLT requires nodes to join or exit freely, and all data can be accessed by as many nodes as possible [120].

**Anonymity** The nodes in DLT exchange data through pre-made rules and their respective network addresses without revealing their true personal identities [68].

**Scalability** Due to the large number of nodes participating, DLT requires new nodes to join continuously without causing congestion in the entire system [148]. If the scalability of a DLT prototype is insufficient, it will face the upper limit of performance.

**Throughput** The ability of the DLT system to process transactions per unit time is called throughput. The higher the throughput, the higher the application value of the system.

**Latency** The time from initiation to confirmation of a new transaction is called the latency of the DLT system. If the latency is high, to obtain the priority of transaction confirmation, the node has to pay some fees for the verification node, which will increase the cost.

As the conceptual boundaries of some characteristics overlap, we further summarize the above characteristics into three categories: decentralization, privacy, and performance, to better describe the trade-off relationship among DLT characteristics. We summarize them in Table 4 (discussed earlier in Section 3.3).

### 7.2 Application Layer

As mentioned earlier, DLT-IoT convergence is a bigger arrangement, and there are already many scenarios showing the exciting results of this convergence, such as smart home, smart health, smart energy, smart manufacturing, and so on. IoT, together with other advanced technologies, will comprehensively transform life and manufacturing, and eventually, make the society move towards the industrial 4.0 era, and DLT will become a key link in this process. However, in practical applications, a thorny problem is how to make an appropriate trade-off between the characteristics of DLT, to give full play to the greatest advantages of DLT, so we have discussed the use case of
DLT-IoT convergence in detail in Section 5, and try to provide clear guidance for the handling of this coupling.

8 CONCLUSION

We have developed a comprehensive survey to present a holistic view of the benefits and challenges of the convergence of DLT with IoT. Our systematic review process employed an extended knowledge graph approach to develop a pragmatic understanding of the evolution of DLT while considering IoT requirements. Furthermore, we elaborated several dimensions on the real DLT-IoT use cases scenarios. We also focus on the specialized convergence of DLT with IoT for the automation and orchestration of the applications. We found that such a convergent IoT-native design of DLT enables several facets of IoT industry verticals and significantly outperforms the existing loosely coupled DLT designs.
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