Nonsingular matrix as private key on ElGamal cryptosystem
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Abstract. The ElGamal cryptosystem is an asymmetric cryptosystem using commutative algebra. Currently, applications of commutative algebra are very vulnerable to attack. For this reason, some experts have developed a public-key cryptosystem based on non-commutative algebra. This study proposes the ElGamal cryptosystem using a matrix as the private key to guarantee the non-commutative algebra concept. The result of the cryptosystem is still working on a matrix of a specific size. The results show that we can modify the key generating algorithm, encryption, and description algorithms so that the proposed system can work.

1. Introduction

The ElGamal cryptosystem is a public key cryptosystem using commutative algebra. This cryptosystem has been improved [1], [2], and has been combined with other cryptosystems [3]. The proposed improvements for the ElGamal cryptosystem is vulnerable in the encryption process [4]. For this reason, experts developed the ElGamal cryptosystem using the concept of non-commutative algebra [5], [6].

Generally, asymmetric cryptosystems (ElGamal, RSA, ECC) use an integer as a private key. Ordinary multiplication or addition operations on two integers usually form commutative groups or rings. Therefore, experts develop public-key cryptosystems based on the concept of matrix and non-commutative ring [7]–[12], decomposition problem in the near ring [13], quasi-polynomials over non-commutative groups [14] dan, and non-commutative division semirings [15], [16]. However, the proposed public-key cryptosystem can be attacked through the matrix decomposition problem [17], [18].

The traditional ElGamal cryptosystem applied the discrete logarithmic equation $y = g^x \mod p$, with the public key $(y, g, p)$ and the private key $(x)$. Note that the element $g$ is an integer. Next, we convert the element $g$ to a matrix $G$ of size $n \times n$ [6]. We obtain the discrete logarithmic equation $Y = G^x \mod p$, with the public key $(Y, G, p)$ and the private key $(x)$. We used the concept of a matrix, which is a non-commutative ring [6]. In this study, we will use the discrete logarithmic equation $Y = G^x \mod p$, with the matrix $G$ as the private key and the public key $(Y, x, p)$. We need a lot of modifications to the concept of non-commutative algebra for the matrix $G$ to be inverted and the proposed ElGamal cryptosystem to remain secure [19]–[21].
2. Methods
This research was a literature study. This research will examine the key generating algorithm, encryption process, and message description for the proposed ElGamal cryptosystem. The stages are as follows:

2.1. Modify the key generating algorithm
The traditional ElGamal cryptosystem uses a key generator algorithm \( y = g^x \mod p \), with the private key \((x)\) and the public key \((y, g, p)\). In the proposed ElGamal cryptosystem, the logarithmic equation is converted into a matrix equation \( Y = G^x \mod p \), with the public key \((Y, x, p)\) and the private key \((G)\). We need an algebraic modification so that the matrix \( G \) is reversible or has an inverse.

2.2. Modify plaintext and encryption
The size of the matrix \( G \) (private key) impacts the size plaintext of the message \( M \). In the traditional ElGamal cryptosystem, we have plaintexts \( m_1, m_2, \ldots, m_n \). While in the proposed ElGamal cryptosystem is in the form of a matrix of size \( k \times k \) \((k \leq \sqrt{n})\). Note that the matrix \( M \) in the proposed modification of the ElGamal cryptosystem becomes

\[
\begin{bmatrix}
m_1 & m_2 & \cdots & m_k \\
m_{k+1} & m_{k+2} & \cdots & m_{2k} \\
\vdots & \vdots & \ddots & \vdots \\
m_{(k-1)} & m_{k-2} & \cdots & m_{nk}
\end{bmatrix}
\]

The aim is to make it difficult to solve the keys by tapping (cryptanalyst).

2.3. Modify the description
We have to prove that there is an inverse of the matrix \( G \) so that the ciphertext can be converted back into plaintext.

To validate the proposed theory, we have to prove it with algebra's existing mathematical concepts [19]–[21]. Also, we use Mathematica 5.0 software to simulate the three stages above.

3. Result and discussion

3.1. Advantages of the matrix as a private key in the proposed ElGamal cryptosystem
The traditional ElGamal cryptosystem uses the discrete logarithmic equation \( y = g^x \mod p \), with \( x \) as the private key. This system works on prime numbers \( p \) and generator \( g \) over modulo \( p \), which constructs all nonzero elements of the field \( F_q^* \). Thus, this system's strength depends on the selection of a large integer \( p \), so brute force attacks take a long time.

In [6], the ElGamal cryptosystem works on general linear groups \( GL_n(F_p) \), namely a matrix equation \( Y = G^x \mod p \), with \( G \in GL_n(F_p) \) and \( x \) as private keys. Note that the key is a matrix, resulting in more complex ciphertext randomization. This cryptosystem also still relies on selecting a large integer \( p \).

The proposed improvement of the ElGamal cryptosystem uses the equation \( Y = G^x \mod p \), where \( G \in GL_n(F_p) \) is the private key. The strength of the traditional ElGamal cryptosystem and its improvements lies in the difficulty of solving discrete logarithms. Meanwhile, the power of the
The proposed ElGamal cryptosystem lies in the complexity of factoring the matrix \( G \) from the equation \( Y = G^x \mod p \). If we are given \( Y = G^{100} \mod 11 = \begin{bmatrix} 7 & 3 \\ 10 & 6 \end{bmatrix} \), then we will have trouble finding the private key \( G \).

Furthermore, the brute force attack on the proposed cryptosystem will be more difficult to work with because of the many possible trials and errors in the matrix \( G \). The possible private key on the proposed ElGamal cryptosystem is \( \prod_{k=0}^{n-1} (p^n - p^k) = (p^n - 1)(p^{n-1} - p) \cdots (p^1 - p) \) [19]–[21]. Whereas the traditional ElGamal cryptosystem and its improvements only have \( p \) possibilities of brute force attack.

Another advantage of the proposed ElGamal cryptosystem is that it can work on prime numbers \( p \) that don't need to be large (don't need to be up to 200 or 300 digits). If we choose \( p = 11 \), then the attack on the private key on the traditional ElGamal cryptosystem and its variations is 11 attempts to brute force attack. Thus, the selection of prime \( p = 11 \) is so insecure that we are advised to have large prime numbers \( p \). Furthermore, if \( p = 11 \) and \( G_{4x4} \in GL_4 \left( F_p \right) \) are selected to work on the proposed ElGamal cryptosystem, then there is a brute force attack experiment. Thus, the proposed ElGamal cryptosystem can work on relatively small prime numbers (2 digit numbers, i.e., \( p = 11 \)). However, it has power on par with the traditional ElGamal cryptosystem and improves upon the prime number \( p \) close to 41393302251840000 (11 digit numbers).

Another advantage of the proposed ElGamal cryptosystem lies in selecting the matrix \( G \) (private key). Note that \( G \) is a matrix, so the plaintext must also be a matrix of the same size. Thus, the resulting ciphertext is the result of multiplying the key matrix \( G \) and plaintext, so that plaintext randomization becomes more complicated and more resistant (safer) to chosen-plaintext attacks.

### 3.2. The proposed ElGamal cryptosystem

In this paper, we are presenting the use of a matrix of a specific size in the proposed ElGamal cryptosystem. We need equation \( Y = G^x \mod p \) [6], where \( G \in GL_4 \left( F_p \right) \) is the general linear group over the field \( F_p \).

#### 3.2.1. Key generating algorithm.

At this stage, the message's recipient and the sender will generate the public key and private key for each party.

**Message recipient:**

a. Bob selects \( G_{4x2} \) and forms \( G_{4x4} = \begin{bmatrix} G_{3x2} & O_{2x2} \\ O_{1x2} & I_{2x2} \end{bmatrix} \), where \( O_{2x2} \) is the null matrix and \( I_{2x2} \) is the identity matrix.

b. Bob chooses any \( x \) and forms \( Y_{4x4} = (G_{4x4})^x \).

c. Bob chooses any \( S_{2x4} \).

Bob gets the private key \( G_{3x2} \) and the public key \( \{ x, Y_{4x4}, S_{2x4} \} \). Then, Bob sends the public key to Alice.

**Message Sender:**

a. Alice chooses any \( K_{4x3} \).
b. Alice selects $H_{2 \times 2}$ and forms $H_{4 \times 4} = \begin{bmatrix} H_{2 \times 2} & O_{2 \times 2} \\ O_{2 \times 2} & I_{2 \times 2} \end{bmatrix}$.

c. Alice calculates $T_{4 \times 3} = H_{4 \times 4} Y_{4 \times 4} K_{4 \times 3}$.

Alice gets the private keys $H_{2 \times 2}$ and the public key $\{K_{4 \times 3}, T_{4 \times 3}\}$. Then, Alice sends the public key to Bob.

Message recipient:

Bob calculates $P_{2 \times 2} = S_{2 \times 4} T_{4 \times 3} G_{3 \times 2}$ and sends it to Alice.

3.2.2. Encryption. Alice calculates $Q_{2 \times r} = H_{2 \times 2} P_{2 \times 2} M_{2 \times r}$, and $U_{2 \times 4} = H_{2 \times 2} S_{2 \times 4} H_{4 \times 4}$. Alice sends $\{Q_{2 \times r}, U_{2 \times 4}\}$ to Bob.

3.2.3. Description. Bob forms $X_{2 \times 2} = U_{2 \times 4} Y_{4 \times 4} K_{4 \times 3} G_{3 \times 2}$ and calculates the matrix $M_{2 \times r} = (X_{2 \times 2})^{-1} Q_{2 \times r}$.

So, Bob can read plaintext $M_{2 \times r}$.

4. Conclusions

In this study, we propose the ElGamal cryptosystem using a matrix as the private key. The resulting system is still working on a matrix of a specific size. The results show that we can modify the key generating algorithms, encryption, and description algorithms so that the proposed system can work.
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