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Abstract — One major problem commonly faced by organizations is a network attack especially if the network is vulnerable due to poor security policies. Network security is vital in protecting not only the infrastructure but most importantly, the data that moves around the network and is stored within the organization. Ensuring a secure network requires a complex combination of hardware including both network and security devices, specialized applications such as web filtering and log management, and a group of well-trained network administrators and highly skilled analysts. This paper aims to present an alternative to the current log management solution. A hindrance to the current log management solution is the difficulty in amalgamating and correlating a vast number of logs with different formats and variables. This paper uses a novel framework called Log Consolidation Processing (LCP) based on the System Information Event Management (SIEM) technology, to monitor the behavior and the fitness of a network. LCP provides a flexible and complete solution to collect, correlate, and analyze logs from multiple devices as well as applications. An experiment testing the effectiveness of LCP in detecting DDoS attacks in a campus network environment was conducted, demonstrating a highly successful rate of detection. Besides threat detection and avoidance through log monitoring and analysis, other benefits of implementing the LCP framework are also included. This paper concludes by mentioning suggested enhancements for the LCP framework.
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I. INTRODUCTION

Horn stated that campus networks are small, local networks dedicated to a set geographical area that covers anywhere from a few hundred square meters indoors to a few square kilometers outdoors [1]. Usage is restricted to people or devices affiliated with the campus area, which adds a level of security and control. Even though the networking area is limited and confined, the traffic is not, and the communication is not static. The network experiences constant changes and growth parallel with the organization’s expansion. This creates a need to install multiple network devices from a simple hub to the much-advanced network security hardware. Alarmingly, it is reported that 50% of all cyberattacks hit small companies [2] with a network setup quite like a campus network.

Nowadays, with the demand for continuous access and stable connectivity, the management of a campus network requires a solution that can identify, analyze, correlate, normalize, and secure logs from multiple data sources in the campus network. For this paper, we proposed the use of a novel SIEM-based framework [3] called Log Consolidation Processing or LCP [4] as the solution to manage campus network logs and monitor network attacks.

A distributed denial-of-service (DDoS) attack is an example of a cyber threat that attacks an organization through the network. The nuisance of DDoS is quite rampant, with many reported cases [5], [6] resulting in quite a large sum of monetary loss. DDoS works when the attacker (or a group of attackers) floods a server with internet traffic to prevent users from accessing connected online services and sites [7]. According to Mishra et al. [8], the network is saturated to the extent that the victim can entertain no other request, and the intensity of the attacks mainly depends on the number of zombie machines used.

This paper is divided into several sections. In the Materials and Method section, we generally describe the components and workings of the Log Consolidation Processing (LCP)
framework and highlight the implementation of LCP in a virtual environment of a typical campus network. The Results and Discussion section exhibits one example of a simulated case study involving a DDOS attack successfully detected using the LCP framework. In contrast, the Conclusion section calls attention to the benefits and limitations of the LCP framework and some suggestions for further enhancement.

II. MATERIALS AND METHOD

A. Log Consolidation Processing Framework

The proposed network behavior monitoring solution, the Log Consolidation Processing (LCP) framework, comprises three components: log management, log analysis, and event management. Each of these components has been discussed in great detail in another paper [4]. Once the scope of monitoring has been confirmed and finalized, the LCP framework starts by acquiring logs from all related network devices (such as routers, switches, and firewalls). This acquisition process would also involve collecting other logs, such as event logs and syslogs, from all related application, web, and database servers. This process falls under the first LCP component, Log Management.

Next, the framework requires that the collected raw data be normalized. Logs must be aggregated, classified, and correlated to provide context for the event. The selected data mining method, association analysis, allows a more comprehensive and filtered analysis. This process reflects the second component of LCP, Log Analysis.

The final component of the LCP framework, Event Management, encompasses two main processes. The reporting, alerting, and monitoring process equips the user or an organization to have a specific, focused, real-time monitoring requirement. Dashboard, forms, and integration provide the user or an organization with interactive and visual reports from the analysis of logs, integrated from all the nodes related to the event.

LCP framework is suitable for organizations as an all-in-one approach to ensuring security. Typically, an organization utilizes numerous safety standards for detecting malicious network behaviors. Still, reports are also generated from multiple devices with dissimilar formats and variables, thus creating inconsistencies and false alarms. LCP framework aims to minimize this error. Fig. 1 presents a detailed overview of the LCP framework and the possible tools assigned to each process.

B. Campus Network

A complete campus network is one of the most critical functions in a campus environment. The network environment must fit the requirements of a campus network. The campus network is not static. It must constantly change and grow, and the evolution is often very different from other parts of the infrastructure. Thus, a campus network environment requires a next-generation solution that provides all functions to identify, analyze, correlate, normalize, and secure logs from multiple data sources in the campus network. LCP framework is the perfect tool for this challenge. Fig. 2 illustrates the network diagram of a virtual campus network called UPNMNet. The diagram contains the position and connectivity of related routers, firewalls, servers, and switches. Using a simulated distributed denial of services or DDoS attack targeting the endpoint user environment in the UPNMNet, the next section will reveal the workings and benefits of using the LCP framework.
Fig. 2  UPNMNet network diagram

Fig. 3  Example of an AlienVault asset report
C. Simulation Requirements

For this case study of simulating a DDoS attack targeting the UPNMNet endpoint user environment, the experiment uses three main tools, also mentioned in Fig. 1. These tools are Alien Vault, Sangfor Next Generation Firewall (NGFW), and Web Application Firewall (WAF). AlienVault is used as a log collection agent. Fig. 3 is the screenshot of the AlienVault asset report indicating the existence of a collection agent installed in Sangfor NGFW and other nodes. Sangfor Next Generation Firewall (NGFW) detects malicious activities and server hacking attempts. NGFW faces the Internet as pictured in Fig. 2. Note the existence of two NGFW for redundancy purposes. One of the firewalls will act as the primary or master while the other acts as the slave or backup. Web Application Firewall (WAF) security and audit logs. WAF is also a firewall that mainly safeguards the server segment or server farm.

III. RESULTS AND DISCUSSION

A. Sangfor NGFW (NGFW)

The result of experimenting on the UPNMNet endpoint user environment to catch potential DDoS attacks reveals the efficiency of using NGFW to detect malicious activities and hacking on the server successfully. Moreover, a DHCP server is also used to locate the user by correlating the IP address with its tagged MAC address. Upon running the NGFW, the firewall will indicate the number of affected users, as shown in Fig. 4. Drilling down the analysis, samples are collected from two affected users based on their distinct IP addresses.

Fig. 4 List of the affected users as detected by NGFW

Fig. 5 lists the attack events pertaining to one of the sampled users. For the sake of this paper, the selected user IP address is 172.200.1.196. Fig. 6 shows a more detailed visualized diagram of the attacks on the selected user. This diagram includes top attacks with outbound connection information.
To accurately match the selected user IP address to its tagged MAC address, this experiment uses an Efficient IP Appliance Server for LAN clients or a DHCP Windows Server for Wireless LAN clients. Fig. 7 identifies the selected user with its matching MAC address using the Efficient IP Appliance Server method. Besides identifying affected users, NGFW can also dispense other vital information, such as the timeline of the attack and the attack type, as shown in Fig. 8.
B. WAF Logs

Logs are vital to the working of the LCP framework. Although the logs collected and transmitted using the AlienVault agent are in various standard formats, they will be natively or manually parsed and correlated. The raw data set should be reduced to the event format of the log by linking from one attribute of the source, which is assigned to an attribute of the event log set [9]. In this experiment, WAF, being the gateway to the server farm, provides three necessary logs to LCP for further analysis. The logs are security, audit, and access logs.

Security logs are records of attack and information leak events [10] occurring within the university’s systems and networks. A security log captures information associated with cybersecurity-related events. In this experiment, the security logs were configured to capture potential attacks on a webserver called mycampus.upnm.edu.my, located on the server farm. Fig. 9 captures detailed information regarding one of the attacks.
According to NIST [11], an audit log is a chronological record of system activities, including records of system accesses and operations performed in a given period. Fig. 10 shows the recorded activities in the server farm, tracked over a specific period and time. The pop-up window in the figure captures detailed information on one of the activities.

Zagan and Danubianu [12] stated that access log files are text files containing essential data about server activities, client requests addressed to a server, server responses, etc. Zola [13] reiterates that notion by indicating that an access log is a list of all requests for individual files, such as Hypertext Markup Language files, their embedded graphic images, and other associated files that get transmitted. Fig. 11 paints a complete overview of users accessing the web servers located on the server farm, captured over a specific period and time. The log contains information on the access date and time, the application used, service details with version number, hostname, URL, and client and server IP address with the accompanying connection port number.
Using these three logs (security, audit, and access) collected from WAF, LCP generated a complete analysis of the attacks. Fig. 12 and Fig. 13 show the result of the study. The figures illustrate the number of request validation attacks, one example of a DDoS attack. They recorded and tracked requests totaling up to 754 attacks. The analysis also includes the types of request validation attacks and the date and time of the attacks.
IV. CONCLUSION

The results of the experiment manifest several benefits of the LCP framework. These benefits are,

A. Comprehensive Solution

LCP framework moves away from a single-point solution to a comprehensive system that allows organizations to optimize their security-related functions, such as collecting and managing critical network assets and these asset logs. According to AlSabbagh and Kowalski [14], asset values, if configured correctly, typically highlight the criticality of each asset, thus increasing the success rate of an organization’s business processes. LCP could help identify information security threats and take necessary measures. In addition, LCP can also contribute to the ongoing information security risk management processes and methods [15].

B. Assist Policy and Regulatory Obligations

LCP framework could assist companies and institutions to optimize the execution of processes to support local government policy and regulatory compliance obligations such as the Malaysian Public Sector Cyber Security Framework (RAKKSSA) [16] or the Securities Commission Malaysia Guidelines on Technology Risk Management (SC-GL/2-2023) [17] or international standards such as the ISO/IEC 27001 [18]. It can monitor real-time events and large amounts of long-term data to detect abnormal usage patterns and alert the organization when needed. The sensors (AlienVault) that collect, aggregate, correlate, and analyze audit log data from monitoring entities should be thoroughly evaluated to ensure that the LCP solution can effectively detect the number of significant attacks and generate the least number of false events and alerts.

C. Mitigate Compliance Issues

Compliance policies protect an enterprise’s information system and related resources from internal or external cyber attackers in cybersecurity. Failure to comply with already set cybersecurity regulations could subject their assets, information systems, and data in cyberspace to massive losses accrued due to penalties, litigation of cyberattack issues, and loss of reliability of their services, which could impact their performances and competitiveness [19].

The deployment of the LCP framework contributes to meeting compliance obligations and helps mitigate any non-compliance issues. The report generated by the LCP (as displayed in the figures) presents detailed and focused information that is suitable not only for technical-oriented employees but also appeals to middle and top management. Based on the listed benefits, it is also possible to implement the LCP framework in other environments, such as Industrial Control Systems (ICS) and Supervisory Control and Data Acquisition (SCADA) systems [20], smart campus [21], [22], power plant [23] and IoT-based platforms [24], [25].

Nevertheless, more attention is needed to policy-oriented automatic response functions close to every security administrator's ultimate dream. There are expected to be more predefined template rules and visual reports as managers become more involved, and compliance continues to be the driving factor. Karlzén [26] stated that as storage prices decrease and processing performance increases, the speed of data reduction will gradually decrease. However, this
situation is unclear as more products are being installed in the network. The rise of installed equipment in most environments will force the LCP solution to adapt by minimizing the analysis duration while keeping a low false alarm rate. Machine language is one area that can be applied here as it has been shown to excel in other unrelated fields such as social media analytics [27], [28], the COVID-19 pandemic [29], [30], and flood prediction [31]. Finally, with increasing attention to user tracking, the LCP may include identity and access management capabilities, which in this case, will be closer to a complete cyber security monitoring solution.
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