Overview of automation tools for avionics verification
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Abstract. The existing verification automation tools for civil aircraft avionics are considered (particularly, formal methods, hardware-in-the-loop testing, outsource services). Key solutions presented on the market are described, their advantages and weak points are identified. Also, it is determined a promising field is the automation of graphic and aural information testing during the cockpit human-machine interface assessment (e.g. for cockpit display and flight warning systems). This type of verification is practically not automated nowadays. The architecture of a complex for the mentioned task is proposed, the methodology of verification using the described tool is considered either. The camera and microphone usage for monitoring of images and sound alerts which is being outputted to the crew allows applying of computer recognition algorithms during verification. It will allow reducing the time and cost expenses for human-machine interface testing as well as reducing the probability of mistakes could be made during fully manual testing. In addition, the proposed concept makes its application possible for any technical objects with a user interface in other industry areas (not just in aviation) such as space, automotive, shipbuilding, etc.

1. Introduction
According to the International Air Transport Organization (IATA) statistics, the loss of control in-flight (LOC-I) is the leading cause of accidents in terms of the victim’s number. In the period from 2015 to 2019, the 51% of total victims are caused by LOC-I although only 8% of crashes occurred due to this reason [1].

The IATA indicators are confirmed by the research of the leading civil aircraft developers. Boeing data from 2009 to 2018 show: the number of fatalities in aircraft crashes due to LOC-I more than double the victims caused the second largest factor—controlled flight into terrain (1183 versus 568; the total number of fatalities during the specified period is 2532) [2].

At the same time, the given values reflect a positive dynamic. Airbus claims thanks to the new technologies application, the annual death rate per million flights has been reduced from 0.6 fatalities in 1998 to 0.03 in 2017 [3] (i.e. the situation improved 20 times over the past two decades).

According to the accepted aviation terminology LOC-I category includes cases in which the crew was unable to maintain control in flight, so an irreparable deviation from the intended trajectory occurred [4]. Among the main causes of losing control related to LOC-I are:

- failure or malfunction of an aircraft system/component;
- deteriorated meteorological conditions;
• crew actions associated with low visibility;
• deliberate maneuver (leading, for example, to a stall);
• incorrect aircraft configuration (for example, the position of the flaps or slats inappropriate to the current stage of flight);
• events caused by icing of board elements, etc.

Most of them refer to weather deterioration or crew incorrect actions, so it is almost unpredictable circumstances. Thereby, their prevention is extremely difficult, this requires the development and integration of new facilities to increase the crew situational awareness in low visibility, as well as to automate piloting. However, the failure or malfunction of the onboard equipment can be caused by a mistake made in the aircraft development and not identified within the testing and certification on time.

A 2011 NASA research on 126 LOC-I crashes from 1979 to 2009 shows that more than half of the cases (54%) were due to adversities on board, most of which are related to equipment’s failure/error (33.3% of the total number of catastrophes).

Today the most of the avionics functions are performed by software which is growing over time in complexity and volume exponentially. So, special means are required to ensure its safety. Particularly, the strict requirements applied to the onboard software development process should be met. They are specified in the RTCA DO-178C [5] standard. Following the mentioned document, the software life cycle is consisted of:

• planning;
• development (including the development of requirements, software design, coding, and integration);
• integral sub-processes (verification, configuration management, quality assurance, interaction with the certification authorities);
• certification.

In addition to adherence to life cycle requirements, onboard software developers seek to minimize the human factor influence during its creation to improve code security. These goals can be achieved through the automation tools use which also reduces the time and financial costs associated.

2. Market overview in terms of onboard software verification automation

2.1. Formal methods verification solutions

Today, formal methods (in particular, model checking) are widespread among the approaches of avionics software verifying. They are based on the analysis of the system model which is expressed in temporal logic and described by a finite number of states. The system model, together with logical formulas, is fed to the input of a verifier program that automatically checks the truth of these formulas. Also, the use of Petri nets is widely applicable among the formal verification methods. In this case, modeling is carried out for events: it determines what actions take place in the system, what events preceded them, and what states the system will have after their execution [6]. Formal methods are implemented by software environments ANSYS SCADE [7], MATLAB & Simulink [8], MASIW developed by the Russian Academy of Sciences together with “GosNIIAS” [9], etc.

2.2. Hardware-in-loop verification solutions

To automate the verification using hardware-in-loop, another type of tools is used. Particularly, it is required to monitor and process information transmitted via data buses as well as to generate reports based on test results. An example of such tool is the diagnostic suite “FREGAT”
manufactured by JCS “UIMDB” [10]. The solution allows information signals simulation for various interfaces applied in aviation (discrete, RS-232, ARINC 429, ARINC 708, ARINC 717, MIL-STD-1553B, etc.) through embedded input/output devices. Inputting the signals and reading the system processing results in the output under test make it possible to assess the correctness of the embedded software. Besides, “FREGAT” provides displaying, documentation generation, and storing the received results.

Another solution for onboard systems verification (including hardware-in-loop testing) is provided by TechSAT GmbH which is the developer of the 2nd generation Avionics Development System (ADS2). It is a universal environment for prototyping, design, integration, and verification. Its use almost completely covers the development cycle under the SAE ARP4754A [11] standard. ADS2 integrates a software simulation environment and a hardware platform which jointly provide the following abilities:

- creating simulators of onboard equipment;
- implementing the exchange between models and real units via ARINC 429 [12], ARINC 664 [13], ARINC 825 [14], MIL-STD-1553B [15], Ethernet and other interfaces;
- data visualizing (plotting the graphs of signals);
- data recording;
- test sets design and execution.

At the same time, scalability, flexible configuration, and modular implementation of the complex are provided. The high-level architecture of the ADS2 test bench is shown in figure 1.

![Figure 1. High-level architecture of the ADS2 test bench.](image)

A significant advantage of the ADS2 solution is integration with popular computer-aided design systems (MATLAB & Simulink, ANSYS SCADE, LabVIEW, IBM Rational Rhapsody, IBM Rational DOORS, etc.), as well as with custom scripts written in the Python programming language.

The projects developed using ADS2 include the Airbus A350 cockpit, COMAC C919 electronic display system, MC-21 avionics, Boeing B787 remote data concentrator, Eurofighter Typhoon propulsion controller, etc. [16].
2.3. Outsource verification solutions

Also today, many developers of on-board equipment resort to the help of third-party companies for software verification. The main list of companies specializing in this includes ScienceSoft (The USA), A1QA (The USA), Advalange (Russia), Kualitatem (The USA), TestingXperts (The UK), Vector (The USA), BugRaptors (India), LDRA Technology (The USA), Aviaok International LLC (Russia), etc. [17–19].

They perform verification taking into account the requirements of industry standards, including setting up a test environment, generating test sets, integration and unit testing, generating test results, and assistance in software certification.

2.4. Market analysis resume

Formal methods allow to find and fix bugs at the early development phases. Additionally, the threshold for getting into work with formal verification software environments is quite low. The intuitive interface admits reducing the requirements for the skills of the tester (for example, no specific programming skills are required). However, this approach is aimed at checking the model's compliance with the requirements described in the formal language. Therefore, it does not take into account the features of the target platform.

Hardware-in-loop complexes are powerful tools used for real units testing. Also, an advantage is the available information exchange monitoring via data buses allows checking the correctness of the system operation. On the other hand, the key disadvantage is that checking all avionics equipment is impossible using these tools. The systems with a human-machine interface (HMI) (e.g. cockpit display system generating images on the screens or flight warning system outputting aural alerts to the crew) requires to carry out testing of visual/aural information besides data buses monitoring.

Third-party verification allows a company to reduce time and cost expenses, as well as to obtain a verification result without managing this process in fact. However, the customer is dependent on the outsourcing company, and the risk of corporate information leakage also increases.

Thus, the automation tools development for HMI testing is a vital task especially taking into account the high criticality of such systems (its failure can lead to catastrophic or hazardous situations in the case of cockpit display and flight warning systems respectively). The aviation HMI verification means are currently not available on the market. However, their implementation is possible through the use of computer processing methods (particularly, image and sound recognition algorithms).

At the current stage of technology development, a wide range of images and sound processing methods are used in IT (for authentication in software services using biometric data), medicine (for early detection and diagnosis of dangerous diseases), video surveillance (e.g. for tracking cars and citizens), etc. In aviation, such solutions are mainly used at airports to recognize the faces of passengers and the baggage in order to identify intruders and items prohibited for carriage. Though, the mentioned methods are not limited to these applications. By using it in the aircraft development process, it is possible to achieve significant advantages over current approaches.

Since the above methods are universal, they can be adapted to any HMI systems. That is, the use of automation tools for verifying graphic and sound information is not limited to the aviation industry only. Its application is possible for any technical objects with a user interface in other industry areas either: space, shipbuilding, automotive.

3. The architecture of the HMI verification automation complex

The proposed verification automation complex for avionics HMI systems in the cockpit includes the following components (see figure 2):

...
• avionics test bench containing cockpit environment;
• camera installed in front of displays to monitor the generated graphic information;
• microphone installed in front of speakers to record tone alarms and aural warnings;
• tester’s workstation (a personal computer) with software installed for processing data from the camera and microphone and generating test results.

![Diagram of avionics integration bench, camera, microphone, and tester’s workstation with software tools like TechSAT ADS, Microsoft Office, Python, and Textalk OCR]

Figure 2. The proposed architecture of the HMI verification automation complex.

The working principle of the complex is as follows. Before carrying out the tests, the verifier sets up the equipment and determines the expected results (symbols, text going to be displayed on the screens and sound warnings outputting through the speakers). Next, the signals for image/sound generation are set through the workstation or special analyzers (depends on the bench architecture) and gone to the system’s input. After, the camera and microphone automatically record the obtained image and sound which are fed to the input of the software installed on the computer. The software recognizes the received streams, compares them with the expected results, and generates a report based on the test performed.

The testing methodology using the described complex consists of the following steps:
• equipment setup;
• inputting of expected results;
• inputting of signals for generating graphics on the screens/sound warnings outputting;
• processing data from the camera/microphone;
• test results generating.

4. Conclusion
At the moment, there are many solutions on the market in terms of software verification of aviation onboard systems: formal methods suites for equipment models testing; hardware-in-loop tools for monitoring data buses; outsourcing services for testing embedded software. However, the available products do not provide HMI (graphics and sound) verification automation.

Their development can be based on computer recognition methods. Its application will allow significantly reduce the time and cost expenses for HMI systems (e.g. cockpit display and flight warning) verification, reduce the human factor influence (the probability of error) during testing, increase flight safety. In common, the reduction in verification time reduces the aircraft development cycle and rushes up the certification process.
The weak point of such a solution is in the following. The current standards applied in aviation does not permit the use of non-deterministic algorithms applied in image and sound recognition (neural nets, correlation functions) because they can bring mistakes in results. However, this drawback is leveled by the need to control the automatically obtained results by the operator. So, the operator could not be excluded from the verification process completely. However, manual actions that should be performed within fully manual testing are minimized.

The proposed described complex makes it possible to reduce the time and costs expenses for HMI systems verification by several times. Besides, the versatility of the computer recognition methods allows adapting the tool to any technical objects with a user interface that meets the demand in most industries (not just aviation).
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