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ABSTRACT Social media network is one of the important parts of human life based on the recent technologies and developments in terms of computer science area. This environment has become a famous platform for sharing information and news on any topics and daily reports, which is the main era for collecting data and data transmission. There are various advantages of this environment, but in another point of view there are lots of fake news and information that mislead the reader and user for the information needed. Lack of trust-able information and real news of social media information is one of the huge problems of this system. To overcome this problem, we have proposed an integrated system for various aspects of blockchain and natural language processing (NLP) to apply machine learning techniques to detect fake news and better predict fake user accounts and posts. The Reinforcement Learning technique is applied for this process. To improve this platform in terms of security, the decentralized blockchain framework applied, which provides the outline of digital contents authority proof. More specifically, the concept of this system is developing a secure platform to predict and identify fake news in social media networks.

INDEX TERMS Natural language processing, blockchain, fake media, reinforcement learning.

I. INTRODUCTION

Variety of shared information is the realistic part of social media. From 2017, fake news has become a very considerable topic until now, which 365% frequently used online [1]. Struggling with fake news becomes an unsolved problem in social networks in the data and information consumption application layer and becomes a serious and challenging issue in information advancement that appears in diplomatic, economic, and political sectors. The fake information revelation point to the unnecessary process in the network resources. Moreover, it contains the content totality and validity based on the available service [2]. Therefore, the wrong information sharing relevance the Quality of Trust (QoT) to apply on the news distribution [3].

Machine learning text classification improves the level of security that is needed in social media daily-based networking. Expressing feelings or sharing an opinion through the social networking portal from the non-government organization’s survey contains many fake accounts and information circulating the portal based on a suitable channel. In this case, the harmful and unwanted accounts need to pass from the network to give more space to the data center and manage the mess and political problems in the network.

Another related area for information extraction is propaganda which is special for political purposes [4]–[6]. The fake news forging language is very crafty in terms of pre-designate to arouse and aggravate the emotion of users for spreading fake information [7]–[9]. Fake news detection is the capability of contents analysis based on truth in the shared information [10]–[12]. Along with the number of noisy and unstructured data, growth of the number of users, and news, there is a need for an automatic solution for extraction of fake news [13]–[15]. These terms become limited based on the recent developments in machine learning, deep learning, and artificial intelligence. Proofing the digital contents authorship is one of the mandatory steps for information sharing. To do this, blockchain is a suitable and promising framework that is the decentralized and secure platform to improve fake information extraction. A blockchain system continuously increases the number of blocks which each block has the previous block cryptographic hash, timestamp and transactions.
information [16]. The data integrity is guaranty with the blockchain and all the transnational information store in it. This aspect of blockchain makes it a famous platform in this approach.

As a case study, we collected the social media contents from Facebook and Twitter, which are famous information sharing platforms with thousands of users that upload millions of daily news and posts on various topics. This research aims to authorize fake users and information using the blockchain, NLP, and machine learning techniques. More specifically, the proposed system is the preventative approach based on the integrated techniques for the concept of fake data extraction combining with gamification components. Reinforcement learning is the learning-based algorithm that improves the system quality based on the provided information. If the information is wrong, the system prevents using similar information as before to reduce the fake and wrong information rating. The main contribution of this paper is threefold:

- Designing the fake news prevention system instead of a detection system and applying the Natural Language Processing (NLP) for the detailed text analysis based on the shared contents.
- Applying the proof of authority protocol and designing financial roots. This process is the strong aspect of this system to find fake user information and accounts.
- Applying the Reinforcement Learning technique for predicting the learning rate of the system and extracting fake accounts. Finding the relationship between contents, extracting the similar meaning and structure of the shared information to avoid sharing fake news.

Figure 1 shows the overview of the proposed approach in fake news detection based on the integrated method. The applied blockchain system is permissioned network that every participants are supposed to register and required authentication to make them qualified to join to blockchain network. In permissioned blockchain only authenticate users have allowance of joining to network which this process is the responsibility of user identification manager. This process also required the authentication certificate and enrollment for the valid participants. The aim of the proposed system is to store the news data in the distributed ledger which is reliable and secure platform.

The rest of the process arranged as follows: Section 2 presents the brief literature review of the recent techniques in this area. Section 3 presents the detailed methodology and data collection process. Section 4 presents the implementation of the developed framework based on an integrated system, and we conclude this research in the conclusion section.

II. RELATED WORK

In the recent developments of technology and utilization of applications in daily life, posting and sharing unwanted and without meaning, contexts in social media cause a mess in various social platforms. This process creates problems in finding a proper and suitable answer for the searched topic searched. Twitter is one of the mentioned social platforms with a huge number of users who daily share millions of tweets in various terms, and topics [17], [18]. In this process, machine learning and blockchain system plays the important role to overcome fake news sharing issue.

A. MACHINE LEARNING TECHNIQUES FOR FAKE NEWS DETECTION

Machine learning (ML) algorithms and techniques which use the Natural Language Processing (NLP) to determine and underline the linguistic patterns in term of fake or real news [19]. Most of the ML process is related to classifier models, which are able to detect fake information from real information. Vijay et al. [20] applied Random Forest and NLP to detect fake news by counting vectors that are used for words. They also applied the RID matrix approach for finding the similarity and copy sources between documents. Their main approach is the usage of machine learning and NLP to classify the documents based on words. Chokshi and Mathew [21] presented a survey related to fake news detection using deep learning and NLP. Various deep learning methods are presented for detection based on a huge amount of data. Similarly, text classification and convolutional neural network (CNN) for image classification were analyzed. Wang et al. [22] proposed a fake news detection framework using the combination of three components as: fake news detector, reinforcement learning and annotator. This process have done to extract the weak labels of news and select the high quality samples to identify the fake news. The differences of the related works with the current proposed work is lack of trust in this process which in our case by applying blockchain network the users are supposed to register in network and after identification they have the possibility of sharing news in social media.

B. BLOCKCHAIN FRAMEWORK FOR FAKE NEWS DETECTION

Ochoa et al. [23] presented the centralized blockchain platform for fake news detection. This approach consensus algorithm is designed based on data mining to acknowledge the shared information. The presented system can fake news identification, alerting readers and punishing the one who unravels the information and remunerates the one who shared the truth. Shae and Tsai [24], presented the Artificial Intelligence (AI) based blockchain platform. This process contains a real news database for generating the supply chain graph and rank the fake news based on the crowd source mechanism. Paul et al. [25] presented news authentication among shared information using decentralized Ethereum smart contract blockchain. Qayyum et al. [26] proposed, news publication based on smart contracts to avoid the spread of fake news. In this process, before news publication, publisher authentication is processed, giving the publisher a public key and verification for sharing information. Balouchestani et al. [27] proposed, SANUB method for
blockchain-based news sharing and analysis. SANUB contains fake news detection, anonymously information sharing, evaluation of news, validation report, and proof of shared information. Islam et al. [28] presented news broadcasting as a kind of trade using blockchain by removing the third party from news transmission. Arquam et al. [29] proposed a news tracking system using blockchain-based allocating credit to users. These credits are in two types as local trust and global trust. Validating the news using this system causes the user news validation request from the publisher. Table 1 shows the related terms and concept of fake news detection from social media. The mentioned concepts below are not considered as fake news in social media [30], [31].

| Type              | Authentication | Intention       | Reported News |
|-------------------|----------------|-----------------|---------------|
| Spam              | Might be True  | Advertise/Bad   | No            |
| Rumors            | Disclosed      | Disclosed       | Disclosed     |
| Hoaxes & Scams    | False          | Acceptable      | No            |
| Conspiracy Theories| Disclosed      | Disclosed       | No            |
| Parodies & Satires| False          | Acceptable      | No            |
| Misinformation    | False          | Bad             | Disclosed     |
| Disinformation    | False          | Disclosed       | Disclosed     |
| Clickbait         | Might be True  | Advertise       | No            |

TABLE 1. Concepts and related term of fake news.

C. NATURAL LANGUAGE PROCESSING FOR FAKE NEWS
Natural Language Processing (NLP) is a famous linguistic computation which process to understand the human language and overcome the practical problems. Based on the manifestation and speech or text form of this process, NLP understand the various form of human daily conversion. Continuously changing of NLP, makes the explicit rules establishing difficult for computers [32]. NLP contains five key stages for analysis and extracting the computational meaning from document. This stages named as: tokenization, semantic analysis, lexical analysis, pragmatic analysis and syntactic analysis. Monteiro et al. [33] proposed the automatic detection of fake news in Portuguese language. Their process is based on uncovering the linguistic characteristic by applying automatic detection and machine learning algorithms in the presented system. Table 2 shows the comparison of recent existing works related to the proposed approach in term of advantages and presented work.

TABLE 2. Comparison of recent existing works.

| Author            | Proposed Approach                                                                 | Advantages                                      |
|-------------------|-----------------------------------------------------------------------------------|-------------------------------------------------|
| Somya et al. (2021) [34] | Applying deep learning for analysis of multiple user accounts in Facebook         | Adding more information in user profile to easily find the suitable decision |
| Nida et al. (2021) [35] | Using ensemble based deep learning model in LIAR dataset                          | Fake news detection based on two deep learning model for textual context |
| Ashutosh et al. (2020) [36] | Applying blockchain technique                                                     | Controlling the fake news propagation in social media framework |

III. PROPOSED FAKE NEWS DETECTION SYSTEM
This section presents a detailed explanation of fake news detection with a combination of Natural Language Processing, Reinforcement Learning (RL) and blockchain. There are
two main parts in the presented system which the learning steps and securing presented approach.

A. FAKE NEWS DETECTION USING NATURAL LANGUAGE PROCESSING

NLP is a decisive task in data preparation process which carry out with data cleaning, segmentation, stop words, feature extraction, word indexing and embedding. Data preparation has the responsibility of cleaning the content before starting any process on data. In the next step the data goes through feature extraction to convert the data into vectors and save them into database. The received data for feature extraction is taken from information retrieval and send the query once at a time to data source to request the related news from Internet. The feature extraction module has the ability of measuring the similarity between contents of news with the news storage and based on the distance and query sorting them into a list of news. Figure 2 shows the mentioned process of the NLP framework.

![NLP framework for fake news detection.](image)

B. FAKE NEWS DETECTION USING REINFORCEMENT LEARNING

Deep reinforcement learning is the incorporation of reinforcement learning and deep learning for decision-making from unstructured data. Most of the shared news in social media needs confirmation to know the shared topic’s reality. The main reason for applying this algorithm for the proposed system is the learning-based aspect, which is a positive step in improving the performance of fake news detection. Problem formulation is based on Markov Decision Process (MDP). Every timestamp agent is in a state to take action and catch the award for the next state. The agent determines for learning policy based on increasing the reward returns. MDP contains the 4 tuples as (State $E$, Action $C$, Probability of actions taken from state $P_e$ and Reward $A$). Table 3 shows the notations used in this process.

Equation 1 presents the probability of the taken action $C$ in the state $T$ based on the time $t$ which is lead to the next state $\hat{T}$ owing to the action $C$ [22].

$$P_e(E, \hat{E}) = Pr(E_{t+1} = \hat{E}|E_t = E, c_t = c)$$ (1)

To make the proper decision based on MDP, a suitable policy is needed. Action needs to specify with function to decide the state. When the MDP integrates with policy and the integration result is similar to the Markov chain. Equation 2 presents the Markov transition matrix. $\pi$ is a function to specify the action [22].

$$\pi(E), Pr(E_{t+1} = \hat{E}|E_t = E, c_t = c) - Pr(E_{t+1} = \hat{E}|E_t = E)$$ (2)

Figure 3 presents the process of fake news extraction in training and classification steps. This process is based on the DRL architecture. The key solution of DRL is the learning-based of this system which makes the process having the high performance and quality in term of fake news detection. Based on the defined rules for the system and trained model based every step of training learns more and improves the quality of this framework. As it shown in architecture there are two type of news source as fake news and unlabeled news which are the input of trained DRL model which based on the classification process and ensemble with the strong classifier it labels the news.

![Deep reinforcement learning framework.](image)

C. FAKE NEWS DETECTION USING BLOCKCHAIN

The blockchain concept appeared from the crypto-currency platform, which means any node can be a miner and join blockchain. This can be in terms of Proof-of-Work (PoW), Proof-of-Authority (PoA), and Proof-of-Stake (PoS). PoA is
one of the new parts of the Byzantine Fault Tolerant (BFT) algorithm. The mining leader and proposing the new block of the algorithm operating process is the elected party. PoA messaging process is less than BFT, and it shows more acceptable performance. PoA implementation is based on the network assumptions to show the best interest of system preservation. The correspondence identity is related to the identification of validator on the platform, e.g., credibility score. Figure 4 shows the organization of news based on the decentralized manner of the validator. The presented scenario of blockchain for fake news detection is based on PoA with a high transaction rate. The credibility score applied for the consensus. The main components of this process presented as below:

- **Organization of News**: The entities which have enough power for registration are presented and involved in the validation of transaction and publishing. Building the network based on the trust and power of news publication in real life is not contemplated as a news organization. Some entities like BBC and CNN need to submit the application for registering into blockchain.

- **Data Authentication**: News organization validation requires some information e.g. exact data or document. This information will be verified and get license either to operate on TV, newspaper or radio. In the next step, the organization of news registers into blockchain with the smart contract rules to authenticate in nodes. All this process is in the blockchain registration as shown in Figure 4. The organization of news only registers once in the blockchain.

- **Proof-of-Authority (PoA)**: The important step of the proposed system is the PoA which is plays the role of consensus algorithm for the fake news detection. First, publish the news, need the node authentication, and the next news organization can request publication. The publication is related to the status of credibility score. In this stage, some nodes become validators to check the truth of news and validate the transaction. In more detail, after submitting the news for validation, the transaction also gets into the process of validation. In this step, the validator pinpoints if the news is fake or real and the quality of fakeness. The transaction hash gives flexibility to blockchain for publishing. If the condition is not met, then news considers fake news.

- **Fake Media**: The content of every shared news contains image, text, tags, etc which are the main attributes of the shared topic that should be saved. It is required to have the related context to the fake news and the important information which can trace the news sources. Similarly, the presented system contains the backlog for fake news detection, and it’s important and useful for future detection.

**1) BLOCKCHAIN FRAMEWORK ENTITIES**

Simple sense validation visualization of entities summarized in Figure 5. The highlighted field means the explanation of entities e.g. field UID means user ID.

1. **USER**
   - Based on the activities in this process, every participant gets a credibility score. Generally, each participant has a credit score and primary key. After registering the user in the blockchain network, the unique ID will be given to the user with the primary credibility score.

2. **PUBLISHER**
   - Every user is a publisher if they share content on social media. While proposing, the user has the primary key, which can be the hash value if the number of users gathers together for being a publisher. Each publisher has a foreign key which means verifying themselves and identity with the information of location. One important part is when the validator wants to view the publisher, the news can send with the publisher ID. At the same time, the publisher ID also sends to the credibility system to check the news based on publisher ID and hash value to check their validity and equality. If it’s equal, then the credibility system gives the reward report.

3. **VALIDATOR**
   - The users which are not publishing any news. Based on the credibility score, it’s possible to become a validator. The validator’s responsibility is checking the publisher’s news.
After the agreement of validators, the pending transactions collect in the news block of the blockchain. The proof of authority is the validator responsibility. Each validator has the validator ID and user ID.

d: TRANSACTION
The transaction records based on the total user activity in news acceptance or rejection records in the system and save into the blockchain. The transactions have the user and validator ID as well as publisher ID. Along with the news ID the timestamp of the news also generated. Blockchain traceability gives future access to complete the credibility testing and be sure about Real or Fake news.

e: NEWS
The process of sending news is from the publisher to validator and sending the news to blockchain. The publisher information doesn’t reveal in the validation stage, but the total credibility score will share for the validators judgment. In the proposed system, every piece of news contains a news ID and publisher ID. The news ID is along with the publisher ID from the hash, and the validator can’t know about the publisher. The publisher ID in this system is used for double-checking from the credibility system with the user ID. The reason is the publisher ID, and user ID is in the credibility system. In this case the credibility system is able to double-check the news ID based on the available hash value of user and publisher ID.

2) DEFINITION OF SMART CONTRACT FOR THE PROPOSED FAKE NEWS DETECTION ENVIRONMENT
The smart contract is the defined section of blockchain which performs the access point of blocks, transactions, and history. The programs of smart contract stores in the distributed database. Smart contract performs the business logic, adding constraints, transaction validation, etc. Information adding, operation performing, and contract existence is based on smart contract. Figure 6 shows the ledger querying and updating based on the smart contract in the proposed system. The reason to make the limitation of transaction query is performing all nodes. To overcome this problems, the transactions supposed to execute into nodes that are defined. This idea implemented in term of proper subsets and installing smart contract on selected subsets only. In this system, we have designed and implemented the Hyperledger Composer in smart contracts in the blockchain framework.

The Hyperledger Composer creates security in blockchain, and it’s an open-source framework. There are four main components in a smart contract defined as participants, assets, model files, and transactions to present access control rules in terms of data definition, query definition, and control policies. Participants of this network are those who interact network and represent the organization of the business network.

IV. PREDICTIVE ANALYSIS BASED ON FAKE DATA DETECTION
This section presents the applied predictive analysis in fake news detection to improve system performance and help manage and formulate the business network effectively. The presented predictive model contains the following steps as: data collection, data pre-processing, using data mining techniques to extract the underlying patterns, data normalization, evaluation, data parameter selection, and processing the machine learning algorithms. Figure 7 shows the predictive analysis architecture in detail. The total process of the following prediction analysis shows the collected data information which are User ID, News ID, news prediction schedule, publication day, type of news, user gender, user name and user contact information. The raw data processing goes through pre-processing techniques, computed features and data normalization. After feature selection and splitting data into train and test set, reinforcement learning algorithm used for the fake news detection. RL is the learning-based algorithm to improve the performance of the process and extracting the fake news form social media based on defined rules.

A. DATA COLLECTION AND ANALYSIS
In the proposed fake news detection system, the dataset was collected from online sources and social media networks such as Twitter, Facebook, BBC news, etc. A total number of processed data contains 900,000 records of news from 2015-2019. Table 4 shows the presented features in the collected dataset. There in total nine attributes in the dataset named as: ID, title, text, URL, users, source, publish date, movies, and images. Each of these attributes represents the web page information that shared fake news, the title of shared news, the news contents, the news web address, user
information, the source file of the shared news, date and time of shared news, and contents of shared information.

Table 5 presents the available fake news datasets which are accessible online. Each of them contains different categories and various records with different topics as: Facebook posts and comments, articles, Wikipedia statements, politics and twitter posts.

**TABLE 5. Available fake news dataset.**

| Dataset   | Topic                        | Number | Label          |
|-----------|------------------------------|--------|----------------|
| Buzzface  | Facebook posts and comments  | 2.263  | Four categories|
| BuzzfeedNews | Facebook posts          | 2.282  | Four categories|
| Buzzfeed-Webis | Facebook posts      | 1.687  | Four categories|
| Fakenewsnet | Articles                  | 23.921 | Binary         |
| Fever     | Wikipedia statements        | 185.000| Three categories|
| Fake br Corpus | Articles              | 7.200  | Binary         |
| Emergent  | Titles and statements       | 300    | Binary         |
| Liar      | Politics                    | 12.800 | Six categories |
| Credbank  | Twitter posts               | 60.000.000 | Five categories|
| pheme     | Twitter posts               | 330    | Binary         |

**B. ANALYSIS AND PATTERN ENGINEERING**

One of the important processes of discovering hidden features is pattern engineering based on data mining (DM) techniques. The effective way to improve train and test set accuracy is feature extraction based on machine learning techniques. The presented model uses the following features as: shared news date and time, type of news, and user gender for knowledge discovery through collected information based on DM techniques. The time-series information contains helpful content, which is the best option of the prediction model input. In the first step, this model peruses the scheduled day of sharing news based on day, month, and year. Second, analyzing the total number of the news based on daily, monthly, and yearly analysis. Figure 8 presents the daily analysis of shared news based on two male and female gender groups. The daily analysis discloses the average of shared news which the frequency of male users is higher than female users.
Figure 9 shows the monthly analysis of shared news that presents the frequency of news sharing from January to December. The monthly analysis shows that from February to December number of shared news is relatively high.

**FIGURE 9.** Time series analysis of monthly news sharing of users.

Figure 10 presents the shared news on the basis of yearly analysis. This process is according to users’ gender. The yearly analysis shows the shared news records range from 120,000 to 160,000 in terms of male and female frequency, which male records are higher.

**FIGURE 10.** Time series analysis of yearly news sharing of users.

### C. DATA NORMALIZATION

In the collected dataset, some of the features of data values are skewness, e.g., time series frequency of the shared news. Based on this reason, data normalization is required to avoid skewness and get a uniform range of data values. There are various techniques for data normalization, such as z-score normalization, min-max normalization, and decimal scaling normalization. In this process, the applied normalization technique is min-max normalization [37]. This technique normalizes the attributes based on scaling them between zero and one to get data features in uniform mode. Equation 3 is used to normalize data in a range of zero and one.

\[
MinMax = \frac{Y_n - \min(B)}{\max(B) - \min(B)} \tag{3}
\]

### D. FEATURED DATA EXTRACTION

NLP techniques analysis the retrieved data from data source. Next the text segmented into word tokens. Next step is the segmented tokens cleaning to remove the no meaning characters and words. In this stage the feature extraction, extracts the characteristic of the news content. The main features extracted in this process categorize into five groups as: fake score, real score, real domain, fake domain, sim matched. Fake score is the representation of fake group of words and negative words which appear in news content. The real score shows the right and positive group of words in news contents. The fake and real domain represents the number of social media platforms which shares fake or real news and the sim matched feature represents the similarity between the queries and content of news. Figure 11 shows the joint plot of the applied NLP techniques in feature data.

### V. ENVIRONMENTAL IMPLEMENTATION OF THE PROPOSED ML AND BLOCKCHAIN FRAMEWORK

This section presents the environmental implementation of fake news detection based on predictive analysis and blockchain technology to predict the number of shared fake news and reduce the waiting time of the system. There are two categories for implementation of this system as blockchain-based implementation and predictive analysis.

#### A. BLOCKCHAIN-BASED IMPLEMENTATION FOR THE PROPOSED FAKE NEWS DETECTION

The implementation setup for the developed environment of the proposed fake news detection listed in Table 6. The operating system for the proposed approach is Ubuntu Linux 18.04 LTS, which contains a series of experiments. The Docker environment with the version of 18.06.1 applied for the system configuration and setting the virtual machine. Moreover, we have used the Hyperledger fabric for the run-time development of blockchain, the open-source framework. Composer playground applied for the design and development of the business network. Supporting the

| Name | Components | Description |
|------|------------|-------------|
| Blockchain Network | CPU | Intel(R) Core(TM) i7-8700 @3.20 GHz |
| Operating System | Ubuntu Linux 1804 LTS |
| Docker Engine | V 18.06.1-ce |
| Docker Composer | V 1.13.0 |
| IDE | Composer Playground |
| Programming Language | Node.js |
| Hyperledger Fabric | V 1.2 |
| Node | V 8.11.4 |
| Database | CouchDB |
| Memory | 12GB |
| CLI Tool | Composer REST server |
| Machine Learning | Operating System | Windows 10 |
| Browser | Chrome, IE, Firefox |
| Programming Language | Python, IDE |
blockchain in terms of local-host and web, the composer web-playground provided. Fetching data based on blockchain technology needs the configuration of Composer REST server using CLI Tool.

Table 7 presents the list of RESTful API generated by composer-rest-server to make the relationship between blockchain and client. The REST server can perform the CRUD operation for manipulating distributed ledger state. There are three main parts in the composer-rest-server defined as: resource, verb, and action. These resources present the path of data in terms of request and response and specify the given resources based on required action in terms of POST, DELETE, GET, and PUT. The request for POST means creating or updating the new participants or assets, and GET means recapturing the data from a data source.

### B. PREDICTIVE ANALYSIS IMPLEMENTATION AND EXPERIMENTS

The implementation setup of the predictive model is summarized in Table 6 Machine learning section. The presented model is based on the reinforcement learning (RL) algorithm, which is learning-based and fits this environment because of the decision-making strategy. The positive aspect of the learning-based model is an improvement of the system due to training based on defined rules for extracting fake news.

| Resource                  | Verb          | Action                        |
|---------------------------|---------------|-------------------------------|
| /api/userProfile          | POST, DELETE, PUT, GET | User management               |
| /api/newsSharingSchedule  | POST, DELETE, PUT, GET | Schedule of sharing           |
| /api/updateSharingTime    | POST          | Update time of sharing        |
| /api/updateSharingStatus  | POST          | approve or reject             |
| /api/service              | POST, DELETE, PUT, GET | Management of service        |
| /api/updatePastRecords    | POST          | Update user history data      |
| /api/news/supply          | POST, DELETE, PUT, GET | News supply management       |
| /api/dataAnalysis         | GET           | Report of data analysis       |

![Figure 11. Joint plot of the featured data using NLP techniques.](image-url)
TABLE 8. Summary of discovered and base features.

| Feature                        | Description                                      | Feature Type |
|--------------------------------|--------------------------------------------------|--------------|
| Frequency of daily scheduled news | It shows the total frequency of news based on daily schedule | Discovered   |
| The distribution of news schedule per month | It shows the average frequency of news based on monthly schedule from January to December | Discovered   |
| Distribution based on user gender | It shows the news distribution based on the users gender | Discovered   |
| Type of news | It shows the topic and type of shared news | Base         |

The total process of the presented RL-based approach is divided into two main parts as train and test set. There are various techniques used for data splitting, such as: holdout and k-fold, etc. The sklearn library of python language divides the data into two subsets as 70 to 30 split ratio in this system. Equation 4 shows the training and testing split ratio of news data.

\[
\text{Split Ratio Data} = \left( \frac{70}{70}, \frac{30}{30} \right)
\]

Table 8 shows the discovered features of time-series based on existing knowledge domains.

VI. BLOCKCHAIN-BASED EXPERIMENTAL RESULT FOR TRANSPARENT AND SECURE ENVIRONMENT

This section provides the performance evaluation and experimental result of the presented blockchain framework.

A. EXECUTION RESULTS

The execution results of the presented blockchain approach are summarized in Figure 12. This dashboard is based on the Hyperledger Fabric framework. The core functionality of the proposed system contains the user profile, news sharing schedule, news record history, services, news supply, and data analysis. The user profile represents the personal data of the user. It gives the possibility of creating, editing, and deleting the profile. The news scheduling module presents the news information related to the user trying to share it and the news status. Users can check the status and information of the news to save secure records in the blockchain. Furthermore, the admin can check the operation and news records history in the distributed ledger. The data analysis module gives useful information related to the hidden data of news, which is important for future strategies.

B. PERFORMANCE EVALUATION OF BLOCKCHAIN FRAMEWORK

The performance evaluation of blockchain network presented in this part. We have used the PBFT and RAFT [38] consensus algorithms for the performance evaluation of this system. The PBFT follows the Byzantine fault tolerance (Bft) with the low latency and high transaction for the bounded type of nodes [39]. Poor scalability is the limitation of the PBFT algorithm, along with high transmitting records for consensus messages. The applied blockchain network is a permissioned blockchain. The message-based aspect of PBFT is the main reason for using it for operating in the trusted environment.

Similarly, this algorithm due to proof of Authority (PoA) widely used in permissioned blockchain in terms of latency and throughput [40]. The RAFT algorithm usage is related to providing low TL and high TT. To assure data consistency, it uses log synchronization. Achieving data consistency based on RAFT algorithms contains four main steps: security assurance, leader node selection, log synchronization, and member change. Figure 13 presents the performance evaluation of the blockchain network based on transaction latency. There are four user groups defined to evaluate the network efficiency such as: 250, 500, 1000, and 1500. The transaction latency average record for 250 users is 1300 milliseconds (ms), for 500 users increased to 1497 ms. This process continues increasing by increasing the number of users in this process.
Figure 14 presents the performance evaluation of the RAFT algorithm in terms of transaction latency which the sending rate is between 25 to 200 TPS. Based on the presented process, the solo raft and raft have the higher transaction latency comparing with adding solo ordering based on transport layer security (TLS), the cause the improvement in transparency and security of blockchain networks among peers.

![Transaction Latency Graph](image)

**FIGURE 14.** Performance evaluation in term of latency for ordering service.

Figure 15 presents the performance evaluation of transaction throughput in terms of min, max, and average. It can be noticed that solo ordering has the highest transaction throughput comparing with others because there is no need for additional TLS service.

![Throughput Transaction Graph](image)

**FIGURE 15.** Performance evaluation in term of throughput for ordering service.

**C. PERFORMANCE EVALUATION OF MACHINE LEARNING TECHNIQUE**

There are various measures for the performance evaluation of machine learning techniques. In this process, we have used the mean absolute error (MAE), root mean square error (RMSE), mean absolute percentage error (MAPE), and R2 score. The following equations 5 to 7 used to evaluate the applied process.

- **Mean Absolute Error (MAE):** Measuring the prediction model performance evaluates based on MAE to find the differences between the actual and predicted value. Equation 5 presents the evaluation process.
  \[
  MAE = \frac{\sum_{n=1}^{x} |Z_1 - \hat{Z}_i|}{x}
  \]  

- **Root Mean Square Error (RMSE):** presents the MAE square error. This process is used for the overall evaluation of prediction model performance. RMSE range starts from 0 to \(\infty\). Equation 6 presents the evaluation process.
  \[
  RMSE = \sqrt{\frac{\sum_{n=1}^{x} |Z_1 - \hat{Z}_i|^2}{x}}
  \]  

- **R2 Score:** To show the variance proportion between two variables, this statistical measurement was applied. R2 score is between 0 to 1.
  \[
  R^2 Score = \frac{\sum_{n=1}^{x} |Z_1 - \hat{Z}_i|^2}{\sum_{n=1}^{x} |Z_1 - \bar{Z}|^2}
  \]  

Table 9 illustrate the results and performance evaluation of the proposed system with the other machine learning models such as XGBoost, Random Forest, RNN, and LSTM. As shown, the presented system has the most significant and promising outputs compare with other models.

**TABLE 9.** Comparison and performance evaluation of the proposed system.

| Model         | RMSE | MAE   | R2  | MAPE |
|---------------|------|-------|-----|------|
| XGBoost       | 894.2| 952.52| 0.62| 9.82 |
| Random Forest | 1175.34| 1439.34| 0.56| 15.88|
| RNN           | 678.696| 533.388| 0.958| 3.988|
| LSTM          | 629.96| 488.356| 0.957| 3.722|
| Proposed System | 318.036| 173.515| 0.968| 1.87  |

**VII. CONCLUSION**

Fake news sharing is one of the popular research problems in recent technology based on lack of security and trust in terms of the truth of shared news in social media. In this article, we have presented the combination of blockchain and machine learning techniques to provide solutions and design a trust-based architecture toward shared news online. We have applied the reinforcement learning technique, a learning-based algorithm, to make a strong decision-making architecture and combine it with blockchain framework, smart contract, and customized consensus algorithm, which is well fit for the Proof-of-Authority protocol. Social media plays a key role in this process. The shared information platform contains fake news, and its a beneficial challenge to enhance and investigate the Proof-of-Authority protocol and user validation.
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