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Abstract Owing to the large area and power consumption of traditional physically unclonable function (PUF) circuits, they are susceptible to interference from environmental factors. A compact PUF circuit design scheme is proposed by analyzing the circuit structure and sub-threshold leakage current deviation characteristics of a bistable PUF. First, the current-voltage sensitive characteristics of a transistor in the sub-threshold operating region are utilized. Next, to improve the output response speed and the uniqueness of the characteristic information of the PUF circuit, the proposed PUF circuit is designed which combines with the positive feedback and RS latch characteristics. Finally, simulation results based on the TSMC 65 nm CMOS process show that the PUF has good uniqueness, randomness, and reliability. The cell layout area, the bit error rate (BER) in the worst case, and the energy consumption are 0.177 μm², 2.8%, and 8.976 fJ/bit respectively.
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1. Introduction

With the development of Internet of Things (IoT), an increasing number of IoT technologies have been applied in numerous fields, such as smart homes [1], smart logistics [2], and smart medicine [3, 4]. IoT edge devices are mostly deployed in untrusted environments and are vulnerable to security threats, such as surveillance, forgery, and tampering. The existing security protection systems that are based on cryptographic mechanisms require complex computing and excessive storage resources. The information present in nonvolatile storage devices can be easily read and illegally used. Therefore, they no longer meet the low overhead and high security requirements of increasingly miniaturized and lightweight modern IoT intelligent devices.

Existing hardware security technologies include random number generators [5], security layout design, and physically unclonable functions (PUF). As a type of digital fingerprint of a chip, a PUF generates challenge-response pairs (CRPs) with characteristics of randomness and uniqueness by using unavoidable process deviation in the manufacturing process of a chip. PUFs can be used in IoT protection, key security storage [6], and other information security fields. PUFs are typically categorized into two classes: strong PUFs and weak PUFs. The difference between these two types is the ability to generate CRPs. Strong PUFs [7, 8] obtain exponential CRPs through the reconstruction of hardware resources; however, the CRPs are correlated and more vulnerable to machine-learning attacks. Typical strong PUFs include arbiter PUF (APUF) [9, 10] and ring oscillator PUF [11] (RO-PUF). Weak PUFs usually consist of cell arrays of the same design, which utilize the unavoidable process deviation of hardware circuits or hardware electronic components during the manufacturing process as an entropy source. A weak PUF cell typically produces only a one-bit response, and its CRP space has a linear relationship with the chip area. It has best resilience to machine learning attacks, and is more suitable for generating security keys. Typical weak PUFs include the Latch PUF [12] and static random access memory (SRAM) PUF [13]. The chip is easily affected by the environmental noise during its operation, and the PUF cell produces unstable response bits and has a high bit error rate (BER). A resource-constrained system [14] has a limited chip area and cannot effectively use the auxiliary circuits to improve the stability of the weak PUFs. Therefore, the design of lightweight PUF circuits with low BER has become a popular research matter in hardware security.

The SRAM PUF has good scalability and randomness among the various process technologies. This architecture utilizes the mismatch between the cross-coupled inverters to extract the response bits from the physical characteristics of the IC. The traditional SRAM PUF has certain defects, such as a high BER and a large area overhead. Therefore, Shifman et al. [15] adopted the "capacitance bias" preselection mechanism for the unstable cells in a bistable PUF by adding controllable capacitors to any cross-coupled inverter node to reduce the BER to 10⁻⁹. However, the PUF layout area is as high as 3001 F². Li et al. [16] proposed a lightweight bistable weak PUF with a cell feature size of only 215 F² and the lowest BER of 2.05% by using the bistable PUF cell.
sharing and random word-level reading strategies. Zhao et al. [17] proposed a PUF circuit design scheme based on a cross-coupled comparator, which uses complementary to absolute temperature (CTAT) and spatial majority voting (SMV) [18] technology to reduce the BER; however, the cell layout area is as high as 1036 F². At present, many works have proposed different solutions to improve the stability of PUF, such as the use of new material devices [19] (carbon nanotubes), accelerated aging [20], ECC error correction coding [21], etc. Therefore, to further optimize the circuit structure, this study reveals the entropy source mismatch mechanism caused by the leakage current deviation by analyzing the bistable PUF circuit and the subthreshold current characteristics. A design scheme of a compact PUF circuit, i.e., a PUF based on a subthreshold leakage current deviation (SLCD-PUF) is proposed. The influence of the voltage and temperature changes on the stability of the circuit is analyzed by the Monte Carlo simulation, and the experimental results show that the designed circuit considers both the area overhead and stability.

2. Bistable PUF Circuit Structure and Analysis of Subthreshold Current Deviation

2.1 Bistable PUF circuit structure

A bistable PUF [22] is a type of PUF with a cross-coupled circuit structure as its core. The bistable PUF circuit is always in a stable state when not triggered by an external excitation signal and jumps from the current stable state to another stable state when triggered by the challenge signal. As the basic cell of a bistable circuit, the cross-coupling structure has the characteristics of positive feedback, which is conducive to the rapid calculation and storage of data. It is mostly used in latches [23], flip-flops [24], and SRAM. The SRAM PUF is a bistable PUF that has been extensively studied in literature. It uses the random process deviation of the cross-coupled circuit to extract the hardware fingerprints. Taking the traditional 6-transistor SRAM [25] cell circuit structure as an example, a bistable PUF circuit structure is described, as shown in Fig. 1.

\[I_{sat} = \mu C_{ox}\left(\frac{W}{L}\right)^2(V_{gs} - V_{th})^2\]  \hspace{0.5cm} (1)

\[I_{sub} = \mu C_{ox}\left(\frac{W}{L}\right)\exp\left(V_{gs} - V_{th}\right)\left(1 - \exp\left(-\frac{V_{ds}}{V_t}\right)\right)\]  \hspace{0.5cm} (2)

where, \(\mu\) is the carrier mobility, \(C_{ox}\) is the gate oxide capacitance, \(W/L\) is the width-to-length ratio of the transistor, \(V_{th}\) is the threshold voltage, \(V_t\) is the thermoelectric potential, \(I_{sat}\) is the saturation current, and \(I_{sub}\) is the sub-threshold current. \(-\exp(-V_{ds}/V_t)\) can be ignored because \(V_{ds}\) discharges from VDD and \(V_{ds}\) is much larger than \(V_t\). The subthreshold current is exponentially related to \(V_{gs}\) voltage according to equations (1) and (2). Compared with operating in the saturation region, the current changes more significantly with the voltage in the subthreshold region. As shown in

Fig. 1 Traditional 6-transistor SRAM cell

The transistors M1–M4 form two inverter structures connected end-to-end. Transistors M5 and M6 are controlled by the word line (WL) and are connected to the BL and BLB. Ideally, the threshold voltages of M1–M4 are the same. When the SRAM cell is powered on, as the voltages of Q and QB increase, the gate-source voltage of the transistor gradually reaches the threshold voltage, and the node voltage remains at the metastable point. However, the threshold voltage of the transistors is different owing to the process deviation, which results in a voltage difference between Q and QB. This forms a positive-feedback channel. Finally, the node voltage easily transitions from a metastable to a stable point. Q or QB tended to be high. Fig. 2 shows the voltage distribution (100 Monte Carlo simulations) of the initial value of the SRAM PUF cell affected by the noise and process variation. It can be observed that node Q transitions from an initial value of 0 to a stable state of 0/1 after a period of time.

Fig. 2 SRAM-PUF cell power-on process
Fig. 3, the basic cell is composed of two NMOS transistors, and the gate voltage $V_{gs}$ controls the current in transistors M1 and M2. A total of 1000 Monte Carlo simulations were performed for each value of $V_{gs}$ and the coefficient of variation of the difference between $I_1$ and $I_2$ ($CV=\sigma/\mu$, where $\sigma$ and $\mu$ represent the standard deviation and average value of the difference between $I_1$ and $I_2$). The simulation diagram of the current mismatch in the subthreshold region, saturation region, and linear region of the transistor is shown in the curve in Fig 3. As shown in Fig. 3, when the PUF circuit works in the subthreshold region, the coefficient of variation is the largest, and the subthreshold current deviation is the largest [26]. Therefore, the subthreshold current deviation as the entropy source is more stable, which is conducive to enhancing the stability of the PUF.

![Simulated results of the two NMOS transistors](image_url)

**Fig. 3** Simulated results of the two NMOS transistors. Curve 1 reveals the standard deviation of the difference between $I_1$ and $I_2$, curve 2 reveals the average value of the difference between $I_1$ and $I_2$, and curve 3 reveals the CV of the difference between $I_1$ and $I_2$.

3. SLCD-PUF circuit structure design

Traditional bistable PUF circuit design schemes generally use six or more transistors as switches and bias entropy sources. They have large overheads in terms of area and power consumption. The 6-transistor SRAM PUF cell in which M5 and M6 transistors are used for row selection and M1–M4 transistors are used as deviation entropy source transistors is shown in Fig. 1. Without considering the SRAM storage function and considering only the PUF characteristics, the 2-transistor cell in Fig. 3 can be used to replace the 6-transistor SRAM PUF cell in Fig. 1. Its function is to realize the switching control through the gate voltage of the NMOS transistors, take the leakage current deviation of the NMOS transistors as the entropy source, reduce the four transistors, and propose the SLCD-PUF circuit framework shown in Fig. 4. The SLCD-PUF circuit is primarily composed of a timing control circuit, decoder circuit, shared head, PUF cell array, and an RS latch. The timing control and decoder modules are shown in Fig. 4 (a). The timing control circuit is primarily used to generate the timing information of the decoder and the PUF circuit and to provide them with the required pre-charging signal. The decoder adopts two-stage decoding: the first stage adopts 2-4 decoding and the second stage adopts 3-8 decoding. Address sequence of decoder is the challenge input of the PUF. The output of decoder is the 16-bit WL [0:15]. The signal WL [0:15] is the cell-chosen signal of PUF cell. PUF cell structure is shown in Fig. 4 (b). In the PUF module, the PMOS transistors are directly connected to the power supply, the NMOS transistors array is isolated from the power supply through the P-type shared head, and the charging speed of the PMOS transistors array is lower than that of the NMOS transistors array.

![Structure block diagram of the proposed PUF circuit](image_url)

**Fig. 4** Structure block diagram of the proposed PUF circuit: (a) Clock control and decoder module, (b) Basic structure diagram of PUF cell.
The proposed cell array is constructed using NMOS transistors to ensure stability and working speed. Here, the shared head selects the process size \( W_p/L_p = 2 \mu m/60 \) nm to avoid the bias of the PUF response output (the overall bias is 0 or 1). Transistors P5, P6, N5, and N6 formed cross-coupled bistable structures. Transistors N1 and N2 are used as the gate switches, and currents \( I_1 \) and \( I_2 \) flowing through N1 and N2 are used as the deviation sources. N1 and N2 are set to work in the subthreshold region to maximize the sensitivity of the drain-current deviations of N1 and N2.

The working process of the SLCD-PUF circuit is as follows. It can be divided into two stages: pre-charging and evaluation. In the precharge stage, Q and QB are charged to high values when the PRE is low. The switch signal SW is kept at a low level to prevent leakage current during charging. In addition, the bias voltage decreases from VDD to VBB. In the evaluation stage, the mismatched voltages of N1 and N2 are rapidly amplified owing to the process variation and the cross-coupling structure of the shared head. In addition, a stable output response is achieved. If \( I_1 > I_2 \), then \( QB = \text{VDD} \) and \( Q = 0 \); otherwise, \( QB = 0 \) and \( Q = \text{VDD} \).

The working sequence of the SLCD-PUF circuit is illustrated in Fig. 5. CLK, PRE, WL[0], WL[1], WL[2],...WL[15] are the clock, precharge, and word-line signals, respectively. The decoding output terminal is connected to the inverter. The inverter adopts an NMOS source connected to the VBB instead of VSS so that the WL signal is at a high level or VBB. Finally, the PUF signal ID is produced after the output signal of the PUF is locked by the RS latch.

![Working sequence of PUF circuit](image)

Fig. 5 Working sequence of PUF circuit.

4. Experimental results and analysis

The proposed PUF circuit module diagram is constructed using the TSMC 65 nm CMOS process. The custom layout of the PUF circuit is shown in Fig. 6, and the whole layout area is 25.80 \( \mu m \times 20.70 \mu m \). The layout area of the PUF’s basic cell is 0.177 \( \mu m^2 \). The deviation circuit is located on the left side of the layout, the decoder circuit is located on the upper right side, and the timing control circuit is located on the lower right side. The entire layout design shares four layers of metals (MT1–MT4). MT1 and MT2 are used for the internal signal of the cell circuit, MT3 is used to enable the signal wiring, and MT4 is used to connect the decoder with the PUF cell. Vertical wiring is utilized for the metal wires of each layer to reduce the capacitive coupling.

![Layout of the proposed PUF circuit](image)

Fig. 6 Layout of the proposed PUF circuit.

4.1 Stability

The stability of the PUF refers to the ability to maintain the output characteristic of the PUF circuit unchanged when environmental factors, such as temperature and power supply voltage, change. The stability of a PUF is usually measured by the BER and the unstable bits (bits with at least one error during N tests). The PUF output stability is primarily affected by the power supply noise, voltage, and temperature changes. To evaluate the PUF stability under different operating conditions, the proposed PUF was measured across a wide range of supply voltage from 1.0–1.4 V and temperature from -40–125°C. The response outputs were then compared against the golden CRPs generated under the nominal condition to estimate BER. Fig. 7 shows the measured BER in the worst case is 2.8%, demonstrating the excellent supply and temperature scalability of the proposed PUF.

![Measured BER under different conditions](image)

Fig. 7 Measured BER under different (a) supply voltage and (b) temperature conditions.
4.2 Randomness
Randomness characterizes the uniformity of the PUF output response, which is primarily measured by the probability distribution of logic 0 and logic 1 in the PUF circuit output response. Ideally, logical 0 and logical 1 obey a uniform distribution, both close to 50%, which can be expressed as follows:

\[
\text{Randomness} = (1 - |2P(R = 1) - 1|) \times 100\% \tag{3}
\]

where, \(P(R=1)\) represents the probability of a logical 1 in the output data.

The randomness test typically uses a grayscale map to map the PUF response to the gray-scale map. The black pixels represent the response as logic "1," and the white pixels represent the response as logic "0." A PUF is randomly selected, and a grayscale image of the output response is shown in Fig. 8. The probability of generating a logical "1" (49.6 %) is close to the ideal value of 50%. Similar statistical results are observed for the remaining PUF instances. The average grayscale map values of the 50 PUF output responses are concentrated at approximately 0.5.

![Grayscale mapping](image)

**Fig. 8** Output response distribution of PUF: (a) Grayscale mapping (b) Average grayscale mapping.

4.3 Uniqueness
The Uniqueness is used to identify the degree of discrimination between different PUFs, which reflects the ability of a PUF to distinguish itself from other PUFs. The response of the same excitation to different PUFs is different, which is usually measured by the average inter-Hamming Distance (inter-HD). Ideally, with a uniqueness of 50%, the HD-Inter of k PUF individuals is depicted as follows:

\[

d_{\text{inter}} = \frac{1}{k(k-1)} \sum_{i=1}^{k-1} \sum_{j=i+1}^{k} \frac{D(R_i, R_j)}{N} \times 100\%
\]

where, \(R_i\) and \(R_j\) represent the n-bit responses generated by the \(i^{th}\) and \(j^{th}\) PUF circuits under the same excitation.

To test the accuracy of the PUF, 100 Monte Carlo simulations are performed on the PUF circuit, which can obtain 25,600 output responses. The HD between each response is calculated. The intra-PUF HD is measured by applying the same challenges to the same chip for 100 times and the response of each time are compared. The results are shown in Fig. 9. The fitting curve for the average interslice HD of the proposed PUF is shown in Fig. 8 (solid line). The expectation and variance of the normal distribution after fitting are 0.5062 and 0.0329, respectively, after normalization. And their corresponding uniqueness is close to the ideal value of 50%, with good uniqueness.

![Fitting curve](image)

**Fig. 9** Fitting curve of intraslice Hamming Distance and interslice Hamming Distance.

4.4 Performance comparison
The performance comparison results between the proposed compact PUF and other PUFs of the same type are shown in Table I. The proposed PUF is simulated under the optimal bias voltage (VBB=0.375V). In terms of area power consumption, the power consumption is reduced by 1.7 times compared with the PUF proposed in the literature [30] due to its great advantages in the number of cells and cell size. Compared with the PUF proposed by [27], it still has an advantage of 1.09 times.

In terms of reliability, it has a 1.44 times advantage over literature [28] in BER.

| Comparative literature | [27]JSSC’16 | [28]TCAS’17 | [29]JSSC’18 | [30]JSSC’21 | This work |
|------------------------|------------|------------|------------|------------|----------|
| Technology(nm)     | 65         | 180        | 45         | 130        | 65       |
| Cell transistor counts | 6          | 12         | 30         | 8          | 2        |
| Cell area(\(\mu^2\)) | 3.07       | 17.91      | 5.83       | 8          | 0.177    |
| Cell feature size(\(\mu^2\)) | 548       | 553        | 57.5       | 497        | 41.91    |
| Voltage range(V)   | 0.6-1.2    | 0.8-1.8    | 0.8-1.0    | 0.8-1.8    | 1.0-1.4  |
| Temperature range(°C) | 0.80       | -40-120   | -40-125    | -40-120    | 125      |
| ACF @ 95% confidence | 0.0188     | 0.0173     | 0.00735    | 0.0334     | 0.012    |
| BER in worst case(%) | 6.64       | 4.7        | 2.31       | 6.74       | 2.8      |
| Energy efficiency(fJ/bit) | 548       | 91.1       | 57.5       | 15.39      | 8.976    |

6. Conclusion
In this study, a novel bistable compact PUF circuit is constructed by combining a bistable PUF and a sub-threshold current bias sensing mechanism. The PUF obtains a compact array structure under the premise of considering randomness, uniqueness, reliability, and other properties by comparing the difference in the sub-threshold leakage current of MOS transistors and using shared-bistable multiplexing technology. The experimental results show that the PUF cell can generate a 256-bit response in only one working cycle, and the energy consumption is about 8.976 fJ/bit at 1.2 V/5.6 MHz, the randomness is 49.6%, and the cell layout area...
is 0.177 μm². It can be observed that the proposed PUF circuit has the characteristics of low hardware resource consumption and high output response quality, and provides a new solution for the generation and storage of security keys in low-power hardware security chip systems.
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