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Abstract
Cybersecurity is crucial at present because cyber threats (e.g., phishing) have become a very common occurrence in everyday life. A literature review showed that there are no studies based on cybersecurity awareness which involved a large number of Thai users. Thus, this research focused on the cybersecurity awareness of approximately 20,000 nationwide employees in a large financial institution in Thailand. The study consisted of three phases, a first phishing attack, knowledge transfer through a mixed-approach and a second phishing attack with different content. After data validation and analysis of the results, it was found that the level of cybersecurity awareness of employees improved significantly. The number of employees who opened the phishing email decreased by 71.5%. Therefore, this approach could be applied to cybersecurity enhancement in other organizations and other sectors/industries. Also, it was found that gender played a significant role in cybersecurity awareness within the Thai cybersecurity ecosystem since Thai female employees were found to have a higher level of cybersecurity awareness than male employees. Furthermore, it was found that the different generations of Thai employees (Generations Y and X and Baby Boomers) did not affect cybersecurity awareness.
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1 Introduction

At present, Internet technology provides people with many benefits (Gupta et al., 2018). For example, they can gain access to many online services:
voice over IP / video telephony (e.g., Facebook messenger and LINE)
- e-commerce / online shopping (e.g., Amazon and eBay)
- e-learning / virtual classroom (e.g., Zoom, Google Meet and Microsoft Teams)
- video-conferencing / teleconferencing / virtual conferencing
- social media networking (e.g., Facebook, Twitter, WhatsApp, Instagram and Snapchat)
- video streaming (e.g., YouTube and Netflix)
- online gaming (e.g., League of Legends and Arena of Valor)
- Internet banking

Particularly, those small and medium enterprises (SMEs) affected by the COVID-19 pandemic, (e.g., restaurants, barber shops, spa and massage therapy shops, dental clinics and convenience stores) are being impacted, since the governments in many countries control their hours of business and the number of customers. However, these businesses can use Internet technology maintain their operations. For example, people can order goods or food using mobile applications and a wait delivery at home. Also, many people can work from home, while students can study online instead of in the classroom. Nevertheless, due to the growth of the Internet, cyber threats are affecting users’ lives (e.g., personal information leakage) more and more. While security issues are very hard to avoid (Yeom et al., 2020), it has been pointed out that the vulnerability of most security systems stems from users’ lack of knowledge of how to use the of the technology, so information leakages by insiders are common (Yeom et al., 2020).

Previously, cyber-attacks were normally indiscriminate without a specific target. However, current cyber-attacks have transformed into goal-oriented attacks on designated targets (Kim et al., 2019a, 2019b). They have also become more complex and advanced. One kind of serious cyber-attack in this era is phishing. In these attacks the phishers usually try to steal users’ credentials by using fake email accounts and/or fake websites (Chaudhry et al., 2016). According to a report on data breaches by Verizon, as in (Anstett, 2021), it was mentioned that 30% of phishing emails were read by the victims (Cranor, 2018). Also, it was reported that 12% of those victims clicked on fake websites or bogus attachments (Chen et al., 2018) and about 50,000 or 20% of the employees from a total of 250,000 employees in one well-known organization clicked on a malicious link. Based on breaches involving industries, it was announced by Verizon that about 10% of the breaches were in the financial industry (Verizon, 2019) causing significant financial loss not only to the financial companies but also to their customers and staff. Furthermore, it was mentioned that gender and age affect cybersecurity awareness as shown in a few previous studies (Farooq et al., 2015; Fatokun et al., 2019; Verkijika, 2019).

In view of the above information, a few interesting issues related to cybersecurity awareness of the employees within a financial organization in the Kingdom of Thailand were raised, since financial organizations are concerned with cyber-attacks, including phishing (Wei et al., 2020). Some of these issues were: 1) the level of cybersecurity awareness of Thai users at present 2) improvements in the approach to cybersecurity awareness 3) the role that gender plays in Thai user’s cybersecurity awareness and 4) how different age groups are affected by...
cybersecurity awareness. Thus, in order to clarify these issues, the main research questions (RQs) of this study were as follows:

RQ1: Is cybersecurity awareness the same or different before and after the knowledge transfer process?
RQ2: Is cybersecurity awareness the same or different for male and female employees before and after the knowledge transfer process?
RQ3: Is cybersecurity awareness the same or different for different age groups?

This article is a modified and extended version of an article by Chatchalermpun et al. (2020). Additionally, in this work several issues have received considerably more attention than in the previous version, for example, additional background information and an extended literature review, as well as more information about knowledge transfer processes and cyber-attack simulations and an analysis of the data using statistical tests. The article structure is as follows: firstly, background information on phishing and cybersecurity awareness, secondly cybersecurity plans and previous research works are described, thirdly, the methods used in phishing attack simulations and knowledge transfer is explained, fourthly, the results and, fifthly, the analysis. A discussion follows in Sect. 6, before the conclusion is presented in Sect. 7, which includes the limitations of the study.

2 Background

2.1 Phishing

Phishing is used by an attacker to obtain sensitive information from the victims (Iuga et al., 2016). This kind of cyber-attack or threat intends to deceive victims to obtain sensitive and important information from them, such as, usernames, passwords and financial information, in order to steal victims’ money or to install malware on the victims’ devices (Bahnsen et al., 2017; Chaudhry et al., 2016; Peng et al., 2018). These attacks are related to sending some content or messages via email with an URL, which presents itself as a legitimate website that is actually controlled by the attacker (Fig. 1). In addition, phishing attacks are defined as criminal activities utilizing both technological techniques and social engineering techniques (Aleroud & Zhou, 2017; Bahnsen et al., 2017; Peng et al., 2018). Although phishing may be easy to avoid, advances in the phishing community are making phishing scams more difficult to identify from the victims’ point of view (Vayansky & Kumar, 2018). For example, spear phishing, which is sending a fake email or message to a specific group of users, rather than spamming users randomly. Spear phishing is usually performed by the attacker who studies potential victims and their settings before sending a message or an email appearing to be from a legitimate source or organization that the user is familiar with.
The International Telecommunication Union Telecommunication Standardization Sector (ITU-T) defined the meaning of the term cybersecurity as ‘…the collection of things, consisting of security concepts, policies, tools, guidelines, security safeguards, actions, risk management methods, training, technologies, assurance and best practices, which can be applied to protect users’ assets and the organization and cyber environment’ (ITU-T, 2008). Those assets include networked devices, services, infrastructure, personnel, telecommunications systems, applications, and all of transmitted and/or stored information within the cyber environment, in order to secure the organization and users’ assets based on three main objectives consisting of availability, integrity, and confidentiality (ITU-T, 2008). Therefore, it can be stated that cybersecurity is a crucial factor in this era and has become a critical in this age of digital transformation (Ahmed et al., 2019; Ricci et al., 2019). It is the protection of security and privacy against cyber-attacks due to security risks and vulnerabilities. Furthermore, it becomes a distinctive and active research area that also focuses on defense mechanisms and devising solutions against the threats impacting information systems, networks and applications (Furfaro et al., 2020).

2.2 Cybersecurity, Awareness and Plan

The International Telecommunication Union Telecommunication Standardization Sector (ITU-T) defined the meaning of the term cybersecurity as ‘…the collection of things, consisting of security concepts, policies, tools, guidelines, security safeguards, actions, risk management methods, training, technologies, assurance and best practices, which can be applied to protect users’ assets and the organization and cyber environment’ (ITU-T, 2008). Those assets include networked devices, services, infrastructure, personnel, telecommunications systems, applications, and all of transmitted and/or stored information within the cyber environment, in order to secure the organization and users’ assets based on three main objectives consisting of availability, integrity, and confidentiality (ITU-T, 2008). Therefore, it can be stated that cybersecurity is a crucial factor in this era and has become a critical in this age of digital transformation (Ahmed et al., 2019; Ricci et al., 2019). It is the protection of security and privacy against cyber-attacks due to security risks and vulnerabilities. Furthermore, it becomes a distinctive and active research area that also focuses on defense mechanisms and devising solutions against the threats impacting information systems, networks and applications (Furfaro et al., 2020).

The term awareness is important for cybersecurity. It has been described as a part of the Continuous Monitoring strategy of Information Security (ISCM) provided by the US National Institute of Standards and Technology (NIST) (Jagatic et al., 2007). It is concerned with the raising of cybersecurity awareness in an organization (Nachin et al., 2019; NIST, 2011). As mentioned, cybersecurity awareness is not only providing training programs for users or employees, but it also increases the awareness of users or employees in an organization to understand cybersecurity and to learn how to respond to cyberthreats or cyber-attacks properly. Therefore,
providing cybersecurity awareness is a very important factor in training users or employees in an organization to prepare appropriate responses.

Furthermore, as related in (Information Systems Audit & Control Association, 2019) as a part of the Control Objectives for Information and Related Technologies (COBIT) framework, in order to handle cybersecurity risks, information security and privacy risk treatment plans must be defined and managed appropriately. These plans must describe the way to manage information security risks and align with the strategy and architecture of each organization. Also, a plan must ensure that recommendations for implementing cybersecurity improvement are based on business cases, operations, services, and the development of solutions. A plan should cover security risk scenario simulations, cybersecurity exercises or drills, and cybersecurity awareness training. For a plan to enhance the cybersecurity awareness of employees in an organization, it should be used as a part of the organization’s program for cybersecurity awareness. Such a customized program may be utilized as a medium to educate and/or train and improve awareness among employees or users in each organization to protect themselves and their organizations from cyber-attacks (Daengsi et al., 2021).

Related Factors in Cybersecurity Awareness.

There are several factors that come into play in cybersecurity awareness, including human factors. These factors include age, gender, education, university qualifications and IT experience (Bordonaba-Juste et al., 2020; Jeong et al., 2019; Li et al., 2020). However, only gender and age are being considered and analyzed in this article because these are the basic factors that several previous research studies have considered in models with a correlation between these two factors and cybersecurity behaviors, cybersecurity awareness or related issues (Farooq et al., 2015; Fatokun et al., 2019; Jeong et al., 2019; Li et al., 2020; Verkijika, 2019) (Fig. 2).

As mentioned in Bordonaba-Juste et al., (2020), age is a key factor that accounts for differences in human behavior in digital culture and online content consumption. People who have had similar experiences and have lived at the same period of time will express similar values, beliefs and attitudes, and these account for the differences in other generations. In Fig. 3, one can see that four generation classifications are mentioned, consisting of Generation Z (Gen Z) or Millennials, Generation Y (Gen Y), Generation X (Gen X) and Baby Boomers (BB) (Bordonaba-Juste et al., 2020). Age can be also defined as a crucial factor when differentiating between individuals because people at different stages of life experience distinct and diverse social, organizational and environmental challenges and contexts (Jeong et al., 2019). According to previous research studies (Li et al., 2020; Sarno et al., 2019), younger people are more likely to become victims of phishing (or other cyber-attacks) than older people. However, there were a few studies that showed inconsistent results (Baillon et al., 2019; Gavett et al., 2017). For example, it has been mentioned in (Gavett et al., 2017) that both younger and older adults were suspicious about phishing attacks in approximately equal numbers.

With regard to gender, several previous research studies have concluded that differences in gender cause different perceptions of technology. Several prior works have reported that females were believed to be at risk of cyber-attacks (e.g., Jagatic et al., 2007; Sheng et al., 2010). Sheng et al. (2010) reported that females were
significantly more likely to become victims of phishing than males. However, this result is inconsistent with the study of McGill and Thompson (2018). Their results reveal that females show significantly lower overall levels of security risk behavior than males.

The human factors mentioned above play a role in cybersecurity awareness and behaviors, including prior training and working experiences, but non-human factors are relevant as well. The content of the phishing email is also an important factor.
This issue was reported in (Furnell, 2007) who stated that the address of the sender, logos and banners, the level of attention to email subject lines, email content or urgency cues, all significantly impact on eliciting a response to phishing emails.

2.3 Exercises and Drills in Cybersecurity

The term ‘drill’ is almost the same as ‘exercise’ because they relate to similar activities, particularly when associated with training sessions (Dewar, 2018). In this article, ‘exercise’ means processes to train for, assess or evaluate practice, and gain higher efficiency in a corporation. In addition, an exercise provides a good opportunity to validate plans, policies and procedures (Aoyama et al., 2017). Furthermore, exercises help to train staff or employees in their responsibilities and roles. According to NIST (2018), an exercise is a scenario-driven simulation of an emergency case or situation, which is provided to validate the effectiveness of at least one or more aspects of information technology plans. Thus, based on the meaning of the term ‘exercise’, cybersecurity exercises can be arranged or applied in several ways to strengthen or improve the potential or capability of cybersecurity. An exercise might be conducted as a public exercise or privately by hiring security specialists, so the organization can obtain the benefits from each specific simulation to enhance their organizational cybersecurity (Aoyama et al., 2017).

Cybersecurity drill, hereafter called ‘cyberdrill’, is a training process that simulates a cyber-attack on staff or employees whose work is related to cybersecurity incident response (Nachin et al., 2019). It is similar to the simulation of a security drill that is expected to be an alternative solution for preparedness for internet breach accidents or attacks which occur due to the low levels of security awareness of users (Kim et al., 2017). The Bank of Thailand, the regulator for financial services organizations (including commercial banks) in the Kingdom of Thailand, describes it as the simulation of cyber-attack scenarios with one or more forms of techniques and threats to make staff or employees more familiar with cyber-attacks (Bank of Thailand, 2019). Moreover, cyberdrills can determine if employees are vulnerable to being victims of future cyber threats. Rapid response to an incident leads the organization into a state of cybersecurity resilience that has a robust defence strategy against cyber-attacks. Besides, the response can help the corporation or organization to maintain service level agreements with internal customers and external customers. Therefore, cyberdrills can make staff or employees in a corporation or organization aware of cyber-attacks or cyber threats and provide more effective responses (NIST, 2018).

2.4 Previous Research Works

After studying previous research studies on phishing and cybersecurity awareness, it was found that there are many interesting studies (see Table 1) that provide useful information and concepts which can be applied in this research. Several of them studied students only. This means that they may be in different categories when compared with this article. However, the most relevant studies are described as follows:
Table 1 Summary of previous research works

| Reference                  | N   | Age (years)       | Participants       | Country   | Remark                        |
|----------------------------|-----|-------------------|--------------------|-----------|-------------------------------|
|                            |     |                   | Students | Employees/workers |                  |
| Kumaraguru et al. (2009)   | 515 | Main proportion = 18–25 | ✓       | ✓            | US                            |
| Iuga et al. (2016)         | 382 | > 18              | ✓       | ✓            | UK                            |
| Anwar et al. (2017)        | 579 | 18–40             | ✓       | ✓            | US                            |
| Albladi and Weir (2018)    | 27  | 25–44             | ✓       |              | UK                            |
|                            |     |                   |          |              | IS Specialists / experts      |
| Baillon et al. (2019)      | 10,929 | Mean = 47       | ✓       |              | Netherlands                  |
| Abdullah and Mohd (2019)   | 39  | N/A               | ✓       |              | Malaysia                      |
| Verkijika (2019)           | 231 | > 18              | ✓       | ✓            | Africa                        |
| Kim et al., (2019a, 2019b) | 208 | > 19              | ✓       | ✓            | US                            |
| Ikhsan and Ramli (2019)    | 305 | N/A               | ✓       |              | Indonesia                     |
| Ricci et al. (2019)        | 233 | > 18              | ✓       |              | US                            |
| Nachin et al (2019)        | 4,523 | N/A                     | ✓   |              | Thailand                      |
| Donalds and Osei-Bryson (2020) | 248 | 18–55           | ✓       |              | Jamaica                       |
| Li et al. (2020)           | 6,938 | Main proportion = 27–41 | ✓       |              | US                            |

1) Carella et al. (2017) found that document training is the most effective when compared to in-class training or no training.
2) Filippidis et al. (2018) found that master students tend to have more ISA than Bachelor level graduates.
3) Bin Othman Mustafa et al. (2019) proposed the Information Security Awareness – a knowledge-attitude-behavior (ISA-KAB) model for increasing the level of awareness based on phishing attacks and found that the awareness level in every dimension (knowledge, attitude and behavior) increased.
4) Mousa (2019) studied the students in ICT- and non—ICT related fields and found the students only had a moderate knowledge of cybersecurity, while it was found that ICT students do not have more skills than non–ICT students and that there were no differences among students’ responses depending on their gender.
5) Diaz et al. (2018) found that the students who were from different educational backgrounds responded to the same phishing email in different ways, particularly when comparing the students from the College of Natural and Mathematical Sciences with the College of Arts, Humanities, and Social Sciences.
6) Fatokun et al. (2019) found that gender, age and educational level were the most important factors in mediating students’ cybersecurity behaviors. Their findings indicate the need for specific cybersecurity training for students.

7) Peker et al. (2018) developed a module that helped to raise security awareness and then found that the module had the most effect on non-computer science majors. They also found that there was no significant difference in levels of cybersecurity awareness between female and male students.

Concentrating on previous cybersecurity awareness studies with workers or employees, there are several interesting studies that described their findings as follows:

1) Nachin et al. (2019) studied increasing cybersecurity awareness with more than 4,500 employees from 20 organizations and then found that the simulation-based delivery approach can help to improve or increase cybersecurity awareness level and is more practical than an instructor-led delivery approach. Nevertheless, both approaches should be utilized and combined.

2) Ikhsan and Ramli (2019) measured the level of information security awareness of government employees through case studies with 736 respondents in an organization in Indonesia using a behavior and knowledge approach over a questionnaire form in a phishing simulation. They found that the level of information security awareness of the staff or employees was 79.3% approximately. This score almost reached the level of ‘good’. (lower than 59% = ‘poor’, 60% to 79% = ‘average’ and 80% to 100% = ‘good’).

3) Albladi and Weir (2018) conducted their study with 30 specialists and 12 experts who responded to their survey based on social networks. They found that education, computer knowledge and security awareness were considered the high rate factors in protecting users from cyber-attacks. Also, in this study a framework for evaluating and understanding employees in organizations was proposed.

4) Abdullah and Mohd (2019) used spear phishing simulations in the telecommunication and defense sub-sector. They found that after conducting the second simulation using a different approach compared with the first one, 31% (12 users) of the same participants accessed the link in their emails. This means that changing an approach can deceive users although they have basic cybersecurity skills.

5) Ricci et al. (2019) conducted a survey with 233 subjects and found that many of them were worried about cyber threats/attacks and also about their children exploring the online domain. The majority of them were interested in learning more about cybersecurity if their employers would support the costs for cybersecurity training. However, they found that many of the subjects were only willing to participate in short sessions of cybersecurity seminars (60–90 min).

6) Li et al. (2020) presented a simulated phishing experiment targeting more than 6,900 workers at a university, focusing on demographic factors (e.g. age and gender). Their analysis of demographic factors, effects of repeated exposure to phishing exploits, and effects of phishing email content revealed significant effects...
on different age groups, on email types and marginally significant gender differences.

7) Kumaraguru et al. (2009) studied 515 subjects using a training system called PhishGuru. It was found that there was no difference between female and male subjects accepting phishing messages both before and after the cybersecurity training, while subjects in the 18 to 25 age group were typically more vulnerable to phishing attacks on all days of the study compared to the older subjects. Lastly, their survey results show that most subjects enjoyed receiving training during their normal use of email.

8) Kim et al., (2019a, 2019b) reported that the youngest group from different groups among four distinct age groups (19 to 30 years, 31 to 40 years, 41 to 65 years, and more than 65 years) tended to express the highest level of cybersecurity awareness, whereas the oldest group tended to show the lowest level of cybersecurity awareness.

9) Baillon et al. (2019) studied a very large number of employees in The Netherlands and found that the younger age group of employees (16–25 years) were least likely to visit the phishing links, whereas the employees in the age group above 46 years were about 15% more likely to access the fake link than the youngest group.

10) Anwar et al. (2017) assessed the effect of gender on the relations between psychosocial factors and self-reported cybersecurity behaviors. It was found that gender had some effects following prior experience, self-efficacy in behavioral information security and computer skills, but that it had little effect on self-reported cybersecurity behaviors and cues-to-action.

11) Donalds and Osei-Bryson (2020) studied cybersecurity compliance behavior utilizing data from 248 respondents. The results from this study confirmed that individual decision styles, specifically dominant decision styles, and dominant orientation influence an individual’s cybersecurity compliance behavior.

12) Verkijika (2019) found that not only the direct supportive influence of anti-phishing self-efficacy and anticipated regret on behavior and mobile phishing avoidance motivation but also the interaction of these factors significantly influenced avoidance behavior. Furthermore, gender moderated the influence of anti-phishing self-efficacy on individual behavior and avoidance motivation with the relationships being more pronounced for female than for male respondents.

13) Iuga et al. (2016) found that the years of computer usage and gender of the participants had a significant impact on the detection rate of phishing, pop-up based attacks had greater success than other approaches and that a psychological anchoring effect was also observed in phishing. They concluded that a careful combination of user training, automated tools and more effective cybersecurity awareness campaigns can help avoid cyber-attacks.

The above information focusing on studies with employees is summarized in Table 1. As for the number of subjects or participants, most of the studies involved hundreds of participants. Furthermore, all previous works studied westerners from the US and UK and other subjects in Asian countries, including Indonesia. Although there has been some research based on Thai employees, there is
a research gap for this study to present research work conducted with different methodologies and with a larger number of Thai employees (20,000+).

3 Research Design and Methodology

This study was designed to investigate phishing attacks for cybersecurity simulation drill tests for the employees of a large financial services organization that has hundreds of branches nationwide in the Kingdom of Thailand, and more than 20,000 employees, consisting of about 29% and 71% for males and females respectively. It has been divided into three phases, consisting of two phases of phishing attack simulations and one phase of knowledge transfer (Fig. 4), which are described as follows:

1) **Phase I:** 1st round phishing attack (Attack I) was in October 2019. The first phase of this study was conducted for cyber-risk assessment. The cybersecurity simulation drill test using a phishing attack was performed by experts from other companies. As for the drill test itself, the experts sent the first phishing emails which consisted of an offer of more Gmail storage. Then, the data from this test was gathered, processed and analyzed.

2) **Phase II:** knowledge transfer. After the first-round phishing attack simulation the knowledge transfer processes were conducted. These processes, called a mixed approach, were comprised of:

3) An email with an explanation of the first-round phishing attack simulation.

![Overview of research methodology](image.png)
4) E-learning: the employees who clicked on the link and/or filled-in the password were asked to take an e-learning course in order to improve their cybersecurity knowledge. This process included phishing awareness training, which trained employees to report as well as to spot real-world phishing emails (Carella et al., 2017).

5) Special activity: the activity for this study was a cybersecurity day that was conducted at the head office. On that day, speakers who were network security specialists, conducted seminars, workshops and demonstrations.

6) Phase III: The 2nd-round phishing attack (Attack II) was in February 2020, four months after the first phase, and the last phase was conducted again for all employees in the same organization as for the first phase. The simulation drill test using phishing emails was also the same except for the content in the phishing email which was related to a fake promotion from a popular e-commerce website/application in the Kingdom of Thailand, called “Shopee” (Shopee, 2021). Then, the data from this attack were gathered and they were processed and analyzed.

However, after finishing Attacks I and II, the data from both tests were validated by mapping the records of the employees from the Attack II on to the records of the employees from Attack I (the unmapped records were discarded). Then, the validated data gathered from 20,134 employees, including 5,855 males and 14,279 females, were analysed. The results of Attacks I and II are presented in the next section.

4 Results

One can see in Fig. 5 that the results from Attack I in Phase I, the numbers of responses for opened emails (called Scenario 1: S1), opened and clicked links (called Scenario 2: S2), and open, clicked links and filled-in passwords (called Scenario 3: S3) are 23.4%, 22.1% and 15.1%, respectively. However, after conducting the mixed approach, combining the knowledge transfer processes in Phase II and Attack II in Phase III, one can see in Fig. 1 that all responses, including opened

Fig. 5 Comparison of the overall response rates before and after knowledge transfer
emails, opened and clicked links, and opened, clicked links and filled-in passwords significantly decreased with values of 6.7%, 5.8% and 2.0%, respectively.

In addition, in this study, the gender issue was considered as well. Figure 6 shows that both before and after knowledge transfer all values of the responses from 14,279 female employees were lower than the responses from 5,855 male employees. Further details are as follows:

- 29.3% of male employees opened emails compared to 21.0.5% of female employees
- 28.2% of male employees opened emails and clicked on the links compared to 19.5% of the female employees
- 19.7% male employees clicked on the links and filled in the passwords compared to 13.2% of the female employees

In Fig. 6, one can see that after the knowledge transfer, the percentages for both male and female employees were significantly reduced, but in every case the responses from female employees were lower than those from the male employees. For example, in the case of opened emails and clicked links, the male employees showed 6.9%, whereas the female employees showed 5.4%. In the case of opened emails, clicked links and filled-in passwords, the male employees showed 2.2%, whereas the female employees showed only 2.0%. This means that 98% of the employees did not fill-in their passwords on the fake link or webpage.

![Response rate](image)

**Fig. 6** Comparison of response rates by gender before and after knowledge transfer
In addition, this study investigated the effects of age. Unlike other previous works as described in Sect. 2, the range of ages in this article was divided according to the generational cohort theory, consisting of BB, Gen X and Gen Y, who were 56–60 years, 40–55, and 24–39 years’ old in 2020 respectively, however, the employees who were 39 and 55 years’ old (for whom it could not be confirmed by the human resources department that all of them were born by the end of 1979 and 1964, respectively) were removed in order to validate the data. While the employees who were less than 24 years’ old in 2020 were considered as outliers and their data were also discarded in order to validate the data before the analysis.

Figure 7 shows the results from Phase I, where one can see that Gen Y had the highest cybersecurity awareness level overall at about 21%, 19.5% and 13.2% for S1 to S3, respectively. Moreover, focusing on male and female employees, Fig. 7 shows that the level of cybersecurity awareness was highest when Gen X is compared to BB. Gen X had the lowest level of cybersecurity awareness. Figure 8 shows the results from Attack II, after conducting the mixed approach where Gen Y had the lowest level of cybersecurity awareness when compared to Gen X and BB because BB had the highest values on the chart for all cases and both genders. This means that the knowledge transfer helped Gen X and BB to improve their cybersecurity awareness when compared to Gen Y. On the other hand, it can be stated that Gen Y showed the least improvement in cybersecurity awareness, whereas BB showed the most improvement. One can see the differences and changes by comparing Figs. 7 and 8.

![Figure 7](image)

**Fig. 7** Response rates for Attack I before knowledge transfer

---

 Springer
There are two parts in this section. The first part compares the results from Attack I with those from Attack II. The data for the analysis from the previous section, as presented in Figs. 5 and 6, have been validated again, after the records which lacked data for age and gender were discarded. Therefore, a total of 19,938 records from the participants (age 24–60 years) were analyzed, and the results of Attacks I and II were compared (note: the results from Phase II were gathered after the knowledge transfer). Table 2 shows the overall results (from the validated data related to Fig. 1) using a Chi-square test with 95% confidence interval for the hypotheses of the three scenarios, including S1, S2 and S3 as mentioned in Sect. 4 (Results). The p-values for H1-H3 are less than 0.001, where H1-H3 are the hypotheses for a comparison of the results between Attacks I and II associated with the scenarios S1-S3. There is evidence that cybersecurity awareness of the employees improved significantly.

![Fig. 8 Response rates for Attack II after knowledge transfer](image)

### Table 2 Comparison of the overall results of Attacks I and II

| Scenario | Phishing Response | Hypothesis | Chi-square | p-value | Remark |
|----------|-------------------|------------|------------|---------|--------|
| S1       | Opened            | H1         | 2087.565   | <.001*  |        |
| S2       | Opened & Clicked  | H2         | 2048.626   | <.001*  |        |
| S3       | Opened, Clicked & Filled-in password | H3         | 1966.400   | <.001*  |        |

* = Significant  
N = 18,923 records
Table 3 shows that for the gender analysis the p-values for H4-H9 or from most of the scenarios are less than 0.001, where H4-H9 are the hypotheses for a comparison of the results between male and female employees from Attacks I and II referring to the scenarios S1-S3, except for hypothesis H9, which is associated with S3 from Attack II, where the p-value is 0.462. From the results or p-values as shown in Table 3, it can be inferred that the male employees in this study were significantly more likely to become victims of phishing than the female employees, except for scenario S3, filling in the passwords, where there was no significant difference in the phishing responses.

The data from both phases were analyzed according to the age generation of the employees and the results are shown in Table 4. For Attack I, one can see that the p-values are higher than 0.05 for the hypotheses H10-H18 in every case. This means there is no significant difference between Gen Y, Gen X and BB. Similarly, the results from Attack II show that the results for the hypotheses H20-H27 in Table 5 show p-values of higher than 0.05, except for the hypothesis H19 for which the p-value is only 0.032. This means there is a significant difference among Gen Y, Gen X and BB for S1. However, similar to the results in Table 4, the age generation does not seem to be a factor in cybersecurity awareness.

Furthermore, this study also re-investigated the effects of gender on cybersecurity awareness for each generation using statistical analysis. According to Fig. 6,
it can be inferred from the validated data (from an analysis of Attack I) that there was a higher level of cybersecurity awareness in females than in males. In Table 6 it can be seen that the p-values for hypotheses H28-H36 are lower than 0.05, which means that the male employees who were untrained or did not benefit from the knowledge transfer in each generation tended to become victims of phishing significantly more than the untrained female employees in the same generation. In other words, untrained employees or users of either gender in the same generation affected their cybersecurity awareness. However, after the knowledge transfer to those employees, it was found that gender in generation BB did not play a role in cybersecurity awareness in any of the scenarios because the p-values for hypotheses H39, H42 and H45 (in Table 7) were 0.872, 0.922 and 0.638 respectively. Whereas gender in Gen Y and Gen X played a role in cybersecurity awareness in scenarios S1 and S2 (but not S3) because the p-values for hypotheses H37-H38 and H40-H41 (but not for hypothesis H43 in scenario S3) were less than 0.05 (see Table 7). This means gender in Gen Y and Gen X tended to play a role in cybersecurity awareness.

Table 5 Comparison of the results for Gen Y, Gen X and BB from Attack II

| Scenario | Phishing Response | Hypothesis | Gender | N     | Chi-square | p-value | Remark |
|----------|-------------------|------------|--------|-------|------------|---------|--------|
| S1       | Opened            | H19        | All    | 18,923| 6.563      | .038*   | S1     |
|          |                   | H20        | M      | 5,515 | 5.343      | .069    | Insignificant |
|          |                   | H21        | F      | 13,408| 4.028      | .133    | Insignificant |
| S2       | Opened & Clicked  | H22        | All    | 18,923| 4.137      | .126    | Insignificant |
|          |                   | H23        | M      | 5,515 | 3.523      | .172    | Insignificant |
|          |                   | H24        | F      | 13,408| 2.835      | .242    | Insignificant |
| S3       | Opened, Clicked & Filled-in password | H25 | All | 18,923 | 2.850 | .241 | Insignificant |
|          |                   | H26        | M      | 5,515 | 1.054      | .590    | Insignificant |
|          |                   | H27        | F      | 13,408| 3.190      | .203    | Insignificant |

* = Significant

Table 6 Comparison of the results of Attack I for males and females from each generation

| Scenario | Phishing Response | Hypothesis | Generation | N    | Chi-square | p-value | Remark |
|----------|-------------------|------------|------------|------|------------|---------|--------|
| S1       | Opened            | H28        | Gen Y      | 11,452| 81.910     | <.001*  |        |
|          |                   | H29        | Gen X      | 5392 | 55.281     | <.001*  |        |
|          |                   | H30        | BB         | 2079 | 15.552     | <.001*  |        |
| S2       | Opened & Clicked  | H31        | Gen Y      | 11,452| 97.057     | <.001*  |        |
|          |                   | H32        | Gen X      | 5392 | 56.146     | <.001*  |        |
|          |                   | H33        | BB         | 2079 | 20.106     | <.001*  |        |
| S3       | Opened, Clicked & Filled-in password | H34 | Gen Y | 11,452 | 81.218 | <.001* |        |
|          |                   | H35        | Gen X      | 5392 | 39.65      | <.001*  |        |
|          |                   | H36        | BB         | 2079 | 8.167      | .004*   |        |

* = Significant
After conducting the study and analysis, there are several issues to be discussed in this section, which are as follows:

1) Unlike all previous research works as presented in Table 1 in Sect. 2, in which the data was obtained from about 30–11,000 participants, this work studied data obtained from more than 20,000 Thai employees nationwide in a financial services company in the Kingdom of Thailand. This study was conducted on a very large scale to study a phishing attack on Thai users.

2) From the results of the first phase as shown in Fig. 5, one can see that before obtaining the knowledge transfer associated with cybersecurity, the employees had a low level of cybersecurity awareness because more than 22% of the employees became victims of the phishing email by clicking on the malicious link provided in the phishing attack simulation. This is a higher number than the results of 12% and 20% as reported in Cranor (2018) and Chen et al. (2018), respectively.

3) After conducting the knowledge transfer processes using the mixed approach, it was found that the overall level of cybersecurity awareness of the employees for phishing improved significantly. The number of employees who opened and clicked links (S2) decreased from about 22% to only about 6%. According to Ikh-san and Ramli (2019), who stated that the cybersecurity awareness level for phishing of the employees improved from about 100%-22% = 78%, when ‘averaged’, to 100%-6% = 94% is ‘very good’. Note: 80% to 100% = ‘good’ in Filippidis et al. (2018) but 80% to 89% and 90% to 100% have been modified and categorized as ‘good’ and ‘very good’ respectively. The approach with utilizing cybersecurity awareness enhancement as presented in this study is useful for cybersecurity improvement not only in organizations within the financial services sector but also in other organizations in other sectors.

4) According to a comparison of the results presented in Figs. 5 and 6 which were obtained by using a statistical analysis technique called Chi-square, it was found that the cybersecurity awareness level of the employees improved significantly...
with p-values of <0.001. This means that the hypothesis test results answer RQ1 in Sect. 1 (RQ1: Is cybersecurity awareness the same or different before and after the knowledge transfer process?) However, the high level of cybersecurity awareness might be due to the effects of different content in the phishing emails used in the second attack simulation which might have impacted positively on the phishing simulation results of the post—knowledge transfer.

5) With regard to gender, it was found from this study that Thai females have a higher level of cybersecurity awareness of phishing than Thai males, particularly the Thai women in Gen Y and Gen X. However, the different proportions of females (71%) and males (29%) in this study might have affected the gender analysis. One can see that the results from the gender analysis in Table 3 show p-values of 0.001 or lower for 5 of the 6 hypotheses. Of course, these results answer RQ2 in Sect. 1 (RQ2: Is cybersecurity awareness the same or different for male and female employees before and after the knowledge transfer?). Furthermore, it is possible that these results might be due to the nature of Thai women who are naturally cautious and careful if anything is suspicious. Therefore, this issue should be investigated further in a future work, while a comparison between Thai females and the females from other countries would be interesting.

6) Based on the age generation of the Thai employees as analyzed in the previous section, it was found that untrained employees in Gen Y had a higher level of cybersecurity awareness of phishing compared to Gen X and BB, whereas the untrained workers in Gen X had a lower level of cybersecurity awareness. However, after the knowledge transfer from online training, it was found that the trained employees from generation BB had a higher level of phishing awareness compared to Gen Y and Gen X, whereas the trained workers in Gen Y had a lower level of cybersecurity awareness in this study. Nevertheless, after the analysis using Chi-square, it was found that there were no significant differences between Gen Y, Gen X and BB overall (the p-values were higher than 0.05), even though the results from Attack I tended to result in more differences than the results from Attack II. Therefore, it can be stated in this article that the age generation of Thai employees, consisting of Gen Y, Gen X and BB, did not play a role in their cybersecurity awareness. Thus, the results based on age generation answer RQ3 in Sect. 1 (RQ3: Is cybersecurity awareness the same or different for different age groups?). However, this issue may be further studied in-depth to investigate other industries in the future.

7 Conclusion

This research used phishing attack simulations with a very large number of employees (20,134 employees, compared to previous works) within a large financial service organization in the Kingdom of Thailand. A spear phishing attack was simulated on 5,885 male and 14,279 female employees, and the results from the first-round phishing simulation were that 23.4% of the employees opened the malicious emails, while 22.1% of them did not only open the email, but also clicked on the link which means they had a low awareness of cybersecurity. However, after providing a mixed
approach, which was based on knowledge transfer developed from the guidelines related cybersecurity frameworks, it was found that the cybersecurity awareness of the employees improved significantly because after the intervention 94% of them did not click on the link in the phishing email and 98% of the employees did not fill in the passwords on the phishing webpage. This means that the cybersecurity awareness of the Thai employees in this organization was ‘very good’ (90% to 100%). Therefore, the concept of a cyber-attack simulation and knowledge transfer as described in this study is highly recommended for use in other organizations, and in other countries as well, to enhance the cybersecurity awareness level of employees in order to prevent damage from cyber-attacks. Furthermore, this research found that gender plays a role in cybersecurity awareness, as the Thai female employees in the financial services company in this study had a higher level of cybersecurity awareness than the male employees. In addition, the results showed that the age generation of the Thai users impact on their cybersecurity awareness.

8 Limitations of the Study

This study was conducted on phishing attacks on Thai employees in the financial services sector in Thailand only. It did not cover other kind of attacks or threats, other industries or sectors, or other groups of users, including students, retired people and employees in other countries. Therefore, those issues should be studied further in-depth in the future. Also, the issues of gender and age generation as considered in this study need to be further investigated in the future with other groups of subjects in other industries or other countries, while other human factors, including education, university qualifications and IT experience have yet to be investigated with Thai employees or users. Furthermore, behavior related to computer and Internet usage as well as cultural issues should also be considered in future research work, since the effects in different cultures may vary.
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