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Abstract: With the increase of global malicious activities, it is particularly necessary to optimize the allocation of limited urban protective resources and protect power network from malicious attacks. There is plenty of research on evaluating the risks of malicious attacks on electricity network, however, conventional risk-based approach does not take strategic adjustment of malicious into account, nor can it determine the optimal allocation of global protective resources. In this paper, an optimal allocation of protective resources based on game theory was proposed, which combined game theory with risk assessment, taking full account of strategic interaction between defender and attacker. IEEE 30-bus network was taken as an example to verify the applicability and reliability of the method, so as to confirm the advantages of the method in determining the global optimal allocation of protective resources.

1. Introduction

In recent years, with the development of economy and society, urban power network expands continuously, leading to increasingly complex electricity network in all kinds that reveals considerably vulnerable under external attacks and disturbances, threatened by growing malicious attacks. Due to the inherent connectivity among the nodes of modern urban power network, in case of a key node is hit, it will break the structure and vitiate functions of the whole network. Recently, malicious attacks remain unabated and grow rampantly, leading to increasing risks of malicious attacks on urban electricity network. The issue of defensing power network from malicious attacks becomes a hotspot in the field of engineering[1].

It is necessary to invest protective resources to protect power network. Protective resources refer to funds, materials and other consumables invested to protect power network from malicious attacks[2]. Nevertheless, protective resources of individual cities are limited due to numerous nodes of urban electricity network, therefore, an effective solution of protective resource allocation is crucial. Different from natural disasters, protective resource allocation under malicious attacks has to take account of strategic game between attacker and defender. Attacker refers to malicious and defender refers to authorities such as enterprise management or government of power network[3]. Defender shall predict attacker’s strategy according to the network status and intelligence information, and carries out effective protective measures. Likewise, attacker will adjust the strategy after learning the information of protective measures[4][5]. During the process of the game between the attack and defense, attacker aims to make great threat to power network, while defender focuses on reducing risks upon power network.
Therefore, the game purpose for both sides is to find the optimal strategy that is the most beneficial to each side respectively.

In general, the issue of optimal allocation of protective resources focuses on the value of target. Conventional protective resource allocation methods include key-point allocation, proportional allocation and uniform allocation that distribute resources from different perspectives[2]. However, these conventional methods of protective resource allocation do not take account of the impact of attacker’s strategy adjustment and strategic interaction between the attack and defense. In reality, attacker is likely to collect the information of the target in advance and predicts the strategy of resource allocation of defender, achieving the purpose of causing the great risk to electricity supply by adjusting the strategy. Therefore, conventional methods of resource allocation cannot effectively cope with the issue of strategic game between the attack and defense. Using methods based on game theory to the protective resource allocation in urban power network is preferable to practical requirements.

Although it is crucial to allocate protective resources of urban power network in a reasonable way, the research on the effective allocation of protective resources of urban power network is at the beginning that most of existing studies focus on vulnerability assessment and risk assessment of power network in all kinds under the threat of malicious attacks[6][7]. For example, Peng et al. analyzed the current situation of urban power network under threat of malicious attacks[7]. McMasters studied vulnerability identification and vulnerability assessment of the power network under malicious attacks according to the topological features of power network system[8]. These studies have established a complete vulnerability assessment model and risk assessment model of power network under malicious attacks, which laid a theoretical foundation for the study of protective resource allocation in power network.

In this paper, by combining the game model with the features of power network, an optimal allocation method of protective resources in the scenario of malicious attack was proposed. By this method, game theory was applied to urban power network for studying the allocation of protective resources of power network. IEEE 30-bus network was taken as an example to carry out a case study that takes network features of power flow into account, an allocation model of protective resources was established, so as to provide more reasonable and practical decision-making guidance for the allocation of protective resources in power network.

2. The game theory method of power network protective resource allocation

2.1. An overview of game theory methods
In general, the game model has four basic elements – decision maker, strategy set of both sides of decision-making, benefit, and information[10]. As for the issue of protective resource allocation, the decision makers are attacker (malicious) and defender (government or enterprise management) who are usually considered rational and smart[11][12]. The strategy set of each side is the set of action strategies derived from decision-making, the benefit is expected profit that the decision makers get from their respective specific action strategies. Finally, the information refers to the information obtained by each side for decision making. Effective information is conducive to making the optimal decision for decision makers.

As for the issue of allocation of protective resources of urban power network, the attacker will determine the attack strategy according to value evaluation of individual targets in power network, at the same time, the defender will predict the most likely attack strategy and allocate protective resources to the prioritized targets[13][14]. The attacker will get less benefits by attacking targets with more protective resources allocated. Therefore, the attacker may adjust strategy and switch to other targets from those with enough protective resources. In the end, the result of game of both sides will reach an equilibrium points, that is, “Nash equilibrium”, where both sides cannot get more benefits by changing their strategies, respectively. In other words, both sides shall adopt the optimal strategy that is most beneficial at the equilibrium point[15].
2.2. Strategy set of attackers and defenders

In the process of game, the attacker attempts to choose a certain target to maximize expected benefit. In general, the attacker is considered to attack one target at a time\(^5\), hence the attack strategy can be expressed by the probability of the target being attacked\(^6\). For a power network with \(n\) targets, the attacker’s attack strategy can be expressed as:

\[
A = (a_1, a_2, \cdots, a_n)
\]

\[\text{St: } 0 \leq a_1, a_2, \cdots, a_n \leq 1 \quad \forall i \in [1,n]
\]

\[a_1 + a_2 + \cdots + a_n = 1
\]

Where, \(A\) is the attack strategy, \(a_i\) is the probability of attack on target \(i\) in the power network. Increased value of \(a_i\) represents that under the attack, target \(i\) is more prone to be attacked. If the attack action is bound to occur, then the sum of probabilities of attack on each target is equal to 1 (see equation (3)).

According to equation (1) to equation (3), the set of attack strategies of the attacker \(S_A\) can be expressed as:

\[S_A = \{A \in \mathbb{R}^n; \text{ for } i=1,\cdots,n,0 \leq a_i \leq 1, \sum_{i=1}^{n} a_i = 1\}
\]

To deal with potential threat of attack and minimize the risk of being hit, the strategy of the defender can be expressed by the amount of protective resources allocated to each target. For a power network with \(n\) targets, the defense strategy adopted can be expressed as:

\[
D = (d_1, d_2, \cdots, d_n)
\]

\[\text{St: } 0 \leq d_1, d_2, \cdots, d_n \leq 1 \quad \forall i \in [1,n]
\]

\[d_1 + d_2 + \cdots + d_n \leq b
\]

Where, \(D\) is the defender’s defense strategy, \(d_i\) is the amount of protective resources allocated to target \(i\) in the power network, and \(b\) is the total amount of protective resources. As protective resources are limited, the defender needs to control the input of protective resources at a reasonable level, so that the total amount of protective resources cannot exceed \(b\) (see equation (7)).

According to equation (5) to equation (7), the set of defense strategies of the defender \(S_D\) can be expressed as:

\[S_D = \{D \in \mathbb{R}^n; 0 \leq d_i \leq b, \text{ for } i=1,\cdots,n, \sum_{i=1}^{n} d_i \leq b\}
\]

2.3. Payoff of attackers and defenders

The benefit is the outcome of each side at the end of the game\(^7\). In this study, the benefit of the attacker is defined as the risk arising from the attack on the power network. Therefore, the benefit resulting from the attack on the power network can be expressed as:

\[
U_a = \sum_{i=1}^{n} a_i \times p_i(d_i) \times G_i \quad i = 1,2,\cdots,n
\]

Where \(U_a\) is the benefit of attack strategy, \(a_i\) is the probability of attack on target \(i\) in the power network, \(p_i(d_i)\) is the vulnerability of target \(i\) that presents the probability of target \(i\) being successfully destroyed\(^8\)[9], \(G_i\) is the value of target \(i\) defined by the attacker.

In the static game, the benefit of the attacker increases the risk of the target, while the benefit reduces the risk of the target, that is, the attacker’s gains mean the defender’s losses. Therefore, the sum of gains and losses of both sides of the game is equal to \(G\). The total benefit of the defender \(U_d\) can be expressed as:

\[
U_d = -U_a = -\sum_{i=1}^{n} a_i \times p_i(d_i) \times G_i
\]
2.4 Nash equilibrium

In the game, the attacker will choose an appropriate attack target according to the attack strategy to maximize the risk of the power network. The function of expected benefit generated from attack on the power network can be expressed as:

$$\max_{a_i \in S_A} U_a = \max_{a_i \in S_A} \sum_{i=1}^{n} a_i \times p_i (d_i) \times G_i$$

(11)

Accordingly, the defender will minimize the risk of the power network by allocating limited protective resources. The function of expected benefit of the defender can be expressed as:

$$\max_{d_i \in S_D} U_d = \max_{d_i \in S_D} (-U_a) = \min_{d_i \in S_D} \sum_{i=1}^{n} a_i \times p_i (d_i) \times G_i$$

(12)

In the static game, the players act simultaneously and the two decision makers have no information of each other’s strategies. At the equilibrium point, the defender cannot further reduce the risk of the power network by changing the defense strategy, and vice versa.

When the equilibrium point is reached, the attack strategy and the defense strategy can be expressed as $A = (a_1', a_2', \ldots, a_n')$ and $D = (d_1', d_2', \ldots, d_n')$, respectively. Therefore, based on the minimax theory, the Nash equilibrium is valid for the two equations as:

$$\sum_{i=1}^{n} a'_i \times p_i (d'_i) \times G_i \geq \sum_{i=1}^{n} a_i \times p_i (d_i) \times G_i \quad (a_i \in S_A)$$

(13)

$$\sum_{i=1}^{n} a'_i \times p_i (d'_i) \times G_i \leq \sum_{i=1}^{n} a'_i \times p_i (d'_i) \times G_i \quad (d_i \in S_D)$$

(14)

3. Case study

According to the evaluation framework and method of optimal allocation of protective resources of power network under malicious attacks based on game theory in this paper, IEEE 30-bus network is taken as a case to calculate the optimal allocation strategy of protective resources of the power network under malicious attacks, so as to provide guidance for determining the optimal allocation of protective resources of urban power network under malicious attacks.

3.1 Power network topology and asset analysis

In reality, the line target of power network represents the transmission line, and the point target represents power plant, substation and load node. In urban power network, power plant converts the primary energy of nature into electricity, and substation transforms voltage, accepts and distributes electricity to load nodes through transmission line for end users. In the case study, IEEE 30-bus network is a local simplified network of North American Power Systems Interconnection, a standard system used in the power industry, which can simulate urban power network to a certain extent. The topological model of IEEE 30-bus network is shown in figure 1. In the model, there are six generator nodes (G1, G2, G3, G4, G5, G6) in the network that can be used as power plants in the city. There are four variable-ratio transformer branches that can be used as substations in the city (S1, S2, S3, S4). In addition, the system has 24 load nodes.
The power generator parameters of IEEE 30-bus network are shown in table 1, and transformer branch parameters are shown in table 2.

Table 1. Basic information of generator.

| Site number | Reference voltage(KV) | Maximum voltage(p.u.) | Minimum voltage(p.u.) | Generator capacity(MVA) |
|-------------|-----------------------|-----------------------|-----------------------|------------------------|
| G1          | 135                   | 1.05                  | 0.95                  | 100                    |
| G2          | 135                   | 1.05                  | 0.95                  | 100                    |
| G3          | 135                   | 1.05                  | 0.95                  | 180                    |
| G4          | 135                   | 1.05                  | 0.95                  | 250                    |
| G5          | 135                   | 1.05                  | 0.95                  | 100                    |
| G6          | 135                   | 1.1                   | 0.95                  | 100                    |

Table 2. Basic information of transformer branch.

| Site number | Branch reactance (p.u.) | Branch capacity (MVA) | Branch strain ratio |
|-------------|------------------------|-----------------------|---------------------|
| S1          | 0.21                   | 65                    | 1.01                |
| S2          | 0.56                   | 32                    | 0.96                |
| S3          | 0.26                   | 65                    | 1.01                |
| S4          | 0.40                   | 65                    | 0.98                |

3.2 The comprehensive value evaluation method of the site

The comprehensive value of different targets in the network can be calculated from two aspects – target value and system value. Target value refers to the value of its internal equipment and functions, while system value refers to the important role of the target in the network system. System value can be evaluated based on network connectivity index. Target value is evaluated through multi-attribute decision making by analytic hierarchy process (AHP)[23].

The value evaluation of the target system is related to the influence of the target on the network connectivity. It is necessary to not only take account of the connectivity of topology, but also the system features of power network. In this study, EPI (effective performance index) is adopted to characterize network connectivity. EPI is defined as the average reciprocal of the shortest distance between targets, which used to measure the average transmission efficiency between targets. As for the transmission of power network needs to conform to the physical characteristics of power flow along any path, with EPI, the shortest distance is replaced by the electrical distance. In the process of transmission, the active
power is actually consumed electricity, while the reactive power is electric power required to establish the magnetic field by components such as inductors and capacitors but is not consumed, therefore, merely the active power is analyzed\cite{22}. The unique power flow distribution solution is obtained through power flow calculation given network architecture, load demand and unit output, that is, the magnitude of power through each line. Therefore, $EPI$ can be expressed as:

$$EPI = \min \left( \frac{1}{N_g N_l} \sum_{g=1}^{N_g} \sum_{l=1}^{N_l} \frac{P_{Dl}}{|Z_{eqgl}|} \right)$$

(15)

Where $\min \left( P_{Dl}, P_{Gl} \right)$ is the minor value between active power of power plant node $g$ and active power of load node $l$, representing the maximum power that can be transmitted between the “generation – load” node pairs, which is the numerical solution of the equivalent impedance between the “generation – load” node pairs, that is, the electrical distance.

$$Z_{eqgl}$$ is equal to the voltage difference between the node pairs when the unit current flows from generation node $g$ to load node $l$. $Z_{eqgl}$ between “generation – load” node pairs can be expressed as:

$$Z_{eqgl} = \left| \frac{U_{g} - U_{l}}{I} \right| = \left| \frac{Z_{gg} - Z_{fl}}{I} \right| = \left| \frac{Z_{gg} + Z_{fl} - 2Z_{gl}}{I} \right|$$

(16)

In the equation, $Z_{gg}$ and $Z_{fl}$ are the self-impedance of nodes $g$ and $l$, respectively. $Z_{gl}$ is the mutual impedance between node pairs $(g,l)$.

Set the network connectivity as $EPI_0$ at the intact initial state of power network. When the target $j$ of power network is destroyed, the unit is removed, and connectivity $EPI_i$ is calculated after the network is stabilized. Finally, the variation (i.e. consequence) $\Delta EPI_i$ of the network connectivity is obtained as:

$$\Delta EPI_i = EPI_0 - EPI_i$$

(17)

After normalization, for connectivity-biased attackers, the equation for evaluating $V_i^1$, the value of target $i$, is as:

$$V_i^1 = \Delta EPI_i \left( \sum_{i=1}^{10} \Delta EPI_i \right)^{-1}$$

(18)

In the evaluation of target value, due to the nature and characteristics of power plant target, its influencing factors are active power ($P_g$), generator capacity ($m_{base}$) and the maximum reactive power ($Q_{max}$); due to the nature and characteristics of substation target, its influencing factors are the targeted branch reactance ($x$) and allowable capacity of long-distance, short-distance and emergency transmission branches ($rateA$, $rateB$ and $rateC$). Impact factor is expressed as $C_i$, and standardized impact factor is expressed as $r_i$.

Before making a decision, it is necessary to remove the influence of physical dimensions of impact factors on the decision-making results. The types of impact factors are benefit type, cost type, fixed type, deviation type, interval type, and deviation interval type. As for benefit type, the greater the impact factor value, the better the decision result; on the contrary, for cost type, the smaller the impact factor value, the better the decision result. Fixed type makes a better result if the value of impact factor is closer to a certain value, while deviation type gets a better result if the value of impact factor deviates far from a certain value. Interval type will have a better decision result for the value of impact factor falls into a certain interval, while deviation interval type makes a better result for the value of impact factor deviates far from a certain interval.

In this study, active power ($P_g$), generator capacity ($m_{base}$), maximum reactive power ($Q_{max}$), and allowable capacity for long-distance, short-distance and emergency-distance transmission branches ($rateA$, $rateB$ and $rateC$) are all benefit type indicators, which are standardized using the following
The impact factor branch reactance ($x$) is a cost type index that is standardized using the following equation:

$$r_i = \frac{C_i}{\max C_i}$$  \hspace{1cm} (19)

When making a decision, the impact factors of power plant and substation targets are compared in pair, and the consistency test is carried out, thus the corresponding impact factor weights of power plant and substation targets are obtained, respectively. In order to ensure good consistency of the scale of comparison matrix, a 9/9–9/1 is adopted in this study. Scale evaluation is shown in Table 3, in which 9/2, 9/4, 9/6, 9/8 is between two adjacent scales. A comparison matrix is constructed, and consistency ratio CR is calculated which is acceptable for CR < 0.1. Corresponding weights of impact factors calculated by AHP method are shown in Table 4.

Table 3. Scale evaluation form of comparison matrix.

| Scale method | Equally important | A little important | Obviously important | Highly important | Extremely important |
|--------------|------------------|--------------------|---------------------|-----------------|--------------------|
| 9/9–9/1      | 1                | 1.286              | 1.8                 | 3               | 9                  |

In power network, regardless of irresistible loss during the transmission, the total amount of power transmission is fixed, and the proportion of electricity of each type is the reciprocal of the number of targets of each type, respectively. In this study, only targets of power plant and substation are taken into account. In AHP, when the number of impact factors ≤ 2, the comparison matrix has consistency that can calculate weights of impact factors without consistency test. The weights of power plant and substation targets are 0.4 and 0.6, respectively.

Table 4 Weight of impact factors in AHP.

| Impact factors of power plant | The weight | Impact factors of substations | The weight |
|-------------------------------|-----------|-------------------------------|-----------|
| Pg                            | 0.1509    | x                             | 0.2727    |
| mbase                         | 0.2042    | rateA                         | 0.2424    |
| Qmax                          | 0.6449    | rateB                         | 0.2424    |
|                               |           | rateC                         | 0.2424    |

According to the calculated weights of target sites, the value of each target is calculated. The value of each target of power plant $V'_{gi}$ can be calculated by equation as:

$$V'_{gi} = 0.4 \times (0.1509 \times r_{pg} + 0.2042 \times r_{mbase} + 0.6449 \times r_{Qmax})$$  \hspace{1cm} (21)

The value of each target of substation $V'_{si}$ can be calculated by equation as:

$$V'_{si} = 0.6 \times (0.2727 \times r_x + 0.2424 \times r_{rateA} + 0.2424 \times r_{rateC})$$  \hspace{1cm} (22)

Substitute target values calculated from equation (21) and equation (22), so the comprehensive value can be expressed as:

$$V_j = \omega_1 \times V'_j + \omega_2 \times V'_i$$  \hspace{1cm} (23)

Where $\omega_1$ and $\omega_2$ are weight ratio of system value and target value, respectively, which are taken as 0.5 in this study. This means that in IEEE 30-bus network, the value of important target and the value of system are equally important to the attacker.
According to the calculated comprehensive value of each target from Equation (25), the target value assessment by the comprehensive value preferred attacker is shown in figure 2.

![Figure 2. The target value assessment from the perspective of the comprehensive value preferred attacker](image)

### 3.3 Build the game theory model

In order to construct an optimal allocation model of protective resources based on the game theory model, it is necessary to choose reasonable target vulnerability. The vulnerability is defined as a non-linear continuous function, such as exponential form, ratio form and segmented ratio form. The ratio form is adopted in this case, although it will cause calculation deviation, it greatly simplifies the calculation and facilitates the analysis. The target vulnerability is defined as:

$$ P_i(d_i) = \frac{1}{1 + \beta_i d_i} $$

Where $P_i(d_i)$ is the vulnerability of target $i$ with $d_i$ units of protective resources allocated in power network, $\beta_i$ is defense factor of defense efficiency per unit protection resources, which can be determined by security management perception and experience/expert knowledge\(^\text{[24]}\). It is worth mentioning that due to the confidentiality of defense factor, fictitious data is adopted for defense factor, as shown in table 5. Although the fictitious data may be different from real data, it still meets the needs of case study.

| Site number | Defense factor | Site number | Defense factor |
|-------------|----------------|-------------|----------------|
| G1          | 0.045          | G6          | 0.038          |
| G2          | 0.025          | S1          | 0.03           |
| G3          | 0.035          | S2          | 0.031          |
| G4          | 0.042          | S3          | 0.032          |
| G5          | 0.028          | S4          | 0.04           |

### 3.4 Optimal attack and defense strategy in complete information game

In order to facilitate to compare the distribution of protective resources of each target, in this paper, the total amount of protective resources is set as 500 units to study optimal allocation of protective resources based on game model. Strategy sets are established for both attack and defense sides according to Equation (4) and Equation (8), and the optimal strategy combination is derived from game theory model, that is, Nash equilibrium strategy. The attack and defense strategy combinations are shown in figure 3.
In section 3.2, the comprehensive value evaluation is analyzed, where G1, G6 and G2 have higher comprehensive values of 0.169, 0.135 and 0.115, respectively. Figure 3 shows that in the game model, the defender allocates more protective resources to G2, G1, G6 and S1, which are 84 units, 79 units, 69 units and 68 units, respectively. G3, G4 and S2 are allocated with less protective resources, which are 25 units, 19 units and 13 units. Accordingly, in terms of attack probability of targets, G2, G1 and G6 have a higher probability of being attacked, which are 0.154, 0.126 and 0.119, respectively. Whereas G3, S2 and G4 have a lower probability of being attacked, which are 0.068, 0.058 and 0.054. Therefore, when the attacker attacks a target site, the allocation of protective resources largely depends on the value of the target from perspective of the attacker. It shows that under the game circumstance, the attacker may think that the target with higher value has the priority to obtain more protective resources.

Using game theory method to optimize the allocation of protective resources significantly reduces the risk of being attacked in case of each target site under effective protective measures, as shown in Figure 4.

Figure 3 Optimal strategy combinations under the complete information game scenarios. (b = 500 units)

Figure 4 shows that the initial risk of G1, G6 and S3 is higher, which is 0.169, 0.135 and 0.112, respectively. Under the optimal allocation of protective resources proposed in this paper, the risk of each target site is significantly reduced, the risk of G1 decreases to 0.005, the risk of G6 decreases to 0.004, and the risk of S3 decreases to 0.004. Therefore, the optimal allocation of protective resources based on game theory can greatly reduce the risk value of each site, which is of guiding significance for studying protective resource allocation.

Figure 4 Risk values of each site under optimal allocation of protective resources
4. Conclusions
In reality, urban power network is often threatened by potential attackers. In this study, a game theory method is proposed to optimize the allocation of limited protective resources to reduce the attack risks of key sites in urban power network being hit by malicious attacks. IEEE 30-bus network is taken as an example to carry out the experimental study in order to verify the applicability and reliability of the method. The conclusions drawn are as follows:

1) Combining the game theory and risk assessment, this method is different from conventional methods. It takes full account of strategic interaction between the attacker and the defender.

2) By implementing the game model, this method can access to Nash equilibrium. Nash equilibrium refers to a circumstance where the strategy of both sides is the worst for the opponent, and vice versa. Therefore, using this method, the defender can identify the most unfavorable attack scenarios and find the optimal global defense strategy.
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