Security Analysis of Improved User Authentication Schemes Using Smart Cards
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Abstract. Smart card based remote user authentication is a broadly adopted method of authentication within insecure communication channels. Recently, Wen and Li proposed a dynamic ID-based remote user authentication protocol with key agreement. Unfortunately, Kim, Nam and Won pointed out that Wen and Li’s authentication protocol suffers from leakage of some key information to an adversary and a man-in-the-middle attack. Kim et al. proposed an improved ID-based remote user authentication scheme. In this work, we revisit Kim et al.’s protocol. Our results indicate that their scheme is vulnerable to smart card loss attack, stolen verifier attack and privileged insider attack. Furthermore, the authentication protocol cannot provide perfect forward secrecy and user anonymity. These weaknesses also exist in Wen and Li’s authentication scheme.

1. Introduction
Over a public channel, a remote server always needs to authenticate users. In 1981, Lamport first proposed a password based authentication scheme [1]. When the smart card based password authentication schemes execute, the smart card takes one password and the user identity as input, computes the login message and sends the login request message to the server. Then the server checks its validity. Smart card based password authentication is one of the most convenient two-factor authentication mechanisms. Yang and Shieh [2] introduced the first smartcard-based password authentication scheme without a sensitive verification table stored on the server [3]. It has one advantage over common only password based schemes, since the latter have to maintain a sensitive password (or salted password) table on the server. Since the seminal work of Yang and Shieh, there have been a great number of two-factor schemes [4-6]. Due to their low computational cost and convenient portability, these authentication schemes have been widely adopted for various kinds of applications, such as e-banking, e-government and e-health.

In most of the previous two-factor schemes, user’s identity is transmitted in plain-text over public channel. Therefore, they cannot provide user privacy. Since the user’s identity is static in all the
transaction sessions, an attacker may link different login sessions together to trace user activities which leads to leakage of the partial information about the user. To address such issues, Das et al. [7] proposed a dynamic ID-based remote user authentication scheme. Dynamic identity based authentication technique can provide the user anonymity. Unfortunately, Chien and Chen [8] showed that Das et al.’s scheme fails to protect the anonymity of a user. Later on, a few attacks on Das et al.’s scheme, such as the impersonation attack, insider attack [9] and guessing attack [10] are found. Moreover, Das et al.’s scheme does not provide mutual authentication [10,11]. Liao and Wang [12] proposed a dynamic ID-based remote user authentication scheme. However, Hsiang and Shih [13] demonstrated that Liao and Wang’s improved scheme is vulnerable to insider attack and masquerade attack. Wang et al. also presented an improvement on Das et al.’s scheme [11]. But Khan et al. [14] showed that Wang et al.’s scheme [11] is vulnerable to insider attack. It can neither protect the anonymity of a user nor support the session key agreement [14]. Khan et al. also proposed a dynamic ID based remote user authentication scheme and claimed that their scheme was secure than Wang et al.’s scheme [14]. However, Madhusudhan and Mittal [15] demonstrated that Khan et al.’s scheme is vulnerable to insider attack.

Madhusudhan and Mittal [15] point out that a remote user smart card based anonymous authentication scheme should satisfy the following nine security requirements and ten desirable attributes. Recently, Wen and Li [16] showed that Wang et al.’s scheme [11] is not secure against impersonation attacks launched by any adversary at anytime and could leak some key information to legal users, who can launch an off-line guessing attack. Wen and Li proposed a new dynamic ID-based authentication scheme with key agreement using symmetric cryptology [16]. It is claimed that their new scheme overcomes the weaknesses of Wang et al.’s scheme [11]. Unfortunately, Kim et al. showed that Wen and Li’s improved scheme leaks partial information and the session keys [17]. Kim et al. also proposed an improvement [18]. In this work, however, we will demonstrate that Kim et al.’s scheme is vulnerable to smart card loss attack, stolen-verifier attack, and privileged insider attack. Moreover, it cannot provide perfect forward secrecy and user anonymity. Wen and Li’s scheme also suffers from the same these security pitfalls.

The rest of this paper is organized as follows. Section 2 reviews Kim et al.’s scheme. The cryptanalysis of Kim et al.’s scheme is presented in Section 3. Finally, conclusion is given in Section 4.

2. Review of Kim et al’s scheme
In this section, we will briefly describe the two-factor scheme proposed by Kim et al. [18]. Kim et al.’s scheme consists of five phases, namely, registration phase, login phase, authentication and key exchange phase, mutual authentication and key confirmation phase and off-line password change phase. The notations and abbreviations used in the Kim et al.’s scheme are listed in Table 1.

| Notations | Descriptions | Notations | Descriptions |
|-----------|--------------|-----------|--------------|
| $S$       | The server   | $h(.)$    | A one-way hash function |
| $U_i$     | The $i$th user | $||$       | String concatenation |
| $pwi$     | The $U_i$’s password | $\rightarrow$ | Message transmission |
| $ID_i$    | The $U_i$’s identity | $T$       | A timestamp |
| $x$       | The secret key of the server | $SK$      | The session key |
| $\oplus$ | The exclusive- or operation | $KC$      | The key confirmation |

2.1. Registration phase
When a user $U_i$ wants to register with the server $S$, $U_i$ performs the following operations:

Step 1. $U_i$→$S$: $\{ID_i, pwi\}$. The user $U_i$ selects an identity $ID_i$ and password $pwi$, then $U_i$ submits $\{ID_i, pwi\}$ to the server $S$ via a secure channel.

Step 2. $S$→$U_i$: Smart card. Upon receiving the message $\{ID_i, pwi\}$, the server $S$ calculates $ni=h(ID_i||pwi)$, $mi=ni \oplus x$, $Ni=h(ID_i) \oplus h(pwi) \oplus h(x) \oplus h(mi)$. 


The parameter $n_i$ is kept secret by the server $S$. $S$ stores $\{h(\cdot), N_i, n_i\}$ in a smart card and sends the smart card to $U_i$ via a secure channel.

### 2.2. Login phase

When the user $U_i$ wants to access the server $S$, $U_i$ inserts his smart card into a card reader and inputs his identity $I_D_i$, password $p_w_i$. The following operations will be performed.

1. The smart card computes a dynamic identity $C_I_D_i, A_i=h(I_D_i) \oplus h(p_w_i), B_i=N_i \oplus h(I_D_i) \oplus h(p_w_i), C_I_D_i=h(A_i) \oplus h(n_i) \oplus B_i \oplus h(N_i) \oplus T$.

2. $U_i \rightarrow S$: $\{C_I_D_i, T, N_i, n_i\}$. The user $U_i$ sends the login request $\{C_I_D_i, T, N_i, n_i\}$ to the server $S$ over a public channel, where $T$ is the time stamp.

### 2.3. Authentication and key exchange phase

1. When the server $S$ receives the message $\{C_I_D_i, T, N_i, n_i\}$ at time $T'$, $S$ checks the validity of the timestamp $T$. If $|T' - T| \leq \Delta T$, $S$ searches the registered list for $n_i$.

2. If $n_i$ is in the registered list, the server $S$ calculates $m_i = n_i \oplus x, B_i = h(x) \oplus h(m_i), A_i = B_i \oplus N_i$. Then $S$ verifies whether the equation holds: $C_I_D_i \oplus h(A_i) = h(h(n_i) \oplus B_i \oplus h(N_i) \oplus T)$. If the equation holds, $S$ continues the following steps. Otherwise, $S$ terminates the session.

3. $S \rightarrow U_i$: $\{K_{C'}^C, T'\}$. $S$ computes the session key $SK=h(A_i || T || B_i || T')$ and the key confirmation message $K_{C'}^C = h(B_i || SK || T')$. Then $S$ sends the response message $\{K_{C'}^C, T'\}$ to $U_i$.

### 2.4. Mutual authentication and key confirmation phase

1. On receiving the response message $\{K_{C'}^C, T'\}$ at time $T''$, the user first checks whether the time delay $T'' - T' \leq \Delta T$ holds. If it is valid, $U_i$ computes the session key $SK=h(A_i || T || B_i || T')$ and the key confirmation message $K_{C'}^C = h(B_i || SK || T'')$. Next, the user $U_i$ checks whether the received $K_{C'}^C$ equals $K_{C'}$. If they do not equal, $U_i$ rejects. Otherwise, $U_i$ proceeds.

2. $U_i \rightarrow S$: $\{K_{C'}^C, T''\}$. The user computes the key confirmation message $K_{C''}^C = h(A_i || SK || T'')$ and sends it to the server $S$.

3. The server $S$ computes $K_{C''}^C = h(A_i || SK || T'')$. Then $S$ checks whether the received $K_{C''}^C$ equals $K_{C''}$. If it does not hold, $U_i$ is rejected. Otherwise, $S$ accepts $U_i$'s request.

### 3. Cryptanalysis of Kim et al.’s scheme

Compared with other related schemes, the Kim et al.‘s scheme has attractive properties, such as high computation efficiency and low communication cost. Assume that the identity can be represented with 32 bits, the output size of secure one-way hash functions is 160 bits and the size of a timestamp is 32 bits. In the login phase of the scheme, the user $U_i$ needs to send the message $\{C_I_D_i, T, N_i, n_i\}$ to the server. It contains $160 \times 3 + 32 = 512$ bits. In the authentication and key exchange phase, the server sends $\{K_{C'}^C, T''\}$ back to $U_i$. It is $160 + 32 = 192$ bits long. Finally, in the mutual authentication and key confirmation phase, $U_i$ sends the key confirmation message to the server. It is 192 bits long. Therefore, the communication cost is low. Moreover, the login phase in the Kim et al.‘s scheme needs only six hashing operations and six Exclusive-OR operations in the smart card side. In the authentication and key exchange phase, the server requires eight hashing operations and six Exclusive-OR operations. While in the mutual authentication and key confirmation phase, the scheme requires three hashing operations in the smart card side. The scheme preserves the low-computation property for the smart card.

It is claimed that Kim et al.‘s scheme [18] both maintains the merits of the original scheme and eliminates the security flaws of Wen and Li’s scheme [16]. However, it is still far from an “ideal” anonymous two-factor protocol to be applicable for practical applications. In this section, we will demonstrate that some security flaws still exist in the Kim et al.‘s scheme. It actually fails to resist
smart card loss attack (i.e., SR6), stolen verifier attack (i.e., SR7) and privileged insider attack (i.e., SR9). Moreover, it cannot provide perfect forward secrecy (i.e., DA7) and strong anonymity (i.e., DA8). In addition, the timestamp will incur inconvenience for the smart card based application environments. The same cryptanalyses also apply to Wen and Li’s scheme.

3.1. Smart card loss attack
Kim et al.’s scheme supports user password free update. During the password changing phase, the user changes his password and sets any new password only with smart cards and does not need to communicate with the server. Therefore, Kim et al.’s scheme achieves user friendliness. However, since there is no verification of the authenticity of the old password before the update of new password, it is a kind of inherent security threat.

In the real two-factor applications, users do tend to leave their smart card unattended. For example, users have forgotten their smart cards in the card reader for a period of a few minutes or several days. If an attacker manages to gain temporary access to the smart card of legitimate user Ui, she can easily change the password of user Ui’ as follows.

Step 1. The adversary first inserts the smart card in a terminal device, and selects two different passwords \( p_{w}' \) and \( p_{w}'' \) as the old and the new password, respectively. Then the adversary keys IDi with \( p_{w} \) and \( p_{w}^* \) and issues a request of changing password to the smart card.

Step 2. The smart card will compute \( N_{i}'' = N_{i} \oplus h(p_{w}') \oplus h(p_{w}'') \), then it replaces \( N_{i} \) with \( N_{i}'' \). When the user Ui uses the smart card to access the server in the subsequent authentication, the login request can never pass the verification of the server S. Thus, the legitimate user Ui cannot login successfully even after getting her smart card back. We describe the attack as follows.

Step 1. Since Ui is unaware of the change of message stored in the card, Ui still keys IDi with \( p_{w} \).

Step 2. The smart card computes \( A_{i}=h(IDi) \oplus h(p_{w}) \), \( B_{i}^{*}=h(IDi) \oplus h(p_{w}^*) \), \( C_{i}^{*}=h(A_{i}) \oplus h(mi) \oplus h(N_{i}^*) \oplus T \). Upon receiving the login request \( \{C_{i}^{*}, T, N_{i}^*, n_{i}\} \), S computes \( m_{i}=n_{i} \oplus x \), \( B_{i}=h(x) \oplus h(m_{i}) \). Since \( B_{i}^{*}=h(IDi) \oplus h(p_{w}) \), \( C_{i}^{*}=h(IDi) \oplus h(p_{w}^*) \), the verification equation \( C_{i}^{*}=h(A_{i}) \oplus h(mi) \oplus B_{i}^{*} \oplus h(N_{i}^*) \oplus T \) will not hold. S will refuse the login request.

The above description confirms that Dos attacks can be launched easily once the smart card is lost.

3.2. Stolen verifier attack
If verification tables are stored in the server, the authentication scheme will suffer from the leakage of the verification information, which may lead to serious security flaws. In the Kim et al.’s scheme, \( n_{i} \) is kept secret by the server S. The server maintains the verifier table of all the unique message \( n_{i} \), which makes the protocol susceptible to the stolen-verifier-attacks.

3.3. Privileged insider attack
If the password of a user can be derived by the server in the registration phase, such a scheme suffers from the inside attack [9,10]. During the registration phase of Kim et al.’s scheme, the user sends the password \( p_{w} \) in form of plaintext to the server. S directly obtains the user’s password \( p_{w} \). In the real application environment, a user may use the same password to login different servers. A malicious privileged insider would use the password of the user to login to other servers. Thus, Kim et al.’s scheme cannot withstand the insider attacks.
3.4. Lack of perfect forward secrecy

The perfect forward secrecy [20,21,22] means that even though the master secret key $x$ of the server or password and identity of the user is disclosed, any session keys generated from the previous execution of the protocol will not be compromised. Kim et al.’s scheme cannot provide perfect forward secrecy.

Assume the adversary has intercepted a certain login message $\{\text{CID}_i, T, N_i, n_i\}$. With the compromised secret key $x$, she computes $m_i = n_i \oplus x$, $B_i = h(x) \oplus h(m_i)$, $A_i = N_i \oplus B_i$. Thus, by using two timestamps $\{T, T'\}$ from the login request and the login response, the adversary calculates session key $SK = h(A_i || T || B_i || T')$.

Assume that an adversary has obtained $U_i$'s long-term secret $A_i = h(ID_i) \oplus h(pwi)$. Note that neither the password nor identity is compromised. We discuss what will happen next in two cases.

(1) The session key will be compromised.

Further assume that the adversary has recorded the message transmitted between the server and the user. The adversary needs to record the whole login message $\{\text{CID}_i, T, N_i, n_i\}$ and the whole response message $\{KC', T'\}$ only for the first time. For other sessions, the adversary only needs to record two timestamps $\{T, T'\}$. With knowledge of the long-term secret $A_i$ and the intercepted message of previous sessions, the adversary calculates the session keys as follows. First, she computes $B_i = A_i \oplus N_i$. Then she retrieves the session key $SK = h(A_i || T || B_i || T')$ by using the intercepted two timestamps $\{T, T'\}$.

(2) It will lead to impersonation attacks.

With the secret $A_i$, an adversary can impersonate $U_i$ to access $S$ as follows.

Step 1. The adversary computes $B_i = A_i \oplus N_i$. $\text{CID}_i = h(A_i) \oplus h(n_i) \oplus B_i \oplus h(N_i) \oplus T$.

Step 2. The adversary sends the login request message $\{\text{CID}_i, T, N_i, n_i\}$ to the server $S$. Since $B_i = A_i \oplus N_i = h(x) \oplus h(n_i)$, the server $S$ believes that the message is sent by the legal user. Similarly, with the long-term secret $A_i$, an adversary also can impersonate $S$ to fool $U_i$.

Step 1. The adversary computes $B_i = A_i \oplus N_i$. Upon receiving the user $U_i$'s login request message $\{\text{CID}_i, T, N_i, n_i\}$, the adversary computes a session key $SK = h(A_i || T || B_i || T')$ and $KC' = h(B_i || SK || T')$.

Step 2. The adversary sends the response message $\{KC', T'\}$ to the user $U_i$. Obviously, the user $U_i$ will believe that the response message is sent by the intended server $S$.

3.5. Lack of user anonymity

In open network environments, an adversary always intercepts the public communication channel. Suppose that the user $U_i$ sends the login request message $\{\text{CID}_i, T, N_i, n_i\}$ to the server $S$. The message $\{N_i, n_i\}$ is for the user $U_i$’s exclusive use and is unchanged for any access to the server $S$ if the password has not been updated. Moreover, even after the password is changed, $n_i$ is the same for a user and a server. That is, $n_i$ binds a registered user with a server. Thus any adversary could easily trace the user by checking whether $\{N_i, n_i\}$ or $\{n_i\}$ of different execution of protocols is the same. Thus, the user anonymity is not well protected even though the user’s identity is not revealed.

4. Conclusion

In this work, we revisit the schemes [16,18]. Detailed security analysis demonstrates that two schemes [16,18] are susceptible to smart card loss attack, stolen verifier attack and privileged insider attack. Moreover, they cannot provide perfect forward secrecy and strong anonymity. To design an “ideal” anonymous two-factor authentication protocol which can fulfill nine security requirement and ten desirable attributes mentioned in [15] is challenging.
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