Cross-Border E-Commerce Supply Chain Risk Evaluation with FUZZY-ISM Model

Zhiqi Fang and Qifeng Wang

Logistics and E-Commerce College, Zhejiang Wanli University, Ningbo, China

Correspondence should be addressed to Qifeng Wang: wql2000@zwu.edu.cn

Received 6 July 2021; Accepted 19 August 2021; Published 7 September 2021

Copyright © 2021 Zhiqi Fang and Qifeng Wang. This is an open access article distributed under the Creative Commons Attribution License, which permits unrestricted use, distribution, and reproduction in any medium, provided the original work is properly cited.

As a main new business model of Internet plus foreign trade, cross-border e-commerce has become an important way and breakthrough for China creating new foreign trade requirements in Internet economy. Cross-border supply chain management is one of the most important supports for cross-border e-commerce. Compared with domestic e-commerce, the supply chain of cross-border e-commerce faces more risks. In order to effectively identify and avoid the operational risks in the cross-border e-commerce supply chain, this article firstly analyzes the cross-border e-commerce supply chain risks from the operation process of the cross-border e-commerce supply chain. The risks include product selection management risks, cross-border transaction risks, and customs clearance risks that exist in the operation of cross-border e-commerce. Secondly, the cross-border e-commerce supply chain risk evaluation index system is established based on the risk elements. Finally, the risk evaluation is carried out through the FUZZY-ISM evaluation method, and the internal connection of each risk factor and the risk generation mechanism are revealed through structural model analysis, which provides a theoretical reference for cross-border e-commerce enterprise supply chain risk management.

1. Introduction

With the rise of Internet economy, traditional international trade has begun to transform to cross-border e-commerce, and cross-border e-commerce business has a breakthrough development [1]. Cross-border e-commerce is a business process in which both transaction parties in different countries or regions use the Internet as the transaction media to transport goods out of the country with the help of postal logistics or express logistics to achieve the purpose of the transaction [2]. China’s cross-border e-commerce exports totaled 1.12 trillion RMB in 2021, an increase of 40.1% year-on-year growth. Cross-border e-commerce has become an important form of international trade in China [3].

Cross-border e-commerce supply chain management plays a critical role in the process of cross-border e-commerce business transactions. It promotes the business progress of cross-border transactions through the integration of resource, collaborating operation, supply and demand matching, and sharing business benefit [4]. Cross-border supply chain management can help e-commerce enterprises guarantee the normal production and sales effectively and reduce the cost of each sector in business transactions [5]. The cross-border e-commerce supply chain management has become the core competitiveness for the cross-border e-commerce enterprises.

In recent years, more and more black swans occur in international trading fields, such as Sino-US trade frictions, which have brought the risk of disruption to the cross-border e-commerce supply chain [6, 7]. At the same time, some unexpected irresistible force factors, such as the COVID-19 outbreak in early 2020 and the blockage of the Suez Canal, have also led to the interruption of the cross-border supply chain [8]. Therefore, more and more scholars have found that there are many problems and risks in the cross-border e-commerce supply chain under the current international trade environment. Such as unstable international transportation, tariff issues, trade barriers, and
other factors make cross-border e-commerce supply chains more complicated and unstable than traditional supply chains [9]. Secondly, risk factors such as the market environment (natural disasters, terrorist events, crisis events, etc.) [10] will also cause the paralysis and interruption of these cross-border supply chains, causing huge losses [11]. Therefore, how to effectively identify and evaluate the risks in the operation of the cross-border e-commerce supply chain and provide solutions to the risks has important theoretical and practical value for cross-border e-commerce. Presently, most former studies on cross-border e-commerce supply chain risks are based on qualitative analysis, such as Mensah et al.’s [12] qualitative methods to study the integration of cultural dimensions, such as power distance, collectivism, uncertainty avoidance, masculinity, and long-term orientation into UTAUT, and examined the comparative impact of cultural dimensions on the adoption of cross-border e-commerce by Chinese and Russian citizens. However, the quantitative analysis of the internal relationship between risk factors is still scarce, and most of the risks are ambiguous. To evaluate the supply chain risks for cross-border e-commerce enterprises under uncertain international business environment, this paper adopts Fuzzy Interpretative Structural Modeling (FUZZY-ISM) to construct an evaluation model for cross-border e-commerce supply chain risk management [13, 14]. The empirical analysis is carried out to explore the mechanism of the influencing factors of cross-border e-commerce supply chain risk as well as the mutual relationship between various factors, so as to provide theoretical guidance for cross-border e-commerce enterprises’ supply chain risk management.

The paper is organized as follows. Section 2 summarizes the current research status of supply chain risk evaluation. Section 3 presents the method of the cross-border e-commerce supply chain risk evaluation process based on FUZZY-ISM. Section 4 presents the operation process of the cross-border e-commerce supply chain to provide a theoretical basis for subsequent risk identification. Section 5 identifies the risk factors of the cross-border e-commerce supply chain and establishes the risk evaluation index system. Section 6 conducts empirical analysis through calculation examples. Section 7 concludes.

2. Review of Literatures

As an important study issues in supply chain management, many valuable research results have been achieved in supply chain risk management fields. Christopher and Rutherford [15] provided that supply chain risk is "the risk from the original supplier to the final product delivery with product, material, and information flow." Ponomarov and Holcomb [16] presented that the goal of supply chain risk management is to develop adaptability, prepare for unexpected events, respond to supply chain interruptions, and recover from them. Fahimnia [17] put forward that supply chain risk management is the process of managing the risk of information, materials, and products flowing from suppliers to end users. Cucchiella and Gastaldi [18] used real options to reduce corporate risk and studied risk management in the supply chain. In order to protect the company from risks caused by various uncertain factors, a personalized theoretical framework suitable for the company has been formulated so that it can choose feasible methods to reduce corporate risks. Um and Han [19] explored the relationships amongst global supply chain risks, supply chain resilience, and mitigating strategies through theoretically hypothesis and empirical study. The results provide practical implications for managing uncertain events and offering theoretical insight for future research in supply chain resilience. Ritchie and Brindley [20] studied supply chain risk performance and management and provided a reference framework for the future development of enterprises. The framework helps to provide a classification of risk drivers and integrates supply chain performance and risk dimensions. Giannakis and Louis [21] proposed a multiagent-based decision support system design framework in order to prevent and manage the risk interruption of the manufacturing supply chain. The framework focuses on the demand-driven supply chain, rather than the forecast-driven supply chain.

The evaluation methods of supply chain risk are also widely studied. Fazli et al. [22] identified the main risks and the crude oil supply chain through the decision-making trial and evaluation laboratory (DEMATEL) method to determine the correlation between risks and use the network analysis (ANP) method to assess the importance of each risk and determine the best response strategy. Rajesh [23] used a decision support model to incorporate an amalgamation of grey theory, and the layered analytic network process (ANP) has been employed for quantifying various resilient strategies for risk mitigation. The proposed model was also applied in a practical setting with the case study of an electronics manufacturing company. Song [24] evaluated the risk by text mining and fuzzy rule reasoning, which can assess the risk of cross-border e-commerce supply chain quantitatively and semi-automatically and also can evaluate the related risk factors. The output of the cross-border e-commerce supply chain is summarized to obtain the overall risk of the cross-border e-commerce supply chain, so as to improve the efficiency and accuracy of the risk assessment of the cross-border e-commerce supply chain. Soni et al. [25] established a supply chain elasticity measurement model based on graph theory and used the model to consider the main driving factors of elasticity and the relationship between them and measure elasticity through a single value. Similar to the above evaluation method, Tan et al. [26] proposed a conceptual model of the supply chain network to quantify the structural redundancy of supply chain risk management. Min [27] used block chain technology to enhance the resilience of the supply chain to avoid the supply chain risks. In addition, some research studies are more inclined to empirical research on supply chain risk management. For example, Donadoni et al. [28] used data from the sixth edition of the International Manufacturing Strategy Survey to study the relationship between product complexity, supply chain disruption, and performance. Research results show that product complexity increases the probability of supply chain disruption. Ceryno et al. [29] investigated the
performance of the automotive industry in three supply chains in Brazil, determined the main risks in the automotive supply chain, provided an initial risk profile for the Brazilian automotive industry, and by analyzing the real-life risks in different supply chains, determined the main risks that the supply chain may expose, as a way to help the supply chain start the supply chain risk management process.

In summary, risk management, as an important part of supply chain management, plays a vital role in maintaining the sustainability of the supply chain [30]. The current market competition is a more direct competition between supply chains, especially the global supply chain competition has become a consensus [31]. However, the current supply chain risk evaluation and management are mainly concentrated in the manufacturing supply chain or the domestic supply chain field, and there are relatively few studies on the supply chain risk management issues of the cross-border e-commerce industry. Compared with domestic supply chains, cross-border e-commerce supply chains involve more risk factors, and the relationships among risk factors are complicated. Therefore, this paper adopts the fuzzy interpretation structure model to build the evaluation model of cross-border e-commerce supply chain risk management and conducts empirical analysis to explore the internal connection and mechanism of each risk factor of cross-border e-commerce supply chain risk, so as to provide advises for cross-border e-commerce enterprises to manage the supply chain risks.

3. Methodology

This section presents the methodology applied in this research. We provide the cross-border e-commerce supply chain risk evaluation method framework, which is shown in Figure 1.

The cross-border e-commerce supply chain risk evaluation method is based on ISM method, fuzzy sets theory, and FUZZY-ISM method. Firstly, the FUZZY-ISM method will be studied. Secondly, the operation process of the cross-border e-commerce supply chain is analyzed and summarized through field investigation and literature analysis. Thirdly, combined with the relevant literature of cross-border e-commerce supply chain risk management, the actual operation process of cross-border e-commerce is analyzed, and the questionnaire survey method and expert interview method are used to further screen out the key influencing factors of the cross-border e-commerce supply chain and establish the risk evaluation index system of cross-border e-commerce. Finally, through the example analysis, the risk factors of cross-border e-commerce are evaluated and ranked, and the results are analyzed and summarized.

In the rest of this section, we will present the Fuzzy-ISM model and its establishment process based on the induction of basic theory of ISM and fuzzy sets.

3.1. ISM. There are many risk factors in the cross-border e-commerce supply chain, and the relationship between the various influencing factors is intricate, and the explanatory structure model, proposed by Warfeldt in 1973, is a static analysis method used to analyze the complex relationship between multiple factors. It uses an incidence matrix to analyze the overall structure of a project’s complex risk system, uses a directed graph to describe the relationship between the elements in the system, extracts and analyzes the structural relationship of the elements by calculating the reachability matrix between the elements, and obtains the relationship between the elements. Through the transfer and hierarchial structure, a multilevel ladder model of the analysis object is finally constructed [13]. Lim et al. [32] used the ISM method to identify the driving forces and dependencies of sustainable supply chain management in the context of knowledge management, so as to improve the performance of textile enterprises in Vietnam. The research results show that learning organization, information, knowledge sharing, collaboration knowledge creation, information technology, and knowledge storage are the main driving and dependent forces. Dubey et al. [33] used the TISM model to identify the barriers of green supply chain management (GSCM). Wu et al. [34] used the Integrated Interpretive Structure Model (ISM) and Bayesian Network (BN) methods for risk assessment and used ISM to clearly specify the engineering risk factor relationships expressed in the causal relationship diagram and formed the structure of BN. The subjective judgment of experts is transformed into prior probability and conditional probability set and embedded in BN. The results show that the balance sheet can provide clear risk information for better project management.

3.2. Fuzzy Sets. However, it is not enough to only consider whether there are influences between systems. In the cross-border e-commerce supply chain risk, both the natural environment risk and the economic environment risk will have an impact on the risk of logistics interruption, but in contrast, the former will have greater influencing factors. And, in most business scenario, the influencing factors are inaccurate and vague. The fuzzy theory was proposed by Zadeh to solve the inaccuracy and vague issue, and the fuzzy theory is widely used in quality management and risk management [35]. Presently, the fuzzy theory is widely extended to solve more complicated problems. Mahmood et al. [36] presented the concept of complex hesitant FSs (CHFSs) and applied to pattern recognition and medical diagnosis. Chen et al. [37] used a fuzzy evaluation method based on life cycle assessment and cost-benefit analysis to achieve a comprehensive quantitative evaluation of the environmental and economic benefits of anaerobic digestion technology. In order to solve uncertain and unpredictable information in real-life problems, Mahmood et al. [38] proposed the complex dual hesitant fuzzy set (CDHFS) and applied to the environment of pattern recognition and medical diagnosis to assess the capability and feasibility of the interpreted measures.

3.3. FUZZY-ISM. In the FUZZY-ISM model, different values of α will generate different interpretation structure models, which are superior to the ISM model in terms of flexibility and
are more suitable for the diagnosis of complex system problems [14]. Therefore, this article introduces fuzzy theory to improve the ISM structure model and establishes the FUZZY-ISM model for risk factors of the cross-border e-commerce supply chain, which can conduct a more in-depth and intuitive analysis of risk factors and reveal the internal connections and risk generation of various risk factors and their mechanisms. At the same time, for the convenience of research, the weak influence relationship is weakened and omitted. The model establishment process is as follows:

Step 1: establish the relationship between risk factors through expert data
Step 2: establish a fuzzy adjacency matrix
Step 3: use the Chad fuzzy operator in the fuzzy matrix [39] calculation rules to calculate the fuzzy reachability matrix from the fuzzy adjacency matrix
Step 4: introduce the intercept coefficient $\alpha$ to transform it into a reachable matrix of 0 to 1, and obtain the $\alpha$ intercept matrix
Step 5: generate the FUZZY-ISM structure diagram
Step 6: analysis of risk assessment results

4. Operation Process of Cross-Border E-Commerce Supply Chain

The cross-border e-commerce enterprises sell the goods to abroad customers via the cross-border e-commerce platform, such as Amazon, eBay, and Wish. The cross-border supply chain is the core support for cross-border e-commerce transaction. The operation process of the cross-border e-commerce supply chain is shown in Figure 2.

Firstly, the cross-border e-commerce enterprises conduct product selection management through their own production or purchase from upstream suppliers or manufacturers. They can pick up the goods themselves or distribute them by manufacturers and publish and trade the company’s product information on cross-border e-commerce platforms. After the cross-border e-commerce enterprise receives the goods, confirm whether the quality of the goods meets the receiving requirements and confirm the payment to the manufacturer or supplier after receiving the goods. After the goods are in warehouse, they will be sorted and packaged. After that, they will be transported to the exit customs through third-party logistics, and the procedures of application for customs declaration, customs inspection, tariff payment, release, export tax rebate, etc., are carried out. Then, the goods will be transported to the destination country by sea, air, land, or international multimodal transport. After arriving in the destination country, the consignee or the entrusted customs declaration company will apply to the customs of the destination country for customs clearance. After customs inspection, customs duties, value-added tax, and other taxes will be paid, and the goods will be shipped to overseas warehouses and put on shelves. And, cross-border e-commerce platform operators can provide cross-border e-commerce companies with corresponding cross-border service capabilities, such as installation and commissioning of products, technical guidance, data analysis, and related policy services. Overseas buyers can place orders online through cross-border e-commerce trading platforms such as Amazon and eBay. Domestic cross-border e-commerce companies received the orders and released them to the overseas warehouse. The overseas warehouse management system automatically
obtains order information, and the goods will be sorted, packed, and then distributed to the customer via local postal or express delivery. In order to ensure the normal operation of the entire operation process of the cross-border e-commerce supply chain, the system will track the real-time information of logistics, information flow, and capital flow throughout the process.

Compared with traditional trade, cross-border e-commerce supply chains face different consumers. The consumers faced by traditional traders are mostly manufacturers, so the supply chain of traditional trade mainly plays a role in the transportation of goods from sellers to buyers, with relatively simple functions and simple structure. Cross-border e-commerce not only faces corporate customers but also faces consumers. The cross-border e-commerce supply chain is the way that cross-border e-commerce uses the cross-border supply chain to manage the entire cross-border e-commerce transaction activities, which means cross-border e-commerce is a special form of supply chain in the context of e-commerce. It is a modern form of supply chain under the background of cross-border e-commerce, advocating the concept of resource integration, coordinated operation, matching of supply and demand, and benefit sharing [4] including the entire online electronic transaction, online and offline cross-border payments, and cross-border logistics distribution and transportation.

Therefore, in the supply chain of cross-border e-commerce, multiple cross-border links such as cross-border payment and cross-border logistics are not only added but also laws and regulations, network information security, cultural backgrounds of different countries, and consumption must also be considered in the operation process. The risk factors faced by the cross-border e-commerce supply chain are higher than that of the traditional trade supply chain.

5. Construction of Risk Evaluation Index System for Cross-Border E-Commerce Supply Chain

Gomez-Herrera et al. [40] examined consumer data in the EU market and analyzed the factors affecting the development of cross-border e-commerce, such as cost advantages, online payment, and logistics models, and recommended that the state should actively provide convenience for enterprises in terms of planning, supervision, and customs clearance. Van Heel et al. [41] studied cross-border e-commerce export trade and found that there are obstacles in customs clearance, logistics, and supervision. Shi et al. [42] conducted a data-driven analysis and research on Chinese fashion retailers and found that the risks affecting the cross-border e-commerce supply chain of enterprises include online marketing risks, cross-border e-payment risks, e-customs clearance risks, cross-border logistics risks, and credit risk. Nuruzzaman and Weber [43] have employed the qualitative research methods to identify some key issues such as supply chain facility, inventory management, and legal obstacles with today’s supply chain performance of international e-commerce. To analyse the risks in the cross-border e-commerce supply chain under unexpected environment, this paper analyzes the relevant literature and the actual operation process of the cross-border e-commerce supply chain through the analysis of the operation process of the cross-border e-commerce supply chain and the literature analysis method, selects the risk factors of the cross-border e-commerce supply chain.
e-commerce supply chain from the literature, and then adopts the questionnaire survey method and expert interview method to provide the key influencing factors of the cross-border e-commerce supply chain. However, with the environmental issues such as the Sino-US trade conflict and the outbreak of the new crown epidemic, the logistics interruption caused by the supply chain failure and the failure of funds to return to the circulation also need to attract the attention of cross-border e-commerce companies. Therefore, this article finally classifies risk factors into 5 categories, including product selection management risk, cross-border transaction risk, customs clearance risk, logistics risk, and environmental risk. Finally, 5 first-level indicators and 16 second-level indicators are formed, and the risk evaluation index system is established. The results are shown in Table 1.

5.1. Product Selection Management Risk Including Product Quality Risk, Product Delivery Risk, and Intellectual Property Disputes Risk. When cross-border e-commerce companies purchase goods, they will buy shoddy goods, which will cause the risk of not being able to continue to sell. In addition, if the product is not communicated or tracked in time after the product is purchased, the product cannot be delivered and there is a risk. However, companies do not have a strong awareness of intellectual property rights and do not know much about overseas laws. Infringements occur from time to time. Infringed persons use e-commerce platforms to carry out phishing law enforcement and freeze the accounts of companies or clear their accounts.

5.2. Cross-Border Transaction Risks Including Credit Risk, Information Risk, and Capital Settlement Risk. Selling goods online is prone to dishonesty. The credit risk is particularly prominent in cross-border transactions. The subjects that cause the risk include domestic sellers, overseas buyers, and third-party payment platforms. In the online world, there are also information security issues, and its own security risks are prone to information and data leakage issues, such as seller data and buyer information. The settlement of funds is entirely dependent on third-party payment platforms. If cross-border payment channels are not smooth and cross-border e-commerce foreign exchange settlement problems occur, corporate funds will not be able to withdraw, resulting in cross-border e-commerce companies operating difficulties.

5.3. Customs Clearance Risk Including Customs Clearance Risk, Declaration Risk, and Taxation Risk. In the process of cross-border e-commerce transactions, all commodities entering and leaving the country need to be supervised by the customs. After the basic steps of declaration, inspection, taxation, and release are completed, customs clearance is completed. However, goods at different customs locations may have slow customs clearance efficiency or noncustoms clearance. In addition, some cross-border e-commerce companies have special circumstances such as high market value of goods. In order to reduce the tariffs, cross-border e-commerce enterprise uses the fictitious information, such as fictitious weights of goods and fictitious prices. After the customs finds it, the goods will be intercepted and returned, and the logistics timeliness will not be guaranteed. In the tax collection process, risks mainly come from tax system risks, tax source supervision risks, and tax law enforcement risks.

5.4. Logistics Risk Including Logistics Timeliness Risk, Logistics Information Risk, Logistics Damage Risk, and Logistics Interruption Risk. At present, cross-border e-commerce logistics includes five modes, including traditional transnational logistics, postal parcel, special line express, overseas warehouse, and multimodal transport. Cross-border logistics transportation takes a long time and long distances, increasing the links of customs clearance, commodity inspection, tax refund and foreign exchange settlement, overseas warehousing, etc., which greatly increases the risks of cross-border logistics and also puts forward high requirements for its efficiency and service quality. The risk of cross-border statute of limitations lies in the low cross-border efficiency and the increasing differences in the national conditions of countries in cross-border transactions, which make cross-border logistics work impossible to carry out efficiently. In addition, errors in logistics information, difficulty in real-time tracking, and damage to goods during transportation may also occur. And, with the Sino-US trade conflict and the outbreak of the new crown epidemic, it will lead to the supply chain breakage and logistics interrupted.

5.5. Environmental Risks Including Natural Environmental Risks, Economic Environmental Risks, and Industrial Policy Environmental Risks. The environmental risk of the cross-border e-commerce supply chain refers to the risk of cross-border e-commerce enterprises caused by the uncertainty of the external environment. Natural disasters, environmental issues, disease outbreaks, and other risks may suddenly occur in the natural environment, such as the outbreak of the COVID-19 outbreak in early 2020 and the earthquake in Japan. Economic environment risks will have large fluctuations in the market economy and real-time changes in exchange rates and interest rates, such as the Sino-US trade war. The cross-border e-commerce industry has changed greatly, and national economic policies are constantly changing. Fluctuations in market demand and changes in the market scale will affect the economic benefits of enterprises. The faster the development, the fiercer of the competition in the cross-border trade fields, there will be certain risks for cross-border e-commerce companies.

6. Case Analysis

The COVID-19 epidemic has caused a huge impact on the cross-border e-commerce supply chain. Due to lack of awareness of supply chain risk management, many cross-border e-commerce enterprises have experienced supply chain disruptions or even business failures. In order to effectively identify the risk factors of the COVID-19 epidemic
| First-level indicator | Second-level indicator | Description of risk indicator |
|----------------------|------------------------|-------------------------------|
| **Product selection management risk** [4, 5, 12, 40, 42–44] | Product quality risk C1 | During the product selection process, the actual product cannot be seen, and the product can only be understood through the pictures, evaluations, introductions, and videos on the website; some speculative merchants who only pursue short-term benefits pretend to be shoddy and display high-quality products online; the products are actually fake and inferior, and the actual goods are completely different from the description |
| | Product delivery risk C2 | After the products are purchased, the materials or products provided by the supplier may not be delivered on time, which may cause the delay or interruption of the domestic logistics of the supply chain |
| | Intellectual property disputes risk C3 | Sometimes, the companies do not have a strong awareness of intellectual property rights and do not know much about overseas laws; infringed persons use e-commerce platforms to carry out phishing law enforcement, freeze the accounts of companies or clear their accounts, and put companies in a difficult position |
| **Cross-border transaction risk** [1, 5, 40, 42–44] | Credit risk C4 | Transaction credit risk refers to the fact that cross-border e-commerce companies do not understand foreign consumers in the online transaction process, and it is difficult to grasp the transaction motives of foreign consumers, and transactions that violate the principle of good faith are likely to occur; dishonest behaviors cause "abortion" of transactions and bring losses to cross-border e-commerce companies |
| | Information risk C5 | Information risk includes domestic supplier information risk and cyber security information risk |
| | Capital settlement risk C6 | In the field of cross-border e-commerce, international payments are basically monopolized by international credit organizations and international payment companies, and their payment procedures are relatively expensive; most payment tools in China are not recognized by overseas users; cross-border payment channels are not smooth, cross-border e-commerce foreign exchange settlement is prone to problems, and corporate funds cannot be withdrawn, resulting in cross-border e-commerce companies operating difficulties |
| **Customs clearance risk** [9, 40–42, 44, 45] | Customs clearance risk C7 | Includes customs clearance efficiency and cargo clearance rate; different customs locations have different customs clearance requirements, and goods may have slow customs clearance efficiency or noncustoms clearance |
| | Customs declaration risk C8 | Some cross-border e-commerce companies have special circumstances such as high market value of goods; in order to reduce tariffs, false declarations of goods and goods weight, virtual logistics prices, virtual consignees and consignees, or split declarations |
| **Taxation risk** C9 | Taxation risk C9 | Taxation risks include tax system risks, tax source supervision risks, and tax enforcement risks |
| **Logistics risk** [1, 4, 8, 9, 12, 40–45] | Logistics timeliness risk C10 | Cross-border logistics transportation takes a long time and long distances; due to transportation delays, customs clearance delays, delivery delays, etc., the logistics timeliness will be affected, and customers will not be able to sign for a long time, affecting corporate reputation and payment |
| | Logistics information risk C11 | In the process of cross-border logistics information transmission, information errors may occur or it is difficult to achieve real-time tracking |
| | Logistics damage risk C12 | In the process of cross-border transportation of cross-border goods, the goods are damaged or lost, which prevents the goods from reaching overseas consumers in a timely and safe manner |
| | Logistics interruption risk C13 | Due to force majeure and other reasons, such as wars and epidemics, there is a risk of interruption of cross-border logistics and transportation |
on the cross-border e-commerce supply chain and conduct an objective evaluation, this article takes Ningbo cross-border comprehensive zone e-commerce enterprises as an example. Since Ningbo was approved as the second batch of comprehensive pilot zone for cross-border e-commerce by the state in January 2016, cross-border e-commerce has achieved rapid development. In 2019, the scale of cross-border e-commerce transactions in the city reached 128.2 billion RMB, accounting for 13.98% of the city’s total foreign trade import and export, up to 374.4% compared with 2016, and 328.9 percentage points higher than the growth rate of trade import and export, up to 374.4% compared with 2016.

Based on risk evaluation indicators and methods in the previous section, this section will take the e-commerce enterprise in the Ningbo comprehensive pilot zone as an example. Based on the establishment of a cross-border e-commerce supply chain risk factor index system, the risk factor evaluation research method based on the FUZZY-ISM model is used for quantitative evaluation.

**Step 1: Establish the Fuzzy Adjacency Matrix.**

Through the design of questionnaires and via online and offline surveys, a $16 \times 16$ matrix was set up to confirm and score the interrelationships of cross-border e-commerce supply chain risks and the average value as the final degree of influence between the two factors. The fuzzy relationship between various risk factors is analyzed, and the fuzzy adjacency matrix $A$ of cross-border e-commerce supply chain risks can be generated (see in Figure 3).

In this matrix, the cross-border e-commerce supply chain risk is regarded as a system, which includes 16 components such as $C_i (i = 1, 2, \ldots, 16)$ and builds a $16 \times 16$ adjacency matrix on this basis $A = [C_{ij}]_{16 \times 16}$. When constructing this adjacency matrix, the logical relationship between the two influencing factors is represented by $C_{ij}$, $0 \leq C_{ij} \leq 1$. In addition, the direct relationship between factor $i$ and factor $j$, that is, the cell on the diagonal is recorded as 0.

**Step 2: Calculate the Reachable Matrix.**

After obtaining the fuzzy adjacency matrix, calculate the sum $A + I$ of $A$ and the identity matrix $I$ and use the Chad fuzzy operator calculation rules in the fuzzy matrix to perform matrix $A + I$ power operation on a certain integer $n$ until the following formula holds:

$$M = (A + I)^{n+1} = (A + I)^n \neq (A + I)^{n-1} \neq \cdots \neq (A + I)^2 \neq (A + I).$$

(1)

Use MATLAB to calculate the order of matrix convergence. When $n = 6$, the matrix converges, and the reachable matrix $M$ is obtained (see in Figure 4).

**Step 3: $\alpha$-Cut Matrix.**

Since the fuzzy reachable matrix cannot be decomposed into domains and interstages, the cut-off coefficient $\alpha$ is introduced to transform it into a reachable matrix of 0-1. Because the value of $\alpha$ is different, different 0-1 reachable matrices will be generated. For the convenience of research, the intermediate threshold $\alpha = 0.5$ is adopted, and the horizontal intercept matrix $M_{\alpha=0.5}$ can be obtained as (see in Figure 5):

$$a_{xij} = \begin{cases} 1, & x_{ij} \geq 0.5 = \alpha, \\ 0, & x_{ij} \leq 0.5 = \alpha. \end{cases}$$

(2)

**Step 4: Divide the Hierarchical Relationship of Each Factor.**

(1) According to the reachability matrix, the reachability set $R (C_i)$ and the antecedent set $A (C_i)$ of each influencing factor can be determined first. The reachable set $R (C_i)$ refers to the set of all reachable factors starting from $C_i$, that is, the set of all the column factors with a score of 1 in the row of the factor $C_i$ in the reachable matrix; the antecedent set $A (C_i)$ refers to all possible reach. The set of factors of $C_i$ can be the set of all the row factors with a score of 1 in the column of factor $C_i$ in the matrix [47].

(2) According to the obtained reachable set $R (C_i)$ and antecedent set $A (C_i)$ of each influencing factor, find

---

**Table 1:** Continued.

| First-level indicator                  | Second-level indicator | Description of risk indicator                                                                 |
|---------------------------------------|------------------------|------------------------------------------------------------------------------------------------|
| Natural environment risk C14          | Natural disasters, environmental issues, disease outbreaks, and other risks may suddenly occur in the natural environment, such as the outbreak of the COVID-19 outbreak in early 2020 and the earthquake in Japan. |
| Economic environment risk C15         | Economic environment risks will have large fluctuations in the market economy and real-time changes in exchange rates and interest rates, such as the Sino-US trade conflict. |
| Industry policy environmental risks C16 | The cross-border e-commerce industry has changed greatly, and national economic policies are constantly changing; fluctuations in market demand and changes in the market scale will affect the economic benefits of enterprises; the faster the development, the more intense the competition in the industry and unpredictable the development prospects of the industry, and there will be certain risks for cross-border e-commerce companies. |
(3) Calculate the top factor set: when the reachable set is equal to the intersection, the factor in the reachable set is the top-most set of factors, and the top-most set of factors is thus determined \( L_1 = \{C_6\} \).

(4) The same influencing factors at the intersection set \( C (C_i) \) and reachable set \( R (C_i) \) are classified as the same influencing factor level. Then, remove the crossed-out factors to get a new matrix, and then, follow step 2 to determine the second-level factor set of the new matrix. The 16 cross-border

---

**Figure 3:** Adjacency matrix of the FISM model for cross-border e-commerce supply chain risk.

|   | \( C_1 \) | \( C_2 \) | \( C_3 \) | \( C_4 \) | \( C_5 \) | \( C_6 \) | \( C_7 \) | \( C_8 \) | \( C_9 \) | \( C_{10} \) | \( C_{11} \) | \( C_{12} \) | \( C_{13} \) | \( C_{14} \) | \( C_{15} \) | \( C_{16} \) |
|---|---|---|---|---|---|---|---|---|---|---|---|---|---|---|---|---|
| \( C_1 \) | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 |
| \( C_2 \) | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 |
| \( C_3 \) | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 |
| \( C_4 \) | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 |
| \( C_5 \) | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 |
| \( C_6 \) | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 |
| \( C_7 \) | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 | 0.5 |

**Figure 4:** Reachability matrix of the FISM model for cross-border e-commerce supply chain risk.

|   | \( C_1 \) | \( C_2 \) | \( C_3 \) | \( C_4 \) | \( C_5 \) | \( C_6 \) | \( C_7 \) | \( C_8 \) | \( C_9 \) | \( C_{10} \) | \( C_{11} \) | \( C_{12} \) | \( C_{13} \) | \( C_{14} \) | \( C_{15} \) | \( C_{16} \) |
|---|---|---|---|---|---|---|---|---|---|---|---|---|---|---|---|---|
| \( C_1 \) | 1 | 0.5 | 0.8 | 0.2 | 0.8 | 0.7 | 0.5 | 0.3 | 0.5 | 0.2 | 0.0 | 0.0 | 0.0 | 0.0 | 0.0 | 0.6 |
| \( C_2 \) | 0.3 | 1 | 0.3 | 0.2 | 0.5 | 0.3 | 0.3 | 0.3 | 0.5 | 0.2 | 0.0 | 0.0 | 0.0 | 0.0 | 0.3 |
| \( C_3 \) | 0.4 | 0.5 | 1 | 0.2 | 0 | 0.9 | 0.7 | 0.4 | 0.3 | 0.5 | 0.2 | 0.0 | 0.0 | 0.0 | 0.0 | 0.6 |
| \( C_4 \) | 0.4 | 0.5 | 0.5 | 1 | 0 | 0.9 | 0.5 | 0.4 | 0.3 | 0.5 | 0.2 | 0.0 | 0.0 | 0.0 | 0.0 | 0.6 |
| \( C_5 \) | 0.4 | 0.5 | 0.5 | 0.5 | 1 | 0.7 | 0.5 | 0.4 | 0.3 | 0.5 | 0.2 | 0.0 | 0.0 | 0.0 | 0.0 | 0.6 |
| \( C_6 \) | 0.3 | 0.3 | 0.3 | 0.2 | 0 | 1 | 0.3 | 0.3 | 0.3 | 0.2 | 0.0 | 0.0 | 0.0 | 0.0 | 0.0 | 0.6 |
| \( C_7 \) | 0.4 | 0.5 | 0.5 | 0.2 | 0 | 0.5 | 1 | 0.4 | 0.3 | 0.5 | 0.2 | 0.0 | 0.0 | 0.0 | 0.0 | 0.6 |
| \( C_8 \) | 0.5 | 0.5 | 0.5 | 0.2 | 0 | 0.5 | 0.5 | 1 | 0.3 | 0.5 | 0.2 | 0.0 | 0.0 | 0.0 | 0.0 | 0.6 |
| \( C_9 \) | 0.4 | 0.5 | 0.4 | 0.2 | 0 | 0.5 | 0.4 | 0.4 | 1 | 0.5 | 0.2 | 0.0 | 0.0 | 0.0 | 0.0 | 0.6 |
| \( C_{10} \) | 0.3 | 0.5 | 0.3 | 0.2 | 0 | 0.7 | 0.3 | 0.3 | 0.3 | 1 | 0 | 0.2 | 0.0 | 0.0 | 0.0 | 0.6 |
| \( C_{11} \) | 0.4 | 0.5 | 0.5 | 0.5 | 0 | 0.5 | 0.5 | 0.4 | 0.3 | 0.5 | 1 | 0 | 0.2 | 0.0 | 0.0 | 0.6 |
| \( C_{12} \) | 0.5 | 0.5 | 0.5 | 0.2 | 0 | 0.5 | 0.5 | 0.5 | 0.3 | 0.5 | 0 | 1 | 0.2 | 0.0 | 0.0 | 0.6 |
| \( C_{13} \) | 0.4 | 0.5 | 0.5 | 0.5 | 0 | 0.8 | 0.5 | 0.4 | 0.3 | 0.9 | 0 | 1 | 0 | 0.2 | 0.0 | 0.6 |
| \( C_{14} \) | 0.5 | 0.5 | 0.5 | 0.5 | 0 | 0.8 | 0.5 | 0.5 | 0.3 | 0.8 | 0 | 0.5 | 0.8 | 1 | 0.3 | 0.5 |
| \( C_{15} \) | 0.4 | 0.5 | 0.5 | 0.5 | 0 | 0.6 | 0.5 | 0.4 | 0.3 | 0.6 | 0 | 0 | 0.6 | 0 | 1 | 0.5 |
| \( C_{16} \) | 0.4 | 0.4 | 0.5 | 0.2 | 0 | 0.5 | 0.5 | 0.4 | 0.3 | 0.4 | 0 | 0.2 | 0.0 | 0 | 0 | 1 | 0.5 |
e-commerce supply chain risk factors are divided into 6 levels in turn, namely, \( L = \{ L_1, L_2, L_3, L_4, L_5, L_6 \} \), and the results are shown in Table 3.

(5) Drawing of the structural model: according to the above calculation and analysis, the reachable matrix \( M \) is divided into 5 levels, and the first-level node \( L_1 = \{ C_6 \} \) of cross-border e-commerce supply chain risk factors, the second-level node \( L_2 = \{ C_2, C_{10}, C_{16} \} \), the third-level node \( L_3 = \{ C_3, C_7, C_9 \} \), the fourth-level node \( L_4 = \{ C_1, C_4, C_8 \} \), the fifth-level node \( L_5 = \{ C_{11}, C_{12}, C_{13} \} \), and the sixth-level node \( L_6 = \{ C_5, C_{14}, C_{15} \} \). Sort the risk factors according to the hierarchical results, and draw a multilayer hierarchical structure diagram (see Figure 6), which intuitively reflects the logical relationship, transmission path, and interaction mechanism between the risk factors of the cross-border e-commerce supply chain.

**Step 5: Analysis of Risk Factors’ Results.**

According to Figure 6, the risk factors of the cross-border e-commerce supply chain are a 6-level hierarchical structure.

(1) The first-level factor is the risk of capital settlement. As a surface risk factor, the inability of funds to settle foreign exchange is the most direct risk factor.
affecting the operation of cross-border logistics enterprises. The risk of capital settlement is also affected by the second-level factors of commodity delivery risk, logistics timeliness risk, and industry environment risk. The reason is that whether the goods are in domestic logistics or international logistics, if they cannot be delivered and the logistics timeliness cannot be guaranteed, buyers cannot sign for them, and cross-border e-commerce sellers cannot receive payment back. And, if the development of cross-border industries and policies are not controlled in time, it will also pose risks to foreign exchange settlement. In cross-border e-commerce foreign exchange settlement transactions, international payments are basically monopolized by foreign payment companies such as PayPal, which is unstable and affects cross-border e-commerce companies.

(2) The second-level factors are middle-level factors, including commodity delivery risks, logistics timeliness risks, and industry policy environmental risks. Industry policy environmental risks are affected by intellectual property disputes, taxation risks, credit risks, and economic environment risks. Cross-border e-commerce companies do not have a strong sense of intellectual property rights, and infringements occur from time to time. Once intellectual property disputes arise, corporate payment accounts such as PayPal will be frozen, cleared, and even their stores will be closed. International taxation policies, domestic and foreign trade policies, language barriers, and other political, geographic, and cultural constraints, as well as seller credit constraints, will all have a certain impact on industry development and policies. Commodity delivery risk is affected by commodity quality risk. The risk of logistics timeliness will be directly affected by the risk of customs clearance. If there is a problem in the customs clearance of the goods, the logistics efficiency will not be guaranteed, and the goods will take a long time to transport.

(3) The third-level factors are the risk of property rights’ disputes, customs clearance risks, and
taxation risks. The risk of customs clearance will be affected by the risk of commodity declaration and property rights’ disputes. When the commodity is cleared, if the commodity declaration is not consistent, the goods and the weight of the goods are falsely reported, fictitious goods information and fictitious consignee or consignor. After the customs finds it, the goods will be intercepted and returned, and if the goods are infringing, they will be directly detained, which will have a great impact on customs clearance. The risk of property rights’ disputes will also be affected by product quality risks. If a product has quality or infringement, property rights’ disputes will occur, which will bring a heavy blow to cross-border e-commerce companies.

(4) The fourth-level factors are product quality risk, declaration risk, and credit risk. Credit risk will be affected by the risk of logistics interruption, and credit risk plays an important role in the process of risk, directly affecting the upper-level customs clearance risk. At the same time, credit risk is bound to restrict the industry policy environment, which means that credit risk is directly affected by logistics disruption. Credit risks include controllable and uncontrollable risks. The controllable part includes the credit of cross-border e-commerce companies, such as guaranteeing not to sell infringing goods and counterfeit and shoddy goods, and uncontrollable risks include foreign buyer credit and third-party payment platforms.

(5) The fifth-level factors are logistics information risk, logistics loss risk, and logistics interruption risk. The risk of logistics loss and logistics interruption will be affected by natural environmental risks. Such as the Sino-US trade conflict, the outbreak of the new crown epidemic, earthquakes, and tsunamis, there are situations such as logistics interruption, damage to the transportation process of goods, and depressed economic environment. The logistics information risk will also be affected by the information risk. Security issues arising from online transactions and untimely supervision will lead to errors in logistics information or failure to track in real time, which will affect cross-border e-commerce companies.

(6) The sixth-level factors are information risk, natural environment risk, and economic environment risk. This risk is at the bottom of the model, is an input element of the risk system, has an impact on other risk factors, and is the fundamental cause of cross-border e-commerce supply chain risks. We need to make adequate preparations in the face of different natural environments and timely maintain and supervise the systems and software used by the company to ensure that corporate information, data, and buyer information are not leaked. When faced with different situations, make corresponding strategy.

7. Conclusions
The unexpected events, such as COVID-19 and the Suez Canal blockage, caused the cross-border supply chains disrupted and made the cross-border e-commerce companies face many risks in business operation. How to evaluate the supply chain risks and take measures to avoid the cross-border e-commerce supply chain risks becomes an important issue for the cross-border e-commerce enterprises. Based on studying the operation process of the cross-border e-commerce supply chain, this article pointed out that the cross-border supply chain risk factors involved were divided into five aspects and creatively added the product selection management risk analysis, and more in the past studies focused on the risk of cross-border transaction risk, customs clearance risk, logistics risk, and environmental risk, and these four aspects rarely consider the enterprise when picking product management which will also produce risk. Secondly, this paper provided the relationship between risk factors, through the FUZZY-ISM model, while the ISM model only considers whether there is influence between risks, it cannot determine the degree of influence between risk factors and provides a theoretical basis for further study of the logical level. Finally, the FUZZY-ISM model is used to rank the 16 risk factors. However, most of the previous studies focus on the relationship between risk factors and supply chain risk management and rarely consider the mechanism of action between risk factors. In this paper, the FUZZY-ISM model revealed the mechanism of action among risk factors, revealed the relationship between risk factors, and provided theoretical support for the supply chain risk management of cross-border e-commerce enterprises.

For future research, according to different types and cross-border e-commerce enterprise operation patterns, we will establish a more comprehensive supply chain risk index system and provide corresponding suggestions.
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