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Abstract. The users of mobile based on android were increasing currently even now mobile was almost the same computer one of which could be used to be done by every users mobile was save the individual important data. Saving the data on mobile was very risk because become hackers' target. That was the reason of researchers want to add cryptography which the combination between Advance Encryption System (AES) dan Ron Rivest, Adi Shamir dan Len Adleman (RSA). The result of the second method above could do cryptography data on mobile. With different encryption time where the file size; 25.44 KB, encryption time 4 second, 200 KB, 5 second, 600 KB 7 second, 2.29 MB, 10 second. Where decryption 25.44 KB, encryption 2 second, 200 KB, 1.5 second, 600 KB 2.5 second, 2.29 MB, 2.7 second.

1. Introduction
Mobile which was using application of android will be needed to satisfy social expectations which was connecting and social needs now days the reason of increasing Smartphone usage. One of the leader of Smartphone was Google Android system operation. It can be possible that Android will be installed on many phones in the near future [1-3].Android has every system smartphone operation, security was one of attention mobile users nowdays, smartphone mobile very often virus attact etc [4]. Every person was using Smartphone like PC to save private our individual and data PC to save and individual data or secret.

Smartphone become the main point of hackers attack particularly android operation system of Smartphone. The previous researchers have done the comparison RSA, AES and DES and the result of this research showed that AES and DES needed little time and little memory, while RSA needed the long time and the using big memory, but in the giving strong key than DES and AES method [5]. The previous researchers have done in connecting algorithm of DES and RSA and showing stronger than using one method only [6-12]. Based on increase in mobile application in many platforms, security was the most necessary in issue, monitoring, security, reliability and accurate [13]. The previous researchers have ever done research to compare AES and RSA to encrypt the data in web [14-15].

In this research, there would be make an application that did the security data in mobile that android with RSA and AES method, the application could be download in play store so it was easier to Smartphone user to download on the individual mobile and developing the previous EKG.
2. **Method**

The RSA algorithm is the most popular and proven asymmetric key cryptographic algorithm; it can
contrary to password attack to present. RSA comes from the founder name, the first algorithm
encryption and digital signature. The security is in the two prime number count math from two big of
the number. In RSA, two algorithm number used to making two public and private key. It was hard to
know the original message from the signal key. It was safe from brute force attack too [16-19].

3. **Algorithm Advanced Encryption**

AES standard was block cipher where the length of this block was 128 bit. AES enable to three the
different key long: 128, 192 or 256 bit. Encryption consists of 10 rounds processing to 128 key bit, 12
round for 192 bit and 14 round for 256 bit. Every round processing consists of one single – byte
substitution based on steps, wisdom-line, step permutation, wisdom column mix step and beside of the
general round.

The four steps were running in different encryption and decryption. It was not the same like DES,
algorithmdifferent decryption based on substantial from algorithm encryption. Eventhough from all
steps were the same step that used in encryption, the steps that done was different with before [20-21].
All the planning of algorithm was public (not a secret) the long of key flexible; 128, 192 and 256 bit,
the block measure that encryption was 128 bit, algorithm could be implicated in software or whadware
[22].

4. **Design and development**

Figure 2 was explain how the process of giving key toward data with RSA and AES method. The first
step done was determining the file that key giving. After the data was determine so the next was the
process of key RSA and AES method.
Figure 2. The Combined Block Diagram Method Of RSA And AES.

Figure 3 was explain how the process of giving key toward data with RSA and AES method. The first step done was determining the file that key giving. After the data was determine so the next was the process of key RSA and AES method.

The user insert the file in file system will be decrypt, RSA private, and AES. The system would be decrypted by AES using RSA private, AES that has decrypted would be use to decrypt file, the file that has been decrypted would be export.
5. Discussion
Figure 5 was explained how the process of making RSA and AES in file that has been determined. The first process was download of application in play store, second step installation process, third step has run and could choose the file which encryption, fourth step choosing the encryption file, fifth step showing the file performance that has been determined.

Based on result of this research could be seen how the process of cryptography in android system. Therefore, found the file first would be encrypting, after it assign the number in increasing key based on algorithm which applied, whereas the key would be used in opening file that has been encrypting become decrypting. Below could be seen in figure 6 the file that have been encryption figure 7 was file that has been encryption in safety file which was used android system.
Figure 5. The process of Enkrip the File RSA and AES.

Figure 6. Before Encryption.

Figure 7. After Encryption.

Based on the analysis process of encryption and decryption in some files which has been test from files looking from different files, so could be seen the different in encryption and decryption process which in android system from time that has gotten. Below could be seen in figure 8 encryption process and figure 9 decryption which was test in some different files that has using in cryptography with decryption and encryption process that has different file size 25.44 KB 200 KB, 600 KB, and 2.29 MB.
6. Result
Based on result of cryptography file has been done with AES and RSA could give cryptography in kinds of files in mobile. There were size of file data that have done in test. It found the different encryption. Some of file size 25.44 KB, encryption time 4 second, 200 KB, 5 second, 600 KB 7 second, 2.29 MB, 10 second. Where decryption 25.44 KB, encryption 2 second, 200 KB, 1.5 second, 600 KB 2.5 second, 2.29 MB, 2.7 second.
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