DEVELOPMENT AND INVESTIGATION OF THE KEY STREAM GENERATORS ON THE BASE OF CELLULAR AUTOMATA

This paper presents the development and investigations of the binary key stream generators statistical characteristics. Developed generators based on the elementary rules of cells interaction: simple, modified and combined classical rules. We believe that elementary rules \( \langle 30 \rangle, \langle 86 \rangle, \langle 135 \rangle, \langle 149 \rangle \) are most promising from statistical point of view. Modifications were consist of combining of array bits before outputting and combining various elementary rules of automaton cells interaction. It was developed a new simple interaction rule, based on the logical operation XOR. The investigation of statistical properties was performed using NIST STS v1.8. All designed generators showed good statistical characteristics, which indicates their satisfactory cryptoresistance. In addition we’ve investigated the developed generators linear complexity using Berlekamp-Massey algorithm. Obtained results shows the high values of linear complexity (about half of the cellular automaton length), which is typical for such structures type. On the base of the developed generator with own cells interaction rule has developed a system for secure communication of audio, text and file information. The statistical investigations of encrypted file showed that it satisfies all the NIST STS requirements.
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NOMENCLATURE

- \( A[i] \) is a value of \( i \)-th address array elements;
- \( a \) is a calculated cell address;
- \( B[i] \) is a buffer array elements;
- \( C[i] \) is a value of \( i \)-th cellular automaton cell;
- \( CA \) is a cellular automaton;
- \( C'[i] \) is a value of \( i \)-th cellular automaton cell after the interaction act;
- \( C_a \) is a value of CA cell with address \( A[a] \);
- \( C'_a \) is a value of CA cell with address \( A[i] \) after the interaction act;
- \( C_w \) is a value of \( w \)-th elementary cellular automaton cell;
- \( C_w'[i] \) is a value of \( w \)-th resulting CA cell after rules combination;
- \( i,k \) is an array index;
- \( n \) is a CA length;
- NIST STS is a National Institute of Standards and Technologies Statistical Suite;
- PIN is a Personal Identification Number;
- PLD is a Programmable Logical Devices;
- \( R \) is an elementary interaction rules; \( R=30, 86, 135, 149; \)
- \( w \) is a calculated cell address.

INTRODUCTION

Today most of us are living in the information society. The result of this is a large amount of information, which is transmitted by the telecommunication systems. With an open data also increase amounts of confidential information, requirements for protection of which considerably amplified. Such tendency is observed in Ukraine, especially with the introduction of the personal data protection law. If at the beginning of the computer systems development means for protection of the files, which are transmitted by the network, were used, then today on foreground is protection of information in real time.

At the same time, in Ukraine smart cards are rapidly introduced into the daily life. Now the introduction of electronic passports, medical cards, student tickets and classification books is discussed. The number of different mobile devices is rapidly increasing. Most of these gadgets have limited computing resources, but they also need to protect data transmitted open communication channels.
In any protection system, such as authentication, PIN-code verification and so on, generators of pseudorandom sequences are used. Limitedness of computing resources requires the development of simple generating systems, which would easily compute in parallel. Speed parameters of protection systems and their optimization for specialized real time tasks become crucial. The best for these goals cellular automaton fit.

The main purpose of this paper is the development of the binary key stream generators based on cellular automata, investigation its statistical characteristics and linear complexity.

1 PROBLEM STATEMENT

Let us call the one-dimensional cellular automaton the array $C[i]$, where $i=[0, n–1]$, each element of which are logical zero or one. The automaton state at each time determined by the all its elements states. Automaton transition in a next state is determined by so-called transition rules, which are determined by the elements (cells) interaction with other cells that are at some distance from the selected cell. Elementary interaction rules, defined in [1], set the cell interaction with nearest neighbors.

For example, the famous rule «30» may be written as a Boolean function:

$$C'[i] = C[i-1] \oplus (C[i+1] \lor C[i])$$

or as an arithmetic function:

$$C'[i] = (C[i-1] + C[i] + C[i+1] + C[i-1]C[i+1]) \mod 2$$

To avoid the first and last cell’s problem automaton is «rolled» in the torus.

Another transition rules are produced similarly. We’ve used the «86», «135», «149» rules (see Table 1). There are 256 elementary transition rules, as it shown in [1].

Researchers can also design your own transition rules that take into account the interaction with randomly or pseudo-selected cells, or with no-neighboring cells. This makes the CA modifications and their use almost unlimited.

2 REVIEW OF THE LITERATURE

The first conclusions about the usage of CA for pseudorandom binary sequences generation in cryptographic purposes are found in the Stephen Wolfram work [1]. Soon investigations aimed at proving of the feasibility of specific applications realization appear [2–6]. In the past ten years there have been publications that describe specific generation or encryption algorithms based on cellular automata. Among these works are articles of S. K. Rososhek et al [7] and Jegadish Kumar K. J. [8] which demonstrate specific generation or encryption algorithms based on the cellular automaton fit.

CA rules for mixing bits of a message. The output bits was combined each other in various ways, but the best statistical characteristics was demonstrated by generator, which sequence was formed by the rule:

$$w = (i + 3 + \sum_{k=0}^{\log_2 n - 1} C[i+3+k2^k]) \mod n$$

The output bits was combined each other in various ways, but the best statistical characteristics was demonstrated by generator, which sequence was formed by the rule:

$$C_{out}[w] = (C_{30}[w] \oplus C_{86}[w] \oplus 1) \oplus (C_{30}[w] \oplus \oplus C_{135}[w] \oplus 1) \oplus (C_{30}[w] \oplus C_{149}[w] \oplus 1).$$

Table 1 – Elementary transition rules in the cellular automata

| No | Rules | Boolean form | Arithmetic form |
|----|-------|--------------|-----------------|
| 1  | «30» | $C'[i] = C[i-1] \oplus (C[i+1] \lor C[i])$ | $C'[i] = (C[i-1] + C[i] + C[i+1] + C[i-1]C[i+1]) \mod 2$ |
| 2  | «86» | $C'[i] = C[i-1] \lor C[i+1] \lor C[i]$ | $C'[i] = (C[i-1] + C[i] + C[i-1]C[i+1] + C[i+1]) \mod 2$ |
| 3  | «135» | $C'[i] = 1 \lor C[i-1] \oplus (C[i] \lor C[i+1])$ | $C'[i] = (1 + C[i-1] + C[i] + C[i+1]) \mod 2$ |
| 4  | «149» | $C'[i] = C[i-1] \lor C[i] \lor C[i+1]$ | $C'[i] = (1 + C[i-1] + C[i] + C[i+1]) \mod 2$ |
Another way to study the suitability of CA to generate high-quality pseudorandom key sequences was designing of intercellular interaction alternative rules.

We can propose the following rule. CA contains cells with logical «1» and «0». We use the address array \( A[i] \) to select the interacting cells. This array contains decimal numbers (cell’s addresses) from 1 to \( n \), pseudo-random filled and duplicated in the buffer array \( B[i] \). Cells interact by the simple rule on the base of XOR. Interacted cells are selected as follows:

\[
C \cdot A[i] = C \cdot A[a] \oplus C \cdot A[i+1] \oplus C \cdot A[i];
\]

\[
a = (i + 1 + \sum_{k=0}^{(\log_2 n) - 1} 2^{(\log_2 n) - 1 - k}) \mod n.
\]

First of all, it’s necessary to select the target cell address. This cell will contain the interaction result. Its address is determined by the address array \( A[i] \). Then we may determine the address of first interaction cell \( A[i+1] \). The address of a second interacting cell \( A[a] \) is calculated by (3). Here we use the CA cells. The interaction result is recorded to the CA cell and outputted as a next key bit. After the interaction act the \( i \)-th and \( a \)-th elements of the buffer array are swapped:

\[
B[i] \leftrightarrow B[a].
\]

If the array index \( i \) is reached its end, the address array \( A[i] \) is swapped with the buffer array \( B[i] \):

\[
\sum_{i=1}^{n} A[i] \leftrightarrow \sum_{i=1}^{n} B[i].
\]

These steps continue as long as necessary for encryption or investigation of the statistical and other generator’s characteristics. We have investigated the statistical characteristics and the linear complexity of the obtained key sequences. In the last case we’ve used the Berlekamp-Massey algorithm [16].

In all cases we have a binary stream, which have been used as key stream in G. Vernam cipher (one-time pad).

4 EXPERIMENTS

Computer programs that implement the proposed generators and encryption systems have been developed. In all cases, we’ve used cellular automata length of 256 bits.

Statistical investigations of the obtained sequences were performed by the NIST STS technique, which is usual for pseudorandom generators testing [17].

According to this technique it was generated the binary sequences with the length of \( 10^8 \) bits each. The sequences were fed to the input of NIST STS v.1.8 as a text file. Statistical suite divided these sequences at the 100 equal parts of \( 10^6 \) bits each, making it possible to explore the 100 sequences.

These sequences have been tested by 16-th different groups of tests: frequency and block-frequency tests; cumulative-sums test; runs and longest-run tests; binary matrix rank test; digital Fourier transform; nonperiodic- and overlapping-templates tests; universal test; random-excursions tests; serial test; Lempel-Ziv test; linear-complexity test.

Because of these tests are running with different parameters, we’ve obtained the vector with 189 values.

Details of the method are described in [11], but we can assume that the whole key sequence have passed the statistical test only if at least 96 of the 100 investigated parts have passed the test.

NIST STS returns the sequence statistical portrait in the text file «FinalAnalysisReport», and than we have built the resulting histograms are shown below.

Additionally we performed linear-complexity tests by the Berlekamp-Massey algorithm for the 256-, 2560- and 25600-bits key sequences. In all cases, we have generated 10 sequences and calculated linear complexity for each of them.

5 RESULTS

Statistical testing results are shown in the fig. 1–2. The results of linear-complexity investigations are shown in fig. 3. We’ve studied the various elementary rules for cellular automaton length of 256 bits.
As a final result of our research, we have developed software for secure data exchange. The software allows you to share encrypted audio information in real time and provides secure text messages (chat) and file exchange. We have used the G. Vernam cipher on the base of developed key sequence generators.

The results of the statistical tests of the input text and encrypted file are shown in fig. 4–5.

6 DISCUSSION

One can see from fig. 1–2, the developed generators have successfully passed all of the statistical NIST tests. In the first case, almost all tests passed with the value >0.97 and only two of them are below this mark.

In the second case (see fig. 2) only five tests are passed with the value 0.96 and rest of them – with the value 0.97 or higher.

These results indicate the high statistical characteristics of the developed generators.

The high statistical characteristics are confirmed by large values of linear complexity. As one can see from fig. 3, the linear complexity values are located near the half of CA length: ~128 for 256-bit CA; ~1280 and 12800 – for 2560 – and 25600-bit CA respectively. It is known (see [18]) that the high linear complexity values are traditional for binary pseudorandom generators, which was demonstrated in our paper. Moreover, the NIST STS also has a linear-complexity test, and all our generators have passed it with the value not less than 0.98. High linear complexity values was shown by those generators, which not demonstrated the satisfactory statistical characteristics, such as rules «22», «54», «73», «150», «158». Perhaps in the future one can use these rules in the hash function or block ciphers construction as an additional diffusion or confusion element.

The statistical portraits of the input text and encrypted by stream cipher file are shown in fig. 4–5. It was necessary to perform such investigations in order to assess the quality of encryption subsystem in the actual operating conditions. Fig. 4 shows that the input file (Microsoft Word document) passed only three from 189 NIST STS tests. The encrypted file passed all 189 tests (see fig. 5). This fact confirms the results of statistical investigation of the generator on the base of (2), which was used in this software.

The aim of this development was to show the potential of the developed generator applying in the stream data exchange systems. This software gives an opportunity of the real time data exchanging for the network users. It can provide secure voice communication or protected text messages transmission (chat) or other files exchange. The software architecture is client-server and can be used in peer-to-peer networks [19].

When two subscribers open the connection generation and synchronization of encryption key using Diffie-Hellman-Merkle algorithm is implemented. The received general key is used for stream encryption based on cellular automata system initialization, or for symmetric cryptosystem based on Blowfish encryption algorithm session key creation.

CONCLUSION

Summarizing the conducted researches, we can make the following conclusions.

1. For the first time the systematic researches of the statistical characteristics of the pseudorandom binary sequences generators on the basis of elementary CA were conducted. The possibility of modified cell interaction rules application for pseudorandom sequences generating is shown.

2. It was shown that one of the effective ways to increase such generators cryptoresistance is a combination of different cell interaction rules.

3. For the first time the simple interaction rule on the base of XOR was proposed. This rule allows generating binary sequences with good statistical characteristics.

4. Secure voice, text and file exchanging software based on the developed generator was created. This software allows perform protection of audio stream in real time, which indicates on their high speed characteristics.
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Розробка та дослідження генераторів бінарного ключового потоку на основі клітинних автоматів

В роботі подано результати розробки та дослідження статистичних характеристик генераторів бінарного ключового потоку на основі клітинних автоматів. Розроблені генератори використовують елементарні правила міжклітинної взаємодії, «30», «86», «135» і «149», як найбільш перспективні зі статистичної точки зору. Модифікації правил зводилися як до комбінування власне правил взаємодії, так і бітів маски перед виводом червоного біга. Розроблено власне правило міжклітинної взаємодії на основі додавання за модулем два. Дослідження статистичних характеристик виконувалося за допомогою пакета NIST STS v1.8. Усі розроблені генератори продемонстрували хороші статистичні властивості, що підтвердили їх задовільні криптостійкість. Дослідження також лінійну складність з використанням алгоритму Берлекемпа-Мессі і отримано високі її значення (приблизно половину довжини клітинного автомата), що вважається традиційним для такого роду систем. На базі досліджених генераторів розроблено систему захищеного обміну аудіо-, текстовою та файловою інформацією в реальному часі, що свідчить про високу швидкодію системи захисту. Результати статистичних тестів демонструють, що система задовольняє усі вимоги NIST STS.

Ключові слова: поточний шифр, генератор бінарного ключового потоку, клітинний автомат, статистичні характеристики, система захищеного обміну даними.
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