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Abstract

We investigate the secrecy performance of an underlay small-cell cognitive radio network under unreliable backhaul connections. The small-cell network shares the same spectrum with the primary network, ensuring that a desired outage probability constraint is always met in the primary network. To improve the security of the small-cell cognitive network, we propose three sub-optimal small-cell transmitter selection schemes, namely sub-optimal transmitter selection, minimal interference selection, and minimal eavesdropping selection. Closed-form expressions of the non-zero secrecy rate, secrecy outage probability, and ergodic secrecy capacity are provided for the schemes along with asymptotic expressions. We also propose an optimal selection scheme and compare performances with the sub-optimal selection schemes. Computable expressions for the non-zero secrecy rate and secrecy outage probability are presented for the optimal selection scheme. Our results show that by increasing the primary transmitter's power and the number of small-cell transmitters, the system performance improves.
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The selection scheme, the backhaul reliability, and the primary user quality-of-service constraint also have a significant impact on secrecy performance.

I. INTRODUCTION

The Internet-of-Things (IoT) paradigm has been driving an explosion in the deployment of wireless networks, which will be highly dense and heterogeneous [1]. To enable dense wireless networks and achieve high data rates, backhaul links between macro-cells and small-cells are needed to provide broadband communication in heterogeneous networks (HetNets) [2]. The traditional wired backhaul network has shown high reliability and high data rate, however, the cost of deploying and sustaining the large-scale wired links require huge investment [3]–[5]. Hence, wireless backhaul has emerged as a suitable alternative solution, as being cost-effective and flexible in practical systems. Wireless backhaul is intrinsically unreliable due to non-line-of-sight (n-LOS) propagation and vulnerability to fading. Enhancing the reliability of wireless backhaul has resulted in further investigation [6], [7].

The need to deploy new wireless systems is also pushing the demand for frequency resources. A report released by the Federal Communications Commission (FCC) showed that most of licensed spectrum bands are occupied [8]. Cognitive radio (CR) is an effective solution to overcome the inefficient frequency usage and spectrum scarcity [9]. CR allows unlicensed secondary users to dynamically and opportunistically access the licensed spectrum of the primary users. A CR underlay scheme is a possible way to ensure unlicensed secondary users and licensed primary users can transmit information concurrently. Concurrent transmission can happen as long as the interference at the licensed primary users does not exceed a threshold. The primary network is guaranteed reliable communication in the presence of the secondary network.

In [10], the authors studied the outage probability of an underlay cognitive network deploying decode-and-forward relaying in Nakagami-m fading channels with the interference temperature constraint. Optimization of time and power allocation in the secondary network is studied in [11]. A survey on the radio resource allocation techniques for efficient spectrum access in CR networks can be found in [12]. More recently, the authors in [13] optimized the resource allocation of a device-to-device system using the cognitive approach. In this case, device-to-device users opportunistically access the underutilized radio spectrum. In [14], the impact of the primary network on the secondary network is investigated when the primary transmitter is close to the
secondary transmitter or further away. Impacts of unreliable backhaul links on the cooperative HetNets in spectrum sharing environment is studied in [15].

Network performance can be enhanced by improving diversity through selection, which is considered in this paper. Examples of relay selection in non-cognitive and secondary user selection in cognitive radio networks are found in [16]–[20]. The best relay selection is explored in cognitive amplify-and-forward relay system in [16]. The authors in [17] investigated various relay selection schemes to enhance the security of a cooperative system with threshold-selection decode-and-forward relays. In [18], the authors considered secondary user selection schemes to enhance the outage probability of the secondary network. Later, various relay selection schemes and multiuser scheduling are studied while considering unreliable backhaul links in cognitive networks in [19]. Performance of the best relay selection scheme is explored in cognitive HetNets along with unreliable backhaul connections in [20].

Due to the broadcast nature of the wireless channels, information in a wireless network is vulnerable to wiretapping. In practice, CR networks are more susceptible to eavesdropping due to the dynamic and open nature of the network architecture. Researchers have studied physical layer security (PLS) in cooperative and cognitive radio network extensively. To begin with, the secrecy performance of an energy harvesting relay system was analyzed in [21]. Multiple trusted relays in the communication between a legitimate source and a legitimate destination are considered. In [22], the authors studied the secrecy rate maximization problem for multiple-input single-output broadcast channel in the presence of multiple passive eavesdroppers and primary users. Authors in [23] investigated secrecy outage probability and ergodic secrecy rate of a threshold-selection decode-and-forward relay system. In [24] and [25], the secrecy outage performance of dual-hop amplify-and-forward relaying systems was investigated.

In [26]–[28], the authors introduced a divide-and-conquer based method in which the source message is encoded in multiple blocks and transmitted separately one-by-one. This method can secure communication from multiple eavesdroppers without knowing the eavesdropper’s location in the region. Secrecy performance is analyzed with the help of stochastic geometry. Following this work, in [28], the authors investigated the jammer placement method to approximately utilize the minimum number of jammers. Contrary to the general studies in stochastic geometry, the authors in [29] consider a practical scenario of finite area consisting of a transmitter, a legitimate receiver and several eavesdroppers. Covert communication can prevent adversaries from knowing
that a communication has actually occurred. The authors in [30] investigated convert wireless communication utilizing interference available in the network. Performance is analyzed using stochastic geometry.

Considering unreliable wireless backhaul connections, the authors in [31] investigated the secrecy performance of cooperative single carrier HetNets. The authors in [32] studied the effect of unreliable wireless backhaul on the secrecy performance of an energy harvesting relay network. Different transmitter selection schemes were proposed to enhance the secrecy. The secrecy performance of finite-sized cooperative single carrier systems with multiple passive eavesdroppers and unreliable wireless backhaul connections is explored in [33]. Wireless backhaul along with secrecy is only recently being considered for CR network in [34].

Nevertheless, the aforementioned works did not take into account the impact of unreliable backhaul on PLS in an “integrated,” i.e. more realistic, CR network. Other important aspects of such network were missing. For example, [15], [19], [20], [34] only considered interference on the primary network and neglected interference at the secondary network from primary users. Backhaul reliability was considered for PLS in [31]–[33], however, not in CR networks. Though [34] took into account the wireless backhaul reliability for security in CR network, the system model is different from ours. Interference from the primary network both at the secondary eavesdropper and destination were not considered. This makes performance evaluation easier. Neither non-zero secrecy rate nor ergodic secrecy rate were derived. User selection schemes were also different. The impact of guaranteeing the QoS in the primary network was not considered either in the aforementioned research. These are important considerations that we take into account in this paper.

Our research addresses these key issues in CR networks with wireless backhaul along with power consumption and complexity. We consider a CR network with a secondary macro-cell base station (BS) connected to multiple secondary small-cell transmitters via unreliable wireless backhaul. To improve the secrecy of the secondary network and reduce the power consumption and complexity of the system, we propose three sub-optimal small-cell transmitter selection schemes, namely: (i) sub-optimal transmitter selection (STS), which maximizes the channel gain from the secondary source to the destination; (ii) minimal interference selection (MIS), which minimizes the channel gain from the secondary source to the primary receiver; (iii) minimal eavesdropping selection (MES), which minimizes the channel gain from the primary source
to the eavesdropper. An optimal selection (OS) scheme is also proposed, in which secondary secrecy capacity reaches maximum.

Our contributions in this paper are summarised as follows:

1) We take into account the backhaul reliability when calculating the secrecy performance, to show its important impact.
2) Different from existing literature, we consider both interference at the primary network from the secondary network and at the secondary network from the primary network.
3) We consider the outage probability as a primary QoS constraint metric, which is different from previous works in CR.
4) We derive the closed-form and asymptotic expressions of the non-zero secrecy rate, secrecy outage probability (SOP), and ergodic secrecy capacity for the sub-optimal selections schemes. In addition, we present a computable formula for the non-zero secrecy rate and SOP for the OS scheme.
5) Finally, we also assess the impact of varying the number of small-cell transmitters upon the system performance.

The rest of the paper is organised as follows. In Section II, the system and channel models are described. The selection schemes at the small-cell transmitters are introduced in Section III. The non-zero secrecy rate, secrecy outage probability and ergodic secrecy rate of the proposed system are demonstrated in Section IV, V, and VI, respectively. The asymptotic secrecy analyses are formulated in Section VII. Numerical results from Monte-Carlo simulations are showcased in Section VIII. Finally, the paper is concluded in Section IX.

Notation: \( \mathbb{P}[\cdot] \) is the probability of occurrence of an event. For a random variable \( X \), \( \mathbb{E}_X[\cdot] \) denotes expectation or mean of \( X \), \( F_{XY}(\cdot) \) denotes the cumulative distribution function (CDF) of the signal-to-interference-plus-noise-ratio (SINR) between nodes \( X-Y \), \( \Gamma_{XY} \), and \( f_{XY}(\cdot) \) represents the corresponding probability density function (PDF).

II. SYSTEM AND CHANNEL MODEL

As depicted in Fig. I, the system consists of a primary network and a cognitive secondary network, which shares the spectrum of the primary network. The primary network includes a primary transmitter, \( T \), and its receiver, \( R \). The secondary network is assumed to be a dense heterogeneous network in which a macro cell BS provides unreliable wireless backhauls to \( K \)
small-cell transmitters, $S_k$, $\forall k = 1 \cdots K$. The small-cell transmitters in turn serving an end-user $D$. A cooperative one-shot communications like in [6] is considered, where if the message does not arrive from the BS through backhaul within a reasonable time, a transmitter does not transmit. No coding, modulation, automatic repeat request, or power control are applied when a backhaul transmission fails. An eavesdropper $E$ is assumed to intercept the secondary transmission $1$. As both primary and secondary transmissions happen concurrently, interference from the primary affects the secondary reception at $D$ and $E$; likewise, secondary transmission affects the primary receiver $R$. This system model can be found in future dense heterogeneous networks. The BS may be a typical cellular transmitter providing backhaul connectivity to the small-cell BSs, which in turn provide wireless coverage to an indoor destination user [6], [7], [33].

The channel gains between nodes are assumed to be independent Rayleigh distributed and their power gains are exponentially distributed. Power gains of $S_k-D$, $S_k-E$ and $S_k-R$ for all $k$ are independently distributed with exponential parameters $\lambda_{sd}$, $\lambda_{se}$, and $\lambda_{sr}$, respectively. It is to be noted here that $\lambda_{sd}$, $\lambda_{se}$, and $\lambda_{sr}$ may not be identical. Independent and identically distributed channel conditions separately for $S_k-D$, $S_k-E$, and $S_k-R$ may arise in cases when a cluster of small-cell transmitters serves a destination [7], [33]. The approach in this paper can however be extend to the independent not identically distributed cases by following [35] as well.

Noise at receivers is modeled as additive white Gaussian noise (AWGN) with zero mean and variance $N_0$. To mitigate the effect of eavesdropping on secondary transmission, the best
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1This paper considers secrecy of a single secondary destination and eavesdropper case; however, an interesting future direction would be to analyze secrecy for multiple destinations and eavesdroppers.
transmitter is selected among all transmitters (using proposed rules) to transfer the information to $D$.

While messaging from the macro BS to small-cell transmitters, the wireless backhaul link might have certain probability of failure. The backhaul reliability is modeled as a Bernoulli process, $I_k$ for $k = 1, \cdots, K$, with success probability $\mathbb{P}(I_k = 1) = \Lambda$, and failure probability $\mathbb{P}(I_k = 0) = 1 - \Lambda$, $\forall k = 1, \cdots, K$. This alternatively means that a small-cell transmitter may fail to deliver its message with probability $(1-\Lambda)$ due to its backhaul failure.

To improve the security of the secondary CR network, three sub-optimal selection rules are proposed along with an optimal selection rule. These selection schemes utilize the diversity benefit of multiple secondary transmitters depending on the available channel knowledge. The optimal selection scheme requires full knowledge of all channels, whereas only a single channel knowledge is required for sub-optimal selections. The non-zero secrecy rate, SOP, and ergodic secrecy rate are derived as a measure of secrecy of the secondary network for the proposed transmitter selection schemes described in details later. Diversity analysis is also provided for each performance metric to obtain critical insight in high SNR regime.

A. Secondary Transmit Power Constraint

Due to concurrent transmission of the secondary network, the primary receiver is affected by the interference from the selected secondary transmitter, $S_k^*$. However, there is transmit power constraint due to primary QoS constraint at $R$. The primary QoS constraint is characterized by its target outage probability and should be below a threshold level, $\Phi$. The outage probability constraint of the primary network is defined as

$$\mathbb{P}[\Gamma_{TR} < \Gamma_0] \leq \Phi,$$

where $\Gamma_{TR}$ is the SINR at $R$, $\Gamma_0 = 2^\beta - 1$, with $\beta$ as the target rate of the primary network, and $0 < \Phi < 1$. The SINR $\Gamma_{TR}$ is given as

$$\Gamma_{TR} = \frac{P_T|h_{TR}|^2}{P_S|h_{S_k^*R}|^2 + N_0},$$

where $P_S|h_{S_k^*R}|^2$ is the interference coming from the secondary small-cell transmitter, $P_S$ is the maximum allowed transmit power of the transmitter which satisfies the primary network QoS constraint, $h_{TR}$ is the channel coefficient of the link $T-R$, and $h_{S_k^*R}$ is the effective channel coefficient of the link $S_k^*-R$ due to the particular selection scheme.
We notice from (1) and (2) that \( P_S \) can be evaluated from the CDF of \( \Gamma_{TR} \) if average power gains of links \( h_{S_k^*,R} \) and \( h_{TR} \) are known.

B. Interference from the Primary Transmitter

Due to concurrent transmission, secondary receiver also experience interference from the primary transmitter. In this section, the SINR distributions at \( D \) and \( E \) are derived. Due to the unreliability of the backhaul, the selected link may not be active. To consider backhaul reliability into the performance analysis, we model it using a Bernoulli random variable \( I_k \), for \( k = 1, \cdots, K \). Including backhaul reliability, the SINR at \( D \) can be expressed as \( \Gamma_{SD} = I_k \tilde{\Gamma}_{SD} \). \( I_k \) represents the backhaul reliability of the selected link, and

\[
\tilde{\Gamma}_{SD} = \frac{P_S|h_{S_k^*,D}|^2}{P_T|h_{TD}|^2 + N_0},
\]

is the SINR if the corresponding backhaul link is active, with \( h_{TD} \) as the channel coefficient of the link \( T-D \) and \( h_{S_k^*,D} \) as the effective channel coefficient of \( S_k^*-D \) due to a particular selection scheme. The distribution of \( \Gamma_{SD} \) will be the mixture distribution of \( I_k \) and \( \tilde{\Gamma}_{SD} \). As each backhaul link has the same reliability, \( \Lambda \), the distribution of \( \Gamma_{SD} \) can be obtained from the mixture distribution as

\[
\begin{align*}
    f_{SD}(x) &= (1 - \Lambda)\delta(x) + \Lambda \tilde{f}_{SD},
\end{align*}
\]

where \( f_{SD}(x) \) and \( \tilde{f}_{SD}(x) \) are the PDFs of \( \Gamma_{SD} \) and \( \tilde{\Gamma}_{SD} \), respectively, which depend on the particular selection scheme, and \( \delta(x) \) is the delta function. The CDF of \( f_{SD}(x) \) can be obtained by integrating (4), along with finding the CDF of \( \tilde{\Gamma}_{SD} \).

As \( E \) can intercept a message only if the selected transmitter transmits, failure of the backhaul leads to failure of both \( S_k^*-D \) and \( S_k^*-E \) links. Hence, the analysis method adopted here includes backhaul reliability in the link \( S-D \) only. It is not included in the link \( S-E \), considering that the link \( S-D \) already includes the backhaul reliability parameter, \( \Lambda \), as in (5). Otherwise, in the absence of the \( S_k^*-D \) link due to backhaul failure, the analysis may include \( S_k^*-E \) according to the independent backhaul link failure assumption. Conditioned on \( S_k^* \) being selected, \( E \) always experiences its intercepted signal power as independent exponentially distributed. Hence, while finding the distribution of \( \Gamma_{SE} \), no backhaul reliability parameter is included. As such, SINR at
\( E \) can be expressed as

\[
\Gamma_{SE} = \frac{P_S|h_{S_k\cdot E}|^2}{P_T|h_{TE}|^2 + N_0}.
\]  

(5)

The CDF of \( \Gamma_{SE} \) can be derived as

\[
F_{SE}(x) = \mathbb{P}\left[ \frac{P_S|h_{S_k\cdot E}|^2}{P_T|h_{TE}|^2 + N_0} \leq x \right] = 1 - \frac{\lambda_{se}\Gamma_T}{\lambda_{se}\Gamma_T + \frac{\lambda_{se}\Gamma_T}{\lambda_{se}\Gamma_T}} \exp \left( -\frac{\lambda_{se}x}{\Gamma_S} \right).
\]

(6)

where \( \Gamma_T = \frac{P_T}{N_0} \) and \( \Gamma_S = \frac{P_S}{N_0} \). Then, the PDF can be easily expressed by

\[
f_{SE}(x) = \frac{\lambda_{se}\exp \left( -\frac{\lambda_{se}x}{\Gamma_T} \right)}{\lambda_{se}\Gamma_T} + \frac{\lambda_{se}\Gamma_T}{\lambda_{se}\Gamma_T + \frac{\lambda_{se}\Gamma_T}{\lambda_{se}\Gamma_T}} \exp \left( -\frac{\lambda_{se}x}{\Gamma_S} \right) \left( \frac{\lambda_{se}\Gamma_T}{\lambda_{se}\Gamma_T + \frac{\lambda_{se}\Gamma_T}{\lambda_{se}\Gamma_T}} \right)^2.
\]

(7)

III. SELECTION SCHEMES AT THE SMALL-CELL TRANSMITTERS

To improve the secondary secrecy performance, the best transmitter is selected among \( K \) small-cell transmitters to forward information to \( D \). Transmitter selection is carried out before the data transmission begins. These selection schemes, as well as knowledge of backhaul activity, requires channel measurements. Acquiring channel knowledge increases energy consumption and complexity of the system. In addition, source selection based on backhaul activity increases extra overhead for the system. To find a trade-off between energy consumption, system complexity and performance, we consider different source selection schemes using limited available channel knowledge and without knowledge of backhaul activity. The proposed sub-optimal selection schemes, namely sub-optimal transmitter selection (STS), minimal interference selection (MIS), and minimal eavesdropping selection (MES), require knowledge of only one link: either \( S_k\cdot D \), \( S_k\cdot R \), or \( S_k\cdot E \), respectively. On the contrary, the optimal selection (OS) scheme requires knowledge of the \( S_k\cdot D \), \( S_k\cdot E \), \( S_k\cdot R \), \( T\cdot D \), and \( T\cdot E \) links. Though, based on these channel knowledge, a small-cell transmitter is selected; there is no guarantee that the transmitter is able to receive any message from the macro-cell BS due to its wireless backhaul failure. The knowledge of backhaul activity can improve the performance of the proposed selection schemes. However, our results can predict worst case system behavior. How knowledge of backhaul activity can improve the proposed selection schemes is an interesting future research direction.
These selection schemes require channel knowledge at a node capable of running the algorithm for the selection. In the sub-optimal selection methods, the receiver $D$, $R$ or $E$ may take a decision as of which transmitter to be selected using channel estimates from the transmitted pilot symbols. Using a feedback mechanism, the decision may be conveyed to the transmitters at each coherence time, a method generally embedded in many communication protocols to establish communication. In the OS scheme, a similar approach can be utilized. Channel estimates can be sent to a central node which then share the decision among small-cell transmitters. The central node can be any node within the network or a dedicated node having access to the channel state information of the network. The degree of available channel knowledge determines whether sub-optimal or optimal algorithms can be implemented. The knowledge of backhaul activity is not assumed at the central node to reduce energy consumption and to make the system simpler. A detailed discussion on how the channel is acquired and how selection is performed are beyond the scope of this paper. Here, the focus is on the secrecy performance evaluation if any of the proposed selection schemes is in use.

Three sub-optimal selection schemes STS, MIS, and MES, as well as the optimal selection scheme, OS, are proposed in this section. The necessary SINR distributions at $D$, $E$, and $R$ corresponding to the selection schemes, are derived in this section to obtain the secondary non-zero secrecy rate, SOP, and ergodic secrecy rate performances in the subsequent sections. The secondary transmit power limit due to primary outage probability constraint is also evaluated.

A. Sub-optimal transmitter selection (STS)

Suppose that channel information is available to select the best transmitter to forward the message. Using knowledge of the $S_k$-$D$ links, for all $k$, the STS scheme selects the source by finding the maximum power gain among all $S_k$-$D$ links. This can be expressed mathematically as

$$k^* = \arg \max_{1 \leq k \leq K} \{|h_{S_k}D|^2\}. \quad (8)$$

We will now derive the SINR distribution of $\Gamma_{SD}$ and secondary transmit power constraint $P_S$. The CDF of $\tilde{\Gamma}_{SD}$ can be evaluated by applying the definition of CDF, with the help of (10).
and the PDF of $|h_{TD}|^2$ as

$$F_{SD}(x) = \mathbb{P} \left[ \frac{P_s \max_{1 \leq k \leq K} \{|h_{SkD}|^2\}}{P_T |h_{TD}|^2 + N_0} \leq x \right]$$

$$= 1 - \sum_{k=1}^{K} \left( \frac{K}{k} \right) (-1)^{k+1} \frac{\lambda_{sd} T_{SD}}{k \lambda_{sd} T} \frac{\Gamma_S}{\Gamma} \exp \left( \frac{-k \lambda_{sd} x}{\Gamma} \right). \quad (9)$$

In the previous derivation, the CDF of $\max\{|h_{SkD}|^2\}, \forall k$, is used, which is obtained as

$$F_{S_k,D}(x) = \mathbb{P} \left[ \max_{1 \leq k \leq K} \{|h_{SkD}|^2\} \leq x \right] = \prod_{k=1}^{K} \mathbb{P} \left[ |h_{SkD}|^2 \leq x \right]$$

$$= 1 - \sum_{k=1}^{K} \left( \frac{K}{k} \right) (-1)^{k+1} \exp \left( -k \lambda_{sd} x \right). \quad (10)$$

The CDF of $\Gamma_{SD}$ can be calculated following (4) as

$$F_{SD}(x) = (1 - \Lambda) + \Lambda \tilde{F}_{SD}(x). \quad (11)$$

To evaluate $P_s$, the CDF of $\Gamma_{TR}$ needs to be derived for this scheme. Irrespective of the particular transmitter selected, $R$ experiences an independent Rayleigh distributed channel; hence, the CDF of $\Gamma_{TR}$ can be obtained from the definition of CDF and following (6) as

$$F_{TR}(x) = 1 - \frac{\lambda_{sr} \Gamma_{TR}}{x + \lambda_{sr} \Gamma_{TR}} \exp \left( \frac{-\lambda_{tr} x}{\Gamma_T} \right). \quad (12)$$

From (12) and (11), the output power of the secondary transmitter can be derived as

$$P_s = \begin{cases} P_T \lambda_{sr} \xi, & \text{if } \xi > 0 \\ 0, & \text{otherwise} \end{cases} \quad (13)$$

where

$$\xi = \frac{1}{\lambda_{tr} \Gamma_0} \left[ \exp \left( \frac{-\lambda_{tr} \Gamma_0}{\Gamma_T} \right) - 1 \right]. \quad (14)$$

Following (13) and (14) we can observe that for a given primary transmit power and QoS constraint, if the interference from the secondary increases due to better secondary to primary channel condition, secondary transmit power has to be reduced. Further, the secondary transmit power can be increased if the primary channel quality improves.
B. Minimal Interference Selection (MIS)

In the MIS scheme, the transmitter is selected to guarantee that minimum interference occurs from the selected secondary transmitter to the primary receiver. The transmitter is selected by finding minimum link power gain among $S_k$-$R$ links as

$$k^* = \arg \min_{1 \leq k \leq K} |h_{S_k R}|^2.$$  \hspace{1cm} (15)

This selection scheme requires channel knowledge of all $S_k$-$R$ links.

Now, we will derive the SINR distribution of $\Gamma_{SD}$ and secondary transmit power constraint $P_S$ for the MIS scheme. Given that the transmitter is selected based on the interference links to $R$, both $D$ and $E$ experience independent Rayleigh distributed channels. Following this argument, the CDF of the SINR distribution, $\tilde{\Gamma}_{SD}$, can be evaluated from the definition of CDF, and with the help of the CDF of $|h_{S_k D}|^2$ and the PDF of $|h_{TD}|^2$ as

$$\tilde{F}_{SD}(x) = \mathbb{P} \left[ \frac{P_S |h_{S_k D}|^2}{P_T |h_{TD}|^2 + N_0} \leq x \right] = 1 - \frac{x}{x + \frac{\lambda_{sd} \Gamma_S}{\lambda_{sd} \Gamma_T}} \exp \left( -\frac{\lambda_{sd} x}{\Gamma_S} \right).$$  \hspace{1cm} (16)

The CDF of $\Gamma_{SD}$ can then be evaluated using of (4) and (11).

In order to find $P_S$ for this scheme, SINR at $R$ is obtained from (2) as

$$\Gamma_{TR} = \frac{P_T |h_{TR}|^2}{P_S \min_{1 \leq k \leq K} |h_{S_k R}|^2 + N_0},$$  \hspace{1cm} (17)

the corresponding CDF can be derived as

$$F_{TR}(x) = \mathbb{P} \left[ \frac{P_T |h_{TR}|^2}{\min_{1 \leq k \leq K} P_S |h_{S_k R}|^2 + N_0} \leq x \right] = 1 - \frac{K \lambda_{tr} \Gamma_T}{x + K \lambda_{tr} \Gamma_T} \exp \left( -\frac{\lambda_{tr} x}{\Gamma_T} \right).$$  \hspace{1cm} (18)

As in the STS scheme, $P_S$ can be expressed as in (13); however, $\xi$ is evaluated as follows

$$\xi = \frac{K}{\lambda_{tr} \Gamma_0} \left[ \exp \left( -\frac{\lambda_{tr} \Gamma_0}{\Gamma_T} \right) - 1 \right].$$  \hspace{1cm} (19)
C. Minimal Eavesdropping Selection (MES)

The MES scheme is designed to minimize the eavesdropping from the secondary transmitter. The transmitter is selected by searching the worst link quality among $S_k$-$E$ links, for all $k$. This utilizes only channel knowledge of the $h_{S_k}E$ links, as

$$k^* = \arg \min_{1 \leq k \leq K} |h_{S_k}E|^2.$$  \hspace{1cm} (20)

Like other selection schemes, we have to derive the SINR distribution at $D$ and $E$, as well as the secondary transmit power constraint, $P_S$. Given that the transmitter is selected based on the eavesdropping links, $D$ always experiences an independent Rayleigh distributed channel, and hence, $\tilde{F}_{SD}(x)$ is the same as (16) and subsequently, $F_{SD}(x)$ can be obtained following (11).

SINR at $E$ can be obtained according to (5), as

$$\Gamma_{SE} = \frac{P_S \min_{1 \leq k \leq K} \{|h_{S_k}E|^2\}}{P_T |h_{TE}|^2 + N_0}.$$  \hspace{1cm} (21)

The CDF of the SINR at $E$ can be evaluated from the definition of CDF and following (7) as

$$F_{SE}(x) = \mathbb{P} \left[ \frac{P_S \min_{1 \leq k \leq K} \{|h_{S_k}E|^2\}}{P_T |h_{TE}|^2 + N_0} \leq x \right]$$
$$= 1 - \prod_{k=1}^{K} \mathbb{P} \left[ |h_{S_k}E|^2 > \frac{P_T (|h_{TE}|^2 + 1)x}{P_S N_0} \right].$$  \hspace{1cm} (22)

The corresponding PDF can be obtained by differentiating (22) as

$$f_{SE}(x) = \frac{\lambda_T \exp \left( -\frac{K \lambda_T x}{\Gamma_S} \right)}{x + \frac{\lambda_T \Gamma_S}{K \lambda_T \Gamma_T}} + \frac{\lambda_T \Gamma_S}{K \lambda_T \Gamma_T} \exp \left( -\frac{K \lambda_T x}{\Gamma_S} \right) x + \frac{\lambda_T \Gamma_S}{K \lambda_T \Gamma_T} x^2.$$  \hspace{1cm} (23)

For this scheme, $P_S$ and $\xi$ are the same as in (13) and (14), respectively.

D. Optimal Selection (OS)

As opposed to the sub-optimal selection schemes, where only a single channel information is required, OS requires all channel information. As all channel information is available, the best transmitter can be selected for which the instantaneous achievable secrecy rate, $C^k_S$, among all $k$, of the secondary network attains maximum. The secrecy rate of the $k^{th}$ link $S_k$-$D$ and $S_k$-$E$ pair is defined as the difference of the main channel achievable rate, $\log_2(1 + \Gamma_{S_kD})$, and the achievable rate of the wiretap channel, $\log_2(1 + \Gamma_{S_kE})$, as

$$C^k_S = \left[ \log_2 \left( \frac{1 + \Gamma_{S_kD}}{1 + \Gamma_{S_kE}} \right) \right]^+,$$  \hspace{1cm} (24)
where \([x]^+ = \max(x, 0)\), and \(\Gamma_{S_kD}\) and \(\Gamma_{S_kE}\) are the SINRs of the \(k^{th}\) links \(S_k-D\) and \(S_k-E\), respectively. The definitions of these SINRs are the same as in (3) and (5), respectively, for the \(k^{th}\) link. In OS, the transmitter is selected by searching the maximum \(C^k_S\) among individual wiretap channels formed by \(S_k-D\) and \(S_k-E\) links, for all \(k\), as

\[
k^* = \max_{1 \leq k \leq K} \{C^k_S\}.
\]

Here we note that the optimal transmitter has failure probability of \((1 - \Lambda)\) due to backhaul.

For this scheme, \(P_S\) and \(\xi\) are the same as in (13) and (14), respectively.

IV. Non-Zero Secrecy Rate

In this section, non-zero secrecy rate is derived for the system with selection schemes. The non-zero secrecy rate is the probability that secrecy capacity is greater than zero \(^{36}\). The probability of non-zero secrecy rate is given as

\[
\mathbb{P}[C_S > 0] = \mathbb{P}[\Gamma_{SD} > \Gamma_{SE}]
= 1 - \int_0^\infty F_{SD}(x) f_{SE}(x) \, dx.
\]

Substituting \(F_{SD}(x)\) and \(f_{SE}(x)\) for a particular selection scheme, which we already derived in the previous section, the corresponding non-zero secrecy rate can be obtained as in the following subsections.

Due to the assumption of independent and identically distributed channel conditions of \(S_k-D\), \(S_k-E\), and \(S_k-R\) links for all \(k\), respectively, \(F_{SD}(x)\) and \(f_{SE}(x)\) already incorporate information related to the particular selection. Hence, non-zero secrecy rate can be obtained by directly evaluating (26). In the independent non-identically distributed case, non-zero secrecy rate can be evaluated by finding the probability that the \(k^{th}\) transmitter is selected, and then, calculating the non-zero secrecy rate for that selection using (26). Finally, with the help of the law of total probability, the non-zero secrecy rate can be evaluated. Similarly, SOP and ergodic secrecy rate can also be evaluated. The derivation method explained can be found in \(^{35}\).

A. sub-optimal transmitter selection (STS)

The non-zero secrecy rate of the STS scheme can be obtained in the following corollary.
**Corollary 1:** The non-zero secrecy rate of the STS scheme is

\[
\mathbb{P}(C_S > 0) = \sum_{k=1}^{K} \binom{K}{k} \Lambda(-1)^{k+1} \frac{\lambda_t \lambda_d \Gamma_S}{k \lambda_s \Gamma_T^2} I_1 + \sum_{k=1}^{K} \binom{K}{k} \Lambda(-1)^{k+1} \frac{\lambda_t \lambda_d \Gamma_S^2}{k \lambda_s \lambda_e \Gamma_T^2} I_2,
\]

where

\[
I_1 = \frac{\exp (ac) \text{Ei} (-ac)}{a-b} - \frac{\exp (bc) \text{Ei} (-bc)}{a-b},
\]

\[
I_2 = - \frac{\exp (ac) \text{Ei} (-ac)}{(a-b)^2} + \frac{\exp (bc) \text{Ei} (-bc)}{(a-b)^2}
+ \frac{(c \exp (bc) \text{Ei} (-bc) + \frac{1}{b})}{a-b},
\]

with \( a = \frac{\lambda_s \Gamma_T}{k \lambda_d \Gamma_S^2} \), \( b = \frac{\lambda_s \lambda_e \Gamma_T}{\lambda_s \Gamma_S^2} \), and \( c = \frac{k \lambda_s \lambda_e \Gamma_T}{\lambda_s \Gamma_S^2} \), and \( \text{Ei}(x) \) is the exponential integral.

**Proof:** Non-zero secrecy rate in (27) can be obtained by evaluating (26) with the help of (7) and (11) where we define

\[
I_1 = \int_0^\infty \frac{1}{(x+a)(x+b)} \exp (-cx) \, dx,
\]

\[
I_2 = \int_0^\infty \frac{1}{(x+a)(x+b)^2} \exp (-cx) \, dx.
\]

By utilizing partial fraction to transform multiplication into summations, the integrals in (30) and (31) can be evaluated easily by following

\[
\frac{1}{(x+a)(x+b)} = - \frac{1}{(a-b)(x+a)} + \frac{1}{(a-b)(x+b)},
\]

\[
\frac{1}{(x+a)(x+b)^2} = \frac{1}{(a-b)^2(x+a)} - \frac{1}{(a-b)^2(x+b)}
+ \frac{1}{(a-b)(x+b)^2}.
\]

For the final result, integral solutions of the form [37], eq. (3.352.4) and [37], eq. (3.353.3) are considered to get (28) and (29), respectively. □
B. Minimal Interference Selection (MIS)

Substituting $F_{SD}(x)$ and $f_{SE}(x)$ corresponding to this selection scheme into (26), and following Corollary 1 the non-zero secrecy rate can be evaluated as

$$\mathbb{P}(C_S > 0) = \frac{\Lambda \lambda_{te} \lambda_{td} \Gamma_S}{\lambda_{sd} \Gamma_T^2} I_1 + \frac{\Lambda \lambda_{te} \lambda_{td} \Gamma_S^2}{\lambda_{se} \lambda_{sd} \Gamma_T^2} I_2,$$

(34)

where $I_1$ and $I_2$ are the same as (30) and (31), respectively, with $a = \frac{\lambda_{td} \Gamma_S}{\lambda_{sd} \Gamma_T}$, $b = \frac{\lambda_{te} \Gamma_S}{\lambda_{se} \Gamma_T}$, and $c = \frac{\lambda_{sd} + \lambda_{se}}{\Gamma_S}$.

C. Minimal Eavesdropping Selection (MES)

Similar to the previous subsections, substituting $F_{SD}(x)$ and $f_{SE}(x)$ corresponding to this selection scheme into (26), the non-zero secrecy rate can be evaluated as

$$\mathbb{P}(C_S > 0) = \frac{\Lambda \lambda_{te} \lambda_{td} \Gamma_S}{\lambda_{sd} \Gamma_T^2} I_1 + \frac{\Lambda \lambda_{te} \lambda_{td} \Gamma_S^2}{K \lambda_{se} \lambda_{sd} \Gamma_T^2} I_2,$$

(35)

where $I_1$ and $I_2$ are same as (30) and (31), respectively, with $a = \frac{\lambda_{td} \Gamma_S}{\lambda_{sd} \Gamma_T}$, $b = \frac{\lambda_{te} \Gamma_S}{K \lambda_{se} \Gamma_T}$, and $c = \frac{\lambda_{sd} + K \lambda_{se}}{\Gamma_S}$.

D. Optimal Selection (OS)

The probability that the secrecy rate is greater than zero for the OS can be obtained by finding the probability that the maximum achievable $C_k^S$, among all $k$, is higher than zero. In this case we notice that the channel coefficients $h_{TD}$ and $h_{TE}$ are common to the $C_k^S$ expression for all $k$; in other words, $C_k^S$ for all $k$ are not independent. As a result, to find the non-zero secrecy rate we first find the probability for a given channel power gain, $|h_{TD}|^2$ and $|h_{TE}|^2$, and then average it over all possibilities.

Towards deriving the non-zero secrecy of the scheme, we need to find the conditional distribution of $\Gamma_{SD}$ and $\Gamma_{SE}$ conditioned on $|h_{TD}|^2$ and $|h_{TE}|^2$, respectively. These can be easily obtained from (3) using the definition of CDF and the corresponding PDF. The conditional CDF of $\Gamma_{SD}$ conditioned on $|h_{TD}|^2$ can be derived as

$$F_{\Gamma_{SD}||h_{TD}|^2}(x|y) = \left[1 - \exp\left(-x \lambda_{sd} (y \Gamma_T + 1) \frac{\Gamma_S}{\Gamma_T}\right)\right].$$ (36)

Further, the corresponding PDF can be obtained as

$$f_{\Gamma_{SD}||h_{TD}|^2}(x|y) = \lambda_{sd} (y \Gamma_T + 1) \frac{\Gamma_S}{\Gamma_T} \exp\left(-x \lambda_{sd} (y \Gamma_T + 1) \frac{\Gamma_S}{\Gamma_T}\right).$$ (37)
Similarly, CDF and PDF of $\Gamma_{S_kE}$ conditioned on $|h_{TE}|^2$ can be obtained from the above equations by replacing $D$ with $E$.

With the help of the probability that the maximum achievable $C^k_S$ among all $k$ is higher than zero, the non-zero secrecy rate of the OS scheme including backhaul reliability can be evaluated as

$$P(C_S > 0) = (1 - \Lambda) \times 0 + \Lambda P[\max_{1 \leq k \leq K} \{C^k_S\} > 0], \quad (38)$$

where

$$P[\max_{1 \leq k \leq K} \{C^k_S\} > 0] = 1 - P[\max_{1 \leq k \leq K} \{C^k_S\} \leq 0]$$

$$= 1 - E|h_{TD}|^2 E|h_{TE}|^2 \left[P[C^k_S \leq 0]|h_{TD}|^2, |h_{TE}|^2\right]^{K}$$

$$= 1 - \int_0^\infty \int_0^\infty \left[\frac{\lambda_{sd}(\Gamma_T y + 1)}{\lambda_{sd}(\Gamma_T y + 1) + \lambda_{se}(\Gamma_T x + 1)}\right]^{K}$$

$$\times \lambda_{te} \exp(-\lambda_{te} x) \lambda_{td} \exp(-\lambda_{td} y) \, dx \, dy. \quad (39)$$

The above derivation uses (24), (36), and (37). A closed-form expression is very difficult to achieve in the above derivation; hence, we evaluate it with the help of the Mathematica software.

V. Secrecy Outage Probability

The SOP is defined as the probability that the secrecy rate is less than a certain threshold secrecy rate, $R_{th}$. The SOP can be expressed as [38], [39]

$$P_{out}(R_{th}) = P[C_S < R_{th}],$$

$$= \int_0^{\infty} F_{SD}(\rho(x + 1) - 1)f_{SE}(x) \, dx, \quad (40)$$

where $\rho = 2^{R_{th}} - 1$. In the following subsections, SOP is derived for the proposed selection schemes.

A. sub-optimal transmitter selection (STS)

By substituting $F_{SD}$ and $f_{SE}$ from (11) and (7) into (40), and following the derivation method as in Corollary [1] the SOP can be evaluated as

$$P_{out}(R_{th}) = 1 - AI_1 - BI_2, \quad (41)$$
where $I_1$ and $I_2$ are the same as (30) and (31), respectively, with $a = \frac{\lambda_t \Gamma_S + k \rho \lambda_s \Gamma_T - \lambda_s \Gamma_T}{k \rho \lambda_s \Gamma_T}$, $b = \frac{\lambda_t \Gamma_S}{\lambda_s \Gamma_T}$, and $c = \frac{k \rho \lambda_s + \lambda_s}{\Gamma_T}$, and

$$A = \sum_{k=1}^{K} \binom{K}{k} (-1)^{k+1} \frac{\lambda_t \lambda_s \Gamma_S}{k \rho \lambda_s \Gamma_T^2} \exp\left(-\frac{k \lambda_s (\rho - 1)}{\Gamma_S}\right),$$

$$B = \sum_{k=1}^{K} \binom{K}{k} (-1)^{k+1} \frac{\lambda_t \lambda_s \Gamma_S^2}{\rho \lambda_s \lambda_s \Gamma_T} \exp\left(-\frac{k \lambda_s (\rho - 1)}{\Gamma_S}\right).$$

(42)

(43)

B. Minimal Interference Selection (MIS)

The SOP can be evaluated similarly as

$$P_{out}(R_{th}) = 1 - \Lambda \frac{\lambda_t \lambda_s \Gamma_S}{\rho \lambda_s \Gamma_T^2} \exp\left(-\frac{\lambda_s (\rho - 1)}{\Gamma_S}\right) I_1$$

$$- \Lambda \frac{\lambda_t \lambda_s \Gamma_S^2}{\rho K \lambda_s \lambda_s \Gamma_T} \exp\left(-\frac{\lambda_s (\rho - 1)}{\Gamma_S}\right) I_2,$$

(44)

where $I_1$ and $I_2$ are the same as (30) and (31), respectively, with $a = \frac{\lambda_t \Gamma_S + \rho \lambda_s \Gamma_T - \lambda_s \Gamma_T}{\rho \lambda_s \Gamma_T}$, $b = \frac{\lambda_t \Gamma_S}{\lambda_s \Gamma_T}$, and $c = \frac{\lambda_s + \rho K \lambda_s}{\Gamma_S}$.

C. Minimal Eavesdropping Selection (MES)

Similar to the previous two subsections, the SOP can be evaluated as

$$P_{out}(R_{th}) = 1 - \Lambda \frac{\lambda_t \lambda_s \Gamma_S}{\rho \lambda_s \Gamma_T^2} \exp\left(-\frac{\lambda_s (\rho - 1)}{\Gamma_S}\right) I_1$$

$$- \Lambda \frac{\lambda_t \lambda_s \Gamma_S^2}{\rho \lambda s \lambda_s \Gamma_T} \exp\left(-\frac{\lambda_s (\rho - 1)}{\Gamma_S}\right) I_2,$$

(45)

where $I_1$ and $I_2$ are the same as (30) and (31) respectively, with $a = \frac{\lambda_t \Gamma_S + \rho \lambda_s \Gamma_T - \lambda_s \Gamma_T}{\rho \lambda_s \Gamma_T}$, $b = \frac{\lambda_t \Gamma_S}{\lambda_s \Gamma_T}$, and $c = \frac{\lambda_s + K \lambda_s}{\Gamma_S}$.

D. Optimal Selection (OS)

As in non-zero secrecy rate, SOP of the OS scheme can be evaluated including the backhaul reliability by finding the probability that the maximum $C^k_S$, among all $k$, is less than the required threshold secrecy rate, as

$$P_{out}(R_{th}) = (1 - \Lambda) + \Lambda P\left[\max_{1 \leq k \leq K} \{C^k_S\} < R_{th}\right],$$

(46)
where

\[
\mathbb{P} \left[ \max_{1 \leq k \leq K} \{C_S\} < R_{th} \right]
= \mathbb{E}_{|h_{TD}|^2} \mathbb{E}_{|h_{TE}|^2} \left[ \mathbb{P}[C_S^k \leq R_{th}, |h_{TD}|^2, |h_{TE}|^2] \right]^K
= \int_0^\infty \int_0^\infty \left[ 1 - \frac{\lambda\mathrm{se}(\Gamma_T y + 1)}{\lambda\mathrm{sd}(\Gamma_T x + 1) + \lambda\mathrm{se}(\Gamma_T y + 1)} \right]^K
\times \lambda_{td} \exp(-\lambda_{td} x) \lambda_{te} \exp(-\lambda_{te} y) \, dx \, dy.
\] (47)

The solution expressed above follows the method previously applied to derive the non-zero secrecy rate of the OS scheme with the help of (24), (36), and (37). The above equation is computed with the help of the Mathematica software, as it is difficult to achieve the closed-form solution.

VI. ERGODIC SECRECY RATE

The ergodic secrecy rate is defined as the secrecy rate averaged over all channel realizations, being given by [40]

\[
C_{\text{erg}} = \frac{1}{\ln(2)} \int_0^\infty \frac{F_{SE}(x)}{1 + x} [1 - F_{SD}(x)] \, dx.
\] (48)

The following subsections derive the expressions for the ergodic secrecy rate by substituting \(F_{SE}(x)\) and \(F_{SD}(x)\) already derived in Sections II and III, respectively, into (48).

A. sub-optimal transmitter selection (STS)

Corollary 2: The ergodic secrecy capacity of the STS scheme is given as

\[
C_{\text{erg}} = \frac{1}{\ln(2)} \sum_{k=1}^{K} \binom{K}{k} \Lambda(-1)^{k+1} (I_1 + I_2),
\] (49)

where \(I_1\) and \(I_2\) are given respectively as

\[
I_1 = -b \left( \frac{\exp(c_1) \operatorname{Ei}(-c_1)}{b - 1} + \frac{\exp(bc_1) \operatorname{Ei}(-bc_1)}{1 - b} \right),
\] (50)
\[ I_2 = ab \left( \frac{\exp(c_2) \text{Ei}(-c_2)}{(a-1)(b-1)} + \frac{\exp(ac_2) \text{Ei}(-ac_2)}{(a-1)(a-b)} \right) \]
\[ + \frac{\exp(bc_2) \text{Ei}(-bc_2)}{(b-1)(b-a)} \right), \quad (51) \]

with \( a = \frac{\lambda_{tS} \Gamma_S}{\lambda_{sT} \Gamma_T}, \ b = \frac{\lambda_{sd} \Gamma_S}{K \lambda_{se} \Gamma_T}, \ c_1 = \frac{k \lambda_{sd}}{\Gamma_S}, \) and \( c_2 = \frac{k \lambda_{sd} + \lambda_{se}}{\Gamma_S}. \)

**Proof:** To get the ergodic secrecy capacity of the STS scheme, we substitute (6) and (11) into (48) to get the result in (49) where

\[ I_1 = \int_0^\infty \frac{b}{(x+1)(x+b)} \exp(-c_1 x) \, dx, \quad (52) \]
\[ I_2 = -\int_0^\infty \frac{ab}{(x+1)(x+a)(x+b)} \exp(-c_2 x) \, dx. \quad (53) \]

To solve \( I_1 \) and \( I_2, \) partial fraction is again used as follows

\[ \frac{1}{(x+1)(x+b)} = \frac{1}{(b-1)(x+1)} + \frac{1}{(1-b)(x+b)}, \quad (54) \]
\[ \frac{1}{(x+1)(x+a)(x+b)} = -\frac{1}{(a-1)(b-1)(x+1)} \]
\[ -\frac{1}{(a-1)(a-b)(x+a)} - \frac{1}{(b-1)(b-a)(x+b)}. \quad (55) \]

For the final solution in (52) and (53), integral solution of the form [37], eq. (3.352.4) is considered to get (50) and (51), respectively.

\[ \square \]

**B. Minimal Interference Selection (MIS)**

Following Corollary 2, the ergodic secrecy capacity of this scheme is given as

\[ C_{\text{erg}} = \Lambda (I_1 + I_2), \quad (56) \]

where \( I_1 \) and \( I_2 \) are same as (52) and (53) respectively, with \( a = \frac{\lambda_{tS} \Gamma_S}{\lambda_{sT} \Gamma_T}, \ b = \frac{\lambda_{sd} \Gamma_S}{K \lambda_{se} \Gamma_T}, \ c_1 = \frac{k \lambda_{sd}}{\Gamma_S}, \) and \( c_2 = \frac{k \lambda_{sd} + \lambda_{se}}{\Gamma_S}. \)

**C. Minimal Eavesdropping Selection (MES)**

Following Corollary 2, the ergodic secrecy capacity of the scheme can be evaluated as

\[ C_{\text{erg}} = \Lambda (I_1 + I_2), \quad (57) \]

where \( I_1 \) and \( I_2 \) are the same as (52) and (53), respectively, with \( a = \frac{\lambda_{tS} \Gamma_S}{K \lambda_{se} \Gamma_T}, \ b = \frac{\lambda_{sd} \Gamma_S}{K \lambda_{se} \Gamma_T}, \ c_1 = \frac{k \lambda_{sd}}{\Gamma_S}, \) and \( c_2 = \frac{k \lambda_{sd} + K \lambda_{se}}{\Gamma_S}. \)
VII. ASYMPTOTIC SECRECY ANALYSIS

To provide full insights into the impacts of unreliable backhaul connections, the asymptotic analyses of non-zero secrecy rate, SOP, and ergodic secrecy capacity of the three selection schemes are carried out by assuming $\gamma_T \to \infty$.

A. Non-Zero Secrecy Rate

1) sub-optimal transmitter selection (STS):

Corollary 3: The asymptotic non-zero secrecy rate for the STS scheme is given by

$$\Pr(C_S > 0) \approx \frac{\ln (b) A \lambda_{te} \lambda_{sr} \xi}{\lambda_{se} (a - b)^2} + \frac{A \lambda_{te} \lambda_{sr} \xi}{\lambda_{se} b (a - b)} - \frac{\ln (a) A \lambda_{te} \lambda_{sr} \xi}{\lambda_{se} (a - b)^2},$$

(58)

where $\xi \approx \frac{1}{\lambda_t \Gamma_0} \left[ \Phi_1 - \Phi \right]$.

Proof: At high SINR, by assuming $\exp \left( -\lambda_{tr} \Gamma_0 \Gamma_T \right)$ tends to unity and $\sum_{k=1}^{K} \binom{K}{k} \Lambda \left( -1 \right)^{k+1} \frac{\lambda_{sr} \lambda_{td} \xi}{k \lambda_{sd}} I_1$ tends to zero as $\gamma_T \to \infty$, (27) can be approximated to

$$\Pr(C_S > 0) \approx AI_2,$$

(59)

where

$$A = \sum_{k=1}^{K} \binom{K}{k} \Lambda \left( -1 \right)^{k+1} \frac{\lambda_{sr} \lambda_{td} \xi}{k \lambda_{sd}},$$

(60)

and

$$\xi \approx \frac{1}{\lambda_{tr} \Gamma_0} \left[ \Phi_1 - \Phi \right].$$

(61)

Further, by assuming $\exp (-cx)$ tending to unity as $c$ tends to zero due to $\Gamma_S \to \infty$ in (28) and (29), $I_2$ can be simplified to

$$I_2 \approx \int_{0}^{\infty} \frac{1}{(x + a) (x + b)^2} dx,$$

(62)

where $a = \frac{\lambda_{sr} \lambda_{td} \xi}{k \lambda_{sd}}, b = \frac{\lambda_{se} \lambda_{sr} \xi}{\lambda_{se}}$. Substituting (62) into (59), an asymptotic non-zero secrecy rate can be derived as

$$\Pr(C_S > 0) \approx \int_{0}^{\infty} \frac{A}{(x + a) (x + b)^2} dx.$$

(63)

Finally, the partial fraction method of (33) is implemented in (63) to obtain the desired result in (58).
2) Minimal Interference Selection (MIS): Following Corollary \ref{corollary:MIS} the asymptotic non-zero secrecy rate expression of this scheme can be derived as

\[
Pr(C_S > 0) \approx \frac{\ln (b) A \lambda_{te} \lambda_{sr} \xi}{\lambda_{se} (a - b)^2} + \frac{A \lambda_{te} \lambda_{sr} \xi}{\lambda_{se} b (a - b)} - \frac{\ln (a) A \lambda_{te} \lambda_{sr} \xi}{\lambda_{se} (a - b)^2},
\]

(64)

where \( A = \frac{\lambda_{sr} \lambda_{td} \xi}{\lambda_{sd}}, \) \( a = \frac{\lambda_{sr} \lambda_{td} \xi}{\lambda_{se}}, \) and \( b = \frac{\lambda_{te} \lambda_{sr} \xi}{\lambda_{se}}, \) and

\[
\xi \approx \frac{K}{\lambda_{tr}} \left[ \frac{\Phi}{1 - \Phi} \right].
\]

(65)

3) Minimal Eavesdropping Selection (MES): Following Corollary \ref{corollary:MES} the asymptotic non-zero secrecy rate expression of this scheme can be derived as

\[
Pr(C_S > 0) \approx \frac{\ln (b) A \lambda_{te} \lambda_{sr} \xi}{K \lambda_{se} (a - b)^2} + \frac{A \lambda_{te} \lambda_{sr} \xi}{K \lambda_{se} b (a - b)} - \frac{\ln (a) A \lambda_{te} \lambda_{sr} \xi}{K \lambda_{se} (a - b)^2},
\]

(66)

where \( A = \frac{\lambda_{sr} \lambda_{td} \xi}{\lambda_{sd}}, \) \( a = \frac{\lambda_{sr} \lambda_{td} \xi}{\lambda_{se}}, \) and \( b = \frac{\lambda_{te} \lambda_{sr} \xi}{\lambda_{se}}, \) and \( \xi \) is the same as in (61).

4) Optimal Selection (OS): Following Corollary \ref{corollary:OS} the asymptotic non-zero secrecy rate expression of this scheme can be derived as

\[
Pr(C_S > 0) \approx 1 - \left[ 1 - \frac{\ln (b) A \lambda_{te} \lambda_{sr} \xi}{\lambda_{se} (a - b)^2} - \frac{A \lambda_{te} \lambda_{sr} \xi}{\lambda_{se} b (a - b)} + \frac{\ln (a) A \lambda_{te} \lambda_{sr} \xi}{\lambda_{se} (a - b)^2} \right]^K,
\]

(67)

where \( A = \frac{\lambda_{sr} \lambda_{td} \xi}{\lambda_{sd}}, \) \( a = \frac{\lambda_{sr} \lambda_{td} \xi}{\lambda_{se}}, \) \( b = \frac{\lambda_{te} \lambda_{sr} \xi}{\lambda_{se}}, \) and \( \xi \) is the same as in (61).

B. Secrecy Outage Probability

1) sub-optimal transmitter selection (STS): Following Corollary \ref{corollary:STS} the asymptotic SOP expression for this scheme can be derived as

\[
P_{out}(\rho) \approx 1 - \frac{\ln (b) A \lambda_{te} \lambda_{sr} \xi}{\lambda_{se} (a - b)^2} - \frac{A \lambda_{te} \lambda_{sr} \xi}{\lambda_{se} b (a - b)} + \frac{\ln (a) A \lambda_{te} \lambda_{sr} \xi}{\lambda_{se} (a - b)^2},
\]

(68)

where

\[
A = \sum_{k=1}^{K} \binom{K}{k} \Lambda (-1)^{k+1} \frac{\lambda_{sr} \lambda_{td} \xi}{k \rho \lambda_{sd}},
\]

(69)

\[
a = \frac{k(\rho - 1) \lambda_{sd} + \lambda_{sr} \lambda_{td} \xi}{\rho k \lambda_{sd}}, \quad b = \frac{\lambda_{te} \lambda_{sr} \xi}{\lambda_{se}}, \quad \text{and} \quad \xi \text{ is the one corresponding to the STS scheme as in (61).}
2) **Minimal Interference Selection (MIS):** Following Corollary 3, the asymptotic SOP expression for this scheme can be derived as

\[
P_{\text{out}}(\rho) \approx 1 - \frac{\ln(b) A\lambda_{te}\lambda_{sr}\xi}{\lambda_{se}(a-b)^2} - \frac{A\lambda_{te}\lambda_{sr}\xi}{\lambda_{se} b (a-b)} + \frac{ln(a) A\lambda_{te}\lambda_{sr}\xi}{\lambda_{se} (a-b)^2},
\]

(70)

where \( a = \frac{(\rho-1)\lambda_{sd} + \lambda_{sr}\lambda_{td}\xi}{\rho\lambda_{sd}} \), \( b = \frac{\lambda_{te}\lambda_{sr}\xi}{\lambda_{se}} \), \( A = \frac{\Delta\lambda_{sr}\lambda_{td}\xi}{\rho\lambda_{sd}} \), and \( \xi \) is that corresponding to the scheme as in (65).

3) **Minimal Eavesdropping Selection (MES):** Similarly, following Corollary 3, the asymptotic SOP expression for this scheme can be derived as

\[
P_{\text{out}}(\rho) \approx 1 - \frac{\ln(b) A\lambda_{te}\lambda_{sr}\xi}{K\lambda_{se}(a-b)^2} - \frac{A\lambda_{te}\lambda_{sr}\xi}{K\lambda_{se} b (a-b)} + \frac{ln(a) A\lambda_{te}\lambda_{sr}\xi}{K\lambda_{se} (a-b)^2},
\]

(71)

where \( A = \frac{A\lambda_{sr}\lambda_{td}\xi}{\rho\lambda_{sd}} \), \( a = \frac{(\rho-1)\lambda_{sd} + \lambda_{sr}\lambda_{td}\xi}{\rho\lambda_{sd}} \), \( b = \frac{\lambda_{te}\lambda_{sr}\xi}{K\lambda_{se}} \), and \( \xi \) follows (61).

4) **Optimal Selection (OS):** Following Corollary 3, the asymptotic SOP expression for this scheme can be derived as

\[
P_{\text{out}}(\rho) \approx \left[ 1 - \frac{\ln(b) A\lambda_{te}\lambda_{sr}\xi}{\lambda_{se}(a-b)^2} - \frac{A\lambda_{te}\lambda_{sr}\xi}{\lambda_{se} b (a-b)} + \frac{ln(a) A\lambda_{te}\lambda_{sr}\xi}{\lambda_{se} (a-b)^2} \right]^K,
\]

(72)

where \( a = \frac{(\rho-1)\lambda_{sd} + \lambda_{sr}\lambda_{td}\xi}{\rho\lambda_{sd}} \), \( b = \frac{\lambda_{te}\lambda_{sr}\xi}{\lambda_{se}} \), \( A = \frac{\lambda_{sr}\lambda_{td}\xi}{\rho\lambda_{sd}} \), and \( \xi \) is that corresponding to the scheme as in (61).

**C. Ergodic Secrecy Capacity**

1) **sub-optimal transmitter selection (STS):**

**Corollary 4:** The asymptotic ergodic secrecy capacity for the STS scheme is given by

\[
C_{\text{erg}} = Aab \left( \frac{\ln(a)}{(a-1)(a-b)} + \frac{\ln(b)}{(b-1)(b-a)} \right) - Aab \frac{\ln(b)}{1-b},
\]

(73)
where
\[
A = \frac{1}{\ln(2)} \sum_{k=1}^{K} \binom{K}{k} \Lambda(-1)^{k+1}.
\] (74)

**Proof:** Following a similar approach as in the previous subsections, by approximating \(\exp(-c_1x)\) and \(\exp(-c_2x)\) tending to unity as \(c_1\) and \(c_2\) tend to zero at high SINR, the asymptotic ergodic secrecy capacity can be derived as
\[
C_{\text{erg}} = A(I_1 + I_2),
\] (75)

where
\[
I_1 \approx \int_0^\infty \frac{b}{(x+1)(x+b)} \, dx,
\] (76)
\[
I_2 \approx -\int_0^\infty \frac{ab}{(x+1)(x+a)(x+b)} \, dx,
\] (77)
\[
A = \frac{1}{\ln(2)} \sum_{k=1}^{K} \binom{K}{k} \Lambda(-1)^{k+1},
\] (78)

\(a = \frac{\lambda_t \lambda_{se}}{\lambda_{se}},\) \(b = \frac{\lambda_t \lambda_{se}}{\lambda_{sd}},\) \(c_1 = \frac{k \lambda_{sd} \Gamma_S}{1},\) and \(c_2 = \frac{k \lambda_{sd} + \lambda_{se} \Gamma_S}{1}.\) Finally, we use the partial fraction method from (54) and (55) to obtain the result in (73).

2) **Minimal Interference Selection (MIS):** Following Corollary 4, the asymptotic ergodic secrecy capacity for this scheme can be derived as
\[
C_{\text{erg}} = Aab \left( \frac{\ln(a)}{(a-1)(a-b)} + \frac{\ln(b)}{(b-1)(b-a)} \right)
\]
\[-Ab \frac{ln(b)}{1-b},
\] (79)

where \(A = \frac{\Lambda}{\ln(2)},\) \(a = \frac{\lambda_t \lambda_{se} \xi}{\lambda_{se}},\) and \(b = \frac{\lambda_t \lambda_{se} \xi}{\lambda_{sd}}.\)

3) **Minimal Eavesdropping Selection (MES):** Similar to Corollary 4, the asymptotic ergodic secrecy capacity for this scheme can be derived as
\[
C_{\text{erg}} = Aab \left( \frac{\ln(a)}{(a-1)(a-b)} + \frac{\ln(b)}{(b-1)(b-a)} \right)
\]
\[-Ab \frac{ln(b)}{1-b},
\] (80)

where \(A = \frac{\Lambda}{\ln(2)},\) \(a = \frac{\lambda_t \lambda_{se} \xi}{K \lambda_{se}},\) and \(b = \frac{\lambda_t \lambda_{se} \xi}{\lambda_{sd}}.\)
VIII. NUMERICAL RESULTS AND DISCUSSIONS

In this section, theoretical results are plotted along with Monte Carlo simulations. Without loss of generality, we assume that all nodes are affected by the same noise power $N_0$, and the following parameters are set: $\beta=0.5 \text{ bits/s/Hz}$, $R_{th} = 0.5 \text{ bits/s/Hz}$, $\{\lambda_{tr}, \lambda_{td}, \lambda_{sd}, \lambda_{sr}, \lambda_{te}\} = \{3, -6, 3, -3, 6\} \text{ dB}$. We use the Mathematica software to evaluate the integrals in (39) and (47) for the non-zero secrecy rate and SOP of OS scheme, respectively.

A. Non-zero Secrecy Rate

Fig. 2 plots the non-zero secrecy rate versus $\Gamma_T$ for two different values of the backhaul reliability, $\Lambda = 0.8$ and $\Lambda = 0.99$. The network parameters are set as $\lambda_{se} = 30 \text{ dB}$, $K=6$ and $\Phi = 0.1$. We observe that the analytical results perfectly match simulation results for both optimal and sub-optimal selections. The performance from the best to the worst is: OS, MES, STS, and MIS. We observe that the increase in $\Gamma_T$ improves the non-zero secrecy rate and reaches its asymptotic limit. As $\Gamma_T$ increases, the transmit power of the small cell transmitter (i.e. secondary user) is permitted to increase as well, which leads to this improvement in performance. Eventually, the transmit power of the secondary user is restricted by the primary network outage probability, and hence, the performance reaches its asymptotic value. An increase in the value of $\Lambda$ can also increase the non-zero secrecy rate. It is intuitive to understand that increasing the reliability of the backhaul link improves the non-zero secrecy rate.

Fig. 3 shows the non-zero secrecy rate versus $\Gamma_T$ for different numbers of small-cell transmitters, $K=2$ and $K=6$. The network parameters are set as $\Phi = 0.1$, $\Lambda = 0.99$, and $\lambda_{se} = 30$.
dB. As the number of small-cell transmitters increases, the performance improves for the OS, STS, and MES schemes. However, no visible improvement is seen for the MIS scheme. With the increase in $K$, the secondary users have a higher probability to choose a better transmitting channel to $D$ or worse channel to $E$, and hence, the performance for the OS, STS, and MES schemes improves. However, due to the already imposed constraint for the primary QoS, the performance of the MIS scheme cannot improve with the increase in the number of possible interference links with $K$.

In Fig. 4 the non-zero secrecy rate is investigated versus $\Gamma_T$ for two different values of the primary QoS constraint, $\Phi = 0.01, \Phi = 0.1$, with $\lambda_{se} = 30$ dB, $K = 6$, and $\Lambda = 0.99$. As $\Gamma_T$ increases, performance saturates to its asymptotic value as in the the previous figures. With the primary outage requirement $\Phi$ changes, no visible improvement in the performance can be seen. Non-zero secrecy rate depends on the probability that the legitimate channel is better than
the illegitimate channel, as an increase in Φ does not change this probability, the performance remains the same. In Fig. 4 we can see that the effect of increasing Φ is not as much as in Figs. 7 and 10.

B. Secrecy Outage Probability

Fig. 5 plots the SOP versus $\Gamma_T$ for different values of the backhaul reliability, $\Lambda = 0.8$ and $\Lambda = 0.99$, with $K=6$, $\Phi = 0.1$. Analysis exactly matches simulation results. It is observed that the order of the performance from the best to the worst is: OS, STS, MES, and MIS. An observation in SOP is that MIS and MES cross each other at a certain $\Gamma_T$, where MES is worse than MIS below that $\Gamma_T$. However, better than MIS beyond that $\Gamma_T$. Comparing the figures for non-zero secrecy rate and SOP, it is clear that MIS is the worst in both cases. In addition, MES performs better than STS for the non-zero secrecy rate and STS is better than MES in SOP. As in the non-zero secrecy rate case, SOP decreases when the reliability of the backhaul, $\Lambda$, increases. As $\Gamma_T$ increases, SOP reaches its floor, which is its asymptotic limiting value.

Fig. 6 shows the SOP versus $\Gamma_T$ for different numbers of small-cell transmitters, $K=2$ and $K=6$. The network parameters are set as $\Phi = 0.1$ and $\Lambda = 0.99$. As the number of small-cell transmitters $K$ increase, SOP improves for all schemes. This is in contrast to the non-zero secrecy rate case, as the MIS scheme benefits from the increase in $K$ as well. This concludes that as the number of transmitters increase, diversity increases for all schemes.

Fig. 7 investigates SOP versus $\Gamma_T$ for two different values of the primary QoS constraint, $\Phi = 0.01$ and $\Phi = 0.1$ with $K=6$, $\Lambda = 0.99$. We observe that the increase in $\Phi$ results in a
reduction in SOP. This is because the secondary network transmitters are allowed to have higher transmit power by relaxing the QoS requirement of the primary network. The figure also shows that the order of the performance from the best to the worst changes with \( \Phi \). Although the OS and STS schemes always perform better than other two schemes with OS is the best, the MES scheme is better than the MIS scheme at \( \Phi = 0.01 \), while the opposite is true at \( \Phi = 0.1 \). Both of the above observations are in contrast to the non-zero secrecy rate case.

At relatively high \( \Lambda = 0.99 \), \( K = 6 \), and \( \Phi = 0.1 \), a particular observation from the SOP plots is that the SOP of the STS scheme initially goes below the asymptotic limit; however, it reaches its asymptotic value as \( \Gamma_T \) increased further. This can only be seen for the curves plotted in black colour.
Fig. 8. Ergodic secrecy capacity versus $\Gamma_T$(dB) for different values of $\Lambda$.

Fig. 9. Ergodic secrecy capacity versus $\Gamma_T$(dB) for different number of secondary users, $K$.

C. Ergodic Secrecy Capacity

Fig. 8 plots the ergodic secrecy capacity versus $\Gamma_T$ for two different values of $\Lambda$, $\Lambda = 0.8$ and $\Lambda = 0.99$. We set $K=6$, $\Phi = 0.1$, and $\lambda_{se} = -3$ dB. As $\Gamma_T$ increases, the ergodic secrecy capacity increases and reaches its asymptotic value in high SINR regime. It can be seen that the order of the performance of ergodic secrecy capacity from the best to the worst is: STS, MIS and MES. The order is different from both the non-zero secrecy rate and SOP. The ergodic secrecy capacity increases when the reliability in the backhaul link increases (i.e., when $\Lambda$ increases from 0.8 to 0.99, similar to the SOP case).

Fig. 9 shows the ergodic secrecy capacity versus $\Gamma_T$ for different numbers of small-cell transmitters, $K=2$ and $K=6$. The network parameters are set as $\Phi = 0.1$, $\Lambda = 0.99$, and $\lambda_{se} = -3$ dB. It can be observed that the ergodic secrecy capacity increases as $K$ increases.

In Fig. 10 the ergodic secrecy capacity is investigated versus $\Gamma_T$ with different values of $\Phi$,
Fig. 10. Ergodic secrecy capacity versus $\Gamma_T$ (dB) for different values of $\Phi$.

Fig. 11. Non-zero secrecy rate versus $\Gamma_T$ (dB) for different values of primary to secondary channel quality and vice versa.

$\Phi = 0.01$ and $\Phi = 0.1$. We set $K=6$, $\Lambda = 0.99$, and $\lambda_{se} = -3$ dB. We observe that an increase in $\Phi$ results in an increase in the ergodic secrecy capacity. Due to the increase in the QoS of the primary network, the secondary network is allowed to raise the transmit power, and hence, the previous observation. This observation is similar to the SOP case; however, the order of performance from the best to the worst selection scheme is different.

A common observation from the SOP and ergodic secrecy rate plots is that the SOP remains constant to unity and ergodic secrecy rate remains constant to zero till $\Gamma_T$ reaches a certain value. This value actually depends on the primary QoS constraint, $\Phi$, which can be ascertained from the SOP and ergodic secrecy rate plots in Figs. 7 and 10, respectively. This is because as $\Gamma_T$ is low, the transmit power allowed for the secondary transmitter at a given primary QoS constraint is also low, and cannot improve the secondary performance till $\Gamma_T$ allows it to reach a certain level.
Fig. 12. Secrecy outage probability versus $\Gamma_T$ (dB) for different values of primary to secondary channel quality and vice versa.

To demonstrate the impact of the interference from the primary network to the secondary network and vice versa, we have shown secrecy performances by improving the channel quality of the primary to the secondary and the secondary to the primary network. Fig. 11 shows the non-zero secrecy rate versus $\Gamma_T$ of the OS scheme for the three cases by i) improving $1/\lambda_{td} = -6$ dB to $1/\lambda_{td} = -3$ dB for a given $1/\lambda_{te} = 6$ dB and $1/\lambda_{sr} = -3$ dB; ii) improving $1/\lambda_{te} = 0$ dB to $1/\lambda_{te} = 6$ dB for a given $1/\lambda_{td} = -6$ dB and $1/\lambda_{sr} = -3$ dB; and iii) improving $1/\lambda_{sr} = -3$ dB to $1/\lambda_{sr} = 3$ dB for a given $1/\lambda_{td} = -6$ dB and $1/\lambda_{te} = 6$ dB, when $1/\lambda_{se} = 30$ dB, $K = 6$, and $\Lambda = 0.99$. As the average channel quality of the link $T-D$ improves due to increase in $1/\lambda_{td}$, the secondary destination experiences more interference from the primary transmitter, and thus, the secrecy rate decreases. As $1/\lambda_{te}$ increases, the eavesdropper experiences more interference from the primary transmitter, and thus, the secrecy rate increases. As $1/\lambda_{sr}$ increases, no visible change in the performance can be seen. This can be explained, as the primary receiver experiences more interference from the secondary transmitter, and hence, the secondary transmit power automatically decreases due to primary QoS constraint; in turn, the non-zero secrecy rate remains the same.

Fig. 12 plots the SOP performance versus $\Gamma_T$ of the OS scheme for the same three cases as in the previous figure for non-zero secrecy rate, when $1/\lambda_{se} = -3$ dB, $K = 6$, and $\Lambda = 0.99$. The conclusion is the same as in the previous figure with non-zero secrecy rate. The only difference is that when the $S-R$ channel quality improves, SOP increases in this figure, whereas, the non-zero secrecy rate did not change in the earlier figure. As the interference at $R$ increases, the secondary transmit power decreases, and as a result, the secrecy rate decreases and SOP increases. On the
other hand, as the non-zero secrecy rate shows the probability of whether secrecy rate exceeds zero or not, it is possible to get a higher SOP when the non-zero secrecy rate remains the same.

IX. CONCLUSION

Four optimal and sub-optimal transmitter selection schemes are proposed to enhance the secrecy of a secondary small-cell cognitive radio network. The close-form expressions for the non-zero secrecy rate, secrecy outage probability, and ergodic secrecy capacity, as well as asymptotic expressions are derived for sub-optimal selection schemes. Computable expressions for the non-zero secrecy rate and secrecy outage probability of the optimal selection scheme are also derived. The results show that the increase in the primary transmitter’s power and in the number of small-cell transmitters can enhance the system’s secrecy performance for all selection schemes. As the primary transmitter’s power increases beyond a certain value, the secrecy performance converges to its asymptotic value. In addition, results show that the backhaul reliability and the desired outage probability at the primary user are important parameters for the secrecy performance. Increasing backhaul reliability and relaxing the primary user QoS constraint improves the overall secrecy of the secondary system.
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