Business Anomaly Detection Based on QoS Benchmark of Resource-service Chain in Collaborative Task
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Abstract. To detect business anomaly caused by resource services in collaborative task, an approach based on QoS benchmark of resource-service chain is presented. Firstly, taking QoS of resource services as feature, the QoS benchmarks are obtained by clustering the relationships between the features of resource services in resource service chains. Then, thresholds of QoS benchmarks are calculated. A dynamic calibration strategy to the threshold is used to perform online detection of business anomaly in global and local views of a collaborative task. Finally, experiments and case studies show that the proposed approach has a high accuracy rate for business anomaly detection.

1. Introduction

During a collaborative task, business delay or failure often occurs because of various business anomalies caused by too many unpredictable factors. Capturing the states of business anomalies as soon as possible can ensure the successful execution of a business process and improve the market competitiveness of an enterprise. Most business anomalies are caused by improper use of resource services, including resource conflicts, violation of constraints, etc. The value of QoS (Quality of Service) is usually used to measure the level of service satisfaction. Business anomaly occurs when some values of QoS have changed abruptly, such as significant increase in the cost of services and a noticeable decrease in passing rates of a product. Resource services used in sequential order are called the Resource-Service Chain (RSC). In an RSC, the relationship of QoS values between resource services should be discovered.

At present, a variety of methods for anomaly detection have been proposed. The threshold-based business anomaly detection method is one of the commonly used methods [1]. The thresholds of different indicators are set and taken as the standard of business anomaly detection [2-4]. If the corresponding service data is not within the threshold, there is anomaly in the current business. In these methods of threshold-based business anomaly detection, determining a reasonable threshold is a key problem [5]. Dynamic threshold and self-adaptation threshold are used in business anomaly detection methods [6-7]. However, deviation may still result due to subjective judgements depending on experience. In addition, business anomaly detection depends on only individual activities but also interoperability among the activities in a collaborative business process. Therefore, indicators of individual activities are difficult to reflect the whole of collaborative task.

In summary, a method of business anomaly detection based on RSC QoS benchmark is proposed in this paper, which is called QoSB_AD (QoS Benchmark-based Anomaly Detection). In QoSB_AD, the QoS attributes of resource services are used to mining the QoS benchmark of an RSC. The interoperability among the resource services is calculated via the values of QoS. Through dynamically
adjusting threshold in real time, the accuracy of the business anomaly detection in the collaborative
task can be improved.

The rest of the article is organized as follows. In Section 2, we proposed some concepts and
mathematical description to describe the problem of business anomaly detection. In Section 3, a
business anomaly detection method based on QoS benchmark of resource service chain is presented.
The design of the experiments and the results evaluation are presented in Section 4. Finally, in Section
5, a summary and a discussion of the future work are presented.

2. Problem definition

If some resource services are invoked by business activities in a certain sequence, they form a chain of
resource services, called the Resource-Service Chain (RSC) [8-9]. The RSC is defined as follows.

**Definition 1** Resource Service Chain (RSC), which can be expressed as $RSC = \{<RS_1, RS_2, ..., RS_n> | n \leq Activity\}$, where $RS_1, RS_2, ..., RS_n$ represent the resource service set selected by the business
activity. Among them, $Activity$ represents all business activities in the business process, and $RS$
represents the collection of resources selected when the business process is executed. The resource
service chain instance corresponding to the $RSC$ is formally defined as $rsc = \{<rs_1, rs_2, ..., rs_n> | n \leq Activity\}$.

The services resources provide can be measured by the values of QoS. Therefore, by mining the
QoS in business data, a series of benchmark can be established.

**Definition 2** RSC QoS Benchmark, which can be expressed as $QoSB = \{<Index_1, Index_2, ..., Index_n> | n \leq Activity\}$, where $Index_i$ represents the QoS value set of the resource services $RS_i$ in an $RSC$.

In business data, the execution of each business process and the resource services are recorded. By
analyzing the RSC QoS Benchmark and mining the business data, a reliable detection threshold can be
established.

When detecting a business anomaly for a collaborative task, it is necessary to set an appropriate
threshold to RSC QoS Benchmark. The threshold can be dynamically adjusted.

**Definition 3** Business Anomaly (BA) can be expressed as $BA = \{aid, rsid, RS, Threshold, AbnormalIndex\}$, where $Threshold$={$\delta_{aij}, \delta_{aij}, \delta_{aij}, \delta_{aij}, \delta_{aij}$}, $\Delta_{aij}$ represents the threshold set corresponding to the RSC QoS, $\Delta_{aij}$ represents the threshold of the RSC QoS similarity, $i, j \geq 1$; AbnormalIndex is the QoS value set of the resource service deviation, for each $index_k$ belong to
AbnormalIndex. If $threshold_k$ is the threshold corresponding to $index_k$, the constraint $threshold_k > index_k$ or $threshold_k < index_k$ must be satisfied.

The problem we want to solve in this paper is to calculate the AbnormalIndex for an RSC in
collaborative tasks.

3. Method of business activity anomaly detection

3.1 Clustering RSC QoS into benchmark

Generally, different categories of resource services have different QoS evaluation criteria. Therefore, it
is more practical to compare the similarity of QoS between resource services in same category than in
different one. Let $k$ be the number of QoS indicators in a category of resource service. $V(q_{aj})$ and $V(q_{bj})$
respectively represent the normalized QoS values of resource service $rs_a$ and $rs_b$. We use the following
formula to measure the similarity of $rs_a$ and $rs_b$.

$$distr(rs_a, rs_b) = \left(\sum_{j=1}^{k} \left(V(q_{aj}) - V(q_{bj})\right)^2\right)^{1/2}$$  \hspace{1cm} (1)

The similarity between RSC instances is calculated by the following formula.

$$dist(rsc_a, rsc_m) = \max \left(\{distr(rs_{aj}, rs_{mj}) \ast \sum_{j=1}^{l} distr(rs_{aj}, rs_{mj})\} \right)$$  \hspace{1cm} (2)
In formula (2), $r_{sc_a}$ and $r_{sc_m}$ represent two RSC instances, $l$ represent the length of the RSC, and $r_{sa_j}$ and $r_{sa_j'}$ represent the resource services in $r_{sc_a}$ and $r_{sc_m}$.

After calculating the similarity between any two RSCs, the $k$-means algorithm is used to cluster all the RSCs into $k$ cluster centers. The QoS values of the RSCs corresponding to cluster centers are QoS benchmarks.

3.2 Business activity anomaly detection based on QoS threshold

Detecting business anomaly is to calculate both the QoS values of resource services and their QoS benchmarks. Two QoS thresholds should be calculated as follows.

1. Thresholds of QoS values. Let $\delta_{aij}$ be the lower bound of the $j$-th QoS values, belonging to resource service $r_{sa_i}$ used by business activity $a$, $r_{sa_i}\in \text{instanceof}(RS_i)$. Let $\delta_{aij}'$ be the corresponding upper bound of the thresholds. $V(q_{ij})$ represents the normalized value of the $j$-th QoS values. The threshold lower and upper bound of the QoS index value can be expressed by formula (3) and (4).

$$\delta_{aij} = \min_i(V(q_{ij}))$$ (3)

$$\delta_{aij}' = \max_i(V(q_{ij}))$$ (4)

2. Thresholds of similarity to the QoS benchmark. Let $A_{ai}$ be the threshold of the similarity between the resource service $r_s$ invoked by the service activity $a$ and the corresponding RSC QoS benchmark. In combination with formula (1), threshold can be established as formula (5).

$$A_{ai} = \max_{i}(\text{distr}(r_{sa_i},r_s))$$ (5)

The threshold of anomaly detection should be changed for dynamic adjustment because the QoS values of service resources continuously change. There are two methods to dynamically adjust the threshold.

1. Dynamic adjustment based on feedback of detection. Under the condition $V(q_{ij})<\delta_{aij}$, or $\text{distr}(r_{sa_i},r_s)>A_{ai}$, if it is not a business anomaly determined by experience, the threshold should be adjusted to $\delta_{aij}=V(q_{ij})$, or $A_{ai}=\text{distr}(r_{sa_i},r_s)$.

2. Dynamic adjustment based on business cycle. In business data, set the time point of a concerned business cycle is ExpireTimeStamp. For the business data satisfying $\text{TimeStamp}>\text{ExpireTimeStamp}$, formula (3), (4) and (5) are applied to recalculate the threshold. The threshold is periodically updated to readjust.

After the dynamic threshold of the anomaly detection is established, the service execution process in the collaborative task is detected online according to the detection threshold, and the detection algorithm is as shown in Algorithm 1.

---

**Algorithm 1: Business anomaly detection based on QoS benchmark (QoS_B_AD)**

| Input parameters:  | $r_{sa_i}$, the resource service used by a business activity  |
|--------------------|-------------------------------------------------------------|
|                    | $RS_i$, the resource service category to which $r_{sa_i}$ belongs, |
|                    | Corresponding QoS benchmark                                 |
| Output parameter:  | flag, whether the business process is normal,              |
|                    | data, anomaly data                                        |
| 1: $\delta_{aij} = 0$; $\delta_{aij}' = 0$; $A_{ai} = 0$; flag = true; data = null; |
| 2: for each rs      |                                                             |
| 3: if($r_s \in \text{instanceof}(RS_i)$) then              |
| 4: for each $V(q_{ij}) \in rs$                             |
| 5: if($\delta_{aij}>V(q_{ij})$) then $\delta_{aij}=V(q_{ij})$; // Update $\delta_{aij}$ |
| 6: else($\delta_{aij} \neq 0$ & $\delta_{aij}'<V(q_{ij})$) then $\delta_{aij}'=V(q_{ij})$; // Update $\delta_{aij}'$ |
| 7: if($A_{ai}<\text{distr}(r_{sa_i},r_s)$) then $A_{ai}=\text{distr}(r_{sa_i},r_s)$; // Update $A_{ai}$ |
| 8: end for                                                  |

---
9:  end if
10:  end for
11: for each \( V(q_{ij}) \in rs_{ai} \);  
12:  if \( V(q_{ij}) < \delta_{aij} \) \( || \) \( V(q_{ij}) > \delta'_{aij} \) then flag = false; data = \( V(q_{ij}) \); // Return QoS value
13:  if \( \text{distr}(rs,rs_{rb}) > \Delta_{ai} \) then flag = false; data = \( \text{distr}(rs,rs_{rb}) \); // Return anomaly data similar to the resource service chain QoS benchmark
14: end for
15: return flag, data

The time complexity of the algorithm is \( O(L*\text{len}(rs)) \). Where \( L \) is the number of business data, and \( \text{len}(rs) \) is the number of QoS indicators for each resource service.

4. Experiment and evaluation

4.1 Experimental verification

A collaborative design and production process of the electrical appliance is taken as an example, as shown in figure 1. There are 12 business activities altogether. The resource services that the activities use are listed in table 1.

![Figure 1. Electrical collaborative design and production process.](image)

From Figure 1 and Table 1, According to the sequence of activities, there are three RSCs, including: \(<rs_{1}, rs_{2}, rs_{3}, \{rs_{6}, rs_{7}, rs_{8}\}, rs_{10}, rs_{12}, \{rs_{13}, rs_{14}\}, rs_{15}>, <rs_{1}, rs_{2}, rs_{4}, rs_{10}, rs_{12}, \{rs_{13}, rs_{14}\}, rs_{15}>, <rs_{1}, rs_{2}, rs_{3}, rs_{6},\{rs_{11}, rs_{8}\}, rs_{12}, \{rs_{13}, rs_{14}\}, rs_{15}>\). The first RSC is chosen for analysis.

| Activities | Resource services          | Activities | Resource services          |
|------------|---------------------------|------------|---------------------------|
| \( a_1 \)  | \( RS_1: \) Market research report | \( a_7 \)  | \( RS_{16}: \) Configuration scheme |
| \( a_2 \)  | \( RS_2: \) General design scheme | \( a_8 \)  | \( RS_{16}: \) Test Engineer |
| \( a_3 \)  | \( RS_3: \) Hardware designer | \( a_9 \)  | \( RS_6: \) Machining equipment |
| \( a_4 \)  | \( RS_4: \) Software designer | \( a_{10} \) | \( RS_{12}: \) Processing staff |
| \( a_5 \)  | \( RS_5: \) Mechanical structural designer | \( a_{11} \) | \( RS_{15}: \) Assembly staff |
| \( a_6 \)  | \( RS_6: \) Parts            | \( a_{12} \) | \( RS_{14}: \) Inspect equipment |
| \( a_7 \)  | \( RS_7: \) Hardware processing equipment |                      | \( RS_{15}: \) Inspector |
| \( a_8 \)  | \( RS_8: \) Processing staff |                      | \( RS_{15}: \) Freight company |

Taking activity \( a_1 \) as example, the steps of calculation are listed as follows.
Step 1. According to formula (1) and (2), the similarities between RSC instances are calculated. The QoS benchmarks of the RSCs are resolved by k-means clustering algorithm. The QoS benchmarks of RS1 are Cost=0.259; Time=0.760; Availability=0.968 and Qualification=0.918.

Step 2. Dynamic adjustment. In the business data DB, a fragment of business data, as a business cycle, is selected. \( \delta_{wi} \), \( \delta_{wij} \) are calculated according to the formula (3) and (4) respectively. The result is: \( \delta_{wi}(\text{Cost})=0.18 \), \( \delta_{wij}(\text{Cost})=0.46 \); \( \delta_{wi}(\text{Time})=0.64 \), \( \delta_{wij}(\text{Time})=0.84 \); \( \delta_{wi}(\text{Availability})=0.83 \), \( \delta_{wij}(\text{Availability})=0.77 \); \( \delta_{wi}(\text{Qualification})=0.95 \) and \( \delta_{wij}(\text{Qualification})=0.95 \).

Step 3. According to formula (5), \( A_{ai} \) can be calculated, \( A_{ai} = 0.276 \). The business data to be detected are listed in table 2 according to the threshold.

| Rsc_id | Business activity id | Resource service type | Cost | Time | Availability | Qualification | TimeStamp         |
|--------|----------------------|-----------------------|------|------|--------------|---------------|-------------------|
| 001    | 1                    | RS1                   | 0.25 | 0.82 | 0.920        | 0.879         | 1510243200        |
| 002    | 1                    | RS1                   | 0.59 | 0.48 | 0.891        | 0.737         | 1510329600        |
| 003    | 1                    | RS1                   | 0.30 | 0.79 | 0.864        | 0.856         | 1510416000        |
| 004    | 1                    | RS1                   | 0.45 | 0.65 | 0.840        | 0.782         | 1510502400        |

Because QoS indicator Cost is 0.59, more than \( \delta_{wij}=0.46 \), and the similarity between the QoS of resource service with \( \text{Rsc}_\text{id} = '004' \) and the QoS benchmark is 0.288, more than \( A_{ai}=0.276 \), there is business anomaly in activity \( a_i \) at timestamp ‘1510329600’ and ‘1510502400’.

4.2 Results and Discussions
We make comparisons with QoS indicator detection method and fixed threshold method, as shown in figure 2.

![Figure 2. Comparing accuracy with other methods.](image)

It can be seen from the results of figure 2 that the QoS indicator detection method only detects the resource service used by individual business activity. Therefore the accuracy of the detection is always at a low level. Although a higher initial detection accuracy can be seen in the fixed threshold method, it generally follows a downward trend. This is because even if the threshold is set from two dimensions of the QoS indicator and the QoS benchmark of the RSC, threshold adjustment cannot be performed in the method. In QoSAD, business anomaly can be detected not only in local individual business activity but also in global business process aspects. It can maintain a stable and high detection accuracy in collaborative task.

5. Conclusions
To detect business anomaly in collaborative tasks, a business anomaly detection method based on the resource service chain QoS benchmark is proposed. By clustering QoS values into benchmark, a dynamic adjustment strategy to threshold is used. The simulation experiment demonstrates that QoSAD has higher detection accuracy than other two methods.
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