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Abstract. Prime number is one of the most widely used names for various security purposes, especially in the process of encryption and decryption for asymmetric algorithms, the speed in determining prime number becomes one of the most important things, Rabin-Miller algorithm is used to test a number whether including prime or not, speed in determining prime number is very important and technique that could be using is fast exponentiation, this research get significant result in testing prime number with length of variation number.

1. Introduction
Public key cryptography has several issues such as factorization, Knapsack problems, elliptical curves, discrete algorithms, and so on. Factorization [1] [2] [3] [4], significant number modulo powers and prime numbers is a widely used mathematical function in public key cryptography [5] [6]. The process of factorization, large number modulo force and the formation and testing of prime numbers using conventional way often experience obstacles [7] [8], for example in determining the top value of $2^{2000}$ mod $5^{300}$, to know the process of identifying prime numbers can be used algorithms such as Rabin-Miller and Fast Exponentiation, the use of algorithms using the Pseudo Code .Net Language is expected to allow users to design applications prime generator.

2. Theory
A. Basic Mathematical Concepts of Cryptography
The underlying mathematical basis of the process of encryption and decryption is the relation between two sets i.e. the set contains the plaintext element, and the set includes the ciphertext element [2]. Encryption and decryption is a transformation function between the two sets. If the plaintext set is indicated by P and the set of ciphertext is indicated by C, while E denotes the encryption function and
the decryption function with $D$ [2] [8] [9] the encryption-decryption process can be expressed in mathematical notation by:

$E(P) = C$ and

$D(C) = P$

Since the encryption-decryption process aims to recover the original data, then:

$D(E(P)) = P$

The relation between the plaintext set and the ciphertext set must be a one to one relation to preventing the occurrence of ambiguity in decryption i.e. one ciphertext element declares more than one plaintext element.

B. Factorization of Large Numbers

Number theory is the basis of the number itself, and the core blocks of numbers are primes so that primes are often said to be central to number theory [10]. A prime number is a number that only has two factors: the number one and the number itself [10] [11]. Numbers that have more than two elements called composite numbers. Numbers one has only one factor and is considered not prime and composite numbers [10] [12]. When a composite number is composed of a product of all prime factors, it is said to be the main factorization of the number. Factorization of a number into its primary constituent element also called prime decomposition. Typically, factors are listed from the smallest to the largest [9] [10].

C. Rabin-Miller

The simple algorithm used by everyone is designed by Michael Rabin based on some ideas from Gary Miller. The test algorithm is as follows:

1) Select a random number $p$ to test.
2) Calculate $b$, where $b$ is the number $(p - 1)$ divided by 2 (i.e., $b$ is the largest power of 2, such that $2b$ is a factor of $p - 1$).
3) Then calculate $m$, such that $p = 1 + 2^b \cdot m$
4) Choose a random number $a$ such that $a$ is smaller than $p$.
5) Set $j = 0$ and set $z = a^m \mod p$.
6) If $z = 1$ or if $z = p - 1$, then $p$ passes the test and may be a prime number.
7) If $j > 0$ and $z = 1$, then $p$ is not a prime number.
8) Set $j = j + 1$. If $j < b$ and $z \neq p - 1$, set $z = z^2 \mod p$ and return to stage 4. If $z = p - 1$, then $p$ passes the test and may be prime.
9) If $j = b$ and $z \neq p - 1$, then $p$ is not a prime number.

3. Result and Discussion

For testing module velocity with Fast Exponentiation can be taken case example $1123829 \mod 95317$ with the process as follows:

$A1 = 11$

$B1 = 23829$

Product = 1

While $23829 <> 0 \rightarrow True$

While $23829 \mod 2 = 0 \rightarrow False$

$B1 = 23829 - 1 = 23828$

Product = $(1 * 11) \mod 95317 = 11$

While $23828 <> 0 \rightarrow True$

While $23828 \mod 2 = 0 \rightarrow True$
B1 = 23828 div 2 = 11914
A1 = (11 * 11) mod 2 = 121

While 11914 mod 2 = 0  →  True
B1 = 11914 div 2 = 5957
A1 = (121 * 121) mod 2 = 14641

While 5957 mod 2 = 0  →  False
B1 = 5957 - 1 = 5956

While 4 <> 0  →  True
  
  While 4 mod 2 = 0  →  True
  B1 = 4 div 2 = 2
  A1 = (40123 * 40123) mod 2 = 46316

  While 2 mod 2 = 0  →  True
  B1 = 2 div 2 = 1
  A1 = (46316 * 46316) mod 2 = 62771

  While 1 mod 2 = 0  →  False
B1 = 1 - 1 = 0
Product = (11004 * 62771) mod 95317 = 65102

While 0 <> 0  →  False

FastExp(11, 23829, 95317) = 65102

The core of the prime random generation process is to test whether the random number generated is either prime or not. In order to better understand the process of generating prime random numbers, taken for example number 95317 with A = 11, then the process of completion with Rabin Miller algorithm is as follows:

C = 24889 - 1 = 24888
nTemp = 0
24888 mod (2^0) = 0 And ((2^0) < 24889) - True
nTemp = 0 + 1 = 1
24888 mod (2^1) = 0 And ((2^1) < 24889) - True
nTemp = 1 + 1 = 2
24888 mod (2^2) = 0 And ((2^2) < 24889) - True
nTemp = 2 + 1 = 3
24888 mod (2^3) = 0 And ((2^3) < 24889) - True
nTemp = 3 + 1 = 4
24888 mod (2^4) = 0 And ((2^4) < 24889) - False
B = 4 - 1 = 3
M = 24888 / (2^3) = 3111
J = 0
### Table 1. Running Time Execution

| No | Length Number in digit (Random) | With Fast Exponentiation (second) | Without Fast Exponentiation (second) |
|----|--------------------------------|----------------------------------|-------------------------------------|
| 1  | 2                              | 0.09                             | 0.08                                |
| 2  | 3                              | 0.247                            | 0.161                               |
| 3  | 5                              | 1.45                             | 3.14                                |
| 4  | 7                              | 11.39                            | 19.43                               |
| 5  | 9                              | 22.51                            | 35.19                               |
| 6  | 13                             | 73.02                            | 108.49                              |
| 7  | 17                             | 165.58                           | 301.11                              |

Testing performed on a different number to determine prime numbers using fast exponentiation technique known faster if for large numbers compared without using fast exponentiation, for more details could see in the graph below following the resulting time difference.

![Time Execution Prime Number](image)

**Figure 1. Time Execution Prime Number**

The above graph shows the difference in execution time by using Rabin-Miller with fast exponentiation faster to determine prime numbers.

4. Conclusion

The prime Rabin-Miller and Fast Exponentiation test can be using for excellent test of randomly generated random numbers, and by using Rabin-Miller and Fast Exponentiation, algorithms can perform a large test process of up to 15 digits.
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