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Abstract
As previous literature on the effect of controls usage on the outcome of controls (controls effectiveness) are rare, this study intends to use controls framework to explain controls effectiveness as HIS (hotel information system) quality and user satisfaction. The purpose of our study is understanding of the critical role of security controls on qualities perceived by hotel employees and the satisfaction of hotel employees using HIS based on controls framework perspective. The research model was tested using a sample of 583 respondents who have worked with HIS. General controls directly and indirectly contribute to the improvement of the satisfaction of hotel employees through their effects on qualities, while application controls indirectly affect satisfaction. Although general controls affect information and system quality, application controls influence information and service quality. The findings provide insights to the hotel industry by building a basis for designing different level for general and application controls.
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Introduction
Information security has been one of the growing concerns for most organizations; large organizations detected 28% more security incidents in 2014 compared with the year before (PWC, 2015). Security controls are rather deficient in comparison with resources deployed to prepare for other types of crime due to the lack of available information to evaluate the efficacy of existing preventive measures (Kennedy, 2015; Mugellini, Isenring, & Killias, 2015).

In the hospitality and tourist industry, the extensive commercial usage of World Wide Web and communication technologies has created limitless chances for the use of hotel information system (HIS) for performing business transactions, distributing and sharing business knowledge, and maintaining business relationships. Previous studies suggest that IT internal controls affect firm performance (Benaroch, Chernobai, & Goldstein, 2012; Chapman & Kihn, 2009; Stoel & Muhanna, 2011), and in a similar vein, as HISs are accessed by a larger number of hotel customers and employees than before via the Internet and outside intranets, it makes greater the criticality of security for consumer information, mostly obtained through Internet based sources by the hotel (Kim, Ma, & Kim, 2006). As Internet enables tourism enterprises to extend both their market reach and operational efficiency, security studies driven by the needs of practitioners have focused on the impact of controls and security in the effective diffusion of HIS (Kim et al., 2006).

There are several motivations for this study. First, this study intends to extend the studies on the relationship of controls usage (or factors related to controls) and the outcome of controls (controls effectiveness) in organizations. Our study intends to extend previous studies on the outcome of IS controls. For instance, Lee (2010), Lee and Ahn (2010) suggested the effects of controls on system implementation success such as volume and sophistication. Lee and Lee (2010) showed the influence of informal as well as formal IS controls on system performance. Although these studies relate controls with implementation success or systems performance, they do not explain the effect of controls on IS qualities and user satisfaction. Our study intends to fill this void.

Previous related studies investigate the outcome of security controls such as the effect of proactive investments on...
security performance (Kwon & Johnson, 2014), the impact of fear has an impact on the behavioral intentions to comply with security procedures to be abided by individuals (Johnston & Warkentin, 2010), training to promote adherence to IS policy (Puhakainen & Siponen, 2010), the establishment of security protection standards or auditing for social welfare (Hui, Hui, & Yue, 2012-2013), information quality trust, which has an effect on compliance with controls (Han, Ada, Sharman, & Rao, 2015), the quality of information security management (Soomro, Shah, & Ahmed, 2016) the performance analysis of cloud data security models (Ramachandran & Chang, 2016), financial records (Roumani, Nwankpa, & Roumani, 2016), or information security system effectiveness (Moon, Choi, & Armstrong, 2018). However, studies on the relationship among controls usage, IS qualities, and user satisfaction are necessary. Our study intends to fill this gap by investigating control effectiveness in terms of the role of controls for HIS qualities and user satisfaction.

Second, previous studies have emphasized both management- and technology-based controls (Moon et al., 2018; Soomro et al., 2016), and to suggest the holistic and balanced controls, this study intends to use a controls framework perspective from control objectives for information related technology (COBIT; ITGI, 2015; ISACA, 2017) 5 and 4.1 by Information Systems Audit and Control Association (ISACA) to suggest general and application controls for HIS. Although previous studies on controls have been centered on the relationship between controls usage (or factors related to controls) with the outcome of controls, and security have begun to pay attention to different effects of different controls (Shah, Peikari, & Yasin, 2014; Silva, Gusmão, Poleto, Silva, & Costa, 2014) the attention toward suggesting differentiated controls according to effectiveness of controls have been less focused on. The study intends to fill this void by suggesting that controls can be classified into general and application controls based on a widely used classification of controls suggested also by COBIT 4.1 (ITGI, 2015). Furthermore, IS success model (DeLone & McLean, 1992, 2003) is used as a theoretical lens to suggest information, system, and service qualities as mediating factors for the effects of control on user satisfaction.

Third, as empirical literature regarding the security controls and quality of hotel systems operation and management perceived by hotel employees are rare and should be further developed (Kim, Lee, & Ham, 2013), our study intends to focus on the security controls as crucial factors for satisfaction of employees who may represent the perceptions of customers. For instance, Berezina, Cobanoglu, Miller, and Kwansa (2012) suggested that hotel operators should continuously pay attention to protect the sensitive data, which is entered from their guests, and that incompetence to do so may result in negative guest perception regarding service quality, consumer satisfaction, and future reservation intentions. Berezina et al. (2012), however, has focused on the effect of security breach not security controls. Furthermore, they did not deal with specific information system’s quality and user satisfaction with the system. Furthermore, while there is a number of studies on measurement of service quality on hotels (Bai, Law, & Wen, 2008) the impact of security controls on quality of HIS perceived by hotel employees and the satisfaction of hotel employees as well as the mediating role of quality have not been studied. Our study is to overcome this void.

In this study, employees are posited to show the satisfaction of users of HIS because including customer relationship management or reservation systems, employees are actively using HIS and can indicate their impression and satisfaction with HIS. Although a hotel intends to be integrated with outside reservation systems of other company, employees usually process work in the front-end reservation systems, and can be knowledgeable with customers’ impressions on HIS as well.

### Controls Framework for HIS Security

While security is an important issue in hotel industry, less research has been suggested to show the outcome of HIS controls and which type of controls are necessary. The hotel industry provides an attractive target for hackers due to a generally weak IT security practices adopted by hotels (Haley & Connolly, 2008). Security has been considered a less important issue in hotels business, and some hotels did not elevate security levels (Pizam, 2010). The potential results of an IT security incidents for hoteliers include brand reputation damage, consumer behavior alterations, and financial cost. In general, service quality can be compromised if information security protection was not provided appropriately. The security issues in hotels include managed factors of corporations using security systems (Dhillon & Torkzadeh, 2006), biometric technology for security and its utilization in the lodging business (Jackson, 2009), the role of transaction security for trust and repurchasing intentions (Kim, Lee, & Chung, 2012) and effect of security on system reliability (Kim et al., 2012), the impact of security perceptions on trust and the intention to purchase travel online (Ponte, Carvajal-Trujillo, & Escobar-Rodriguez, 2015) the effect of security on the perception of service quality for backpackers (Brochado, Rita, & Gameiro, 2015). These studies have not provided an integrated model of IS controls and the outcome of controls (IS qualities and user satisfaction).

Especially, Park and Gretzel (2007) suggested an integrated framework of generally adopted success factors for website emerged from the investigation of previous studies and included nine facilitators, that is, fulfillment, personalization, information quality, visual appearance, interactivity, responsiveness, ease of use, security/privacy, and trust. However, Park and Gretzel did not suggest the causal interrelationships among these factors, especially between security and other factors. The establishment of high-tech security is an
important factor to consider to keep customers satisfied (Chan & Lam, 2013), and customers’ perceptions that a hotel system perform transactions in a secure way affect consumers’ behavioral intentions to adopt mobile payments (Morosan & DeFranco, 2016). Ponte et al. (2015) examined that the consumers’ perceived security depends on third-party independent seals for assurance, and security and privacy policies. Perceived information quality and perceived security have an impact on trust and the intention to buy travel online. However, they did not investigate the role of perceived security for information quality. Thus, given the review of previous studies on security in hotel literature, the studies on security and on the influence of security on IS qualities are lacking and become necessary in hotel and security literature.

While previous studies on IS controls have been focused on the relationship between controls usage and the outcome of controls, the types of controls have not sufficiently suggested in previous studies because the attention is less directed toward the differentiated controls according to outcome of controls. HIS controls in our study is based on the concepts of organizational controls and controls framework of ISACA (2017), especially COBIT framework, which shows a rigorous model of controls to be followed in business organizations.

Information systems controls, a subtype of organizational controls, may be described as those activities that protect assets, promote data integrity, effectively pursue organizational goals, and efficiently use customer resources (ISACA, 2017). HIS security controls are the policies and procedures devised to offer comprehensive assurance that security goals can be accomplished and that unintended events should be prevented or identified and corrected. For reducing the scope of controls, our study examines security-related controls, an area few previous studies have examined.

Based on general control classification framework, HIS security controls can be classified as general and application controls. This framework is one of the mostly used classification of controls in practice (ESS, 2019; ITGI, 2015; Mendez, 2015; Turban & Volonino, 2012). General controls are described as fundamental controls because they deal with general HIS management, HIS implementation and maintenance, operations management, and security management. General controls become more important as a more holistic approach to emphasize management’s role in management of information security becomes increasingly important (Soomro et al., 2016). General controls comprise procedures and policies that are relevant to many user applications and assist the successful operation of application controls by providing assurance of the continuous appropriate systems operation. Application controls intend to assure that each application system accomplishes security and integrity requirements. Application controls are relevant to certain business applications and transactions. Application controls concern three controls; input controls (transactions captured, properly authorized, accurately recorded), processing controls to check transaction processing to be performed as intended, and output controls for the accuracy of processing outcome.

The COBIT 5 or 4.1 framework (ISACA, 2017; ITGI, 2015) asserts that to accomplish business demands, information must satisfy seven criteria, that is, compliance, efficiency, availability, confidentiality, reliability, effectiveness, and integrity. These qualities are related to information, system, or service qualities of HIS and COBIT 4.1 suggest that control processes ensure to accomplish these criteria indicating HIS controls are having an influence on HIS qualities. Based on these notions suggested by COBIT 4.1, our study suggests that general and applications controls are related to HIS qualities.

**Research Model**

The current control frameworks of HIS indicate the effect of general and application controls on information, system, and service quality of HIS. The COBIT 4.1 (ITGI, 2015) matches each COBIT process to the information criteria that the process influences, and thus, can offer an auditor with a method of examining specific controls for the impact on information quality. To pursue certain control objectives, the specific systems processes or service quality should be established by an organization (Tuttle & Vandervelde, 2007). Thus, in our article, general and applications controls, which represent one of the control frameworks similarly have a positive impact on information, systems, and service quality which are the critical facilitators of IS use and satisfaction based on IS success model (DeLone & McLean, 1992, 2003).

The concepts and importance of three HIS qualities can be explained as follows. As one of critical HIS qualities to be evaluated, information quality represents the qualities of information which IS create, and is crucial for the success of IS (DeLone & McLean, 2003). De Wulf, Schillewaert, Muylle, and Rangarajan (2006) posited that easiness to understand, recency, and reliability provide an important effect on the attitude toward information. The quality of information is a key characteristic affecting consumer satisfaction and loyalty in social networks (Jaiswal, Niraj, & Venugopal, 2010; Lee & Kim, 2017).

System quality represents measures of system characteristics regarding IS use encompassing security, availability, efficiency, and reliability. The customers’ needs for qualities should be supported by system functions provided for completing user tasks (Stefani & Xenos, 2011). System quality is regarded as capability of IS to create data, and to affect consumer satisfaction (DeLone & McLean, 2003; Lee & Kim, 2017).

Service quality indicates the extent that a user assesses services created by the service provider through the website, and is included as a facilitator of website success (DeLone & McLean, 2003). Service quality realizes that consumers are delivered with efficient, satisfactory, and reliable service and
if HIS service cannot realize expectation, it results in negative experience and discontinuing of service usage. The e-service qualities encompass e-commerce design that allows customers to assess their satisfaction regarding business process, reliability that allows customers to assess fulfillment processes, privacy and security that help customers assess their privacy perception, which supports customers check service support (Heim & Field, 2007). Thus, each of these three HIS qualities provides the role of criteria, which HIS controls should accomplish.

The roles of general and application controls for HIS qualities can be explained as follows. For HIS qualities, hotel and tourist organizations can employ general controls to achieve a variety of performance. General (or management) controls through integration of IS is positively associated with flexibility, global transparency, local transparency, and repair of systems process and information characteristics (Chapman & Kihn, 2009). Through general controls, HISs intend to establish a common data set, along with clearly designed business processes. General controls support technical analysis enabling the modular architecture of HIS and the development of a technical control system that may provide the state regarding the inner workings of the business processes it monitors, improving flexibility and repair of process and information transparency.

In a similar vein for HIS qualities, application controls are implemented in a HIS to evaluate the internal application systems, such as a sales system and a production system, which are connected through the Internet to a B2B network. Because integration in HIS is high, minor errors or failures of one subsystem can negatively influence other subsystems. HIS application controls include detective controls and associated contingency planning that prevents errors in one application from affecting the whole system.

COBIT 5 or 4.1 (ISACA, 2017; ITGI, 2015) show that the realization of the following goals is possible using strong internal controls: compliance with regulations and laws, reliability of financial reporting, and efficiency and effectiveness of operations, which are related to information, systems, and service quality in this study. For instance, some of the processes suggested in COBIT 5 are “Manage Quality,” “Manage Service Requests and Incidents,” “Monitor, Evaluate, and Assess Performance and Conformance.” These are all related to information, systems, and service quality of HIS.

Before a company determines to develop business-to-consumer information systems, the systems controls should be prepared to ensure the belief that IS is accurate and safe to consumers and to promote the ability for adjustment and implementation (Lee & Ahn, 2010). The potential impact of security breaches and errors, which contributes to increasing security concerns, should be assessed because it has a negative influence on business performance (Lee & Ahn, 2010). The provision of quality information regarding use of products/service and maintenance, which relates to information quality is enabled by the appropriate use of controls for communication controls, access controls, and system continuity. IS controls and knowledge of IS controls have an effect on performance such as process improvement and work efficiency (Lee & Lee, 2010), which relates to system and service qualities in this study. Berezina et al. (2012) showed that if hotel operators do not protect the confidential data that are gathered from their customers, this exerts a negative influence on guest’s quality perception of service.

Thus, IS controls are intended to be designed for IS qualities, that is, information, system, and service quality, which are the antecedents of other IS success measures (DeLone & McLean, 1992, 2003). Based on the previous notion of controls framework, purpose of controls, and HIS qualities, the general and application controls in HIS can exert an impact on information, systems, and service quality.

**Hypothesis 1 (H1):** The HIS security controls in HIS positively affect the quality of HIS perceived by hotel employees.

The satisfaction of the employees who are users of HIS encompassing intranet and functional systems can be explained using the perspectives of “customers” for HIS. The employees’ satisfaction with HIS can be based on how much they meet customer’s needs for their business processes through HIS. The previous empirical results should be replicated in different groups and the employees’ perspective is often used to assess the IS performance. For instance, Stefanovic, Marjanovic, Delić, Culibrk, and Lalic (2016) have used government employees to assess e-government systems. Hsu, Yen, and Chung (2015) have used employees who use enterprise resource planning (ERP) to investigate the relative criticality of system, information, and service quality for implementation success. Thus, previous studies on hotel customer needs can be used to explain how they can be applied to show the effects on employees satisfaction with HIS.

Prior to the introduction of HIS, the security controls for HIS should be designed to assure the belief that system is accurate and safe and to improve the ability for adjustment and implementation. HIS security-oriented controls have begun to receive attention by those responsible information management and processing in hotels.

Previous studies suggest the customer needs of security, which may affect their satisfaction. Kim et al. (2006) has shown that as Chinese hotel customers become more experienced Internet users, they tend to less depend on hotel brands and price discounts and more depend on information provisions and information security. As HIS becomes more depended upon, integrity and reliability of information are more demanded to increase organizational productivity, indicating the necessity of HIS security controls.

Payment card industry data security standards (PCI DSS) in hotel industry show such issues as communication with external systems, culture of shared log-ins and easy vendor
access, numerous systems employed in hotels, poor implementation of high-speed Internet access (HSIA), as these issues can result in legal costs, financial cost, bad reputation (Haley & Connolly, 2008). Berezina et al. (2012) posited that there exists a negative influence of information security incidents on consumer satisfaction. Hotel customers’ perceived security positively affects their intentions to adopt mobile payments in hotels (Morosan & DeFranco, 2016).

HIS security controls must perform a wide range of security functions. A consumer’s transaction must be protected from hackers, and the resulting database protected from corruption and physical damage. Security-oriented controls make consumers feel assured that their information is secure and should be used appropriately and ethically. Partner companies are not comfortable if they transmit confidential information over the Internet without ensuring the integrity and confidentiality of the communication networks. The consumers’ perceptions of fairness and control in the exchange affect consumers’ trust and satisfaction (Namasingayam & Guchait, 2013). The consumers’ response to a service interaction emphasizes the role of controls during the service providing (Noone, 2008). Although the installation of safety and security systems cannot be based solely on customer viewpoint, it is necessary to understand how guests perceive security, and security systems allow hoteliers to achieve customer loyalty or satisfaction, enhancing their corporate image and improve business performance (Chan & Lam, 2013). Thus, we suggest the following hypothesis.

**Hypothesis 2 (H2):** The HIS security controls in HIS positively and directly affect the satisfaction of hotel employees with HIS.

In this study, based on recent studies on the qualities of website (Liang, Ho, Li, & Turban, 2011; Lin, Fan, & Chau, 2014), each of HIS qualities has an effect on employees’ satisfaction as follows. Information quality is considered as the output and values of HIS. Information quality includes timeliness, accuracy, relevance, understandability, and efficiency. Measures of information quality are based on user’s opinions of the outputs generated by the IS (DeLone & McLean, 1992). Information quality is a key characteristic affecting consumer satisfaction and loyalty to websites (Jaiswal et al., 2010). Information quality is considered as the quality of contents, and can critically influence consumers’ attitudes and service experience in websites (Hasan & Abuelrub, 2011).

System quality encompasses factors critical to the operational efficiency of the HIS. System quality indicates the operational efficiency of function (Seddon, 1997). System quality is an engineering-oriented construct with measures of performance that include system flexibility, accuracy, turnaround time, currency, response time, reliability, and completeness. In addition, system quality includes technical characteristics such as system availability, reliability, and responsiveness (DeLone & McLean, 1992), and service functions need to meet customers’ requirements in competing tasks (Stefani & Xenos, 2011). From the viewpoint of the users of a system, these factors tend to have a rather immediate impact on their attitudes toward the system. If users find it difficult to interact with a system, for example, they are unlikely to have favorable perceptions about the usefulness of the system as a tool for accomplishing their goals.

Service quality is a broader concept than system quality. It encompasses education and support from the information systems department, provision of information technology, problem-solving ability, and attitudes of personnel. Service quality represents the support and education of user department, provision of IT, and capability in problem resolution (Van Dyke, Pryvotok, & Kappelman, 1999). Kettinger, Park, and Smith (2009) empirically investigated a nomological network that included service value, service quality, consumer satisfaction, and the intention to continuously use service. The ratings provided by users on the attributes of system quality may vary depending on the perceptions about the quality of service. The importance of service quality in hotels is suggested in previous hotel literature. For instance, service guarantees have an effect on perceived quality and perceived risk of consumers (Wu, Liao, Hung, & Ho, 2012). It is necessary to devise further some insights on the determinants on service quality in hotel business.

A good information, system, and service quality allow consumers to adopt a website to overcome their problems. A good website quality may support consumers obtain the greatest potential of website. System quality is related to member satisfaction in online community (Lin, Fan, & Wallace, 2013; Lin et al., 2014). Further information and service quality allow users an easy navigation and efficient interaction using, for example, online chatting and messaging. Thus, information, system, and service quality can assure appropriate technical functions in HIS and can improve user satisfaction. This study posits that information and service quality, which have a strong effect on appropriate technical functions can increase the satisfaction of hotel employees using HIS. HIS can more improve employees’ users commitment, interactions, and satisfaction when employees more greatly experience reliable, easy-to-use, and fast functions and contents.

**Hypothesis 3 (H3):** The HIS quality perceived by hotel employees positively affects the satisfaction of hotel employees with HIS.

The effect of HIS controls on user satisfaction can be direct or indirect. The rationale for the indirect effect can be suggested through controls framework of COBIT and IS success model. The processes suggested in COBIT 5 such as “Manage Quality,” “Monitor, Evaluate, and Assess the System of Internal Control,” “Ensure Benefits Delivery” (ISACA, 2017) are all increasing information, systems, and service quality of HIS.
Furthermore, to accomplish business goals, information should abide by specific control criteria, which COBIT 4.1 (ITGI, 2015) relates to as business conditions for information: (a) integrity which represents the information completeness, validity, and accuracy in compliance with business expectations and values; (b) effectiveness which involves information being pertinent and relevant to the business practices and being provided in a usable, consistent, correct, and timely manner; (c) availability which deals with that information is available to be used by business practices. These information requirements pursued by controls represent information, systems, and service qualities. Thus, if HIS controls can have a direct on information, systems, and service qualities and qualities directly influence user satisfaction, HIS controls can have an indirect impact on user satisfaction through their effect on HIS qualities. The research model is shown in Figure 1.

Hypothesis 4 (H4): The HIS security controls in HIS positively and indirectly affect the satisfaction of hotel employees with HIS.

Research Method

Data Collection

The data used in testing the research model was gathered as part of a research activity which was performed regarding HIS implementation in Korea. A field survey was performed to test the significance of hypotheses.

The employees’ satisfaction with HIS can be based on how much HIS meet customer’s needs for their business processes through HIS. The employees’ perspective is often used to assess customer needs and satisfaction. Previous studies on hotel customer needs (Hsu et al., 2015; Stefanovic et al., 2016) can be used to explain how they can be applied to show the effects on employees’ satisfaction with HIS. Thus, this study intended to measure the employees’ perceptions of HIS qualities and satisfaction because employees are users of HIS and mostly understand the performance of HIS in terms of the accomplishment of customer needs.

Given the sensitive nature of data collection of our study regarding security and controls, we selected the target group of respondents systematically following several steps. First, this study selected the target sample as the employees of top first-class hotels (5 star) and top second-class hotels (3 or 4-star) in Korea which have their sophistication in developing strategies for IT security. That is, the sample included the employees processing consumer information in their departments, managers, and supervisors. To compose sample, firstly, 15 top first-class hotels and 12 top second-class hotels are randomly selected. The chosen hotels were kindly requested to show the employees and their departments that were involved with handling customer information via HIS. The hotel group of first and second class is set to be the target hotel group in this study as HIS of the hotels in the group is more sophisticated than those of the other groups.

Second, the questionnaire was mailed to 810 employees of these hotels who were chosen by the contact managers of these hotels, and 618 employees replied. To have the list of

![Figure 1. Research model based on controls framework and IS success model for explaining controls effectiveness.](image)

Note. IS = information system; HIS = hotel information system.
were operationalized (see appendix). Items for HIS security
This section identifies how the concepts in the research model

Table 1. Demographic Statistics of Respondents.

| Percentage |
|------------|
| Age        |
| 20-29      | 36.9 |
| 30-39      | 41.2 |
| 40-49      | 20.8 |
| More than 50 | 1.2 |
| Years of employment |
| 2-3 years | 25.2 |
| 4-5 years | 14.9 |
| More than 5 years | 59.9 |
| Position   |
| Employee/clerical staff | 48.7 |
| Vice assistant manager  | 26.6 |
| Assistant manager/manager | 20.8 |
| Team manager         | 3.9 |
| Class of hotel       |
| Top first class      | 54.4 |
| Top second class     | 45.6 |
| Years using hotel information systems |
| Less than 1 year    | 22.8 |
| 2-3 years           | 35.5 |
| 4-5 years           | 18  |
| 6-10                | 16.1 |
| More than 11 years  | 7.5 |

appropriate respondents for our study, the manager who is the
departmental head was first contacted and his or her suggestion
determined the including of employees in our survey.

Third, once the list of respondents was obtained, by inter-
viewing with managers supervising the respondents regarding
content validity of questionnaire items, the researchers of the
study check whether the employees in the list are appropriate
for making response in the questionnaire item and are not sub-
ject to potential intentional responses resulted from supervi-
sor’s influence. The employees were further checked whether
their HIS can permit them to perceive any security controls and
system quality issues incurring while working through HIS.

Table 1 shows descriptive statistics of 618 respondents. 41.2% of respondents are in their 30s. 25.2% of respondents
work for 2 to 3 years.

The unit of analysis for our study was each employee in
hotels. Of the 810 questionnaires distributed, 618 question-
naires were returned and 583 questionnaires proved usable
and were included in a final sample. The response to the sur-
vey was encouraged via email and the goals of the study were
explicated in the email. 317 employees belong to the hotels of Top First class and 266 employees belong to the hotels of top
second class: Some hotels reject to participate because they
fear to expose IT weaknesses and sensitive controls.

Measures
This section identifies how the concepts in the research model
were operationalized (see appendix). Items for HIS security
controls were revised using various sources regarding con-
trols, such as ITGI (2015), ISACA (2017), Davis and Schiller
(2011), Moeller (2010) which explicate the traits and tech-
niques of controls and auditing. The measures were chosen
according to their importance for accomplishing the goals of
our study and special contexts of hotels. The measures were
changed, accommodating the implementation phase of HIS.
Some measures of controls were not included because hotels
are not normally prepared for such measures and that employ-
ees are having insufficient knowledge to make their responses.
The measures were devised to assess the hotel’s usage extent
of controls. This study describes general controls as “the
extent to which general hotel business and IT processes are
controlled.” General controls are measured using five items.
Application controls are defined as “the extent to which each
hotel process related to IT is controlled.” The research vari-
ables are assessed by 7-point Likert-type scales using the
statements to which the respondent greatly agree or disagree.

Application controls are measured using four items. The
measurement is based on the respondents’ perception of the
state of controls. Each item of a construct indicates the usage
level of a control. For instance, items of general controls include:
“Audits are performed at regular and irregular intervals”;
“Access controls and back-ups protect against hacking, virus
attack, and fire.” If respondents greatly agree with the statement
(score 6 or 7), the usage level of the controls check is high.

Information quality of HIS is defined as “the quality of
the output that the HIS produces.” The measures of systems,
information, and service quality are adapted and newly com-
posed based on items from Kettinger et al. (2009). System
quality is described as “the operational efficiency of HIS
function.” Service quality is described as “the quality of the
service which the HIS function provides to users.”

Information, systems, and service quality are measured using
five, five, and four items, respectively.

User satisfaction represents “the extent of satisfaction of
users with the use of the HIS” and is measured using four
items. In this study, employees are used to suggest the satis-
faction of users of HIS because including reservation sys-
tems, employees are on-going active users of HIS and can
provide their impression and satisfaction with HIS. While a
hotel chooses to cooperate with outside reservation systems
with other company, employees exist to work in the front-end
reservation systems, and can understand customers’ impres-
sions with HIS as well. The items of user satisfaction are
adapted from Kohli, Devaraj, and Mahmood (2004) and
Seddon (1997).

Results
The second-order measurement model is chosen as the study
intends to measure security controls which have two inherent
variables. Then the first-order measurement model is used to
investigate the causal structural model. Confirmatory factor
analytical procedure implemented in AMOS was utilized to
test the measurement model. In Table 2, the composite
reliability is having values from 0.806 to 0.928 and shows the reliability of variables.

As convergent validity is indicated by the significance of the estimated parameters of measurements (Anderson & Gerbing, 1988), the significant parameter estimates (factor loadings) of each measurement variable shows that convergent validity of variables is established.

Discriminant validity is established when the square root of average variance extracted of the variables is greater than the correlations among latent variables. All correlations do not exceed the square root of average variance extracted for each inherent variable (Table 3). This presents that discriminant validity of variables is established.

To investigate for common method variance (CMV), this study tested the measurement model where all items as the indicators of a factor showing the method effect and re-estimated the model (Malhotra, Kim, & Patil, 2006). The results presented a poor fitness. Thus, it shows that CMV was unlikely a serious problem.

Figure 2 and Table 4 show the test results of the structural equation model where each of HIS security controls (general controls, application controls) directly affect quality (information quality, system quality, service quality) and user satisfaction.

The fitness indices of the model indicate that the model has high fitness. For example, GFI (goodness of fit index) is 0.95 and is greater than 0.9, which indicates high fitness.

**Discussion**

The results in Figure 2 present that the effects of security controls on qualities are significant except the impact of general controls on service quality, and the effect of application controls on system quality. This shows that general and application controls have a different impact on information, system and service quality, which is in line with the notion for different role of various controls in organizational contexts (ISACA, 2017; Lee, 2010; Lee & Ahn, 2010; Silva

---

**Table 2. Results of Confirmatory Factor Analysis.**

| Constructs          | Indicators | Loadings | t value | ICR  | AVE   |
|---------------------|------------|----------|---------|------|-------|
| First-order construct | General controls | A1 0.775 | 19.87   | 0.912 | 0.681 |
|                     |            | A2 0.862 | 20.25   |       |       |
|                     |            | A3 0.824 | 18.57   |       |       |
|                     |            | A4 0.886 | 24.33   |       |       |
|                     |            | A5 0.870 | 22.92   |       |       |
|                     | Application controls | B1 0.837 | 18.59   | 0.926 | 0.730 |
|                     |            | B2 0.923 | 21.37   |       |       |
|                     |            | B3 0.912 | 37.73   |       |       |
|                     |            | B4 0.833 | 31.03   |       |       |
|                     | Information quality | C1 0.784 | —       | 0.956 | 0.665 |
|                     |            | C2 0.763 | 21.73   |       |       |
|                     |            | C3 0.879 | 23.25   |       |       |
|                     |            | C4 0.833 | 28.47   |       |       |
|                     |            | C5 0.879 | 30.43   |       |       |
|                     | System quality | D1 0.782 | 17.82   | 0.932 | 0.798 |
|                     |            | D2 0.857 | 23.27   |       |       |
|                     |            | D3 0.830 | 17.62   |       |       |
|                     |            | D4 0.792 | 22.68   |       |       |
|                     |            | D5 0.852 | 25.87   |       |       |
|                     | Service quality | E1 0.918 | —       | 0.960 | 0.711 |
|                     |            | E2 0.874 | 32.60   |       |       |
|                     |            | E3 0.834 | 28.37   |       |       |
|                     |            | E4 0.916 | 34.96   |       |       |
|                     | User satisfaction | F1 0.786 | —       | 0.934 | 0.727 |
|                     |            | F2 0.881 | 24.87   |       |       |
|                     |            | F3 0.840 | 23.19   |       |       |
|                     |            | F4 0.673 | 14.74   |       |       |
| Second-order constructs | HIS controls | General controls | 0.823 | 20.56 | 0.829 | 0.784 |
|                     |            | Application controls | 0.876 | 24.78 |       |       |
|                     | HIS quality | Information quality | 0.872 | 21.07 | 0.873 | 0.891 |
|                     |            | System quality | 0.774 | 16.28 |       |       |
|                     |            | Service quality | 0.836 | 19.84 |       |       |

*Note. ICR = internal composite reliability; AVE = average variance extracted; HIS = hotel information system.*
general controls improve information and system quality while application controls increase information and service quality. Different dimensions of controls may involve different criticality for HIS qualities.

Service quality, which assessed the extent to which HIS provides adequate technological functions to users or HIS is a very user-friendly system may not be directly related to security procedures and policy suggested by general controls. While direct benefits may not derive from security procedures in terms of service improvement through HIS, security management may result in information and system quality because general controls provide high-level procedures and policies to ensure technical HIS qualities such as information and system quality, which supports the notion that management activities and management role of security as well as technology-based controls factors are important for the quality of security management (Moon et al., 2018; Soomro et al., 2016). That is, managerial aspects of information security and various managerial activities are necessary for technical (information and system) quality of HIS.

Given that the respondents of this study are generally less knowledgeable in technical aspects of HIS such as application controls or system quality, application controls, which ensure effective error correction during data input and output, and processing of data according to standard procedures may not appear directly related to system quality which assess the extent to which HIS software is easily updated or HIS data are integrated with other systems. This further leads to insignificant effect of application controls and system quality on user satisfaction. While general controls directly

---

### Table 3. Correlation Analysis of Variables.

| Latent variables          | (1)  | (2)  | (3)  | (4)  | (5)  | (6)  |
|---------------------------|------|------|------|------|------|------|
| General controls (1)      | .825 |      |      |      |      |      |
| Application controls (2)  | .357** | .854 |      |      |      |      |
| Information quality (3)   | .429** | .369** | .815 |      |      |      |
| System quality (4)        | .285** | .467** | .258** | .893 |      |      |
| Service quality (5)       | .132 | .437** | .384** | .428** | .843 |      |
| User satisfaction (6)     | .339** | .528** | .268** | .393** | .351** | .852 |

Note. The diagonals represent the square root of average variance extracted and the other entries represent the correlation. **p < .05.

---

**Figure 2. Structural analysis of research model without second-order constructs.**

Note. HIS = hotel information system. Goodness-of-fit index = 0.913; adjusted goodness-of-fit index = 0.871; normed fit index = 0.918; comparative fit index = 0.917; root mean square residual = 0.037; root mean square error of approximation = 0.045; chi square = 1.047.71; df = 790.

p = .000 (*p < .1. **p < .05. ***p < .01).
and indirectly affect user satisfaction, applications controls do not directly affect user satisfaction; application controls only indirectly influence user satisfaction. While HIS qualities except system quality affect the satisfaction of hotel employees with HIS, indicating that information and service quality are directly relevant for employees to feel satisfaction, users who are not interacting with inner technical processes of HIS, may consider application controls and system quality less important for their satisfaction. This indicates that employees’ insignificant knowledge on IT results in insignificant effect of application on systems quality and satisfaction and this is in line with the notion that integrated knowledge represented by cross-domain interconnectedness between business and IT is important for information security systems effectiveness (Moon et al., 2018). The less are this coordination and communication between business and IT, the less effective are the application controls of HIS.

This study also tested the alternative model with second-order constructs, which defines HIS security controls and quality as having two (general controls, application controls) and three dimensions (information quality, system quality, service quality), respectively (Figure 3 and Table 5). While the model with second-order constructs is conceptually coherent encompassing the correlated constructs together as belonging to single second-order construct, the structural model without second-order constructs is better in explaining the separate effect of one construct on another. The test results of the alternative model confirm that HIS controls directly and indirectly affect user satisfaction, which supports H2 and H4, and that controls are positively influencing HIS qualities, which supports H1.

While information and service quality affect satisfaction, HIS qualities turn out to insignificantly affect satisfaction when they are treated as a second-order construct, which rejects H3. This shows that the insignificant effect of system quality on satisfaction leads to the insignificant effect of HIS qualities on satisfaction. Furthermore, insignificant impact of application controls on system quality and satisfaction may lead to the insignificant effect of system quality on satisfaction. This shows that employees’ satisfaction are more affected by general controls and information and service quality than by application controls and system quality. Thus, our study supports the notion of previous studies regarding the different effectiveness of different controls for each part of information systems such as communication security, security management information and systems, and infrastructure (Silva et al., 2014), security policy or communications and operations management (Yildirim, Akalp, & Aytac, 2011) internally or externally provided assurance for website security (Shah et al., 2014). That is, the outcome of controls effectiveness can be different for each type of controls.

Based on the model with second-order constructs, the study results indicate that security controls directly and indirectly affect the satisfaction of hotel employees through their effect on quality. As the path from controls to satisfaction and from controls to qualities are significant, the indirect effect from controls to satisfaction appears to be existing although the impact of qualities on satisfaction is not significant. General security controls contribute to the information and system quality, and application controls improve information and service quality. This is in line with the previous researches on the hotel’s IT security involved with administrative security and security policy for safeguarding customers’ personal information (O’Connor, 2007). The costs from damage to the environment, deprivation of liberty, the loss of life can be high (Hashim, Murphy, & Law, 2007). The HIS security controls help lower system risks and errors and improve information, systems, and service quality. This will greatly increase the satisfaction of hotel employees.

Table 4. Test Results of Research Model Without Second-Order Constructs.

| Hypothesis | Path | Estimated coefficient | t value |
|------------|------|-----------------------|---------|
| H1         | General controls → information quality | 0.295*** | 4.530 |
|            | General controls → system quality | 0.508*** | 7.318 |
|            | General controls → service quality | 0.053 | 1.075 |
|            | Application controls → information quality | 0.318*** | 4.382 |
|            | Application controls → system quality | 0.042 | 0.663 |
|            | Application controls → service quality | 0.271*** | 3.984 |
| H2         | General controls → user satisfaction | 0.228*** | 3.370 |
|            | Application controls → user satisfaction | 0.035 | 0.087 |
| H3         | Information quality → user satisfaction | 0.165** | 2.065 |
|            | System quality → user satisfaction | 0.016 | 0.032 |
|            | Service quality → user satisfaction | 0.175*** | 2.159 |
| H4         | General controls → user satisfaction (indirect effect) | 0.410*** | 5.638 |
|            | Application controls → user satisfaction (indirect effect) | 0.262*** | 3.747 |

*p < .1. **p < .05. ***p < .01.
In the second-order construct model, controls directly and indirectly influence the satisfaction of hotel employees through their effect on quality. In the alternative model without second-order constructs, general controls turn out to significantly affect user satisfaction. This shows that individuals exercise security controls to foster relationships to engender cooperation and elicit individual contributions. Application controls fail to directly affect user satisfaction, showing that while general controls are expected to coordinate specific activities, and to manage individual cooperation and contributions, HIS security application controls may generate more complex work process or loading, and this is one of the most common challenges of security controls (Stallings & Brown, 2015). Many users and even security administrators
consider strong security as an impediment to efficient and user-friendly process of an information system or “more is better” mentality for defending computer systems can even create perverse effects in defense of computer systems and have opposite effects on security (Wolff, 2016). This can explain the insignificant effect of application controls on satisfaction.

These results of the study contributed to security literature in hotels by examining security control effectiveness in the context of HIS. This study extends the previous literature on service quality on hotels (e.g., Bai et al. (2008)) by suggesting the impact of security controls on quality of HIS perceived by hotel employees and the satisfaction of hotel employees as well as the mediating role of quality. By focusing on the outcome of security controls for the quality of HIS in hotels, the study extends the result of previous studies on security issues in tourism (Kim et al., 2012). Many customers are dissuaded from doing transactions through website because of fear about theft of confidential personal information and credit card numbers. Furthermore, companies face serious risks if they make decisions, such as the issuance of orders or bills that are based on incorrect data. Deliberate computer abuse such as hacking and disruptions of processing due to natural disasters increase the risks of HIS. Our results shed insight on the contribution of security controls on the quality of HIS and the satisfaction of hotel employees in tourism industry. This may extend the previous studies in hotel management on service quality (e.g., Briggs, Sutherland, and Drummond [2007] as this study addressed the antecedents of the service quality, along with information and systems) of HIS for the hotel industry.

**Contribution to Theory**

This study provides insights to security researchers by suggesting the results that different controls can have different controls effectiveness, extending the studies on the controls design and security management (Chen, Kataria, & Krishnan, 2011; Fielder, Panaousisb, Malacariac, Hankina, & Smeraldic, 2016; Lee & Ahn, 2011). General and application controls result in different effects on qualities and satisfaction, which extends previous studies on the different effects of different controls (Shah et al., 2014; Silva et al., 2014; Yildirim et al., 2011). Employees may consider less significance in the effect of application controls and system quality on satisfaction than general controls. Users who are not participating in inner technical processes of IS, may place less importance on application controls and system quality for their satisfaction.

This study further provides an extension to the studies on the holistic approach to security, which emphasizes both management and technology for security (Moon et al., 2018; Soomro et al., 2016). Our study suggests general and application controls which represent managerial and technical aspects of controls and have different effects on HIS qualities, respectively, and general controls and not applications have a positive influence on employees’ satisfaction. This further extends previous studies by supporting the notion that management is believed to be responsible for developing a successful information security procedure.

This study intends to examine the security controls as crucial determinants for satisfaction of employees by extending security literature in hospitality such as Berezina et al. (2012), Chan and Lam (2013), Morosan and DeFranco (2016) which investigated the relationship between security and hotel business service equality or satisfaction. While there exist several studies on the impact of security usage (Hui et al., 2012-2013; Lee & Ahn, 2010; Lee & Lee, 2010), the studies on the relationship between controls usage and IS qualities are almost nonexistent. This study extends the previous studies on the outcome of controls, which suggested the effects of security controls on system implementation success (Kwon & Johnson, 2014; Lee, 2010; Lee & Ahn, 2010; Hui et al., 2012-2013). From a security management and planning perspective, this study investigates the usage extent of security procedures for enhancing user satisfaction.

This study contributes to IS control literature by investigating controls effectiveness according to the impact of controls on qualities and user satisfaction by using IS success model (DeLone & McLean, 2003). IS success model provides a theoretical framework for IS success as causally relations among information, system and service quality, and user satisfaction. Information and service qualities (except system quality) turned out to be antecedents of one of the IS success measures, that is, employees’ satisfaction. Thus, information and service qualities (except system quality) are mediating factors for the effects of controls on user satisfaction.

**Implications to Practice**

Although IT security is not the greatest concern in hotel operations, it may still be considered as one of the crucial parts for the overall hotel experience. Hotels have a large record of sensitive information (service preferences, payment information, personal information, etc.) about customers. This study provides the implications to security practitioners that general and application controls should be designed by employees and that general controls should be provided more to provide intended benefits. General controls for security which appear to directly improve information and system quality and this will more contribute to the improvement of employees’ satisfaction than application controls. While service improvement through HIS may not appear to be derived from security procedures and management, general controls are upper level security management procedures which are more visible to employees than application controls to ensure technical information and system quality. As HIS maintains hotels’ information and utilizes it into customer relationship management (CRM), the assessment of security of HIS is critical for reliability of the hotel. The results of the study emphasize the necessity of checking whether general (application) controls
adversely affect information and system quality (information and service quality). General and application controls as well as information, systems, and service quality are completely evaluated as security problems are exacerbated by vulnerabilities that cross from one component (or application, policy, procedure) to another.

Our study intends to enhance the industry’s perception of the criticality of IT security, and thus, strengthening IT security in the hotel industry. IT security for secure online transactions should crucial in a hotel’s website (Law & Hsu, 2006). Korean hoteliers who pay additional attention to security and controls can obtain superior performance in the areas of information, systems, and service quality that ultimately lead to the satisfaction of hotel employees. For example, if a hotel may offer a secure e-commerce transaction channel that brings benefits to its visitors, the visitors will finally bring reward to the company through purchases. The HIS is a competitive weapon in the hotel business and hotels build HIS for the explicit purpose of increasing efficiency and value. We argued that security-related controls greatly affected employees’ satisfaction. Technically, any internal database created from transactions should be utilized in an authorized manner and be protected from outside attackers. When controls are adequately established and information, systems, and service quality is improved, the satisfaction of hotel employees increases and management performance is enhanced.

The findings can show that the more usage of HIS controls will ultimately increase the satisfaction of hotel employees as they can then feel confident that customer information is secure and are used appropriately and ethically. HIS managers should, thus, focus on operating the systems enabling users perceive secure to finish their reservations and to enhance their trust. From a practical perspective, our findings bring benefits to hotel business by offering a basis to maintain measures to enhance security controls as they are directly related to information, systems, and service quality as well as employees’ satisfaction with HIS. Thus, our study offers implications to hotel business to enhance general and application control strategies to assure IT security.

Our results provide the assessment tool which would be greatly useful in helping management assess controls and decide on the outcome of security controls they need. This study uses a controls framework perspective from COBIT 5 and 4.1 (ISACA, 2017) to produce the control framework of general and application controls, and tested the impact of security-oriented controls. In the case of HIS, based on this control framework, partner companies can necessitate an “adequate” level of controls, delineated in service level agreements with the hotel company, before they will send sensitive information related to business transactions. The results of the study provide insight to practitioners as they provide the instrument to measure general and application controls based on adaptation from the measures from ISACA (2017), and suggest the instrument’s use in future assessment for establishing security of HIS.

**Conclusion**

Recently, it becomes increasingly clear to HIS users that they must balance risk and control in rapidly changing IT environment. Because complete security cannot be attained, experts and management must continually evaluate the different risk factors and their impact on the organization’s information resources. This study investigates the critical effect of security controls on quality perceived by hotel employees and the satisfaction of hotel employees using HIS based on the perspective of controls framework and IS success model. General controls have an influence on information and system quality while application controls exert an effect on information and service quality. General controls directly and indirectly influence the satisfaction of hotel employees through their effects on qualities, while application controls indirectly affect satisfaction. Thus shows that employees’ satisfaction are more influenced by general controls and information and service quality than by application controls and system quality. Our findings provide insights to researchers and practitioners in hotel business by contributing an empirical result on the outcome of security controls and a basis for designing a different level for general and application controls.

**Limitations and Future Research Directions**

There are several limitations along with future research issues. First, our study used the classification of general and application controls, and while they are one of the most frequently used framework of controls, there can be another control framework to be examined such as prevention, correction, and recovery controls or confidentiality, integrity and availability controls. Future research may also investigate how combinations of specific mechanisms of control can be utilized to achieve the objectives of hotel companies. Second, we did not use full components of IS success model, and it will be better to encompass the individual and organizational impact. However, we did not have data for these data, so it is not possible at this point to include these variables. This study focuses on precursors in IS success, that is, quality and user satisfaction, which affect individual and organizational level. In the future study, the effects of controls on individual and organizational impact can be considered to provide deeper insights on the effect of HIS controls. Other performance variables, such as customer satisfaction, increase in measures of financial performance, can be investigated as possible measures of HIS performance. Third, the future study in the outcome of controls will be necessary in another industry context such as financial or manufacturing, to examine the difference across different industries. Fourth, other factors affecting controls effectiveness can be considered. For instance, trust can become important greater enhancing the security benefits by coping with people issues, process issues, and establishing technology (Gill & Crane, 2015). The role of trust can be examined in
sensitive information sharing which likely exists among employees. Fifth, because the sample is collected only from top class hotels, our findings cannot be applied to other class of hotels. Sixth, future study is necessary to examine the difference between satisfaction of customers and satisfaction of users who work inside hotels. Finally, the measures of controls can be further developed using different sources and more in-depth items exploration process.

Appendix

HIS Security Controls

(1) General controls

The separation of duties defined by job descriptions is adhered to (MC1).
Audits are performed at regular and irregular intervals (MC2).
Change in work process, authorization, and review are documented (MC3).
Physical access to classified data and to sensitive areas is restricted using approved methods such as encryption and finger-print recognition (MC4).
Access controls and back-ups protect against hacking, virus attack, and fire (MC5).

(2) Application controls

Effective controls for error correction during data input and processing have been implemented (AC1).
Controls ensure that data are processed according to standard procedures (AC2).
Procedures for handling data input, process, and output exceptions are adhered to (AC3).
The output of HIS is distributed to the authorized party (AC4).

HIS Quality

(1) Information quality of HIS

HIS provides information which fully satisfies the requirement of the system (IQ1).
HIS provides accurate information (IQ2).
HIS provides information which is easy to understand (IQ3).
HIS provides information in sufficient detail (IQ4).
HIS provides information that is very recent (IQ5).

(2) System quality

Customers and employees are able to access HIS through the Internet (SYQ1).
It is easy to correct problems with HIS (SYQ2).
HIS software is easily updated (SYQ3).
HIS data are integrated with other systems (SYQ4).
The problems while using HIS are easily corrected following a manual (SYQ5).

(3) Service quality

The problems of HIS are adequately solved (SEQ1).
HIS always provides users with updated data (SEQ2).
HIS provides adequate technological functions to users (SEQ3).
HIS is a very user-friendly system (SEQ4).

User Satisfaction (The Satisfaction of Hotel Employees Using HIS)

We (hotel employees using HIS) are generally satisfied with HIS (US1).
We are generally satisfied with the service provided by HIS (US2).
We are generally satisfied with HIS security controls in HIS (US3).
We generally feel enjoyment from being satisfied in using HIS (US4)
De Lone, W. H., & McLean, E. R. (1992). Information systems in practice: A review and recommended two-step approach. *Psychological Bulletin*, 103, 411-423.

Bai, B., Law, R., & Wen, I. (2008). The impact of website quality on customer satisfaction and purchase intentions: Evidence from Chinese online visitors. *International Journal of Hospitality Management*, 27, 391-402.

Benaroch, M., Chernobai, A., & Goldstein, J. (2012). An internal control perspective on the market value consequences of IT operational risk events. *International Journal of Accounting Information Systems*, 13, 357-381.

Berezina, K., Cobanoglu, C., Miller, B. L., & Kwansa, F. A. (2012). The impact of information security breach on hotel guest perception of service quality, satisfaction, revisit intentions and word-of-mouth. *International Journal of Contemporary Hospitality Management*, 24, 991-1010.

Briggs, S., Sutherland, J., & Drummond, S. (2007). Are hotels serving quality? An exploratory study of service quality in the Scottish hotel sector. *Tourism Management*, 28, 1006-1019.

Brochado, A., Rita, P., & Gameiro, C. (2015). Exploring backpackers’ perceptions of the hostel service quality. *International Journal of Contemporary Hospitality Management*, 27, 1839-1855.

Chan, E. S. W., & Lam, D. (2013). Hotel safety and security systems: Bridging the gap between managers and quests. *International Journal of Hospitality Management*, 32, 202-216.

Chapman, C. S., & Kihn, L.-A. (2009). Information system integration, enabling control and performance. *Accounting, Organizations and Society*, 34, 151-169.

Chen, P., Kataria, G., & Krishnan, R. (2011). Correlated failures, diversification and information security risk management. *MIS Quarterly*, 35, 397-422.

Davis, C., & Schiller, M. (2011). *IT auditing*. New York, NY: McGraw-Hill.

DeLone, W. H., & McLean, E. R. (1992). Information systems success: The quest for the dependent variable. *Information Systems Research*, 3, 60-95.

DeLone, W. H., & McLean, E. R. (2003). The DeLone and McLean model of information system: A ten-year update. *Journal of Management Information Systems*, 19(4), 3-30.

De Wulf, F., Schillewaert, N., Myulle, S., & Rangarajan, D. (2006). The role of pleasure in website success. *Information & Management*, 43, 434-446.

Dhillon, G., & Torkzadeh, G. (2006). Value-focused assessment of information system security in organizations. *Information Systems Journal*, 16, 293-314.

ESS (Edelkoot Smethurst Schein CPAs LLP. (2019). *IT Controls – plain and simple*. Burlington, Ontario. Retrieved from https://es-cpas.com/sox/it-controls-plain-and-simple

Fielder, A., Panaousisb, E., Malacariac, P., Hankina, C., & Smeraldic, F. (2016). Decision support approaches for cyber security investment. *Decision Support Systems*, 86, 13-23.

Gill, M., & Crane, S. (2015). The role and importance of trust: A study of the conditions that generate and undermine sensitive information sharing. *Security Journal*, 30, 734-448.

Haley, M., & Connolly, D. J. (2008). *The PCI compliance process for hotels*. Washington, DC: American Hotel & Lodging Association.

Han, W., Ada, S., Sharman, R., & Rao, R. (2015). Campus emergency notification systems: An examination of factors affecting compliance with alerts. *MIS Quarterly*, 39, 909-929.

Hasan, L., & Abuolrub, E. (2011). Assessing the quality of web sites. *Applied Computing and Informatics*, 9, 11-29.

Hashim, N. H., Murphy, J., & Law, R. (2007). A review of hospitality website design frameworks. In M. Sigala, L. Mich, & J. Murphy (Eds.), *Information and communication technologies in tourism* (pp. 219-230). Wien, Austria: Springer.

Heim, G. R., & Field, J. M. (2007). Process drivers of e-service quality: Analysis of data from an online rating site. *Journal of Operations Management*, 25, 962-984.

Hsu, P.-F. H., Yen, R., & Chung, J.-C. (2015). Assessing ERP post-implementation success at the individual level: Revisiting the role of service quality. *Information & Management*, 52, 925-942.

Hui, K.-L., Hui, W., & Yue, W. T. (2012-2013). Information security outsourcing with system interdependency and mandatory security requirement. *Journal of Management Information Systems*, 29, 117-155.

Information Systems Audit and Control Association. (2017). *COBIT 5: A business framework for the governance and management of enterprise IT*. Rolling Meadows, IL: Author.

IT Governance Institute. (2015). *COBIT 4.1*. Rolling Meadows, IL: Information Systems Audit and Control Association.

Jackson, L. (2009). Biometric technology: The future of identity assurance and authentication in the lodging industry. *International Journal of Contemporary Hospitality Management*, 21, 892-905.

Jaiswal, A. K., Niraj, R., & Venugopal, P. (2010). Context-general and context-specific determinants of online satisfaction and loyalty for commerce and content sites. *Journal of Interactive Marketing*, 24, 222-238.

Johnston, A. C., & Warkentin, M. (2010). Fear appeals and information security behaviors: An empirical study. *MIS Quarterly*, 34, 549-566.

Kennedy, J. P. (2015). Functional redundancy as a response to employee theft within small businesses. *Security Journal*, 30,162-183.

Kettinger, W. J., Park, S.-H., & Smith, J. (2009). Understanding the consequences of information systems service quality on IS service reuse. *Information & Management*, 46, 335-341.

Kim, H.-B., Lee, D.-S., & Ham, S. (2013). Impact of hotel information security on system reliability. *International Journal of Hospitality Management*, 35, 369-379.

Kim, M.-J., Lee, C.-K., & Chung, N. (2012). Investigating the role of trust and gender in online tourism shopping in South Korea. *Journal of Hospitality & Tourism Research*, 37, 377-401.

Kim, W. G., Ma, X., & Kim, D. J. (2006). Determinants of Chinese hotel customers’ e-satisfaction and purchase intentions. *Tourism Management*, 27, 890-900.
Kohli, R., Devaraj, S., & Mahmood, A. (2004). Understanding determinants of online consumer satisfaction: A decision process perspective. *Journal of Management Information Systems, 21*, 115-135.

Kwon, J., & Johnson, M. E. (2014). Proactive versus reactive security investments in the healthcare sector. *MIS Quarterly, 38*, 451-471.

Law, R., & Hsu, C. H. C. (2006). Importance of HIS dimensions and attributes: Perceptions of online browsers and online purchasers. *Journal of Hospitality & Tourism Research, 30*, 295-312.

Lee, S. (2010). Using data envelopment analysis and decision trees for efficiency analysis and recommendation of B2C controls. *Decision Support Systems, 49*, 486-497.

Lee, S., & Ahn, H. (2010). The organizational contexts, controls, and implementation of e-business. *Journal of Computer Information Systems, 51*, 114-124.

Lee, S., & Ahn, H. (2011). The hybrid model of neural networks and genetic algorithms for the design of controls for Internet-based systems for business-to-consumer electronic commerce. *Expert Systems With Applications, 38*, 4326-4338.

Lee, S., & Kim, B. G. (2017). The impact of qualities of social network service on the continuance usage intention. *Management Decision, 55*, 701-729.

Lee, S., & Lee, K. C. (2010). The relationship among formal EDI controls, knowledge of EDI controls, and EDI performance. *Information Technology and Management, 11*, 43-59.

Liang, T.-P., Ho, Y.-T., Li, Y.-W., & Turban, E. (2011). What drives social commerce: The role of social support and relationship quality. *International Journal of Electronic Commerce, 16*, 69-90.

Lin, H., Fan, W., & Chau, P. Y. K. (2014). Determinants of users’ continuance of social networking sites: A self-regulation perspective. *Information & Management, 51*, 595-603.

Lin, H., Fan, W., & Wallace, L. (2013). The effects of social and technical factors on user satisfaction, sense of belonging and knowledge community usage. *International Journal of e-Collaboration, 9*(3), 13-30.

Malhotra, N. K., Kim, S. S., & Patil, A. (2006). Common method variance in IS research: A comparison of alternative approaches and a reanalysis of past research. *Management Science, 52*, 1865-1883.

Mendez, R. (2015). *IT audit, control, and security* (2nd ed.). Hoboken, NJ: John Wiley.

Moon, Y. J., Choi, M., & Armstrong, D. J. (2018). The impact of relational leadership and social alignment on information security system effectiveness in Korean governmental organizations. *International Journal of Information Management, 40*, 54-66.

Morosan, C., & DeFranco, A. (2016). It’s about time: Revisiting UTAUT2 to examine consumers’ intentions to use NFC mobile payments in hotels. *International Journal of Hospitality Management, 53*, 17-29.

Mugellini, G., Isenring, G. L., & Killias, M. (2015). Employee offences: What strategy of prevention for what business? *Security Journal, 30*, 825-843.

Namasiyayam, K., & Guchait, P. (2013). The role of contingent self-esteem and trust in consumer satisfaction: Examining perceived control and fairness as predictors. *International Journal of Hospitality Management, 33*, 184-195.

Noone, B. (2008). Customer perceived control and the moderating effect of restaurant type on evaluations of restaurant employee performance. *International Journal of Hospitality Management, 27*, 23-29.

O’Connor, P. (2007). Online consumer privacy: An analysis of hotel company behavior. *Cornell Hotel & Restaurant Administration Quarterly, 48*, 183-200.

Park, Y. A., & Gretzel, U. (2007). Success factors for destination marketing web sites: A qualitative meta-analysis. *Journal of Travel Research, 46*, 46-63.

Pizam, A. (2010). Hotels as tempting targets for terrorism attacks. *International Journal of Hospitality Management, 29*(1), Article 1.

Ponte, E. B., Carvajal-Trujillo, E., & Escobar-Rodriguez, T. (2015). Influence of trust and perceived value on the intention to purchase travel online: Integrating the effects of assurance on trust antecedents. *Tourism Management, 47*, 286-302.

Puhakainen, P., & Siponen, M. (2010). Improving employees’ compliance through information systems security training: An action research study. *MIS Quarterly, 34*, 757-778.

Price Waterhouse Coopers. (2015). *US cybersecurity: Progress stalled key findings from the 2015 US State of Cybercrime survey*. Available from www.pwc.com/cybersecurity.

Ramachandran, M., & Chang, V. (2016). Towards performance evaluation of cloud service providers for cloud data security. *International Journal of Information Management, 36*, 618-625.

Roumani, Y., Nwankpa, J. K., & Roumani, Y. F. (2016). Examining the relationship between firm’s financial records and security vulnerabilities. *International Journal of Information Management, 36*, 987-994.

Seddon, P. (1997). A respecification and extension of the DeLone and McLean model of IS success. *Information Systems Research, 8*, 240-253.

Shah, M. H., Peikari, H. R., & Yasin, N. M. (2014). The determinants of individuals’ perceived e-security: Evidence from Malaysia. *International Journal of Information Management, 34*, 48-57.

Silva, M. M., Gusmão, A. P. H., Polo, T., Silva, L. C., & Costa, A. P. C. S. (2014). A multidimensional approach to information security risk management using FMEA and fuzzy theory. *International Journal of Information Management, 34*, 733-740.

Soomro, Z. A., Shah, M. H., & Ahmed, J. (2016). Information security management needs more holistic approach: A literature review. *International Journal of Information Management, 36*, 215-225.

Stallings, W., & Brown, L. (2015). *Computer security: Principles and practice* (3rd ed.). Harlow, UK: Pearson Education.

Stefani, A., & Xenos, M. (2011). Weight-modeling of B2C system quality. *Computer Standards & Interfaces, 33*, 411-421.

Stefanovic, D., Marjanovic, U., Delic, M., Culibrk, D., & Lalic, B. (2016). Assessing the success of e-government systems: An employee perspective. *Information & Management, 53*, 717-726.

Stoel, M. D., & Muhanna, W. A. (2011). IT internal control weaknesses and firm performance: An organizational liability lens. *International Journal of Accounting Information Systems, 12*, 280-304.

Turban, E., & Volonino, L. (2012). *Information technology for management* (8th ed.). Hoboken, NJ: John Wiley.

Tuttle, B., & Vandervelde, S. D. (2007). An empirical examination of CobiT as an internal control framework for information security management needs more holistic approach: A literature review. *International Journal of Information Management, 36*, 215-225.
technology. *International Journal of Accounting Information Systems*, 8, 240-263.

Van Dyke, T. P., Pryvutok, V. R., & Kappelman, L. A. (1999). Cautions on the use of the SERVQUAL measures to assess the quality of information systems services. *Decision Sciences*, 30, 877-891.

Wolff, J. (2016). Perverse effects in defense of computer systems: When more is less. *Journal of Management Information Systems*, 33, 597-620.

Wu, C.-H.-J., Liao, H.-C., Hung, K.-P., & Ho, Y.-H. (2012). Service guarantees in the hotel industry: Their effects on consumer risk and service quality perceptions. *International Journal of Hospitality Management*, 31, 757-763.

Yildirim, E. Y., Akalp, G., & Aytac, S. (2011). Nuran Bayram factors influencing information security management in small- and medium-sized enterprises: A case study from Turkey. *International Journal of Information Management*, 31, 360-365.

**Author Biographies**

**Sangjae Lee** is a professor at the college of business administration in Sejong University. He received PhD in Management Information Systems from the Graduate School of management, KAIST. His research interests include decision support systems, electronic commerce, information systems controls, data mining, and IS planning. He has published in such journals as Decision Support Systems, Information & Management.

**Seongil Jeon** is a professor at school of business in Chonnam National University. He graduated from Kyunghee University majoring in accounting. His research interests include accounting for intangible expenditures, systematic risk.

**ByungWon Lee** is a professor in the department of hotel administration in Kyunghee Cyber University. His research interests include hotel information systems.