Wireless devices have become popular in recent times. According to research conducted by the Japanese government [1], more than 80% of people now have smartphones. Therefore, researchers are trying to analyze people’s positions and actions by gathering probe requests, a type of Wi-Fi packet sent by wireless devices [2–10].

Probe requests are used to search for nearby access points (APs) and contain the devices’ media access control (MAC) addresses. MAC addresses inside Wi-Fi packets can be used for beneficial activities such as crowdedness estimation, marketing, and hazard maps. However, the MAC address randomization systems introduced around 2014 make all conventional MAC-address-based crowd monitoring systems count the same device more than once. Therefore, there is a need to create a new crowd monitoring system tolerant to MAC address randomization to estimate the number of devices accurately. In this paper, Vision and TrueSight, two new crowd monitoring algorithms that estimate the number of devices, are proposed to prove that MAC-address-based crowd monitoring is still possible.

In 2014, vendors began putting MAC address randomization systems into their devices to protect users’ privacy. For example, in 2015, Microsoft added a MAC address randomization system to Windows 10 [11]. In Windows 10, random addresses are used not only for probe requests, but also for connecting to a network. To ensure that the client always uses the same address when connecting to a specific network, the following formula is used to calculate addresses:

\[
addr = SHA − 256(SSID; macaddr; connId; secret)\] [6]

Here, SSID is the name of the network, macaddr is the original MAC address, and connId is a parameter that changes if the user removes (and re-adds) the network from its preferred network list. secret parameter is a 256-bits cryptographic random number generated during system initialization. This number is unique per interface and remains the same across reboots.

In 2014, there was a commit that added a MAC address randomization system into the Linux kernel [12]. Furthermore, in 2015, wpa_supplicant, a type of Wi-Fi management software for Linux, also started supporting randomization from version 2.4 [13].

In 2014, Apple added a MAC address randomization system to iOS 8 [14]. In iOS 8, randomized addresses are only used when they are not connected to any AP and in sleep mode. In iOS 9, they are also used when not connected to any AP and in active mode [15]. In iOS 14, iPadOS 14, and watchOS 7, Apple added per network MAC randomization support [16, 17].

In 2015, Google added a MAC address randomization system to Android 6.0 [18]. In Android 6.0, randomized addresses are only used when they are not connected to any AP. Starting from Android 8.0, Android devices use randomized MAC addresses when probing for new networks and are not currently associated with a network. In Android 9, Google added per network MAC randomization support [19].

When these systems are turned on, the MAC addresses inside probe requests change once every few minutes. This makes malicious users unable to trace devices using MAC addresses. However, it also makes all conventional MAC-address-based crowd monitoring systems count the same device more than once.

Thus, this paper presents the design and implementation of a new crowd monitoring system that is tolerant to MAC address randomization. Vision and TrueSight were designed and implemented using Wi-Fi packets.
to show that it is still possible to develop a high-accuracy Wi-Fi packet-based crowd monitoring system.

The remainder of this paper is organized as follows. Section 2 presents an overview of the related works. Section 3 describes the goal of the study. Section 4 introduces the key concept of the proposed method. Section 5 shows how the method actually works. Finally, Section 6 concludes the paper.

2 RELATED WORKS

Several studies have attempted to reduce the impact of MAC address randomization. Nakata et al. [20] proposed a method that uses frame control, MAC addresses, inter-frame arrival time, sequence numbers, and received signal strength indicator (RSSI) to estimate the number of devices.

Vanhoef et al. [21] clustered probe requests based on the fingerprints of their frame bodies and sequence numbers to estimate the number of devices. They classified probe requests by fingerprints first and then distinguished devices by sequence numbers and packet arrival times. However, if a device is connected to an AP, it will send both probe requests and data packets. This means that the sequence numbers in probe requests will have a considerable gap when connected, leading to low estimation accuracy.

Bernardos et al. [10] studied the feasibility of MAC address randomization for associated devices in real-life conditions. Freuding [22] found that sequence numbers and timing information can be used to reidentify anonymized probes. Guo et al. [23] used the inter-frame arrival time and sequence numbers to detect spoofing on a network with a semi-active method. Desmond et al. [24] fingerprinted devices using inter-frame time analysis alone.

In this study, a new crowd monitoring method is proposed that uses data packets and beacons to separately consider devices that are already connected to APs and those not connected to APs. To the best of our knowledge, there are no studies considering this, and we believe that this will make a more accurate estimation system.

3 ISSUES AND OBJECTIVES

In this study, the aim is to classify MAC addresses and estimate the number of devices accurately.

3.1 MAC addresses Classification

Many studies assume that all devices randomize their MAC addresses. However, when a device is connected to an AP, it can be ensured that its MAC address will not change randomly. This is because devices and APs use their MAC addresses to transfer Wi-Fi packets when connected. If they change their MAC addresses, the connection is terminated immediately, leading to a bad user experience. In this study, MAC addresses are classified into three groups.

- Those of devices already connected to APs
- Those of devices not connected to APs
- Those of APs

To classify MAC addresses, beacon packets, data packets, and probe requests are used. They have the following properties, respectively:

Beacon packets are sent by APs. They are used to tell the surrounding devices their existence, and they contain APs’ MAC addresses. Unlike devices, APs do not change their MAC addresses.

Data packets are sent by both APs and devices. They are used to transfer data, and they contain both devices’ MAC addresses and APs’. These packets are sent only when the connection is established.

Probe requests are sent by devices. They are used to tell the surrounding APs their existence, and they contain the devices’ MAC addresses.

The type of Wi-Fi packets can be distinguished by checking frame control. It is necessary to have a system to observe whether a MAC address is randomly generated.

3.2 Accurate estimation

The aim is to find a method to accurately estimate the number of devices. In the previous section, MAC addresses were classified into three groups. Because devices do not change their MAC addresses when connected to APs, the number of MAC addresses can be simply counted to obtain the number of connected devices. However, this method cannot be used for devices that are not connected to APs. Therefore, there is a need to find parameters other than MAC addresses to estimate the number. In this study, hard-to-modify parameters in the frame body and sequence numbers in sequential control are used to achieve this.

4 PROPOSED METHOD

Our proposed method consists of two parts: Vision and TrueSight. Vision classifies MAC addresses and observes frame bodies in probe requests to estimate the number of devices. TrueSight observes sequence numbers in sequential control to count.

4.1 Vision

The essential idea behind Vision is to classify the MAC addresses, as shown in Section 3.1. To do this, the following four elements in Wi-Fi packets must be checked: frame control, destination address, source address, and frame body. A flowchart of Vision is shown in figure 1.

The procedure of Vision is shown as follows:

1. Classify Wi-Fi packets into three groups: beacon packets, data packets, and probe requests, by checking frame control.
2. Gather MAC addresses from the source address in all beacon packets. These are the MAC addresses of APs.
3. Gather MAC addresses from the destination address and source address in all data packets and remove those of APs. The remaining MAC addresses belong to devices that have established connections with APs. The number of MAC addresses is the number of devices that have established connections with the APs.
4. Gather MAC addresses from the source address in all probe requests and remove those of devices which have established connections with APs. The remaining MAC addresses belong to devices that have NOT established connections with the APs.
(5) Check the frame bodies of the probe requests sent by devices which have NOT established connections with APs. Remove the service set identifier (SSID) parameters and direct sequence spread spectrum (DSSS) parameters, and the number of the kinds of remainders will be the number of devices that have NOT established connections with APs.

(6) Calculate the sum of Step 3 and Step 5. The result is the number of devices nearby.

In Step 5, it is assumed that the number of unique frame bodies is the number of devices that have NOT established connections with APs. This is because frame bodies in probe requests contain many characteristic and hard-to-modify parameters, and we can use them to distinguish devices.

Table 1 shows the major parameters in frame bodies inside probe requests [25]. Of all the parameters, we remove the SSID parameter and DSSS parameter from frame bodies because we assume they are easy to modify and do not have characteristics for distinguishing between devices. Then, Vision check the number of the kinds of remainders to estimate the number of devices accurately.
Table 1: Major parameters in Frame Body inside probe requests

| Tag number (1 octet) | (Tag name)                      | Tag length (1 octet) | Contents                                                                 |
|---------------------|--------------------------------|----------------------|--------------------------------------------------------------------------|
| 0                   | Service Set Identifier (SSID) Parameter | Less than 256        | SSID that the device wants to connect with                               |
| 1                   | Supported Rates                 | 8 or less            | Data transfer rates which the device supports                             |
| 3                   | Direct Sequence Spread Spectrum (DSSS) Parameter | 1                | Device’s channel setting when sending the probe request                  |
| 50                  | Extended Supported Rates        | Less than 256        | If a device supports eight or more data transfer rates, this parameter will be used |
| 221                 | Vendor Specific                 | Less than 256        | Vendor specific information (e.g. Who made this device)                  |

4.2 TrueSight

Because devices with the same model have a high chance of using the same frame body, Vision cannot distinguish them properly in Step 5. Thus, another parameter must be found to distinguish them.

In TrueSight, another element is used in Wi-Fi packets: sequential control. It contains sequence numbers that show how many Wi-Fi packets a device has sent. If a device is not connected to any AP, it will not send any packet other than probe requests, so there is a high probability that its sequence numbers will be consecutive. For two reasons, the single linkage method, a type of hierarchical clustering method, can be used to estimate the number of devices accurately.

- Sequence numbers in probe requests sent by the same device have a high chance to be consecutive or close values.
- Sequence numbers in probe requests sent by different devices have little chance to be close values.

Flowchart of TrueSight is shown in figure 2. The procedure of TrueSight is shown as follows:

1. Follow the procedure of Vision until Step 5.
2. For each frame body, gather sequence numbers from sequential control in probe requests, set a proper threshold and apply single linkage method to them. Then, the number of clusters is recorded.
3. Calculate the total number of clusters. This is the number of devices that have NOT established connections with APs.
4. Calculate the sum of Step 5 in Vision and Step 3 in TrueSight. The result is the number of devices nearby.

5 EVALUATION

5.1 Reducing the impact from MAC address randomization

To observe whether Vision can reduce the impact of MAC address randomization and estimate the number of devices using data packets, beacon packets, and probe requests, a system was created to capture and analyze packets and check the difference between the number of MAC addresses not connected to APs and the number of frame bodies.

We experimented to check if Vision can estimate the number of devices properly in the laboratory, from September 15, 2020, to September 21, 2020. Figure 3 shows the system used in the experiment. This system consists of two devices, a Raspberry Pi that can execute Vision, and a Wi-Fi adapter that can turn on the monitor mode and capture packets.

In the part of the Raspberry Pi, we installed Raspberry Pi OS as operating system, aircrack-ng and iwconfig for configuring the Wi-Fi adapter, tshark and tcpdump for capturing Wi-Fi packets, and Python 3.7 for making Vision. To make Vision, we used datetime, json, os, requests, subprocess, sys, time, watchdog Python libraries.

For the Wi-Fi adapter, we used the Panda 300Mbps Wireless N USB Adapter Model PAU05. It has a Ralink RT5372 chipset and can capture 802.11b/g/n (2.4GHz) Wi-Fi packets.

5.1.1 Experiment result. Of all the data, the analysis data on September 19, 2020 is shown in figure 4, which clearly shows the influence of MAC address randomization. The influence is also detected on other days, but the data on September 19, 2020 is the most obvious one. From figure 4, it can be seen that there is not much difference between the number of MAC addresses that only send probe requests and the number of unique frame bodies, until 10
A.M. However, they differ significantly after that time. By checking every packet detected, it was found that there were 440 MAC addresses that sent packets with the same frame body from 10:40 to 17:10. Since all of our lab’s devices were connected to Wi-Fi routers during the experiment, there is no doubt that these packets were sent by outsiders. All 440 MAC addresses were detected only once, and it was concluded that these MAC addresses were randomly generated by one device, and Vision succeeded in reducing the impact of MAC address randomization.

5.2 Number of devices estimation
In this section, we evaluate how accurately TrueSight can estimate the number of devices using sequence numbers. Because it is challenging to prepare many devices using the same model, we implemented a simulator to generate a realistic dataset with many nodes. Then, we verified how many times TrueSight estimated the number accurately with the dataset.

5.2.1 Dataset preparation. Our simulator generates the dataset as follows:

1. Decide the number of the devices (X) and the probe requests sent per device (Y).
2. Choose a random integer from 0 to 4095 and record it. Because sequence numbers are within the range of 0 to 4095, we cannot choose a number out of its range.
3. Add a random integer from 1 to 49 to the last number recorded and record the result of addition. If the new number is 4096 or more, subtract 4096 from it first, and then record the result of subtraction. This is because in the experiment of Vision, there was no device that the maximum gap between any pair of adjacent sequence numbers was 50 or more.
4. Repeat Step 3 for (Y-1) times, respectively. This step aims to imitate a situation in which a device sends Y probe requests.
5. Repeat from Step 2 to Step 4 for (X-1) times. This step aims to imitate the situation in which X devices send probe requests.
6. For all the numbers recorded, set the threshold to 50 and apply single linkage method, one kind of hierarchical clustering methods.
7. The number of the clusters made by Step 6 is the number of devices. This is because it is guaranteed in Step 3 that the maximum gap between any pair of adjacent sequence numbers sent by the same device is less than 50.

Clusters made in Step 6 guarantees that the minimum number is 1, and the maximum number is \( \min(\left\lfloor \frac{4096}{50} \right\rfloor + 1, X + 1) \). For the minimum case, this will occur when all sequence numbers are so close that any pair of adjacent sequence numbers differs by less than 50. For the maximum case, there are two possibilities.

- Any pair of adjacent sequence numbers differs by exact 50. In this case, the number of devices is \( \left\lfloor \frac{4096}{50} \right\rfloor + 1 = 81 + 1 = 82 \).
- Any pair of sequence numbers sent by different devices differs by more than 50, and one of the devices reached 4095 and went back to 0. In this case, this device is counted twice, and the number of devices will be \( X + 1 \).

To reduce the influence of random number bias, this experiment was carried out 10,000 times, and the number of times TrueSight estimated the number of devices correctly was recorded.

We used Python 3.7 to implement the simulator, which is made up of numpy, pandas, scipy, matplotlib, random, and collections Python libraries.

5.2.2 Experiment result. Table 2 is the experiment result when fixing the value of X and changing the value of Y. Bold text indicates that the estimated number of devices matches with the actual one. From the result, we can say that when the number of probe requests per device goes up, the accuracy goes down. This is because the more probe requests are sent, the higher is the probability of sequence numbers becoming close. Nevertheless, TrueSight can estimate the number of devices to a certain extent. If an acceptable error range of 1 is set, the accuracy will be over 80%. To make the estimation more accurate, probe requests must be captured not only at least once, but also as few as possible. According to the research by Julien Freudiger [23], devices send their probe requests about once a minute. Therefore, to use TrueSight in a practical situation, setting capture time to one minute is sufficient.

Table 3 is the experiment result when fixing the value of Y and changing the value of X. From the result, we can say that when the number of devices goes up, the accuracy goes down. This is because the more devices there are, the higher the chance of sequence numbers becoming close. Nevertheless, TrueSight can estimate the number of devices to a certain extent. If we set an acceptable error range of 1, the accuracy will be more than 75%.

From the two experimental results, we can say that TrueSight is able to estimate the number of devices. To make the estimation more accurate, we need to capture probe requests not only at least once, but also as few as possible.

6 CONCLUSION AND FUTURE WORKS
In this study, a new crowd monitoring system was developed that is tolerant to MAC address randomization. It was found that using characteristic and hard-to-modify parameters inside probe requests is a good way to reduce the impact of randomization. Furthermore,
our system only counts the number of devices and does not identify them. This means that if a person turns on the randomization system, our system can count their device once, but it cannot identify them because devices with the same model have a high chance of using the same frame body. Therefore, our system enables users’ privacy and crowd monitoring to coexist. Moreover, our system does not require users to install special software. It only requires users to turn on the Wi-Fi function to gather information. This means that more information can be obtained compared to other systems. We believe Vision and TrueSight open up new directions of research on Wi-Fi-packet-based crowd monitoring system.

Our future work will include checking the difference between the estimated number of devices by Vision and the actual one, and testing TrueSight in practical situations. It was verified that Vision could estimate the number of devices while reducing the impact of MAC address randomization. However, the number of devices was not counted, so it could not be checked whether the estimated number was accurate. In addition, it was verified that TrueSight could distinguish devices using the same model, but it was only tested in the simulated data. Therefore, there is a need to test this method in actual situations to determine whether it works well.
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