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Abstract: This work describes how open data and human computation can be brought together through blockchain to foster the collaboration of citizens on the continuous enhancement of open data portals. For that, it contributes with a set of enhancements to the widely adopted data management tool Comprehensive Knowledge Archive Network (CKAN), to allow full audit and management of the change requests posed by citizens to datasets in open data portals. User contributions’ sustainability in time is tackled by providing rewards to users through AudaCoins, a currency that rewards citizens according to their refinement contributions, thus encouraging their continuous engagement with city co-creation activities.
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1. Introduction

Human computation, or human-based computation (HBC), is a field that considers the design and analysis of information processing systems in which humans participate as computational agents [1], often as part of their interaction with the real world [2]. On the other hand, internet of people (IoP) [3] is a new internet paradigm where humans and personal devices are not seen merely as end users of applications but become active elements of the internet. It represents the mapping of social individuals and their interactions with smart devices to the internet. It focuses on data collection, modelling, analysis, and ubiquitous intelligence for a wide range of applications of crowd sourced, internet-based personal information. Computation on the edge, not only by making use of blockchain but also making use of people, is a promising endeavour of latest generation computing systems.

Open government data [4,5], i.e., governments’ promotion of transparency, accountability, and value creation by making government data available to all, is promising, but the take up has been lower than expected. One of the main issues is usually the long-term sustainability issues of open data repositories. It is common to initiate new repositories, but it is harder to maintain them across time. This impedes a further usage from society and industry of this theoretically very valuable information. Applying crowdsourcing [6] to make open data sustainable without public administration intervention has been previously attempted. Gamification [7,8] and other user-engagement strategies have also been employed to maintain the user motivation towards contributing high quality contents that complement public administration provided information. Anyhow, there are usually some barriers that have prevented a further adoption of this approach:

• Civil servants are reluctant to moderate the contents provided by end-users. Often, they complain that it is harder and less efficient to curate user generated information than to provide this information themselves.
• End users are usually initially motivated, but their contributions are diminished as time passes, since often they do not get feedback from the public administration or they do not perceive any individual benefit out of their altruistic behaviour.

AUDABLOK is our proposed solution to devise a software framework which addresses these challenges, i.e., how to make open government data portals increasable, evolvable, and sustainable in time. The combination of the human computation approach and the internet of people paradigm are indeed suitable to address these issues. This paper combines end-user intervention and blockchain [9] to realize sustainable open government data portals. It explores how consumers of open data can be turned into prosumers of open data, refining and enhancing contents, by adopting incentivized crowdsourcing, and thus encouraging a more proactive behaviour of users.

2. Related Work

Since the first public administrations started sharing their data as open data, the idea of open government has been disseminated around the world rapidly. As described by the open data barometer [10], Europe leads the region ranking, with widely known initiatives like data.gov.uk (UK) or opengov.se (Sweden). However, most of countries which have started adopting open government policies have serious deficiencies on exploiting the potential of open data. Many of them are focused only on implementing open data portals, placing little efforts on bringing open data closer to entrepreneurs and citizens through Application Program Interface (APIs). More importantly, many of the available open data portals face ageing issues [11] due to their lack of maintenance and updates.

Trust, immutability, transparency, and traceability are compulsory characteristics for democratic governments. Public administration and services should be grounded in those as they fulfil the minimum requirements to create adequate collaborative environments between different stakeholders. Blockchain is a disruptive technology which is meant to provide a verifiable, immutable, traceable, and decentralized registry of transactions. It was first presented in 2008 to serve as the decentralized public transaction ledger of the cryptocurrency bitcoin [9]. The bitcoin cryptocurrency is the most widely deployed use case of the blockchain technology, proving that blockchain is a disruptive technology for financial sectors but still facing acceptability and governance issues [12]. On top of blockchain, smart contracts, i.e., self-executing scripts that reside on the blockchain, take place. These scripts allow transactions to happen in the blockchain autonomously, avoiding the need of interaction from third parties. Given their features, blockchain, and smart contracts are suitable tools to enhance and complement various public services and automatize public administration procedures [13,14]. One stereotypical case is the one represented by open data portals, as in this work.

The European parliamentary research service’s scientific foresight unit advocates blockchain with disruptive effect and impact on lives e.g., public services, such as record keeping without need of a third party, making the processes efficient and affective [15]. In early 2018, PricewaterhouseCoopers (PwC) published a report on potential use and benefits of blockchain and highlighted it as the next innovative technology for making cities smarter [16]. PwC highlighted potential increased productivity, efficiency in processes, and sustainability benefits to cities. These facts are clear indicators that blockchain can revolutionise and change current public administrative processes and procedures. They are aggressively exploring new domains, applications, and workflows where blockchain brings new efficiencies to costly, slow, or unreliable transactions. In the context of smart cities, we believe that further investigations are required to define new models for open governance, partnership, and collaboration by considering the concepts of open governance and active participation of citizens. Hence, this work explores how blockchain can reliably trace user contributions to data and participation in co-creation processes, such as enabling the development of novel business models based on the collaboration and partnership of government and its stakeholders.

A smart oracle [17], in the context of blockchains and smart contracts, is an agent that finds and verifies real-world occurrences and submits this information to a blockchain to be used by smart contracts. In other words, a smart oracle is a data feed—provided by third party service—designed for use in smart contracts on the blockchain. In the context of this work, we have enhanced CKAN [18] tool
with a smart oracle which feeds Ethereum [19] blockchain network, recording the refinement transactions of open data initiated by citizens/end users.

This work aims to improve citizen collaboration through incentivisation and recognition, i.e., trustworthy recording of citizen collaborations. Creating a collaboration ecosystem through the citizens and public administration (PA) is important to develop a sustainable smart city but it could be hard to achieve. Citizens are usually not engaged for collaboration activities due to the lack of agile and efficient channels to do it. Incentivizing citizens for different activities, e.g., recycling, using public transport and so on, is vital for achieving citizen’s continuous involvement. However, it is difficult to find really enduring incentives to involve citizens and engage them for enhancing the community. AUDABLOK employs blockchain technology to deal with rewarding and recognition aspects, which we consider key to achieve sustainable engagement from citizens, inspired by previous attempts to seek higher co-creation from citizens through blockchain [20]. AUDABLOK is grounded on our previous work towards more democratized e-services through the involvement of citizens in their commenting and annotation by means of gamification and human computation [21].

3. AUDABLOK Framework

The technical approach, followed by AUDABLOK, is to integrate blockchain, concretely Ethereum [19]—an open source, public, blockchain-based distributed computing platform and operating system featuring smart contract (scripting) functionality—into the open data management software CKAN [20]—an open source data platform which makes data accessible by providing tools to streamline publishing, sharing, finding, and using data. It is arguable that other blockchain networks could have been selected, e.g., Hyperledger [22]. Still, it was important to select a public blockchain network with the same open spirit as the open data movement. Anyhow, the AUDABLOK framework has been designed to make it completely blockchain-network agnostic. Indeed, Figure 1 shows the main blocks that constitute the AUDABLOK framework, namely (a) data lifecycle registry module; (b) blockchain protocol integration module; (c) citizen collaboration module; and (d) data exploitation module. The blockchain protocol integration module acts as a smart oracle, which is blockchain network agnostic and pluggable to other distinct blockchain networks. Notably, AUDABLOK relies on already widely accepted tools to perform: (a) holistic dataset management (CKAN); (b) configuration of a fully decentralized solution (Ethereum); and (c) manage the handling of issues raised as a result of the user-generated contributions to open data (Redmine [23]).

![AUDABLOK conceptual architecture.](image)

3.1. Data Life Cycle Registry Module

This module manages the life cycle of data and registers its actions over each of the datasets. CKAN does already cover most of the functionality associated to data life cycle management. However, some extra capabilities which would promote contributions from citizens, like registering all the activities carried out over datasets or the visualization of the data activity registry, are not provided by default. Therefore, this module extends CKAN with the capability to register a new set of lifecycle activities which comprise actions that end users can undertake upon public domain datasets.
Notably, the CKAN data model distinguishes between datasets and resources, being a dataset the meta-package which brings together several resources, i.e., the different files which belong to a given dataset. For instance, a dataset could be composed of several resources which represent the same data in different formats (CSV, JSON, XML, etc.). Another example could be a dataset where the different resources assembling it would be data belonging to the different months of a temporal series. Management of datasets and resources is similar within CKAN. Consequently, therefore they are treated similarly in this work.

Indeed, CKAN currently registers the following activities over a dataset or a resource:

- **NEW**: reflects that a new dataset/resource has been created.
- **CHANGED**: reflects that the dataset/resource has been modified.
- **DELETED**: reflects that the dataset/resource has been deleted.

However, AUDABLEK registers the following extra activities, which are important to record end-user contributions:

- **PULL_REQUEST**: issued every time a user requests the open data portal moderators to include their contributions over the original resource or a dataset. This request remains in standby until the dataset owner (normally the public administration) accepts the proposed contribution.
- **PULL_REQUEST_ACCEPTED**: reflects when a request from a user to contribute over a resource of a dataset requested has been accepted.
- **PULL_REQUEST_REJECTED**: reflects when a request to contribute over a resource of a dataset requested by a user has been rejected.

Figure 2 shows the workflow that must be followed when issuing a request for modification of a data resource managed by CKAN and empowered by AUDABLEK:

1. Metadata generation: firstly, the component retrieves the metadata needed for the block generation. Figure 3 shows the class diagram for package (dataset) and resource classes.
2. JSON document creation: once all the metadata has been compiled, the JSON document to be written into the blockchain is created. In the case of the resources, besides the metadata, the following contents are published:
   - New resource: the checksum of the file is calculated.
   - Resource modification: the checksum of the diff between the original and new files is calculated.
   - Resource deletion: no new material is added, but the file is marked as deleted.
3. Hexadecimal encoding: once the JSON document has been generated, it is encoded into hexadecimals to be sent to the blockchain.
4. Publication request: in this step, a request is made to the system to generate and write the blocks in the blockchain protocol corresponding to the activity performed over the dataset or resource.
5. Transaction storage: in the case that the activity publication over the dataset or resource has been satisfactory, the transaction ID will be published together with the rest of the metadata.
6. Notification: in the case of the dataset or resource publication has not been satisfactory, a notification (e.g., an e-mail) is sent to the dataset author.

In this way, all the activity registered in the data repository is accordingly recorded in the blockchain, thus being audited on behalf of the users of the activity.
3.2. CKAN Blockchain Integration Module

One of the most important innovations brought about by AUDABLOK is its capability to trace and audit any activity performed over a public dataset in the blockchain. This module oversees the writing and reading of the different components of the architecture and maps them into queries of the specific blockchain protocol. In this work, we have tested our approach with Ethereum [19]. However, this module can be reimplemented for as many blockchain protocols as needed, e.g., Alastria [24], being easily replaced through CKAN reconfiguration. This is possible by means of a set of actions defined in the CKAN API. If these actions are implemented, any blockchain protocol could be integrated in the platform. The activities performed by such a module are:

1. Integration of user accounts with accounts from blockchain protocol. Each of the users registered in the AUDABLOK platform must have an account for the selected blockchain protocol. A blockchain account is an address at the blockchain in which transactions are registered. The user owning the private key of the account is the only one who can decrypt it and send cryptocurrency from this account to another. During the registration of transactions in the blockchain (particularly for the case of Ethereum), costs that have to be redeemed by the different parties involved in the different processes (datasets publication, algorithms exploitation, etc.) are generated. In AUDABLOK, costs related to the publication of datasets are redeemed by an account belonging to the public administration. On the other hand, citizens must have their own account in order to receive rewards for their participation in the open data portal and consume different services related to datasets.

2. Writing and reading in the blockchain. This module offers the needed operations to write in the blockchain selected, in a transparent manner. It offers the possibility to operate at block, account, or smart-contract level.

3. Reward management support. This module allows citizens who collaborate enriching data to be rewarded, through the desired cryptocurrency.
4. Interaction with the smart contracts. Through AUDABLOK, developers and data scientists are able to promote their algorithms oriented towards enriching and providing added value to the data stored in the repository. These developers can be rewarded through the blockchain protocol selected cryptocurrency (Audacoin in the case of AUDABLOK). Currently, moderators of open data portals grant amounts of cryptocurrency according to the effort and value of the contributions performed by citizens.

Transaction duration on Ethereum depends on the gas price that the user pays when performing a transaction that implies writing in the blockchain, and it is classified on fast (less than 2 min for processing a transaction), standard (less than 5 min), and safe low (less than 30 min). The gas price depends on the value of the ether at the time of performing the transaction. At the time of writing this paper, the gas prices were around 10 GWEI ($0.037) for fast transactions, 1.5 GWEI ($0.005) for standard transactions, and 1 GWEI ($0.004) for safe low transactions. Considering that the process of writing into the blockchain performed at AUDABLOK is done in back-end and no immediate response is needed, standard or even fast safe gas prices could be considered. Audablok saves the checksum of the dataset, not the dataset itself, so transaction time is the same regardless of the size of the resource.

3.3. Citizen Collaboration Module

One of the core features of AUDABLOK is to promote citizen collaboration where they can contribute correcting existing data resources’ contents or adding new datasets or resources to the open data portal. For that, AUDABLOK offers a module to promote citizen collaboration which allows citizens to publish their datasets or correct existing datasets resources. The publication of new datasets has been performed following the by-default process defined in CKAN, which has been instrumented to register new dataset transactions in blockchain. Contributions to existing datasets have been defined through an AUDABLOK enabled new process.

This process is grounded on the concepts of fork, pull request, and merge, widely known by those using the Github [25] source code repository. This process is carried in a completely unobtrusive manner through a set of web forms integrated with CKAN, where:

- **Fork**: describes the process of creating a new branch from an existing repository. The objective of the process is that the user creates its own repository from an existing one, so that they can modify it without interfering with the original repository. In AUDABLOK, this process allows a user to create their own branch from an existing dataset to undertake its modifications and contributions to the composing resources.

- **Pull request**: is a request to introduce the modified contents by the user in their own branch into the original repository. The user creates a request explaining the modifications and the owners of the original repository decide whether to accept the changes or not. In AUDABLOK, this process allows to integrate the changes performed to resources of the original dataset, if the administrator of the original dataset confirms their acceptance.

- **Merge**: during this process, the modified resource in the new branch is integrated in the original repository. Two different situations can be given:
  - There is no conflict between the resource in the pull request and the resource in the original repository. Therefore, the integration can be performed in an automatic manner.
  - There are conflicts among both resources, therefore, the admins of the original repository will have to perform the merging manually.

AUDABLOK provides the tools needed to carry out this process in a visual intuitive manner, integrated within the CKAN tool and without forcing end users to use Git-related low level details. Since the volume of change requests which can be submitted in a dynamic highly used open data portal might be big, AUDABLOK is considering integrating with the Redmine [23] issue tracker through its API. Redmine is a tool which would allow a fine-grained tracking of the issues posted through the CKAN enhanced forms provided by AUDABLOK.
3.4. Data Exploitation Module

This module manages everything related with monetizing data and services provided by AUDABLOK. On one hand, this module allows public administrations to reward users for their contributions to the datasets. For instance, by enriching/adding new data, correcting errors, or making improvement suggestions. Besides, users (companies releasing datasets) might also be rewarded when publishing datasets of public interest. This feature has not been implemented in the first version of AUDABLOK but will be considered in future work.

With the aim of incentivising users to enrich the existing datasets or to publish their own datasets, public administrations can establish a set of rewards. That way, they can factor out to the crowd part of the data maintenance and enhancement duties for their open data portals.

On the other hand, this module provides the needed mechanisms for developers and data scientists to promote their smart contracts, which implement the algorithms that can be executed over the data available in the repository. Future work in AUDABLOK will provide the tools to promote and monetize smart contracts. The current implementation of this module only integrates two essential smart contracts to trace dataset pull requests and get rewarded for them when they are accepted, as described in the following section.

4. Implementation and Validation

A fully working initial implementation of the AUDABLOK framework has been completed. Concretely, the following modules have been completed:

1. Data lifecycle registry module—as a CKAN extension, it implements the new operations over datasets and resources proposed by AUDABLOK, namely TRANSACTION_PUBLISHED, PULL_REQUEST, PULL_REQUEST_ACCEPTED, and PULL_REQUEST_REJECTED.
2. Blockchain protocol integration module—an API has been defined which is agnostic to the underlying blockchain protocol. The “data lifecycle registry module” makes use of this module to bridge the CKAN and blockchain network.
3. Citizen collaboration module. The implementation consists of a set of new screens integrated within the CKAN default interface for handling datasets and resources. The purpose of such screens is to map the “pull request” concept from GitHub into AUDABLOK. The current implementation has not been integrated into Redmine but is provided in a basic functional manner within CKAN.

On the other hand, only a first prototype of the data exploitation module has been completed:
4. Data exploitation module. Currently, it incorporates the smart contract responsible for granting AudaCoins to users contributing with information.

4.1. Citizen Collaboration Extensions to CKAN

Figure 4 shows how an end user might request a change of an existing resource by clicking on button “Edit”, which leads a user to Figure 5, a screen where the user can give a title and description to the change requested and directly edit their modifications on the resource editable panel. Once a request for change has been submitted, users and administrator see screenshots to manage pending requests, as the one shown in Figure 6. Finally, Figure 7 shows how a resource administrator might review the changes performed (red are deletions and green are additions). If it agrees with the proposed changes, they can click on “Accept”, granting the user who made the change with the amount of AudaCoins that they have previously agreed on. Alternatively, the administration may reject the change request by clicking on the “Discard” button.
Figure 4. Dataset description in CKAN.

Figure 5. Form for user to submit modification request for dataset administrator.
4.2. Blockchain Smart Contracts to Redeem Citizens

Within the “data exploitation module”, two smart contracts have been provided. Solidity [26] language has been used to implement these contracts. The first one is the Audablok smart contract (see Figure 8) in which all the changes in the packages (datasets) and resources (create, modify, delete) and branches of them (new change request, accepted proposal, and declined proposal) are saved. Different mappings have been created in which these changes are recorded. An event is emitted when the blockchain is modified in order to have a historical view of the changes done. The second smart contract which has been developed is the AudaCoin contract and its goal is to create and manage the solution’s own coins. People who contribute to create datasets are rewarded with these coins.
4.3. Implementation Details

CKAN is an open source data platform which makes data accessible by providing tools to streamline publishing, sharing, finding, and using data. A plugin for CKAN, corresponding to data lifecycle registry module, has been developed where all the events related to resources and package are tracked, and the modification proposals are managed. The CKAN version used has been 2.8 which makes use of Python 2.7. This plugin calls to function exposed by a REST API, corresponding to the implementation of Blockchain protocol integration module, which is responsible for managing the blockchain transactions. The API has been developed using Python 3 programming language and Flask (1.0.3) web application framework. For the interaction with Ethereum web3.py (4.9.2 version), Python library has been used.

In the implementation of “blockchain protocol integration module”, Ethereum has been used. Ether can be transferred between accounts and used to compensate participant mining nodes for computations performed. Notice that Ganache [27], a personal blockchain for Ethereum development, has been used for the development of the first prototype of AUDABLOK. This tool gives the possibility to manage different user accounts with an initial balance of 100 ETH (ether is the currency in Ethereum) as it is shown in Figure 9. For example, the last account, which has 99,76 ETH and 125 transactions done, is the one that has been assigned to the admin user. Ganache also shows all the transaction done and information related to them.
5. Conclusions and Future Work

This paper has shown how open data and human computation can be aligned by means of adopting a solution based on blockchain in order to support the transparency and accountability principles of open government [4]. AUDABLOK extends the CKAN tool and interoperates with Ethereum to provide a trustful recording of citizen contributions to open data portal enhancements and to grant rewards to citizens for their collaboration activities with public administrations.

Future work should deploy this system through a real open data portal and the actual Ethereum network. It should also further extend the “data exploitation module”, so that a monetization scheme for open data portals can be enabled. The idea is that open data portals should not only be enhanced with the sponsorship by PAs of third party refinements, but private agents should also be willing to host data refinement services in the form of smart contracts which may be consumed and paid for by other users. Data analytics providers will be willing to host their logic within AUDABLOK-enabled open data portals to make them available for customers, and in exchange pay for the hosting, and hence support the continuous refinement of the portal coordinated by a PA.

Future work should also consider extending the AUDABLOK approach to other open government aspects beyond open data, e.g., recycling, usage of public transport, and so on. The very same strategy could be applied to other ubiquitous computing infrastructure with which users interact through blockchain. Hence, citizens would be rewarded when contributing to the city objectives, i.e., using the public transport, buying in local business, interacting with the smart infrastructures of the city, or providing useful ideas to improve the city.
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