An intrusion tolerant scheme of crosstalk attack based on multi-evidence trust model in multi domain optical networks
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Abstract. In order to improve the survivability of multi-domain optical networks, an intrusion tolerant scheme of crosstalk attack based on multi-evidence trust model in multi domain optical networks was proposed. By collecting and processing evidence and classified crosstalk attacks, the reputation of nodes and links in the intra-domain and inter-domain were calculated, and the application framework of the multi-domain optical networks crosstalk attack tolerant intrusion scheme was proposed. The analysis and experimental results showed that compared with the typical tolerant intrusion scheme, this scheme had better tolerant intrusion capability when multi-domain optical networks suffer from crosstalk attack.

1. Introduction

In a multi-domain optical network, crosstalk attacks seriously threaten the availability, integrity, and confidentiality of information transmission throughout the network, which can result in failure to complete normal communication tasks [1, 2]. Therefore, how to maintain normal communication in a multi-domain optical network under crosstalk attacks is an important issue.

In recent years, invasion tolerance technology has been extensively studied by experts and scholars at home and abroad. In order to solve the problem that reliability and security depend on cluster heads in communication, the literature [3] proposed a clustering routing scheme with intrusion tolerance, but this scheme cannot solve the problem of crosstalk attacks. Aiming at the problem of poor tolerance capacity in the existing tolerance model, the literature [4] proposed a distributed tolerance model based on voting. Although this model can quantify the problem, it was not suitable for multi-domain optical networks. By analyzing various attacks in the optical network, the literature [5] proposed an effective measure that can ensure the normal operation of the network when attacked, but this measure was complicated and required high cost. In order to maintain good quality of service (QoS) and improve resource utilization, the literature [6] proposed an intrusion tolerance model that can deal with large-scale denial of service attacks, but this model had little effect in solving crosstalk attacks. The literature [7] proposed an intrusion tolerance scheme based on trust access control called Q-TI, but this scheme cannot be directly applied to multi-domain optical networks. The literature [8] proposed an intrusion tolerance scheme based on trust relationship called J-TI, which analyzed the intrusion tolerance capability of IP networks and achieved good results. However, this solution was still not applicable to multi-domain optical networks.
At present, there is no research report specifically aimed at crosstalk attack tolerance technology in multi-domain optical networks. Therefore, this paper took crosstalk attacks as the research object and designed crosstalk attack tolerance scheme based on the multi-evidence trust model in multi-domain optical network, which improved the survivability of optical networks.

2. Trust relationship
Generally speaking, the trust relationship mainly exists in the interaction between people. Therefore, the trust relationship plays an important role in social networks [9, 10]. The similarity between the multi-domain optical network and the social network in trust relationship is as follows:

Firstly, trust existed between two entities. Trust was the relationship between the believer and the trustee. The inter-domain and network entities in the domain were in a relationship of mutual trust before being subjected to crosstalk attacks. Secondly, trust is one-way. In a multi-domain optical network, the trustee sends a communication request, and the trustee responds to the request. Thirdly, trust is not transitive. That is, the node A trusts the node B and the node B trusts the node C, but the node A does not necessarily trust the node C. Fourthly, trust changes dynamically. In a multi-domain optical network, it is uncertain whether each network entity is attacked and when the attack occurs, and the trust value of each network entity gradually decays with time.

3. Intrusion tolerant scheme of crosstalk attack based on multi evidence trust model in multi domain optical networks

3.1. The overall structure
In order to improve the survivability of multi-domain optical networks, this paper took crosstalk attacks as the research object, established multi-domain optical network trust relationships, and proposed crosstalk attack tolerance scheme based on multi-evidence trust model in multi-domain optical network. The program consists of three main modules: evidence collection and processing, trust management, and trust database. The evidence collection and processing module mainly collects and processes crosstalk attack information in the optical network through the link management protocol (LMP). The evidence of crosstalk attacks mainly includes the power value measured by the power meter and the spectrum, waveform and eye diagram measured by the OSA. The main role of LMP is to discover in time when an attack occurs in the optical network, and quickly transmit the situation to the evidence collection and processing module for processing through the control plane. The trust management module realizes the conversion of the basic trust distribution function through the construction of the basic trust function. At the same time, the module submits the calculated, stored and updated trust values to the trust data management center in the trust database. The trust data management center has a direct trust storage table, an indirect trust storage table, and a comprehensive trust storage table. At the same time, the trust data management center stores the reputation of each network entity. The overall structure of an intrusion tolerance scheme based on the multi-evidence trust model is shown in Figure 1.

At the same time this article makes the following rule:

Rule 1: the relationship between the trust manager and the trustee is the relationship between giving and being believed.

Rule 2: between domains, PCE acts as a trust manager, and nodes in each domain act as trust managers; in the domain, the source node of the crosstalk attack is located as the trust manager, and the alarm message is sent as the trust manager.

Rule 3: the range of trust value is [0, 1], and each network entity has an initial trust value.

Rule 4: the trust value of each trust manager and trustee is calculated, stored and updated in the trust management module.

Rule 5: each node only maintains the trust information of its neighbouring nodes. At the same time, each trust table is not independent, they are combined with the routing table to spread out.
Rule 6: after the end of an optical communication cycle, the trust value of each network entity has been calculated. At the same time, before entering the next optical communication cycle, the trust data management centre stores and updates each trust storage table.
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**Figure 1. The overall structure of this scheme**

Through the above analysis, the tolerance conditions of the tolerance scheme are as follows:

**Condition 1:** When the reputation between the trust manager and the trustee is greater than the reputation threshold, normal communication is performed.

**Condition 2:** When the direct trust value (called Drui-j) calculated by the trust value between the trust manager and the trustee is greater than the initial trust value, normal communication is performed.

**Condition 3:** When the trust manager and the trustee, the comprehensive trust value (called Mrui-j) calculated by the trust value is greater than the initial trust value, normal communication is performed.

The above three intrusion tolerance conditions are independent of each other, but in the application process of the intrusion tolerance scheme, there will be a sequence, see the application framework in section 3.2 for details.

### 3.2. Application framework

The multi-domain optical network crosstalk attack tolerance scheme based on the multi-evidence trust model established in this paper has specific applications as follows:

**Step1:** When a crosstalk attack occurs in a multi-domain optical network, after accurately detecting and locating the source of the crosstalk attack, LMP quickly transmits the situation from the control plane to the evidence collection and processing module. Among them, the located network entity is the trustee, and the point of alarm information is the trustee.

**Step2:** Calculate the credibility between the believer and the trustee, if it is greater than or equal to the credibility threshold, meet the conditions for normal communication; if it is less than the credibility threshold, then transfer to the attack evidence collection and processing module.
Step3: The evidence collection and processing module classifies crosstalk attacks. Then the module inquires about the attack category and the degree of damage of the network entity and submits it to the trust management module, and then calculates the trust value.

Step4: When the Drui-j obtained by the trust calculation is greater than the initial trust value, it meets the intrusion tolerance conditions and communicates normally, and the trust value is stored and updated at the same time; when the Drui-j obtained by the trust calculation is not greater than their initial trust value, then Go to the trust database module.

Step5: Calculate the trust value of the believer and the trustee, and then get the comprehensive trust value Mrui-j between them. When Mrui-j is greater than the initial trust value, the intrusion tolerance condition is met and normal communication is performed; when Mrui-j is less than the initial trust value, the intrusion tolerance condition is not met and communication fails. At this time, LMP communicates through each PCE to recalculate its path.

4. Simulation

4.1. Network structure and Parameter settings

In order to verify the reliability and effectiveness of the multi-domain optical network crosstalk attack tolerance scheme based on the multi-evidence trust model, this paper uses VPI simulation software developed by VPI system to design and simulate optical fiber transmission systems. The simulation structure diagram is shown in the figure 2. This paper compares and analyzes the tolerance scheme proposed in this paper called D-TI, the tolerance scheme Q-TI proposed in literature [7] and the tolerance scheme J-TI proposed in literature [8]. The inter-domain routing protocol uses the Open Shortest Path First-Traffic Engineering protocol based on Traffic Engineering (OSPF-TE), and the signaling protocol uses the Resource Reservation Protocol-Traffic Engineering (RSVP-TE). The information transmission bit rate in the network is set to 40Gbit / s, the NRZ format signal with a duty cycle of 1, and the wavelength is set to 20. The Bit-rate Default is 40GHZ and the Sample Rate Default is 160e9bit/s. Fiber attenuation coefficient and dispersion is 0.2e-3dB/m and 2.0e-9s/m² respectively. The initial trust value is set to 0.5.

4.2. Experiment analysis

Figure 3 shows the comparison of simulation results before and after tolerance. Before and after the intrusion tolerance scheme with the multi-evidence trust model added, the quality of the eye diagram changes significantly. After adding the relevant program modules of the multi-evidence trust model's
intrusion tolerance scheme, the signal that had been attacked by crosstalk was cleared by the influence of the intrusion tolerance scheme. Therefore, the intrusion tolerance scheme in this paper can ensure the normal communication of multi-domain optical networks.
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Figure 3. Comparison chart before and after tolerance

In the multi-domain optical network simulation environment of Figure 2, the relevant program modules of the D-TI scheme are added for experiments. At the same time, select OXC3 and OXC5 in D1 as the node A and node B of the experiment, select OXC8 in D2 as the node C of the experiment, and select OXC10 in D3 as the node D of the experiment. In the simulation experiment, it is assumed that the initial trust values of node A and node B are 0.9 and 0.6, respectively. If the attack strategy is adopted, a crosstalk attack occurs randomly in D1. The initial trust values of node C and node D are 0.5 and 0.4, respectively. If the attack strategy b is adopted, multiple crosstalk attacks randomly occur in the three domains.
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Figure 4. Tolerance under different strategies

From the simulation results shown in figure 4, it can be seen that when strategy a is adopted, the node A with a high trust value suffers very little impact after being subjected to crosstalk attacks, and the node A still maintains a high level of trust. This is because it is a boundary node in D1, and it has almost no information interaction with other nodes in D1. However, when the node B is subjected to
crosstalk attacks, the impact is greater, but after a certain period of time, it can maintain a basic level of trust. This is because the node is a boundary node in D1, and there are more opportunities for information interaction with other nodes in D1. When strategy b is adopted, the border node C has more information interaction with the nodes and D3 in the domain. After being affected by multiple attacks, it gradually loses the possibility of tolerance. At this time, the PCE in the domain will redistribute routes for the link passing through the node. At the boundary the node D of D3, because it has less information interaction with the nodes and neighbours in the domain, even if the entire network has multiple crosstalk attacks, there is little impact on it. Therefore, when the node D adopts strategy b, normal information interaction can be maintained.
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