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Abstract. Artificial immune systems are systems of artificial intelligence at the basis of work, which are based on the principles of the functioning of the biological immune system. These systems are of great interest from researchers developing models and algorithms in the field of machine learning for solving complex computational and engineering problems. In the presented work, a review of modern methods for the implementation of artificial immune systems is carried out, taking into account the results obtained recently.
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1. Introduction
Recently, machine learning systems are increasingly used in the study of a wide range of problems, the solution of which until recently was available only to humans. The most used machine algorithms are now algorithms of convolutional neural networks [1-10].

This popularity is due to two factors. First, convolutional neural networks currently demonstrate the best quality of pattern recognition and data classification among all existing methods. Secondly, a large number of software libraries have been implemented that allow a wide range of users to use convolutional neural networks.

However, it should be noted that convolutional neural networks also have a number of disadvantages, the main one of which, perhaps, is the long training time of such networks. In some tasks, this time can be tens of hours [11]. In addition, if such a network is trained to classify data according to a certain set of classes, then adding a new class requires a complete retraining of the network.

The artificial immune systems studied in this work do not have the disadvantages described above. Artificial immune systems are computing systems based on the principles of the biological immune system [12-17].

2. Review
The field of application of artificial immune systems is quite extensive. Currently, these networks are used for processing data without a structure [18], searching for anomalous data [19], control [20], solving problems of classification and optimization [21, 22, 23], information compression [24], security computer systems [25], machine learning [26, 27].

In the article [28], an implementation of an artificial immune system is presented, which makes it possible to recognize from 77.55% to 99.78% of the images of human faces presented to this system for identification.
The use of artificial immune systems for recognition of visual images is investigated in works [29,30]. In these works, a new algorithm for an artificial immune system is presented, which makes it possible to recognize such images in real time using a webcam. As a result of the experiment, it was determined that this artificial immune system can be successfully used not only to recognize the faces of people, but also any other objects. These works also investigate the possibility of using artificial immune systems in parallel computing systems. The developed artificial immune system can be trained in a new image at any time of its operation. It should also be noted that this system learns new images rather quickly. The advantages described above allow you to create artificial intelligence systems that learn in real time.

The article [31] presents a new set of multiple artificial immune system detectors for detecting malicious programs on mobile devices running the Android operating system. An artificial immune system with multiple detectors differs from the commonly used artificial immune system in that several sets of detectors are developed simultaneously through negative selection. The first set of detectors includes detectors associated with protected applications, the second set - related to malicious applications. An artificial immune system with multiple detectors also includes, along with the negative selection method, feature selection, known as the detector separation technique. The approach presented in this work allowed achieving recognition accuracy of 93.33%.

It should be noted that artificial immune systems are also used in desktop computers to protect against malicious attacks over the Internet. The article [32] investigated security systems based on an artificial immune system used in such computers. In works [33, 34], a fairly successful attempt was made to use an artificial immune system to solve the problem of identification and authentication of users using biometric data. For this purpose, iris recognition was used.

The works [35,36] consider the use of an artificial immune system in e-mail to solve the problem of detecting messages containing spam. To solve this problem, the authors proposed to use two classes of antibodies. The first class included antibodies that multiply when interacting with email messages in which spam is absent. The second class is those that multiply when interacting with mail messages that contain spam.

In [37], a detailed analysis of algorithms used in pattern recognition and intelligent analysis is made. An overview of the use of artificial immune systems in problems of authentication and identification of people using their biometric data is carried out. It is shown that these systems have advantages in use in comparison with "fuzzy extractors" and artificial neural networks. Possible solutions to the problem of secure storage of biometric data using an artificial immune system were also considered.

In [38], it was proposed to use an artificial immune system to detect information security incidents in intrusion detection systems. In this system, a modification of the clonal selection algorithm is considered, in which an external optimization structure is used, the principle of which is based on the use of the strategy of evolutionary algorithms.

In article [39], it is proposed to use an artificial immune system to identify the author of a Russian handwritten text based on his handwriting sample. When implementing this system, methods of negative selection, Erne idiotypic networks and risk theory were used.

The paper [40] presents a method for analyzing handwritten text, which is based on the principle of functioning of an artificial immune system. To solve this problem, a negative selection algorithm was used. The initial data for this system are the coordinates of the pen taken from the output of the digitizer, as well as the value of the pen pressure. This method allows for a text-independent analysis of the manuscript. According to the authors, it potentially has a higher analysis accuracy and, accordingly, expands the scope of online manuscript analysis systems.

The paper [41] considers the possible use of an artificial immune system to create a search system for design solutions in the electronic archive of design documentation. An immune multimodal algorithm was used as a search method. The descriptions of software implementation tools are given.

In article [42], a model of an intrusion detection system based on an artificial immune system is proposed. This model examines the abnormal behavior of packets in network traffic during transmission.
It combines machine learning rules and negative selection theory to improve the performance of an intrusion detection system. The article tested the proposed model on the DARPA1999 dataset.

In [43], a hybrid approach to predicting the temporal change in the parameters of an on-board automated control system is considered. To solve this problem, a modified immune clonal selection algorithm was proposed. The theoretical results obtained in this work can be used in the development of intelligent decision support systems for monitoring the state of complex technical objects of the rocket and space industry. Application of the proposed approach makes it possible to increase the operational efficiency and reliability of the operation of these objects.

In [44], an algorithm for an artificial immune system is proposed that allows solving problems of controlling autonomous systems, symbolic regression, and recognition of single characters. Based on the presented algorithm in the C# programming language, a software system has been developed that has shown its efficiency in solving the assigned tasks. Computational experiments were carried out for each considered problem. The accuracy of the results obtained was compared with that for such methods as: linear classifier (1st level neural network); k-nearest neighbors method; principal component analysis and quadratic classifier; support vector machine (Gaussian kernel); two-layer, three-layer and six-layer neural networks. In general, compared with these methods, the artificial immune system showed good results.

In [45], the theoretical foundations of the three main types of algorithms for the artificial immune system, such as the clonal selection algorithm, the negative selection algorithm, and the immune network algorithm, are studied in detail. The paper also discusses the possible benefits of artificial immune systems for understanding how real biological immune systems work.

To solve the problem of resource allocation when using an artificial immune system, an optimal approach based on control was proposed in [46].

In [47], studies were carried out on the use of dendritic cells to detect abnormal or dangerous events in the data stream.

In [48], a type of data space representation was proposed that can evolve and adapt over time, providing a link between the data and the immune algorithm itself.

In [49], it was proposed to use a model of an artificial immune system for early diagnosis of breast cancer. This model is called the artificial immune system for associative classification.

The goal of [50] was to develop a decentralized adaptive system capable of studying the model of incoming problems and being able to choose the best from a given set of solutions. The system presented in this work is based on the integration of three main theories in immunology: the theory of the immune network, the theory of danger and the theory of clonal selection. The efficiency of the proposed mechanism in real scenarios was tested experimentally on a physical network of real robots.

The application of the principles of artificial immune systems to control mobile robots is discussed in [51]. In this article, an algorithm for an artificial immune system was proposed by combining two models: clonal selection and the immune network. This hybrid mechanism has been tested on a real robot located in an unknown environment including obstacles. The main goal of the robot was to detect safe areas in the environment. The results obtained in various test cases indicate that the proposed model is viable and able to cope with different environmental conditions.

The article [52] presents a model of an artificial immune system using the CNN algorithm. The model is based on the bone marrow and thymus model. The results obtained and the time measurement carried out at the same time show that the model presented in this work can be implemented in applications in real time.

3. Conclusion
The literature review presented in this article is, of course, incomplete. This is due to the fact that artificial immune systems are a rapidly developing and promising direction in the development of machine learning and the scope of their application is extremely wide. Nevertheless, we very much hope
that this work will be useful both for specialists in the field of artificial intelligence and machine learning, and for scientists working in related fields of knowledge.
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