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Abstract. Improving cyber security is the purpose of all states. Military-industrial complex is in need of creating innovative protection systems for their cyber space. A lack of such security systems can lead to the global disaster, using nuclear weapons. Today’s legal regulation of the national personal data still does not provide for legal regulation of user data which can be obtained via gadgets fitted with cameras, speakers, applications. Apart from information leakage as a result of hacker attacks, and accidental cyber leaks, the great problem is related to unlawful leakage and data stolen by company employees. Although the legislation of personal data protection is improving with allowance for precedents in this sphere leading to cybercrimes, an amount of unlawful use of personal data by company employees do not decrease due to a lack of accountability and behavior code in the sphere of personal data processing.

1. Introduction

The dramatic surge of digital technologies and approaches has a great impact on the society in general and every individual in particular. Legal issues caused by the development of digital technologies are covered in works of Voskresenskaya E.V. [1], Mokhorova A.Y. [2]. It is related to changes in the structure of business, healthcare and public sector. This raises the problem of confidentiality and personal data protection. It is worth noting the work by Kosarev S.Y. [3] about electronic signature as an instrument of theft. Patterson N. [4] proposed a model for detection of virtual property theft. In his publication Tebryaev A.A. [5] highlighted current types of terrorism expansion. In the 21st century national and regional security faces new security challenges. Apart from geopolitical problems there is the Umbrella Challenge [6], the hybrid-warfare and cyber-threats, which unites the planet at the moment. It is not enough for every state to have the armed forces and the intelligence service, the state is in need of resources to prevent cyber-threats and to protect its information space.

Information warfare can be considered as a communication technology, the main goal of which is to achieve information superiority in the interests of the national strategy. In addition, the information warfare can be regarded as public relations [7] with unauthorized work in other country’s cyberspace.
If to draw a parallel between geopolitical relations, the information warfare will set off when actors of the international process expect to achieve superiority in the economic, military, political, and other spheres by affecting intensely other cyberspace. The above-stated concepts characterize direction of the information effect. Initially information superiority or information warfare were used for military purpose and were targeted primarily at the military. Today’s world has undergone some changes in the area of digital technologies and approaches. At present information is targeted at the public opinion in this or that country. Digitalization of interaction and development processes requires to ensure complex cyber security.

In the current context information confrontation is considered along with armed struggle, political and diplomatic confrontation, economic competition, interstate rivalry in science and technology, where the targets of the information impact are top political and military Establishment, public opinion, information and telecommunication systems, communication means and systems of rival states, information resources, means of weapon and military equipment informatization, information systems of governmental bodies, banking and economic spheres. These issues are touched upon in the works by Geaza N. [8], Damenu T. [9], Jansen J. [10], Rajivan P. [11], Stewart H. [12], Addae J. [13], Yuryna Connolly L. [14], Schaab P. [15], Ray A. [16], Taheroost H. [17], Alavi R. [18], Pattinson M. [19], Kelley T. [20], Pipiros K. [21], Ilin I.V. [22], Bolsunovskaya M. [23], Kozlov O.A. [24], Qassim Q. [25], Herrmann A. [26], Raban Y. [27], Ani U. [28], Caron F. [29], von Solms B. [30], Renaud K. [31].

2. Methods

Using general scientific methods of analysis and synthesis, the authors study terms and concepts applied by international actors in the area of digital technologies and approaches. Unification of term bases – “information”, “cyber security”, “cyber space” – ensures consolidated understanding how NATO member states and Commonwealth of Independent States perceive their own and other cyber space, how they work in there, and how they interact.

The method of administrative and legal regulation allowed studying contemporary legislative mechanisms of modernizing management decisions in the area of digital technologies and approaches at the national and international levels of cyber space.

Using the method of discretionary protection and personification of information, the authors systematize and actualize particular definitions of security from the area of digital technologies and approaches, i.e. protection of national cyber space, commercial and social cyber space, personal data against leakage, unlawful use, and hacker attacks.

3. Materials

According to the data of NATO Cooperative Cyber Defense Centre of Excellence [32], the main threat in the sphere of international cyber security is usage of communication technologies as information weapons for political and military goals, violation of the international law, violation of national sovereignty, violation of state’s territorial integrity, threats to the global world, security and strategic stability; using information weapons for terrorist purpose, intervention into internal affairs of sovereign states in order to violate public order, to incite national, racial and religious hatred, to disseminate racial and xenophobic ideas, or theories that instigate violence; committing crimes related to unauthorized access to cyber information, to creation and expansion of malware.

Information is defined as any message or knowledge presentation, i.e. facts, data or opinions in the mass media in the text, numerical, graphic, cartographic, descriptive, or audiovisual forms. Relying on the definition given by Oxford university, information is all that can make human mind change opinions about the current state of the real world. In science and technology information is all that contributes to a decrease in uncertainty about the current state of the system.

Information supply provides for measures that protect, uphold information and information systems via ensuring their accessibility, integrity, authenticity, confidentiality and reliability. These measures include facilities for recovering information systems through protection, detection and response.
Cyber security definition accepted in the USA and Russia is the following: cyber security is a capacity of the cyberspace to withstand threats, and also a capacity to respond to threats and to recover. In Russia cyber security is defined as the state of protecting national interests in the cyberspace, determined by the balance between individual, public and national interests.

Cyberspace for both the USA and Russia is represented by any medium with information creation, where data are transmitted, received, stored, processed, or deleted. In Russia cyberspace is regarded as activity related to formation, creation, processing, transmission, usage, storage of information, which affects the information infrastructure, individual and public consciousness.

In the USA and Russian research, information warfare is interpreted as escalation of the information conflict between states, where information operations are implemented by state subjects in support of military and political goals. Russian definition implies that information warfare is confrontation between two or more governments in the cyberspace in order to damage systems, processes and resources essential for the counterparty. In addition, cyber weapons in the UN and the Russian Federation are defined as means and techniques used to damage cyber resources, processes and systems of other country; taking advantage of information to the detriment of other state’s defense, administrative, political, social, economic and other vital systems; using information as a means of mass manipulation in order to destabilize society and the state.

According to Stockholm International Peace Research Institute (SIPRI) [33] Yearbook 2019, there are 9 nuclear-armed countries which have approximately 13,865 nuclear weapons. Figure 1 presents country-wise weapon allocation (Figure 1).

The Information Society Report 2018 of the International Telecommunication Union [34] shows that the nuclear-armed countries which spend most on telecommunication development are the USA and China. There are no available data for Israel and North Korea. Among the nuclear-armed countries with territorial disputes most attention is drawn to India and Pakistan; the latter owns approximately 150 nuclear warheads, whereas India owns 140 nuclear warheads. With such a narrow gap in terms of the number of nuclear weapons, India’s annual spending on telecommunication development is $30 mln since 2014, Pakistan’s annual spending is a little over $4 mln (Figure 2).
Relying on the current legislation on cyber security and protection of cyberspace of the Russian Federation, it is worth noting the draft law known as the “sovereign internet law”, commonly referred to as “On Amendments to the Federal Law ‘On Communications’ and the Federal Law ‘On Information, Information Technology and Information Protection’” [35]. The explanatory note to the draft law mentions that the law reflects the US National Cyber Security Strategy adopted in 2018. In accordance with the US Cyber Security Strategy, Russia, along with some other states, conducted a number of cyber attacks without paying costs and being punished. Responding to the provisions fixed in the USA Cyber Security Strategy, the Russian Government recognize “the urgency of taking protective measures to ensure long-term sustainable operation of the Internet in Russia and improve the trustworthiness of Russian Internet resources”. The draft law claims that “Russia creates an opportunity to minimize dissemination abroad of information being exchanged by users within Russia…The amendments define communication lines crossing the Russian border, and Internet exchange points …Russian telecom firms would also have to install "technical means" to identify the source of the Russian Internet traffic…Russia creates infrastructure that would enable Russian sites to operate in the event that access to servers abroad is cut off or restricted”.

In September 2018, the State Duma approved the draft law, referred to as “On Amendments to Articles 7 and 28.5 of the Federal Law ‘on the Status of Military Servicepeople” [36]. The amendments propose to prohibit soldiers from internet posting any photos; videos; geotags, and other data which would reveal the nature of their activities; the activities of their military units and their position. The explanatory note states that resulting from the study of the Russian military forces, it has been revealed that “military servicemen are of particular interest to the security services of certain countries, terrorist and extremist organizations. Information posted by military servicemen on the Internet or mass media is used for information or psychological influence, as well, in particular cases, to form a biased assessment of the Russian Federation’s state policy”.

In June 2019, a draft law "On Amendments to Article 10-1 of the Federal Law "On Information, Information Technologies and Information Protection" was submitted to the State Duma [37]. In the explanatory note, which stated that in 2019, there was an increase in the number of "false threats of terrorist acts" sent to the e-mail addresses of state authorities. According to the draft law, in order to prevent such violations, "identification of e-mail users is proposed to be carried out using a subscriber number on the basis of an identification agreement concluded by the organizer of an e-mail service with a telecom operator."
Personal data protection is noted in the draft law "On Amendments to the Federal Law "On Information, Information Technologies and Information Protection" and Article 18 of the Federal Law "On Personal Data" [38]. The explanatory note mentions that "in order to protect the personal data of citizens of the Russian Federation the bill establishes the requirement that the technical means and databases of significant information resources should be located on the territory of the Russian Federation". The explanatory note to the draft Federal Law "On Amendments to Article 11 of the Federal Law "On Personal Data" [39] regarding the processing of biometric personal data" refers to biometric information. It is noted that "at present, there is a gap in the legislation of the Russian Federation in terms of protection of information about a person obtained from their biomaterial, which contains genetic information that allows to obtain additional information about them".

In addition to the gaps related to biomaterial, there are other problems that are still unregulated. There is still no legislation regulating user data that is collected by information systems and devices that allow for the identification of geolocation, identity, and social media behavior.

According to statistics from only one state in the United States between 2008 and 2009, 1 million people were affected by the leakage of personal information [40]. In 2010, personal data of 4.5 million people and foreign nationals were stolen in the UK [41]. In the same year, a Spanish bank [42] mistakenly sent the personal data of 35,000 customers to third parties. Vodafone [43] has also allowed the personal data of millions of customers to be leaked.

According to INFOWATCH [44], personal data leaks occur for various reasons. Leakage analysis has shown that leaks can be caused by the loss of a computer or data medium. Such leaks can be both malicious and accidental. The banking and medical sectors have suffered many times because of personal data leaks over the past twenty years. In the UK, a computer with 8.6 million medical records went missing in 2011. Such a situation could provoke blackmail based on available data. In India, there was a situation when the data of 120 thousand individuals who invested in infrastructure bonds of one company was published on the Internet. According to INFOWATCH, the average number of leaks per month in 2011 was about 70, and the average number of leaks per day was more than 2.

States are developing legislation that is capable of protecting personal data on the basis of the experience gained so far. For example, in 2012, South Korea [45] banned Internet companies from collecting and utilizing user passport data as well as telephone numbers and addresses. Restrictions also apply to storing information. Operators were required to delete data older than three years.

Information leakage concerns not only commercial organizations, but security organizations as well. The Pentagon [46] has repeatedly reported the loss and leakage of defense documents, e-mails containing classified information.

In addition to leakage of information to the Internet, there are cases when employees of organizations disclose personal information accidentally. In 2013, the situation in Vladivostok [47], when personal data of insured persons were posted at the Pension Fund as an example for questionnaires, resulted in violations of Law 152-FL "On Personal Data".

There are also cases of hacker attacks, which result in information theft. For example, in 2014, Chinese hackers [48] stole personal information from 4.5 million American patients. Regarding cyber attacks on the military segment, it is necessary to note the 2017 cyber attack [49] on the Ministry of Defense of Singapore. As a result of the cyber-attack, the data of 850 servicemen and civilian employees were stolen.

The analysis of confidential information leaks conducted by INFOWATCH [50] in 2016 showed that the number of leaks in the world increased by 3.4% compared to 2015, while in Russia the increase was 80%. The largest number of leaks were registered through the network channel. Also, the analysis allowed us to conclude that the number of accidental leaks of information when transmitting information over the network and publishing data on the Internet is growing. The USA and Russia shared the first and the second places in terms of information leaks. INFOWATCH also noted that "in countries where personal data in electronic form allow you to quickly and conveniently get public and other services, replace paper documents, there is a high probability that this data will be misused".
Regarding the data that can be obtained from devices equipped with video and audio elements, in 2017, WikiLeaks [51] published documents according to which the CIA can control webcams and microphones, including those connected via wireless network. The CIA itself also claimed in 2016 that it had a vulnerability in its own security system, which could be a source of information leakage.

In 2018, Facebook [52] disclosed that due to a software error, 14 million users' restricted data were made publicly available.

In 2018, the European Union adopted a law establishing principles and requirements for the protection of personal data - General Data Protection Regulation [53]. The law provides for increased liability for failure to comply with the rules of storage and processing of personal information, establishes global standards for data protection and regulates their cross-border transfer.

Cyber criminals also use messengers and mobile applications for manipulation and misinformation. Also, the threat to personal data is caused by employees who, when leaving the company, take away information to which they previously had access.

According to INFOWATCH [54] data for 2018, the main part of information leakage in Russia was personal data - 80.2%. Second place - 8.2% - commercial secret, third place - 6.2% - state secret, fourth place - 5.4% - payment information. General trends of information leakage by data type show that personal data is under threat in the world community. The main culprit is the employee, the second place is taken by an external malefactor.

4. Results and Discussion

National security agencies of states seek to develop the most effective methods to protect the state cyberspace from interference by outside international actors, terrorist groups, hackers, and others. Military action has gone beyond armed conflict. In today's world, success of an operation depends on the ability to conduct cyber warfare in one's own cyberspace, as well as in the cyberspace of one's enemy. In cyberspace, the influence of military personnel's personal information on national security has increased. This has led to the creation of a legal basis that restricts the activities of servicemen on the Internet.

With a single rise in productivity digital modifications are efficient, whereas in a long run it causes instability and ambiguity. Currently, it is rather complicated to estimate the value of introducing digital technologies, as they became in high demand not long ago. This does not allow monitoring dynamics, estimating risks, and making forecasts. The increasing demand for digital technologies leads to the rise in the demand for specialists who are able to work with digital technologies, consequently changing the demand for relevant educational programs. It is essential to integrate new educational programs and to modernize the existing ones in order to supply the labor market with specialists in the digital sphere for various industries.

In the commercial and social sector, the leakage of personal data entails the risk of blackmail and illicit enrichment through the use of personal data. Hacker attacks, which can cause millions of dollars in losses to companies and individuals, are a threat to cyber security and have a cross-border criminal nature. Information leaks related to personal information, such as personal photos, e-mails and medical data, are ethical in nature. Such situations can be detrimental to people's emotional health. Protection of personal data against hacker attacks is possible via improved security of commercial and social cyber space.

When considering threats to the security of all humankind, it is necessary to note the nuclear threat that may arise from the armed conflict of states, but may also arise because of terrorists. There is a risk that terrorist groups may seize a state's nuclear weapons and use them to commit a terrorist act. Armed protection of nuclear weapons cannot fully protect them from unauthorized use. The entire management system, including digital data, needs to be protected.

There is also a risk of an accidental armed collision that could lead to a nuclear war. Russia and the United States have been negotiating for five years to prevent such a situation. There are many factors that can lead to such a situation. But here, we are also talking about the information component of a possible situation. During the Cold War, there was already a situation that could lead to a nuclear war.
between the U.S. and the Soviet Union. In order to prevent the use of nuclear weapons, it is vital to set the UN negotiations targeted at cyber security of nuclear weapon control systems.

Introduction of artificial intelligence technologies into weapon systems, emergence of autonomous weapon systems increase the role of cyberspace and also expand the scope and dependence on digital data. The use of information technology can be regarded as either an advantage or vulnerability. The data sets that are used in the development of machine learning technologies can be subject to unauthorized use both within government agencies and by criminal influences from outside. These trends require simultaneous development of security systems capable of protecting both creation and development of information and protection against unauthorized use of the finished product.

5. Conclusion
Current problems of digital technologies and approaches are not only debatable, but of practical usage. One of the key issues to further development of digitalization processes is the issue of national and international cyber security, which is considered in this paper. Thus, to solve national and international problems in the current geopolitical conditions of the cyber warfare, the outcomes of the presented research urge to undertake the following:
1. to create an innovative technical mechanism of the UN control of a compulsory, rather than optional, type;
2. to improve the system of protecting personal data against hacker attacks and leakage via signing international treaties under the aegis of the UN;
3. to develop and to adopt legal restrictions, national and international liability for subjects of digital relations;
4. to develop artificial intelligence with allowance for the current digitalization reality;
5. to adopt programs of training artificial intelligence aimed at cyber security, and personal data protection;
6. to create a national and international digital learning environment in the framework of higher education, supplementary professional education, and specialized professional education.
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