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Abstract. Addressing the security of Internet of Things from the physical layer is a promising study. This paper proposes a security strategy for authentication and conversation key generation between IoT devices at the physical layer. The physical layer parameters are constructed according to the received signal strengths of different frequencies. With the help of packet interleaving, smoothing and normalization, the double threshold quantized data are used for the key agreement and location-based authentication. We deploy the IoT nodes to evaluate the performance of the proposed method and demonstrate the feasibility of implementation in low cost and static environments.

1. Introduction

Modern communication technology has brought us into the era of Internet of Things (IoT). When the IoT provides us with convenience, it also creates many security problems [1]. The openness of wireless channel causes attackers to launch various active and passive attacks [2], so security must be considered during the design phase of IoT. Researchers use traditional identity authentication [3] and encryption technologies [4] to solve the security problems of IoT. However, traditional security mechanisms are not designed for IoT applications [5]. Existing work using pre-allocated keys and simplified public key methods have many limitations. Therefore, the IoT liking Zigbee network requires new security strategies.

As a new wireless security technology, the physical layer security strategy has become a hot research topic [6]. The research is divided into wireless device identification and key generation. Identification method by radio frequency (RF) fingerprinting for wireless devices belongs to the physical layer authentication [7]. The RF fingerprint reflects the internal characteristics of wireless device and can be used for its unique identification [8]. The key generated from the radio channel feature reflects the channel uniqueness, which offers a opportunity to realize the key sharing between both parties [9].

This paper proposes a security strategy for authentication and encryption between IoT platforms at physical layer. The signal strength of multi-frequency is used to generate the key and identity. We deploy the IoT nodes to evaluate the performance of the proposed method and demonstrate the feasibility of implementation in low cost and static environments.

The remaining part of this paper is organized as follows: Section 2 shows the related work. Section 3 introduces the communication model. Section 4 describes the key agreement process. Section 5 introduces the experiment of the IoT platform and conclusions can be found in Section 6.
2. Background

2.1. Related work of physical-layer identification
In previous works, [9] introduced the principle on physical-layer identification of wireless devices. A large quantity of the works demonstrated the feasibility and validity of RF fingerprint approach for wireless device identification among different wireless systems. Theoretically, all wireless communication devices can extract radio frequency fingerprints for identification. So far, a variety of wireless devices have been researched on RF fingerprint extraction and recognition. The most state-of-art RF fingerprint identification methods can be divided into transient-based techniques and modulation based techniques.

The transient-based techniques measure the variations of RF signal over time for device identification. It is worth noting that high receiver sensitivity and linearity is required to extract slight transient features from the received signal in most of the transient-based systems.

The modulation-based techniques obtain the stable features by signal processing. Frequency error, SYNC correlation, I/Q origin offset, magnitude errors and phase errors are extracted for identification.

2.2. Related work of key generation
Different from the traditional mathematical theory of cryptography, wireless key generation utilizes the randomness of channel parameters to achieve security and the most commonly used parameters are received-signal strength (RSS) and channel state information (CSI).

RSS is easy to obtain but vulnerable to the noise, which limits the consistency of key generation. At present, many hardware terminals support RSS output, making it the most commonly used channel parameter in key generation. Most RSS-based research works on IEEE 802.11 or IEEE 802.15.4 platforms.

CSI including channel frequency response (CFR) and channel impulse response (CIR) describes the channel properties of the communication link. Based on the current research results, CSI is more accurate than RSS to produce a high key generation rate (KGR).

2.3. Summary
In the above study, many physical layer parameters are obtained in the laboratory through high-end instruments. It is of practical significance to use high-end instruments for security protection of high-value terminals, but for low-cost IoT, the cost of the security solution needs to correspond to the value of the node itself. Most existing physical layer security methods use high-end instruments to collect data, making it difficult to go to the actual application scenario. Thus, the IoT needs a lightweight and low-cost physical layer security strategy urgently.

3. Communication model
The wireless communication model is shown in Fig. 1. A and B are the legal users and C is the illegal user who can obtain the communication data between the normal users. The model satisfies the following conditions:
1) Reciprocity: the legal users share the same characteristics of wireless channel.
2) Spatial decorrelation: The distance between the legal and illegal users are greater than $\lambda/2$, where $\lambda$ is the wavelength of communication frequency.
3) Space and time variation: temporal and spatial changes of channel cause the changes in channel characteristics.
4. Key agreement process
The key agreement process mainly includes the following four steps: channel measurement, parameter quantization, information reconciliation and privacy amplification. The proposed key agreement process is shown in Fig. 2, where A is the master and B is the slave.

As shown in Fig. 2, the first step is to measure the RSS parameters of different frequencies between the master and slave. Before the parameter quantization, the pretreatments need to be executed for the original measurement data. Then the processed data are quantified in the next step. We use the mean and standard deviation to determine the quantization threshold, which is shown in equation 1.

$$t_+ = mean + k \times \text{std}$$

$$t_- = mean - k \times \text{std}$$

(1)

where $k$ is the adjustment parameter and $k \in (0,1)$. The value greater than $t_+$ is quantized to 1 and the value less than $t_-$ is quantized to 0. Then, all other values are discarded directly and the quantization equation is represented as
In most cases, the quantified keys obtained by both parties may be different. The error correction method of traditional cryptosystem is not suitable for use in the IoT platform due to the high computational complexity. Due to the high consistency of key negotiation in our method, we ignore the error correction process to save the energy of node.

At the last step of key verification, the two parties exchange and compare the hash values of the generated key. As shown in Fig. 2, the SHA1 is used as the hash calculation method. After the comparison, both parties will inform the other party of the result. If the keys are equal, the key negotiation process ends, otherwise the process is repeated.

5. Result analysis

5.1. Platform construction
We use the CC1101 module as the IoT experimental platform, which is able to obtain RSSs by packets. The experiments are executed in indoor and outdoor environments for more than 100 times. A and B use the cc1101 platforms for key negotiation. The mean values of RSS' measurement for both parties are very close in Fig. 3, which indicates that the channel has good reciprocity.

Then, we process the original RSS values according to the flow of the proposed algorithm until the keys are obtained. The generated keys of both parties are shown in Fig. 4. As shown in the Figure, the two curves coincide, which means the generated keys are equal. Therefore, the shared key can be used for subsequent secure communication between the legal users.

5.2. Key changes in static environments
When the channel state is stable, the proposed method can obtain stable keys. In order to ensure sufficient security, the key needs to be changed periodically. In the traditional communication model, channel state changes are generated by motion, but in the IoT environment, the node and the
surrounding environment are usually fixed. Fortunately, the CC1101 module provides a way to change the channel state. Different channel states can be obtained by configuring the RF parameters of the cc1101 module.

Through the modification of CC1101 RF parameters including frequency step, transmission data rate, modulation mode, we conduct actual experimental measurements. Based on the experimental results, changing the frequency step size and the transmission data rate can change the channel state to obtain a shared and variable key. It is worth noting that when the step size is too large or the transmission rate is too high, the key disagreement rate will significantly increase. Therefore, modifying the RF parameters can change the channel status to update the key within a certain range.

5.3. Identity authentication strategy
Existing physical layer authentication schemes utilize parasitic device features in transmitted signals, but these features require expensive instrument to extract, which is not suitable for IoT platform. Accordingly, this paper designs a node authentication strategy based on channel state characteristics. When a node is deployed to the IoT network, it sets a special parameter configuration for authentication. Next, the node and its neighbor node execute the proposed key generation process and they use the key as the identity of the other. In the process of node authentication, both sides set the RF parameters for authentication to measure each other.

In the process of key generation, the keys are required to be identical, while the requirement of authentication is not so strict. We can set an authentication threshold and compare it with the key consistency. When the key consistency exceeds the threshold, the authentication succeeds. The setting of specific threshold is determined by the complexity of the channel environment, so this method is suitable for IoT nodes in static environment.

6. Conclusion
This paper proposes a security strategy for authentication and conversation key generation between IoT devices at the physical layer. The physical layer parameters are constructed according to the received signal strengths of different frequencies. Through the data preprocessing methods such as packet interleaving, smoothing and normalization, the double threshold quantized data are used for the key generation and identification. We use the IoT nodes to evaluate the performance of the proposed method and demonstrate the feasibility of implementation in low cost and static environments.
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