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Abstract—Blockchain is gaining momentum as a promising technology for many application domains, one of them being the Edge-of-Things (EoT) that is enabled by the integration of edge computing and the Internet-of-Things (IoT). Particularly, the amalgamation of blockchain and EoT leads to a new paradigm, called blockchain enabled EoT (BEoT) that is crucial for enabling future low-latency and high-security services and applications. This article envisions a novel BEoT architecture for supporting industrial applications under the management of blockchain at the network edge in a wide range of IoT use cases such as smart home, smart healthcare, smart grid, and smart transportation. The potentials of BEoT in providing security services are also explored, including access authentication, data privacy preservation, attack detection, and trust management. Finally, we point out some key research challenges and future directions in this emerging area.
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I. INTRODUCTION

The Internet-of-Things (IoT) is the interconnection of “things” which are connected to the Internet. Due to the advancements in information and communication technology and the affordability of the Internet, a number of IoT-based applications has been on the rise in recent years. The rapid developments of smart cities and human-centric services across the globe have contributed to the increase in the IoT-based applications. To handle the voluminous data generated from the IoT devices at regular intervals, most IoT applications have relied on cloud computing for data processing and storage. However, this cloud-based model suffers from high communication overhead and thus is not suitable for time-sensitive IoT applications.

On the other side, multi-access edge computing (MEC) has emerged as a promising technology to support IoT systems by allocating computation and storage resources at the network edge for low-latency and real-time services [1]. As a result, the integration of MEC with IoT creates a new model as Edge-of-Things (EoT) [2]. In EoT, MEC nodes are placed in near proximity of the IoT devices for storage and low-latency computation, making it well suited for performing real-time data tasks in IoT applicationssuch as self-driving cars, automatic manufacturing, and object detection [1].

Although EoT has been widely adopted in various customer applications such as smart transportation and smart healthcare for improving user quality-of-experience, some critical challenges concerned with security and data distribution at edge needed to be explored. For example, healthcare systems with mobile devices generate sensitive user data such as personal data and personal preferences which may possess an elevated risk of compromised security. The blockchain technology with its unique features such as traceability, immutability, and decentralization makes it an ideal solution to provide high security for EoT applications and networks. This is enabled by its network architecture, where each block in the blockchain network stores data transactions and the hash of the previous node, creating a chain of blocks that is maintained by a consensus mechanism such as proof-of-work (PoW). These properties of the blockchain ensure that the records are secure and tamper-proof. Particularly, the convergence of blockchain and EoT form a new paradigm called blockchain-enabled EoT (BEoT) which supports low-latency data services with degrees of security and privacy for IoT applications such as smart grids, smart healthcare, and smart homes [3].

The use of blockchain would provide the following key new features for EoT networks:

- The immutability and traceability features of blockchain can be leveraged to ensure the reliability of the transactions in industrial applications such as smart grid, smart transportation, smart health care, etc.
- The consensus mechanism of the blockchain guarantees the trustworthiness and transparency of information transferred over the BEoT network.
- Moreover, the decentralization of blockchain has the potential to ensure low-latency response for EoT networks when compared to the traditionally centralized network architectures, which would facilitate customer services and applications.

In this article, we propose a novel BEoT architecture, as illustrated in Fig. 1. The proposed architecture consists of three main entities, namely IoT, MEC, and blockchain, along with industrial applications and BEoT security services.

- **IoT**: IoT devices are responsible for generating or gathering data from the physical environments and then transmitting them to the nearby edge servers via access points or base stations. IoT devices with certain resources (e.g., smart phones and laptops) can act as a mobile blockchain entity to make transactions to communicate directly with the MEC servers, while lightweight IoT devices can participate in the blockchain network via their representative gateways (e.g., mobile phones).
- **MEC**: In BEoT networks, MEC servers can offer computing and storage resources to handle data tasks offloaded from IoT devices and provide data services for end users, ranging from data analytics, to data mining, to
Motivated by the recent research efforts in blockchain and EoT [3], this article presents a more generic BIoT architecture which capture the most important features and applications of BIoT in industrial domains. Enabled by the proposed BIoT architecture, in this article, we provide an overview of the use of BIoT in many industrial applications. Then, we explore the security opportunities brought by blockchain for BIoT networks and services. We conclude with a discussion of some important technical challenges and future propositions for BIoT research.
II. BEoT for Security Services

This section presents BEoT’s interventions to address security and privacy in smart cities. Due to exponential growth in technology, cybersecurity and efficient data sharing are primary concerns for organizations and individuals. BEoT can provide effective and reliable information exchange among the individuals as the blockchain offers secure transparent transactions that can be monitored continuously.

A. Authentication and Authorization

The data generated by IoT devices has become progressively complex and nuanced, having a significant impact on the reliable and efficient transmission of data to the end user. It is, therefore, vital to ensure efficient authentication and authorization between the various key enabling technologies. Fig. 2 depicts the sequence diagram for Blockchain-based authentication model. However, the convergence of BEoT can meet the standards for the better control of these types of authentication and authorization challenges. Byzantine tolerance consensus approaches are used to build a blockchain to ensure secure communication, authentication and end-to-end quality control. Resolution edge nodes and cache nodes are deployed at the edge, offering edge authentication, and boosting the hit ratio [6]. BEoT pays a lot of attention to facilitate mutual authentication for smart grid applications. The key agreement protocol is used at the edges where the edge server information is added to the blockchain, thus avoiding the leakage of the smart meter information. Using a smart contract allows only registered users to be connected to the public key, which helps to maintain the security and reliability of the smart grid network. Smart contract processing of key inputs can be used to reinforce the key revocation thus, preventing the need to prefer a trusted centre and preventing a design flaw. In VEC, authenticating and authorizing information exchange is a challenge, as vehicle networks are dynamic. BEoT promises secure, efficient transmission, trackable map paths that use a dynamic decentralized route hash chain and ensure a reliable system with low communication overhead. Blockchain technology integrated with the 5G RFID supply chain system has facilitated reliable computing and storage costs for EoT. The authentication mechanism uses the cryptographic hash function and bitwise XOR rotation, which consists of N blocks, and each block has a reader tag. The reader tag confirm its authenticity followed by an acknowledgement of the requested data. Moreover, BEoT provides efficient authentication for surveillance data sharing, an important service in industrial applications, as indicated in Fig. 3.

B. Data Privacy

In any surveillance application, resource utilization, maintaining low latency, and privacy-protection are challenging tasks. Blockchain, in combination with the Nudge Theory, breaks down the data disclosure schemes of new customers with the collaborative customer. Filtering framework plays a key role in ensuring the privacy of task scheduling and access management for edge devices. BEoT’s privacy mechanism is accomplished in industrial IoT applications through smart contracts where each node’s task information can be monitored. All the available edge nodes are interconnected to a distributed platform and the data is scattered using the alias feature of blockchain [7]. Edge devices need to carry out the required task and determine time and energy utilization. Power depletion and electrical grid security flaws are key risks in smart grid applications. BEoT overcomes inappropriate users by monitoring the illegal consumption of electricity. Network nodes with high computational capability (e.g., MEC servers), are configured in the blockchain, taking responsibility for secure resource allocation, using an authorization scheme. Edge nodes supply power to a valid end-user that saves costs on a centralized server and aims to improve the computing process. The information obtained and produced by vehicles mostly consists of sensitive data. Limited memory size and data privacy are challenges for vehicle networks. BEoT seeks to overcome these challenges by providing a blockchain consortium that focuses on delivering data privacy and effective information sharing across vehicular networks [8]. Blockchain provides a reputation-based mechanism to edge nodes that maintain vehicle reputation details when interacting between one vehicle and another, thus enhancing data reliability.

C. Security Vulnerabilities

With the incredible expansion of communications technology, malicious hackers explores new security vulnerabilities to leverage highly sophisticated threats, which are extremely difficult for frameworks to prevent. Software defined networking (SDN)-enabled blockchain technology detects malicious
attacks in the cloud, improves storage space and significantly improves latency at the edge. The blockchain platform is used to avoid malicious attackers in economic denial of sustainability. The secret sharing system is applied to provide protection when the edge server fails. However, sometimes, when an attacker targets the edge server, the binary search method is used to analyze and trace the edge server that is affected. Vehicle edge computing using blockchain can be used to deliver event-driven messages (EDMs) to end users to optimize communication costs and security attacks. EDMs are delivered to proximity edge servers to minimize processing time. Blockchain uses smart contract at the edge to monitor responses and prevent attacks from occurring. The blockchain system guarantees a decentralized distributed caching system in which the automobiles enable efficient caching and facilitate an authorized block at the nearest base stations, preventing the attackers from carrying out malicious activities. Blockchain uses proof-of-utility (PoU) computations to strengthen the block validation process [5]. Hence, blockchain can be effectively used to address security vulnerabilities in EoT.

### D. Trust Management

MEC offers a variety of services to increase the efficiency of data transfer and communication overhead and, therefore, to ensure end-to-end trust, while the blockchain technology has been used to build trust at the edge of the network. A blockchain-based, trusted data management system (BlockTDM) has been proposed in [9] to provide edge node data protection in IoT networks. BlockTDM offers data security and privacy through the use of a multi-channel data segment. Before the data is processed inside the blockchain, encryption techniques are used to ensure trust management. Hyperledger pays special attention to perform decryption and secure data transactions in a blockchain. Blockchain combines with a Reinforcement learning (RL) algorithm to overcome computational latency, streamline power usage, and load balancing of edge nodes. The RL algorithm specifies the number of edge processors to complete the computational tasks, depending on the size of the task and the blockchain messages. An Ethereum system is also integrated to provide a federated, secure edge computing system in which blockchain tokens are generated for reliable transactions. From the above discussion, it is clear that blockchain provides trust management for EoT.

### III. BEoT FOR INDUSTRIAL APPLICATIONS

This section presents the use of BEoT in some key industrial application domains, namely smart home, smart healthcare, smart grid, and smart transportation, as shown in Fig. 4.

#### A. BEoT in Smart Home

Nowadays, it is mandatory to provide a secure and safe environment for elderly and disabled people. Blockchain can provide a viable solution to protect all IoT devices in smart home and data acquired from these devices for establishing secure communication using immutable ledgers among entities such as data servers, smart home devices, and homeowner [3]. Further, blockchain can provide reliable authentication to the devices and prevent data theft by using smart contracts that can perform user access verification at the smart home gateway. Additionally, IoT devices are exceptionally delicate, and the maximum amount of data is transmitted to the
cloud environment in a remote location for processing. It is challenging to provide scalability for the centralized cloud environment where a large amount of data are generated by ubiquitous devices, and IoT devices and cloud are located far away from each other. In this context, MEC would be a highly effective technique to enhance the networking, computing, intelligent and storage facilities for IoT devices in smart home settings, with the ability to provide faster response and reduce network traffic at the network edge as specified in the BEoT architecture.

B. BEoT in Smart Healthcare

The advancement of artificial intelligence (AI), IoT, mobile computing, cloud computing and big data, the conventional healthcare system is converted to smart health services. People can monitor their health conditions using wearable devices and obtain medical assistance from online systems. Several issues such as privacy, security, interoperability, transparency, data storage and decentralization are being faced during the implementation of the centralized smart healthcare service. Blockchain with MEC helps transform the current centralized health architecture to a more decentralized and secure system. It enables to synchronize the medical data collected, provides data security using encryption, authenticates the users and allows data storage in the server. Blockchain integrated with MEC includes security, data sharing and decentralization for medical data where the patient is allowed to share the data with trusted members. The MEC processes the medical data and overcomes high bandwidth problems. In some other smart healthcare systems, blockchain with MEC provides access control and protects the access events. A mutual agreement facility is applied to all the access events for verification and storage. The medical data is saved in edge nodes, and access control policies are applied by the edge nodes to obtain attribute-based access using blockchain. The authorized users with attribute-based access control are allowed to access the medical data. Thus, in the proposed BEoT architecture, the healthcare data is collected through IoT devices and shared using blockchain within the MEC framework in order to provide security, transparency and privacy for the smart healthcare system.

C. BEoT in Smart Grid

Due to the population growth, the electricity demand also increases. The smart grid offers effective trading of electrical energy in a smart city environment. The decentralization and distributed nature of smart grids facilitate the efficient utilization of power resources. Energy trading through the smart grid is prone to numerous security attacks through which the attackers try to deceive the consumers’ usage profiles and their electricity. Thus, the blockchain framework with assisted cryptographic techniques can be utilized for secured energy transactions without data leakage, and smart contracts enabled MEC services can be used for attaining low-latency response [10]. Moreover, the usage of various cryptographic techniques with BEoT should not incur a high computational overhead; therefore, a lightweight consortium, blockchain was recommended for better scalability and effective energy trading. In the BEoT architecture, blockchain integrated with
data aggregation facility can be applied in the smart grid for privacy-preserving transactions. MEC nodes are responsible for decisions on energy trading in order to minimize the processing time, which leads to the reduction of latency; whereas also blockchain provides security for transactions in energy trading. Blockchain has been successfully deployed in many applications such as energy Internet, solar electricity exchanges and energy auctions.

D. BEoT in Smart Transportation

recent advancements in satellite communication, vehicular technologies and IoT, intelligent transport system (ITS) has become an emerging research area during recent years. The conventional centralized system faces many issues like security, data storage, and server failure. The implementation of blockchain in the Internet of Vehicles (IoV) platform has been explored to support the information exchange necessity of ITS [11]. The application of blockchain in ITS provides immutability, transparency, security, automation and decentralization facilities. Decentralized IoV network of blockchain includes distributed entities such as vehicles, humans, and roadside nodes. These entities are allowed to operate autonomously. Blockchain helps IoV to remove the entities such as the central control, trusted intermediate parties, administrators, and central service manager. The blockchain network allows the participants to manage the transactions and vehicular services independently which results in reduced operational cost. Blockchain uses advanced cryptographic algorithms to provide security and privacy for IoV networks [8]. In the BEoT architecture, data alteration and tampering in IoV networks can be prevented by the immutability property of blockchain. AI-based connected autonomous vehicle framework trains the learning model in MEC systems and provides the obtained knowledge to the blockchain. This enables collective intelligence for connected vehicles and avoids large data transmission. Also, blockchain aids in securing the distributed trained models. Thus, connected vehicles have several advantages such as low latency response thereby increasing the network performance.

IV. RESEARCH PROBLEMS AND FUTURE DIRECTIONS

The integration of blockchain with EoT poses a plethora of research questions such as secured data sharing, authorized access to diversified IoT devices, regulatory compliance requirements, standardized models for interoperability, load balancing, and resource management. This section provides the potential research problem of optimal resource utilization in the BEoT paradigm. Also, the future scope in the integration of blockchain with EoT is presented. The current trends and future directions of BEoT are depicted in Fig. [5]

A. Research Problems

1) Resource Utilization: Resource management is a significant concern while integrating blockchain and edge computing with IoT. IoT devices are resource-restricted (i.e. low bandwidth) and have low storage capacity. Also, they incur more computational overhead while participating in the blockchain network as encrypting the blocks is mandatory. In contrast, the decentralized blockchain consumes more bandwidth and more storage. Real-time video streaming which consumes larger bandwidth is a mandated need for most of the applications in the smart city environment. Usually, the processing of data at blocks will consume more computational resources when the ledger is accumulated with more information. As such, side chains can be used with the blocks segregating the secondary data from the central ledger and storing them in the side chains [12]. Though the mining process in PoW consensus blockchains consumes more energy [13] as it is energy-intensive by design and has no significant impact when the blockchain scales up. Therefore, a lightweight blockchain with less energy consuming cryptocurrencies should be designed. Intel’s recent work proves proof-of-the-elapsed-time (PoET) to leverage the trusted computing by enforcing random waiting times in block creation. The computational resource utilization in data processing between the cloud and the end devices can be accompanied by edge servers to guarantee the low-latency response. This, in turn, makes the processing faster and ensures the availability of computational resources. The limited storage capacity at the edge cannot withstand the dynamic user demand, so the transactions at the edge can be managed using blockchains. Furthermore, skyline queries that search only the related data instead of the whole database can be used for retrieving data information from massive data accumulation. Thus, the effective resource utilization in the scalable BEoT environments alleviates the storage overheads involved in processing enormous data accumulation. Also, it requires an authorized load provisioning system for sustainable services.

2) Security in BEoT: Although the BEoT paradigm can bring significant improvements in the performance of various smart systems, security still remains a considerable concern in this integration. While blockchain ensures privacy-preserving data transaction, it is prone to various security threats such as crypto key exchange, data leakage, regulatory needs, double spending of currency, linking transactions and handling data in the chain. The immutability of blockchains in the BEoT paradigm may open a loophole for third-party service providers to loot the data leading to various cyber-attacks. Also, existing security services such as information coding and digital signatures, impose a higher computational overhead. Further, those services shall introduce additional overhead in mining nodes which perform both mining and authorization. The smart contracts or the chain code are written using different languages and are vulnerable to many security risks such as different interpretations for programming constructs and concurrency issues. Therefore, appropriate validation and verification must be carried for smart contracts to avoid vulnerable security risks. The open research challenges include privacy-preserving data transactions with lower computational overhead, the privacy of chain code, authorized third-party services, and segregating activities from the mining node to reduce the overhead. Above all, the new enforced techniques should be well-suited with the scalable nature of the BEoT paradigm.
The proposed BEoT framework can alleviate the security issues concerned through its security services and ensures full trust in providing privacy-preserving data transactions among the IoT devices and MEC servers. The BEoT framework expedites all the services without relying on any third party, thereby leading to more secured and privacy-preserving data transactions. Though blockchain at MEC and IoT may consume more energy, BEoT can effectively distribute and manage its resources through faster data processing.

**B. Future Directions**

1) **Cognitive Edge in BEoT:** AI uses the intelligent agents that can mimic the intelligence of the human brain without human input. It is used to solve complex decision problems by learning through previous experience. The application of these intelligent agents has brought remarkable advancements in all domains. Machine learning and deep learning, the subset of AI, have significant contributions to these technological advancements. AI’s sophistication can be utilized for combating the computational challenges in the BEoT environment. Cognitive Edge (CE) computing refers to the integration of AI’s cognition with edge computing for effective processing at the edge [14]. CE in BEoT environment allows the end devices to mine their data to be stored at blocks, thus alleviating the data processing at blocks and minimizing the bandwidth consumption for processing at blocks. CE will assist in forecasting the load utilization through knowledge aggregation and ensure minimal data caching at the edge. Furthermore, for secured knowledge trading among edge nodes, blockchain-based credit coins can be used. As the smart city environment comprises a large number of heterogeneous devices, deep learning algorithms can be used for extracting meaningful information from these enormous data accumulations. Machine learning algorithms can be used for data representation and visualization. In the smart city environment, CE in BEoT will provide an effective resource utilization, fault prediction with minimal computational overhead, security attack classification, prediction and detection. Also, CE assists in load management with increased data processing rate. Making the CE perform better in BEoT training the AI models in this diversified environment is still a challenging issue.

2) **Integration of BEoT with 5G and Beyond:** All the cellular networks are moving towards the adoption of faster fifth-generation (5G) and beyond systems which can carry a larger payload in a shorter duration with optimal resource utilization. 5G and beyond technologies can best host the application in BEoT environment, as the BEoT environment uses peer-to-peer communication for the transactions with a higher data processing rate. Due to the higher computational requirement for mining, blockchain utilizes the edge server for task offloading and low-latency response. BEoT in 5G provides faster data processing with the low-latency response, global infrastructure sharing and network slicing to accommodate multiple users with peers interaction, as indicated in Fig. 5. The conjugal of 5G and CE with BEoT will embark the powerful mining of big data accumulations with a low-latency response. Beyond 5G, the sixth generation (6G) communications with the full support of AI and blockchain will be a better host for BEoT applications with CE. Consequently, while moving beyond 5G, the issues pertaining to 5G as well as underlying issues such as high data rate, upgraded quality-of-services, secured data transactions and low-latency response must be considered before adoption [15]. 6G will offer sub-second latency with higher processing rates than 5G. Therefore, the resource management constraint of BEoT can be effectively managed by the intelligence of cognitive edge and higher data processing of 5G beyond communication systems.
V. Conclusion

In this article, we have introduced BEoT, a novel solution that facilitates low-latency computation of IoT applications while providing high security degrees at the network edge, empowered by the cooperation of MEC and blockchain. Specifically, we have explored the opportunities brought by BEoT in some key applied domains, namely smart home, smart healthcare, smart grid, and smart transportation. The roles of BEoT in providing security services have been also analyzed, ranging from access authentication, data privacy preservation to attack detection and trust management. Finally, we have pointed out some key research challenges and future directions. We believe that the significant improvements attainable over current BEoT approaches will pave the way for new innovative researches and solutions for enabling the next generation of BEoT.
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