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Abstract. The Cloud based Computing is a trending technology in present IT scenario in which data is stocked in a Scattered or distributed manner & resources are shared among people. The data centers are widely distributed across the globe and are accessed by anyone at any time. Data is fetched, uploaded and manipulated by several users simultaneously hence identification and authentication of users who are fetching the data need to be done mandatorily without any error. In this Research Paper we have presented a new advanced security architecture for user identification which includes two factor authentication, AES based file encryption and decryption of data uploaded on cloud, admin verification and locking of users, fetching IP details of users, distributed database storage i.e. data is stored in tiers which means user login details is stored in one database & encryption/decryption details such as (files uploaded, key) is stored on different database. Whole work deals on enhancing security for cloud computing.
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1. Introduction
In today’s era of information technology, cloud computing has been one of the major outbreaks for developers and users. Cloud computing works on the concept of distributed computing. Cloud computing has a wide dimension of scope ranging from solving complex problems, huge volume of data storage, lesser storage cost, anywhere and anytime access of user data. In cloud computing a user can store their data and fetch that data, whenever they require, what they need is just to sign up to cloud service. Now, accessing their services require some authentication method, traditionally used method make use of static password mechanism, in which user choose a password while registering and then login using that password. This method of keeping a password that is used for further login is known as one-factor authentication. But guessing these password (one-factor authentication) is easy, as user does not keep strong password, since they are hard to remember and even if they keep strong password then also one
factor authentication is prone to key-logging attack (key logging attack is a attack in which attackers captures the key stokes of the host and gets its details).

One factor authentication is prone to password guessing because people don’t often change their password. Therefore, security of the cloud is essential in today’s world. cloud computing has a very high potential to emerge as a most used technology because of its wide dimensional scope, but still not used due to its security concern like where the data is stocked, its integrity concern etc…. all these concerns steps back users from using cloud services. The things of cloud storage that disturbs clients are decentralized distributed storage and scalability i.e. user do not know where and how its data is stored. User does not have the knowledge from which location and how data is fetched, and where the backup of the data is kept. Therefore, there must be proper cloud awareness among people to believe in service. Now by looking the above belief factor we understood that why cloud computing face challenge in emerging as lead technology, apart from these factors cloud data is also vulnerable to following attacks-

1. Password Guessing Attack- It includes key logging and various other technique to obtain users password. It may be either by hook or crook method.

2. Intermediate Middle Attack- It is an act of hacking server and gaining the password of the user. Here the attackers try to create a breach in the propagation medium and gain access to the secure data.

3. Phishing Attack- This is used to guess the user’s password by creating a fake login page and fetching details.

4. Masquerade Attack- Attackers try to deceive the host by creating fake user identity.

Hence securing the users identity is the only way to gain user belief on cloud computing. Identity and Access Control for the Cloud Services must be provided to the user in cloud storage and computing services, this can be done using Admin Verification/Lock of users by checking the logs and looking for any abnormality in the IP pattern. Identity and access control must provide identity management for the cloud users.In this analysis we have suggested a better way of security mechanism to secure the cloud for identity-based user authentication and a new security architecture is used, here we have used a concept of distributed data storage to safeguard the user details and the stored data from the attacks of intruders and hackers. It also includes two factor authentications,AES based file encryption and description of data uploaded on cloud, admin verify and lock controls for users, fetching IP details of users, distributed database storage i.e. data is stored in tiers, user login details in one database and encryption decryption on different database i.e. the separate data gets stored on distinguished database.

2. RELATEDWORK

The data storage mechanism of the cloud is similar to the data storage mechanism of the storage peripherals like hard disc and pen drive but the only difference is where the data is collected (in cloud data is stored in remote location). Several studies on the security of cloud-based computing has previously been presented and analyzed.

The major four aspect of information security in cloud computing are –

1. Validation
2. Privacy
3. Solidarity
4. Obtain ability

Validation is the throughout process for Verifying the identity of the user/client, now in the previously researched work user authentication is done by password and data confidentiality is maintained using encryption/decryption algorithm. Efficient encryption algorithm must be used in order to ensure good security, to enhance the upload and retrieval of data. Previously the secure login and registration is done using one factor authentication i.e. making use of static password mechanism in which user choose the password while registering and login using that password which is vulnerable to be hacked. One factor authentication is prone to password guessing because it does not have any other security check. Encryption algorithm used in those security architectures was DES (Data Encryption Standard). It is a 64-bit Fiestal block cipher based on the conceptual formulation of Fiestal rounds rule having in total 16 rounds and a massive key size of 56 bit. DES was most widely used encryption scheme adapted in the late 20th Century by N.I.S.T. (National Institute of standard and technology). it follows Fiestal Structure.

![Figure 1: DSS Algorithm Mechanism](image)

Before the development & Implementation of DSS algorithm, the Simple Encipherment and Decipherment Technology was used to encode and decode the data stored in a computer based cloud related services. All the previously used techniques were brutally being cracked and misused as people have understood their loop holes and have identified their weak points which led to the low security in authenticating, validating and protecting user’s data on cloud.

3. MODEL PROPOSED

In our Research Model we have suggested work that deals with a new way of security mechanism including: -
- Admin Verification/Locking of User
- AES for Secured file encryption.
- Distributed data storage for user’s ID details and Files Details
- One-time password for authentication each time user login.

All the algorithms and user authentication mechanism which have been proposed so far have some or more problems. The earliest cipher like (shift cipher etc...) can be broken with ease on modern computation system. The DES (Data Encryption Standard Algorithm) was patched/smashed in 1998 using a computer hardware that cost about $250000/- in 3 days. The triple DES was way too slow for quick and fast retrieval, updating & manipulation. This problem can be solved if we implement AES (Advance Encryption Standards) Algorithm for Encryption/Decryption. NFC is a new yet a very resourceful concept. The concern while developing such system was, would it also have practical application or would it just be limited to a theoretical term. But in recent times there has been an enormous growth in the number of NFC enabled devices.

![Figure 2. AES Algorithm Mechanism](image)

Note that this AES algorithm mechanism wasn’t developed by any organization; it is the work of the people who took part in a large scale competition raised by N.I.S.T. to get an advanced decipherment and decipherment algorithm which follows a standard protocols and are organized in format. N.I.S.T. got several algorithm mechanisms on which several tests were performed in which only 5 algorithms were considered for the final test in which the best algorithm found was AES (Advance Encryption Standard) Algorithm Security Proven architecture. AES is also a block based symmetric cipher system.

With several large companies investing in this technology, this technology looks to completely take over the contactless payment market in future. Google, Apple, Microsoft, Master Card are few of the
many companies venturing and investing in NFC based payment systems. For the Security purposes it has a Registration page where the users first create a Strong Password for login purposes.

After the user is registered, the Admin check for the authenticity of the user and accordingly verify the user or locks the user. User authenticity is checked by looking in the logs and if the user is found genuine then it is verified. After the verification of the user, user can easily access his/her account. To enhance the security TWO STEP VERIFICATION is done at every login i.e. user gets the OTP on their registered email id every time they login to cloud services.

After the correct OTP matching, if the OTP is matched then user gets logged into the cloud service portal. Here the user can look into his/her Profile, Upload/Download Files On cloud using AES encryption/decryption Algorithm. Here the Database is distributed i.e. the database for the User Details, Encryption/Decryption & Key Storage is different so that if by any means hacker/attacker get into the User Detail Database, still he/she will not be able to access to the encryption and decryption algorithm key and therefore not be able to access uploaded data, since he/she will not have key so he will not be able to fetch or download the data.
Figure 5. Key Details

If by any means user gets logged into the system by stealing OTP or By – Passing OTP, then to fetch any details of the user he requires to enter the KEY, on failing which he gets a FAKE DATA of the information downloaded with garbage value.

This fake data will firstly deceive the hacker or the person who has gained unauthorized access to the user’s account and at the same moment of time it will protect the user’s valuable amount of data to be stolen/copied/misused by attacker, hence we can suggest the this garbage data act as the bait to the attacker by which he feels he has succeeded hacking or creating a breach in the cloud architecture but unknowingly he has downloaded garbage content & triggered the alarm to the admin indicating that a malicious activity took place in the user’s account.

Figure 6. Admin lock.
The admin can verify/lock the user by checking for the IPs, if VPN is connected then the IPs change every 5 minutes & hence by observing the malicious intentions of the user admin can lock the users account. After the account gets locked only the Admin is provided the right to Unlock the user using his best knowledge about the user.

![Figure 7.AttackStocked IP Catch Details.](image)

The Module work by grabbing the IP Address of the system through which the user has logged into the account. The IP Address of the system at that time is locked in the database and that IP Address are stored and stocked in the attack and hit database every 5 minutes.

The Admin can keep a check from which IP Address the Particular functionality is been performed like

1. From where the user has Logged In – LOGIN IP Address.
2. Date fetch and Upload Time with IP Address – IP Address recorded at manipulation time.
3. Date and Time the IP Address is being changed.

If the account is reported or any malicious activity is found then the Admin has a right to lock the user and perform necessary action to protect the data from being maliciously used.

A session window of 30 Minutes is kept, i.e. the user’s gets automatically logged out from the account if he is kept inactive for that period/interval of tenure/time. This will help the user from the privileged access of their account from the user who try to take advantage from the user by gaining their faith and using their logged in account for un-ethical use and malicious intensions.

4 CONCLUSION

In this research paper we have suggested a big new/up-to-time security architecture for cloud based computing domain which includes two factor authentication, AES(Advance Encryption Standard) based file encipher and decryption of data uploaded on cloud, admin verification and locking of users.
fetching IP details of users, distributed database storage i.e. data is stored in tiers which means user
login details is stored in one database & encryption/decryption details such as (files uploaded , key) is
stored on different database. Overall work deals on enhancing security for cloud computing,
this work fortfy security for complete cloud-based computing structure.

In our research based suggested working representation, a hacker/attacker cannot easily fetch
information from the cloud databases and load their corrupted files as he require to get access all the
database data centers, which is very tough and hard to breach or crack. All these attacks which could
be performed on the previously implemented system could be reduced to zero enhancing the security
of the cloud and at the same time identifying and servicing only the genuine clients.
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