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Abstract The advent of blockchain technology by the Nakamoto group in 2008 has created a new trend on how to deal with various security issues and vulnerabilities. Blockchain systems have gained momentum in various spheres of technology deployment in business organizations. This paper presents a critical literature survey on the security strength of blockchains and security issues associated with blockchain technology deployment. Numerous studies have experimented with the various technical features of blockchain systems across various transaction domains. Findings obtained from literature survey and thematic content analysis of the existing research studies indicate that blockchain systems provide unique capabilities that support processes and transactions across various sectors with a high level of integrity, transparency, confidentiality, and privacy. However, some loopholes and limitations associated with deployment and use of blockchains have been highlighted in various studies. The present study cross-examined the security issues of the underlying scientific research evidence.
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1 Introduction

Blockchain technology is one of the disrupting technologies applied in managing various business processes. It was introduced in 2008 by a group/person...
called Satoshi Nakamoto to avoid double-spending and solve the challenge of failure to maintain the order of transactions [1]. The breakthrough of the first Bitcoin blockchain has inspired the widespread popularity of blockchain technology across the world. The technology is being used in various applications including e-commerce, supply chain management, data management, education, business, and industrial applications, healthcare management, privacy and security, electronic voting, currency markets, public service, and governance [2], [3] [4]). This has made blockchain technology a subject of scientific research in industrial practitioners, developers, and researchers because of the security and trust features associated with its applications and deployments.

Despite the growing popularity of blockchain technology, some scholars believe that its security weaknesses have had a lasting impact on the world [5], [6]. According to Dorri et al. [7] blockchain technology has facilitated the increase in financially motivated cyber-attacks such as the denial of services and ransomware against various organizations and retailers. It has also enabled illicit dark online marketplaces. Today, the adoption and use of blockchain technology are way beyond its initial objective of facilitating the proliferation of decentralized cryptocurrency. Many industries are looking up to its decentralized trustless ledger enriched with a high level of immutability to run business processes such as smart contracts, logistics operations, cybersecurity, banking, and pharmaceutical operations [8].

Therefore, the blockchain breakthroughs have caused rigorous changes and disruptions in the ancient business processes especially those that involve transactions and applications that require the verification of trusted third parties and centralized architectures. The blockchain architecture possesses unique characteristics that resonate with unique features such as security, suitability, robustness, and transparency [9]. According to Zahad et. al [1] a blockchain is a distributed database system with a sequence of immutable and committed blocks, which makes them ideal for deployment in the banking sector where customer transactions across various banks can be handled using the same blockchain. This facilitates easy auditing and promotes transparency. Banking corporations are investing in the use of blockchains to decentralize their architectures and reduce transaction costs as they become faster, transparent, and inherently safer than independent architectures. Beyond facilitating cryptocurrency payments, blockchain technology enables coordination of decentralized applications in absence of third parties and intermediaries, a unique facilitating the proliferation of modern internet security systems.

As blockchain continues to shape business processes and financial transactions, it is imperative to examine its effectiveness in promoting cybersecurity and customer protection against emerging security threats. It is necessary to identify relevant scholarly works and papers on blockchain technology and cybersecurity strength. In this research, we critically review the existing literature on the capacity and security strength of blockchains in supporting applications that necessitate a high level of cyber-security, accountability, in-
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2 Background study

Blockchains are decentralized and well-distributed time-stamped data structures logically organized to form a distributed peer-to-peer network in which non-trusted members can interact with each other without the authority and verification of a trusted third party [9]. Blockchain technology utilizes multiple interconnected mechanisms that provide different feature features to the system infrastructure. The infrastructure has peer-to-peer transactions at the lower end, which demonstrate the consent between two customers conducting business. When one actor signs a transaction, it is widely distributed to the neighbors. The blockchain has entities that connect to it called nodes, which verify its rules. Full nodes arrange transactions into the blocks and determine the validity of the transaction, after which the invalid transactions are discarded when nodes reach a consensus on the valid transactions that should be kept in the chain to ensure that the system has no divergences and corrupt branches [10].

According to Mingxiao et al. [11] different types of blockchains have different consensus mechanisms. These include proof of stake (PoS), proof-of-work (POW), and Byzantine Fault Tolerance (BFT). PoS protocols proportionally segment stake blocks depending on the current wealth of the participants to prevent the richest miner from dominating the network [12]. Proof of work protocols splits the blocks proportionally according to the mining power of the participants. The system traces those hashes with specific identical patterns to ensure the verifiability and authentication of transactions. Initially, Ethereum blockchains applied POW protocols but they have also shifted to the proof of stake (PoS) protocols because of their improved scalability and the potential decrease in power consumption [13]. The third consensus layer called the computing interface enables blockchains to store the system user transactions and compute user balances.

According to Zahadat et al. [1], advanced computations require the storage of complex states that can be dynamically updated using distributed mechanisms of computing; especially those states that change from one state to another after particular criteria are achieved. The fourth layer of the blockchain called the governance layer expands the capabilities of the blockchain infrastructure to manage physical human interactions across the world. Despite all the defined protocols, blockchains are affected by user inputs from different people who have different intentions hence necessitating the integration of advanced methods to improve the system capabilities. The four layers necessary for the effective functioning of the blockchain handle off-chain social
processes. However, the governance layer manages the interactions of various actors to enable them to produce, change, or maintain inputs that build up the blockchain infrastructure.

Some studies have categorized blockchain networks in various ways according to the network’s permissions and management protocols [12,14]. According to Kravchenko [15], private blockchains fall in the permission category in which authorized uses are defined with specific permissions and characteristics over the operations of the network while public blockchains do not involve the use of permissions because everyone is allowed to join as a new node miner or a new user and perform transactions and operations of his choice. Public blockchain features are implemented in most of the existing cryptocurrencies such as Ethereum, Litecoin, and Bitcoin [16]. One of the advantages of using public blockchains is that the network can maintain and sustain itself hence reducing infrastructure management costs. Meanwhile, private blockchain designs have been implemented in performance-oriented systems such as auditing and database management [12]. Besides, federated blockchains combine some features of private blockchains and public blockchains [12]. They share similar privacy protection protocols and scalability levels as private blockchains although they have a different set of nodes called the leading nodes. A combination of the leader nodes is used to verify and validate the transaction processes taking place in the system, instead of using a single entity to perform transaction verification. This feature facilitates the effective implementation of a decentralized system design in which the leader nodes can verify and permit other node miners. Some studies have improved the state of the art of the blockchain network by incorporating more classical features such as information management and ownership, anonymity, and transaction approval time using advanced consensus and security mechanisms of the blockchain.

3 Literature survey

The present literature survey analyzes 20 research studies published between 2015 and 2020 to provide evidence-based insights on the research trends shaping the application of blockchain security features. Various multidisciplinary approaches have been used in modern scientific literature to explain the security strength and effectiveness of blockchain technology.

3.1 Datasets: Pros and cons

We extracted data from papers that meet the criteria for quality assessment. The completeness of data was assessed to determine the accuracy of recorded
information. We compile data from both qualitative and quantitative research studies and conduct a meta-analysis. Initial search held with key words such as ‘blockchain’, ‘security’, and ‘bitcoin’ yielded 713 papers. After application of exclusion and inclusion criteria, 131 papers remained but only 20 papers were included for this analysis. Data is extracted from papers that contain empirical evidence on the use of blockchain technology for security and other applications. The research papers utilized also contain empirical data on the performance of blockchain architectures and distributed ledger technologies.

Most of the papers are peer reviewed published in a journal or conference proceedings. Primary studies present relevant quantitative and qualitative data. Each paper is focused on classification of the blockchain security applications, security issues, and technology solutions to address these challenges. Some of the common themes include encrypted data storage, virtual network management, data sharing, bitcoin cryptography, cyber security, public key infrastructure, electronic health records, centralized control, data privacy, confidentiality, mining authentication, domain name system, multi-media security, IoT, Big-data, and peer-to-peer sharing. Most of the studies present the various limitations associated with blockchain implementation, propose solutions but the effectiveness of those solutions remains theoretical since they lack comprehensive evaluations.

3.1.1 Key findings from the literature survey

| Authors            | Types of Security Applications | Quantitative/Qualitative Data Reported                                                                 |
|--------------------|--------------------------------|--------------------------------------------------------------------------------------------------------|
| Pinno et al (2017) | IoT                            | Presents a design of a “ControlChain system”. This is a blockchain based solution for IoT device access control using the bitcoin principles. Found that multiple blockchains can be utilized to manage various aspects of the IoT controls. |
| Banerjee et al     | IoT                            | The paper presents the increasing importance of implementing blockchain technology in healthcare, battlefield, and IoT homes. Postulates how IoT can install a robust-secure firmware using blockchains for firmware updates. |
| Authors                  | Title                                                                 | Applications                                                                 |
|-------------------------|-----------------------------------------------------------------------|------------------------------------------------------------------------------|
| Casino, Dasaklis, & Patsakis (2019) | Classification and main characteristics of blockchain networks and Taxonomy of blockchain-based applications | E-commerce, supply chain management, data management, education, business, and industrial applications, healthcare management, privacy and security, electronic voting, currency markets, public service, and governance. |
| Gu et al (2018)        | Android Malware                                                       | Explains the working of blockchain in detecting android malware. Utilizes a set of blockchains where the intrusion detection system has specified N members to detect hashed malware on Android devices. |
| Bhownik and Feng (2017) | Multimedia security                                                   | The paper presents the application of blockchain technology in multimedia watermarking. The authors present a blockchain framework for multimedia watermarking to address the underlying issues. Watermark information contains an image hash preserving the original media content and the cryptographic hash containing transaction histories (transaction log). After extraction, the watermark extract is passed to a distributed ledger to retrieve the transaction log and the latter segment is applied to identify the tampered/edited regions. |
| Shi, He, Li, Kumar, Khan & Choo (2020) | Electronic health record (EHR)                                        | Presents a systematic analysis of the blockchain models applied in Electronic health record systems (EHRS). Emphasis is placed on data privacy and security aspects; background knowledge relating to blockchain and EHR systems; applications of blockchain in EHR systems; Research challenges and opportunities. |
| Reference                  | Domain   | Description                                                                                                                                 |
|----------------------------|----------|---------------------------------------------------------------------------------------------------------------------------------------------|
| Laskowski and Kim (2016)  | Big Data, IoT | The paper presents the blockchain architecture; how it can be used in provenance tracking. The study applies blockchain ontologies on knowledge traceability, knowledge provenance, and food provenance. Such ontologies can be applied in designing a blockchain system. The authors analyze the contribution of traceability ontology and how it can be applied smart contracts to enforce traceability constraints and execute a provenance trace in Ethereum blockchain platforms. |
| Xun et al. (2017)         | IoT      | The study investigates various security attacks; and how they affect physical processes, and then propose effective blockchain-based detection mechanisms. We depict two different types of command disaggregation attack modes: disaggregated sub-commands are allocated to wrong actuators and the command sequence is disordered. Three models to implement command disaggregation attack modes. The designed framework use the relationships in the two-tier command sequences, including sub-commands from the input of actuators and commands from the output of central controller to detect attacks before disruptions occur. |
| Authors                  | Title                                            | Summary                                                                                                                                 |
|-------------------------|--------------------------------------------------|----------------------------------------------------------------------------------------------------------------------------------------|
| Zolanvari, Erbad, Jain, & Samaka (2018) | Centralized controllers | Presents a survey of the various technology solutions designed using blockchain models to provide security services such as confidentiality, authentication, privacy and access control list, integrity assurance, data and resource provenance. The paper examines the use of blockchain security services for modern business applications. Highlights challenges associated with using blockchain-based security services Highlight the state of the art techniques utilized to provide these services, their challenges, explain the modern use of blockchain technology can resolve these challenges. Compares different blockchain-based techniques and frameworks providing security services. |
| Arquam, Singh & Sharma (2018) | Security in Online Social Network | Proposes a blockchain based model for sharing the information securely at the peer level. In the proposed model, a chain is created by combining blocks of information generated by nodes. Each node in the network propagates the information based on its credibility against its peer nodes. The credibility of a node varies according to their respective information. Trust is calculated between sender and receiver using either of two ways, Local trust and Global trust. |
| Alvarenga, Rebello, & Duarte (2018) | Virtual Network Management | Presents the blockchain enabled security of virtual networks and management of data centers. A consensus blockchain technology solution is proposed to apply a PBFT consensus mechanism. The experimental write speed for PBFT system are 10–20 times higher than the normal write speeds obtained using bitcoin and ethereum platforms. |
| Author(s) and Year | Field | Description |
|-------------------|-------|-------------|
| Khan & Salah (2018) | IoT | The study examines IoT security challenges; how blockchain technology solutions can meet such challenges and reduce security threats. Ethereum is utilized as target platform for smart contracts. |
| Yli-Huumo et al. (2016) | IoT | Discusses the security strength of blockchain technology in enhancing IoT security. Presents the security benefits for supply chain systems. Explores various technology issues and the future direction of blockchain technology. Many proposed technology solutions lack comprehensive evaluation for effective deployment. Blockchain technology presents issues in terms of latency, scalability, and throughput. |
| Devetsikiotis and Christidis (2016) | IoT/Smart Contracts | The paper examines the operation of blockchain mechanisms focusing on smart contract-script for multi-step process automation. The study also extends to IoT domains and examines the possibilities for integration of blockchain technology in IoT for various purposes such as cryptographic automation, and sharing of resources and services between devices. |
| Suhaliana et al. (2018) | N/A | The paper presents the various technology applications of where blockchain can be integrated including security, media, and finance. Discusses the security issues and proposes theoretical security solutions to address the highlighted issues. The paper gives a future direction for research in the security aspects of blockchain. |
| Xu et al. (2017) | Web Applications | Proposes the use of a Distributed Ledger Based Access Control (DLBAC) for navigation and management of web applications. Distributed ledger is constructed in the generic blockchain architecture similar that of a bitcoin. |
Across various research studies, blockchain systems are decentralized and truly distributed systems developed to provide solutions to various related problems. Some of the practical security solutions provided in the primary studies demonstrate innovative approaches to solving contemporary challenges associated with user authentication, immutability, and data security [17]. These technology solutions depend on the changes in the network infrastructure introduced by blockchain technology compared to the traditional use of one centralized server. Because of the costs and labor associated with moving or changing a working system, some of the practical security concepts cannot be easily experimented with within a particular limit of time to determine the security strength of blockchain applications.

Robinson [18] experimented with various blockchain consensus mechanisms using the IoT chain design. They used an Ethereum platform for experimental and developmental analysis. The authors deduced that the most ready-to-deploy and practical security solutions are those experimented on Ethereum platforms. Blockchains provide unique capabilities for business transactions to proceed with minimal cybersecurity issues. According to Casino et al. [4], blockchains support the inherent organizational strategies to secure their information/data, communications, and networks. They utilize hashing and encryption algorithms to store large size of immutable records and provide security/protection against intrusion.

According to Taylor et al. [19], most of the security measures deployed in various organizations depend on one trusted source to store the encrypted data and verify the information. Consequently, such systems are susceptible to intruders and malicious attackers who target them cause a lot of damages through data extortion, injection of malicious information, blackmail, information theft, and denial of service attacks. Fortunately, blockchain technologies provide decentralized security solutions to such system weaknesses. Its
solutions do not need the trust or authority of any member of the network or transaction group. Each member of the network or each node connected to the system has a full copy of the historic records hence requires the consensus of the majority nodes to add more data into the chain of previous records.

According to Taylor et al [19], Consensus-based verification is achieved in various ways although there is a bottom line. Group members with accessibility to the same information can secure their group better than compared to the group composed of a host of members and one leader who depend on their leader for information access in presence of malware that comes into the system as leaders or group members. Some scholars have discussed how the capabilities of blockchain technology can be leveraged to improve cybersecurity in various applications such as data sharing, data storage, internet of things and, World Wide Web navigation, private user data management, and network security. According to Pinno et al [20], many IoT applications use private blockchain structures to manage controlled access for network nodes, prevent malicious intrusion, and securely track data management. Besides, Banerjee et al [21] found that blockchain systems can facilitate the propagation of updates from one node to another hence enhancing the security of firmware deployment. This simplifies the authentication and identification of IoT devices and facilitates seamless data transfers across the system. Gu et al [22] have also experimented and confirmed the same findings on the effectiveness of blockchain technology in detecting malicious behavior and securing historic IoT sessions and connections. In these research studies, the authors suggest conventional architecture in which blockchain protocols exist between the transport and application layers hence utilize/treat rewards as units of the voting power.

One of the potential capabilities of blockchains is its support for integrity verification. The effectiveness and capabilities of blockchain technology have been studied in various studies [23], [24]. The study conducted by Bhowmik et al [24] on the integrity verification capabilities of blockchains found that applications that involve blockchain integrity verification such as intellectual property management, insurance, counterfeit, and provenance systems can store transactions and information related to the lifetime and creation of services or products. According to DeLaRosa et al [25], blockchain applications that can accept integrity verification are those that are based on IP protection. Technology solutions such as Mediachain and Ascribe use blockchain technology to connect digital content to their innovator. For ascribe, bitcoin blockchains are used to transfer the loan and the ownership of loaned digital assets. Meanwhile, Mediachain uses blockchain technology to store metadata for easy media querying and recovery.

Besides, some of the modern monetization techniques such as monographs allow revenue sharing across the media value chain for image reals, video clips, online broadcasts, and more sponsored content when all the verifications are done by the blockchain technology [26]. Some blockchain solutions such as Factom provide validation and storage of digital assets [27]. Mean-
while, Kodakcoin blockchains are facilitating payments for the acquisition of image rights and photo licenses via KodakOne blockchain–enabled platform that stores all the content for its registered photographers [28]. In information service, Silent Notary is an example of a blockchain-enabled service for confirmation of the existence of events that are digitally recorded and content stored in digital formats such as on e-mail, video file, and image file [4].

Despite the proliferation of these blockchain-enabled solutions, Herbaut et al [29] insist that there should be a user-centered technology shaping the inherent ecosystem for content delivery. The study conducted by Laskowski et al [30] explains the philosophical perspectives of storing and interpreting data automatically to preserve data integrity and provenance. Authors emphasize that such Smart contracts have related ontologies of data storage and interpretation that can be adopted to use blockchain technologies. Today, technology solutions such as BlockVerify and Everledger use a combination of smart contracts and blockchains to avoid counterfeits and bank fraud for insurances and banks as well as promoting supply chain transparency [31]. In the same accord, Xun et al. [32] emphasize data integrity in their study which implemented blockchain protocols in their prototype system aimed at demonstrating a blockchain technology framework for promoting data integrity in service delivery. Besides, Jaag et al. [33] also demonstrate the possibilities of using blockchains in device management, identity services, and supply chain management in business organizations.

Blockchain technology has gained more popularity for the insurance sector in various data integrity services such as asset transfers, premium payments, claims processing, customer onboarding, underwriting, sales management, and reinsurance [34]. The recent launch of the B3i-blockchain initiative for the insurance sector by European-based insurers exemplifies how the increasing deployment of blockchain technology in developing standards and processes for the insurance sector to increase efficiency in service delivery [35]. Blockchain smart contracts lead to process automation in the insurance service delivery thus increasing processing speed, efficiency, and reduced costs. The adoption of blockchain technology has been largely witnessed in the health insurance sector where the need for high-level data security for wellness and medical information is highly cherished.

Concerning data sharing and storage, blockchain ledgers especially private and public blockchains are being used to eliminate circumstances such as "single failed source" within the data storage ecosystem by securing data integrity [36]. According to Casino et al [4], Blockchains protects the integrity of data stored in the cloud by ensuring its resistance against unauthorized changes. They also facilitate the use of hash lists that enable secure data searching and verified data exchange as data structures remain stored and maintained securely. The capability of blockchain technology to create a decentralized network improves data sharing security and data storage especially in those networks that utilize client-based encryptions where the owners of information have full access control over their information [17]. Blockchain
technologies are also being in securing the utilization and navigation of the World Wide Web by improving the verification and validity of wireless internet access points that are linked to the distributed decentralized network. The technology utilizes hash algorithms programmed to monitor and store access control information local ledgers [37]. In World Wide Web navigation, blockchains identify the correct web pages and help the user to navigate through correct domain server records, safely communicate with other web users through encrypted/secure methods, and safely utilize web applications [4]. This technology solution employs consortium blockchains where the consensus processes are controlled by predetermined sets of network nodes connected on the distributed network.

The effectiveness of blockchain technology on promoting network security has also been studied in software-defined networks [38]. In these research studies, SDN controllers inbuilt with blockchain technology use cluster structures to facilitate peer to peer communications. Private and public blockchains are used to facilitate node communications in the SDN controllers and the distributed network hence the network system is enriched with capabilities to handle the underlying network security issues. Containers are used for critical data authentication for the decentralized data stores. Blockchain solutions are also enriched with capabilities to manage network security without cryptocurrency tokens. Several research studies agree that token incentivization for all node miners is a robust technique for achieving the longest chain consensus [39]. Currency Tokens allow receiver nodes to have more voting powers yet the voting power depends on the contribution of nodes to mining. According to Patrício & Ferreira [40], it is possible for each IoT device to automatically charge a currency token to other devices for influencing firmware upgrades. To address this challenge, Taylor, et al [19] suggests the use of many blockchain layers to check the authentication and trust verification of transactions between various hierarchical layers.

3.2 Security issues faced in the implementation of blockchain technologies

Despite the aforementioned security capabilities and application of blockchain technologies in the context of data storage, cybersecurity, and private data management, several studies have highlighted several security weaknesses and limitations of using blockchain technologies [41], [37]; According to Yli-Huumo et al [41], maintaining user confidentiality and privacy remains a key challenge in blockchain-based systems because the information being accessed is stored as a public ledger. This requires advanced encryption and anonymization mechanisms to protect the privacy and confidentiality of the stored information on the public ledger. Unfortunately, such mechanisms depend on the system implementation contexts and may necessitate additional
requirements for the networks to operate effectively. According to Devetsikiotis and Christidis [9], secure protocols should be used to perform network file sharing and prevent unverified information disclosure. Other mechanisms to promote data confidentiality suggested by scientific research studies include direct use of a peer-to-peer file system that is content-addressed to facilitate advanced verifications [42].

According to Suhaliana et al., (2018), blockchains have weaknesses in maintaining transaction privacy. Many system users and businesses expressed concerns about the traceability of Smart contract operations and transactions propagating across the decentralized distributed networks. In the same agreement, Kosba et al. [43] noted that the use of pseudonyms in blockchain systems as a security measure cannot sufficiently guarantee transaction privacy. As an alternative, Meiklejohn et al [44], suggest the use of deanonymisation techniques that examine the transactional structures of the flowing cryptocurrencies. According to Goldfeder et al [45], the transactions made with bitcoin blockchains can relinquish more sensitive information; hence compromising the privacy and confidentiality of the transaction. Besides, Smart contracts usually contain errors because they resemble the implementation programs hence causing heavy losses to the customers. For example, the Parity wallet bug that happened in 2017 made users lose about 280 million pounds while the DAO attack generated a loss of about 47 million pounds. Recently, Pearson technologies discovered thousands of vulnerable Smart contracts [46] (Siegel, 2016; Pearson, 2018). The complex nature of smart contracts makes it difficult for technicians to understand their operations. According to Bartoletti et al [47], smart contracts are different from conventional programming environments, which make it possible for them to hide illicit transaction behaviors such as Ponzi scams. Ponzi scams have been criticized for disguising as serious investment opportunities promising high business returns yet they compromise private hashes and keys and fail to return funds to the subscribers after failing to meet their business goals [47]. According to Dannen [13], the most promising approach to counter most of the smart contract abuses and vulnerabilities is the one that limits the expressiveness of the intrinsic programming language. Some security solutions utilize Smart contract checkers to implement a framework for verifying the fairness and correctness of the smart contracts hence they can trace underlying threats and vulnerabilities [48].

The deployment of blockchain technology on distributed networks is also limited by throughput issues. Koteska, Karafiloski, & Mishev [49] explain the various limitations and challenges associated with blockchain technology features in which he highlights several throughput issues. The current bitcoin networks process a maximum of three to twenty transactions per second. Such a limitation cannot allow the use of bitcoins in systems where the number of user requests exceeds the system’s throughput. Instead, users can resort to alternative networks such as the Twitter network which has a throughput of 5000 transactions per second, or VISA transaction networks that can process
more than 5000 transactions per second. Blockchain network operations are also limited by latency issues. Users expect their requests to be processed immediately over the internet yet there is a universal acceptance obstacle. The amount of time required to complete a transaction within the bitcoin block is approximately ten minutes. Such delays are attributed to security checks and verifications associated with the transaction (Beck et al. 2016). Larger transactions can spend almost one hour before they are processed, which subjects them to double spending attacks yet other possible alternatives such as Visa transactions can take a maximum of seconds [41]. The bandwidth and the size of the blockchain have also been questioned in some research studies. According to Yli et al, the current size of the bitcoin INS 1Megabites and it takes ten minutes to create a new block. This implies that one block can handle an average of 500 transactions in 24 hours. Therefore, the blockchain cannot handle more transactions than its size hence it cannot be deployed in applications whose transactions exceed its capacity.

Blockchain systems have also been criticized for having scalability issues. Appropriate and secure implementation of blockchains to provide security requires blockchains with multiple full nodes such that the technology implementation may not result in a less decentralized distributed system [50]. The scalability limitations of the blockchain systems are associated with the data size on the blockchain, the latency of data transmission, and the transaction processing rate. Bitcoin latency between transaction confirmation and transaction submission is approximately one hour while Ethereum takes approximately three hours to confirm a transaction [36]. Blockchains systems are also criticized for increased cost issues associated with system decentralization and deployment [49]. The users of these systems pay for computational power and transaction charges. Unfortunately, the systems do not alert users of the associated charges since prices remain hidden. Another issue affecting/limiting the implementation or deployment of blockchain technologies is data malleability. According to Beck et al [51], blockchain data security signatures do not guarantee the bitcoin ownership for a given bitcoin transfer with a transaction. This implies that a malicious attacker can alter and rebroadcast the transaction and cause difficulties in the transaction confirmation [41]. Authentication challenges have also been highlighted in various studies. Transaction authentication remains a key security concern regarding the implementation of blockchains [49]. Customers/users are not secure from malicious attackers who compromise customer private keys and steal the information or alter the transactions. Privacy issues have been highlighted in various scholarly sources. Blockchain systems allow users to create multiple addresses and cluster these user addresses [52]. The purpose of clustering user addresses is to identify the movements and behaviors of the same system users by identifying all the addresses created in the system by the same user [53]. Koshy et al [54] examined the effectiveness of bitcoin systems in handling multiple addresses and found that it is possible to map some of
the bitcoin addresses to the IP addresses by monitoring and examining the associated transaction traffic.

The susceptibility of blockchain systems to double-spending attacks limits its holistic implementation in various applications. According to Casino, Dasaklis, & Patsakis [4], a double-spending attack in bitcoin systems happens when an intruder hoards his bitcoin as he receives services that are yet to be re-spent. For example, when an intruder credits a particular account, he/she receives the goods or services from the owner of the account. Thereafter, he/she will revert the transaction crediting the account to recognize the associated ledger. However, some studies have shown that bitcoin systems can control or prevent the occurrence of double-spending attacks using rigorous models that reframe the honest users and the attacker to appear as competitors performing random movements in one direction each with probabilistic steps ahead of the other. Nevertheless, Garay et al [5] emphasize that the decentralized nature of blockchain systems makes it easier for an attacker to disagree with honest node miners.

The increased dependence of blockchain systems on distributed public ledgers has raised some security concerns. According to Xu et al [36], Public distributed ledgers have speculative issues associated with the compromise between decentralization and network dimensions. The probability of intrusion in bitcoin blockchain ledgers is approximately 51% because a single node miner can easily gain full control of the biggest size of the network resources thus holding other users at ransom. Several studies have confirmed various security compromises and currency scams associated with the implementation of bitcoin blockchains [56]. These include account hacking using viruses and Trojan horses from online adverts and distributed denial of service attacks. This leaves many bitcoin miners susceptible to scams from malicious attackers. Besides, the proof of work protocols inherent in bitcoin chains has been criticized for resource wastage [41]. The work done by the node miner determines his/her possibility for mining a block. Besides, small nodes are at higher risk of being attacked by malicious intruders. It is also difficult to combine various segments of blockchains for versioning and administrative purposes.

Some issues have also been noted in the blockchain quantum computing capabilities. The blockchain core utilizes public key encryptions and hashes as cryptographic primitives used to verify and authenticate transactions. Initial blockchain infrastructures utilized quantum computing; but several technology breakthroughs led to the introduction of SHA-256, which is a hash algorithm used to perform quantum computing. To crack this technology using the Grover algorithm, an intruder needs around 2128 operations. The resilience of SHA-256 against quantum attacks does not apply in those blockchains that utilize public key encryption algorithms. According to Casino, Dasaklis, & Patsakis [4], an intruder can break the ECDSA algorithm using a big quantum computer hence increasing the vulnerability of blockchains. As quantum computing resilience becomes a major issue, there
is a need to standardize blockchain systems such that they can perform post-quantum cryptographic analysis. Recent studies such as Kiktenko et al [57] have developed quantum secure blockchain systems that utilize public key distribution across the optical fiber network for secure authentication. Meanwhile, Visser and Rajan [58] proposed blockchain encoding into a temporary state of non-existent photons so that the entire blockchain system can be perceived as a quantum interconnected machine.

4 Conclusions

This study has surveyed a wide range of multidisciplinary studies on the security strengths and effectiveness of blockchain deployments in various applications. Unquestionably, blockchains have proven their capability of improving and transforming the daily business processes and transactions in various businesses and organizations. The technology has gained widespread adoption in many countries across the world. Its benefits are far beyond the security issues associated with the use of centralized database systems. Despite the increased deployment and use of blockchains, several studies have highlighted various security issues and other limitations that need to be properly addressed if blockchain technology is to thrive in the drastically changing and competitive tech market. By addressing the above issues, blockchains will increasingly become more efficient and scalable for both the users and the organizations deploying them. Currently, blockchains possess numerous mechanisms that make them the best choice for use in various applications in several industries and business sectors. The future presents more bright opportunities for blockchains to penetrate various business domains and industries although the compromise and trade-off lie between the use of blockchains and conventional centralized databases systems. Some of the highlighted security issues also cut across traditional database systems, which makes it difficult for some organizations to shift to the implementation and use of blockchain systems. Besides, each application domain requires unique security characteristics and system behaviors to provide security capabilities tailored to the needs of the application, which does not guarantee system interoperability. There is a need for more innovations in the field of blockchain research and development to reduce energy consumption and increase transaction speed. Protocols should be globally accepted so that the system can easily verify the identities of various individuals at the same time.

What makes blockchain systems outstanding is the ontology that data/information is not owned by one company or individual. Each node minder has access to his/her entire transaction records, which creates a difference between blockchain systems and the traditional database management systems used by various institutions, government agencies, and corporations to store and maintain private records. In traditional database systems, the business orga-
nization has full control and access to the records of the clients, customers, and internal operations. In contrast, blockchain technologies record transactions in cryptal formats hence each user shares the same transaction lists that are periodically updated to ensure the transaction ledger is kept current. For every new transaction taking place in the system, the transaction ledgers are reconciled, which minimizes the risk of transaction loss. This implies that that blockchains can maintain the integrity of transaction history because of their distributed P2P network. An attacker or an intruder needs to first change most of the hash values and data blocks within the system to alter the transaction history, which necessitates him/her to compromise many computers of system users across the world.

Blockchain systems support the existing technical efforts to protect data integrity, secure communications, and networks. Using hashing and encryption, blockchains can store immutable transaction records. The weakness of the traditional database system lies in its features such as utilizing only one trusted authority to store encrypted data and verify information, which subjects the users to the risk of malicious attacks. Many intruders and illicit system users can combine their efforts against the single authority to inject malicious information, commit denial of service attacks, and compromise data integrity through blackmail or theft. However, blockchains do not require the use of a trusted individual or authority because they are decentralized to the user. There no need for the trust since each member of the network (node) has a full copy of his transaction history available. The system only needs to first achieve the majority nodes’ consensus to allow more addition of data to the blockchain of the already existing information. This capability has increased the popularity of blockchain and facilitated its deployment in various security-oriented applications such as data sharing and storage, private user data management, network security, and cyber security in the internet of things. Its immutable decentralized database benefits both businesses and consumers. As benefits benefit from minimized costs associated with information storage and maintenance, customers will maintain ownership of their transaction records. The self-monitoring and automatic activity recording promote record availability, integrity, confidentiality, and transparency. Customers using blockchain-enabled systems have less fear over the theft of their data from malicious attacks. Besides, blockchains are providing solutions that address the increasing cyber-attacks by ensuring data/information availability through redundancy, confidentiality through cryptography, and integrity through self-validation.
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