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Abstract. Cloud computing is a technique to minimize the use of hardware and software infrastructure digitally for the dynamic delivery of services. There are numerous components of current cloud computing models: end-user computers, networks of contacts, access management systems, and infrastructures of applications. Different organizations of cloud computing are providing various policies for handling tasks of cloud vendors and consumers. During task migration, whenever data is transferred over the cloud from one node to another; then the sink node should be trustworthy. It becomes a challenging task to create reliable and trustworthy cloud platforms. As the base from the concept of cloud computing, many authors proposed data privacy, security problems, security challenges, trust models, trust issues, challenges of trust management. In this paper, we highlight some of the trust issues faced by both cloud vendors and cloud customers while using cloud services.

1. Introduction

Cloud computing is a way to access digital services over the internet. Various factors such as low cost, location, and device independence are some of the advantages of cloud computing over traditional computer systems. "The cloud is a computer," explains Buyya [1]. There are many resources using in different fields of the cloud. But apart from all these resources and services provided by the cloud, there are many challenges and issues facing by society as well as by cloud computing platforms like security, resource allocation, lack of resources, load balancing, governance, compliance, migration, performance, build a private cloud and trust issue. The brief description of cloud computing is mentioned below.

1.1. Cloud Computing

Cloud computing is used to limit the cost of applications, equipment, services and networks. Another example is online services, wherein operational cost can be eliminated thereby saving around 30% of the total spending of an organization. Therefore, a cost-effective pay per-use model may be implemented.
As shown in figure 1, from 1940 to 1960, the data used for data center storage. Data was now saved in the cloud and data centers beginning in 2000. Trust building is the key component in the cloud. Several factors like licensing, control and honesty are considered to estimate the trust. One problem with previous research is that the concept of choice involving others is sometimes intermingled with confidence and reciprocity, and there is no explicit single factor derived from the experimental results. Although there is a degree of confidence among the social network members, this dependence in certain circumstances may not be adequate. For instance: storage where consumers risk losing, compromising or corrupting files while providers risk their own environment by hosting unknown files. The authors have defined the risk using the fuzzy belief concept for addressing uncertain risk property.

1.2. Applications of Cloud Computing
Cloud computing applications are endless. From standard software to computer software, any device can run on a cloud computing platform. Some cloud applications are listed as shown in figure 2.
2. Literature Review
Trust issues and challenges in Cloud computing are some of the most important aspects. Many researchers have proposed trust based models. Some of the articles studied for research are:

| Year of Publication | Author Name    | Summary                                                                 |
|---------------------|----------------|-------------------------------------------------------------------------|
| 2020                | Al-Jaser et al.| Authors talked about data privacy [16]                                  |
| 2020                | Devi et al.    | Security issues in cloud computing. [17]                                |
| 2020                | Gupta et al.   | Authors discussed about trust and fault-tolerance problems [18]         |
| 2020                | Tabrizchi et al.| Safety issues in cloud computing [19]                                   |
| 2020                | Kaushik et al. | Security issues handled by trusted third parties [20]                   |
| 2020                | Ali et al.     | Five-phase strategic roadmap [21]                                       |
| 2020                | Liu et al.     | Re-evaluate the issues of trust, integrity and safety in the           |
|                     |                | proposed new model [22]                                                 |
| 2019                | Khan et al.    | Highlighted the issues in the cloud ecosystem [23]                      |
| 2019                | Ruan et al.    | Trustworthiness and confidence [24]                                     |
| 2017                | Xu et al.      | Social trust reward program for allocating tasks of mobile cloud      |
|                     |                | big data [25]                                                          |
| 2017                | Chen et al.    | Proposed a mechanism to facilitate the protection of the              |
|                     |                | trustworthiness of social network [26]                                  |

3. Tools and technologies applied in existing cloud services

3.1. CloudSim
CloudSim is a platform for modeling the effectiveness of delivery policies in a free, repeatable environment provided by cloud developers. CloudSim provides file reading and transfer tracking tools to validate capacity models, load balancing algorithms as the source of the simulation environment. CloudSim allows developers to focus on the specific application architecture issues [27].

3.2. CloudAnalyst
With its graphical representation, usability, and functionality, CloudAnalyst is indeed one of the most common analysis tools in the market for various gateways and environments. [28].

3.3. GreenCloud
GreenCloud is used to manage resource allocation, load scheduling, and load algorithms [29].

3.4. iCanCloud
This tool model details network modeling and simulates a cloud-based simulation platform for applications [30].
3.5. EMUSIM
The purpose of this platform is to simulate the behavior of software applications by using an Integrated Simulation System and CloudSim [30].

4. Trust issues found during survey
The annual State of the Cloud survey was conducted by RightScale in January 2018 on the latest cloud trends. In the survey, it asked about the adoption of cloud infrastructure to 997 technical professionals throughout a broad range of organizations. Its results were clearly about the current challenges of cloud computing. Here various challenges and problems with cloud computing as shown in figure 3.
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4.1. Security
Cloud computing improves productivity by allowing businesses to focus on their core business [9]. Cloud computing is called the “fifth tool,” and, like all other tools available in today’s society, such as power, communications and computing services are accessible when needed [10]. The effectiveness and function of the allocated resources raise special concerns about data privacy and stability. Data and service security contain confidentiality and integrity of resources. In order to effectively address resource planning, including data security and availability, some security issues and constraints must be addressed [8]. The Systematic Literature Review provides a standard move toward the method and an accurate explanation of current data management [11].

| Issues in Security | Service Models | Responsibility Prospective |
|--------------------|----------------|----------------------------|
|                    | IaaS | PaaS | SaaS | Providers | Consumers |
| Security of data   | ✓    | ✓    | ✓    | ✓          |           |
| Security of network| ✓    | ✓    | ✓    | ✓          |           |
| Locality of data   | ✓    | ✓    | ✓    |            |           |
Integrity of data  ✓ ✓ ✓ ✓
Segregation of data  ✓ ✓ ✓ ✓
Retrieval of data  ✓ ✓ ✓ ✓ ✓
Authorization, Authentication  ✓ ✓ ✓ ✓ ✓
Confidentiality of data  ✓ ✓ ✓ ✓
Breaches in data  ✓ ✓ ✓ ✓
Availability of data  ✓ ✓ ✓ ✓ ✓

Table 2 lists the most important security issues in terms of areas of responsibility and possible service models [12].

Table 3. Category, Obstacles in Cloud [13].

| S. No. | Obstacles                     | Category                  | Stackholder Prospective |
|-------|------------------------------|---------------------------|-------------------------|
| 1.    | Service Availability         | Cloud Service Availability| Consumer                |
| 2.    | Data Storage                 | Data, Data Boundaries     | Provider                |
| 3.    | Data Hiding                  | Data, Data Boundaries     | Consumer                |
| 4.    | Data Transfer                | Data, Data Boundaries     | Consumer                |
| 5.    | Performance Uncertainty      | Performance, Scalability  | Consumer                |
| 6.    | Extensible Storage           | Performance, Scalability  | Consumer                |
| 7.    | Error of large scale         | Performance, Scalability  | Provider                |
| 8.    | Quick Scaling                | Performance, Scalability  | Consumer                |
| 9.    | Service Level Agreement (SLA)| Service Policies           | Provider, Consumer      |
| 10.   | Software Licence             | Service Policies           | Provider, Consumer      |

Table 3 lists the 10 big obstacles to cloud computing [13]. Armbrust et al.[13] indicate that for each obstacle consideration differs between stakeholders (consumer and provider). The number one barrier is access to services from all sides. Cloud service providers recommend many services to maximize capacity, but consumer can use multiple services. Therefore, some customers may not be able to use parts of the infrastructure indefinitely. There are several reasons for denial of service, such as system failure, heavy traffic, and server hijacking [14]. Attackers can use publicly available services to gain unauthorized access to resources or perform a number of malicious actions that affect the service. Using fast deployment methods and security monitoring is one way to solve the problem. Cloud scaling technology consists of two types of scaling, horizontal and vertical, and is used to manage cloud resources [15]. Vertical is used to maximize the virtual tools required to restore and boost performance. Service availability is a problem that can be solved if virtual resources are not available. The horizontal way to run a service on a physical resource is to grow. Providing services from a physical location is a matter of quality of service.
The second, third and fourth barriers relate to data boundaries, data confidentiality, and data transfer between networks and data stores. Rest of the obstacles are more technical in terms of how services are built to scale quickly to provide an overview of performance, scalable storage, bug fixes and maintenance costs for large deployment systems maintain. Fast forwarding can make the service inaccessible if you have very high load data that should be considered a security concern. Service policies, service level agreements (SLAs) and software licenses were the ninth and tenth barriers. The question is whether the software is compliant or acceptable, and to ensure that the license cannot be violated [13].

Cost and containment control
All organizations can benefit from the cloud because they don't have to buy new computer hardware. Due to the high demand for cloud services, businesses are using PAYG (Pay-as-You-Go) cloud computing seamlessly.

4.2. Shortage of resources
One of the cloud problems is the lack of resources for business. All cloud and cloud technology in your organization is also varying very quickly, making interoperability of cloud difficult to achieve.

4.3. Governance
Cloud computing faces many problems. The business goal is to follow policies and manage all IT assets according to IT management rules. Also, provide timely service and maintenance for these assets.

4.4. Managing multiple clouds
In recent years, the quality to manage the multiple clouds has increased exponentially. Enterprises are migrating to various types of cloud like public clouds and are led by technology giants like Alibaba and Amazon. According to the survey, 81% of businesses use a multi-cloud strategy. Hybrid enterprises that combine public and private clouds declined by 58 percent to 51 percent in 2017.

5. Word Cloud
A word cloud is a basic method for visualizing what is relevant in a particular document. Trust, security and data keywords are frequently used in the following figure 4.
6. Conclusion

Integrity, security, and trust are important issues that are key obstacles to cloud implementation. The concept of fuzzy belief continues to be used to address uncertain risks. The concern is that many users don't have faith or trust in the storage of cloud data. More critical and classified material is still found in a vast variety of organizations. Another big concern with the cloud is that consumers have control of the lifecycle of data in order to make sure about removal and retrieval of data by a cloud service provider. Still there exist many security issues like the wrapping of Extensible Markup language signature components, browser security, cloud malware attack, flood attacks. Such security systems need to be carefully and thoroughly examined so that any third party cannot access the data without authorization. Addressing problems of trust in current cloud paradigms and highlighting existing vulnerabilities that will be fixed in the future. Several simulations will be performed in a cloud environment to resolve security concerns. However, secure cloud architecture also has some open challenges to address.

Figure 4. Word cloud keywords [31].
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