Identification of user profiles in online social networks:
a combined approach with face recognition
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Abstract. This paper suggests improving the previously existing method of identifying user profiles in different online social networks by adding face recognition results to the model. It is assumed that the method will become more stable for identifying people with the same name, city and age. It will help to find more user profiles in different online social networks, which will improve the estimation of their personal characteristics. Evaluating user personality traits is one of the key tasks in protecting employees of enterprises and companies from social engineering attacks.

1. Introduction
Unauthorized intrusions into information systems are becoming an increasingly acute problem for enterprises, companies and users of these systems. As noted by experts from Verizon [1], the number of attacks on information systems is growing at a huge pace from year to year. At the same time, the percentage of attacks using social engineering is also increasing. According to the study [2], social engineering was conducted in 84% of attacks on enterprises with the goal of installing malicious software. Considering the issue of the analysis of information systems' security from a software and hardware point of view, it can be noted that it is well studied and actively developed by various teams [3, 4, 5]. On the other hand, the question of analyzing the security and protection of users against social engineering attacks has been studied to a lesser extent. This is since the complexity of the study is much higher, as the object of study is a person, not a program or technique. This complexity is caused by the non-deterministic reactions of the user to various influences. In the same situation, a user may react differently to the same social engineering attack at different times. The user's response may depend on the user's personality, psychological state and other contexts.

To assess the extent of a user's personal characteristics, one can analyze the content published by the user in online social networks [6, 7]. In this case, the more such content can be extracted, the easier it is to build appropriate estimates. It is common to have user profiles in different online social networks. Aggregating more information from found user profiles in different online social networks can simplify the construction of estimates of personal characteristics of this user. Thus, the task of comparing user profiles in different online social networks in order to identify those belonging to the same person is relevant.
It should be noted that the task of comparing accounts in different online social networks is not new; there are approaches to its solution for different online social networks. For instance, [8] presents a systematic review of existing approaches and methods for defining profiles of one user in different online social networks. However, the presented approaches are applied to online social networks such as Facebook, Twitter, Foursquare and some others, which, although popular in Russia, are not among the top 3 most popular ones [9]. Many of the approaches presented in [8] are not applicable to the online social networks VK.com and OK.ru, which are the most popular in the Russian segment of the Internet [9]. For example, the profiles in the online social network Twitter do not have many attributes that are necessarily present in the online social networks VK.com or OK.ru, such as name, surname, city, age, etc. In addition to this, the task of comparing profiles in different social networks for different resources will be quite specific. At the same time, there is still no canonical method to solve this problem without errors and with a wide applicability.

The existing approaches oriented to the online social networks OK.ru and VK.com are based on comparing the values of user profile attributes to identify their belonging to one person [10, 11]. However, these approaches have some limitations that prevent them from achieving high enough accuracy (over 80%) and applicability. Thus, the task of automating the user profiles identification in different online social networks is relevant. One of the possible options to improve these approaches is to consider such important information from a user's profile as a photo. By finding faces on profile photos in different online social networks and adding the results of their comparison as a feature, for example, in the algorithm proposed in [11, 12], it is expected that it will be possible to improve the evaluation of identification and make it more stable.

The proposed article is devoted to the possibility of using facial recognition methods on users' photos in online social networks, in the context of using them in the approach [11, 12] of defining user profiles in online social networks VK.com and OK.ru.

2. Proposed Approach

According to the approach proposed in [11, 12], to determine the profiles belonging to one user, the problem of binary classification is solved, where $X$ is a set of mapped pairs of profiles of users of online social networks VK.com and OK.ru, and $Y$ is a set of classes $\{0; 1\}$, where $0$ means that a pair of profiles does not belong to one user, and $1$ means that it does. Since a binary classifier logistic regression is used, the features of this model are the numerical results of comparing the values of the corresponding attributes from user profiles, namely "surname", "name", "city", "age", "friends list". For comparing these attributes, the following metrics were selected:

- "surname", "city of residence" — Jaro-Winkler distance [13] $\delta_j = \frac{1}{3} \left( \frac{m}{s_1} + \frac{m}{s_2} + \frac{m-t}{m} \right)$, where $m$ denotes matching word count, $s_1$ and $s_2$ denote compared string lengths and $t$ denotes the number of permutations;
- "name" — a dictionary with name forms; if there is no name in it, the Jaro-Winkler distance is used;
- "age" — is considered equal if the absolute difference is less than or equal to 3;
- "friends list" — user's friends are matched based on the "name" and "surname" attributes comparison by Jaro-Winkler distance with the cutoff threshold equal 0.8 and further the Shimkevich coefficient is calculated based on the found matching friends [12] $K = \frac{c}{\min(a, b)}$, where $a$ denotes the number of friends in the first profile, $b$ denotes the number of friends in the second profile, and $c$ denotes the number of matching friends from the first and the second profiles to determine the intersection of the friends lists in two profiles.

This work will consider the possibility of including face recognition results as a new feature to binary classification model. This inclusion is justified by the fact that it is expected to help to avoid false positives of the classification model when the owners of profiles are namesakes, live in the same city or have the same age. This may be relevant for people with common surnames and identical
names. For instance, only in the online social network VK.com there are 5339 people with the name and surname "Alexander Petrov", living in Moscow.

3. Existing Approaches
Recognition of faces in a photo consists of four stages [14]:
1. Find the faces in the photo;
2. Recognize every face, despite different lighting and picture angles;
3. Identify each special facial feature;
4. Compare faces of different people.

There are a lot of solution methods for each of the stages. However, we will consider the existing complex software solutions. For example, the article [15] gives an overview of popular computer vision libraries that allow solving each of the stages of face recognition. The authors of this paper consider the following libraries: OpenCV, OpenCV with IPP, LTI and VXL. After analyzing these libraries, the authors concluded that OpenCV is the best library for face recognition because it has the following advantages: speed of operation, flexibility in choosing the methods for each stage of face recognition, open source code, as well as cross-platform and cross-language implementation of the library. Using this library, it is planned to obtain the estimates of the probability that faces in different photos belong to the same person. Thus, the new attribute in the model [11] will be the probability that the faces from two avatars belong to one person, lying in the range [0,1].

4. Tools used
The work was done using the Python 3.9. The list of tools and libraries used in development is as follows:

- Python 3.9;
- Development Environment Jupyter Notebook;
- Library Pandas 1.1.14 and NumPy 1.19 for data analysis;
- Library Request to obtain data from online social networks;
- Library Matplotlib 3.3.2 for creating graphs.

5. Experiment Results
For the experiment, we used a data set from the previous work [11], consisting of 500 pairs of user profiles from the social networks VK.com and OK.ru, where 50% of pairs contain profiles belonging to the same user, and the other 50% to different users. We also used the logistic regression model which had been trained earlier. On this set, with the help of Python's face_recognition library [16], for each pair of user profiles the probability of belonging of faces from profile pictures to one person is calculated and the new model of logistic regression is trained. To test the result, 150 pairs of profiles belonging to one person and 50 pairs of profiles not belonging to one person were taken from the old data set, and other 100 pairs of profiles belonging to different people but having actual identical attributes "name", "surname", "city", and "age" were created. To estimate the quality of the classifier, the ROC curve [17] and its AUC area presented in Fig. 1, and the 4-fold cross-validation control procedure were used. The higher the AUC value is, the better the model is.
6. Conclusion
The new model with the result of comparison of faces showed a better result on the test data set compared to the old model, but for more reliable results, it is necessary to increase this data set. Further direction of work is to expand the data set and to implement this development into the existing set of programs to assess the security of users from social engineering attacks.

The paper presents an approach to the use of facial recognition methods on users' photos in online social networks, in the context of their use in the approach [11] for defining the profiles of the same users in online social networks VK.com and OK.ru. Aggregation of more information simplifies the construction of estimates of the user's personal characteristics, and indirectly helps to prevent social engineering attacks on users, companies and enterprises.
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