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Abstract—The massive deployment of IoT devices being utilized by home automation, industrial and military scenarios demands for high security and privacy standards to be achieved through innovative solutions. This paper proposes KaFHCa, a crypto-less protocol that generates shared secret keys by combining random frequency hopping collisions and source indistinguishability independently of the radio channel status. While other solutions tie the secret bit rate generation to the current radio channel conditions, thus becoming unpractical in static environments, KaFHCa guarantees almost the same secret bit rate independently of the channel conditions. KaFHCa generates shared secrets through random collisions of the transmitter and the receiver in the radio spectrum, and leverages on the fading phenomena to achieve source indistinguishability, thus preventing unauthorized eavesdroppers from inferring the key. The proposed solution is (almost) independent of the adversary position, works under the conservative assumption of channel fading ($\sigma = 8$dB), and is capable of generating a secret key of 128 bits with less than 564 transmissions.

Index Terms—Crypto-less key-establishment, Frequency hopping, Physical layer security.

I. INTRODUCTION

Crypto-less key-establishment represents a challenging problem in Physical Layer Security (PLS) that aims at generating shared secret keys without resorting to any standard crypto primitive. Standard key-establishment protocols resort to Public Key Infrastructure (PKI) [1], [2], and require exponential computations and crypto API, which may not be feasible in many scenario deployments, such as Internet-of-things (IoT). Moreover, the encryption of continuous data stream requires key-refreshments by leveraging a good source of entropy that is not always available in resource-constrained devices. In such scenarios, a crypto-less key-establishment exploiting cyber-physical processes may efficiently and effectively solve the problem of the generation of a shared secret key.

Although a crypto-less shared secret keys can be generated in several ways, there are mainly two prominent families of solutions: (i) measuring a physical phenomenon that is unique to legitimate users and cannot be accessed by the adversary [3], or (ii) exploiting source indistinguishability the radio communications channel [4]. A significant number of studies in the literature are focused on the first family of solutions, particularly by converting the Received Signal Strength (RSS) experienced by two communicating nodes to a shared secret key [5], [6]. However, the performance of these solutions mainly depends on the current state of the wireless channel. The rate of the generated bits (secret bit rate) is a function of the RSS fluctuations, which makes the aforementioned solutions unusable in the scenarios characterized by flat fading. Moreover, channel asymmetries significantly impact the performance of the secret bit rate requiring an additional layer of error correction.

Additionally, the broadcast nature of radio communications does not allow the recipient to identify the source when the latter is not explicitly identifiable through the content of the message. Classically, the idea of exploiting source indistinguishability to generate shared secret keys can be re-conducted to early contributions by [4], [7]. An interesting work that involves a real implementation and the associated theoretical framework is presented [3]. Authors proposed to measure the RSS associated with the exchanged messages between two devices in order to generate shared secrets—assuming a quasi-symmetric channel between the two devices. The idea of literally “shaking” (or exchanging their positions all the time) the two devices aims at preventing the adversary to identify the transmitter, thus associating the plain text of the message to the transmitting source.

Under the assumption of a sanitized radio message, i.e., no identifiers of the transmitting source, an eavesdropper cannot infer the actual transmitter between two nodes. A smart eavesdropper might resort to the RSS and guess the transmitting source if they are aware of the node positions. A solution to the aforementioned problem has already been proposed in [8], by randomly modulating the transmission power, thus making the guessing of the distance from the RSS probabilistic (and unlikely). The solution [8] is extended to a network-wide deployment in [9], and is then implemented in [10].

The core idea, namely COKE, relies on exchanging plain-text messages between two nodes. Assuming that the transmitted message does not contain any information regarding its source, the adversary cannot infer the current transmitter, thus allowing nodes to generate a secret bit associated to the current transmitting source. While this solution does not involve any intervention of the user to generate the key, it requires a significant number of transmissions, i.e., 1300 to generate 128 secret bits. Finally, COKE has never been tested against a real propagation model and the actual implementation has only been carried out in a controlled environment.
Another solution exploiting source indistinguishability is provided in [11]. Nevertheless, their solution requires preliminary phases, i.e., initialization, training, and signal transmission, which introduces delay in the overall protocol. Moreover, their solution can only be applied to scenarios when the distance between the nodes is negligible with respect to the distance from the adversary.

To address the shortcoming in the literature, this work proposes KaFHCa a shared secret key generation protocol that exploits the probabilistic nature of frequency hopping collisions enabling two nodes to share the value of one bit (at each round), and achieving secrecy by means of source indistinguishability. KaFHCa does not require computationally-intensive crypto functions and simply utilizes the random collisions in the radio spectrum of two (full-duplex) nodes. In addition, KaFHCa is independent of the current channel conditions, thus does not requiring any error correction technique. By exploiting source indistinguishability, KaFHCa belongs to the second family of solutions. In addition, the proposed solution, KaFHCa, proves to be robust under very powerful adversary assumptions such as a full-spectrum eavesdropper provided with an isotropic antenna and being aware of the communication nodes’ positions.

The remainder of the paper is organized as follows. Section II discusses our scenario and a set of assumptions. Section III and IV introduce our solution and the details of the proposed protocol. Section V and VI present the performance of KaFHCa in a baseline scenario (no-fading) and in the presence of a fading model (log-normal shadowing). Section VII resumes the major features and challenges associated with the deployment of KaFHCa, while Section VIII draws some concluding remarks.

II. SCENARIO AND ASSUMPTIONS

The proposed scenario involves three entities: \( A \) (alice), \( B \) (bob), and \( E \) (eve). \( A \) and \( B \) features a full-duplex transceiver able to transmit and receive at the same time over two different frequencies, i.e., \( f_0 \) and \( f_1 \). In particular, both \( A \) and \( B \) are provided with two independent radios/antennas, one adopted for receiving (RX) and one for transmitting (TX). Without loss of generality, we assume \( A \) and \( B \) to be static devices deployed 50 meters away from each other. \( A \) and \( B \) are assumed to be hardware-constrained both in terms of memory and CPU power. Moreover, they cannot resort to standard cryptographic primitives to carry out a key-establishment protocol such as Diffie-Hellman or Public-Key Encryption.

A. Transmission anonymity

A key ingredient of our solution is transmission anonymity, also known as source indistinguishably [8]-[11]. At each round, both \( A \) and \( B \) should guarantee that their transmission is anonymous, i.e., the probability of \( E \) to guess the actual transmitter should not be higher than a random guess. In order to achieve this, both \( A \) and \( B \) should remove from their transmitted messages any identifiers (i.e., sanitization) such as MAC address, sequence numbers, etc. In addition, the proximity between \( E \) and one of the two devices can increase its chances to guess the current generated bit (proximity attack). This scenario will be discussed later in the paper along with a solution to mitigate this behavior.

B. Adversary model

The adversary, \( E \), is a full-spectrum eavesdropper featuring an omni-directional antenna, and its main objective is to infer the secret key being generated by \( A \) and \( B \). The following summarize the most important characteristics featured by \( E \).

- **Passive.** \( E \) is a passive player and does interact neither with \( A \) nor with \( B \) in any way. Therefore, in this contribution, the signal injections and jamming are not considered. The adversary \( E \) plays a fully passive role since (i) it is willing to remain undetected, (ii) it lets \( A \) and \( B \) run the key-establishment, and eventually, (iii), it is able to infer the shared secret key in order to exfiltrate the content of the subsequent encrypted communications.

- **Full-spectrum eavesdropper.** It is assumed that the adversary \( E \) is able to control the full radio spectrum, thus eavesdropping \( f_0 \) and \( f_1 \) independently of their values. This makes the proposed solution general and suitable for any technology, channel access, and modulation.

- **Isotropic Antenna.** The adversary \( E \) features an isotropic omni-directional antenna that guarantees maximum receiver gain independently of the reciprocal positions of \( A \) and \( B \). Since a directive antenna can give an advantage to \( E \) in very specific conditions, a discussion will be provided on the trade-offs associated with either a directive or omni-directional antenna. Finally, it is assumed that \( E \) is able to estimate the RSS associated to the messages coming from both \( A \) and \( B \).

- **Location-aware.** It is assumed that the positions of \( A \) and \( B \) to be well-known to the adversary \( E \), thus allowing \( E \) to infer its distance to both \( A \) and \( B \).

- **Protocol aware.** The adversary \( E \) is aware of all the details of KaFHCa; nevertheless, it is not aware of the content of the memory of both \( A \) and \( B \). It is assumed that \( E \) cannot tamper with the integrity of the devices being a passive actor of the proposed scenario, as previously described.

III. PROPOSED SOLUTION

Figure 1 illustrates a simple example involving \( A \), \( B \), and the generation of three secret bits. The protocol starts by the generation of two pseudo-random sequences \( p_A = \{0, 0, 1, 0, 0, 1\} \) and \( p_B = \{0, 1, 0, 1, 0, 1\} \), by \( A \) and \( B \), respectively. At each round, any device (both \( A \) and \( B \)) picks a bit \( b \) from the (secret) pseudo-random sequence and chooses the transmission frequency \( f_b \) accordingly, i.e., \( f_0 \) if \( b = 0 \) or \( f_1 \) if \( b = 1 \). Conversely, the receiver side of each device is tuned on the other frequency, i.e., it will be listening to \( f_0 \) if \( b = 1 \) or to \( f_1 \) if \( b = 0 \).

The idea relies on discarding the transmissions that collide on either \( f_0 \) or \( f_1 \) while generating a shared secret bit when the two transmissions are randomly allocated to \( f_0 \) and \( f_1 \) without
A higher received power is expected from a closer device, thus in principle, allowing $E$ to guess the transmitting source. The RSS can be computed as the difference between the transmitted power $P_t$ and the path loss $PL(d)$ at distance $d$, i.e., $RSS[dBm] = P_t - PL(d)$, where $PL(d)$ is given by Eq. (1), yielding:

$$P_t(d) \propto \frac{1}{d^\gamma},$$

where $\gamma$, also known as path loss factor, depends on several environmental factors such as indoor, outdoor, obstructing entities, etc.

To better understand the previous claims, two different adversary deployments are considered as depicted in Fig. 2. Let $d_{AE}$ be the distance between the adversary ($E$) and $A$, while $d_{BE}$ be the distance between $E$ and $B$.

In the first deployment (Deployment 1, left side of Fig. 2), $E$ is at the same distance to both $A$ and $B$, i.e., $d_{AE} \approx d_{BE}$, Under this assumption, the RSS $P(d)$ associated with the signals coming from both $A$ and $B$ is (almost) the same, i.e., $P(d_{AE}) \approx P(d_{BE})$, and therefore, the best option for $E$ is the random guess. Conversely, when $E$ moves closer to one of the two devices, i.e., $B$ in Deployment 2 (right side of Fig. 1), she will experience higher RSSs from $B$ when compared to the ones coming from $A$: $d_{BE} < d_{AE}$ yields $P(d_{BE}) > P(d_{AE})$. In this second deployment scenario, the best guess by $E$ is to assume $B$ ($A$ as the transmitting source when the RSS is higher (lower). In the remainder of the paper, several adversary deployments and a realistic channel attenuation model, in order to prove the robustness of KaFHCa to the proximity attack, will be considered.

A. Preliminary Security Analysis

The security of KaFHCa strictly relies on the chances of $E$ to guess the shared secret bit generated at each round of the protocol. Recalling Fig. 1 the secrecy of the newly generated bit depends on the adversary’s ability to discriminate between the two possible configurations, i.e., either $\bigcirc$ ($A$ transmits while $B$ receives) or $\bullet$ ($B$ transmits while $A$ receives) at frequency $f_0$. Same considerations hold for frequency $f_1$. Therefore, the secrecy of the bit is linked to the anonymity of the transmitted signal: as soon as $E$ is not able to associate the transmitted signal to the actual transmitter (i.e., anonymous transmission) the secrecy of the bit is guaranteed.

In order to guess the transmitter identity, and therefore, the value of the generated bit, $E$ might exploit the RSS ($P$): a higher received power is expected from a closer device, thus in principle, allowing $E$ to guess the transmitting source. The RSS can be computed as the difference between the transmitted power $P_t$ and the path loss $PL(d)$ at distance $d$, i.e., $RSS[dBm] = P_t - PL(d)$, where $PL(d)$ is given by Eq. (1), yielding:

$$P_t(d) \propto \frac{1}{d^\gamma},$$

where $\gamma$, also known as path loss factor, depends on several environmental factors such as indoor, outdoor, obstructing entities, etc.

To better understand the previous claims, two different adversary deployments are considered as depicted in Fig. 2. Let $d_{AE}$ be the distance between the adversary ($E$) and $A$, while $d_{BE}$ be the distance between $E$ and $B$.

In the first deployment (Deployment 1, left side of Fig. 2), $E$ is at the same distance to both $A$ and $B$, i.e., $d_{AE} \approx d_{BE}$, Under this assumption, the RSS $P(d)$ associated with the signals coming from both $A$ and $B$ is (almost) the same, i.e., $P(d_{AE}) \approx P(d_{BE})$, and therefore, the best option for $E$ is the random guess. Conversely, when $E$ moves closer to one of the two devices, i.e., $B$ in Deployment 2 (right side of Fig. 1), she will experience higher RSSs from $B$ when compared to the ones coming from $A$: $d_{BE} < d_{AE}$ yields $P(d_{BE}) > P(d_{AE})$. In this second deployment scenario, the best guess by $E$ is to assume $B$ ($A$ as the transmitting source when the RSS is higher (lower). In the remainder of the paper, several adversary deployments and a realistic channel attenuation model, in order to prove the robustness of KaFHCa to the proximity attack, will be considered.

IV. THE KAFC Pa PROTOCOL

The details of the KaFHCa protocol are depicted in Algorithm 1. We assume that the two devices are loosely timesynchronized and each time slot lasts for $T$ seconds. As previously introduced, KaFHCa requires the two nodes to be able to transmit and receive at two frequencies, i.e., $f_0$ and $f_1$. Each run of the KaFHCa protocol (probabilistically) returns up to 1 shared secret bit, i.e., the protocol might return either the shared secret bit $b$ (no collision) or -1 if a collision happens. At each round, each node generates a pseudo-random bit $b$ (line 5), and then it transmits (receives) in the associated frequency $f_b$ ($f_\overline{b}$) (line 6 and 7).
As soon as the time slot is up and no collisions are detected on \( f_b \), i.e., a message is received on \( f_b \) (line 7), a new shared bit is generated. The value of the bit is flipped accordingly to the node’s identity, i.e., the same value for \( A \) while complemented for \( B \) (line 10). Finally, the newly generated bit is returned by the algorithm (line 12). If a collision happens, i.e., both \( A \) and \( B \) transmit on the same frequency, the KaFHCa protocol returns -1.

Algorithm 1: KaFHCa protocol

1. let \( T \) be the duration of the time slot.
2. let \( \{f_0, f_1\} \) be the set of available frequencies.
3. let \( id = 0 \) if the device is \( A \), otherwise \( id = 1 \).
4. \( b \leftarrow \{0, 1\} \);  
5. Transmit on frequency \( f_b \);  
6. Listen to frequency \( f_B \);  
7. if \( T \) is up and no collisions are found then  
   /* The bit is flipped according to the transmitter identity. */  
   \( b = b \oplus id \);  
   /* A new shared secret bit \( b \) is returned. */  
   return(b);
8. end  
9. return -1;

V. Baseline Scenario: No Fading

In this section, we consider a simplified scenario characterized by a deterministic path loss model (no multi-path fading), yielding:

\[
PL(d) = PL_0 + 10 \gamma \log \frac{d}{d_0},
\]

where \( PL(d) \) is the path loss at distance \( d \), \( \gamma = 3.5 \) is the path loss exponent typical for urban shadowed environments [12], \( d_0 = 1m \) is a reference distance, and finally, \( PL_0 \) is the path loss at the reference distance \( d_0 \).

In the following, we derive the probability to generate at least \( L \geq k \) secret bits by \( N \) consecutive runs of Algorithm 1. According to Algorithm 1, the probability \( p_b \) of generating the shared secret bit \( b \) depends on two factors: (i) the probability that both \( A \) and \( B \) do not collide on the same frequency, and (ii), \( E \) does not guess the value of \( b \), yielding:

\[
p_b = (1 - p_c) \cdot (1 - p_g),
\]

where \( p_c \) is the probability that \( A \) and \( B \) collide on the same frequency, while \( p_g \) is the adversary’s guessing probability for the value of the bit \( b \). The collision probability \( p_c \) can be estimated by recalling that each node can choose only one frequency out of two, and therefore, \( p_c = \frac{1}{2} \). Conversely, recalling the assumption of a multipath-free wireless channel, the probability \( p_g \) that \( E \) guesses the value of \( b \) is strictly dependent on its ability to estimate the distance to the transmitting source (recall Fig. 2), yielding:

\[
p_g = \begin{cases} 
0 & \text{if } d_{AE} = d_{BE}, \\
1 & \text{otherwise}.
\end{cases}
\]

Therefore, by combining Eq. 3 and Eq. 4 it yields:

\[
p_b = \begin{cases} 
\frac{1}{2} & \text{if } d_{AE} = d_{BE}, \\
0 & \text{otherwise}.
\end{cases}
\]

Hence, under the assumption of a multipath-free wireless channel, KaFHCa generates a new shared secret bit with \( p_b \) depending on the position of the adversary, i.e., \( p_b = \frac{1}{2} \) if \( E \) is placed at the same distance to both \( A \) and \( B \), and 0 otherwise. Finally, the probability of getting at least \( L > k \) secret bits with \( N \) runs of KaFHCa, yields:

\[
P(L > k \mid N) = \sum_{i=k}^{N} \binom{N}{i} p_b^i (1 - p_b)^{N-i}.
\]

Figure 3 depicts the probability of generating at least \( L > k \) secret bits with \( k = \{64, 128, 256\} \) considering a number of runs of the KaFHCa protocol spanning between 60 and 600. It is worth noting that Eq. 5 perfectly fits the simulations for all the considered parameters. The aforementioned results are valid under the simplistic assumption of no fading and for \( d_{AE} = d_{BE} \). Indeed, as discussed before, for all the other \( E \) deployments \( (d_{AE} \neq d_{BE}) \), each secret bit is guessed by the adversary \( (p_g = 1 \rightarrow p_b = 0) \), by recalling Eq. 3, thus making the key-generation not secure.

Fig. 3: Baseline scenario with no fading: Probability to generate at least \( k \) secret bits by consecutive runs of the KaFHCa protocol.

Therefore, we consider the aforementioned results valid for a benign scenario (no-adversary). Under such assumptions, a shared secret key of size \( k = \{64, 128, 256\} \) can be generated with overwhelming probability \( P(L > k \mid N) > 0.99 \) by resorting to 160, 300, and 570 runs of KaFHCa, respectively.
VI. KAFHCA WITH LOG-NORMAL SHADOWING

In the following, a more realistic path loss model is considered compared to the one adopted in Section V i.e., log-normal shadowing model \[12\], and the performance of KaFHCa is evaluated. The log-normal shadowing model is a propagation model that takes into account shadow fading phenomena typical of several environments yielding:

\[
PL(d) = PL_0 + 10\gamma \log\frac{d}{d_0} + X_d(\sigma),
\]

where \(d_0\) is a reference distance (1 meter), \(PL_0\) is the path loss at the reference distance \(d_0\), and finally, \(X_d\) is a Gaussian random variable with mean equal to zero and standard deviation \(\sigma\). By varying the \(\sigma\) parameter, Eq. 7 fits several indoor and outdoor environments. In the following, we consider \(\sigma = \{2, 8, 14\}\), thus estimating various channel conditions from the more static ones (\(\sigma = 2\)) to scenarios characterized by fast moving objects (\(\sigma = 14\)).

A playground, where \(A\) is deployed at \([0, -25]\), \(B\) at \([25, 0]\), and finally \(E\) at \([25 + d_{BE}, 0]\), is assumed, where \(d_{BE}\) is the distance between \(E\) and \(B\). Thus, \(d_{AE} = d_{BE} + 50m\). In the following, the position of \(E\) is considered as uniquely identified by \(d_{BE}\).

Figure 4 shows the minimum achievable distance between \(B\) and \(E\) when generating a shared secret \(L > 64\) as a function of the number of transmissions. As previously discussed, we consider three cases: Fig. 4(a) for \(\sigma = 2\), Fig. 4(b) for \(\sigma = 8\), and finally, Fig. 4(c) for \(\sigma = 14\). The probability to establish a secret key of size \(L > 64\) is mapped on a color scale from zero (blue) to 1 (yellow). It is observed that with higher number of transmissions (\(N > 410\)), a shared secret key is generated independently of the distance \(E - B\) and with overwhelming probability. The number of transmissions \(N\) can significantly be reduced in environments characterized by large \(\sigma\), i.e., Fig. 4(c) shows that a number of transmissions \(N \geq 310\) guarantees the generation of a shared secret key with size \(L > 64\) independently of the adversary position (distance \(E - B\)). This analysis escorts the concept of privacy region.

**Definition.** Privacy region is defined as the area of a circle with center at the position of one of the two nodes, e.g., \(B\), having a radius \(R\) such that if \(d_{BE} > R\), the probability to generate a shared secret key yields \(P(L > k \mid N) = 1\).

The previous analysis from Fig. 4 is reconsidered, and \(\sigma = 8\) is taken as a reference variance for our subsequent analysis. Moreover, we focus our analysis on the edge defined by Fig. 4 according to which \(P(L > k = 64 \mid N) = 1\), i.e., yellow area border. Such border is important since it defines the minimum required transmissions to establish a secret key with overwhelming probability assuming a predefined distance between the node and the adversary, i.e., privacy region.

In order to make KaFHCa suitable for different security scenario requirements, we evaluated its performance with different key sizes, i.e., \(K \in \{64, 128, 256\}\). Figure 5 shows the privacy region evaluation (distance between \(E\) and \(B\)) as a function of the number of transmissions \(N\) assuming \(P(L > k \in \{64, 128, 256\} \mid N) = 1\).

Firstly, it is observed that increasing the key size (from 64 to 256 bits) significantly affects the number of required transmissions. As an example, assuming a privacy region of 20 meters, the number of transmissions grows from about 260 to 897 for 64 and 256 shared secret bits, respectively. Moreover, as previously discussed, another important parameter is the size of the privacy region. This depends on the security requirements of the scenario, and without loss of generality, we focused on a privacy region radius spanning between 2 and 40 meters. The relation between the privacy region radius \(d_{BE}\) and the number of transmissions \(N\) is asymptotic, thus requiring a proper calibration. As an example, we highlight how a key size of 128 bits (\(k = 128\)) requires \(N = 455\) transmissions when \(d_{BE} = 35\), and \(N = 564\) when \(d_{BE} = 2\), i.e., enforcing the same security level (\(k = 128\)) at shorter distances (from 35 to 2 meters) requires \(564 - 455 = 109\) more transmissions.

VII. DISCUSSION

In this section, a discussion on the KaFHCa performance, its efficiency, effectiveness, and scenario applicability is discussed.

**Technology independent.** KaFHCa is technology and frequency independent. In our analysis, we did not mention either a specific technology such as WiFi, Bluetooth, GSM, etc. or a particular radio frequency. The only requirement is the ability to transmit and receive (full-duplex) by resorting to two different frequencies, i.e., \(f_0\) and \(f_1\). This can be achieved regardless of the adopted modulation scheme and the communication protocol. Moreover, we did not mention to the interaction between KaFHCa and the link-layer protocol; we assume KaFHCa can be executed every time a new key is required and independently of both the upper and lower layer protocols.

**Channel impairments.** KaFHCa is independent of the link quality and the bit error rate associated with the adopted modulation scheme. Recall that KaFHCa only resorts to frequency collision detection (between a transmitter and a receiver), therefore the only requirement is the ability (for the receiver) to correctly detect the transmitter carrier frequency. In the analysis, all the parameters and thresholds were calibrated to make this happening at the static distance \(d_{AB} = 50\) meters. Recall that both \(A\) and \(B\) do not move in the proposed scenario while the robustness of KaFHCa to different \(E\) positions, i.e., \(d_{BE} \in \{2, \ldots, 40\}\) meters, is evaluated.

**Energy.** The deployment of KaFHCa implies the evaluation of the trade-off between performing transmissions or executing a cryptographic primitive to generate a new secret shared key. This problem has been addressed many times in the literature \[8-10, 13\] highlighting that leaning towards either crypto or crypto-less protocols depends on several factors, e.g., the availability of elliptic curve crypto functions that require less power from the battery. KaFHCa has a significant advantage in all the scenarios characterized by low-powered CPU and a small amount of memory without very strict battery...
Constraints (due to the use of the radio for transmitting and receiving).

VIII. CONCLUSION

Our solution proposes, for the first time, to exploit frequency hopping collisions to generate shared secret keys while guaranteeing their security by resorting to source indistinguishability. KaFHCA is particularly suitable for hardware characterized by strong CPU and memory constraints while featuring a full-duplex radio. Under the previous scenario assumptions, we proved KaFHCA to be robust to a full-spectrum eavesdropper featuring an isotropic antenna deployed at different distances to the two nodes (running the protocol). Under conservative assumptions, i.e., fading variance $\sigma = 8$ dB, key-size 128 bits, and the adversary at 20 meters from one of the two nodes, KaFHCA can generate the secret key in 620 runs (transmissions).

Fig. 4: Probability to generate a key of $L > 64$ as a function of the number of transmissions $N$ and the distance between $B$ (one of the two nodes) and $E$ (the adversary). Figures (a), (b), and (c) refer to three different values of noise variances, i.e., $\sigma = 2, 8, 14$, respectively. It is worth noting that, higher variance values allow less number of transmissions to establish 64 secret bits at the same distance to the adversary.

Fig. 5: Privacy region $d_{BE}$ estimation as a function of the number of transmission considering a probability to generate the secret key being equal to 1 and three different key sizes, i.e., 64, 128, and 256 bits.
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