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Abstract. Since the beginning of the 2010s major car manufacturers progressively started to invest in Autonomous Vehicles (AV). Notable examples are Tesla, Ford, and Toyota. Small startups and tech giants like Google and Yandex are now also entering the competition to propose new solutions. Most of them have already developed their prototypes of driverless vehicles that you can normally observe in the streets of New-York, USA, or Innopolis, Russia. Despite the significant hype on this technology, current solutions are not always optimal and multiple challenges are left open in a domain such as security, data integrity, privacy, and communication. Blockchain is one of the most appealing technologies to be used in this domain since it provides solutions for some of these challenges. In this paper, we describe, categorize, and evaluate different solutions of the Autonomous Vehicles Industry that makes use of Blockchain. We use a software engineering approach to organize the existing work in multiple categories such as challenges addressed, quality attributes promoted. This work is intended to provide researchers in the field with a well-defined and structured categorization, plus insights into the existing literature.
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1. Introduction
When visiting for the first time Innopolis City in Tatarstan, Russia, the experience that cannot be missed is a ride on a "Yandex Self-Driving Taxi" [7]. These cars are the first driverless vehicles operating on actual streets in Russia, together with regular human drivers. Innopolis is the visionary city of the future depicted in the dream of artists, novelists, philosophers, scientists, and movie makers for more than one century [12]. An AV Ecosystem is the pillar of that dream. This research field has recently become an important direction for companies and car manufacturers to show their ability in building strong and stable solutions to automate the process of driving, gas filling, and other multiple micro-process such as updating software and communicating and archiving information inside the vehicles. Each solution can be evaluated according to different criteria among which the safety of passengers and pedestrians is the most important of all, and companies are investing billions of dollars in research and development to be at the cutting-edge[7]. Blockchain is one of the technologies that has been a trend and attracted attention in recent years. Founded on its peer-to-peer nature and lack of need for a trusted central authority, Blockchain offers quality attributes such as integrity, security, and privacy to various industries. [24].

An Autonomous Vehicle can operate itself performing all the necessary functions without any human interaction, through the ability to sense its surroundings. It includes an automated driving system to allow the vehicle to respond to external conditions that a human driver would
be able to manage. There are six different levels of automation in AV [18]:

- Level 0 – No Automation.
- Level 1 – Driver Assistance.
- Level 2 – Partial Automation.
- Level 3 – Conditional Automation.
- Level 4 – High Automation.
- Level 5 – Full Automation

At level 0, the car has no control over the driving and the driver will do everything. At level 1, the vehicle’s ADAS (advanced driver assistance system) can help and support the driver with either steering or accelerating and braking. At level 2, the ADAS can oversee steering and accelerating and braking in some conditions, although the human driver is required to continue paying complete attention to the driving environment throughout the process. At level 3, the ADS (advanced driving system) can perform all parts of the driving task in some conditions, but the human driver is required to be able to regain control when requested to do so by the ADS. At level 4, the vehicle’s ADS can perform all driving tasks independently in certain conditions in which human attention is not required. Finally, level 5 involves full automation whereby the vehicle’s ADS can perform all tasks in all conditions, and no driving assistance is required from the human driver. This full automation will be enabled by the application of 5G technology, which will allow vehicles to communicate not just with one another, but also with traffic lights, signage and even the roads themselves [2].

In this paper, we will propose a survey for different solutions to demonstrate how AV can use Blockchain technology to improve and solve future and present challenges. We will first describe in Section 2 what we consider to be the major challenges that the Autonomous Vehicle Ecosystem has to face; then, in Section 3 we will use our experience in Software Engineering and take a requirements engineering approach to determine what requirements for the current AV sector are emerging from the described challenges and which quality attributes are being promoted, based on a literature survey on AV and Blockchain. Finally, section 4 draws some conclusions.

2. Challenges

In this section, we will discuss what we consider the major challenges that the AV Ecosystem has to face to produce real stable products in the market. The following aspects can synthesize our current understanding:

(i) Challenges in Security & Privacy: Cyber-crimes can be the most dangerous challenge in the security field. AVs are very prone to cyber-crimes. Criminals might be motivated to hack into the vehicles’ operating systems and steal some important passenger data, or else change its operation and threaten the passenger’s safety. Malicious attacks can happen via these wireless vehicular networks or via Sybil Attack aiming at P2P networks, where a malicious client pretends to be multiple clients on the network to gain more influence [23]. So privacy, data integrity, and data accuracy are the most important challenges that researchers should focus on, and mitigate different threats and attack models. AV systems should provide proof of safety for drivers and others on the road. As we will demonstrate in this paper, several AV pilot systems are already underway in multiple countries, so far, and no security issues related to hacking have been observed yet.

(ii) Challenges in Availability: Centralized systems are systems that use client-server architecture where one or more client nodes are directly connected to one central server. This is the most commonly used type of system, the nodes send a request and the server replies with a response and the node receives the response. However, these systems
have different challenges. For example, the system is highly dependent on the network connectivity, so it can fail if the nodes lose connectivity as there is only one central node. Also, less possibility of data backup. For example, if the server node fails and there is no backup, you lose the data straight away. In this paper, we will demonstrate multiple centralized systems used in AV. For example, one of the papers will demonstrate an "update scheme" using the third party. Also, we will see how Blockchain will help to replace the centralized third parties to distribute the new updates with the node participants in the network to do the distribution process and take advantage of their mobility to guarantee high availability and fast delivery of the updates.

(iii) **Challenges in Scalability & Performance**: Communication in AV systems is one of the most critical parts and cybercrimes are one of these examples. Cyber attacks are not just aiming for manipulating the data, it can aim to flood the system with fake requests to make the service stop. DoS or Denial-of-service attack [22] is an example of that. One of the main AV systems receives some information from IoT devices and stores records to ensure the customer’s safety. However, some malicious users on the internet of vehicles may mislead the whole communication where intruders may compromise smart devices to execute a malicious plot or they just want to flood the network with fake requests to cause DoS. Blockchain as a technology can provide a new security mechanism for connected AV services. For example, Blockchain provides transparency among various authorities inside the system. So, this will reduce the users’ fake requests, improve the compromise of IoT devices, and will reflect in both performance and scalability.

(iv) **Challenges in Trustability & Social Welfare**: In the AVs ecosystem, stakeholders always concern about the accidents that will happen for the vehicles. All the efforts from security insurances to the legalization process try to minimize the effect of these accidents. However, for sure the accidents are still an event that can occur for any AV between themselves or with human subjects and the liability must be indubitably decided based on accident forensics. To achieve tractability in such a system Blockchain proposes an event recording mechanism for AV. All indisputable accident forensics by ensuring that event information is trustable and verifiable using a consensus scheme to verify and confirm the new block of event data in an efficient way without any central authority. Considering trustability in AV, Blockchain can also increase social welfare for trading mechanisms between drivers and grid stations. For example, by using an iterative double auction mechanism in localized P2P electricity trading system auctioneers bid their prices, and the process work as any simple auction, every participant in this auction can guarantee transaction security, privacy protection, user satisfaction, and the minimum cost or the best prices.

3. Categorization
The previous section describes four main challenges related to AV Ecosystem. It is important to note here that from a software engineering perspective, all the main challenges, are also quality challenges. And the challenge could be addressed through promoting the associated quality attribute. Based on this software engineering approach we categories each of the literature into one or more quality attribute they are trying to promote. We have therefore divided 17 literature into 6 quality attributes, where most of the papers promote indeed more than one attribute, as it can be observed in Table 1. Data security, privacy, reliability, and human safety are some of the most promoted quality attributes among researchers.

Paper [17] and [3] promote data security and integrating, [17] presents a secured inter-vehicle communication network leveraging side-channels and a Blockchain public key infrastructure. And [3] discusses a VANET Blockchain implementation to ensure data integrity and security as a possible contribution of Blockchain in vehicle-to-vehicle communication. Data security,
Table 1. Quality Attributes mapping to research papers

| HumanSafety | DataSecurity | Privacy | Transparency | Reliability | Efficiency |
|-------------|--------------|---------|--------------|-------------|------------|
| [17]        | [3]          |         |              |             |            |
|             | [14]         | [14]    | [14]         | [14]        | [14]       |
|             | [19]         |         | [19]         |             |            |
| [1]         | [13]         | [13]    | [13]         |             |            |
| 20          | 20           |         | 20           |             |            |
| 5           | 5            |         |              |             |            |
| 8           | 8            |         |              |             | 8          |
| 16          | 16           | [16]    | [16]         |             |            |
| 15          | 15           | [15]    | [15]         |             | [15]       |
| [6]         |              |         |              | [6]         |            |
| [4]         |              |         |              | [4]         |            |
|              |              |         |              | [11]        |
| [10]        |             |         | [10]         |             | [10]       |
| [9]         |              |         |              | [9]         |            |
| 21          | 21           |         |              |             |            |

integrity, privacy, and availability are the focus of the paper [14]. The paper claims to be the first data and information-centric design of autonomous vehicle architecture, with integrated measures for security, tamper-resilience, and privacy [14].

Paper [19], [1] and [6] proposes a system for IV communication among IVs using the Blockchain technology that promotes security and reliability. Data transparency is the focus of paper [13] and [9], whereas [13] and [21] promote data security and privacy. Paper [13] includes three algorithms Algorithm 1 for Smart contract implementation, Algorithm 2 for Reputation-based DBFT consensus, Algorithm 3 for Dynamic optimal contract assignment, and energy allocation. Extensive numerical results are shown to evaluate and demonstrate the effectiveness and efficiency of the proposed scheme through comparison with other conventional schemes. Paper [21] Propose a contract-based energy Blockchain for secure EV charging in SC. Paper [9] presents a primary prototype based on Ethereum is analyzed and implemented for illustration also includes source code.

Paper [20],[5], [8], [16] and [15] focuses on a different aspect i.e. human safety and aftermath of an accident. Paper [20] proposes the system is reward-based with crypto IV-TP that also includes unambiguous availability of records in case of accidents. In the future proposes, to test the system on real-time traffic data. And paper [5] proposes a Multi-Agent AIM(MA-AIM) system based on V2I/I2V communication to securely manage vehicles crossing through an intersection by leveraging Blockchain facilities. Paper [8] and [15] addresses Possible data tampering after autonomous vehicle accidents can lead to wrong accident forensic leading to unfair liability.

Paper [16] deals with secure information exchange in real-time among connected and autonomous vehicles. Paper [4] and [10] addresses efficiency. Paper [4] proposes a distributed firmware update scheme for the AVs’ subsystems, leveraging consortium Blockchain, and smart contract technology. Paper [10] proposes, and the optimal charging scheduling algorithm for hybrid vehicle charging scenarios. Paper [11] Proposes a localized Peer-to-Peer(P2P) electricity trading model for locally buying and selling electricity among Plug-in Hybrid Electric Vehicles (PHEVs) in smart grids that have a focus on cost optimization with other quality attributes.
4. Conclusion
Blockchain is a new system of trust. With this technology for authentication, which uses ledgers that never lose data, and applying it to the AV Ecosystem, different challenges can be solved in security, privacy, availability, and performance. In this paper, we analyzed different AV solutions and their challenges, and how Blockchain as technology can provide multiple solutions. We used a software engineering approach to categorize the existing work in several categories based on addressed challenges and quality attributes. The findings of this study indicate that none of the papers that we have analyzed reached the product or profit stage. However, according to expectations AV applications interact with different elements of the environment, including people and cars on the road, traffic lights, and signs, therefore making any solution dangerous if not released after years of prototyping. With this paper, we aimed at providing an adequate background for scientists interested in applying their expertise in this specific field. Taken together, 17 solutions categorized to six quality attributes; Human Safety, Data Security, Privacy, Transparency, Reliability, and Efficiency, and each challenge in section 2 have been addressed in these papers and show how Blockchain can solve that challenge. The work can be seen as a starting point for more investigation on the adoption and implementation of Blockchain in AV Ecosystems.
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