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Abstract. Mobile payment becomes more and more popular, however the traditional public-key encryption algorithm has higher requirements for hardware which is not suitable for mobile terminals of limited computing resources. In addition, these public-key encryption algorithms do not have the ability of anti-quantum computing. This paper researches public-key encryption algorithm NTRU for quantum computation through analyzing the influence of parameter q and k on the probability of generating reasonable signature value. Two methods are proposed to improve the probability of generating reasonable signature value. Firstly, increase the value of parameter q. Secondly, add the authentication condition that meet the reasonable signature requirements during the signature phase. Experimental results show that the proposed signature scheme can realize the zero leakage of the private key information of the signature value, and increase the probability of generating the reasonable signature value. It also improve rate of the signature, and avoid the invalid signature propagation in the network, but the scheme for parameter selection has certain restrictions.

1. Introduction

With the widespread use of third-party mobile payment, mobile payment has become a serious area of cyber-crime [1]. During the process of mobile payment, the user needs to send the relevant information about the payment, including the order information, payment information, user or merchant information and so on. These data are related to the security of users' funds, which will have serious consequences if they are exploited by lawbreakers. On the other hand, with the advent of the shor quantum algorithm [2] and the rapid development of quantum computers, the threat of RSA and ECC is increasing. With the improvement of computing performance, the low-security public-key encryption algorithm applied to mobile terminals is no longer safe. The security of third-party mobile payment becomes an important obstacle to mobile payment development and popularization [3].

In the face of the threat of quantum computing to the traditional encryption system, this paper researches public-key encryption algorithm NTRU for quantum computation, which is applicable to the terminal of finite computing resources. In order to satisfy the non-repudiation of information, the main method is digital signature. The classic digital signature schemes are RSA [4] and ECC [5]. These two algorithms have the properties of the public key that can be decrypted correctly using the private key, thus can be used directly as the signature algorithm. However, the efficiency of RSA signature algorithm is very low, and the efficiency of ECC signature algorithm is much slower than that of NTRU. The encryption system NTRU [6] is based on the polynomial ring, and it avoids the
modular arithmetic of the big integer power, which only involves the addition and subtraction of polynomials and multiplication. The efficiency of encryption algorithm NTRU is better than RSA and ECC, and encryption algorithm NTRU is considered to be the most future public-key encryption algorithm. However, the encryption algorithm NTRU encrypt using private key and this will leak the information of private key. Therefore, this paper redesigns the signature algorithm based on NTRU.

The rest of paper is organized as follows: Section 2 introduces some related work to our research. In section 3, we propose an improved signature algorithm based on NTRU for the defects, and analyze the security and operation performance. Conclude our paper in the section 4.

2. Related Works

Ajtai provided a ground-breaking conclusion [7]: the security of any cryptographic system based on some of the lattice problems is equivalent to the most difficult password system, and presented the AD encryption based on the most difficult case of u-SVP (unique Shortest Vector Problem)[8]. The scheme can be proved to be safe, but the system is inefficient and cannot meet the practical requirements. Park in [9] proposed a NFC mobile payment system based on zero-knowledge digital signature of NTRU, instead of using users’ private information directly, thus ensuring the security of users’ privacy. One innovation of the scheme was the use of NTRU encryption technology, achieving user authentication. However, the shortcomings of proposed method were obvious: the digital signature technology of NTRU was still immature. The NTRU encryption algorithm was applied to PKI in [10], which was found to have a large advantage in speed and the CA certificate was generated faster compared with PKI using RSA.

Hoffstein, Pipher, and Silverman in [11] presented NSS signature scheme based on the difficulty of finding CVP of recent vector problems in the grid. The scheme adopted the structure of NTRU algorithm, so the speed of encryption and decryption was relatively fast. Later, Silverman and Mironov in [12] presented the attack on the signature restoring private key. Subsequently, Hoffstein, Pipher and Silverman in [13] proposed the strengthening version of NSS for the attack of Silverman. However, Gentry and Szydlo researched the characteristics of R-NSS as a single secret key, and in [14] presented a large number of attacks on the signature restoring private key by combining the maximal common factor method. And then, Hoffstein in [15] proposed the NTRUSign algorithm, which has a large structural change compared with NSS and R-NSS algorithm, and its secret key is not the characteristic of a single secret key, using a linear combination of secret keys. However, Nguyen in [16] recovered the private key by a large number of valid signature values according to the characteristics of the uniform distribution of NTRUSign secret-key coefficient. Hu in [17] proposed an improved signature scheme based on R-NSS according to the problem of leaking private key of R-NSS and NTRUSign. Li in [18] proposed a novel identity based undeniable signature scheme, and the paper analyzed the proposed scheme was unfalsified and anonymous under stochastic prediction mode.

Melchor in [19] proposed a method to hide the leaking NTRUSign signature value through gaussian noise. At the same time, a strong parameter setting scheme was proposed according to the latest attack on NTRUSign to realize zero knowledge of signature value and anti-counterfeiting attack. Zhang in [20] presented a new type of NTRU signature algorithm based on CVP problem, and the efficiency was about 1/7 faster than the signature algorithm designed by Hu [17]. However, the proposed method did not disturb the private key directly by signing the private key, so the algorithm still has the problem of leaking private key. Hoffstein J, Pipher J, Schanck J in [21] proposed a new signature scheme based on NTRU, called NTRUMLS. The results showed that the security and efficiency of the scheme were relatively high, but the probability of generating reasonable signature was lower and cannot meet the requirement of mobile payment signature. At the same time Xie in [22] put forward a kind of identity signature scheme based on NTRU lattice, and the security of the scheme was based on \gamma.SVP difficult problems. An obvious advantage of the proposed method was the efficiency is higher than the same digital signature scheme based on grid.

As a result, the researches on the signature scheme of NTRU were mainly the improvement of NSS, R-NSS and NTRUSign. On one hand, proposed solutions for the classic attack schemes, and on the other, proposed new signature schemes based on NTRU. However, few of the above were suitable for
mobile payment. Firstly, NSS, R-NSS and NTRUSign exist the problem of leaking private key. Besides, the probability of reasonable signature value of signature scheme based on NTRU is less than 1, and even some valid probability of signature scheme cannot meet the practical demand. Therefore, it was not suitable for application in a large number of users in mobile payment.

3. Secure and Efficient Signature Scheme For Mobile Payment

Through the research of the proposed signature scheme NTRUMLS [21] by Hoffstein, the analysis showed that the proposed method can realize zero knowledge of signature value. But the proposed scheme had the problem that the effective of signature value was low. For a lot of users of mobile payments, a large number of invalid signature value would greatly aggravate network congestion and the burden of service systems. This paper proposes two ways to improve the signature probability of NTRUMLS by analyzing the influence factors of the probability of reasonable signature value of NTRUMLS. Firstly, select reasonable parameter to narrow down the space to find a valid signature, and ensure that the signature value has a larger probability in the L∩R range. Secondly, during the process of signature, filtrate the conditions that satisfy a valid signature value, and we can ensure that the generated signature values are reasonable.

3.1. Increasing the probability of reasonable signature

According to the related parameters recommended by NTRUMLS [21], the probability of reasonable signature value generated by NTRUMLS is shown in table 3.1.

| NTRUMLS parameters(N, p, q, B_s, B_t) | Probability of reasonability signature |
|--------------------------------------|---------------------------------------|
| (401,3,2^18,240,80)                  | 38%                                   |
| (439,3,2^19,264,88)                  | 55%                                   |
| (593,3,2^19,300,100)                 | 41%                                   |
| (743,3,2^20,336,112)                 | 53%                                   |

Table 3.2 The Probability Generated By Another Parameters

| NTRUMLS parameters(N, p, q, B_s, B_t) | Probability of reasonability signature |
|--------------------------------------|---------------------------------------|
| (443,3,2^16,138,46)                  | 8%                                    |
| (563,3,2^16,174,58)                  | 2%                                    |
| (743,3,2^17,186,62)                  | 6%                                    |
| (907,3,2^17,225,75)                  | 2%                                    |

In regard to the probability of reasonable signature value generated by NTRUMLS, this paper can be inspired by another parameters.

Compared with table 3.1 and table 3.2, we can find that the change of parameters has a great influence on the probability of reasonable signature value generated by NTRUMLS. Therefore, this paper can be inspired by setting relevant parameters to improve the probability of reasonable signature value generated by NTRUMLS.

Firstly, this paper studies the correlation factors of the probability of reasonable signature value generated by NTRUMLS. For the convenience of research, this paper set \( B = \lfloor p^2 N / 4 \rfloor \) and \( B = B_s = B_t \). In this case, generating a reasonable signature value depends on whether the signature value is in the multidimensional polyhedral formed by lattice \( L(A - B_s, \frac{q}{2} - B_t) \). For valid signature value, the limit of its parameter is less than \( \frac{p}{2} - B \). Therefore, during the process of
setting parameters, q must be much larger than B, or the probability of generating a reasonable signature will be small. Consider the general form of signature value:

\[ (s, t) = (s_0, t_0) + (af + ag) \]  

(1)

In the formula (1) above, \( s_0, t_0 \in R(\frac{q}{2}) \), \( af \in R(p^2 N \sqrt{2}) \), \( ag \in R(p^2 N \sqrt{2}) \). Therefore:

\[ \|s, t\| \leq \frac{q}{2} + B \]  

(2)

In the formula (2) above, the coefficients of s and t are less than \( \frac{q}{2} - B \), and then we can obtain the probability of generating a reasonable signature value:

\[ P((s,t) is valid) = \left\{ \begin{array}{ll} \frac{q - B}{2} & \\
\frac{q + B}{2} & \end{array} \right\}^{2^N} \]  

(3)

Then make:

\[ q \approx \frac{kp^2 N^2}{4} \approx kNB \]  

(4)

We can obtain:

\[ P((s,t) is valid) = \left\{ \begin{array}{ll} \frac{q - B}{2} & \\
\frac{q + B}{2} & \end{array} \right\}^{2^N} \approx e^{-\kappa k} \]  

(5)

In the formula (5) above k is a small constant. From the above analysis, it can be seen that the probability of generating a reasonable signature is about \( e^{-\kappa k} \). And it is associated with constant k.

\[ k \approx \frac{q}{NB} \]  

(6)

Therefore, the improved method can be realized by raising constants k to improve the accuracy of generating a reasonable signature. The influence of constant k on the probability of generating a reasonable signature is shown in figure 3.1.

According to figure 3.1, constant \( k \approx 12 \) when the probability of generating a reasonable signature is about 50%. If we raise the constant k to 25, the probability of generating a reasonable signature will be greater than 70%. So it will be a feasible scheme by increasing the constant k. In the formula \( k \approx \frac{q}{NB} \), parameter N responds to the security of NTRUMLS, and therefore N cannot be changed. Parameters \( B_r, B_f \) are small adjustment of performance and safety, and smaller \( B_r, B_f \) can improve performance. However, it brings difficult to find suitable signature value. Therefore, according to the above analysis, it is possible to appropriately improve the value of parameter q. We
can know the relation between parameter $q$ and the probability of generating a reasonable signature according to formula (6) $k \approx \frac{q}{NB}$.

\[
\begin{align*}
\text{Table 3.3 The Probability Generated By Changed Parameter } Q \\
\text{NTRUMLS parameters (N, p, q, B_s, B_i) } & \quad \text{Probability of reasonability signature} \\
(401,3,2^{19},240,80) & \quad 62\% \\
(439,3,2^{20},264,88) & \quad 74\% \\
(593,3,2^{20},300,100) & \quad 64\% \\
(743,3,2^{21},336,112) & \quad 73\% 
\end{align*}
\]

Comparing table 3.1 with table 3.3, it can be seen that the probability of generating a reasonable signature value is obviously improved through double the value of parameter $q$. However, if you want to make the reasonable signature value close to 100%, the value of parameter $q$ will become very large, and the following will discuss the effect of parameter $q$ on the performance of NTRUMLS.
key structure of NTRUMLS is similar to the NTRU, so parameter q has little impact on the rate of NTRUMLS through the analysis above. Key sizes of NTRUMLS and cipher text size is related to parameters N, q has no effect on it. Therefore, in order to improve the probability of generating a reasonable signature value, the solution given in this paper is to improve the parameter q appropriately. Table 3.3 is the revised parameter q given in this paper.  

3.2. Adding Authentication Conditions for Signature
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According to literature [20], if \( (s, t) \neq (s', t') \mod p \), then the probability of generating a reasonable signature value is 0. As a result, the first condition that determines whether the signature value is legal is \( (s, t) = (s', t') \mod p \cdot \). On the basis of improving parameter q of NTRUMLS, in this paper authentication scheme of the selected signature value is supplemented by the condition \( (s, t) = (s', t') \mod p \cdot \) to propose our signature scheme. For the reasonable signature value of NTRUMLS, the following conditions must be satisfied:

\[
\|s, t\| \leq \frac{q}{2} + B
\]

\[
(s, t) = (s', t') \mod p
\]

It is necessary to add a condition \( (s, t) = (s', t') \mod p \cdot \) to determine whether the value of the selected signature value is a reasonable signature value. This can prevent the invalid signature value from spreading in the network, resulting in the waste of network resources. The specific changes are as follows:

Signature:

Describe the proposed signature algorithm here.

Input: \((f, g, h, u)\) \(u\) is about the plaintext polynomials that will be signed and the coefficients of that polynomial \(\in \{-1,0,1\}\).

Output: \((s, t, u)\)

1: \((s', t') \leftarrow \text{Hash}(h, u)\)

2: Repeat

3: Randomly generate \(r \in R\left(\left\lfloor \frac{q}{2p} + \frac{1}{2}\right\rfloor\right)\), \(\lfloor \cdot \rfloor\) is getting the integers down

4: \(s_0 \leftarrow s' + pr\)

5: \(t_0 \leftarrow h \otimes s_0 \mod q\) and satisfy \(t_0 \in R\left(\frac{q}{2}\right)\)

6: \(a \leftarrow g^{-1} \otimes (t' - t_0 \mod p)\)

7: \((s, t) \leftarrow (s_0, t_0) + (a \otimes f, a \otimes g)\) determine whether \(|a \otimes f| \leq B_f \land |a \otimes g| \leq B_g\) \(|s|, |t| \leq \frac{q}{2} - B_s (s, t) = (s', t') \mod p\)

Output: \((s, t, u)\), otherwise repeat.

Authentication:
Describe the proposed authentication algorithm here.

Input: \((s, t, u, h)\)

1: \((s_p, t_p) \leftarrow \text{Hash}(h, u)\)
2: If \(t \neq h \otimes s \mod q\), output illegal and end, otherwise continue
3: If \(\|s\| > \frac{q}{2} - B_s\) or \(\|t\| > \frac{q}{2} - B_t\), output illegal and end, otherwise continue
4: If \((s, t) \neq (s_p, t_p) \mod p\) output illegal and end, otherwise output legal

3.3. Performance Analysis of Proposed Signature Scheme

Safety performance:

In this paper the proposed signature scheme is an improvement of NTRUMLS, and there is no significant change in the algorithm structure, so its security depends on NTRUMLS. According to analysis of the literature [20], this signature can guarantee the security of private key information. Therefore, the security of signature algorithm is fully guaranteed.

Efficiency performance:

In this paper, the proposed signature scheme is compared with that of NTRUMLS: firstly, the probability of parameter \(q\) is improved greatly, so that the probability of reasonable signature is improved. Second, the authentication conditions are added to avoid the illegal signature value spreading through the network. Table 3.4 reflects experiment contrast of the proposed signature scheme is given in this paper and NTRUMLS. Test environment is: the system is android 5.0, CPU is Intel Z3560 of dominant frequency of 1.8 GHz, memory is 4g. The result is the average of the data of 100.

| NTRUMLS \((N, p, q, B_s, B_t)\) | Secure level (bits) | Key generation time (ms) | Signature Time (ms) | Authenticity Time (ms) | probability of reasonable signature | Key size (bytes) |
|-------------------------------|---------------------|--------------------------|---------------------|-----------------------|----------------------------------|-----------------|
| \((401,3,2^18,240,80)\)        | 112                 | 23.431                   | 5.768               | 1.001                 | 38%                              | 853             |
| \((439,3,2^19,264,88)\)        | 128                 | 29.28                    | 4.456               | 1.113                 | 55%                              | 998             |
| \((593,3,2^19,300,100)\)       | 192                 | 52.873                   | 10.567              | 1.897                 | 41%                              | 1335            |
| \((743,3,2^20,336,112)\)       | 256                 | 79.653                   | 11.912              | 2.312                 | 53%                              | 1765            |
| \((401,3,2^19,240,80)\)        | 112                 | 25.727                   | 3.403               | 1.012                 | 62%                              | 853             |
| \((439,3,2^20,264,88)\)        | 128                 | 32.149                   | 2.629               | 1.125                 | 74%                              | 988             |
| \((593,3,2^20,300,100)\)       | 192                 | 58.054                   | 6.235               | 1.917                 | 64%                              | 1335            |
| \((743,3,2^21,336,112)\)       | 256                 | 87.458                   | 7.029               | 2.337                 | 73%                              | 1765            |

According to table 3.4, the key generation time and authentication time of the proposed signature scheme are slightly higher than NTRUMLS in the key generation phase. This is because the parameter \(q\) is twice larger, which slightly increases the calculation of the key generation, but this is small. The worst time complexity of key generation of the proposed signature scheme in this paper is \(O(N^3)\). As can be seen from the above data, the parameter \(N\) has great influence on proposed signature scheme, and \(q\) has little influence on its speed. The result also verifies the discussion of the key generation and decryption speed of the parameter \(q\) for NTRU.

In theory, the parameter \(q\) becomes larger and the signature time will become longer in the signature phase. But there will be a significant reduction in the time of generating signature. This is because the signature phase is a process of finding a reasonable signature, and if the selected signature value does not meet the criteria, the signature process will be repeated until it is found to satisfy the given condition. In this paper, the parameter \(q\) of the proposed signature is larger than that of
NTRUMLS, and it will greatly increase the probability of generating a reasonable signature value. Then each time the signature process filtering the reasonable signature, the math expectation is smaller, which significantly reduces the signature time. In the meantime, to avoid the illegal signature value which meet the condition $\|s, t\| \leq \frac{q}{2} + B$ and not meet the condition $(s, t) = (s, t) (\mod p)$ to be sent to the validation party, in the proposed signature scheme the authentication conditions are supplemented during the signature phase, in order to ensure that all signature values are valid. The verification condition is the mode of the signature value, so the calculation is very small, and the influence of the signature time is very small, so the signature time can be shortened greatly.

At the same time, under the condition of parameter q of the proposed signature scheme in this paper change for 2 times, the key size and signature size have no change. So the proposed scheme is secure and efficient which can raise the speed and probability of generating reasonable signature value.

4. Conclusion
This paper researches the non-repudiation of data in mobile payment process, considering traditional RSA, ECC and other signature schemes are less efficient and do not have the ability of anti-quantum attack, and we introduce the signature scheme based on NTRU in this paper. However, several classical NTRU signature algorithms, include NSS, R-NSS, NTRUSign, exist the problem of leaking private key information and the classical NTRU signature algorithms NTRUMLS, which has unsatisfactory probability of generating a reasonable signature value. On the basis of these classical signature scheme, this paper proposed an efficient and secure signature scheme which is suitable for mobile payment by increasing the value of parameter q and adding the authentication condition that meet the reasonable signature requirements during the signature phase. Experimental results show that the proposed signature scheme can realize the zero leakage of the private key information of the signature value, and increase the probability of generating the reasonable signature value. It also improve rate of the signature, and avoid the invalid signature propagation in the network, but the scheme for parameter selection has certain restrictions.
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