Digitization of Supply Chains as a Lever for Controlling Cash Flow Bullwhip: A Systematic Literature Review
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Abstract—Due to the new possibilities offered by digital technologies, more and more companies are embarking on a process of digitizing their supply chains. This dynamic seems to be the opportunity to analyse the impact that digital technologies may have on one of the phenomena that disrupt financial flows within supply chains, and that can alter the companies’ treasury, namely that of cash flow bullwhip (CFB). The results of the systematic literature review that was carried out allow to affirm that several technologies can contribute positively to limiting this phenomenon and this by acting on these operational causes, which are the reliability of forecasts, batch orders, the fluctuation in sales prices, rationing games, and lead times.
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I. INTRODUCTION

Without controlling its financial flows, the company cannot continue to operate even if it proposes an attractive offer to the market [1]. In this regard, it is obvious that any company must pay particular attention to this part of the flows which are in reality only the consequences of the physical and information flows of a supply chain. In fact the overall performance of companies is linked with their financial performance [2], [3], which make the control of financial flows very important. That said, research has shown that these financial flows are usually undergoing a disruption, referred to as cash flow bullwhip (CFB), and which is observed in almost all supply chains [4]. In this regard, it has been shown that CFB originates from the phenomenon of the bullwhip effect [4]. Indeed, the amplification of stocks caused by the BWE, slows down the time necessary to convert them in sales, and even makes this time instable. This leads to a delay in the cash flow generation [4].

The diagram below illustrates the dynamics of the CFB at the level of the supply chain (Fig. 1).

Mathematical modeling of the CFB shows that this disturbance is caused by the bullwhip effect and supply chains’ lead times [4]. This is to say that the causes of CFB are lead times, reliability of sales forecasts (quality of demand signals processing), batch orders, sales price fluctuations, and rationing games between supply chain members [5].

While several studies have tried to propose solutions for the causes listed above [6], the rise of digital technologies prompts to be interested in the possible contributions of these technologies in reducing the causes of CFB. In what follows, we propose a systematic review of the literature concerning the contribution of digital technologies to the control of CFB. We propose to structure the rest of the document in three main parts. The first part will be devoted to the research methodology. The second will present the descriptive analysis of the results. The third part will synthesize the results of the content analysis by identifying the concept of digitization and the main digital technologies, and by illustrating the impacts of these technologies on each of the operational causes of CFB. We will conclude with a summary and avenues for further research.

II. METHODOLOGY

In order to fully understand the potential impacts of digitalization on the CFB, we opt for a systematic literature review. This type of literature review is more methodical compared to narrative reviews, and establishes an in-depth description of the steps taken to select, examine and analyze relevant sources with the aim of minimizing bias and increasing transparency.

We choose the approach of Denyer and Tranfield which distinguishes the following four steps (Fig. 2):

The research question can be formulated as following:
• How the use of digital technologies by supply chain members, can lead to a control of the cash flow bullwhip?
To answer this question, we need to first address the following questions:

- What is the meaning of digitization?
- What are the main digital technologies related to supply chain management?
- In which manner can the digital technologies act on the operational causes of cash flow bullwhip?

**A. Definition of Keywords and Databases**

Articles potentially related to our topic were identified in the “Scopus” and “Taylor & Francis” databases by using the combination of the following terms: "Digital technologies and cash flow bullwhip", "Digital technologies and bullwhip effect", “Digitization and cash flow bullwhip”, “Digitization and bullwhip effect”.

**B. Definition of Selection Criteria**

The identification of the most relevant articles was carried out in October 2020. The selection was made based on reading article summaries or book introductions. The diagram below shows the item selection process (Fig. 3):

![Fig. 3. Research Work Selection Process.](image)

**III. DESCRIPTIVE ANALYSIS OF THE RESULTS**

By analyzing the nature of the research work selected, we find that most of them are journal articles, as the figure below shows (Fig. 4):

![Fig. 4. Number of Documents per Nature.](image)

On the other hand, the analysis of research work publication’s year shows that this is a relatively new subject, since the first article identified was released in 2005. The figure below shows the distribution of the articles, by year of publication (Fig. 5):

![Fig. 5. Distribution of Publications per Year.](image)

Finally, the analysis of the research work type reveals the following results (Fig. 6):

![Fig. 6. Distribution of Research Work by Type.](image)

**IV. CONTENT ANALYSIS RESULTS**

### A. Digitizing

Looking at the existing literature, several definitions can be associated with digitization. For some authors, digitalization is the integration of digital technologies into business processes [7][8]. For others, it is an organizational strategy deployed using digital resources to create value [9]. A third definition that seems adequate is that digitizing represents a fundamental change in traditional business practices by redefining new capabilities, processes, and relationships [10].
Despite the diversity of existing definitions, these converge towards the fact that digitization is not limited to the use of digital technologies, but also involves a break with traditional business processes and relationships based on capabilities digital, thus transforming the business model, operational processes and customer experience.

B. Digital Technologies

Several works have tried to list and identify the digital technologies that constitute the basic foundation of digitization. We propose to limit ourselves to the framework proposed by Schlüter and Hetterscheid in 2017, which is oriented towards the digital technologies used at the level of supply chains, and which are as follows [11] (Fig. 7):

- **Mobile devices**: A mobile device is a portable tablet or other device designed for portability, and therefore is both compact and lightweight. It’s powerful enough to do the same things as a computer.

- **Internet of things (IOT)**: It is a dynamic global network infrastructure with self-configuration capabilities based on standard and interoperable communication protocols where physical and virtual "objects" have identities, physical attributes and virtual personalities, use intelligent interfaces and are seamlessly integrated into the information network [12]. These infrastructures connect objects and make it possible to access, manage and exploit data. [13].

- **Virtual reality**: defined as the development of simulated expertise which is somewhat similar to the real-time situation. In addition, virtual reality is an imitation using the computer / communication devices across borders [14]. Augmented reality is a technology that allows you to mix between the virtual world and the real world. It allows digital information to be added to our actual visual field, by superimposition.

- **Cloud Computing**: A style of computing in which computing capabilities scale and are delivered as a service via internet technologies 'in the cloud'. It also refers to the use of software owned, delivered, and managed remotely by a third party on a paid or subscription basis (also referred to as “software as a service” or “SaaS”) [15].

- **Blockchain**: This is a distributed ledger in which data is stored in a series of blocks. Each of the nodes in a blockchain network has a copy of the blockchain. Each time blockchain data is modified, it is distributed throughout the network [16]. Blockchain technology relies on distributed ledgers, encryption, Merkle tree hashing, and consensus protocols [17].

- **Cyber-physical system (CPS)**: Systems, which directly connect real (physical) objects and processes to (virtual) information processing objects and processes via interconnected, open, and partially global information networks [18].

- **Additive manufacturing**: It is a process of creating physical objects by superimposing different layers of material on the basis of a digital model. [19].

- **Robotics**: A robot is a reprogrammable multifunctional manipulator designed to move equipment, parts, tools, or specialized devices by variable programmed movements to perform a variety of tasks. It is a machine capable of automatically performing a complex series of actions programmed by a computer.

- **Artificial intelligence**: is the means of exploiting, in real time, the mass of information collected, of sorting and analyzing it via algorithms making it possible to build predictive models. This can only be achieved with Big Data, which can be defined as a new generation of technologies designed to enable organizations to extract value from large volumes of data [20].

- **Cyber Security**: Cyber security corresponds to all the techniques used to preserve the integrity of networks, programs and data against unauthorized access. It refers to all technologies and processes and can also be referred to as information technology security [21].

- **Social media**: Corresponds to technologies that allow for social interactions, using communication capabilities, such as the internet or a mobile device [15].

C. Impacts of Digital Technologies on the Operational Causes of CFB

1) **Demand forecast**: One of the major causes behind the CFB is the reliability of demand forecasts and their updating. In fact, forecasts are often based on historical demand. However, distortions in demand can occur, for example, when a customer places an order, the supplier tends to treat this information as a signal of future demand for the product, but in reality the customer's demand often includes a part which is linked to a safety stock that the one always tries to keep in order to protect itself against the variation of demand and delivery times [5], [22]. In this regard, improved demand
forecasting and processing of demand signals may be possible through the use of CPS which allows the sharing of operational production information in real time, improving visibility into physical flows [23].

Furthermore, by excluding human interpretation bias, artificial intelligence can improve the processing of demand signals. Indeed, through the volume of data offered by Big Data, it is easy to develop artificial intelligence to detect and interpret patterns, thus leading to better processing of demand signals [24].

On the other hand, improved processing of demand signals can be achieved using cloud computing. Indeed, by introducing the standards of communication, security and confidentiality, the cloud contributes to the reduction of data inconsistencies that serve as the basis for processing demand signals [25].

That said, another technology also improves the processing of demand signals. Thus, the demand forecasting, which is often carried out by each supply chain member without synchronization, can be significantly improved thanks to the speed of the transmission of information that RFID allows. Indeed, through the data stored at the tag level, RFID makes it possible to provide and process information more quickly and efficiently. This helps to give better visibility in the logistics chain in relation to the flow of materials. This makes integrated planning and therefore better decision making possible [26].

The impact of RFID on improving processing of demand signals has also been highlighted by other researchers. Indeed, the simulation work carried out on a logistics chain, shows that the elimination of the inaccuracy of stocks, which this technology allows, helps to avoid stock-outs [27].

In addition, blockchain is a digital technology that can help improve the processing of demand signals, thanks to the sharing of information it enables between actors in the supply chain. This is because as data sharing is distributed, members of a supply chain can have equal access to data from other members, even when they are further downstream [28].

2) Batch order: Grouping orders in batches can lead to information distortion. Indeed, since placing orders is generally expensive and time consuming, companies prefer to order in batches, instead of ordering their strict needs more frequently [5], [22]. On the other hand, at the production level, manufacturers set the sizes of production batches, to deal with the setup times required to adjust their production machines.

These optimization practices at the local level of each stakeholder in the chain, leads to inefficiency throughout the supply chain thus causing CFB. In this regard, several digital technologies offer solutions to the reduction of batch sizes by reducing the times of operations relating to setup and lunch times.

Thus, the deployment of RFID at the level of the production lines allows the automation of a certain number of operations which are part of the setup times, such as those dedicated to the establishment of tracking sheets, quality sheet, etc. RFID deployed in warehouses contributes to reducing the time and effort required to receive orders, as can be seen from the experience of the Metro distributor, which reduced the time it took to process pallets from 90 to 70 seconds through the implementation of RFID [26]. This encourages companies to reduce the size of replenishment order lots.

Another contribution of digital technologies in the reduction of batch sizes is the use of CPS systems for the automation of quality controls, which allows manufacturers to reduce the time dedicated to quality controls which are part of the setup time, and therefore reduce batch sizes [29].

3) Fluctuation in selling prices: Fluctuating prices have an impact on the purchasing decisions of customers. When the price of a product is reduced, customers can buy it in larger quantities than necessary [5], [22]. When the price of the product returns to normal, customers stop buying it until their stocks are depleted. Due to these price fluctuations, the customer’s purchasing habits do not reflect an actual consumption pattern, and the variation in quantities purchased is much greater than that in the rate of consumption [5], [22].

This situation, which creates a desynchronization between the rhythm of the order and the rate of consumption of the products, thus gives the supplier an erroneous sign as to the real need of the market. This often causes the supplier to restock (produce) more to keep up with the momentary rise in demand. At the end of the promotions, customers return to their normal rate of demand, thus causing overstock at the level of their supplier, and thus causing the bullwhip effect and consequently the CFB.

Several studies confirm the positive role that certain digital technologies can play in controlling this operational cause of CFB. Thus, the results of the use of algorithms for forecasting demand in a context of variations in selling prices, allow to conclude on the positive impact that artificial intelligence can have in controlling price variations [24].

In addition, the blockchain also makes it possible to store contractual data that the parties can use to detect price fluctuations, in order to correlate them with fluctuations in demand, which contributes to a better analysis of customer demand [28].

4) Rationing games: The rationing games led by members of a supply chain, and which are at the origin of CFB, can be avoided by the use of several digital technologies. Indeed, in the event of a risk of shortage in the market, some companies increase their orders from their suppliers, thus giving a false image on the level of real demand on the market, and pushing suppliers to increase their level of production and stock. To remedy this situation, the deployment of blockchain technology will give suppliers more visibility relative to the actual level of demand, which will allow them to synchronize their production with respect to final demand, rather than blindly following the rationing games of its customers.

5) Lead times: Several research studies highlight the link between the reduction of lead times and the use of digital
technologies. Thus, CPS can increase the visibility of physical flows in supply chains and thus improve the availability of information and its sharing. This makes instantaneous data collection and processing possible, reducing production lead times [23], [30]. Additionally, CPS helps in reducing production times by putting feedback loops on production quality [29].

In addition, the speed of data enabled by big data and artificial intelligence also contributes to the reduction of lead times [31].

In addition, the reduction in lead times can be met through the use of cloud computing. Indeed, the sharing of information in real time between the actors of the supply chain, as well as the reduction of data inconsistencies can be ensured by cloud computing [31], [32]. In this sense, the flexibility and scalability of cloud systems provide the necessary infrastructure for simplified information sharing within supply chains, thereby reducing lead times [25].

V. CONCLUSION

The results of this research allow to conclude that the use of digital technologies can really impact the operational causes of CFB, and lead to its control. Having said that, and looking at the existing research; it seems that only blockchain, artificial intelligence, cloud computing, cyber-physical systems, IOT, and RFID have a role in this control. On the other hand, we found it difficult to link certain technologies such as additive manufacturing, cyber security, augmented reality, and social media with the reduction of CFB. It would be interesting to empirically prove the positive contribution of the technologies previously mentioned on CFB, and more generally on the overall performance of logistics chains. The diagram below gives a synthetic view of the impact of technologies on CFB (Fig. 8):

![Figure 8: How Digital Technologies Contribute in the Control of CFB](image-url)
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