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Abstract—In this study, a sensor fusion based GNSS spoofing attack detection framework is presented that consists of three concurrent strategies for an autonomous vehicle (AV): (i) prediction of location shift, (ii) detection of turns (left or right), and (iii) recognition of motion state (including standstill state). Data from multiple low-cost in-vehicle sensors (i.e., accelerometer, steering angle sensor, speed sensor, and GNSS) are fused and fed into a recurrent neural network model, which is a long short-term memory (LSTM) network for predicting the location shift, i.e., the distance that an AV travels between two consecutive timestamps. We have then combined k-Nearest Neighbors (k-NN) and Dynamic Time Warping (DTW) algorithms to detect turns using data from the steering angle sensor. In addition, data from an AV's speed sensor is used to recognize the AV's motion state including the standstill state. To prove the efficacy of the sensor fusion-based attack detection framework, attack datasets are created for three unique and sophisticated spoofing attacks—turn-by-turn, overshoot, and stop—using the publicly available real-world Honda Research Institute Driving Dataset (HDD). Our analysis reveals that the sensor fusion-based detection framework successfully detects all three types of spoofing attacks within the required computational latency threshold.

Index Terms— Global Navigation Satellite System (GNSS), Autonomous vehicle, Cybersecurity, Spoofing attack, LSTM.

I. INTRODUCTION

Autonomous vehicles (AVs) require accurate and reliable localization data from a Global Navigation Satellite System (GNSS) or Global Positioning System (GPS) to perform their autonomous and navigational functions effectively. The GNSS mostly depends on satellites and radio communications, which are subject to various unintentional interferences, such as buildings and thick clouds, and intentional threats, such as radio interference, communication of GNSS receiver channels, and disruptions to the GNSS infrastructures [1]-[2]. Among the foregoing, spoofing is the most sophisticated type of attack, as an attacker can mimic the authentic GNSS signal and transmit inaccurate location information to an AV [2]. Moreover, an authentic GNSS signal can be destroyed by creating a high-powered spoofing signal. For example, a spoofing signal having a power 4 dB higher than an authentic signal can destroy the authentic signal [3].

One of the primary purposes of manipulating the GNSS during a spoofing attack is to generate a spoofed signal so that an AV can be misguided to a wrong destination. For example, during a turn-by-turn type of spoofing attack, a significant shift of location could direct an AV to the wrong route. Moreover, under other types of attack, an AV can perceive that it is taking a turn or stopped while in reality, it is not doing it. Although an AV can use multiple GNSS receiver antennas to continuously cross-validate the signal, during a sophisticated spoofing attack, these antennas can be locked by an attacker into the spoofed signal using multiple phase-locked spoofers. As identified from the literature, all the current GNSS spoofing attack detection and mitigation methods are based on GNSS signal-level, and they are not adequate for detecting all types of spoofing attacks [1]-[3]. Thus, it is a challenge to develop a unified detection model against sophisticated spoofing attacks.

As the navigation of AVs for roadway transportation systems is constrained by existing roadway networks, the use of low-cost in-vehicle sensors (e.g., accelerometer, steering angle sensor, and speed sensor) could provide effective strategies for detecting sophisticated spoofing attacks. In this study, we have developed a framework for detecting spoofing attacks on GNSS services by identifying and predicting AV states, which include location shift, turning direction, and motion state using data from low-cost in-vehicle sensors. We have created attack datasets and evaluated the efficacy of our detection framework using the Honda Research Institute Driving Dataset (HDD) [4] for three sophisticated spoofing attacks: turn-by-turn, overshoot, and stop.

The rest of the paper is arranged as follows. Section II introduces the information regarding the dataset used to create the attack dataset and the data preparation approach. GNSS spoofing attack models are presented in Section III. Section IV presents our GNSS spoofing attack detection framework, analyses, and corresponding results.

II. DATA PREPARATION

The HDD [4] is used in this study to develop and evaluate the GNSS attack detection framework. The HDD contains data from the camera, LiDAR, GPS, inertial measurement unit (IMU), and controller area network (CAN) of a conventional vehicle, and it is collected from suburban and urban roadways as well as highways.
within the San Francisco Bay Area. As AVs are equipped with cameras, IMU, GPS, the HDD is suitable for developing technologies for AVs. Figure 1 shows a sample route from the HDD. In HDD, the GNSS signals are recorded at 120Hz using a GeneSys Eletronik GmbH Automotive Dynamic Motion Analyzer with a Differential Global Positioning System (DGPS). The acceleration (m²/s²), steering wheel angle (deg), rotational speed of the steering wheel (deg/s), vehicle speed (ft/s), brake pressure (kPa), and yaw rate (deg/s) are collected from different sensors and recorded from the vehicle CAN bus at 100Hz. For our detection framework development and evaluation, the latitude and longitude, relative accelerator pedal position (%) which represents the acceleration of an AV, steering wheel angle, and speed data are extracted from the HDD. We have then synchronized the extracted HDD by keeping GPS UNIX timestamps as references by interpolating between two closest observations. We have also calculated the perceived location shift i.e., the distance traveled between two consecutive timestamps with data from GNSS using the Haversine formula [5]:

\[ d = 2r \sin^{-1} \left( \sqrt{ \sin^2 \left( \frac{\phi_2 - \phi_1}{2} \right) + \cos(\phi_1) \cos(\phi_2) \sin^2 \left( \frac{\psi_2 - \psi_1}{2} \right) } \right) \]  

where \( d \) is the distance in meter between two points on the Earth's surface; \( r \) is the Earth's radius (6378 km); \( \phi_1 \) and \( \phi_2 \) are the latitudes in radians; \( \psi_1 \) and \( \psi_2 \) are the longitudes in radians of two consecutive time stamps.

![Fig. 1. An example of GNSS traces from the HDD.](image)

### III. SPOOFING ATTACK MODELS

transmits a synthetic signal, and the GNSS receiver locks onto the spoofed signal. After the GNSS is locked on the spoofer’s signal, the spoofer changes the receiver’s perceived location, resulting in a location shift between the location before and after the attack. Figure 2(a) illustrates a turn-by-turn attack in which the correct route from the origin to destination is shown in blue, the AV’s ground truth route is shown in red, and the AV’s perceived route, which matches with the original route turn-by-turn, is shown in green. Thus, compromising the GNSS, a spoofer creates a wrong route matching for the new route’s number of turns and guides the vehicle to a wrong destination by compromising the AV’s GNSS.

Figure 2(b) shows an overshoot attack [7]. After taking over the GNSS receiver, the spoofer keeps sending the same location signal to the receiver. As a result, based on the GNSS, the AV perceives that it is in a standstill state (stopped at the red dot), but the AV is moving forward in reality. When a road split occurs at the green dot, the AV will be unable to identify the path to proceed. A stop attack [7] (Figure 2(c)) is the opposite of an overshoot attack. The spoofer takes over the receiver GNSS when the AV is stopped at a stop sign (green dot) and then transmits a synthetic signal so that the AV perceives that it is moving along the road (red route). We have created ten attack scenarios for each of these three unique attack types using data from the HDD to mimic the actual spoofing scenarios at a location level.

### IV. DEVELOPMENT OF GNSS SPOOFING ATTACK DETECTION FRAMEWORK

We have developed a GNSS spoofing attack detection framework (see Figure 3), and this framework involves three concurrent strategies in which data from in-vehicle low-cost sensors—i.e., GNSS, accelerometer, steering angle, and speed—are fused to provide a unified spoofing attack detection strategy. The three strategies include the development of the attack detection framework are: (i) prediction of an AV’s state information (location shift); (ii) detection of turning direction (right and left); and (iii) detection of an AV’s motion state.

![Fig. 2. GNSS spoofing attack models: (a) example of turn-by-turn; (b) example of overshoot; and (c) example of stop.](image)
The first strategy incorporates a 2-stacked long short-term memory model (LSTM) [8] with 128 and 64 neurons in the first and second hidden layers, respectively, which predicts location shift by the AV between two consecutive timestamps. The training and validation data includes the location shift between two consecutive timestamps, acceleration, steering angle, and speed. The output is the location shift between the current timestamp and the immediate future timestamp (0.00833s). Before feeding the sensor output to the LSTM training, the input features are normalized between 0 and 1. The dataset is split into training (241,990 observations) and validation (103,709 observations) datasets. The LSTM hyperparameters, i.e., number of neurons, number of epochs, batch size, and learning rate, are selected by a trial-and-error approach [8] as it is a time series prediction model. The Mean Absolute Error (MAE) metric is used as the loss function for evaluating overfitting and underfitting while training the model. The values of hyperparameters are listed in Table 1.

![Diagram](image.png)

**Table 1. LSTM model hyperparameters.**

| Hyperparameters and Optimizer | Value     |
|------------------------------|-----------|
| Number of neurons (1st layer) | 128       |
| Number of neurons (2nd layer) | 64        |
| Number of epochs             | 500       |
| Batch size                   | 50        |
| Learning rate                | 0.01      |
| Optimizer                    | Adam      |

A k-Nearest Neighbors (k-NN) clustering algorithm is combined with a dynamic time warping (DTW) algorithm for developing left and right turn detection model using steering wheel angle data. The DTW compares the patterns and measures the similarity between two different time-series data of the different number of observations [10]. The DTW iteratively warps the time axis to align two input time series and searches for an optimal match; it then calculates the warp path distance, which is the cumulative distance between each pair of observations. The path with minimum total cost represents the DTW distance between two different time series data as shown in (3):

$$DTW(T, S) = \arg\min_w \sum_{i=1}^T \sum_{j=1}^S w_{ij} (t_i - s_j)^2$$  \hspace{1cm} (3)

where $T$ and $S$ are ground truth and training steering angle data respectively; $w$ represents a warping path; $t_i$ is the $i$th observation of time series $T$; and $s_j$ is the $j$th observation of the time series $S$. We have used FastDTW [10] algorithm to reduce the computational time.

![Diagram](image.png)

**Table 2. Data used for k-NN—DTW model training.**

| Turn type | Dataset | Number of turns | Number of observations |
|-----------|---------|-----------------|-----------------------|
| Right     | training| 19              | 15969                 |

In the second strategy (turn detection), the vehicle turning maneuver is detected by comparing the steering angle sensor output and the GNSS output. If a turn is detected using steering angle data, but GNSS shows no turn, then an attack will be detected. Moreover, if the steering angle change represents a right turn and GNSS detects a left turn, an attack will be detected. The AV steering angle readings create unique shapes for left and right turns (as shown in the top left corner of Figure 4). For example, for taking a right turn, an AV first turns the steering wheel right to get into the road and then turns the steering wheel to the left to straighten the vehicle creating a unique shaped curve (see Figure 4). However, due to varying steering behavior and road geometry, the time taken for a turn is not uniform.
\(k\)-NN is a widely used classifier. The \(k\)-NN algorithm assigns a common class among its \(k\) nearest neighbors based on a distance metric. In this study, DTW is used as the distance metric for \(k\)-NN. The steering angle reading of right and left turns from the HDD is used for training and testing the \(k\)-NN model. The training dataset contains 19 right turns and 13 left turns, and the testing dataset contains 7 right turns and 6 left turns (see Table 2). The sample left and right turns locations using black and purple lines are shown in Figure 4. The combined \(k\)-NN—DTW turn detection model can classify left and right turns with an accuracy of 100\% along with precision value, recall value, and F1-score of 1. Note that our training dataset contains different patterns of left and right turns.

The vehicle motion state detection strategy is useful for a spoofing attack scenario if an AV is at a standstill state and the GNSS shows the vehicle is moving. However, if a spoofer can manipulate the GNSS signal so that the perceived location shift in each timestamp is within the error threshold value, the first strategy will not be able to detect an AV’s standstill state. Using the third strategy, we can detect an AV’s standstill state by comparing the speed sensor's data with the GNSS speed data.

Figure 5 presents profiles for the absolute difference between the perceived location shift and predicted location shift for ten different turn-by-turn type spoofing attack scenarios (AS). At the point of beginning of the spoofing attack (as shown using different markers), the difference between perceived and predicted location shift is higher than the error threshold value; thus, it detects the attack. Note that no false attack is detected using our detection framework (see Figure 5).

Table 3 presents the attack evaluation matrix for all three types of spoofing attacks considered in this study. The turn-by-turn attack is detected using the location shift prediction strategy. Both the location shift prediction and vehicle motion state detection strategies are simultaneously used to detect the overshoot attack. Suppose the spoofer manages to update the location within the error threshold. Even in this case, the attack is detected due to the combination of strategies presented here can detect a standstill state (third strategy).

So, all three detection strategies are required to detect the stop attack.

### Table 3. Attack detection evaluation matrix

| Attack Techniques | Location Shift Prediction | Vehicle Motion State Detection | Turn Detection |
|-------------------|---------------------------|-------------------------------|----------------|
| Turn-by-turn       | ✓                         | NA                            | NA             |
| Overshoot         | ✓                         | ✓                             | NA             |
| Stop              | ✓                         | ✓                             | ✓              |

The average computational latency for our first strategy—i.e., location shift prediction strategy— is 0.691\(\mu\)s for each observation, which is less than the GNSS data generation frequency (i.e., 120Hz or 0.0083s or 8300\(\mu\)s). In our second strategy, we have resampled the steering angle sensor data to 5Hz from 120Hz because our experiments showed that 5Hz sampling rate reduces the computational time while preserving the steering patterns of right and left turns. The \(k\)-NN–DTW model takes 0.08s on average to detect a turn, which is less than the data sampling frequency (i.e., 5Hz or 0.2s). The third strategy takes 0.00034s on average to compare and detect the vehicle’s motion state. Note that, we used a workstation equipped with dual Intel Xeon Gold 5215 2.5GHz processor with 128GB DDR4 2666MHz RDIMM ECC RAM memories for calculating all the above-mentioned computational time. In conclusion, our attack detection framework is able to detect different types of attacks with a high degree of success. Further research can be performed to evaluate and validate the framework through real-world experiments.
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