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Abstract

Physical layer key generation (PKG) is a promising means to provide on-the-fly shared secret keys by exploiting the intrinsic randomness of the radio channel. However, the performance of PKG is highly dependent on the propagation environments. Due to its feature of controlling the wireless environment, reconfigurable intelligent surface (RIS) is appealing to be applied in PKG. In this article, in contrast to the existing literature, we investigate both the constructive and destructive effects of RIS on the PKG scheme. For the constructive aspect, we have identified static and wave-blockage environments as two RIS-empowered PKG applications in future wireless systems. In particular, our experimental results in a static environment showed that RIS can enhance the entropy of the secret key, achieving a key generation rate (KGR) of 97.39 bit/s with a bit disagreement rate (BDR) of 0.083. In multi-user systems where some remote users are in worse channel conditions, the proposed RIS-assisted PKG algorithm improves the sum secret key rate by more than 2 dB, compared to the literature. Furthermore, we point out that RIS could be utilized by an attacker to perform new jamming and leakage attacks and give countermeasures, respectively. Finally, we outline future research directions for PKG systems in light of the RIS.

Introduction

Physical-layer key generation (PKG) is a promising approach to establish symmetric keys without complex ciphers in the ubiquitously connected wireless communication networks. By exploiting the intrinsic randomness of the radio channel, PKG allows two parties to generate shared secret keys from estimates of the wireless channels between them in a plug-and-play manner [1]. Nevertheless, despite its attractive advantages, PKG has an inherent deficiency that it needs a rich-scattering and dynamically changing channel to meet the requirements of consistency and security for the secret keys [2]. Therefore, it is difficult for PKG to establish desired secret keys in some harsh propagation environments where the endpoints have low mobility or low signal-to-noise ratio (SNR).

Previous research works addressed this challenge by employing a cooperative relay node [3]. However, the relay node, who could be untrusted, knows partial or even all information of the secret key. Although the information leakage could be alleviated by receiver-transmitted artificial noise [2], the legitimate receiver faces difficulties of self-interference elimination in practice. In addition, the secret key generation rate has limited growth unless the relay node keeps moving all the time. To further boost the rate, artificial randomness (AR) was introduced to form a fast-changing virtual channel that is a product of the physical channel and local AR at transceivers [2]. However, the AR-aided PKG approach needs to modify the pilot signal, which is challenging to be implemented on commercial off-the-shelf (COTS) devices, for example, ZigBee [1], WiFi [4]. These vivid examples highlight that PKG still faces challenges and thus there is a strong need to facilitate PKG in the respective scenarios.

Very recently, an emerging technique to address this need is referred to as reconfigurable intelligent surface (RIS), which is capable of creating an intelligent reconfigurable propagation environment. In particular, a RIS is a planar array of a large number of reconfigurable passive elements (e.g., low-cost printed dipoles) [5]. Each of the elements is able to induce a certain phase shift independently on the incident signal, thus collaboratively changing the reflected signal propagation. As of yet, only a few works have investigated the constructive effect of RIS to boost secret key generation rate. In [6], a RIS with a random phase shifting scheme was used to induce virtual fast fading channels for key generation and thus support one-time pad (OTP) encrypted data transmission with high rate. Further, [7] and [8] optimized the used RIS units and the reflecting coefficient of RIS units to maximize the secret key generation rate, respectively. However, in these works, the role of RIS on PKG is more like a “nice to have” rather than a “must-have” one. The killer applications of using RIS for PKG are not clear and how to integrate it with various PKG systems is largely open. In addition, RIS can take destructive as well.
as constructive roles, decided by who owns the control right. In [9], it has been shown that when a RIS is controlled by a malicious party, it could break the key agreement of legitimate parties. The potential destructive aspects of RIS are largely overlooked in existing works. How to detect and defeat these attacks is still unknown.

Although a number of surveys and tutorials have recently appeared on the topic of integrating RIS with various communication technologies, there are no tutorials that overview and study RIS and PKG combined. A comprehensive study of RIS-involved PKG, identifying challenges and opportunities, is still lacking. In summary, this article includes the following key contributions:

- The role that RIS plays in PKG systems is studied from both constructive and destructive aspects. Specifically, static and wave-blockage environments are introduced as two RIS-powered-PKG applications in future wireless systems, while RIS jamming (RISJ) and RIS leakage (RISL) attacks are identified as two categories of RIS-based attacks against PKG.
- The entropy of the secret key is shown to be largely enhanced by the random surface configuration of RIS in real indoor environments and the sum secret key rate among multiple users is optimized through the flexible control on the phase shifts of RIS in wave-blockage environments.
- An attacker-controlled RIS is shown to be able to disrupt the key establishment process or to help attackers obtain the extracted secret keys between Alice and Bob. The proposed countermeasure—a phase-based channel model—is shown to be effective against the RISJ attack in wideband systems, while the leakage in RISL will be alleviated through using dynamic private pilots or adding more cooperative RISs.

**New Changes in Fundamentals When PKG Meets RIS**

**Fundamentals of PKG**

In the model of a typical point-to-point PKG, there are generally three parties, where Alice and Bob are two legitimate parties who treat the wireless channel as a shared randomness source to extract a symmetric key, while Eve is a passive or active attacker who intends to eavesdrop the key or to prevent Alice and Bob from agreeing on the same key. The general process of PKG comprises the following four phases.

**Channel Sounding:** In a time division duplex (TDD) system, Alice and Bob exchange pilots alternatingly to obtain bidirectional estimates of the channel between them and extract appropriate channel features, for example, received signal strength (RSS) and channel state information (CSI).

**Quantization:** Channel features are mitigated from disadvantageous stochastic properties (with respect to entropy as well as to reciprocity robustness) and converted into binary bit sequences, which are referred to as raw keys.

**Information Reconciliation:** Possible disagreements between the two sequences are corrected via error-detection protocols or error-correcting codes.

**Privacy Amplification:** Alice and Bob distill the key and wipe out possible information leakage from the previous phases. As observed from the process, the feasibility of the PKG method is strongly associated with the wireless channel between Alice and Bob.

**RIS-Involved Channel Model**

When a RIS participates in the process of PKG, either constructively or destructively, appropriate channel models must be found. On the basis of traditional channel models, the RIS introduces an additional channel between Alice and Bob. The RIS-induced channel conventionally includes the channel responses vector from single-antenna user Alice to the RIS, $h_{ra}$; a diagonal matrix that models the RIS’ signal reflection, $\Phi$, and the channel responses vector from the RIS to single-antenna user Bob, $h_{rb}$. Specifically, the RIS receives the pilot signal from Alice and then reflects the signal while applying amplitude and phase changes adjusted by the RIS control layer. As a result, the Alice-RIS-Bob link, $h_{ab}$, is represented by a multiplicative channel model, which is added coherently with the direct link, $h_{db}$, to form the new channel model as

$$h_{ab} = h_{ra}^{\Phi} h_{rb} + h_{db} \quad (1)$$

Similarly, the reverse channel from Bob to Alice, $h_{ba}$, satisfies that

$$h_{ba} = h_{rb}^{\Phi} h_{ra} + h_{db} \quad (2)$$

where $h_{ra}$, $h_{rb}$, and $h_{db}$ respectively denote the channels from Bob to the RIS, from the RIS to Alice, and from Bob to Alice, and $\Phi$ denotes the reflection matrix of the RIS in the reverse channel. The channels observed by Eve also follow the above model by substituting the direct channel with the channel from Alice/Bob to Eve and substituting the channel responses from the RIS to Bob/Alice in the RIS-induced channel with those from the RIS to Eve.

The reflection coefficients of RIS elements in $\Phi_1$ and $\Phi_2$ are often programmed to achieve purposeful manipulation of wireless channel. Ideally, these reflection coefficients, including phase shifts and amplitudes, are assumed to be continuously tunable to achieve the optimal performance, which provides a theoretical bound for RIS-assisted systems. However, considering the hardware cost and implementation complexity, some works assume the set of reflection coefficients to be discrete with finite amplitude or phase shift levels.

For example, in a two-level phase shift control, the reflection coefficient of an element may be controlled by a PIN diode [5], selecting from $\{1, -1\}$, that is, by switching biasing “On” and “Off.”

**New Changes**

Since the fundamental principles of PKG, that is, channel reciprocity, spatial diversity, and temporal fluctuation, depend on the channel model, an interesting question is whether these principles will still be met under the new RIS-involved channel model.

**Channel Reciprocity:** The reciprocity between $h_{ab}$ and $h_{ba}$ is not merely dependent on the reciprocity of the physical channels. It also depends on the agreement of the diagonal matrices $\Phi_1$ and $\Phi_2$ in the bidirectional channel probing phases. Besides, for the channel features, the non-reciprocity effect of noise is changed as the received
signal strength can be either boosted or attenuated through the RIS.

**Spatial Diversity:** The correlation between channel features of Bob and Eve is also changed by RIS. According to the central limit theorem, when the number of reflecting elements is large, the RIS-induced channels between Bob and Eve asymptotically satisfy the independence as long as the RIS reflection channels of Eve and legitimate parties are independent [10].

**Temporal Fluctuation:** RIS introduces an additional degree of freedom, which is capable to boost the randomness. Through a dynamical configuration of RIS, the channels of \( h_{ab} \) and \( h_{ba} \) vary along time, even for environments where the physical channel would not fluctuate strongly. Accordingly, when the RIS is controlled by legitimate users, it is possible for them to meet these principles, even in some harsh scenarios. Conversely, RIS can also be exploited by Eve to disrupt the secret key generation between Alice and Bob by breaking these principles.

**RIS-Assisted PKG: Potential Improvements**

In this section, we analyze the constructive effects of RIS by considering two case studies with *must-have* RIS environments, as shown in Fig. 1.

**Case I: Static Environments**

In static environments, the limited randomness found in the direct channel renders key generation challenging, while RIS-induced channel variations can now provide the basis for PKG. Thus, with the help of RIS in PKG, the entropy of the secret key can be enhanced [4, 6].

Here, we report promising experimental results of a RIS-assisted PKG system in static environments.

**Setup:** For our field trials, we place the parties Alice and Bob as well as a RIS in a long-term static basement environment. We use commodity WiFi devices, implementing orthogonal frequency division multiplexing (OFDM) communication at Alice and Bob, in conjunction with a RIS prototype to realize a PKG system as outlined above.

For the channel probing, we employ a C application to control ath9k-based PCIe network interface cards (NICs) implementing IEEE 802.11n WiFi in a \( 2 \times 2 \) MIMO configuration. The RIS consists of two modules (Fig. 2) with a total of 128 elements, each having 1-bit phase control, that is, an impinging wave is either reflected with phase shift 0 or \( \pi \). The elements are switched via a micro-controller using serial communication. To generate the desired channel variation, the RIS applies random surface configurations at a fixed update rate. In parallel, Alice and Bob exchange WiFi packets to obtain CSI in the channel probing phase. We use WiFi channel 60 at 5.3 GHz which is close to the RIS’ optimum operation frequency at 5.37 GHz. Alice and Bob are 3 m and 1.5 m apart from the RIS, with line-of-sight for the direct and the RIS channels.

**Results:** The channel probing phase and the respective RIS states are illustrated at the top left of Fig. 2. We consider uncoordinated RIS operation where Alice and Bob adapt their channel probing to the speed at which the channel varies, as is the case with conventional PKG implementations. Due to the switched RIS behavior, the corresponding channel component changes instantaneously and thus Alice and Bob may oversample the channel response in between, that is, spend \( L \) channel measurements per RIS configuration. Exemplary for the instantaneous RIS-induced channel variation and oversampling (\( L = 4 \)), we plot the magnitude CSI of Alice and Bob for a single subcarrier \( k = 25 \) at the top right of Fig. 2. After block averaging over \( L \) samples to improve SNR, both parties translate the respective channel profiles to bit strings using single bit CDF quantization [11]. In our particular implementation, one bidirectional packet exchange for channel probing takes \( T_p \approx 2 \) ms and we consider a RIS configuration duration of \( T_{\text{RIS}} = L T_p \).

Accounting for an additional RIS update time \( T_u \approx 2 \) ms, we can estimate the effective key generation rate (KGR) after quantization with \( (L T_p + T_u)^{-1} \). This is consistent with the observation that the RIS here dictates the channel coherence time, which in turn allows to formulate an upper bound on the KGR. Table 1 shows the expected and experimentally achieved KGR and bit disagreement rate (BDR) results for an exemplary OFDM subcarrier \( k = 25 \) with varying values of \( L \) with and without the RIS. For the latter, the BDR of approximately 50 percent highlights the infeasibility of PKG in static environments.

We assess the randomness of the key material generated by the RIS-assisted PKG procedure. Therefore, we apply the statistical test suite for random number generators provided by the American NIST [12]. We examined a bit sequence of length 600,000 bits that was obtained at the output of the quantization stage without further processing. All applicable tests were passed, indicating that the randomized RIS-induced channel variations are suitable for cryptographic applications.

In another experiment, we placed an eavesdropper Eve at 1 m distance to Alice. Here, the security of the key material is linked to the correlation of the channels from the RIS to Alice and Eve, respectively. We estimate the mutual information in the raw channel sequences of 100,000 random RIS configurations observed by Alice, Bob, and Eve for a single OFDM subcarrier. To
estimate the empirical mutual information, we utilize a \(k\)-nearest neighbor estimation [13]. We found the average mutual information across OFDM subcarriers of Alice’ and Bob’s and Alice’ and Eve’s observations to be 0.69 and 0.04 bit/observation, respectively. This shows that Eve is at a significant disadvantage compared to the legitimate parties.

Our results highlight the RIS as a convenient extension to PKG, enabling key generation in static environments. As the RIS is a part of the environment, operating on directly on the physical layer and external to user terminals, all users within reach — not just Alice and Bob — can potentially benefit from the provided channel randomization effect. As demonstrated, existing devices, wireless standards, and PKG procedures can be reused with little overhead.

**Case II: Wave-Blockage Environments**

In wave-blockage environments, the direct link is blocked, leading to low SNR at the receiver. Consequently, CSI is submerged in noise and thus results in a low KGR, which is the upper bound on the number of bits per channel observation that Alice and Bob can generate, about which Eve cannot obtain any useful information based on her own observation [14]. To facilitate PKG in wave-blockage environments, RIS shapes a RIS-induced fluctuating channel, which serves as the common randomness for generating secret keys. It has been shown in the literature that the user’s SNR can be significantly increased by designing the configuration of a RIS appropriately [5]. As an extension, in multi-user systems where some remote users are in worse channel conditions, the channel reciprocity of these users can be improved by the deployment of RISs.

**Setup:** We consider a RIS-assisted multiuser key generation system, which comprises a wire...
The correlated channels are realized by putting two independent channels through a correlation matrix. The number of RIS elements is 16 and the correlation coefficient is set to be 0.5 for the simulation of correlated channels.

Results: In the simulation results, we evaluate the feasibility of RIS-assisted multi-user PKG systems under three different configuration algorithms of RIS: random phase shifts, on-off switching states, and optimized phase shifts. In the second algorithm [7], the reflection coefficients are in a two-level amplitude control and the secret key rate is maximized by turning on limited number of RIS units, which correspond to the largest variances of the RIS channels. In last algorithm, we solve the optimal phase shift ranging from $-\pi$ to $\pi$ to maximize the sum secret key rate.

Figure 3 reports the sum secret key rates obtained by RIS-assisted multi-user PKG systems under these RIS configuration algorithms over independent and correlated channels. When the reflection channels among the different UTs are correlated, the RIS-induced channels are correlated as well, which causes information leakage among the UTs. It is observed that the spatial correlation among the channels of the UTs reduce the sum secret key rate for all of the considered RIS configuration algorithms. The performance loss is roughly 5 dB for the optimal solution, 2 dB and 4 dB for the random configuration algorithm and the on-off switching algorithm, respectively. For both independent and correlated channels, the optimal solution provides the best sum secret key rate, while the on-off switching algorithm has lower sum secret key rate than others due to its limited controllable states of RIS units. The performance gap between the optimal solution and the on-off switching algorithm is 7 dB and 4 dB for independent and correlated channels, respectively. It should also be noted that although the optimal solution provides the best sum secret key rate, it has higher computation complexity than other two configuration algorithms. The other two configurations are also appealing for practical usage in systems with limited computing capacity.

RIS-BASED ATTACKS AND COUNTERMEASURES

Despite constructive effects as shown previously, the RIS may also bring in destructive effects on PKG: Assuming an attacker-controlled RIS, a number of novel attacks against PKG become possible. Based on the attacker’s goal, we divide RIS-based attacks into two categories and discuss countermeasures in this section.

RIS Jamming (RISJ) Attack

Attack Description: RISJ attack is an active attack which aims at disrupting the key establishment process between Alice and Bob by adjusting the RIS reflection matrices. According to the channel model, the RIS-involved channel is the superposition of the direct link and the RIS-induced link, therefore the channel reciprocity will be disrupted by either of them. This can be taken advantage of by Eve to launch a jamming-like attack through RIS in two ways.

First, Eve can change the RIS reflection matrices in the Alice-RIS-Bob link and the Bob-RIS-Alice link, that is, $\psi_1 \neq \psi_2$, in the process of a bidirec-
tional channel probing. For example, when the RIS applies random surface configurations at an update rate higher than the channel sampling rate, the observed CSI at Alice and Bob will most likely be different. Second, Eve can reduce the channel reciprocity by attenuating the received signal strength through the RIS, which is similar to traditional jamming attacks. This attack requires the RIS to have the ability of channel estimation, which might be endowed by the technology of Semi-Passive RIS [5].

Different from traditional jamming attacks, the RISJ attack reflects a jamming signal instead of transmitting it. Due to this fact, it is difficult to resist this attack by countermeasures based on location detection, since the location of Eve will be hardly exposed. Therefore, new ideas are desired by Alice and Bob to establish secret keys against the RISJ attack.

**Countermeasures:** One possibility is to exploit the fact that Eve can only change the RIS-induced channel, while the direct link, if exists, will not be affected by the RIS. Thus, Alice and Bob could separate them to distinguish the contaminated channel and still generate secret keys from the remaining uncontaminated channel. This idea, referred to as countermeasure based on channel separation (CCS), can be implemented in PKG systems with high multipath resolution. For example, in a wideband OFDM system, these channels are separated through an inverse discrete Fourier transform (IDFT) and the RIS-induced channel can be detected from its high variance [9]. Figure 4 reports the BDR of raw keys generated from the CSI in an OFDM system under the RISJ attack and CCS-protected PKG method when the energy proportion of the RIS-induced channel $\gamma = 0.1$. From the results, the BDR after RISJ attack is close to 0.2 with the SNR increases, which would impose a great burden to correct these errors. However, the BDR of CCS-based method is almost the same with that of no attack at bandwidth of 23.04 MHz, which verifies that CCS can resist the RISJ attack in a wideband system. When the bandwidth is 7.68 MHz, there is a slight performance loss under the RISJ attack, which is caused by possible false alarm of the contaminated channel due to the limited multipath resolution. Moreover, the KGR of the CCS method in cases of no attack and under the RISJ attack are both 35 bits/channel use at bandwidth of 23.04 MHz, and the performance loss is less than 20 percent under the RISJ attack at bandwidth of 7.68 MHz.

However, it is still challenging to resist the RISJ attack for systems with low multipath resolution, for example, narrow-band systems. One solution is to reduce the energy proportion of the contaminated RIS channel, for example, by introducing more RIS devices as helpers.

**RIS Leakage (RISL) Attack**

**Attack Description:** In a RISL attack, Eve is more interested in obtaining the extracted secret keys between Alice and Bob, but not preventing them from agreeing on the same key. Given the fact that the RIS-induced channel, as a component of the channel for key generation, is under control by Eve, he/she is likely to obtain partial or complete information of the secret key. Here, we introduce two kinds of RISL attacks.

The first RISL type intends to cause desired or predicable changes in the channel measurements by changing the RIS reflection matrices in a planned way. This RISL attack is similar to the well-known predictable channel attack, but one clear difference between them lies in the manipulation object. Compared with controlling the movements of some intermediate object, manipulating RIS reflection matrices is more undetectable and easier to implement. For example, when Eve switches the “On” and “Off” states of all elements on the RIS alternately, the channel gain observed at Alice and Bob is likely to be boosted and attenuated regularly with time. The channel values would lead to an alternating sequence of 0 and 1 in raw keys. Such predictable keys are easy to break. We have performed this attack using the experimental setup from above. While the BDR of Alice and Bob is at 6.5 percent, the BDR of Eve and Alice is only 5.8 percent.

In the second RISL attack, Eve speculates on the legitimate channel measurement by calculating the gain of the RIS-induced channel from the multiplicative channel model. In this attack, Eve needs to accurately estimate the channel gains from Alice and Bob to RIS, which might impose a high requirement for Eve. Since Eve can hardly obtain the channel information of the direct link, these RISL attacks would be more effective in some harsh propagation environments, for example, static environments and wave-blockage environments.

**Countermeasures:** The effect of RISL is limited in fast-varying and rich multipath scattering environments, therefore we focus on countermeasures in static and wave-blockage environments. The effect of RISL is limited in fast-varying and rich multipath scattering environments, therefore we focus on countermeasures in static and wave-blockage environments.
of $\gamma = 0.2$ and $SNR = 10$ dB, the bits of Alice are completely obtained by Eve.

In our proposed CDPP method, under different $g$ and $SNR$, the BDR is always 0.5, which makes legitimate user-generated keys unpredictable by Eve. In a wave-blockage environment, the issue of RIS attack becomes similar to the problem of untrusted relay, which could be solved by protocols based on private randomness [15]. Another possible way to mitigate the impact of RIS attack is to increase the number of helper RIS devices in the system. When multiple helper RIS are deployed, the number of multipaths between Alice and Bob will increase, resulting in a decrease in the proportion of leaked key information.

Conclusion and Future Directions

In this work, we have reviewed PKG in view of the recently emerging RIS. Based on our observations, we outline future directions.

The Optimization of Surface Configurations in a Secure and Practical Manner: The current RIS literature pursues feedback of channel estimations. However, this is perpendicular to treating the channel response as a shared secret. Therefore, more work is required on how to optimally configure RIS for PKG without the optimization itself giving away useful information to eavesdroppers.

The Effects of RIS on Other Key Generation Processes and in Frequency Division Duplex (FDD) Systems: The available literature mainly studies the role of RIS in the channel sounding stage of PKG. However, the influence of RIS on other key generation processes needs to be explored. For example, the RIS could help reduce information leakage during information reconciliation and quantization schemes. It may be optimized towards RIS-induced channel variations. Also, RIS-aided PKG in FDD systems is one of the promising topics in the future.

The Optimal Deployment of Multiple RISs: Compared with a single RIS, multiple RISs can greatly improve the time-variability of the channel. However, there is no literature considering the optimal deployment of RIS in PKG. Also, when a large number of RIS are controlled by the BS, jointly optimizing the reflection coefficients of multiple RISs at the same time would trigger an explosion of computational overhead, resulting in an intolerable key generation delay.

The Detection and Defense of RIS-Based Attacks: Future work should investigate a general scenario where a malicious RIS and a friendly RIS exist concurrently. How can nodes distinguish between a friendly or a malicious RIS? It appears imperative to link the PKG process more to classical cryptography, allowing to authenticate nodes. However, it is yet to be explored, how this may be expanded to the physical layer to authenticate RIS signals.
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