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**Introduction:** Development of post-quantum digital signature standards represents a current challenge in the area of cryptography. Recently, the signature schemes based on the hidden discrete logarithm problem had been proposed. Further development of this approach represents significant practical interest, since it provides possibility of designing practical signature schemes possessing small size of public key and signature. **Purpose:** Development of the method for designing post-quantum signature schemes and new forms of the hidden discrete logarithm problem, corresponding to the method. **Results:** A method for designing post-quantum signature schemes is proposed. The method consists in setting the dependence of the public-key elements on masking multipliers that eliminates the periodicity connected with the value of discrete logarithm of periodic functions constructed on the base of the public parameters of the cryptoscheme. Two novel forms for defining the hidden discrete logarithm problem in finite associative algebras are proposed. The first (second) form has allowed to use the finite commutative (non-commutative) algebra as algebraic support of the developed signature schemes. **Practical relevance:** Due to significantly smaller size of public key and signature and approximately equal performance in comparison with the known analogues, the developed signature algorithms represent interest as candidates for practical post-quantum cryptoschemes.
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Introduction

Since the mid-1990s, cryptographic algorithms and protocols have been widely used to solve information security problems [1, 2]. Public key cryptosystems are of particular importance in electronic document management technologies [3, 4]. The most widely used public-key algorithms and protocols are based on the computational complexity of the factorization problem (FP) [5, 6] and the discrete logarithm problem (DLP) [7, 8]. However, progress in the theory and technology of quantum computing suggests that in the fairly near future, a quantum computer will be available and can be used to solve FP and DLP.

Since polynomial algorithms for solving FP and DLP are known for a quantum computer [9, 10], the implementation of this forecast will make it insecure to use public-key cryptographic algorithms and protocols based on FP and DLP [11, 12]. This raises the problem of the development of post-quantum public-key cryptoschemes based on the computationally hard problems of other types.

Over the past decade the global cryptographic community has been actively developing the post-quantum public-key cryptosystems [13, 14]. As a basic primitive, a number of studies consider the problem of searching for a conjugating element in non-commutative braid groups [15, 16]. This problem has been studied in numerous papers and fundamental difficulties associated with the development of practical post-quantum cryptosystems based on it have been identified [17].

At the end of 2016, the National Institute of Standards and Technology of the United States (NIST) announced a program on the developing a project for post-quantum standards for public key-agreement and electronic digital signature (EDS) schemes by 2024, within which a world competition was announced [18] for the development of cryptoschemes of the said type. Out of 69 proposed candidates for post-quantum cryptographic schemes 17 public key-agreement schemes and 9 EDS schemes were selected for participation in the second stage of the competition [19, 20].

The main drawback of the proposed post-quantum EDS schemes is the large total size of the public key and digital signature. A promising approach to the development of post-quantum EDS schemes, based on the use of the computational complexity of the hidden discrete logarithm problem (HDLP), remained out of the attention of the participants of the NIST competition.

The known forms of HDLP are given in finite non-commutative associative algebras (FNAA).
For the construction of HDLP-based EDS schemes, FNAAs of various dimensions \( m \) are used as algebraic carriers (usually \( m = 4 \) and \( m = 6 \)), which contain a sufficiently large number of isomorphic cyclic groups \([22, 26, 27]\). A secret cyclic group of prime order is selected to generate the public key. Some group element \( N \) that is different from the unit element of the group is selected, and the element \( N^x \) is calculated, two secret masking operations \( g_1 \) and \( g_2 \) are formed, each of which is mutually commutative with the base exponentiation operation, and two elements of the algebra are calculated \( X \) and \( Z : Y = g_1(N^x), Z = g_2(N) \), belonging to two other cyclic groups of algebra. To ensure the correct operation of the EDS scheme coordinated operations \( g_1 \) and \( g_2 \) are selected. Thanks to this feature the function \( f(i, j) = YZ \) is periodic and contains a period of length \((-1, x)\), however, it takes arbitrary values in the FNAAs used as an algebraic carrier, i.e. the values are not restricted to some fixed finite group. This determines the security of the HDLP-based EDS schemes to attacks using known algorithms for finding the length of a period on a quantum computer.

The design criterion of the post-quantum signature schemes, described in \([22, 26]\), this is the following: setting periodic functions constructed on the base of public parameters of the EDS scheme should lead to the fact that these functions with a fairly low probability take values that belong to any one fixed group.

However, quantum algorithms for finding the length of a broader class of periodic functions may appear in the future. The possibility of maintaining high security of EDS schemes with the appearance of such quantum algorithms can potentially be provided by specifying the computational impossibility of constructing periodic functions with a period length that depends on the value of the discrete logarithm.

Thus, the wording of the strengthened criterion of providing resistance to quantum attacks can be shown as follows: cryptoscheme should be constructed in such a way that the construction of periodic functions based on public parameters of the cryptoscheme should cause these functions will be free from period, depending on the value of discrete logarithm, although there will be periods whose lengths are set by prime order of hidden cyclic group.

In this paper, finite associative algebras containing finite commutative groups with multidimensional cyclicity are used as the algebraic carrier of the cryptosystem to develop EDS schemes that satisfy the enhanced criterion. Groups of this type include groups whose basis includes two or more elements, the order of each of which is equal to the same value \([24, 25]\).
Setting the finite commutative groups with multidimensional cyclicity

Suppose a finite $m$-dimensional vector space is set over the field $GF(p)$, where $p$ is a prime. Usually, a vector is presented as an ordered set of coordinates $A = (a_0, a_1, ..., a_{m-1})$ or as a sum of one-component vectors $A = a_0e_0 + a_1e_1 + ... + a_{m-1}e_{m-1}$, where $e_i (i = 0, 1, ..., m - 1)$ are basis vectors. Defining additionally the operation of vector multiplication ($\cdot$) possessing the property of the two-sided distributivity relatively the addition operation of vectors, one gets the finite $m$-dimensional algebra.

The multiplication operation of the vectors $A = \sum_{i=0}^{m-1} a_i e_i$ and $B = \sum_{j=0}^{m-1} b_j e_j$ is set with the following formula: $A \cdot B = \sum_{j=0}^{m-1} \sum_{i=0}^{m-1} a_i b_j e_i \cdot e_j$, where each pair of the basis vectors is replaced by the one-component vector indicated in the intersection of the $i$-th row and $j$-th column of the so-called basis vector multiplication table.

Setting the hidden discrete logarithm problem in a finite commutative group with multi-dimensional cyclicity

In commutative groups, the method of masking the base cyclic group, in which it is supposed to perform the exponentiation operation, should be focused on the implementation of the mentioned earlier strengthened criterion of providing resistance to quantum attacks. Indeed, in commutative groups, it is not possible to perform the automorphic and homomorphic mapping operations used in FNAA [22, 26], therefore we need to offer a new method of masking.

The hidden logarithm problem is set at the stage of forming a public key, which includes the selection of a secret base cyclic group by generating a random vector $G$, considered as the generator of this group. After performing the basic exponentiation operation (which makes the main contribution to the security of the cryptosystem), we get the vector $G^x$, which together with the vector $G$ is subject to masking, which will give two vectors that are elements of the public key. The proposed masking method uses the idea of multiplying vectors $G$ and $G^x$ by randomly selected vectors $U$ and $D$ of order $q$, which belong to different cyclic groups other than the base one, and such that the triple of vectors $(G, U, D)$ forms the basis of a primary subgroup of order $q^2$. Thus, one gets the public key as a pair of vectors $Y = G^x \odot U$ and $Z = G \cdot D$.

It is easy to see that a pair of vectors $(Y, Z)$ forms the basis of a primitive subgroup of order $q^2$, therefore, the periodic function $f(i, j) = Y^i \cdot Z^j$ takes on all $q^2$ values of the specified primitive subgroup with a period of length $(q, q)$. This function also contains length periods $(q, 0)$ and $(0, q)$ and is free of explicit periodicity, the length of which depends on the discrete logarithm. The latter is determined by the masking influence of multipliers $U$ and $D$.

The principal point is that these multipliers have the same order as the vectors $G$ and $G^x$. If this condition is violated, for example, if the multipliers are vectors $U$ and $D$ have a prime order $r \neq q$, then their masking influence can be completely eliminated by exponentiating the vectors $Y$ and $Z$ to the degree $r$ and defining the periodic function $f(i, j) = Y^{ri} \cdot Z^{ri}$, that contains a period of the length $(-1, x)$: $Y^{(r-1)i} \cdot Z^{(r-1)i} = Y^i \cdot Z^i$.

Masking multipliers contribute to the digital-signature verification equation. This effect must be compensated for ensuring the correct functioning of the EDS algorithm. The latter is supposed to be provided by calculating an additional element of the digital signature in the form of a vector $S$, which is included as a multiplier in the verification equation.

If there is a multiplier that is a signature element, it is possible to easily forge the signature using the vector $S$ as a fitting parameter, the random value of which is calculated as unknown in the EDS authentication equation. To prevent this method of the EDS forgery, the idea of doubling the verification equation can be used, i.e. instead of one verification equation, two similar equations will be used, which use different pairs of the values $(Y_1, Z_1)$ and $(Y_2, Z_2)$ and the same signature in the form of triple of the values $(e, s, S)$. In this case forgery of the signature for the first and second verification equations will lead to different values of the fitting parameter $S$, which makes the specified method of EDS forgery computationally infeasible.

The proposed mechanism for doubling the verification ratio assumes the calculation of the public key in the form of two pairs of vectors $(Y_1, Z_1)$ and $(Y_2, Z_2)$, which ensure that the verification equation will be satisfied for the same signature value. This is ensured by the fact that the first and second elements in each of the pairs $(Y_1, Z_1)$ and $(Y_2, Z_2)$ are connected by the same value of the discrete logarithm $x$ and the same values of masking factors $U$ and $D$. Independence of the pairs $(Y_1, Z_1)$ and $(Y_2, Z_2)$ is ensured by the fact that independent base cyclic groups are used for calculating the said pairs, and random multipliers $U$ and $D$ are chosen such that the four vectors $Y_1, Z_1, Y_2, Z_2$ form the basis of a primary group of order $q^2$. The latter provides the implementation of the enhanced post-quantum resistance criterion (the computational infeasibility of constructing a periodic function with a period defined by the value $x$).

In the versions of the HDLP specified in the FNAA and used for designing EDS schemes in [22,
two vectors, each of which has the order with two-dimensional cyclicity, its basis includes in the field $\text{GF}(p)$ value $(0, 0, 1, 0)$, and its multiplicative group has a as Table 1, where the structural coefficient $\lambda = 4$.

The proposed version of the HDLP, set in finite commutative groups, implements the enhanced criterion for ensuring post-quantum resistance, i.e. periodic functions constructed on the base of public parameters of the EDS scheme are free from the periodicity associated with the value of the discrete logarithm $x$. The calculation of the value $x$ by the baby-step-giant-step method and other known analogues cannot not be carried out due to the fact that the calculation of the value of $x$ can not be separated from the calculation of at least one of the secret vectors $G, U$, and $D$. Thus, you can expect that a 128-bit value $q$ is sufficient to provide 128-bit security. However, due to the fact that the new version of the HDLP is little studied, we will consider the implementation of the HDLP-based EDS algorithm for the case of using 256-bit values $q$.

Digital signature scheme using calculations in a finite group with four-dimensional cyclicity

As the algebraic carrier of the EDS scheme, we will use a four-dimensional finite commutative algebra defined over a field $\text{GF}(p)$, where $p = 2q + 1$ with the 256-bit prime $q$, when using BVMT shown as Table 1, where the structural coefficient $\lambda = 4$.

The unit of this associative algebra is the vector $(0, 0, 1, 0)$, and its multiplicative group has a four-dimensional (two-dimensional) cyclicity at the value $\lambda$ equal to the quadratic residue (non-residue) in the field $\text{GF}(p)$. In the case of forming a group with two-dimensional cyclicity, its basis includes two vectors, each of which has the order $p^2 - 1$, and the group order is equal to $(p^2 - 1)^2$. When developing the EDS scheme in this section, we will consider the case of four-dimensional cyclicity, when the basis of the multiplicative group includes four vectors, each of which has an order $p - 1$, and the group order is equal to $(p - 1)^4$.

The public key is generated as follows:

1. Generate random vectors $G, Q, U$ and $D$, the order of each of which is equal to the same prime number $q$.
2. Generate random natural number $x < q$ and calculate vectors $Y_1 = G^x \circ U$ and $Y_2 = Q^x \circ U$.
3. Calculate vectors $Z_1 = G \circ D$ and $Z_2 = Q \circ D$.

The public key is two pairs of vectors $(Y_1, Z_1)$ and $(Y_2, Z_2)$. The private key of the owner of this public key is a set of the following values $x, G, Q, U$, and $D$, knowledge of which is required for calculation of the signature. The probability that the vectors $Y_1, Z_1, Y_2$ and $Z_2$ form the basis of a primary group of order $q^3$, practically is equal to 1. Indeed, the said four vectors are random because they depend on random vectors $G, Q, U$ and $D$. The probability that the products of all possible degrees of the vectors $Y_1, Z_1, Y_2$ and $Z_2$ form a primary subgroup of order $q^3$ or $q^2$ is negligible and equal to $\approx q^{-4}$ (if the vectors $Y_1, Z_1, Y_2$ are independent and form a primary group of order $q^3$, then the probability that a random vector $Z_2$ is contained in this primary group is equal to the ratio of its order to the number of all vectors of order $q$, which are contained in the multiplicative group of the four-dimensional algebra under consideration (accounting for case when the vectors $Y_1, Z_1, Y_2$ form a primary group of order $q^2$ makes a small adjustment to the value $q^{-1}$).

Let an electronic document $M$ be given, to which a digital signature of owner of the public key $(Y_1, Z_1)$ and $(Y_2, Z_2)$ is to be created. To do this, the following procedure is performed, which uses some pre-defined secure 256-bit hash function $f_h$ (the algorithm for calculating a hash value is part of the EDS scheme under consideration):

1. Generate three random natural numbers $k < q$, $t < q$ and $u < q$.
2. Calculate two vector fixators $V_1$ and $V_2$ using the following formulas: $V_1 = G^{k \cdot u} \circ D^t \circ U^u$ and $V_2 = Q^{k \cdot u} \circ D^t \circ U^u$.
3. Calculate the value $e = f_h(K, V_1, V_2)$ (the first signature element).
4. Calculate the value $s = k - ex \mod q$ (the second signature element).
5. Calculate the vector $S = D^{t \cdot u} \circ U^{u-e}$ (the third signature element).

At the output of this algorithm we get the digital signature $(e, s, S)$. The main contribution to the computational complexity $W$ of the algorithm is made by exponentiation operations in the four-dimensional algebra under consideration, i.e. one can accept the estimate $W = 8$ exponentiation operations.

| Table 1. Setting the multiplication operation in finite algebra multiplicative group of which possesses multidimensional cyclicity |
|---|
| $\cdot$ | $e_0$ | $e_1$ | $e_2$ | $e_3$ |
| $e_0$ | $\lambda e_2$ | $e_3$ | $e_0$ | $\lambda e_1$ |
| $e_1$ | $e_3$ | $e_2$ | $e_1$ | $e_0$ |
| $e_2$ | $e_0$ | $e_1$ | $e_2$ | $e_3$ |
| $e_3$ | $\lambda e_1$ | $e_0$ | $e_3$ | $\lambda e_2$ |
Algorithm for verifying triples of values \((e, s, S)\) as a genuine signature to a document \(M\) includes the following steps:

1. Using the public key, namely, two pairs of the vectors \((\mathbf{Y}_1, \mathbf{Z}_1)\) and \((\mathbf{Y}_2, \mathbf{Z}_2)\), calculate the vectors \(\mathbf{V}_1 = e \cdot \mathbf{Y}_1 \odot \mathbf{S} \odot \mathbf{Z}_1^s\) and \(\mathbf{V}_2 = e \cdot \mathbf{Y}_2 \odot \mathbf{S} \odot \mathbf{Z}_2^s\).

2. Attaching vectors \(\mathbf{V}_1\) and \(\mathbf{V}_2\) to the document \(M\), calculate the hash-function value \(\mathbf{h} = h(M, \mathbf{V}_1, \mathbf{V}_2)\).

3. Check whether the equality is valid \(\mathbf{h} = e\). If it is true, the EDS \((e, s, S)\) is accepted as a genuine one. If \(\mathbf{h} \neq e\), the signature \((e, s, S)\) is rejected.

The computational complexity of the EDS authentication algorithm is equal to \(W = 4\) exponentiation operations. Demonstration of the correctness of the considered EDS scheme involves performing a proof that the signature calculated by the owner of the public key successfully passes the signature authentication procedure. Let the signature \((e, s, S)\) be obtained in accordance with the signature generation procedure when using the correct signer’s private key. Then, submitting the signature \((e, s, S)\) to the input of the verification procedure, we have the following proof of the correctness of the proposed signature scheme:

\[
\mathbf{V}_1 = e \cdot \mathbf{Y}_1 \odot \mathbf{Z}_1^s = (\mathbf{G}^e \odot \mathbf{U})^e \odot \mathbf{D}^u \odot (\mathbf{G} \odot \mathbf{D})^s = \\
\mathbf{V}_2 = e \cdot \mathbf{Y}_2 \odot \mathbf{Z}_2^s = (\mathbf{Q}^e \odot \mathbf{U})^e \odot \mathbf{D}^u \odot (\mathbf{Q} \odot \mathbf{D})^s =
\]

The obtained equality \(\mathbf{h} = e\) means the signature \((e, s, S)\) passes the verification procedure as a genuine one.

### Setting the HDLP in non-commutative algebra and the EDS scheme based on it

Used in the previous section mechanism of doubling the signature authentication equation can also be applied to develop the EDS algorithms based on the computational complexity of the HDLP set in FNAAs. Let’s consider the implementation of an EDS scheme of this type as a doubling of the cryptosystem described earlier in the paper [26] and using the four-dimensional FNAA as its algebraic carrier, in which the vector multiplication operation is set by Table 2 over the field \(GF(p)\). As in the previous signature scheme, we assume \(p = 2q + 1\) for a 256-bit prime value \(q\).

#### Table 2. Setting the multiplication operation in 4-dimensional non-commutative algebra [26] \((\lambda \neq 0; \lambda \neq 1)\)

| \(\cdot\) | \(e_0\) | \(e_1\) | \(e_2\) | \(e_3\) | \(e_3\) |
|---|---|---|---|---|---|
| \(e_0\) | \(e_0\) | \(e_3\) | \(e_0\) | \(e_2\) | \(e_3\) |
| \(e_1\) | \(\lambda e_2\) | \(e_1\) | \(e_2\) | \(\lambda e_1\) |
| \(e_2\) | \(e_2\) | \(e_1\) | \(e_2\) | \(e_3\) |
| \(e_3\) | \(\lambda e_0\) | \(e_3\) | \(e_0\) | \(\lambda e_3\) |

The said four-dimensional FNAA contains a global two-sided unit \(E = (1 - \lambda)^{-1}, (1 - \lambda)^{-1}, \lambda(\lambda - 1)^{-1}\) and \(p(p + 1)(p - 1)^2\) invertible vectors. A sign of the invertibility of a certain vector \(\mathbf{X} = (a_0, a_1, a_2, a_3)\) is non-equality \(a_0a_1 \neq a_2a_3\). Multiplying a certain vector \(\mathbf{X} = (x_0, x_1, x_2, x_3)\) by vectors of the form \(\mathbf{D} = (d(1 - \lambda)^{-1}, d(1 - \lambda)^{-1}, d(\lambda - 1)^{-1}, d(\lambda - 1)^{-1}) = d\mathbf{E}\) actually is a multiplication by a scalar \(d\): \(\mathbf{D} \odot \mathbf{X} = d\mathbf{X}\). The latter means that for any value \(d \in GF(p)\) the vector \(\mathbf{D}\) is permutable with each vector \(\mathbf{X}\) in the considered FNAA: \(\mathbf{D} \odot \mathbf{X} = \mathbf{X} \odot \mathbf{D}\). Obviously, the equation \(d\mathbf{E} = \mathbf{D}\) holds true. When choosing an integer \(d\), which is a primitive root modulo \(p\), one gets the vector \(\mathbf{D}\) that is a generator of a cyclic group \(\Gamma_D\) having order equal to \(p - 1\).

The maximum order of invertible vectors of the multiplicative group of the considered FNAA is \(p^2 - 1\). In this group you can find many different pairs of vectors \(\Gamma \neq \Gamma_D\) and \(\Gamma \neq \Gamma_D\) of the order \(p - 1\), for which the non-equality \(\mathbf{G} \odot \mathbf{Q} \neq \mathbf{Q} \odot \mathbf{G}\) holds true. Each of the pairs of vectors \(<\mathbf{G}, \mathbf{D}>\) and \(<\mathbf{Q}, \mathbf{D}>\) forms a minimal system of generators (basis) of some commutative group \(\Gamma_{G.D.}\) and \(\Gamma_{Q.D.}\), correspondingly, of order \((p - 1)^2\). Intersection of the groups \(\Gamma_{G.D.}\) and \(\Gamma_{Q.D.}\) represents the cyclic group \(\Gamma_D\). Thus, the four-dimensional algebra under consideration contains a large number of different commutative groups with two-dimensional cyclicity, and the cyclic group \(\Gamma_D\) being a subgroup of each of them. This structure of the algebra allows for such modification of the EDS scheme [26], in which a new form of HDLP is specified, which implements an enhanced criterion for ensuring post-quantum security.

This modification is based on the idea of using a commutative group with two-dimensional cyclicity (instead of a cyclic group in the analog [26]) as a hidden group. The proposed version of the EDS scheme is described as follows.

#### Procedure of generating the public key includes the following steps:

1. Generate random vectors \(\mathbf{G} \in \Gamma_D\) and \(\mathbf{B} \in \Gamma_D\), whose order is equal to a prime number \(q\). (These two vectors form the basis \(<\mathbf{G}, \mathbf{B}>\) of the group
(that is commutative, has two-dimensional cyclicity, and has order equal to \( q^2 \)).

2. Generate two random numbers \( r_1 \) (\( r_1 < q \)) and \( r_2 \) (\( r_2 < q \)) and calculate the vector \( Q = G^{r_2} \odot B^{r_2} \in \Gamma_{G,B^2} \).

3. Generate two random numbers \( u_1 \) (\( u_1 < q \)) and \( u_2 \) (\( u_2 < q \)) and calculate the vector \( U = G^{u_2} \odot B^{u_2} \in \Gamma_{G,B^2} \).

4. Generate a random natural number \( x \) (\( x < q \)) and two random vectors \( Y, H \) and of order \( p^2 - 1 \), which satisfy the conditions \( G \odot J \neq J \odot G \), \( G \odot H = H \odot G \), and \( H \odot J \neq J \odot H \). Then calculate the vectors \( Z_1 = H \odot G \odot U \odot H^{-1} \), \( Y_1 = J \odot G^x \odot J^{-1} \), \( Y_2 = H \odot Q^x \odot H^{-1} \), and \( Z_2 = J \odot Q \odot U \odot J^{-1} \).

The public key is a set of four vectors \( Y_1, Z_1, Y_2, \) and \( Z_2 \). All other parameters are secret. You can specify the integer number \( x \) and vectors \( G, Q, U, H, J \) as private key of the owner of the public key. Calculation of the value \( x \) according to the public parameters of the EDS scheme, represents the HDLP, the specific form of which is determined by formulas describing the dependence of the public values \( Y_1, Z_1, Y_2, \) and \( Z_2 \) on secret vectors \( G, Q, U, H, J \).

The computational complexity of the signature generation algorithm is equal to \( W = 5 \) exponentiation operation.

**Signature verification algorithm:**
1. Generate random integers \( k \) (\( k < q \)) and \( t \) (\( t < q \)) and calculate the vectors \( V_1 = J \odot G^k \odot U^t \odot H^{-1} \) and \( V_2 = J \odot Q^k \odot U^t \odot H^{-1} \).
2. Calculate the value \( e = f_h(M, V_1, V_2) \) (the first signature element).
3. Calculate the value \( s = k - ex \mod q \) (the second signature element).
4. Calculate the vector \( S = J \odot U^t \odot H^{-1} \) (the third signature element).

The computational complexity of the signature verification algorithm is equal to \( W = 4 \) exponentiation operation.

Correctness proof of the signature scheme is as follows:

\[
V'_2 = Z_2 \odot S \odot V_2^s = \left( J \odot Q \odot U \odot J^{-1} \right)^s \odot \left( J \odot U^{t-s} \odot H^{-1} \right) \odot \left( H \odot Q^x \odot H^{-1} \right)^s = J \odot Q^k \odot U^t \odot H^{-1} = V_2;
\]

\[
\{V'_1, V_1, V_2 = V_2 \} \Rightarrow e' = e.
\]

The last equality means the correctly computed signature passes the verification procedure as a genuine one.

**Discussion**

Within the framework of the NIST competition [18], 9 different digital signature schemes are currently being considered as a candidate for the post-quantum EDS standard [20]. The most attractive from the point of view of a compromise between the performance and size of the public key and signature are the following EDS schemes: Falcon [https://falcon-sign.info/], Dilithium [https://pq-crystals.org/dilithium/index.shtml], Rainbow [30], and qTESLA [https://qtesla.org/]. Table 3 shows a rough comparison of the developed EDS schemes with the listed candidates for the post-quantum EDS standard, namely with their versions Falcon-512, Dilithium-1024x768, Rainbow, and qTESLA-p-I, corresponding to the level of 128-bit security. (The relative performance of the proposed signature schemes is estimated under the assumption that multiplication operations in 4-dimensional algebras and in finite ground field \( GF(p') \) with 1024-bit characteristic \( p' \) have approximately the same computational complexity, when using literature data on the comparative perfor-

**Table 3. Comparison with candidates for the post-quantum standard of EDS**

| Signature scheme | Signature size, byte | Public key size, byte | Rate of signature generation, arb. un. | Rate of signature verification, arb. un. |
|------------------|---------------------|----------------------|----------------------------------------|--------------------------------------|
| Falcon-512       | 657                 | 897                  | 50                                      | 25                                   |
| Dilithium        | 2044                | 1184                 | 15                                      | 2                                    |
| Rainbow          | 64                  | 150 000              | –                                       | –                                    |
| qTESLA-p-I       | 2592                | 15 000               | 20                                      | 40                                   |
| Section 5        | 192                 | 512                  | 40                                      | 80                                   |
| Section 6        | 192                 | 512                  | 64                                      | 80                                   |
mance evaluation of the specified candidates for the post-quantum EDS standard and of the 2048-bit RSA cryptosystem.)

Let's consider the construction of periodic functions based on the public parameters of the proposed EDS schemes. In the case of the signature scheme using computations in the finite commutative group with four-dimensional cyclicity we have the following public parameters $\mathbf{Y}_1 = \mathbf{G} \circ \mathbf{U}$, $\mathbf{Y}_2 = \mathbf{Q} \circ \mathbf{U}$, $\mathbf{Z}_1 = \mathbf{G} \circ \mathbf{D}$, and $\mathbf{Z}_2 = \mathbf{Q} \circ \mathbf{D}$, where each pair of public key elements depends on some three vectors from the basis $<\mathbf{Q}, \mathbf{U}, \mathbf{G}, \mathbf{D}>$, and where each triple of the elements depends on four vectors from the basis. Therefore, periodic functions constructed as products of natural powers of two and three public parameters can only contain periods whose lengths depend on the order of the basis elements, i.e. on the prime value $q$.

Consider the periodic function $F(i, j, k, h) = \mathbf{Y}_1^i \circ \mathbf{Z}_1^j \circ \mathbf{Y}_2^k \circ \mathbf{Z}_2^h$. Expressing this function from integer variables in terms of the basis of the multiplicative group of the four-dimensional algebra given in Table 3, we obtain: $F(i, j, k, h) = \mathbf{G}^{2^i + k} \circ \mathbf{U}^{j/2} \circ \mathbf{Q}^{2^i + h} \circ \mathbf{D}^{j/2}$. Let this function have a period $(\delta_i, \delta_j, \delta_k, \delta_h)$. Since all basis vectors are independent, we have the following system of linear congruences with the unknowns $\delta_i, \delta_j, \delta_k, \delta_h$:

$$
\begin{align*}
\delta_i + \delta_h & \equiv 0 \mod q \\
\delta_i + \delta_j & \equiv 0 \mod q \\
\delta_j + \delta_h & \equiv 0 \mod q \\
\delta_k + \delta_h & \equiv 0 \mod q 
\end{align*}
$$

The main determinant of this system is different from zero, so there is the single solution $(\delta_i, \delta_j, \delta_k, \delta_h) = (0, 0, 0, 0)$, which means that the function in question contains only periods whose length depends only on the value $q$.

For the EDS scheme using computations in the four-dimensional FNAA we have the following public parameters $\mathbf{Z}_1 = \mathbf{H} \circ \mathbf{G} \circ \mathbf{U} \circ \mathbf{H}^{-1}$, $\mathbf{Y}_1 = \mathbf{J} \circ \mathbf{G} \circ \mathbf{U} \circ \mathbf{H}^{-1}$, $\mathbf{Y}_2 = \mathbf{H} \circ \mathbf{Q} \circ \mathbf{H}^{-1}$, and $\mathbf{Z}_2 = \mathbf{J} \circ \mathbf{Q} \circ \mathbf{U} \circ \mathbf{J}^{-1}$. Consider the periodic function $F_i(i, j) = \mathbf{Y}_1^i \circ \mathbf{Z}_2^j = \mathbf{J} \circ \mathbf{G}^{x^i} \circ (\mathbf{Q} \circ \mathbf{U})^j \circ \mathbf{J}^{-1}$. Since the vector $\mathbf{G}$ and the vector $\mathbf{Q} \circ \mathbf{U}$ are generators of different cyclic groups of the order $q$, the function $F_i$ can only contain periods associated with the value $q$.

The same situation holds for the function $F_2(i, j) = \mathbf{Y}_2^i \circ \mathbf{Z}_1^j = \mathbf{H} \circ \mathbf{Q}^{x^i} \circ (\mathbf{G} \circ \mathbf{U})^j \circ \mathbf{H}^{-1}$. Setting other periodic functions based on the public parameters also does not result in functions containing a period that depends on the value $x$.

**Conclusion**

This is the first time that a HDLP-based signature using a finite commutative algebra has been constructed. Thus, the proposed signature scheme satisfies the enhanced criteria of post-quantum security. An EDS scheme is also proposed that meets the enhanced post-quantum security criterion and is based on the computational complexity of the HDLP set in the FNAA. The specified criterion is met by using a commutative finite group with two-dimensional cyclicity as a hidden group.
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