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Abstract

A user who delegates quantum computation to others hopes to keep information on the computation secret. Several different blind quantum computation protocols which attain this goal have been proposed thus far. While in single server protocols a user needs to manipulate quantum states, multiple server protocols do not require a user to have any quantum equipment although they prohibit any communication among servers even after the computation. It is not a straightforward task for a user to decide the most proper protocol among them as each protocol has its own merits and defects. In this paper we introduce a notion called usability which enables us to compare the different protocols. In particular we consider a blind protocol with multiple servers which allows classical communication during and after the computation, and compare it with a single server protocol. As a result we find that their usability are partially equal to each other.

1 Introduction

Quantum computers are expected to be the next-generation computers because they can perform calculations that are considered impossible with classical computers. For example, Shor’s algorithm [1] solves prime factorization problems in polynomial time using the quantum Fourier transform, and Grover’s algorithm [2] is known as the fastest unordered database search. However, due to the fragility of the quantum effects against external noise, the physical implementation of quantum computers is hard and needs expensive technology. For this reason, the quantum computers, not being owned by each user, will most likely be used as servers in cloud services. An important issue in such service is
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that a server provider may illegally obtain information on a calculation which is delegated by a user. Therefore, we need a security, which is called blind quantum computation protocol, that allows us to perform calculations without revealing the contents of the calculations [3–11]. The protocol encrypts the inputs, outputs, and computational algorithms of the computations. An analogy in classical computation is the homomorphic encryption [12]. However, the homomorphic encryption only encrypts input and output, and does not hide the calculation algorithm. Thus the blind quantum computation protocol is considered to provide stronger security than the homomorphic encryption. Childs has shown that a user who has the ability to use quantum memories and create qubits, i.e., a user who has a small quantum computer, can perform blind quantum calculations by communicating with a server that has a universal quantum computer [4]. Broadbent, Fitzsimons and Kashefi proposed a protocol using the ability to create a specific quantum state, send it to a server and classical communication, without quantum memory [6]. There are several other known blind quantum computation protocols that can be executed by quantum communication with a quantum single server [7–9]. To relax the requirements on user’s ability, protocols using multiple servers have been proposed [10,11]. In these protocols a user needs to have only a classical computer and communicates with multiple servers who share entangled qubits. Those protocols are useful because the user does not need to have any quantum equipment. It is important to note, however, that no classical and quantum communication is allowed between multiple servers.

As mentioned above, so far several different blind quantum computation protocols have been proposed. Each protocol has its merit and defect depending on its security attained and its requirements to be satisfied. Therefore, user will choose the most secure and least cost protocol by comparing their own capabilities and the restriction of the server. However, it is not possible to simply compare the safety of a single server’s protocol and multiple server’s protocol. The single server promises to be Blindness even after the computation is finished. On the other hand, in the case of multiple servers, if the servers do classical communicate with each other after the calculation, the blindness is broken and the user’s information is not kept secret. Therefore, it is not possible to simply compare these two. The purpose of this study is to provide a reasonable standard for comparing the security of the single server protocols and multiple servers protocols.

In this paper, we first define a notion usability in order to compare blind quantum computation protocols. Then, we consider the case where the restrictions of the blind protocol with multiple servers is relaxed. We show that a multiple servers protocol that allows classical communication even during computation is equal in the usability to a single server protocol. We then show that a multiple servers protocol allowing communication among servers after the computation, when the problem used for computation is restricted to PSPACE, is equal in the usability to a single server protocol in which a user can use only classical computers and communication. These results are an important criterion for comparing single server’s protocols with multiple server’s protocols.
2 Preliminaries

In this chapter, we describe blind protocol needed to show the main result, and define a new security for blind protocols. We also cite some important results on computational complexity theory, which is necessary for the proof of the theorem.

2.1 Blind quantum computation protocol

In this section, we first describe a blind protocol. Blind protocol, first proposed by Childs [4], is a security feature that hides not only the input and output but also the computation algorithms from the server. This means that when calculated using the Blind protocol, the server does not even know what calculation the user has done. Homomorphic encryption [12], known as a similar on classical computation, encrypts only input and output. Thus, the Blind protocol is more powerful than homomorphic encryption, but it is only found in quantum computation. Of course, quantum computation trivially includes classical computation, so classical computation can also use blind protocols as part of quantum computation. Broadbent, Fitzsimons and Kashefi give the following definition of the Blind protocol [6].

**Definition 1 (Blindness [6 Definition 2]).** Let P be a quantum delegated computation on input X and let L(X) be any function of the input. We say that a quantum delegated computation protocol is blind while leaking at most L(X) if, on user’s input X, for any fixed Y = L(X), the following two hold when given Y :

1. The distribution of the classical information obtained by Server in P is independent of X.
2. Given the distribution of classical information described in 1, the state of the quantum system obtained by Server in P is fixed and independent of X.

In this paper, let the condition of definition [4] is called Blindness, and let the protocol that satisfy Blindness is called a Blind protocol. This definition refers to that the server only gets the information that the server gets by any calculation, such as the size of the circuit, and not the information that depends on the calculation.

In this study, we focus on the situation in which the protocol can be executed, rather than the specific protocol configuration. For example, the Childs’s protocol is available when the user can have quantum memory and to execute SWAP gates, and the user and server are in quantum communication. In this way, we classify the availability situation of each protocol as each “usability”. This means that protocols that can be used under the same conditions are included in the same usability.
Definition 2 (Usability). The conditions used to execute the blind protocol, i.e., the user’s ability, the server’s ability, restrictions on the server, and the ability of the user and server to communicate, etc., are called “usability”. For usability, the amount of computation time and the amount of resources are not important as long as they are of equal order. In other words, the same condition protocols that are computation time $O(n)$ and $O(n^3)$ are the same usability since both are polynomial time. But the same condition protocols that are computation time $O(n)$ and $O(e^n)$ are the different usability.

We define the case where usability is equivalent even if different conditions.

Definition 3 (Equivalence of usability). We define equivalent of usability of protocol A and B as that if protocol A exists, protocol B also exists, and if protocol B exists, protocol A also exists.

We define the inclusion of usability.

Definition 4 (Inclusion of usability). Consider the usability of protocol A and B. That the usability of protocol A is included in the usability of protocol B, we mean that if protocol exists A, then protocol B exists. We denote it as

$$B \supset A.$$  

(1)

Usability can be used to compare blind protocols. Suppose that there are two protocols A and B that are not simply comparable. If there is a protocol C such that

$$A \supset C,$$  

(2)

and the usability of protocol C is equal to the usability protocol of B, then

$$A \supset B$$  

(3)

holds. In this case, we can say that B is more usable than A.

2.2 Computational complexity theory

In this study, we use computational complexity theory to measure the difficulty of computation. In this section, we introduce some theorems used in the main result.

Blindness is not directly part of computational complexity theory, but it is known to be closely related. For example, in showing $\text{MIP}^* = \text{QMIP}$ [10], Reichardt, Unger, and Vazirani showed that blind quantum computation protocol is possible with two servers and user who can only use classical communication and classical computer. Previous research [14][15] have also used approach using computational complexity to study the possibility that there may not be a blind quantum computation protocol with a single server and user who are only capable of classical communication and classical computation.

In this paper, we consider that the server should have unlimited computational resources following the interactive proof system in computational complexity. In this case, the relationship between a server and a user who can only
use a classical communication and a classical computer, is exactly equivalent to
the complexity class IP. IP is a complexity class of problems where a server with
infinite computing resources and a user with a classical computer can verify the
solution by using polynomial times classical communication. It is known that IP
is equal to PSPACE, a complexity class of problems that deterministic Turing
machines can solve using polynomial-sized memory.

**Theorem 5** ([16]).

\[ \text{IP} = \text{PSPACE} \]

And as lemmas to show this theorem, it is known that the TQBF decision
problem is PSPACE-complete and PSPACE is included in IP [17].

**Lemma 6.** TQBF is a PSPACE-complete problem.

**Lemma 7.**

\[ \text{PSPACE} \subseteq \text{IP} \]

About TQBF, there is an algorithm that uses an interactive proof system
to accept with probability 1 if a QBF $\psi$ is true, and with probability $O(1/n)$
at most if it is false [17]. Since TQBF is a PSPACE-complete problem, any
problems contained in PSPACE can be solved by polynomial-time reduction
from it to TQBF.

## 3 Equivalence of usability between single server’s
protocol and multiple server’s protocol

In this chapter, we show that the usability of a protocol with a single server
is equal to the usability of a certain protocol with multiple servers. Here, user
are only available for classical communication and classical computing in both
protocols. First, we compare the protocols of multiple servers that allow classical
communication between servers even during computation with the protocol of a
single server. Next, we consider multiple servers where classical communication
between servers is not possible during the calculation, but after the calculation,
classical communication between servers is possible.

### 3.1 Multiple servers capable of classical communication
during computation

In this section, we consider a blind protocol with multiple servers that allow classical
communication between servers even during computation. First, we
define the condition of the single server to be compared.

**Definition 8** (Protocol $\mathcal{S}$). We define protocol $\mathcal{S}$ to be a blind protocol of the
usability consisting of the following conditions.

**User ability** Classical computer.
Communication format  Classical communication.

Server ability  Unlimited computational resources.

Server restriction  Single server.

Computation time  Polynomial.

Protocol $\mathcal{S}$ is considered to be the most convenient condition for blind protocols. However, there is currently no known Blind protocol that can run under protocol $\mathcal{S}$ [20].

The next step is to define the usability for multiple servers that can classically communicate with each other during the calculation.

Definition 9 (Protocol $\mathcal{M}_{\text{during}}$). We define protocol $\mathcal{M}_{\text{during}}$ to be a blind protocol of the usability consisting of the following conditions.

User ability  Classical computer.

Communication format  Classical communication.

Server ability  Unlimited computational resources.

Server restriction  Multiple servers that can classically communicate with each other during the calculation.

Computation time  Polynomial.

We show that the usability of these two protocols is equal.

Theorem 10. Usability of protocol $\mathcal{S}$ and protocol $\mathcal{M}_{\text{during}}$ are equal.

Proof. Let $N = \mathcal{O}(\text{poly}(n))$ be the number of servers for the number of input bits $n$, since the computation time is polynomial.

We first show that if there exists protocol $\mathcal{S}$, then there exists protocol $\mathcal{M}_{\text{during}}$. The user executes protocol $\mathcal{S}$ only with one of the $N$ servers with which classical communication is possible during the computation, and does not communicate with the remaining $N-1$ servers. In this case, the information obtained by the $N$ servers does not increase compared to the single server protocol, so it is a blind protocol. Therefore, if there exists protocol $\mathcal{S}$, then there exists protocol $\mathcal{M}_{\text{during}}$.

Next, we show that if there exists protocol $\mathcal{M}_{\text{during}}$, then there exists protocol $\mathcal{S}$. Assume that protocol $\mathcal{M}_{\text{during}}$ exists. Let $m_j$ be the message that the $j$-th server receives from the user, and let $s_j$ be the message that the $j$-th server sends to the user. Following condition of protocol $\mathcal{M}_{\text{during}}$, even if the server side behaves in such a way that only one server performs the quantum computation and the other $N-1$ servers communicate the classical information received from the user to the server that performs the quantum computation, it is still a blind protocol. We assume that the server that is performing quantum computation without loss of generality is the first server. This is shown as a specific protocol.
1. The user sends messages \(\{m_1, \ldots, m_N\}\) to each server.

2. The first server receives messages \(\{m_2, \ldots, m_N\}\) from each server and performs quantum computation.

3. The first server then sends messages \(\{s_2, \ldots, s_N\}\) to each server from the calculation results.

4. The user receives messages \(\{s_1, \ldots, s_N\}\) from each server.

5. Repeat steps 1.~4. until the calculation is complete.

We show a protocol that simulates this protocol on a single server.

1. User send a message \(\{m_1, \ldots, m_N\}\) to a single server.

2. A single server perform the same quantum computation as the first of the multiple servers.

3. The User receives the message \(\{s_1, \ldots, s_N\}\) from the result of the calculation.

4. Repeat steps 1.~3. until the calculation is complete.

Suppose that this protocol \(\mathcal{S}\) does not satisfy blindness and is not a blind protocol. However, in protocol \(\mathcal{M}_{\text{during}}\), which is assumed to be a blind protocol, the message that the first server gets and the message that it computes and sends is the same as in the single server. Therefore, if the blindness is not satisfied even in protocol \(\mathcal{S}\), then the blindness is not satisfied even in protocol \(\mathcal{M}_{\text{during}}\). It contradicts the assumption. The protocol that makes protocol \(\mathcal{M}_{\text{during}}\) simulate a single server is a blind protocol. Therefore, if there exists protocol \(\mathcal{M}_{\text{during}}\), then there exists protocol \(\mathcal{S}\).

This result shows that the usability of the two protocols is equivalent. 

Protocol \(\mathcal{S}\) is one of the final objectives in the study of blind protocols. In addition it turns out that the same objective can be reached by studying protocols with multiple servers.

Although protocol \(\mathcal{M}_{\text{during}}\) did not consider the sharing of entanglements between servers, even if entanglements were shared, the same argument can be used to say that protocol \(\mathcal{S}\) and usability are equal.

### 3.2 Multiple servers capable of classical communication after calculation

In this section, we compare the protocol \(\mathcal{S}\) and the protocol using multiple servers, which allows classical communication between servers after the calculation. Unlike the previous section, servers cannot communicate classically with each other during the computation, so it makes a difference whether they share entanglement or not. First, we define the condition of the multiple server’s protocol.
Definition 11 (Protocol $M_{\text{after}}(C)$). We define protocol $M_{\text{after}}(C)$ to be a blind protocol of the usability consisting of the following conditions.

**User ability** Classical computer.

**Communication format** Classical communication.

**Server ability** Unlimited computational resources.

**Server restriction** Multiple servers that can not classically communicate with each other during the calculation, but can classically communicate with each other after the calculation.

**Computation time** Polynomial.

**Complexity Class** The complexity class of the computation used by the user in the protocol is $C$. To be precise, it is the computation class $C$ that is used to interact with the server if the server behaves as per the protocol. $C$ can be said to be a class of problems that can be used to solve BQP judgment problems while satisfying blindness in such situations. In reality, the server may behave in a manner that deviates from the protocol. Therefore, this protocol define that the server cannot deviate from the algorithm by distributing the algorithm to multiple servers.

Definition 12 (Protocol $M^*_{\text{after}}(C)$). We define protocol $M^*_{\text{after}}(C)$ to be a blind protocol of the usability consisting of the following conditions.

**User ability** Classical computer.

**Communication format** Classical communication.

**Server ability** Unlimited computational resources and sharing entangled qubits between servers.

**Server restriction** Multiple servers that can not classically communicate with each other during the calculation, but can classically communicate with each other after the calculation.

**Computation time** Polynomial.

**Complexity Class** The complexity class of the computation used by the user in the protocol is $C$. To be precise, it is the computation class $C$ that is used to interact with the server if the server behaves as per the protocol. $C$ can be said to be a class of problems that can be used to solve BQP judgment problems while satisfying blindness in such situations. In reality, the server may behave in a manner that deviates from the protocol. Therefore, this protocol define that the server cannot deviate from the algorithm by distributing the algorithm to multiple servers.
In other words, protocol \( M_{\text{after}}(C) \) and \( M^*_{\text{after}}(C) \) are protocols in which a decision problem such as solving BQP with blindness is in class \( C \), and the blindness is still satisfied even if the server communicates classically after the computation. Since servers cannot communicate classically with each other during computation, situation of protocol \( M_{\text{after}}(C) \) is equal to complexity class MIP, situation of protocol \( M^*_{\text{after}}(C) \) is equal to complexity class MIP* . MIP is a class of problems that can be verified by multiple servers qubits and user communicating with classical communication. MIP* is a class of problems that can be verified by multiple servers who share entangled and user communicating with classical communication. It is known that MIP is equal to the complexity class NEXP and MIP* is equal to the complexity class RE \([18,19]\). Therefore, if Complexity Class \( C \) is not specified, the values are protocol \( M_{\text{after}}(\text{NEXP}) \) and protocol \( M^*_{\text{after}}(\text{RE}) \), respectively.

If we restrict the complexity class of problems used for those protocols to PSPACE, respectively, we show that usability of protocol \( S \) are equal to those usability.

**Theorem 13.** Usability of protocol \( S \) and protocol \( M_{\text{after}}(\text{PSPACE}) \) are equal.

**Proof.** Let \( N = \mathcal{O}(\text{poly}(n)) \) be the number of servers for the number of input bits \( n \), since the computation time is polynomial.

We first show that if there exists protocol \( S \), then there exists protocol \( M_{\text{after}}(\text{PSPACE}) \). The user executes protocol \( S \) only with one of the \( N \) servers with which classical communication is possible during the computation, and does not communicate with the remaining \( N-1 \) servers. In this case, the information obtained by the \( N \) servers does not increase compared to the single server protocol, so it is a blind protocol. Also, since protocol \( S \) has the same conditions as IP, the complexity class of the problem used is at most PSPACE. Therefore, if there exists protocol \( S \), then there exists protocol \( M_{\text{after}}(\text{PSPACE}) \).

Next, we show using the following method that if there exists protocol \( M_{\text{after}}(\text{PSPACE}) \), then there exists protocol \( S \). We define the following hacking function.

**Definition 14 (Hacking function).** For any quantum circuit \( C(n) \) with \( n \) qubit inputs that the user wants to execute, let the hacking function \( H_i(\cdot;\cdot) \) be the following function that the server can execute. Let \( m_i \) be a message from the user to the server, \( s_i \) be a message from the server to the user, \( l \) be the last round number of the protocol’s classical communication. And let \( \text{Inf(NO)} \) be a message indicating that no information could be obtained that would break Blindness. Also, let \( \text{Inf}(C(n)) \) be the information such that Blindness is not satisfied for \( C(n) \). If the user can choose \( m_i \) randomly, we assume that the user sends the most desirable \( m_i \) for the server.

If the server cannot break the Blindness and retrieve the information, when \( i \in \{0,\ldots,l-1\} \)

\[
H_i(m_1,\ldots,m_i; s_1,\ldots,s_{i-1}) = s_i,
\]  

(4)
when $i = l$

$$H_l(m_1, \ldots, m_l; s_1, \ldots, s_{l-1}) = \text{Inf}(\text{NO}).$$  \hspace{1cm} (5)$$

If the server can break the blindness and obtain the circuit information,

when $i \in \{0, \ldots, l - 1\}$

$$H_i(m_1, \ldots, m_i; s_1, \ldots, s_{i-1}) = s_i,$$ \hspace{1cm} (6)

when $i = l$

$$H_l(m_1, \ldots, m_l; s_1, \ldots, s_{l-1}) = \text{Inf}(\text{C}(n)).$$ \hspace{1cm} (7)

By using such a hacking function, we can consider the output of the last round of the hacking function equal to whether or not the server breaks the Blindness of the protocol.

We show that if protocol $M_{\text{after}}(\text{PSPACE})$ exists, then there exists protocol $S$ using proof by contradiction. For this purpose, we first assume that protocol $M_{\text{after}}(\text{PSPACE})$ exists but there is no protocol $S$.

We consider simulating protocol $M_{\text{after}}(\text{PSPACE})$ on a single server. In other words, we send all the messages sent to $N$ servers to a single server, and simulate the computation of protocol $M_{\text{after}}(\text{PSPACE})$ in the single server. The information obtained by a single server by following completely the protocol is equal to the information obtained by multiple servers by classical communication after the computation. Therefore, Blindness is not satisfied due to the behavior of the single server during the computation.

Since TQBF is PSPACE-complete problem, we can do polynomial-time reduction from the decision problem used in the protocol to TQBF. For a language $L$, which is a TQBF, we know that the user and the server can interact in such a way that for a string $x$, if $x \in L$, $x$ is accepted with probability 1, and if $x \notin L$, $x$ is accepted with probability $O(1/n)$ \cite{17}. In IP, TQBF is determined by the user by solving a function that recursively represents the Boolean value of the defined QBF. The server sends a hint to the user to solve the function in each phase, and the user sends a random value if he accept the hint, or the calculation ends there if he reject it. The user randomly selects a value from a finite field of at least $n^4$ in size and sends it to the server as a message during the calculation. Please refer to \cite{17} for specific methods.

When a single server perform the TBQF that is made by a polynomial-time reduction, if the server does not have access to information about the user’s original computation, i.e., if it is a blind protocol, it can also perform the blind computation on multiple servers, as described above. Thus, by using the hacking function in the process of proving the TBQF, the server can get information about the user’s original computation from the assumption. In other words, there exists $\{m_1, \ldots, m_l\}$ and $\{s_1, \ldots, s_{l-1}\}$ such that

$$H_l(m_1, \ldots, m_l; s_1, \ldots, s_{l-1}) = \text{Inf}(\text{C}(n)).$$ \hspace{1cm} (8)
On the other hand, in protocol $M_{\text{after}}(\text{PSPACE})$, the servers communicate classically with each other after the calculation, so that they can learn about the problems in PSPACE used for the calculation. If servers know the problem, servers can do polynomial time reduction from the problem in PSPACE to the TBQF problem. The servers cannot communicate about the TBQF problem with the user, so they cannot know the user’s response to any messages from servers to the user. However, recall that the message from the user to servers when proving the TBQF is a random value from a finite field of at least $n^4$ in size. This means that the server can choose the message $\{m_1, \ldots, m_l\}$ from the user as the server likes. Thus, by using this $m$ and the hacking function, servers can calculate about $\{s_1, \ldots, s_{l-1}\}$. Therefore, by assumption, the servers can calculate $H_l(m_1, \ldots, m_l; s_1, \ldots, s_{l-1}) = \text{Inf}(C(n))$, (9) by obtaining $\{m_1, \ldots, m_l\}$ and $\{s_1, \ldots, s_{l-1}\}$. This means that blindness can also be broken in protocol $M_{\text{after}}(\text{PSPACE})$. But this result contradicts the assumption. Hence, if there exists protocol $M_{\text{after}}(\text{PSPACE})$, then there exists protocol $S$.

Above results shows that the usability of the two protocols is equivalent.

The same is true for protocol $M^*_{\text{after}}(\text{PSPACE})$, since sharing entanglement is not important in this proof.

**Theorem 15.** Usability of protocol $S$ and protocol $M^*_{\text{after}}(\text{PSPACE})$ are equal.

**Proof.** Proof of this theorem can also be shown by the same argument as Theorem 13.

This shows that there is a condition with usability equal to protocol $S$ for multiple servers that can communicate classically after the calculation. This result does not necessarily give a strict upper bound. We think that it is important to investigate $M_{\text{after}}(C)$ such that PSPACE $\subset C$. Unlike in protocol $M_{\text{during}}$, we can consider a looser restriction in protocol $M_{\text{after}}(\text{PSPACE})$ and $M^*_{\text{after}}(\text{PSPACE})$. For example, $M^*_{\text{after}}(\text{RE})$ allows user to use undecidable problem such as halting problem. With such a powerful tool, it may be possible to delegate blind quantum computations. However, such a problem is computationally infeasible for real servers, and it seems even more infeasible for protocol $S$.

4 Discussion

In this paper, usability is defined to compare different blind protocols. We showed that protocol $S$, which user use only classical computation and classical communication and interact with a single server, has the same usability as a protocol with multiple servers with some restrictions imposed. In particular, it is an important result that the usability of protocol $M_{\text{after}}(\text{PSPACE})$
and $\mathcal{M}_{after}^*$(PSPACE) where there is no classical communication between servers during computation is equal to the usability of protocol $\mathcal{S}$.

The contributions that can be indirectly derived from the results of this study are shown below. First, the results of our study provide an important criterion for comparing protocols with different conditions. Next, we found that studying blind protocols with multiple servers leads to studying blind protocols with a single server. And finally, it provides a tool in proving whether the absence of blind protocols such as protocol $\mathcal{S}$ or not.

In this paper, we compared the extreme protocols of multiple servers and single server, but by using usability, it is possible to compare even other conditions. As more protocols are proposed in the future, comparisons between protocols will become more important.

Currently, there is no known protocol of condition that corresponds to protocol $\mathcal{S}$, $\mathcal{M}_{after}$(PSPACE) and $\mathcal{M}_{after}^*$(PSPACE). A known protocol of single server requires user to have quantum capabilities [6–9]. Also, the known protocol of multiple servers prohibits classical communication between servers during and after a calculation. We think that the protocol of multiple servers is worth more research.

It is still not clear whether a blind protocol such as protocol $\mathcal{S}$ is feasible in the first place. Previous research [14,15] has known collateral evidence that protocol $\mathcal{S}$ is not feasible, but no definite conclusion has been reached. Theorem 13 and Theorem 15 in this study can be used to investigate that. For example, if we show that $\mathcal{M}_{after}^*$(RE) does not exist, then from the inclusion relation of usability, we show that protocol $\mathcal{S}$ does not exist either.
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