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Abstract: Cloud computing plays vital role in various services to the users. The application of cloud computing includes usage in business, media transmission, banking, health care, military application, insurance, wireless communication, etc. One such application using Cloud computing is health care. The patient health history is very significant for diagnostic analysis and decision making process. The healthcare data processing and communication technology (HDCT) is building a constant and secured health care data processing and sharing Electronic Health Services (EHS) are regularly utilized by the needy, specialists, and social insurance experts to diminish medical service cost and give productive human services forms health-cloud preserves the character-particular sensitive information for numerous purposes including biomedical research, medical health insurance groups, clinical statistics analysis, and many others. The various types of attacks and detection approaches in the healthcare have been reviewed in this work. It brings out the fact that the Electronic Health Data Record (EHDR) should be processed and transmitted in a secured and confidential environment while increasing accuracy and efficiency based on various algorithms such as machine learning.
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1. INTRODUCTION

The recent digital technology impacts healthcare domain and transforming towards electronic patient record maintenance could be a paradigm shift. The healthcare information quantity is very large and that could be enlarged its nature of protection, complexity, multiplicity and suitability, finally that provides big data processing. The big data has to be processed and maintained based on some mandatory needs and the prospective to advance care, protection of lives and lesser charge, big data keep the assurance of providing large range of extraordinary aspect with use cases, appreciating the important examples: decision making in clinical field, insurance of healthcare industry, surveillance of disease, health and population management, difficult and emergent events control and monitoring, treatment of patient optimization for patient diseases suffering multiple body organ systems. The healthcare information maintenance digital technologies in healthcare domain takes large range of advantages and promises, it improves solution to many barriers and challenges.

Indeed, the disquiet over confidential data security and privacy are improved every year due to numerous developing technologies in healthcare, like mobility of clinician with wireless sensor network, information exchange of healthcare data and cloud computing. Moreover, the organizations of healthcare found various approaches such as reactive, bottom-up, centric technological approach to find privacy and security needs could not be sufficient to secure the healthcare industries and its patient’s information. To secure from violation of healthcare information and other group of occurrences in security, a practical and positive approach, high protection approach and computes should be given by all organization of healthcare with concentration to further requirements of privacy and security [1].

The data and information analytics refers to a compilation of approaches that give the important achievement to recover and make acquaintance from a comprehensive compilation of information and facts. Healthcare and medical information available in massive level, yet the information learning that could be meeting through information are as yet not match. To keep store like a lot of information those sizes of information databases are increased remarkably and rapidly. The proper sorting of database encompass of highly useful data for storage and transmission. The stored information is highly helpful and valuable for making decision during diagnosis of patient. The data analytics and discovery of knowledge available in databases are possible to help on making decision on proper diagnosis. The information and data analytics perceptions are important on knowledge discover, pattern prediction and destroy useless information. Knowledge discovery in healthcare industry and medical data scenarios is a difficult yet most significant assignment. Information discovery represents the formulation of automatic investigating enormous quantity of information that could be showed as knowledge in addition to the information, could be utilized for information and facts discovery of medical data [2].

The cloud computing gives resources of on-demand approach through a pool of sharing of resource estimation like; efficient and accurate management of software and hardware used in healthcare industry. The public cloud computing environment can be outsourced the information user that can manage information for secured content information. The data protection in the cloud computing, integrity authentication, control of access, encryption and decryption, checking of integrity and masking of data are useful medical and healthcare information privacy and preservation techniques. The information protection could be most important and competent with high accurate methodology for information privacy and security in healthcare and medical cloud computing.

This contains devise and execution of accurate with highly secured cryptographic
algorithm. The information outsourcing to cloud server is secured by applying encryption technique into cipher text based on secret key generation and then user information decrypted based on such shared information with secret key. The encryption methodology is the most common and efficient way to secure information in cloud server for protection of healthcare information. There are four methods used to encrypt for protecting data at rest, those are: level at entire memory disk, level at index, point at organizer with level of submission. In the case of complex task meant for realization such of those approaches secret information key execution for information content protection methodology [3].

Health Care Security (HCS)

Mohammed Ali Kamoonaet. al [4] has presented E-health gives simple sharing of individual records of healthcare between various system organizations and provided real-time controlling and monitoring for the individual’s situation and private information through keeping those information on cloud server secretly. However, keeping the information in a decentralized environment, processing improves the requirement for keeping a privacy information sharing through better fine grained access control policy, as the electronic records are properly memorized through a server which is reflect on trustful phenomenon. Also, various features of privacy and security could be calculated for healthcare processing, example information could more curious that could be dealing out on possessors. Many mechanism could be used in healthcare information on the physical layer of cloud computing. The procedure concentrates on privacy and protection issues solving by providing proper solution for cloud based E-health management system. Particularly, a process of providing security to protect with secure E-health information, that keeps of two different processes; cryptographic methodology and protection methodology. These two approaches are applied to cloud to provide security and preserving the information E-Health in healthcare.

The figure 1 shows various connectivity and recent trends involved in healthcare industry. Ease of cost-effective processes by faultless and privacy with secured interoperability through various individual patients, aspects of clinics, and medical organizational system is most important trend. Up-to-date medical networking could be driven by digital wireless processes. It could be gained to provide support various chronic diseases solutions, diagnosis in early stage, monitoring and control real-time data processing in healthcare and various emergencies case in medical solution. Gateways, servers used for medical data processing, and databases of processing health information plays important roles in producing medical records and providing on-demand medical services to stakeholders. The healthcare network should keep the capability to sustain the mobility of individual patient like that the patient can be interoperated through wireless medium. This wireless mobility of data feature is highly responsible for networking unrelated individual environment.

Fig. 1 Healthcare trends

Fig. 2 (a) CA data performance Shifter and CA Invertors evaluation, Figure 2 (b): Information Encryption and Decryption time comparison.

Prakash G L et. al [5] has presented the list of parameters for processing the information in circular array processing methodology by novel algorithm. Figure 2 (a) shows the totally 128 duration of times balance can be executed storage data size 320 number of quality parallel to storage file dimension of 3847 number of quantity for balance is well executed could be 1178 that is accurately approximated by 3 number of characters. This process provides that balanced operation is well performed to each 3 number of characters and thus the information is concealed at various levels of bytes.
As one of the shifting processed called circular array shifting is provided for all characters balanced to match function that has high collision on the process of encryption and decryption and hence that is decided data protection is occurring fine of bytes. It is shown in the figure 2 (b), processing could be given in as graphical representation. With improvement of cloud computing environment security in storage of healthcare data is processed total mobility balancing huge processing proportional storage dimension. It is improved that reverse process of encryption could be the decryption that can be taking high range of time than processing of encryption information.

Nesrine Kaanicheet. al [6] has addressed the privacy and security problems of keeping high confidential information in a cloud environment. The novel algorithm is proposed based on encryption methodology for information storage on cloud, based on the ID based encryption and decryption on an original usage. The solution have several benefits such as, the methodology provides security for information encryption that are kept in public servers. Also, it provides proper information monitoring and controlling for sharing information among customers, hence the unauthorized person or un-belief services could not process or search on information without authentication of the client.

**Table. 1 Identity based encryption and decryption duration in ms**

| Security level (in bits) | Encryption time | Decryption time |
|--------------------------|-----------------|-----------------|
| Boneh--Franklin          | 11.2            | 5.3             |
| Boneh--Boyen             | 15.6            | 10.5            |
| Chen et al.              | 9.5             | 5.3             |

Based on the numerous test conducts, the author could be suggested the parameters based on 1000 samples. Furthermore, the author has done the test in order to receive the times in average. The author could be conducted test on Intel core 2 duos processor, single mode operation staring, while all cores implies on 1000 MHz central processing unit clock frequency. The table 1 shows the experimental results are summarized with encryption and decryption time comparison.

**II. DATA SECURITY USING ENCRYPTION SCHEMES**

Ovunc Kocabaset. al [7] has proposed the cryptographic methodology based on public key, in which the user has two different keys: The sharing concept is based on public key distribution with one of the required data has to be transmitted at the end of the user, where security key is enabled and utilized for information decryption sharing with the decoded message received and that is not shared with everyone except the authenticated receiver. In real world healthcare situations multiple parties may require to process the information, by providing proper encryption based on every user’s authentication key. The encryption is based on attribute technique. It is a public key method of cryptography, could be enabled to secure information by multiple encryption public key generation.

The information is secured by providing proper encryption methodology based on processing policy using credentials and attributes. Only the consumer those credentials convince the process strategy can process information. The attributes could be the occupation such as Doctors and Nurses or the other department such as Intensive Care Unit (ICU) of the customer. The Department of Healthcare Cyber Physical System (HCPS) will be proficient in broadcasting the obtained information for public and private cloud for proper storage. Further processing to secure the information in cloud. The algorithm based on Machine Learning (ML) is executing on cloud storage, the information could give inference to medical industrial specialized people. This survey represents the particular design on an HCPS consisting of multiple layers. The important HCPS layers are listed as four layers. Those are listed as acquisition of information, aggregation of information, processing on cloud and execution of information. Based on the dissimilarity in software and hardware and wireless communication criteria of every layer, various encryption methodologies has to be utilize to provide the privacy and security of information within the layer.

A typical MCPS system is shown in the figure 3. The four layers of typical MCPS are interconnected with each other and every layer is distinguished by various constraints. The communication on every layer should be properly secured and protection using various encryption and decryption methodologies and its standards.

**Fig. 3 Four layers of a typical Medical Cyber Physical System. Each layer is characterized by different constraints. The communication among the layers must be protected using different cryptographic standards**
The current work predominantly centered well defined security protecting stationary medicinal contented processing and examination, which can hardly tolerate the cost of the active security situation fluctuation and recuperative medical image validation. A protected and productive security protection dynamic medicinal substance removal and image emphasize removal system is proposed in cloud-computing e-human services frameworks. Right off the bat, a proficient security safeguarding completely homomorphic information accumulation is proposed, which serves the reason for our proposed system. At that point, a reallocated disease displaying and early mediation is accomplished, individually by created an effective security protecting capacity relationship coordinating from dynamic medicinal content mining and planning a protection saving restorative picture include extraction. At long last, the formal security evidence and broad execution assessment exhibit proposed system accomplishes a higher security level (for example data theoretic security for information protection and adaptive chosen attack ciphertext (CCA2) security for yield protection) during the data security processing however inquisitive model with improved proficiency benefits through condition of threat as far as both computational and correspondence overhead.

Arshdeep Bahgaet. al [7] has presented the cloud based methodology for the implementation of interconnection Electronic Health Record (HER) systems. The cloud environment gives numerous advantages to every stakeholder in the medical and healthcare ecosystem such as money payer, money provider and patients. The problem of information interconnection standards and various solutions could be a significant barrier in the place of healthcare information between various stakeholders. The Cloud Health Data Systems Technology Design and Architecture (CHDSTADR) the proposed system, improves the semantic interconnection through the utilization of a general design approach that uses a reference procedure. It provides a generic principle set of information protection of an archetype methodology that provides healthcare information attributes. The CHDSTADR application has been implemented based on cloud component model approach that provides asynchronous communication.

Jun Zhou et.al [8] has addressed E-healthcare systems could be commonly facilitating medical condition monitoring and controlling of patients, modeling and early detection of disease, and confirmation based healthcare treatment by providing medical mining text and feature extraction based on medical image processing. Due to the limitations of resources of mobile wearable components and devices, that is needed to outsource the commonly issues personal health information (PHI) provided to cloud computing. Designating both capacity and calculation to the un-believed substance could fetch progression authentication protection problems.

Fig. 4 One server scenario (a) Individual (b) Total

The figure 4 shows the Quality of Service (Qos) enforcement of the proposed methodology Differ Cloud Stor on the server situation. Two users may manage two workloads, known as stream A and stream B, based on the native setting (QoS enforcement is not considered) and the QoS management (based on QoS enforcement) to process the similar server at the time of processing of both streams A and B. The A stream may have only one IOzone access processing the server based on the beginning stage, and it improves its access number at every 2.5 minutes at one by one. The stream B has 15 IOzone access based on the entire processing time figure 4 (a) shows the maximum throughput read for stream A and B, distinguishing the case based on our QoS environment and the case is not considered QoS environment. The experimental result shows that the maximum throughput of stream A and B congregates to 2:1 for every situation of QoS environment. The throughput ratio implies to static while the 15th IOzone access of stream A joins the B stream. The native setting compared with the result that does not congregate at all, our proposed QoS environment communications in the Differ Cloud Stor performs well in the various QoS setting. The figure 4 (b) shows the entire ratio of throughput of the system.

Fig. 5 Cloud storage assistance for e-Healthcare system

As shown in the figure 5, the network design of cloud assigned e-Healthcare system is patient and physicians network. The wireless sensor network is established, to monitor the patient in the real-time PHI based on medical information such as text and images that are continuously processed in the people healthcare components like medical templates and other devices in form of encryption.

Assad Abbas et. al [9] has introduced the cloud computing services on the medical and healthcare industry not only make easy the replace of healthcare digital records on various sanatorium clinical areas, that improves storage on cloud to execute healthcare information record storage system.
The proposed machine learning (ML) approach is used to shift the cloud environment to protect the information of medical electronic record efficiently and less maintenance cost. To store the patient health information through the third-party service provider information privacy is ensured due to possible revelation of healthcare record stored and that can be exchanged in the cloud environment, the patients’ privacy has to be assured by applying ML approach based on training the information to be stored in the cloud and testing information can be stored in the cloud could be designed the security and privacy approach. The different types of approaches have been applied to protect the information security and confidentiality of medical information in the cloud computing environment has to be ensured.

Zhifeng Xiao et. al [10] has presented the data and healthcare industrial appliance for third party sources security and confidential issues to suit a serious apprehension. The available experimental studies, authors provide objective of sharing to give a thorough audit to ensure the available data is confidential. It is approved by five most security agent and protection characteristics (i.e., information integrity, content confidentiality, resources availability, accountability and privacy preservation). The cloud security can be listed with five important characteristics that show the interoperability to, and various characteristics from, conventional computation methodologies.

On-Demand Service of cloud – A cloud accessing user may unilaterally receive execution management, like the utilization of different servers of cloud and storage of networking, demand as increasing, without connect the cloud providers.

Network Access in Broad – The cloud services and data delivery through the internet have high standard approach that provides users to process the information carry out through network heterogeneous devices such as computer, mobile and other communication devices. The machine learning is useful methodology to provide information to wireless network without failure of communication of information.

Pooling of resources – The cloud service provider utilizes a multitenant procedure to provide numerous users by pooling processing resources that could be distinctive objective and virtual assets powerfully allotted or reassigned by user request. Instances of resources of information include capability, management, cloud data memory, organize data transmission, and virtual machines.

Flexibility and Elasticity – The information storage might be fast and elastic condition so as toward quickly scale out or quickly released to rapidly level. From user perception, available capacities must to present off a consciousness of individual infinite and can be bought in any amount whenever.

Zahir Tariet. al [11] has presented the cloud may have general sense changed the outlook of execution, information storage, and association frameworks and administrations with cloud service utilization. With high information storage investment and speculation from industry and management of government policies, the cloud is in effect increasingly disparaged by the two relations and individual. From the cloud service provider point of view, cloud data computing principle advantages incorporate resource combination, uniform administration, and secured activity; for the cloud user, advantages integrate on-request limit, minimal effort of proprietorship, and adaptable evaluating. In any case, the highlights that provides such advantages, for instance, information content sharing and data combination, equally represent probable security and preservation of information issues. Security and protection issues are addressed because of the illegal and undependable utilization of information, and causing disclosure of confidential information, which can fundamentally destroy user acknowledgment of information cloud service utilization.

Anurag Srivastava et. al [12] has addressed the attack methodology utilizing vulnerability of data, correspondence and electric wireless network. Vulnerability of grid network with insufficient data has been investigated utilizing diagram hypothesis based methodology. Vulnerability of data and correspondence based on cyber network organize has been displayed using ideas of exposure, data processing, security feasibility, correspondence speed and identification attack of vulnerability. Usual attack is depended on cyber network of digital information framework is used to work related information resource creation for showing occasion. The simulation results prove for altered IEEE 14 standard bus experiment framework and chart hypothesis examination for IEEE 118 standard bus framework could be introduced.

Sanddeep Kumar et. al [13] has discussed the various parts of healthcare web security and the vulnerability of attack. The primary components of web security procedures, for example, the passwords, encryption and decryption, validation and respectability are processed about for information security. The life organization of an information web application attack and the vulnerability processing systems are additionally investigated. Attacker is an unapproved customer of cloud environment. In general, this sort of attacker could be accomplished hacking engineering or attack designer with sufficient specialized information to understand the fragile centers in a security and information preservation framework. In this survey, attacker creates the site through SQL server and XSS process. Uses of SQL booster and XSS by the aggressor are referenced bottom. The knowledge based regular utilization of SQL server attack is to handle by service providers of cloud computing may utilize website pages that enable users to penetrate information into structure fields for database investigation. Infusion is an involuntary model sent to an intermediary. Attacker can enter the changed SQL question for user information. The investigation reasonably speak with database for activities on information like information erase, make and change. The questions make connection of the static part and worth expected for assault. For instance: assume there are two structure field, one for entering the username and one for secret key, the verification is done as pursues:

1. String character is written as strrcc=”the selection counting could be denoted (*)”Form attack remove (user information) Where username=”
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2. SELECT Information * FROM resources users WHERE send email = abc?a;b@c? AND password username = abc59d8('unknown') OR One = -One;"

The client should be utilized to give apostrophe (’), utilization of replace function and various string statutes:
"Information string strccc= User Input Data. Replace Criteria(“ a?” , “ b?” )"

Divya Ravaleet. al [14] has presented the model of cloud environment to transfer the information computational communications to service provider third party to manage the activities of healthcare industry by using resources of hardware and software by reducing cost of maintenance. The medical environment is emerging with new cloud computational technique to store confidential information of healthcare domain. The huge range of healthcare domains could be started by moving towards electronic health record to store in the cloud storage environment. The healthcare cloud service providers in medical section may not reduce the complexity of exchanging of medical digital information storage between the various sanatorium clinics, while it induces data for representing the healthcare record medical center. The healthcare organization data storage is moving towards cloud computing based on confidential secured cloud data service providers. The service providers of cloud computing is selected based on monotonous tasking with management of infrastructure and minimizes the maintenance and development expenditure. The healthcare information is stored in cloud environment creates the treatment systematic and efficient by getting previous information of various patients medical history through accessing various database with authentication of medical cloud environment to give proper information about health problem of the individual patient.

Isma Masoodet. al [15] has presented information accessing through data mobility by accessing wireless body area networks (WBANs) frameworks is squeezed cloud confidential computing data processing innovation methodologies to solve limitations of existing system, for example, control the attacks, store information, adaptability, the administrative abilities of healthcare domain, and graphical representation all information stored in the cloud. This incorporation of WBANs frameworks and cloud computing implementation, as wireless sensor network based cloud maintenance, is supporting the healthcare services space through stable inspection of patients and the early finding of types of disease. Subsequently, the appropriated circumstance produces new attacks to tolerant information protection and security in cloud environment. The procedures for patient information protection and security are evaluated. Conventional approaches are named multi-biometric key age, pair confidence key organization, hash work, characteristic based cryptography, unstable maps, various types of encryption methodologies, Tri-Mode Algorithm, Dynamic Probability Packet Marking, Number Theory Research Unit, and Priority-Based Data Forwarding procedures, as per their application zones. Their upsides and downsides are introduced in sequential request. Additionally give our six-advance conventional structure for patient physiological parameters (PPPs) protection and security (1) choosing the fundamentals; (2) choosing the framework substances; (3) choosing the strategy; (4) getting to PPPs; (5) breaking down the security; and (6) evaluating execution. In the meantime, distinguish and talk about PPPs used as datasets and give the presentation advancement of this examination region.

Naseer Amara et. al [16] has proposed numerous outstanding declares to the entire population or huge organizations like Amazon, Google, Microsoft, and IBM and so forth to keep up and service their circumstances in speedily mounting circulated computing condition and to improve their management for all users. In any case, with the rapid progression and appealing assistance, frequent problems related with this modernization likewise appears which should be inclined to with security being the most grounded obstacle to its reception. Security concerns are a functioning province of research, which should be tended to appropriately to keep away from security attacks which are debacle for both specialist cooperation and management users. This work features distributed computing design standards, distributed computing key security fundamentals, disseminated estimating security threats and spread computing security attacks with their improvement approaches, and potential research complexity.

Jin Li et. al [17] has introduced information security based on Identity-Based Encryption (IBE) that improves cryptography key generation on public methodology and managerial abilities of health care domain by applying public key infrastructure (PKI) that could be considered as most important and choice to public key cryptography. Nevertheless, the major drawback present in IBE execution of Private Key Generator (PKG) through customer information security. Accurate and efficient information is studied perfectly in PKI setting, data management of certificates is exactly the weight that IBE struggle to improve. In this work, aiming at begin the significant problem of individuality cancellation, that initiate outsourcing execution into IBE for the first time and propose a novel revocable IBE methodology in the server-aided cloud computing setting. The proposed methodology offloads most of the key generation corresponded functionalities during key-problem and key-update accessing and processes to a Key Update Cloud Information Service Provider, departure only a stable number of effortless functions for PKG and users to execute locally.

Qinlong Huang et. al [18] has presented cloud environment information protection can be problematic subjects may elevate unbelievable clients get cloud computing frameworks for agreement with information joint effort. Various encryption methodologies are sent in various cloud organizations, which provides cross-cloud information joint effort to be a more thoughtful test. In this survey, it is suggested that an adaptable secure cross-cloud information synchronized attempt scheme with encryption methodology known as identity-based cryptography (IBC) and information security is based on alternative re-encryption methods. The proposed system first suggest cross-cloud information protection joint effort structure for information security, which secures information classification with IBC method and moves they worked together.
information in an encoded structure by transmission an intermediary near the mist. At that point supply a versatile restrictive PRE convention with the planned full personality based communicate contingent PRE calculation, which can accomplish adaptable and restrictive information re-encryption between ciphertexts encoded character cryptography way ciphertexts scrambled in identity based communicate data protection way.

Licheng Wang et. al [19] has presented the cloud computing healthcare information security Mobile healthcare social networks (MHSN) incorporates with interoperated healthcare useful sensor devices and cloud computing based medical information storage give protective and restorative services of medical industry in smart digital urban areas. The arrangement of public information mutually stable security information encourages a novel methodology of medical services huge information investigation. In any case, the synchronized attempt of healthcare services and interpersonal association professional association may signify a sequence of security and protection issues. To save the information protection, understand secure and fine-grained wellbeing information and social information imparting to characteristic personality communicate cryptography systems, separately, that enables people secret information and individual information safely. So as to accomplish upgraded information cooperation, enable the human services analyzers to get to both the re-encoded wellbeing information and the social information with approval from the information proprietor dependent on intermediary re-cryptography. In particular, a large segment of the security information cryptography and separating estimations are reallocated from various resources bounded cell phones to a security cloud environment, and the decoding of the medical data services analyzer provide a minimal effort.

Muhammad Irfanet. al [20] has presented a machine learning methodology using the procedure to incorporate the medical information to find out the available anomalies and segment the information into various so that it could understand the environment of health issues. The design and implementation natural neural network is used to classify the various medical image patterns information extracted through electrocardiograph (ECG) is classified using deep convolutional neural network (DCNN) methodology. The proposed convolutional neural network has to be trained based on various information samples given through different disease patients termed as trained information. On the next level, the proposed methodology is tested based on test information samples and that is obtained that the novel methodology does execute capable, constant and greater classification presentation for the discovery of standard strike (NType), strikes of ventricular ectopic (V-Type) and strikes of super ventricular ectopic (SV-Type).

Yongqiang Wenget. al [21] has proposed the machine learning technique to classify the medical information. The Support Vector Machine (SVM) is proposed for learning methodology that defines with fuzzy C-average and generalized conditions. The filter of chronological model place and original sample that is unacceptable to decrease the training information sample. At last, the high efficient algorithm is applied to the various standard healthcare database handling to verify the accurate and efficient classification of machine learning algorithm.

Niharika G. Maityet. al [22] has presented Machine learning has gained incredible attention at previous methodology computing authority and secured memory – building a creative to store information in cloud, procedure and investigate developing volumes of information. Upgraded calculations are being planned information storage and applied on very large datasets to assist discover hidden knowledge and associations between information components not clear to individual patients. These bits of knowledge assist associations obtain better options and precede key pointers of scheme. The rising disrepute of AI in addition comes through the method that learning estimations are disbeliever to the area of use. Order calculations, for instance, that could be applied to sort responsibility in windmill cutting edges can likewise be utilized for classifying TV watchers. The genuine estimation of AI anyway relies upon the capacity to adjust and apply these calculations to tackle explicit certifiable issues.

**Fig. 6 Mean Square Error reduction for Machine learning system**

**Fig. 7 Throughput estimation for machine learning SVM**

The figure 6 shows MSE reduction for various iterations estimation occurred during applying number of epochs of machine learning classifier for data confidentiality. The MSE is highly reduced in terms of bit error rate as shown in the figure by applying machine learning technology to improve data security and preservation rate confidentially. The figure 7 shows the machine learning
system throughput maximization for security and privacy of medical data confidentiality. The maximum data security is possible in machine learning system.

III. CONCLUSION

The health care cloud computing system for providing security and privacy of health care data. The machine learning achievement is utilized in healthcare domain for providing better preservation and security for patient information while processing and transmission of data from one source to another. The machine learning classification methodology is the superior technique to classify the information of healthcare and it is applied to cloud computing to ensure the security and preservation of information. The patient health history is most confidential and significant for diagnostic analysis and decision making process for keeping data secret. The Electronic health Services (EHS) are highly utilized by the doctors and healthcare administrators with proper information exchange to insurance agencies to keep data secured. The Electronic Health Data Record is processed and transmitted in a secured and confidential environment by improving accuracy and efficiency using various encryption algorithms.
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