Optimization of the digital educational environment for training administrators of the information security software system
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Abstract. This paper is dedicated to the analysis of the effectiveness of the training of security administrators concerning the work with information security systems. Assessment of the effectiveness was carried out by measuring the time taken by the administrator to perform typical operations. According to the results obtained, the reduction of time expenditures differs significantly for different types of operations and depends on the initial level of administrator’s skills. Measuring the operation execution time allows to build an optimal training strategy – to pay maximum attention to master skills in the operations, for which the time savings are maximum when moving to the next skill level. The proposed strategy of specialist training will make it possible to improve the efficiency of the digital educational environment with the use of innovative technologies.

1. Introduction

Information technologies create conditions for digital education development with the use of remote forms of learning, personalization and adaptive educational technologies. The acceleration of the development of digital technologies and their penetration into all spheres of life necessitate the creation of a flexible digital educational environment [1, 2]. To create a digital educational environment, the object rule of constructing educational materials is used. Objects are educational materials in the form of text, graphic, multimedia components and academic performance rating components. To automate the functioning of the digital educational environment, each object is compared with a set of parameters, on the basis of which a decision on its use is made [3]. Optimization of educational resources can be performed both according to the average study time (for a given probability of its acquisition), and the probability of course materials acquisition (for a given time of its study). When constructing the optimal learning strategies and optimizing the structure of educational material, the graph models are used.
Graph models include semantic networks, cognitive maps, Petri nets and Markov chains [4]. The development of the digital educational environment is based on the application of modern information and communication technologies and on the active interaction of all participants of the educational process [3]. Therefore, the actuality of the development of methods for assessing the effectiveness of human interaction with the digital environment is growing. Increase of effectiveness of human interaction with computer tools and the digital environment is one of the key tasks both in the software development and modernization and in the training of users.

2. Materials and methods
To make an experimental assessment of the effectiveness of information security systems interfaces and to optimize the security administrators training process, 83 fifth-year students were involved, that are trained in the specialty 08.01.01. Economic security at the Voronezh Institute of the Ministry of Internal Affairs of the Russian Federation and are taking a course «Information security of an organization» in accordance with the plan of study. In the course of studying this discipline, the laboratory practical’s on information security systems «Strazh NT 3.0», «Dallas Lock», «Pantsir» are provided. When preparing the experiment, during preliminary interviews, all participants were divided into three groups differing in the degree of familiarity with the ISS «Strazh NT 3.0» and with the problem of information security in general. The first group included users who did not classify themselves as advanced computer users, but who attended a lecture course in the discipline «Information Security of an Organization» (entry-level users). The second group included users who did not use the ISS directly, but who had experience with computer equipment and who were advanced users of the Windows OS, text and table editors (middle-level users). The third group included users who had previously worked with different information security systems (advanced users).

During the experiment, all users performed the same set of operations, which allows to analyze the interaction with the software product under realistic conditions, and to assess the operations execution time for users of different training level. The choice of the list of typical operations is based on the typical actions of the ISS administrator, regularly performed in his daily workings (the context of use of the program is described in [5, 6]).

Mouse-tracking is an effective method for assessing the time a person performs different computer operations. The mouse-tracking software tools capture all mouse movements and clicks performed by the security administrator. The use of the mouse-tracking method allows to build a click map showing the elements of the ISS interface that were prevalently clicked on, and experimentally determine the time characteristics of the ISS (execution time of the entire operation, the hold time of the cursor staying on the ISS element). The trajectory of the cursor movement and the time of its fixation on the «Strazh NT 3.0» ISS interface elements during typical operations performing by the security administrator was recorded using the IOGraph V1.0.1 program [7].

3. Results and its discussion
The results of assessment of the typical operations execution time for security administrators with different training levels are presented in Table 1. The execution time for the «entry-level users» user group, the «middle-level users» user group, and the “advanced users” user group is designated as T(1), T(2), T(3) respectively.

Upgrading of skills of security administrators in general leads to the reduction of the time spent on performing typical operations, but the reduction of time expenditures for different operations varies significantly. With the skills improvement from the 1-st («entry-level users») to the 2-nd («mid-level users») level, the largest increase of the execution speed is observed for the most long-running operations “editing information media properties” and «editing permissions», and is up to 75-80 seconds. For the least time-consuming operations, the reduction of time expenditures is ~ 5 seconds. Skills improvement from the 2nd («intermediate users») to the 3rd («advanced users») level gives a much smaller effect, the reduction of time expenditures for most operations is 5-10 seconds, for some operations there is no longer a reduction of time («Classification mark assignment», «Start mode
setting», etc.).

**Table 1.** Typical operations execution time for groups of security administrators of different skill level.

| No | Operations performed by the «Strazh NT .0» ISS administrator | $T^{(1)}$, sec | $T^{(2)}$, sec | $T^{(3)}$, sec |
|----|---------------------------------------------------------------|----------------|----------------|----------------|
| 1  | Editing properties for information media groups               | 120            | 75             | 70             |
| 2  | Adding and deleting registered information media              | 95             | 60             | 55             |
| 3  | Editing information media properties                          | 180            | 105            | 95             |
| 4  | Exporting settings                                           | 70             | 55             | 50             |
| 5  | Creating, deleting and renaming users                         | 100            | 60             | 60             |
| 6  | Viewing password and list of user IDs                         | 55             | 35             | 40             |
| 7  | Changing user password                                        | 80             | 65             | 60             |
| 8  | Viewing and editing user properties                            | 65             | 60             | 50             |
| 9  | Formation of personal identifiers                              | 70             | 55             | 50             |
| 10 | Reading and clearing identifiers                               | 70             | 45             | 40             |
| 11 | Editing permissions                                           | 200            | 120            | 110            |
| 12 | Changing the owner                                            | 45             | 35             | 30             |
| 13 | Editing system audit parameters                                | 70             | 40             | 35             |
| 14 | Classification mark assignment                                 | 60             | 35             | 35             |
| 15 | Setting Start mode and tolerance                              | 50             | 45             | 45             |
| 16 | Editing parameters of additional audit                         | 60             | 50             | 40             |
| 17 | Setting parameters                                            | 55             | 45             | 45             |

The description of the process of security administrators training is further performed by using the following values that determine the effectiveness of skill improvement during the subsequent execution of individual operations:

$$
\Delta t_{12} = T^{(1)} - T^{(2)}, \quad \Delta t_{23} = T^{(2)} - T^{(3)}
$$

To optimize the process of security administrators training, a list of operations was formed in decreasing order of $\Delta t_{12}$, $\Delta t_{23}$ and the cumulative sums were formed that demonstrate the reduction of time expenditures with upgrading of skills of performing $n$ operations, for which this gives the maximum reduction of execution time:

$$
\Delta T_{12}(n) = \sum_{i=1}^{n} \Delta t_{12}(i), \quad \Delta T_{23}(n) = \sum_{i=1}^{n} \Delta t_{23}(i)
$$

The dependences of the cumulative sums on the $n$ number of operations, which are included in the program of administrator skills upgrading, are shown in figure 1. According to the data obtained, the time saving for a set of typical operations $\Delta T$ due to skill improvement from the 1st to the 2nd level is 460 sec., with skill improvement from the 2nd to the 3rd level the corresponding time saving is 6 times less – 80 sec. The rate of increase of cumulative sums decreases with an increase of the $n$ number of operations, and the dependences $\Delta T_{12}(n)$ and $\Delta T_{23}(n)$ attain the saturation. In case of improvement of administrators’ skills in performing 50% of operations it gives the greatest time savings and provides the 80% reduction of time expenditures. This regularity is observed for skill improvement from 1st to 2nd level, as well as for skill improvement from 2nd to 3rd level (figure 1).

**4. Summary**

The use of the proposed indicators of the effectiveness of user interaction with the system allows to make a quantitative assessment of the effects of ISS modernization as well as of the effect of user skills.
upgrading. Apart from that, the analysis of the states for which the user skills upgrading gives the greatest time savings (from entry-level to mid-level and from mid-level to advanced level) allows to optimize user training. The optimal training strategy is to pay maximum attention to the study of system conditions, for which the time savings are maximum when moving to the next level of training. The results can be used, for example, when designing software for the big data analytics for information security risk estimation for cloud infrastructure [8].

![Graph showing time expenditure for performing operations by a security administrator](image)

**Figure 1.** Reducing time expenditure for performing operations by a security administrator due to skill upgrading from the 1st to the 2nd and from the 2nd to the 3rd level.
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