Development of Core-based Minutiae Triplets Model for an Improved Fingerprint Matching
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ABSTRACT
Identifying distorted fingerprint images is a major problem in fingerprint recognition system. Distorted images can be caused by a change in scale of fingerprint images at capturing stage and at identification or verification stage. In this paper, distortion that may arise due to change in scale is addressed using an improved matching algorithm described as core-based minutiae triplets. This proposed algorithm uses minutiae triplets as a basis for fingerprint matching. For each minutiae point, a minutiae triplet is created which includes the core point and the closest minutiae to the core point. To make the proposed algorithm more effective, some optimizations were included so as to discard non-matching minutia triplets without comparing the whole representation. From experimentations carried out using the same data set, results showed that the core-based minutiae triplets algorithm had an average percentage accuracy of 98.25% while the minutiae inter-distance-based algorithm had an average percentage accuracy of 55.5%. Therefore, the proposed algorithm in the paper outperformed the minutiae inter-distance-based algorithm in terms of accuracy by 42.75%.
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1. INTRODUCTION
Biometric recognition has been widely used for identity management of individuals in organizations and other public and private institutions with fingerprint emerging as the dominant one [1]. It has been reported that fingerprint-based biometrics is the most reliable and proven technique having superiority over iris, voice, face, gait and signature based biometric recognition systems [2]. Fingerprint are the marks made by ridges and valleys on the surface of a fingertip [2], [3] where ridges are the curved segment of marks and a valley is the region between two adjacent ridges. The flow of ridges on the fingerprint creates a pattern which is unique to an individual [4].

The global patterns include whorl, arch, tetrarch, right loop, left loop and double loop as shown in Figure 1.

Fingerprints also contain local ridge patterns, which are patterns that form on the ridges of the fingerprint. The local ridge patterns do not run evenly across our fingertip but display a number of characteristics called minutiae [5].

Minutiae of a fingerprint consists of the endpoints and crossing points of ridges; where an endpoint is the point where a ridge ends abruptly and cross point is the ridge point where a ridge bifurcates into two ridges. The minutiae ending and bifurcation are shown in Figure 2.
number of the global fingerprint patterns such as the arch, loop and whorl that are extracted from both the query and template fingerprints [5].

Fingerprints pattern matching methods include the image-based pattern matching, filter-based algorithms, minutiae-based and a combination of minutiae and image-based matching. In the image-based fingerprint [8] the global fingerprint images are transformed into a sequence of points in the angle-curvature domain. These patterns are compared for the query fingerprints and the template ones in the database. The matching between the query and the template is based on the least-square error of the Euclidean distance between corresponding points in the angle curvature domain. The filter-based algorithm [7] uses a bank of Gabor filters to capture both local and global details of a fingerprint as a compact fixed length code. However, it is much easier to extract minutiae patterns from low quality images than to extract ridge patterns.

The minutiae-based pattern matching compares only the minutiae of a query fingerprint with that of the template. If the minutiae of the two fingerprints are the same, a matching score is recorded. It has been proven that the minutiae pattern of each person is unique and does not change throughout one’s life; and in case of injury or mutilation, they reappear within a short period [9]. Minutiae pattern is therefore one of the most important factors that can be used to determine whether two fingerprints are from the same person. In this work therefore, instead of bringing the entire ridge patterns into consideration, only the minutiae points that are extracted from both the template and query fingerprints are compared.

Some existing local structures for minutiae matching are the minutiae triplet [10], [11]. The minutiae triplet structure for minutiae matching and indexing is a geometric approach which consists of three minutiae points forming a triangle with three sides say S1, S2, and S3; where the three angles may be represented by Q1, Q2 and Q3. The minutiae triplet algorithm takes a fingerprint image of a query fingerprint, locate each of the m-triplets of the query fingerprint and compare with the template fingerprint images in the database. The m-triplet matching technique finds correspondence of m-triplets of the query fingerprint and the template fingerprints. Matching score is recorded when there is a match of the m-triplets of the query fingerprint in the database. It has however been reported that distortion arising from deformation in fingerprint images of the same fingerprint often affects matching accuracy [12], [17], [18]. It was further reported that m-triplet cannot handle distorted images [19]. This is because each of the distances S1, S2 and S3 of the m-triplet are counts of ridges between the three vertices. Deformation of ridges caused by skin dryness or wetness causes the lengths S1, S2 and S3 of the minutiae-triplet (m-triplets) to be distorted, making matching of a query fingerprint with that of the corresponding template difficult [19]. The distortion of the ridges also affects the local orientation of the m-triplets vertices. To overcome this problem and improve matching [18] uses Euclidean distance between every minutiae point and a core point of a fingerprint in a fingerprint image to determine the minutiae matching scores of fingerprint images. The formulation of the algorithm was motivated by the fact that the relative distance of each minutiae to the core point does not change irrespective of the image directional flow. The algorithm was reported to have solved fingerprint matching problem that may arise due to image orientation. It was however reported that the algorithm is only suitable for a specific image size. Once the scale of the fingerprint image differs from that of the template image, the accuracy of the matching algorithm is affected. The algorithm is therefore suitable or performs well when the same fingerprint scanner that was used for capturing is also used for verification or identification. This may not be practicable in this era of distributed systems when different scanners with different makers and magnification are available across the web. There is a need to develop a fingerprint matching algorithm that will be tolerant to deformation that may arise as a result of change in scale or magnification of the fingerprint images. Such a fingerprint matching algorithm will give room for interoperability by allowing fingerprint scanners that were different from the scanner that was used to capture the images to be used for verification and/or identification.

2. PROPOSED FINGERPRINT PATTERN MATCHING ALGORITHM

The algorithm proposed in this paper is motivated by the need to address the matching problems due to variation in the size (scale) of fingerprint images that may occur during image capturing and at verification or identification time. The new algorithm connects every two consecutive minutiae points to the core point to form a triangle as shown in Figure 3. The algorithm is premised on the fact that irrespective of the magnification of the scanner used for image capturing and verification, the angle formed by the two consecutive minutiae point with the core point is fixed [13]; so are the lengths of each of the minutiae points to the core point. The matching of two fingerprints is based on the size of the angle that two consecutive minutiae points formed with the core point which is fixed irrespective of the magnification or specification of the fingerprint scanner. The fact that the Euclidean and spatial relationships between the core point and minutiae points of fingerprint images are fixed irrespective of the orientation [18], the proposed algorithm uses the power of congruency and the relationships that exists between the Euclidean and spatial distances of a core point and minutiae points to improve intra-class matching error that may arise due to fingerprint scanner magnification. The new algorithm is described as core-based m-triplet algorithm. The triplets consist of every two consecutive minutiae points and the core point as shown in Figure 3. This is based on the Side Angle Side (SAS) theorem [14].

![Figure 3: Fingerprint image showing the angle formed in the minutiae triplet](image)

3. CORE-BASED MINUTIAE TRIPLETS MATCHING ALGORITHM

The proposed algorithm is based on minutiae-triplets representation. It matches an input image to a template image using correspondences of the angle formed at the core point in the minutiae triplets.
Given a fingerprint image described by the minutiae set $M$ we compute the $m$-triplets as follows: For each $m \in M$, we build its $m$-triplet that includes $p$, the Euclidean distances between the three minutiae points and the angles formed by the minutiae triplet with the core point. This way of computing $m$-triplets makes the proposed algorithm tolerant to the magnification that may arise, due to the type and size of scanner used across the web.

The proposed algorithm consists of three major steps:

Step 1: Let $Q$ and $P$ be the query and template fingerprint minutiae sets respectively. Create query and template $m$-triplets sets $R$ and $T$ respectively. For each $r_i \in R$, let $r_i$ contain $(d_1, d_2, d_3, \theta_1, \theta_2, \theta_3)$. Where $d_1, d_2, d_3$ and $\theta_1, \theta_2, \theta_3$ represent the Euclidean distances between the three minutiae points and the angles formed by the minutiae triplet.

Step 2: Let $A \leftarrow \emptyset$ be the set that will contain local matching $m$-triplets pairs. For each query $m$-triplet $r_i \in R$, perform linear search looking for the template $m$-triplets $\{t_1, t_2, \ldots , t_n\} \subset T$ with Euclidean distance and angular distance not exceeding threshold, discarding duplicates and add the pairs $(r_i, t_j), (r_i, t_k), \ldots (r_i, t_p)$ to $A$.

Step 3: The similarity score is calculated with the formula:

$$S = \frac{n^2}{|Q||P|},$$

where $n$ is the number of matching minutiae pairs, $Q$ and $P$ are the query and template fingerprint minutiae sets respectively and $S$ is the similarity score obtained from the match.

The fingerprint images are considered a match if the similarity score $S \geq t_s$. Threshold $t_s$ is a parameter of the algorithm, and must be tuned based on the image characteristics.

The core-based minutiae triplets’ algorithm is given below:

**Input:** Inputfingerprint (minutiae table for input finger), Templatefinger (minutiae table for template finger) and database (the fingerprint database the algorithm uses).

**Output:** Similarity score between the input finger and the template finger.

**Process:** Get_similarity_score (database, inputfingerprint, templatefinger, margin1, margin2)

```plaintext
m = load(database);
inputfingerprint = m.inputfingerprint;
templatefinger = m.templatefinger;
scorearray = NULL;
for i=1:size(inputfingerprint,1)
    temp_check = NULL;
    for j=1:size(templatefinger,1)
        abs_t1 = abs(inputfinger(i,5) - templatefinger(j,5));
        abs_t2 = abs(inputfinger(i,6) - templatefinger(j,6));
        abs_t3 = abs(inputfinger(i,7) - templatefinger(j,7));
        if (temp_check== NULL)
            temp_check = [temp_check; [inputfinger(i,1), inputfinger(i,2), inputfinger(i,3), inputfinger(i,4), inputfinger(i,5), inputfinger(i,6), inputfinger(i,7), temp_check(1,2)]];
        end
        if (check==NULL)
            check = NULL;
            if (isempty(scorearray)==0)
                check = find(scorearray(:, 2)==
                    templatefinger(j,1));
            end
            if (check==NULL)
                abs_d1 = abs(inputfinger(i,2) - templatefinger(j,2));
                abs_d2 = abs(inputfinger(i,3) - templatefinger(j,3));
                abs_d3 = abs(inputfinger(i,4) - templatefinger(j,4));
                abs_t1 = abs(inputfinger(i,5) - templatefinger(j,5));
                abs_t2 = abs(inputfinger(i,6) - templatefinger(j,6));
                abs_t3 = abs(inputfinger(i,7) - templatefinger(j,7));
                if (abs_d1 <= margin1 && abs_d2 <= margin1 && abs_d3 <= margin1 && abs_t1 <= margin2 && abs_t2 <= margin2 && abs_t3 <= margin2)
                    sd = 1 - max(abs_d1, max(abs_d2, abs_d3))/margin1;
                    sa = 1 - max(abs_t1, max(abs_t2, abs_t3))/margin2;
                    spart = 1 - ((1-sd)*(1-sa));
                    temp_check = sortrows(temp_check, -3);
                    scorearray = [scorearray; [temp_check; [inputfinger(i,1), templatefinger(j,1), spart]]];
                    end
        end
        if (temp_check== NULL)
            temp_check = NULL;
            end
        if (isempty(scorearray)==0)
            check = NULL;
            if (isempty(scorearray)==0)
                check = find(scorearray(:, 2)==
                    templatefinger(j,1));
            end
        end
    end
end
end
for i=1:size(inputfingerprint,1)
end
exit
```

4. EXPERIMENT AND RESULTS

In this section, the performance of the fingerprint matching algorithm using the core-based minutiae triplets is evaluated.

The system requirement for the implementation consists of the software requirements and hardware requirements. The software uses Windows 10 as the operating platform and MATLAB as the programming language and computing environment. The hardware requirements consist of the following:

- Memory: 8GB RAM.
- Processor: 2.16GHz processor.

4.1 Data Set

The data used to evaluate the proposed fingerprint matching algorithm is based on a collection of fingerprint image impressions obtained from a sample fingerprint database [15].

The database consists of two parts; the template part and the query database. The fingerprint images in the query part are the replicas of the fingerprint images in the template part. Thus, data from the query part serves as input to the algorithm.
The sample fingerprint database contains 100 different fingerprints. For each fingerprint image in the template database, there are 8 images containing 8 distinct impressions and orientations of the fingerprint. There was no constraint such as minimum quality of the image on the users during the enrolment.

4.2 Experimental Setting

During experimentation, each query fingerprint image was matched against its own template fingerprint image in the database for a minimum of eight (8) times using scanners of different specifications and makers and at different orientation and impressions. This is to test for the efficiency of the core-based m-triplets algorithm when used with scanners of different sizes, makers and specifications. Four different scanners used in this experiment are Albima UNITY, Aratek FR0900, Credence ID Trident and SMUFS Biometric. Attempt was also made to match each query fingerprint image with template images that are not its own, using scanners of different sizes, types and specifications. This is to test for the level of inter-class accuracy measure of the algorithm. Table 1 shows the average results of matching ten (10) query fingerprint images eight times each with its own template image using scanners of different sizes, types, makers and specifications. The ten (10) query fingerprint images were randomly selected. The table shows the average similarity score generated by matching a query fingerprint with its own template finger as well as the time taken to match the fingerprints. If the similarity score of each match is higher than the pre-determined threshold value, it is considered a match and accepted. If the similarity score is less than the predetermined threshold value, the input image is rejected and no match is recorded. It was observed and recorded that the similarity score obtained for each match is higher than the pre-determined threshold value. It should be noted that the predetermined threshold value is 0.5. This value is chosen because it is the standard value used in similar experiments [16]. The experiment was carried out with ten (10) groups of ten (10) query fingerprint images that were randomly selected from the 100 different fingerprint images. Each query fingerprint in each of the groups was matched with its template fingerprint eight (8) times. This was repeated for each of the ten (10) groups resulting in a total of 800 matching outcomes.

Table 1: Average Results for 10 random matching processes of a query fingerprint image using its corresponding image core-Based minutiae triplets’ algorithm.

| Name of Scanner    | Input Fingerprint | Template Fingerprint | Average Similarity score | Status | Matching time (ms) |
|--------------------|-------------------|----------------------|--------------------------|--------|-------------------|
| Abilma UNITY       | Fingerprint 1_1   | Fingerprint 1        | 0.69                     | Match  | 173               |
| Aratek FRO900      | Fingerprint 1_2   | Fingerprint 1        | 0.72                     | Match  | 169               |
| Credence ID Trident| Fingerprint 1_3   | Fingerprint 1        | 0.62                     | Match  | 152               |
| SMUFS Biometric    | Fingerprint 1_4   | Fingerprint 1        | 0.54                     | Match  | 140               |
| Abilma UNITY       | Fingerprint 1_5   | Fingerprint 1        | 0.69                     | Match  | 140               |
| Aratek FRO900      | Fingerprint 1_6   | Fingerprint 1        | 0.64                     | Match  | 145               |
| Credence ID Trident| Fingerprint 1_7   | Fingerprint 1        | 0.74                     | Match  | 174               |
| SMUFS Biometric    | Fingerprint 1_8   | Fingerprint 1        | 0.69                     | Match  | 141               |

Table 2 shows the average results for randomly matching 10 query fingerprints eight (8) times each, with template fingerprint images that are not their own using the scanners of different sizes, types and specifications. The similarity scores obtained for each match is below the predetermined threshold value so is the average similarity scores obtained. Thus, no match was recorded for this experiment as shown in Table 2.
Table 2: Average Results for 8 random matching processes between different orientations of different fingerprints using core-based minutiae triplets algorithm

| Sample              | Input Fingerprint | Template Fingerprint | Average Similarity score | Status     | Time Complexity (ms) |
|---------------------|-------------------|----------------------|--------------------------|------------|----------------------|
| Abilma UNITY        | Fingerprint 1_1   | Fingerprint 2        | 0.40                     | Not a match| 193                  |
| Aratek FRO900       | Fingerprint 1_1   | Fingerprint 3        | 0.49                     | Not a match| 179                  |
| Credence ID Trident | Fingerprint 1_1   | Fingerprint 4        | 0.41                     | Not a match| 174                  |
| SMUFS Biometric     | Fingerprint 1_1   | Fingerprint 5        | 0.31                     | Not a match| 211                  |
| Abilma UNITY        | Fingerprint 1_1   | Fingerprint 6        | 0.23                     | Not a match| 181                  |
| Aratek FRO900       | Fingerprint 1_1   | Fingerprint 7        | 0.33                     | Not a match| 173                  |
| Credence ID Trident | Fingerprint 1_1   | Fingerprint 8        | 0.25                     | Not a match| 153                  |
| SMUFS Biometric     | Fingerprint 1_1   | Fingerprint 9        | 0.33                     | Not a match| 162                  |

Table 3 compares the average accuracy of the core-based minutiae triplets’ algorithm with the existing minutiae based algorithms that have used the same dataset. The core-based m-triplets algorithm presented in these papers outperforms the two related algorithms in terms of accuracy and the time taken by the algorithm to respond to validation task.

| Algorithm                                             | Average Time (s) | Accuracy (%) |
|-------------------------------------------------------|------------------|--------------|
| (Iwasokun et. al., 2013) algorithm using Minutiae Inter-distance | 284              | 55.5         |
| (Parziale et al., 2004), fingerprint matching technique using minutiae triangulation. | 205              | 69.1         |
| Proposed algorithm using Minutiae-triplet             | 154              | 98.25        |

The core-based m-triplets algorithm recorded an accuracy of 98.25% using False Match Rate (FMR) and False Non-Match Rate (FNMR) measure. The average time taken to respond to matching task is 154ms.
It is observed from Table 3 that the proposed core-based minutiae triplets' algorithm has the least accuracy of 55.5% as compared to the existing algorithms on the same data set. The point at which FMR and FNMR of the core-based m-triplets algorithm with the highest accuracy of 98.5% as compared to the other existing algorithms. The proposed algorithm outperforms the existing algorithms that have used the same data. Future investigations can be carried out on filters whose main aim is to enhance fingerprint images in order to further improve the accuracy of the proposed algorithm.

5. CONCLUSION

In this paper, a core-based minutiae triplet has been developed for the purpose of achieving invariance fingerprint matching between a query fingerprint and the template fingerprint of the same person. This algorithm hinged on the premise that regardless of the orientation and scale of the fingerprint image, the angles formed by the minutiae triplets would remain constant. The algorithm was tested using data set from FVC 2002 fingerprint database. Results from experimentation showed that the proposed algorithm outperforms the existing algorithms that have used the same data. Future investigations can be carried out on filters whose main aim is to enhance fingerprint images in order to further improve the accuracy of the proposed algorithm.
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