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Model-based Systems Engineering (MBSE) has been widely utilized to formalize system artifacts and facilitate their development throughout the entire lifecycle. During complex system development, MBSE models need to be frequently exchanged across stakeholders. Concerns about data security and tampering using traditional data exchange approaches obstruct the construction of a reliable marketplace for digital assets. The emerging Distributed Ledger Technology (DLT), represented by blockchain, provides a novel solution for this purpose owing to its unique advantages such as tamper-resistant and decentralization. In this paper, we integrate MBSE approaches with DLT aiming to create a decentralized marketplace to facilitate the exchange of digital engineering assets (DEAs). We first define DEAs from perspectives of digital engineering objects, development processes and system architectures. Based on this definition, the Graph-Object-Property-Point-Role-Relationship (GOPPRR) approach is used to formalize the DEAs. Then we propose a framework of a decentralized DEAs marketplace and specify the requirements, based on which we select a Directed Acyclic Graph (DAG) structured DLT solution. As a proof-of-concept, a prototype of the proposed DEAs marketplace is developed and a case study is conducted to verify its feasibility. The experiment results demonstrate that the proposed marketplace facilitates free DEAs exchange with a high level of security, efficiency and decentralization.
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I. INTRODUCTION

In the Industry 4.0 era, Internet of Things (IoT) and Cyber-Physical Systems (CPS) are constructed by multidomain physical compositions, networks, control units and computation components. These systems are considered as "system of systems" (SoS). The increasing functionalities bring new challenges for managing complex systems as every composition usually involves various stakeholders working together to develop the system from a SoS perspective\(^1\). During the entire lifecycle, co-design and collaborative design among stakeholders require frequent data exchange to gain insight to analyze, optimize and verify the system. For example, vehicle system engineers need to provide requirements to embedded system engineers in order to obtain the expected embedded systems. Thus, requirements and solutions need to be exchanged across organizations from the initial phase until the prototype is finalized. In these situations, identification of required "digital engineering assets (DEAs)" for each stakeholder is critical to the entire system development. A DEA includes documents, data and models used for information exchange. In different phases of a system lifecycle, different stakeholders may have different data and models as their digital assets. Currently it is still a challenging task to share related asset due to the lack of common understanding of expected digital asset and interoperability of heterogeneous data. The creation of an open and reliable marketplace can accelerate the DEAs exchange.

First, stakeholders exchange DEAs to realize information sharing thus to support co-design and collaborative design. It is not only difficult to identify the contents of stakeholders expected digital assets but also information represented by the digital assets must be correct, verifiable and unambiguous in different ways. In order to coordinate different stakeholders, systems engineering providing sets of standards and approaches are required to define the contents to construct DEAs\(^2\). Moreover, aiming to develop digital asset correctly, model-based systems engineering (MBSE) is proposed to define the contents of digital assets using models\(^3\). MBSE provides standardized specifications for constructing DEAs and defines formal descriptions for system artifacts of entire lifecycle.

Second, complex system development requires information exchange across organizations and lifecycle. Thus digital assets are expected by different stakeholders from different domains and hierarchies (requirement, function, behavior, etc.). However, each domain and hierarchy has specific semantics due to the fact that different domains use different mathematical theories, scopes and methods to implement their specific works\(^4\). Moreover, domain specifications often bring challenges to represent the entire systems using integrated syntax. These specific syntax and semantics lead to heterogeneous data structure which is a big challenge for data integration. Currently, meta-meta modeling approach is proposed to support data integration for DEAs\(^5\). This approach enables to construct domain-specific digital asset based on a high abstract level in order to realize the data integration during DEAs construction.

Third, the exchange of DEA among stakeholders requires an open and reliable marketplace. It is difficult to create such marketplace with traditional centralized approaches due to the concerns about data security and privacy. The stakeholders must trust each other or a third party during the DEAs ex-
change. It creates barriers when multiple partners are involved or the information need to be shared with partners from outside of the network. In recent years, the rapid development of decentralized Distributed Ledger Technologies (DLT), represented by the blockchain technology, provides an innovative tool to facilitate the concept of an open DEAs marketplace. A distributed ledger is considered as a distributed database maintained by a consensus protocol, which is run by nodes in a peer-to-peer network without any central administrator [9]. As the most popular DLT protocol, blockchain was first applied to cryptocurrency systems like Bitcoin [7]. Because of its unique features, such as decentralized control, high anonymity and distributed consensus mechanisms, blockchain has gained attention from both academia and industry. It has been applied to variety of domains such as healthcare data sharing [8], industrial IoT data exchange [9], knowledge trading [10] and energy dealing in smart grid [11] among others. The idea of using blockchain technology to empower the construction of data marketplace has also been proposed in some recent studies which mainly focused on health and industrial data [12], [13].

This study aims to propose a decentralized open DEAs marketplace empowered by MBSE and DLT methodologies to cope with the challenges during DEAs exchange. The rest of the paper is organized as follows. Related works are analyzed in Section II and the research methodology of this study is presented in Section III. The framework, key concepts and functional requirements of the proposed DEAs marketplace are presented in Section IV. Enabling technologies, i.e. MBSE approaches and DLT solutions, are investigated in Section V. A proof-of-concept prototype of the marketplace is introduced based on a case study in Section VI. Conclusions of this paper is presented in Section VII.

II. RELATED WORKS

During digital asset construction and exchange, data interoperability is one challenge to stakeholders across organizations, because of heterogeneous data structure and intellectual property [14], [15]. MBSE has been widely used to construct digital asset [16] and to support interoperability of the entire lifecycle of complex system development [17], [18]. It refers to a systems engineering approach focusing on creating and exploiting domain knowledge as the primary means of information exchange between stakeholders based on models during the entire lifecycle [19]. In Chen et al.’s survey, we find that in the lifecycle of digital asset, the existence of various data format standards is the basis to construct digital asset. MBSE approaches, such as SysML [16], can offer the defined specifications to formalize the system artifacts. Moreover, digital thread is a main approach to manage interoperability between digital twins and traceability between system development process and digital twin assets, because MBSE provides a unified descriptions of multiple domain knowledge and a specification to formalize system architecture views for the complex systems [20]. Furthermore, the unified specification enables stakeholders to develop their own models and provide them with the information in black box. This is a proper way to protect their IP and to support information exchange during system co-design [21], [22].

The utilization of DLT in data exchange or asset trading systems could enable better control and fine-grained tracking of different usages. Liu et al. [9] proposed a data collection and exchange scheme, which utilized Ethereum blockchain technology to ensure security and reliability during industrial IoT data sharing. Aiming at solving the interoperability and trust issues for IoT services, Wattana et al. [23] integrated blockchain technology with a service-oriented architecture to assure data validity, quality of services and uncertainties. Beyond the data sharing, in [10] the authors developed a consortium blockchain to facilitate knowledge management and trading based on edge computing devices and edge artificial intelligence. The architecture of a peer-to-peer (P2P) knowledge market was proposed and a pricing strategy with incentives for the market based on noncooperative game theory was also discussed in this study. The idea of creating a distributed marketplace using blockchain technology has been proposed recently to remove the centralized components. In [13], the authors used a private Ethereum blockchain to support the construction of an IoT marketplace making functionalities and storage of the marketplace distributed. In order to accelerate the IoT and other open data sharing, Gowri et al. [24] proposed a decentralized data marketplace based on blockchain to replace the existing centralized data marketplaces.

As a relatively new concept, decentralized marketplace enabled by blockchain has not been well studied and requires more research efforts. After reviewing existing studies, we found several gaps:

- Most existing marketplace solutions only focus on the exchange process of digital assets, while the interoperability of the assets remains as a challenge. We believe that data interoperability should be taken into account when designing a marketplace and MBSE could be a solution for this issue.
- There are few, if not no, studies focusing on the marketplace for supporting model-based systems development, which is usually more complex with multiple stakeholders.
- Due to the scalability limitations of most public blockchain protocols, most decentralized marketplace solutions utilize permissioned, i.e. private and consortium, blockchain protocols. These solutions are not feasible in most system development scenarios where unknown and trustless stakeholders are involved.
- Due to the high cost of blockchain transactions, most blockchain-based marketplaces are not suitable for big data exchange, while large size datasets are common during systems development.

Considering these gaps, this paper aims to propose a novel decentralized marketplace solution by combining advanced MBSE and DLT approaches.

III. RESEARCH METHODOLOGY

A. Systems thinking

Systems thinking is an approach for understanding systems by examining the interactions between the components within
the system boundary [25]. In this paper, systems thinking is adopted for designing our approach in order to provide a complete solution of the DEA marketplace based on the identified challenges and motivations.

- **Identify the scenarios of DEA marketplace**: The scenarios are defined to understand the scope (system boundary) and the related concepts about DEAs. For example, in the case study, one scenario including requirement distributions and solution receptions is defined. It demonstrates the processes that vehicle systems engineers distribute their requirements of the embedded systems and they get the solutions from the embedded system suppliers.

- **Define the entities related to the scenario**: In the scenario, the entities are captured, such as the required models for describing expected views of DEAs.

- **Define the interrelationships between entities**: Interrelationships between entities refer to relationships between entities, for example, the inclusions between views and models [26].

- **Develop an approach for constructing DEA marketplace**: Based on the entities and their interrelationships, an approach based on MBSE and DLT is proposed to construct the asset marketplace.

- **Instantiate the entities using a case study**: Based on the designed scenario, a case study is proposed for developing an approach for DEA exchange.

- **Evaluation of the case study**: Based on the case study, qualitative and quantitative analysis is conducted for evaluating the proposed approach.

## IV. DEAs marketplace concept, framework and requirements

To facilitate the development of the DEAs marketplace, it is critical to formally define concept of DEAs and specify the functional requirements of the marketplace. This section firstly presents a conceptual framework of the proposed DEAs marketplace; then formally defines the concept of DEAs; and specify the functional requirements.

### A. DEAs marketplace framework

The conceptual framework of the proposed DEAs marketplace is as shown in Fig. 1. It is composed with four basic elements including DEAs which are the “goods” to be traded, DEA providers, DEA consumers, and the decentralized marketplace. DEAs providers formalize their development processes, requirements, functions and architectures following MBSE methodology to create DEAs. DEAs (or the meta data of DEAs) are added to the marketplace through a public or private node which is connected to the marketplace network. DEAs consumers find interested DEAs through proactive searching or passive subscription. Consumers receive the DEAs directly or through certain authorization procedures depending on the trading mode.

![General architecture of the proposed DEA marketplace](image)

**Fig. 1. General architecture of the proposed DEA marketplace**

**Fig. 2. Three Dimensional DEA**

### B. Definition of DEAs

A DEA refers to a currency format in some specific case which the currency can be considered as either a medium of information exchange or an attribute that has value during the entire life cycle, such as virtual models or documents [27]. In this paper, a three dimensional DEA concept model is proposed to define the DEA from three main viewpoints: 1) DEA object; 2) product lifecycle; 3) system artifacts of products. First, the DIKW model is used, with roots in knowledge management, to classify the DEA objects from Data (D) to Information (I), Knowledge (K) and Wisdom (W) [28]. It is used to represent the interrelationships between currency used during the entire lifecycle. The details are introduced as follows:

- **Dimension of the product processes** refers to the development process including various stages, phases and work tasks.

- **Dimension of system artifacts** refers to views of system stakeholders, e.g. requirement, function and architecture.

- **Dimension of DEA objects** refers to attributes of items including data, information, knowledge and wisdom [29].
  - Data items refer to attributes of DEAs implementing simulations, design, analysis, verification & validation and optimization in the entire lifecycle. They are functional symbols, but not structure model or documents.
  - Information items refer to structural contents constructed by data, such as SysML models for describing system requirements.
Knowledge items refer to validated information which makes possible the transformation of DEAs into instructions.

- Wisdom items refer to digital assets to support decision-making based on knowledge, such as machine learning models for decision-making at one decision gate.

**Definition 1:** Token ::= refers to a collection of concepts.  
\[ DeaS_{sys} ::= \sum DeaS^{t,\text{view},\alpha}_{sys}(i) \]  
where \( DeaS_{sys} \) refers to one DEA \( i \) of \( sys \); \( t \) refers to the time stamp of the related DEA during development process; \( \alpha \) refers to the DIKW attributes of the digital asset.

**C. Functional requirements of the DEA marketplace**

Various DLT protocols and solutions have been developed in recent years with different advantages and limitations. It is critical to choose the proper solution according to the requirements of DEA exchanges, which cover the whole lifecycle of a system and may involve stakeholders from both inside and outside of an existing organization or alliance network. Based on practical industrial needs and previous studies ([10], [24]) we define the functional requirements of the proposed DEA marketplace as follows.

- **Decentralization:** Stakeholders of the marketplace are usually geographically distributed and might have no trust with each other. Therefore, the digital assets should be managed in a decentralized way without any dominant party. All stakeholders should be enabled to join the marketplace fairly and freely.

- **Nontampering:** The marketplace should be able to protect the DEAs from the malicious attacks to keep the integrity and accuracy. Besides, the trading process and records should also be protected to avoid tampering.

- **Flexible access control:** The marketplace should provide different DEA access authorization approaches for different scenarios. For example, a stakeholder’s required DEA might need to be accessible to all stakeholders to find as many potential suppliers as possible; in contrast, a supplier’s proposal DEA should be open only to the customer and relevant parties.

- **Scalability:** With the expanding of the marketplace the number of stakeholders and trading frequencies will increase rapidly. The marketplace should enable high scalability with large, even unlimited, transaction throughput and low confirmation delay.

- **Low transaction cost:** The value of a DEA varies in the marketplace. There might be several iterations during a development lifecycle. The cost of a transaction should be as low as possible. It will make no sense if the transaction fees become close or higher than the DEA per se.

- **Big data support:** A DEA might contain large size documents like product models. The marketplace should support the exchange of large files with short delays.

**V. ENABLING TECHNOLOGIES**

**A. GOPPRR approach**

This section introduces a GOPPRR approach for formalizing the DEA on the three-dimensional conceptual model in Section IV.B [28]. It is adopted to develop meta-models for constructing the MBSE models aiming to describe DEAs from system artifacts, development processes and DEA objects. The GOPPRR approach is one of the most powerful approaches to describe domain specific characteristics and meta-meta models of products [30], including Graph, Object, Point, Property, Role and Relationship:

- **Graph** is a collection of Object, Relationship and Role represented as one window (one integrated concept of a class diagram and package in UML). The graph can be a visual diagram on the top level or lower level decomposed by one Object.

- **Object** is one entity in Graphs (class concepts in UML).

- **Point** is a port in Objects.

- **Relationship** is one connection between the different Points of Objects.

- **Role** is used to define the connection rules mirrored to the relevant Relationship. For example, one Relationship has two Roles. Each is defined to connect with one Point in Objects. Then, the Relationship is connected with these Points in the Objects.

- **Property** refers to one attribute of the other five meta-meta models.

**Definition 2:** Graph\( ^a_{Gi} \) refers to the model \( a \) based on the meta-model of Graph \( Gi \); In Graph\( ^b_{Gi} \); Object\( ^b_{Obji} \) refers to the object instance \( b \) based on the meta-model of Object \( Obji \); Relationship\( ^c_{Rei} \) refers to the relationship instance \( c \) based on the meta-model of Relationship \( Rei \); Role\( ^d_{Roi} \) refers to the role instance \( d \) based on the meta-model of Role \( Roi \) in the meta-model Relationship \( Rei \); Point\( ^e_{Poi} \) refers to the point instance \( e \) based on the meta-model of Point \( Poi \) in the meta-model Object \( Obji \); Property\( ^f_{Poi} \) refers to the property instance \( f \) based on the meta-model of Property \( Poi \) in the meta-model \( z \) \( (z \subseteq \{Gi, Obji, Rei, Roi, Poi\}) \):

\[
Graph^a_{Gi} ::= (\sum Object^b_{Obji}, \sum Relationship^c_{Rei}, \sum Role^d_{Roi}(x), \sum Point^e_{Poi}(y), \sum Property^f_{Poi}(z))
\]
TABLE I

COMPARISON OF DLT CATEGORIES

| DLT category | Permissionless | Permissioned |
|--------------|---------------|--------------|
|              | Public        | Consortium   | Private     |
| Decentralization | ✓ ✓           | x            |             |
| High security   | ✓             | ✓            | ✓           |
| Free access     | ✓ ✓           | ✓            | x           |
| High throughput | Depends on protocol | ✓ ✓ |             |
| Low cost        | Depends on protocol | ✓ ✓ | ✓           |

where each Relationship \( c \) is bond to two Objects or Points in Objects through Roles in order to identify the connections among Objects and Points.

Definition 3: Token \( \Rightarrow \) refers to the realizations between MBSE models and DEAs.

\[
Graph_{c_i}^a \Rightarrow DeaS_{sys}^{t,\text{view},\alpha}(a)
\]

where model \( a \) formalizes the DEA \( i \).

B. DLT solutions

To find the most feasible DLT solution for the proposed marketplace, we firstly compared different DLT solutions on the category level. In general, as shown in Table I, DLT can be classified into public and permissioned solutions. Depending on the permission governance scheme, permissioned DLT can be further divided into private and consortium solutions. Public DLT allows any stakeholder that holds a valid pseudonym to make and verify transactions in a secured and trustless environment, and even set and connect their own nodes to the network without requesting authorization from any party. In contrast, the permissioned DLT platforms are controlled by a single entity or a number of pre-selected entities corresponding to private and consortium solutions.

In general, most public DLT solutions have high security and decentralization, but usually have relatively low scalability and high transaction cost. In comparison, permissioned DLT solved the scalability problem by reducing decentralization. As the proposed DEA marketplace should be open to all participants and have no dominant entities, permissioned solutions will not fulfill the requirements. Therefore, in this study we only focus on public DLT solutions.

We reviewed some of the popular public DLT solutions and evaluated their performances according to the aforementioned functional requirements of the DEA marketplace as shown in Table I. The results show that, according to the consensus protocols, most public DLT can be classified into three categories, i.e. blockchain-based, DAG-based and other types [31]. The most adopted consensus protocols behind blockchain-based public DLTs are the Nakamoto protocol [7] and its improved versions such as Nakamoto-GHOST [32] and Bitcoin-NG [33]. However, with the rapid increasing of the networks size, several drawbacks and vulnerabilities of Nakamoto protocol have arisen: 1) low transaction rate and poor scalability; 2) high transaction fees and inefficient energy consumption; 3) centralization risks due to mining pools; 4) vulnerable to quantum attack. For example, the whole Bitcoin network, with approximately ten thousands nodes in total, can approve less than seven transactions per second and each transaction costs around 0.3 USD according to the latest statistics (citefees2020). In terms of computing power, the top five mining pools control more than 60% of the whole networks mining power [34].

To overcome the drawbacks of the blockchain-based DLTs, several new protocols based on non-linear ledger structures have been proposed, among which Directed Acyclic Graph (DAG) has attracted much attention. Compared with blockchain-based protocols, the main advantage of DAG-based protocols is that they eliminate transaction throughput caps. Instead of sequentially storing all transactions to a linearly growing chain of blocks with fixed time intervals, in a DAG-based network every vertex can provide multiple diverging branches. Theoretically, a DAG-based protocol could allow millions of even unlimited transaction throughput, although in reality the capacity will be capped by physical communication bandwidth. These unique characteristics make DAG-based ledger structures the most favorable solutions for the construction of a open marketplace as required in this study.

IOTA Tangle is a DAG-based protocol specifically designed to support industrial IoT data exchange and machine-to-machine micro transactions [35]. To issue a new transaction in the Tangle, users must perform a small amount of computational work to validate two unapproved transactions (tips), and this new transaction will be validated by some subsequent transactions. According to this two-tip rule, every vertex in the Tangle has an out degree of two and contains a Proof-of-Work (PoW). By this way, the scalability issue can be solved as the more transactions added to the Tangle, the faster transactions can be validated. Besides, this 'pay-it-forward' system of validations can be used as the incentive mechanism for honest participation, which eliminates financial rewards and makes transactions fee-less. Moreover, there are no miners thus no mining pools in the Tangle which makes it possible to be truly decentralized.

Another advantage of IOTA Tangle is the provided second-layer data communication protocol named Masked Authenticated Messaging (MAM). It supports publishing and receiving encrypted data over the Tangle regardless of the size or cost of a device [36]. MAM distributes data using the concept of channels supported by the Tangle gossiping propagation mechanism. Any user who want to publish data can create a channel with a unique address and then attach data to this channel following the Tangle transaction two-tip approval procedure. Once approved, the other users who subscribe to this channel will be able to receive the data which might be encrypted according to the publisher’s configuration.

MAM uses Merkle Hash Tree (MHT) as the signature scheme to encrypt the message [36]. The root of a MHT is created using the unique user identification and it serves as the address of the data channel. Enabled by the MHT signature scheme, MAM allows different privacy and encryption modes to control the visibility of a channel and the access to the data i.e. public and restricted modes. Public mode uses the MHT root as both channel address and transaction identification. In this mode, any user who knows the channel address, even randomly, can decode and consume the message. Restricted
mode adopts an authorization key based on private mode. The channel address is encrypted using the hash of the MHT root and the message with authorization key. This mode allows a publisher to revoke access to future messages by changing the authorization key without changing the channel address. This encryption mechanism fulfills the flexible access control requirement of the proposed DEA marketplace.

Theoretically, there is no limitation about the size of a MAM message. When the size of a MAM message exceeds the transaction capacity, which is 2187 trytes (1.3KB), it will be automatically split into multiple transactions which will be contained in the same bundle to keep them retrievable. In the ideal scenario, i.e. when the IOTA Tangle network is mature enough to support millions or unlimited TPS, the exchange of large files will not be a problem. Currently, the IOTA Tangle is still under development with limited transaction processing capability, thus large MAM messages might cause delay in confirmation. As a temporary mitigation solution, the InterPlanetary File System (IPFS) \cite{34} is adopted in this study to handle large DEAs. IPFS is a content-addressing, peer-to-peer network for storing and sharing arbitrary data in a distributed file system. It uses a hash to access a IPFS file and the hash value changes when any change is made to the content. Therefore, a large size DEA in the marketplace can be saved in the IPFS network and only its hash is traded in the marketplace. Before saving to IPFS, the content can be encrypted to assure the privacy and security either using the encryption mechanism provided by MAM or extra encryption algorithms such as AES256-GCM \cite{38}.

In summarize, in order to address the functional requirements of the DEA marketplace, MBSE tools, e.g. GOPPRR, are used to facilitate the interoperability among stakeholders by creating formalized DEAs; IOTA Tangle and MAM protocol are adopted to enable decentralization, nontampering, high scalability, low transaction cost and flexible access control requirements; and IPFS is proposed as a temporary solution to handle large files before the mature of IOTA Tangle network.

Based on the selected enabling technologies, the overall workflow of creating and publishing DEAs is defined as shown in Algorithm 1. The receiving and consuming process is in the opposite sequence of the publishing process. Both processes are demonstrated through a case study in the following section.

### VI. Case Study

The case study is based on a common scenario during vehicle system development. An assembling vehicle company expects to purchase a solution of embedded system for a new vehicle model from external suppliers. The vehicle systems engineers first develop a requirement model, i.e. as the DEAs for the marketplace, using the GOPPRR approach. In this case, this message is expected to reach as many stakeholders as possible. Therefore, this DEA is published to the marketplace with public mode so that anyone can receive and consume the requirement model.

On the other side, the embedded system engineers from a supply agency receive the requirement model from the marketplace. Based on requirements, they develop solutions

### Table II

| Type            | DLT solutions | Protocol | Throughput (tx/s) | Confirmation time | Fault tolerance | Transaction fees |
|-----------------|---------------|----------|-------------------|-------------------|-----------------|-----------------|
| Blockchain-based| Bitcoin       | PoW      | Tens              | ≈ 60 min.         | 50% power       | ≥ 0.3 USD       |
|                 | Ethereum      | PoW      | Tens              | ≈ 6 min.          | 50% computing power | ≥ 0.1 USD      |
|                 | Litecoin      | PoW (key blocks) | Hundrededs | ≈ 10 min.         | 50% computing power | 0.003 Waves   |
|                 | IOTA          | PoW      | Tens              | ≈ 30 min.         | 50% computing power | 0.001 LTC      |
| DAG-based       | Qum           | PoS      | Thousands         | 0.5 to 10 min.    | 50% computing power | None           |
|                 | Cardano       | PoS      | Thousands         | ≈ 60 min.         | 50% stake value  | 0.001 Qum/KB    |
| Other protocols |               |          |                   |                   |                  |                 |

### Algorithm 1: Publishing DEAs to the marketplace

**Input:** Σ \( \text{Object}_{\text{obj}} \), \( \Sigma \text{Relationship}_{\text{rel}} \), \( \sum \text{Role}_{\text{role}}(x) \), \( \sum \text{Point}_{\text{point}}(y) \), \( \sum \text{Property}_{\text{property}}(z) \)

**Output:** IOTA Tangle transaction address

**Initialization:** Create MBSE models:

\[
\text{Graph}_{\text{g}} := (\sum \text{Object}_{\text{obj}} , \sum \text{Relationship}_{\text{rel}} , \sum \text{Role}_{\text{role}}(x) , \sum \text{Point}_{\text{point}}(y) , \sum \text{Property}_{\text{property}}(z))
\]

Realize the DEAs from the MBSE models:

\[
\text{Graph}_{\text{g}} \Rightarrow \text{Dea}_{\text{sys}}^{\text{e}}(x, y, a, d)
\]

1. **for** \( \text{Dea}_{\text{sys}}^{\text{e}}(a) \) **from** \( \text{Dea}_{\text{sys}}^{\text{e}}(a) \) **do**
2. **Encode** DEA to IOTA Trytes:
   \[
   \text{Dea}_{\text{sys}}^{\text{e}}(x, y, a, d) \Rightarrow \text{Trytes}_{\text{sys}}(a)
   \]
3. **Encrypt** Trytes with MAM signature scheme:
   \[
   \text{Trytes}_{\text{sys}}(a) \Rightarrow (\text{Encrypted}_{\text{sys}}(a), \text{root}_{\text{sys}}(a))
   \]
4. **Upload** Encrypted \( \text{sys} \) to IPFS
5. **return** IPFS content address \( \text{Hash}_{\text{sys}}(a) \)
6. **Encode** to IOTA Trytes:
   \[
   \text{Hash}_{\text{sys}}(a) \Rightarrow (\text{Hash}_{\text{sys}}(a), \text{root}_{\text{sys}}(a))
   \]
7. **Encrypt** with MAM signature scheme:
   \[
   \text{Trytes}_{\text{sys}}(a) \Rightarrow (\text{Encrypted}_{\text{sys}}(a), \text{root}_{\text{sys}}(a))
   \]
8. **Publish** Encrypted \( a \) to IOTA Tangle by MAM
9. **if** public mode **then**
10. **Address** \( \text{Hash}(a) = \text{root}_{\text{sys}}(a) \)
11. **else** if restricted mode **then**
12. **Address** \( \text{Hash}(a) = \text{Hash}(\text{root}_{\text{sys}}(a)) \)
13. **end if**
14. **return** IOTA transaction address \( \text{Address}_{\text{Hash}}(a) \)
15. **end for**
and build the solution models using the GOPPRR approach. In this case, the solution models are encrypted so that they are accessible only to authorized parties, i.e. the assembling vehicle company. Therefore, these DEAs (solution models) are published to the marketplace with restricted mode. The vehicle systems engineers receive the solution models from the marketplace and the corresponding encryption keys from supply agencies, so that they can access to the solutions and compare them to find the most suitable solution.

1) **DEAs marketplace prototype**

A prototype of the proposed DEA marketplace was constructed as proof-of-concept based on the IOTA Tangle API (iota.lib.js), MAM API (mam.client.js) and IPFS API (ipfs Javascript implementation). The source codes, written in Javascript, with implementation instructions for publishing and receiving DEAs files are open access on GitHub [39].

Based on this prototype, experiments were conducted covering the complete process of publishing and receiving DEAs files, i.e. the vehicle company’s requirement models and the supply agencies’ solution models. These models were developed using an MBSE tool MetaGraph [40] (http://www.zkhoneycob.com/).

2) **Experiment**

The detailed workflow of publishing and receiving the requirement models with public mode through the marketplace is shown in Figure 4. The screenshots of the output from each step based on an example is presented in Figure 5. It can be divided into the following steps.

(i) **Preparing DEAs**: The vehicle systems engineers develop requirement models, using the GOPPRR approach and export them as OWL files [41] making them ready for transferring.

(ii) **Encoding and encryption**: In order to protect the privacy of the DEAs on the IPFS network, they should be encrypted locally before uploading to IPFS. We used the encryption mechanism provided by IOTA, The original files are first encoded into trytes (Trytes1: FBFDSCUC…), which is the data encoding format of IOTA based on ternary numeral system [35]. Then the trytes data are encrypted with the MAM signature scheme, producing the encrypted data (Payload: AQKCI9D….) and a MHT root (Root1: KXEEERTEE….), which is the decryption key.

(iii) **Uploading to IPFS**: The encrypted data are uploaded to the IPFS network and a content identification (CID) hash code (Payload: QmYTHwdk…) will be generated which can be used to retrieve the uploaded content (AQQKCI9D…) from IPFS network (https://ipfs.io/ipfs/QmYTHwdk…)

(iv) **IPFS CID encryption**: Using the same encoding and encryption approach, the IPFS hash and the root of the previous encryption are encoded (IPFS_Trytes: 9CADHCCC…) and encrypted to construct the payload (IPFS_Payload: AQWC9JT…) of the IOTA transaction. A second root (Root: WKKSCCRG…) will be generated which can be used to decrypt the payload.

(v) **Publishing payload**: Using the MAM API, the payload will be published to the IOTA Tangle and one or more transactions will be generated. In public mode the second root (WKKSCCRG…) will be used as the address of the transaction. Certain tags and descriptions can also be added to the transactions to facilitate future search or subscription.

(vi) **Receiving transactions**: Once the IOTA transactions are approved, the suppliers can retrieve them through the transaction address. Certain searching service could be added to facilitate the transaction finding process.

(vii) **Payload decryption**: After received the transaction, the supplier can decrypt the payload using the address, which is the same as the root in public mode, and then decode the trytes format content to obtain the CID hash code and the root1.

(viii) **Download from IPFS**: Using the CID, the encrypted content can be downloaded from IPFS network.

(ix) **DEAs Decryption**: The downloaded content can be decrypted with root1 to get the trytes format content. After decoding, the original requirement models will be readable to the embedded systems engineers of the supplier.

After analyzing the received requirement models, the suppliers will develop corresponding solutions and prepare the solution models with the same MBSE approach. The solution models will be published to the marketplace following a similar workflow. In this case, they can use restricted mode instead of public mode. The only difference is that, the address of the transactions on IOTA Tangle is the hash of the root and an extra side key is required to decrypt the transaction payload. Therefore, the suppliers can share their side keys only to the vehicle company to authorize them with access to the solution models.

3) **Performance evaluation**

In this study, we used a public IOTA node (https://www.iotaqubic.us:443) combined with a local IPFS node to build the experiment environment. A series of experiments were conducted to evaluate the performance of the prototype. Figure 5 presents some output screenshots during publishing a requirement model which correspond to the workflow shown in Figure 4. Three groups of MBSE models were created and each of them was published to the IOTA Tangle 10 times. During each iteration, the time of three procedures were measured, i.e. local processing, attaching transactions to the Tangle and transactions been confirmed. The local processing includes data encoding, encryption and uploading to IPFS. The results are listed in Table III and the original experiment records are also open access [39].

According to the experiment results, the local processing time show positive correlation with the size of the DEAs files. This agrees with the expectation that the encoding, encrypting and uploading time increases when the data size grows. The time of attaching transactions to the Tangle is not impacted by the file size because only the encrypted CID, with fixed length, is published to IOTA Tangle. However, it is worth to note that the attaching time varies depending on the conditions of the chosen IOTA node, such as computing power, load, number of neighbours. The confirming time shows high variance which is due to the tip selection algorithm of IOTA protocol [35].
Fig. 4. DEAs Marketplace workflow

TABLE III
PERFORMANCE OF THE MARKETPLACE PROTOTYPE

| DEAs files     | Size  | Processing Time (seconds): mean (SD, min, max) | Attaching Time (seconds): mean (SD, min, max) | Confirming Time (seconds): mean (SD, min, max) |
|---------------|-------|-----------------------------------------------|---------------------------------------------|---------------------------------------------|
| Case1 models  | 2.9Mb | 0.80 (0.07, 0.72, 0.97)                       | 12.63 (10.32, 4.70, 33.94)                   | 158.90 (190.08, 46.00, 677.00)               |
| Case2 models  | 4.6Mb | 1.21 (0.12, 1.09, 1.39)                       | 16.21 (18.69, 4.40, 48.03)                   | 187.70 (175.00, 42.00, 663.00)               |
| Case3 models  | 5.6Mb | 1.37 (0.09, 1.29, 1.53)                       | 18.33 (21.74, 4.47, 52.57)                   | 172.90 (178.80, 37.00, 657.00)               |

4) Privacy and security analysis

The privacy and security analysis for the proposed marketplace is provided as follows:

- Authentication: The proposed marketplace supports two different privacy modes depending on the publisher’s needs. Data published to the marketplace in public mode are accessible to all stakeholders without restriction. In contrast, data published in restricted mode are only open to those authorized with an extra encryption key. When IPFS is used, the data uploaded to IPFS are encrypted in both modes, which keeps the data only open to the marketplace stakeholders. Even the IPFS content is compromised, the attacker will not get access to the data as they are encrypted before uploading.

- Nontampering: The tangle-based consensus protocol enables the published transactions on the marketplace with tamper-resistance characteristic. Once the transaction is approved, nobody will be capable of modifying unless the entire network is compromised. The data uploaded to IPFS network are also tamper-resistance owing to the hash function provided by IPFS. Any modification to the original data will result in a totally different identification. Besides, the encryption procedure, which also uses hash function, before uploading to IPFS adds an extra layer of protection.

- Decentralization: The proposed marketplace is based on a public tangle-based DLT protocol. This protocol was designed to be fully decentralized because no miners are required. Therefore the centralization risk caused by mining pools is eliminated.

5) Limitations

The enabling technologies, especially the adopted DLT solution, for the proposed marketplace are promising but still evolving. Some limitations remain to be addressed.

The efficiency and security of the adopted IOTA Tangle DLT protocol heavily relies on the size of the network, i.e. the number of connect nodes and participants. The nodes connected and more transactions submitted, the network will have the higher security and transaction rate. Currently, the IOTA Tangle is still in its early phase with limited number...
of nodes. To protect the network from malicious attacks a temporary mechanism called the Coordinator has been used to directly or indirectly validate the transactions. This mechanism brings the concerns of centralization and thus the single point of failure risk. This limitation is expected to be resolved in the near future by launching the Coordicide modular [42], which will remove the Coordinator and make the Tangle fully decentralized.

Pricing strategy and payment method are essential components for a mature marketplace which are not investigated in this study. The main reason is that during systems development, the price is usually offered by the DEAs providers. This is different from IoT data trading or smart energy trading etc., where the price is usually dynamically defined by the marketplace. However, certain price comparison and recommendation mechanisms will be beneficial and could be future work of this study.

VII. Conclusion

This paper proposes a decentralized open marketplace to facilitate DEAs exchange during system developments among inter-organization stakeholders. Following the systems thinking methodology, the functional requirements of the marketplace are defined based on scenario analysis. A DEAs marketplace framework is designed and its key concepts are formally defined. The GOPPRR approach is adopted to create DEAs, thus to enable the interoperability of the MBSE models. Moreover, the tangle-based DLT solution, IOTA Tangle and its MAM messaging protocol, is adopted to enable secure, non-tampering, low-cost and decentralized DEAs exchange. A proof-of-concept implementation of the marketplace is conducted based on a case study. Experiment results prove the feasibility of the proposed approach.
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