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Network security situation awareness is a critical basis for security solutions because it displays the target system’s security state by assessing actual or possible cyber-attacks in the target system. Aiming at the security and stability of global information flow, this paper studies the perception and measurement of the overall situation of network security. Through the Scrappy web crawler framework, data were collected from several Zhiming network security event websites, and based on the vulnerability database of China Computer Network Intrusion Prevention Center, the network security event database was designed and established, which enriched the data of situational awareness research. This study investigates the analysis and processing of network security events, a crucial parameter in the stage of security insight and perception, and builds and implements a text-based network security event analysis tool. By designing a network security event analysis tool based on text processing, the data cleaning of network security time text information is completed, and a set of network security event processing solutions with high applicability and comprehensiveness are formed. Statistical experimental results show that the network security event database built based on the crawler algorithm contains 43,848 pieces of data, which increases the capacity by 12.79% and 29.33% compared with the traditional algorithm, and reduces the reading time by 63.5% and 87.2%.

1. Introduction

The use of the global Internet has grown exponentially, bringing new ways of transacting, communicating, learning, and socializing to everyday life. At the same time, the Internet has penetrated into the fields of economy, politics, transportation, education, agriculture, etc., playing an increasingly important role in different fields. According to the 2018 Internet Statistics Report [1] by the China Internet Network Information Center (CNNIC), the number of Internet users in China has reached 829 million, with 56.53 million new Internet users throughout the year, and the Internet penetration rate is 59.6%, compared with the same period in 2017, an increase of 3.8%. But at the same time, networked systems have gradually become the preferred target of organized crime groups. Unfortunately, the overall defense capabilities of current cyber systems are still in their infancy. Cyber security difficulties can range from minor issues such as out-of-date software to major issues such as a lack of leadership backing. The number of Internet-connected “smart” devices in both homes and businesses is increasing. The problem is that not all of these smart devices provide proper protection, allowing intruders to hijack systems and get access to business networks. With the popularization and promotion of network technology, the following severe situation of network security has become
difficult to ignore. The analysis methodology can extract analytically valuable security events from multi-source and heterogeneous huge raw data, and then discover security concerns, prospective threats, and unknown assaults. As there are different types of encryption, there are numerous means for attackers to transmit encrypted threats. Phishing, sensitive information theft, DOS attacks, ransomware, DDoS assaults, masquerading, pattern matching, and other network security threats are continually evolving. The scope of network security threats is constantly expanding, the research content of network security is also constantly enriched, and the network security situation and challenges are becoming more and more severe [2, 3].

With the increasing importance of cyberspace safety, more attention is being paid to cyber security stress detection research and applications (NSSA). The research decomposes an independent assault behavior into several separate time stages during the process of continuous evolution of the NSSA system, such as the IKC multi-stage attack model. NSSA realizes behavior identification, knowledge of purpose, and effect evaluation of diverse network operations in order to make suitable security response options. The occurrence of one network security event may influence the later creation of other network security events, demonstrating a tendency of chain evolution and increasing the complexity of network security events. NSSA realizes behavior identification, purpose understanding, and effect evaluation of various network operations to allow appropriate security response decisions [4, 5]. Network security events are both intrinsically related and affect each other [6]. Situational awareness can represent the overall condition of cyber security in real time and predict network security growth. The application of big data technology opens up new avenues for big network security spatial awareness research [7, 8]. The occurrence of one network security event may affect the subsequent development of different network security events, showing a trend of chain evolution, making the nature of network security events more complex. For complex networks, the longer the duration, the greater the impact and harm on work life. The evolution law of network security events includes not only the evolution law of a single network security event, but also the law of chain evolution between network security events. Identifying and understanding these evolution laws is very important for the analysis and perception of network security situation, a complete set of cyberspace security situational awareness solutions is shown in Figure 1. Figure 1 shows the schematic diagram representing security awareness solution. The platform will provide great convenience and has strong applicability; at the same time, it can also clearly present the internal connection of network security events.

This paper mainly studies the analysis and processing of network security events, an important parameter in the stage of awareness and understanding of security situation, and designs and implements a network security event analysis tool based on text processing. A hypernetwork-based network security event chain evolution model, based on the established network security database, verifies the effectiveness and practicability of the tools and models. The article presents a comprehensive introduction to the topic of network security situational awareness, with the goal of providing useful guidance for comprehending related ideas, encouraging their use in practice, and implementing large-scale network development. The data cleaning of network security time text information is finished by building a network security event analysis tool based on text processing, and a set of network security event processing solutions with high applicability and comprehensiveness is established.

The previous section is the introduction to the paper. Section 2 is the literature survey done related to the work done in the field of security. Research methodology has been discussed in section 3. Section 4 is the results analysis based on major findings. Conclusion of the paper has been covered in section 5.

2. Literature Review

Situational awareness can forecast network security growth by representing the complete state of cyber security in real time. Massive data technology application gives up new opportunities for big network security spatial awareness study. The network security event evolution law comprises not only the development rule of a single network security event, but also the law of chain evolution between network security events. References [9, 10] summarize that, by analyzing network security and recognizing anomalous events in the networks, one could anticipate the future security condition and prevent aberrant feedback. Big data-based network security situational awareness can aid in the resolution of increasingly complicated networking security concerns. With the growth of the Internet and global information, the encryption of the data is at risk threats that employ encryption to avoid detection and are known as encrypted threats. Malware, espionage, spear-phishing, zero-day, security breaches, malicious websites, and other attack types are among them. There are variety of techniques for attackers to communicate encrypted threats, just as there are numerous forms of encryption. The concept of situational awareness was first proposed by [11]; situational awareness refers to “the perception of environmental elements in a certain time and space, the specific understanding of their meaning, and the understanding of their situation in the near future. Network security situational awareness, as a type of active defense technology, discovers and analyzes dangerous behaviors in the network, and discovers the risks existing in the network as soon as possible. By sensing the host node, log, topology structure, etc., it can formulate and schedule different security solutions in a timely manner, so that it can reduce losses and reduce risks before the attack arrives.

Situational awareness has emerged as a hot topic in the cyber security industry, due to its capacity to improve decision-making by applying a three-layer model of observation, understanding, and prediction [12, 13]. In the early stage when security situational awareness was proposed, literature [14] proposed a security situational awareness
model based on simple weighting method and gray theory; literature [14] proposed a network security situational assessment scheme based on attack mode identification; literature [15] summarized the current research direction and found that the research work mainly focused on the simple static evaluation, and the dynamic analysis from the possible transformation of attack activities was seriously insufficient, including early warning analysis and other aspects; Reference [16] discusses that the security situational awareness elements are extracted from the attacker, the defender, and the network environment, and a security situational prediction method based on the analysis of the spatiotemporal dimension is further formed. Reference [17] applies the LAMBDA language to support the elaboration of the template and matching process. In the process of the continuous development of the NSSA system, the literature [18] decomposes an independent attack behavior into multiple different time stages, such as the I KC multi-stage attack model [19], by analyzing the semantics of each attack warning report. Pattern matching is performed on the valid alerts and differentiated attack stages after the configuration information is verified with the vulnerability information to reproduce the complete attack process; Reference [20] proposes a network security situation prediction method based on immune time series; reference [21] developed an online visual analysis system OCEANS to deal with network security events to assist users to quickly understand the actual network security situation and reduce the frequency of system false positives; reference [22] also describes a visual analysis system that can ensure security management. Personnel timely discover the actual harm of network security threats to critical infrastructure; reference [23] proposes a situational awareness model that can simultaneously realize information sharing among multiple agencies, which helps to further improve the security situational awareness system and reduce network security hazards caused by risks.

With the deterioration of Internet security, spatial awareness has become a top issue in the area. The breadth and depth of data, business logic with which it is processed, and the clarity and intuitive with which the information is analyzed all influence the effect of situational awareness decision-making processes [24, 25]. Historically, research on network security incidents has made achievements in different fields, but from a macro perspective, they are all scattered. Reference [26] reviewed and summarized the analysis tools of security events in stages, and representative tools include Swatch, SEC, OSSEC, etc. [27] proposed a security event based on data mining. The analysis framework can obtain security events with analytical value from multi-source and heterogeneous massive raw data, and further

**Figure 1**: Cyberspace security situational awareness solutions.
detect security risks, potential threats, and unknown attacks; Leijiao et al. [28] proposed a graph theory-based method. A trace analysis method is used for understanding the detection and response data of collected incidents, constructing applicable patterns for data classification from attack trajectories. A finite state machine can be constructed based on certain rules to automate data classification, then a state machine can be constructed according to the tracking trajectory, and finally the effectiveness of the state machine and the performance of the state machine can be evaluated; Powar et al. [29] identified specific security events as the starting point to take the development process of the security incident life cycle as the main idea, supplemented by security management and security technology, to build a complete security incident life cycle management and control system.

Security incident emergency response is an important field of security incident research. Hou et al. [30] proposed a set of basic network security incident emergency response linkage schemes, which can reasonably dispatch geographically distributed resources to coordinately respond to the sudden occurrence of network security incidents. According to the characteristics of network security incidents, Reti et al. [31] have pointed out the key point of the network information security incident emergency response (NISIER) system, proposed a new NISIER architecture—"8641" hierarchy, and expounded this system. In order to solve the problem of the combination of network security emergency response system and emergency management platform, Tan et al. [32] proposed a security architecture of a web-based network security emergency management platform, which uses the stored procedure of parameterized statements to further filter hazardous information.

3. Research Methods

In order to provide more comprehensive data for the awareness and understanding stage of network security situational awareness, and to solve the problem that it is difficult for current users to obtain the key information they need in time from hundreds of millions of network security event texts, this paper designs and implements the text processing-based network security event analysis tool. Taking into account the advantages of machine learning algorithms in the fields of text classification and decomposition and information extraction, the actual functions of various tools involved in this chapter are completed by combining them with network security event processing. Figure 2 shows the overall framework of the network security event analysis tool.

3.1. Scrapy Framework Analysis and Application. Scrapy is a robust web crawler framework based on the Python language. Python has the benefits of being lightweight, simple, and having a wide range of applications, among other characteristics. Several crawler frameworks and application modules based on Python are now well developed, with the crawler framework being particularly prominent in the use of generic web crawlers. It can scrape data from various data sources. It is an elevated web crawling and scraping technology for crawling and extracting organized data from online pages. It has a variety of applications, including data mining, surveillance, and automated testing. It can scrape data from various data sources. Scrapy also allows operations such as cleaning, formatting, decorating, and storing these data into data to cascade, so that the performance degradation becomes smaller. Technically, Scrapy is a scraping application built with Python’s twisted framework, because Twisted is event-driven, allowing Scrapy to split the throughput through smooth operations when it has thousands of open connections delay. Users can modify it according to their needs, and it is simple and lightweight to use, so it has a wide range of uses and can be used in a series of fields including data mining, information processing, or storage of historical data [33].

When implementing the Scrapy framework, this paper mainly uses the custom crawler module (spider.py), project module (items.py), pipeline module (pipelines.py), and configuration file module (setting.py). When writing the crawler module, according to the characteristics of the actual network security event website, the regular expression of Xpath is used to parse the HTML text from the engine and locate the target information; when writing the project module, the specific crawler is determined Tasks, namely, Title, Category, Summary, Pub-time, Author, and Security Event Content (Article); when writing the pipeline module, according to the website source, the safe time text information is numbered, sorted, and stored separately [34].

3.2. Classification of Network Security Incidents. After referring to China’s official classification standards for information security incidents, comprehensively consider that the main research object of this paper is network security incidents, at the same time refer to the triggering rules, nature, and mechanism of network security incidents, and consider the requirements of the current network security situation. Harmful program incidents (MI) and network attack incidents (NAI) in information security incidents are the two main categories of network security incidents, and the specific downward classification of the two categories is shown in Table 1, as the final classification standard of the article [35]. A denial-of-service (DOSAI) attack is a cyber-attack in which the offender attempts to render a computer or network resource inaccessible to its user requirements by temporary or permanently interrupting services of a server attached to the network. A backdoor attack (BDAI) is a sort of hack that exploits security flaws in computer networks. Poor design, code problems, and malware can all generate these vulnerabilities, which might be purposeful or inadvertent. Backdoor attacks are frequently used to obtain unwanted access to networks or data, as well as to infect systems with malware. A botnet assault is a type of cyber-attack that occurs when a collection of World Wide Web devices becomes infected with software controlled by malevolent hackers. Botnet
assaults (BI) often entail spamming, data breaches, stealing confidential material, or conducting devastating DDoS attacks [36].

### 3.3. Classification Implementation of Crawler Algorithm Based on Neural Network Model

The goal of training a neural network is to input a crawler algorithm training set that has completed text preprocessing and determine the category into the neural network model, so that it can be trained and continuously learned to form rules for recognizing a certain type of text. The implementation process of the classification module is shown in Algorithm 1. First, the determined categories and the eigenvalues extracted by TF-IDF are used as the input of the neural network model, the classification list in the sample set is looped through, and the MLP multilayer perception classification in the sklearn library is used. The processor handles classification problems.

Among the parameters of MLP, solver represents the solver for weight optimization, alpha represents the initial learning rate of the neural network, hidden_layer_sizes represents the number of neurons in the hidden layer, and random_state is the default state or seed without a random number generator [37]. The joblib function saves the training model formed by each loop, and when the traversal of the training samples is completed, the final classification model is formed. Then, by judging whether the actual classification is the same as the model predicted classification, if it is the same as the actual classification, assign a value to the variable representing the accuracy rate, and continuously record the number of correct classifications in the database. If it is different from the actual classification, record it in the database. The number of misclassified cybersecurity events finally returns the overall average classification accuracy.

In this paper, the preprocessed training samples have a total of 9962 feature dimensions, and the network security events are divided into 14 categories. Therefore, the number of neurons in the input layer of the neural network is 9962, the depth of the hidden layer is 1, the number of neurons in the hidden layer is 20, the number of neurons in the output layer is 14, and the learning rate of the model is 2.0.

During supervised learning, the maximum likelihood algorithm is used to calculate the parameter matrix of the model according to the manual annotation results of the training samples, and finally the construction of the information extraction model is completed. The parameters of the HMM model can be calculated by the above crawler algorithm:

$$ a_{ij} = \frac{C_{ij}}{\sum_{k=1}^{m} C_{ik}} \quad 1 \leq i, j \leq n, $$

(1)

where $C_{ij}$ is the frequency of transition from state $i$ to state $j$ and $\sum_{k=1}^{m} C_{ik}$ is the sum of the frequency of transition from state $i$ to all states.

$$ b_{j}(k) = \frac{E_{j,k}()}{\sum_{i=1}^{m} E_{i,j}()}, \quad 1 \leq i, j, n \leq k \leq m, $$

(2)

where $E_{j,k}()$ is the frequency at which state $j$ releases observation $x_k$ and $\sum_{i=1}^{m} E_{i,j}()$ is the sum of the frequencies at which state $j$ releases all observations.

### 4. Analysis of Results

#### 4.1. Test Data Sources

The test source of this paper mainly comes from the VCDB (VERIS Community Database) security event dataset. The network security events obtained by the crawler tool are stored in the MySQL database. The current event database stores a total of 43848 pieces of data, as shown in Table 2. This dataset is designed to collect and disseminate information on cybersecurity incidents for all publicly disclosed data breaches. Its data are encoded in VERIS format, and the same data are published in JSON format in GitHub. Each event in the dataset is a self-contained JSON file, including the original URL used when the data were collected.

#### 4.2. Classification Model Test Experiment

This paper compares the classification accuracy of two text classification algorithms, naive Bayes and logistic regression, and the crawler algorithm based on the neural network model used in this paper. The logistic regression algorithm is a well-known algorithm. The main reason is that it is more efficient, does not require a large amount of calculation, is simple and easy to understand, does not require scaling of input features, hardly requires any special design, is easy to adjust, and can output calibrated predicted probabilities. Another advantage is that it is easier to implement and the model training is more efficient; naive Bayes is one of the most commonly used text classification models, and it has a good effect on datasets with a large degree of discrimination such as information classification. And its model is relatively simple, which can reduce the requirements for the scale of the dataset to a certain extent.

The specific experimental process is to extract 2,000 pieces of data from the three categories of test data, namely, backdoor attack events, vulnerability attack events, network scanning and eavesdropping events, for a total of 6,000 pieces of data. Starting from 1000 pieces of data,
additional 1000 pieces of data are input into three classification models. The experimental results are shown in Figures 3 and 4.

As shown in Figures 3 and 4, it can be seen that the classification accuracy of the neural network is increased by 12.79% and 29.33% compared with logistic regression and naive Bayes, respectively, while the reading time is reduced by 63.5% and 87.2%. The reason is that the keywords of each category in the network security event classification are more uncertain than the news classification. For example, in the news information classification, keywords such as “star,” “drama,” and “variety show” generally appear in “entertainment.” In category news, keywords such as “athlete,” “schedule,” and “referee” generally appear in “physical” category news, and keywords of different types have great differences. In the classification of network security incidents, the keyword “attack” has a high probability of occurrence in categories such as “worm incident,” “mixed attack program incident,” and “backdoor attack incident.” It appears frequently in “vulnerability attack events” as well as “interference events,” and thus network security event classification frequently requires referring to the connection between numerous keywords at the same time.

Among them, the detection effect of the logistic regression algorithm is the least ideal, because logistic regression belongs to a linear model, the model complexity is relatively low, and the ability to describe the boundary of the sample points with irregular spatial distribution is

Table 1: Specific classification of network security incidents.

| Unwanted program event (MI) | Cyber-attack incident (NAI) |
|----------------------------|-----------------------------|
| Computer virus incident (CVI) | Denial-of-service attack (DOSAI) |
| Worm event (WI) | Backdoor attack (BDAI) |
| Trojan Horse incident (THI) | Vulnerability attack event (VAI) |
| Botnet incident (BI) | Network scanning eavesdropping (NSEI) |
| Hybrid attack program incident (BAI) | Phishing incident (PI) |
| Web page embedded malicious code event (WBPI) | Disturbance event (II) |
| Other unwanted program events (OMI) | Other cyber-attack incidents (ONAI) |

**Algorithm 1: Crawler algorithm implementation.**

| Incident type | Time | Summary |
|---------------|------|---------|
| Hacking       | May 2019 | Employee accidentally included attachment to e-mail with sensitive information about current/former/deceased students and one teacher |
| Website defacement | Jan. 2020 | Stolen mobile device places PII for over 100,000 people at risk. Device was not encrypted and did not have password protection |
| Website defacement | N/A. 2019 | Hackers part of the anonymous-affiliated kodeteccollective have gained unauthorized access to the systems of MOAB training international |
| Server breach | N/A. 2020 | After three long years of investigation by the Federal Bureau of Investigation, a local woman has been indicted in federal court on 26 counts of bank fraud, identity theft, and bankruptcy fraud |
| Website hacked | May 2021 | External actor conspired with servers to skim customer credit card |
| Private key stolen | N/A. 2019 | Veteran A received veteran B’s medication. Information included veteran B’s name and medication type |
insufficient; the prior probability predicts the type of new samples. In order to avoid the formation of exponential parameters when the model is established, it is necessary to assume that each feature (i.e., vocabulary) in the sample is independent of each other. Therefore, as a result, when the number of features in the problem is high and each feature has a specific connection between them, this assumption will interfere with the model’s prediction effect. From the experimental results, this may limit the further improvement of the accuracy. The neural network algorithm performed the best detection and significantly outperformed the previous algorithm. In contrast, the neural network model simulates the human nervous system by constructing multiple layers of neurons and can gradually extract the intrinsic content between different input neurons (i.e., vocabulary) in the process of optimizing the weights between neurons in each layer. It can express complex nonlinear functional relationships, and the changes in the internal parameters of the algorithm improve the generalization performance, thus achieving superior detection results, so it shows better results in the classification of network security events.

5. Conclusion

The research results of this paper are based on the characteristics of network security events as an important parameter of network security situational awareness research, and combined with machine learning, crawler algorithm, and hyper-network technology, it can quickly distinguish and query the constantly updated network security events, providing users or researchers. It provides great convenience and has strong applicability; at the same time, it can also clearly present the internal connection of network security events. A text processing-based network security event analysis tool is designed and implemented in this study. The real characteristics of the numerous instruments engaged in this article are completed by merging them with network security event processing, taking into consideration the benefits of machine learning algorithms in the domains of text categorization and segmentation and information extraction. Starting from the correlation between security events, it is helpful to establish the impact of security events on network system security. The impact analysis of the degree of impact is also of positive significance for the analysis of real network attacks and defense historical events, as well as the analysis of the development trend of attack and defense technologies; at the same time, the research field of super network has been expanded, and it has been extended to cyberspace security from other fields, which greatly enriched the scope of application of hyper-networks. It can also express complicated nonlinear functional connections, and adjustments to the algorithm’s internal parameters increase generalization capability, resulting in superior detection results; thus, it performs better in network security event categorization.
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