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Abstract. The uniqueness of information processing mechanisms in special-purpose infocommunication systems and the increased interest of intruders lead to an increase in the relevance of the problems associated with their protection. The paper considers the issues of building risk-models for the violation of the relevance and value of information in infocommunication systems for special purposes. Also, special attention is paid to the connection between the qualities of relevance and the value of information obtained as a result of the operation of infocommunication systems for special purposes. Analytical expressions for the risk and damage function in the time range in special-purpose infocommunication systems are obtained, which can serve as a mathematical basis for risk assessment. Further, an analytical expression is obtained to assess the chance of obtaining up-to-date information in the operation of infocommunication systems up to the time the information quality is violated. An analytical expression for estimating the chance can be used to calculate the effectiveness of a special-purpose infocommunication system.

1. Introduction
At present, the functioning of the Special-Purpose Infocommunication System (SPIS) plays a key role in ensuring security and making effective strategic decisions. At the same time, the uniqueness of information processing mechanisms in SPIS and the increased interest of malefactors lead to an increase in the urgency of problems related to their protection [1-7].

Attacks on special-purpose infocommunication systems are used to achieve the following objectives: obtaining information of varying degrees of confidentiality, as well as for reducing the usefulness of information received from SPIS after the attack. Problems of protection of SPIS were considered [8, 9]. In these works, the directions of their solution, the risks of special-purpose infocommunication systems [10-15] and the survivability of SPIS were analyzed to some extent [16-24]. However, these studies did not consider violations of the quality of the relevance and value of information, which is especially relevant in that the specificity of SPIS is related to the relevance of the data it produces.

The aim of the work is to develop a method for constructing a risk-model of the violation of the relevance and value of information in special-purpose infocommunication systems, as well as their interrelationships [25-32]. This is necessary to assess the effectiveness of such systems in the context of a violation of the quality of the relevance of information.
2. Risk assessment
Information has aging properties, since it is subject to the influence of time, therefore, information resources have a certain "life" period.

And the effect of aging i.e. the decline in value over time and the artificial retention of information, depending on the importance of the decision taken, can lead to very harmful consequences. Risk analysis in this case is simply necessary.

A fundamental feature of the functioning of the SPIS is that its utility function has a non-linear nature of the buildup during the operation of the system. And, according to the law of marginal utility [4, 15], the first derivative in the dynamics of this function tends to the expression:

$$\frac{\partial \omega}{\partial x} = a \omega, \quad (1)$$

where $\omega$ – utility function, $x$ – quantity of consumed goods, $a$ – coefficient of value, depending on the specifics of the SPIS.

When operating an infocommunication system of a special purpose, its use is associated with the receipt of some information. Suppose that it comes with a relatively constant intensity $P\lambda$. From here it is possible to write down $x = \lambda t$. Carrying out the normalization for the average duration of the successful operation of SPIS $T_{sp}$, we rewrite the last expression in the following form, $x = \tilde{\lambda} \tilde{t}$ where $\tilde{t} = t/T_{sp}$ and $\tilde{\lambda} = \lambda T_{sp}$.

This approach allows us to further operate with $x$ as a dimensionless quantity.

Let us now return to expression (1) and carry out the corresponding substitution:

$$\frac{\partial \omega}{\partial \tilde{\lambda} \tilde{t}} = a \omega, \quad (2)$$

The solution of the last equation is obviously an exponential. Taking into account the start information $b$ and the current $\lambda_{sp}$ loss of information during the operation of the SPIS, we have:

$$\omega(t) = \exp\left(a\lambda_{sp}t + b - \lambda_{sp}t\right),$$

or

$$\omega(t) = \exp\left[a(\lambda_{sp} - \lambda_{sp})t + b\right],$$

or

$$\omega(t) = \exp[a \lambda t + b],$$

where $\lambda = \lambda_{sp} - \lambda_{sp}$, $a$ and $b$ – dimensionless (normalized) quantities.

In the normalized form, the last expression takes the following form:

$$\omega(\tilde{t}) = \exp\left[\tilde{a} \tilde{\lambda} \tilde{t} + \tilde{b}\right]. \quad (2)$$
We now determine the chances and risks \([3,11]\) of the violation of the quality of the information's relevance at a time \(t_0\). In this case, the probability density and the accumulated probability of violation of the quality of the information's topicality will be denoted by \(f(t)\) and \(F(t)\), respectively.

Usually, the risk is defined as the product of the amount of damage to the likelihood of its occurrence \([4]\).

\[
Risk(t) = f(t) \cdot u(t) \Delta t,
\]

where \(u(t)\) – amount of damage, \(f(t)\) – the probability of occurrence of an event of a violation of the quality of the information's relevance, \(\Delta t\) – sampling step.

The damage function can be obtained with the utility function, the graph of this function is shown in figure 1.

The area of the shaded figure in the gap is the damage \([0; t_0]\) due to the current loss of information, and the area of the shaded figure on the gap \([t_0; T_{av}]\) represents a lost profit that a special-purpose information-communication system could have brought had it not lost its operability at time \(t_0\).

![Figure 1. The graph of the utility function.](image_url)

Hence the damage is:

\[
u(t_0) = \int_0^{t_0} \exp[a\lambda_p t + b] dt - \int_0^{t_0} \exp[a(\lambda_p - \lambda_y) t + b] dt + \int_{t_0}^T \exp[a(\lambda_p - \lambda_y) t + b] dt.
\]

Performing simple mathematical operations, we obtain the formula (4):

\[
u(t_0) = \int_0^{t_0} \exp[a\lambda_y t + b] dt + \int_{t_0}^T \exp[a(\lambda_p - \lambda_y) t + b] dt = \frac{\exp[b] \left( \exp[a\lambda_p T_{av} - a\lambda_y T_{av}] - \exp[a\lambda_p t_0 - a\lambda_y t_0] \right)}{a(\lambda_p - \lambda_y)} + \frac{\exp[b] \left( \exp[a\lambda_y t_0] - 1 \right)}{a\lambda_y}.
\]

The graph of the damage function is shown in the figure 2.

This chart is schematically similar to the utility function graph, which corresponds to its physical meaning, the ISSN brings little damage at the implementation stage, and since the loss of its efficiency, the value of the damage has increased dramatically.
Thus, the value of damage was found throughout the lifetime of the SPIS.

![Figure 2](image)

**Figure 2.** The schedule of the damage function.

According to [6, 12-14], cases of violation of the quality of the information’s relevance correspond to the log-logistic distribution law [28-32]. The probability density function for the log-logistic distribution law is [7, 16-18]:

\[
f(t) = \frac{(\beta / \alpha)^{t / \alpha}}{[1 + (t / \alpha)^{\beta}]}.
\]

(5)

where \( t > 0, \alpha > 0, \beta > 1 \),

\( \alpha \) – scale parameter,

\( \beta \) – form parameter.

The probability density function – mode [7] assumes the maximum value at the point:

\[
t_{\text{max}} = \alpha \beta \sqrt{\beta - 1} \sqrt{\beta + 1}.
\]

(6)

Substituting \( t_{\text{max}} \) in (5) we obtain:

\[
f_{\text{max}} = \frac{\beta^{-1}}{(\beta - 1)^{\beta} (\beta + 1)^{\beta}} \frac{(\beta + 1)^{\beta+1}}{4\alpha\beta}.
\]

(7)

Thus, the step of sampling is:

\[
\Delta t = \frac{4\alpha\beta}{(\beta - 1)^{\beta-1} (\beta + 1)^{\beta+1}}.
\]

(8)

Taking into account formulas (4), (5) and (8), the analytic expression for the risk function is represented as follows:
\[ \text{Risk}(t_0) = \left[ \frac{b}{a} \left( \frac{a \lambda_y t - a \lambda_y t_0}{a \lambda_y - \lambda_y} \right) - \exp \left[ a \lambda_y t - a \lambda_y t_0 \right] \right] \times \frac{4 \alpha \beta}{\left[1 + (t_0 / \alpha)\right]^{\beta-1}} \times \frac{4 \alpha \beta}{(\beta - 1) (\beta + 1)^{\beta-1}}. \]  

(9)

In the subsequent calculations, to simplify the calculations, one should take for a constant value $\Delta t = \text{const}$, and the $a(\lambda_y - \lambda_y) = z$, $a \lambda_y = c$ value then:

\[ \text{Risk}(t_0) = \left[ \frac{e^b \left( e^{cT} - e^{c_0} \right) + e^b \left( e^{c_0} - 1 \right)}{c} \right] \times \frac{(\beta / \alpha)(t_0 / \alpha)^{\beta-1}}{\left[1 + (t_0 / \alpha)\right]^{\beta-1}} \times \Delta t. \]  

(10)

To solve the problems of preserving the quality of the actuality of information in general, it is necessary to determine the risk parameters. We calculate the risk parameters for the resulting damage expression and the log-logistic distribution law.

We now turn to the calculation of the mode and the peak of risk. The mode is found by solving the task of investigating the risk function for extremes [19, 20].

Equate the resulting expression to zero:

\[ \Delta t \frac{e^b \left( \beta / \alpha \right)(t_0 / \alpha)^{\beta-1}}{c \left[1 + (t_0 / \alpha)\right]^{\beta-1}} \times \left((t_0 / \alpha)^\beta + 1\right) \times \left(c ze^{c_0} - cze^{c_0} + z \beta (e^{c_0} - 1) - \right. \]

\[ \left. - z(e^{c_0} - 1) - c \beta \left(e^{cT} - e^{c_0} \right) - c\left(e^{cT} - e^{c_0} \right) \right) = 0. \]

Critical points, functions $\text{Risk}(t_0)$ on the investigated interval $[0; T_0]$:

\[ \frac{e^b \left( \beta / \alpha \right)(t_0 / \alpha)^{\beta-1}}{c \left[1 + (t_0 / \alpha)\right]^{\beta-1}} = 0; \]

or

\[ (t_0 / \alpha)^\beta + 1 = 0; \]

or

\[ (c ze^{c_0} - cze^{c_0} + z \beta (e^{c_0} - 1) - z(e^{c_0} - 1) - c \beta (e^{cT} - e^{c_0}) - c\left(e^{cT} - e^{c_0} \right) = 0. \]

The first equation has a solution $t_0 = 0$, that does not satisfy the condition $t_0 > 0$. The second equation has no positive solution.

We now turn to the solution of the last equation:

\[ cze^{c_0} - cze^{c_0} + z \beta e^{c_0} - z \beta - ze^{c_0} + z - c \beta e^{cT} + c \beta e^{c_0} - ce^{cT} + e^{c_0} = 0 \]

\[ e^{c_0} (c z + \beta z - z) - e^{c_0} (c z - c \beta - z) - c \beta e^{cT} - ce^{cT} - z \beta + z = 0. \]

To simplify the notation, we introduce the notation

\[ cz + \beta z - z = N; \]
The equation takes the form:

\[ e^{c_0} \cdot N - e^{c_0} \cdot P - Q = 0. \]

We use the expansion of the exponential in a Taylor series, restricting ourselves to the first three terms. We have:

\[
\begin{align*}
&
\left(1 + t_0 c + \frac{t_0^2 c^2}{2}\right)N + \left(1 + t_0 z + \frac{t_0^2 z^2}{2}\right)P - Q = 0; \\
&
N + t_0 c N + \frac{c^2 N}{2} t_0^2 + P + t_0 z P + \frac{z^2 P}{2} t_0^2 - Q = 0; \\
&
\left(\frac{c^2 N}{2} + \frac{z^2 P}{2}\right) t_0^2 + (cN + zP) t_0 + N + P - Q = 0.
\end{align*}
\]

We have a quadratic equation:

\[
D = (cN + zP)^2 - 4(N + P - Q)\left(\frac{c^2 N}{2} + \frac{z^2 P}{2}\right);
\]

\[
t_{1,2} = \frac{-(cN + zP) \pm \sqrt{D}}{c^2 N + z^2 P}.
\]

Presumably, the value of the second root is equal to the negative value, which contradicts the assertion that then the value \( t > 0 \), of the mode is equal to:

\[
t_1 = \frac{- (cN + zP) + \sqrt{(cN + zP)^2 - 4(N + P - Q)\left(\frac{c^2 N}{2} + \frac{z^2 P}{2}\right)}}{c^2 N + z^2 P}.
\]

Let the value of the mode \( t_1 = t_n \), then the maximum damage will be equal to:

\[
u(t_n) = \frac{e^b (e^{c_0} - e^{c_1})}{z} + \frac{e^b (e^{c_1} - 1)}{c}.
\]

Consequently, the calculation formula for the risk peak has the following form:

\[
\text{Risk}(t)_{\text{max}} = \text{Risk}(t) \approx \left[ \frac{e^b (e^{c_0} - e^{c_1})}{z} + \frac{e^b (e^{c_1} - 1)}{c} \right] \times \frac{(\beta / \alpha) (t_n / \alpha)^{\beta-1}}{\left[1 + (t_n / \alpha)^{\beta}\right]} \times \Delta t.
\]

The obtained analytical expressions for risk can serve as a mathematical basis for assessing the risk of SPIS. In turn, the risk function will be used by us in the future when assessing the viability of these systems.
3. Evaluation of the chance of obtaining up-to-date information

If the risk function has the meaning of a probabilistic evaluation of the occurrence of damage at some point in time, then the chance function is something else like a probabilistic estimate of the receipt by some system of use at an arbitrary moment in time.

In general, the function of chance is as follows [3, 21-24]:

\[ \text{Chance}(t_0) = v(t_0)\left[1 - F(t_0)\right], \]  \hspace{1cm} (13)

where \( v(t_0) \) – the benefits of using a special-purpose infocommunication system, 

\( (1 - F(t_0)) \) – probability of failure-free operation of system components up to the moment \( t_0 \).

Thus, we have:

\[ F(t_0) = \int_0^{t_0} f(t) dt = \frac{(t_0 / \alpha)^\beta}{1 + (t_0 / \alpha)^\beta}. \]  \hspace{1cm} (14)

Then the probability of failure-free operation:

\[ 1 - F(t_0) = \frac{1}{1 + (t_0 / \alpha)^\beta}. \]  \hspace{1cm} (15)

We will count the favor as a benefit obtained from the use of SPIS in a period of time \([0; t_0]\). To find it, we use the utility function, developed by us earlier.

The benefit received by the system at the supposed moment of violation of the quality of the information's relevance is determined from the utility function by integrating the latter by the parameter \( dt \) in the interval \([0; t_0]\), where \( t_0 \) is the alleged moment of violation of the quality of the information's relevance.

\[ v(t_0) = \int_0^{t_0} \exp\left[a(\lambda_\nu - \lambda_\gamma)t + b\right] dt = \frac{e^\beta(e^{\lambda_\nu \alpha / \beta} - 1)}{a(\lambda_\nu - \lambda_\gamma)}. \]  \hspace{1cm} (16)

Thus, we have an expression for assessing the chance of obtaining up-to-date information from the infocommunication system up to the time of the violation of the quality of the information's relevance \( t_0 \):

\[ \text{Chance}(t_0) = \frac{e^\beta(e^{\lambda_\nu \alpha / \beta} - 1)}{a(\lambda_\nu - \lambda_\gamma)} \cdot \frac{1}{1 + (t_0 / \alpha)^\beta} = \frac{e^\beta(e^{\lambda_\nu \alpha / \beta} - 1)}{a(\lambda_\nu - \lambda_\gamma)[1 + (t_0 / \alpha)^\beta]}. \]  \hspace{1cm} (17)

We use the substitution as in solving the risk, let \( a(\lambda_\nu - \lambda_\gamma) = z \), then:

\[ \text{Chance}(t_0) = \frac{e^\beta(e^\gamma - 1)}{z[1 + (t_0 / \alpha)^\beta]}. \]  \hspace{1cm} (18)

This formula shows the dependence of the chance on time \( t_0 \), as well as \( a, b, \lambda_\nu, \lambda_\gamma, \alpha, \beta \).

Thus, an analytical expression was obtained to assess the chance of obtaining up-to-date information in the operation of SPIS until the quality of the information is violated \( t_0 \). The analytical expression for the assessment of the chance will be used by us in the future to calculate the performance of the infocommunication system for special purposes.
4. Evaluation of the effectiveness of the infocommunication system

In the context of the risk analysis of the violation of the quality of the information’s relevance, it is appropriate to solve the task of determining the effectiveness of the work of the SPIS [5, 9].

Traditionally, the efficiency of a system is understood to mean the ratio of the cost to total costs. We estimate the efficiency of the system using the expression [4, 11]:

\[
E = \frac{\text{Chance}(t_0) - \text{Risk}(t_0)}{Z(t_0)} - 1, \tag{19}
\]

where \( \text{Chance}(t_0) \) and \( \text{Risk}(t_0) \) – risk assessment and the chance of SPIS at the moment \( (t_0) \);

\( Z(t_0) \) – total costs of maintaining the life of the SPIS at the time \( (t_0) \).

Costs in this case are understood, in particular, the cost of deployment and commissioning of SPIS, as well as the costs of maintaining the system of protection of SPIS and the elimination of destructive influences.

Thus, we will define an expression for the evaluation of the effectiveness of SPIS.

\[
E = \frac{\text{Chance}(t_0) - \text{Risk}(t_0)}{Z(t_0)} - 1 = \left[ \frac{e^\beta (e^{\alpha} - 1)}{z} \right] - \left[ \frac{e^\beta (e^{\alpha} - e^{\alpha_n}) + e^\beta (e^{\alpha} - 1)}{z} \right] \times \frac{(\beta / \alpha)(t_0 / \alpha)^{\beta-1}}{1 + (t_0 / \alpha)^{\beta}} - 1 = \tag{20}
\]

\[
Z(t_0) \times e^{\beta} - \left[ ce^\beta (e^{\alpha} - e^{\alpha_n}) + ze^\beta (e^{\alpha} - 1) \right] (\beta / \alpha)(t_0 / \alpha)^{\beta-1} - 1.
\]

The expression of efficiency over the whole period of the functioning of the SPIS, taking into account the discretization of time, can be written in the form:

\[
E = \sum_{k=1}^{n} \left[ 1 + (k / n\alpha)^{\beta} \right] \left( e^{\beta} (e^{\alpha} - 1) - \sum_{k=1}^{n} \left( e^\beta (e^{\alpha} - e^{\alpha_k}) + ze^\beta (e^{\alpha} - 1) \right) (\beta / \alpha)(k / n\alpha)^{\beta-1} \right] \times \frac{Z(k / n) \times e^{\beta} (1 + (k / n\alpha)^{\beta})^2}{1}\times \Delta t \tag{21}
\]

5. Calculation of risk sensitivity coefficients

The dynamics of the risk movement will be estimated using the sensitivity coefficients. Consider the risk function obtained earlier:

\[
\text{Risk}(t_0) = \left[ \frac{e^\beta (e^{\alpha} - e^{\alpha_n}) + e^\beta (e^{\alpha} - 1)}{z} \right] \times \frac{(\beta / \alpha)(t_0 / \alpha)^{\beta-1}}{1 + (t_0 / \alpha)^{\beta}} \times \Delta t, \tag{22}
\]

where: \( t_0 \) – the moment of violation of the quality of the relevance of the information, \( T_{\alpha} \) – the average duration of use of SPIS, \( \alpha, \beta \) – the parameters of the probability distribution of the occurrence of a violation of the quality of the information's relevance.

To find the coefficient of differential sensitivity with respect to the parameter \( \beta \), we find the partial derivative of the risk function with respect to the shape parameter:
Let us analyze the behavior of the sensitivity function for various values of $\alpha$ for a given value vector of the shape parameter (fig. 3-4).
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**Figure 3.** Graph of the differential sensitivity function depending on the form parameter when $t_0=0.8$, $\alpha=2$.
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**Figure 4.** Graph of the differential sensitivity function depending on the form parameter when $t_0=0.8$, $\alpha=4$.

Let us find the partial derivative with respect to the scale parameter:

$$
\frac{d\text{Risk}(t_0)}{\alpha} = \Delta t \left[ \frac{e^{\beta (e^{\alpha t_0} - 1)} - e^{\beta t_0 (e^{\alpha t_0} - e^{\alpha t_0})}}{t_0} \right] \frac{(\beta / \alpha) (t_0 / \alpha)^{\beta-1}}{[1 + (t_0 / \alpha)^{\beta}]^{2}}.
$$

(24)

Let us analyze the behavior of the sensitivity function for various values of $\beta$ for a given vector of parameter values (fig. 5-6).

Analysis of the graphs in figures 3-6 allows us to conclude that the risk function is sensitive to changing the shape and scale parameter over the entire time range, and it is advisable to take measures...
to regulate the risk of violating the quality of the information's topicality in the SPIS at any stage of its life cycle.

Figure 5. Graph of the differential sensitivity function depending on the scale factor when $t_0=0.8$, $\beta=2$.

Figure 6. Graph of the differential sensitivity function depending on the scale factor when $t_0=0.8$, $\beta=4$.

6. Conclusion
Thus, in the work the questions of construction of risk-models of violation of the qualities of relevance and value of information in infocommunication systems of special purpose are considered. Particular attention is paid to the connection between the qualities of relevance and the value of information obtained as a result of the operation of infocommunication systems of a special purpose. Analytical expressions for the risk and damage function in the time range in special-purpose infocommunication systems are obtained, which can serve as a mathematical basis for risk assessment. An analytical expression is obtained for assessing the chance of obtaining up-to-date information in the operation of infocommunication systems up to the time when information quality is upsetting. An analytical ex-
pression for estimating the chance can be used to calculate the effectiveness of a special-purpose information communication system. The obtained analytical expressions can be useful for assessing the viability of information communication systems for special purposes.
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