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Abstract-
The concept of identification has always been of great significance in terms of connecting an individual to his/her community. Verifying the identity of a person (card or number) is vital for granting the right and secure access to numerous services embedded within an Electronic Government (e-Government). e-Government applications typically require the need for citizens to provide a form of digital identity (card or number) for access to numerous services, as against the multiplicity of existing ones that are used for different platforms in Nigeria today. Nigeria and other developing nations have not taken the optimum advantage of utilizing an all in one digital identity card for providing citizens with an array of e-Government services, as well as proper authentication methods for security, as recorded in highly innovative nations in the world today. This paper addresses two major challenges of identity management in Nigeria, which are poor authentication methods for access to services and inadequate management of multiple identification systems. Therefore, the objective of this paper is to propose a web-based digital identity system framework for accessing multiple e-Government services, which includes Electronic Voting, driver’s licence, Electronic Passport, Electronic Health and Electronic Payment. Also included in the framework is the authentication services, which utilizes Near Field Communication (NFC) smart cards, biometric data, and One Time Password (OTP) as a consistent and reliable means of identifying and authenticating the user’s access to the embedded e-Government services.
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1. Introduction
Digital identity is the representation of an individual within a specific setting, thus enabling the individual to assume a range of distinctive identities for every service rendered in either the public or private sectors with which he or she engages in [1]. Nowadays, technology has become more pervasive and affordable [2], which has resulted in inclusive digital identification systems in some part of the world today. For example, Estonia has created a digital legal representation of an individual, whereby personal identification numbers (PINs) are utilized for authenticating individuals against the credential of a digital card, which enables the individual to remotely access public services, and also allows them to sign authoritative documents or contracts with a similar lawful legitimacy as though they were signed in person [3]. Digital identity systems have opened a new area of development for civil participation and have increased the efficiency of public services as evident in Belgium, Estonia, Finland, France, the Republic of Korea and Singapore, where citizens can pay taxes or request official documents online [4]. With the advances in technology every day, the preferences of identity mechanisms have already made a
large impact on the social, cultural, business, and political aspects of human lives [5], [6]. The ability to access and use digital identities on the go (anywhere and anytime), has become a prerequisite for a dynamic information society [6].

1.1 The Need for a Digital Inclusive Identification System

In 2015, the World Bank acknowledged the likelihood of using digital identity cards as a medium for connecting conventional national identity cards to multiple functional applications [7]. The mission of the World Bank’s Identification for Development initiative is to foster inclusive development by helping countries to build secure and efficient identification systems. In their investigations, they discovered that over 1.1 billion people worldwide, most of whom belong to developing or low income nations, lack the official identification needed to access basic services and opportunities which includes casting of votes, accessing health care services, getting jobs, accessing financial services, and other social benefits [8]. Digital identity is now seen as a need for developing or low income nations to develop essential primary forms of identification, and as a chance to cultivate digital inclusion by linking trusted and secured e-government services to digital identity systems [9]. Although most developing nations already have a type of digital identity system which is attached to specified services and is serving a subset of the populace, just a couple have a multipurpose digital identification system that covers the whole populace [3]. According to [10], amongst the developing nations in the world today:

- 24% have no form of a digital identification system,
- 18% have a system that is aimed at providing only identification services,
- 55% have a system that is utilized for identification services, as well as for accessing a limited amount of offline services, and
- 3% have a foundational multipurpose digital identification system utilized for providing both identification services, and for accessing a variety of online and offline e-Government services.

![Figure 1: Digital Identity Penetration](image)

The importance of digital Identities has now been acknowledged in the post 2015 development agenda by the united nations, solely as a Sustainable Development Goal (SDG) target to
“promote peaceful and inclusive societies for sustainable development, provide access to justice for all, and build effective, accountable, and inclusive institutions at all levels” [11]. A key indicator of the SDG target is to “provide legal identity for all, including birth registration, by 2030”. Achieving this goal in the best way possible can be done by building a unified digital identity system for all, which results in utilizing a solitary digital identity card for access to multiple e-Government services and relies on the digital rather than the physical attributes of an individual for authentication.

1.2 Early Adopters of Unified Digital Identity Systems

As of recent, advancements in digital identification systems have been achieved by different worldwide governments [12], [13]. Adopting digital technologies (such as smart cards, mobile devices, etc.) for digital identity solutions, presents an opportunity for Governments to drive transformational change for citizens, businesses and public administrations, enhance the performance and delivery of numerous e-Government services, and promote a more connected digital society both at the national and cross-border level [9], [14]. Other key drivers of the digital identity evolution, which includes strengthening essential identity allocation procedures, upgrading border security measures, and improving the conveyance of social benefits for individuals, have assumed a noteworthy role in the developing various national identity frameworks in various parts of the world, thus creating digital identity systems [15]. Following the global trend towards a unified digital identity implementation, Table 1 lists some countries that have successfully adopted smart identity cards embedded with multiple applications.

| COUNTRY | NAME OF ID CARD | YEAR INTRODUCED | USES                              | REFERENCES |
|---------|-----------------|-----------------|----------------------------------|------------|
| Austria | Citizen Card    | 2002            | National ID Card                 |            |
|         |                 |                 | E-Government Services            |            |
|         |                 |                 | E-Banking                        |            |
|         |                 |                 | E-Education                      |            |
|         |                 |                 |                                  | [16]       |
| Belgium | eID Card        | 2003            | National ID Card                 |            |
|         |                 |                 | E-Government Services            |            |
|         |                 |                 | E-Banking                        |            |
|         |                 |                 | E-Health                         |            |
|         |                 |                 | E-Commerce                       | [17]–[20]  |
| Finland | Finnish eID Card| 1999            | National ID Card                 |            |
|         |                 |                 | E-Government Services            |            |
|         |                 |                 | E-Banking (Online)               |            |
|         |                 |                 | E-Health                         | [19]–[21]  |
|         |                 |                 | European Travel                  |            |
| France  | French National Identity Card | 2007 | National ID Card | [20] |
|         |                 |                 | E-Banking                        | |
|         |                 |                 | E-Education                      | |
|         |                 |                 | E-Voting                         | |
|         |                 |                 | E-Health                         | |
|         |                 |                 | European Travel                  | |

Table 1: Some Successful Adoptions of Unified IDs
1.3 Authentication Technologies & Digital Identity Systems

Digital identity is vital for accessing and engaging in systems, which requires the use of appropriate authentication techniques for guaranteeing the privacy, integrity and security of the user’s identity [31]. Authentication is the utilization of at least a mechanism to verify the identity of a person or other entity requesting access under security constraints [32]. Nowadays, digital identity management systems are inclined to establishing single digital identities for individuals based on three distinct factors of authentication: The Knowledge Factor (What the user knows), The Possession Factor (What the user has), and The Inherence Factor (What the user is) [10], [33].

By combining at least two of these factors together (Multi-factor authentication), the optimal security of the individual’s identity is guaranteed, thus minimizing vulnerabilities, which includes; Brute Force Attacks, Fake Alerts, Phishing/Vishing Attacks, Key Logger Attacks, Man in the Middle Attacks, Image capture and replay attacks, etc. [34].

Establishing the digital identity of an individual means to verify the authenticity of the presented authentication technology, which is the key features that guarantees the security of the
individual’s identity. Authentication technologies are utilized for providing filters that verifies the attributes of digital identities and grants permissions for legitimate individuals to access services [35].

**Contactless Smart Cards:** Smart cards are widely recognized as a robust solution for authentication because they can be used to authenticate an individual’s identity using multiple authentication factors for varying levels of assurance [8]. Although the original design of smart cards was contact based, the present necessities for expanded data transmission speed and expediency of smart cards has driven the market towards contactless approaches. According to [36], contactless smart cards are advantageous to digital identity systems over contact-based ones, in terms of:

- **Speed:** Contactless smart cards provides quicker transaction time for card holders.
- **Convenience:** The operation and transaction of contactless-based smart cards requires little to no effort from the card holder. All the card holder needs to do to start a session is to swipe his or her card.
- **Low Maintenance:** Contactless cards require less maintenance because the components of the card are not exposed to natural elements, and to the friction of contact scenarios, thus preventing most of the wear and tear that damages contact cards.

**NFC:** Integrating contactless smart cards with NFC technology offers vital advantages in the amount and type of data that can be stored, the incorporation of multiple-independent applications (aka applets), and the flexibility for multipurpose digital identity programs [37]. NFC is a short range wireless communication technology, which provides safe yet straightforward and instinctive data transmission techniques amongst electronic gadgets [38]. NFC is a subdivision of Radio frequency identification (RFID) systems, which uses a carrier frequency of 13.56 MHz, a data transfer rate of 424kbps, and operates within an extended communication protocol and data exchange format of ISO/IEC 14443 standards [39]. Also, NFC supports secured data transmissions over distance rates of at least 10 cm through a combination of RFID and contactless smart card standards [40]. NFC technology has two goals, which are simplicity and security. By using near-field electromagnetic waves, communication can be initiated by reducing the proximity between electronic devices [41]. The combination of NFC technology and contactless smart card for digital identity solutions presents an opportunity for governments to: Drive transformational change for citizens, businesses and public administrations, Enhance the performance and delivery of its services, and Promote a more connected digital society both at the national and cross-border level [9], [14].

**Biometrics:** Biometrics is commonly defined as a quantifiable behavioral trait of individuals that can be captured and utilized for authentication purposes [42]. Various forms of biometric data utilized for authentication purposes includes fingerprints, iris scans, retina scans, hand geometry, face recognition, voice recognition, signature recognition and keystroke patterns [20]. According to [43] utilizing biometric technology for digital identification and authentication of individuals involves employing three (3) distinct phases such as:

1. **Sampling Phase:** This involves capturing a set of biodata samples of an individual and subsequently utilizing the average measurement to produce the individual’s digital template.
2. Storage Phase: This involves encrypting the digital template and storing it on either a hardware token (smartcard), on a database or remotely on a cloud [44].

3. Recognition Phase: This involves utilizing the stored digital template on an authentication mechanism in order to gain access into a system. Gaining access requires making a match between the biodata read from the authentication mechanism against the stored digital template of the individual.

The key to the utilization of biometrics as an authentication technology for digital identities, is the multiplicity contained in an individual’s biodata. This makes biometrics a core process for digital identification and authentication, whereby the biodata of an individual is used to match the individual’s identifier or attribute data [20].

**One Time Password**: One Time Password (OTP) is a unique passcode that is generated using algorithms, which combines random characters and symbols to form strong passwords each time they are requested. Once an OTP is used, it becomes invalid and cannot be reused [45]. Amongst the various methods of sending OTPs for authentication processes, a simple method involves the use of mobile phones for receiving OTPs via SMS. The idea of using mobile phones as a possession factor for OTPs was developed to provide an alternative method of using hardware tokens. The method is advantageous because it eliminates the for additional dedicated tokens, as users tend to carry their mobile devices around at all times [46]. Nigeria has witnessed an increase in mobile phone penetration due to more affordable means of acquiring these devices, and has been recognized as the most mobilized country in the world with most of the internet traffic coming from mobile devices [47], [48]. Thus, a mobile first approach is necessary in order to engage Nigerians in a more digital inclusive environment, which makes it very easy and efficient for individuals to access e-Government services remotely [47].

Several works have been published in relation to this study, which is focused on multipurpose digital identification systems, with emphasis on the smart card technology and the authentication methods utilized for identification purposes, and access to multiple applications. The design of an identification system that utilizes RFID (Radio Frequency Identification) smart cards and NFC (Near Field Communication) mobile device readers for identity recognition and access to integrated services, was proposed in [49]. The authors developed an NFC based identification system framework, which utilizes a combination of RFID smart cards, finger print technology, and NFC enabled mobile device readers for identity recognition. The smart card and the user’s finger print is utilized as the forms of authentication (two factor authentication).

The authors in [50] proposed a model to eliminate the conflict issues that arises with the use of multiple identities in India such as Forgery, Privacy, Security, data Theft, and Loss of Cards. They developed a Secured multipurpose Unique System Identity (USID) card framework using integrative approaches with the help of RFID technology and biometrics. The framework is designed to utilize the user’s biometric data embedded in a smart card as the only form of authentication (single factor authentication).

An identification system was developed in [51], which is designed based on Smartphones and NFC technology, as it allows for the utilization of mobile phones as a form of secure electronic ID. The authors examined the idea of combing the characteristics of an electronic ID card with
NFC technologies using the mobile phone. They developed a Mobile-ID system, which is an extension of an eID system, designed for the identification of users to access multiple government services. The Mobile-ID is utilized as the only form of authentication (single factor authentication).

The authors in [52] proposed an authentication system based on the Spanish multipurpose ID card and NFC technology. The multipurpose ID card is used for accessing e-Government, e-Commerce, and e-Passport services, while the NFC technology is used to establish wireless ad hoc communications. They developed a network-oriented architecture using cryptography techniques and authentication certificates to establish secure communications between two interlocutors. The network-oriented architecture also enables the proposed authentication system to operate in both local and remote modes. The multipurpose ID card was utilized as the only form of authentication (single factor authentication).

[53] designed and implemented a multipurpose smart card for access to e-health, e-passage and e-payment systems, and an encryption method for its security. They developed an effective encryption system for a multipurpose smart card using Data Encryption Standard (DES) and Elliptic Curve Cryptography (ECC) algorithms to secure the user’s data and privacy. The multipurpose smart card was utilized as the only form of authentication (single factor authentication).

2. Methodology: The Proposed Framework
The proposed unified digital ID framework is an adaptation of the German eCard-strategy, which is the harmonization of various government projects issuing smart cards for authentication and signature purposes. The German government developed the eCard API-Framework, which aims at supporting arbitrary smart cards and facilitating the integration of them into various eID-applications [54]. As shown in Figure 3, the proposed framework distinguishes between three layers, which represent the abstract view of applications down to the physical connection to a smart card. The crucial factors of the framework are the electronic authentication of the card holder, the qualified digital signature supported on the smart card, and the secure authentication methods utilized in accessing the card holder’s personal and sensitive data, as well as accessing the embedded applications. The Framework provides a simple and uniform access to various applications through a standardized NFC smart card interface. The framework is divided into three (3) layers; Application Layer, Identity Layer, and Authentication Layer.

2.1 Application Layer
The application layer provides a web interface for interaction with the framework by connecting via a web browser on computing devices (PC, laptop, or mobile). This layer contains various applications, functions and services, which are only accessible via the utilization of an NFC smart card against its equivalent card reader. The accessible applications include e-Voting, driver’s license, e-passage, e-health and e-payment.

2.2 Identity Layer
The Identity layer provides the management interface and the electronic card interface, which is utilized by various applications with appropriate permissions. The management interface
offers functions for updating and managing trusted identities from the database, as well as smart cards and smart card readers. To manage the user’s identity on the framework, functions to initialize, update, as well as terminate identities (and its appropriate sessions) are included in this interface. The management interface also offers functions to add or remove Card Info files to or from the database. The electronic card interface encapsulates cryptographic functions for encryption and digital signature of the user’s interaction within the system. Digital signatures require certificates for verification, thus the interface includes functions for identity management to manage a database of trustworthy identities and services.

2.3 Authentication Layer
The Authentication layer provides the security functionality required for authenticating the user within the system. The ISO/IEC 14443 and ISO/IEC 18092 Interface provides standardized support for the NFC smart card and the equivalent card reader, the biometric interface provides support for the user’s bio data (fingerprint), and the passcode generator provides support for generating OTPs.

![Figure 3: The Proposed Unified digital ID Framework](image)

3. Discussion
This study is part of an effort to mitigate the multiplicity of identification systems in Nigerian today by providing an alternative to the already existing system. In this study, a 3-tier system framework is proposed, which supports the use of authentication technologies on web applications and is a clear distinction between it and the current identification systems utilized in Nigeria today. Figure 4 below shows the authentication flowchart of how the proposed
framework system works. The utilized authentication factors are: The NFC Smart Card, Biometric data (fingerprint), and OTP. To log into the web interface of the system, the users are required to either swipe their NFC smart card against a smart card reader or scan their fingerprint against a fingerprint reader. Once the user is authenticated, the ID information is generated from the database and the user is granted access to the ID system, where he/she can transact with either the voting, driving, passport, healthcare or payment services. At the point of processing any of the selected service, an OTP is generated and sent to authenticate the user, which is required before any of the selected service is confirmed.

![Authentication Flowchart of the Proposed Framework](image)

Figure 4. Authentication Flowchart of the Proposed Framework [55], [56]

Although, a lot of Nigerians have various forms of cards for identity, voting, payment, and other purposes, the concept of utilizing just a single smart card for access to all e-Government services, provides significant advantages to better the delivery of services, and also eliminates the possibility of registering multiple times for access to services. In an electoral scenario, voting via the web interface has a significant gain over the ballot/paper voting approach in terms
of speed, cost and accuracy, and it also provides an easy and assessable method of voting for Nigerians who are unwilling to leave the comfort of their homes to participate in electoral processes. Additionally, this initiative results in the development of a central database of Nigerians, which will serve as a repository of all records. On it, the personal information of citizens will be registered and subsequently updated. For example, the revision of voter’s list before any election may not be necessary as these records can be updated automatically and reports generated as required. In addition, the security features of the developed system are sufficient enough to guarantee the privacy, integrity and non-repudiation of the individual’s identity and subsequent access to services, which will increase the level of trust in Nigeria’s identification system and improve the level of participation by Nigerians.

4. Conclusion
Developing a unified digital ID system for all has the potential to advance many key elements of the SDGs, including digital inclusion, social protection, human empowerment, financial inclusion, governance, healthcare, education, digital development, and humanitarian assistance. In addition to reducing a basic barrier to accessing services, unified IDs can decrease wastes and leakages in public administration, facilitate innovation on how services are delivered, and empower the most poorest and vulnerable individuals in society by granting them access to critical services (voting, education, healthcare, and finance), while also advancing their legal and political rights, thus ensuring that no one is left behind in the digital age.

Furthermore, combining the e-Voting, driver’s license, e-Passport, e-Health and e-Payment systems in Nigeria, will greatly enhance the overall digital identity management of each citizen, which includes simplifying the current healthcare delivery methods, proper Issuance and management of driving licenses and passports, conducting trusted electoral exercises, and performing payment transactions securely. Thus, improving the socio-economic life of Nigerians with the utilization of a single digital identity card.
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