Abstract—With the rapid development of the Internet of Things (IoT) and its potential integration with the traditional Vehicular Ad-Hoc Networks (VANETs), we have witnessed the emergence of the Internet of Vehicles (IoV), which promises to seamlessly integrate into smart transportation systems. However, the key characteristics of IoV, such as high-speed mobility and frequent disconnections make it difficult to manage its security and privacy. The Blockchain, as a distributed tamper-resistant ledger, has been proposed as an innovative solution that guarantees privacy-preserving yet secure schemes. In this paper, we review recent literature on the application of blockchain to IoV, in particular, and intelligent transportation systems in general.
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I. INTRODUCTION

The Internet of Vehicles (IoV) has emerged as a result of the convergence of the Internet of Things (IoT) and Vehicular Ad-Hoc Networks (VANETs). IoV offers ubiquitous access to information to drivers and passengers while on the move [1]. IoV has many promising applications such as intelligent traffic optimization [2], sensor-based accident prediction [3], entertainment content delivery [4], and electric vehicle charging scheduling [5]. However, with the fast-growing number of connected vehicles, IoV requirements are difficult to satisfy, e.g. secure, scalable, robust, seamless information exchange among vehicles, users, and roadside infrastructures.

Blockchain [6], a distributed and immutable tamper-resistant ledger, manages persistence records of data at different nodes and has the potential to deal with the data security and privacy challenges in IoV networks. As shown in Figure 1, the application of Blockchain to IoV can be roughly divided into four classes, namely security, privacy, trust computing and incentive mechanisms. For security, Blockchain can be leveraged to solve the problems of traditional vehicular network security issues, such as public key infrastructure (PKI)-based solutions and ID-based solutions. Similarly, Blockchain-enabled privacy schemes for IoV ensure the identification of the privacy of the participating vehicles and their locations. Blockchain can also serve as a distributed reputation system that stores vehicles’ trust scores or store vehicle generated content. Finally, Blockchain can also be used to manage traffic-related cryptocurrencies for rewarding vehicles that helped the system. In this paper, we review recent literature on blockchain applications in IoV and intelligent transportation systems in general.

II. BLOCKCHAIN FOR IOV TRUST MANAGEMENT

Trust management refers to the methods that estimate the trustworthiness of other entities in the system. Based on the likelihood of trustworthiness assigned to a given entity, the system decides whether to interact with that arbitrary entity or not. The concept of trust is paramount in systems security, and it is discussed extensively in the network security literature [7]. In the context of vehicular networks, when the vehicle receives a message, the trust system must check the legitimacy and trustworthiness of the sender (node trust), as well as the trustworthiness of the received data or information (content trust). Considering the nature of vehicular networks, trust management plays a vital role in preventing network attacks that may cause serious consequences. For instance, in a safety-related VANET application of emergency warning, the application decides to operate the emergency brakes in case of...
It is worth noting that the blockchain is a public ledger that stores and updates trust records. This eliminates the need for a central trust authority to store the nodes’ trust scores in the blockchain. Kouicem et al. [15] proposed a blockchain-based group signature schemes to ensure conditional privacy, in case of fake message dissemination, malicious vehicles cannot tamper with their trust value on the blockchain. The transparency property gives the chance to access control and authentication, cannot be used to detect dishonest nodes or fake messages, a trust management system is necessary to guarantee the security of the network and it is supposed to complement the other security measures of access control and authentication.

The blockchain properties to tackle the challenges of trust management in vehicular networks. The blockchain is a state machine that stores a block for each new timestamp, previous block’s hash and the nonce. Some methods use basic PoW (Proof of Work) algorithm, while others use a hybrid PoW and PoS (Proof of Stake) consensus algorithm, where the more total votes the easier RSU can compute the nonce of the hash function. Singh et al. [10] used a conditional privacy based group signature schemes to ensure additional privacy, in case of fake message dissemination. Zhang et al. [9] based group signature schemes to ensure additional privacy, in case of fake message dissemination. Zhang et al. [9] proposed a blockchain-based group signature schemes to ensure additional privacy, in case of fake message dissemination. Zhang et al. [9] proposed a blockchain-based trustworthiness computing framework, which can act as an insurance policy for VANET, which need more efficient and scalable methods.

Vehicular nodes are more likely to participate in the computation and storage of the global trust management in MANET. Vehicular nodes need to cooperate to maintain a rating scheme to evaluate the trustworthiness of network nodes in MANET, their trust level, therefore trust bootstrapping is crucial in VANET, where the vehicles rate the correctness of the received message and upload their rating to the RSU. The vehicles and RSU community aggregates the ratings from the RSU community, the latter cooperates to maintain a distributed trust management system, and depend on other sources. Some methods use basic PoW (Proof of Work) algorithm, while others use a hybrid PoW and PoS (Proof of Stake) consensus algorithm, where the more total votes the easier RSU can compute the nonce of the hash function.

The transparency property gives the chance to access control and authentication, cannot be used to detect dishonest nodes or fake messages, a trust management system is necessary to guarantee the security of the network and it is supposed to complement the other security measures of access control and authentication. Some methods use basic PoW (Proof of Work) algorithm, while others use a hybrid PoW and PoS (Proof of Stake) consensus algorithm, where the more total votes the easier RSU can compute the nonce of the hash function. Singh et al. [10] used a conditional privacy based group signature schemes to ensure additional privacy, in case of fake message dissemination. Zhang et al. [9] proposed a blockchain-based group signature schemes to ensure additional privacy, in case of fake message dissemination. Zhang et al. [9] proposed a blockchain-based trustworthiness computing framework, which can act as an insurance policy for VANET, which need more efficient and scalable methods.
The transaction throughput. The relationship between security level and accessibility. The blockchain offers the possibility for anonymity, cryptography, and signature. Blockchain sharding decreases the computing overhead on blockchain exchange messages, such as bacon messages. Many unauthorized entities, including the GPS coordinates of the vehicles, try to hide the location information of the vehicles. Authorized access to the vehicle’s identity and exchanged messages is restricted to authorized entities. While the security measures can guarantee the privacy of the vehicles, the reward points could be spent to benefit from vehicular services, such as insurance and maintenance. Dhelim et al. introduced a blockchain privacy preserving scheme: a) a Bayesian inference model, b) decentralized privacy preserving schemes, and c) a trust management framework.

Privacy is one of the main requirements of IoV, the Internet of Vehicles. The vehicular networkakasheterarch (Vehicular Network Architecture) is divided into multiple channels, and each channel contains a network of vehicles. The access control rules to the data are defined by the law enforcement authority (LEA) in case of a dispute. The access control is based on blockchain, where the blockchain network is protected pseudonyms, to name one example. Common blockchain solutions based on blockchains are: consortium blockchain, private blockchain, and public blockchain. The access control rules are defined by the LEA in case of a dispute. The blockchain network is protected pseudonyms, to name one example. Common blockchain solutions based on blockchains are: consortium blockchain, private blockchain, and public blockchain. The access control is based on blockchain. Makhdoom et al. designed a lightweight threshold certification scheme, in which the proxy signing keys are issued by a set of CAs that are managed by combining vehicular regions partition, geographical areas or clusters.

TABLE III.

| Work Type   | Blockchain Type | Privacy-preservation technique | Target privacy | Recommended privacy |
|-------------|-----------------|---------------------------------|----------------|---------------------|
| Blockchain privacy preserving scheme | Consortium blockchain | Personal identity privacy | Identity privacy | Recommend identity privacy |
| Blockchain privacy preserving scheme | Private blockchain | Multiple channels blockchain | Location privacy | Recommend location privacy |
| Blockchain privacy preserving scheme | Public blockchain | Distributed anonymous credentials | Traffic privacy | Recommend traffic privacy |
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