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Abstract: The new mobile technology, 5G, challenges the current scenario in communications by overcoming the flaws of currently working 4G. Such new technology offers to smart cities and intelligent transportation systems a new way to become fully integrated by allowing massive simultaneous connections and ubiquity of network, even under high mobility situations or dense populated areas. In this way, 5G will become a key enabler for real Internet of Things and its corresponding Internet of Vehicles. This discussion is aimed at providing, in a comprehensive manner, how 5G technology will impact on smart cities, intelligent transportation systems— including autonomous or semi-autonomous vehicles— and vehicular communications, its technical, economic and legal challenges, in the following years.
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1. Introduction

Approximately every 10 years appears a new generation of wireless mobile telecommunications technology. This evolution is characterized by the use of new frequency bands, higher data rates, and new services that push one step closer to enabling the connectivity of virtually our entire physical world. Figure 1 shows the evolution of mobile communication in a time-line with the main features of each generation.

The first generation –1G– was introduced in the early 1980s. It was characterized by the capabilities of transmitting voice using analogue technology. Although it represented a significant advance at that time, it had limitations. For instance, it did not have data service to convert the voice into digital signals, it had poor voice quality and global roaming service was not yet available [1].

Digital technology was introduced during the second generation –2G– in the late 1990s, improving voice quality and increasing data rate capacity. During this generation, Global System for Mobile Communications (GSM) was a digital standard that included services like: Short Message Service (SMS), Multimedia Message Service (MMS) powered by the appearance of devices with color screen and Wireless Application Protocol (WAP) that allowed Internet access services using a mobile device. Although such multimedia applications consumed considerable energy, a remarkable advantage of 2G mobiles was that the device battery lasted longer time than current devices, since radio signals actually consume low power [2].

The third generation –3G– appeared in late 2000’s. It brought the first true wireless data, giving users wide Internet access. A relevant feature of 3G technology was its high data transmission rates, allowing the development of multimedia advanced applications. In addition, the new frequency bands and location information allowed the disruption of applications not previously available to mobile devices, such as web browsing, e-mail access, TV streaming, video conferencing and GPS (Global
Positioning System), among others [1]. Such a broad range of applications made the 3G a remarkable generation for the consumer market but also caused an increase in cost for the 3G devices and a greater energy consumption; i.e., they required more power than most 2G models [2].

The fourth generation –4G– entirely based on Internet Protocol (IP), was introduced in the year 2010 and it is used up to this day. The main goal of 4G technology is to provide high quality, security, low cost services, multimedia and Internet through IP, with quite higher data rates when compared to earlier generations [1]. In particular, 4G delivers the ubiquitous high-speed wireless broadband currently used, unlocking the potential of mobile video and cloud services such as video games, high-definition mobile streaming and 3D television.

Today, 4G offers consumer data rates in megabytes order, latency in milliseconds order and device density for approximately 2000 connected devices per square kilometre worldwide, which has supported the introduction of Internet of Things (IoT). Despite such capabilities and due to an exponential increase of the demand and the new mobile telecommunication innovations, 4G would be replaced with the next generation (5G) by the start of the next decade, as stated in [3].

The 5G era will bring network and service capabilities not previously available. It will ensure continuity, higher data rate, lower latency, massive simultaneous connections and ubiquity of network across the world ( [2]) even in challenging situations for current 4G such as high mobility (e.g., in trains) and in very dense or sparsely populated areas (e.g., stadiums, shopping malls). In addition, 5G will be a key enabler for a real IoT, providing a platform to connect a massive number of sensors and actuators with stringent energy efficiency and transmission constraints [4].

![Figure 1. Evolution of Mobile Communication, from 1G to 5G.](image)

Fuelled by this unprecedented growth in the connected devices number, mobile data traffic, and the limitations of the 4G technologies to address this enormous data demand, industry and academia efforts are focused on defining the specifications for 5G services, signaling the dawn of the 5G era [3]. A device with 5G will be able to maintain network connectivity every moment and everywhere, opening the possibility to connect all the devices in the network. To this end, the basic 5G system design is expected to provide support for up to a million simultaneous connections per square kilometre, enabling the introduction of a variety of emerging concepts within IoT services [5].

The IoT is a recent digital communication paradigm in which the everyday life objects are able to communicate with each other and with the users using Internet [6]. Hence, the IoT aims at expanding the Internet concept, making it more immerse, by enabling easy interaction with a wide variety of devices such as home appliances, surveillance cameras, industrial actuators, traffic lights, vehicles, among others [5]. In this context, data are being generated and gathered from the vast number of connected devices. The integration of Cloud Computing and Big Data technologies play a significant part in handling different types of data, according to the requirements, creating more valuable services [7]. Such technologies are crucial to ensure the IoT paradigm in urban scenarios, which is known as Smart City. It responds to the need of most national governments to adopt Information and Communications Technologies (ICT) solutions in the management of public affairs [6,8].
2. 5G for Smart Cities

Smart cities are aimed at improving the use of the public resources, increasing the quality of the services with focus on comfort, maintenance and sustainability, while the operational costs of the public utilities are reduced, within an IoT framework [9]. Figure 2 illustrates how an IoT-based smart city is expected to be. In general, IoT-based smart city applications can be grouped into four categories, as can be seen in [10]. Personal and Home Applications is the first category and includes home appliances connected and ubiquitous e-healthcare services which help doctors monitor patients remotely [3,5,11]. Utilities Applications is the second category and includes smart water network monitoring, air quality, video-based surveillance, public safety and emergency services [6,12,13]. The third category is Industrial Applications which usually consists of a network of industrial machinery within a production environment [14]. The last category is centered in Intelligent Transportation Systems (ITS) or in general, Mobility Applications. The latter category includes emerging concepts such as autonomous vehicles, vehicle networks, traffic management, congestion control, among others [15].

![Figure 2. Illustration of an IoT-based Smart City, where all services are connected into the grid.](image)

Several research efforts have been made to integrate 5G technologies and IoT services in smart city environments, some of them powered by industries and others by academia. Herein, we will introduce some of the most relevant approaches within each application category focusing on mobility applications.

2.1. Personal and Home Applications

Presently, a small percentage of people have a fitness device also known as tag device, but the opportunities are vast and with 5G, smart tag devices are expected to become more prevalent. Unlike today’s devices, future 5G devices will be fully connected since there will not be a need to be tied to a smart phone for internet access [3]. Companies such as Samsung are developing health care and fitness devices that not only record exercise performance and make recommendations about exercise routines, but also send to the user vital health information to an expert in real time to prevent or monitor medical emergencies [5].

Moreover, with 5G, homes are expected to continuously become smarter through security (remote video security monitoring and control and wireless-controlled door locks), and comfort (command
by voice, remote control using smart-phones and thermostat regulation), as illustrated in Figure 3 (see [16,17] for further reading).

![Figure 3](https://via.placeholder.com/150)

**Figure 3.** Smart home: all functionalities are part of the IoT (designed by vectorpocket/Freepik).

### 2.2. Utilities Applications

Using 5G for urban IoT might provide monitor service of the whole energy consumption in the city, thus enabling authorities to access a detailed and valuable information about energy required by the different public services (e.g., public lighting, traffic lights, surveillance cameras, heating/cooling of public buildings, among others). This will allow identifying the main energy consumption sources and then to plan in order to optimize city energy management [6,12,13].

In addition to the economic benefit of optimizing energy resources, 5G is expected to help public safety by saving lives through disaster and emergency response or improving crime detection and monitoring. Suspicious baggage in airports, vandalism and criminal identification can be combated by using surveillance cameras and computer vision techniques, as stated in [13]. When the threat is detected, using 5G fast connection, this will be informed to public safety personnel of the status of threats and might help to coordinate response actions. Moreover, in [12] is presented a security system which when detecting the face of a known criminal even if the crime has not yet been committed, the system capture live photos and actual location for sent to the nearby police stations.

### 2.3. Industrial Applications

The exponential rise of recent technologies (including big data, cloud computing, artificial intelligence, and 5G) has attracted great interests from industry to integrate ICT in the production environment. The melding of industrial machinery with ICT opens up opportunities to accelerate productivity, reduce waste, increase efficiency and improve the working experience in the production environment [14]. Agriculture is a specific area where IoT has enormous potential. Using sensors with wireless connectivity for crop fields can help to optimize growing and minimize use of water and fertilizers. Livestock, tanks and other farm equipment can be monitored remotely, making farming more efficient by reducing production costs (see [16,18,19]).
2.4. Mobility Applications

Increasingly, urban vehicles are becoming a moving sensor platform that provide environment information to drivers and soon such information could be uploaded to the cloud. The sensors data will be available to a network of autonomous vehicles that exchange their information among each other in order to optimize a well-defined function [20]. Thus, vehicles would become another device connected to the Internet.

Ideally, when the human control is removed, the autonomous vehicles should cooperate to allow handling traffic more efficiently, with lower delays, less pollution and better driver and passenger comfort. For instance, for disaster management, the vehicular network should be able to coordinate the evacuation of dangerous areas in a quick and orderly manner. This requires being able to communicate with each other also have access to resources as ambulances, police vehicles, or information about escape routes, as shown in [21].

Nevertheless, due to the complexity of simultaneous control of hundreds of thousands of vehicles, current 4G technologies are not able to support such a large device density. Some other critical features as latency and quality of service are necessary to achieve it. For instance, it would take about 1.5 m for a vehicle with 4G to apply its brakes. While a vehicle with 5G would only require 2.5 cm to do so, helping avoiding accidents. In the same way, if a vehicle enters in an area with low coverage or very populated, a 4G connection fails. However, a 5G connection theoretically will always have coverage, allowing keeping stable the connection anywhere and anytime [3].

Therefore, within the objectives of IoT and smart cities, vehicles play an important role that leads to Internet of Vehicles (IoV) which is not only centred on interaction between vehicles, but also on humans, cities or even countries [20,22]. In this context, the remainder of this article covers the paradigm of smart cities regarding vehicular communications, showing the limitations of current technologies and the necessary requirements of 5G for ITS, as well as the impact on the environment and the society of concepts such as intelligent navigation and autonomous driving.

3. 5G for Intelligent Transportation Systems

The number of vehicles on the roads has been constantly growing. It is expected that they will surpass two billion by 2030. This is due, partly, to global urbanization, where the United Nations estimates that 21 percent of the world population will live in cities by 2050, up to 12 percent in 2013 [23]. The later represents serious problems to be faced such as the increasing number of casualties by traffic accidents, and the deteriorated natural environment worldwide. For this reason, the concept of Intelligent Transportation Systems (ITS) is fundamental to solve the problems of transportation using ICT, as stated in [24], in order to prioritize applications which have a potential to improve safety, fuel economy, traffic efficiency and riding comfort [25,26].

3.1. Vehicular Communication

Nowadays, a modern vehicle is a sensor platform, absorbing information from the environment. This information is processed by an on-board computer and then used to assist navigation, pollution control, and traffic management, among others. However, to achieve fast data processing it is required an extremely powerful on-board computer. This is the reason behind the high cost of luxury vehicles with driver assistance systems. To avoid the use of expensive equipment, through Internet it should be possible to upload the information onto the cloud to perform heavy processing burden. Thus, IoT can contribute to collect additional information of traffic management centres, complementing the data already collected by vehicles. With this premise, the Vehicular Cloud Computing paradigm is a challenging scenario to test future 5G capabilities [27]. Vehicles can exchange information with other vehicles (known as V2V communication), with the roadside infrastructure, with the Internet, with a pedestrian and in the same way with any element within a smart city [28]. The term Vehicle to Everything or V2X is used to refer to all these types of vehicular communication, depicted in Figure 4.
Taking into account these scenarios, the main trends for vehicular communications are presented herein, introducing relevant cases for safety, mobility and comfort.

3.2. Autonomous Driving

There are several intermediate levels that involve the way we interact with vehicles, before thinking in fully autonomous ones. In particular, six levels of driving automation have been identified by Society of Automotive Engineers (SAE), from no automation to full automation [29,30]. Briefly,

- No Automation (Level 0): Driver continuously in control.
- Driver Assistance (Level 1): Minor driving task performed by system.
- Partial Automation (Level 2): Driver must monitor dynamic driving tasks.
- Conditional Automation (Level 3): Driver does not need to monitor driving tasks, but must be able to resume control.
- High Automation (Level 4): Driver not required during defined use case.
- Full Automation (Level 5): The highest level refers to a fully autonomous system, no driver required.

In principle, autonomous driving is possible without V2X communication, for levels 1 and 2, where human driver monitors the driving environment. However, level 5 without any support from wireless communication systems, i.e., based only on on-board processing and sensor systems, is not practical according to [31]. Without vehicular communication, uncertainty must be considered since it cannot be assured what another vehicle, or pedestrian, will do in the next seconds. If vehicles share their available information, then other vehicles could use them to reduce uncertainties. Thus, autonomous driving can be benefited from local communication V2V, and react faster to maneuvers, preventing collisions [32].

A prominent use case of autonomous driving is Cooperative Collision Avoidance. According to the European Union community road accident database (CARE), intersection related fatalities accounted for more than 20% during the last decade [33]. After all other traffic control mechanisms have failed, the communication between autonomous vehicles are required to take actions and prevent collisions. In such a dynamic and complex environment, upon identification of a collision risk, vehicles cannot decide individually, since different individual actions applied without prior coordination might cause additional collisions or uncontrolled situations. Therefore, all involved vehicles should work in a cooperative manner to compute the optimal collision avoidance actions, as stated in [34].

3.3. Tele-Operated Driving

It is expected that autonomous vehicles, in addition to having autonomous and assisted driving modes, will have the capability to be controlled by an external operator in a tele-operated mode. This is useful when the autonomous mode fails, or human assistance is required in a complicated and
unsafe scenario. Since the driving task is performed remotely, the driver safety increases in dangerous environments such as mining or under-water robots [35].

The major requirement in the tele-operation of vehicles is the live video feed from an on-board camera of the vehicle to a remote human operator to easily understand the potential hazard of the vehicle. Then, based on the live video, the operator will send motion commands to the vehicle. A key role is played by communication networks. Dedicated short range communications and visible light communication are wireless communication technologies that are currently used presently but are not suitable for long distance communication. The 5G mobile network is best suited for vehicle teleoperation as it allows covering longer distances with a high throughput and low latency for continuous video streaming [36].

3.4. Road Safety

The production of full autonomous vehicles is growing very quick, powered by competition in the automotive industry and electro-mobility. However, high-level of automation is not necessary in several potential applications. The information provided by the on-board sensors such as cameras or lasers, through cloud connectivity also enables the provision of warning applications to the drivers [37]. In this context, vehicles are expected to use local V2V and global V2X communication to allow for a safe, more efficient and more comfortable driving, since the vehicle will be able to recognize dangerous situations pre-emptively, even if these were out of visual range due to a bend or other vehicles ahead. This will be possible by sharing information with the nearby vehicles using V2V communication. In other words, it would increase the knowledge that the driver has about what is happening around the vehicle, on the road. Let us consider the following example presented in [38]: a vehicle is moving behind another one and suddenly, a pedestrian is crossing the road in front of the first car. The first vehicle camera detects the situation and shares the image of the pedestrian with the vehicle behind it. The vehicle processes the information and shows a visual alert on the wind shield along with the image of the pedestrian in augmented reality. This use case requires a very high reliability, availability, low latency and a high data rate. Some emblematic road safety and traffic efficiency use cases include: intersection collision risk warning, emergency vehicle approaching, lane change warning, blind spot warning, road works warnings, road hazard warnings, among others [39,40].

In a smart city, safety on the road is not only targeted towards vehicles. According to the National Highway Traffic Safety Administration (NHTSA), pedestrians account for 14% of US road fatalities with over 4400 annual fatalities. In this context, the integration of Vulnerable Road Users (VRUs) is going to be one of the fundamental aims. The latter includes a wide range of road users such as pedestrians, cyclist and powered two wheelers. Recent research tackling VRU safety, such as [41,42], mainly focused on detecting the pedestrians and avoiding accidents using vehicular cloud computing as a branch of mobile cloud computing.

3.5. Intelligent Navigation

Autonomous vehicles will use digital maps and geo-positioning to provide navigation guidance to drivers. These guidance services improve driving efficiency by choosing appropriate routes according to online traffic information. This information is computed from data provided by vehicles in the vicinity, road infrastructure or traffic management centers. More useful data will be collected with the 5G thanks to the IoT and big data, allowing for the provision of more value added services, complementing the navigation as shown in [43–45]. A driver will receive notifications with personalized information about interest points (e.g., tourist attractions, restaurants, parking places, gas stations, among others) as illustrated in Figure 5. A similar service is already done by several mobile applications such as Google Maps, Waze and Maps.Me, to mention a few [46].
3.6. File and Media Downloading

For the next years, society will demand high data rate and low latency in the connectivity at any place and any time, as stated in [47]. Moreover, the introduction of driverless vehicles could increase the consumption of data traffic on the move, as drivers will no longer need to keep attention on driving and can focus their attention on other more comfortable activities. The later involves the increase in quality and quantity of entertainment services such as web browsing, file download/upload, email and social networks. In addition, a strong increment is expected in ultra-high definition video and immersive multimedia experiences powered by emerging technologies as 3D video, virtual reality and augmented reality [47,48]. This represents a significant challenge due to the sparse network infrastructure actually deployed in highway scenarios and the high velocity of vehicles. Capacity requirements, especially due to consumption of high definition video by multiple passengers in each vehicle, will create significant load on the mobile network [49]. In this context, efficient downloading of multimedia to passengers could be a critical marketing strategy for autonomous driving [50].

4. Deployment Challenges

As reviewed in the previous section, vehicular communication will bring efficiency, safety, and comfort to drivers and passengers alike. However, to attain such goal before autonomous vehicles onto market, variety of technical, social and economic hurdles will have to be overcome by the next generation mobile communication systems 5G [51].

4.1. Technological and Economic Implications

According to the use cases mentioned in the previous section, the main technical challenges that must be addressed could be grouped into following categories: mobility, latency, reliability, data rate, simultaneous connection and energy efficiency. For each category exists a 5G key enabling technology such as:

- Device-to-Device (D2D) communication: To direct transmission between proximate devices, without relaying information through a network infrastructure [52]. Such a direct transmission improves spectral efficiency, increases simultaneous connection and reduces end-to-end latency by using short-range links. Additionally, D2D communication guarantees a lower energy consumption by consequence of the lower transmission power required by short-range connections with nearby devices [53]. This implies that the device activity time in data transmission and reception can be severely reduced, getting energy consumption reduction, highly valuable in the view of meeting the energy efficiency requirements into smart cities [54].
- Massive Multiple-Input Multiple-Output (MIMO): Use large antenna arrays at base stations to obtain a wireless network that allows for transmitting and receiving of more than one data signal simultaneously over the same radio channel \[55,56\]. In fact, massive MIMO ability to reach multiple users simultaneously within a dense area while maintaining fast data rates and consistent performance makes it a perfect technology to address the needs of the IoV services.

- mm-Wave: Millimetre Waves (mm-waves) are broadcasted at frequencies between 30 and 300 GHz, compared to the bands below 6 GHz that were used for mobile devices traditionally \[57\]. This technology promises higher data capacity than the one that we currently have now. Nevertheless, there is one major drawback in mm-waves. Higher frequencies are traditionally not potent enough for outdoor applications due to high propagation loss and susceptibility to blockage from buildings and rain drops. Once solved by 5G networks will likely augment traditional cellular towers with another new technology, called Small Cells \[58\].

- Small cells: A small cell is a portable miniature base station that requires minimal power to operate. To prevent propagation loss, thousands of these stations are to be installed in smart cities. A small cell is a term that encompasses pico cells, micro cells, femto cells depending on the output power. It can comprise of indoor or outdoor systems \[59\]. With a traditional macro base station, there is one path to going into the network; with small cells, it breaks the principal path generating many others. The main goals of small cells are to increase the data capacity of macro cells, the data rate and overall network efficiency.

Small cells are typically used in densely populated urban areas, such as shopping malls, sports events, airports, train stations, streets, and highways with dense vehicular traffic. Beyond satisfying the demand of users in dense areas, high mobility users are expected to be benefited, which are inside the vehicles and high-speed trains. Mobile small cells are positioned inside the moving vehicles to communicate with the users inside the vehicle, while the massive MIMO unit consisting of large antenna arrays is placed outside the vehicle to communicate with the outside base station \[2\].

While traditional cell infrastructure required for the predecessor networks was quite broad, 5G will require an even larger cell infrastructure to achieve the expected performance. A strategy to face this is to take advantage of the antenna’s size, due to the fact that with small cells, antennas can be much smaller than traditional antennas if mm-waves are transmitted. This size difference makes it even easier to stick cells on light poles and at the top of buildings \[60\]. On the other hand, the economic cost associated with the expansion and deployment of this new infrastructure with millions or even billions of small cells is a problem that still has to be solved by the operators. They have to consider both received coverage per user and revenue generation per cell site to decide how to deploy the new infrastructure with the minimum cost. According to the demand-driven analysis presented in \[61\], if they decide to purely integrating 5G into the existing macro network, then an average speed of 30 Mbps per user cannot be delivered everywhere or in every time. However, this strategy is the cheapest one when compared to the cost of mass small cell deployment. In this context, operators should analyze if it is worth spending on new infrastructure for sparsely populated rural areas or only concentrates on the densely populated urban and suburban areas \[62\].

4.2. Security and Privacy Implications

Seeking to provide more valuable services to road users and to improve road safety, cloud computing model called VANETs (Vehicular ad hoc networks) was proposed by \[63\]. Various transportation services are provided by VANETs, but in particular, three security services are mentioned herein.

The first service deals with human-related security issues, where vehicle internal sensors are responsible for driver security, incorporating healthcare monitoring and mood detection of the driver \[64\]. The second service is related to road safety, enabling the cloud to collect information from vehicle external sensors as well as from the roadside infrastructure, to help vehicles avoiding obstacles, such as pedestrians and other vehicles \[63\]. The third service is related to security and privacy of
information. As automation is introduced in the vehicular industry, more invasive remote services are expected to appear. Therefore, there is a need for a more stringent authentication method to prevent unauthorized access to vehicles and related personal data [65]. According to [4,66], some important security aspects to improve are the following:

- **Identity management.** Networks should uniquely identify and authenticate users/vehicles and control access to remote services with a timely update of certificates. Due to the very high-speed data rate and extremely low latency requirement in vehicular communications, authentication in 5G, it is expected to be much faster than legacy mobile networks.

- **Privacy protection.** Anonymity service in 5G deserves much more attention than in the legacy cellular networks. The massive data flows in 5G carry extensive personal privacy information such as identity, position, and private contents [65]. In some cases, privacy leakage may cause severe consequences. For example, health monitoring data reveals the sensitive personal health information or vehicle routing data can expose the location privacy [67] (and the references therein). Depending on the privacy requirements of the applications, privacy protection is a big challenge in 5G wireless networks.

- **Data encryption and protection.** Data encryption has been widely used to secure the data confidentiality by preventing unauthorized users from extracting any useful information from the broadcast information.

### 4.3. Sustainability Implications

According to [68], the ITS will help to reduce the waste of time and energy by optimizing routes, reducing congestion, improving vehicle and driver performance and promoting better the management of the transportation system. In terms of sustainability, the optimization of the transport system will result in energy savings, lower pollution levels and reduced environmental impact [69]. The latter is not to be neglected, since it is estimated that cars are responsible for approximately 30 percent of the carbon dioxide emissions behind climate change [70]. According to Los Angeles Transportation Agency, up to 30 percent of the traffic in metropolitan areas is due to parking seekers [71]. That represents a significant source of traffic congestion, air pollution, and environmental degradation [72]. In addition, it is estimated that up to 45 percent of traffic congestion are produced by intersections. In fact, traffic lights and stop signs are inefficient due to their static nature. The lights are preprogrammed to remain green or red for fixed intervals, regardless of how much traffic flow comes from each direction [73]. With 5G there should be intelligent traffic signals that include dynamic functionalities. They gauge the traffic in real time and adjust continuously throughout the day based on vehicular volume, as shown in [33]. In addition, intelligent navigation will help drivers to get to their destinations more quickly and not wasting time in traffic and reducing pollution in the process. Public transport services will be improved through a correct use of online transit information (bus line or subway schedules) in real time. This will change the mind of users who prefer single occupancy vehicles over ridesharing, biking, public transport and other alternatives which decrease the number of vehicles on the road, reducing congestion and even noise pollution [74].

Information collected from sensors attached on parking lots can provide maps showing available parking places [75]. This means that drivers will not have to circle the block aimlessly trying to find an open space but can go directly to those places, thereby reducing traffic congestion, driving time, and vehicular pollutants. Additionally, autonomous vehicles are expected to help in terms of energy savings, productivity and air pollution. More efficient traffic management will enable this energy savings as well smoother driving will help in terms of carbon dioxide emissions and traffic congestion through autonomous driving. Cruise control, automated braking, and other autonomous driving features can deliver fuel cost savings and productivity gains [72].
4.4. Ethical and Social Implications

Increasing automation in transportation has both a positive and a negative side. On the one hand it opens up attractive benefits for society and economy in terms of productivity enhancement and safety [76,77]. On the other hand, it is associated with significant risks. Mostly, problems go hand in hand with various issues relating to social acceptance of driverless vehicles [78,79]. The first problem is liability, as it is currently unclear who would be at fault if a vehicle crashed while self-driving [80]. Traffic policies that regulate this type of situation are still not created. Ideally, when the entire transport system be intelligent and autonomous, the danger of possible traffic accidents will be eliminated. This leads to the following problem. It is expected that ultra-safe vehicles be able to avoid most or all accidents, meaning that many insurance companies will vanish. Additionally, the robotization of mobility will increase the vulnerability of wireless hacking; a hacker would be able to remotely take control of a vehicle. Thus, a person could be kidnapped remotely, using their own vehicle as a tool for crime. Another problem that goes hand in hand with introducing autonomous vehicles is the possible abuse of the users themselves and other road users, i.e., if the vehicle drives too conservatively, it may trigger road rage in human drivers with less patience. On the other hand, if users themselves know that they can safely come to home, that may encourage a culture of more alcohol consumption, since they will not be a need to worry about drunk driving, as stated in [81]. Into public transport, it is openly planned to replace human drivers with self-driving buses once be feasible, as shown in [82]. Thus, the position of a bus driver will not be necessary. If they do not have to drive the vehicle, their role will become more of a customer service person, providing passenger assistance, information and security [83]. In the same way, Uber, Cabify and taxi driving will probably be the first professions to be replaced by autonomous vehicles. Far from it, the driverless paradigm is not just about taxis or transportation, it has the potential to radically transform the entire economy. Robots taking human jobs mean that those humans can spend their time doing higher valued work that will drive even more progress [84]. Finally, the most controversial problem is the ability of an autonomous vehicle to make ethically complex decisions when driving, particularly prior to an imminent crash [80]. In this scenario, autonomous vehicles would choose the lesser evil. The machine must decide if is better to save an adult or a child, or saving two (or three or ten) adults versus one child [81]. People do not usually like thinking about these uncomfortable and difficult choices, but programmers may have to do deal with that. Ethics by numbers alone seems naive and incomplete; therefore rights, duties, conflicting values, and other factors often come into play [85].

5. Discussion and Conclusions

Even though 5G technologies have not yet hit the market, there is a great expectation of all the possible applications that will arise thanks to their qualities, in many cases improving the services presented by the previous networks but in other cases bringing new and more innovative services never seen before.

The emerging concepts of the Internet of Things, Smart Cities, and Intelligent Transportation Systems are three of the main paradigms that will be promoted with the appearance of 5G technologies. At the moment it has been possible to reach a basic level of services based on IoT due to the limitations of 4G technologies, but thanks to the possibilities of network availability anywhere, at any time with a higher data rate, we could finally have a real connectivity among a dense population of mobile devices.

The particular case of Intelligent Transport where vehicles are seen as intelligent mobile devices capable of connecting to the network to share information of their environment is a topic with a great impact within the intelligent planning of resources into a Smart City. In fact, for governments and modern economic development in general is vital to improve the transportation management system and promoting sustainability. The optimization of the transportation system will result in a reduction of the environmental impact and energy saving, as well as time and money.

Despite all the great advantages that show the coming of the 5G era and of the IoT, there are still problems to face in the technological field (such as solving the problems of coverage and bandwidth
required for real-time applications). However, there are also social and ethical problems related to the inclusion of new services that will not be easy for the population to assimilate, as it is the case of self-driving vehicles inside the city and possible undue access to personal information of the users due to the fact that all our data will be shared in the cloud. Such problems are related to security, but, seen from the side of avoiding fatal accidents in one case and in the other hand seen as protection of private information.

Author Contributions: Conceptualization, F.A.C.; methodology, L.G. and F.A.C.; formal analysis, L.G. and F.A.C.; investigation, L.G.; resources, F.A.C.; writing—original draft preparation, L.C.; writing—review and editing, F.A.C.; visualization, L.G.; supervision, F.A.C.; project administration, F.A.C.; funding acquisition, F.A.C. All authors have read and agreed to the published version of the manuscript.

Funding: This research was supported by ANID-Basal Project FB0008, and ANID-PFCHA/Doctorado Nacional/2018 21180470.

Acknowledgments: We would like to thank to the AC3E (Advanced Center for Electrical and Electronic Engineering), to the Department of Electronic Engineering and to the Federico Santa Maria Technical University, and to Freepik for their graphic resources.

Conflicts of Interest: The authors declare no conflict of interest. The funders had no role in the design of the study; in the collection, analyses, or interpretation of data; in the writing of the manuscript, or in the decision to publish the results.

References
1. Prinima, D.; Pruthi, D.J. Evolution of Mobile Communication Network: From 1G to 5G. Int. J. Innov. Res. Comput. Commun. Eng. 2016, 4, 224–227.
2. Gupta, A.; Jha, R.K. A Survey of 5G Network: Architecture and Emerging Technologies. IEEE Access 2015, 3, 1206–1232. [CrossRef]
3. Sawanobori, T.K. The Next Generation of Wireless: 5G Leadership in the U.S. (White Paper); Technical Report; CTIA Everything Wireless: Washington, DC, USA, 2016.
4. 5G-PPP. The 5G Infrastructure Public Private Partnership: The Next Generation of Communication Networks and Services. (White Paper). Available online: https://5g-ppp.eu/wp-content/uploads/2015/02/5G-Vision-Brochure-v1.pdf (accessed on 21 July 2020).
5. Samsung. 5G Vision (White Paper); Technical Report; Samsung Electronics Co.: Suwon-si, Korea, 2015.
6. Zanella, A.; Bui, N.; Castellani, A.; Vangelista, L.; Zorzi, M. Internet of Things for Smart Cities. IEEE Internet Things J. 2014, 1, 22–32. [CrossRef]
7. Nassar, A.S.; Montasser, A.H.; Abdelbaki, N. A Survey on Smart Cities’ IoT. In Proceedings of the International Conference on Advanced Intelligent Systems and Informatics, Cairo, Egypt, 9–11 September 2017; Hassanien, A.E., Shaalan, K., Gaber, T., Tolba, M.F., Eds.; Springer: Cham, Switzerland, 2017.
8. Yan, J.; Liu, J.; Tseng, F.M. An evaluation system based on the self-organizing system framework of smart cities: A case study of smart transportation systems in China. Technol. Forecast. Soc. Chang. 2020, 153, 119371. [CrossRef]
9. Appio, F.P.; Lima, M.; Paroutis, S. Understanding Smart Cities: Innovation ecosystems, technological advancements, and societal challenges. Technol. Forecast. Soc. Chang. 2019, 142, 1–14. [CrossRef]
10. Mehmood, Y.; Ahmad, F.; Yaqoob, I.; Adnane, A.; Imran, M.; Guizani, S. Internet-of-Things-Based Smart Cities: Recent Advances and Challenges. IEEE Commun. Mag. 2017, 55, 16–24. [CrossRef]
11. Edmonds, M.; Chandler, N. How Smart Homes Work. Available online: https://home.howstuffworks.com/smart-home.htm (accessed on 21 July 2020).
12. Nikam, S.; Ingle, R. Criminal Detection System in IoT. Int. J. Control Theory Appl. 2017, 10, 11–16.
13. García, C.G.; Meana-Llorián, D.; G-Bustelo, B.C.P.; Lovelle, J.M.C.; Garcia-Fernandez, N. Midgar: Detection of people through computer vision in the Internet of Things scenarios to improve the security in Smart Cities, Smart Towns, and Smart Homes. Future Gener. Comput. Syst. 2017, 76, 301–313. [CrossRef]
14. Li, J.Q.; Yu, F.R.; Deng, G.; Luo, C.; Ming, Z.; Yan, Q. Industrial Internet: A Survey on the Enabling Technologies, Applications, and Challenges. IEEE Commun. Surv. Tutor. 2017, 19, 1504–1526. [CrossRef]
15. Gluhak, A.; Krco, S.; Nati, M.; Pfisterer, D.; Mitton, N.; Razafindralambo, T. A survey on facilities for experimental internet of things research. IEEE Commun. Mag. 2011, 49, 58–67. [CrossRef]
16. Zhang, S.; Rong, J.; Wang, B. A privacy protection scheme of smart meter for decentralized smart home environment based on consortium blockchain. *Int. J. Electr. Power Energy Syst.* **2020**, *121*, 106140. [CrossRef]

17. Alabady, S.; Al-Turjman, F.; Din, S. A Novel Security Model for Cooperative Virtual Networks in the IoT Era. *Int. J. Parallel Program.* **2020**, *48*, 280–295. [CrossRef]

18. Ahad, M.; Paiva, S.; Tripathi, G.; Feroz, N. Enabling technologies and sustainable smart cities. *Sustain. Cities Soc.* **2020**, *61*, 102301. [CrossRef]

19. Masuda, Y.; Zimmermann, A.; Shirasaka, S.; Nakamura, O. Internet of robotic things with digital platforms: Digitization of robotics enterprise. *Smart Innov. Syst. Technol.* **2021**, *189*, 381–391.

20. Gerla, M.; Lee, E.K.; Pau, G.; Lee, U. Internet of vehicles: From intelligent grid to autonomous cars and vehicular clouds. In Proceedings of the 2014 IEEE World Forum on Internet of Things (WF-IoT), Seoul, Korea, 6–8 March 2014; pp. 241–246.

21. Ray, P.P.; Mukherjee, M.; Shu, L. Internet of Things for Disaster Management: State-of-the-Art and Prospects. *IEEE Access* **2017**, *5*, 18818–18835. [CrossRef]

22. Yang, F.; Wang, S.; Li, J.; Liu, Z.; Sun, Q. An overview of internet of vehicles. *China Commun.* **2014**, *11*, 1–15. [CrossRef]

23. Mokrushin, L. 5G for Improving Urban Transport. Available online: https://www.ericsson.com/en/blog/2015/11/5g-for-improving-urban-transport (accessed on 21 July 2020).

24. Hajime, A. Intelligent Transport Systems for Sustainable Mobility (Achievement in the past 10 years and integration for the future). In Proceedings of the Intelligent Vehicles Symposium, Meguro-Ku, Japan, 13–15 June 2006; p. 430.

25. Kim, J.; Moon, Y.J.; Suh, I.S. Smart Mobility Strategy in Korea on Sustainability, Safety and Efficiency Toward 2025. *IEEE Intell. Transp. Syst. Mag.* **2015**, *7*, 58–67. [CrossRef]

26. Tokody, D.; Mezei, I.J. Creating smart, sustainable and safe cities. In Proceedings of the 2017 IEEE 15th International Symposium on Intelligent Systems and Informatics (SISY), Subotica, Serbia, 14–16 September 2017; pp. 141–146.

27. Ge, X.; Li, Z.; Li, S. 5G Software Defined Vehicular Networks. *IEEE Commun. Mag.* **2017**, *55*, 87–93. [CrossRef]

28. Velez, G.; Quartulli, M.; Martin, A.; Otaegui, O.; Aseem, H. Machine Learning for Autonomic Network Management in a Connected Cars Scenario. In Proceedings of the International Workshop on Communication Technologies for Vehicles, San Sebastian, Spain, 6–7 June 2016; pp. 111–120.

29. SAE International. *Automated Driving: Levels of Driving Automation Are Defined in New SAE International Standard J3016*; Technical Report; SAE International: Warrendale, PA, USA, 2014.

30. Skeete, J.P. Level 5 autonomy: The new face of disruption in road transport. *Technol. Forecast. Soc. Chang.* **2018**, *134*, 22–34. [CrossRef]

31. Shahzad, K. Cloud Robotics and Autonomous Vehicles. Available online: https://www.intechopen.com/books/autonomous-vehicle/cloud-robotics-and-autonomous-vehicles (accessed on 1 August 2020).

32. Mariotto, G. Who will drive the transition to self-driving? A socio-technical analysis of the future impact of automated vehicles. *Technol. Forecast. Soc. Chang.* **2019**, *139*, 221–234. [CrossRef]

33. Chen, L.; Englund, C. Cooperative Intersection Management: A Survey. *IEEE Trans. Intell. Transp. Syst.* **2016**, *17*, 570–586. [CrossRef]

34. 5G-PPP. *5G Automotive Vision (White Paper)*; Technical Report; 5G PPP, Ertico; European Commission: Brussels, Belgium, 2015.

35. Vulgarakis, A.; Karapantelakis, A.; Fersman, E.; Schrammar, N. 5G Teleoperated Vehicles for Future Public Transport. Available online: https://www.ericsson.com/en/blog/2017/6/5g-teleoperated-vehicles-for-future-public-transport (accessed on 21 July 2020).

36. Inam, R.; Schrammar, N.; Wang, K.; Karapantelakis, A.; Mokrushin, L.; Feljan, A.V.; Fersman, E. Feasibility assessment to realise vehicle teleoperation using cellular networks. In Proceedings of the 2016 IEEE 19th International Conference on Intelligent Transportation Systems (ITSC), Rio de Janeiro, Brazil, 1–4 November 2016; pp. 2254–2260.

37. Zhang, W.; Xi, X. The innovation and development of Internet of Vehicles. *China Commun.* **2016**, *13*, 122–127. [CrossRef]

38. Rameau, F.; Ha, H.; Joo, K.; Choi, J.; Park, K.; Kweon, I.S. A Real-Time Augmented Reality System to See-Through Cars. *IEEE Trans. Vis. Comput. Graph.* **2016**, *22*, 2395–2404. [CrossRef] [PubMed]
39. Mueck, M.; Karls, I. Networking Vehicles to Everything: Evolving Automotive Solutions; Walter de Gryter Inc.: Berlin, Germany, 2018.
40. Paul, A.J.; Chilamkurti, N.; Daniel, A.; Rho, S. Intelligent Vehicular Networks and Communications: Fundamentals, Architectures and Solutions; Elsevier: Amsterdam, The Netherlands, 2017; p. 227.
41. Scholliers, J.; van Noort, M.; Johansson, C.; Mans, D.; Silla, A.; Bell, D.; Hancox, G.; Leden, L.; Giannelos, I.; Bax, B.; et al. Impact Assessment of Its Applications for Vulnerable Road Users. Transp. Res. Procedia 2016, 14, 4515–4524. [CrossRef]
42. Scholliers, J.; van Sambeek, M.; Moerman, K. Integration of vulnerable road users in cooperative ITS systems. Eur. Transp. Res. Rev. 2017, 9, 15. [CrossRef]
43. Flugge, B. Smart Mobility—Connecting Everyone: Trends, Concepts and Best Practices; Springer: Cham, Switzerland, 2017.
44. Handte, M.; Foell, S.; Wagner, S.; Kortuem, G.; Marron, P.J. An Internet-of-Things Enabled Connected Navigation System for Urban Bus Riders. IEEE Internet Things J. 2016, 3, 735–744. [CrossRef]
45. Amer, H.M.; Al-Kashoash, H.; Hawes, M.; Chaqfeh, M.; Kemp, A.; Mihaylova, L. Centralized simulated annealing for alleviating vehicular congestion in smart cities. Technol. Forecast. Soc. Chang. 2019, 142, 235–248. [CrossRef]
46. Scholliers, J.; van Noort, M.; Johansson, C.; Mans, D.; Silla, A.; Bax, B.; et al. Impact Assessment of Its Applications for Vulnerable Road Users. Transp. Res. Procedia 2016, 14, 4515–4524. [CrossRef]
47. Liu, G.; Jiang, D. 5G: Vision and Requirements for Mobile Communication System towards Year 2020. Chin. J. Eng. 2016, 2016, 1–8. [CrossRef]
48. Simsek, M.; Aijaz, A.; Doehler, M.; Sachs, J.; Fettweis, G. 5G-Enabled Tactile Internet. IEEE J. Sel. Areas Commun. 2016, 34, 460–473. [CrossRef]
49. Aliyu, A.; Abdullah, A.H.; Kaiwartya, O.; Cao, Y.; Lloret, J.; Aslam, N.; Joda, U.M. Towards video streaming in IoT Environments: Vehicular communication perspective. Comput. Commun. 2018, 118, 93–119. [CrossRef]
50. Lee, E.K.; Gerla, M.; Pau, G.; Lee, U; Lim, J.H. Internet of Vehicles: From intelligent grid to autonomous cars and vehicular fog. Int. J. Distrib. Sens. Netw. 2016, 12. [CrossRef]
51. Falchetti, A.; Azurdia-Meza, C.; Cespedes, S. Vehicular cloud computing in the dawn of 5G. In Proceedings of the 2015 CHILEAN Conference on Electrical, Electronics Engineering, Information and Communication Technologies (CHILECON), Santiago, Chile, 28–30 October 2015; pp. 301–305.
52. Gandotra, P.; Kumar Jha, R.; Jain, S. A survey on device-to-device (D2D) communication: Architecture and security issues. J. Netw. Comput. Appl. 2017, 78, 9–29. [CrossRef]
53. Militano, L.; Araniti, G.; Condoluci, M.; Farris, I.; Iera, A. Device-to-Device Communications for 5G Internet of Things. End Endorsed Trans. Internet Things 2015, 1, 1–15. [CrossRef]
54. Laya, A.; Alonso, L.; Alonso-Zarate, J.; Doehler, M. Green MTC, M2M, Internet of Things. In Green Communications; John Wiley & Sons, Ltd.: Chichester, UK, 2015; pp. 217–236.
55. Marzetta, T.L.; Larsson, E.G.; Yang, H.; Ngo, H.Q. Fundamentals of Massive MIMO; Cambridge University Press: Cambridge, UK, 2016.
56. Larsson, E.; Van der Perre, L. Massive MIMO for 5G. Available online: https://futurenetworks.ieee.org/tech-focus/march-2017/massive-mimo-for-5g (accessed on 1 August 2020).
57. du Preez, J.; Sinha, S.S. Millimeter-Wave Antennas: Configurations and Applications; Springer: Berlin/Heidelberg, Germany, 2016.
58. Mumtaz, S.; Rodrigue, J.; Dai, L. MmWave Massive MIMO: A Paradigm for 5G; Academic Press: London, UK, 2016; p. 374.
59. Agiwal, M.; Roy, A.; Saxena, N. Next Generation 5G Wireless Networks: A Comprehensive Survey. IEEE Commun. Surv. Tut. 2016, 18, 1617–1655. [CrossRef]
60. Nordrum, A.; Clark, K. 5G Bytes: Small Cells Explained; IEEE Spectrum: New York, NY, USA, 2017.
61. Oughton, E.J.; Frias, Z.; Gaast, S.V.D.; Berg, R.V.D. Assessing the capacity, coverage and cost of 5G infrastructure strategies: Analysis of The Netherlands. Telemat. Inform. 2019, 37, 50–69. [CrossRef]
62. Oughton, E.; Frias, Z.; Russell, T.; Sicker, D.; Cleevley, D.D. Towards 5G: Scenario-based assessment of the future supply and demand for mobile telecommunications infrastructure. Technol. Forecast. Soc. Chang. 2018, 133, 141–155. [CrossRef]
63. Bitam, S.; Mellouk, A.; Zeadally, S. VANET-cloud: a generic cloud computing model for vehicular Ad Hoc networks. IEEE Wirel. Commun. 2015, 22, 96–102. [CrossRef]
64. Kamal, P.; Raw, R.S.; Singh, N. VANET based health monitoring through wireless body sensor network. In Proceedings of the 10th INDIACom 2016, 3rd International Conference on Computing for Sustainable Global Development, New Delhi, India, 16–18 March 2016.

65. Huawei. 5G Security: Forward Thinking (White Paper); Technical Report; Huawei: Shenzhen, China, 2015.

66. Fang, D.; Qian, Y.; Hu, R.Q. Security for 5G Mobile Wireless Networks. IEEE Access 2017, 6, 4850–4874. [CrossRef]

67. Zhang, A.; Wang, L.; Ye, X.; Lin, X. Light-Weight and Robust Security-Aware D2D-Assist Data Transmission Protocol for Mobile-Health Systems. IEEE Trans. Inf. Forensics Secur. 2017, 12, 662–675. [CrossRef]

68. Balasubramaniam, A.; Paul, A.; Hong, W.H.; Seo, H.; Kim, J. Comparative Analysis of Intelligent Transportation Systems for Sustainable Environment in Smart Cities. Sustainability 2017, 9, 1120. [CrossRef]

69. United Nations. Intelligent Transport Systems (ITS) for Sustainable Mobility; Technical Report; United Nations Economic Commission for Europe: Geneva, Switzerland, 2012.

70. World Economic Forum. Digital Transformation of Industries: Automotive Industry (White Paper). Available online: https://www.accenture.com/_acnmedia/Accenture/Conversion-Assets/WEF/PDF/Accenture-Automotive-Industry.pdf (accessed on 21 July 2020).

71. Saha, H.N.; Auddy, S.; Chatterjee, A.; Pal, S.; Sarkar, S.; Singh, R.; Singh, A.K.; Sharan, P.; Banerjee, S.; Sarkar, R.; et al. IoT solutions for smart cities. In Proceedings of the 2017 8th Annual Industrial Automation and Electromechanical Engineering Conference (IEMECON), Bangkok, Thailand, 16–18 August 2017; pp. 74–80.

72. West, D.M. Achieving sustainability in a 5G world; Technical Report; Center for Technology Innovation at BROOKINGS: Washington, DC, USA, 2016.

73. Knobloch, F.; Braunischweig, N. A Traffic-Aware Moving Light System Featured with Optimal Energy Efficiency. IEEE Sens. J. 2017, 17, 7731–7740. [CrossRef]

74. Dora, C.; Hosking, J.; Mudu, P. Sustainable Transport: A Sourcebook for Policy-Makers in Developing Cities; Technical Report; GIZ Transport Policy Advisory Services; World Health Organization: Geneva, Switzerland, 2011.

75. Villanueva, F.J.; Villa, D.; Santofimia, M.J.; Barba, J.; Lopez, J.C. Crowdsensing smart city parking monitoring. In Proceedings of the 2015 IEEE 2nd World Forum on Internet of Things (WF-IoT), Milan, Italy, 14–16 December 2015; pp. 751–756.

76. Chan, C.Y. Advancements, prospects, and impacts of automated driving systems. Int. J. Transp. Sci. Technol. 2017, 6, 208–216. [CrossRef]

77. Polzin, S.E. Implications to Public Transportation of Emerging Technologies; Technical Report; National Center for Transit Research, University of South Florida: Tampa, FL, USA, 2016.

78. Federal Council. Automated Driving-Consequences and Impacts on Transport Policy; Technical Report; Federal Council: Bern, Switzerland, 2016.

79. Penmetsa, P.; Adanu, E.K.; Wood, D.; Wang, T.; Jones, S.L. Perceptions and expectations of autonomous vehicles – A snapshot of vulnerable road user opinion. Technol. Forecast. Soc. Chang. 2019, 143, 9–13. [CrossRef]

80. Goodall, N.J. Machine Ethics and Automated Vehicles. In Road Vehicle Automation; Springer: Cham, Switzerland, 2014; pp. 93–102.

81. Lin, P. The Ethics of Autonomous Cars. Available online: https://www.theatlantic.com/technology/archive/2013/10/the-ethics-of-autonomous-cars/280360/ (accessed on 20 July 2020).

82. Fountain, H. A Slow Ride Toward the Future of Public Transportation. Available online: https://www.nytimes.com/2016/11/08/science/finland-public-transportation-driverless-bus.html (accessed on 21 July 2020).

83. Volinski, J. What Will Be the Impact of Automated Vehicle Technology? Available online: https://www.metro-magazine.com/10003113/what-will-the-impact-of-automated-vehicle-technology-be-on-public-transportation (accessed on 21 July 2020).

84. Tracy, S. Autonomous Vehicles Will Replace Taxi Drivers, But That’s Just the Beginning. Available online: https://www.huffpost.com (accessed on 1 August 2020).

85. Viereckl, R.; Ahleman, D.; Koster, A.; Jursch, S. Racing Ahead with Autonomous Cars and Digital Innovation; Technical Report; Springer: Berlin/Heidelberg, Germany, 2015.