Using deceptive systems as data sources for a cyber-threat analysis platform
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Abstract. This article provides an example of the use of deceptive systems as data sources for a cyber threat intelligence platform. The main result is the preliminary verification and enrichment of indicators of compromise (thereby trying to solve the problems of verification of indicators of compromise, IoC).

1. Introduction
In today’s world, almost every organization uses IT technologies. Naturally, the number of various kinds of cyber threats, which negatively affect the stability of business processes, is also growing. There is a constant race between threats and information protection tools (IPS), in which IPS tends to play the role of the catching-up party. One of the technologies of early detection of new threats is threat hunting, the second, realizing the exchange and further research – threat intelligence. These technologies are implemented within the framework of cyber threat analysis platforms – the so-called Threat Intelligence Platform, TIP. They help to collect, process, transmit and store data about existing threats in the form of indicators of compromise (Indicators of compromise, IoC). The formalization and transmission of indicators are described in the STIX/TAXII standards. There is a problem with the legitimacy of data sources and the verification of such information [1–3].

The paper discusses the architecture of a TIP that uses a deceptive system as a source of indicators.

2. Materials and Methods

2.1. Deceptive systems
To obtain more accurate data about threats, including zero-day [4], deceptive systems (honeypots) [5] can be used in the information system. They are traps for attackers, working on the principle of simulating real services, applications, protocols in an information system. In a honeypot, vulnerabilities are deliberately embedded to attract the attacker, collect data and form his portrait, thus we can get the actual information about new threats, in fact, from “trusted” sources (feed) and apply in TIP [10, 11].

2.2. Approach to the use of deceptive systems and TIP
A schematic diagram of a threat analysis system using the honeypot is shown below Figure 1.
The first stage is the deployment of deceptive systems, using virtualization technology or dedicated hardware devices. All cheating systems are based on Unix-like systems, which allow collecting and sending log files or data in syslog format. Further (see Figure 1) it is necessary to aggregate and formalize the collected data. To do this, you can use the STIX standard [3] and its language principles [12].

To store the obtained files it is best suited NoSQL-database, since it is required to index the obtained data groups and to store one event as an object, in which the field and message correspond to the type key-value, and since such data are not required to update or somehow change [14-16]. But simply to collect, index, store, and overtime to remove, then document-oriented databases such as MongoDB, Redis, ElasticSearch are suitable for this purpose Figure 2.

**Figure 1.** Use of TIP and deceptive systems.

**Figure 2.** Example of a document-oriented database.
At this stage, we get indexed documents with data in the form of key – values inside. Then we have a situation where we need to use the received data both within the system and send it for processing to the “cloud” (see Figure 1).

Inside the information system, you need to deploy a web service for visualization and analysis of the data obtained, such as Kibana, Graylog 2, Grafana.

Then, using the principles and approaches of the TAXII standard [6, 13], we can transfer the collected data to the “cloud” for further processing and filtering Figure 3.
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**Figure 3.** The use of obtained data from deceptive TIP systems is usually part of a deployed SOC (security operation center).

3. Results and Discussion

It is worth noting that the SOC can be provided as a SaaS-solution and solve only the tasks of analysis, monitoring. You can use the principles of SOC systems to analyze and process already received indicators. However, this can improve the process of verification. Then the platform used transmits indicators to other participants (information systems).

The use of cloud storage will allow more flexibility in working with indicators, processing and analyzing them before using them in the platform because the data obtained in the information system itself can aggregate according to other principles and standards. Therefore, in the "cloud" indicators should also be formed from the provided information, if required [17-19]. The process of obtaining indicators from other systems, as well as the enrichment of existing ones, should be organized.

4. Conclusion

It is worth noting that the use of deceptive systems as information sources for indicators will increase the accuracy of the IOC because the information comes already after verification in the sandbox. However, this is not enough, because the data can also be received from other means of information protection, and the risk of false “positives” remains, so it is necessary to perform processing of IOC outside the information system and in the cloud storage, as well as to maintain communication between similar systems. It is also worth noting that system architectures can be different, indicating that platforms for cyber threat analysis must be as flexible as possible. Open-source systems can be used to meet the requirements [7-9].
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