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Self-sovereign identity is the next evolution of identity management models. This survey takes a journey through the origin of identity, defining digital identity and progressive iterations of digital identity models leading up to self-sovereign identity. It then states the relevant research initiatives, platforms, projects, and regulatory frameworks, as well as the building blocks including decentralized identifiers, verifiable credentials, distributed ledger, and various privacy engineering protocols. Finally, the survey provides an overview of the key challenges and research opportunities around self-sovereign identity.

1. Introduction

Existing identity management models are not future proof. The existing digital identity management models which rely on centralized data repositories and identity providers have led to a growing number of data breaches, causing significant loss of personal data and tremendous cost to all stakeholders and in particular the users. The proliferation of digital services has placed digital identity in the center stage. As the use of online services increases, we are faced with the growth of a complex, inconsistent, tangled, and insecure web of digital identity practices. As the number of identity breaches grows, we are observing the increased awareness in implications associated with the existing digital management approaches and their deficiencies. This has led to seeking more secure and privacy-preserving approaches to digital identity management. The idea behind self-sovereign identity is the ability for the identity holders (e.g., users) to have better control over their identity data, with strong emphasis on data portability and data minimization. Lack of adequate data ownership and control over digital identity data by users, in addition to the absence of adequate digital identity for over a billion individuals worldwide [1], have a major negative impact on users’ privacy rights and access to services [2]. Moreover, password-based authentication methods continue to be one of the most common approaches of user authentication to online services, leading to an array of usability and security impediments. In addition, the retention of users’ identity data on multiple centralized repositories, with diverse implementations of security and privacy standards and lack of adequate standard in data management practices, form enticing targets for hackers to exploit, leading to growing security breaches and identity fraud.

Lastly, in jurisdiction with inadequate privacy laws and protection, data repositories are subject to government’s arbitrary access to identity data and extrajudicial surveillance without the prior consent of the user. When users share their identity data to an organization, they lose visibility and control over how their data are stored or accessed. Depending on an organization’s jurisdiction of operation and data stores, they may be subject to federal legislation that will require them to provide access to their customer data, without the consent of the customer. This concern led the Court of Justice of European Union in July 2021 to determine in the case of Data Protection Commission v. Facebook Ireland Ltd. and Maximillian Schrems that the EU-U.S. Privacy Shield Framework for data transfers is not adequate. The reason being that the nature of the U.S domestic law gives the government and authorities arbitrary power to access private sector data. The court found that the U.S. surveillance programs allow the government access to personal data are not limited to what is strictly necessary and proportional as requested by EU law [3].

While the cost of identity and access management (IAM) is increasing each year, surpassing $3.3 billion [4], users are...
also becoming more aware of the value of their data, and the importance of adequate privacy control. Recent developments in identity protocols, technologies, and specifications have excited many in the industry and academia to believe the technical foundation for the next breakthrough in digital identity management is in our grasp.

This article provides a comprehensive survey of the research landscape for self-sovereign identity and delivers an overarching overview of the technologies, standards, industry initiatives, and academic work related to this rapidly evolving topic. To this end, the article starts by offering the definition of the digital identity and access management system, iterating through various IAM models leading up to the SSI model. The article then provides the building blocks of the SSI model, in addition to the current technologies and academic literature work. With this contribution, we aim to provide a comprehensive survey of the SSI ecosystem, clarify its definition and distill away the unnecessary noises surrounding it. Lastly, we aim to objectively highlight the importance and benefits of SSI, as well as its shortcomings, in order to promote more academic work on this topic. While SSI is a major stepping stone towards a more user-centric and privacy-respecting design thinking, it is still in its infancy. The SSI model is not the panacea to every problem in the digital identity and privacy space, nor does it guarantee a complete solution to every open problem presented in this survey. We should also emphasize the lively, rapidly expanding quality of the SSI ecosystem, with new prototypes, conferences, and ideas emerging frequently.

While we strive to provide a comprehensive and accurate representation of the SSI space, we refer the reader to resources referenced in this article to obtain the very latest on its development.

The paper is organized as follows: in Section 2, we present our research motivation by stating the driving factors witnessed in the current digital identity climate. In Section 3, we provide an in-depth definition of identity and digital identity as well as the architecture of the identity and access management model. This is followed by a summary of various iterations of digital identity management models starting with the isolated identity model and ending with the emerging self-sovereign identity model. The section concludes by discussing the principles and challenges of the SSI model. In Section 4, we provide an architectural overview of the SSI model and its building blocks and concepts, including decentralized identifiers, verifiable credentials, and digital wallets. The section also describes blockchain technology and its role in realizing the SSI requirements. In Section 5, we present a summary of various privacy engineering techniques complementing or extending the SSI model. Among these techniques are Zero-Knowledge Proofs protocol and Threshold Secret Sharing schemes. In Section 6, we present a list of known platforms and technical groups in the SSI ecosystem that significantly contribute to the growth and maturity of this model. In Section 7, we discuss emerging regulations, laws, and policies relevant to SSI and, in particular, the laws emerged from the European Union and the United States. Section 8 provides a technical summary of related research surveys and prototypes in the context of SSI. In Section 9, we state our future research directions and concluding remarks. Finally, Section 10 provides the appendix of common terms mentioned in this article.

2. Challenges of Current Digital Identity Management Models

In this section, we introduce a number of challenges found in current identity management systems that contribute to driving the SSI adoption forward. They include inadequate data ownership and control by data subjects, the limitations with using password-based authentication, fragmentation of data, and finally the growing rate of data breaches and fraud. Data subject is an identifiable natural person who can be identified, directly or indirectly, in particular by reference to an identifier such as a username or an identification number [5]. In this paper, we use the term “data subject” and “user” to refer to the entity interacting with online service providers.

2.1. Data Ownership and Governance. Based on the World Bank estimates, there are over 1.1 billion individuals who lack an official identity [1] and 3.5 billion people worldwide who are underbanked or unbanked [6]. For individuals who do have online accounts, the existing identity models do not place them in immediate control of their identity data, as those individuals have limited control or visibility into how their personal data are managed, shared, and discarded by service providers. As Shoshanna Zuboff describes in her book The Age of Surveillance Capitalism [7], many identity providers generate income by collecting behavioral data of their users, which they use to develop sophisticated user behavior analysis and prediction systems. These are then traded on marketplaces where advertisers can select a fitting target audience for their products. Presently, the majority of online service providers support their own specific set of data management policies and practices, leading to industry monopolies and vendor lock-ins. As a side effect, this can cause some service providers to deny access to the data subjects at any time, for reasons they deem justified. This has led to many cases of account closures and deactivation by the service providers with little explanation to the data subjects [8]. These drawbacks have led the pursuit of new identity models, processes, and regulations with the goal of providing more control and choice to the data subjects, and more transparency over methods by which service providers handle personal data. While certain revocation and termination of user accounts can be considered acceptable, unauthorized analysis and sharing of personal data by service providers can be avoided if data subjects have the option of maintaining their personal data on their own trusted devices or have the ability to delegate this task to a data custodian of their choosing that conforms to the same open standards as the rest of the network.

2.2. Password-Based Authentication. While many data subjects are familiar with the possibility of identity fraud
and its ramifications, they continue to choose weak passwords for their online accounts. This is partly due to the overwhelmingly large number of online services that need to be managed by a subject. On average, a LastPass business user has to track 191 passwords [9]. Due to the difficulties associated with account management, many data subjects leverage their social accounts such as Facebook and Google to authenticate with online services, making their social media accounts prone to more risk than before. In most cases, a password-based authentication system is easier to set up than a two-factor authentication system. Until alternative methods to using passwords as credentials, such as biometrics, become as easy to deploy and use, the use of passwords will be the primary method of authenticating data subjects.

2.3. Fragmented Identity Data. The proliferation of information in the digital economy has led to the fragmentation of identity data among a myriad of online identity repositories. An average data subject has their data scattered among various governmental, financial, and social data hubs. Duplicate entries, mismatches, and outdated data add to the difficulty to maintain all identity repositories. Often a single organization is fragmented by business units or products, which adds to this complexity. The privacy and security due diligence of an identity repository depends on its business strategy, goals, and budgeting plans. Moreover, lack of universal standards and interoperability among the identity repositories makes it challenging for the data subjects to store, obtain, remove, or share their personal data.

2.4. Data Breaches and Identity Fraud. Nowadays, data breaches have become part of our daily lives. In the first half of 2018 alone, there were 944 breach incidents reported, affecting more than 3.3 billion records [10]. Based on the Javelin Strategy and Research 2018 report [11] in 2017, more than 16 million U.S. consumers were affected by identity fraud which resulted in $16.8 billion in damages. In 2017, the Equifax incident alone affected more than 146 million users [12]. In 2018, more than 2.1 billion Facebook records were potentially compromised, and 336 million Twitter credentials were exposed in plain-text. Moreover, the outdated methods in dealing with physical identity documents introduce their own unique privacy and security issues. Physical documents can be falsified, altered, lost, or stolen, and their presentation and transfer can lead to human errors.

The above factors motivate us to embark on a research voyage to explore emerging digital identity and access management concepts and examine the rapidly emerging self-sovereign identity management model as a potential solution to addressing some of the aforementioned shortcomings.

In the next section, we describe the fundamentals of digital identity and the overall architecture of a digital identity system.

3. Identity and Access Management

In this section, we begin by describing the concept of identity, digital identity, and digital identity and access management systems. We provide a description of IAM architecture and its key operations, and a detailed explanation of existing identity management models leading up to self-sovereign identity.

3.1. Identity. Identity has a long story. Possessing an identity has been of importance from the early times [13]. Depending on the context, the term identity is defined differently [14]. The American Heritage Dictionary defines identity as “The set of characteristics by which a person or thing is definitively recognizable or known,” and “The fact or condition of being the same as something else” [15].

The word identity originated from the Middle French “identité”, which is derived from Late Latin “identitatem”, identitas,” from Latin “identidem,” which is a contraction of “idem et idem,” meaning “same and same” [16].

Although the phrase “identity” is commonly used in everyday discourse and various context, it is proven rather difficult to provide an adequate and concise explanation to encompass its every meaning [17].

The French philosopher Paul Ricoeur defines identity as two-fold. The first is known as Idem which means sameness in Latin [18], and the second aspect is defined as Ipsa meaning selfhood in Latin [18]. The sameness feature represents the characteristics that remain unchanged, and the selfhood aspect represents the features that are unique. From that definition, identity can be defined as the representation of an entity through features that make the entity unique and/or persist through time, in a given context. The term entity is defined as a logical or physical object with a separate distinctive existence either in a logical or physical sense [19].

In psychology, the term is generally referred to all the psychological traits of a person, including beliefs, personality, and other attributes [20]. While in sociology, the concept of identity includes the history, culture, religion, and traditions associated to the person [21].

The modern definition of identity as we know it was first used in 1950 by Erik Erikson and has been used in various contexts and purposes [22]. Glässer and Vajihollahi define identity as a logical representation of a physical presence of a person or thing [23]. Wang and Filippi define identity as all attributes of a person that uniquely defines the person over the course of a lifetime, providing sameness and continuity despite varying aspects and conditions [24].

In the book “Identity is the New Money” [25], David Birch projected the next evolution of identity to be defined by our social graphs, which take the model back to a digitized version of the preindustrial approach. The social graph is a digital representation of our truthful relationships.

3.2. Digital Identity. A digital identity is the unique representation of an entity within a particular digital context.

The National Institute of Standards and Technology (NIST) [26] defines digital identity as “the unique
representation of a subject engaged in an online transaction. A digital identity is always unique in the context of a digital service but does not necessarily need to uniquely identify the subject in all contexts. In other words, accessing a digital service may not mean that the subject’s real-life identity is known.” The International Telecommunication Union (ITU) [27] defines digital identity as “A digital representation of the information known about a specific individual, group, or organization.”

Cameron defines digital identity as “a set of claims made by one digital subject about itself or another digital subject” [28]. He also introduces the Seven Laws of Identity. These laws are as follows:

1. Users should be in control of how their identity information is shared
2. The amount of information disclosed should only be the minimum necessary amount required, and data should not be kept longer than needed by the other entities
3. The user should be well informed about which entities manage their identity information
4. The user’s information should not be created or exposed in such a way to allow data correlation, pattern recognition, or entity identification by unauthorized entities
5. Interoperability and seamless integration among various entities supported by different architecture should be possible
6. Reliable and secure integration between human users and machines should be empowered
7. Consistent user experience across multiple contexts and technologies

A partial identity or persona is a subset of identity attributes associated with an entity in a particular context [29]. For every entity, there can be multiple partial identities. Digital identities are not necessary the same as real-world identities since the digital identities represented online may differ from the characteristics represented in the physical world.

There are various definitions of digital identity. These definitions are mostly inconsistent and semantics based. A definition founded on mathematical properties would help in providing a uniform definition of digital identity and reduce confusion [30]. A domain can be defined as the namespace in which an entity is represented and uniquely identified. Assume that $D$ denotes the set of domains and $d \in D$ defines the domain of a single organization whereas $U_D$ stands for the set of users in that domain. In [30] Ferdous et al. define $A_d$ as the set of attributes and $AV_d$ as the set of their values within $d$. Then they describe the attributes for a user in a particular domain $d$ as

$$\text{atEntToVal}_d = A_d \times U_d \rightarrow AV_d.$$  \hspace{1cm} (1)

The above function returns the corresponding value of the attributes in domain $d$. The function is a partial function as not every entity has a value for every attribute.

An identifier is a unique value used to distinguish an entity in a given a domain [30]. The identifier $i \in A_d$ in domain $d$ is defined as an attribute that always exists and is unique within the context. These conditions can be defined as follows:

(a) $\text{atEntToVal}_d (i, u)$ is defined for all $u \in U_d$
(b) $\text{atEntToVal}_d (i, u_1) \neq \text{atEntToVal}_d (i, u_2)$ for all unique $u_1, u_2 \in U_d$

The partial identity of a user $u$, for a domain $d$, can then be described as

$$\text{par}_d i\text{nt}_u = \{(a, v) | a \in A_d, \text{atEntToVal}_d (a, u) = v\},$$

which can be rewritten as

$$\text{par}_d i\text{nt}_d = \{(i_d, v_1, a_1, v_2, a_2, v_3, a_3, \ldots, a_{n-1}, v_{n-1})\},$$

where the $i_d$ and $v_{i_d}$ represent the identifier and its corresponding value in domain $d$.

Finally, the complete identity of an entity is defined as the union of all their partial identities in all domains. This can be defined as

$$i\text{nt}_u = \bigcup \{d, \text{par}_d i\text{nt}_d | d \in D \text{ and } u \in U_d\}.$$ \hspace{1cm} (4)

In [31] Ferdous et al. provide a more elaborate mathematical model for digital identity. By formalizing the concepts related to digital identity using mathematical properties, it is possible to describe and conceptualize the notions in a more formal and rigorous method and to capture the associated fundamental properties. In the following section, we will describe the architecture of the identity and access management system.

3.3. Architecture of Identity and Access Management. An identity and access management system is a collection of tools, processes, and policies used to manage individual identities, their authentication, authorization, roles, and privileges, within an organization or across boundaries [19, 32]. An IAM system facilitates the administration of identities belonging to entities of an organization or a network. It keeps track of the roles and privileges associated with individual identities and provides the decision makers with means of control access to sensitive resources. Being an $8$ billion industry in 2016 and reaching $20$ billion by 2020 [33], the goal of an IAM system is to increase security and productivity and decrease downtime, cost, and repetitive tasks such as user creation and deletion. As the famous New Yorker cartoon "on the Internet, nobody knows you’re a dog” states [34], there is a lack of adequate identity component on the Internet which had led to a huge opportunity lost, as having accurate and trustworthy identity of users is crucial to the growth of the digital economy.

To accurately define identity and access management, it is important to begin by describing a number of fundamental terminologies.
Subjects are entities, such as people or things that are under consideration [28]. A subject is able to access an object. An object is a passive entity that is being accessed by a subject. An example of an object is a particular online service such as a bank account.

As stated, identifiers are labels given to subjects. Identifiers are used to keep track of the information known about the subjects in a specific context. Examples of identifiers include social insurance numbers in Canada, social security numbers in the United States, and driver’s license numbers. An entity may have multiple identifiers.

Attributes describe the characteristic of an entity. An attribute is a distinct and measurable name-value property belonging to an entity in a given context. The value of an attribute may be used to identify the entity, albeit the identification may not be unique to the entity [30].

Attributes can be issued by the entity itself or by another entity issuing them. Political affiliations, religious opinions, and gender are attributes that can typically be defined by the entity itself. There are also attributes assigned by one user to another. Attributes that can assist in the revealing or tracing of an individual’s identity are known as Personal Identifiable Information (PII) [35].

A statement about an entity is known as a claim. Kim Cameron defines a claim as “an assertion of something, typically one which is disputed or in doubt” [28]. A credential is a set of one or more claims made by the same entity. A verifiable credential is a set of tamper-evident claims and metadata that cryptographically prove who issued it [36].

Financial institutes, government agencies, and telecommunication companies are among potential trusted parties able to issue claims. The term trust is defined as “the firm belief in the truth or ability of someone or something to perform a task in a reliable manner, in a specific context” [37].

The m aintaim a ctors p articipating in a IAM are operations are shown in Figure 1. The user is a natural person with at least one digital identity that wishes to conduct a transaction [38]. An identity provider (IdP) is a special type of service provider that manages identity information. It is responsible for the creation, maintenance, and deletion of identity information belonging to the users. An IdP provides user authentication on behalf of the service providers [38]. A relying party (RP) or service provider (SP) is an entity that decides to provide its services, based on the information provided by other parties such as an identity provider and the user itself [38].

### 3.4. Operations of Identity and Access Management

Identity and access management systems provide a number of fundamental operations. As shown in Figure 2, they include identification, verification, authentication, and authorization.

Identification is the first step towards recognizing the identity of the user interacting with another entity such as a service provider. Identification occurs when a subject such as a user or a machine claims an identity.

This process is typically accompanied by a username, a unique ID, or anything that can uniquely identify the subject.

Zooko’s triangle published in an article by Zooko Wilcox-O’Hearn in 2001 describes the three design decisions of an identification system to generate user identifiers. These design decisions are secure, decentralized, and human meaningful, out of which only two are likely achievable [39].

The identity verification operation, also known as identity proofing, is a relatively newer element of this list. Identity verification is the process by which specific identity attributes are truthfully associated with the entity they represent.

The authentication is verifying the identity of an entity such as user, process, or device, often as a prerequisite to allowing access to a system’s resources [26]. This operation is typically performed by the entity presenting a token, password, or other forms of information such as biometrics prior to accessing the recipient’s protected resource.

The multifactor authentication (MFA) is an authentication model that relies on more than one distinct authentication factor for a successful authentication. Common authentication factors involve three basic factors: first factor authentication corresponds to something the entity knows. A common instance of knowledge factor is a password, or a pin number known only by the entity and the recipient. The second factor authentication is attributed to something the entity possesses. Proving the possession of a mobile phone or a hard token is an example of this form of authentication. Third factor authentication represents what the entity is; this is typically achieved through biometrics such as fingerprint scan or facial recognition. Biometric authentication has been researched extensively in the recent years. There are various established and emerging standards in the context of biometrics authentication. The FIDO alliance [40] and The IEEE 2410 Biometric Open Protocol Standard (BOPS) [41] provide a standard for interoperability and open communication among the servers, browsers, and mobile devices to streamline biometric-based authentication. In 2018, the Rebooting the Web of Trust (RWoT) [42] proposed the six principles as guidance for using biometrics for self-sovereign identity models [43]. Lastly, the fourth factor authentication is commonly attributed to authentication based on contextual information such as time, location, behavioral patterns, and the entity’s social reputation.
Continuous authentication is now a common industry concept. The purpose of continuous authentication is to provide unobtrusive and continuous user authentication, behind the scene, and without inconveniencing the users. The user may have zero to limited knowledge of the authentication process happening, while they interact with the service provider. Continuous authentication can be a supplement to the more traditional authentication forms to better guarantee the established identity of the user who has been authenticated at the beginning of their session. Moreover, the continuous authentication process provides a level of identity assurance that may not be present with traditional authentication systems that take place only during the initial user interaction. Continuous authentication actively monitors the behavior of the user to ensure the behavioral patterns match those of the expected and previously calculated authorized user. If there is any deviation, a red flag may be raised by the service, which may prompt the user to reauthenticate with their credentials.

Authorization is the process of granting access rights to an entity such a user or a program. The authorization process determines what the entity can do against a target resource.

A combination of identification, authentication, authorization, and audit processes working in tandem to ensure only authorized entities are allowed to access the resources is called access control [44]. There are many common access control models. They include discretionary access control (DAC), mandatory access control (MAC), identity-based access control (IBAC), label-based access control (LBAC), policy-based access control (PBAC), role-based access control (RBAC), capability-based access control (CBAC) [45], and finally, attribute-based access control (ABAC). Midhun et al. provide a summary of various access control models suitable for web applications [46].

3.5. Evolution of Identity Management Models. To address the evolving identity management requirements and provide minimal friction for users attempting to access online services, various identity management models have been designed [47, 48]. Figure 3 depicts the evolution of identity management models.

The isolated identity model is one of the initial and more primitive IAM models in which the service provider is responsible for all identity management operations of its users. The major drawbacks of this approach are the large number of credentials that must be maintained by each user, and the risks associated with the storage of large amount of user data by every service provider [47].

Related to the above model, there is the centralized identity model in which the identity provider and the service providers are decoupled yet managed by the same organization. Every user interaction with the service providers must be authenticated through the central identity provider [47, 48]. The centralized model does not indicate a centralized IT infrastructure, but rather the centralized management of identity data, including the user’s unique identifier, and all identity management operations such as issuance, authentication, and handling of digital identity life cycle. The centralized model is susceptible to various security attacks. For example, the disclosure of a user’s credential is sufficient for giving access to all other services associated with that user. The centralized approach of this model is not an efficient and ideal approach for Internet users or users of significantly large organizations. Examples of this model are Kerberos [49] and public key infrastructure (PKI) [50] based architecture such as one-tier hierarchy and other hierarchy options that rely on a single root central authority (CA) to issue, maintain, and revoke digital certificates [51]. A CA can misuse certificates, issue invalid certificates [52], or become the victim of a security breach leading to a wide-ranging ramification including fraudulent issuance of certificates and man-in-the-middle (MITM) and impersonation attacks [53–55]. When a CA is identified as compromised, all digital certificates issued by that CA are considered invalid. As a result, a rapid software update must be rolled out to all clients relying on that CA as a root of trust to remove the affected root certificates. The PKI and decentralized PKI models will be explained in detail in Section 4.4.

In the federated model, a set of service providers and identity providers forms a trusted federation. This allows the user to have the option of authenticating through one of the federated identity providers to access any of the participating service providers.

The federated identity model allows a user to use a single set of credentials to authenticate with the identity provider, to seamlessly access any of the federated service providers. This is achieved by the identity provider providing an authentication token to the service provider. This feature is known as single sign-on [56].

Protocols such as Security Assertion Markup Language (SAML) [57] are leveraged to develop federated identity systems.

Often expressed as a little discussed yet significant iteration in IAM models, the user-centric identity model allows users to have some liberty on selecting their preferred identity provider and the identity attribute they like to share, along with the conditions under which those attributes should be shared [47]. In this model, the service providers and the identity providers may not always have a preexisting trust relationship. Examples of this model are the use of Facebook and Google login feature to access other online services. Protocols such as OAuth [58] and OpenID Connect [59] are the dominant technologies in this model. L’Amrani et al. [60] provide an in-depth evaluation of aforementioned identity models.

The most suitable model and configuration of the identity management systems adopted by any organization depends on various cultural, historical, jurisdictional, and technical determinants. Every type of identity management model is suitable for satisfying certain types of requirements [47].
3.5.1. Self-Sovereign Identity. The self-sovereign identity model is the next step in the continuum along the line of the centralized and federated identity models. While SSI has been gaining recognition in the recent years [61–63], it has its privacy roots in the 1970s by the introduction of Diffie–Hellman key-exchange protocol that allows users to protect their privacy in the digital environment using public key cryptography [64].

The term self-sovereign identity originated from a blog post in 2012 by Devon Loffreto to the Vendor Relationship Management (VRM) mailing list with the title “Sovereign Source Authority” [65].

Also known as self-managed identity and user-controlled identity, SSI is an identity management model in which the identity holder has broader control over their data and decides how and under what conditions their data should be shared with others. The SSI model is intended to preserve the right for the selective disclosure of the identity holder’s data in different contexts. The identity holder is a role an entity might perform by possessing one or more claims. An identity holder is not always the subject of claims they are holding. In [66], Christopher Allen defines SSI as follows:

“...The user must be central to the administration of identity. That requires not just the interoperability of a user’s identity across multiple locations, with the user’s consent, but also true user control of that digital identity, creating user autonomy. To accomplish this, a self-sovereign identity must be transportable; it cannot be locked down to one site or locale. A self-sovereign identity must also allow ordinary users to make claims, which could include personally identifying information or facts about personal capability or group membership. It can even contain information about the user that was asserted by other persons or groups.”

Allen provides the following ten principles defining an SSI system [66]:

(i) Existence. "Users must have an independent existence.”

(ii) Control. "Users must control their identities.” They should have the liberty to manage their attributes in any way desired as they have complete authority over their identity data. Note that this does not stop entities from making claims about other entities. Also there should be a distinction between identifiers and identities. Identifiers must be managed by the user themselves. There should also be a distinction between control and ownership of the data. A user may possess control over an identity claim issued to them, but they may not be the owner of that claim. For example, a driver’s license number is issued by the government and can be revoked by the government. However, the user should have the ability to control and share their driver’s license number under their conditions.

(iii) Access. "Users must have access to their own data.” There must be no gatekeepers or filters without the knowledge and approval of the identity owner. Note that this does not infer that any identity holder can modify all of the claims associated with their identity, but rather it means they should be aware of such actions. Moreover, this principle applies to every entity with respect to their own identity, and not to other’s.

(iv) Transparency. “Systems and algorithms must be transparent.” The algorithms, procedures, and processes involved in the model should be visible to the identity holders. Free, well-known, and open-source frameworks are a logical solution to this criterion, opening the algorithms to public examinations, evaluation, and avoiding vendor lock-ins.

(v) Persistence. “Identities must be long-lived.” Identity data should be long-lived and persistent until they are explicitly decommissioned by the identity holder. Note that identity formation is an ongoing process and every identity management model must be designed to be adequately flexible to allow the identity holders to obtain, modify, or remove their identity data. For example, a person’s name and address may change throughout their life. This does not mean that an identity holder controls all of the claims on their identity: other entities may make claims about the identity holder, but they should not be central to the identity themselves.

(vi) Portability. "Information and services about identity must be transportable.” The identity holder should have the ability to seamlessly transport its identity data from one location to another. This is a necessary process for the longevity of the identity data. The identity data should not be locked into a single third-party entity if the third-party service provider has the best intentions of the identity holder.

(vii) Interoperability. "Identities should be as widely usable as possible.” The identity data should be usable by as many entities as possible. The identity data should be consumable by a range of entities from different boundaries, jurisdictions, and architectures. This criterion supports the availability and durability of identity attributes.

(viii) Consent. "Users must agree to the use of their identity.” The identity holder should have a clear understanding and provide their approval on how their identity data are used.

(ix) Minimization. "Disclosure of claims must be minimized.” The least amount of identity data must be disclosed to accomplish the task at hand. This requirement is supported through the use of selective disclosure, range proofs, and other privacy-preserving techniques to ensure only the necessary data are disclosed.
3.5.2. Challenges of Self-Sovereign Identity. The self-sovereign identity model is considered as the latest evolution of IAM models. It attempts to address a number of shortcomings found in the existing digital identity space. However, it also begets a unique set of challenges that warrant adequate research, exploration, and discussion. The following paragraphs discuss these challenges:

(i) **Standards for Data Management and Wallets.** Standard protocols, practices, and policies around user experience, data management, and data exchange should be carefully defined and implemented. While SSI supports an open ecosystem, there is value in consistent yet flexible user interactions, data management policies, and data presentation standards. Regardless of the direction taken to address this challenge, the approach should aim for a user-centric system aligned with Privacy by Design and Security by Design principles. The principles of Privacy by Design are described in Section 7.

(ii) **Key Management.** In traditional identity management models, the identity providers are primarily responsible for the management of identity data and secret keys and therefore must address the liabilities, risks, and technical requirements associated with that task. Conversely, in the SSI model, this responsibility and its associated risks are placed on the shoulders of the users. There have been numerous instances of users losing their cryptographic keys, resulting in the loss of valuable information and unrecoverable funds. Addressing the key management requirements in the SSI architecture is a fundamental step towards the mass adoption of SSI. Reliance on decentralized key custodians is one form of addressing the key management challenge [69].

(iii) **Consent.** As stated by Article 4 of General Data Protection Regulation (GDPR) [70], the consent given by the user must be meaningful, well-formed, unambiguous, specific, and freely given, specifying clear decisions. This process is not easy to implement and hard to verify in the current identity models. Moreover, requesting users to provide consent to many privacy policies and data sharing practices has led to what is known as consent fatigue, where the user is bombarded with privacy notifications. Ideas such as automated decision-making and response by digital wallets or agents representing the user, based on prior user decisions, should be entertained. Moreover, research around consent management, presentation, and enforcement is valuable.

(iv) **Access.** The backbone of many SSI systems is the distributed ledger technology (DLT). The concept of DLT and blockchain will be explained in the next sections. Certain DLT systems are public, allowing any entity to read or write to the ledger, while others are permissioned and allow only a selection of authorized entities to read or write new records into the ledger. If not carefully designed, the permissioned approach possesses the risk of forming centralized architecture similar to an oligopoly among the few authorized entities [71]. On the other hand, the permissionless and public model may be vulnerable to attacks common in various open DLT architectures [2].

(v) **Accountability and Governance.** It is important to articulate the policies and procedures around identifying and addressing malicious behavior and dishonest entities. It is also important to realize and articulate the correct degree of decentralization needed to support the vision and the requirements of SSI. Certain identity management operations such as identity claim issuance, identity lookup, and
secure storage of data may rely on some degree of centralization and dependence on trusted intermediaries. Some implementations of SSI place significant power in the hands of a select few trusted entities that must comply with a common contractually binding trust framework, potentially making these entities the weakest point of the network. While other implementations of SSI aim for a more decentralized, programmable, and machine-readable governance framework. The latter form of governance too has shown to suffer from various flaws in the past [72]. Therefore, efforts to determine the correct balance between centralization and decentralization is an important topic.

(vi) **Trust in Data.** While there may be trust in the underlying SSI network as a secure, robust, and decentralized platform, the methods to form trust among the entities, and the trust in data including the verifiable credentials exchanged must be carefully designed. The authentication and data validation may need to be done through a trusted authority and outside of the blockchain network.

(vii) **New Technology Adoption.** As a new identity model, SSI requires various modifications to the existing system architectures. An important step towards the success of SSI is the discussions around the suitable technology stacks, deployment practices, and operational procedures. Particular attention must be given to the user experience, including the user interactions from the operator’s perspective. Proper design steps must be taken to avoid the fate experienced by many other good innovations such as Pretty Good Privacy (PGP) [73], which while is a useful technology it has not met the expected broad use.

(viii) **Investment and Commercialization.** As a relatively new venture with a growing ecosystem but with limited knowledge on the revenue model, unknown user acceptance, and utilization and unknown risks, any entity intending to adopt SSI must design a strategic plan that supports the investment and risk involved in the deployment and operation of such system. The SSI economic model may lead to the chicken and egg problem where user adoption depends on the support of the service providers and vice versa.

An adequate response to the aforementioned challenges is the premise for a strong acceptance and support of the SSI model. Section 9 provides more perspective on existing SSI challenges.

In the next section, we delve deeper into the architecture of SSI and explain its building blocks.

4. Architecture of Self-Sovereign Identity Model

We begin this section by describing the key building blocks of SSI, including decentralized identifiers, verifiable credentials and decentralized public key infrastructure (DPKI), blockchain, and verifiable data registry, along with technologies such as identity hubs and agents which help realize the architectural requirements of SSI.

4.1. **Decentralized Identifiers.** Developed by World Wide Web Consortium (W3C) [74], the decentralized identifiers (DIDs) [75] are a key component of the SSI model. The DID specification defines a globally unique and cryptographic identifier scheme similar to the universally unique identifier (UUID) scheme [76] with a number of differences. First, the DID specification does not rely on a centralized authority to manage the identifiers (hence called decentralized identifiers), but rather they can be managed using a decentralized infrastructure such as DLT. Second, the DIDs addresses have cryptographic properties. The DID addresses are generated based on cryptographic key pairs. The ownership of a DID can be proven using cryptographic proofs such as digital signatures. As shown in Figure 4, a DID address consists of three parts. Every DID has the following format:

```
<Scheme>://<Method>://<Method Specific Identifier>
```

The first part of each DID is the DID scheme, followed by the DID method. The third part consists of an identifier in the context of a DID method. Each DID address resolves to a DID descriptor object or DDO, also known as a DID document. A DDO is a machine-readable JSON-LD document with various information about the DID subject. These include cryptographic public keys, service endpoints, authentication parameters, timestamps, and other metadata. The service endpoints provide a publicly available address for establishing connection with the DID subject. A DID subject is an entity identified by a DID and described by a DDO. A DID record consists of a key-value pair of a DID and a DDO. Figure 4 depicts a sample DDO document. An entity may have multiple key pairs and DIDs and use a different DID for each interaction.

The DID method defines the specific methods a DID scheme can be implemented on a particular DLT or network. This includes the CRUD operations of creating, reading, updating, and deleting of DID records. As of now, there are 90 registered DID methods [78]. These methods include Bitcoin, Ethereum, Sovrin, Interplanetary File System (IPFS) [79], and Veres Ones [80].

The DID specification distinguishes three types of DID [81]. The Anywise DID or Public DID is a DID intended for use with an unknown-able number of parties. The Pairwise DID is intended for interactions where the DID should only be known by its subject and exactly one other entity such as a service provider. Lastly, the N-wise DID is intended to be known by exactly N number of entity including its subject.

A universal resolver [82] is a DID resolving system that supports multiple decentralized identifier systems. For a DID system to support the universal resolver, it must implement a DID adaptor to interface the universal resolver with the system-specific DID methods.

The DID Auth protocol allows an identity owner to use their client application, such as their mobile device or browser, to prove to a service provider that they are in control of a DID.
DID Auth protocol relies on a challenge-response cycle that is customized depending on the situation. This protocol can replace the use of username and passwords as a form of authentication and enables an authenticated communication channel between an identity owner and a service provider.

The DID Comm is a DID-based protocol by which two or more SSI entities can communicate privately and securely in a peer-to-peer manner. The protocol relies on DID and supports mutual authentication between the parties [83].

4.2. Verifiable Credentials. The verifiable credentials (VCs) [36] are a specification developed by the W3C Verifiable Credentials Working Group. A verifiable credential is an interoperable data structure suitable for representing cryptographically verifiable and tamper-proof claims. Figure 5 obtained from [36] displays the key roles within the verifiable credentials’ ecosystem.

A holder is an entity that controls one or more verifiable credentials. An issuer is an entity that creates new verifiable credentials. A bank and a government agency are examples of credential issuers. A verifier is an entity that obtains one or more verifiable credentials to verify. An e-commerce website expecting credentials from their customers is an example of a verifier. A verifiable data registry is responsible for mediating the creation and verification of identifiers, keys, verifiable credentials schemas, and other relevant data required to use verifiable credentials. A verifiable credential consists of various elements. They include the URI of the subject, the URI of the issuer of the claims, and the URLs that uniquely identify the credential. In addition, a VC includes claim expiration conditions and cryptographic signatures. A URI can be a DID. The W3C Verifiable Credentials Working Group has also defined the concept of Verifiable Presentations (VPs). Verifiable presentations define the methods by which VCs are signed and presented by the holder. A VC or a VP can be described with JSON-LD, JSON [84], or JSON Web Token [85].

4.3. Decentralized Public Key Infrastructure. The public key infrastructure consists of a set of services, tools, processes, and technologies which facilitate the performance of cryptographic operations based on public key cryptography. The most commonly used PKI certificate model is known as PKI X.509 or PKIX. In this model, the central certificate authorities (CAs) create the X.509 digital certificate. A certificate binds a public key to a particular identity [86]. Along with certificate authorities, the Domain Name Server (DNS) registrars and Internet Corporation for Assigned Names and Numbers (ICANN) [87] were created to facilitate the management and resolution of online identifiers and addresses. The governance model utilized by the above central authorities runs the risk of placing the control of identity data and decision-making in the hands of a small set of central authorities, leading to the possibility for those authorities to misbehave or become victims of security breaches [88]. Recent development in the formation of the Post-Transition IANA (PTI) entity as part of the transition stewardship program within ICANN, to perform the responsibilities of Assigned Numbers Authority’s (IANA) [89, 90], and other advancement in introducing broader community-driven decision-making within ICANN have brought forth the hope of better accountability and democratic decision-making in this space [91].

A well-known implementation of a decentralized trust model, before the emergence of blockchain, is the Pretty Good Privacy protocol. Proposed by Phil Zimmermann and contrary to traditional PKI models, the PGP trust model relies on a web of trust. The popularity and growth of PGP were inhibited by various unanswered usability and key management challenges [88] in addition to the security concerns associated with the use of long-term keys.

Proposed by the Rebooting of the Web of Trust (RVoT) [42], the decentralized public key infrastructure (DPKI) provides a decentralized trust architecture in which no single entity can compromise the security and integrity of the system as a whole [51]. In contrast to traditional PKI, the DPKI does not depend on central certificate authorities or registration authorities (RAs). The dependence from these central entities can be eliminated by relying on a decentralized platform as the initial root of trust.

The DPKI architecture can be realized with the help of a decentralized key-value data store such as blockchain. By relying on the immutability of the blockchain to store the public keys, it is possible to guarantee that the data cannot be deleted or modified by anyone once it is written. The cryptographic keys can be found by anyone who has access to blockchain. No CA is not responsible for their storage or
verification. This addresses some of the privacy and security concerns associated with a central point of authority. Because of the transparent and open nature of public blockchains, any changes to the data are auditable by all members of the network. Note that we must distinguish the trust placed on the blockchain system as a transparent, immutable, and secure storage platform, and the trust placed in the data itself, such as the public keys stored on the blockchain. While a verifier can rely on DPKI to allow a particular entity to authenticate itself and claim the possession of a particular identifier and with the aid of a trusted verifier, the entity’s identity. The identification of an entity is achieved through the exchange of verifiable credentials. Although verifiable credentials contain digitally signed identity claims, ultimately it is up to the verifier to trust and accept or reject those claims based on its own policies and trust model.

The Sidetree project proposed through Decentralized Identity Foundation (DIF) [92] is an emerging protocol for creating scalable DPKI networks that can run on top of any existing decentralized anchoring system such as Bitcoin, while being as open and public as the underlying system they utilize [93]. Sivakumar and Singh [94] developed a blockchain-based DPKI by which key management operations are addressed through the use of smart contracts.

It is important to note that not all security breaches and concerns around traditional PKI are due to its fundamental architecture, but rather because of inadequate enforcement of security controls in a PKI deployment, or the lack of proper key management by users who engage with the system. Similar issues can be found in DPKI models which offer high data resiliency but can be vulnerable to various attacks. Because of the role the CA plays, popular public CAs have adopted high levels of operational security and go to a great length to protect sensitive data. Decentralized PKI systems must also follow strict security measures. While some aspect of DPKI may rely on blockchain, many tasks such as cryptographic signing operations require secret keys which must be performed in a secure, central, and off-the-blockchain environment.

In addition, while DPKI systems offer a transparent and open architecture, the CAs in the traditional PKI model have also taken steps towards better transparency by offering services such as certificate transparency logs [95], through which all issued certificates are published on the CA website.

Many PKI enterprise systems have been deployed in various industries including banking, health, and defense. Due to the rapid growth of PKI ecosystem, deployment and management of PKI systems have become easier. There are now many on-premise and cloud-based PKI options available in the industry. For private ecosystems where certificate issuance and renewal detail of the parties must remain private, the cost of deploying a private DPKI with a large number of nodes may not be financially feasible.

4.4. Blockchain and Distributed Ledger Technology. The blockchain technology and its superset, the distributed ledger technology, provide a cryptographically secure, decentralized, and distributed database of information. The blockchain underpins the vast majority of cryptocurrencies, such as Bitcoin [2]. The blockchain disintermediates the central authorities, allowing the transactions to take place in a peer-to-peer method without the reliance on a trusted central party. Certain blockchain implementations such as Ethereum [29] support smart contracts capabilities. Smart contracts are distributed applications executed by the participating blockchain nodes.

The applications of blockchain have surpassed beyond the financial use cases and grown into other industries such as Internet of Things, smart homes, healthcare, supply chain management, energy, legal, voting, storage, corporate registry, and identity management. As the most well-known form of DLT, the blockchain technology became known after the introduction of the Bitcoin white paper in October of 2008 by a person, or persons of the name Satoshi Nakamoto. The Bitcoin protocol was officially launched on the third of January 2009. Bitcoin is by far the most well-known and longest running application of blockchain technology.

A blockchain system consists of an immutable ledger of cryptographically hashed transactions. A group of transactions collected together forms a block. Each block contains a header that references the cryptographic hash of the previous block in the blockchain. Figure 6 represents a chain of blocks, where each block references the block before it. Gao et al. [96] provide a comprehensive description of the blockchain system, its major components, algorithms, and challenges.

Blockchain systems can be divided into two categories of public and private, and two types of permissioned and permissionless. A public blockchain is completely available to all public members to read, while a private blockchain is accessible only to the authorized entities. Being a public network, PII information is generally not added to these systems. A permissioned blockchain provides read access to all parties; however, writing permission is only granted to a subset of entities. Conversely a permissionless blockchain allows for anyone to write to the blockchain. Bitcoin and Ethereum are examples of permissionless blockchains as they are open to everyone to read or write. Hyperledger Fabric [97] is a popular private blockchain, while Hyperledger Indy [98] is an instance of a public permissioned DLT.

The consensus protocol is an integral component of blockchain. It ensures that only valid transactions are added to the blockchain. There are a large number of consensus algorithms [99] available. These algorithms date back to 1982 with the introduction of a paper by Leslie Lamport et al., describing the challenges and solutions of reaching Byzantine Fault Tolerance (BFT) [100]. While the consensus among known parties may be achieved through BFT and its variants, public blockchains such as Bitcoin where participants are not trusted must rely on other classes of consensus algorithms. Bitcoin relies on a consensus protocol known as proof-of-work. In this protocol, the participants of the network are required to solve a difficult mathematical puzzle in order to prove the validity of the transactions they intend to submit to the network. Bach et al. [101] and Du et al. [102]
Blockchain provides a framework of trust and the opportunity for data storage and processing to be diffused among numerous entities. By leveraging this architecture, the need for the continuous availability of a central identity providers may no longer be necessary.

The advantages of using blockchain to achieve IAM requirements are four folds. First, the decentralized nature of blockchain allows data and decentralized identifiers to be stored in a ledger and not with a single central entity. Second, as blockchain is an immutable, the transactions can only be appended to the ledger and its integrity can be verified by all members of the network.

Third, in the case of a public blockchain, all records are always visible to all.

Finally, due to the distributed nature of blockchain, it is very difficult to influence the availability and integrity of the data.

Various types of operations such as registration of decentralized identifiers, notarization of identity data, and storage of access and consent records can be shared on blockchain. The decentralized nature of the blockchain allows for entity identifiers and cryptographic keys to be registered on an immutable, decentralized system accessible by any entities that need to obtain the authentic public key of an identifier. This is in contrast to the public key infrastructure, where the public keys are exchanged directly through a presumably secure channel, with strong dependence on certificate authorities to ensure the integrity and authenticity of the public keys. In more recent SSI architectures, different information, such as entity identifiers, is no longer added to the blockchain system, as they are considered PII information. Furthermore, by leveraging smart contracts on blockchain, it is possible to develop sophisticated and decentralized identity management platforms on the blockchain.

As discussed in Section 4.3, while a blockchain system provides integrity, immutability, and authenticity of cryptographic keys, it fails to prove the trustworthiness of cryptographic keys without the existence of a proper identity layer, governance framework, and trust policy in place. Moreover, in the context of public blockchains, privacy concerns around identity data and issues around data correlation are important topics of discussion.

4.5. Verifiable Data Registry. The goals of self-sovereign identity can be realized with the help of a trusted database platform such as a blockchain playing the role of a verifiable data registry. A verifiable data registry is responsible for mediating the creation and verification of identifiers, keys, verifiable credentials schemas, revocation registries, issuers’ public keys, and other relevant data required to generate or use verifiable credentials. Note that other forms of databases, such as government ID databases can also be considered as a verifiable data registry. There can also be more than one type of registry utilized in an SSI deployment.

4.6. Agents. An agent is a piece of software component assigned to act on behalf of an entity [103]. Agents serve a multitude of purposes. In the context of an SSI network, an agent is the main gateway between an entity and the rest of the network by providing a network address for other entities to connect through. Generally, an agent component has access to a digital wallet in order to store cryptographic keys and to perform various cryptographic operations. The agent component ensures resource availability, increased privacy, and auditing capability. In addition, it provides effective data management services and supports automated actions on behalf of the user. The drawbacks of agents include the trust placed in them to handle sensitive data on behalf of the entity [71].

There are two broad categories of agents, namely, edge agents and cloud agents [104]. An edge agent is an agent service running in the immediate vicinity of the user. This includes the user’s mobile device or browser. The edge agent interacts directly with the user and has the ability to provide more direct and immediate data control to its user. An edge agent is required to be available at all times in order to respond to any service requests. A cloud agent, on the other hand, is an agent service hosted on the cloud. Generally, a cloud agent has more restrictive access policies than an edge agent. Generally, a cloud agent has a fixed and public address, making it susceptible against identification through correlation attacks. The cloud agent is capable of relaying all requests to its associated edge agent running on the user’s device. Service providers that provide cloud-based agents as a service are called agencies.

Various efforts in standardizing the agent’s interface and communication protocol are underway [105]. Smart agents are advanced agents with the ability to respond to various requests with minimal user involvement. Smart agents can be equipped with artificial intelligence to improve their decision-making capabilities. Google Assistant and other smart devices can enhance the user experience of agents [106].

4.7. Identity Hubs. Proposed by Decentralized Identity Foundation (DIF) [107], an identity hub is a secure data storage solution that provides a safe, highly available, and user-centric depository of user data. Identity hubs support interoperable and standard protocols for effective management and exchange of identity data and cryptographic information. Identity hubs support synchronization protocols to coordinate user data among multiple hubs and are required to support data exportation capabilities to allow the user’s data to be exported in an interoperable format at the

**Figure 6:** Blocks in the blockchain architecture.
user’s request. Authentication with an identity hub is supported through various protocols such as DID authentication scheme. An alternative yet similar solution to secure storage of identity data is known as the Solid project [108]. Solid provides a decentralized data store called a Pod, similar to a container, for storing identity data of the users. They support file- a nd g raph-based d ata s tructures a nd c an be hosted by a Pod provider or by the user themselves. As of now, there are four Pod providers. The Solid project supports OpenID as its main authentication protocol.

4.8. Digital Wallets. A digital wallet is a software or hardware component responsible for the storage of identity data and cryptographic keys in a secure and privacy-respecting method. In addition, often in concert with an agent, a wallet can perform various cryptographic operations such as key generation, signature creation, signature verification, and key backup and recovery. In order to comply with existing privacy and auditing requirements, a wallet may support the tracking of consent requests and responses, as well as all user interactions. A digital wallet can be deployed in many forms. It can be a program on the user’s mobile device or browser or provided as a software as a service via the cloud. Lastly, a user may have multiple wallets.

5. Privacy Engineering

Privacy engineering covers the tools, processes, techniques, metrics, and taxonomy to implement Privacy by Design. It ensures that privacy considerations are integrated into the system design. NIST defines privacy engineering as “A specialty discipline of systems engineering focused on achieving freedom from conditions that can create problems for individuals with unacceptable consequences that arise from the system as it processes PII” [109].

Privacy engineering can supplement and extend SSI by addressing various critical requirements such as consent and data minimization. Because privacy engineering is a vast and rapidly evolving field, this section only describes a selection of highly discussed topics including Trusted Execution Environments, Secure Multiparty Computation protocols and Ring Signatures, Threshold Secret Sharing, a nd Zero Knowledge Proofs protocols.

5.1. Trusted Execution Environments. Smartphone ownership is accelerating globally along with the growth of their capabilities and the ability to run more applications. This contributes to the increasing number of smartphone vulnerabilities. Trusted Execution Environment (TEE) can provide a method of protecting mobile applications and user’s data from unauthorized access. Digital wallets and agents play a vital role in SSI architecture. The wallet must securely store user’s cryptographic keys and identity attributes. Wallets can leverage TEE to maintain data confidentiality and secure code execution. Trusted Execution Environment is a tamper-resistant, secure, and protected processing enclave inside a processor that runs in parallel, but isolated, to the main operating system running on the device [110]. A TEE component provides an enhanced level of code and data confidentiality and authenticity of executed code, and the integrity of the run-time states. Applications that run in a TEE zone have access to the full features of the device; however, they are isolated at the hardware level from the user-installed applications running on the main operating system. Intel’s SGX, AMD SEV, and ARM’s TrustZone are popular examples of TEE.

5.2. Secure Multiparty Computation and Ring Signatures. Ring Signature is a privacy-respecting digital signature protocol that provides the ability to prove the existence of a signer that possesses the signing key among a group of signers without revealing the signer’s public key. Ring signatures make it possible to produce a valid signature without revealing the identity of the signer [111]. Ring Signatures and Secure Multiparty Computation (SMC) [112] supplement the SSI architecture by enabling joint computations while maintaining data confidentiality. They also allow for retaining more control over who receives the outcome of the computation.

Secure Multiparty Computation provides a privacy-preserving method for a group of entities to jointly compute a function over their input without the need to share their input with other parties, or with a trusted third party. A trusted third party is an entity trusted by other entities within a particular context. As an example, assume that there are three parties Alice, Charlie, and Bob with secret inputs x, y, and z representing their respective salaries. To find out the highest of the three salaries without revealing to each other their salary, they engage in an MPC protocol. The output of the protocol is simply the highest value of the salaries which can then be used by each party to compare against. Mathematically, the problem of finding the maximum value translates to \( F(x, y, z) = \max(x, y, z) \).

History of secure multiparty computation begins in 1986 when Yao proposed the two-party computation protocol using cryptography [112]. Goldreich et al. [113] extended Yao’s idea by providing a polynomial-time algorithm to solve the multiparty (mental game) problem under the assumption of the majority of parties being honest.

Various applications of SMC such as the private information retrieval problem (PIR) [114] are introduced by Chor and Gilboa. The PIR describes a server-client architecture in which a client retrieves the \( i \)th bit of a binary sequence from the server without the knowledge of the server on which bit has been obtained. The server, on the other hand, does not reveal the entire bit sequence to the client.

Privacy-preserving data mining is another common application of SMC. The author in [115] introduces an approach in which two parties, each with a separate database, are able to jointly perform data mining operations on the union of their data sets without disclosing their database to one another or any third party.

Nair et al. [116] propose a secure information storage and retrieval model based on SMC. This model splits sensitive data among multiple databases and reconstructs the data by a computation agent on the client side.
Clifton et al. [117] describe a toolkit for various privacy-preserving SMC-based data mining operations including secure sum computation using a secret random number. However, in this protocol, two adjacent parties can collude to compute the random number. To avoid the risk of two parties colluding to determine the secret random number, Mishra et al. [118] propose a privacy-preserving k-secure sum protocol to allow the parties to compute the sum while keeping their individual data secret. This is achieved through the segmentation of each individual party and generation of random numbers within each segment.

Pathak et al. [119] extend on this work to propose a secure and privacy-preserving data mining protocol. In their proposal, each party breaks its data block into k segments and distributes k − 1 segments to other parties. Through a series of interchanges between the parties, the total sum of the data is calculated while ensuring the privacy of individual data.

Pinkas [120] provides a detailed definition of SMC and various other privacy-preserving data mining techniques. Finally, the Enigma project is a peer-to-peer network that relies on SMC and blockchain to provide secure computation while keeping data private [121].

5.3 Threshold Secret Sharing. Threshold Secret Sharing and secret segmentation refer to the distribution of secrets into multiple shares. These shares are then disclosed with multiple participants. To recover the secret, a predetermined number of shares must be retrieved from the participants. More formally, given a finite set P of participants and a set Γ of subsets of P, the secret threshold scheme defines a threshold t where the secret access model is Γ = {A ⊆ P : |A| ≥ t}. In these schemes, less than t participants cannot recover the original secret. This scheme is also known as the (t, n)-threshold scheme.

The SSI architecture can take advantage of Threshold Secret Sharing protocol to offer secure and privacy-respecting backup and recovery of user’s sensitive data, including secret keys [122].

In 1979, Shamir [123] and Blakely [124] proposed two variations of threshold-based secret sharing schemes. The scheme proposed by Shamir relies on standard Lagrange polynomial interpolation, while Blakely’s proposal, also known as vector scheme, relies on the geometric concept of intersecting hyperplanes. An evaluation of Shamir’s Threshold Secret Sharing scheme against Blakley’s approach is discussed in [125].

Shamir’s secret sharing algorithm is described as follows: user V splits a secret S into P shares, such that any combination of less than t shares cannot learn the secret S, while any combination of ≥t shares can learn the secret S. To this end, the user V constructs a polynomial of degree t − 1 such that f(0) = S. For example, if at least 4 shares are required to reconstruct S, then the polynomial will be f(x) = a_0 + a_1x + a_2x^2 + a_3x^3. Next, user V computes f(x_i) for all shares i ⊆ P and the resulting pairs (x_i, f(x_i)) are distributed to each participant i. In order to reconstruct the secret S, the polynomial f(x) should be recreated from the set of pairs provided by the participants using Lagrange polynomial interpolation. The major steps of Lagrange interpolation are as follows: given a polynomial f(x) over of degree at most l and given C such that |C| = l + 1, then

$$f(x) = \sum_{i \in C} f(i)\delta_i(x),$$

where $\delta_i(x)$ is a degree l polynomial such that

$$\delta_{i}(j) = \begin{cases} 0, & \text{if } i \neq j, \\ 1, & \text{if } i = j, \end{cases}$$

which can also be represented as

$$\delta_{i}(j) = \prod_{j \in C, j \neq i} \frac{x - j}{i - j}.$$  

5.4 Zero Knowledge Proofs. Zero Knowledge Proof (ZKP) is a cryptographic protocol by which a prover is able to, with high certainty, prove the validity of a statement to a verifier without sharing the underlying information [126]. The prover is able to maintain its privacy while providing to the verifier enough information to be able to validate the truthfulness of a statement. The ZKP protocol enhances user privacy while maintaining the required institutional trust for the correctness of digital interactions.

ZKP protocols are used in various applications including privacy-respecting identity proving and authentication, as well as cryptocurrency transaction validation and private data mining.

ZKP augments SSI’s data minimization requirements and empowers users by impeding the unnecessary collection of their data by a verifier. In the context of verifiable credentials, ZKP introduces the following key capabilities [36]:

(i) The ability to combine multiple VC from multiple issuers into a single verifiable presentation while avoiding sharing unnecessary VC or identifiers with the verifier, making it more challenging for the verifier to collude with any of the issuers.

(ii) The ability to selectively disclose the necessary claims with a verifiable credential to a verifier without requiring the need to obtain multiple atomic VC from the issuers. This allows the holder to only share the information needed by the verifier.

(iii) The possibility to produce derived verifiable credentials formatted according to the verifier’s data schema, without the involvement of the issuer.

As an example, a prover is able to prove to a verifier that he is above the age of 19 without revealing his actual date of birth, or a prover can prove that she lives in a country within the European Union without revealing the name of the country.

Zero Knowledge Proofs were first published by Goldwasser et al. in 1985 [126]. After 27 years from the time the paper was published, Goldwasser et al. won the Turing award for their effort in ZKP.
A simplified form of ZKP is the public key cryptography, where the possession of a private key is proven by a challenge-response protocol. Notable works are Succinct ZK by Kilian in 1992 [127] which provides a simplified ZKP, and Pinocchio by Parno et al. in 2013 which applies ZKP to real-life use cases [128], as well as Groth’s Groth16 proposed in 2016 [129], which significantly reduces the protocol’s computational complexity. The Bulletproofs protocol by Bünz et al. [130] has contributed significantly to the progress of ZKP. Other notable ZKP protocols include CL-signatures [131], Fiat Shamir [132], zkSNARKs [133], and zkSTARKs [134]. IBM Identity Mix er [135] and Microsoft U-Prove [136] are also among discussed ZKP implementations.

ZKP protocol is a type of proof systems. Proof systems can be divided into interactive and noninteractive proof systems (NIPS). An interactive ZKP requires the prover and verifier to be present during the verification process through which multiple messages are exchanged between the parties. At the end of this process, the verifier will either accept or reject the proof provided by the prover. The exchange between the parties requires an active connection. Conversely, the noninteractive proof systems, first introduced by Blum et al. [137], do not require the concurrent availability of both parties. Huixin Wu et al. provide a survey of noninteractive ZKP systems and their applications [138]. Every ZKP protocol must satisfy these three principal properties:

(i) Completeness. If the input to a ZKP system is true, the proof must also be true. In other words, referring to the example above, if the date of birth attribute meets the condition of greater than 19 years, then the result of the system received by the verifier must be accepted (with high probability) as true.

(ii) Soundness. If the input to the ZKP system is false, then the proof must also be false. In other words, it is not possible for the prover to trick the system to convince the verifier when the input is false.

(iii) Privacy. The confidential input of the ZKP system must not be revealed to parties other than the prover.

There are a number of canonical examples illustrating ZKP protocol, including the Ali Baba’s cave [139] and the two pens scenario [140].

A ZKP ecosystem consists of various roles and terminologies, which are described as follows:

(i) Attributes are units of information about the identity holder. Date of birth or nationality are examples of attributes.

(ii) Holder is the entity who possesses the attributes. These attributes are attested by one or more authoritative sources, also known as the issuer. The holder uses the attributes to generate proofs to prove some claims about the attributes.

(iii) Issuer is the authoritative party that attests to the validity of the holder’s attributes. For example, a government agency may issue a certified date of birth attribute to the holder.

(iv) Verifier is the party that verifies the claims, by verifying the proofs provided by the holder.

A successful ZKP protocol must consider a number of criteria, such as scalability, interactivity, security and threat modeling, transparency, and quantum security. In order for a ZKP protocol to work effectively, it must provide sufficient privacy measures to all parties. For instance, holder and issuer should be able to maintain their anonymity while the confidentiality and untraceability of claims are still satisfied.

There is a growing interest in ZKP, and its use cases are growing. For instance, use cases around the proof of a customer’s age at an establishment that serves alcoholic beverages, privacy-preserving voting and membership systems, and use cases around satisfying know your customer (KYC) and anti-money laundering (AML) requirements while maintaining client’s privacy are actively discussed within the ZKP communities.

Many organizations [141, 142] are actively working on extending ZKP protocols. Many technical groups such as ZKProof [143] aim to advance the use of ZKP by creating formal frameworks and standards around the scheme and by promoting stronger community collaboration among different stakeholders including the academia.

Data minimization practices limit the amount of data shared to the minimum necessary to successfully accomplish a goal. Other approaches to preserving privacy recommended by W3C include selective disclosure and progressive trust. Selective disclosure is the ability for a user to have granular control over what information they share. Progressive trust is the ability for a user to gradually increase the amount of necessary data revealed as the trust is build or value generated [144].

While not covered in detail in this survey, other notable cryptographic protocols include homomorphic cryptography [145], differential privacy [146], identity-based encryption [147], and commitment schemes [148] which may supplement a digital identity or data management systems. Bernabe et al. [149] provide a comprehensive survey of privacy-preserving research solutions within the context of blockchain and self-sovereign identity systems. In the following section, we describe the noteworthy platforms, technical groups, and organizations that are driving SSI protocols forward.

6. Platforms, Technical Groups, and Technology Leaders in SSI

There is a rapidly growing number of SSI platforms, industry players, and technical groups committed to developing and improving the SSI and decentralized identity framework.

6.1. Platforms. Stacks, formerly known as Blockstack [150], is an open-source decentralized naming and storage platform built on the blockchain technology. Similar to Ethereum, Stacks supports decentralized applications; however, the computations of these applications are performed off-chain. Civic [151] is an Ethereum-based decentralized identity management platform supporting a
built-in incentive program. Similar to many other platforms, Civic’s users use a mobile application to manage their identity data. The mobile applications are not yet open-source. uPort [152] is an SSI framework based on the Ethereum public blockchain and Interplanetary File System (IPFS) [79].

Veres One [80] is a nonprofit identity project with the goal of addressing a range of existing identity challenges. Veres One supports a public permissionless network that relies on a blockchain system optimized for identity use cases. It uses verifiable credentials, decentralized key management, and DIDs to facilitate a decentralized identity management model. Similar to a number of other frameworks, Veres One relies on a board of governors, a selection of qualified members responsible for the governance of the network. Important entities include nodes that are in charge of computation and storage of the network, maintainers who are responsible for maintaining the Veres One software, and entities such as people and organizations which interact with the network to create and manage their DIDs. There is also a special role of the accelerator, responsible for increasing the speed of creation and management of DIDs.

The Hyperledger Consortium [153] is an umbrella project managed by the Linux Foundation. The objective of the Hyperledger project is to create, foster, maintain, and support open-source distributed ledger framework-related projects. Hyperledger houses many DLT projects including Hyperledger Fabric [97], a general purpose DLT framework. Hyperledger also manages various DLT tools to support the development of decentralized solutions. These tools include Hyperledger Explorer and Hyperledger Composer. Currently known as one of the most popular permissioned blockchains, Hyperledger Fabric is a general purpose blockchain implementation originally developed by IBM. Fabric is developed with Golang programming language and supports pluggable consensus component, and smart contracts (known as Chaincode), and privacy and confidentiality features required for enterprise and commercial use cases. Other notable projects within Hyperledger include Aries and Ursa. Hyperledger Aries is a blockchain-agnostic, off-ledger key and secret management system. It provides implementations of agents and ZKP-capable verifiable credentials and decentralized key management system. Hyperledger Ursa is a cryptographic library shared among many Hyperledger projects with the purpose of offering a secure, consistent, and easy-to-use cryptographic protocols and services.

Originally developed by Evernym [141], Hyperledger Indy [98] is a public permissioned DLT solution purpose-built for decentralized identity use cases. Built from the ground up using Python and Rust programming languages, with the goal of addressing SSI use cases, Indy supports decentralized identifiers, verifiable credentials, and Zero Knowledge Proofs, while adhering to Privacy by Design principles. As opposed to storing blocks, or smart contracts, as is the case with many DLT frameworks, Indy supports the storage of DIDs and DDOs and various public identity-related records such as public claims, revocation material, and consent records. No personal information is recorded on the ledger without the approval of the identity owner.

The Sovrin Network [103] is an open-source user-centric SSI framework. Sovrin is originally developed by Evernym and is managed by the Sovrin Foundation, a global nonprofit organization [154]. Based on the Hyperledger Indy, the Sovrin tech stack supports verifiable credentials, DIDs, agents, and Zero Knowledge Proof protocols. The Sovrin distributed ledger is governed by trust anchors. Nodes in the Sovrin framework are run by stewards. There are two types of nodes, namely, validator nodes and read-only observer nodes. Sovrin stewards include companies from many continents and well-known market players such as IBM and Cisco. Sovrin supports a native protocol token to produce incentives and simplify various types of identity transactions among issuers, verifiers, and holders. The Sovrin Trust Framework [154] addresses the governance and policy aspect of the Sovrin network. It describes the processes and policies required to participate in the network, in addition to introducing various roles including trustee, trust anchor, and stewards.

Jolocom [155] is another open-source SSI platform that uses Ethereum by default. It relies on DIDs and hierarchical deterministic (HD) keys to generate multiple identities from a seed master identity. Every DID generated on Jolocom resolves to a DDO stored on IPFS. The mapping of every DID to DDO is performed on the Ethereum blockchain. While Jolocom SDK interfaces with Ethereum (through ERC-725 standard), the protocol is open for other blockchain implementations. Similar to other platforms, Jolocom users utilize a mobile app to interact, create, manage, and share their data.

SelfKey [156] is another SSI network where personal data are closely controlled by the users. By relying on Zero Knowledge Proofs, the platform ensures only the minimum necessary amount of data is shared.

LifeID [157] is built on an open and permissionless blockchain technology. It utilizes DID to generate identifiers and allow its users to control their identity data. Furthermore, LifeID relies on ZKP to ensure data minimization. A user’s identity data can be backed up on cold storage, or stored with other users, or a trusted organization. LifeID has a token named ID Token to support storage and exchange of value on the network.

Finally, Mattr [158] is another SSI network based on verifiable credentials and DIDs. The Mattr platform supports extensible data formats and secure authentication protocols. Kuperberg [159] provides a survey of various emerging SSI implementations. Dunphy et al. [160] and Abraham [161] provide further detailed comparison and analysis of the aforementioned platforms.

6.2. Technical Groups and Technology Leaders. The development of SSI is made possible through the work of various technical groups that help design the requirements, specification, standards, and processes for SSI.

The World Wide Web Consortium [162] is an international community that creates open standards for the web. The W3C Verifiable Credential Working Group [74] is actively working on the verifiable credential data model and
use cases while the W3C Decentralized Identifier Working Group [163] is focused on developing the decentralized identifier specification, including its method registries and use cases. The goal of W3C Credentials Community Group [164] is to explore and draft specifications a round the creation, storage, presentation, and control of verifiable credentials for further standardization and prototyping.

The Rebooting of the Web of Trust (R WoT) facilitates discussions on identity-related topics with a particular focus on a decentralized trust-based identity systems. The R WoT organizes annual events with the goal of producing five technical white papers on identity- and trust-related topics that have the biggest impact on the future of identity. Various initiatives such as DIDs, DPKI, and JSON-LD are among the initiatives examined in R WoT.

The Hyperledger Identity Group [165] promotes discussions, research, and collaboration on management of digital identity data on decentralized platforms and in particular solutions related to Hyperledger.

The Internet Identity Work Group (IIW) [166] is another technical group that meets twice a year to discuss new ideas, solutions, and initiatives with the primary focus on identity.

The Decentralized Identity Foundation (DIF) [92] is a technical organization focused on developing foundational elements required for an open ecosystem for decentralized identity. The DIF provides technical specifications and reference implementations and assists in coordinating the industry leaders. Identity hubs and universal resolver are among the many projects incubated by DIF.

The Digital Identity A nd Authentication C.ouncil (DIIAC) [167] in Canada is a union of public and private sector players working together to create a trusted digital identity experience for Canadians. The Pan-Canadian Trust Framework (PCTF) spearheaded by DIACC is a framework consisting of the legal, business, and technical rules applicable to identification, a authentication, and an authorization, agreed on between participating public and private sector organizations across Canada.

Kantara [168] is a global nonprofit organization developing specifications such as User Managed Access [169] and Concept Receipt Specification. The ID 2020 [170] is a non-profit public-private consortium committed to improving lives by providing digital identity to all undocumented people worldwide. The goal of ID2020 is to provide identification for all citizens of the world by 2030. Finally, initiatives such as One World Identity (OWI) [171] and SSIMeeTUP [172] provide industry practitioners the latest ideas and trends about SSI.

Finally, the purpose of Trust over IP Foundation (ToIP) [173] is to provide an open and collaborative platform to define a complete architecture for Internet scale digital trust that combines both cryptographic trust at the machine layer and human trust at the business, legal, and social layers. The mission of ToIP is to combine available standards, protocols, and capabilities produced by standard development organizations and industry foundations such as W3C and DIF, to fulfill the requirements of a an I Internet s cale d digital trust architecture. The ToIP is composed of four different working groups, namely, Governance Stack Working Group, Technology Stack Working Group, Utility Foundry Working Group, and Ecosystem Foundry Working Group.

In the following section, we provide a summary of current and emerging privacy laws and regulations that have strongly shaped SSI and other privacy-respecting identity models.

7. Regulations

In recent years, we see the growing interesting in developing more comprehensive privacy frameworks that place the users as first-class citizens.

Data privacy regulations in various shapes and forms have been around since the 16th century [174] and continue to evolve to this day to meet the changing technological landscape and demands of the stakeholders. In this section, a number of relevant regulations and standards are presented. They include the General Data Protection Regulation (GDPR) [70], Payment Service Directive (PSD2) [175], Privacy by Design (PbD) [176], and Electronic Identification, Authentication, and Trust Services (eIDAS) [177].

The General Data Protection Regulation (GDPR) was introduced by the European Union and came into effect in May 2018 [70]. This regulation replaces the previous data protection directive from 1995. The goal of the GDPR is to harmonize the privacy laws across Europe and to protect consumers by providing them the necessary protection in handling their personal information. GDPR consists of 11 chapters, 99 articles, and 173 recitals, and it is by no means a small regulation. The SSI model is aligned with the objectives of GDPR as it gives individuals control over their identity attributes and allows a streamlined exchange of credentials among the identity holders and other entities of the network while maintaining privacy and trust.

The Payment Service Directive, effective from January of 2018, provides a harmonized set of rules across the EU that enables bank customers, both businesses and consumers, to allow third-party providers to manage their financial needs [175]. Online services such as personal accounting platforms, social media services, and e-commerce websites can take advantage of the data provided by the bank accounts to provide financial services to their users. PSD2 will push organizations to rethink how they manage the digital identity of their clients. The SSI model is a strong contestant in addressing the identity and consent management requirements brought about by PSD2, but further research is required.

Introduced by the European Union, the eIDAS aims at standardizing the electronic signature, electronic timestamps, and documents, as well as electronic identification of natural and legal persons [177]. The eIDAS aims at creating common ground among the various electronic identification systems developed individually by each EU state. Exploring the implementation of the SSI model while complying with eIDAS to facilitate the creation and management of interoperable identity schemes is a potential research opportunity.

Privacy by Design (PbD) is an engineering framework originally developed in the 90s by Ann Cavoukian, in which
the importance of privacy is taken into account throughout the engineering process. The PbD has the following seven foundational principles, namely:

(a) Proactive not reactive, preventive, not remedial
(b) Privacy as the default setting
(c) Privacy embedded into the design
(d) Fully functionality and preserving positive-sum, not zero-sum
(e) End-to-end security and full life cycle protection
(f) Visibility and transparency
(g) Respect for user privacy and keeping it user-centric

The principles of PbD should be considered and manifested during the development of a digital identity solution, to ensure the privacy of the identity owners, while preserving the security and integrity of the system as a whole.

Observing the privacy landscape in the United States, it is possible to see the growing interest by various states in composing legislation to protect the privacy of their citizens. Notably, California has proposed the California Customer Privacy Act (CCPA) [178] which went into effect in January of 2020.

In the following section, we will survey the research landscape and summarize the relevant academic body of work.

8. Related Work

This section presents the related literature on SSI. The section is divided into two parts. The first part provides a breadth of existing surveys on SSI, and the second part provides a summary of original SSI-based proposals.

8.1. Surveys. Grüner et al. [179] assess the use of blockchain technology for IAM through the use of a decision model on a selective group of IAM implementations, namely, uPort, Sovrin, and ShoCard. Based on their research, both uPort and Sovrin are IAM models fit for blockchain, although because of Sovrin’s strict trust framework, it can exhibit a more centralized model than uPort. The focus of this paper is more on defining and applying a decision model rather than providing an overview of SSI and its building blocks, or discussing privacy techniques.

Jacobovitz [180] provides a survey of blockchain and IAM startups, foundations, and initiatives but misses various key players such as Sovrin or Hyperledger Indy. Furthermore, the paper does not describe the purpose and goal of SSI or its building blocks.

Yang et al. [181] provide a summary of privacy-preserving technologies for blockchain. These technologies include ZKP, Ring Signatures, homomorphic cryptography, and other cryptographic algorithms. This survey does not focus on SSI or its building blocks or provide any detail on existing or emerging identity management models.

In [182], Lim et al. provide a definition of various identity models, in addition to explaining and comparing three popular blockchain implementations. Moreover, their paper states and compares several blockchain-based identity management projects including Sovrin, ShoCard, and uPort. However, their work lacks an in-depth discussion on the standards and privacy aspects of the SSI ecosystem as well as its building blocks and principles.

Paul et al. [183] assess the feasibility of deploying decentralized identity models through various important requirements. These requirements include secure delegation of credentials, user experience, and methods of interacting with the blockchain. Their work also discusses the questions around the optional approaches to utilizing the unique qualities of blockchain such as immutability and transparency, for identity management purposes. Nevertheless, their work lacks an in-depth overview of identity and identity management, privacy engineering techniques, or the legal and privacy aspect of the decentralized identity model.

In [184], Alexander provides an explanation of the SSI architecture and the essential components of SSI such as verifiable credentials. Furthermore, their work discusses the concept of identification and authentication in the context of SSI. However, their work does not discuss common SSI implementations and identity management models in detail, nor provides references to existing or emerging privacy engineering protocols.

In [159], Kuperberg provides a summary of the SSI model from the enterprise and ecosystem perspective and compares and contrasts various SSI implementations using 75 evaluation criteria. Their work analyzes existing implementation based on system maturity and the capabilities required to compete with conventional blockchain-less solutions. While their work provides a good summary of SSI, it misses a detailed explanation of the SSI history, principles, and building blocks, in addition to any discussion around privacy engineering techniques.

Finally, NIST has published a taxonomic survey of blockchain-based identity management systems [185]. Their work focuses on the terminology, model definition, and building blocks of SSI technology in addition to its privacy and security considerations. Their work, while thorough, is geared more toward the operational requirements rather than research efforts.

In comparison to the above surveys, this article fills in the missing gaps in the previous works. It provides a comprehensive overview of the digital identity and SSI, including its technical, architectural, and legal aspects as well as popular privacy engineering protocols that supplement SSI, and recent research advances in the field. As such, this article complements and enhances the reviews in previously published surveys.

8.2. Original Research and Proposals. Wang and De Filippi provide a description of the building blocks of SSI and discuss the Kiva case study which relies on DID, VC, and Hyperledger Indy [24]. The initial purpose of the Kiva protocol is to address the problems facing the microlending industry, whereby many constituents are ineligible for loans due to lack of formal identity and history. In their paper, they describe the importance of flexibility in any identity
model to support the malleable nature of the human identity.

Shuaib et al. propose the use of SSI in the healthcare space and provide a brief summary of available scholarly work related to the healthcare use case [186]. In addition, they state the high-level requirements of SSI adoption in healthcare and summarize the advantages of using SSI in healthcare. In paper [187], Shuaib et al. discuss the use of the SSI model for the management of COVID-19 vaccination and test certifications.

Houtan et al. provide a survey on the use of blockchain and self-sovereign identity model for management of electric patient and health records [188]. The authors provide a classification of existing frameworks, proof of concepts, and published research work.

In paper [189], Naik and Jenkins evaluate the compatibility of uPort and Sovrin SSI ecosystem against GDPR principles, with the conclusion that those SSI systems are based on public permissioned blockchain are able to comply with the majority of key GDPR principles.

Kondova and Erbguth provide an assessment of Sovrin, uPort, and Jolocom SSI platforms and analyze the arising issues related to GDPR and SSI [190]. Their paper raises various privacy concerns around SSI and focuses on the issues around the storage of four types of data, namely, DIDs, verifiable credentials, r evocation data, and cryptographic hashed data.

Fedrecheski et al. describe the benefits and challenges of using DIDs and VCs to identify and authenticate Internet of Things (IoT) devices and their users [191]. The authors state the major challenges to be using constrained devices to perform asymmetric cryptography, heavy communication and DID resolution, and the privacy concerns around global tracking of devices, and finally lack of options in lightweight SSI software for IoT devices.

Belchior et al. propose an SSI-based access control (SSIBAC) to address the authorization and access control requirements of SSI [192]. Their proposed model relies on attribute-based model as well as selective disclosure of attributes, and range proofs for numerical values to ensure only the necessary data are disclosed to the authorized entities.

Liu et al. [193] compare traditional identity management systems with decentralized identity systems. Their assessment finds the differences stemming from their trust model and data storage schemes. They further identify maintaining privacy requirements and implementation of certain identity operations such as deletion, to be more difficult in a decentralized identity system.

In [194], Lux et al. provide a proof-of-concept integration of SSI and OpenID Connect protocol on Hyperledger Indy, with ability for the users to choose from a pool of identity providers instead of a select few. Their proposed system is able to receive OIDC claims as verifiable credentials.

Mukta et al. [195] propose CredChain, an SSI system that enables the creation, sharing, and verification of credentials, in addition to flexible and selective disclosure of claims using redactable signatures [196].

Soltani et al. [197] developed a financial client onboarding prototype using Hyperledger Indy to demonstrate the potential of SSI in streamlining client registration. This framework is evaluated against SSI and Privacy by Design principles, as well as relevant GDPR clauses concerning personal data management.

Othman and Callahan propose the Horcrux protocol [198], a decentralized authentication model, in which they rely on decentralized identifiers and IEEE 2410-2017 Biometric Open Protocol Standard (BOPS) to develop an SSI solution capable of storing decentralized biometric credentials.

Takemiy et al. propose the Sora SSI Identity Protocol [199]. This protocol relies on Hyperledger Iroha and DIDs and utilizes a central server to store encrypted copies of users’ cryptographic keys and personal data. The Sora protocol supports the storage of salted hash representation of the users’ identity data, along with the associated digital signatures generated by the identity issuers, on to the blockchain. This feature provides support for identity validation, nonrepudiation, and time-locking capabilities.

Dima et al. introduce the Scholarium platform [200] in which they rely on the MultiChain, a permissioned blockchain technology, to allow educational institutes to issue digital identity claims, such as graduation titles, to students. The Blockcert project [201], originally developed by the MIT Media Lab, is another pioneering blockchain-based solution for academic solutions.

Schanzenbach et al. developed reclaimID, an SSI platform for the peer-to-peer exchange of claim by utilizing the GNU Name System (GNS) [202]. The GNS system relies on a distributed hash table (DHT) and supports encrypted records, queries, and responses. The attributes stored on the name system are managed using attribute-based encryption (ABE) allowing users to selectively disclose required attributes with the requesting parties.

Finally, Abraham et al. propose a proof of concept to realize the derivation of digital identity attributes issued by traditional identity management systems into an SSI system based on Hyperledger Indy [203]. Their work also extends Hyperledger Indy’s consensus protocol to support additional features including multisignature operations and verification of signatures contained in identity assertions.

SSI implementations are growing among various sectors including the financial services, healthcare, and government sector.

Various initiatives have been developed to address the challenges around knowing your customer (KYC) and anti-money laundering (AML) requirements. Know your customer describes the policies around the activities related to verifying the identity of a client and understanding and mitigating the risks associated with them.

Biryukov et al. proposed a privacy-preserving KYC scheme called KYCE based on the Ethereum blockchain [204]. The KYCE scheme allows users to take advantage of a unified identity to gain access to multiple financial services while preserving the privacy of the users by storing sensitive personal information with the KYC provider. Their work relies on ZKP cryptographic accumulator based on Jan et al. [205].

Moyano and Ross developed a KYC process based on DLT, in which a regulator maintains the database of users’
personal information [206]. Upon the first interaction between a user and a bank, the user’s information is shared with and verified by the bank, and upon approval, the bank places the hash representation of the user’s data in blockchain. Subsequent banks rely on the hash of the data to review and confirm the authenticity of the user’s data.

KYCStart [207], KYC-Chain [208], and Cambridge Blockchain [209] are among the many projects that rely on DLT to deliver streamlined and privacy-preserving KYC schemes.

Similarly, in the health sector, patients’ information is fragmented and out of the control of the patients. Various projects including MintHealth [210] have paved the way for infusing the SSI model into the current healthcare digital identity and trust frameworks. X. Liang et al. propose a mobile healthcare application that relies on a Hyperledger Fabric registering the hash of medical data, and cloud providers for secure storage of medical data where users have wide-ranging control over the management of their personal data [211].

Governments around the world are exploring the potential of SSI. The Canadian province of British Columbia has developed a platform called Verified Organization Network (VON) based on Hyperledger Indy, to allow organizations to manage their verified claims [212]. Likewise, the US’s Department of Homeland Security’s Science and Technology Directorate has invested in the development of SSI standards [213]. Estonia’s e-Residency system provides applicants outside of Estonia the possibility to register a company or open a bank account [214]. Finally, Australia’s post office and Digital Transformation Office have explored blockchain-based identity management systems [215].

We conclude this survey research by stating the future work ahead and the concluding remarks.

9. Conclusion and Future Research Directions

The field of self-sovereign identity is young and evolving. On one hand, there is rapid growth and commercialization of SSI platforms, and on the other hand, there is growing awareness and research on cryptographic protocols, and schemes empowering user’s privacy.

Observing the current state of SSI, we have identified the following as the future research direction.

First, the user experience is a major avenue of research. Although the collective understanding of user experience has improved in the security space, only a small share of that change relates to key management. Losing a private key or password can lead to major vulnerabilities and economic costs. In many cases, when a secret key is lost, regenerating a new key and digital identity may not be feasible or serve little purpose. Proper key management in the context of SSI is a major factor in its mass adoption rate. In addition to key management, there are open research questions around the acceptable approaches by which users should be informed about, and consent to, sharing their data with other parties.

Secondly, similar to any new business initiative, the incentives and the return on investment on deployment, operation, and participating in an SSI network must be discussed and analyzed.

Another research path is the understanding of the necessary efforts around designing interoperable and consistent policies and specifications for SSI. For example, all entities engaged in an SSI network must conform to a set of standards to generate, ingest, display, exchange, and validate identity credentials successfully.

Moreover, it is important to realize and articulate the correct degree of decentralization that can support the vision and requirements of a user-centric identity model. More research must be done to better design critical identity operations such as identity issuance, user authentication, identity lookup, and secure data storage, as these actions may rely on some degree of centralization. Efforts to determine the correct balance between centralization and decentralization is an important research topic.

Design of fair governance and the trust frameworks suitable for SSI is another research opportunity. On one end of the spectrum, solutions based on Decentralized Autonomous Organization (DAO) that rely purely on smart contracts to provide completely decentralized governance policies have suffered from various vulnerabilities in the past. On the other end, models that rely on an agreed-upon trust framework which every member should accept and abide by before joining the network may be at the risk of unexpected and gradual centralization.

Finally, the growth and success of many SSI systems are entangled with addressing the challenges of underlying blockchain systems. Knowing that some SSI implementations require rapid interactions with blockchain and considering that a single interaction between two entities may involve multiple blockchain interactions, it is important to thoroughly evaluate the scalability, operational cost, and performance of the underlying blockchain system.

The purpose of this survey is to provide a comprehensive overview of the self-sovereign identity model and highlight its building blocks, well-known implementations, opportunities, and challenges. Identity is a central pillar of trust, and identity and access management is a vibrant, multi-disciplinary, and growing field that requires attention, research, experimentation, and collaboration. SSI is still in its infancy and is not a silver bullet. However, in the age of surveillance capitalism, SSI is a step towards a more user-centric identity model with many potentials.

Appendix

Claim: a statement about an entity. A claim can be made by the subject itself or by another entity. See Section 3.3.

Decentralized identifier (DID): a globally unique and persistent identifier that does not need a centralized registration authority because it is generated graphically. See Section 4.2.

Decentralized identity management: an identity management model that extends the authority for identifier
generation and management beyond the traditional central root of trust. See Section 4.

Decentralized public key infrastructure (DPKI): a public key infrastructure that does not rely on the traditional certificate authorities for certificate generation but rather uses protocols such as DID to discover and verify public key descriptions. See Section 4.4.

Digital identity: a digital identity is a representation of an entity within a particular digital context. See Section 3.2.

Distributed ledger technology (DLT): a consensus of replicated, shared, and synchronized digital data geographically spread across multiple locations. See Section 4.1.

Identifier: a value used as a reference to a real-world identity or a specific person. See Sections 3.3 and 4.2.

Identity: the set of behavioral or personal characteristics by which an entity is recognizable. Identity may apply to any type of entity, including individuals, organizations, and things. See Section 3.1.

Identity and access management (IAM): a collection of tools, processes, and policies used to manage individual identities, their authentication, authorization, roles, and privileges, within an organization or across boundaries. See Section 3.3.

Self-sovereign identity (SSI): an identity management model based on the main principle that the identity holder can control one or more identifiers and their identity data. See Sections 3.5.1 and 4.
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