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ABSTRACT

Open-source journalism emerged as a new phenomenon in the media ecosystem, which uses crowdsourcing to fact-check and generate investigative reports for world events using open sources (e.g., social media). A particularly prominent example is Bellingcat. Bellingcat is known for its investigations on the illegal use of chemical weapons during the Syrian war, the Russian responsibility for downsing flight MH17, the identification of the perpetrators in the attempted murder of Alexei Navalny, and war crimes in the Russo-Ukraine war. Crucial for this is social media in order to disseminate findings and crowdsource fact-checks. In this work, we characterize the social media activities at Bellingcat on Twitter. For this, we built a comprehensive dataset of all $N = 24,682$ tweets posted by Bellingcat on Twitter since its inception in July 2014. Our analysis is three-fold: (1) We analyze how Bellingcat uses Twitter to disseminate information and collect information from its follower base. Here, we find a steady increase in both posts and replies over time, particularly during the Russo-Ukrainian war, which is in line with the growing importance of Bellingcat for the traditional media ecosystem. (2) We identify characteristics of posts that are successful in eliciting user engagement. User engagement is particularly large for posts embedding additional media items and with a more negative sentiment. (3) We examine how the follower base has responded to the Russian invasion of Ukraine. Here, we find that the sentiment has become more polarized and negative. We attribute this to a $\sim$13-fold increase in bots interacting with the Bellingcat account. Overall, our findings provide recommendations for how open-source journalism such as Bellingcat can successfully operate on social media.
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1 INTRODUCTION

Open-source journalism (OSJ) presents a new phenomenon in the media ecosystem, whereby crowdsourcing and open-source information are used to create intelligence [38]. OSJ acts as a new journalistic practice to hold governments and other stakeholders accountable [27]. To achieve this, OSJ collects, processes, and analyzes open-source information from social media, traditional news, and online platforms (e.g., Google Maps) with the overall goal of fact-checking and the creation of investigative reports [16, 38, 45]. For instance, OSJ frequently geolocates pictures based on various characteristics (i.e., houses, signs, streets, sun direction) and, thereby, verifies whether the picture is authentic or fabricated.

A prominent example of OSJ is Bellingcat (http://www.bellingcat.com). Founded by Elliot Higgins in 2014, Bellingcat is an independent, international collective of researchers, investigators, and citizen journalists from over 20 countries that uses crowdsourcing and open-source information to provide evidence on various world events [8]. Among others, Bellingcat is especially known for its investigations that have confirmed the illegal use of chemical weapons during the Syrian war, the responsibility of Russia for downsing flight MH17, the identification of the perpetrators in the attempted murder of Alexei Navalny, and investigations into war crimes in the Russo-Ukraine war. Beyond conflicts, Bellingcat has also investigated financial fraud, far-right movements, and human rights abuses [8].

Social media activities are an integral part of the work at Bellingcat. Specifically, interactions with their follower base occur in two main ways: (i) information collection and (ii) information dissemination. (i) Information collection at Bellingcat leverages social media
media for crowdsourcing. In particular, Bellingcat frequently calls its followers to geolocate an image or identify the origin of specific objects. As a result, crowdsourcing efforts can provide information that are otherwise not readily available. As a prominent example, Bellingcat supported the campaign “Stop Child Abuse” by the European Police Office (Europol) by sharing images of objects that were used in child abuse and then asking the public to provide clues on where these objects may have originated [23]. (ii) Information dissemination is important for Bellingcat to generate visibility for their own research publications, tools, and other resources, which may be useful to their community [27]. For instance, their report on confirming a poisoning attack during the peace talks between Russia and Ukraine in April 2022 generated more than 24,000 retweets. Since Bellingcat is not a traditional media outlet with a clear publication channel, it primarily relies on Twitter to reach a broad audience.

So far, little is known about how OSJ operates on social media. Hence, this raises the question of how Bellingcat uses Twitter for its crowdsourcing. This is motivated by the significance of mining external knowledge for intelligence. For example, the U.S. Defense Intelligence Agency estimated that “90 percent of worthy intelligence came from open sources [such as social media]” [67]. To this end, this also poses the question as to how Bellingcat can elicit engagement and thus maximize the crowdsourcing capabilities of its follower base. While there is extensive research on crowdsourcing in, e.g., crisis management [17, 21, 30, 44, 46, 63], there is a gap in our understanding of how crowdsourcing is leveraged by OSJ. We further expect that the social media activities at Bellingcat are heavily impacted by the 2022 Russian invasion of Ukraine. On the one hand, it is likely that Bellingcat may have received a broader follower base as the war is highly visible in Western countries compared to previous investigations of Bellingcat such as in Syria. This may have led to a growing audience seeking evidence. On the other hand, it may have attracted negative responses by people with pro-Russian ideology and may thus have led to a strong, negative polarization. Motivated by this, we study the following research questions (RQs):

- **RQ1:** How does Bellingcat use Twitter for its social media activities?
- **RQ2:** What are characteristics of successful social media activities at Bellingcat?
- **RQ3:** How did the social media activities on Bellingcat’s Twitter channel change in response to the Russian invasion of Ukraine?

In this paper, we aim to characterize the social media activities at Bellingcat on Twitter. For this, we collected a comprehensive dataset of all tweets posted by Bellingcat on Twitter since its inception in July 2014 until June 2022. Overall, this amounts to \( N = 24,682 \) tweets. Our analysis then is three-fold: (1) We analyze how Bellingcat uses Twitter to disseminate information and collect information from its follower base. (2) We identify characteristics of posts that are successful in eliciting user engagement. This allows us to determine what makes their tweets go viral and, thereby, provide recommendations to successfully promote their activities. (3) We analyze how the 2022 Russian invasion of Ukraine has impacted the social media activities at Bellingcat. Specifically, we focus on how interactions with/by the follower base have changed in response to the war.

Our main contributions are the following:

1. To the best of our knowledge, this is the first work characterizing the social media activities of Bellingcat as a major OSJ.
2. We identify mechanisms with which OSJ elicits user engagement to promote information dissemination and crowdsourcing. As such, our findings provide recommendations for how OSJ can effectively operate on social media.
3. We provide evidence that the current social media activities are largely undermined by bots in response to the 2022 Russian invasion of Ukraine, thereby pointing to potential challenges in the ongoing efforts to maintain a trustworthy reputation.

## 2 RELATED WORK

### 2.1 Open-Source Journalism

Open-source journalism (OSJ) emerged as a new phenomenon in the media ecosystem, which uses crowdsourcing for fact-checking and thereby generates investigative reports [16, 38, 45]. Such investigative reports focus, to a large extent, on conflicts around the world with the aim to promote accountability [56, 66]. OSJ is grounded in the open data movement [3] and relies on the participation of various actors such as private individuals, free journalists, nongovernmental organizations, and traditional media outlets [16, 47]. To gather data, OSJ crowdsources various information from open sources. Examples are social media, traditional news, and online platforms (e.g., Google Maps, flight trackers, weather services), but information sources may also include leaked company databases.

Existing literature has approached OSJ primarily through a qualitative lens with the aim of better conceptualizing the phenomenon. Specifically, scholars have highlighted the value of open-source practices for investigative journalism and stress democracy and accountability as a main source of motivation [45, 66]. Consequently, previous research has emphasized the importance of OSJ for investigations in war and conflict [3]. However, OSJ can provide conclusive evidence using open data sources and crowdsourcing [26, 66]. However, these works are all purely qualitative and do not provide a quantitative analysis of OSJ characteristics.

### 2.2 Bellingcat

A prominent example of OSJ is Bellingcat (also spelled bell¿ngcat). Founded by Elliot Higgins in 2014, Bellingcat now has regular contributors in more than 30 countries [8]. Bellingcat is particularly known for its investigations confirming (1) the illegal use of chemical weapons during the Syrian war; (2) the responsibility of Russia for downing flight MH17; (3) the identification of the perpetrators

---

1. [https://twitter.com/bellingcat/status/1508463513013997580](https://twitter.com/bellingcat/status/1508463513013997580)
2. Code and data are available via [https://github.com/DominikBae95/Social_media_activities_Bellingcat](https://github.com/DominikBae95/Social_media_activities_Bellingcat)
3. [https://www.bellingcat.com/news/mena/2018/06/14/chemical-munitions-used-syrian-government-2012-2018/](https://www.bellingcat.com/news/mena/2018/06/14/chemical-munitions-used-syrian-government-2012-2018/)
4. [https://www.bellingcat.com/news/uk-and-europe/2015/10/08/mh17-the-open-source-evidence/](https://www.bellingcat.com/news/uk-and-europe/2015/10/08/mh17-the-open-source-evidence/)

---

1. [https://www.bellingcat.com/news/mena/2018/06/14/chemical-munitions-used-syrian-government-2012-2018/](https://www.bellingcat.com/news/mena/2018/06/14/chemical-munitions-used-syrian-government-2012-2018/)
2. [https://www.bellingcat.com/news/uk-and-europe/2015/10/08/mh17-the-open-source-evidence/](https://www.bellingcat.com/news/uk-and-europe/2015/10/08/mh17-the-open-source-evidence/)

---

1. [https://www.bellingcat.com/news/mena/2018/06/14/chemical-munitions-used-syrian-government-2012-2018/](https://www.bellingcat.com/news/mena/2018/06/14/chemical-munitions-used-syrian-government-2012-2018/)
2. [https://www.bellingcat.com/news/uk-and-europe/2015/10/08/mh17-the-open-source-evidence/](https://www.bellingcat.com/news/uk-and-europe/2015/10/08/mh17-the-open-source-evidence/)
in the attempted murder of Alexei Navalny,\textsuperscript{6} and (4) investigations into Russian war crimes in Ukraine.\textsuperscript{7} Crucial for this is social media, which allows Bellingcat to disseminate findings but also to crowdsourcing for investigative intelligence. As such, crowdsourcing is an iterative process where multiple parties collect and evaluate information, thereby reaching high levels of accuracy, especially, compared to official sources \textsuperscript{42, 63}. Prior research has studied crowdsourcing in various settings, such as for crisis management \textsuperscript{19, 21}, prediction markets \textsuperscript{20}, or funding \textsuperscript{40}, whereas we add by crowdsourcing for investigative intelligence.

**Research gap:** To the best of our knowledge, no work has studied the social media activities of OSJ. To close this gap, we (1) analyze how Bellingcat, as a prominent example of OSJ, uses Twitter for its social media activities, (2) identify characteristics of successful social media activities for OSJ, and (3) evaluate how Bellingcat’s social media activities have changed in response to the Russo-Ukraine war. Thereby, we make recommendations for how OSJ can successfully leverage social media.

## 3 DATA COLLECTION

We study the social media activities at Bellingcat due to its prominence for OSJ. For this, we collected all tweets posted by Bellingcat on Twitter from its inception in July 2014 through June 4, 2022. Here, we focus on Twitter as it is Bellingcat’s main online communication channel with more than 700,000 followers. For comparison, the follower base at both Facebook: (∼81,000 followers) and Telegram (∼31,000 members) are substantially smaller in size, and both platforms receive less comprehensive coverage as only a subset of Twitter content is posted there. Overall, we obtained \( N = 24,862 \) tweets in English from Bellingcat via Twitter’s REST API.\textsuperscript{5} This includes tweets, quoted tweets, replies, and retweets. We further collected all replies to Bellingcat’s tweets. We restricted our data collection to English tweets as we are interested in studying the bidirectional information flows and this is the language used by Bellingcat. Overall, our dataset contains 64,525 replies, out of which 15,080 were posted after the Russian invasion.

In our data, we distinguish tweets and threads. A thread refers to several tweets posted at once by an author to extend the 280-character limit and thereby allows to structure longer posts. Bellingcat’s communication on Twitter largely depends on threads to add additional context and information on their investigations. Hence, unless stated otherwise, all our analyses below are at the thread-level. Single tweets are also considered a thread such that no information is discarded. In total, Bellingcat has posted 7,345 threads in English of which 258 were posted in the 100 days before and after the Russian Invasion of Ukraine.

## 4 METHODS

In the following, we provide methodological details for our (1) content analysis and (2) bot identification.
4.1 Content Analysis
We performed a content analysis to understand (1) what content is shared, (2) how positively/negatively the content isphrased, and (3) why the content has been shared (i.e., the purpose). For this, we used different methods, namely topic modeling (what), sentiment analysis (how), and a qualitative assessment (why), respectively.

**Topic modeling:** To analyze what content is shared by Bellingcat, we applied a latent Dirichlet allocation (LDA) [11] to infer meaningful topics from Bellingcat’s threads. We chose LDA as it has been used in previous research studying user engagement by topics across different social media platforms [1]. We also considered the use of a BERT-based clustering for topic modeling [72] but eventually discarded this. The reason was that our corpus contains slang that is highly informative. In particular, our corpus has many hashtags, acronyms, and other domain-specific vocabulary that would result in out-of-vocabulary tokens when using BERT and thus would have been lost.

Before applying LDA, we removed stopwords, performed lemmatization, and tokenized all threads. We set the number of topics (k) to 10. We also experimented with other choices (i.e., k = 1 to k = 20) for which we analyzed topic coherence. Specifically, topic coherence increased rapidly for values up to ~8 topics but showed signs of saturation for ~10 topics. Upon manual inspection, we found that 10 topics were able to discover sufficiently diverse themes without being too granular. Afterward, we manually assigned names to each topic by inspecting the top 10 words per topic. We used the LDA implementation in scikit-learn. The maximum iteration was set to 200. This was higher than the default value and was used to ensure sufficient convergence.

**Sentiment analysis:** To determine how positive/negative content is, we extracted the sentiment of each thread by Bellingcat using VADER [31]. VADER is a lexicon-based approach for sentiment analysis, which has been specifically developed for texts from microblogs such as Twitter [31]. Furthermore, lexicon-based approaches have been frequently used in prior works to analyze social media data [12], e.g., to study the spread of online rumors [53, 54] or to characterize conspiracy theorists [6]. As a robustness check, we also performed sentiment analysis using the NRC dictionary [43] and LIWC 2015 [52], which led to qualitatively the same results. For each thread, VADER returns a sentiment score between −1 and +1, where large values refer to a more positive sentiment. For reasons of interpretability, we discretized the scale according to the thresholds recommended by [31]. Accordingly, we classify threads with sentiment values < −0.5 as “negative”, > 0.5 as “positive”, and otherwise as “neutral”.

**Manual classification by purpose:** To identify the purpose of a thread posted by Bellingcat (why), we manually coded threads using the methodology outlined by [61]. By comparing the differences and similarities of all threads, we identified 6 purpose categories (see Th1. 1). Subsequently, two authors independently assigned each thread to one purpose category. Here, we find a statistically significant inter-rater reliability in terms of Cohen’s kappa $\kappa = 0.53$ which implies a moderate agreement according to standard reporting guidelines [37]. In the next step, the authors followed previous research [14], and iteratively discussed and relabeled the threads until they converged in a single purpose category for each thread. During this process, the authors revised the definitions for the categories BELLINGCAT OPS and SELF-PROMOTION to resolve disagreement and clearly distinguish promotional and operational purposes. Accordingly, we used SELF-PROMOTION to refer exclusively to content for advertisement and promotion purposes, while BELLINGCAT OPS refers to content regarding Bellingcat’s organization such as hiring, finances, legal issues, or other operational aspects.

4.2 Bot Identification
We identified bots using Botometer [62]. Botometer is a supervised machine learning classifier assessing the likelihood of an account being a bot and, to do so, considers over 1,000 different features such as an account’s metadata, friendship network, and activity patterns. Botometer exhibits a high accuracy (0.96 AUC [62]) and has been frequently used in previous works [22, 64, 74].

We accessed Botometer via the public API (botometer.osome.iu.edu) maintained by the Indiana University Observatory on Social Media. For each account, it returns the probability of being a bot. In line with previous research [64], we classified accounts with Botometer scores > 0.5 as bots.

5 RESULTS
5.1 RQ1: How does Bellingcat use Twitter for its social media activities?
To analyze how Bellingcat uses Twitter, we focus on the following five dimensions: (1) the temporal evolution of followers and interactions; (2) the posting activity; (3) the use of media items, hashtags, and mentions; (4) topics in social media threads for information collection, information dissemination, and other activities; and (5) sentiment embedded in threads. This allows us to shed light on Bellingcat’s social media strategy.

How do Bellingcat’s followers and interactions develop over time? To better understand Bellingcat’s growth on Twitter, we first proceed by examining the follower count over time; see Fig. 1(a). To do so, we retrieved historical data on the monthly number of followers to Bellingcat’s Twitter account via WebArchive.org. We find that the follower base is heavily impacted by three key events, namely the release of the Bellingcat documentary in November 2008, investigations around the U.S. Capitol riots in January 2021, and investigations on the Russian invasion of Ukraine in February 2022. Specifically, after these events, Bellingcat’s follower count increased by $\sim 43\%$, $\sim 19\%$, and $\sim 20\%$, respectively. Hence, investigations of important, global events may present an effective way to further steer growth in the follower base and achieve a broader audience.

The total number of interactions (i.e., the sum of retweets, replies, quotes, and likes from other users to Bellingcat’s threads) shows a similar pattern; see Fig. 1(b). In particular, the number of interactions peaked after the release of the documentary, the U.S. Capitol Riots, and the Russian invasion of Ukraine. Overall, these events led to an $\sim 149\%$, $\sim 445\%$, and $\sim 1536\%$ increase in interactions, respectively. Hence, this identifies offline dynamics as an important driver for interactions. However, the effect of such offline events is rarely persistent and levels out quickly.
How does Bellingcat’s Twitter activity evolve? Bellingcat’s own activity on Twitter is shown in Fig. 1(c). We find that Bellingcat’s use of threads remains equally important throughout the years. For example, the share of threads (out of all posts) amounts to 26%, 17%, and 20% in 2014, 2018, and 2022, respectively. This can be expected as threads allow Bellingcat to share investigations. We also find changes in the posting strategy, as Bellingcat’s replies decrease over time: While replies account for 34% of all posts by Bellingcat in 2014, they only account for 15% of all posts in 2018 and a mere 3% in 2022. Hence, Bellingcat tends to engage less in conversations with its audience. In contrast, the share of retweets grew over time and accounts for 40%, 68%, and 76% of all posts in 2014, 2018, and 2022, respectively. A reason for this is that Bellingcat frequently retweets posts from personal accounts owned by members of the organization (e.g., Elliot Higgins, Christo Grozev, Giancarlo Fiorella) or associated organizations (e.g., Forensic Architecture, Centre for Information Resilience).

What strategy does Bellingcat employ to use media items, hashtags, and mentions? A common characteristic of Twitter content is the frequent use of media items (i.e., URLs, images, and videos), hashtags, and mentions, which allows one to invite others to join the conversation. By analyzing these dimensions, we gain a better understanding of how threads are designed.

Fig. 2 shows the distribution of different media items. Overall, 93% of Bellingcat’s threads feature additional media items. For example, 7,345 (97%) of Bellingcat’s threads included URLs. The large number of URLs shows that Bellingcat frequently references related content or promotes its own investigations on its website. Furthermore, Bellingcat shared 1,737 images along with their threads. Here, images may help Bellingcat for two reasons: (1) Images can increase the reach of content on Twitter [39] and thus may help to inform more people about its investigations. (2) The use of images allows Bellingcat to support their investigations with visual information, thus making them more convincing for the audience [60]. In contrast, videos are comparatively rare (4% of all threads).

We also study the use of hashtags. Overall, Bellingcat uses 1005 distinct hashtags included in 13% of their threads. The most popular hashtags are shown in Fig. 3(a). Evidently, all popular hashtags refer to an event investigated by Bellingcat such as the downing of Malaysian Airlines flight MH17 (#MH17), the Russian invasion of Ukraine (#PutinAtWar), and the poisoning of Sergei Skripal.
(The Salisbury Poisonings). Hence, Bellingcat strategically uses hashtags to refer to specific events.

We now analyze which accounts are frequently mentioned by Bellingcat on Twitter; see Fig. 3(b). We find that Bellingcat primarily mentions team members such as Elliot Higgins and Giancarlo Fiorella. In some cases, Bellingcat mentions other news outlets (e.g., @derspiegel) and investigative organizations (e.g., @ForensicArch) as well as external journalists (e.g., @ClarkeMikah). This implies that mentions are used both as a strategy to invite out-group members (potentially with the intention of encouraging reshares) and to promote their own content.

![Figure 2: Frequency of media items and URLs.](image-url)

**Figure 2:** Frequency of media items and URLs.

![Figure 3: Top-10 most common (a) hashtags and (b) mentions in threads by Bellingcat.](image-url)

**Figure 3:** Top-10 most common (a) hashtags and (b) mentions in threads by Bellingcat.

What topics does Bellingcat discuss on Twitter? To explore what Bellingcat posts about on Twitter, we perform topic analysis (see Methods). Tbl. 2 lists the topics and their corresponding labels. We find that all topics are related to major investigations and projects by Bellingcat. Specifically, seven topics are related to prominent investigations by Bellingcat. Here, 10.90% of all threads refer to the topic chemical attacks during the Syrian war, 10.58% to the topic downing of MH17, and 6.21% to the topic Russian invasion of Ukraine. Given Bellingcat’s expertise in uncovering war crimes, this is currently one of the projects pooling large resources [8, 51].

In addition to Bellingcat’s investigations, we find three topics discussing investigation procedures. The topic open-source and crowdsourced investigation captures calls-to-action to Bellingcat’s audience on social media for the submission and verification of certain images and videos using collaborative crowdsourcing platforms such as Check (meedan.com/check). Other topics are related to self-promotion such as Bellingcat’s media announcements (13.51%) and training announcements (13.30%). In the latter, Bellingcat offers educational programs on verification techniques, geo-based research tools, image verification, and social media research.

How positively/negatively does Bellingcat communicate? To understand how positively/negatively Bellingcat communicates, we analyze the valence of Bellingcat’s threads using sentiment analysis (see Fig. 4). Here, we acknowledge that many topics of Bellingcat feature violence, war crimes, or abuse, rendering it likely that negative sentiment is simply a reflection of the terminology for such events. Interestingly, we observe that, from 2017 onward, Bellingcat has chosen less neutral wording. Hence, Bellingcat started to use more polarized language when it became more popular.

![Figure 4: Sentiment embedded in Bellingcat threads over time.](image-url)

**Figure 4:** Sentiment embedded in Bellingcat threads over time.

## 5.2 RQ2: What are characteristics of successful social media activities at Bellingcat?

We study the characteristics of successful social media activities at Bellingcat. To do so, we (1) compare the engagement of threads featuring media items, hashtags, and mentions to threads without attachments, (2) compare the engagement of negative, positive, and neutral threads, and (3) use regression analysis to study how the number of media items, hashtags, mentions, and sentiment is associated with the engagement of Bellingcat’s threads. In the following, we define engagement as the sum of likes, quotes, retweets, and replies in a thread, normalized by the number of followers for that month and the thread length. Due to the normalization, we ensure comparability across time and topics.

How to use media items, hashtags, and mentions to promote engagement? Previous research has shown that media such as images and videos positively influence the success of posts [32, 39]. Similarly, posts featuring hashtags and mentions reach a broader audience and thus increase engagement [32, 48, 71]. Motivated by this, we examine whether similar effects are found for Bellingcat. For this, we compare threads with vs. without such features and then test for statistically significant differences in the distribution using a Kolmogorov-Smirnov (KS) test [68].

Fig. 5 shows the engagement for threads with different media types (i.e., URLs, images, videos). We find statistically significant differences for threads with URLs, images, hashtags, and mentions (all \( p < 0.01 \)). On average, threads with URLs exhibit 53 % less...
We showed that engagement with threads depends on various characteristics. As such, threads by Bellingcat are more successful when embedding negative, neutral, or positive language. Where negative language can increase engagement with news and other content online [25, 35, 58]. In line with a negativity bias, it is interesting to test whether negative threads also reach a larger audience. Fig. 6 compares the engagement for threads with negative, neutral, and positive sentiment. We find a positive and statistically significant coefficient for images (\( p < 0.01 \)) and videos (\( p < 0.01 \)), which may significantly different from zero using two-sided t-tests.

The regression results are in Tbl. 3. We find a positive and statistically significant coefficient for images (\( P < 0.01 \)) and videos (\( P < 0.01 \)). Hence, threads that contain images or videos spark higher levels of engagement. In contrast, we find a negative and statistically significant coefficient for URLs (\( p = 0.12 \)), which may significantly different from zero using two-sided t-tests.

We repeated our analysis without log-transformation of engagement, which resulted in qualitatively similar results.
significant relationship of URLs with engagement ($P < 0.01$). Evidently, visual information is more successful compared to content from other websites. Furthermore, we find a positive coefficient for hashtags and a negative coefficient for mentions and sentiment. While these coefficients are not statistically significant, the results are in line with our descriptive analysis. Therefore, they indicate that threads are more successful if they contain more hashtags, fewer mentions, and are written with a negative sentiment.

| Coef  | SE    | t-value | $P$-value | 95% CI          |
|-------|-------|---------|-----------|-----------------|
| Intercept | -7.2379 | 0.031 | -230.866 | 0.000 | [-7.299, -7.176] |
| URL    | -0.0472 | 0.016 | -2.918   | 0.004 | [-0.079, -0.015] |
| Image  | 0.0073  | 0.024 | 2.835    | 0.005 | [0.021, 0.114]   |
| Video  | 0.1928  | 0.073 | 2.647    | 0.008 | [0.050, 0.336]   |
| Hashtags | 0.0456  | 0.095 | 0.481    | 0.630 | [-0.140, 0.231]  |
| Mentions | -0.0107 | 0.009 | -1.174   | 0.240 | -0.028, 0.007    |
| Sentiment | -0.0535 | 0.040 | -1.337   | 0.181 | [-0.132, 0.025]  |

Table 3: Regression results to study how thread characteristics drive engagement.

5.3 RQ3: How did the social media activities on Bellingcat’s Twitter channel change in response to the Russian Invasion of Ukraine?

Social media has played a salient role in the discourse of the Russian invasion of Ukraine [22]. For example, data from Reddit shows that conversations resemble those of Russian disinformation websites [24]. Furthermore, the NATO Strategic Communication Center considers social media as highly influential and states that Russia exploits social media websites to spread propaganda [3]. One assumption is that this has shifted both the overall audience (e.g., by attracting new followers), investigations (e.g., Ukraine now pools extensive resources), and social media strategies (e.g., to provide timely fact-checks and debunk Russian disinformation) of Bellingcat. Motivated by this, we now analyze how social media activities have changed in response to the war. To offer statistical comparisons, we focus on the time frame ±100 days pre/post the Russian invasion of Ukraine on February 24th, 2022.

![Figure 7: Change in the number of threads by purpose pre/post the Russian invasion of Ukraine (±100 days).](image)

How does the narrative of social media content change after the Russian invasion of Ukraine? We inferred the purpose of all threads posted by Bellingcat in the 100 days before and after the Russian invasion of Ukraine using our qualitative classification by purpose (see Methods). The results are displayed in Fig. 7. We observe a significant increase in the number of threads posted by Bellingcat for all purpose categories. This increase is particularly pronounced for the purpose categories OTHER-PROMOTION, SELF-PROMOTION, and CROWDSOURCING. Here, the number of threads related to SELF-PROMOTION increased by 355% which corresponds to 46% of all threads post-invasion. For the purpose category OTHER-PROMOTION, we find an even larger increase of 600% post-invasion. Overall, this highlights that Bellingcat puts additional efforts into promoting the organization but also shares other content to interact with their community and spawn crowdsourcing.

![Figure 8: Engagement for threads pre/post the Russian invasion of Ukraine (±100 days).](image) Engagement is defined as the sum of likes, quotes, retweets, and replies in a thread, normalized by the number of followers for that month and the thread length. Kolmogorov-Smirnov (KS) test shows that the difference between before vs. after is statistically significant.

How does engagement behavior change in response to the Russian invasion of Ukraine? We now study the engagement of threads posted by Bellingcat pre- vs. post-invasion. We expect that the prominence of this topic for society also leads to higher levels of engagement, especially since Bellingcat puts increased efforts into investigations related to the Russian invasion of Ukraine. We find that threads after the invasion have a significantly different engagement distribution ($p < 0.01$); see Fig. 8. Also, they exhibit a statistically significant increase in engagement ($p < 0.01$) as demonstrated by a Mann-Whitney U-test. This shows that threads posted by Bellingcat after the Russian invasion of Ukraine receive considerably more likes, replies, and retweets. This is in line with information value theory, which states that topics perceived as “high value” (e.g., content with negative consequences and potentially unexpected findings) increase engagement on social media [59].

How does the Russian invasion of Ukraine affect replies to Bellingcat’s threads? We saw that engagement with threads by Bellingcat post-invasion increased significantly. To gain an even better understanding of how users interact with Bellingcat, we now study how replies to threads posted by Bellingcat have changed post-invasion. For this, we compare the number of replies as well as URLs, visual media (i.e., images and videos), and hashtags shared along with replies. Furthermore, we analyze how the valence of the replies changes pre- and post-invasion.

The results are in Tbl. 4 pointing to a change in user replies after the invasion. In particular, for post-invasion, a thread receives...
three times as many replies as threads posted by Bellingcat pre-invasion. Additionally, there is an increase in the number of URLs, visual media, and hashtags shared with replies. This is particularly pronounced for hashtags, which almost double.

| Time frame | Replies | URLs | Media items | Hashtags |
|------------|---------|------|-------------|----------|
| Pre war    | 22.64   | 0.135| 0.052       | 0.041    |
| Post war   | 60.73   | 0.180| 0.080       | 0.080    |

Table 4: Summary statistics (as mean per thread) comparing threads pre/post the Russian invasion of Ukraine (±100 days).

How does content creation change after the Russian invasion of Ukraine?

To analyze changes in content creation, we analyze the top 20 hashtags in the replies which should provide a proxy for the topics discussed. We find that the replies featured a broad variety of hashtags pre-invasion (e.g., #visituganda and #swissarms) but the top-20 hashtags post-invasion refer exclusively to the Russian invasion of Ukraine (e.g., #ukraine and #StandWithUkraine). As such, the replies reflect Bellingcat’s shift to investigations around the Russian invasion of Ukraine.

Previous research has shown that users react with different sentiment to crisis events [34]. Hence, we compare the sentiment of replies to Bellingcat’s threads pre- vs. post-invasion (see Fig. 9). Our results show a larger share of negative replies post-invasion as compared to pre-invasion. In particular, the share of replies featuring negative sentiment increased by 7.13%, while the share of positive replies decreased by 5.76%. Overall, this implies that replies to threads by Bellingcat became more negative in light of the Russian invasion of Ukraine.

What is the impact of bots on Bellingcat’s Twitter account? Due to Bellingcat’s efforts to investigate Russian war crimes after the Russian invasion of Ukraine, Bellingcat’s account might be prone to Russian propaganda in the form of bots. Notwithstanding, Russia is known for a long tradition of initiating disinformation campaigns through bot-led networks [4, 5]. Hence, we now analyze the impact of bots on Bellingcat’s Twitter account.

We used Botometer to identify bots replying to threads by Bellingcat (see Methods). We find that the number of bots increased substantially post-invasion. While we only found 93 bots pre-invasion, we found 1,279 bots replying to Bellingcat post-invasion, which is a ∼13-fold increase. Overall, these bots posted 421 replies pre-invasion compared to 2,655 replies post-invasion. We also compared the use of URLs, visual media, and hashtags by bots (not shown for reasons of space). Here, we found that bots use relatively fewer attachments which is contrary to our findings above. A reason might be a higher degree of bot automation, which is facilitated by fewer attachments to replies.

6 DISCUSSION

Relevance: OSJ is a new phenomenon in the media ecosystem aimed at producing investigations from open-source information and, thereby, holding governments and other organizations accountable for misconduct [45]. Social media is crucial for OSJ, such as Bellingcat, since, unlike mainstream media outlets, social media is used for crowdsourcing, and, further, it presents the main channel for distributing reports [16, 60]. “To the best of our knowledge, our work is the first to characterize the social media activities of OSJ.

Main findings: Our results identify distinctive characteristics of social media activities at Bellingcat that are different from traditional journalistic organizations. For instance, OSJ does not solely rely on social media for sharing publications of their investigations or self-promotion, but they actively engage with their audience in crowdsourcing information. Here, we found that ∼5% of the social media posts fall under this. Previous research has studied crowdsourcing in various settings, such as for natural disaster relief [21], prediction markets [20], or funding [40], whereas we add by crowdsourcing for investigative intelligence. In addition to crowdsourcing, Bellingcat frequently launches tweets to encourage participation. For example, tools and training for open-source intelligence are frequently promoted (∼8.5%). This is not surprising since the recurrent theme at Bellingcat is to rely on “open-source” and bring their tools to other actors and especially to other parts of the world. Further, different from traditional media outlets, reports from others and not from Bellingcat are actively shared and discussed (∼3%).

Our work identifies levers that elicit engagement for OSJ on social media. We found user engagement is particularly large for posts with a negative sentiment. This finding is in line with theory on the negativity bias, according to which negativity draws attention and thus drives user behavior [9, 10, 69]. Similar observations have been made by prior research in the case of news where negative language increases consumption [58] and sharing [25, 35, 48, 70]. Moreover, we found that the use of images also promotes user engagement. This finding supports other literature, where visual content on Twitter is generally very engaging [32, 39].

Implications: Our work highlights several implications for OSJ. First, we provide recommendations for effective social media activities, such as how to elicit engagement. One example is impression management which leverages negativity bias to draw attention. Here, prior research has found that, at the news platform “Upworthy”, headlines with a negative sentiment received more clicks [58]. Another example is the use of images, which is consistent with prior theory that visual cues drive human attention [32, 39].
Second, our results highlight the importance of collective actions that involve the crowd for successful social media activities. Here, our results document that the follower base can be leveraged not only for effective information dissemination (as in the case of traditional media outlets) but also for the purpose of information gathering through crowdsourcing. This may be an interesting avenue for traditional media outlets to expand their research efforts.

Third, we showed that major world events—as is the case for the Russian invasion of Ukraine—can have a significant impact on social media activities. For Bellingcat, we see a substantial increase in both the number of followers and their engagement. Moreover, a particularly alarming observation is that we also found a significant increase in bot activities. OSJ organizations must be aware of this and should establish mechanisms to mitigate potential negative effects. Importantly, bots may not only interfere with the regular social media activities at OSJ but, if they post comments with disinformation or propaganda, may undermine the efforts of OSJ to present evidence-based facts. Eventually, this could raise the risk of promoting false beliefs among followers, contrary to the original intentions of OSJ. Hence, it is important for OSJ to define scalable ways to effectively moderate the discussion around sensitive topics, even in the presence of bots and disinformation campaigns.

Ethical Considerations: Our results have direct ethical implications. For example, communication strategies that leverage negativity bias may spur negative reactions by other users [15, 65] and trigger conflicts [36] which can deteriorate communication on social media and the offline world. Consequently, OSJ must consider the online and offline implications of their communication to avoid negative social outcomes. Responsible communication is particularly important in today’s online ecosystem where high levels of misinformation and fake news already erode trust in mainstream institutions and news media [7, 49].

Limitations and future research: As with others, our work is subject to limitations that open avenues for future research. First, our analysis focused on Bellingcat’s use of Twitter due to the large follower base (~709,900 followers). We acknowledge that Bellingcat is also active on other social media platforms, but the follower base is significantly smaller in size (e.g., their Telegram channel has ~31,000 members and their Facebook page has ~81,000 followers) and other platforms receive less coverage as only a subset of the Twitter content is posted there. Second, we focused on the official Bellingcat account but are aware that individual journalists from the collective operate their own accounts. Hence, future research may also study the social media activities of individual journalists. Nevertheless, the official Bellingcat account presents the main source for publications, and we expect our results to be transferable. Third, our results are of associative nature and do not lend to causal statements. For example, external events generally lead to more activity on Twitter such that Bellingcat’s growth in followers and interactions may not be a direct cause of their investigations. However, this is a common limitation in settings where randomized controlled trials are challenging or impossible [41, 55].

7 CONCLUSION

Open-source journalism emerged as a new phenomenon that leverages crowdsourcing using public data to produce investigations. In this paper, we characterize the social media activities at Bellingcat on Twitter. We found that Bellingcat’s growth on Twitter is largely influenced by external events such as the Russian invasion of Ukraine. Moreover, we found that a large share of tweets (15 %) are related to open-source and crowdsourcing investigations. We also analyzed determinants that drive user engagement. Here, threads with images and negative sentiment are characterized by higher levels of engagement. Finally, we provided evidence that the Russian invasion of Ukraine had a significant impact on social media activities: we observed a large increase in followers, replies, and in bot activities. Overall, our findings provide recommendations for how OSJ such as Bellingcat can successfully operate in the media ecosystem.

8 ETHICS STATEMENT

Data collection was conducted following standards for ethical research [57]. All data used in this study was public and open-source. We respect the privacy and agency of all people potentially impacted by this work and take specific steps to protect their privacy. We do not identify users that have chosen to remain anonymous. We further report data only at the aggregate level. Since this research did not involve interventions, no ethics approval was required by our Institutional Review Board.

REFERENCES

[1] Kholoud Khalil Aldous, Jinsun An, and Bernard Jansen. 2019. Predicting audience engagement across social media platforms in the news domain. In Social Informatics. 173–187.

[2] Kholoud Khalil Aldous, Jinsun An, and Bernard Jansen. 2019. View; like, comment, post: Analyzing user engagement by topic at 4 levels across 5 social media platforms for 35 news organizations. In ICWSM.

[3] Stefan Baack. 2015. Datafication and empowerment: How the open data movement re-articulates notions of democracy, participation, and journalism. Big Data & Society 2, 2 (2015).

[4] Christopher A. Bail, Brian Cusay, Emily Malone, Aidan Combs, D. Sunshine Hillygo, Fredolin Merhout, Deem Freelon, and Alexander Volykovsky. 2020. Assessing the Russian Internet Research Agency’s impact on the political attitudes and behaviors of American Twitter users in late 2017. PNAS 117, 1 (2020), 243–250.

[5] Siva K. Balasubramanian, Mustafa Baltaci, Aron Culotta, Libby Hemplin, Anita Nikolich, and Matthew A. Shapiro. 2022. Leaders or followers? A temporal analysis of tweets from IRA trolls. In ICWSM.

[6] Dominik Bär, N. Frolovs, and Stefan Feuerriegel. 2023. Finding Qs: Profiling QAnon supporters on Parler. In ICWSM.

[7] Dominik Bär, Nicolai Frolovs, and Stefan Feuerriegel. 2023. New threats to society from free-speech social media platforms. arXiv 2302.01229 (2023).

[8] Bellingcat. 2022. Bellingcat. (2022). https://www.bellingcat.com/

[9] Jonah Berger. 2011. Arousal increases social transmission of information. Psychological Science 22, 7 (2011), 891–893.

[10] Jonah Berger and Katherine Milkman. 2012. What makes online content viral? Journal of Marketing Research. 49, 2 (2012), 192–205.

[11] David M. Blei, Andrew Y. Ng, and Michael I. Jordan. 2003. Latent dirichlet allocation. JMLR 3 (2003), 993–1022.

[12] Venkateswarlu Bonta, Nandhini Kumaresan, and N. Janardhan. 2019. A comprehensive study on lexicon based approaches for sentiment analysis. Asian Journal of Computer Science and Technology 8, S2 (2019), 1–6.

[13] Polaino Rafael Carrasco, Fernández Montse Mera, and Fernández Sonia Parrat. 2022. Journalists and engagement on Twitter and climate change: Tweet authors, formats, and content during COP25. Journalism Practice 16, 2-3 (2022), 486–501.

[14] Patricia Cavazos-Rehg, M. J. Krauss, Shaina Sowles, Sarah Connolly, Carlos Rosas, Meghana Bharadwaj, and Laura Bierut. 2016. A content analysis of depression-related tweets. Computers in Human Behavior 54, C (2016), 351–357.

[15] Justin Cheng, Michael Bernstein, Cristian Danescu-Niculescu-Mizil, and Jure Leskovec. 2017. Anyone can become a troll: Causes of trolling behavior in online discussions. In CSCW.

[16] Glenda Cooper and Bruce Mutsivairo. 2021. Citizen journalism: Is Bellingcat revolutionising conflict journalism? In Insights on Peace and Conflict Reporting. 106–120.
[17] Aakash Desai, Jeremy Warner, Nicole Kuderer, Mike Thompson, Corrie Painter, Gary Lyman, and Gilberto Lopes. 2020. Crowdsourcing a crisis response for COVID-19 in oncology. Nature Cancer 1, 5 (2020), 473–476.

[18] Sven Engesser and Edith Humprecht 2015. Frequency or skillfulness. Journalism Studies 16, 4 (2015), 513–529.

[19] Claudia Flores-Saviaga and Saiph Savage. 2022. Fighting disaster misinformation in Latin America: the #19S Mexican earthquake case study: Personal and Ubiquitous Computing 25, 2 (2021), 353–373.

[20] Rupert Freeman, Sébastien Lahaye, and David Pennock. 2011. Crowdsourced outcome determination in prediction markets. In AAAI.

[21] Huji Gao, Geoffrey Barber, and Rebecca Goodyear. 2011. Harnessing the crowdsourcing power of social media for disaster relief. IEEE Intelligent Systems 26, 3 (2011), 10–14.

[22] Dominique Geissler, Dominik Bär, Nicolas Prollöchs, and Stefan Feuerriegel. 2022. Russian propaganda on social media during the 2022 invasion of Ukraine. arXiv:2111.04154 (2022).

[23] Carlos Gonzales. 2022. Creating Impact: A year on stop child abuse: Trace an object. Bellingcat (2022). https://www.bellingcat.com/news/uk-and-europe/2020/04/22/creating-impact-a-year-on-stop-child-abuse-trace-an-object/

[24] Hans W. A. Hanley, Deepak Kumar, and Zakir Durumeric. 2022. Happenstance: Utilizing semantic search to track Russian state media narratives about the Russo-Ukrainian war on Reddit. arXiv:2205.14484 (2022).

[25] Lars Kai Hansen, Adam Arvidson, Finn Asrup Nielsen, Elanor Colloni, and Michael Etter. 2011. Good friends, bad news - Affect and virality in Twitter. In Future Information Technology. 34–43.

[26] Jakob Haueter. 2022. Forensic conflict studies: Making sense of war in the social media age. Media, War & Conflict (2022).

[27] Eliot Higgins. 2021. We are Bellingcat: An intelligence agency for the people. Bloomsbury Publishing, London.

[28] Howe Jeff. 2008. Crowdsourcing: How the power of the crowd is driving the future of business. Currency, Sydney.

[29] Muhammad Fahad Humayun and Patrick Ferrucci. 2022. Understanding social community interaction and conflict on the web. In Proceedings of the 29th ACM International Conference on Information and Knowledge Management. ACM.

[30] Stuart Soroka, Patrick Fournier, and Lilach Nir. 2019. Cross-national evidence of partisanship in representative democracy. Political Research Quarterly 72, 3 (2019), 554–564.

[31] James W. Pennebaker, Ryan L. Boyd, Kayla Jordan, and Kate Blackburn. 2015. The role of emotional content and social media engagement in the diffusion of true vs. false social media rumors. Nature Communications 6 (2015), 1.

[32] Claudia Orellana-Rodriguez, Derek Greene, and M. T. Keane. 2016. Spreading fake news: Evidence from the social media network Parler. In Social Science Computer Review 34, 2 (2016), 323–379.

[33] Gery W. Ryan and H. Russell Bernard. 2003. Techniques to identify themes. In SAGE Research Methods. 323–379.