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Abstract. In this paper, we consider a success rate of data authentication for industrial edge computing system. We propose a data authentication method based on vector projection, which is a novel secure authentication program. The proposed authentication method is divided into initial authentication, calculating the vector projection of channel state information (CSI), and checking the validity of data frames. Experimental results show that the proposed scheme can significantly achieve a high success rate of data authentication.

Introduction

With the rapid development of Internet of things (IoT) technology, various intelligent nodes will generate huge amounts of data. The same goes for industrial systems. As we know, traditional cloud computing system has some inherent limitations \cite{1} that it can’t satisfy the demand of real-time control. Especially, for a great quantity of intelligent nodes, it is not suitable for quickly verifying the validity of data in the industrial edge computing system due to the intensive computation involved in traditional complex cryptographic authentication schemes \cite{2-3}. Recently, the edge computing paradigm can also satisfy the key industrial requirements, such as real-time control, low cost, and energy consumption, by building small edge data centers \cite{4}. The industrial edge computing system consists of edge servers who are usually specific high-end servers, and various intelligent nodes who usually have limited resources \cite{5} due to cost constraints. Additionally, the authentication techniques of physical layer based on channel state information (CSI) have been proposed for information security in recent years \cite{6-13}. It is carried out via comparing the similarity of CSI \cite{14-15}, which has the physical-layer channel characteristics of spatial-temporal uniqueness and can be estimated from the received data frames. However, the authentication rates of these methods need to be improved for their applications, especially in mobile application scenarios. Therefore, it is necessary to design a brand-new efficient data authentication method for industrial edge computing system.

System Model

We consider a simplified industrial edge computing scenario as shown in Figure 1, where it consists of various industrial nodes (Alice), and industrial edge devices (Bob). Alice wants to send messages to Bob across a wireless link. Bob has to check the validity of the data packets from Alice. Compared to the nodes with limited resources, edge devices are usually specific high-end servers with powerful CPU, larger memory and storage. Bob can perform authentication of initial data frames from Alice via upper layer authentication.

![Figure 1. A simple scenario of industrial edge computing.](image)
Proposed Scheme

In this section, we will present the proposed data authentication method, which is divided into initial authentication, calculating the vector projection of CSI, and checking the validity of data frames. Figure 2 is the detailed processes of the proposed data authentication method.

Initial Authentication

When Alice transmits messages to Bob, the industrial edge computing server, Bob authenticates the initial data frame from Alice through the upper layer authentication and estimates the corresponding channel state information vector as the reference vector for data authentication.

Bob Authenticates the First Data Frame with the Upper Layer Authentication. If the upper layer authentication fails, Bob discards the first data frame and takes the next data frame as the first one, then, does the upper layer authentication again. If the upper layer authentication of the first data frame is successful, Bob accepts the packet and estimates the channel response $H_{1}^{TS}$. The CSI $H_{1}^{TS}$ can be estimated by ILS channel estimation method [16-18]. However, the upper layer authentication and the channel estimation method are not the essence of this article, thus we omit them here.

Bob Takes the Real Part of the Channel Response as a Reference Vector

$$\overline{H}_{1} = \text{Real}(H_{1}^{TS})$$,  \hspace{1cm} (1)

where $H_{1}^{TS}$ represents the CSI from the industrial node to the edge computing server, which is a complex matrix of $m$ rows and 1 column, and Real ($\cdot$) denotes the real part of the channel response.

Calculating the Vector Projection of CSI

When Bob receives a new data frame, he estimates the corresponding channel response and calculates the vector projection of the new data frame on the previous valid data frame. Figure 3 is the principle map of vector projection about channel information.

(1) When the edge computing server receives the $(k+1)$-th data frame, where $k$ is the index of the message, an integer no less than 1, Bob estimates the corresponding channel response $H_{k}^{TS}$. Then, Bob makes the real part of $H_{k+1}^{TS}$ as a vector

$$\overline{H}_{k+1} = \text{Real}(H_{k+1}^{TS})$$,  \hspace{1cm} (2)

(2) Bob calculates the vector projection of the vector $\overline{H}_{k+1}$ on the vector $\overline{H}_{k}$

$$\psi_{k} = \frac{\overline{H}_{k} \cdot \overline{H}_{k+1}}{\|\overline{H}_{k}\|} \times \cos(\theta_{k}) = \frac{\overline{H}_{k} \cdot \overline{H}_{k+1}}{\|\overline{H}_{k}\|}$$,  \hspace{1cm} (3)

where, $\overline{H}_{k}$ is a channel information vector estimated from the $k$-th data frame, $\overline{H}_{k} \cdot \overline{H}_{k+1}$ denotes the dot product of the two vectors, $\|\overline{H}_{k}\|$ represents the length of the vector $\overline{H}_{k}$, $\cos(\cdot)$ indicates the trigonometric cosine function, and $\theta_{k}$ is the angle between the two vectors, $\overline{H}_{k+1}$ and $\overline{H}_{k}$, who also indicates the angular deviation of the channel state information $H_{k+1}^{TS}$ and $H_{k}^{TS}$.

Checking the Validity of Data Frames

After the vector projection is computed, Bob utilizes the hypothesis testing, as (4), to determine whether the data frames are valid or not, where $\eta$ indicates the threshold of projection.

$$\psi_{k} > \sqrt{H_{0}^{2}}$$ or $$\psi_{k} < \sqrt{H_{1}^{2}} \eta.$$  \hspace{1cm} (4)
Hypothesis testing is the task of deciding which of the two hypotheses, $\mathcal{H}_0$ or $\mathcal{H}_1$, is true, when one is given the value of a random variable [19]. In the null hypothesis, $\mathcal{H}_0$, the $(k+1)$-th data frame is valid. Bob accepts this hypothesis if the test statistic $\psi_k$, is below some projection threshold $\eta$. Bob accepts the $(k+1)$-th data frame, replaces the previous vector $\overline{H}_k$ with the new vector $\overline{H}_{k+1}$, and then calculates the next new vector projection. Otherwise, in the alternative hypothesis, $\mathcal{H}_1$, the data frame is invalid. Bob accepts this hypothesis if the test statistic $\psi_k$, is above some projection threshold $\eta$. Bob discards the $(k+1)$-th data frame, and returns to the initial authentication.
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Figure 2. Process flowchart of the proposed data authentication method.

Figure 3. Principle map of vector projection about channel information.

Performance Assessment and Analyses

To examine the performance of the proposed scheme, we employ the data of channel impulse responses provided by NIST (National Institute of Standards and Technology) [20] to simulate the data transmission authentication performance. The channel impulse responses measured in different typical industrial sites are adopted as the CSI. We use the channel impulse responses of moving scenarios to do the test. The transmitting equipment always stayed stationary and the transmitting central frequency is 5 GHz with Omni-antennas, hence the wavelength of the transmission signal is 0.06 meter. The receiving equipment walked from one acquisition point towards the next one, hence each record of channel impulse responses corresponded to a different position. It is worth to notice that the wireless channel is reciprocal. Therefore, the CSI results of the simulated receiver to the transmitting equipment are not influenced. Each experiment includes multiple acquisitions and each acquisition includes multiple records. The data collected by NIST provide an 8188 samples long channels impulse response for each position of the receiving equipment in each scenario. Since an
FFT size of 8188 is used for the channel measurements, the channel impulse response in each record is an 8188×1 complex vector in the time domain.

Fig. 4 plots the success rate of data frames authentication for varying threshold values of vector projection $\psi$ in different industrial moving scenarios. The success rates of data frames authentication gradually increases with the increasing threshold values of projection $\psi$. When the threshold value of projection $\psi$ is high, greater than $5\times10^{-4}$, the proposed scheme contributes to high success rates of data frames authentication in different scenarios. The key features of data transmission by wireless nodes are intermittence and continuance for a short time. In the coherent time, the channel information carried by the data frame is approximately the same. When the wireless node moves from one acquisition point towards the next one, the channel state information from the sender to the receiver changes accordingly. Thus, even if the difference of vector projection is very small, the proposed scheme can achieve a high success rate of data authentication. Therefore, it is feasible to satisfy the requirement of massive data authentication for the industrial edge computing scenario.

![Figure 4. Success rate of data frames authentication versus threshold value of projection.](image)

Conclusions

In this paper, a data authentication method based on vector projection of channel state information is proposed for industrial edge computing scenario. The novel method employs vector projection of channel state information to authenticate the validity of the data frames from industrial nodes. It contributes to high success rates of data frames authentication in different industrial environment. Therefore, the proposed scheme is suitable for users in the industrial edge computing scenario to achieve data authentication rapidly.
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