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Abstract

Background and aims: With no approved vaccines for treating COVID-19 as of August 2020, many health systems and governments rely on contact tracing as one of the prevention and containment methods. However, there have been instances when the infected person forgets his/her contact-persons and does not have their contact details. Therefore, this study aimed at analyzing possible opportunities and challenges of integrating emerging technologies into COVID-19 contact tracing.

Methods: The study applied literature search from Google Scholar, Science Direct, PubMed, Web of Science, IEEE and WHO COVID-19 reports and guidelines analyzed.

Results: While the integration of technology-based contact tracing applications to combat COVID-19 and break transmission chains promise to yield better results, these technologies face challenges such as technical limitations, dealing with asymptomatic individuals, lack of supporting ICT infrastructure and electronic health policy, socio-economic inequalities, deactivation of mobile devices 'WIFI, GPS services, interoperability and standardization issues, security risks, privacy issues, political and structural responses, ethical and legal risks, consent and voluntariness, abuse of contact tracing apps, and discrimination.

Conclusion: Integrating emerging technologies into COVID-19 contact tracing is seen as a viable option that policymakers, health practitioners and IT technocrats need to seriously consider in mitigating the spread of coronavirus. Further research is also required on how best to improve efficiency and effectiveness in the utilisation of emerging technologies in contact tracing while observing the security and privacy of people in fighting the COVID-19 pandemic.
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integration of modern technologies to strengthen contact tracing efforts. Studies by Wang [7], Ting [8], Vaishya [9], Iyengar [10], Vafea [11], Mohd [12] and Elavarasan [13] shows that emerging technologies including 5G technology, artificial intelligence (AI), big data, Internet of Things (IoT), blockchain, Geographical Information Systems (GIS), Internet of Medical Things, additive manufacturing, robotics and nanotechnologies can play a paramount role in tackling COVID-19 pandemic. Therefore, this study aimed at analyzing possible opportunities for incorporating emerging technologies to enhance COVID-19 contact tracing activities. Also, the study identified the challenges of integrating emerging technologies into contact tracing activities.

2. Contact tracing

Contact tracing is an important control measure to break chains of COVID-19 person-to-person transmission [14]. Since COVID-19 symptoms are nonspecific, asymptomatic and sometimes undetected in many people, testing alone does not stop the spread but requires contact tracing to speed the discovery of an affected person's contacts to prevent further transmission. To effectively enhance contact tracing, the World Health Organization recommends a combination of measures such as rapid diagnosis and immediate isolation of cases, rigorous tracking and precautionary self-isolation of recently exposed close-contacts [15]. To prevent onward transmission, the person who tests positive for COVID-19 is either quarantined or self-isolated. After that, the person’s close contacts are followed up and advised to go into precautionary self-isolation. This process is called contact tracing, and its purpose is to prevent possible transmission chains. Contact tracing as a control measure identifies exposed contact-persons that need 14 days of precautionary self-isolation [16]. A close contact or contact-person is a person who had face-to-face contact with an infected person or confirmed case [17]. Implementation of contact tracing activities requires collective efforts from the health workers, community, researchers, telecommunication companies and government authorities.

Currently, contact tracing activities rely on the memory of COVID-19 infected person to provide a list of contact-persons to the healthcare professionals or COVID-19 response team. However, Ahmed [18] highlighted that there have been instances when the infected person cannot remember his/her close contact-persons and does not have contact details of the contact-persons [18]. For example, the infected person might have had contact with unknown persons in the retail outlets which might be difficult to trace contacts. In cases like this, technology-based contact tracing applications can facilitate and automate the process, enabling contact tracers to inform users who a COVID-19 victim's contact persons are. This can be enabled by using global positioning system (GPS), Wireless Fidelity (Wi-Fi) technology Bluetooth technology, Social graph, network-based API, mobile tracking data, card transaction data, and system physical address [15].

2.1. Opportunities for integrating contact tracing with emerging technologies

Emerging technologies are highly interlinked and could be utilized for tracing and tracking COVID-19 pandemic as shown in Table 1. With the rapid increase in COVID-19 cases and deaths in affected countries, the integration of emerging technologies into contact tracing activities is inevitable. Integration of COVID-19 contact tracing activities with technology is not new, countries like South Korea, Germany, Singapore, Australia, Colombia, Australia, Egypt, Ghana, Austria, Israel among others have launched aggressive technology-based contact tracing applications. These countries use several devices communicating together through Bluetooth technology, Global Positioning System (GPS), wireless technology, mobile phone applications, wearable technology and sensors. For instance, Germany implemented a contact tracing application that executes on smartphones and screens the user for COVID-19 using pulse, temperature, and sleep pattern [19]. The data from the contact tracing application is mapped to the country’s interactive map for further analysis and allocation of resources. Singapore implemented a Bluetooth-based mobile phone application, TraceTogether to boost COVID-19 contact tracing efforts. TraceTogether mobile application works by pushing notifications and location permissions to devices in close-proximity as two meters apart and sharing information [20]. TraceTogether mobile application can store data for up to 21 days and transfer it to the national health information systems. More examples of contact tracing applications are depicted in Table 2.

2.1.1. Digital Contact tracing applications (apps)

Several contact tracing apps have been developed in many countries as shown in Table 2 and in articles written by Samuel [15], Vinay [21], Cho [22], and Ahmed [18]. However, none of the apps have been reported for South Africa as one of the most COVID-19 affected countries. Russia launched Moscow’s patient-tracking

| Table 1 Opportunities for integrating contact tracing with emerging technologies. Digital Contact tracing applications (apps). |
|---------------------------------------------------------------|
| **Emerging technology** | **Possible activities of COVID-19 contact tracing applications** |
| **Artificial intelligence** | • Regular check body temperature if integrated with smartphones, smartwatches, smart thermometers |
| **Internet of Things** | • Immediate screening of COVID-19 suspected individuals using body temperature among others |
| **Geographical information systems** | • Have a “chatbox” for real-time communication, education and remote monitoring of individuals |
| **Remote monitoring of COVID-19 patients in quarantine centres and or self-isolation** | • Allow authorities to have real-time access to COVID-19 data for contact-persons |
| **Scatter contact-persons mobility patterns** | • Remote monitoring of COVID-19 patients in quarantine centres or and or self-isolation |
| **Spatial modelling of the affected populace using GPS coordinates** | • Scatter contact-persons mobility patterns |
| **Big data** | • Track COVID-19 patients and contact-persons’ activities |
| **Be connected to national health information systems (HIS) and store data (mobility patterns) on a real-time basis for further analysis.** | • Be connected to national health information systems (HIS) and store data (mobility patterns) on a real-time basis for further analysis |
| **Raise awareness, education and communication** | • Raise awareness, education and communication |
| **Support video conferencing activities** | • Support video conferencing activities |
| **Blockchain technology** | • Authenticate and validate COVID-19 patients before the provision of counselling services and administering patients’ medication in quarantine facilities |
| **Encrypt health data as it moves from one node to the other in a peer-to-peer architecture** | • Encrypt health data as it moves from one node to the other in a peer-to-peer architecture |
| **5G Technology** | • Increase bandwidth size, perceived quality of service and data transfer rate to ensure real-time access to data |
| **Facilitates teleconsultation between healthcare professionals and COVID-19 patients and contact-persons** | • Facilitates teleconsultation between healthcare professionals and COVID-19 patients and contact-persons |
app that uses mobile network operators and GPS coordinates to track patients who have tested positive for COVID-19 and who have chosen to undergo treatment at home have been implemented in Moscow [23]. The app is not yet rolled out nationwide, as some populace are monitored using digital travel permits. In the United States of America (USA) development of contact tracing apps is decentralized to states in collaboration with Apple and Google because of security and privacy issues [24]. Contact tracing apps in the USA are still at the pilot phase and not yet rolled out and connected to health systems [25]. With the growing number of COVID-19 cases and deaths, India launched the Aarogya Setu contact tracing app that uses mobile phones’ Bluetooth and location data to track users [26]. India made it mandatory for government and employees to use the Aarogya Setu contact tracing app despite the security and privacy issues to boost contact tracing activities [26]. Instead of implementing contact tracing apps, Brazil adopted surveillance technology that uses geolocation tracking to minimize COVID-19 transmission chains [27].

Contact tracing is highly effective in the early control of COVID-19 but places a heavy burden on the health services because each case would require an average of 36 individuals to be traced. Cho et al. [22] also state that contact tracing apps are vulnerable to security and notions of privacy from snoopers, and authorities.

2.2. Challenges of integrating emerging technologies into COVID-19 contact tracing activities

While emerging technologies such as artificial intelligence, big data, Internet of Things, geographical information systems and mobile technology have been recognized as paramount technologies in developing COVID-19 contact tracing apps, their adoption in COVID-19 contact tracing is limited owing to the following challenges:

2.2.1. Asymptomatic individuals

Asymptomatic individuals transmit COVID-19 though they do not possess symptoms of the disease. This poses infection and control challenges yet their contribution is not well-known [32]. This means contact tracing emphasizing more on close contacts is unlikely to be sufficient unless clinical testing is done. Hellewell [14] state that contact tracing becomes less effective especially when dealing with asymptomatic individuals since symptom checkers and apps rely on the pulse, temperature, and sleeping patterns.

2.2.2. Surfaced significant technical limitations

Setting-up contact tracing apps require highly skilled manpower to develop, deploy, configure, and maintain the system. Integration of blockchain API, BlueTrace protocol and other security algorithms requires experts to ensure that data is secured and encrypted. Such experts are scarce in many parts of the world.

2.2.3. Lack of supporting information and communication technology (ICT) infrastructure and electronic health policy

Integration of emerging technologies into health systems is still nascent in some countries. There are no guidelines or policy on electronic data protection in COVID-19 pandemic policy [20]. Countries like Chad and the Central African Republic with poor ICT infrastructure find it hard to deploy limited resources toward technological innovation as part of their COVID-19 pandemic response plan [33]. Also, setting-up health information systems as a response to pandemics including national health information systems, electronic health records and telemedicine require an ethical framework for digital epidemiology and technological interventions to boost trust and expedite the adoption of emerging technologies in health systems [34].

2.2.4. Socio-economic inequalities

Integrating technology into contact tracing activities requires internet connection and computing devices which can be expensive. Due to the digital divide and health-care disparities especially in developing counties, integration of emerging technologies into contact tracing might be threatened. Even in developed countries, high-risk groups might not have full access to broadband signals, smartphones, or wearable technology such as smartwatches [20]. To address this challenge, network service providers together with the affected government can zero rate COVID-19 contact tracing applications or reduce the cost of internet data or develop unstructured supplementary service data (USSD) based contact tracing applications that do not require internet access. USSD-based contact tracing apps can also assist people living in unnet-worked rural areas to disseminate COVID-19 information and connect with health workers instead of excluding them.
2.2.5. Deactivation of mobile devices’ WIFI, GPS services.

The existing contact tracing apps rely on Bluetooth protocols, WIFI and GPS technology to monitor movements of infected people and contact-persons. These technologies facilitate location-based services which can be interrupted by the proximity, heterogeneity of protocols, and spoofing of GPS signal. Since people have rights to configure their mobile devices ‘connection settings, contact tracing apps might fail to track COVID-19 patients and contact-persons if they deactivate WIFI and GPS connection [20].

2.2.6. Interoperability and standardization issues

Contact tracing apps operate and embrace the Internet of Things concepts whereby data from COVID-19 patients and contact-persons is transferred immediately on real-time to the national health information systems. These contact tracing apps are custom-made and not standardized globally, which means each country develop contact tracing app that has its Internet of Things infrastructure, devices, APIs, and data formats leading to interoperability issues [35]. Interoperability issues include heterogeneity of networking standards and communication protocols, data semantics and ontology, data formats, diverse operating systems [36] and diverse programming languages among others. Data formats and structure should be standardized across all platforms to avoid incomplete and noisy data, thereby improving data quality. Therefore, contact tracing apps should be easily integrated into health information systems and facilitate real-time data sharing regardless of platform and communication protocols.

2.2.7. Security risks

Contact tracing applications violates COVID-19 patients and contact-persons’ data security, confidentiality, integrity, availability of data and sometimes bridge ethical and privacy of patients which might cause mental health problems such as stress, anxiety, depression among other [18]. There is a great need to protect against health data loss and unauthorized access when implementing emerging technologies in tackling COVID-19. Most COVID-19 contact tracing apps such as TraceTogether, COVIDSafe and BeAware App support concurrent access of health data and remote motoring of COVID-19 infected people and suspects in self-isolation (or in isolation centres), which poses serious security threats to public health data. Effective database management, including encryption and automated backup procedures, needs to be implemented to enforce data security. Also, Dubov & Steven [34] recommend health systems to store aggregated and anonymised data when the person test positive to COVID-19. Such information should be only shared upon granted ethical clearance and approval. These are the ways to protect data security.

2.2.8. Privacy issues

Tracking COVID-19 patients and contact-persons’ activities could entail a breach of their privacy. Safeguarding privacy is the core concern of the health systems, however, an individual’s privacy has not been considered in devising some contact tracing solutions. COVID-19 mobile apps impinge on people’s privacy as they collect, analyze and have access to personal health data such as health behaviour, status, travelling history, household coordinates positions and location. However, privacy issues vary depending on the purpose and data types used by emerging technologies. For instance, Cho [22] states that contract tracing apps should enforce the privacy of data from snoppers, contacts, and unscrupulous health agencies. Enforcing privacy protects patients misuse while maintaining patients’ confidentiality.

2.2.9. Political and structural responses

Obasola [37] states that lack of political-will and involvement of state and local governments severely affects the adoption of electronic health interventions despite the influx of ICTs. In some developing countries, improving healthcare service delivery through integrating ICTs is not prioritized [38]. This could be attributed to cost associated with setting-up, integration, and maintenance of emerging technologies; intermittent network connection [39] and power outages as well as over-reliance on non-governmental organizations (NGO).

2.2.10. Ethical and legal risks

There are four types of COVID-19 digital applications namely; contact tracing tools, symptoms checkers, quarantine compliance tools and flow modelling tools; developed for pandemic management, quarantine control, tracking and contact tracing, symptoms testing, and flow modelling (track people’s movements in specified geographic regions) [40]. These digital applications compromise basic principles and moral considerations of public health ethics and data ethics by providing little to no privacy for infected individuals; after an infected individual is compelled to release their data [22]. Such an act might pose ethical and legal challenges when dealing with people and their health data. For example, contact tracing tools track infected people and their close contacts for precautionary self-isolation. Gasser et al. (2020) also highlighted that Singaporean COVID-19 mobile app called TraceTogether uses Bluetooth connections to log other phones nearby and alerts infected person’s close contacts about his/her COVID-19 positive status [34].

2.2.11. Symptoms checkers

Symptoms checkers such as smart and digital thermometers have been frequently used as symptomatic surveillance tools that collect, analyze, interpret, and disseminate health-related data, especially body temperature. Symptoms checkers are cost-effective methods of screening COVID-19 suspects during triage and disperse populations. Symptoms checkers such as CoronaMadrid symptom checking app allows the government of Spain to collaborate with medical professionals and citizens to remotely monitor and control COVID-19 pandemic [40]. Unlike Spain’s CoronaMadrid symptom checking app, digital smart thermometers paired with mobile apps are enabling healthcare professionals to collect temperature data from people and provide real-time insights into emerging COVID-19 hot spots.

2.2.12. Consent and voluntariness

Contact tracing application should allow individuals to practice consent withdrawal. This occurs when a person voluntarily stop participating in data sharing [18]. Data sharing based on consent mitigate privacy risks. However, there are highlighted impediments associated with implementing consent procedures such as language barriers, lack of customizable contact tracing apps, lack of comprehension and absence of choice to deny consent [34]. Also, it is difficult to balance contact tracing activities with consent withdrawals. The more people practice consent withdrawal the more the risk of transmission chains. Therefore, there has to be a balance between consent withdrawal and COVID-19 containment.

2.2.13. Abuse of contact tracing applications

Since most contact tracing applications use GPS and Bluetooth technology, malicious users can use these technologies for stalking and unauthorized access to other files stored in the mobile device. Another challenge is that people share smartphone which might result in sending misleading information to health authorities and health workers. Therefore, contact tracing applications should incorporate gait recognition and other activity recognition methods that utilize biometric authentication [41].
2.2.14. Discrimination

Contact tracing apps pose a high risk of discrimination especially the affected populace. Specifically, IoT-based contact tracing apps collect data for the entire population on real-time which further analyzed to map COVID-19 hotspots. Such data can include, ethnic information (race, clan, region), demographic details (gender, age, level of education, marital status) and socioeconomic status which can influence the allocation and distribution of COVID-19 resources and ultimately lead to discrimination and riots [42].

2.2.15. Digital divide

In some continents including Africa, the digital divide remains a challenge in many health systems [10]. The integration of contact tracing apps assumes that the whole population has access to modern technologies, yet the gap still exists between ICT access and utilisation amongst the population. For example, Jubie et al. [43] state that 51% of the world’s population does not have internet access. This means that in some resources constrained areas, people do not have mobile phones, no or inconsistent electricity supply and access to network signal which makes the use of contact tracing apps threatened [44,45] and inevitable consequence of fuelling health inequality amid COVID-19.

3. Discussion

Many contact tracing applications rely on Bluetooth and GPS technology to track infected persons and contact-persons. These technologies have drawbacks, for example, the proximity of Bluetooth technology is very short which can be obstructed by buildings and walls hence affect its adoption rate. Also, Bluetooth technology consumes a lot of smartphone battery power. On the other hand, GPS technology is not secure and is vulnerable to spoofing attacks [43,44]. With the rapid increase of COVID-19 cases and deaths especially in severely affected countries such as the United State of America, Brazil, India, Russia and South Africa [45,46], integration of emerging technology into contact tracing activities is inevitable. However, security [48], privacy [51], consent, health policy among other issues should be critically observed in the development of contact tracing apps and data sharing stage.

4. Conclusion

Integrating emerging technologies into COVID-19 contact tracing is seen as a viable option that policymakers, health practitioners and IT technocrats need to seriously consider in mitigating the spread of coronavirus. Further research is also required on how best to improve efficiency and effectiveness in the utilisation of emerging technologies in contact tracing while observing the security and privacy of people in fighting COVID-19 pandemic.

Declaration of competing interest

None.

References

[1] Nicola Maria, et al. The socio-economic implications of the coronavirus pandemic (COVID-19).: a review. Int J Surg June 2020;78:22:185–93.
[2] World Health Organization. August) Coronavirus disease (COVID-19) pandemic. 2020 [Online], https://www.who.int/emergencies/diseases/novel-coronavirus-2019.
[3] Qian Guoqing, et al. COVID-19Transmission within a family cluster by pre-symptomatic carriers in China. Clin Infect Dis August 2020;71(15):861–2.
[4] Sima Asadi, Bouvier Nicole S, Anthony Wexler, Ristenpart William D. The coronavirus pandemic and aerosols: does COVID-19 transmit via expiratory particles? Aerosol Sci Technol June 2020;54(6):1–5.
[5] Zhang Renyi, Li Xiyun, Annie L, Zhang Annie, Wang Yuan. Identifying airborne transmission as the dominant route for the spread of COVID-19. Proc Natl Acad Sci Unit States Am June 2020;117(26):14857–63.
[6] Viner Russell M, et al. School closure and management practices during coronavirus outbreaks including COVID-19: a rapid systematic review. Lancet Child Adolescent Health May 2020;4(5):397–404.
[7] Jiachen C, Wang, Ng Chun Y, Robert H, Brian S. Response to COVID-19 in Taiwan big data analytics, new technology, and proactive testing. J Am Med Assoc May 2020;323(14):1341–2.
[8] Daniel Shu, Ting Wei, Lawrence Carin, Victor Dzau, Wong Tien Y. Digital technology and COVID-19. Nat Med July 2020;26(14):459–61.
[9] Raju Vaishya, Javyad Mohd Haleem, Khan Ibrahim, Abid Haleem. Artificial intelligence (AI) applications for COVID-19pandemic. Dia Metabo Synd: Clin Res Rev July–August 2020;14(4):337–9.
[10] Kartikkeyan Iyengar K, Gauav Upadhyaya, Raju Vaishya, Jain Vijay. COVID-19and applications of smartphone technology in the current pandemic. Dia Metabo Synd: Clin Res Rev September–October 2020;15(4):733–7.
[11] Maria Tsikala Vafea, et al. Emerging technologies for use in the study, diagnosis, and treatment of patients with COVID-19. Cell Mol Bioeng April 2020. doi: 10.1007/s12192-020-00636-6.
[12] Mahmoud Javid, Haleem Abid, Raju Vaishya, Shashi Bahl, Rajiv Suman. Industry 4.0 technologies and their applications in fighting COVID-19pandia. Dia Metabo Synd: Clin Res Rev 2020;14(4):419–22.
[13] Rajvikram, Elavarasan Madurari, Rishi Pugazhendidhi. Restructured society and environment: a review on potential technological strategies to control the COVID-19pandemic. Sci Total Environ July 2020;725(34):138–58.
[14] Hellewell Joel, et al. The feasibility of containing COVID-19 outbreaks by isolation of cases and contacts. Glob Health Action 2020;8(4):488–96.
[15] Samuel Limalumawma, Jamal Hussain, LaliRntha Cshchakhuch. Applications of machine learning and artificial intelligence for COVID-19pandemic: a review. Chaos, Solit Fractals October 2020;139(12):110059.
[16] Salathe Marcel, Christian L Althaus, Neher Richard. Silvia Stringhini, and Nicola Low, “COVID-19 epidemic in Switzerland: on the importance of testing, contact tracing and isolation. Swiss Med Wksy March 2020;150:1–3.
[17] Cheng Hao-Yuan, Shu-Wan Jan, Liu Ding-Ping. Contact tracing assessment of COVID-19Transmission dynamics in Taiwan and risk at different exposure periods before and after symptom onset. JAMA Int Med May 2020;7(3):1–13.
[18] Ahmed Nadeem, et al. A survey of COVID-19 contact tracing apps. IEEE Access May 2020;8(5):134577–601.
[19] Douglas Busvine. April) Germany launches smartwatch app to monitor coronavirus spread. 2020 [Online], https://www.reuters.com/article/all-health-coronavirus-technology-germany-launches-smartwatch-app-to-monitor-coronavirus-spread-idUSKBN21P11S.
[20] Whitelaw Sera A, Mamas Mamas, Topol Eric, Van G, Haricette Spall. Applications of digital technology in COVID-19pandemic planning and response. The Lancet Digital Health August 2020;2(8):E435–E443.
[21] Vinay Chamola, Vikas Hessija, Gupta Vatsal, Mohns Guizani. A comprehensive review of the COVID-19pandemic and the role of IoT, drones, AI, blockchain, and 5G in managing its impact. IEEE Access June 2020;8(5):500225–65.
[22] Cho Hyunghoon, Daphne Ippolito, William Yu Yun. Contact tracing mobile apps for COVID-19: privacy considerations and related trade-offs. Arxiv; 2020. p. 1–12.
[23] Olga Chislova. April) Contact tracing apps in Russia. [Online], https://digital. freshfields.com/post/10252md/contact-tracing-apps-in-russia; 2020.
[24] Elliot Setzer, May) Contact-Tracing Apps in the United States. [Online], https://www.lawfareblog.com/contact-tracing-apps-united-states; 2020.
[25] Gour S. Stephen. Tech revolution to fight COVID-19 app violates policy. 2020 May [Online], https://www.usatoday.com/story/tech/2020/05/22/covid-19-contact-tracing-app-care-19-policyprivacy/ 9247440002/.
[26] Andrew Clarance. Aarogya Setu: why India's COVID-19contact tracing app is controversial. 2020 May [Online], https://www.bbc.com/news/world/asia-india-52659520.
[27] Angelica Mari. Brazil introduces surveillance tech to slow the spread of coronavirus. 2020 March [Online], https://www.zdnet.com/article/brazil-introduces-surveillance-tech-to-slow-the-spread-of-coronavirus/.
[28] Information and e-Government Authority. IGA Of School closure and management practices during coronavirus outbreaks including COVID-19: a rapid systematic review. Lancet Child Adolescent Health May 2020;8(5):134577–601.
[29] Columbian National Institute of Health. CORONAPP. [Online], https://digital. freshfields.com/post/10252md/contact-tracing-apps-in-russia; 2020.
[30] Anthony Sarfo Kwabena, Shankar Karuppannan. Application of geospatial technologies in the COVID-19Fight of Ghana. Trans Indian Nat Acad Eng 2020;5:193–204.
[31] Thade Clemens, Stop Corona - theses and antithesis on the use of tracking apps in the corona crisis. J Inform Law 2020;7(2):152–8.
[32] Singhal Tanu. A review of coronavirus disease-2019 (COVID-19). Indian J Pediatr March 2020;87:281–8.
[33] Liangyi Signé, Sanjeev Khagram, Goldstein Julia. April) Using the fourth industrial revolution to fight COVID-19 around the world. 2020 [Online], https://www.brookings.edu/techstream/using-the-fourth-industrial-revolution-to-fight-covid-19-around-the-world/.
[34] Dubov Alex, Shoptaw Steven. The value and ethics of using technology to
contain the COVID-19 epidemic. Am J Bioeth 2020;1–6.
[35] Noura Mahda, Mohammed Atiquzzaman, Martin Gaedke. Interoperability in internet of things: taxonomies and open challenges. Mobile Network Appl June 2019;24(2):796–809.
[36] Di Martino B, et al. Internet of things reference architectures, security and interoperability: a survey. Internet of Things September 2018;1(2):99–112.
[37] Oluwaseun Ireri Ohasola, Iyabo Mahawonku, Irooluwa Lagunju. A review of e-health interventions for maternal and child health in sub-sahara Africa. Matern Child Health J June 2020;19:1813–24.
[38] Maxwell O, Akanbi, et al. Use of electronic health records in sub-saharan Africa: progress and challenges. J Med Tropics May 2012;14(1):1–6.
[39] Jimmy Whitworth. COVID-19: a fast evolving pandemic. Trans R Soc Trop Med Hyg April 2020;114(4):241–8.
[40] Gasser Urs, Marcello Ienca, James Scheibner, Joanna Sleigh, Effy Vayena. Digital tools against COVID-19: framing the ethical challenges and how to address them. Arvix 2020:1–15.
[41] Elliot Mbunge, Rugube Talent. A robust and scalable four factor Authentication architecture to enhance security for mobile online transaction. Int J Adv Comput Sci Appl May 2018;9(9):434–45.
[42] Urs Gasser, Marcello Ienca, James Scheibner, Joanna Sleigh, Vayena Effy. Digital tools against COVID-19: framing the ethical challenges and how to address them. Arvix May 2020;12–23.
[43] Jobie Budd, et al. Digital technologies in the public-health response to COVID-19. Nat Med August 2020;26(13):1183–92.
[44] Watts Geoff. COVID-19and the digital divide in the UK. Lancet August 2020;2(8):395–6.
[45] Ogunleye G.O, Fashoto S.G, Elliot Mbunge. Securing and monitoring of bandwidth usage in multi-agents denial of service environment. Int J Adv Comput Sci Appl May 2018;9(9):434–45.
[46] Aaqib, Hamid Bashir, Dar, Aqib Lone, Zahoora Saniya, Amin, Khan Afshan, Roozie Naaz. Applicability of mobile contact tracing in fighting pandemic (COVID-19): issues, challenges and solutions. IACR Cryptol June 2020;484:1–31.
[47] WHO. reported cases and deaths by country, territory, or conveyance. [Online]. Reported cases and deaths by country, territory, or conveyance. 2020, August.
[48] Kamel N, Boulos Maged and M, Estella Geraghty. Geographical tracking and mapping of coronavirus disease COVID-19/severe acute respiratory syndrome coronavirus 2 (SARS-CoV-2) epidemic and associated events around the world: how 21st century GIS technologies are supporting the global fight against ourfbr. Int J Health Geogr 2020;19(8):1–15.
[49] Cho Hyunghoon, Daphne Ippolito, William Yu Yun. Contact tracing mobile apps for COVID-19: privacy considerations and related trade-offs. Arvix September 2020:14–27.