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Abstract: As the demand for precision positioning grows around the world and spreads across various industries, initiatives are being taken to increasingly protect Global Navigation Satellite System (GNSS) receivers from intruders of all kinds, from unintentional industrial interference to advanced GNSS spoofing systems. The timing and cost of these forthcoming satellite navigation safety efforts are difficult to decipher due to the large number of new signals and constellations being deployed. However, it is safe to say that the newly designed anti-jamming and anti-spoofing GNSS systems open up new opportunities for innovative technologies. The false acoustic signal delay is equal to the sum of the spoofer receiving antenna delay, processing delay, and propagation delay from the spoofer to the victim. The victim finds the same location as the spoofer’s receiving antenna, and receivers located in different locations will have the same XYZ. The article presents classifications of terrorist attacks of this type.
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1. Introduction

“As GPS further penetrates into the civil infrastructure, it becomes a tempting target”.

“Information on the capabilities, limitations, and operational procedures [of spoofers] would help identify vulnerable areas and detection strategies” [1].

As the demand for precision positioning grows around the world and spreads across various industries, initiatives are being taken to increasingly protect GNSS receivers from intruders of all kinds, from unintentional industrial interference to advanced GNSS spoofing systems. The timing and cost of these forthcoming satellite navigation safety efforts are difficult to decipher due to the large number of new signals and constellations being deployed. However, it is safe to say that the newly designed anti-jamming and anti-spoofing GNSS systems open up new opportunities for innovative technologies.

2. The Signal Energy Decreases with Distance from Satellites and Major GNSS Interference Sources

In this article we look at positioning systems in which a navigation receiver “listens” to buoys, receives their messages, and determines a position based on the geographic coordinates of the buoys. Such systems are called Local Navigation Satellite Systems (LNSS). An acoustic signal generator transmits simulated signals from multiple satellites. The receiver of the underwater object “picks up” the false signal and calculates the false XYZ. All receivers in the spoofed area compute the same XYZ.
Unwanted RF signals affecting the USV receiver can be natural, unintentional, or intentional using jammers. GNSS radio signals are hundreds of times weaker than the background noise of radio signals such as VHF, microwave, 3G, Wi-Fi, and Bluetooth (Figure 1), but the introduction of new protocols such as 5G is pushing out GNSS radio signals even more.

Figure 1. Main known sources of GNSS interference [2].

The radiated energy of the satellite transmitting antenna decreases when approaching the USV receiving antenna (Figure 2).

Figure 2. The signal energy decreases with distance from the satellite.

3. The GNSS Jamming as a Terrorist Attack on USVs

Jamming masks and blurs satellite signals with more powerful interference. Thus, the blurry receiver can no longer position itself, or it can position itself erroneously. Although the use of jamming is prohibited, low-power jamming is often used by citizens concerned with protecting their privacy. Drivers who do not want to be monitored also use jamming.

In addition, terrorist use of jamming cannot be ruled out. Powerful jamming systems for GNSS have already been observed in various conflict zones.

For example, the US Navy accidentally disabled GPS for three days at the Port of San Diego in January 2007 [3]. Additional examples are given in [4,5]. A GNSS jamming for USVs (Figure 3) is intentional interference that emits electromagnetic signals at GNSS frequencies in order to jam GNSS signals. Military silencers are widely known, but so-called Personal Protective Devices (PPDs) are becoming more common in everyday practice. PPDs are small, lightweight jammers that are readily available online.

The problem of jamming detection is relatively easy to solve. A detailed explanation of this issue is presented in [6]. Among the many technologies for partial or complete suppression of jamming, we note [7] (Figure 4), which can be bought for under $20.

Interference signals are sent to a spectrum analyzer and an attenuator (VA) is added to the GPS simulator and GNSS signals. VA scales the interference factor.
The basic GNSS jamming scheme of USVs: at some point in time, the jammer transmits white noise at GNSS frequencies, which aims to make a PVT solution impossible. All USVs in the jammed area lose orientation.

The problem of jamming detection is relatively easy to solve. A detailed explanation of this issue is presented in [6]. Among the many technologies for partial or complete suppression of jamming, we note [7] (Figure 4), which can be bought for under $20.

Figure 4. Typical illegal in-car chirp jammer (aka Personal Privacy Device or PPD) [7].

4. GNSS Spoofing as a Terrorist Attack on USVs

One of the earliest high-profile reports was from Iran On 4 December 2011; Iran hijacked an American Lockheed Martin RQ-170 drone (Figure 5) [8], claiming that it had spoofed the GPS.

Figure 5. Iran hijacked Lockheed Martin RQ-170 Sentinel drone (The reporting of this incident led to a change in the topic of Łukasz Lemieszewski’s dissertation and to the defence of Poland’s first dissertation “The method of GNSS spoofing detection in terms of transport safety”) [8]. General characteristics: Length: 8 ft 7 in (4.5 m), Wingspan: 38 ft (12 m), Height: 6 ft (1.8 m).

A GNSS spoofing for USVs (Figure 6) is a system for receiving GNSS signals, introducing some delays into each of the satellite channels, introducing some other signal distortion, and transmitting them on the same frequency, which aims to deceive GNSS receivers and
create a false PVT solution. GNSS navigators determine their position with some error, usually known to the spoofer.

![Figure 6](image1)

**Figure 6.** The basic GNSS spoofing scheme of USVs: at some point in time, the spoofer determines its position \((x_s, y_s)\), introducing some delays into each of the satellite channels, introducing some other signal distortion, and transmitting the false position \((x_s + \Delta x_s, y_s + \Delta y_s)\) on the same frequency, which aims to deceive GNSS receivers and create a false PVT solution. All USVs in the spoofer activation zone are positioned as \(\text{USV}_i = (x_i + \Delta x_i, y_i + \Delta y_i)\).

5. The Modelling of GNSS Spoofing

The problem of modelling GNSS spoofing is of independent importance. Here we restrict ourselves to considering one of the most advanced simulation systems, namely, SimSAFE (Figure 7) as the comprehensive simulation to protect against GNSS spoofing. SimSAFE represents an innovative way to simulate complex spoofing attacks, proving detection and mitigation measures [9].

![Figure 7](image2)

**Figure 7.** The basic GNSS meaconing scheme of USVs: at some point in time, the meaconer determines its position \((x_m, y_m)\), introducing some delays into each of the satellite channels, and transmitting the false position \((x_m + \Delta x_m, y_m + \Delta y_m)\) on the same frequency.

The SimSAFE software emulates signal spoofing attacks and test receiver mitigation techniques. SimSAFE allows flexibility in the attack scenario definition and test of interference detection techniques. The tool can be integrated into existing radio navigation testing laboratories, in order to leverage existing hardware such as signal simulators, interference generators, and hardware GNSS receivers.
This technology aims to investigate the effectiveness of GNSS spoofing protection [10–15]. The complexity of the anti-spoofing solution problem cannot be overemphasized. See, for example, [16–18]. Probably no one has offered anything better than GNSS/INS [19,20]. However, in this case, there is a problem of data integration from multiple sensors [21,22].

6. The GNSS Meaconing as a Terrorist Attack on USVs

A GNSS Meaconing (the little brother of spoofing in Figure 7) is a system which receives GNSS signals, introducing the same delays into each of the satellite channels (the delay is determined by the difference in the GNSS signal paths from the satellites and from the meaconer to the GNSS navigator antenna), and retransmitting them on the same frequency, which is aimed at misleading GNSS receivers and creating a false PVT solution. i.e., GNSS navigators determine their position with some error, usually known to the spoofer. The properties of such a spoofer have been carefully studied. In particular, the term repeater was often used and is still used today as a synonym for meaconer [23].

A meaconer receives, amplifies, and retransmits radio signals. The spoof signal delay is equal to the sum of the delay at the spoofer’s receiving antenna, processing delay, and propagation delay from the spoofer to the victim. The victim locates the same location as the spoofer receiving antenna. Meaconing is relatively often used for geo-fencing of some especially dangerous areas or water areas from unmanned technical means. For example, it has reported incidents in the Black Sea that occurred in 2017, when GPS receivers on board more than 20 ships showed the position of Gelendzhik airport [24]. Another well-known example of geo-fencing describes a similar behaviour of GPS receivers in the vicinity of Moscow’s Red Square, which showed the positions of Vnukovo airport [25].

7. The GNSS Self-Spoofing Attack on USVs

A GNSS Self-Spoofing Attack on USVs occurs in situations where the owner of the vehicle wants to hide his/her real position in space for a false one. For example, some USVs are commercial fishing vessels outside of the allowable area and include their own onboard self-spoofer to indicate the position of the USV in the allowable fishing area (Figure 8).

![Figure 8. The basic GNSS self-spoofing scheme of USVs: at some point in time, the self-spoofer determines its position (x₀, y₀), introducing some delays into each of the satellite channels, introducing some other signal distortion, and transmitting the false position (x₀ + Δx₀, y₀ + Δy₀) on the same frequency, which aims to deceive GNSS receivers and create a false PVT solution. All USVs in the self-spoofer activation zone are positioned as USVfalse = (x₀ + Δx₀, y₀ + Δy₀).](image-url)
anti-self-spoofing is based on the choice of technical means for attacking this self-spoofing in order to neutralize it, or at least to register the fact of its use by some vehicle including USV.

8. The Local Navigation Satellite Systems (LNSS)

Positioning is the most important task of AUV navigation. Navigation Dead Reckoning [19] and INS [20] are traditional methods of localizing and navigating UUVs, but have problems with decreasing position accuracy over time. In addition to traditional technologies, this problem is addressed with acoustic technologies such as LNSS based on Long Baseline (LBL, Figure 9).

![Figure 9. Method of the operation of a long baseline (LBL) acoustic positioning system [9].](image)

Three or more acoustic buoys are placed in a specific area on the ocean surface or along the sides of a ship. The distances between the UUV and the buoys are calculated using signal delays and the speed of sound in the water. The UUV position is calculated using trilateration in the buoy reference frame. The estimated position is transmitted to the parent ship.

Buoys (Figure 10) have three modes of operation. At the first, the product receives information via satellite communication channels, memorizes it and, at the request of the robot, transmits it. In the second mode—"dialogue"—the buoy connects the coastal, aerial, sea control centers with underwater robots over the VHF radio channel in real-time mode. Such data exchange allows not only knowing where the robot is and what tasks it solves, but also to continuously control it. The third mode is the easiest. The robot operates completely autonomously and only checks its coordinates with buoys, adjusting the course. In an emergency, the drone can give an SOS signal, reporting the termination of a deep-sea mission.

![Figure 10. The main idea of LNSS.](image)
9. The LNSS Jamming as a Terrorist Attack on UUVs

A LNSS jamming for UUVs is an intentional interference that emits acoustic signals with a hydrophone at the frequencies of the GNSS radio-acoustic transponders in order to blank out the acoustic GNSS signals (Figure 11).

![Figure 11. The LNSS basic jamming scheme of UUVs: at some point in time, the jammer transmits white noise at GIB frequencies, which aims to make a PVT solution impossible. All UUVs in the jammed area lose orientation.](image)

10. LNSS Spoofing as a Terrorist Attack on UUVs

An LNSS spoofing for UUVs (Figure 12) is a system for receiving GIBs signals, introducing some delays into each of the satellite channels, introducing some other signal distortion, and transmitting them on the same frequency, which aims to deceive LNSS receivers and create a false PVT solution. LNSS navigators determine their position with some error, usually known to the spoofer.

![Figure 12. The basic spoofing scheme of UUVs: at some point in time, the spoofer determines its position \((x_s, y_s)\), introducing some delays into each of the GIBs channels, introducing some other signal distortion, and transmitting the false position \((x_f, y_f)\) on the same frequency of GIBs, which aims to deceive acoustic receivers and create a false PVT solution. All UUVs in the spoofer activation zone are positioned as \(\text{UUV}_{false} = (x_f + \Delta x_s, y_f + \Delta y_s)\).](image)
11. LNSS Meaconing as a Terrorist Attack on UUVs

An LNSS meaconing for UUVs (Figure 13) is a system for receiving GIBs signals, introducing some delays into each of the satellite channels, and transmitting them on the same frequency of GIBs, which aims to deceive acoustic receivers and create a false PVT solution. LNSS navigators determine their position with some error, usually known to the meaconer.

![Image of LNSS Meaconing Scheme](Figure 13)

**Figure 13.** The basic LNSS meaconing scheme of UUVs: at some point in time, the meaconer determines its position \((x_s, y_s)\), introducing some delays into each of the satellite channels (the delay is determined by the difference in the GIBs signal paths from the GIBs and from the meaconer to the UUV navigator antenna) and transmitting the false position \((x_s + \Delta x_s, y_s + \Delta y_s)\) on the same frequency of GIBs, which aims to deceive acoustic receivers and create a false PVT solution. All UUVs in the meaconer activation zone are positioned as \(UUV_{false} = (x_s, y_s)\).

12. The LNSS Self-Spoofing Attack on UUVs

An LNSS Self-Spoofing Attack on UUVs occurs in situations where the owner of the vehicle wants to hide his/her real position in space for a false one. For example, some UUVs are commercial fishing vessels outside of the allowable area and include their own onboard self-spoofer to indicate the position of the UUV in the allowable fishing area (Figure 14).

![Image of LNSS Self-Spoofing Scheme](Figure 14)

**Figure 14.** The basic LNSS self-spoofing scheme of UUVs: at some point in time, the self-spoofer determines its position \((x_s, y_s)\), introducing some delays into each of the satellite channels, introducing some other signal distortion, and transmitting the false position \((x_s + \Delta x_s, y_s + \Delta y_s)\) on the same frequency, which aims to deceive GIB receivers and create a false PVT solution. All UUVs in the self-spoofer activation zone are positioned as \(UUV_{false} = (x_s + \Delta x_s, y_s + \Delta y_s)\).
From a technical point of view, the LNSS self-spoofing of UUVs is the same spoofing, but here we have an absolutely different way of using spoofing, and if conventional anti-spoofing is based on the choice of technical means to protect oneself from spoofing, then anti-self-spoofing is based on the choice of technical means for attacking this self-spoofing in order to neutralize it, or at least to register the fact of its use by some vehicle including UUV.

13. The Brief Classification of Terrorist Attacks on USVs and UUVs

Based on an in-depth analysis of the terrorist attack structures on USVs and UUVs presented here, we present a classification graph (Figure 15).

Figure 15. The classification of terrorist attacks on USVs and UUVs.

The analysis of the above structures of the main terrorist attacks showed that at present the terminology in general and for UUVs in particular is not settled. As an example, we will give an ambiguous understanding of the meanings of the words “positioning and localization”. However, the authors hope that the classification given in the article will help systematize the concepts of this section of the navigation safety of unmanned vehicles not only on water, but also, which is extremely important, underwater.

14. Conclusions

Within the framework of this study, it should be emphasized that UUV safety studies are mainly carried out experimentally, as described in detail in the dissertation [26]; at the same time, experimental studies of UUVs safety are associated with the well-known difficulties of deep-sea diving and are mainly limited to modelling.

It is important to emphasize that the conversion of GNSS to LNSS is currently in the early stages of development [27–31].

GNSS is the foundation for USV and UUV positioning. Server-side (cloud-based) methods can play a key role in the provision of GNSS services [32]. In a cloud architecture, access to the encrypted GNSS service is controlled over the communication channel, and the recipient user must authenticate themselves. The main advantage of this approach is its simplicity.
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