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Abstract—In this paper, the secrecy performance of a cooperative relay network with outdated relay selection is investigated where an eavesdropper intercepts the channels between the source and the destination. The best relay is chosen among \( N \) relays based on the opportunistic relay selection algorithm, which may not be the best relay in the time of transmission because of the outdated channel state information. We derive closed-form analytical expressions for the non-zero secrecy capacity, the secrecy outage probability, and the ergodic secrecy capacity. Finally, our theoretical analysis is validated by the numerical results, and detailed discussions and insights are given.

Index Terms—Physical layer security, outdated relay selection, non-zero secrecy capacity, secrecy outage probability, ergodic secrecy capacity.

I. INTRODUCTION

Wireless communication networks due to their broadcast nature are prone to various attacks and misuse behavior such as being overheard and intercepted by eavesdroppers. As such, security issues of wireless communications are of great importance. Although cryptographic methods can improve the communication security, as the computational ability and the power of eavesdroppers are stronger nowadays, it is more and more likely to intercept the network successfully. As a result, physical layer security has attracted increasing attention in the literature [1] - [4]. Relaying is one of the effective techniques which has received wide attention to extend the coverage area and improve communication quality in wireless networks [5]. Thus, investigating the physical layer security of relay networks is crucial. Opportunistic relay selection is among low complexity cooperative techniques which activate only the best relay. In selecting the best relay, a delay between relay selection instant and data transmission instant may cause an outdated channel state information because of the time-varying nature of fading channels, [6], which leads to a degradation in the secrecy performance of the network.

There have been several works dealing with secrecy issues in cooperative relay systems. In [7] AF and DF based optimal relay selection schemes are proposed to improve the wireless security against eavesdropping, where the authors consider the exact knowledge of CSI. Authors in [8] analyzed the secrecy outage probability of a relay network while passive eavesdroppers are intercepting the channel and partial relay selection scheme is considered to select the best relay. In [9] secrecy performance of a cooperative network under the constraint of having outdated CSI is studied. The authors assumed that relays only to assist the transmission, and there is no direct link between the source and the destination. S. Al-Qahtani et al. comprehensively investigate on the secrecy performance of opportunistic relay selection systems over Rayleigh fading channels. The partial relay selection scheme is considered, and the secrecy is studied when there is a feedback delay [10]. In [11] with the aid of joint relay and jammer selection, the physical layer security of amplify-and-forward relaying networks is increased despite the effects of channel feedback delay. In this paper, we investigate on secrecy performance of a cooperative relay network with outdated CSI in the presence of an eavesdropper. The information transmission is assisted by \( N \) relays from the source to the destination, and a direct link between the source and the destination is also considered. We study the impact of outdated relay selection by deriving the analytical expressions for the secrecy performances.

The reminder of the paper is organized as follows. Section II introduces the system and channel models. In Section III, we derive closed-form expressions of the SOP, non-zero secrecy capacity, and ergodic secrecy capacity. In section IV we present simulation results and in section V we conclude this work.

II. SYSTEM MODEL

Consider a cooperative wireless network consisting of one source, one destination, and \( N \) trusted relays while an eavesdropper is passively eavesdropping channels without modifying the signals. The source and the destination communicate over one direct \( S-D \) channel and \( N \) two-hop channels using relays while all channels experience Rayleigh fading. All nodes are equipped with a single antenna.

The thermal noise received at each authored node is modeled as a complex Gaussian random variable with zero mean and variance \( \sigma_n^2 \) i.e., \( CN(0, \sigma_n^2) \) and the thermal noise at the eavesdropper is a complex Gaussian random variable with zero mean and variance \( \sigma_e^2 \) i.e., \( CN(0, \sigma_e^2) \). It is assumed
that the channel state information is known at the destination. The best relay is selected as \( b = \text{argmax}_n R \{ \gamma_n \} \), where \( \gamma_n = \min \{ \gamma_{SR_n}, \gamma_{Ra,D} \} \) is an upper bound SNR of \( S-R_n-D \) link for relay \( n \) and \( R = \{ 1, 2, ..., N \} \). From (12) the total SNR in the destination can be written as

\[
\gamma_{opr} = \gamma_{SD} + \max_{n \in R} \left( \min \{ \gamma_{SR_n}, \gamma_{Ra,D} \} \right)
\]

where \( \gamma_{SD} = |h_{SD}|^2 E_s/\sigma_n^2 \) is the instantaneous SNR of \( S-D \) link, \( \gamma_{SR_n} = |h_{SR_n}|^2 E_s/\sigma_n^2 \), and \( \gamma_{Ra,D} = |h_{Ra,D}|^2 E_s/\sigma_n^2 \) are the instantaneous SNRs of \( S-R_n \) and \( R_n-D \) links respectively. The total SNR in eavesdropper is then

\[
\gamma_{opr,e} = \gamma_{SE} + \min \{ \gamma_{SB}, \gamma_E \}
\]

where \( \gamma_{SE} = |h_{SE}|^2 E_s/\sigma_n^2 \), \( \gamma_{SB} = |h_{SB}|^2 E_s/\sigma_n^2 \), and \( \gamma_E = |h_E|^2 E_s/\sigma_n^2 \) are \( S-E \), \( S-B \), and \( B-E \) links’ SNRs respectively. From a practical point of view, some factors such as channel changes in time, feedback delays, and the channel estimation errors may cause a difference between the CSI of \( S-R_n-D \) links required for the opportunistic relaying and the actual values. In other words, the best relay selected according to the outdated CSI at time \( t \) may not be the best relay at the time of the data transmission (time \( t + \tau \)). In (13) a degree of difference is considered as the power correlation coefficient between the SNR at time \( t \), \( \gamma_n \), and the SNR at time \( t + \tau \), \( \gamma_n \), denoted by \( \rho \) where \( 0 < \rho < 1 \).

III. SECRECY CAPACITY, SECRECY OUTAGE PROBABILITY, AND ERGODIC SECRECY CAPACITY

A. Non-zero secrecy capacity

This part characterizes the secrecy capacity of the relay network with outdated Rayleigh channels. The total capacity of the channel between the source and the destination is

\[
C_M = \frac{1}{2} \log_2 (1 + \gamma_{opr})
\]

and the total capacity of the channel between the source and the eavesdropper is

\[
C_E = \frac{1}{2} \log_2 (1 + \gamma_{opr,e})
\]

Mathematically, the instantaneous secrecy capacity can be expressed as (13)

\[
C_s = \begin{cases} 
\frac{1}{2} \log_2 (1 + \gamma_{opr}) - \log_2 (1 + \gamma_{opr,e}) & \gamma_{opr} > \gamma_{opr,e} \\
0 & \gamma_{opr} < \gamma_{opr,e}
\end{cases}
\]

We will now consider the existence of a non-zero secrecy capacity. From (5) it follows that the secrecy capacity is positive when \( \gamma_{opr} > \gamma_{opr,e} \) and is zero when \( \gamma_{opr} < \gamma_{opr,e} \). Considering the independence between the channels, the probability of non-zero secrecy capacity can be written as

\[
p(C_s > 0) = p(\gamma_{opr} > \gamma_{opr,e})
= \int_0^\infty \int_0^\infty f(\gamma_{opr}, \gamma_{opr,e}) d\gamma_{opr,e} d\gamma_{opr}
= \int_0^\infty \int_0^\infty f(\gamma_{opr}) f(\gamma_{opr,e}) d\gamma_{opr,e} d\gamma_{opr}
\]

It has been shown in (13) that the probability density function (PDF) of \( \gamma_{opr} \) in the network is

\[
f_{\gamma_{opr}}(\gamma) = \sum_{n=1}^N \frac{N}{n} \exp \left( \frac{-1}{\gamma} \right) 
\times \left[ \exp \left( \frac{-\gamma}{\gamma_{SE}} \right) - \exp \left( \frac{-\gamma}{\gamma_{SD}} \right) \right]
\]

where \( \gamma_{SE} = \frac{\gamma_{SB} \gamma_E}{\gamma_{SB} + \gamma_E} \) and \( n = 1, 2, 3, ..., N \), and the PDF of \( \gamma_{opr,e} \) is

\[
f_{\gamma_{opr,e}}(\gamma) = \frac{1}{\gamma_{SE} - \gamma_{SD}} \times \left[ \exp \left( \frac{-\gamma}{\gamma_{ce}} \right) - \exp \left( \frac{-\gamma}{\gamma_{SE}} \right) \right]
\]

where \( \gamma_{ce} = \frac{\gamma_{SB} \gamma_E \gamma_{SE}}{\gamma_{SB} \gamma_E + \gamma_{SE}} \). So the probability of non-zero secrecy capacity can be proved as

\[
p(C_s > 0) = \sum_{n=1}^N \left( \frac{N}{n} \right) (-1)^{n-1} \left( 1 - \frac{1}{g - \gamma_{SD}} \times \left[ \frac{\gamma_{ce}}{\gamma_{ce} - \gamma_{SE}} \times \left( \frac{1}{g} + \frac{1}{\gamma_{ce}} - \frac{1}{\gamma_{SD} + \gamma_{SE}} \right) - \frac{1}{\gamma_{SD} + \gamma_{SE}} \right] \right)
\]

where \( g = \tilde{\gamma}_{SE} \gamma_{opr} + \gamma_{opr,e} \cdot \gamma_{SE} \).

Proof: See Appendix A for the detailed derivation.

B. Secrecy outage probability

Now we characterize the secrecy outage probability (SOP). The SOP is defined as the probability that the instantaneous secrecy capacity falls below a predefined secrecy target rate \( R_s > 0 \). Thus the SOP of the system can be considered as

\[
p_{out}(R_s) = p(C_s < R_s)
\]

It is clear that when \( C_M < C_E \), \( p_{out}(R_s) = 1 \). When \( C_M > C_E \) the SOP can be given as

\[
p_{out}(R_s) = 1 - \sum_{n=1}^N \left( \frac{N}{n} \right) (-1)^{n-1} a \times \left( \frac{g}{g - 2R_s} \right) \left( \frac{1}{g - 2R_s} - \frac{1}{g + \gamma_{ce}} \right)
\times \left( \frac{1}{\gamma_{SD}} \right) \left( \frac{1}{\gamma_{SD} + \gamma_{SE}} - \frac{1}{\gamma_{SD} + \gamma_{SE}} \right)
\]

where \( a = \frac{1}{\gamma_{SD} + \gamma_{SE}} \).

Proof: See Appendix B for the detailed derivation.

C. Ergodic secrecy capacity

The ergodic secrecy capacity serves as another important metric of wireless fading channel, which is calculated as the average of instantaneous capacity over \( \gamma_{opr} \) and \( \gamma_{opr,e} \). The ergodic secrecy capacity is defined as (6)
\[ C_s = \int_0^\infty \int_0^\infty C_s f_{\gamma_{\text{opr}}} (\gamma_{\text{opr}}) f_{\gamma_{\text{opr},e}} (\gamma_{\text{opr},e}) d\gamma_{\text{opr}} d\gamma_{\text{opr},e} \]  

(12)

By substituting the equations (5) in (12) we have

\[ C_s = \int_0^\infty \int_0^\gamma 1/2 \log_2 (1 + \gamma_{\text{opr}}) \times 
\quad f_{\gamma_{\text{opr}}} (\gamma_{\text{opr}}) f_{\gamma_{\text{opr},e}} (\gamma_{\text{opr},e}) d\gamma_{\text{opr}} \times 
\quad f_{\gamma_{\text{opr}}} (\gamma_{\text{opr}}) f_{\gamma_{\text{opr},e}} (\gamma_{\text{opr},e}) d\gamma_{\text{opr},e} \times 
\quad \int_0^\infty 1/2 \log_2 (1 + \gamma_{\text{opr},e}) \times 
\quad f_{\gamma_{\text{opr}}} (\gamma_{\text{opr}}) f_{\gamma_{\text{opr},e}} (\gamma_{\text{opr},e}) d\gamma_{\text{opr}} \times 
\quad f_{\gamma_{\text{opr}}} (\gamma_{\text{opr}}) f_{\gamma_{\text{opr},e}} (\gamma_{\text{opr},e}) d\gamma_{\text{opr},e} \]  

(13)

So the ergodic secrecy capacity is as in (14).

**Proof:** See Appendix C for the detailed derivation.

IV. SIMULATION AND NUMERICAL RESULTS

In this section, we provide numerical results to validate our analytical expressions. We consider \( N = 5 \) relays and set the threshold secrecy rate \( R_s = 2 \) bits/s/Hz and all links in the network experience Rayleigh fading. We assume \( \gamma_c = 0.5 \gamma_{SD} \).

\( \bar{\gamma}_{SD} = E_s/\sigma_n, \bar{\gamma}_{ce} = 0.5 \bar{\gamma}_{SE} \) and \( \bar{\gamma}_{SE} = E_s/\sigma_e \).

Fig. 1 shows the non-zero secrecy probability for different values of \( \rho \in \{0, 0.5, 0.9, 1\} \) while \( \bar{\gamma}_{SE} = -5 dB \). It is clear that as the value of \( \rho \) increases, the probability of non-zero secrecy capacity enhanced. we can see that when \( \bar{\gamma}_{SD} \gg \bar{\gamma}_{SE} \) then \( p(C_s > 0) \approx 1 \). Conversely when \( \bar{\gamma}_{SE} \gg \bar{\gamma}_{SD} \) then \( p(C_s > 0) \) decreases and will approximately close to 0. In Fig. 2, the non-zero secrecy probability for \( \rho = 0.5 \) and \( \bar{\gamma}_{SE} \in \{-5, 0, 5\} dB \) is depicted. It is obvious that the better condition the eavesdropper channel has (i.e., higher values of \( \bar{\gamma}_{SE} \)), the lower probability of non-zero secrecy we get. When the main channel is much better than eavesdropper’s, i.e., when \( \bar{\gamma}_{SD} \gg \bar{\gamma}_{SE} \) for different values of eavesdropper’s SNR, the probability of non-zero secrecy capacity is the same and \( p(C_s > 0) \approx 1 \). Secrecy outage probability for various values of \( \rho \) is shown in Fig. 3 for \( \bar{\gamma}_{SE} = 0 dB \). From the figure, we can see that for bigger values of \( \rho \) we get lower secrecy outage probability as better CSI helps to select the best relay for the secure transmission. Also, the SOP improves with larger values of average SNRs. Fig.4 depicts SOP for \( \rho = 0.5 \) and \( \bar{\gamma}_{SE} = -5, 0, 5 dB \). It is clear that the outage probability increases for higher values of \( \bar{\gamma}_{SE} \).
\[ C_s = \frac{1}{2\ln 2} \left( \frac{1}{\tau_{ce}} - \frac{1}{\tau_{SE}} \right) \sum_{n=1}^{N} \left( \frac{-1}{n} \right) \gamma \exp \left( \frac{1}{g} \right) \frac{1}{\tau_{SE}} - \gamma \exp \left( \frac{1}{\tau_{SD}} \gamma \right) \exp \left( \frac{1}{\tau_{SD}} \right) \frac{1}{\gamma} \right) \]

\[ = \left( \frac{\tau_{SE}}{\tau_{SE} - \tau_{SD}} \right) + \frac{1}{\tau_{SD}} \frac{1}{\gamma} \exp \left( \frac{1}{\tau_{SD}} \gamma \right) \frac{1}{\tau_{SE}} - \gamma \exp \left( \frac{1}{\tau_{SD}} \right) \frac{1}{\gamma} \right) \]

The numerical results prove the correctness of our derived formulas.

**APPENDIX A**

**PROOF OF THE PROBABILITY OF NON-ZERO CAPACITY**

\[ p(C_s > 0) = p(\gamma_{opr} > \gamma_{opr,e}) \]

\[ = \int_0^\infty \int_0^\infty f_{\gamma_{opr}}(\gamma_{opr})f_{\gamma_{opr,e}}(\gamma_{opr,e})d\gamma_{opr}d\gamma_{opr,e} \]

\[ = \frac{\pi_{ce}}{\tau_{ce} - \tau_{SE}} \left[ 1 - \exp \left( -\frac{\gamma_{opr}}{\tau_{ce}} \right) \right] - \frac{\pi_{SE}}{\tau_{ce} - \tau_{SE}} \left[ 1 - \exp \left( -\frac{\gamma_{opr}}{\tau_{SE}} \right) \right] \]

\[ = \sum_{n=0}^{N} \left( \frac{N}{n} \right) \frac{1}{\tau_{ce} - \tau_{SE}} \left[ 1 - \exp \left( -\frac{\gamma_{opr}}{\tau_{ce}} \right) \right] \]

\[ \times \left[ 1 - \exp \left( -\frac{\gamma_{opr}}{\tau_{se}} \right) \right] \]

\[ = \sum_{n=0}^{N} \left[ \frac{N}{n} \right] \frac{1}{\tau_{ce} - \tau_{SE}} \left[ 1 - \exp \left( -\frac{\gamma_{opr}}{\tau_{ce}} \right) \right] \]

\[ \times \left[ 1 - \exp \left( -\frac{\gamma_{opr}}{\tau_{SE}} \right) \right] \]

Fig. 6: Secrecy capacity for different values of $\bar{\gamma}_{SE}$ and $\rho=0.5$

Fig. 5 demonstrates the average secrecy capacity for four numbers of values for $\rho$ namely $\rho = 0, \rho = 0.5, \rho = 0.8,$ and $\rho = 1$. We can see that the average secrecy capacity is increasing with the increase in values of $\rho$. In Fig. 6, the average secrecy capacity considering $\bar{\gamma}_{SE} = 5$ dB is shown. As for non-zero secrecy capacity, for different values of $\bar{\gamma}_{SE}$, the average secrecy capacity also converges to one value as average SNR increases.

V. CONCLUSION

In this paper, we have investigated the secrecy performance of a relay network in the presence of an eavesdropper. The effects of outdated CSI, which is caused because of feedback delays, is considered in the opportunistic relay selection strategy. The closed-form analytical expressions of non-zero secrecy capacity, secrecy outage probability, and average secrecy capacity are derived. The results show that for when the destination average SNR is high enough, the ergodic secrecy capacity and the non-zero secrecy capacity converge to a fixed value regardless of the value of eavesdropper’s average SNR.

Calculating the integrals in (15) and simplifying it, gives 9.
Appendix B

Proof of the Secrecy Outage Probability

The SOP can be calculated as

\[ pr(C_s < R_s) = pr(C_s < R_s | \gamma_{opr} > \gamma_{opr,e}) p(\gamma_{opr} > \gamma_{opr,e}) \]
\[ + pr(C_s < R_s | \gamma_{opr} < \gamma_{opr,e}) p(\gamma_{opr} < \gamma_{opr,e}) \]
\[ = pr(C_s < R_s | \gamma_{opr} > \gamma_{opr,e}) p(\gamma_{opr} > \gamma_{opr,e}) \]
\[ + 1 \times p(\gamma_{opr} < \gamma_{opr,e}) \]  \hspace{1cm} (16)

Substituting (5) in (16) gives

\[ pr(C_s < R_s | \gamma_{opr} > \gamma_{opr,e}) = pr(\alpha > \gamma_{opr,e}) \]
\[ = \int_0^{\infty} \int_0^{2R_s(1+\gamma_{opr,e})-1} f_{\gamma_{opr}}(\gamma_{opr}) f_{\gamma_{opr,e}}(\gamma_{opr,e}) d\gamma_{opr} d\gamma_{opr,e} \]
\[ = \int_0^{\infty} \int_0^{2R_s(1+\gamma_{opr,e})-1} f_{\gamma_{opr}}(\gamma_{opr}) f_{\gamma_{opr,e}}(\gamma_{opr,e}) d\gamma_{opr} d\gamma_{opr,e} \] \hspace{1cm} (17)

So the SOP can be written as

\[ pr(C_s < R_s) = 1 - \int_0^{\infty} \int_0^{2R_s(1+\gamma_{opr,e})-1} f_{\gamma_{opr}}(\gamma_{opr}) f_{\gamma_{opr,e}}(\gamma_{opr,e}) d\gamma_{opr} d\gamma_{opr,e} \] \hspace{1cm} (18)

Calculating this integral results the formula in (11).

Appendix C

Proof of the Average Secrecy Capacity

The first integral in (13) can be calculated as

\[ \int_0^{\infty} \frac{1}{2} \log_2(1 + \gamma_{opr}) f_{\gamma_{opr}}(\gamma_{opr}) \frac{1}{\gamma_{ce} - \gamma_{SE}} \left( \frac{\gamma_{ce}}{\gamma_{SE}} \times \left[ 1 - \exp \left( -\frac{\gamma_{opr}}{\gamma_{ce}} \right) \right] - \frac{\gamma_{opr}}{\gamma_{ce}} \right) d\gamma_{opr} \]
\[ = \frac{1}{\gamma_{ce} - \gamma_{SE}} \sum_{n=1}^{N} \left( \frac{(-1)^{n-1}}{n} \right) g - \gamma_{SD} \]
\[ \times \left( \int_0^{\infty} \frac{\gamma_{ce}}{\gamma_{SE}} \log_2(1 + \gamma_{opr}) \left( 1 - \exp \left( \frac{\gamma_{opr}}{\gamma_{ce}} \right) \right) \right) \]
\[ \times \exp \left( \frac{\gamma_{opr}}{\gamma_{ce}} \right) d\gamma_{opr} \]
\[ - \int_0^{\infty} \frac{\gamma_{ce}}{\gamma_{SD}} \log_2(1 + \gamma_{opr}) \left( 1 - \exp \left( \frac{\gamma_{opr}}{\gamma_{SD}} \right) \right) \]
\[ \times \exp \left( \frac{\gamma_{opr}}{\gamma_{SD}} \right) d\gamma_{opr} \]
\[ + \int_0^{\infty} \frac{\gamma_{SE}}{\gamma_{SD}} \log_2(1 + \gamma_{opr}) \left( 1 - \exp \left( \frac{\gamma_{opr}}{\gamma_{SE}} \right) \right) \]
\[ \times \exp \left( \frac{\gamma_{opr}}{\gamma_{SE}} \right) d\gamma_{opr} \]
\[ - \int_0^{\infty} \frac{\gamma_{SE}}{\gamma_{SD}} \log_2(1 + \gamma_{opr}) \left( 1 - \exp \left( \frac{\gamma_{opr}}{\gamma_{SD}} \right) \right) \]
\[ \times \exp \left( \frac{\gamma_{opr}}{\gamma_{SD}} \right) d\gamma_{opr} \] \hspace{1cm} (19)

We define \( Ei(x) = \int_x^{\infty} \frac{\exp(-t)}{t} dt \). Then we have

\[ \int_0^{\infty} \log_2(1 + x) \exp \left( \frac{-x}{\alpha} \right) dx = \alpha \log_2(e) \exp \left( \frac{1}{\alpha} \right) \]
\[ Ei \left( \frac{1}{\alpha} \right) \] \hspace{1cm} (20)

Substituting (20) in (19) and calculating the integrals and similarly calculating the second part of (13), we obtain the formula in (14).
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