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Abstract. In the context of Smart Grid 2.0, intelligent power terminals are an important part of the smart grid, but their weak security protection can easily become the main target and springboard for criminals to attack the grid. Therefore, ensuring the security of intelligent power terminals is the key to protect the security of smart grids. In this context, this paper through the analysis of intelligent power terminal security threats, proposes a three-layer intelligent power terminal protection framework including "physical layer", "operating system layer" and "communication layer", and thus proposed a security protection strategy for intelligent power terminal devices, which aims to comprehensively improve the security of power system comprehensively.

1. Introduction
Intelligent power terminals play an essential role in the construction of smart grids. They are a communication bridge between the power system and power equipment and a communication medium between the power system and users. Therefore, terminal equipment's safety and reliability are a prerequisite for the power system's stable operation. However, the open environment in which the terminal device is located and its computing and wireless communication functions make it vulnerable to malicious attacks. In recent years, hackers have used the terminal as a springboard to attack the power grid and caused frequent national and enterprise-level power grid security incidents. For example, in the "Stuxnet" incident in 2010, a nuclear power plant was paralyzed due to a virus attack on Siemens' PLC terminal [1]; The large-scale power outage in Ukraine in 2015 was also caused by hackers using terminals to damage the power control system [2]. In this context, this article focuses on the security requirements of intelligent power terminals, firstly introduces the current research status of intelligent power terminals, clarifies the present security risks of intelligent power terminals, and analyzes the main issues involved; on this basis, This paper proposes a security reinforcement framework with intelligent power terminals as the core, and offers a comprehensive intelligent power terminal security reinforcement strategy from the three levels of the physical layer, operating system layer, and communication layer; finally, the security reinforcement of intelligent power terminals Technology summary and outlook.

2. Current Research
Intelligent power terminal devices are typical embedded devices. The literature [3] points out that the attacks against embedded devices are complex and diverse, and embedded system security should comprehensively consider the physical, platform, and application layers. Literature [4] proposes a
security assessment model for intelligent power terminals, dividing the security assessment of intelligent power terminals into hardware security, network security and other five parts, pointing out that many security issues often have a strong integration. The literature [5] points out that the smart grid is a complex system. If there is a security problem with the intelligent power terminal device, it will threaten both the information system and the smart grid's power system. The literature [6] comprehensively analyzes smart meters’ security requirements in terms of confidentiality, availability, integrity, and non-repudiation. It concludes that smart meters’ security, as an intelligent power terminal device, needs to be improved urgently.

From this, we can see that the risks faced by intelligent power terminals are complex and variable, and as an important part of the smart grid, the security of intelligent power terminals is crucial. Therefore, under the severe and complex security situation, the intelligent power terminal needs a complete set of security reinforcement strategies to improve its security.

3. General Protection Framework
Aiming at the security requirements of power smart terminals, this paper proposes a three-layer defense framework of "physical layer," "operating system layer," and "communication layer" of intelligent power terminals, as shown in Figure 1. The physical layer focuses on security reinforcement of the isolation and fault tolerance of terminal equipment. The operating system layer provides security protection for systems and applications from the boot layer, kernel layer, and application layer. The communication layer focuses on protecting network activities—real-time monitoring and ensuring the security of data transmission.

At the physical layer, the isolation of terminal equipment is ensured through shell reinforcement, monitoring and inspection, physical signal processing, and physical access control mechanisms, and the fault tolerance of terminal equipment is improved by building detection systems and formulating emergency plans.

At the operating system layer, the boot layer's role is based on the cryptographic module, which verifies the security of the operating system kernel image and the integrity of the application software through the secure boot module to ensure the safe startup of the system. The kernel and application layers are based on the security storage module and the security audit module, which jointly control the download, installation, deployment, and operation of the software and control the electrical equipment connected to the terminal through port control, access control, and identity authentication mechanisms. On the central side, port control, access control and authentication policies are used to control end devices, and the Secure App Store module implements application security testing and auditing and provides a secure application download interface. Besides, the encryption module ensures the safe transmission of data and the terminal equipment's safe and stable operation through log recording and analysis.

At the communication layer, network activity is monitored in real time by setting up firewalls and building intrusion detection systems, network access is controlled using network isolation and authentication, and secure data transmission is achieved by setting up secure access zones, monitoring and filtering network traffic, encryption modules, and protocol analysis.
Figure 1. Three-layer protection framework for power smart terminals.

4. Security protection strategy

The following is a detailed discussion of the security requirements and corresponding protection strategies of intelligent power terminals from the "physical layer," "operating system layer," and "communication layer."

4.1. Security protection strategy of intelligent power terminal at the physical layer

The focus of physical security is to guard against the adverse impact of external factors on intelligent terminal equipment's power to ensure that the intelligent power terminal will not be damaged or information leakage caused by human-made or natural damage.

According to the characteristics of physical security and security requirements, the following two aspects of isolation and fault tolerance to analyze physical security.

Isolation. Isolation mainly includes two aspects: one is real environment isolation, the other is virtual environment isolation. Physical isolation prevents adverse effects of external factors on equipment, protects terminal equipment from accidental damage such as flood and fire, and prevents damage caused...
by human factors. Virtual signal isolation ensures that the terminal equipment's electrical characteristics, such as execution time, power consumption, electromagnetic radiation, and other physical information, are not exposed to the outside world to avoid bypass attacks.

**Fault tolerance.** Fault tolerance requires that the intelligent power terminal equipment should have an emergency mechanism. When an emergency occurs, it can restore some functions while protecting itself from further damage to minimize the entire power system's loss.

**Strategies on how to enhance isolation.** First of all, the terminal equipment should be ensured to have a relatively independent working environment, such as setting isolation cabinet and other isolation measures. Secondly, there should be protection for the equipment itself. For example, the equipment has a protection mechanism to prevent disassembly; when the equipment is forcibly disassembled by illegal operation, the equipment can timely cut off power and report abnormal conditions. Also, the operating environment of the equipment should be kept pure. For example, it is strictly prohibited to connect personal devices to terminal devices to avoid the external network environment's adverse impact on the equipment. The monitoring of equipment and regular inspection are equally essential.

**Strategies on how to enhance fault tolerance.** To strengthen fault tolerance, electric power enterprises should formulate emergency plans. Add specific protection mechanisms to the scheme. For example, the shell protection mechanism mentioned above, when the first layer of physical protection of the intelligent power terminal is breached, the intelligent power device has the processing capacity to timely report to the monitoring system, cut off the connection with the power system, delete critical data, protect the security of the entire power system, and avoid causing more significant losses. Due to the particularity of the distribution of intelligent power terminal equipment, constructing a complete monitoring system and making comprehensive maintenance plans are also important ways to improve the fault tolerance of the intelligent power terminal.

### 4.2. Security protection strategy of intelligent power terminal at the operating system layer

**Boot layer.** The boot layer of the operating system is based on the secure cryptographic module, enabling the secure boot of the system through a secure boot module. The specific process is shown in Figure 2. Firstly, starting from the boot program, the security verification of the operating system's kernel image is performed. Methods such as hash value-based metrics or key data structure metrics of the kernel are used to determine whether the kernel's integrity is illegally damaged during system operation. Then, verify the application software's integrity using check value comparison and other methods to ensure it has not tampered. At this point, the step-by-step measurement verification of the secure boot layer is completed, and a complete chain of trust will ensure the safety of the system software, and the system can start safely.

![Figure 2. Safety boot module.](image)

**Kernel layer.** The kernel layer is divided into three major parts: control module, application management module, and system management module. In the control module, to achieve resource access control security, the kernel layer unites the application layer and the central side to implement access control, port control, and identity authentication policies. The access control module plays a role in the information interaction between power-using devices and terminals, classifies the access levels of
devices according to their roles, suppliers, and other information, creates a list of trusted devices, establishes device access policies, and sets the permissions of various power-using devices. The port control module continuously monitors the usage activities of all power-using devices. When an unauthorized connection is made, the system alerts and provides a detailed report of the device. The authentication module is aimed at two main types of entities: users and consumer devices. There are three main authentication methods for users: password-based, smart card-based, and biometric-based authentication. For the authentication of electrical equipment, the password-based method is generally used. The application management module is responsible for controlling the application software by the operating system. It has macro control over the download, deployment, installation, and operation of the application software through the software control module. Once the application software is abnormal, the module will receive an alarm from the security audit module located at the application layer, which will promptly trigger the module's internal abnormality processing mechanism to respond to the software abnormality. The process sandbox isolation module achieves application running isolation; application software running will be allocated an independent process space and isolated from other processes; the interaction between different processes need to request system privileges to protect application data from unauthorized access. The system management module is mainly responsible for managing system resources. The security storage module is responsible for storing essential data related to the operating system based on the encryption mechanism and anti-buffer overflow mechanism to realize encrypted data storage and protection. The security audit module is mainly responsible for the analysis of system logs. It contains a detailed system abnormality response mechanism, which can promptly deal with various system abnormalities to ensure the system's safe operation.

**Application layer.** The application layer is mainly divided into three major parts: policy control module, application control module, and security audit module. The policy control module's functions and the kernel layer control module complement each other. The access control security of resources is achieved through three significant policies: access control, port control, and authentication. After the application software is downloaded to the terminal, the application deployment and installation module verify the legality of the source's source and data integrity to ensure that the source of the application software is legitimate and has not been tampered with. In running the application, it is necessary to access the system resources or other application resources through the access control module to prevent the application software from accessing the relevant resources without authorization. The data storage module's function is to encrypt and protect the locally stored business data of the terminal application software to prevent the application software data from being illegally tampered with or leaked. The security audit module uses tools to realize automatic log analysis to monitor the application software running status. Once the software is found to be running abnormally, an alarm will be triggered to ensure the application software's safe operation.

![Application Control Flow](image)

**Figure 3. Application Control Flow.**

**Center side.** The center side mainly includes the end device control module, security application store module, and security audit module. The terminal device control module is similar to the functions of the kernel layer. The access control module aims to assign different permissions to different end-users to achieve safe and correct resources. Currently, there are two central access control policies:
dynamic authorization and denial of implicit access. The port control module on the leading site needs to monitor all connected smart terminals’ usage activities continuously. Whenever an unauthorized end device connection occurs, the system issues an alert and provides a detailed report of the blocked device. The central side determines whether or not to grant certain privileges to the device based on the reports’ analysis and pre-set access policies. The authentication module is mainly responsible for authenticating each terminal device to ensure that each terminal connected to the central side is secure and reliable. When the terminal establishes a connection with the central side, two-way authentication is required for the central side and the access terminal device. When communicating, the central side and the terminal need to periodically refresh the authentication for authentication and real-time monitoring of the online status of the terminal, and timely interrupt the connection with the terminal device when problems are found [7]. To ensure the security of the application software, the secure application store should be the only platform for the terminal to download the application software, which is responsible for testing and reviewing the application software to be uploaded and transmitting data to the application download module on the terminal side. The application has to go through the steps shown in Figure 4 from the developer to the end-user. In the safety audit module, the terminal device regularly reports the operation safety logs. The center side uses the log analysis module to automate log analysis with tools, extract essential information, and monitor the terminal operation status. This module can make corresponding feedback to different levels of logs so that if there is a problem with the terminal, it can find and respond in time to ensure the safe operation of the terminal equipment.

Figure 4. Secure App Store.

4.3. Security protection strategy of intelligent power terminal at the communication layer

Cryptographic Module. The cryptographic module is based on ECC’s SM2 asymmetric key algorithm, which connects the central and terminal sides respectively, while the SM2 algorithm has the advantages of high immunity to interference, low computation volume, and low memory footprint, which is in line with the computing performance and storage space requirements of the power distribution system. Also, the Elliptic Curve Digital Signature Algorithm (ECDSA) can be used to encrypt any control commands
such as remote disconnect/connect and real-time pricing changes. The encryption process is shown in Figure 5.

**Figure 5. Encryption Flowchart.**

**Network access control module.** The network access control module is mainly divided into two parts: network isolation and identity authentication. The network isolation module's function is to isolate the system from harmful network security threats to protect the power data in a safe and reliable network for interaction. Applicable to the power system security isolation technology is mainly universal gateway technology and server-side isolation technology. The function of the authentication module is to authenticate the legality of the terminal device. Each terminal device holds a public-private key pair that can prove its unique identity, signed by SA. The authentication process can be divided into three steps: access authentication, session key establishment, and refresh authentication [8].

**Intrusion detection module.** The intrusion detection module mainly consists of setting up a firewall and establishing an intrusion detection system. The establishment of a firewall can effectively prevent external systems' intrusion, thus ensuring the intelligent power terminal's information security. The traditional firewall technology has packet filtering firewall, transparent firewall, and application gateway firewall, but also some new firewalls with better performance, such as deep detection firewall, which can be directed to the internal traffic after the detection of network information; traffic filtering firewall embedded with proprietary protocols that can filter packets on the application layer, the ability to reorganize data retention, and then the reorganized traffic Embedded firewalls embed firewall software into hardware facilities or gateways, which primarily protects data at the network layer, but not at the application layer [9]. An intrusion detection system's function is to analyse the collected system information using intrusion detection technology to detect whether there are security risks within the system. The implementation of intrusion detection technology can be divided into two stages: prevention of intrusion and unfamiliar network signal access, including intelligent intrusion detection, distributed intrusion detection, database intrusion detection, and wireless network intrusion detection [10].

**Secure access module.** This module realizes the communication between the production control area and the security access area by building horizontal and vertical interconnection schemes to achieve security isolation and identity authentication between the power grid's leading site and the intelligent
power terminal. The forward and reverse isolation device is installed at the two zones' junction to achieve physical isolation. In contrast, the encryption and authentication device is installed between the public network front switch and the public communication network to perform authentication and data encryption and decryption to secure data transmission.

**Monitoring and filtering network traffic module.** The monitoring and filtering network traffic module monitor and filters the traffic in the network to ensure that the traffic entering the network is credible and avoid network traffic attacks, for example, by monitoring periodic attack signatures and accompanying substantial traffic filtering to resist low-rate TCP attacks.

**Protocol analysis module.** The communication carried out by intelligent power terminals must use security protocols, such as IPSec (Internet Protocol Security), SSL (Secure Socket Layer)/TLS (Transport Layer Security) and SSH, encryption, firewalls, user access control mechanisms, etc., to avoid unauthorized tampering or penetration [11]. The protocol analysis process is shown in Figure 6.
5. Conclusion
As an essential component of the smart grid, it is essential to ensure intelligent power terminal devices' security. In this paper, we analyze the security threats faced by intelligent power terminals and propose three-layer security protection based on previous research, namely, "physical layer," "operating system layer," and "communication layer." framework. By analyzing the three levels of intelligent power terminal, a corresponding defense strategy is proposed, hoping that this will comprehensively improve the security and reliability of the existing intelligent power terminal equipment.

The security protection of intelligent power terminal equipment is of paramount importance, and the task of security protection is a long way to go. The protection strategies proposed in this paper provide theoretical guidance and suggestions for the security protection of existing intelligent power terminal devices, hoping further to improve the power system's security protection system and enhance the smart grid's security.
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