A Realization Method of Video Information Exchange for Network Connected Vehicles
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Abstract. This article through the design which has the function of transcoding, distribution and authentication exchange unit, achieve a face made car video information exchange method. REST method is used to realize the interface call of video information exchange, which includes control flow, media flow and structured data flow of video content analysis results. It can be used in video exchange scenarios of vehicle and vehicle, vehicle and infrastructure, vehicle and remote management platform.

1. Introduction

Intelligent transportation with modern communication technology, sensor technology and the rapid development of information processing technology has obtained the approval and carried out within a certain scope. The development of intelligent long-distance traffic scheduling, driverless vehicle interconnection, vehicle-road collaborative adaptive path planning and other technologies will greatly improve the efficiency of traffic at the same time, greatly reduce the loss. According to U.S. department of transportation estimates, the use of vehicle-to-infrastructure communications can effectively prevent 82% of accidents [1].

With the application of car video more and more abundant in recent years, the video information service in the vehicle provides a lot of content for drivers and passengers. For example multiple view road surveillance video from multiple cameras mounted on the vehicle, video shots highlighting traffic conditions on the planned route and on the highway, etc [2]. The exchange of information between the workshop video and video between the vehicle and the infrastructure and remote management platform greatly expands the perceived range. The scene model is shown in figure 1. This kind of application for multiple channel video transmission needs the support of high-speed broadband transmission. Currently, the global 5G network deployment is actively promoted, which provides a good environment for the integration of vehicle-mounted network and mobile cellular network [3]. Jie Y [4] and others think that using cellular mobile network communication as auxiliary communication architecture is the future development direction of vehicular network.
Studies have shown that video data exchanged between vehicles, between vehicles and infrastructure provides a unique opportunity to advance driver assistance applications and intelligent transportation systems (ITS) [5]. Ikeda M [6], Zaidi S [7], Wu H [8] et al studied transmission characteristics and protocols of networked connected cars (video). Video source involved in the network connected vehicle is spread out from scattered vehicles and road infrastructure, which has the characteristics of large flow of video and high temporary combination. Liu Z and Abdi L studied the outward broadcast mechanism of vehicle-mounted video facing the scene of expressway [9, 10]. The data stream transmission of networked vehicles has obvious bidirectional characteristics, and video of each mobile vehicle transmits video resources outwards relatively fixed; however, the video streams received from interested parties are uncertain. Remote management platform has obvious convergence characteristics. The realization of video exchange for network connected vehicle needs universality, flexible access, and can meet the requirements of elastic expansion and dynamic selection.

2. Video exchange structure

In order to realize establishes the video exchange system between vehicles and vehicles, road infrastructure, remote management desks. By constructing a structure based on two-way network transmission, to complete the function of real-time exchange of all parties control stream, video stream with video intelligent structured data stream. Taking minimum exchange interconnection as the research object, two nodes are designed to conduct video exchange logic structure, as shown in Figure 2.

Combine the core functional components of the node logical structure participating in the exchange to form a video exchange unit, which mainly implements functions such as authorization authentication, access and output, transcoding and distribution of video streams. Each participating exchange node includes exchange unit and management terminal of video, video resource for exchange, and security isolation device for video and data. When the two nodes are connected to each other for video exchange, the video streams, video attributes and corresponding video content intelligent analysis results structured data of their respective are sent to each other.

![Figure 1. Scene model of network connected vehicles](image-url)
Node A and node B can send video and data to each other and receive video and data sent by each other. The key step in the exchange process:

The 1st step: Nodes A and B respectively access the required camera video and structured data as video resources for exchange to form video exchange resources. Through negotiation with video resource management module, confirm the output mode to the other node; The 2nd step: Authorized video streaming and data transmission through the security isolation module, Video and data security isolation can be achieved by universal firewall and video network gate; The 3rd step (optional): If the video formats of node A and node B are not consistent, if H.265 and MPEG2 are adopted respectively, transcoding shall be carried out in their respective switching units; The 4th step (optional): When the received video stream needs to provide services to multiple video applications within the node, the service implementation is distributed through the video stream of the Video Exchange Unit (VEU).

3. Exchange protocol
The network connected vehicles involves a large number of heterogeneous devices. It is ideal to implement the control signaling stream, video stream and structured data stream all over on HTTP by using the universality features of TCP/IP and HTTP.
the corresponding video stream. The control signaling and data interface are defined by a REST-style method, and the video channel is based on RTP/RTCP and RTSP.

RESTful is a platform-independent communication protocol that enables information exchange between heterogeneous systems [11], also be used as the interface of Internet of Things and M2M [12]. It is a way to create services by abstract all information to be resources in a unified way and any information that can be named can be used as a resource. Each resource defines a required or optional query string parameter, and the query string parameter appears as a name/value pair. For example, to query the resource list, the URI is: /VRS/Query/ResList.

4. Implementation operation

4.1. General Interaction Process

According to the function role of each video exchange node is set as the resource requester and the resource provider. The general process of interaction between the nodes is the method in which the resource requester first sends Request, and then the resource provider responds to the Response message. The process is shown in Figure 3:

Figure 4 Universal interaction process

4.2. Authorization Authentication implementation

The resource requester needs to pass the authorization authentication of the resource provider to obtain the corresponding service. Authorization authentication needs to carry authentication information in every request message; otherwise the request will be rejected. Carry out information authentication in the case of carrying authentication information. When the authentication is passed, the request will be responded; when the authentication fails, the request returns an error. The process is shown in Figure 5.

Each time the resource requester requests the service, the header field of the HTTP request message shall contain the Authorization field, described as Authorization: Digest-SHA1, username="username", timestamp="create message time", nonce="random number", Response= "password summary".

Among them:

a) Digest-SHA1 is the authentication mode, and SHA1 is the digest algorithm, which is different from the Basic and Digest modes of the HTTP protocol;

b) Timestamp is the timestamp when creating this HTTP message. The format is as follows: YYYY-MM-DD Thh:mm:ss; Nonce is a 16-byte random number, represented by a hexadecimal string;

c) Response is a user password digest. The algorithm is response=SHA1 (timestamp+nonce+user+ password). The result of the digest calculation is represented by a hexadecimal string, and "+" means a string concatenation.

After receiving the Request, the resource provider sends an HTTP/1.1 401 Unauthorized response if the HTTP header field does not carry the Authorization field, or the Authorization field does not carry the complete username, timestamp, nonce, and response fields. If the header field is legal, the response value is calculated as described above, and compared with the value in the request message.
If they are the same, the authorization authentication is passed, and subsequent operations are performed; if not, the error response is sent.

In order to effectively prevent an attacker from sending a packet that the destination host has received to spoof the system, the authentication process may include the following operations:

a) The server verifies the timestamp. The difference between the time when the message is received and timestamp set an upper limit. It is recommended not to exceed 5 minutes. Otherwise, it is considered illegal and the authentication not pass.

b) Within the allowable time limit (for example, 5 minutes), the server caches the nonce value. The nonce value carried in the new message is not allowed to be duplicated with the nonce value in the cache. Otherwise, the authentications not pass.

4.3. Real-time video and formatted data call implementation

The real-time video stream call interface implements the introduction of a specified real-time video from the target node, and the request response process is as shown in Figure 6. The request URI is described as /VRS/Subscribe/RT Stream, and the signaling process is described as follows:

a) The resource request sends a call to the real-time video stream request to the resource provider;

b) The resource provider returns the live negotiation result to the resource requester according to the request and permission of the resource requester;

c) In case the request is successful, the resource provides a real-time video stream to the resource requester.

Figure 6. Real-time video stream call flow  Figure 7. Video structured data subscription process

When the video content is recognized by the intelligent analysis device, and the structured feature information of the related vehicle target and other content are saved, the structured information can be reported to the resource requester by using a specified protocol interface, and the request URI is /VRS/Subscribe/ **info, **info means that you can replace it with different video structured features to subscribe to. The process is shown in Figure 7.

5. Expectation

The video exchange requirements of the network connected vehicles are clear, and the exchange scenarios are rich. The implementation method of the video control flow and the video structured data stream call as a resource by using the REST method has good adaptability for the combination of the network connected vehicles and the internet application. On the basis of the future 5G mobile communication transmission, combined with the front-end application of artificial intelligence video analysis, through the mutual exchange of information between the rich video subjects, It will produce positive impetus effect to the deep data analysis.
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