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Abstract—Attacks on a set of agents with cooperative and antagonistic interactions attempting to achieve linear bipartite consensus are considered here. In bipartite consensus, two clusters are formed, agents in each cluster converging to a final state which is negative of the other cluster's final state. The adversary seeks to slow down the bipartite consensus by a Denial of Service (DoS) attack where the attacker has the capability to break a specific number of links at each time instant. The problem is formulated as an optimal control problem and the optimal strategy for the adversary is determined.

I. INTRODUCTION

Networked systems form the backbone of critical infrastructures such as power grids, transportation systems, home automation systems. Other examples of interconnected networked systems include robotic systems and autonomous aerial systems. These are interconnected by design separated geographically and functionally. Distributed coordination of multiple robotic vehicles, including unmanned aerial vehicles, unmanned ground vehicles, and unmanned underwater vehicles, has been a very active research subject by the systems and control community [1], [2]. The distributed control of multiple agents can offer more flexibility, scalability, adaptivity, and more robustness to individual failure. Additionally, they find applications in distributed networks including smart grids [3], autonomous under water vehicles, unmanned aerial vehicles, etc.

Consensus problems normally deal with cooperative systems. In these types of cooperative systems, the consensus is achieved through the communication of agents which are characterized by edge weights that are non-negative. There can be situations wherein the agents in a system need to repel each other or maintain a certain formation in which we will be forced to use a negative weight for interaction. Therefore, in short, non-negative weights corresponds to a system with cooperative interactions and negative weights implies antagonistic interactions. The formation of several clusters is generally referred to as a multi-partite consensus. If the number of clusters in a multi-partite consensus is two, then they are referred to as bipartite consensus where the agent forms two different clusters and they converge to a point which is different only in the sign of the value [4], [5]. We consider the problem of a set of agents trying to achieve bipartite consensus in the presence of an adversary.

The networked multi-agent system can suffer from malicious interference which can disrupt the performance of the system. The robust performance of a networked multi-agent system requires physical attacks and cyber-attacks to be detected and countermeasures to be taken. Several attacks on networked control systems have been reported in the near past. These attacks can be classified as denial-of-service attacks, replay attacks, and fault data injection attacks [6]. The authors in [7] overview the existence of several categories of attacks on power and transportation fields on a control-theoretic framework. The study was conducted on the basis of prevention, resilience, and detection & isolation of the different types of attacks. Authors in [8] studied the problem of security on a linear dynamical system that is prone to DoS attacks and design a controller that minimizes the effect of this attack. A more comprehensive attack and system model considering fault detector mechanism and model uncertainties were proposed by [6]. The work by Pasqualetti et. al. [9] explored the challenges of detection and identification of attack, using a descriptor system model.

Preliminary work in the area of linear consensus of multi-agent systems under DoS attack was considered in [10]. They model the problem with cooperative interactions among the agents and finds the optimal strategy to slow down the consensus. The extension of the work was made in [11] by introducing the effects caused by the presence of a defender. This system was also modeled based on Pontryagin's Maximum Principle and discussed the existence of saddle point equilibrium. In [11] the authors considered only the cooperative interactions among the agents.

To the best of our knowledge, the performance of a network with cooperative and antagonistic interactions in the presence of an adversary remains unexplored. Here, we consider a set of agents that are interconnected by a signed graph that is structurally balanced. The set of agents are trying to achieve bipartite consensus. This system is disrupted by an external adversary which can cut links between agents. There is a constraint on the maximum number of links that can be broken at a certain time instant. The adversary has the ability to break both positive and negative links. The problem is formulated as
an optimal problem and the optimal attack strategy for the adversary for slowing down the bipartite consensus is derived. The results are illustrated by numerical simulations.

The rest of the paper is organized as follows, section II talks about the basic preliminaries and section III is about the problem formulation used in this article. Section IV presents the simulation results with a numerical example and the article is concluded by section V which also provides the future scope of the work.

II. BIPARTITE CONSENSUS

When a group of agents interacts over a signed graph, they can form a bipartite consensus where values of agents converge to two clusters. In this section we summarize some fundamental results on bipartite consensus from works [4] and [5].

Consider a signed graph $G = (V, E, A)$, where $V = \{v_1, v_2, \ldots, v_n\}$ is the set of nodes or agents, $E$ is the set of edges and $A$ is the adjacency matrix that contains or represents the interconnection between the agents. The non-diagonal elements in the matrix $A$ represent the weights between the agents and the diagonal entries in the matrix are considered to be zero. The Laplacian matrix for the system can be defined as $L^G = C - A$, where $C$ is the connectivity matrix which will be a diagonal matrix with the values as the sum of the absolute value of the adjacent links connected to that particular node. Therefore, the Laplacian matrix $L^G$ can be represented as

$$I^G_{ik} = \begin{cases} \sum_{j \rightarrow i} |a_{ij}| & k = i \\ -a_{ij} & k \neq i. \end{cases}$$ (1)

The dynamics of $n$ agents $x_i \in \mathbb{R}$ connected by the graph $G$ is given by,

$$\dot{x} = -L^G x(t)$$ (2)

where $x = [x_1, \ldots, x_n]^T$ and $L^G$ is calculated as in (1). The idea of structurally balanced graph is defined below.

Definition 1: [4] A graph $G$ is structurally balanced if and only if

1) All cycles of $G$ are positive
2) 0 is an eigenvalue of $L^G$ which is the Laplacian matrix of the graph $G$ as defined in (1).

A structurally balanced graph that satisfies the properties as in definition 1 corresponds to the partitioning of a signed graph into two sub-communities in such a manner all the edges within a sub-community have positive weights and all the edges connecting these sub-communities with other sub-communities has a negative weight.

Lemma 1: The system (2) admits a bipartite consensus solution if and only if the graph $G$ is structurally balanced [4].

Here, bipartite consensus implies $\lim_{t \to \infty} x_i = |\beta|$ where $\beta \neq 0$, for all $i = 1, \ldots, n$.

Proof: The proof is provided in [4] and is omitted here for brevity.

Consider the example in fig[1] The system has 11 agents that form two different groups. The agents within a sub-community have positive weights thus showing cooperative interaction and the weights between the agents of sub-community A and sub-community B are negative thus showing an antagonistic interaction. As shown in [4], the agents of two sub-communities ‘repel’ each other, while moving towards agents of the same sub-community forming a bipartite consensus, essentially two clusters.

In the next section we consider the problem of bipartite consensus under attack.

III. PROBLEM FORMULATION

Consider a network of interconnected systems of weighted undirected graphs with $n$ agents or nodes. This can be represented using $G = (V, E)$ where $V$ represents the vertices which are agents $\{v_1, v_2, \ldots, v_n\}$ and $E$ represents the edges. It is important that the network graph must be structurally balanced as in definition 1. It is assumed that the adversary has complete knowledge of the system.

The state of the nodes at time $t$ is represented as $x = [x_1(t), x_2(t), \ldots, x_n(t)]^T$. Let the dynamics of the system be

$$\dot{x} = -L^G x(t)$$ (3)

where $L^G$ is defined as the difference between the connectivity matrix $C$ and the adjacency matrix $A$. The matrix $A$ contains the weights of that particular links which are any scalar values and the self loops such as $a_{11}$ or $a_{22}$, etc are not considered. These values are considered in the connectivity matrix $C$. Therefore, as a result the matrix $C$ will be a diagonal matrix with the values being the sum of the absolute values of adjacent links connected to that node,

$$C_{i} = \sum_{j \in adj(i)} |a_{ij}|.$$ (4)

The weights of the system can be either zero, positive value or a negative value based on the following condition wherein $C_k$ and $C_l$ represents the set of nodes that belongs to the two different clusters such that $C_k \cup C_l = V$ and $C_k \cap C_l = \emptyset$. $a_{ij}$ follows the standard rules if $(i, j) \in E$ and if $(i, j)$ belong to the same cluster, then $a_{ij} > 0$ and if $(i, j)$ belongs to different cluster, then $a_{ij} < 0$. $a_{ij} = 0$ if $(i, j) \notin E$. From Definition (1) when the graph is structurally balanced, the agents of the same cluster will have positive connections and the connection between the inter-cluster agents will be negative. From Lemma (1) this will result in agents achieving bipartite consensus, where each cluster of agents converging to values differing only in sign. Let us consider a structurally balanced network graph with the system dynamics as

$$\dot{x} = -L^G x(t)$$ (4)

where $L^G = C - A$.

$$I^G_{ik} = \begin{cases} \sum_{j \rightarrow i} |a_{ij}| & k = i \\ -a_{ij} & k \neq i. \end{cases}$$ (5)

where $j \rightarrow i$ implies $j$ is connected to $i$.

$L^G$ is a matrix that represents the system before the attack. The adversary aims to slow down the consensus
Fig. 1. Bipartite consensus of a multi-agent system; The black circles indicate the different agents, blue connections (links) represent the cooperative interactions and the red connections indicate the antagonistic interaction.

by breaking the links that connect different agents. Let \( \alpha \) be the maximum number of links that the adversary can disrupt at each time instant. The control is given by \( u(t) = [u_{12}(t), u_{23}(t), ..., u_{(n-1)n}(t)]^T \), where \( u_{ij}(t) \in [0, 1] \). When \( u_{ij}(t) = 1 \), the link \( (i,j) \) is broken at time \( t \). The weight of each link \( (i,j) \) can be redefined as \( a^u_{ij} = a_{ij}(1 - u_{ij}) \) and the graph under attack can be modelled as

\[
I_{Ik} = \left\{ \begin{array}{ll}
\sum_{j \neq i} |a_{ij}(1 - u_{ij})| & k = i \\
-a_{ij}(1 - u_{ij}) & k \neq i.
\end{array} \right.
\] (6)

The objective function of the adversary can be defined as

\[
J(u) = \int_0^T k(t) x(t)^T M(t) x(t) \, dt,
\] (7)

where \( k(t) \) is the positive kernel integrable over \([0, T]\) and \( M \) is the connection matrix which indicates all the connections between the sub-communities of the bipartite network graph.

\[ M_{ij} = \left\{ \begin{array}{ll}
-\text{sgn}(a_{ij}) & ; i \neq j \\
n-1 & ; i = j
\end{array} \right. \] (8)

The problem can be formulated in a optimal control framework as follows

\[
\max_{u(t) \in U} J(u) \quad \text{s.t.} \quad \dot{x}(t) = -L^G(t)x(t).
\] (9)

The Hamiltonian is defined as

\[
H(x, p, u) = k(t)x(t)^T Mx(t) - p(t)^T L^G(t)x(t)
\] (10)

Considering the first order necessary conditions for optimality [12] can be formulated wherein the state and co-state dynamics becomes

\[
\frac{\partial H}{\partial p} = \dot{x}(t) = -L^G(t)x(t)
\] (11)

\[
-\frac{\partial H}{\partial x} = \dot{p}(t) = -k(t)Mx(t) + L^G(t)p(t)
\] (12)

\[
\frac{\partial H}{\partial u} = 0
\] (13)

The optimal control can be obtained as

\[
u^* = \arg\max_{u \in U} H(x, p, u)
\] (14)

To solve for \( u^* \), we need to maximize the \( H \). Solving for \( p^T L^G x \) and substituting in (10)

\[
p^T L^G x = \sum_{j=2}^{n} \sum_{i=1}^{n-1} |a_{ij}(1 - u_{ij})f_{ij}|
\] (15)

where \( f_{ij} = (p_i - \text{sgn}(a_{ij})p_j)(x_i - x_j) \).

\[
\max H(x, p, u) = k(t)x(t)^T Mx(t) - \sum_{j=2}^{n} \sum_{i=1}^{n-1} (1 - u_{ij})f_{ij}
\] (16)

\[
u^*_t = \left\{ \begin{array}{ll}
0,1 & ; \text{if } f_{ij} = 0 \\
1 & ; \text{if } (i,j) \in I_t \\
0 & ; \text{if } f_{ij} > 0.
\end{array} \right.
\] (17)

where \( I_t \) is the ordered set of values of \( f_{ij} \) that are less than zero and can be attacked, that is

\[ I_t = \{(i,j) \in V : f_{ij} < 0, \text{ and } f_{ij} < f_{a+1}\}\]

(18)

The function \( f_{ij} \) depends on both the state \( x(t) \) and co-state \( p(t) \) variables. The objective of the adversary is to slow down the consensus and for this he can break the links that connect these agents with each other. Therefore, we need to find an optimal strategy for the adversary so that the \( J(u) \) increases because of the disruption caused by him. We need to look at the cost function of the adversary.
Theorem 1: For a particular time t, the optimal strategy of the adversary is to break the α number of links with the highest \( w_{ij} \) value where \( w_{ij} = |a_{ij}|(x_j - \text{sgn}(a_{ij})x_i)^2 \).

**Proof.** Let \( \alpha \) be the number of agents in the network. Let \( L_u \) be the number of agents in the network. Let \( \Lambda \) be the connection matrix \( W \) can obtain the conditions for which the cost for \( \text{cost} \) decreases, as shown in fig 2(a) for illustration. Therefore, according

\[
\int_{s}^{s+\Delta s} k(t) x(t)^T P(t-s) x(t) dt < \int_{s}^{s+\Delta s} k(t) x(t)^T P(t-s) x(t) dt + \int_{s}^{s+\Delta s} k(t) x(t)^T P(t-s) Q(t-t^*) P(t^*-s) x(t) dt. \tag{19}
\]

The cost of strategy corresponding to \( u^B \) can be written as

\[
\int_{s}^{s+\Delta s} k x(t)^T \Lambda(t,t^*) x(t) dt > 0, \tag{20}
\]

where \( \Lambda = P(t^*-s) Q(t-t^*) P(t^*-s) - P(t-s) M P(t-s) \). As \( t \) decreases, \( P(t) = I + t L_1 + \Theta(t^2) \) and \( Q(t) = I + t L_2 + \Theta(t^2) \). Substituting for \( P(t), Q(t) \) and \( M \), the \( \Lambda(t,t^*) \) can be simplified as,

\[
\Lambda(t,t^*) = -2n(t-t^*) (L_2 - L_1) + \Theta(t^2). \tag{21}
\]

For sufficiently small \( t \) and \( t^* \), the first term is very much larger than the second term, therefore it dominates. The correlation coefficient between the \( L_{1ij} > L_{2ij} = 0 \), and at all the links \( L_{1kl} = L_{2kl} \) where \( k, l \neq (i,j) \).

\[
h(t, x(s)) = \begin{cases} 2n(t-t^*) x_i x_j, & \sum_{k=1}^{L_1} (L_{1kl} - L_{2kl})(x_k - \text{sgn}(L_{1kl})x_k)^2 \\ 2n(t-t^*) x_i x_j - \sum_{k=1}^{L_1} (L_{1kl} - L_{2kl})(x_k - \text{sgn}(L_{1kl})x_k)^2 \end{cases}
\]

In a bipartite consensus, the adversary can either break the link with a positive weight or he can break the link with a negative weight. When the link with a positive weight is attacked, \( (21) \) becomes \( h(t, x(t)) = 2n(t-t^*) a_{ij} (x_i - x_j)^2 \) and if the link with a negative weight is attacked, \( h(t, x(t)) = 2n(t-t^*) a_{ij} (x_i + x_j)^2 \). This is possible only when the graph has multiple connected components and at least one link exists between them. If the graph at time \( s \) is a single connected component, then the breaking of the link by the adversary to slow down the convergence is not possible as the system has already reached bipartite consensus. This proof provides an easy way of calculating the optimal strategy and picturing the DoS attack. In the cost \( f(u) \), each term corresponds to the value of \( w_{ij} \). Therefore, it is inferred that the optimal strategy for the attacker to break the bipartite consensus and thus increase or maximize the cost function is by breaking the link with the highest value of \( w_{ij} \). The attacker has complete knowledge of the system and that he is able to disconnect a link for the entire process. It will be interesting to see how the solution would change if there was a constraint on the amount of time an attacker can break a link.

IV. SIMULATION RESULTS

We consider a structurally balanced graph with \( n = 4 \) as shown in fig 2(a) for illustration. Therefore, according
the system can be written as,

\[
L_1 = \begin{bmatrix}
0.2 & 0.1 & 0 & -0.1 \\
0.1 & 0.2 & -0.1 & 0 \\
0 & -0.1 & 0.2 & 0.1 \\
-0.1 & 0 & 0.1 & 0.2 \\
\end{bmatrix}
\]

The initial conditions are chosen randomly between any interval. Here, let the initial conditions be \([-20, -5, 25, 10]^T\). This is the bipartite consensus where the four agents formed two different clusters. Now the adversary acts upon. In order for the adversary to give the best attack, he tries to attack that link that has the highest \(w_{ij}\) value.

Now, the \(w_{ij}\) value is calculated for all the links. This value is found to be the highest for the link (3, 4), with \(w_{34} = 122.5\). Therefore, the optimal strategy of the adversary to slow the bipartite consensus is to break this link at that particular time. Therefore, the \(L_1\) matrix changes to a new matrix \(L_2\). From fig 3(a), we can infer that before the presence of an adversary the four agent network graph described in the illustration moves to bipartite consensus. These converging values are only different in sign. The speed of convergence can be adjusted by changing the weight of each link. After the attack by the adversary at the link (3, 4), the bipartite consensus is slowed. From the simulation results, it is clear that the agents 1 and 2 still moves to the said consensus point whereas the adversary fails the bipartite consensus by breaking the link (3, 4). The agents 3 and 4 deviates from the original trajectory. From 3(b), it is clear that the cost of the bipartite consensus \(J(u)\) before the presence of the attack is nearly zero but when the adversary acts upon the graph by breaking the link (3, 4), the cost increases. The cost of bipartite consensus is thus maximized, slowing down the bipartite consensus.

V. CONCLUSION

When a set of agents interact with each other using both cooperative and antagonistic interactions, and the interaction graph is structurally balanced, the agents end up with a bipartite consensus. The effect of the denial of service attack on a bipartite consensus problem was studied here. The optimal plan of action that can be followed by an adversary at the time of the attack on a structurally balanced multi-agent system was found out. It has been demonstrated by MATLAB simulation results. The future work will explore the case of having an attacker with incomplete knowledge and the additional constraint on time.

REFERENCES

[1] W. Ren, R. W. Beard, and E. M. Atkins, "A survey of consensus problems in multi-agent coordination," in Proceedings of the 2005, American Control Conference, 2005. IEEE, 2005, pp. 1859–1864.

[2] Y. Cao, W. Yu, W. Ren, and G. Chen, "An overview of recent progress in the study of distributed multi-agent coordination," IEEE Transactions on Industrial Informatics, vol. 9, no. 1, pp. 427–438, 2012.

[3] F. Dörfler, M. Chertkov, and F. Bullo, "Synchronization in complex oscillator networks and smart grids," Proceedings of the National Academy of Sciences, vol. 110, no. 6, pp. 2065–2070, 2013.

[4] C. Altafini, "Consensus problems on networks with antagonistic interactions," IEEE Transactions on Automatic Control, vol. 58, no. 4, pp. 935–946, 2012.

[5] ——, "Dynamics of opinion forming in structurally balanced social networks," PloS one, vol. 7, no. 6, p. e38135, 2012.

[6] A. Teixeira, I. Shames, H. Sandberg, and K. H. Johansson, "A secure control framework for resource-limited adversaries," Automatica, vol. 51, pp. 135–148, 2015.

[7] S. M. Dibaji, M. Pirani, D. B. Flamholz, A. M. Annaswamy, K. H. Johansson, and A. Chakrabortty, "A system and control perspective of cpss security," Annual Reviews in Control, vol. 47, pp. 394–411, 2019.

[8] S. Amin, A. A. Cárdenas, and S. S. Sastry, “Safe and secure networked control systems under denial-of-service attacks,” in International Workshop on Hybrid Systems: Computation and Control. Springer, 2009, pp. 31–45.

[9] F. Pasqualetti, F. Dörfler, and F. Bullo, "Control-theoretic methods for cyberphysical security: Geometric principles for optimal cross-layer resilient control systems," IEEE Control Systems Magazine, vol. 35, no. 1, pp. 110–127, 2015.

[10] A. Khaafner, B. Touri, and T. Başar, "Consensus in the presence of an adversary," IFAC Proceedings Volumes, vol. 45, no. 26, pp. 276–281, 2012.

[11] ——, "Robust distributed averaging on networks with adversarial intervention," in 52nd IEEE Conference on Decision and Control. IEEE, 2013, pp. 7131–7136.

[12] D. S. Naidu, Optimal control systems. CRC press, 2002.