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A B S T R A C T

This review article addresses the role of safety professionals in the diffusion strategies for predictive analytics for safety performance. The article explores the models, definitions, roles, and relationships of safety professionals in knowledge application, access, management, and leadership in safety analytics. The article addresses challenges safety professionals face when integrating safety analytics in organizational settings in four operations areas: application, technology, management, and strategy. A review of existing conventional safety data sources (safety data, internal data, external data, and context data) is briefly summarized as a baseline. For each of these data sources, the article points out how emerging analytic data sources (such as Industry 4.0 and the Internet of Things) broaden and challenge the scope of work and operational roles throughout an organization. In doing so, the article defines four perspectives on the integration of predictive analytics into organizational safety practice: the programmatic perspective, the technological perspective, the sociocultural perspective, and knowledge-organization perspective. The article posits a four-level, organizational knowledge-skills-abilities matrix for analytics integration, indicating key organizational capacities needed for each area. The work shows the benefits of organizational alignment, clear stakeholder categorization, and the ability to predict future safety performance.
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1. Introduction

Clyde Tombaugh, who discovered the ninth planet in the solar system—the cold and distant object now known as Pluto—made the discovery by going through an interesting process of detective work. In fact, the mysterious existence of this unobservable planet was based on observable astronomical data: wobbles in the orbits of Uranus and Neptune [1]. The existence of the object was proposed in theory as a possibility or a “missing” object before it ever showed in a telescope. For those interested in the role of Occupational Health and Safety (OHS) professionals in safety analytics, Tombaugh’s work models a shift of thinking: from identifying observed objects to postulating objects based on data from other observations and other sources, some only tangentially related to the object being sought. OHS professionals face a similar shift of thinking. If we imagine “safety performance” as the focus of attention (identifying a behavior) for OHS professionals, then we can imagine an environment (or ecosystem) in which measures other than direct observation (incident investigation) might lead to “finding Pluto.” The correctly postulated safety behavior is the “Pluto” of analytic OHS work with big data systems. Finding “Plutos” suggests the possibility of finding safety incidents and performance profiles.

Tombaugh’s direction was forward-looking (predictive) rather than backward-looking (quantitative). Similarly, OHS systems have traditionally focused on past events; generalizing about incidents and using the data to design mitigation systems. But this backward-looking has not allowed them to predict incidents or identify safety behaviors with high degrees of certainty [2]. The goal of OHS predictive data analytics, also known as safety informatics or safety intelligence, is not to quantify patterns of errors and system failures, but to sense out hard-to-find archetypes of safety performance [3–6]. To reach new levels of effectiveness, OHS professionals need to start “finding Plutos.” This kind of predictive analytical thinking, or the tracing of “weak and potential information” opens opportunities to mine the knowledge hidden in big data systems—a catch-all phrase here for “known systems”—such as we will explore later in this paper [6]. Theoretically, these big data systems—rightly identified, accessed, managed, and capitalized—hold the keys to finding the “missing planets” in the solar system of OHS [7].
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This article is a theoretical and practical exploration that sets the stage for transformed OHS professional practice by looking first at the variety of data sources available to OHS ecosystems, and then at the practical guidance provided by professional role descriptions [8,9]. Following that stage-setting, the article will present a conceptual system for envisioning the integration of data analytics into an organization. This integrated structure of roles and responsibilities builds on the scholarship of Wick in identifying the diffusion of knowledge and knowledge management in organizations [10]. In that earlier work, Wick focused on the roles of the technical communicator, the IT specialist, the manager, and the executive as each having a key role and perspective on knowledge integration. This paper extends that thinking by postulating a similar role of integration in terms of the OHS professionals and predictive data analytics.

It is important to remember that the claims for OHS effectiveness at the level of these imagined ecosystem models need to be based on processing capabilities that go beyond, or extend, traditional channels of information and analytical skills heretofore available to many professionals, not just those in safety; and that go beyond the isolated safety project or initiative [11]. The challenge is to connect the dots so that positive safety outcomes not only persist, but improve [12].

To address the role of safety professionals in the diffusion strategies for predictive analytics tools, the following two questions must be answered:

1. How has the work of safety professionals changed in light of predictive analytics and professional requirements?
2. How can predictive analytics be implemented in programming, technological systems, management and strategic leadership?

To address these questions, we will (1) briefly survey the sources of predictive analytics data available to OHS professionals; (2) examine four perspectives on predictive analytics based on these investigations; and (3) conclude by positing a four-level knowledge-skills-abilities model for organizational analytics integration, indicating key capacities needed for each operational unit. The results of this work will yield insights into new leadership opportunities for OHS professionals.

2. Background for shifts in safety thinking

Two things—(1) developments in data availability and the information technology to exploit it, and (2) revisions to OHS certification requirements—have focused the attention of safety professionals in North America and globally on new data sources that may improve health and safety outcomes for business and industry. The recent developments in data availability, under the journal categories of psychology, management, and technology, are known by various terms: big data, digital ecosystems, advanced informatics, predictive analytics, integrated digital systems, and data analytics [13]. These emerging, multidisciplinary sources of data promise to supplement or replace traditional historical incident data, and also to transform enterprise thinking about the value added by advanced health and safety programs [14,15].

One way to look at big data is through its “v” characteristics, defined as volume, velocity, variety, value, variability, and visualization [14,16,17]. A summary of these characteristics shows that, in addition to high-volume sources like social media and The Internet of Things, big data sources are being applied to a wide variety of disciplines, as Li’s 2016 review indicates [15]. A key characteristic of big data is that its analysis and application (strategically and operationally) apply across sectors and disciplines [4]. One way to see how it applies specifically to safety and safety performance is in the work of Zacharatos et al., who review a number of applications of big data to safety, and who identify the applicability of data that is mined from high-performance safety systems [18,19]. The argument made in this review is that, “high-performance work systems can be applied to improving workplace safety just as well as economic performance.” (p. 78) Li et al. also show how biometrics is emerging as a way to visualize these broader research domains [20]. This assertion aligns with the view of safety as a “performance variable,” making the target of predictive explorations...
not safety incidents but, more broadly, the *conditions for positive safety performance* [8,21–24]. Table 1 offers a summary of these high-performance variables, with indications of how they might be useful in predicting safety performance.

The second motivation to improve health and safety outcomes comes from new professional certification requirements. Recent revisions of the International Network of Safety and Health Practitioner Organizations (INSHPO) and the Board of Canadian Registered Safety Professionals certification requirements for OHS professionals have redefined the role of data analytics in all aspects of the safety enterprise: technological and process tools, program design, safety project management, and strategic planning for safety culture growth and competitive advantage in knowledge-rich industries. For example, The *Professional Capability Framework: A Global Framework for Practice*, published by INSHPO in October, 2015, states that the Professional role in OHS requires critical thinking, information gathering, communication skills, and judgement to identify and analyze complex OHS problems to generate practical evidence-based solutions.” (p. 8) Although some work on project-level data integration has been done [11], just how organizations will shift to new sources of data and shift the thinking about safety initiatives remains to be sorted out.

### 2.1. The workplace safety ecosystems model

This organizational shift can be seen as a shift from an individualized safety model (with data collection and analysis focusing on past incidents) to a focus on a workplace safety ecosystems model, with data collection and analysis that draws on a variety of data sources, including huge data repositories [6,25–27]. Some researchers refer to these two ways of thinking as “Safety I” and “Safety II.” [9,28] One such data repository, for example, is the data accumulated by smart devices and machines: the so-called *Internet of Things* [29]. The emerging field of *safety informatics* and “smart safety decision-making” are revolutionizing the role of big data (or “big safety data”) in safety thinking [3,5,30]. Another source of information, for example, is the “open web.” [31] Dasgupta claims that, “curating and managing health and safety related incidents from various sources is an important part of an organization.” (p. 434) Still another source is the paradigm shift occurring in OHS and safety known as Industry 4.0 [32]. Industry 4.0 represents the convergence of manufacturing with the digital revolution, artificial intelligence, the Internet of things, and every device called “smart” [32]. According to Badri et al. “In Industry 4.0, businesses digitize their physical assets and integrate them into digital ecosystems throughout the value chain.” [32] As a result of this digitization of manufacturing, these sources of data become the building blocks for safety ecosystems models, rather than individualized safety models.

### 3. Sources of data for OHS analytics ecosystems

According to scholarly reviews of safety analytics, the clues for finding objects or incidents in data not collected historically or in incident records, can come from hidden variables: variables “not captured in incident reports.” [23,33] These types of data include: equipment operation and process data [34,35], vehicle telemetry [36,37], weather, geo-spatial, socio-demographic, human resources (payroll, performance data) [38] and training [39], industry and other data. For example, author networks using biometrics are important ways to visualize big-data resulting from meta-analysis [34]. These data also include new developments in Industry 4.0, the Internet of Things, artificial intelligence, enterprise wearables, and other environmental safety reporting systems. In the following section, we will focus on four categories of information as a way of organizing new and existing sources, and making sense of them. The categories chosen here as broad categories of existing sources of data are: safety data, HR data, context setting data, and external data [33]. These categories provide an overview of the range of data sets available and will suffice for the expository task at hand.

#### 3.1. Safety data

Safety data consist of the more conventional, historical data collected by government and international organizations and used by OHS professionals [40]. Few doubt that these sources of information, well analyzed, can help predict and prevent future incidents. Technically, such data are not new to OHS. What is new is the analytical integration of them into accident mitigation strategies based on predictive analytics. Doing so requires an advanced degree of integration. One such type of safety data available to OHS professionals is that of governmental regulatory groups, who gather and maintain statistical record systems [41]. In Canada, for example, such data would be compiled by the Canadian Centre for Occupational Health and Safety [42]. Information available from this source includes data collected in the National Work Injuries Statistics Program and is supplied by workers compensation boards across Canada [43].

These conventional sources of safety data, often consulted by OHS professionals, are summarized in the textbook *Occupational Health & Safety: Theory, Strategy & Industry Practice* [44]. Conventional sources include data collected through social-science methods: interviews, focus groups, surveys and questionnaires, observations, documentation, and laboratory experimentation [44]. As with all data sources, the challenge, as Dyck notes, is to avoid mental filters and allow a professional to “see an issue from many perspectives.” (p. 1191) Audits provide another source of data, characterized by an attempt to measure results “against a pre-determined protocol.” (p. 118). Audits are excellent sources of information about the success of OHS programs and management systems. Similarly, *incident investigation* is a standard source of data. Again, in the spirit of effective use of incident investigation data, researchers suggest it “should be retrospective and prospective simultaneously.” [45].

The point of reviewing these conventional sources of safety data is that big-data sources suggest innovative data analysis frameworks. For example, a key to understanding and applying existing safety data systems is to identify and focus on *lagging indicators* [46]. However, as Hollnagel reminds us, “for effective safety management in general, it is necessary to have *leading indicators*.” Leading indicators are not the only way to address the challenge of predicting incidents: variables needed in the analysis of big-data systems should account for the variability of human detection, observation, and categorization [9,45].

In some ways, conventional sources of information gathering, analysis, and action are similar to or extensions of existing systems. For example:

- Root cause analysis gives way to machine learning algorithms [22,29,45]
- Observational data gives way to big-data techniques [22]
- Historical data gives way to real-time “data-fusion frameworks” [22]

As these observations suggest, the goal of safety analytics is often not just to know what happened, and to whom, but to hunt in between these known perspectives to find new correlations. For example, the safety data set in the offshore drilling industry today is immeasurably larger than it was in previous years, because
data are not only being collected in research events, but moment by moment thanks to safety wearables, cameras, sensors, and robotics reporting. Concepts like “association rule” become important, because they allow the safety professional, safety manager, safety software engineer, or safety strategist to make sense by visualizing categories, many of which may be suggested by artificial-intelligence algorithms. Trevistan et al., make this point in looking at data-mined information about offshore safety performance factors [47]. Visualizations, such as the one in figure are [47], illustrate the way relational concepts portray pathways through data sets, pathways that can lead to understandings of clusters of factors that model incidents of safety performance. In figure are [47], the slider at the top allows for cycling through “association rules” to discover patterns in “antecedents” and “consequences” (roughly equivalent to conditions before and after an incident). These associations show up as darkened areas in the visualizations. Savvy safety professionals can use these associations to identify potential safety behaviors, unforeseen in the broader context.

4. Context-setting data

What is the broader context of any given safety incident or safety performance event? Answers to this question can often be found in conventional sources of risk management information: What task was being performed? What site variables were at play? What equipment was being used? How complex was the resource and production environment? These variables record the shape of safety performance [44]. Such a positive view of the context has not always been the case. As Dekker points out, in the past, the negative emphasis was on human errors and accidents rather than on positive safety performance [8,48]. The positive emphasis on safety performance, however, which is characteristic of the Safety Differently approach, suggests that expanded data sets of contextual information can reinforce the motivation to build on safety success rather than punish for safety failure or non-compliance.

To that positive end, a number of innovative trends in analytics take advantage of big data to search in unusual places to discover emergent contexts of safety performance. These trends include: robotics and coptics [49,50], semantic photography [51], and so-ciometric visualization [52,53]. The expansion of data sources that we see in analytics work means that what might have appeared as an anomaly in, say, incident data, can be correlated (e.g., using a cross-entropy estimation approach) that aligns with historical data from other sources and helps shape information found in incident and contextual data [54]. The difference with big data is that these shifts of knowledge emphasis can happen, as Bifet points out, in real time.

Streaming data analysis in real time is becoming the fastest and most efficient way to obtain useful knowledge from what is happening now, allowing organizations to react quickly when problems appear or to detect new trends helping to improve their performance [55].

4.1. Internal data

Conventional sources of organizational data used in safety planning rely heavily on the shaping of incident targets based on human resources operational units and their information systems. Dibenedetto identifies a number of conventional sources of data to inform existing OHS information management systems. These sources include: exposure monitoring records, Workers Compensation Board records, equipment calibration and maintenance logs, motor vehicle records, vendor lists, as well as chemical inventories and material safety data sheets [56,57]. Much of this kind of information can be obtained through a healthy interaction with human resources information systems. Rosters and staff allocation systems that schedule and manage safety performance interactions provide data collected through staffing and scheduling enterprise software [58]. Additional sources of resource operations data include performance histories, skill and training evaluation information repositories, all which make up conventional internal sources of OHS data. However, a key distinction to make between new and conventional sources of operational information—which is what we’re talking about here—lies in the sheer size of the data sets, and advances in data-mining methods and algorithms to use in these humongoid human-resources data sets. Neural-network data, for example, provides vast data sets that can inform the prediction of job and safety performance [59,60].

But perhaps the most important trend in big-data analytics is the swapping of a method-driven approach (that looked at specific OHS variables) to a domain-driven approach that takes an integrated and multidimensional (data ecosystems) approach. This approach is illustrated in systems that evaluate targeted organizational business processes with the aim of optimizing all processes. Morabito illustrates this in systems like Invenio™, that evaluate “application log files, documents, email messages, and social signals to optimize an organization’s business processes.” [61] The advantage of this approach is the discovery of “underlying” company processes. Such company processes, seen as ontological or formative structuration elements, can reveal archetypes of safety performance stemming from unforeseen causes in unforeseen settings. Other systems reviewed by Morabito offer similar innovative ways of looking at internal, domain-specific data.

4.2. External data

External data sources of organizational and broader contextual influences—stakeholder benchmarks, cultural elements of the social and political (and other) economies, and sociodemographic data—provide important clues as to safety performance, both from regressive and proactive viewpoints. Often these considerations come under the umbrella term “diversity.” [44] Unhappily, cultural assessment is often unstructured or haphazard, or worse, based on inherent or implicit bias. Also, cultural assessments, including sociodemographic variables, are often carried out by surveys that target known characteristics and outcomes [62]. The question for OHS strategists lies in how to augment known qualitative measures with “new techniques for automated analysis of large amounts of text in iterative fashion.” [63] Some suggestions for handling external data include: using data framing for text [63,64], using geo-coding for location tagging [64], and “knowledge network analysis” for initial processing and high-level modelling of safety performance [64].

To summarize, conventional sources of data available to safety professionals took the form of safety (incident) data, context-setting data, internal data, and external data. The availability of and ability to process much larger data sets from tangentially related organizational, material, and governmental systems has expanded the purview of the safety professional. Both that purview and the methods of exploiting it have been enhanced by data analytics. The aim of understanding in this area is to derive some of the potential benefits of safety analytics.

4.3. The benefits of advanced data analytics in OHS

The following sections provide an overview of new perspectives in OHS through the lens of expanded data sources. As the earlier discussion illustrates many conventional evidentiary sources of data, including targeting and reflective methods like surveys and interviews, as well as conventional environmental and industrial
1. Real-time ecosystem monitoring. Much of the direction and results of big data analytics focuses on creating systems that mine, process, and present data from integrated sources in real time. Thus, the ability to vary the query or focus promises to enhance the exploration of the factors of safety performance.

2. Stakeholder segmentation. As a core function of health and safety practice, stakeholder segmentation is enhanced [15,27].

3. Descriptive to predictive. The emphasis on predictive power holds great promise of mitigating personal and environmental factors to enhance safety performance. Nuanced examination of descriptive behaviors that ranges into uncharted data territory holds the promise of filling safety performance gaps.

4. Follows leading indicators. A crucial distinction between previous ways of seeing OHS planning is that big data analytics requires analysis of leading indicators of ongoing streams of data collected for various reasons and not specifically for OHS purposes [21,22,49].

5. Bottom-up, domain-driven framework. [57] This shift in approach pays off in producing insights about safety performance that are “bottom-up” and have thus enhanced possibilities in filling safety performance gaps.

6. Relevance over method. If for no other reason than flexibility and a sense of adventure, what actually works to better assist in perceiving safety performance will work to create clearer categories than alignment with existing, and often siloed, domain knowledge (and their information systems) [57,65,73].

7. Big is better. Some data representations are suitable to limited, historical, and descriptive data sets (decision trees) while other representations, such as neural networks that mimic biological neural networks require huge amounts of information. Thus, big data sets and systems allow for data representations that are conducive to explorations into future safety performance [27,38,65].

demographics, provide the direction of safety program development beyond what has guided practitioners in the past. The preceding brief overview of big data analytic perspectives, built to explore greatly expanded data sets using mining and other methods, offers insights into the benefits of modelling safety performance in this way. These benefits are summarized in Table 2.

According to Huang et al., “Access to large-scale, fast-moving, complex streams of safety data-sets has the potential to fundamentally transform the way organizations make their safety decisions. Accordingly, the [big data] support for [safety decision-making] at all levels of organizations, along with the way they are organized, is becoming increasingly critical.” [16] In the following section, we provide a prototype matrix of perspectives on this support, and derive some characteristics of that transformation.

5. Perspectives on predictive analytics in safety

The preceding discussion of sources that facilitate data analytic methods supports two important points. First, innovative analytics methods can be seen as enhancements to existing and conventional sources, rather than as entirely new sources. Second, for the OHS professional, the disparate viewpoints on data analysis and data-driven predictive analytics may best be seen as the functioning of an entire data ecosystem—an amalgam of data sets, analytical algorithms, visualization and knowledge representation systems—all guided by the motivation to find the ever-illusive, unseen model of safety performance. However, as Ouyang et al. remind us, the question remains: How can these valuable approaches to analytics be integrated into an organization? [6].

Scholarly literature on the integration of analytics into organizations suggests two main integration strategies: centralized and decentralized. Grossman and Siegel address this question, noting that “... there is as yet no consensus about how best to organize analytics efforts within the organization and what core analytics processes the organization must support.” [65] The authors review three basic models of how to integrate analytics functions in an organization: (1) centralized analytics; (2) decentralized analytics; and (3) a hybrid model, whereby a critical mass of data scientists are housed in a central unit, but also collaborate with data scientists distributed throughout the organization [65]. However, Davenport approaches analytics integration from the perspective of competitive advantage, and stresses that 11 of the 32 organizations they surveyed that had robust data analytics initiatives, “managed analytical activity at the enterprise (not departmental) level.” [66] Pence supports this enterprise-level view, pointing out that an enterprise-wide integration effort is required to clearly identify and respond to “underlying organizational mechanisms” and their information systems that might support predictive analytics objectives [64]. Still another view is taken by Ouyang et al., who look at big safety data integration from a three-part perspective: the data set, perspective, the technology perspective, and the safety thinking or leadership perspective [6].

In this article, we take the enterprise-wide view, going boldly where safety professionals have not gone before. The question these models leave us with, however, is, How can we view the integration of analytics into organizations in a way that encompasses (and facilitates) the safety perspectives of core programmatic, technological, managerial, and strategic units that are more or less ubiquitous among organizations seeking to implement analytics?

The next section, I will outline such an integration model that attempts to account for four organizational perspectives on the big-data analytic activities: the program perspective, the technological perspective, the socio-organizational perspective, and the knowledge-organization perspective. The people behind all these perspectives face decisions and follow processes suitable for making knowledge from observed and recorded behavior. In some work circumstances all of the roles below may be carried out by one individual; but, as we shall see, specialized professional domain knowledge is needed to shape the overall use of safety analytics. As a form of ontology of safety analytics, these perspectives provide “a foundation for reasoning about the domain.” [22].

6. The programmatic perspective

The programmatic perspective on predictive solutions has to do with integrating the solution into the existing OHS management programs, OHS policies, and program review mechanisms [44]. To accomplish this the practitioner needs to address content, training, evaluation, and continuous improvement of safety programs, as we saw earlier, within the constraints of layers of national and international standards [24]. In doing so, the training and intervention designers need to clearly link to leading indicators of safety performance [44]. They inhabit the world of front-line safety performers and their job is implementation. The “data-buck” stops with safety programmers.

The following four points summarize the programmatic perspective.

- **Expertise:** The work requires prioritization of interventions, message-mapping and documentation, campaigns and
storytelling, monitoring and evaluation, and review and recursive knowledge storage [41].

- **Challenge**: The challenge is in representing the model in programs: how well does the Pluto that we have found match the Pluto in the mind of the risk stakeholder, for instance [11,41].
- **Process**: The process requires constructive steps to implement analytics models. The process requires a “holistic approach to complex project planning” [11].
- **Tasks**: The task is programming forward-looking and predictive analytical solutions [67].

7. The technological perspective

The technological perspective on predictive analytics encompasses the domain of information technology and software systems design. In regard to the five Vs of big data, this perspective focuses often on the velocity of data and attempts to process data in real or near-real time frames [29,68]. Unlike the programming emphasis in the previous perspective, the technological perspective is often associated with the processing stages of big data: development of algorithms, establishing statistical validity, and providing knowledge representations appropriate for operational and strategic stakeholders [69]. Professionals in this role often message to external clients based on business and data understandings, data preparation and modeling, as well as evaluation and deployment of knowledge models [29]. Of concern to IT professionals are challenges in the design of database file systems, knowledge base structure, and search and analysis algorithms. They inhabit the world of vendors and solutions.

The following four points summarize the technological perspective:

- **Expertise**: The perspective requires highly specialized expertise in system architectures or approaches to processing and analysis [29].
- **Challenge**: The challenge lies in effective extraction (validating, cleaning, recording, and transmission) from sources collected for a purpose other than safety [70].
- **Process**: The process revolves around data-mining objectives and model development [70].
- **Tasks**: The data representation and visualization tasks must accommodate data from text, natural language processing, and internet safety articles [31,70].

8. The socio-organizational perspective

The management of analytics initiatives—the people side of big-data thinking—is the purview of the socio-organizational perspective. The emphasis in the socio-organizational perspective, as the name implies, is in the social and cultural nature of safety knowledge. The goal of this perspective is the integration of the work done by IT professionals and safety training specialists into the work of organizational stakeholders to achieve goals of modularity, reusability, and scalability. They inhabit the world of management and system integration.

The following four points summarize the socio-organizational perspective:

- **Expertise**: Managers need expertise in prediction of safety incidents based on workload analysis, skill requirements calculations, problem formation, operator adjustment, and other factors [71,72].
- **Challenge**: A primary challenge is the building of safety culture [8,21,29]. This challenge requires “the marriage of cultural sociology and big data” [63].
- **Process**: This perspective reflects the ontological impulse that not only defines the organization as a data ecosystem, but constitutes it [64,73,74].
- **Tasks**: The key task is integrating various strategic perspectives (internal cohesion, ecosystem identity, knowledge work flows, resource sharing protocols, data access principles, and repository sharing protocols, need analyses, and evaluative and reporting channels) on big data to facilitate OHS strategic goals [58,73,74].

9. The knowledge organization perspective

The knowledge organization perspective on big-data analytics emphasizes the building of knowledge capital from internal systems. Taking the broad and industry-wide view, the goal is to set strategy for an entire safety ecosystem. Messaging from this level of analytics should be to internal groups, such as stockholders, but primarily to external industry stakeholders: professional organizations, industry advocacy groups, financial organizations, government, and legal systems. Ideally knowledge organization addresses issues that arise in competitive arenas. Knowledge organization takes the lead.

The following four points summarize the knowledge organization perspective:

- **Expertise**: This evolution of strategic industrial capability (as in Industry 4.0) sees and values digital processes, artificial intelligence, data from smart devices, and the Internet of things as central to future efficiency [32,75]. The key is to build safety knowledge capital.
- **Challenge**: The challenge is to discover evidence that supports the success for organizations in using data analytics to extract valuable insights from big data that support strategic decision-making [16].
- **Process**: Knowledge leaders must assess knowledge capital gains from process initiatives and then communicate them to external strategic stakeholders.
- **Tasks**: Organization knowledge leaders use communication channels to articulate key strategic transactions imbricated in enterprise-wide systems.

These four perspectives on data analytics and OHS form a continuum from data to data application to data culture to data value. The data are identified by IT professionals, cleaned and made available to practitioners, who apply it in programs. Managers align the use of the knowledge to other operational units, and, over time, executives shape instance after instance into intellectual capital and strategic directions. But it may not work quite this simply. To be really effective, analytics implementations need to be integrated. Warp speed needs to have ripples.

9.1. An integrated OHS big data analytics model

Scholars on the diffusion of innovations such as enterprise-wide big-data analytics often point out that integrated analytics activities require an exploratory and almost self-generating direction [61,64,66]. This exploratory direction means that by working with open systems in a knowledge organization, all purposes contribute to the acquisition and processing of meta-analytic data that further energizes efficiency and production. In this somewhat ideal scenario, a hypothesis, an innovation, an idea, a hunch (be it made by a human, robot, or device) can trigger simultaneous ripples through the big-data analytics ecosystem, leading to the productive conclusion of hypothesized and discovered instances of
safety performance. If the big-data analytics framework is a true *information ecosystem*, then the sections of it will articulate in innovative ways.

Just how the innovation of data analytics in OHS will shape and be shaped by functional units in an organization is the next direction of this exploratory article. In this final section, I posit a four-level knowledge-skills-abilities model for analytics integration, indicating the key capacities needed for each level. It is important to realize that all the levels share the ability to interact with and integrate with the other three perspectives, with the goal of growing the data ecosystem. Table 3 summarizes the four perspectives.

The chart in Table 3 represents a solar system of analytic knowledge about safety performance. Although the many challenges of implementing big-data analytics that it articulates have to do with database creation, data sources, visualization and exploration, and predicting safety models for injuries, accidents, and illnesses, equally important are considerations of control systems, evaluation and monitoring, education and training and organizational safety performance at the individual and enterprise level. Like all models, its application will vary from one company or organization to another, given existing knowledge, skills, and attitudes. The model also has research potential as a way of organizing inquiry and investigation into the further interrelationships among these four key operational categories.

### 10. Conclusions

The introduction to this article noted the similarities in the epistemological principles behind finding Pluto for modern astronomers and finding safety performance incidents or characteristics in the universe of organizational OHS. The following are three key conclusions from this article:

1. The goal of predictive analytics needs to align with models of positive safety performance rather than models of failures in safety performance.
2. The exploration of predictive analytics is essentially cultural, beginning with quantitative data shaped to reflect qualitative ends.
3. The integration of predictive analytics looks differently against the backdrop of industrial organizational and operation units: each plays a part through extracting, communicating, managing, and capitalizing.

The principles of data mining for leading indicators, variables, clues, and intuitions of desired safety outcomes is a shared concern that motivates all professionals in modern, human-resource managed organizations. Like the bending of the solar system in response to a gravitational change, the predictive big-data analytics model presented here offers a way to address analytics in an integrated way. Developments in our understanding of how to integrate new perspectives on core safety operations can be a small step for predictive analytics and a giant leap for OHS professionals.

### References

[1] History.com Editors. Pluto discovered — HISTORY. In: HISTORY [Internet]. 3 Mar 2010 [cited 11 Feb 2019]. Available: https://www.history.com/this-day-in-history/pluto-discovered.

[2] Schultz G. Using advanced analytics to predict and prevent workplace injuries — occupational health & safety. [cited 10 Sep 2020]. Available: https://ohsonline.com/Articles/2012/07/01/Using-Advanced-Analytics-to-Predict-and-Prevent-Workplace-Injuries.aspx.

[3] Huang L, Wu C, Wang B, Ouyang Q. A new paradigm for accident investigation and analysis in the era of big data. Process Saf Prog 2018;37:42–8.

[4] Wang B, Wu C. Demystifying safety-related intelligence in safety management: some key questions answered from a theoretical perspective. Saf Sci 2019;120:932–40.

[5] Wang B, Wu C. Safety informatics as a new, promising and sustainable area of safety science in the information age. J Clean Prod 2020;252:119852.
[67] Fernández FB, Pérez MÁS. Analysis and modeling of new and emerging occupational risks in the context of advanced manufacturing processes. Procedia Eng 2015;100:1150–9.

[68] Felt M. Social media and the social sciences: how researchers employ Big Data analytics. Big Data Soc 2016;3. 2053951716645828.

[69] Segall RS, Niu G. Overview of big data and its visualization. In: Global IGI, editor. Handbook of research on big data storage and visualization techniques. IGI Global; 2018. p. 1–32.

[70] McCue C. Data mining and predictive analytics in public safety and security. IT Prof 2006;8:12–8.

[71] Robson LS,Clarke JA, Cullen K, Bielecky A, Severin C, Bigelow PL, et al. The effectiveness of occupational health and safety management system interventions: a systematic review. Saf Sci 2007;45:329–53.

[72] Robson LS, Amick III BC, Moser C, Pagell M, Mansfield E, Shannon HS, et al. Important factors in common among organizations making large improvement in OHS performance: results of an exploratory multiple case study. Saf Sci 2016;86:211–27.

[73] Cooren F, Kuhn T, Cornelissen JP, Clark T. Communication, organizing and organization: an overview and introduction to the special issue. Organ Stud 2011;32:1149–70.

[74] Wilhoit ED. Space, place, and the communicative constitution of organizations: a constitutive model of organizational space. Commun Theory 2018;28:311–31.

[75] Badri A, Gbodossou A, Nadeau S. Occupational health and safety risks: towards the integration into project management. Saf Sci 2012;50:190–8.