Multi-peak and power cooperative detection algorithm to detect forwarded spoofing interference signals of BOC modulation receivers
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Abstract. In this paper, the multi-peak and power cooperative detection algorithm is proposed to detect forwarded spoofing interference signals of satellite navigation BOC modulation receivers without considering suppression interference. The theoretical value and the simulation value of the ROC curve of the multi-peak and power cooperative detection algorithm can be obtained by the numerical calculation and the experimental simulation. It can be seen from the simulation that with the increase of the number of accumulations after the receiver correlation value and the power intensity of the spoofing signal relative to the real signal, the detection probability of the proposed algorithm is higher. When the power of the spoofing signal is 3 dB greater than that of the real signal, the detection probability can be more than 90% under the condition that the false alarm probability is 5%. While when the power of the spoofing signal is 4 dB greater than that of the real signal, the detection probability can be more than 95% under the condition that the false alarm probability is 0.7%. Given that it only needs to add the module to the software receiver to detect spoofing signals, the algorithm proposed in this paper is of practical significance.

1. Introduction
The Global Navigation Satellite System (GNSS) has become indispensable infrastructures for promoting economic development and maintaining national security. With the continuous development of GNSS technology, binary offset carrier (BOC) modulation technology, which has been seen as a new modulation method, has been used in modernization schemes of GNSS. Moreover, the vulnerability and potential risks of BOC modulation technology have attracted widespread attention. In 2011, Iran captured the US military unmanned reconnaissance aircraft RQ-170 successfully [1], which stimulated the US military to accelerate research on anti-spoofing interference technology greatly. In the GNSS conference organized by the Institute of Navigation (ION) in 2011, there were 18 articles on spoofing and anti-spoofing technology of GNSS, which was the sum of the number of similar research articles in the ION conference in the past 10 years [2]. In 2012, the US Naval Research Office and Rockwell Collins reached the Modern Integrated Spoofing Tracking (MIST) contract to research anti-spoofing technology, which was against attempts by the enemy to disrupt military operations by interfering with GPS signals [3]. Therefore, it can be seen that spoofing and anti-spoofing technology have attracted more and more attention.

Spoofing detection technology is the first step and a key step in the research on anti-spoofing technology. At present, the main anti-spoofing methods include signal encryption authentication...
detection [4], signal arrival time detection [5], signal arrival angle detection [6], signal power detection [7], multi-peak detection [8] and so on. Each detection method has its own shortcomings and applicable scenarios. Meanwhile, there are deficiencies in using only one single detection method. In this paper, the multi-peak and power cooperative detection algorithm is proposed to detect forwarded spoofing interference signals of BOC modulation receivers without considering suppression interference. At the same time, the calculation method of the decision threshold and the corresponding ROC curves are given.

2. Algorithm principle
Forwarded spoofing interference is to receive the real satellite signal through its own antenna, delay appropriately, amplify and transmit to the target receiver to interfere with it. Since the pseudo codes and the navigation messages contained in the signal are all from real navigation satellites, there is no need to know the pseudo code sequence and the navigation message structure of the navigation signal received by the target receiver. Forwarded spoofing interference can deceive many satellite navigation receivers effectively, including military receivers. The principle of forwarded spoofing interference is shown in Figure 1.

![Figure 1. The principle of forwarded spoofing interference.](image)

The multi-peak and power cooperative detection algorithm combines the multi-peak detection method and the signal power detection method to detect forwarded spoofing interference of BOC modulation receivers. It works in the capture phase of the pseudo code of the navigation receiver. If there is no spoofing signal, when the capture threshold is set appropriately, there will be only one correlation peak higher than it typically. Conversely, if there is a spoofing signal, there will be multiple correlation peaks higher than the threshold. It can be seen from the difference between the two cases that when several correlation peaks which are larger than the threshold are detected, at least one spoofing signal exists in the currently received signals. At this time, the spoofing signal can be detected for the power of the spoofing signal is greater than that of the real signal.

![Figure 2. The real signal in the capture phase.](image)  ![Figure 3. The spoofing signal in the capture phase.](image)

If only one signal was detected during the two-dimensional search including carrier Doppler and code phase, it indicates that the signal should be a real satellite signal, and the receiver should track the signal subsequently, as shown in figure 2. If multiple correlation peaks were detected, there would be a spoofing interference signal in the current signal, as shown in figure 3.
Therefore, the following ternary detection problem can be constructed.

- \( H_0 \): There is no signal at the current carrier Doppler and code phase search cell.
- \( H_1 \): There is a real signal at the current carrier Doppler and code phase search cell.
- \( H_2 \): There is a spoofing signal at the current carrier Doppler and code phase search cell.

By constructing the ternary detection problem mentioned above, it is ensured that the receiver track the real signal normally, thereby preventing forwarded spoofing interference from influencing the final positioning result of the receiver.

3. Detection method

In the process of capturing the satellite signal by the receiver, the received signal is mixed with the sinusoidal replica carrier on the same branch and the cosine replica carrier on the orthogonal branch of the same receiving channel firstly. Then, the mixing result is correlated with the copied C/A code to obtain correlation results named \( i \) and \( q \). The correlation results \( i \) and \( q \) generate \( I \) and \( Q \) after the coherent integration of time \( T_c \). Finally, \( I \) and \( Q \) are subjected to non-coherent integration calculation to obtain the amplitude \( A \) of the incoherent integration. If there was a forwarded spoofing interference signal, its power would be higher than that of the real one in order to achieve deception. Therefore, the value of \( A^2 \) can be used to determine whether there is a forwarded spoofing interference signal. If \( A^2 \) was less than the threshold \( \rho_1 \), it indicates that the signal would not have been searched yet. If \( A^2 \) was greater than the threshold \( \rho_1 \) and less than the threshold \( \rho_2 \), then the real signal should be in the search cell. If \( A^2 \) was greater than the threshold \( \rho_2 \), then the forwarded spoofing interference signal should be in the search cell. Figure 4 shows the decision process of the forwarded spoofing interference signal.
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Figure 4. The decision process of the forwarded spoofing interference signal.

It is assumed that the difference of the code phase of the correlation peak between the spoofing signal and the real signal is significant. During the signal capture phase, the receiver despreads each of the carrier Doppler and code phase search cells, and the correlator output is

\[
x_n = \frac{1}{T_c} \int_{a_{t_n}}^{(a_{t+1})T_c} s_{IF} (t) s_{0} (t) \, dt
\]

In equation (1), \( s_{IF} (t) \) is the received signal, \( s_{0} (t) \) is the reference signal of the receiver, \( t \in \left[ nT_c, (n+1)T_c \right] \).

Then the above three assumptions can be expressed as

\[
\begin{align*}
H_0 : x_n &= \frac{1}{T_c} \int_{a_{t_n}}^{(a_{t+1})T_c} w(t) s_{0} (t) \, dt = w_n \\
H_1 : x_n &= \frac{1}{T_c} \int_{a_{t_n}}^{(a_{t+1})T_c} A^{(1)} (t) \, dt + \frac{1}{T_c} \int_{a_{t_n}}^{(a_{t+1})T_c} w(t) s_{0} (t) \, dt = s_{n}^{(1)} + w_n \\
H_2 : x_n &= \frac{1}{T_c} \int_{a_{t_n}}^{(a_{t+1})T_c} A^{(2)} (t) \, dt + \frac{1}{T_c} \int_{a_{t_n}}^{(a_{t+1})T_c} w(t) s_{0} (t) \, dt = s_{n}^{(2)} + w_n
\end{align*}
\]
In equation (2), the normalization condition \( \int_{a}^{(2)} \left| \delta(t) \right|^2 \, dt = 1 \), \( A^{(1)} \) represents the channel gain of the real signal, \( A^{(2)} \) represents the channel gain of the forwarded spoofing interference signal, and \( w_n \) represents the noise component.

The output of the correlator follows a normal distribution under the above assumptions

\[
x_t \big| H_0 = w_n \sim N(0, \sigma_n^2)
\]

\[
x_t \big| H_1 = s_n^{(1)} + w_n \sim N(s_n^{(1)}, \sigma_n^2)
\]

\[
x_t \big| H_2 = s_n^{(2)} + w_n \sim N(s_n^{(2)}, \sigma_n^2)
\]

The forwarded spoofing interference signal power is higher than the real signal. According to the statistical signal theory, in the additive Gaussian noise environment, the sufficient statistics of the above ternary hypothesis test can be expressed as

\[
V = h(x) = X^t X = \sum_{n=1}^{N} x_n^2
\]

According to the assumption of the model, under the \( H_0 \) condition, the test statistic \( V \) follows the centralized Chi square distribution, while under the conditions of \( H_1 \) and \( H_2 \), the test statistic \( V \) follows the decentralized Chi square distribution.

![Figure 5. The probability distribution function of the test statistic under different assumptions.](image)

By comparing with the detection thresholds \( \rho_1 \) and \( \rho_2 \), the decision is made in the ternary hypothesis in equation (7), as shown in figure 5.

If the energy of the correlation value is lower than \( \rho_1 \), there should be no signal. If the energy of the correlation value is higher than \( \rho_2 \), there should be a forwarded spoofing interference signal. If the energy of the correlation value is between \( \rho_1 \) and \( \rho_2 \), there should be a real signal.

Therefore, two types of false alarm probabilities are defined. The first type of false alarm is that a cell without a signal is detected as a cell containing a real signal or a spoofing signal. The second type of false alarm is that a cell containing a real signal is detected as a cell containing a spoofing signal.

In order not to lose generality, it is assumed that \( \rho_2 > \rho_1 \), then the threshold \( \rho_1 \) determines the first type of false alarm probability \( P_{fa1} \), which can be expressed as

\[
P_{fa1} = P \{ V > \rho_1 | H_0 \} \cup P \{ V > \rho_2 | H_0 \} = \int_{\rho_1}^{\infty} f_{V | H_0} (V) \, dV
\]

So \( \rho_1 \) can be expressed as

\[
\rho_1 = F_{V | H_0}^{-1} (1 - P_{fa1})
\]

The threshold \( \rho_2 \) determines the second type of false alarm probability \( P_{fa2} \), which can be expressed as

\[
P_{fa2} = P \{ V > \rho_2 | H_1 \} = \int_{\rho_2}^{\infty} f_{V | H_1} (V) \, dV
\]
So $\rho_2$ can be expressed as

$$\rho_2 = F_{\hat{v}_i}^{-1}(1 - P_{FA2})$$

(8)

The detection probability of the spoofing signal can be expressed as

$$P_{D2} = \int_{\rho_2}^{\infty} f_{\hat{v}_i}(V)\,dV$$

(9)

In equation (5) ~ (9), the $f_{\hat{v}_i}(.)$ represents the probability density function of the random variable $V$ under the assumption of $H_0$, $F_{\hat{v}_i}(.)$ represents the cumulative distribution function of the random variable $V$ under the assumption of $H_i$.

4. Simulation verification

According to the analysis above, the false alarm, the threshold and the detection probability have been expressed. By integrating the probability density function, the cumulative distribution function can be obtained. Substituting the cumulative distribution function of the random variable $V$ under the assumption of $H_0$ into equation (6) can obtain the threshold $\rho_1$ for signal detection.

According to the literature, the power of the received satellite navigation signals is about the same when signals reach the ground, while the carrier-to-noise ratio is in the range of 35~55 dB·Hz roughly [10]. Therefore, for a capture process using a coherent integration with an integration step size of 1 ms, the signal-to-noise ratio of the correlator output result is in the range of 5 to 25 dB. Given that the prior information of the power of the real satellite signals and the second type of false alarm probability $P_{FA2}$, the threshold $\rho_2$ for spoofing signal detection can be obtained.

Through the above analysis, the probability density function and the cumulative distribution function of the test statistic $V$ under each hypothesis are obtained. The theoretical value and simulation value of the ROC curve of the multi-peak and power cooperative detection algorithm can be obtained by numerical calculation and experimental simulation.

Table 1. The simulation parameter settings.

| Parameter                  | Real signal | Spoofing signal |
|----------------------------|-------------|-----------------|
| Pre-detection integration time / ms | 1           | 1               |
| Carrier-to-Noise Ratio / dB·Hz | 40          | 43, 44          |
| Signal to noise ratio / dB  | 10          | 13, 14          |
| Degree of freedom (N)       | 1, 3, 5     | 1, 3, 5        |

In order to verify the effectiveness of the proposed algorithm in this paper, 1000 Monte Carlo simulations were performed using MATLAB software. The simulation parameter settings are shown in table 1. Figure 6 and figure 7 show the ROC curves of different spoofing signal-to-noise ratios and post-accumulation times under the condition that the signal-to-noise ratio of the real signal at the output of the receiver correlator is 10 dB.

Figure 6 shows the relationship between the false alarm probability and the detection probability when the signal-to-noise ratio of the real signal is 10 dB, the signal-to-noise ratio of the spoofing signal is 13 dB, and the degrees of freedom are 1, 3, and 5 respectively. It can be seen from figure 6 that in the case of the same false alarm probability, the detection probability of the spoofing signal increases as the number of accumulations after the receiver correlation value increases. When the false alarm probability is 5%, the detection probability is higher than 90%.

Figure 7 shows the relationship between the false alarm probability and the detection probability when the signal-to-noise ratio of the real signal is 10 dB, the signal-to-noise ratio of the spoofing signal is 14 dB, and the degrees of freedom are 1, 3, and 5 respectively. It can be seen from figure 7 that when the false alarm probability is 0.7%, the detection probability is higher than 95%.
Figure 6. The spoofing detection ROC curve when the spoofing signal-to-noise ratio is 13 dB.

Figure 7. The spoofing detection ROC curve when the spoofing signal-to-noise ratio is 14 dB.

By comparing figure 6 and figure 7, it can be seen that when the number of accumulations after the receiver correlation value and the false alarm probability are the same, the detection probability of the spoofing signal increases as the signal-to-noise ratio of the spoofing signal increases.

In summary, with the increase of the number of accumulations after the receiver correlation value and the power intensity of the spoofing signal relative to the real signal, the detection probability of the forwarded spoofing interference signal detection algorithm proposed in this paper is higher. When the power of the spoofing signal is 3 dB greater than that of the real signal, the detection probability can be more than 90% under the condition that the false alarm probability is 5%. When the power of the spoofing signal is 4 dB greater than that of the real signal, the detection probability can be more than 95% under the condition that the false alarm probability is 0.7%.

5. Conclusion

In this paper, the multi-peak and power cooperative detection algorithm is proposed to detect forwarded spoofing interference signals of BOC modulation receivers without considering suppression interference. When using this algorithm, there is no need to increase the hardware facilities of the receiver. What needs to be done is to add the corresponding module in the signal processing part of the software receiver to detect the spoofing signal, which is of practical significance. However, suppression interference is not considered in this paper. If suppression interference and forwarded spoofing interference were used at the same time, the noise floor of the receiver would be raised and only one peak would appear in the signal capture phase after the RF front-end AGC control. At this time, it is difficult to distinguish whether the peak represents a spoofing signal or a real signal. The above issue needs to be researched in the next step.
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