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ABSTRACT

Prior studies have found that mobile cloud computing could bring substantial cost savings to firms, ultimately resulting in reduced transaction cost to customers. Despite this, financial firms in Fiji are slow adopters of mobile cloud computing. The study identifies the challenges faced by financial firms in the adoption of mobile cloud computing to advance the literature on innovation adoption with evidence from a unique context – a Pacific Island country. The context is important as the issues are likely to be similar in other developing and remote island countries, but the extant research is largely confined to developed countries. The findings suggest that the lack of mobile cloud computing policy, infrastructure constraints, and security constraints, among others are the main barriers to the adoption thereof. The study contributes by presenting a revised model based on factors that emerged from the study.
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1. INTRODUCTION

Adoption of mobile cloud computing (MCC) presents strategic competitive advantages to organizations. It reduces the upfront cost of computing and the costs incurred due to underutilisation of investment in ICT infrastructure (Almaiah & Al-Khasawneh, 2020, Carreiro & Oliveira 2019). VM Ware (2008) found that servers use only 10-30% of their capacity and desktop computers less than 5%. MCC is, particularly, important for financial services firms, given the major advantages such as cost reduction and strategic benefits, more efficient and effective processes and technologies and strategic advantages in global advertising (Zheng, et al. 2019, Qiu, et al. 2018). The same global survey also found that 81% of businesses are in the early or advance stages of planning or are already fully implanting cloud technologies despite concerns about provider performance, downtime and data security. Interestingly, academic research in adoption of MCC by organizations, particularly, in developing and remote island countries such as Fiji, is still limited. Furthermore, the need for identifying the factors that influence the adoption of MCC by financial services firms such as banks has been highlighted in the literature (Almaiah & Al-Khasawneh, 2020, Carreiro & Oliveira 2019).
The Fijian context is unique in many respects. First, such remote islands suffer from the tyranny of
distance which makes it harder for the businesses in these countries to participate in the wider world
market and grow. ICT innovations such as MCC are considered as a solution to help businesses in
these countries grow and thereby contribute to the overall growth of the economy. Second, Fiji is
characterised by large scale poverty. It is estimated that 31% of the total population lives in poverty
(ADB, 2014). ICT innovations such as MCC would enable provision of social and economic services
to the poor by government (GoF 2006). Last, Fiji and other island countries can reduce costs and
increase efficiency by fully utilising ICT resources through MCC.

Against the above background, the present study seeks to address the following research question:

What are the determinants of adoption of MCC by financial services firms in Fiji?

Qualitative semi-structured interviews of relevant senior managers in financial services firms
were conducted. The research is drawn from the diffusion of innovation theory (Rogers, 2003) and
the Technology-Organization-Environment (TOE) framework of Tornatzky & Fleischer (1990). The
next section provides the literature review, followed by the Fijian context, methodology and data,
results, discussion and the conclusion.

2. LITERATURE REVIEW

According to the US National Institute of Standards and Technology (NIST) “Mobile cloud computing
is a model for enabling ubiquitous, convenient, on-demand network access to a shared pool of
configurable computing resources (e.g., networks, servers, storage, applications, and services) that can
be rapidly provisioned and released with minimal management effort or service provider interaction”
(NIST, 2011, p. 2). The distinguishing features of cloud computing are availability of service on
demand, clustering of resources and broadband access. The models of MCC and cloud computing in
general include: software as service (SaaS), platform as a service (PaaS) and infrastructure as a service
(IaaS) (Akherfi, et al. 2018, Noor et al. 2018). All these are used in Fiji. A financial service firm is
“any firm that provides financial products and services to individuals or other firms” (Damodaran,
2013, p. 5) and is of four types: banks, insurance companies, investment banks and firms. Rogers
(2003, p.2) defines innovation as “an idea, practice or object that is perceived as new by an individual
or unit of adoption”. Accordingly, MCC can be considered as an innovation from an organisational
perspective. Furthermore, Rogers and Shoemaker (1971, p. 95) define adoption as “making full use
of a new idea as the best course of action available”. Theories about adoption of innovation include
the diffusion of innovation (DoI) theory (Rogers 2003), theory of planned behaviour (TPB) (Ajzen
1985, 1991), the technology acceptance model –TAM- (Davis 1986, 1989, Davis et al. 1989), and
the unified theory of acceptance and use of technology – UTAUT - (Venkatesh et al. 2003). Most of
these theories refer to adoption of innovation at the individual level. Rogers (2003) postulated the
DoI theory which asserts that innovation adoption is influenced by relative advantage, compatibility,
complexity, trialability and observability. Tornatzky and Klein (1982), found that only relative
advantage, compatibility, complexity, consistently influenced adoption of innovation.

Relative advantage refers to increase in organisational performance, effectiveness and time
saving (Davis, 1989). Yang and Tate (2012) consider relative advantage to be a major determinant
of adoption of cloud computing. Relative advantage would exert a positive influence on adoption
decision. Advantages of mobile cloud computing have been posited by Ibtihal & Hassan (2020), and
Elazhary (2019). Cost savings contribute to relative advantage. According to Meng, et al. (2018),
and Guo, et al. (2018) MCC assists in offloading tasks, hybrid cloud models, and energy efficiency
to save costs. Rogers (2003) notes that cost advantage gets incorporated in the relative advantage
of innovation. Ambrose et al. (2010) state that cloud services are cost effective. For Luarn and Lin
(2005) and Wang (2005) relative advantage includes cost savings in mobile banking and mobile payments context. Security concerns adversely impact relative advantage. Roman, Lopez, & Mambo (2018), and Stergiou, et al. (2018), among others, highlight issues and challenges of security with MCC. Gefen et al. (2003) and Jarvenpaa et al. (2000), among others, document the negative impact of security concerns. Thus, security concerns would negatively influence relative advantage and through it adoption of MCC.

Following from the above, the hypothesis is:

H1: Relative advantage would have a positive association with the adoption of MCC by financial firms.
H1a: Cost savings would have a positive association with the relative advantage of the adoption of MCC.
H1b: Security concerns would have a negative association with relative advantage of the adoption of MCC.

Compatibility refers to the extent to which the new innovation meets the expectations of potential adopters and the value it brings to them (Rogers, 1995). Lin and Lin (2008), Oliveira & Martins (2009) found positive association between compatibility innovation adoption. Accordingly, following hypothesis is proposed:

H2: Compatibility would have a positive association with adoption of MCC by financial firms.

Rogers (1995, p. 16) defines complexity as the “degree to which an innovation is perceived as difficult to understand and use”. Jarvenpaa et al. (2000), Lin and Lin (2008), Oliveira & Martins (2009) also found that complexity reduces usability of an innovation. Accordingly, the following hypothesis is proposed:

H3: Complexity of MCC would have a negative association with its adoption by financial firms.

The TOE theory posits that innovation adoption is influenced by the technological context, the organizational context, and the environmental context (Tornatzky and Fleisher 1990). The internal and external technologies, equipment and processes constitute the technology context. Firm characteristics, resources, size, and such other factors constitute the organisational context. The industry structure, competition, the macroeconomic situation, and regulation is the environment within which an organisation has to operate (Tornatzky and Fleisher 1990). These three elements act as constraints as well as opportunities for technological innovation and influence the adoption behaviour of the firm. Premkumar and Roberts (1999), Lin and Lin (2008) found positive association between the role of technology readiness in adoption decision. Accordingly, the below hypothesis is proposed:

H4: Technology readiness of a firm would have a positive association with the adoption of MCC.

Without top management support the possibility of adoption of new technology by a firm is unlikely (Tornatzky & Fleisher 1990). Chau & Tam (1997), and Carlsson et al. (2006) found that top management support exerts a positive influence on adoption decisions. This leads to the below hypothesis:

H5: Top management support would have a positive association with the firm’s adoption of MCC.
Tornatzky and Fleisher (1990) assert that size influences adoption decision positively. Large size firms are more likely to adopt a new innovation. Premkumar and Roberts (1999) and Lin and Lin (2008), among others, also found positive association between firm size and adoption decision. This leads to the below hypothesis:

H6: Firm size would have a positive association with firm’s adoption of MCC.

Many researchers have suggested combining the DoI theory and the TOE framework (for example, Oliviera et al., 2014; Wu et al., 2013). The present study does this.

Research in adoption of MCC is currently at early stages. Low & Chen (2011) surveyed 111 firms in Taiwanese high-tech industry to understand determinants of MCC. Abdollahzadehgan et al. (2013) provide a conceptual model of adoption of MCC. Wu et al. (2013) use logistic regression to examine the question in what circumstances organizations may consider adopting MCC. The sample size was 289 and the target population consisted of U.S. firms operating within the manufacturing and retail industries. Nikhoma and Dang (2013) used structural equation modelling and partial least square procedures to understand the drivers and barriers to the adoption of MCC. Lin & Chen (2012) did a qualitative interview-based study of 19 IT professionals. Trigueros et al., (2013) studied 94 Spanish SMEs while Kshetri (2013) did a conceptual study of privacy and security issues in MCC. None of these studies focused on services firms except Oliviera et al. (2014). Furthermore, these studies were confined to developed countries and financial firms were not the focus.

Financial firms (in particular) banks have been in the forefront of using ICT and other sectors have followed. Obviously, why financial firms are or are not adopting MCC is a question that needs to be addressed. Furthermore, developing country and remote island countries such as Fiji are envisaged to benefit from MCC significantly and yet no study is available in such contexts. Mujinga and Chipangura (2011) found that cost-effectiveness and data security remain the main concerns in MCC adoption. Despite several challenges faced by MCC service providers and consumers in developing countries, cost effectiveness is the main advantage. MCC is particularly important for financial firms given its use in mobile based payment systems. “There are successful initiatives that are using MCC services such as M-Pesa and M-Banking service. M-Pesa (Swahili for M-Money) money transfer service was first a success in Kenya” (Hughes & Lonie, 2007, p. 65). In remote islands such as the Pacific Island countries, reaching out to far off places is a challenge from financial inclusion and poverty alleviation perspective. Against this background, the present study fills a major research gap by focusing on financial firms in remote island countries and contributes to extant literature by identifying new factors that impact MCC adoption.

3. METHODOLOGY AND DATA COLLECTION

As MCC is at initial stages in Fiji, an exploratory study was considered suitable. Quantitative methods were not considered suitable due to lack of data, small number of financial firms and early stage of MCC in Fiji. Accordingly, semi-structured interviews were used for data collection. Typically, only one or two MCC experts per financial firm were available and willing to be interviewed. In exploratory studies semi-structured interviews are common (Byrne et al., 2015; Alismaili et al. 2015). A list of financial firms was prepared and relevant official in each firm was identified and contacted to fix interview appointment. The interviews lasted for about one to two hours. Three suitably trained higher degree research students of the University of South Pacific conducted the interviews. The interviews were conducted in Suva – the national capital and the financial hub of Fiji. There are 18 financial firms in Fiji. The data was collected in November-December 2015. In all 24 managers were interviewed. All respondents were provided the participant information sheet and an informed consent obtained.
The responses were written by the interviewer and read out later to ensure that the intended meaning is reflected in the responses. The questionnaire used is available at Appendix A. The transcripts were read to get an overall feel of the responses and thereafter re-read to identify specific themes or issues which got repeated. The textual responses received were appropriately coded following the qualitative clustering method (Miles and Huberman, 2014). All statements that related to the research question/particular construct such as the relative advantage, for example, were identified, and assigned a code, or category (open coding). The initial list of codes included the adoption factors as depicted in the research model (Fig 1). During the analysis of rich text data, however, additional codes came to the fore. The study objective was to identify the determinants of MCC. The discussion focussed on future adoption intentions given MCC is at an early stage of development.

4. RESULTS

The responses received have been arranged as per various constructs that form the research model. The directional impact thereof on the dependent variable is also indicated against each of these.

Security Concerns

The respondents indicated data protection, network security and bandwidth, system storage protection, unauthorised access, low battery power, and privacy as the security issues affecting the adoption of MCC.

“Major concerns are low battery power – may cause loss of data if an uploading or downloading of data is in process and Security of data/files – could be compromised”
“Violation of privacy rights – sharing of device passwords, unauthorised use leading to data integrity issues/ consequently, the originator of the data files needs to be identified”

Respondents were concerned about the possible leakage of client information in financial services firms.

“Customer Information being leaked. This is very serious concern, therefore choosing the right host for MCC is very important and the most secure one should be used”

“Loss of control over data and dependence on the MCC provider’ services incompatibility given the multiple vendors’ security concerns would undermine the relative advantage”.

Security concerns reduce the relative advantage of potential MCC users. The finding supports the DoI theory of Rogers (2003). Marston et al., (2011); Subashini & Kavitha (2011) also confirm that security concerns are a drag on adoption of MCC.

Cost Savings
The respondents identified cost savings such as backup and recovery handled by the company providing cloud services, no need to buy servers, and low maintenance cost.

“Mobile devices have chargeable batteries that can be charged and processing can be done with the use of device batteries as a power supply consequently significant energy saving is possible”

“Users only pay for what they use with a cloud platform rather than buying media for data storage and software for data processing”

Some respondents indicated that environmental cost reduction is possible under certain conditions.

“Mobiles in itself require a fast network for that we need extra servers or the same servers which are already running computers on it. So the energy costs and environmental costs is still minimal however if we reduce use of commuters we may see a reduction in environmental and general costs”

The above responses demonstrate that the relative advantage of MCC would be enhanced as postulated by the DoI theory of Rogers (2003) and empirically found by Leinbach (2008), Mujinga, & Chipangura (2011).

Relative Advantage
The relative advantages of MCC as indicated by the respondents include increased efficiency, improved quality of operations, increase in business productivity, advantage to be storage and access to large data, significant improvement in reliability and accessibility, easy data sharing, scalability and elasticity of MCC.

“Allows easy access of data and since data can be shared among users therefore data will be up to date and fresh for business processing. Data is in the cloud so always available to the users”

“There is a lot of automated optimization. For example, in the case of AWS (Amazon Web Service) they have this thing called capacity on demand which is a key feature of their elastic technology… it automatically provides additional resources to the client when it detects that the client is running low on resources… this is smart scalability with minimum or no manual intervention at all”
Many respondents felt that the flexibility, improved collaboration, improved client relationships were the additional advantages that MCC offered.

“Availability of company data and resources at any location enables organisational staff to interact seamlessly which enhances productivity”
“Increased collaboration among employees is enabled as documents can be shared simultaneously”
“It does offer opportunities as most people would like to business with a better technology, reaching to their customers in a timely manner….. Good customer service, reaching to providers on time”

Some respondents noted that MCC can help perform tasks more quickly, as customers can action part of a process (application request), decision making can be automated, and staff can action any manual steps within the same system. Automated communications and notification functions can inform customers status of their requests. These findings are in line with the DoI theory of Rogers (2003). Empirical studies by Mujinga & Chipangura (2011), Wu et al., (2013), Wang (2005) found relative advantage is a major MCC determinant.

Compatibility
The compatibility of MCC with legacy systems was checked. It was found to be compatible with current systems. Respondents indicated that integration of services was simple and effortless.

“We do have hardware’s and software’s that is compatible with MCC hardware and software”
“For the MCC we use, yes it fits seamlessly in our work style”.

Some respondents, however, seemed to disagree with the above responses.

“Users may face several difficulties like traffic overload, network unavailability and connectivity issues”
“We are using a well-recognised MCC host, we do not seem to have any issues but others may have”

Overall, compatibility was not a major barrier in MCC adoption. It was so postulated by the DoI theory (Rogers 2003). Oliviera et al. (2014), Abdollahzadehgan et al. (2013) found that compatibility with existing systems positively influences the adoption of MCC. The findings of this study are in line with these studies.

Complexity
The respondents considered that it was easy to set up and the integration with current systems was not an issue.

‘No it isn’t complex; the implementation of MCC is fairly simple and easy to learn. However, those who aren’t as computer literate may find it difficult to move from computer users to mobile users’. ‘To seamlessly integrate the business in MCC, all workers in the business should be first trained on how the MCC works and what they need in order to work without any problems occurring midway through the integration/migration from computers to mobile. Furthermore, the company would also have to find out that all software’s currently being used by the company is compatible with the mobile architecture’.
‘It is fairly simple if you can understand the concept on which it functions. The good/bad and other aspects such as speed, reliability and security. Yes it has, they found it fairly complex at first but after presentations, they got understanding of the system functions and how it will help us grow further’.
Overall, complexity was not an issue adversely impacting the adoption of MCC in Fiji. The DoI theory (Rogers 2003) considers that complexity influences adoption. Leinbach (2008), Mujinga, & Chipangura (2011) also found the adverse impact of complexity on adoption. Complexity was not a particular issue in this study.

**Technology Readiness**

Respondents stated that organisations were technologically ready for MCC and trained staff.

“We did have in-house skills available; Yes we did carry out training programs for all staff. Most if not all staff liked the presentation of the new technology. Some found it hard at first but slowly understood and appreciated the effort that was put into the implementation of MCC. The staffs were pleased”.

“There is in-house skills available to implement MCC. We did not need to train staff as the use is pretty straight forward and easy to use”.

“Implementing MCC’s require specialised skills, and our organisation has acquired staff with relevant training, expertise and experience. Existing staff are provided training to acquire relevant knowledge”.

Accordingly, organisations are technologically ready for MCC. The findings support TOE theory. Kuan & Chau(2001); Oliveira & Martins (2009) confirm technologically ready firms adopt new innovation.

**Top Management Support**

The respondents didn’t envisage that top management support was an issue. Any technology solution that can improve customer services gets top management support.

“We enjoy unwavering support from management with our entire major IT Projects’.

“After we had a good meeting in which we discussed various problems and came up with solutions to which the management were very doubtful off but later realized that it may be a stepping stone towards a better future for the company We came to a resolution that we should carry forward the migration/implementation of MCC into the business’.

But respondents in some organisations were not so certain. When asked about the support from top management, some of the responses were:

“Not yet”

“For Management to support the implementation I don’t think so, because the greatest risk is storing all our clients and staffs information in the internet, let alone the bank details”

The responses on top management support were mixed as could be seen from the above. Such support can positively influence adoption but in the case of MCC the results are mixed. Top management support is a factor identified by the TOE model. Oliveira & Martins (2009) found that top management support helps adoption.

**Size**

The intention to adopt MCC was found to be size neutral. Organisations included in the study sample had varying size (from 30 employees to in excess of 215 employees) but irrespective of the size the respondents were willing to adopt MCC. Though size impacted organisational adoption of innovation according to the TOE our study found that the intention to adopt MCC was neutral to size.
During the course of our study two additional variables emerged, that is, policy framework and industry challenges that prior studies haven’t considered. The effect of these variables is especially important in the context of remote island and developing countries where the lack of appropriate policy framework, eco-system and supporting infrastructure have been found to be major hurdles in adoption of ICT. In developed countries, well designed policy framework underpins the development of any industry. On the contrary, policy paralysis mars the growth in developing countries (Sherlock, 2014). Furthermore, Fiji is sparsely populated and spread over 100 small islands. Furthermore, financial literacy, penetration of mobile phones puts developed countries at an advantage while developing countries like Fiji have to struggle. Accordingly, the revised model proposed by the present study is more appropriate for developing countries like Fiji.

Policy-framework and industry challenges become particularly important in the context of financial services industry. The industry consists of large subsectors such as banking, insurance, managed funds industry. The financial services industry not only faces heavy domestic regulation but also international regulation. The banking regulators, for example, are unsure whether to regulate virtual currency such as Bitcoins. Wirdum (2016) reports that the European Banking Authority has proposed a virtual-currency specific regulatory body, while there is no regulation of virtual currency in Fiji so far. Similarly, the anti-money laundering legislations are applicable to Bitcoin in Australia (Topsfield, 2016) but several developing countries have yet to make any move in this area. In the context of public cloud computing, the Australian Prudential Regulation Authority stated that the risk management and mitigation techniques have yet to reach required maturity level and potentially threaten regulated entities (Lau, 2015).

As resources and data sharing is at the heart of cloud computing, to develop trust in it, appropriate policy/legal framework needs to exist in any country. India, for example, doesn’t have a dedicated cloud computing regulatory framework consequently some British banks are moving call centres back to the UK (Menon, 2013). Similar is the situation in Fiji and given the data protection issues implicit in cloud computing, a lack of policy framework would impact adoption of MCC by firms as they possess highly sensitive client financial data.

The competitive advantage that cloud computing brings would affect industry players. Large banks would easily adopt cloud computing to quickly respond to market changes and customer needs (Nedelcu et al., 2015). KPMG (2013) found that new business models enabled by cloud computing can fundamentally shift competitive landscapes. For some of the services available through cloud, for example, mobile value-added services, the industry adaptation of cloud would be dictated by network externalities especially the availability of critical mass which is hard in thinly populated and widely spread countries like Fiji. Accordingly, industry challenges in small island countries such as Fiji could impact on adoption decisions.

Industry Challenges

On the competitive pressure influencing the uptake of MCC, the respondents had mixed views. Network externalities was considered to be an issue in mobile value-added services by respondents.

“MCC’s is going to be a differentiator for many business types, including financial institutions. Organisations need to invest in technology to offer such services as their customers begin to use smartphones and other technology for other services”

“Our company is one of the leaders, so we feel our competitors are under pressure to match or improve on service provided by us, however, there is always pressure to improve further and remain ahead of the competition”

Some respondents, however, felt that there is unlikely to be any competitive pressure.
“To some degree. But Fiji is third world developing country so I don’t expect MCC to come rushing in with bang. It will be a gradual revolution. But it will come whether we are ready or not”

“MCC success requires the presence of a critical mass of merchants who subscribe to the system – for example, mobile payments – which can adversely affect MCC.”

Policy/Regulatory Framework

Policy related hurdles do affect MCC which can be considered as a mobile value-added service.

The major hurdles were found to be:

“There is no licensing regime for mobile services which also impacts mobile cloud computing take up”

“The government has no policy on mobile value added services including mobile cloud computing”

“There is no forum available for consumers of mobile cloud computing services to redress grievances which impacts its adoption by them and in turn the organisational provision thereof”

Overall respondents felt that policy/regulatory barriers significantly impacted the uptake of MCC services.

A revised model that incorporates the above two factors is presented in Figure 2 below.

Figure 2. Revised Model
A major contribution of the study is the identification of these two themes (constructs) – policy barriers and industry challenges – that impact adoption decisions. The lack of well formulated policy on cloud computing, typically seen in developing countries in particular, makes it harder for the industry players to venture into new areas and take risks. Industry players also face other challenges such as the lack of critical mass as the present study found. Accordingly, the adoption of innovation model should account for these factors especially when applied to developing countries.

5. DISCUSSION

The aim of this exploratory study was to identify the determinants of MCC. We conducted semi-structured interviews of IT managers in financial services firms in Fiji. The diffusion of innovation theory augmented by the TOE framework provided the theoretical framework. The study confirmed the research model in as much as security concerns, cost savings, relative advantage, compatibility, technology readiness and top management support were found to be positively associated with the adoption of MCC by financial firms. Complexity and size were not found to be relevant determinants in the Fijian context.

Two additional factors emerged from this study, that is, policy barriers and industry challenges especially network externalities. Security concerns, lack of policy framework, industry challenges came to the fore as major hurdles in the way of rapid adoption of MCC in Fijian financial services firms.

MCC adoption brings flexibility in accessing and provision of financial services. It is particularly important in remote islands such as Fiji which is a tourist destination. Clients typically would like to access financial services from anywhere in the world which the MCC facilitates. The availability of real time data is yet another advantage of MCC. Furthermore, MCC is platform neutral in as much as it can run on multiple platforms. It is also cost effective as no license fee or other fees are involved for use and the user pays only for actual use. The modern trend towards green IT also makes cloud computing an attractive proposition that can reduce energy consumption and carbon footprint of firms.

MCC would enable organisations to bring several enhancements/improvements. Importantly, as the data would be stored in the cloud, the investment in local servers and space would get freed. From financial services marketing perspective, organisations that adopt MCC would be preferred by clients due to anytime, anywhere availability. It could provide a competitive advantage for firms. Financial services firms need to consider their requirement before deciding which MCC technology to implement. Cloud technologies are broadly distinguished between infrastructure-as-a-service, platform-as-a-service and software-as-a-service. However, each of these cater to particular organisational needs which would differ by firms. Consequently, it is a strategic decision that firms need to make based on their own service type needs.

The study makes significant contributions to the extant literature on MCC adoption. First, the ability of MCC to improve quality of business operations, its efficiency, and newer opportunities it could generate were found to be the relative advantages. These findings are similar to prior studies, however, the relative advantage of MCC as indicated above were different from those highlighted in prior studies. We suggest that future studies may like to examine the adoption of cloud computing in the light of the above findings and may like to explore the following research question:

RQ1: Is the revised formulation of the construct relative advantage more appropriate for MCC?

Second, the findings suggest that factors such as security concerns and new factors such as policy barriers and industry challenges impact the adoption of MCC. The new factors are particularly crucial in the context of developing countries such as Fiji. While security concerns have been highlighted in prior studies, the new factors that came to the fore is the major contribution of our study. The extant adoption model evolved from developed countries where such issues may not have been relevant but the model can’t be applied as it is to developing countries that face a different set of problems.
We suggest that future studies may consider exploring the influence of these factors, in addition to the factors as per extant adoption models, in other developing countries and suggest the following research question:

RQ2: What influences do the factors such as policy barriers and industry challenges exercise in adoption of MCC?

Third, our findings suggest that factors such as complexity and compatibility may not be relevant in the context of MCC given that it is fairly simple to use. Appropriate training to staff can mitigate any concerns with respect to complexity. Our study also finds that adoption of MCC technology is size neutral and the top management was generally found to be supportive of adoption. The study provides strategic direction for organisations that are considering adoption of MCC. It also informs the cloud computing technology providers the factors that influence organisational adoption thereof.

A limitation of our study is it was based on empirical data collected from one country. The findings may vary according to the context. Furthermore, the penetration of mobile phones would impact the adoption of MCC by consumers and in turn by organisations.

6. CONCLUSION AND FUTURE SCOPE

Drawing from the diffusion of innovation theory and the TOE framework, the present study examined the factors that impact the adoption of mobile cloud computing. The authors focussed on financial services firms which have generally escaped the attention of researchers. The required data was collected by semi-structured interviews of key experts. The authors make a significant contribution to the extant literature by identifying new or additional factors that impact adoption of mobile cloud computing, that is, industry challenges and policy barriers which negatively affect adoption.

The authors suggest that the financial services industry, cloud services providers, regulators and consumer associations collaborate to develop cloud computing market in Fiji. Suitable risk management standards need to be developed for the financial sector such as minimum threshold requirements for financial services firms before adopting cloud computing. It will help allay security concerns about cloud computing and enhance trust. Similarly, firms considering to adopt cloud computing need to follow a risk-based approach which is aligned with their overall corporate strategy and risk assessment.

For future work, we plan to ascertain whether these factors are also impacting mobile cloud adoption in other developing countries such as Ethiopia. Fiji’s population, for example, is less than one million but many African and Asian countries have large population. Consequently, some of the industry challenges such as lack of critical mass may not be relevant in these countries, though similar to Fiji, these countries also face significant poverty, limited financial literacy and mobile penetration.
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### Table 1. Use of Mobile Cloud Computing (MCC) by Financial Services Firms in Fiji – Interview Questionnaires.

| Construct                     | Questions                                                                                                                                 |
|-------------------------------|-------------------------------------------------------------------------------------------------------------------------------------------|
| **Security concerns**         | Could you able to tell us what you consider to be the major data security concerns that your organisation envisages in the use of MCC and how significant these concerns are? |
|                               | Could you able to tell us what you consider to be the major data security concerns that your clients envisage in the use of MCC and how significant these concerns are? |
|                               | What do you consider to be the privacy issues that may arise in MCC? How serious the concerns are likely and what possible remedies are envisaged to address those? |
| **Cost savings**              | In your opinion are the benefits of MCC greater than the costs of this adoption? Can you tell us what according to you are the MCC benefits and costs? |
|                               | In your opinion, does MCC result in reduction of energy costs and environmental costs? Can you give some examples? |
|                               | In your opinion are the maintenance costs of mobile cloud computing very low? If so, what according to you are the reasons? |
| **Relative advantage**        | In your view, does MCC allows businesses to manage business operations in an efficient way? If so, why? Can you give some examples that you know of? |
|                               | In your view, does MCC improve the quality of operations of a business? If so, why? Can you give some examples? |
|                               | In your view, does MCC helps in performing specific tasks more quickly? If so, why? Can you give some examples? |
|                               | Does the use of MCC offers new opportunities to businesses? If so, how? Can you give some examples? |
|                               | Does the use of MCC allows you to increase business productivity? If so, how? Can you give some examples? |
|                               | Does the use of MCC brings considerable mental stress?? If so, why? Can you give some examples? |
| **Complexity**                | Have you come across cases where MCC was found frustrating? If so, why was it the case? Can you give some examples? |
|                               | Do you think MCC is too complex for running business operations? If so, in what respects? What needs to happen so that it can enmesh seamlessly in business operations? |
|                               | Do you think the skills required for adoption of MCC are too complex for the staff of the firm? If so, has appropriate training helped? How did the staff find the MCC after the training? |
| **Compatibility**            | Does the MCC fits seamlessly in the work style of your organisation? Did you experience any specific issues? If so, what were they and how were they resolved? |
|                               | In your opinion is MCC fully compatible with your current business operations? If not, why? What actions would be required for it to be made fully compatible? |
|                               | In your opinion, is the use of MCC compatible with your company’s corporate culture and value system? If there were tensions what were they and how were these resolved? |
|                               | Is MCC compatible with existing hardware and software in your organisation? If not, what changes were required? Can you give examples? |
|                               | Could we ask what percentage of your staff currently have internet access? Is there any plan to further extend the access to other staff? If not, what are the reasons? |
| **Technology readiness**      | Would you be confident to say that your organisation does know how ICT can be used in general to support business operations? |

*Table 1 continued on next page*
Table 1 continued

| Construct                     | Questions                                                                                                                                 |
|-------------------------------|-------------------------------------------------------------------------------------------------------------------------------------------|
| Would you be confident to say that there are in-house skills available to implement MCC? Did you organisation carry out any specific training programs for staff to improve their knowledge and skill of MCC? If so, what was the response from staff? |
| Does the management of your company support the implementation of MCC? How did you secure the support of management for MCC implementation? |
| Does the company’s top management provides strong leadership and engages in the process when it comes to information systems? If so, can you give some examples? If there were instances of lack of support can you give examples? |
| According to you, is your company’s management willing to take risks (financial and organizational) involved in the adoption of mobile cloud computing? If so, can you give some examples? |
| Could we ask what is the total number of staff employed by your company? |
| Could we ask what is the annual business volume in dollar terms of your company? |
| In your opinion, does MCC has an influence on competition within industry? |
| Is your firm under pressure because of competition to adopt MCC? |
| Have some of your competitors already started using MCC? |
| Do you have any other thoughts about MCC that you would like to share with us? |
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