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Abstract—In this letter, we propose reliable covert communications with the aim of minimizing age of information (AoI) in the time-varying channels. We named the time duration that channel state information (CSI) is valid as a new metric, as age of channel variation (AoC). To find reliable covert communication in a fresh manner in dynamic environments, this work considers a new constraint that shows a relation between AoI and AoC. With the aid of the proposed constraint, this paper addresses two main challenges of reliable covert communication with the aim of minimizing AoI: 1) users’ packets with desirable size; 2) guaranteeing the negligible probability of Willie’s detection, in time-varying networks. In the simulation results, we compare the performance of the proposed constraint in reliable covert communication with the aim of minimizing AoI with conventional optimization of the requirement of information freshness in covert communications.

Index Terms—Reliable covert communication, Age of information (AoI), Age of channel variation (AoC).

I. INTRODUCTION

In the sixth generation (6G), secrecy and privacy have key roles such as electronic health records (ERC), financial and identity information transfer, and covering geographical activities in wireless networks [1]. Covert communication is an emerging security technique that aims to protect communications between legitimate transmitter (Alice) and receiver (user), and ensure a low probability of detection by eavesdropper (Willie) [2].

In some confidential scenarios, the timeliness of data transmission in status update systems in wireless communications and some applications, such as military, and real-time industrial Internet of things (IIoT) like factory automation, is necessary, because they become outdated [3]. The new performance metric, age of information (AoI) which quantifies the freshness of the received packet at the destination has attracted researchers’ attention. AoI in the covert scheme is the elapsed time since Alice generated the last received update packet at user [4]–[6]. In [7], the authors characterize a communication scenario that jointly optimizes the covertness and AoI of short-packets. The objective is to optimize block length to minimize average covert AoI in the additive white Gaussian noise (AWGN) channels. A covert communications problem with the aim of maximizing the expected detection error probability subject to an average AoI constraint in block Rayleigh fading channels with a full-duplex receiver that transmits artificial noise to confuse the eavesdropper is proposed in [8].

As mentioned, the goal of covert communications is to prevent detection of communication from Willie’s perspective, and non-orthogonal multiple access (NOMA) as a promising technique in 6G, utilizes superposition coding (SC) at Alice will decrease the truthful probability of Willie’s detection [9]. The covert communication in the downlink NOMA system with two users is proposed in [10]. The authors ensure that the strong user receives the covert transmission and the weak user is cover for the strong user. Moreover, a random power transmit scheme is adopted to further confuse Willie. The covert communication in uplink NOMA is investigated in [11]. Power inversion is controlled by a public user to act as a jammer to prevent detection by the warden, and cover a covert user. Furthermore, power domain NOMA (PD-NOMA) allocates different power domain levels to enable multiple users to be served at the same time or frequency band and each subcarrier maps to more than one user, thereby improving spectral efficiency and reducing the average AoI [12], [13]. The energy-efficient scheduling for AoI minimization in an opportunistic NOMA/OMA downlink broadcast wireless network where users’ equipment operates with different quality of service (QoS) requirements is discussed in [14].

Channel state information (CSI) enables transmissions to be adopted to current channel conditions, which is crucial for achieving reliable communication. CSI is static in coherence time, that is the time duration over which the channel impulse response will not be changed. CSI is therefore outdated after each coherence time duration, hence, we present for the first time the concept of age of channel variation (AoC) which refers to the time duration that CSI is valid. In order to fulfill covert communications and resource allocation based on channel conditions and user requests, CSI knowledge is necessary. Consequently, Alice practically achieves reliable covert transmission by allocating proper power to get a minimum desirable AoI, depending on the channel variation, and the AoC. It appears that reliable covert communications with the aim of minimizing AoI in the presence of time-varying channels, which is a useful scheme for wireless networks, have been lacking in the literature.

Motivated by the above technical knowledge gap, we propose a reliable covert communication framework with the minimum desirable AoI in time-varying channels. In addition to the advantages of PD-NOMA in 6G that are presented in...
the literature, PD-NOMA is able to reduce the probability of Willie’s detection by applying superimposing coding at Alice, and also decreasing the AoI of each requested packet by employing successive interference cancellation (SIC) ordering at each user. We adopt the PD-NOMA technique as transmission technology. We formulate our objective problem as minimizing AoI in transmitted packets from Alice to all users to jointly specify the optimal Alice power allocation and AoI of each user in order to guarantee the negligible probability of Willie’s detection. To achieve reliable covert communication within minimizing AoI for users’ requests with desirable packet sizes, we propose for the first time a new constraint that shows a relation between AoI, and AoC in time varying channels.

In the considered scenario, Willie as an eavesdropper has to decide whether Alice transmitted the packet to users or not. It is a common assumption that Willie has complete knowledge of Alice’s location and this is the worst case of covert communication [15]. Willie takes a decision based on the received signal $y_w$, as follows:

$$y_w = \begin{cases} n_w, \\ h_{aw}\sqrt{p_a}s_k + n_w, \end{cases} \quad H_0, \quad H_1,$$

where $H_0$ and $H_1$ are denoted as the null and the alternative hypothesis to state whether Alice transmitted information $s_k$ with power transmission $p_a$ or not, respectively, and $n_w$ is the AWGN at Willie with variance $\sigma_w^2$. Thus, the power of each received packet $T_w$ at Willie, is:

$$T_w = |y_w|^2 \frac{\psi}{\psi_0} \geq \vartheta,$$

where $\vartheta$ is the detection threshold, and $\psi_0$ and $\psi_1$ are the decisions in favor of $H_0$ and $H_1$, respectively. In dynamic environments, transceivers may not have accurate knowledge of AWGN power. We consider uncertainty for Willie’s noise with a known uniform distribution, that $\sigma_{w,db}^2 \in [\sigma_{db}^2 - \mu_{db}, \sigma_{db}^2 + \mu_{db}]$, is the changing value range in the dB domain, and denotes as $\sigma^2$ nominal noise power, and $\mu$ is the noise uncertainty parameter, that $\mu \geq 1$, and $\sigma^2$ has the following distribution:

$$f_{\sigma^2}(x) = \begin{cases} \frac{1}{2\ln(\mu)x}, & \frac{1}{\mu}\vartheta^2 \leq x \leq \mu\vartheta^2, \\ 0, & \text{o.w.} \end{cases}$$

Based on problem formulation (2), if Alice does not transmit a packet, $H_0$ occurs, whereas Willie decides $\psi_1$ happens, it means false alarm, and the following probability is defined:

$$P_{FA} \triangleq \Pr\{\psi_1|H_0\} = \Pr\{\sigma_{w}^2 > \vartheta\}. \quad (5)$$

Similarly, based on (2), if Alice transmits a packet to users, $H_1$ occurs, whereas Willie decides $\psi_0$ happens, it means he missed the detection, and the following probability is defined:

$$P_{MD} \triangleq \Pr\{\psi_0|H_1\} = \Pr\{p_a h_{aw} + \sigma_w^2 \leq \vartheta\}. \quad (6)$$

Willie uses radiometer to minimize the total error rate of detection [16], that is indicated by $\xi$:

$$\xi = P_{FA} + P_{MD}.$$
C. Detection Performance at Willie

Willie always hopes to minimize the total error rate $\xi$. Hence, we derive the optimal detection threshold $\bar{\vartheta}$ from the viewpoint of Willie in order to find the minimum optimal total error rate $\bar{\xi}$. Based on (4), (5), and (6), the false alarm probability and the miss detection probability at Willie are given by:

$$P_{FA} = \begin{cases} 1, & \vartheta < \frac{\sigma^2}{\mu}, \\ \kappa_1, & \frac{\sigma^2}{\mu} \leq \vartheta \leq \frac{\sigma^2}{\mu} + \frac{2}{\mu}, \\ 0, & \vartheta > \frac{\sigma^2}{\mu} + \frac{2}{\mu}, \end{cases}$$

(8)

$$P_{MD} = \begin{cases} 0, & \vartheta < p_a h_{aw} + \frac{\sigma^2}{\mu}, \\ \kappa_2, & p_a h_{aw} + \frac{\sigma^2}{\mu} \leq \vartheta \leq p_a h_{aw} + \frac{\sigma^2}{\mu} + \frac{2}{\mu}, \\ 1, & \vartheta > p_a h_{aw} + \frac{\sigma^2}{\mu} + \frac{2}{\mu}, \end{cases}$$

(9)

where $\kappa_1 = \int_{\vartheta}^{\frac{\sigma^2}{\mu} + \frac{2}{\mu}} \frac{1}{2\ln(\mu)} \frac{2\ln(\mu)}{p_a h_{aw} + \frac{\sigma^2}{\mu}} dx = \frac{1}{2\ln(\mu)} \ln\left(\frac{2\ln(\mu)}{p_a h_{aw} + \frac{\sigma^2}{\mu}}\right)$, and $\kappa_2 = \int_{\vartheta}^{\frac{\sigma^2}{\mu} + \frac{2}{\mu}} \frac{1}{2\ln(\mu)} \frac{2\ln(\mu)}{\vartheta} dx = \frac{1}{2\ln(\mu)} \ln\left(\frac{2\ln(\mu)}{\vartheta}\right)$.

**Theorem 1**: The optimal detection threshold $\bar{\vartheta}$, which can minimize $\xi$ at Willie, is equal to $p_a h_{aw} + \frac{\sigma^2}{\mu}$, and the corresponding minimum total error rate is given by $\bar{\xi} = \frac{1}{2\ln(\mu)} \ln\left(\frac{2\ln(\mu)}{\vartheta}\right)$. $\hfill \blacksquare$

**Proof**: The detailed proof is reported in Appendix.

According to the minimum achievable total error rate from the perspective of Willie, we design the transmit power of Alice $p_a = \sum_{k=1}^{K} p_k$, to ensure the minimum total error rate $\bar{\xi}$ at Willie to be no less than the specific value, i.e., $\bar{\xi} \geq 1 - \epsilon_w$, where $\epsilon_w$ is an arbitrarily small value.

D. AoI of Received Packets at users

In the proposed system model as mentioned above, Alice periodically generates packets and covertly transmit them to users at the same time. Let $d = \{d_1, \ldots, d_K\}^T$ be the age of freshness of packets that is requested by users. We use AoI as a measure of packets’ freshness that is requested by the $k$-th user at time $t$, and is defined as:

$$d_k(t) = t - a_k(t),$$

(10)

where $a_k(t)$ is the generation time of the newest requested packet by $k$-th user, and we map $d_k(t)$ to $d_k$, $\forall k \in K$. We applied the just in time transmission policy to distinguish the minimum achievable AoI. In this policy, Alice quickly generates a new update packet and starts its service time just after user receives the current update packet in service. Then, the average AoI that users receive the packet is:

$$\bar{A}_a = \frac{1}{K} \sum_{k=1}^{K} d_k,$$

(11)

E. Guarantee Reliable Covert Communication with Desirable AoI

Guaranteeing a reliable covert communication with desirable minimum AoI in the time-varying channel, is not always possible under the above-mentioned constraints. As long as Alice is aware of the channel conditions and how much is valid, she will be able to ensure reliable covert transmission. The validity of knowledge is directly proportional to the AoC, therefore Alice should send the packet to all users prior to channel variation. Therefore, Alice investigates channel conditions every $\tau$ second, which is present the coherence time and equal to AoC, and the CSI of a wireless link is constant within each $\tau$. We propose for the first time a system model that warranties reliable covert communication with desirable minimum AoI by satisfying the following constraint:

$$d_k \leq \tau - \delta, \forall k \in K,$$

(12)

where $\delta$ is the required time for measuring channel variation, and $\delta << \tau$. Fig. 2 shows the time framing diagram for the proposed new constraint (12). The PD-NOMA technique makes use of SIC ordering, and rate sorting based on problem formulation (1), if $h_{ai} < h_{aj}$, where $\{i, j\} \subset K$, then $R_i < R_j$, and consequently $d_j > d_i$. The result of this constraint causes: 1) Alice can send the requested packets with desirable packet size. Otherwise, Alice is able to send short packets. 2) Alice is always aware of channel variations, accordingly transmits the requested packet, and redecides the level of power allocation if the related AoI takes more than AoC. Therefore, always guarantees reliable covert communication.

III. PROBLEM FORMULATION AND SOLUTION METHODOLOGY

A. Problem Formulation

To obtain the reliable covert PD-NOMA communication system with desirable AoI, we aim to minimize the average AoI by jointly optimizing the transmit power of Alice and the age of the $k$-th user’s packet, subject to the reliable covert constraint, the total transmit power constraint at Alice, the covertness constraint at Willie, the QoS constraint at users. Therefore, the optimization problem is formulated as:

$$\min_{p_d} \bar{A}_a$$

(13a)

s.t. $d_k \leq \tau - \delta, \forall k \in K$, 

(13b)

$$\sum_{k=1}^{K} p_k \leq P_{max},$$

(13c)

$$\xi^* \geq 1 - \epsilon_w,$$

(13d)

$$d_k \log_2\left(1 + \frac{h_{ak}P_k}{h_{ak} \sum_{j=k+1}^{K} P_j + \sigma^2}\right) \geq \frac{S}{B}, \forall k \in K,$$

(13e)

where (13b) guarantees the reliable covert communication subject to the AoI of each user to be less than AoC, (13c)
is confirms that the transmit power of Alice to its serving all users does not exceed the power transmission budget $P_{\text{max}}$, and constraint (13d) guarantees covert transmission from Alice to all users. According to Shannon’s formula, the maximum achievable rate at users by guaranteeing the successful delivery of packets from Alice to user is expressed as (13e), where $S$ is the size of each update packet. The optimization problem (13), due to the non-convex constraints (13d) and (13e), is challenging to solve. To tackle this challenge, in the following, we optimize the transmit power of Alice and AoI of packets alternatively, until convergence is achieved.

**B. Solution Methodology**

Towards making more tractable problem (13), we propose an efficient iterative algorithm. We optimize $d_k$ for given $p_a$ by solving a linear programming (LP), and $p_a$ for any given $d_k$ based on the successive convex approximation (SCA) optimization technique.

1) AoI Optimization: To find the AoI for any given $p_a$, (13) can be solved by optimizing the following problem:

\[
\begin{align*}
\min \quad & \bar{A}_a \\
\text{s.t.} \quad & d_k \leq \tau - \delta, \quad \forall k \in \mathcal{K}, \\
& d_k \log_2(1 + \frac{h_{ak}p_k}{h_{ak} \sum_{j=k+1}^{K} p_j + \sigma^2}) \geq \frac{S}{B}, \quad \forall k \in \mathcal{K}. 
\end{align*}
\]

Since the problem (14) has standard LP form, so it can be solved by existing optimization tools such as CVX [19].

2) Reliable Covert Communication Optimization: To find the optimal transmit power Alice $p_a$ for given $d_k$, (13) can be optimized by solving the following problem:

\[
\begin{align*}
\min \quad & \bar{A}_a \\
\text{s.t.} \quad & \sum_{k=1}^{K} p_k \leq P_{\text{max}}, \\
& \frac{1}{\ln(\mu)} \left( \frac{\mu \sigma_w^2}{p_a h_{aw} + \sigma_w^2} \right) \geq 1 - \epsilon_w, \\
& d_k \log_2(1 + \frac{h_{ak}p_k}{h_{ak} \sum_{j=k+1}^{K} p_j + \sigma^2}) \geq \frac{S}{B}, \quad \forall k \in \mathcal{K}. 
\end{align*}
\]

We write constraint (13d) as (15d) following the Appendix in problem (15). However, should note that it is not easy to solve problem (15) because of constraint (15d) that is non-convex. In the following, with respect to the first-order Taylor expansion, we rewrite the term $R_k$ in constraint (15d) as follows:

\[
\begin{align*}
R_k &= \log_2(1 + \frac{h_{ak}p_k}{h_{ak} \sum_{j=k+1}^{K} p_j + \sigma^2}) \\
&= \log_2(h_{ak} \sum_{j=k}^{K} p_j + \sigma^2) - \log_2(h_{ak} \sum_{j=k+1}^{K} p_j + \sigma^2), \\
&\geq \log_2(h_{ak} \sum_{j=k}^{K} p_j + \sigma^2) - \log_2(h_{ak} \sum_{j=k+1}^{K} p_j^* + \sigma^2) \\
&- \sum_{j=k+1}^{K} \frac{h_{ak} \log_2(e) - \sum_{j=k}^{K} p_j^* + \sigma^2}{h_{ak} \sum_{j=k+1}^{K} p_j^* + \sigma^2}, \\
&\quad \forall k \in \mathcal{K}. 
\end{align*}
\]

where $p_j^*$ is the power of the $j$-th user in the $i$-th iteration. According to problem (16), constraint (15d) is rewritten as follows:

\[
\begin{align*}
d_k \log_2(h_{ak} \sum_{j=k}^{K} p_j + \sigma^2) - \log_2(h_{ak} \sum_{j=k+1}^{K} p_j^* + \sigma^2) \\
- \sum_{j=k+1}^{K} \frac{h_{ak} \log_2(e) - \sum_{j=k}^{K} p_j^* + \sigma^2}{h_{ak} \sum_{j=k+1}^{K} p_j^* + \sigma^2}, \\
&\quad \forall k \in \mathcal{K}. 
\end{align*}
\]

Problem (15) is approximated as the following problem:

\[
\begin{align*}
\min \quad & \bar{A}_a \\
\text{s.t.} \quad & (15b), (15c), (17). 
\end{align*}
\]

Based on the proposed solution methodology, the original problem (13) is partitioned into two optimization sub-problems (14) and (18) that are solved iteratively. Furthermore, the obtained solution in each iteration is used as the input of the next iteration, and can be efficiently solved by software toolboxes like CVX [19].

**IV. SIMULATION AND RESULTS**

In this section, we present numerical results to evaluate the performance of the proposed reliable covert PD-NOMA communication with minimum AoI system. We assume users, and Willie are randomly and uniformly distributed in the coverage area with a radius of $R = 100$ m, and Alice located at the center of area. The network parameters are $\tau = 10$ ms, $B = 1$ MHz, $S = 1$ Kbits, $\epsilon_w = 0.95$, $\sigma_w^2 = -120$ dB, $\sigma_e^2 = -160$ dB, $\mu = 3$ dB, $\alpha \in [2.5 - 3.5]$.

In Fig.3 we demonstrate the average AoI with reliable covert communication versus the number of users for different amounts of power transmission budget, $P_{\text{max}}$. In the optimization problem (13), constraint (13e) is limited by the fixed lower band $S/B$. It means, by increasing the number of users i.e., $K = \{2, 3, 4, 5, 6\}$, the achievable data rate of each user is decreasing, and accordingly the AoI of each user $d_k$, and the average AoI, $\bar{A}_a$ are increasing, which is confirmed in (13e). Therefore, by increasing the number of users in the network, AoI increases. In this figure, we observe that with different amounts of $P_{\text{max}}$, by increasing the number of users, the AoI are increasing. Increased transmitter power budget allocates more power to users, resulting in higher data rates and lower
Aol. Hence, more power budget allocation in the network leads to decreased AoI.

As shown in (8) and (9), the total error rate $\xi^*$ is given by:

$$\xi^* = \min \left\{ \kappa_1, \kappa_2, \kappa_3 \right\},$$

where

$$\kappa_1 = \frac{\sigma^2}{\mu}, \quad \kappa_2 = p_a h_{aww} + \frac{\sigma^2}{\mu}, \quad \kappa_3 = p_a h_{aww} + \frac{\sigma^2}{\mu}.$$  

As a result, the probability of error detection decreases as the Willie moves away from the central region to the edge region.

In Fig. 5, we represent the necessity of constraint (13b). As mentioned above, this constraint guarantees reliable covert communication with desirable minimum AoI. In the absence of (13b), Alice has a blind channel knowledge that covertness precision may be finite or non-exist. We solve our problem formulation (15), and the average AoI is $d_K = 0.4 s$, which is more than AoC. Therefore, Alice should be divided the packet into some nats [7], and send them in iterative time slots $n$, such $n = d_K/\tau$. As a result, Alice monitors the channel variation which is caused by channel fading model or Willie’s movement between different time slots (but be fixed in duration time slot) and decides based on guaranteeing reliable covert communication. Fig. 5a shows the channel variation in communication time, although Alice is unaware if constraint (13b) is ignored. According to channel variation observation, Alice allocates power in the way of preserving the required total error rate of Willie’s detection to users. In Fig. 5b, we show the Alice power transmission decision based on channel variation in different time slots. In the case of considering constraint (13b), Alice power allocation is appropriate to channel variation with the aim of reliable covert rate protection, while without considering constraint (13b), Alice allocates power with steady state. In Fig. 5c, we clarify the impact of constraint (13b) on the reliable covert with minimum AoI. In the covert communication, the channel gain between Alice and Willie, and the power level of Alice are two effective parameters for Willie’s detection. With the existence of constraint (13b), Alice monitors the channel variation and sets the power allocation to users properly to satisfy QoS, minimum AoI, and reliable covert communication, jointly. The blue dash line acknowledges that without considering constraint (13b), in some time slots Willie crosses from the threshold line of covert warranty. Moreover, it can detect that there is a communication between Alice and users, hence Alice guarantees the covert communication incorrectly.

V. CONCLUSION

In this letter, we proposed a reliable covert communication with desirable minimum AoI in time varying channels. We apply PD-NOMA as a transmission technology to improve the covertness and AoI by adopting superposition coding at the transmitter and SIC ordering at the receiver, correspondingly. A new constraint represents the requirement of jointly reliable covert communication and minimum AoI, which expresses AoI should be less than AoC. In other words, Alice is responsible for answering the requested packet based on their QoSs, and the maximum power transmission budgets with reliable covert communication in a minimum AoI manner, While Alice should find the AoC, which is equivalent to the coherence time, so divide the AoI of each packet $d_k$, into the AoC $\tau$, and send iteratively in each time slot $n$. Hence, Alice monitors the channel condition at the start of each time slot and jointly transmits users’ requests in a reliable covert and fresh manner.

APPENDIX A

PROOF OF THEOREM 1

As shown in (8) and (9), the total error rate $\xi$ is given by:

$$\xi = \min \left\{ \kappa_1, \kappa_2, \kappa_3 \right\},$$

where

$$\kappa_1 = \frac{\sigma^2}{\mu}, \quad \kappa_2 = p_a h_{aww} + \frac{\sigma^2}{\mu}, \quad \kappa_3 = p_a h_{aww} + \frac{\sigma^2}{\mu}.$$  

It is obvious that $\xi$ in case of $\frac{\sigma^2}{\mu} < \frac{p_a h_{aww}}{\mu}$ monotonically decreasing function of $\sigma^2/\mu$. As such, the optimal detection
threshold is obtained by $\vartheta^* = p_a h_{aw} + \frac{\sigma^2}{\mu}$ and the corresponding minimum total error rate is $\xi^* = \frac{1}{2 \ln(\mu)} \ln\left(\frac{\mu \sigma^2}{p_a h_{aw} + \frac{\sigma^2}{\mu}}\right)$.
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