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Abstract: Academics and businesses alike tend to fail at understanding how the IoT revolution is monetized. We outline three main categories of how IoT will impact business models: (a) improved customer matching and tracking of marketing returns, (b) individualized offers and pricing when consumer demand and price elasticities can be identified, and (c) smart device and usage monitoring that allows for outcome-based contracts and servitization. Data convergence creates context-based-intelligence, which enables a shift from using consumer profiles for targeted advertising to individualized offers and pricing. The required depth of both consumer data and understanding of context will require collaborative efforts between companies and blur the lines between industrial- and consumer-IoT applications. Outlining concerns for privacy and cybersecurity, we find that consumer demand for decision-simplicity and relevant content aligns with the business model of “free” services in return for data, despite consumer concerns relating to data collection.
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1. Introduction

The Internet of Things (IoT) revolution makes it possible to collect real-time data on the preferences and activities of consumers and set these in a geographical and temporal context [1]. The rapid development of IoT is illustrated by the fact that 90% of the world’s data was generated during the last two years, and that the pace is still exponentially increasing towards an amount of data that is 40 times the size of 2017 by 2020 [2]. This is fueled by appliances, vehicles and smartphones that are rapidly becoming data-gathering devices. However, just as consumers tend to lack understanding of the data that is collected about them [3], companies typically fail at understanding how big data translates into monetization [4,5].

This study provides a review of the business impact of IoT by categorizing three main drivers of business model impact, covering both consumer- and industrial-IoT applications. The former refers to goods and services targeted to end-users such as smartphones, and the latter are services that create industry transformation such as data aimed at supply chain efficiency [6].

From an academic perspective, most smart-city research emphasizes public sector applications of IoT and government-driven initiatives to achieve goals relating to issues such as knowledge-transfer, mobility, and sustainability [7–10]. Research analyzing the business impact of IoT tend to be application specific, covering topics such as smart contracts [11], healthcare [12], or smart-city technologies for mobility [13,14]. From a business model perspective, a more holistic perspective on the impact of IoT is necessary [6,15–19].

The impact of data is rapid and is closely related to the development of low-cost sensors and network technologies such as LTE, Wi-Fi, Bluetooth, and the fifth-generation of mobile networks (5G) that make it possible to both collect and transfer ever larger amounts of information [20]. Improved cloud storage and computing solutions allow for cost-efficient and fast computing, in addition to insights through AI algorithms.
Despite enormous amounts of data collection, there is still a lack of understanding about how to capture value from data, among both academics and practitioners [5,6]. Most corporate big data projects fail [21], and social scientists sometimes stress the difficulty in creating insight from big data [22], as large datasets could tell us large scale patterns but not create contextual depth [23]. Recent research stresses a need for additional research on the impact of IoT on society and business [6].

Closely related to how IoT will impact business models is the issue of cybersecurity and privacy. When consumers use services such as social-media, mapping tools that provide directions, platforms to find goods, services and housing, users trade personal information in return for a “free” service [24–26]. This allows companies to gain insight into consumer preferences and learn about what content they should be exposed to. Consumer insights enable data-driven business models, such as retailers that target their advertising efforts, automakers collecting data on driving patterns to predict breakdowns, and ridesharing services setting prices through monitoring of congestion and demand patterns [27–29].

The outline of this study is as follows. Section 2 provides a background on consumer profiling from a marketing perspective, as advertising is at the forefront of data driven industry disruption. Section 3 outlines three main ways of business model impact from IoT across industries: (a) improved customer matching and tracking of marketing returns; (b) individualized offers and pricing, and (c) device and usage monitoring. Section 4 summarizes concerns raised in relation to privacy and fairness. Section 5 concludes.

2. Background: Internet of Things and the Consumer Profile

Researchers have noted a shift in the overall analysis of IoT, going from a pure technology perspective to viewing IoT as a business ecosystem, and going from analysis of a singular firm towards an eco-system of organizations [19]. This aligns with researchers that have focused on analysis of networks, by separating the network value of partners (“who”), sources of value creation (“where”), and the benefits of collaboration (“why”) [16,17].

The ever-increasing amounts of personal data that is collected, transferred, and analyzed illustrates that the eco-system approach is necessary to understand the impact of IoT on business models.

This shift in focus towards eco-system business models is known as “value designs” [15]. Four pillars are used to evaluate business models in such a framework; value drivers, the motivations to create value, and the value nodes, which refers to the parties, networks and processes for value creation. For a retailer, a value driver is the ability to increase sales, while the ability to find the right partners for data-sharing, or algorithm development is a value node. Value exchanges are the tangible and intangible flows of value between nodes in the ecosystem, such as money or insights. Value extracts are components that extract value, i.e., monetization, such as a specific service offering [15,19].

At the center of the above-conceptualized data eco-system are companies such as Google and Facebook that have their entire business models based on the collection of data, and an industry of data brokers, such as the company Acxiom, that collect consumer data and sell it to third parties. In 2012, their database was estimated to have information of about half a billion consumers, with about 1500 data points per person [28].

As consumer data is collected, transferred, and analyzed to guide decisions across industries, it is becoming an increasingly valuable asset that is bought and sold like any other commodity. Across industries, customer databases are a substantial part of corporate value [30]. Illustrations of this value are sales of customer databases, securities issued with consumer data as the underlying asset, that companies are developing new insurance solutions based on data transfers [26], and massive interest in IoT and data driven businesses from venture capital.
2.1. The Consumer Profile: Reaching the Right Person for Goods and Services

The technology sector is becoming an increasingly dominant part of the economy, and it is in large due to the concept of the consumer profile. The value of personal data can be described in terms of advertising. A newspaper ad is worth very little per view if it we cannot identify those who are exposed to it; traditionally, a common truth among marketers was that; “I know that half of my advertising dollars are wasted . . . I just don’t know which half” [31]. Not only have marketing efforts by companies traditionally been limited in terms of making sure that they are exposed to the right target audience, but the actual effectiveness of campaigns has been difficult, if not impossible, to measure. Looking at these issues, companies like Google have had a transformative impact—shifting marketing spending from traditional sources towards online search advertising, as it becomes possible to; (a) spend more selectively on those with a higher likelihood of responding through profiling based on location and search history, and (b) track the impact of advertising.

The more detailed the consumer profile becomes, the more targeted campaigns become—consequently increasing the price of each individual add. An example is so-called AdWords campaigns, where ads are shown based on search keywords, so that the company offer is shown when people search for their product or service type. This type of campaign typically includes several ads with different texts targeted at different groups of consumers based on their geography, device segmentation, and product type [32]. This is where the convergence of data sources and location-based information comes into play. In fact, many applications now run in the background of devices with the purpose of tracking location for advertising purposes [26].

Facebook now show ads based on geolocation and display ads based on the user’s history of viewing pages, groups, and events. The ability to collect, store, and analyze big data will make it possible for say, a diaper manufacturer, to identify families with small children, who buy a competing brand, and use targeted offers to identify their price sensitivity and the cost of getting a specific customer to switch brand. It is likely that this will lead to marketing wars when companies identify and target their—and their competitors—target customers [33–35].

Marketing, customer acquisition, and retention is now fundamentally changing as it becomes possible to monitor the effectiveness of campaigns. The ability to measure ROI on advertising helps companies to direct effort where it has the most effect i.e., how many views of an ad resulted in a purchase, signup, web page visit or lead—all of which are tracked by Google for those who purchase ads [36]. As this type of data improves the consumer profile, customer lifetime value can be estimated and related to the cost of acquisition, and customer intent and position in the buying cycle can be identified (i.e., what products a customer wants or needs) [37]. When this type of estimation is done on data from social media interactions, comments, reviews, search queries, the concept of the constantly connected consumer becomes a reality [38], and a resulting shift towards a two-way dialog between companies and consumers.

2.2. Context-Based Intelligence: Reaching the Right Person, at the Right Time, at the Right Location

Data is now transforming industries beyond the initial application of consumer profiling for advertising purposes. Insights on demand, preferences, usage of goods and services create value through marketing and product offerings. The commercial value that is created by converging data is exponential, and this is resulting in both new service offerings and new ways for marketing when information on consumption, location, preferences and even health are merged to form an increasingly granular consumer profile. Drugstores CVS and Walgreens gain access to the number of steps taken from wearable devices, records of blood glucose values, and prescription history, in exchange for discounts to customers that participate [39]. Similarly, some life insurance premiums are now set based on data from fitness trackers [40], and insurance companies just received regulatory approval to use social media information to assess risk [41].
Offline and online activity is now converging in consumer profiles, so when Google and Mastercard collaborate, online searchers can be used to understand offline purchases—such as what browsing a certain product tells us on subsequent purchases at physical stores [42]. Similarly, Facebook buys third-party data on your characteristics and offline activity, to create an even more granular understanding [43]. Biometric and health data such as heart-rate and movement is creating new opportunities and has already been found to be merged with social-media information to target consumers [44]. Facial recognition technologies are connected to payment in stores and public transit, and monitoring of public and private spaces is becoming increasingly prevalent [26]. This will allow companies to identify individuals entering a store, and the context of consumption.

When companies create insight from data, and use it to drive business decisions, this implies context-based intelligence, i.e., \"The ability to understand the limits of our knowledge and to adapt that knowledge to an environment different from the one in which it was developed\" [45]. Context-based intelligence and the convergence of personal data are closely related, as the latter enables the former and that every time an app or service is used, it creates additional data that feeds into services in what can be likened to a feedback loop.

An illustrative example of what context-based intelligence implies is that search engines personalize search results based on search history and social activity—so when Google knows more about an individual’s habits, preferences, location, and network, it becomes possible to tailor search results even better—and notably increase advertising revenue when the match between product and likely buyer becomes increasingly accurate. Consumers actively participate in creating insight on their demand and preferences. A key part of this trend is what is referred to as the \"quantified self\" and \"lifelogging\"—people gaining self-knowledge through collected data about themselves. Typical examples are fitness trackers, \"smart\" scales, applications aimed at tracking locations of interest, identification of DNA and heritage, and identification of human microbiomes related to behavior [46].

App-based services are often based on the continuous tracking of movement, as location-based services (LBS): \"integrate a mobile device’s location or position with other information so as to provide added value to a user\" [47]. This enables an ad for a coffee shop near you, or a free coupon to the gym close to your work. As we carry our smartphones everywhere, LBS is at the heart of monetizing consumer data. Looking forward, LBS will be increasingly integrated into a key variety of solutions—and be essential for autonomous applications and virtual reality—as knowing the location of various things at the same time and relating it to mapping data is essential for such systems.

3. Categories of IoT Impact on Monetization

As customers carry their wearable devices, they create data trails from activity such as searches, purchases, and movement. Companies will be able to continuously follow their changing needs and preferences over time. It is also possible to monitor usage and performance of devices, which in turn enables new business models.

We outline three main categories of impact from IoT on Monetization, that we define below.

3.1. Customer Matching and Tracking of Marketing Returns

Application integration, collaborations, and third-party data transactions enable better insights and linkage of offline and online activity. Social media companies are increasingly either buying or collaborating with companies that provide additional data points [48]. Examples of characteristics that are used by Facebook to filter advertising are “1. Location 2. Age 3. Gender 4. Language 5. Education level 6. School 9. Ethnic affinity 10. Income and net worth 11. Home ownership and type 12...14. Square footage of home 15...16. Household composition 21. Users in new relationships 29. Mothers, divided by \"type\" (soccer, trendy, etc.) 33. Employer 39. Users who plan to buy a car (and what kind/brand of car, and how soon) 50. Users who have donated to charity (divided by type) 61. Early/late adopters
of technology... 65. Number of credit lines... 66. Users who are active credit card users... 69. Users who carry a balance on their credit card... 71. Preference in TV shows. 80. Users who buy groceries (and what kinds)... 85. Users whose household makes more purchases than is average... 87. Types of restaurants user eats at.” [49].

With this information, companies can have their content or campaigns displayed for the most relevant audience. Another industry example is what Google describes as their “Customer Match”. A tool for companies to “use your online and offline data to reach and re-engage with your customers across Search, Shopping, Gmail, and YouTube. Using information that your customers have shared with you, Customer Match will target ads to those customers and other customers like them.” [36].

Consumer profiling is not only about the initial matching of campaigns with potential customer. It is now possible to track the effectiveness of a particular campaign when marketers can link exposure to an add and a subsequent action or purchase. Identifying if a campaign was effective and on whom a dollar spent on coupons, promotions or any other marketing effort made a difference, and on whom it was wasted.

Despite spending upwards of 20% of revenue on campaigns, large companies have historically had little insight into their effectiveness [50]. Marketing efforts are typically analyzed in isolation, and without knowledge about any counterfactual outcome. Consequently, most marketers often misattribute outcomes to marketing efforts, and finance departments tend to doubt if marketing spending is worthwhile as the returns are double counted—so when added together, the marketing ROI sometime adds up to twice the actual sales [51].

The need for looking at the whole picture when analyzing return on marketing investment (ROMI) is amplified by companies marketing their products through several touch points and sales channels—so when a consumer is exposed to car reviews, paid adds, YouTube content, billboards, and mail campaigns, the question of how to attribute a final sale arises. This is where companies take advantage of increasingly data-driven strategies as it becomes possible to track who got exposed to what and use algorithms to determine optimal marketing strategies [51]. IoT and data convergence is central for the ability to identify target audiences and measure ad effectiveness. An illustration is that the effectiveness of Facebook ads can now be tested by seeing how exposure in a person's feed translates into in-store purchases, phone orders, and bookings through their “Offline Events” service that also measures offline return on ad spend and allows companies to reach people based on what actions they take offline, in addition to audiences believed to be similar to those they have offline data for [52].

The ability to communicate with consumers through smart devices is an essential enabler of the constantly connected consumer, as the data that is created when the application is used becomes additional data-points in the overall consumer profile. The device is also a medium of communication and a channel that enables additional sales and marketing.

As companies become able to identify their most likely consumers, the next step is to design the best fitting offering for those consumers, based on insights about the individual and context. We cover this in in the following section.

3.2. Individualized Offers and Pricing

From a marketing perspective, context-based-intelligence is about giving people the information they want, when they want it [53]. As smartphones create “hyper-context” into customer preferences, they enable strategies for timely and targeted campaigns [33].

Analyzing the future of marketing, Rust [54] notes that technology, notably AI and IoT, drives deeper customer relationships and expansion of the service economy. It is also noted that these trends make the 1960s-style 4 Ps increasingly obsolete.

3.2.1. The Impact of Decision Simplicity

Smartphone users value simplicity and seldom actively search information on the internet—on average, making only 1.25 online searches [53], while spending 3.35 h on
their mobile devices every day [55]—it becomes increasingly important that applications basically spoon-feed the user with information perceived as valuable [53]. Examples of this type of context-based intelligence is that an iPhone automatically keeps track of where a car was parked and shows suggested routes in the morning (knowing that it is likely that the user will drive to work). Similarly, Facebook and LinkedIn show users increasingly relevant content by understanding how user interest and context interplays [49].

As brand loyalty is declining and consumers increasingly value simplicity, the ability for a company to have enough data points and contextual understanding will be essential for customer acquisition and retention. In fact, the single most important factor for making a customer “sticky” in the sense that they follow through on intended purchases, make continuous purchases, and recommend the products to others is “decision simplicity”, meaning how easy it is to get information about the product or service that is deemed trustworthy and allows for an efficient comparison of options [56]. We find that a consequence of these consumer preferences is that what the customer wants aligns with the business model of search advertising based on consumer profiling.

3.2.2. Identification of Consumer Price Elasticities

Consumer profiling can provide insight into the preferences and purchasing power of consumers, so that a company can individualize offerings and prices. Individualized pricing is already seen in the insurance industry, with health and life insurance premiums set by fitness tracking data [40], or car insurance set by where and when someone drives [57]. Employers such as BP incentivize employees to allow for tracking of fitness and movement through wearables [58]. Similarly, it is now possible to identify financial risk using spending habits and bank account flow data, which is improving risk management in finance [59], and machine learning is now “taking credit-risk scoring to the next level” according to the company SAS [60]. Not only is risk management improved, but companies also have the ability to individualize interest rates and insurance premiums—i.e., prices—to a much higher degree.

Consumer profiling is also about how an individual is likely to spend and the ability to set prices through “behavior-based pricing” [61]. Researchers have given some attention to the overall market implications of targeted advertising, having found that it has the potential to increase business sector profits under certain conditions [62]. Other studies indicate that targeted advertising leads to increased market fragmentation and results in local monopolies [63]. Consumers could however benefit more than companies in some scenarios, with studies of individualized smartphone-based offers finding that profits increase from unilateral price differentiation, but that these returns are likely to be mitigated by competitors engaging in similar practices [35]. Similarly, the ability to set higher prices for consumers with a strong preference of the product is offset by increased price competition for value conscious shoppers that compare price [64].

A loyalty program at a grocery chain can serve as an example of how behavioral based pricing can be applied. Consumers receive offers based on past purchasing habits and other information on likely preferences. If a consumer has small children, they might get targeted offers for diapers. The customer relationship management program (CRM) keeps track if whether or not a consumer took up on specific offers. Thus, if a discount of $1.5 on a new brand of pasta sauce does not work this time around, perhaps a $2 offer will be offered next week. Over-time, it will be possible to identify price-sensitivities and break it down by product, so that offers can be tweaked to maximize the likelihood of a purchase. It will be possible to identify what promotions someone responds to and drives loyalty behavior, so that an exact customer value can be assigned based on expected contribution to profit over time.

As the limits of big data analysis decrease, it makes it possible to gain unprecedented insight into human behaviors and prediction of actions when the data is both deep in insight and large in numbers. Research aimed at linking personality with spending habits [65] enables identification of personality traits and likely spending from credit card data.
3.2.3. The Components of Individualized Offerings

We propose to conceptualize the impact of individualized goods, services, and pricing into three main categories of enabling data and analytics, as companies need to: (a) know their consumer, (b) the context in which the consumer is currently in, and (c) understand how consumer needs and preferences interacts with context so that it can be translated into an offering of a good or service. (a) requires large amounts of data of previous activities, while (b) adds the complexity of dynamically updated data i.e., for context to be relevant, a company needs to be able to take advantage of an opportunity. (c) requires analytics, that finds the needle in the haystack in relation to understanding how past behavior translates to future behavior, and the impact of context.

3.3. Device and Usage Monitoring

The ability to gather, store, and process big data can have a profound impact on all aspects of the corporate Value Chains, i.e., the set of activities conducted to deliver a service or product [66], and create competitive advantage through more efficient logistics, operations, marketing, and service.

For supply chains, knowing the location of all products, supplies, and deliveries enables precise estimates of estimated time of arrival.

Smart devices create the ability to monitor the performance of a product, such as a car, which enables better life cycle management by predicting when the car needs servicing and what parts that will break—based on observations from hundreds of thousands of other cars—which in turn can be used to optimize capacity and inventory at local service centers. It also enables new and more efficient ways of contracting across the supply-chain, such as outcome-based contracts when the manufacturer can identify if a particular part performed in accordance with specification [22]. Smart devices allow companies to predict issues such as how breakdowns correlate with usage and weather, and lower risk by more precise predictions of how a piece of equipment will perform. However, to reap the benefits of IoT, all parties along the supply chain need to collaborate on what data to collect, and the standards it should take [67].

For capital goods, this ability to create insight from data enables a shift towards product-service system (PSS) business models that are focused on as a system of products and services that are continuously updated to meet customer needs [23]. PSS has been driving profits for goods manufacturers as services increase margins [68]. This entails a completely new value proposition and business model [69]. Similar to how software as a service (SaaS) changed how enterprise applications are sold, companies across all industries transition of from a product-centric business model towards a continuous service-centric business model, through what is known as Servitization [70].

For advanced—business-to-business—products, companies have used performance and usage data to optimize complex maintenance contracts and extended warranties, thus shifting towards a greater focus on service as IoT enables better risk management. Traditionally, risks have been too high for servitization of the core product [71]. However, better management of assets and the ability to monitor performance is changing this. Prominent examples of companies that have managed to do this shift are Rolls-Royce Aerospace, offering power-by-the-hour, so that the buyer buys say 20,000 h of operation rather than an airplane engine; Xerox having shifted from selling printers and copying machines to selling complete solutions for document management; and Alstom selling train-life services spanning installation and servicing of a train over several years. Typically, this implies a 10-year contract, where the manufacturer shares some of the risk that the equipment works, and the buyer has a payment scheme that is linked to actual usage [72]. The long-term nature of this type of business model, and the necessity to understand the customer business model, naturally leads to much closer business relationships—leading to both business model and organizational impact [73]. Often, new offerings emerge, with an example being that the network manufacturer Ericsson has shifted from selling...
network equipment towards solutions for telecoms providers spanning maintenance and data insights through AI [74].

When customer needs are understood, typically services adapt, such as a logistics company using trucks on a pay-per-mile model, with costs and maintenance as part of the contract [72]—in contrast to just buying trucks. This shift across industries is often driven by outside forces. Notably, technologies that fundamentally change an industry—such as AVs that are predicted to change the automotive industry. Automakers are responding, as Ford is now stating that they have shifted from selling cars to selling mobility and investing in ridesharing applications and AV technology [75]. Similarly, Volvo has increased focus on monthly car plans rather than just selling cars [76]. And data is central in the ability to tailor the product to customer needs, optimize risk management, supply chain contracts, and manage the inbound and outbound logistics.

IoT makes it possible to better manage both revenue and costs, and risk will be shared across a greater number of parties that will be bound for longer-periods of time. This provides incentives to increase trust and fundamentally change how sales are done—illustrating how both operations and business models change.

Impact of Data on Pricing

As devices and applications collect ever more data, a key aspect that will change business models is the monetization of this data, shifting the model from making money from selling a product or a service towards gathering data, with the initial product and service being an enabler that is optimized for creating insight. This is a fundamental part of the data-for-service model of smartphone apps, but is also impacting sales of devices such as TVs that collect data on what users watch, and when [77,78], vacuum cleaners that collect home layout data [26], fridges that monitor how often someone opens the door [79], and cars that monitor travel patterns and in-car activity [80].

Even as smart devices might not be completely free, the value of the data will change the model for how companies gain competitive advantage. Companies that are skilled at monetizing their data will succeed in the marketplace through an impact on pricing. Across industries, data from smart devices can generate revenue, and enable lower priced products. This creates a business model where a traditional approach is blended with the data-for-service business model.

4. Concerns for Cybersecurity, Privacy, and Fairness

Several regulatory issues emerge relating to consumer profiling, such as that of fairness and transparency when consumers trade personal data in return for services, that of heightened risk associated with security breaches and the consequences of algorithmic bias as algorithms become pervasive in determining increasingly important commercial and social aspects of life.

4.1. Regulations, Privacy Policies, and the Return on Data

The current model where consumers trade their personal data in return for using a service has been criticized. However, there has been almost no analysis of the relationship between the utility gained by consumers and the value of the data they provide—the “Return on Data” [81]. As such, it is impossible for consumers to compare data-for-service deals. Thus, some researchers suggest that this return needs to be analyzed in conjunction with privacy laws [81]. Others suggest entirely new models for transacting data. Notably, the personal-data-economy (PDE) model implies that companies would buy data from individuals, giving every persona a piece of the action when data is monetized. Another alternative is the pay-for-privacy (PFP) model where users of a service would pay extra in return for not giving up data and receiving personalized adds [25]. Although promoted by some, actual implementation of these models would be highly complex. There are also concerns that these models might exacerbate existing inequality issues as lower income and less educated consumers would be unfairly targeted [25], and studies show that lower
income individuals have a lower confidence in their ability to protect their digital data, in addition to also experiencing higher degrees of monitoring [82].

Algorithms are “Unseen and almost wholly unregulated” [83], so that when the consumer sees the service—but not the underlying consumer profiling data that enables it—it can be likened to the tip of an ice-berg. Questions relating the impact of targeted offers and individualized pricing in relation to fairness arise when offerings are based on a consumer’s perceived willingness to pay and psychological traits [84]. Potentially, companies would be able to identify psychological traits associated with bad financial decision-making and make offers that take advantage of those traits.

Almost every time an app is installed or even a device is used, some information is traded in return for this service—so the company gets access to location, photos, search activity, music listened to, and so forth [85]. As data is becoming more valuable and the amount of it that is collected increases, regulation is increasing, with the European Union through the General Data Protection Rights law (GDPR), leading in increasing individual rights coupled with an enforcement regime. The United States is characterized by a decentralized regime with little ability to enforce those regulations that exist, in addition to a greater focus on commercial needs [86].

On an individual basis, consumers are increasingly concerned about advertisers and companies getting access to their social media information. Sixty-one percent of respondents in a study of U.S. adults stated that they wanted to do more to protect their privacy [87]. Similar results can be seen in the recent studies in the U.K. [3]. We find that there is an inherent contradiction as individuals are increasingly concerned about their social media data being shared, while also demanding services that offer simplicity and ease of use.

At the moment, it is the privacy agreement or user agreement that regulates what data a company is allowed to collect, and what to do with it (such as transferring it to third-parties) [25]. However, only about 26% of free mobile apps and 40% of paid apps have such policies [88], and most privacy agreements allow for transfer of data to third parties in anonymized form [25,85], or a transfer of data in the case of a company acquisition, merger, or bankruptcy [26]. Academics have made the case that such policies are insufficient [89]. It is also increasingly difficult for consumers to keep track of what is collected, as many third-party applications are built as part of applications and collect data without active consent or privacy agreements [24]. If a policy does not exist, a company is often free to monetize consumer data without risk relating to privacy violations [26].

Consumers are also unlikely to read privacy policies [90], or, if they do, understand this type of documentation [91–94]. In 2014, half of internet users did not know what a privacy policy was [95]—and if they do, researchers question if they understand what they sign up for when installing an app or making a payment through their phone, when they buy a device such as smart TV that tracks usage [77,78], or a toothbrush that tracks brushing habits [85]. Even when providing active consent, consumers are unlikely to understand the full scope of profiling and its implications [25,26,96]. About half of U.S. adults state that they do not fully understand what happens with their data when they share information with companies [87,88,97].

4.2. Probabilistic Inference

Even if a consumer declines a service, or if new regulation makes it more difficult to collect data—technology is now able to fill in the data gaps. Non-consenting consumers are assigned characteristics from similar consumers for which there is a representative sample through probabilistic inference. Machine learning can now accurately identify romantic partners in 55% of cases with only anonymized relationship data and Facebook can identify social relationships even the users are unaware of [98]. Another study was able to identify 90% of consumers from anonymized credit card transactions, stating that even data with very little information provide limited anonymity [26].
4.3. Cybersecurity

As companies are collecting increasing amounts of data—some of it highly sensitive biometric data—the risks associated with cybercrime increases. As noted by Peppet [99], the high likelihood of security breaches and the challenges associated with meaningful consumer consent results in serious concerns relating to discrimination, privacy, security, and consent. Large corporations have seen data breaches of millions of customer records with sensitive information such as social security numbers, address, and credit card information—with one example being the credit scoring company Equifax [100]. The risks associated with biometric data are even higher, as unlike a credit card, the characteristics of your iris or fingerprint cannot be changed [26]. Transfers of health and biometric data are increasing. In 2014, the Federal Trade Commission found that 12 mobile health applications transferred information to 76 third-parties, with some 18 parties receiving device-specific identifiers, 14 receiving user-specific identifiers, and 22 receiving other types of health information [101].

Cyber-threats will become potentially more harmful as algorithms become pervasive in determining key aspects of everyday life such as if a mortgage will be approved and even if a suspected criminal is going to get bail and the length of sentencing. Researchers have begun to address potential solutions for mitigating these risks, emphasizing the need to build trust in how data is managed among consumers [6,102].

With advances in machine learning, risks rise in relation to how such insights can be used when it is possible to identify if a young child has autism through how they use an app [103], depression and mood from how we move [104], and spend [105], linking personality to eye movement [106], the risk of insuring your car through how we drive [107], the likelihood to default on your debt based on spending habits [108], if you are likely to get fired on your new job based on assessment of cultural fit based on the language you use [109]. Online crime is now evolving into protection against increasingly advanced devious manipulation, rather than just brute force data theft. States and criminal organizations could potentially use deep fakes (i.e., fake audio and video that looks convincingly real) and adversarial machine learning for malign purposes and make small changes in datasets to infuse bias in algorithms [110].

5. Summary and Concluding Comments

We have outlined how data is impacting business models and how the convergence of various data layers from devices and applications creates increasingly granular consumer profiles. Specifically, this enables a shift from targeted marketing towards increasingly individualized offers and pricing. A key aspect of this development is that location-based-services set demand and preferences in a geographical context, creating context-based-intelligence.

The outlined development builds on earlier research, as it illustrates the need to view IoT from an eco-system perspective, rather than viewing firms in isolation [16,17]. As data convergence creates context-based-intelligence, companies increasingly need to collaborate to reap the benefits of IoT [67]. Demarcations between industrial- and consumer-IoT applications are increasingly blurred, when data is transferred and used for other applications than initially intended.

We find three primary channels through which data is transforming business models: (1) improved customer matching and tracking of marketing returns; (2) individualized offers and pricing, and (3) device and usage monitoring.

The first category has an impact on value proposition and marketing, through identification of the right target audience and the ability to track the efficiency of marketing campaigns.

The second phase of monetization of IoT data comes from identification of the right consumer, to identifying the best product, price, and timing for an individualized offer for that consumer. This type of individualized services and pricing is enabled by context-based-intelligence and is likely to lead to behavioral based pricing.
The required data components of individualized offers and pricing illustrates the implementation challenge, and the need for a deeper understanding of the data eco-system, as context-based-intelligence will require; (a) the ability for companies to know their consumer, through rich data on previous activities (b) the context in which the consumer is currently in, through near real-time data on geography and social-context, and (c) understanding how consumer needs and preferences interact with context so that it can be translated into an offering of a good or service. As few organizations can achieve the scope of necessary data on consumers and context, collaborations will be necessary, and in-turn drive the commoditization of data.

The third category of IoT impact on business models comes from the ability to monitor devices usage and performance. This enables new ways of contracting across the supply-chain, such as outcome-based contracts with suppliers and more refined risk-sharing when relationships between companies shift from far-in-between transactions of goods to ongoing partnerships, as IoT enables what is known as servitization [73].

As devices gather data that can be monetized, competitive advantage will be gained by lower priced products supported by data revenue, resulting in blended business models that are part traditional and part data-for-service.

From a privacy and cybersecurity perspective, collection of biometric data and generation of psychological insights increase the risks associated with data breaches. We find a contradiction in that individuals are increasingly concerned about privacy, while consumer preferences towards ease-of-use applications perfectly align with consumer profiling.

Author Contributions: The authors confirm the contribution to the paper: conceptualization (H.D. and M.S.); writing—original draft preparation (H.D.); writing—review and editing (H.D. and M.S.). All authors have read and agreed to the published version of the manuscript.

Funding: This research received no external funding. The article processing charges for open access publication were covered by the Global Projects Center at Stanford University.

Institutional Review Board Statement: Not applicable.

Informed Consent Statement: Not applicable.

Data Availability Statement: Not applicable.

Conflicts of Interest: The authors declare no conflict of interest.

References
1. Zanella, A.; Bui, N.; Castellani, A.; Vangelista, L.; Zorzi, M. Internet of Things for Smart Cities. IEEE Internet Things J. 2014, 1, 22–32. [CrossRef]
2. IBM Marketing Experts Predict the 10 Key Marketing Trends for 2017. 2016. Available online: https://totallygaming.com/eventblog/ice-live/ibm-marketing-experts-predict-10-key-marketing-trends-2017 (accessed on 2 October 2020).
3. Cottrill, C.; Jacobs, N.; Markovic, M.; Edwards, P. Sensing the City: Designing for Privacy and Trust in the Internet of Things. Sustain. Cities Soc. 2020, 63, 102453. [CrossRef]
4. Davenport, T.H.; Bean, R. Big companies are embracing analytics, but most still don’t have a data-driven culture. Harvard Bus. Rev. 2018, 6, 1–4.
5. Hui, G. How the Internet of Things Changes Business Models. Harvard Bus. Rev. 2014, 92, 1–5.
6. Shim, J.P.; Avital, M.; Dennis, A.R.; Rossi, M.; Serensen, C.; French, A. The transformative effect of the internet of things on business and society. Commun. Assoc. Inf. Syst. 2019, 44, 5.
7. Albino, V.; Berardi, U.; Dangelico, R.M. Smart cities: Definitions, dimensions, performance, and initiatives. J. Urban Technol. 2015, 22, 3–21. [CrossRef]
8. Ahvenniemi, H.; Huovila, A.; Pinto-Seppä, I.; Airaksinen, M. What are the differences between sustainable and smart cities? Cities 2017, 60, 234–245. [CrossRef]
9. Batty, M.; Axhausen, K.W.; Giannotti, F.; Pozdnoukhov, A.; Bazzani, A.; Wachowicz, M.; Ouzounis, G.; Portugali, Y. Smart cities of the future. Eur. Phys. J. Spec. Top. 2012, 214, 481–518. [CrossRef]
10. Chourabi, H.; Nam, T.; Walker, S.; Gil-Garcia, J.R.; Mellouli, S.; Nahon, K.; Pardo, T.A.; Scholl, H.J. Understanding smart cities: An integrative framework. In Proceedings of the 2012 45th Hawaii International Conference on System Sciences, Maui, HI, USA; pp. 2289–2297.
11. Suliman, A.; Husain, Z.; Abououf, M.; Alblooshi, M.; Salah, K. Monetization of IoT data using smart contracts. IET Netw. 2018, 8, 32–37. [CrossRef]
12. Bram, J.T.; Warwick-Clark, B.; Obeysekare, E.; Mehta, K. Utilization and monetization of healthcare data in developing countries. *Big Data* 2015, 3, 59–66. [CrossRef]

13. Sarker, V.K.; Gia, T.N.; Ben Dhaou, I.; Westerlund, T. Smart Parking System with Dynamic Pricing, Edge-Cloud Computing and LoRa. *Sensors* 2020, 20, 4669. [CrossRef] [PubMed]

14. Mohammad, F.; Nazri, G.A.; Saif, M. A Real-Time Cloud-Based Intelligent Car Parking System for Smart Cities. In Proceedings of the 2019 IEEE 2nd International Conference on Information Communication and Signal Processing, Weihai, China, 28–30 September 2019; IEEE: Piscataway, NJ, USA; pp. 235–240.

15. Shim, J.P.; Sharda, R.; French, A.M.; Syler, R.A.; Pattan, K.P. The Internet of Things: Multi-faceted research perspectives. *Commun. Assoc. Inf. Syst.* 2020, 46, 21.

16. Turber, S.; Vom Brocke, J.; Gassmann, O.; Fleisch, E. Designing business models in the era of internet of things. In Proceedings of the International Conference on Design Science Research in Information Systems, Las Vegas, NV, USA, 14–15 May 2014; Springer: Cham, Switzerland, 2014; pp. 17–31.

17. Chan, H.C. Internet of things business models. *J. Serv. Sci. Manag.* 2015, 8, 552. [CrossRef]

18. Westerlund, M.; Leminen, S.; Rajahonka, M. Designing business models for the Internet of things. *Internet Things Finland* 2015, 1, 10–13.

19. Alansari, Z.; Anuar, N.B.; Kamsin, A.; Soomro, S.; Belgaum, M.R.; Miraz, M.H.; Alshaer, J. Challenges of internet of things and big data integration. In Proceedings of the International Conference for Emerging Technologies in Computing, London, UK, 23–24 August 2018; Springer: Cham, Switzerland, 2018; pp. 47–55.

20. Pedersen, C.L.; Ritter, T. Use This Framework to Predict the Success of Your Big Data Project. *Harvard Bus. Rev. Digit. Artic.* 2020. Available online: https://hbr.org/2020/02/use-this-framework-to-predict-the-success-of-your-big-data-project?ab=hero-subleft-2 (accessed on 3 October 2020).

21. Grubic, T.; Jennions, I. Do outcome-based contracts exist? The investigation of power-by-the-hour and similar result-oriented cases. *Int. J. Prod. Econ.* 2018, 206, 209–219. [CrossRef]

22. Cope, B.; Kalantzis, D. *Print and Electronic Text Convergence*; Common Ground: Champaign, IL, USA, 2001.

23. Razaghpahang, A.; Nithyanand, R.; Vallina-Rodríguez, N.; Sundaesan, S.; Allman, M.; Kreibich, C.; Gill, P. Apps, trackers, privacy, and regulators: A global study of the mobile tracking ecosystem. In Proceedings of the Network and Distributed Systems Security (NDSS) Symposium, San Diego, CA, USA, 18–21 February 2018.

24. Elvy, S.-A. Paying for Privacy and the Personal Data Economy. *Columbia Law Review. Columbia Law Rev.* 2017, 117, 6.

25. Elvy, S.-A. Commodifying Consumer Data in the Era of the Internet of Things. *Boston Coll. Law Rev.* 2018, 59, 423.

26. Rahmat, B. In Seoul, the Future of Transportation Is Here. *Harvard Bus. Rev. 2017*. Available online: https://digital.hbs.edu/platform-rctom/submission/in-seoul-the-future-of-transportation-is-here/ (accessed on 7 November 2020).

27. Singer, N. Mapping, and Sharing, the Consumer Genome. *Harvard Bus. Rev.* Digit. Artic. 2018. Available online: https://hbr.org/2018/02/mapping-and-sharing-the-consumer-genome?ab=hero-subleft-2 (accessed on 3 October 2020).

28. Lewis, A.; McKone, D. To Get More Value from Your Data, Sell It. *Harvard Bus. Rev.* 2019. Available online: https://hbr.org/2019/03/how-to-get-more-value-from-your-data-sell-it (accessed on 3 October 2020).

29. Bradt, G. Wannamaker Was Wrong—The Vast Majority of Advertising Is Wasted. *Forbes*, 2016. Available online: https://www.forbes.com/sites/georgebradt/2016/09/14/wannamaker-was-wrong-the-vast-majority-of-advertising-is-wasted/?sh=13537a4483b (accessed on 15 January 2021).

30. Wordstream Corporate Website. Available online: https://www.wordstream.com/ (accessed on 7 October 2020).

31. Tong, S.; Luo, X.; Xu, B. Personalized mobile marketing strategies. *J. Acad. Mark. Sci.* 2020, 48, 64–78. [CrossRef]

32. Fong, N.M.; Fang, Z.; Luo, X. Geo-conquesting: Competitive locational targeting of mobile promotions. *J. Mark. Res.* 2015, 52, 726–735. [CrossRef]

33. Dubé, J.P.; Fang, Z.; Fong, N.; Luo, Y. Competitive price targeting with smartphone coupons. *Mark. Sci.* 2017, 36, 944–975. [CrossRef]

34. Google. Corporate Website. Available online: https://support.google.com/google-ads/answer/7459421?hl=en (accessed on 4 November 2020).

35. Simpson, I.; Matuszewska, K. Why First-Party Data Is the Most Valuable to Marketers. Piwik Website. 2016. Available online: https://piwik.pro/blog/first-party-data-value/#text=When%20a%20brand%20uses%20first%20time%20each%20audience%20segment%20means. (accessed on 4 October 2020).

36. Wyner, S. Forget the Millennials, the Connected Consumer Is Who You Should Be Chasing. *Forbes*, 2018. Available online: https://www.forbes.com/sites/shamahyder/2018/01/18/forget-the-millennials-the-connected-consumer-is-who-you-should-be-chasing/?sh=31dfb18e4172 (accessed on 5 October 2020).

37. Robbins, R. At Walgreens and CVS, a Push to Collect Customer Health Data by Dangling Discounts. Stat Magazine. 2015. Available online: https://www.statnews.com/2015/11/23/pharmacies-collect-personal-data/ (accessed on 23 September 2020).

38. John Hancock Website. Available online: https://www.johnhancock.com/life-insurance.html (accessed on 5 November 2020).
41. Scism, L. New York Insurers Can Evaluate Your Social Media Use—If They Can Prove Why It’s Needed. Wall Street J. 2019. Available online: https://www.wsj.com/articles/new-york-insurers-can-evaluate-your-social-media-use-if-they-can-prove-why-its-needed-11548856802 (accessed on 5 October 2020).

42. Bergen, M.; Surane, J. Google and Mastercard Cut a Secret Ad Deal to Track Retail Sales Bloomberg. 2018. Available online: https://www.bloomberg.com/news/articles/2018-08-30/google-and-mastercard-cut-a-secret-ad-deal-to-track-retail-sales (accessed on 14 October 2020).

43. Reilly, M. How Facebook Learns about Your Offline Life. MIT Technology Review. 2016. Available online: https://www.technologyreview.com/2016/12/28/154849/how-facebook-learns-about-your-offline-life/ (accessed on 23 September 2020).

44. Cardinal, D. Health Apps Caught Sharing Personal Data with Facebook. Extreme Tech. 2019. Available online: https://www.extremetech.com/computing/286258-health-apps-caught-sharing-personal-data-with-facebook (accessed on 10 October 2020).

45. Khanna, T. Contextual Intelligence. Harvard Bus. Rev. 2014, 92, 58–68.

46. Quantified Self Institute Website. Available online: https://qsinstitute.com/about/what-is-quantified-self/ (accessed on 5 November 2020).

47. Schiller, J.; Voisard, A. Location-Based Services; Morgan Kaufmann Publishers: Burlington, MA, USA, 2004.

48. Ingraham, N. Facebook Buys Data on Users’ Offline Habits for Better Ads. Engadget. 2016. Available online: https://www.engadget.com/2016-12-30-facebook-buys-data-on-users-offline-habits-for-better-ads.html (accessed on 2 October 2020).

49. Dewey, C. 98 Personal Data Points that Facebook Uses to Target Ads to You. The Washington Post. 2016. Available online: https://www.washingtonpost.com/news/the-intersect/wp/2016/08/19/98-personal-data-points-that-facebook-uses-to-target-ads-to-you/ (accessed on 18 November 2020).

50. Deloitte. The CMO Survey, Results by Firm & Industry Characteristics. Deloitte, 2017. Available online: https://cmosurvey.org/wp-content/uploads/2017/08/The_CMO_Survey-Results_by_Firm_and_Industry_Characteristics-Aug-2017.pdf (accessed on 14 January 2020).

51. Nichols, W. Advertising Analytics 2.0. Harvard Bus. Rev. 2013, 91, 60–68.

52. Facebook Corporate Website. Available online: https://www.facebook.com/business/help/339320669734609?id=565900110447546 (accessed on 15 February 2021).

53. Friedman, A. The Future of Search Engines Is Context. Search Engine Land, 2015. Available online: https://searchengineland.com/future-search-engines-context-217550 (accessed on 13 October 2020).

54. Rust, R.T. The future of marketing. Int. J. Res. Mark. 2020, 37, 15–26. [CrossRef]

55. Wurmser, Y. Mobile Time Spent 2018. eMarketer, 2018. Available online: https://www.emarketer.com/content/mobile-time-spent-2018 (accessed on 4 October 2020).

56. Facebook Corporate Website. Available online: https://www.facebook.com/business/help/339320669734609?id=565900110447546 (accessed on 15 February 2021).

57. Friedman, A. The Future of Search Engines Is Context. Search Engine Land, 2015. Available online: https://searchengineland.com/future-search-engines-context-217550 (accessed on 13 October 2020).

58. Schiller, J.; Voisard, A. Location-Based Services; Morgan Kaufmann Publishers: Burlington, MA, USA, 2004.

59. Galeotti, A.; Moraga-Gonzalez, J.L. Segmentation, advertising and prices. Int. J. Ind. Organ. 2008, 26, 1106–1119. [CrossRef]

60. Yier, G.; Soberman, D.; Villas-Boas, J.M. The targeting of advertising. Mark. Sci. 2005, 24, 461–476. [CrossRef]

61. Wang, L.; Lu, W.; Malhotra, N. Demographics, attitude, personality and credit card features correlate with credit card debt: A view from China. J. Econ. Psychol. 2011, 32, 179–193. [CrossRef]

62. Porter, M. Technology and Competitive Advantage. J. Bus. Strategy 1985, 5, 60–78. [CrossRef]

63. Esteban, L.; Hernandez, J.M. Strategic targeted advertising and market fragmentation. Econ. Bull. 2007, 12, 1–12.

64. Sasmal, D.; Villas-Boas, J.M. Behavior-based price discrimination and customer recognition. Handb. Econ. Inf. Syst. 2006, 1, 377–436.

65. Esteban, L.; Hernandez, J.M. Strategic targeted advertising and market fragmentation. Econ. Bull. 2007, 12, 1–12.

66. Iyer, G.; Soberman, D.; Villas-Boas, J.M. The targeting of advertising. Mark. Sci. 2005, 24, 461–476. [CrossRef]

67. Wang, L.; Lu, W.; Malhotra, N. Demographics, attitude, personality and credit card features correlate with credit card debt: A view from China. J. Econ. Psychol. 2011, 32, 179–193. [CrossRef]

68. Porter, M. Technology and Competitive Advantage. J. Bus. Strategy 1985, 5, 60–78. [CrossRef]

69. Lemenen, S.; Westerlund, M.; Rajahonka, M.; Siuruisinen, R. Towards IoT ecosystems and business models. In Internet of Things, Smart Spaces, and Next Generation Networking; Springer: Berlin/Heidelberg, Germany, 2012; pp. 15–26.

70. Sawhney, M.; Balasubramanian, S.; Krishnan, V. Creating Growth with Services. MIT Sloan Manag. Rev. 2004, 45, 34–43.

71. Baines, T. Leading Examples of Servitization. Aston Business School Website. 2015. Available online: https://www.advancedservicesgroup.co.uk/post/2015/09/22/leading-examples-of-servitization (accessed on 14 October 2020).
Sustainability 2021, 13, 2195

73. Bigdeli, A.Z.; Baines, T.; Bustinza, O.F.; Shi, V.G. Holistic approach to evaluating servitization: A content, context, process framework. In Proceedings of the 22nd EuRoMA Conference, Neuchatel, Switzerland, 26 June–1 July 2015.

74. Ericsson. New AI-Based Ericsson Operations Engine Makes Managed Services Simple; Ericsson: Stockholm, Sweden, 2019.

75. Koenig, B. Ford, Declaring Itself a Mobility Company, Revisits an Old Strategy. Adv. Manuf. 2018. Available online: https://www.sme.org/technologies/articles/2018/november/ford-declaring-itself-a-mobility-company-revisits-an-old-strategy/ (accessed on 22 September 2020).

76. Coren, M. There’s a New Subscription Business Model Arriving for Cars. Quartz 2017. Available online: https://qz.com/1142296/a-new-subscription-business-model-is-arriving-for-cars-thanks-to-volvo-ford-porsche-and-silicon-valley-startups/ (accessed on 18 November 2020).

77. Reilly, M. Millions of Smart TVs in The US are Collecting Data About you. MIT Technology Review. 2018. Available online: https://www.technologyreview.com/2018/07/05/2528/millions-of-smart-tvs-in-the-us-are-collecting-data-about-you/ (accessed on 23 September 2020).

78. Gilbert, B. There’s a Simple Reason Your New Smart TV Was so Affordable: It’s Collecting and Selling Your Data, and Serving You Ads. Business Insider, 2019. Available online: https://www.businessinsider.com/smart-tv-data-collection-advertising-2019-1 (accessed on 23 September 2020).

79. DuBravac, S. Most People Just Click and Accept Privacy Policies without Reading Them—You Might Be Surprised at What They Allow Companies to Do. Techcrunch, 2016. Available online: https://techcrunch.com/2016/04/22/digital-data-and-the-fine-line-between-you-and-your-government/ (accessed on 22 September 2020).

80. Fowler, G. What Does Your Car Know about You? We Hacked a Chevy to Find Out. The Washington Post. 2019. Available online: https://www.washingtonpost.com/technology/2019/12/17/what-does-your-car-know-about-you-we-hacked-chevy-find-out/ (accessed on 14 October 2020).

81. Kolt, N. Return on Data. Yale Law Policy Rev. 2019, 38, 77.

82. Madden, M. The Devastating Consequences of Being Poor in the Digital Age. The New York Times. 2019. Available online: https://www.nytimes.com/2019/04/25/opinion/privacy-poverty.html (accessed on 3 October 2020).

83. Angwin, J.; Mattu, S. Amazon Says It Puts Customers First. But Its Pricing Algorithm Doesn’t; ProPublica: New York, NY, USA, 2016.

84. Walton, A. How Poverty Changes Your Mindset. Chicago Booth Review, 2018. Available online: https://review.chicagobooth.edu/behavioral-science/2018/article/how-poverty-changes-your-mind-set (accessed on 7 November 2020).

85. Schlesinger, J.; Day, A. Most People Just Click and Accept Privacy Policies without Reading Them—You Might Be Surprised at What They Allow Companies to Do. 2016. Available online: https://www.cnbc.com/2019/02/07/privacy-policies-give-companies-lots-of-room-to-collect-share-data.html (accessed on 19 November 2020).

86. Barrett, L. Confiding in Con Men: US Privacy Law, the GDPR, and Information Fiduciaries. Seattle Univ. Law Rev. 2019, 42, 1.

87. Rainie, L. Americans’ Complicated Feelings about Social Media in an Era of Privacy Concerns. Pew Research Center, 2018. Available online: https://www.pewresearch.org/fact-tank/2018/03/27/americans-complicated-feelings-about-social-media-in-an-era-of-privacy-concerns/ (accessed on 7 November 2020).

88. Ackerman, L. Mobile Health and Fitness Applications and Information Privacy; Privacy Rights Clearinghouse: San Diego, CA, USA, 2013.

89. Hatcher, S. FTC as Internet privacy norm entrepreneur, The. Vand. L. Rev. 2000, 53, 2041. [CrossRef]

90. Pollach, I. What’s wrong with online privacy policies? Commun. ACM 2007, 50, 103–108. [CrossRef]

91. McDonald, A.M.; Cranor, L.F. The cost of reading privacy policies. ISJLP 2008, 4, 543–568.

92. Jensen, C.; Potts, C. Privacy policies as decision-making tools: An evaluation of online privacy notices. In Proceedings of the 9th Annual Conference on Information Privacy and Security, New York, NY, USA, 11–12 December 2013; Association for Computing Machinery: New York, NY, USA, 2014; pp. 471–478.

93. Cottrill, C.D.; Thakuriah, P.V. Privacy in context: An evaluation of policy-based approaches to location privacy protection. Int. J. Law Inf. Technol. 2013, 22, 178–207. [CrossRef]

94. Solove, D.J. Privacy self-management and the consent paradox. Harvard Law Rev. 2013, 126, 1880–1903.

95. Smith, A. Half of Online Americans Don’t Know What a Privacy Policy Is. Pew Research Center, 2014. Available online: https://www.pewresearch.org/fact-tank/2014/12/04/half-of-americans-dont-know-what-a-privacy-policy-is/ (accessed on 7 November 2020).

96. Kim, N.S.; Telman, D.A. Internet Giants as Quasi-Governmental Actors and the Limits of Contractual Consent. Mo. L. Rev. 2015, 80, 723.

97. Pew Research. Americans Conflicted about Sharing Personal Information with Companies. 2015. Available online: https://www.pewresearch.org/fact-tank/2015/12/30/americans-conflicted-about-sharing-personal-information-with-companies/ (accessed on 7 November 2020).

98. Kearns, M. Testimony before the Subcommittees on Communications and Technology. Algorithms: How Companies’ Decisions about Data and Content Impact Consumers. Hearing on 29 November 2017. Available online: https://energycommerce.house.gov/committee-activity/hearings/hearing-on-algorithms-how-companies-decisions-about-data-and-content (accessed on 22 September 2020).

99. Peppet, S.R. Regulating the internet of things: First steps toward managing discrimination, privacy, security and consent. Tex. L. Rev. 2014, 93, 85.
100. Paresh, D. Credit Giant Equifax Says Social Security Numbers, Birth Dates of 143 Million Consumers May Have Been Exposed. L.A. Times. Available online: https://www.latimes.com/business/technology/la-fi-in-equifax-data-breach-20170907-story.html (accessed on 4 October 2020).

101. Kellog, S. Every Breath You Take. The Washington Lawyer. 2015. Available online: https://old.dcbar.org/bar-resources/publications/washington-lawyer/articles/deceber-2015-data-privacy.cfm (accessed on 3 October 2020).

102. Lindqvist, U.; Neumann, P.G. The future of the Internet of Things. Commun. ACM 2017, 60, 26–30. [CrossRef]

103. Kalantarian, H.; Washington, P.; Schwartz, J.; Daniels, J.; Haber, N.; Wall, D.P. Guess what? J. Healthe. Inform. Res. 2019, 3, 43–66. [CrossRef]

104. Harari, G.M.; Müller, S.R.; Aung, M.S.; Rentfrow, P.J. Smartphone sensing methods for studying behavior in everyday life. Curr. Opin. Behav. Sci. 2017, 18, 83–90. [CrossRef]

105. Murphy, T. I Buy, therefore I Am (Unless I Return It). The New York Times. 2012. Available online: https://www.nytimes.com/2012/04/05/fashion/studies-link-personalities-to-buying-habits.html (accessed on 5 November 2020).

106. Hoppe, S.; LOetscher, T.; Morey, S.; Bulling, A. Eye Movements During Everyday Behavior Predict Personality Traits. Front. Hum. Neurosci. 2018, 12, 105. [CrossRef]

107. O’Connell, B. Telematics Could Cut Your Car Insurance, but There Are Privacy Risks. The Street. 2018. Available online: https://www.thestreet.com/personal-finance/insurance/car-insurance/telematics-could-cut-your-car-insurance-but-there-are-privacy-risks-14493364 (accessed on 4 October 2020).

108. Yale, A. New Credit Score System Might Make It Easier to Get a Mortgage. Forbes Magazine. 2018. Available online: https://www.forbes.com/sites/allyyale/2018/11/01/new-credit-score-system-might-make-it-easier-to-get-a-mortgage/?sh=709221e55a80 (accessed on 3 October 2020).

109. Walsh, D. Look Beyond “Culture Fit” When Hiring. Stanford Business. 2018. Available online: https://www.gsb.stanford.edu/insights/look-beyond-culture-fit-when-hiring (accessed on 15 October 2020).

110. Weber, S.; Kautman, D.; Thomas, D.; Cohn, A. Cybersecurity Futures 2025 Insights and Findings; Center for Long-Term Cybersecurity: Berkley, CA, USA, 2019. Available online: https://cltc.berkeley.edu/2019/02/07/cltc-releases-report-cybersecurity-futures-2025-insights-and-findings/ (accessed on 3 December 2020).