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Abstract—Intelligent transportation system attracts a great deal of research attention because it helps enhance traffic safety, improve driving experiences, and transportation efficiency. Vehicular Ad Hoc Network (VANET) supports wireless connections among vehicles and offers information exchange, thus significantly facilitating intelligent transportation systems. Since the vehicles move fast and often change lanes unpredictably, the network topology evolves rapidly in a random fashion, which imposes diverse challenges in routing protocol design over VANET. When it comes to the 5G era, the fulfillment of ultra low end-to-end delay and ultra high reliability becomes more crucial than ever. In this paper, we propose a novel routing protocol that incorporates mobility status and MAC layer channel contention information. The proposed routing protocol determines next hop by applying mobility information and MAC contention information which differs from existing greedy perimeter stateless routing (GPSR) protocol. Simulation results of the proposed routing protocol show its performance superiority over the existing approach.

Index Terms—Intelligent transportation system, VANET, routing protocol, GPSR.

I. INTRODUCTION

The number of vehicles has gone through an explosive growth in the last few years. Correspondingly, the increase number of vehicles has also brought serious traffic problems, such as traffic jam, gas pollution and the severe traffic safety problems. In the meanwhile, most of the modern vehicles are equipped with electronic devices like vehicular sensors, the global position system (GPS) and digital control center, which provide the possibility of building a communication network. Therefore, the emerging VANETs is aimed at providing efficient network service among vehicles [1]–[3]. In VANETs, vehicles can communicate with adjacent vehicles, base stations, and roadside facilities while traveling on the roads, so vehicles are able to transmit emergency messages to others which can ensure the safety of driving when there is an emergency. In most cases, vehicles are not only required to communicate with the surrounding vehicles but also with the far vehicles. Hence, the important issue in VANETs is how to build a reliable and stable multi hop communication network when vehicles are not within their communication range. There already have been many routing protocols for multi hop communications in MANET which can be divided into several categories. The existing famous topology based routing protocols are AODV, DSR, OLSR, etc [4]–[6]. The existing famous location based routing protocols are GPSR, GPCR, etc [7]–[9].

As a unique form of MANETs, VANETs has a lot of same characteristics compared to MANETs. On the one hand, they are all autonomous networks so nodes can establish wireless connections without the control of base stations. In addition, consider the constant moving status of nodes in VANETs and MANETs, so there is no have fixed network topology. Besides, VANETs differs from MANETs for the following aspects. Firstly, wireless channel in VANETs is unstable, and it is easily affected by roadside buildings, road conditions and other vehicles. Secondly, the network topology changes quickly and the link expiration time is short because of the high velocity and unstable direction of vehicles. Hence, it is a challenge to design a reliable and efficient routing protocol over VANETs.

There exists many related works on the routing protocol in VANETs. In [10], authors design a moving-zone based
routing protocol by establishing moving zones that vehicles will collaborate with each other to send information in a dynamic moving zone. The authors in [11] use distance factor to minimize control overhead by selecting the least number of possible hops. Authors in [12] propose an improved GPSR routing protocol by using vehicle density and design a new data structure in order to carry route information which can be considered when search routing.

In this paper, we propose a novel routing protocol by using the information of mobility along with a MAC collision improvement. As is illustrated in [13], increased density of nodes challenges the utilization of resources, which motivates us to optimize MAC performance. We assume the network operates on the IEEE 802.11 DCF mechanism [14]. In the first step, we calculate the link expiration time using the mobility. In the second step, we estimate the delay in channel contention under 802.11 DCF mechanism and we also consider the greedy strategy. Finally, we calculate the forward weight of node and combine with GPSR routing protocol to determine the next hop.

The rest of this paper is organized as follows. We in section II introduce the proposed routing protocol with mobility and MAC collision improvement. We in section III presents the simulation results under our proposed routing protocol and GPSR routing protocol. Finally, the conclusions are derived in Section IV.

II. THE PROPOSED ROUTING PROTOCOL

We in this section present our modified routing scheme in detail. In the beginning, our greatest wish is to reduce the transmission delay as much as possible since a lot of vehicle applications are delay sensitive. And it’s also essential to enhance link connectivity due to the various speed and direction of different vehicles. We first assume the information of vehicle speed and direction can be collected by GPS and other vehicular sensors. There exists a transmission range and each vehicle can communicate with each other within the transmission range. In common case, we naturally consider that routing with the shortest path is the best which will reduce the number of hops at utmost. The same idea has been used by GPSR routing protocol which can be called the greedy forwarding strategy. However, the actual situation is not always the case and we take Fig.1 for example. The source vehicle 1 wants to transmit packets to destination vehicle 10. The path obtained by GPSR routing protocol is [v1, v5, v6, v10] and it needs three hops. Recall the DCF mechanism in 802.11p, vehicles in the same cluster must experience a MAC layer contention process to use the wireless channel and every time just one packet can be sent. We can see that vehicle 6 has five neighbors in its communication range so it might experience a serious MAC delay than vehicle 8 which only has two neighbors. Therefore, this path may spend more time than the path [v1, v5, v8, v9, v10] which will spend four hops to arrive the destination. Now we first estimate the MAC delay by analyzing the contention process of the MAC layer.

A. MAC Delay Analysis

IEEE 802.11p is the standard protocol in VANETs which illustrates the main technical standards for the PHY layer and MAC layer [15]. The basic scheme is DCF which known as carrier sense multiple access with collision avoidance (CSMA/CA). In this situation, vehicles must sense the channel state before transmitting packets. The contention process in MAC layer can be simplified as follows. Firstly, vehicle initiates a random backoff procedure until the medium is idle for DIFS (DCF Inter-Frame Space) time. If the medium is busy, it must wait and continue the backoff procedure until the medium is idle once again. When the backoff time equals a zero value, a vehicle should first send a RTS (Request to Send) packet, then vehicle wait a CTS (clear to Send) packet in order to make sure the contention is success. Once a vehicle receives the CTS packet in a slot time, the contention is success and it can transmit a packet immediately. On the contrary, if no CTS packet received or vehicle detects a collision within a slot time, the vehicle turns back to the backoff state and start a new round of backoff. Usually, the common algorithm of backoff procedure in CSMA/CA is well-known BEB (Binary Exponential Backoff) algorithm [16]. In BEB, the backoff window doubles when the contention failed and there exists a minimum contention window and a maximum contention window. The backoff time is generated randomly from the window. Through the introduction to the contention process above, we can see that the number of backoff times need to be reduced as little as possible in order to reduce the delay.

In the backoff state, we assume \( P_i(t) \) represents the probability that vehicle \( i \) senses channel idle for time interval \( t \). Therefore, \( P_i(slot) \) can represent the success contention probability of vehicle \( i \) after the backoff state when sensing channel idle for a slot time. Correspondingly, the failure probability is \( 1 - P_i(slot) \). Hence, the probability of \( k \)-th backoff before a successful transmission is

\[
N(k) = (1 - P_i(slot))^{k-1} \times P_i(slot) \quad (1)
\]

Then, we can get the average backoff times of vehicle \( i \) as
Now, we will calculate the probability \( P_i(slots) \). The arrival of a packet of a vehicle can be seen as a Poisson process and the packet arrival process can be seen follow the Poisson distribution [17]. The probability that \( n \) packets arrive at vehicle \( i \) within a time interval \( t \) can be expressed as

\[
P_i(t, n) = \frac{(\lambda t)^n}{n!} e^{-\lambda t}
\]

where \( \lambda \) denotes the packet arrive rate of a vehicle.

We notice that the overall packet arrival rate \( \lambda(j) \) in cluster \( j \) is:

\[
\lambda(j) = C(j) \times \lambda
\]

where \( C(j) \) denotes the whole number of vehicles in cluster \( j \).

Consequently, for vehicle \( i \) in cluster \( j \), the probability that no vehicle else to transmit packets during time interval \( t \) is written as follows:

\[
P_i(t, 0) = e^{-\lambda(j) \times t}
\]

Then we can solve this limit expression. For the sake of simplicity, we first ignore the limit symbol and replace formula (5) to formula (2). The expression can be transformed as follows:

\[
\overline{N}_i = \lim_{n \to +\infty} \frac{n}{\lambda} \times (1 - e^{-\lambda(j) \times t})^{k-1} \times e^{-\lambda(j) \times t}
\]

If the left side of formula (6) multiplied by \( 1 - e^{-\lambda(j) \times t} \), we can get a new formula as follows:

\[
(1 - e^{-\lambda(j) \times t}) \times \overline{N}_i = \sum_{k=1}^{n} k \times (1 - e^{-\lambda(j) \times t})^{k-1} \times e^{-\lambda(j) \times t}
\]

Formula (6) minus Formula (7) and results can be simplified as follows:

\[
\overline{N}_i = \sum_{k=1}^{n} (1 - e^{-\lambda(j) \times t})^{k-1} - n \times (1 - e^{-\lambda(j) \times t})
\]

The first term of formula (8) is geometric series and the second term of formula (8) can be transformed into the problem of solving the limit of continuous function. Obviously, the second term equals zero. Finally, when \( n \) tends to positive infinity and we can get the average backoff times of vehicle \( i \) in cluster \( j \) as follows:

\[
\overline{N}_i = \frac{1}{e^{-\lambda(j) \times \lambda \times slot}}
\]

Fig.2 shows the average backoff times of a vehicle under different \( \lambda \) and different number of vehicles in a cluster. It’s obvious that the less the number of backoff, the lower the MAC layer delay. So we should try to choose the vehicle with fewer neighbor nodes as next hop.

**B. Link Expiration Time**

We assume that the mobility information including vehicle speed and direction can be obtained by GPS device. We also assume each vehicle can collect mobility information of others which within the communication range. Then we can estimate the lifetime of link by calculating LET. LET measures the reliability of a link. The communication range of each vehicle is set to \( R \). According to the moving situations of vehicles on the road, the LET can be expressed into four different conditions which shown in Fig.3. We assume the speed of vehicle \( i \) and vehicle \( j \) are \( v_i \) and \( v_j \) respectively. The coordinates of the two vehicles are \( (x_i, y_i) \) and \( (x_j, y_j) \). Therefore, the distance between vehicle \( i \) and vehicle \( j \) is:

\[
d_{ij} = \sqrt{(x_i - x_j)^2 + (y_i - y_j)^2}
\]

The angle \( \theta_{ij} \) is:

\[
\theta_{ij} = \arctan \frac{y_j - y_i}{x_j - x_i}
\]

Then we can get the vertical distance of vehicle \( i \) and vehicle \( j \):

\[
w_{ij} = d_{ij} \sin \theta_{ij}
\]

Consequently, when vehicle \( i \) and vehicle \( j \) are moving in the same direction, the LET between two vehicles is as follows:

\[
LET_{ij} = \sqrt{R^2 - w_{ij}^2} \pm \frac{d_{ij}^2 - w_{ij}^2}{|v_i - v_j|}
\]

when vehicle \( i \) and vehicle \( j \) are moving in the opposite direction, the LET between two vehicles is as follows:

\[
LET_{ij} = \sqrt{R^2 - w_{ij}^2} \pm \frac{d_{ij}^2 - w_{ij}^2}{|v_i + v_j|}
\]

Now, we have estimated the MAC backoff times and LET
of each vehicle, then we modify the next hop selection strategy of GPSR routing protocol. We assume each vehicle has a node weight and for a source vehicle, the weight of neighbor \( i \) is calculated as follows:

\[
W_i = \alpha \frac{N_{\text{max}} - N_i}{N_{\text{max}}} + \beta \frac{\text{LET}_i}{\text{LET}_{\text{max}}} + \gamma \frac{d_{\text{max}} - d_i}{d_{\text{max}}}
\]

where \( \text{LET}_{\text{max}} \) is the maximum LET of all neighbors; \( \text{LET}_{ij} \) represents the LET between vehicle \( i \) and source vehicle; \( N_{\text{max}} \) is the maximum backoff times of all neighbors; \( N_i \) is the backoff times of vehicle \( i \); \( d_{\text{max}} \) denotes the maximum distance between neighbors and destination; \( d_i \) is the distance between vehicle \( i \) and destination; \( \alpha + \beta + \gamma = 1 \).

**Algorithm 1 Route Discovery**

1. **Initialization:**
2. Get speed and direction information of all vehicles;
3. Calculate the distance between current transmit vehicle and all other vehicles;
4. Get the neighbor vehicles to neighbor set \( \mathcal{M} \);
5. \( n = 0 \);
6. **Route Discovery Design:**
7. while \( n < \mathcal{M}.\text{size} \) do
8. if vehicle \( j \) is destination vehicle \( \mathcal{M} \) then
9. Select destination vehicle;
10. Return;
11. else
12. Apply Eq.(15) to calculate \( W_i \);
13. end if
14. \( n = n + 1 \);
15. end while
16. Select the vehicle with maximum value of \( W_i \);

Obviously, we choose the vehicle as next hop which has the maximum value of \( W_i \). The procedure of the proposed routing protocol can be summarized for following process. Firstly, the source vehicle measure the distance between itself and destination vehicle. When these two vehicles are within their communication range \( R_c \), source vehicle can transmit packet to the destination vehicle directly. If the distance is more than \( R_c \), we calculate the LET, backoff times and distance of each neighbor vehicle. Then we can get the value \( W_i \) of each neighbor vehicle and choose the vehicle with maximum value of \( W_i \) as forward vehicle. And we repeat this process to find the whole path. The detailed procedure of route discovery is presented in Algorithm 1.

A route maintenance strategy is considered in our proposed routing protocol as well in order to avoid link disconnection. The link disconnection is more common in VANETs because of the influence of vehicle speeds and directions. The idea of route maintenance is to periodically detect the distance between vehicles in order to determine whether or not it is interrupted. The detailed procedure of route maintenance is presented in Algorithm 2.

**Algorithm 2 Route Maintenance**

1. **Initialization:**
2. Update position of all vehicles;
3. Get all source vehicle in set \( S \)
4. \( n = 0 \);
5. **Route Maintenance Design:**
6. while current vehicle isn’t destination vehicle and \( n < S \) do
7. Calculate the distance \( d \) between current vehicle and next hop vehicle;
8. if \( d <= 250 \) then
9. Let current vehicle be next hop vehicle;
10. else
11. Apply current vehicle to route discovery procedure;
12. \( n = n + 1 \);
13. end if
14. if current vehicle is destination vehicle then
15. \( n = n + 1 \);
16. end if
17. end while

### III. PERFORMANCE EVALUATIONS

In this section, our proposed routing protocol is evaluated and compared with the famous GPSR routing protocol. We consider a highway model environment with vehicles are distributed randomly for simplicity. The highway model environment is 1000m length and has six lanes in two directions. The wireless communication range is set to 250m. The velocity of vehicles is variable from 30km/h to 80km/h. Table 1 presents the detailed parameters in our simulation.

| Parameters                | Value            |
|---------------------------|------------------|
| Simulation scenario       | Highway          |
| Number of lanes           | 6 bidirectional  |
| Simulation area           | 1000m*25m        |
| Data packet size          | 512 bytes        |
| CW minimum                | 31               |
| CW maximum                | 1023             |
| \( \alpha \)              | 1/3              |
| \( \beta \)               | 1/3              |
| \( \gamma \)              | 1/3              |
| Arrival rate(\( \lambda \))| 10packets/ms     |
| Speed of vehicles         | 30-80km/h        |
| Number of vehicles        | 12-60            |
| Communication range       | 250m             |
| MAC protocol              | IEEE802.11p      |
| Routing protocol          | The proposed,GPSR|
| Simulation time           | 500TTI           |

Fig.4 illustrates the average end-to-end delay of our proposed routing protocol and GPSR routing protocol versus the
number of vehicles in different average vehicle speed. End-to-end delay refers to the time that packets transmitted among two vehicles plus the delay in MAC layer. From the figure, we firstly see that the delay increases as the vehicle density increases both in GPSR routing protocol and our proposed routing protocol. It’s reasonable because the contention of MAC layer will become more competitive while the number of vehicles increases and the time cost in contention becomes bigger. Secondly, when the speed of vehicle increases, the delay will increase accordingly as high speed leads to link instability. Thirdly, end-to-end delay under our proposed routing protocol is smaller than GPSR routing protocol. It’s expected for the following reason. As the mobility information and MAC delay estimation are considered in our proposed routing protocol, the choice of next hop will become more reasonable than GPSR which only considers the distance. Thus, our proposed routing protocol performs better than GPSR on end-to-end delay.
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Fig. 4. Average end-to-end delay vs number of vehicles
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Fig. 5. Packet delivery rate vs number of vehicles

Fig. 6 illustrates the broken links against the number of vehicles in different average vehicle speed. The metrics of broken links measures the link reliability. If the number of broken links is less, the route can be considered stable and reliable. Otherwise, if wireless links interrupt frequently, the overheads of exchanging control packets will become larger and it will spend some delay in reestablishing links. Additionally, this figure demonstrates that the number of broken links decreases as the number of vehicles increases and the link interruption is more serious when the speed is 80km/h. Finally, the number of broken links of our proposed routing protocol is small compared to GPSR routing protocol which illustrates the proposed routing protocol is more stable once again.

**IV. CONCLUSIONS**

This paper described an improved routing protocol in VANETs by modifying the forward procedure of existing GPSR routing protocol. The highlight of our proposed routing protocol is that we reduce the delay and strengthen the reliability of routes. We optimize the next hop selection strategy of the well-known GPSR routing protocol by using mobility and MAC delay estimation. The method in our routing protocol is based on the vehicular electronic devices which can provide a large amount of vehicular information. We add mobility protocol and GPSR routing protocol versus the number of vehicles in different average vehicle speed. From this figure, we can see packet delivery rate of both two routing protocols increases when the density of vehicles increases. This is obviously because we can choose a more appropriate vehicle node for packet forwarding when there are more vehicles. Besides, when the number of vehicles is less, there are few effective paths can be selected so the packet delivery rate is similar to that of the two protocols. We can also see that packet delivery rate gets worse with the continuous increase of vehicle speed which is expected. When the number of vehicles is large, the path in our proposed routing protocol is more reliable, so the packet delivery rate is higher than GPSR routing protocol.
information (speed and direction) and MAC delay estimation in next hop selection strategy to make the route more reliable and decrease delay. We also discuss the route maintenance strategy in detail. Finally, Abundant and convincing simulations prove that our proposed routing protocol performs much better in forms of average end-to-end delay, packet delivery rate and broken links than GPSR.
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