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Abstract: Small and medium enterprises (SMEs) play an important role in promoting the national economy and providing employment opportunities. E-commerce platforms may facilitate transactions between these enterprises. However, transactions on the e-commerce platform are non-face-to-face, strongly virtual, and variable, resulting in SMEs often facing moral hazards and opportunistic behaviors. Blockchain is a distributed ledger consisting of an encryption algorithm, consensus mechanism, and smart contracts, having the characteristics of authenticity, security, transparency, and unforgeability. Thus, the problems faced by SMEs can be resolved by combining e-commerce platforms and blockchain technology. In this study, we first provide a conceptual framework for blockchain-supported e-commerce platforms for SMEs. Second, based on this conceptual framework, we build a total business architecture. Finally, we propose three key applications to illustrate how the platform facilitates SMEs in solving financing and trading problems. This study provides significant guidance for the operation and management of blockchain-supported e-commerce platforms for these enterprises.
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1. Introduction

Small and medium enterprises (SMEs) are the mainstay of the modern national economy, and they are numerous and widely distributed [1–3]. These enterprises have made outstanding contributions to the economic development of all countries, especially developing countries [4,5]. According to statistics, SMEs account for 90% of businesses and provide more than 50% of employment positions worldwide. In addition, about 40% of the national income of emerging economies comes from formal SMEs. It has been estimated that SMEs create seven out of ten jobs in emerging markets [6]. These data show that SMEs play an irreplaceable role in promoting economic growth and creating jobs; however, they have the characteristics of small-scale operation, poor stability, weak brand influence, and defective data management, which bring them financing and transactions problems. Specifically, an imperfect financial system results in financing issues for SMEs, and information asymmetry causes transaction matching and tracking problems.

To solve the financing problems faced by SMEs, there are many financing methods related to supply chain finance (SCF), such as accounts receivable financing, prepayment financing, and inventory financing [7–9]. However, these financing methods require financial institutions to take considerable effort in verifying the authenticity of bills and check the status of collateral, which increases the cost of enterprise financing [10–12]. There are a number of e-commerce platforms for SMEs that facilitate transactions between these enterprises [13–15], such as Alibaba (Hangzhou, China), GlobalSources (Hong Kong, China), and Amazon Business (Washington, DC, USA). However, transactions on the e-commerce platform are non-face-to-face, strongly virtual, and variable, and the transaction matching and tracking problems faced by SMEs are still difficult to solve. In general, SMEs face three major development problems when they trade on the e-commerce platform.
First, when SMEs apply for loans from financial institutions, these institutions prefer to charge SMEs more interest for loans compared with large enterprises, to offset the high default risk of SMEs; this is because SMEs have poor risk resistance capacity and imperfect financial systems. Second, it is difficult for SMEs to match appropriate trading partners in the trading process owing to the asymmetric information of buyers and sellers and insufficient market influence; this is embodied in the fact that the seller’s supply capacity and the buyer’s demand for goods cannot be matched perfectly. Finally, SMEs usually face challenges as a result of moral hazards and opportunistic behaviors in the transaction process, as transaction information is easy to alter and difficult to track.

Blockchain is a distributed ledger consisting of an encryption algorithm, a consensus mechanism, and smart contracts, which have the characteristics of authenticity, unforgeability, and traceability [16,17]. Based on our study and analysis results, we consider blockchain technology a suitable choice for solving the problems faced by SMEs. The combinations of blockchain and e-commerce platforms in previous studies are outlined in Table 1. The chain structure of blockchain ensures the authenticity and transparency of data [18]. Thus, financial institutions can use these data to evaluate the credit of enterprises without tedious bill confirmation and collateral management, which reduces financing costs. Wang et al. proposed a new credit pattern that allows banks to assess the credit of SMEs through the blockchain technology [19]. Moreover, it is easy to confirm responsibility when moral hazards and opportunistic behaviors occur in the trading process because all transaction data are accurately recorded on the blockchain [20]. Cai and Choi combine blockchain with the clothing rental platform to overcome the opportunistic behavior of retailers [21]. The encryption algorithm of blockchain addresses the contradiction between data privacy protection and information sharing requirements [22,23]. Hence, the buyer and seller can obtain data on the chain for making decisions and matching transactions. Van et al. designed an e-commerce platform based on blockchain to reduce information asymmetry [24]. The smart contract of blockchain ensures the automatic execution of transactions based on presupposed conditions [25], which improves the efficiency of the transactions and avoids a malicious breach of contract. Nayak and Dhaigude built a blockchain-supported e-commerce platform to ensure the safety and efficiency of transactions [26].

| Blockchain        | Description                                                                 | Reference   |
|-------------------|-----------------------------------------------------------------------------|-------------|
| Chain structure   | The chain structure of blockchain ensures the authenticity and transparency of data. | [18–21]     |
| Encryption algorithm | The encryption algorithm of blockchain addresses the contradiction between data privacy protection and information sharing requirements. | [22–24]     |
| Smart contract    | The smart contract of blockchain ensures the automatic execution of transactions based on presupposed conditions. | [25,26]     |

Given the aforementioned analysis, the combination of e-commerce platforms and blockchain technology is suitable for solving the problems faced by SMEs. However, few studies have focused on the details of this combination. In this study, we first provide a conceptual framework for a blockchain-supported e-commerce platform for SMEs. Second, based on this conceptual framework, we build the total business architecture, which is composed of application scenarios, platform services, and a distributed ledger shared by all nodes. Finally, we propose three key applications to illustrate how the platform facilitates SMEs to solve financing and trading problems, namely enterprise financing, transaction matching, and transaction tracking. To the best of our knowledge, this study is an initial work that combines blockchain technology with an e-commerce platform for SMEs to solve the financing and transaction problems of these enterprises. The remainder of this paper is organized as follows. Section 2 presents a literature review. Section 3 provides a conceptual
framework for a blockchain-supported e-commerce platform for SMEs. Section 4 builds the total business architecture and proposes three key applications of this platform. Section 5 discusses how this platform solves the financing and transaction problems. Section 6 concludes this study and presents future research directions.

2. Literature

In this section, we review the literature related to this research, including SME financing, platform operations, and blockchain technology.

2.1. SME Financing

SME financing is an important source of enterprise funds [27,28]; however, SMEs find it difficult and costly to obtain financing owing to unsound financial information, weak risk resistance, and insufficient innovation ability [29,30]. Currently, financing problems have seriously restricted the development of SMEs. To alleviate the current financing dilemma, many studies have proposed innovative financing methods, especially in supply chain finance. There are three main financing methods: accounts receivable financing, prepayment financing, and inventory financing [31–33]. Accounts receivable financing refers to an enterprise utilizing accounts receivable as collateral to apply for loans from banks [31]. The loan amount is generally 50–90% of the face value of the accounts receivable. The enterprise transfers accounts receivable to the bank and informs the buyer to return the arrears to the bank. Prepayment financing occurs when the buyer applies for a short-term loan from the bank on the basis of the prepayment generated by the real trade contract [32]. The loan enterprise takes its sales revenue as the first source of repayment to the bank. This can help enterprises solve the capital bottleneck in the procurement process. Inventory financing refers to an enterprise taking the goods stored in the warehouse (generally designated by the bank) as a guarantee to apply for loans from banks [33]. These financing methods require enterprises to provide collateral or bills to prove their repayment ability; moreover, financial institutions need to verify and keep collaterals and bills, which adds to the workload of banks and the borrowing cost of SMEs.

2.2. Platform Operations

Platform operations have developed rapidly in recent times. The use of e-commerce platforms to facilitate SMEs’ trade has been studied in the literature. E-commerce platforms embrace a large number of SMEs and provide customized services to these enterprises. As mentioned earlier, SMEs play an important role in promoting the development of the national economy, and a variety of e-commerce platforms for SMEs have been proposed [34–36]. However, e-commerce platforms cannot guarantee the authenticity of information; hence, SMEs usually face the threat of counterfeit products in the transaction process. Experts and scholars have proposed relevant solutions to address the problem of fake products, such as product quality inspection, delayed payment, and product security code. Some scholars have proposed a product-quality inspection mechanism. The buyer carries out professional technical inspections of goods after receiving the products. When the product passes the spot check, the buyer pays for the goods and completes the transaction [37,38]. The delayed payment mechanism means that the downstream dealers transfer the payment to the manufacturer after consumers use the goods successfully [39,40]. In addition to product quality inspection and delayed payment, the product anti-counterfeiting code is the most effective means of resisting counterfeit products in the supply chain [41–43]. Krishna and Dugar used two-dimensional codes as quick response codes to prove the authentication of products, which reduces the difficulty of encoding and decoding the quick response code [41]. Wazid et al. proposed an anticounterfeiting system based on near-field communication to verify the authenticity of pharmaceutical products [42]. Shaik developed a product anti-counterfeiting method by combining encryption technology and matrix two-dimensional code with website services, which can reduce the detection cost and improve the anti-counterfeiting accuracy [43]. At present,
enterprises often generate additional product labels to ensure product authenticity; nevertheless, these labels face the problem of cloning and counterfeiting in the circulation process of public systems.

2.3. Blockchain Technology

Blockchain was first proposed by Nakamoto in 2008 as the underlying supporting technology of Bitcoin [44]. The basic technologies of blockchain consist of encryption algorithms, consensus mechanisms, and smart contracts, which ensure that blockchain technology has the characteristics of authenticity, security, transparency, and unforgeability [16,17]. Given the characteristics of blockchain, blockchain technology has been applied to supply chain management. First, the chain structure of the blockchain ensures the authenticity and immutability of data, which makes the entire transaction data traceable [18]. Lin et al. used blockchain technology to develop a food management platform that realized the effective tracking of commodities under the premise of ensuring data privacy [45]. Creydt et al. pointed out that the origin and planting mode of agricultural products are important factors in determining the price of goods. They used blockchain to record and track all the information of agricultural products, which effectively avoided the problem of product counterfeiting [46]. Second, the encryption algorithm solves the contradiction between data privacy protection and information-sharing requirements [22,23]. Nodes on the blockchain are able to access data on the chain to make appropriate decisions, which breaks the data island and realizes information sharing. Rejeb et al. combined the Internet of Things and blockchain technology to record and supervise transaction data, which achieved data security sharing and privacy protection [47]. Dwivedi et al. proposed a blockchain system to coordinate commodity transportation and inventory management. This system provides accurate and reliable information to help enterprises make better supply chain decisions [48]. In addition, the intelligent contract automatically processes the transaction according to presupposed conditions, which reduces the human communication cost, improves transaction efficiency, and effectively avoids all kinds of opportunism and moral hazards [49–51].

These studies show that blockchain technology can be used to solve the problem of supply chain management as SMEs also face similar problems. However, past research has paid little attention to combining blockchain technology with e-commerce platforms for SMEs. Therefore, this study builds a conceptual framework for blockchain-supported e-commerce platforms for SMEs; moreover, we propose three key applications to illustrate how the platform facilitates SMEs to solve financing and trading problems. This research provides significant guidance to platform managers attempting to build blockchain-supported e-commerce platforms for SMEs.

3. Conceptual Framework

To solve the problems faced by SMEs, we propose a conceptual framework that combines blockchain technology and e-commerce platforms. It is generally recognized that blockchain can be divided into public, consortium, and private blockchain. A public blockchain is fully decentralized as each node is able to join or exit the blockchain network at will, which results in serious privacy problems and reduces the speed of transactions. A private blockchain, however, is totally centralized as it is controlled by an independent organization; therefore, nodes can only join the blockchain network with the permission of the central organization. A consortium blockchain is controlled by specific nodes, and these nodes can verify, store, and update data in the blockchain network. Compared with public and private blockchains, consortium blockchain has a higher transaction processing speed, and the setting of authority of nodes is more flexible. Therefore, we applied a consortium blockchain to build our platform. There are four types of participants in the platform: enterprises, financial institutions, third-party logistics (3PL) providers, and regulators. We illustrate these nodes and the conceptual framework in detail in this section.
3.1. Nodal Types

The blockchain-supported e-commerce platform for SMEs includes four types of nodes. These nodes share data through the platform, as shown in Figure 1.

![Node types diagram](image)

**Figure 1.** Node types.

(1) **Enterprise**

Enterprises refer to SMEs, which are the transaction subjects in the platform, including suppliers and retailers. In the blockchain-supported e-commerce platform, all enterprises need to upload relevant qualification information to the blockchain, and the blockchain records the historical transaction information of these enterprises. The chain structure ensures data authenticity and unforgeability; thus, financial institutions can use these data to evaluate the credit of SMEs without tedious manual confirmation steps. Moreover, the platform facilitates transactions between suppliers and retailers with the help of an intelligent matching algorithm. Transaction information is recorded in the blockchain and cannot be altered. Hence, it is possible for enterprises to track goods and logistics information. In addition, the transparency of these data reduces the opportunistic behavior of enterprises.

(2) **3PL provider**

3PL providers offer logistics services for SMEs on platforms such as transportation, warehousing, inventory management, and commodity management. In addition to regular logistics support, 3PL enterprises collect inventory information and commodity logistics status, and then update the data to the blockchain platform in real time. These data are significant when SMEs conduct enterprise financing and transaction tracking on an e-commerce platform. Financial institutions evaluate the credit of SMEs and make accurate decisions based on inventory information. Suppliers and retailers can track commodity logistics status at any time, which increases the trust of both parties and ensure the authenticity of the transaction.

(3) **Financial institution**

Financial institutions are banks that evaluate SMEs’ credit and provide financial support for enterprises. In the traditional model, banks tend to evaluate enterprises with financial data to reduce their default risk of loan enterprises. However, the financial data of SMEs are defective, which implies that these enterprises face difficulties accessing loans from banks. In addition, owing to information asymmetry between enterprises and banks, banks need to invest a lot of human and material resources to verify the authenticity of information, which increases the difficulty of audit and the cost of lending. In the blockchain-supported e-commerce platform, blockchain records relevant information of enterprises, including enterprise qualification information, historical transaction data, order status, and inventory information. More importantly, the data in the blockchain are authentic, traceable, and unforgeable. Banks evaluate the credit of SMEs based on
reliable non-financial data, which reduces the cost of financial institutions and improves the credibility of the results.

(4) Regulator

Regulators refer to government regulatory agencies such as the industry and commerce bureau and tax bureau. In our model, we apply a consortium blockchain to build an e-commerce platform. Regulators are specific nodes in the consortium blockchain that are responsible for reviewing the entry of new nodes and assigning node permission levels.

3.2. Conceptual Framework

The blockchain framework can be divided into six layers: the data, network, consensus, incentive, contract, and application layers. Based on this framework, we build a conceptual framework of a blockchain-supported e-commerce platform. SMEs join the blockchain-supported platform for enterprise financing, transaction matching, and transaction tracking rather than obtaining certain rewards. Consequently, there is no incentive layer in the framework. The conceptual framework of the blockchain-supported e-commerce platform is shown in Figure 2.

![Conceptual Framework](image)

Figure 2. Conceptual framework.

The conceptual framework consists of five layers. The data layer is the underlying data structure of the blockchain, which includes the data block, chain structure, hash function, asymmetric encryption, time stamp, and Merkle tree. It can realize data storage and ensure the security of accounts and transactions. The network layer consists of a Peer to Peer (P2P) network, a transport mechanism, and an authentication mechanism. It carries out information changes between the blockchain nodes, and these nodes communicate by maintaining a common blockchain structure. The consensus layer is composed of a consensus algorithm and consensus mechanism, which enables highly dispersed nodes to reach consensus in a decentralized network. We choose redundant Byzantine fault tolerance (RBFT) as a consensus mechanism in consideration of the considerable number of SME nodes and frequent transactions of this platform. The contract layer encapsulates all types of scripts, codes, algorithms, and intelligent contracts, which enables automatic execution of instructions. The application layer is the most important layer of the framework, as it provides services for all nodes through the interface of this layer. The application layer consists of various application scenarios and cases. It includes asset registration, trading information, intelligent matching, logistics information, regulatory audit, and credit evaluation. The details of this layer are presented here.

(1) Asset registration

SMEs update their basic information to the platform through an asset registration module, which includes the registered capital of the enterprise, company type, qualification certificate, and other information. Regulators use these data to evaluate whether nodes can
enter the platform to trade with other nodes. The enterprise registered successfully is able to accept the services provided by the platform.

(2) Trading information

Trading information consists of historical transaction data and the current transaction status. Historical transactions include the total number of transactions, transaction amounts, transaction receipts and bills, trading partners, default information, and other historical transaction details. Current transaction status includes order quantity and delivery date, payment amount and delivery date, and product information ranging from raw material processing to final product. These data recorded on the platform are transparent and unforgeable, so all nodes can access this information to make accurate judgments.

(3) Intelligent matching

Intelligent matching is one of the most crucial applications of the platform, which helps SMEs find the right partner with an intelligent matching algorithm. Suppliers update their product information, supply capacity, and selling price to this module. Retailers also update their product demand, expected price, and delivery date simultaneously. The intelligent matching algorithm calculates and provides matching results according to the supply and demand of the buyers and sellers.

(4) Logistics information

Logistics information is composed of inventory information and cargo transportation information, and it is collected by the 3PL provider. First, inventory management is important for the management of company information. Enterprises can easily manage inventory information by calling a logistics information module; moreover, inventory is a major collateral factor in enterprise financing. Financial institutions also check pledged goods over time through this module. More importantly, the buyer and seller can obtain cargo transportation information to confirm the status of transactions through the logistics information module.

(5) Regulatory audit

The regulatory audit module is responsible for checking the authenticity, compliance, and reliability of the data and tickets. Once the data and tickets are recorded on the platform, they cannot be changed; all nodes can access these data and tickets randomly. Therefore, all the data and tickets must be strictly audited before recording.

(6) Credit evaluation

The credit evaluation module takes charge of the credit evaluation for SMEs. Financial institutions, however, evaluate enterprises’ credit before providing financial support for SMEs. On our platform, banks call credit evaluation modules to assess loan enterprises and grant loans to enterprises according to the assessment results. Enterprises, including buyers and sellers, usually face moral hazard and opportunistic behavior in the transaction process, as transactions on the e-commerce platform are non-face-to-face, strongly virtual, and variable. To ensure the reliability of transactions, the buyer and seller evaluate each other by calling the credit evaluation module, and the evaluation results are important bases for both sides of the transaction.

4. Application of Blockchain-Supported E-Commerce Platform

In the previous section, we introduced four types of nodes and proposed a conceptual framework for blockchain-supported e-commerce platforms. In light of node types and the conceptual framework, we provide the total business architecture, as shown in Figure 3. This architecture is composed of application scenarios, platform services, and distributed ledgers shared by all nodes. The characteristics of SMEs are that they are relatively small in scale, poor in stability, weak in brand influence, and defective in data management; thus, they face difficulties getting loans and commodity orders in the trading process. To solve the financing and trading problems faced by SMEs, this platform provides three
key applications for these enterprises: enterprise financing, transaction matching, and transaction tracking. SMEs call platform services that include asset registration, trading information, intelligent matching, logistics information, regulatory audit, and credit evaluation to meet their financing and business requirements. Moreover, all nodes maintain a common distributed ledger, and they can access data according to their needs. Specifically, SMEs use different platform services and rely on data on distributed ledgers to realize different applications. The three main applications are described in detail here.

Figure 3. Business architecture.

4.1. Enterprise Financing

Currently, it is difficult and costly for SMEs to obtain financing from banks, as these enterprises are small in scale, incomplete in financial data, and unstable in development. Therefore, there are many financing methods to solve the economic difficulties of enterprises, such as accounts receivable financing, prepayment financing, and inventory financing, which require enterprises to provide collateral in the lending process. Our platform, supported by blockchain technology, ensures the authenticity, transparency, and unforgeability of trading information and logistics information, so this platform provides data financing for SMEs besides collateral financing. Specifically, data financing is different from collateral financing, and loan enterprises do not need to provide collateral to prove their repayment ability. In the process of data financing, banks evaluate loan enterprises using historical transaction data and logistics data, as shown in Figure 4.

Figure 4. Data financing.
(1) Loan enterprises call asset registration modules to submit their own enterprise qualification to the platform, which includes the registered capital of the enterprise, company type, qualification certificate, and other information. Moreover, with the dynamic adjustment of enterprises, they must constantly update their own data on the platform.

(2) In the process of development, enterprises encounter capital problems and apply for data financing from financial institutions.

(3) Financial institutions call the credit evaluation module to assess the credit of the loan enterprise.

(4) The credit evaluation module receives the assessment requirements of the bank. It evaluates the loan enterprise based on enterprise qualification information, historical transaction information, inventory information, and order information, and it returns the evaluation results to financial institutions.

(5) According to the evaluation results, financial institutions sign relevant loan contracts with loan enterprises and generate smart contracts according to the contracts. When the conditions of smart contracts are met, banks issue loans to enterprises. When an enterprise fails to fulfill its repayment obligations according to the contract, the smart contract will automatically suspend other business activities of the enterprise.

4.2. Transaction Matching

SMEs face the problem of transaction matching owing to information asymmetry and weak brand influence. On our platform, SMEs have the opportunity to match with suitable trading partners by calling on an intelligent matching module. Specifically, the intelligent matching algorithm compares the supply and demand of buyers and sellers and generates matching results to facilitate transactions between the two parties, as shown in Figure 5.

![Figure 5. Transaction matching.](image)

(1) SMEs call an asset-registration module to submit data. The buyer uploads the type, quantity, and expected price range of purchased goods, and the seller uploads the type, quantity, and price range of inventory goods.

(2) The transaction module calls the credit evaluation module to evaluate the ability of sellers and buyers, which mainly assesses the payment ability of buyers and the commodity supply ability of sellers in the transaction process. If the assessment result meets trading requirements, the intelligent matching algorithm compares the demand and supply of all parties, obtains the optimal matching scheme, and returns the results to the enterprise.

(3) The seller and buyer conclude the transaction contract according to the intelligent matching result and generate an intelligent contract according to the contract. When the conditions of the intelligent contract are met, the seller will automatically deliver the goods, and the buyer will submit the payment for goods to complete the transaction process. When the seller fails to provide the goods on time or the buyer fails to submit the payment as required, the smart contract will automatically suspend the later transaction of the seller or the buyer and upload the transaction results to the
platform. Owing to data transparency and unforgeability, it will have a greater impact on the subsequent transaction of the enterprise, thereby compelling the enterprise to actively adhere to the terms of the contract and avoid opportunistic behaviors.

4.3. Transaction Tracking

SMEs trading on the e-commerce platform are always confronted with the product counterfeiting problem due to information asymmetry between the seller and buyer. Counterfeit products not only have a negative influence on the legal enterprises’ income and brand reputation, but also seriously threaten the legitimate rights and interests of consumers. On our platform, the production and transportation information of goods are permanently recorded in detail on a distributed ledger and cannot be changed or deleted. Moreover, the sharing of data ensures that the seller checks whether the goods are genuine at any time; therefore, counterfeit products have no chance of entering the platform. The transaction-tracking process is shown in Figure 6.

![Transaction Tracking Diagram](image)

**Figure 6.** Transaction tracking.

1. In the trading process, the seller uploads the production information to the platform, which includes raw material procurement, production link records, and final product packaging. The platform calls the regulatory audit module to identify the authenticity of the information, and these data are then submitted to the trading information module.
2. The seller delivers final products to 3PL, which provides goods transportation and handover services between the buyer and seller. 3PL also uploads logistics information to the logistics information module during transportation.
3. The sellers need to check the authenticity and legitimacy of the goods when they receive goods, so they apply to the platform to obtain product information.
4. After receiving the application, the platform calls the transaction information module and logistics information module to access product information, and returns these data to the seller. According to these data, the seller decides whether the product meets contract requirements.

5. Discussion

SMEs have difficulty in enterprise financing, transaction matching, and tracking owing to the imperfect financial system and information asymmetry. Blockchain can ensure the authenticity, transparency, and unforgeability of data on the chain [16,17]. Specifically, the chain structure of the blockchain guarantees that the data are real, tamper-resistant, and traceable, which is instrumental in following up information in real time [18]. The encryption algorithm resolves the contradiction between data privacy protection and information sharing requirements, which breaks the information solitary island and passes information to all nodes on the blockchain to make accurate decisions [22,23]. Smart contracts automatically execute transactions based on presupposed conditions, which reduce the cost of human communication, improve transaction efficiency, and effectively avoid moral hazard and opportunistic behavior [25,26]. Therefore, the combination of e-commerce platforms for SMEs and blockchain technology is suitable for solving the problems faced by SMEs.
In our study, we first provide a conceptual framework for a blockchain-supported e-commerce platform for SMEs. The platform includes four types of nodes, and these nodes share data through the platform. Enterprises are the main service subjects of the platform. The 3PL provider is responsible for providing logistics support, collecting inventory information and commodity logistics status, and updating data to the blockchain platform in real time. Financial institutions provide financial support to the enterprises. Regulators control the permission of enterprise nodes. Based on the framework of blockchain, we build the conceptual framework of the platform, which consists of the data layer, network layer, consensus layer, contract layer, and application layer. The difference between the framework of this platform and the framework of the blockchain is manifested in two aspects. On the one hand, we apply a consortium blockchain to build our platform and SMEs join the blockchain-supported platform for enterprise financing, transaction matching, and transaction tracking rather than obtaining certain rewards. Consequently, there is no incentive layer in the framework. On the other hand, the platform provides services for all nodes through the interface of the application layer. The application layer consists of asset registration, trading information, intelligent matching, logistics information, regulatory audit, and credit evaluation. SMEs update their basic information on the platform through an asset registration module. Trading information consists of historical transaction data and the current transaction status. Intelligent matching is one of the most crucial applications of the platform, which helps SMEs find the right partner with an intelligent matching algorithm. Logistics information is composed of inventory information and cargo transportation information, which is collected by the 3PL provider. The regulatory audit module is responsible for checking the authenticity, compliance, and reliability of the data and tickets. The credit evaluation module takes charge of the credit evaluation for SMEs.

Based on this conceptual framework, we built a total business architecture; moreover, we propose three key applications to illustrate how the platform facilitates SMEs to solve financing and trading problems, namely enterprise financing, transaction matching, and transaction tracking. First, this platform provides data financing for SMEs, which is different from collateral financing. Financial institutions assess the repayment ability and default risk of SMEs based on transaction and logistics data on the platform. Because of data authenticity and unforgeability on the platform, the evaluation results are reliable, and banks can rely on the evaluation results to provide loans to SMEs. With this financing method, enterprises have no need to submit collateral to financial institutions to prove repayment ability, and financial institutions do not have to spend considerable resources on verifying and keeping the collateral. Thus, it improves the evaluation efficiency, reduces the evaluation cost, and speeds up the lending process. Second, owing to information asymmetry and weak brand influence, SMEs have trouble in transaction matching. This platform provides transaction matching to SMEs. The buyer uploads the type, quantity, and expected price range of purchased goods, and the seller uploads the type, quantity, and price range of inventory goods. The intelligent matching algorithm then compares the demand and supply of all parties, obtains the optimal matching scheme, and returns the results to the enterprise. With transaction matching, the supply of the seller and the demand of the buyer achieve an appropriate match. It assists enterprises in making the best decisions and enhances transaction efficiency. Third, the platform facilitates enterprises to track transactions. The production and transportation information of goods are permanently recorded in detail on a distributed ledger and cannot be changed or deleted. It is easy to confirm the subject of responsibility when moral hazards and opportunistic behaviors occur during the trading process. Furthermore, the default behavior of enterprises will be permanently recorded on the platform, and other enterprises have the right to query the historical records of all enterprises, which encourages the enterprise to avoid malicious breach of contract and opportunistic behaviors.
6. Conclusions

6.1. Concluding Remarks

SMEs make outstanding contributions to the national economy and provide employment opportunities. However, they have the characteristics of small-scale operation, poor stability, weak brand influence, and defective data management, which hinders their transactions and financing processes. Moreover, transactions on the e-commerce platform are non-face-to-face, strongly virtual, and variable, resulting in SMEs often facing moral hazards and opportunistic behaviors. Blockchain is a distributed ledger consisting of an encryption algorithm, consensus mechanism, and smart contract, which are authentic, unforgeable, and traceable. Thus, the problems faced by SMEs can be resolved by combining e-commerce platforms for these enterprises and blockchain technology. In this study, first, we provided a conceptual framework for a blockchain-supported e-commerce platform for SMEs. Second, based on this conceptual framework, we built a total business architecture. Finally, we proposed three key applications to illustrate how the platform facilitates SMEs in solving financing and trading problems: enterprise financing, transaction matching, and transaction tracking.

6.2. Managerial Insights

This study is an initial work that combines blockchain technology with e-commerce platforms for SMEs to solve the financing and transaction problems of these enterprises. This research provides significant guidance to platform managers attempting to build blockchain-supported e-commerce platforms for SMEs. However, some limitations hinder the development of blockchain-supported e-commerce platforms for SMEs. First, this platform collects and stores massive transaction and logistics data every day, which poses a threat to the application of blockchain. Moreover, the security and privacy of data are threatened because all nodes in the platform have access to data. Second, there is no incentive layer in our framework. Hence, all nodes except SMEs have little motivation to join the platform. The manager of the platform needs to solve these challenges in the process of platform deployment.

6.3. Future Studies

Although the combination of blockchain technology with e-commerce platforms can solve the financing and trading issues of SMEs, there are some unresolved problems. For example, it is difficult to guarantee the authenticity of data before they are recorded on the blockchain, which implies that all nodes are confronted with the threat of source data deception. Therefore, the manner of auditing the original data needs to be discussed in future research. Moreover, the application of blockchain helps solve the problems faced by SMEs, but it also increases the cost of enterprises simultaneously. Thus, future studies should focus on building models to evaluate the real effects of blockchain technology.
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