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ABSTRACT: The biggest obstacle to electronic migrations of many systems is the need to protect the details and to check the identity of users. Currently, the use of dual-factor authentication is based occasionally on a password. The problem with these approaches is that passwords are extremely insecure and authentication by two factors usually involves the sending of code via SMS or a third-party provider. The blockchain might be a solution to this problem. A 50 billion dollar currency is managed by blockchain. But authentication could be subject to the same cryptographic principles. Thus, blockchain authentication eliminates someone from maliciously modifying the ledger when they distribute a ledger to all network members. A majority of the network shall check its validity any time a block of data is attached to a chain. That guarantees the completeness of the ledger. You can then make sure to send passwords safely using public-key encryption, such as highly protected RSA encryption. The receiver could then search for an entry in the unchanged blockchain, which would result in a remarkably safe and reliable way of handling identity verification. These rules apply for the transformation into a stable, fast, reliable, and readily available service from the election process, state identifiers to dual-factor authentication.
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INTRODUCTION

The blockchain offers a solution for several safety concerns in our daily lives. Every day, there have been the challenge of proving our identity through the submission of credentials for an online service such as social network sites or a driver’s license to prove us who. Nonetheless, these approaches are old and committed to health. The new Yahoo hack of 500 million accounts is famously easy to crack email and password credentials. Drivers, on the other hand, are likely to send someone more details as they need. If a store needs to check your age then they must only know who you are and the date of birth, but not also the address, height, weight, color of your hair and the color of the eye. This is the data necessary which results for the theft of one's identity. To overcome this problem there is a need for an authentication system[1] that only provides access to certain data and eliminates the need for each service provider to store credentials for each customer would be the ideal solution. This approach can be offered by decentralizing ownership and offering a protocol that is universally available to verify your record in an immutable data chain. The data is stored in a shared directory rather than on an app basis. Where each single blockchain user downloads this shared directory and records any change in the transaction that has ever been made[2].

HOW SECURE IS THE BLOCKCHAIN?

The blockchain relies on three main pillars: consensus, dissemination, and trust. This is a problem that is designed to take a lot of the computational power to solve problems which can take years to be solved by a single person however, it take a few minutes for a network of computers. The corroboration of work linked to the block data is important for acceptance of the blocks. The chain can always be added to a transactions processed timely while the tampering data is secured. It is unlikely for someone to modify the blockchain because of the complexity of this issue[3]. To modify a block all successors must be redone and regenerated. It could be done in theory, where the user network agrees to be the longest
blockchain recognized. It forms the blockchains first foundation. The only way for an individual to successfully modify the chain by agreeing on the longest blockchain is to change a block and generate subsequent transaction blocks to form the new largest chain. Nevertheless, it becomes difficult to use as a proof of a work problem mathematically. As the user network adds blocks much more quickly than anybody could ever add blocks. The safety is therefore untrustworthy, which ensures that malicious parties do not harm the protocol in its essence without authenticating a transaction. Eventually, in a conventional blocks a booklet were made where the booklet is circulated to each user so that each user saves the booklet for security so that no one can change one point of data reality. Nevertheless, in conventional encryption if the certificate was violated, a malicious aggressor would substitute for the stored keys with user keys and thus allow him to disguise him as a plethora of user, where a single certificate authority could be the reality. Thus, it would make an impossible to breach the chain.

**BLOCKCHAIN IMPLEMENTATION TO SECURITY AUTHENTICATION**

With the advancement in the technology and on exploitation of the potential of the blockchain and develop a range of technology-based services. A blockchain ID would be the cornerstone of blockchain authentication. This ID is a chain block which can be checked by any third party and reveal details such as birth date. The details needed such as birth date can be displayed. The ECDSA (elliptic curve digital signature algorithm)[4] is the key to this verification. By applying an ID to the blockchain, a public key is by default bound by an authentication provider and passing the private key to the user. The user and the user alone can then sign a signature that can be checked against the public key in the blockchain[5]. This user identity would act as an authentication source. It would effectively be a one-stop portal accessible through any device while not owned by a single entity. Only a digital signature and ID from a user seeking access is required for a protected application. The app can then verify that the signature is correct and that you’re ID.

**IMPORTANCE OF THE BLOCKCHAIN TO THE PUBLIC**

The market is much important for this blockchain technology, with US retailers reportedly losing some $40 billion to fraud, partially because of our appalling recognition systems and insecurity. But switching to this decentralized system will be a long process and users have to have a way to secure their data and identities in the meantime. This is where the authentication of multifactor begins. Service providers will enable blockchain multi-factor authentication without having to scrap contemporary authentication techniques[6]. It would add another protection layer to applications and slowly introduce people to the advantages of blockchain. Just as easy to use as photographs can be automated, the whole process requires only that the user creates an ID and downloads an application that handles authentication handshakes. Nevertheless, the decentralized nature of the blockchain would allow the user to sign the request manually and return it, for usability it is most likely an application using this technology. Only take a picture of a QR code that codes the request and signs it and returns it to the secured client. At a time when our smartphones seldom leave our hands, it would be incredibly easy not just for the power user but also for the average consumer to embrace this form of two-factor authentication.

**DIFFICULTIES WITH THE TWO-STEP VERIFICATION**

Several solutions for two-factor authentication are currently being used. Nevertheless, the approaches are uncivilized and pose certain security threats. These are fairly widely adopted. One of the best practices is transmitting a code over SMS, emails, etc. This is great, but notoriously insecure SMS messages. In addition to spoofing the sender, a potential attacker could sniff messages of any number[7]. This is because if your attacker knows that your account uses SMS as a backup and your name, they can find their phone numbers listed online and then intercept those messages, gaining access to any code they send. By changing the SMS protocol itself, it is simple and omnipresent but impossible to protect. The other problem with the current authentication with two factors is the exclusive existence of the services. However, Google Authenticator methods are safe and user-friendly, but Google will have
access to all your two-factor codes. This alternative is far safer but returns the question of a single entity that owns authentication data. A Google violation could result in the leakage of all authentication codes. The problem is solved by the decentralized method of blockchain, since the chain is 100% open to the public, and no confidential data is stored directly on the blockchain.

**BLOCKCHAIN METHODOLOGY**

Blockchain authentication is a viable solution for identifying a recipient and where it belongs to. This function can also be extended on behalf of an individual to make a variety of safe transfers of data. The exchange of identity data without disclosure of unnecessary information is a feature closely connected to identity verification[8][9]. A consumer can also add data to the chain in addition to data sharing as evidence of a transaction without supplying the original transaction data. Any party can check a document against this entry and demonstrate that it is legitimate to encourage rapid and reliable data audits. The theory of message signing and hacking would be based on this approach. Most providers already use this technology to validate data safely without disclosure.

**APPLICATION OF BLOCKCHAIN**

1. Block chain security flow authentication-
   A generic authentication flow that has been tested and implemented relates to a block chain handshake oriented. The handshake means that both the authentication system and the user interacts with who they claim to be. In this case, the protected app is the authentication application and the user tries to access the protected application. This flow's first step is the same as every login. The user should not enter a password, however. A user would instead see a form on the secure username page, either show the authentication QR code or see the preferred authentication option in the user's records. The example of the QR code would be easier to set and simply encode the authentication request from the protected application. The first step of the handshake is this authentication order. The next move is to test the application and submit a response. This step contains many authentication steps. Firstly, the user verifies that the request data is legitimate, and who is expected of the protected website. This can be done with public-key encryption. This would make it possible for the secured client to sign the document and then to be checked publicly either by way of the blockchain or by a certificate authority. It would be reasonable to start using a certificate authority scheme for HTTS in TLS to facilitate quick transfers. Nonetheless, this can be turne
d into a completely encrypted database by building a blockchain User ID to validate it. Once this request was checked, the user would press on a button to search for authentication. Then a response would be created, signed and then returned to a certain route in the protected app. This request is then tested using public-key encryption on the secured device and the user logs in. The downside of using the blockchain is that it is decentralized fully. If you do not want to use the software to allow this process, you would simply create your own publicly available signature and file it in a form that the website verifies. This shows a decentralized system's true advantage. Since anyone can access the data and their private key is controlled by the user, you do not have to use a certain API as a user to support this request.

2. Block chain sharing of the data-
   A current identity search issue is that you need to provide more information than the program wants. The thing if your account is hacked and anyone can access the data in a way, they can start forging an identity with a lot of information. To solve that problem, this type of service can be supported by the previous authentication flow. For these proposals, a proposed format; first, for a specific data set, the protocol must establish a ' permission ' request. For example, the machine may submit the payment request if it wants to collect credit information. What could the user then see and determine if his credit card information is to be disclosed to this vendor? If they trust it, they will sign the document and submit the information packet. If their bank can send a signed payment packet and support block chain authentication, they can then forward the
websites to the bank and conclude this transaction[10]. In this way, the user cannot provide personal information to the store. It would tell the store that the data is sent by a particular person. Next, the site would see a signed and hacked version of these data on the blockchain. Once hazelnuts match up to the fingerprints, the shop will know that the data is associated with the person concerned and that the data is unchallenged, which will guarantee that the identified person owns the card fairly. A robust, stable and mainly distributed authentication and identity verification scheme could be developed with the implementation of the concepts.

3. Secure voting using block chain

One use of this technology could be safe and anonymous online voting, and it would be possible to make full use of existing systems. Just as the monetary system is based on transactions that exchange a limited amount of a particular resource, voting is a transaction system that allows everyone only 1 unit of the money and has to pay only one unit to cast a vote. The transaction system on which Bitcoin[3] is based therefore can be used to secure online voting. A system of government-issued wallets could be a possible solution to vote. One of these wallets would be obtained after verifying the identity and become the sole owner of the wallet. Every transaction would then use the block chain to ensure that no user spends more than once by voting, thereby ensuring that every person can vote only once. However, voting is needed not only to provide everyone with voting but also ensure that such a vote is anonymous. The block chain is completely public when all can trace a transaction back to an address. Nevertheless, anybody could not decide your actual identity by using government wallets because no information about a user's identity has to be included in a wallet. Of course, a potential attacker can trace the transaction back to your system or find it to be different from you. Or you might want this government wallet to be linked with a blockchain tag. This procedure, while quick, essentially means this transaction cannot be traced back to a given wallet. In these situations, a common anonymizing technique called bitcoin "Tumbling" may rely on this approach. The transition of a coin between networks of different wallets is efficient. Therefore, this coin seems to have been the possession of all in the catalog of transactions. The voting wallet might have this feature baked, ensures that everybody's vote is anonymous. This is why the original owner is being obscured and the original owner anonymized. This system would also alleviate concerns about a hacked voting system that became a common concern after this last 2016 election, in addition to simplifying voting and making voting faster and, therefore, increasingly likely to result. Through vote is publicly displayed and thus instantly auditable by using the blockchain. Therefore, any person could check all votes for a given candidate very easily and cheaply. Cheaper and routine checks are carried out in the voting process. To raise people's trust in the voting system.

CONCLUSION & FUTURE SCOPE

Although there are many applications for the blockchain, the blockchain cannot be assumed to be a perfect solution. There are still inconveniences and insecurities, as with any program. There is no 100% safe system, therefore this must be taken into account in discussions to adopt this technology. In the event of authentication, the problem remains that it can rely on a certificate type authority and therefore rely on a third party. To make sure an ID is the person it says, it requires more secure forms of verification than using social media posts, and so forth. Either a trusted authority shall distribute these identification documents or a third party shall securely audit a user's sensitive documents that can better verify the identification. As in the case of TLS certificate authorities, people would, therefore, have to trust that the documents are properly vetted by these authorities. A hash-based system could be used to store details of document usage so that someone can verify that the document is for a particular identity, but that document could be vulnerable and the author also would not want the plaintext on the blockchain to be accessible. This presents the current problem of trusting a third party. When elections, the question is whether a particular person uses his vote or not. The problem of people selling votes is made by making voting private and making voting too easily accessible. Click on a button to transfer your "vote coin" to somebody else, can this encourage people to sell their vote? Since the vote is anonymous, the ability to trace every vote to a particular person would be removed to make every vote legitimate. The
issuer of the vote would simply make sure everybody is controlled by a single vote. It could also facilitate the sale of a vote. In addition, certain people would benefit more than others. This would make it much more accessible for tech schemers and those with easy internet connections than the poorer areas, as they still have to drive to a voting place counterpart to make its exchange. For the protection of such protocols, transactions themselves can be regarded as being reliable enough to validate the identity and link data with a certain entity using the elliptic curve digital signature algorithm in public-key cryptography. But this essentially makes your key, the key to your identity. If anyone can take your key anyway, they are stealing your freedom. However, in this interim, an attacker would have full access to anything and would increase the risk that you would lose that key. You could re-associate another key with this identity. Also, while ECDSA is extremely secure, public-key encryption is tried and true, it is famously unpredictable whether people are using this info. However, the possibility of uses and advantages for society cannot be denied before a wide-ranging system of blockchain identities is created. As culture is more techno-centered and the internet is a better digital identity, and the world in which living is increasingly insecure and inadequate for contemporary ways of verification and identification. There is an unavoidable major overhaul of these systems and the blockchain is a possible way to address these issues.
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