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Summary. Following the entry into force of the General Data Protection Regulation (hereafter referred to as the GDPR), organizations that process personal data must ensure and demonstrate compliance with all of its principles. A new post, known as the Data Protection Officer (hereafter referred to as the DPO), has been created. The appointment of this official may be one of the measures necessary to implement the principle of accountability. The purpose of the article is to analyze the role and significance of the DPO in the organization, and to provide generalized recommendations. The role and significance of the DPO will continue to grow, as will the tasks and activities of the DPO. It is important to emphasize that GDPR compliance is the responsibility of the data controller or data processor, not the DPO.
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Introduction

On 25 May 2018, the General Data Protection Regulation (hereafter referred to as GDPR) went into effect in the European Union. This GDPR protects fundamental rights and freedoms of natural persons and in particular their right to the protection of personal data. The GDPR is a long comprehensive legal document containing various requirements,
standards and responsibilities. This GDPR aims to meet the current challenges related to personal data protection, strengthen online privacy rights and boost Europe’s digital economy (Limba et al., 2020). The European Commission (2018) states that organizations that fail to adequately protect an individual’s personal data risk losing consumer trust, which is essential to encouraging people to use new products and services. As the GDPR abounds in abstract provisions that require a competent assessment, one cannot rely on their content alone. In order to properly implement the provisions of the legal instruments aimed at data protection, one must follow the guidelines of the Article 29 Data Protection Working Party (hereafter referred to as WP29), which have a direct practical significance for the application of the GDPR (Radžiūtė, 2018). There is a growing number of sources of interpretation and understanding of data protection law. Data protection is, therefore, arguably quite different from many other areas of legal practice (Lambert, 2017). In addition, as the GDPR entered into force, the European Data Protection Board (hereafter referred to as EDPB), which brings together the supervisory authorities responsible for personal data protection in the EU Member States, also became operational. This organization, is an independent European body, which contributes to the consistent application of data protection rules throughout the European Union, and promotes cooperation between the EU’s data protection authorities. The special role of the EDPB in the field of personal data protection is to formally interpret the provisions of the GDPR, thus ensuring the uniform application of this legislation throughout the European Union. One of the most important elements which comprise the EDPB’s activities is providing guidelines, recommendations and examples of best practice to the public. The supervisory authority responsible for personal data protection in the Republic of Lithuania is the State Data Protection Inspectorate (hereafter referred to as Inspectorate), whose mission is to protect the human right to personal data protection. An appropriate mechanism for data protection is a public interest, one that is vital to the state. Although the protection of personal data is not an absolute right, it has been gaining an increasingly important role in everyday life (Batutytė, 2019). A new post has been created in the GDPR, the Data Protection Officer (hereafter referred to as the DPO), an independent body whose task is to make sure the organization complies with the GDPR. Not all organizations who process personal data are required to appoint a DPO, but all are required to ensure compliance with the GDPR.

The relevance of this academic article is related to the novelty of the GDPR, as well as the significance thereof to data protection law.

The research problem. What is the role and significance of the DPO in the organization?

The object of research is the role and significance of the DPO.

The aim of the article is to analyze the role and significance of the DPO in the organization, and to provide generalized recommendations. The objectives of research:

1. To reveal the grounds on which the appointment of a DPO in an organization is mandatory.

2. To identify the instances when there may be a significant risk of a conflict of interest associated with the appointment of the DPO, along with the ways of avoiding such conflict.
3. To examine the qualification requirements for the DPO, his or her functions and status within the organization.

The research methods used in this academic article include scientific literature review and legal document analysis, as well as logical, comparative, and generalization-based research methods. A literature review can broadly be described as a more or less systematic way of collecting and synthesizing previous research (Baumeister, Leary, 1997; Tranfield et al., 2003). Literature reviews play an important role as a foundation for all types of research. They can serve as a basis for knowledge development, create guidelines for policy and practice, provide evidence of an effect, and, if well conducted, have the capacity to engender new ideas and directions for a particular field. As such, they serve as the grounds for future research and theory (Snyder, 2019).

Document analysis is applied to examine various legal documents, with their formality, their binding (mandatory) or non-binding (optional) nature taken into account in order to investigate the legal regulation aimed at personal data protection, as enshrined in various legal norms. Document analysis requires that data be examined and interpreted in order to elicit meaning, gain understanding, and develop empirical knowledge (Corbin and Strauss, 2008). It involves the analysis of written materials containing information on the examined phenomenon or phenomena (Yıldırım and Şimşek, 2005). Documents are a very accessible and reliable source of data (Bowen, 2009). The logical method of interpretation permits the formulation - by the interpreter - of certain rational assessments, achieved through generalizing operations, of logical analysis of the text of the legal norm, or analogy, through applying formal logic (Bădescu, 2017). The logical method is used to interpret the content of legal provisions, insofar as they apply to organizations. The comparative method is used for comparative analysis. A generalization is an act of reasoning that involves drawing broad conclusions from particular instances – that is, making an inference about the unobserved based on the observed (Polit and Beck, 2010). The method of generalization is applied to summarize the sources used for the research, to formulate the main claims and to draw the final conclusions at the end.

The appointment of a Data Protection Officer in an organization

Data controller means the institution or body that determines the purposes and means of the processing of personal data. In particular, the controller has the duties of ensuring the quality of data and, in the case of the EU institutions and bodies, of notifying the processing operation to the DPO. In addition, the data controller is also responsible for the security measures protecting the data. The controller is also the entity that receives requests from data subjects to exercise their rights. The controller must cooperate with the DPO, and may consult him or her for an opinion on any data protection related question (European Data Protection Supervisor, 2019). The data controller must employ certain organizational and technical security measures to ensure compliance with the GDPR (Šidlauskas, 2019). One of the main reasons for poor protection is the general failure to realize that security is essential, as is taking care thereof. Other reasons include inexperienced security specialists and a lack of funding (Štitilis et al., 2016).
Early adoption of the required changes not only guarantees compliance with the GDPR but can also bring a competitive advantage (Tikkinen-Piri et al., 2018). Article 5 of the GDPR sets out seven key principles which lie at the heart of the general data protection regime. Article 5(1) requires that personal data shall be:

1. Processed lawfully, fairly and in a transparent manner in relation to individuals (‘lawfulness, fairness and transparency’).
2. Collected for specified, explicit and legitimate purposes and not further processed in a manner that is incompatible with those purposes; further processing for archiving purposes in the public interest, scientific or historical research purposes or statistical purposes shall not be considered to be incompatible with the initial purposes (‘purpose limitation’).
3. Adequate, relevant and limited to what is necessary in relation to the purposes for which they are processed (‘data minimisation’).
4. Accurate and, where necessary, kept up to date; every reasonable step must be taken to ensure that personal data that are inaccurate, having regard to the purposes for which they are processed, are erased or rectified without delay (‘accuracy’).
5. Kept in a form which permits identification of data subjects for no longer than is necessary for the purposes for which the personal data are processed; personal data may be stored for longer periods insofar as the personal data will be processed solely for archiving purposes in the public interest, scientific or historical research purposes or statistical purposes subject to implementation of the appropriate technical and organisational measures required by the GDPR in order to safeguard the rights and freedoms of individuals (‘storage limitation’).
6. Processed in a manner that ensures appropriate security of the personal data, including protection against unauthorised or unlawful processing and against accidental loss, destruction or damage, using appropriate technical or organisational measures (‘integrity and confidentiality’).
7. Article 5(2) adds that the controller shall be responsible for, and be able to demonstrate compliance with, these principles (‘accountability’).

The appointment of a DPO can be among the measures required to implement the principle of accountability (Voigt and Von dem Bussche, 2017). The DPO is an employee or external expert (service provider) who oversees the data controller or data processor and helps ensure their compliance with the GDPR (Zaleskis, 2017). The institute of the DPO must act as a “safeguard” of sorts for the data controller, curbing any possible breaches of the provisions of the GDPR, and, at the same time, helping prevent significant financial losses resulting from potential violations (Januševičienė, 2018). The DPO must be flexible, and act as an arbitrator between the law and the actions of the organisation (Gobeo et al., 2018).

UK Information Commissioner Elizabeth Denham (2019) argues that DPOs have an important role to play in helping companies shift from baseline compliance to real accountability.
The GDPR grants the DPO a fairly important role within the entire data management system. Depending on the powers and functions assigned to them, the DPO must be regarded as a person who will not only have the obligation to assist data controllers and processors in properly implementing different data protection requirements, but who will also act as a mediator between data subjects and between the data controller or data processor and the supervisory authority responsible for data protection (Štareikė, Kausteklytė-Tunkevičienė, 2018). The precise scope and detail of the DPO role will depend on the size of the organisation and the complexity of the processing it is engaged in (Alford, 2020). Bamberger and Mulligan (2015) describes DPO role as the most important regulatory choice for institutionalising data protection. In practice, the DPO is the early warning indicator of adverse events when processing personal data within the organisation (Drewer and Miladinova, 2018).

An important duty on part of the data controller or data processor is to appoint the DPO. The data controller is the entity who sets the purpose for which the personal data is to be processed, as well as the means of doing so, whereas the data processor processes the personal data on the controller’s behalf in accordance with the instructions they provide. Pursuant to Article 37(1) of the GDPR, the DPO must be appointed when:

1. “The processing is carried out by a public authority or body, except for courts acting in their judicial capacity.” The GDPR does not provide a definition of a “public authority or body”, but Member States have the right to choose which bodies, enterprises, organizations or institutions to include in this concept in accordance with national law. Therefore, Article 2(2) of the Law of the Republic of Lithuania on the Legal Protection of Personal Data states that public authorities and institutions are to be understood as state and municipal institutions and establishments, enterprises and public enterprises financed from the state or municipal budgets or state monetary funds which are authorized to perform public administration, or provide public and administrative services to individuals or perform other public services in accordance with the Law of the Republic of Lithuania on Public Administration functions. Furthermore, it is important to emphasize that this provision of the GDPR applies regardless of the precise data being processed.

2. “The core activities of the controller or the processor consist of processing operations which, by virtue of their nature, their scope and/or their purposes, require regular and systematic monitoring of data subjects on a large scale.” ‘Core activities’ can be considered as the key operations to achieve the controller’s or processor’s objectives. These also include all activities where the processing of data forms as inextricable part of the controller’s or processor’s activity. The notion of regular and systematic monitoring of data subjects is not defined in the GDPR, but clearly includes all forms of tracking and profiling on the internet, including for the purposes of behavioural advertising. However, the notion of monitoring is not restricted to the online environment. WP29 interprets ‘regular’ as meaning one or more of the following: ongoing or occurring at particular intervals for a particular period; recurring or repeated at fixed times; constantly or periodically taking place.
WP29 interprets ‘systematic’ as meaning one or more of the following: occurring according to a system; pre-arranged, organised or methodical; taking place as part of a general plan for data collection; carried out as part of a strategy.

3. “The core activities of the controller or the processor consist of processing on a large scale of special categories of data or personal data relating to criminal convictions and offences.” Personal data are treated as belonging to a special category if they include the particularly sensitive information of individuals, whose disclosure could have a significant impact on their rights and freedoms. Special categories of personal data: racial or ethnic origin; political opinions; religious or philosophical beliefs; trade union membership; processing of genetic data; biometric data for the purpose of uniquely identifying a natural person; health; sex life or sexual orientation. The GDPR does not define what constitutes large-scale processing. The WP29 recommends that the following factors, in particular, be considered when determining whether the processing is carried out on a large scale: the number of data subjects concerned - either as a specific number or as a proportion of the relevant population; the volume of data and/or the range of different data items being processed; the duration, or permanence, of the data processing activity; the geographical extent of the processing activity.

The provisions of the GDPR which lay down the criteria for appointing a DPO could be criticized for their lack of legal certainty and clarity. It would be reasonable and appropriate to describe the instances of legal regulation where a DPO must be appointed in greater detail (Zaleskis, 2017). The European Commission provides examples of situations where the appointment of a DPO is mandatory or optional on its website, “ec.europa.eu” (see Table 1).

**Table 1.** Examples provided by the European Commission as to where a DPO is or is not mandatory

| DPO mandatory                                      | DPO not mandatory                                      |
|----------------------------------------------------|--------------------------------------------------------|
| when your company/organisation is a hospital       | you’re a local community doctor and you process        |
| processing large sets of sensitive data            | personal data of your patients                         |
|                                                    | you have a small law firm and you process personal     |
|                                                    | data of your clients                                    |
| when your company/organisation is a security       | you only send promotional materials to your customers  |
| company responsible for monitoring shopping         | once a year                                            |
| centres and public spaces;                         |                                                        |
| when your company/organisation is a small head-     |                                                        |
| hunting company that profiles individuals.         |                                                        |
| you process personal data for search engine        |                                                        |
| advertising based on people’s online behavior      |                                                        |

*Source: European Commission (2020).*
Of course, examples may vary and the situations arising within an organization should be considered on a case-by-case basis, depending on its status and the nature of its activities in the context of data processing, and in keeping with the GDPR.

At the end of 2019, the federal German DPA fined a telecommunications provider 10,000 euros for repeatedly failing to appoint a DPO despite multiple requests from the German DPA. The company failed to comply with its legal requirement under Article 37 of the GDPR to appoint an internal DPO. When imposing the 10,000 euros fine, the fact was taken into account that the company is belonging to the category of micro-enterprises (EDPB, 2019).

The WP29 points out that, depending on who fulfills the criteria for mandatory appointment, in some cases the DPO must be appointed exclusively by the data controller or the data processor, and in other cases by both the controller and the processor. It is important to emphasize that even if the data controller does meet the criteria for the mandatory appointment of a DPO, his data processor does not necessarily have to appoint the Data a DPO. However, this can be a beneficial experience. Jakštaitė (2018) claims that, in the absence of more specific legal regulation, the appointment of the DPO essentially depends on the duty holder’s subjective perception of themselves and their activities, and, taking into account that the DPO is closely related to the fulfillment of obligations by other data controllers and data processors, the question of full compliance with the provisions of the GDPR may also be raised should it be decided that no there is no obligation to appoint a DPO. The appointment of the DPO by data controllers, not bound to do so by law, should be judged a sign of the organization’s corporate social responsibility for the impact of its decisions and activities on society through transparent and ethical conduct (Nerka, 2017). The appointment of a DPO can facilitate compliance and become a competitive advantage (Drewer and Miladinova, 2018) and demonstrates that the organization recognizes data as its main asset and the fact that they are crucial to their success (Zerlang, 2017). With corporate responsibility increasing, it is recognized that business and public services are not free from values and cannot meet standards based solely on measurable performance indicators. Responsibility means thinking about the consequences of a person in relation to others and clear lines in the issue of accountability (Žydžiūnaitė, 2018).

The Inspectorate announces on its website that when an organization appoints a DPO, the Inspectorate must be informed, i.e. given notice of the newly appointed DPO. The notification must be signed by the manager or his authorized representative and contain the following information:

- Name, legal entity code, contact details of the company, institution or organization, i.e. the data controller or data processor.
- Information on whether the DPO has been appointed by the controller or the processor.
- Name and surname, position (if an employee of the data controller is appointed), or legal entity name (if the DPO is an employee of another legal entity).
• The DPO’s address, telephone number, e-mail address and other means of communication.

The Hamburg Commissioner for Data Protection and Freedom of Information imposed a fine of 51,000 euros on Facebook Germany GmbH in December 2019, because the Hamburg DPA was not appropriately notified in accordance with GDPR Article 37(7), which requires both the publication of the DPO’s contact details and communication of those details to the relevant supervisory authority (EDPB, 2019).

According to the WP29, there is nothing to preclude an organization that is not under a legal obligation to appoint a DPO and does not wish to appoint one on a voluntary basis from employing certain staff members or hiring external consultants to be delegated with tasks connected to personal data protection. In this case, it is important to ensure that there is no confusion as to their job title, status, responsibilities and tasks. Thus, in any of the company’s internal communications, as well as in any dealings with data protection authorities, it should be made clear to data subjects and to the general public alike that this particular person or consultant is not a DPO.

The Inspectorate states that, as the assessment of the information obtained from public authorities and bodies has revealed, a common shortcoming while appointing an Official is the specific choice of post, i.e. it has been observed that the persons appointed as Officials often pose a significant risk of a conflict of interest. One of the main criteria for assessing whether a particular post may give rise to a conflict of interest is the possibility (powers) to determine the goal behind the processing of personal data or the means of doing so. In other words, if a particular position enables one to determine the purpose for which the data will be processed, as well as which data to collect and to what extent, which way the data is to be collected, and so on (i.e. to determine what is to be processed, why and how), one can conclude that that a conflict of interest would really be possible.

In general, the following positions could be considered to give rise to a conflict of interest:

1. Senior management such as the CEO, the Chief Financial Officer, the Chief Medical Officer, the Marketing Manager, the Human Resources Manager, the IT Manager, and so forth.
2. Lower-level responsibilities where the duties or functions require one to set the goals behind the data processing and to determine the means of doing so: security officers, deputy managers, and so forth.
3. In the case of an external DPO, if he is called upon to represent a public authority or body before the courts in data protection matters.

In addition, one must emphasize that public authorities and bodies, depending on their structure, activities and other relevant circumstances, should assess on a case-by-case basis whether a particular position, even if not part of senior management, could give rise to a conflict of interest.

Following its investigation of a personal data breach, the Belgian Data Protection Authority issued a ruling on April 28, 2020, imposing a 50,000 euros fine on an organization for negligence in having appointed the company’s head of compliance, risk and audit as
its DPO. This decision should cause entities to reconsider appointing a DPO who holds another senior role in the organization (Sterling et al., 2020).

CPO Magazine has released a comprehensive report outlining the challenges and priorities of data protection and privacy officers around the world in 2019. Based on the responses of 252 data privacy professionals worldwide, it is clear that many organizations could be doing much more to build and implement data privacy programs. For example, 45% of organizations are spending less than 250,000 dollars annually on data protection and privacy and 23% of organizations have only a single employee within the data protection and privacy program. Considering that some of these organizations have more than 10,000 employees worldwide, it would appear that much more could still be done to build a world-class data privacy organization.

The Inspectorate’s activity report for 2019 states that 2073 organizations, including 1094 representatives of the public sector, have notified the Inspectorate about the appointment of a DPO throughout the entire period when the GDPR was being applied (2018-2019). In view of the information available to the Inspectorate on the DPOs appointed in Lithuania, it is estimated that 40% of the organizations who are under the obligation to appoint an DPO did so. Please note that the GDPR requires these DPOs to be appointed by any members of the public sector, and that only around 27% public sector representatives have fulfilled this obligation (see Fig. 1).
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**Fig. 1. Inspectorate statistics and claims**

*Source: compiled by the author and based on the activity report of the State Data Protection Inspectorate for 2019 (2020).*

Based on the Inspectorate’s activity report for 2019, one can state that most organizations are not properly acquainted with the provisions of the GDPR and have therefore failed to fulfill the obligation to appoint a DPO and/or to notify the Inspectorate of his appointment.
Functions, qualification requirements and status of a Data Protection Officer within an organization

In an organization, the DPO shall be appointed on the basis of his professional qualities, in particular, his expertise in data protection law and practice, as well as his ability to perform the tasks referred to in Article 39 of the GDPR. The DPO may be one of the organization’s own employees or a third party. The DPO shall have at least the following tasks:

1. To inform and advise the controller or the processor and the employees who carry out processing of their obligations pursuant to this GDPR and to other Union or Member State data protection provisions.

2. To monitor compliance with this GDPR, with other Union or Member State data protection provisions and with the policies of the controller or processor in relation to the protection of personal data, including the assignment of responsibilities, awareness-raising and training of staff involved in processing operations, and the related audits.

3. To provide advice where requested as regards the data protection impact assessment and monitor its performance.

4. To cooperate with the Inspectorate.

5. To act as the contact point for the Inspectorate on issues relating to processing, including the prior consultation referred to in Article 36, and to consult, where appropriate, with regard to any other matter.

Also, the DPO shall in the performance of his or her tasks have due regard to the risk associated with processing operations, taking into account the nature, scope, context and purposes of processing.

The DPO should assess what personal data the organization collects and processes, for what purpose, and where they are located and secured. Particular attention is needed with outsourcing issues and contracts with processors. Contracts, including service-level agreements in relation to information technology (IT) systems, the cloud, and so on may be assessed. The various IT hardware, software, and systems that employees use need to be considered. The structure of the organization or groups needs to be considered as well as jurisdiction and location issues. The life cycle, storage, and disposal of personal data are also an important consideration for the DPO. (Lambert, 2017). Being able to pinpoint the location, application and storage techniques for personal data, DPOs can design and implement the security processes and technologies they will need to see, understand and interact with to carry out their duties (Wilson, 2018). Thus, we can see that the DPO’s role is key in the overall processing operation as a human firewall regarding all things related to data security in an organization. This helps the regulation ensure overall accountability by having an accountable officer within an organization who oversees the operation and ensures compliance while processing personal data (Sharma, 2019; Agostinelli et al., 2019).

Undoubtedly, the role and importance of the DPO will continue to grow, as will the tasks and activities of the DPO. On the one hand, this is due to the increasing complexity
of processing operations, which requires DPOs to understand both the business needs, but also technical intricacies in more detail. On the other hand, organisations are fascinated by and want to make use of new technologies, which may often be challenging from a data protection point of view (Eggl, 2019).

According to Zaleskis (2019), the functions of the DPO may be entrusted to external service providers when the data controller and data processor lack experience in the field of data protection law, or desire to save time, human and administrative resources.

Recital 97 of the GDPR provides that the necessary level of expert knowledge should be determined according to the data processing operations carried out and the protection required for the personal data being processed. The information below has been provided by the WP29 and should be taken into consideration when appointing a DPO:

1. **Level of expertise.** The required level of expertise is not strictly defined but it must be commensurate with the sensitivity, complexity and amount of data an organisation processes. For example, where a data processing activity is particularly complex, or where a large amount of sensitive data is involved, the DPO may need a higher level of expertise and support. There is also a difference depending on whether the organisation systematically transfers personal data outside the European Union or whether such transfers are occasional. The DPO should thus be chosen carefully, with due regard to the data protection issues that arise within the organisation.

2. **Professional qualities.** Although the GDPR does not specify the professional qualities that should be considered when designating the DPO, it is a relevant element that DPOs must have expertise in national and European data protection laws and practices and an in-depth understanding of the GDPR. Knowledge of the business sector and of the organisation of the controller is useful. The DPO should also have a good understanding of the processing operations carried out, as well as the information systems, and data security and data protection needs of the controller. In the case of a public authority or body, the DPO should also have a sound knowledge of the administrative rules and procedures of the organisation.

3. **Ability to fulfil its tasks.** Ability to fulfil the tasks incumbent on the DPO should be interpreted as both referring to their personal qualities and knowledge, but also to their position within the organisation. Personal qualities should include for instance integrity and high professional ethics; the DPO’s primary concern should be enabling compliance with the GDPR. The DPO plays a key role in fostering a data protection culture within the organisation and helps to implement essential elements of the GDPR, such as the principles of data processing, data subjects’ rights, data protection by design and by default, records of processing activities, security of processing, and notification and communication of data breaches.

The most important element of the DPO is to remain independent and aligned solely to the requirements of the law they uphold, whilst balancing the rights of EU citizens and the needs of the organisation. The DPO should uphold the values of confidentiality, integrity and ethics within themselves to accomplish what others are not willing to do.
(Gobeo et al., 2018). Personal qualities like integrity, professional ethics, and the will to do the right thing are crucial in an effective DPO (Brusoni and Vaccaro, 2017).

Šidlauskas (2019) believes that the DPO may improve his knowledge in the field of data protection by taking advantage of various opportunities, such as studying the GDPR, consulting with the Authority, relying on external audit procedures (should any be carried out), using public and paid sources of information, attending conferences, taking courses. While operating in an environment full of uncertainties, every organization is faced with the problem of information accessibility, or, on the contrary, with the excess thereof (Jucevičius et al., 2017). By working for an organization, people acquire specialized skills, their talents and attitudes are revealed, and they have a bearing on productivity, quality and profitability. People become “human resources” with special roles (activities) of their own, which they perform within the organization. The role of each employee is purposefully defined, with the important part being a maximum personal contribution to achieving the organization’s strategic goals (Chlivickas et al., 2009). The main task of the organizational leaders in the context of knowledge management is to guarantee an environment in which the members of the organization would be motivated to acquire, develop, use and exchange knowledge in pursuit of the organization’s common goals (Vaitkevičius, 2016).

Once the GDPR has entered into force, the practice of its application is rapidly evolving, as the EDPB and the Inspectorate provide clarifications and recommendations as to how certain provisions of the GDPR should be applied, or how a specific situation should be treated to ensure compliance with the GDPR as far as data processing is concerned. The volume of scientific literature on data protection is growing, but one factor that has a significant impact on the application of the GDPR is institutional isomorphism. Institutional isomorphism is understood as the growing, sustained mutual resemblance of structures, practices, principles, which is determined by the connections between institutions, as well as by cooperation and by the need to operate in a shared institutional field (Noreikaitė, 2014). Mintzberg (2005) distinguishes three types of isomorphism:

• Mandatory isomorphism results from the application of obligatory standards or other legislation.

• Mimetic isomorphism results from copying and imitation. Organizations often copy the attitudes of their successful competitors, of course, because such attitudes are associated with success, but also because they wish to convince others that they too are examples of best practice.

• Normative isomorphism results from the strong influence of professional competence. Modern organizations are often dominated by experts who create their own general professional norms when making decisions.

The developing ability to combine and incorporate the knowledge gained from various sources into an indivisible whole promotes the independent and rapid discovery of efficient solutions. Learning is a continuous process: “learning” one thing opens up new domains of cognition and comprehension. Students learn to reveal their advant-
ages and to notice opportunities, to set goals that are acceptable, yet ambitious, to solve problems in a creative fashion (Kvedaravičius et al., 2018). People create, use, share knowledge, and they also encourage each other to share knowledge. Knowledge belongs to the people, and the sharing thereof depends on the people’s will (Vaitkevičius, 2018). It is easier for organizations to manage knowledge if employees are willing to share it (Amayah, 2013).

Since reality is subjective, the aim is to teach an individual to comprehend the world around him and, along with the other members of society, to address the challenges pertaining to the development of consistency and sustainability which they face together. The theory of constructivism defines sustainable development learning as an active and continuous process, during which learners receive information from the environment and form their personal experience, meanings and knowledge constructs (Petkevičiūtė, Balčiūnaitienė, 2018). Professional activities can only be high-quality when they are based on specialized knowledge about a particular field of activity (Zakarevičius, 2013).

The lack of privacy knowledge and expertise inside organizations, which translates in a lack of awareness or in a difficulty to understand the regulation, may also require extra budget to recruit privacy experts (Lindgren, 2018). Designating an inside DPO is also a challenge as it is difficult to recruit and retain people with these skills (Tikkinen-Piri et al., 2018; Khan, 2018). The Inspectorate’s report for 2019 states that the market is facing a shortage of personal data protection specialists, since, now that the GDPR is being applied, apart from having to appoint a DPO, quite a few organizations must hire other professionals to deal with personal data protection in order to ensure compliance with the GDPR.

The DPO should assist in fostering good business practice, whilst upholding the rights of EU citizens, and balancing the needs of the business with those of the people of Europe (Gobeo et al., 2018). The DPO should be able to perform his duties and tasks independently, whether or not he is an employee of the data controller, so his status in the organization is important. Article 38 of the GDPR specifies the provisions on the status of the DPO and the WP29 has provided some recommendations for their implementation (see Table 2).

**Table 2. DPO status**

| GDPR | WP29 recommendations |
|------|----------------------|
| The controller and the processor shall ensure that the DPO is involved, properly and in a timely manner, in all issues which relate to the protection of personal data. | The DPO shall be involved at the earliest possible stage in all matters relating to data protection, and shall be considered within the organization as a discussion partner, one who participates in relevant working groups or in senior and middle management meetings. |
| GDPR                                           | WP29 recommendations                                      |
|------------------------------------------------|----------------------------------------------------------|
| The controller and processor shall support the | The following aspects must be considered in the organization: |
| DPO in performing the tasks referred to in Art- | • Active support of the DPO by the senior management.       |
| cle 39 by providing resources necessary to carry | • Sufficient time for the DPO to perform his duties.        |
| out those tasks and access to personal data and  | • Adequate support in terms of financial resources,        |
| processing operations, and to maintain his or her | infrastructure and, where necessary, staff.               |
| expert knowledge.                                | • A formal notice on the appointment of the DPO addressed |
| **GDPR** | **WP29 recommendations** |
|----------------|--------------------------|
| The DPO may fulfill other tasks and duties. The controller or processor shall ensure that any such tasks and duties do not result in a conflict of interests. | Organizations could apply the following good practice:  
• Develop internal rules and identify positions incompatible with the DPO’s functions, provide a general explanation about the conflict of interest in order to avoid one.  
• Declare that the DPO has no conflict of interest (and inform that this requirement is a perceived one).  
• Ensure that advertisements for DPO vacancies or service contracts are sufficiently accurate and complete. |

*Source: Compiled by the author and based on the GDPR and on the guidelines supplied by the WP29 (2016).*

The analysis of the GDPR demonstrates that the regulation of the DPOs’ activities tends to be based on general principles rather than on detailed requirements which set out a specific pattern of behavior. The following principles to be observed by a DPO in his activities can be distinguished: expert competence, independence, avoiding conflicts of interest, accessibility, freedom of form (Zaleskis, 2017). Three central findings can be derived regarding factors that influence DPO behavior: (1) DPOs recognize a fundamental necessity in their role, but their scope for action is severely limited by a lack of resources, (2) they consider privacy as crucial but see it threatened by various difficulties of a legal nature, and (3) DPOs face challenges which can be traced back to a gap between their legal role and duties as well as between the regulatory requirements of privacy and those of their organization (Casutt and Ebert, 2020).

If, for some reason, the organization decides not to follow any advice provided by DPO, it should keep records of decisions and reasons for those decisions, it may help demonstrate accountability (Dibble, 2019). GDPR divides its administrative fines into two main categories. The first category of fines can be up to €10 million or in cases of an undertaking up to 2% of their total worldwide annual turnover of their preceding financial year, whichever is higher.

The following statistics shows the highest individual fines imposed (see Fig. 2).

The constant pace of business change allied with evolving legal interpretations require constant vigilance on the part of the DPO and create additional challenges for accountability (Ryan et al., 2020). It is important to emphasize that monitoring compliance with the GDPR inside an organization does not mean that the DPO shall be held personally liable for regulatory violations. The GDPR compliance is the responsibility of the data controller or data processor, not the DPO.
Conclusions

An organization must ensure and demonstrate compliance with all the principles of the GDPR, and the appointment of a DPO can be one of the measures required to implement the principle of accountability. According to the GDPR, non-compliant companies may face fines of up to 20 million euros or 4% of worldwide turnover and damage claims from violations. Companies stand to lose revenue as well as endure reputational damage should they breach the GDPR. The DPO must make sure that the organization complies with the GDPR and prevent any infringement on its provisions. The DPO must be appointed by public bodies or authorities and other organizations whose main activities are concerned with the large-scale and systematic monitoring of individuals, or with the large-scale processing of personal data ascribed to special categories. The provisions of the GDPR which lay down the criteria for the appointment of the DPO may be criticized for their lack of legal certainty and clarity, so that every individual situation must be assessed on a case-by-case basis, depending on the status of the organization and the nature of its activities insofar as they relate to data processing. In the absence of more specific legal regulation, the appointment of a DPO essentially depends on the data controller’s subjective perception of himself and his activities. However, the appointment of the DPO should be judged a sign of the organization’s corporate social responsibility for the impact of its decisions and activities on society through transparent and ethical conduct. Also, can facilitate compliance and become a competitive advantage. After the DPO has been appointed, the Inspectorate must be informed about this fact and provided with any information it may request. The Inspectorates state that one of the most common shortcomings when appointing a DPO is the choice of a particular position, which may be highly prone to conflicts of interest. One of the main criteria for assessing whether the

---

**Fig. 2. Top 5 biggest GDPR Fines**

*Source: GDPR Fines Tracker & Statistics (2021).*

| Company                        | Fine            |
|-------------------------------|-----------------|
| Google Inc.                   | €50,000,000     |
| H&M Hennes & Mauritz Online Shop A.B. & Co. KG | €32,258,708 |
| TIM - Telecom Provider        | €27,800,000     |
| British Airways               | €22,046,000     |
| Marriott International, Inc   | €20,450,000     |
given post may give rise to a conflict of interest is the possibility (powers) of determining the purpose for which the personal data are being processed, along with the means of doing so.

The DPO is to be appointed within an organization on the basis of his professional qualities, in particular, his expertise in data protection law and practice, as well as his capacity to perform the tasks referred to in Article 39 of the GDPR. In addition, in performing these tasks, the DPO should properly assess the risks inherent in data processing operations, having regard to the nature, scope, purpose, and context of the processing. The DPO should be able to perform his duties and tasks independently, whether or not he is an employee of the data controller, so his status within the organization is important. High-quality professional activities are possible only when grounded in precise knowledge pertaining to a specific field of activity. After the GDPR entered into force, the practical application thereof has been expanding rapidly, and has been influenced, among other things, by institutional isomorphism (mandatory, mimetic or normative).

The appointment of the DPO shall be communicated to all of the organization’s staff and he shall be involved in all matters relating to data protection at the earliest possible stage. The DPO must be provided with the support of the senior management, granted access to the other services available in the organization and given sufficient time to perform his functions. If necessary, an official team must be formed consisting of the DPO and the staff performing his tasks. The DPO must not receive instructions on how to deal with data protection issues. The DPO’s activities are governed by principles grounded in expert competence, independence, avoiding conflicts of interest, accessibility, and freedom of form.

The role and significance of the DPO will continue to grow, as will the tasks and activities of the DPO. This is due to the increasing complexity of processing operations, which requires DPOs to understand both the business needs, but also technical intricacies in more detail. It is important to emphasize that monitoring compliance with the GDPR inside an organization does not mean that the DPO shall be held personally liable for regulatory violations. The GDPR compliance is the responsibility of the data controller or data processor, not the DPO.
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