Mapping Disruption Sources in the Power Grid and Implications for Resilience
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Abstract—Developing models and metrics addressing resilience is vital to ensure power grid reliability. The goal of this work is to holistically analyze the origin of anomalies and their propagation through the electric grid’s cyber, physical and human domains. To do so, we apply a novel disruption mapping method to the publicly available U.S. Department of Energy DOE-417 Electric Emergency and Disturbance Report, using an excel crosswalk. We find that by differentiating among the disruption sources and means of disruption propagation, patterns in the power grid’s response to different events can be used to quantify resilience.
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I. INTRODUCTION

Utilities and regulatory authorities rely on metrics based on tracked data to assess the power grid’s reliability and plan for future operating conditions. However, metrics that analyze the resilience of the power grid are immature and ill-equipped to provide utilities and regulatory authorities the information they need to ensure both reliability and resilience of the power grid in the changing context of power grid operations and development [1]. Therefore, we propose a method for mapping data that utilities are required to report to different dimensions of disruption to enable a comprehensive understanding of the relationship between disruption sources and system resilience.

A. Motivation

As extreme weather events and unprecedented cyber, physical, and supply chain disruptions exacerbate the changing grid landscape, resilience is a complementary concept to reliability that needs to be understood and modeled to protect the power grid. Although reliability and resilience strategies can be implemented differently by individual operators, alleviating disruption impacts requires revisiting electric grid planning, operation, maintenance and monitoring procedures [2]. Leveraging resilience principles as a critical aspect of reliability can support flexible design approaches and timely recovery for differing threats and disruptions [3]. Historically, reliability standards have been tracked and enforced with great precision and oversight (e.g., N-1 or N-X contingency planning under predicted scenarios, and the standardized metrics SAIDI, SAIFI, CAIDI) [3]–[6]. However, guidance on resilience for the power grid is in its nascency and lacks models or metrics to support effective resilience strategies [7].

A resilient power grid is crucial for energy security and sustainability, and reduces service restoration time and economic burdens to society and the utility [8]. Resilience focuses on recovery and adaptation, expanding on risk-based metrics that use expected vulnerabilities and expected consequences to weigh the cost and benefit of hardening the system against a given hazard [5]. Resilience is commonly understood to encompass four stages – plan, absorb, recover, adapt – and emphasizes the ability of a system to recover its critical functionality as quickly as possible and with the least amount of lost function [3], [9] (See Fig. 1). Notably, resilience emphasizes the consequence of an outage [10].

Another important distinction between the concepts of reliability and resilience is that reliability assumes the power grid is operating under normal (undisrupted) system conditions, whereas resilience requires a disruption to occur to be evaluated and measured [9]. Since resilience assumes a disrupted system state, mapping disruptions from origination across the different power grid domains is a first step towards developing a resilience model and metric(s) that can provide valuable information to system operators and developers.

Without a systematic approach to implementing resilience across the millions of components, stakeholders, and entities spread across the globe, system managers are planning for grid failure [11]. The development of comparative metrics that allow for a better understanding of the different dimensions of resilience is necessary [12]. Although some studies analyze resilience, these studies often rely on hard to gather data or synthesized data sets and do not comprehensively measure resilience. In order to meet the needs of regulatory authorities, utilities, and the public, resilience metrics should be developed based on existing and already collected data and be able to track real-world disruptions from their source to impact.

B. Literature Review

Even though many publications cover the topic of power grid resilience from different perspectives, quantitatively measuring resilience in a comprehensive and widely applicable manner remains elusive [7], [12]. The literature reviews of the power grid resilience field show a lack of resilience metrics
that can be applied by industry and regulators, and that most studies focus on certain event types or mitigation strategies.

For example, RAND reviewed the state of electric power resilience metrics, finding an array of metrics used to describe resilience, but no cohesive metric addressing the entire disruption timeline [14]. In their review, [15] analyze where mitigation approaches fall on the resilience curve and how disruption is categorized. They find that 80%-+ of power grid resilience research is based on natural causes of disruption.

Authors in [16] find that the value of avoided power interruptions is used as the “standard proxy” for quantifying resilience, and that no existing methods meet criteria for regulator usefulness, defined by duration, scalability, ease of use, and output criteria. Reviews of related fields such as supply chain resilience similarly find a prevalence of proxies rather than a cohesive numeric measure of resilience [17]. Besides reviews, power grid resilience publications can be categorized into three topics discussed in the following subsections.

1) Specific Components and Segments of the Power Grid: Authors in [18], [19] evaluate microgrid impact on power grid resilience from different perspectives. While [18] focus on developing resilience indices (i.e., number of line outages, loss of load, expected demand not supplied, and difficulty of grid recovery), [19] study economic operations under blackout scenarios to estimate money savings over the life of the microgrid. Also, [6] use a risk score profile based on both cyber and physical threats to examine microgrid resilience.

Others, [20], [21], focus on the impact of overlapping outages, or clusters, for transmission grid elements rated at 200 kV+. Analyzing data from the North American Electric Reliability Corporation (NERC) Transmission Availability Data System (TADS), they find while lightning initiates the largest number of clusters, sustained outages are more frequently caused by failed AC substation equipment, followed by human error. Their results show that the overwhelming literature focus on natural hazards misses large sources of disruption spread.

Modeling distributed energy resources (DERs) is also an emerging resilience topic. For instance, [22] assess the ability of Germany’s grid to meet renewable penetration requirements per its 2035 carbon reduction goals. In other works, [23] focus on automated switches for DER integration and improved grid resilience, and [24] analyze control systems for smart buildings for centralized and decentralized grid services coordination.

These papers highlight the need to focus on disruptions beyond natural causes, incorporate power grid interactions and domains, and find ways to measure resilience beyond risk profiles, grid capacity, and economics (i.e., proxies). Analyses on a particular grid component should result in resilience metrics related to the larger system and interconnected networks.

2) Specific Disruption Types: Authors in [25] analyze predetermined emergency and preventive resilience strategies, finding that combining both emergency and preventive topology switching has the most significant impact on enhancing power grid resilience. In addition, [26] models attacks on substations by simulating a substation with different security upgrades and assessing which are most effective at mitigating damage, finding that increased physical barriers and armored transformer protection are the most effective.

These studies use synthetic data sets, and leverage resilience proxies such as total cost, operating costs, and other cost functions, load shed [25], and physical substation damage [26] without consideration to impact on output. These studies also confine their resilience analyses to specific responses and mitigation strategies, meaning their resilience outcomes are system-specific and based on preconceived disruption profiles.

3) System as a Whole: Authors in [27] analyze critical risk indicators across different human and natural networks that comprise the power grid as a critical societal resource, finding that electric grid resilience cannot be defined in a closed system. Reference [28] uses a multi-hazard approach to develop a two-stage hybrid risk estimation model to characterize key predictors of severe weather-induced power outages. They use data-mining techniques on publicly available data on major power outages (including form DOE-417), socioeconomic data, state-level climatological observations, electricity consumption trends, and land-use. Moreover, [29] also use form DOE-417 and look at a combination of time between disruptions, performance loss of each disruption, and time needed for recovery. Using data from Jan. 2002 to Aug. 2016, they evaluate trends by NERC regions to find that resilience in the NPCC region improved, likely due to increased financial support of NPCC’s Compliance and Enforcement program.

Despite broadening power grid resilience to include systems thinking, interconnections and socioeconomic factors, and siting the importance of not focusing on singular scenarios or time frames, resilience metrics and quantification are not analyzed directly and are not tied to disruption propagation in the overall system [27], [28]. In the last study, although the authors analyze trends in disruption timelines, the findings...
oversimplify disruption occurrences to power grid resilience, and make it difficult to apply resilience strategies [29].

C. Contributions

This research analyzes the beginning stages of power grid disruptions to better understand disruption propagation and impacts on resilience. We take a systems thinking approach to developing power grid disruption categories that can then be applied to resilience analytics, and ultimately quantified for use by regulators, utilities, and other stakeholders. We expand on the existing literature by addressing all disruption types, the full disruption process, and the entire human cyber-physical system, and use recent and real data. Our approach facilitates the application of effective resilience metrics and strategies for the power grid since it corresponds to the fundamental disruption process, negating the need for resilience proxies.

II. MAPPING DISRUPTION TO POWER GRID RESILIENCE

A. Data Source

The Department of Energy’s Electric Disturbance Events form, DOE-417, is a mandatory form for utilities to file emergency incidents for national security and emergency management responsibilities [30]. The form is approved by the NERC and publicly available data summaries include: date/time event began, date/time of restoration, area affected, NERC region, alert criteria, event type, demand loss, and number of customers affected. The form is generally updated every 3 years, with the last update occurring in 2021 [31]. We use the annual summaries from 2012-2021 to analyze 2,286 incidents, grouping the “Event Types” into 46 event categories for mapping purposes. “Alert criteria” offer more disruption source details, but were only added in 2015.

The reported events do not describe power grid resilience independently but must be associated with consequences. Given the available data, using demand loss and customers affected can begin to provide some insight into how the disruption impacts the system (See Fig. 2). Therefore, number of events, demand loss, and customers affected are used in our analysis and mapped to the beginning stages of disruption. Understanding the root cause of disruption is done by assuming probabilities for each propagation possibility for each event type across the disruption stages, as defined in the next section.

B. Defining Disruptions

We take a systems approach to map disruptions from the source to the ultimate consequence (see Fig. 1). The power grid is a complex interconnected network. Thus, component-level disruptions (nodes or links) can result in network-level failures [17], [32]–[37]. In this subsection, we define major factors of a disruption process.

- **Disruption Source:** Here, we consider the origination of an adverse deviation from normal operations, i.e., the unforeseen triggering event that results in anomalies across the network. The disruption sources are broadly defined as **human** and **nature**. Under these sources, the scope of the disruption is classified as **local** (nodes/links subject to isolated disturbances), **regional** (nodes/links dispersed over an area subject to regional disturbances), and **global** (nodes/links dispersed globally subject to global disturbances). We also consider the direction of disruption: **supply-side/upstream** (nodes/links associated with generation through distribution; event impacting a system from within the utility), **demand-side/downstream** (nodes/links associated with electricity use), and **catastrophic** (force majeure; extraordinary event impacting a system from all directions).

- **Means of Disruption Propagation:** We account for the domain through which the violation from normal operations spreads from origination. The three domains are **physical** (physical infrastructure and natural environment, including structures, processes and designs), **cyber** (information and information development from physical and human domains), and **human** (organizational structure, communication, and societal context of decision-making).

- **Pattern of Propagation:** Characteristics of how the negative deviation from normal operations disseminates throughout the network.

- **Nature of Deviation:** How normal operations have been negatively impacted.

Using the above categorization, we evaluated the 2,286 reported Event Types for likelihood of stemming from human or nature, and within those, from an upstream, downstream, or catastrophic occurrence and from a local, regional, or global disruption source. We also evaluated each reported event for likelihood of propagating in three domains.

III. RESULTS AND DISCUSSION

A. Disruption Source

In the source stage of a disruption, the total number of reportable events are slightly more often caused by humans. Fifty three percent of events in the scope stage and 54% of events in the upstream/downstream stage are caused by humans. However, out of the reported events with demand...
and customer impacts, more of them are mapped to natural sources.\footnote{All years include “Unknown” classifications in the “Demand Loss” and “Number of Customers Affected” categories; 2014 and earlier also include “N/A” in these categories; 2013 also includes “None.”} Sixty eight percent of events in the scope stage and 66\% of events in the upstream/downstream stage do not report zero demand loss. Moreover, 70\% of events in the scope stage and 68\% of events in the upstream/downstream stage do not report zero customers affected. This could be in part because human initiated events may be more visible to reporting utilities than naturally occurring events. False alarms or events that do not cause significant impacts are more likely to be reported, while naturally occurring events may only be known if an actual impact occurs to the grid. For example, Physical Attacks are also associated with suspected attacks and they may be skewed towards overreporting; whereas natural events are not necessarily known unless they cause a system interruption. Human-caused events may also have better strategies in place for absorbing impacts, eliminating system-wide disturbances, while nature-caused events may bypass the absorb phase of resilience with strategies focused on the recovery phase. Although a majority of the reported events mapped to nature result in impacts to the grid, those that are mapped to human sources still contribute to about one third of felt power grid disruptions and can offer insight into resilience strategies at different stages of the resilience curve (see Fig. 1).

Specifically under scope (see Fig. 3), when human-caused, events tend to be more localized, whereas with natural events, they are more evenly split between local and regional sources. Under upstream/downstream (see Fig. 4), both human and natural sources are more likely to be a result of upstream disruption sources. This is in part due to the fact that the reporting is done by the utility and most sources of disruption will therefore be on the power delivery side rather than the demand side. However, it is important to note that about one fifth of disruptions reporting demand or customer loss stem from downstream sources. While 17\% of the total reported events are mapped to demand-side, 19\% of total events that do not report zero demand loss and 20\% of total events that do not report zero customers impacted are mapped to demand-side impacts. This could indicate that under certain disruptive conditions, system operators may favor controlled load shedding to minimize the depth of the resilience curve – an absorb strategy – as opposed to the possibility of an uncontrolled network disruption that could impact more customers or critical customers (e.g., hospitals and fire stations).

### B. Means of Disruption Propagation

The results from mapping the disruption propagation show that once a disruption is initiated it has a fairly equal probability of impacting the power grid via all three domains. Fig. 5 shows that reported events propagate through cyber, physical, and human domains. This highlights the fact that the power grid is an interconnected cyber physical system and that disruptions can propagate in any domain, and likewise resilience measures should equally target all three domains. Put differently, all three must be addressed when responding to a disruptive event to minimize the resilience curve.

\begin{figure}
\centering
\includegraphics[width=\textwidth]{disruption_source_scope.png}
\caption{DOE-417 event types, 2012-2021, mapped to human (H) and natural (N) sources of local, regional, and global disruption.}
\end{figure}

\begin{figure}
\centering
\includegraphics[width=\textwidth]{disruption_source_upstream_downstream.png}
\caption{DOE-417 event types, 2012-2021, mapped to human (H) and natural (N) sources of demand-side, supply-side, and catastrophic disruption.}
\end{figure}

\begin{figure}
\centering
\includegraphics[width=\textwidth]{disruption_propagation_domain.png}
\caption{DOE-417 event types, 2012-2021, mapped to the domains.}
\end{figure}
C. Major Event Types

Out of the 46 event categories (see Sec. II.A), three account for a majority of disruptions: Severe Weather/Natural Disaster, Physical Attack/Vandalism/Sabotage, and System Operations (See Fig. 2). These categories account for 76% of all reported events, 77% of events that do not report zero demand loss, and 78% of events that do not report zero customers affected. Physical Attacks have been a relatively steady concern since 2012, and as such (and in addition to the discussion above) may be more likely to be prepared for, absorbed, recovered, and adapted to before customers can be affected (see Fig. 6). Although System Operations has only been reported since 2015 as an event type, it already comprises a significant amount of reported events. The Severe Weather category has also seen an increase in recent years, likely stemming from climate change and vulnerabilities of aging infrastructure.

These largest three categories were also mapped using the Alert Criteria for each reported event in order to gain a more detailed view at their early stages of disruption. This was done for the years 2019-2021. Individually mapping the largest three categories shows that understanding the various event types up front can signal how an event may propagate through the network. For example, analyzing the disruption source shows that Physical Attacks and System Operations are concentrated on the human-caused supply-side, while Severe Weather is concentrated on the nature-caused supply-side, with the notable exception of a concentration of human-caused demand-side disruption sources (see Fig. 7). This is largely attributed to the 41 instances of load shedding under emergency operational policies and the 56 instances of public appeal to reduce the use of electricity for purposes of maintaining the continuity of the Bulk Electric System.

This major event mapping was also used for a sensitivity analysis that compared mapping from the Alert Criteria and Event Type. The largest inconsistency was within the System Operations event category, which when using Event Types overestimated the human-upstream source of disruption for events with nonzero demand loss and nonzero customers affected. This is largely due to two Alert Criteria under System Operations that provided more detail on the direction of the disruption: load shedding and public appeal. In general, the sensitivity analysis shows that although the Alert Criteria can give more insight into the disruption process for some of the broader Event Types (i.e., System Operations, Physical Attack), the results of the Event Type mapping for the larger dataset are based on valid assumptions. Ultimately, however, if generalizations can be taken out of the Event Types (as in the Severe Weather category, which had the least error and the most individual Event Types), a more detailed, accurate disruption process can be leveraged in resilience quantification.

IV. Conclusions and Future Work

In this paper, we showcase the effectiveness of mapping the beginning stages of disruption for analyzing threats to the power grid’s resilience. By segmenting disruption sources into possible starting points and propagation domains, we show that the power grid responds differently to different threats, which should be considered when assessing and strategizing resilience. We find that many reported human-caused events neither cause demand loss nor impact customers, signifying that the power grid is better at absorbing human-caused than nature-caused shocks. Adapting resilience strategies for nature-caused disruptions to similarly absorb more shocks could improve the resilience of the power grid. Moreover, downstream sources of disruption may provide a strategy for a more controlled resilience curve. We also suggest modifying required reporting to include more delineated event types and anticipate the proposed changes will help utilities and regulators better analyze disruptions and resilience. Future
work should incorporate these outcomes by building on the systems approach to disruption mapping in order to capture the entire resilience curve across all disruption types, analyzing events that do not cause noticeable impact for resilience strategies that can be applied system-wide, and in modification of reporting practices.

Our study is limited by assumptions derived from the DOE definitions, and that utility operators consistently report events or that the definitions adequately capture the nature of the events. We also based our analysis on the number of events (due to data limitations), which does not capture the magnitude of disruption.
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