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Abstract

QR Code Indonesian Standard (QRIS) is a digital payment system using a QR code that officially regulated in 2020. However, during the implementation of QRIS, there were still several problems, including security and data problems. The balance at the transaction time was not truncated, misuse of data, and application errors when scanning QR codes. This study aims to determine the factors that affect the acceptance of digital payments using QRIS. Especially those related to gaps in problems and research by combining the theory of acceptance and use of technology (UTAUT) and other variables that are also a problem in applying digital payments Security and Trust. The target population of this study is all digital payment users who use QRIS. Through the convenience sampling method, with a sample of 205 respondents. The questionnaire is distributed through an online questionnaire with Microsoft form. After that, the data will be evaluated using the Structural Equation Model (SEM) - Partial Least Square (PLS). The study results show that security as a reference is fundamental for users to increase their intention to use QR codes. Meanwhile, other components such as performance expectations and trust have proven to be essential components in initiating the intention to use digital payments using QR Code. However, not all variables from UTAUT have a significant impact, such as effory expectations. This is because an essential point in using digital payments using QR codes, especially during a pandemic, requires more security and productivity.
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1. Introduction

The impact of the Covid pandemic has changed people's behavior. During pandemic, the number of unemployed increased due to the absence of employment opportunities, which was 2.56 million people, did not work due to the impact of covid by 1.77 million people, and there was a reduction in working hours of 24.02 million people (Dailysocial & DSResearch, 2020). Society is now starting to be limited in social interactions, including the habit of carrying out transactions. Transactions using banknotes have the potential to spread the virus from one person to another. This has resulted in a new pattern of habits that are changing in both the business and social sectors. Then digital payments are a solution. One of them is through the QR Code. QR code is a form of digital payment that can make payments by scanning a QR code. In Indonesia, QR code payments have been regulated in the QR Code Indonesian Standard (QRIS). QR Code Indonesian Standard (QRIS) is one of the 3 main business models in digital payments. Since the implementation of strict standards by Bank Indonesia in 2019, a total of 12 digital payment sub-segment providers in 2020 in the second quarter were followed by e-money and payment gateways.

Data from Bank Indonesia as of February 2021 recorded that as many as 49 companies had obtained the QRIS service provision license. During the Covid 19 Pandemic, electronic cashless transactions based on digital payments experienced a significant increase through various applications such as mobile banking, QRIS, and cloud-based electronic money applications. The increase in the number of digital payment users in Indonesia is higher than bank accounts (Agusta & Hutabarat, 2018). This shows a huge potential for the development of digital payment trends in the future. However, this data is different from the exposure of other researchers who say that around 73% on average mobile payment users in China are concerned about security risks and transactions using mobile payment (Lu et al., 2011). The rise in cases of theft and misuse of accounts has prompted the government to provide regulators to regulate digital payments. Meanwhile, in mid-2019 Bank Indonesia has regulated the use of a digital payment with the QRIS transaction type. This policy must be implemented on January 1, 2020. The purpose of this regulation is to provide adequate security standards and increase public trust in the digital payment model, especially by using QR Code. Based on the delloite report, the number of QR Code Payment users in Indonesia has reached 2.6 million micro enterprises, 685 thousand small businesses, 334 thousand medium enterprises, 190 thousand large enterprises, and 9.3 thousand social enterprises (Deloitte, 2020).

Digital payment is a payment concept that is made online. This means that there is a potential level of risk inherent in these payment methods such as data theft, hackers, and others. So, in a situation that is completely uncertain, trust is one solution to overcome the problem (Kim et al., 2008). As many as 22% of digital payment respondents and 18% of online loans have faced system failures and cyber-attacks (Asosiasi FinTech Indonesia, 2020). This raises the user's fear of the security of digital payment applications using QR codes. During 2019, the main complaints from consumers included the long registration process, system errors, and delayed transactions (Asosiasi FinTech Indonesia, 2020). Based on a survey from e-marketers, Indonesia is a country with moderate digital payment adoption, which is 19.8% While China has adopted 81.1% digital payment (eMarketer, 2019). This is due to the low access to digital-based financial literacy in Indonesia, which only reached 31.26% (Dailysocial & DSResearch, 2020). For consumers, the most important points in the adoption of digital payments are privacy, data security, transparency, and fair treatment (Asosiasi FinTech Indonesia, 2020). This difference in view makes a difference in the acceptance of digital payment users. Based on the UTAUT model, the factors that influence a person's acceptance are the level of their effort in using the system. An information technology has a positive contribution to users if the technology can support user performance, for example making what the user is doing faster (Musyaffi & Muna, 2020).

The theory that measures the level of acceptance of an information technology includes the Unified theory of acceptance and use of technology (UTAUT). In this theory, it is explained that the effort expectancy and performance expectancy factors are important factors in making someone...
accept new technology. The easier the effort a person makes in using the technology, the more likely it is that users will continue to use the technology (Eneizan et al., 2019; Khalilzadeh et al., 2017; Mohd Thas Thaker et al., 2021; Musyaffi, 2020; Rahi & Abd. Ghani, 2018; Rosnidah et al., 2019; Sivathanu, 2019; Xu et al., 2019). Although other research even has insignificant results between performance expectancy, for example in research on mobile banking (Merhi et al., 2019) and mobile payment (Md. A. Hossain, 2019). And the results are not significant regarding effort expectancy in the field of maritime information systems (Wiafe et al., 2019) and mobile payment (Md. A. Hossain, 2019). Of course, this is a big question regarding the gap in the results of different technology acceptance, especially research on digital payments. So, this research is here to reveal the digital payment user acceptance during pandemic based on the UTAUT model by adding the perceived security and Trust variables.

2. Literature Review

2.1 Quick Response (QR) Code Payment

Quick Response (QR) Code is a type of digital payment that uses a smartphone camera to read a barcode with a special algorithm (Surekha et al., 2015). When compared to other digital payment instruments, the use of QR Code has a faster payment speed (Surekha et al., 2015). The digital payment process using a QR Code starts with the customer selecting products and services, then the user scans using the QR code provided by the company. After that the user is asked to verify the account by entering a password. If successful, the transaction is immediately transferred from the user to the company account.

2.2 UTAUT

In various literatures, the UTAUT model is used to measure how acceptance a person accepts technology. UTAUT is the development of various technology adoption models such as the Technology acceptance model (TAM), which is the most influential model that explains the adoption of technology use behaviors (Davis, 1989; Hasan & Gupta, 2020). Then Theory of Reasoned Action (TRA), which explains human behavior in terms of person’s belief and subjective norm (Fishbein & Ajzen, 1975), Theory of Planned Behaviour (TPB), which is the development of TAR to determine a person’s attitude and behavior (Ajzen, 1991). The existence of UTAUT provides a perception of how user acceptance is measured by various variables such as performance expectancy, effort expectancy (Venkatesh et al., 2012).

In influencing someone to continuously use digital payment using QR Code, it is not only influenced by performance but also depends on the ease of using the QR Code application (Alalwan et al., 2016). Performance expectancy in this research is defined as the level of user confidence in viewing the use of digital payment as a technology that can improve performance. While Effort expectancy is defined as a minimal effort to operate digital payment technology using QR Code. The use of QR Code that is getting easier, allows someone to continue to use this technology. Likewise, the existing technology ethics can increase work productivity, so the users’ ability to adopt technology is higher. Previous literature has shown that performance expectancy has a significant impact on behavior intention (Eneizan et al., 2019; Khalilzadeh et al., 2017; Mohd Thas Thaker et al., 2021; Musyaffi, 2020; Rosnidah et al., 2019; Sabani, 2020; Sabbir et al., 2020; Sivathanu, 2019; Wiafe et al., 2019; Xu et al., 2019). Meanwhile, effort expectancy has a strong influence on performance expectancy and behavior intention (Arfi et al., 2021; Eneizan et al., 2019; Merhi et al., 2019; Mohd Thas Thaker et al., 2021; Musyaffi, 2020; Musyaffi et al., 2021; Rahi & Abd. Ghani, 2018; Rosnidah et al., 2019; Sabbir et al., 2020; Sivathanu, 2019; Xu et al., 2019). So based on these explanations, several hypotheses that can be proposed in this study are:

\[ H_1 = \text{Effort Expectancy has a significant positive effect on Performance Expectancy of Digital } \]
Payment using QR Code

$H_2 = \text{Effort Expectancy has a significant positive effect on Behavior Intention of Digital Payment using QR Code}$

$H_3 = \text{Performance Expectancy has a significant positive effect on Behavior Intention of Digital Payment using QR Code}$

2.3 Perceived Security

Security is the level of security that users perceive when using technology (Merhi et al., 2019; Salisbury et al., 2001). The security context in this study is related to digital payment using QR Code where the main concern is the delivery of sensitive information. It is happening because of several cases arising because of their misuse of the data. In several studies, security has become one of the most critical barriers in adopting digital payments (Kuisma et al., 2007; Luarn & Lin, 2005).

Juang and Jing revealed that various technologies, especially digital payment should have the security that is adequate (Jung & Jang, 2014). According to research earlier, perceived security proved to be one of the factors that is important in improving trust (Khalilzadeh et al., 2017; Mostafa, 2020; Roca et al., 2009) and behaviour intention (Alshurideh et al., 2021; Chatterjee et al., 2020; Mostafa, 2020; Semerikova, 2020). So based on these explanations, several hypotheses that can be proposed in this study are:

$H_4 = \text{Perceived Security has a significant positive effect on Trust of Digital Payment using QR Code}$

$H_5 = \text{Perceived Security has a significant positive effect on Behavior Intention of Digital Payment using QR code}$

2.4 Trust

Trust is an important component in a person’s decision to use technology. User trust arises when there is prior experience and a proven good company reputation. However, this statement cannot be confirmed when it comes to financial technology (Merhi et al., 2019). When someone already believes that the technology used has beneficial benefits for users, then performance expectancy shows a large degree (Khalilzadeh et al., 2017). Then certain emotional perceptions from users can affect the level of user trust (Kim et al., 2008). For example, performance expectancy (Khalilzadeh et al., 2017) and behavior intention (Islam & Khan, 2021; Merhi et al., 2019).

Digital payment is a payment concept that is made online. This means that there is a potential level of risk inherent in these payment methods such as data theft, hackers, and others. It is almost impossible to use technology, especially digital payment, without having risks (Grabner-Kräuter & Faullant, 2008) So in a situation that is completely uncertain, trust is one solution to overcome the problem (Kim et al., 2008). Previous research has shown that trust plays an important role in a person’s decision to adopt technology (Arfi et al., 2021; Md. A. Hossain, 2019; Islam & Khan, 2021; Kalinic et al., 2019; Kaur & Arora, 2020; Merhi et al., 2019; Roca et al., 2009; Sabbir et al., 2020). So based on this explanation, several hypotheses that can be proposed in this study are:

$H_6 = \text{Trust has a significant positive effect on Performance Expectancy of Digital Payment using QR Code}$

$H_7 = \text{Trust has a significant positive effect on Behavior Intention of Digital Payment using QR Code}$

3. Research Methods

3.1 Data Collection

The purpose of using this method is to conclude the proposed hypothesis with statistical results. This
study aims to describe the research population factually and accurately. The Population in this study are consumers who use digital payment methods using QR Code such as Go pay, DANA, OVO, Link Aja, Shopee Pay etc. The reason we take the consumer population of digital payment users using QR code is because currently one QR code data is becoming a nationally current issue carried out by the Indonesian government. In addition, the existence of covid causes social restrictions so that financial transactions using QR codes are very important to do as a solution during this pandemic for both consumers and entrepreneurs. The sampling technique in this study used convenience sampling. This technique was used because the number of samples in this study was relatively large. By using the Slovin formula to obtain a minimum sample size of 100 respondents (error rate 10%). After collecting data, the number of sample size obtained is 204 respondents. Online questionnaires were distributed to respondents via Microsoft forms. Questionnaires were distributed through social media such as WhatsApp, Instagram, Facebook, and Telegram. The form is divided into several sections. First, respondents were asked to fill in general biodata such as age, gender, education, income, occupation, digital payment frequency and digital payment usage. then second, the respondent will fill out a questionnaire about his opinion in dealing with digital payment using QR Code. there are four questionnaire items about effort expectancy and performance expectancy that were adopted from related researchers (Venkatesh et al., 2012), and which are in accordance with current conditions. In addition, respondents were also asked to fill in their perceptions about trust with 4 item questionnaires (Roca et al., 2009) and perceived security (Zhou, 2011). Each Questionnaire item has 5 answer choices using a 5-point Likert scale consisting of strongly agree to strongly disagree. The reason for choosing the 5-point Likert scale is because according to previous research (Dawes, 2008), the 5-point scale has a higher score than the 10-point Likert.

Table 1 below shows the characteristics of the respondents in this study. On average these respondents are women (66.7%). Meanwhile, in terms of education, the majority are undergraduate (62.3%) and high school (27%). A total of 82.8% of respondents in the study have an income below 3 million. Meanwhile, in terms of usage, most users use digital payments during the pandemic several times a month (22.1%) and A few times a week (20.6%).

Table 1: Descriptive statistic of respondent characteristic

| Variable          | Frequency | Presentage |
|-------------------|-----------|------------|
| Gender            |           |            |
| Man               | 68        | 33.3%      |
| Woman             | 136       | 66.7%      |
| Education         |           |            |
| High School       | 55        | 27.0%      |
| Undergraduate     | 127       | 62.3%      |
| Graduate          | 21        | 10.3%      |
| Postgraduate      | 1         | 0.5%       |
| Revenue (idr/month) |         |            |
| below 3 million   | 169       | 82.8%      |
| 3 - 5 million     | 16        | 7.8%       |
| 6 - 10 million    | 11        | 5.4%       |
| 11 - 20 million   | 7         | 3.4%       |
| Frequency to use  |           |            |
| A few times a week| 42        | 20.6%      |
| once a week       | 24        | 11.8%      |
| Twice a week      | 8         | 3.9%       |
| a few time a month| 45        | 22.1%      |
| once a month      | 85        | 41.7%      |

3.2 Data Analysis

To find out how the results of the proposed hypothesis have been proven, it must first be tested with appropriate methods and analysis. This research uses Structural Equation Model (SEM) data analysis using Partial Least Square (PLS). PLS is used to predict whether the model that has been built is
suitable in theory and practice. The stages in PLS include analyzing measurement models. Measurement model analysis is used to evaluate the validity and reliability of data. After the data has met the elements of validity and reliability, the next step is to perform a structural model analysis. This analysis is used to determine whether the model that has been built is appropriate or has several shortcomings. Finally, perform statistical analysis and evaluation of hypotheses.

4. Result

4.1 Measurement Model

The first step in interpreting the results of data processing using PLS is to analyze a measurement model. This section will explain the validity and reliability of constructs through evaluating the results of outer loading. After that, through the evaluation of Average Variance Extracted, Composite Reliability, and Discriminant Validity. Figure 1 below shows the value of outer loading, which is as follows.

![Figure 1: Outer loading](image-url)

Based on the table above, the outer loading value for all constructs exceeds the value 0.6. Thus, further evaluation can be carried out. After completing outer loading, the next step is to test using AVE with the recommended value above 0.5. Meanwhile, the CA and SR values must be above 0.7. Table 2 below shows the values of AVE, CA, and CR.

|                  | CA    | CR    | AVE  |
|------------------|-------|-------|------|
| Performance Expectancy | 0.844 | 0.895 | 0.682 |
| Effort Expectancy | 0.877 | 0.916 | 0.731 |
| Perceived Security | 0.867 | 0.909 | 0.714 |
| Trust            | 0.764 | 0.850 | 0.588 |
| Behavior Intention  | 0.892 | 0.925 | 0.755 |

Based on table 2 above, the CA value on all variables has a value of more than 0.7 except for perceived security which has the largest CA value. This is greater than the recommended value. So, it can be concluded that all these variables are valid. Next is to evaluate the CR value. Based on table 2 above, the CR value for all variables has a value of more than 0.7 where behavior intention has a CR value of.
So, it can be concluded that all these variables are reliable. Lastly is to evaluate the AVE value. Based on table 2 above, the AVE value for all variables exceeds 0.5 as recommended. Thus, all these variables are valid. Apart from evaluating discriminant validity, heterotrait-monotrait was used to test the validity of the data. The recommended value must be below 0.9.

**Table 3: The value of HTMT**

| Construct          | PE  | EE  | PS  | TS  | BI  |
|-------------------|-----|-----|-----|-----|-----|
| Performance Expectancy | 0.722 | 0.607 |     | 0.705 |     |
| Effort Expectancy  |     |     | 0.480 |     | 0.657 |
| Perceived Security |     | 0.744 | 0.838 | 0.608 | 0.681 |

Based on table 3 above, the HTMT value for all variables is below 0.9 as recommended. Thus, all variables in this study are valid.

### 4.2 Structural Model

After evaluating the measurement model, the next step is to analyze the structural model to determine the relationship between constructs. Before recognizing measurement models, the first step is to look at multicollinearity using Collinearity Statistics (VIF). Table 4 below shows the value of VIF.

**Table 4: Collinearity Statistics (VIF)**

| Variable                | Construct | VIF |
|-------------------------|-----------|-----|
| Performance Expectancy  | PE1       | 1.776 |
|                         | PE2       | 1.738 |
|                         | PE3       | 2.216 |
|                         | PE4       | 1.916 |
| Effort Expectancy       | EE1       | 2.356 |
|                         | EE2       | 3.027 |
|                         | EE3       | 2.193 |
|                         | EE4       | 2.005 |
| Perceived Security      | PS1       | 2.196 |
|                         | PS2       | 1.886 |
|                         | PS3       | 2.066 |
|                         | PS4       | 2.537 |
| Trust                   | TS1       | 1.653 |
|                         | TS2       | 1.500 |
|                         | TS3       | 1.848 |
|                         | TS4       | 1.268 |
| Behavior Intention      | BI1       | 3.172 |
|                         | BI2       | 2.817 |
|                         | BI3       | 2.019 |
|                         | BI4       | 2.235 |

Research must have freedom of problem regarding collinearity. So, it becomes crucial to evaluate whether the model built is free from collinearity. According to water, a construct is declared free of collinearity if the value is more than 5. Based on table 4 above, the constructed value in this study is below 5, with the most considerable value on BI1 of 3.172. This proves that all constructs in this study do not have problems regarding collinearity.
4.3 Hypothesis Testing

After evaluating the measurement model and structural model, the next step is to test the hypothesis. Hypothesis testing is carried out to find out how the statistical results of the proposed hypothesis. Table 5 below shows the results of hypothesis testing through SmartPLS, which are as follows:

Table 5: Hypothesis Testing

| Variable | Original Sample | Construct | VIF |
|----------|-----------------|-----------|-----|
| Effort Expectancy (X2) -> Behavioral Intention (Y) | -0.037 | 0.320 | Not Support |
| Effort Expectancy (X2) -> Performance Expectancy (X1) | 0.400 | 0.000 | Support |
| Perceived Security (X3) -> Behavioral Intention (Y) | 0.279 | 0.000 | Support |
| Perceived Security (X3) -> Trust (X4) | 0.504 | 0.000 | Support |
| Performance Expectancy (X1) -> Behavioral Intention (Y) | 0.350 | 0.000 | Support |
| Trust (X4) -> Behavioral Intention (Y) | 0.237 | 0.007 | Support |
| Trust (X4) -> Performance Expectancy (X1) | 0.329 | 0.000 | Support |

Table 5 above shows that of the seven hypotheses that have been proposed, there are six supporting hypotheses following the results statistically. Perceived Security (p-value = 0.000 ≤ 0.1), Performance Expectancy (p-value = 0.000 ≤ 0.1) and Trust (p-value = 0.007 ≤ 0.1) have a significant positive impact on behavior intention of QR code payment. Meanwhile, effort expectancy (p-value = 0.000 ≤ 0.1) and Trust (p-value = 0.000 ≤ 0.1) have a significant positive impact on the performance expectancy of QR code payment. However, there is 1 hypothesis has no significant effect, namely effort expectancy (p-value = 0.320 ≤ 0.1) on behavior Intention of QR code payment.

5. Discussion

Based on statistical calculations with the applied theory, perceived security is the most crucial component by contributing 50.4% of the significant impact on trust on the use of QR Code. This illustrates that when the QR Code payment technology has sufficient security assurance, the user’s performance expectancy will be even greater. The third hypothesis shows a strong influence between performance expectancy and behavior intention to use QR code payment. This shows that users need more benefits than ease of use. It is proven in this research that effort expectancy does not have a significant positive effect on the intention to use QR code payment. This occurs during a pandemic; the real user needs are not about the system’s ease of use but tend to the benefits. The affected economy also contributed quite a lot where the benefit of the QR code payment took precedence. This research result is supported by other research such as Hossain and Wiafe et al. (Md. A. Hossain, 2019; Wiafe et al., 2019), where there is no positive significance between effort expectancy and behavior intention. (Eneizan et al., 2019; Khalilzadeh et al., 2017; Mohd Thas Thaker et al., 2021; Musyaffi, 2020; Rahi & Abd. Ghani, 2018; Rosnidah et al., 2019; Sivathanu, 2019; Xu et al., 2019)

Meanwhile, during the COVID19 pandemic, security was the primary concern for users (Undale et al., 2020). In the context of security in this research, it is related to digital payment using QR Code, where the main concern is the delivery of sensitive information. This happened because several cases arose because of the misuse of data. Research conducted by Semerikova proves that perceived security is an obstacle for users to adopt the technology due to a lack of knowledge about how the technology works (Semerikova, 2020). The existence of QRIS regulations by Bank Indonesia as the banking regulator in Indonesia has increased public trust in the QR code payment method. Users are not too worried about security threats, especially on user privacy. Because this has been handled in full of government assistance. So, the intention to use digital payment using QR Code is increasing even in the era of the COVID 19 pandemic like now. Of course, the results of this research are also supported by the results of previous research where trust plays an essential role in a person’s decision.
to adopt technology (Arfi et al., 2021; Md. A. Hossain, 2019; Islam & Khan, 2021; Kalinic et al., 2019; Kaur & Arora, 2020; Merhi et al., 2019; Roca et al., 2009; Sabbir et al., 2020).

6. Conclusion

This research is developing a UTAUT model that adapts to the conditions of receiving digital payments using QR Code payments, especially in a pandemic era. This research indicates that security is the most significant factor in increasing user confidence in the use of digital payment using QR codes. Based on the facts in the field, cyber-attacks tend to increase from year to year, so this is a clear warning for digital payment service providers to improve security, especially those related to user privacy data. In addition, QR code service providers must be able to provide convenience and speed to increase user intention. A QR code has proven to be a solution in the era of the COVID-19 pandemic where users do not need to make transactions physically. It is proven that the security of the QR Code system can motivate users to continue using the digital QR code payment. This is an essential lesson that to gain user trust, the significant point that must be improved is the security and performance of the QR Code system, which can increase the intention to use digital payment using QR Code. In addition, this research proves that users are susceptible to making transactions online. Because there is an intrinsic factor inherent in technology, namely security. So, trust is crucial in ensuring that the security in technology, especially digital payment using QR Code, can be controlled and accounted for by the QR Code service provider. One of the critical programs that must be considered is the use of discounts for users. Discounts prove to be a fundamental reason for users to increase motivation further to use QR codes.
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