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Abstract. The development of telecommunications technology is so rapid has given such great benefits. With the telecommunication technology, distance and time no longer be a significant obstacle. One of the results of telecommunications technology that is well known is the Short Message Service. In this study developed an application on the mobile phone to modify the SMS message into ciphertext so that the information content of the SMS is not known by others. SMS delivery system for encrypting messages into ciphertext using a key that is entered by the sender then sends to the destination number. SMS reception system to decrypt it to others via SMS without the fear of information from these messages will be known by others. The method used in the system encrypt and decrypt the message is the algorithm Tiny Encryption Algorithm and implemented using the Java programming language. JDK 1.7 as the Java programming language ciphertext into plaintext using the key entered by the receiver and displays the original message to the recipient. This application can be used by someone who wants to send a confidential information and the Java compiler. Eclipse, a Java SDK and the Android SDK as a Java source code editor.

1. Introduction
Encryption is the process of converting an original message called plaintext into an unreadable code or code called ciphertext and can not be understood. To return a message to the original form as it needed a process called decryption. Encryption is intended to protect and conceal information so as not to be seen by parties or non-intended persons. Inside the computer security is known a cryptographic technique, which is used for message encoding. Based on the importance and confidentiality of a message it requires a way to secure a message or information using cryptographic techniques. One of the cryptographic techniques is using Tiny Encryption Algorithm (TEA) algorithm. TEA is a block cipher algorithm created by David J. Wheeler and Roger M. Needham from Cambridge University in 1994. The most prominent of the TEA is the simplicity of implementation, the absence of S-Box and P-Box and high speed.

2. Theoritical Basis

2.1 Security
The security of an android device is one of the hallmarks of this device, as it is well known that android devices have security designed for the convenience of users, but some services on certain features that do not have a method of security on the data it stores, one of which is the SMS service.
(Short Message Service) which on the android device by default does not have a security method at all. So it is needed to overcome the third-party software applications in securing the SMS service.

2.2 Cryptography
Cryptography comes from the Greek word from Crypto and Graphia which means secret writing. Cryptography is a science that studies the writing of a secret, in which the definition of cryptography according to (Schneier, 1996) is the science as well as the arts to maintain the security of messages (message) Cryptography is part of a branch of mathematical science called Cryptology. Cryptography aims to maintain the confidentiality of information contained in the data so that the information can not be known by unauthorized parties.

2.3 Encryption
Encryption is the process of securing an information by making the information unreadable without the help of knowledge and or special tools. The way used to perform encryption is to change a code from an understandable into a code that can not be understood. A coding system uses a table or dictionary that has been defined to replace the word of the information or piece of information sent. Encryption can be interpreted as a code or cipher. A cipher uses an algorithm that can encode all stream data streams from a message into an unintelligible cryptogram.

2.4 Description
Decryption is an algorithm or a way that can be used to read encrypted information for readability. In other words the description is the process of giving the result given from the encryption process into the initial form before the encryption.

2.5 Algoritma TEA (Tiny Encryption Algorithm)
TEA is a block cipher algorithm created by David J. Wheeler and Roger M. Needham from Cambridge University in 1994. The most prominent of the TEA is the simplicity of implementation, the absence of S-Box and P-Box and high speed. TEA operates in 64 bit block size and 128 bit key length. TEA is based on Feistel network and has 32 rounds. The K key will first be divided into 4 internal keys ie K [0..3] each length of 32 bits.

3. The Scheme Of System
The TEA encryption system uses a feistel network process by adding a mathematical function of addition and subtraction as an inverting operator other than XOR illustrated in the figure 1.
Figure 1. The structure of the Tiny Encryption Algorithm (TEA).

3.1 Cycle TEA (Tiny Encryption Algorithm)
The structure of the encoding with the algorithm for one cycle (two rounds) is illustrated in the figure 2:

Figure 2. One Cycle TEA (Two Rounds).

3.2 Flowchart Encryption
Flowchart for the encryption process illustrated in the figure 3:
Figure 3. Flowchart of the Encryption Process.

3.3 Flowchart Decryption
Flowchart for the encryption process illustrated in the figure 4.
4. User Interfaces

4.1 See the preview
Before the operation, the program will display a page like this:

![Figure 5. The main menu view.](image)

4.2 Display new message
Access view to write sms and send messages
4.3 List Message
The view a list of incoming messages, sent messages and saved messages

5. Conclusions
From the results of research and discussion undertaken conclusions can be drawn as follows:
1. The software designed can be used to process files that have been encrypted to mobile phone, can be done file decryption process to see the actual file.
2. The software can only perform encryption and decryption, done by using one time pad algorithm.
3. The key to decrypt an encrypted file must be the same as the key when the file was sent.
4. The speed of the encryption / decryption process depends on the size of the file, the larger the file size the more time it takes for encryption / decryption.
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