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Abstract Auditors in carrying out fraud detection do not always get a bright spot, because the perpetrators have many ways to commit fraud and various underlying motivations. This reason strengthens government auditors, and it is important to understand or recognize indicators or red flags in determining fraud risk assessments. The aim of this article is to gather empirical evidence on how public sector auditors perceive fraud detection. Partial Least Square analysis is the method used. The number of samples in this study was 96 government auditors consisting of 48 BPKP auditors and 48 BPK auditors. The findings demonstrate that gender, duration of employment, and education and training of auditors at BPKB have an impact on the effectiveness of red flags, whereas auditors at BPK have a different impact, with job position, education, and training having an impact on red flag effectiveness. The results of this study give attention to BPKP and BPK to provide opportunities for auditors to participate in continuing education and participate in training that supports auditors in carrying out their work, especially related to training in the use of IT to detect fraud. The perception theory can explain the usefulness of red flags in detecting fraud, according to the findings of this study. This means that in determining the ability to use red flags, it is influenced by individual characteristics (gender, position, length of employment), and the capacity of auditors (education and training).
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1. Introduction

The manifestation of transparency and accountability in financial statements, both in the public and private sectors, is conducted by the audit of finance by independent bodies. The role of public sector auditors is critical in promoting the credibility, equality, and acceptable behavior of public sector top officials, as well as reducing the risk of corruption [1]. The audit of public sector editors in Indonesia is carried out by the Audit Board of the Republic of Indonesia (BPK) as external auditors, as well as the National Development and Financial Supervisory Agency (BPKP).

If BPK's auditors discover an initial fraud signal, also known as red flags, they can take action by proposing an audit with a specific objective in the form of an investigative audit conducted by BPKP [2]. The red flag approach is a technique for detecting fraud that is endorsed by the majority of audits [3]. Internal and external auditors both have a role in detecting fraud using red flags. Internal auditors employ red flags to prevent, discover, investigate, and report fraud, whereas external auditors use red flags to make decisions about delivering financial report opinions [4].

Detecting fraud for BPK and BPKP auditors is a difficult assignment that necessitates not only a thorough understanding of the characteristics of fraud, but also an understanding of how the fraudster commits fraud. Auditors don't always get a clear clue when it comes to detecting fraud because fraudsters have a variety of methods and objectives for committing it. As a result, it is critical for auditors to comprehend and recognize its indicators or red flags when
estimating the risk of fraud [5]. Red flags are important in early fraud detection, according to a number of experts and fraud-audit auditors [6].

The effectiveness of red flags can be influenced by auditors' experience and audit training [7], as well as their length of service or employment [5]. Gender differences in audit judgment accuracy and audit job difficulty have been observed in the past [8, 9], but contended that gender, auditor experience, and length of employment have no significant impacts on auditor detection [8].

Many factors influence the identification of fraud employing red flags, according to empirical research [10,11,12,13]. Studies on the effectiveness of red flags in the public sector are still limited to comparing internal and external auditors' perceptions [7,14,4,15], as well as the importance of red flags in detecting fraud [15,16]. The approach to testing the effectiveness of red flags in both public and private sectors remains limited to the usage of the fraud triangle theory model [7,4,17,6]. Meanwhile, the rise in deception incidents as a result of changes in culture and organizational technology has prompted the development of theories of corrupt behavior, including the fraud triangle theory [18], which prepared the way for the fraud pentagon theory [19].

This research stands out for two reasons: To begin, this study uses a red flag strategy based on the fraud pentagon theory, which has never been applied in previous studies. Second, it relies on the perceptions of government auditors, both external and internal, at the governmental level to identify red flags.

2. Theoretical Background and Literature Review

2.1. Perception Theory

Perception theory assumes that an action towards others is influenced by the social environment and is not influenced by others and is not influenced by the social environment which is not influenced own. Perception theory also assumes that people believe they interpret their behavior that is not hidden in the same way, as they interpret the behavior of others. Self-perception theory is considered one of the most influential theories, which explains how self-knowledge is obtained [20].

2.2. Fraud Pentagon Theory

Fraud is an act that encompasses evil thoughts, cheating, and betrayal behavior, in which the action is done to fool others and for personal interests that result in other individuals' loss [21]. There are various perspectives that auditors can take to prevent the possibility of fraud, one of which is fraud pentagon theory, which was revealed in 2011 by Horwarth [19]. This theory consists of five indicators namely pressure, opportunity, rationalization, capability and arrogance. Fraud pentagon theory is a development of the previously stated theory by Cressey [18], which is famous for its fraud triangle theory. This theory, then, was conveyed by Wolfe and Hermanson [22], as fraud diamond theory. This fraud pentagon theory is a large-scale fraud involving the CEO or CFO, due to the financial statement manipulation carried out by internal officials of a company. In addition, authorities have access to financial statement information that can be obtained by internal officials.

2.3. Red Flags Effectiveness

Red flags are auditor activities in detecting fraud through indicators or signs of fraud [23]. However, there are various reasons that ultimately the auditor ignores these signs, such as maintaining the company's reputation, market potential, and employee motivation. Eventually, the auditor may intentionally not disclose the indicators of fraud in the audit report, or not discuss it with the company's management [24].

Each red flag in fact has a different level of effectiveness in detecting fraud. The effectiveness of red flags can occur because of differences in perceptions [12,25], personal characteristics that judge [26], incentives [27], or differences in activities and responsibilities. related to work [16]. Even individuals who are in the same profession, namely internal auditors and external auditors, have different perceptions of the effectiveness of red flags.

2.4. Gender and Red Flag Effectiveness

The term "gender" refers more to social concepts rather than biological. Biologically, sex differences are natural in essence while the concept of gender is a relative difference in a number of inherent characters and behaviors that are socially, culturally, politically, theologically and economically constructed by men or women [28].

Moyes and Baker [7] study inferred that female auditors have a greater tendency to use red flags in detecting inclination compared to male auditors. This research results are supported by Ittonen [29] who found that female auditors have much higher audit fees compared to men because of women’s persistence, professional skepticism, and a higher level of preparation compared to men. Therefore, more audit investments will be generated by female auditors. From previous theory and research which show the same concept that women have a greater tendency to use red flags in an effort to detect fraud, the first hypothesis is:

\[ H1: \text{Gender characteristics influence red flag effectiveness} \]

2.5. Job Position and Red Flag Effectiveness

Job position in this study is seen based on position, i.e.,
2.6. Years of Service and Red Flag Effectiveness

The years of service is the time a person spends during his employment in certain specific agencies. For an auditor, the length of years in services by an auditor suggests that he is able to appropriately detect fraud [5,14,31]. The longer auditor’s working tenure, the more auditors can understand work and tasks better [32] and more extensive knowledge in developing thinking skills compared to inexperienced auditors [33]. Research conducted by support the theory that shows the influence of the working period on an auditor's perception of the effectiveness of red flags [5]. Therefore, the third hypothesis in this study is as follows:

H3: Years of service characteristics influence red flag effectiveness.

2.7. Education and Red Flag Effectiveness

Educated auditors, for example master’s degree holders, are more able to improve quality as they can be more aroused, asking critical questions, and collecting audit evidence to detect more errors in the presentation of financial statements compared to bachelor’s degree holders’ auditors. An auditor with postgraduate backgrounds can also have the capacity to influence the decision-making process. Therefore, auditors with higher education background can conduct red flags effectively [34]. A similar research also found that someone’s educational level affected decision making paradigm [15,31]. To sum up, auditors who have higher education will have a wider paradigm and better decision-making in detecting red flags effectiveness. Hence, the fourth hypothesis in this study is as follows:

H4: Educational competency influences red flag effectiveness.

2.8. Experiences and Red Flag Effectiveness

For auditors to become experienced auditors, they must start their careers through seeking experience in the Public Accounting Firm (KAP) as an auditor staff. This is then followed by involving themselves in a team, in which they oversee the work of audit staff, namely senior auditors, auditor managers and partners. Following this, auditors who have long work tenure can be said to be experienced auditors because the longer period they spend at work as auditors will increase their knowledge in the auditing field. This is in line with several studies which show that the experience of an auditor can help him effectively detect fraud [14,15,31,35,36]. Considering this premise, the fifth hypothesis in this study is as follows:

H5: Experiences competency influences red flag effectiveness.

2.9. Training and Red Flag Effectiveness

Training is a teaching process for new or existing employees with the aim of equipping employees with necessary basic skills needed in carrying out their work [37]. Training is one of the efforts used in improving the quality of human resources in the workforce. Both new and existing employees need to attend training because of the demands for the change of work affected by rapid changes in the work environment and company strategies.

Audit training for fraud covers discussion around the technique used by an auditor in detecting fraud. This can be conducted by analyzing deeper evidence in the form of a statement of testimony. Professional auditors are required to always attend adequate evidence in the form of a statement of testimony. Professional auditors are required to always attend adequate training. The more often auditors attend training on audit fraud, the more capable auditors can produce various explanations of audit findings that can reduce their professional skepticism. Conversely, auditors who frequently attend training will always question and critically evaluate and understand insight [38]. The results of previous studies [15,38] show that the results of fraud training can affect auditor perceptions of the effectiveness of red flags. Therefore, the sixth hypothesis in this study is as follows:

H6: Training competency characteristics influence red flag effectiveness.

3. Research Method

3.1. Population and Sample

The sample in our study was auditors working in BPK and BPKP agencies. The reason for selecting auditors at the BPK and BPKP is because the auditors at these institutions are the auditors who most frequently carry out...
investigative audits and are asked to calculate the alleged number of state financial losses in corruption cases. This study uses an analysis with a structured equation model (Structure Equation Model-SEM). Analysis of the data used Structural Equation Model (Structural Equation Model) with the alternative method of partial least squares (SEM-PLS).

### 3.2. Measurement of the Variable and Data Analysis

The instrument used to measure the construction of Forensic Auditor Perceptions is analyzed from the characteristics (gender, job position and years of service) and abilities (education, experience, training) [5,14,15,29]. Whereas the effectiveness of red flags consists of 5 dimensions of the pentagon fraud model, i.e., Opportunity, Pressure, Rationalization, Capability and Arrogance [4,19].

### 4. Result and Discussion

#### 4.1. Descriptive Statistics

Table 1 described theoretical range, actual range, theoretical median, average actual, and standard deviation of research variables. From table 1 it can be seen that the BPKP and BPK auditors’ perceptions of years of service, education, experience, and training have been positive. This was indicated by the actual average value which was greater than the theoretical median. These findings implied that to conduct a better audit, it would require an increase in work years of service, education, experience and training.

| Sample | Theoretical Range | Actual Range | Theoretical Median | Average Actual | Standard Deviation |
|--------|-------------------|--------------|--------------------|----------------|--------------------|
|        |                   |              |                    |                |                    |
| BPKP   | 5 – 25            | 17 – 24      | 15                 | 20,29          | 2,22               |
|        |                   |              |                    |                |                    |
| BPK    | 5 – 25            | 18 – 25      | 15                 | 22,50          | 2,86               |
|        |                   |              |                    |                |                    |
| BPKP   | 5 – 25            | 14 – 24      | 15                 | 19,75          | 2,21               |
|        |                   |              |                    |                |                    |
| BPK    | 5 – 25            | 19 – 25      | 15                 | 22,88          | 2,23               |
|        |                   |              |                    |                |                    |
| BPKP   | 10 – 50           | 31 – 49      | 30                 | 39,25          | 3,87               |
|        |                   |              |                    |                |                    |
| BPK    | 10 – 50           | 35 – 50      | 30                 | 41,21          | 3,82               |
|        |                   |              |                    |                |                    |
| BPKP   | 4 – 20            | 12 – 20      | 12                 | 15,83          | 1,76               |
|        |                   |              |                    |                |                    |
| BPK    | 4 – 20            | 16 – 20      | 12                 | 18,13          | 2,01               |
|        |                   |              |                    |                |                    |
| BPKP   | 28 – 140          | 37 – 136     | 84                 | 91,29          | 29,87              |
|        |                   |              |                    |                |                    |
| BPK    | 28 – 140          | 28 – 63      | 84                 | 37,88          | 14,47              |
|        |                   |              |                    |                |                    |
| BPKP   | 13 – 65           | 35 – 59      | 39                 | 48,96          | 5,65               |
|        |                   |              |                    |                |                    |
| BPK    | 13 – 65           | 20 – 41      | 39                 | 29,00          | 8,84               |
|        |                   |              |                    |                |                    |
| BPKP   | 15 – 75           | 28 – 72      | 45                 | 52,96          | 13,39              |
|        |                   |              |                    |                |                    |
| BPK    | 15 – 75           | 18 – 33      | 45                 | 21,17          | 4,62               |
|        |                   |              |                    |                |                    |
| BPKP   | 6 – 30            | 16 – 24      | 18                 | 21,29          | 2,42               |
|        |                   |              |                    |                |                    |
| BPK    | 6 – 30            | 16 – 24      | 18                 | 21,96          | 1,99               |
|        |                   |              |                    |                |                    |
| BPKP   | 4 – 20            | 4 – 19       | 12                 | 13,25          | 4,60               |
|        |                   |              |                    |                |                    |
| BPK    | 4 – 20            | 4 – 19       | 12                 | 12,75          | 4,22               |
|        |                   |              |                    |                |                    |
| BPKP   | 66 – 330          | 138 – 299    | 198                | 227,75         | 46,46              |
|        |                   |              |                    |                |                    |
| BPK    | 66 – 330          | 90 – 172     | 198                | 122,75         | 25,97              |
BPKP auditor’s responses to the opportunity and pressure to commit fraud is still high, which can be seen from the actual average value that was greater than the theoretical median. Whereas the BPK auditor’s responses to the opportunity and pressure to commit fraud has been already low, which was indicated by the actual average value that was smaller than the theoretical median. The high fraud responses at BPKP illustrated that there were still many opportunities that can be used to commit fraud in government agencies, whereas auditors at BPK believe that there was little opportunity of committing fraud in government agencies. The high pressure response at BPKP shows that there were still a lot of pressure to commit fraud in government agencies, whereas auditors at BPK believed that there was little pressure.

The competence responses in understanding and exploiting a situation in government agencies and arrogance seem to be still high both in BPKP and BPK. This was indicated by the actual average value that was greater than the theoretical median. This showed that auditors at BPKP and at BPK having the same opinions in that the competence to understand and exploit a situation and the arrogance of the apparatus in government agencies were still high.

BPKP auditors’ responses about accounting rationalization were still frequent, which was indicated by the actual average value that was greater than the theoretical median. On the other hand, BPK auditors had different opinions that accounting rationalization was rare, which was shown by the actual average value that was smaller than the theoretical median. Hence, this data illustrated that auditors at BPKP believed that accounting rationalization still often occurs in government agencies, whereas auditors at BPK thought that accounting rationalization rarely occurs in government agencies.

BPKP auditor’s response to effectiveness in anticipating fraud (red flags) has been high, which was demonstrated by the actual average value that was greater than the theoretical median. In contrast, BPK auditors have not been effective in anticipating fraud which was indicated by the actual average value that was smaller than the theoretical median. Whereas the characteristics related to gender and job position were presented in the following table 2:

4.2. Reliability and Validity Test

There were 7 latent variables with a total of 11 manifest variables. Exogenous latent variables consisting of gender, job position, years of service, education, experience, and training were used as measured variables. Afterward, effectiveness of the red flag latent variable consisted of 5 manifest variables. According to Hair [39], indicators with factor weights less than 0.4 must be excluded from the measurement model, while composite reliability values between 0.70 to 0.90 are considered satisfactory.

The factor weights in table 4 illustrated that in the BPKP the five dimensions used to measure the latent variable effectiveness of the red flag (RF) have a loading factor greater than 0.4, thus, were declared valid. The RF1,3 dimension (rationalization) had the biggest loading factor, which means that the rationalization dimension was the strongest in reflecting the effectiveness of the red flag latent variable. Furthermore, the results of the calculation of composite reliability and variance extracted for each latent variable.

The composite reliability and variance in table 3 extracted values of the six exogenous latent variables in BPKP were 1 because those were the measured variables. Additionally, the effectiveness of the red flags latent variable composite reliability had a value of 0.877 which was greater than 0.70. These findings meant that the five dimensions that were used to measure the effectiveness of red flags latent variable already had adequate consistency.

In BPK, the composite reliability and variance extracted values of the six exogenous latent variables were 1 because those were the measured variables. Additionally, the effectiveness of the red flags latent variable composite reliability had a value of 0.944 which was greater than 0.70. These findings meant that the three remaining dimensions that were used to measure the effectiveness of red flags latent variable already had consistency.

| Table 2. Gender and Position |
|----------------------------|
| **No** | **General Characteristics** | **BPKP** | **BPK** |
|       |                             | N    | %    | N    | %    |
| 1     | Gender                      |      |      |      |      |
|       | Male                        | 16   | 33,3%| 20   | 41,7%|
|       | Female                      | 32   | 66,7%| 28   | 58,3%|
| 2     | Job Position                |      |      |      |      |
|       | Team Leader                 | 44   | 91,7%| 36   | 75,0%|
|       | Team Member                 | 4    | 8,3% | 12   | 25,0%|

| Table 3. CR and VE Measurement Model in BPKP and BPK |
|------------------------------------------------------|
| **Variabel Laten** | **BPKP** | **BPK** |
|---------------------|----------|----------|
| Gender (sex)        | 1,00     | 1,00     |
| Job position (job)  | 1,00     | 1,00     |
| Competency (comp)   | 1,00     | 1,00     |
| Education (edu)     | 1,00     | 1,00     |
| Experience (exp)    | 1,00     | 1,00     |
| Training (tra)      | 1,00     | 1,00     |
| Effectiveness of the red flag (RF) | 0,877 | 0,592 | 0,944 | 0,849 |

| Table 4. Convergent Validity |
|------------------------------|
| **Consistency** | **BPKP** | **BPK** |
|------------------|----------|----------|
| Gender            | 1,00     | 1,00     |
| Job position      | 1,00     | 1,00     |
| Competency        | 1,00     | 1,00     |
| Education         | 1,00     | 1,00     |
| Experience        | 1,00     | 1,00     |
| Training          | 1,00     | 1,00     |
| Effectiveness     | 0,877 | 0,592 | 0,944 | 0,849 |
Table 5. Structural Equations of Factors Affecting the Effectiveness of Red Flags

| Sample | Hypothesis | R-Square | $R^2_{include}$ | $R^2_{exclude}$ | $f^2$ | Criteria |
|--------|------------|----------|-----------------|-----------------|------|----------|
| BPKP   | sex $\Rightarrow$ RF | 0.894    | 0.894           | 0.868           |      | Big      |
|        | job $\Rightarrow$ RF | 0.890    | 0.038           | 0.868           |      | Small    |
|        | com $\Rightarrow$ RF | 0.759    | 1.274           |                |      | Big      |
|        | edu $\Rightarrow$ RF | 0.839    | 0.519           |                |      | Big      |
|        | exp $\Rightarrow$ RF | 0.886    | 0.075           |                |      | Small    |
|        | tra $\Rightarrow$ RF | 0.789    | 0.991           |                |      | Big      |
| BPK    | sex $\Rightarrow$ RF | 0.809    | 0.110           |                |      | Small    |
|        | job $\Rightarrow$ RF | 0.638    | 1.105           |                |      | Big      |
|        | com $\Rightarrow$ RF | 0.823    | 0.029           |                |      | Small    |
|        | edu $\Rightarrow$ RF | 0.786    | 0.244           |                |      | Moderate |
|        | exp $\Rightarrow$ RF | 0.828    | 0.000           |                |      | Small    |
|        | tra $\Rightarrow$ RF | 0.755    | 0.424           |                |      | Big      |

4.3. Structural Model

Through the R-square values were obtained data that shows gender (sex), job position (job), years of service (comp), education (edu), experience (exp), and training (tra) simultaneously induced an effect of 82.8% on the effectiveness of red flag (RF). The influence level of each exogenous variable on the red flag effectiveness can be obtained from the calculation of the value of $f^2$ with the following formula (Hair et al., 2014).

Through the $f^2$ value in table 5 it can be inferred that in
BPKP, training (tra) was the variable that had the highest influence on the effectiveness of the red flag, while education (edu) had the least effect. On the other hand, the results in BPK, the years of service (comp) had the highest influence on the effectiveness of the red flag, on the contrary, gender (sex) had the least effect. Furthermore, to prove whether gender, job position, years of service, education, experience, and training had a significant effect on the effectiveness of the red flag, a hypothesis testing which was shown in table 6 was performed.

The results of the first hypothetical testing showed that gender in BPKP influenced the effectiveness of red flags. However, gender in BPK did not affect the effectiveness of red flags. This findings meant that gender or in this case female auditors in BPKP had a higher tendency to use red flags in detecting fraud. This finding was in line with Moyes and Baker [14] which stated that female auditors have a tendency to use red flags in detecting inclination compared to male auditors. The results of this study were also supported by research from Ittonen et al [29] that found female auditors have perseverance, professional skepticism, and a higher level of preparation compared to male. Thus, more audit investment will be generated by female auditors.

On the other hand, gender results in BPK indicated that both male and female sexes, both had the ability to use red flags in detecting fraud. They had the same perception and capability to use red flags in detecting inclination, because it is supported by their level of education, experience and training. The results of this study were supported by Smith et al [8] which stated that gender has no influence on auditor perceptions in using red flags to detect fraud.

The results of the second hypothesis testing showed that job position in BPKP had no effect on the effectiveness of red flags, while job position in BPK influenced red flags effectiveness. Whatever the auditor's position at BPKP tended not to have an effect in using red flags to detect fraud. The results of this study were in line with the theory which stated that the position of partner was the most difficult level in the work of an auditor because of his or her great responsibilities, thus, it is required to have adequate knowledge and experience [30]. Hence, someone who was in a higher position had a tendency to use red flags effectively.

The results of the third hypothesis testing demonstrated the years of service at BPKP affect the effectiveness of red flags. On the contrary, the years of service at BPK did not affect the red flags effectiveness. These findings meant that the auditor's longer service period at BPKP could determine the auditor’s ability to detect red flags. This finding was supported by studies by Hegazy et al [5] and Moyes [14] namely the work tenure that has been taken by an auditor is capable of detecting fraud. Whereas, the years of service in BPK did not guarantee the ability to determine red flags. This was in line with research from Smith et al [8] which deduced the duration of work has no influence on red flags effectiveness.

The fourth hypothesis testing results showed that education in both BPKP and BPK influenced the effectiveness of red flags. In other words, individuals who had the capacity to change attitudes, ethics, norms or morals of a person or group of people in carrying out their lives properly and help improve the level of thinking towards maturity, would be more able to increase red flags effectiveness compared to individuals who do not carry out the education process. The results of this study were in line with the results of the study by Moyes and Baker [7,14] who stated that having a higher level of education is able to increase the red flags effectiveness in an effort to detect fraud when compared to auditors who don’t have a degree. The results of this study are in line with the theory that the level of education of a person influences the mindset in decision making [15,31].

| Information | BPKP | BPK |
|-------------|------|------|
| sex → RF    | 0.318 | 0.150 |
|     t<sub>count</sub> | 3.447 | 1.211 |
|     p-value | 0.001 | 0.226 |
|     Ho       | Rejected | Received |
| job → RF    | 0.071 | 0.529 |
|     t<sub>count</sub> | 0.630 | 3.978 |
|     p-value | 0.529 | 0.000 |
|     Ho       | Received | Rejected |
| com → RF    | 0.466 | 0.100 |
|     t<sub>count</sub> | 4.645 | 0.756 |
|     p-value | 0.000 | 0.450 |
|     Ho       | Rejected | Received |
| edu → RF    | 0.265 | 0.264 |
|     t<sub>count</sub> | 2.834 | 2.066 |
|     p-value | 0.005 | 0.039 |
|     Ho       | Rejected | Received |
| exp → RF    | 0.105 | -0.037 |
|     t<sub>count</sub> | 0.659 | 0.181 |
|     p-value | 0.510 | 0.856 |
|     Ho       | Received | Received |
| tra → RF    | 0.379 | 0.412 |
|     t<sub>count</sub> | 3.293 | 2.538 |
|     p-value | 0.001 | 0.011 |
|     Ho       | Rejected | Rejected |
The fifth hypothesis testing results proved that experience in both BP KP and BPK had no effect on the effectiveness of red flags. Individuals who have experience or might use red flags in detecting fraud. The findings of the study contradict several studies [14,15,31,35,36] which deduced that an auditor’s experience can improve the capability in detecting fraud.

The sixth hypothesis testing results demonstrated that training in BP KP and BPK affected the effectiveness of red flags, which meant that auditors at both BP KP and BPK have the ability to determine red flags in detecting fraud through the training process. They follow training with activities that support their professionalism, thus, they tend to use red flags in detecting fraud better. Therefore, if the auditor had a high level of fraud awareness and knowledge, it would increase the sensitivity to indications of fraud. Thus, the auditor would be better in identifying the effectiveness of red flags to detect fraud. This is in line with research from Moyes, et al. [14], which stated that demographic information in the form of training that supports fraud detection will be able to increase the red flags application in an effort to detect fraud both from the perceptions of external, internal and or government auditors. Moreover, it was also supported by the results of research by Yang et al. [15], that found that the results of fraud training can affect auditor perceptions of the effectiveness of red flags.

5. Conclusion

Experience in both BP KP and BPK does not affect the effectiveness of red flags. Individuals who have experience or not will tend to be able to use red flags in detecting fraud. The research findings contradict Meinhardt, et al. [40].

The results of this study have implications for Government Agencies, i.e., BPK and BP KP in that these results can be used as models in anticipating fraud in auditing practices. The results of this research proved that the characteristics of individual auditors in terms of gender, years of service and job position had an influence on the effectiveness of red flags. These findings also provided a sign for BP KP and BPK to put more attention to individual auditors’ characteristics when placing forensic auditors in carrying out their work. In addition, the research’s result also proved the BP KP and BPK auditors’ ability which were shown by education and training had an effect on the effectiveness of red flags. Hence, BP KP and BPK should put more effort into providing their auditors with the opportunity to attend continuous education and training that supports auditors in carrying out their work, especially related to training in the use of IT to detect fraud. For the government, especially the BPK and BP KP, it is recommended to create policies that dictate red flags as a reference for auditors in order to support auditors in detecting fraud.

This study has limitations related to the sensitive nature of ethical research. Respondents might give answers that were not in accordance with what they usually do when conducting audit procedures. Thus, there was a tendency for respondents to consider the conditions as less serious. The sample used in this study is only limited to government auditors. Therefore, the results might not be generalized for private auditors. Future research examining the model as presented in this study could potentially be developed further either by changing the model or the research design using experimental methods. Moreover, it is suggested to consider private auditor (public accountant) as samples, so that the results can be compared with government auditors.
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