Virtual private network impacts on the computer network performance with different traffic generators
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Abstract: Virtual private network (VPN) is providing a solution of security to the network nodes. This can be performed by applying tunnels on the link connecting the hosts. However, VPN connection may impact the performance of network according to the traffic density. In this paper, three types of network seniors were tested in presence of VPN connection. A 200 Mbps VPN connection was made between a pair of nodes and performance of this connection is examined by monitoring the time delay and throughput. Network traffic seniors were changes between CRB, HTTP and FTP protocols. Results shown that throughput is not affected when using HTTP-UDP topology. While, throughput is increased when HTTP-TCP topology is used. The time delay is generally increasing in case of HTTP-UDP and HTTP-TCP as compared with other traffic generators.
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1. Introduction
VPN are a topology developed to enforce security for the network connections. This is mainly aimed to separate the unauthorized hosts to get access into the network. Networks are firstly made to enable set (group) of computers to share some peripheries such as printers and fax machines [1]. The networks are further extended and improved by the time. Servers are made with supper computers and hence other host computers are connected to the servers. Those types of networks are used to share the data and information apart from the office machinery amongst the users [2].

Henceforth, internet networks are evolved to act as larger data exchange network; this promoted large number of individuals to communicate through this wide span network. With development of communication systems such as mobile technology and wireless applications, the number of networks applicants is dramatically increased [3]. The involvement of individuals in the networks especially the internet network has enforced new challenges. The network management and traffic control are one of those challenges. Networks are keen on quality of service esurience which involves a low time delay and high throughput [4].

Different type of networks is operating using the internet with support of particular network protocols. Those protocols enable the computers to perform particular tasks such as file transfer, remote control remote access, voice over internet protocol (VoIP), video conferences, live broadcasting and many more applications [5]. With this expansion of the network services, the second major challenge is the security. Security of networks have become more challengeable especially when the hacking activity are realized. The network involved more personalized data which required a strong privacy network [6].
Virtual private network shown in fig. 1 is proposed a state of the art for network security. This kind of security is impended by using the tunnels in form of connection. Those tunnels are established between those connections which are said to be private and no other third party is permitted to get access [7].

Using the virtual private network has a good impact on the privacy enforcement of the network connections. The problem is again raised when different types of network activities are performed over this private connection. The real-life experiments show that network can draw different performances over the virtual private connection [8,9].

Virtual private network is set the requirement of the enterprise security and privacy agreement which is known four key privacy agreement namely: compatibility, availability, security and manageability [10,11]. The first insight of virtual private network has come from the intranet. This is inspired by the way that intranet performs. It is made by connecting some computers inside an organization which only can share some service and no other computers can access from other network [12,13].

In this paper we demonstrated the response of the virtual private network for various types of network activities and operations. The performance of the network is examined using the time delay and throughput metrics.

2. Virtual Private Network

The ordinary network as known as public network of the internet are meant for exchanging the data with various privacy levels among large scale of individuals and organizations. As an attempt to secure those communications, tunneling technology is established to secure the public network connections and virtual private networks are one most usable technique. With help of efficient protocols of virtual private network, VPN is success to provide the security for public network as well as the small-scale network such as home network. From the other hand, networks a like industrial or corporation networks are also being severed by virtual private network.

From the organizations point of views, two protocols are usually used for security connection over the virtual private network namely: SSL and IPSec. Those protocols as well as many other protocols are being used depending on their ability of cost cutting (adaptation) and also some advantages and disadvantages of their technical perspectives.

Figure 1. Overview of the underlaying structure of VPN network.

Internet protocol security is one of the preferred virtual private network protocols in the organizational level due to the cost cut and the productivity which improves the point to point communication through the internet.

3. Empirical model

In this paper, we are interested to examine the virtual private network performance as compared to another network running without the virtual private network. Since the virtual private network is
established so that all the data exchanged between pair of nodes to be directed into private tunnel in order to enforce the security and prevent the malicious activities [10,11,14,15]. However, the empirical model is made in two scenarios more likely first scenario is network consisting of two nodes linked by wire connection without introducing any virtual private network in between. The second scenario involves four nodes which represents two hosts nodes and two intermediate nodes represents the virtual private network routers. The first scenario is depicted in figure 2 while the second scenario is depicted in figure 3.

Figure 2. A demonstration of two nodes connected without a virtual private network.

Figure 3. A demonstration of four nodes connected in a virtual private network.

The network is examined with different traffic generator applications. However, three traffic applications are incorporated with the nodes namely: FTP, HTTP and CBR. Network performance is examined in case of each protocol and results are recorded.

Network simulator NS2 running in virtual machine is used to perform this experiment. The results are taken in each scenario using the trace file which made to provide a complete information about the networking operations during each time slot of the simulation time.

4. Results and Discussion
The seniors are made as first baseline (benchmark) technology which states permitting the transmission without using the virtual private network, while the other scenario is doing same but with presence of virtual private network. The performance is tested using the throughput and time delay measurements. Figure 4 demonstrates the throughput measure for both cases with and without virtual private network in case of CBR traffic condition. This Figure states that for different packet sizes e.g. 512, 1024 and 2048 the throughput for VPN and non-VPN shows no difference. In other word, no visible impact of VPN on the network throughput. However, the throughput keeps raising with more and more data rate as depicted in the Figure 4. Similarly, the throughput is measured for FTP and HTTP traffic and the results are demonstrated in the Figures 5 and 6 respectively indicating the throughput was found decreasing in case of FTP and HTTP traffic For different packet sizes while the throughput was found constant in case of CBR whether the network is running a virtual private connection or not.

Figure 4. VP vs none VPN throughput condition in CBR traffic.
In order to evaluate the network conditions further, time delay is tested for each traffic generator CBR, FTP and HTTP in figures 7, 8, and 9 respectively indicating VPN has only explicit impact on the network performance as it cause more time delay of the packets transferring between pair of nodes. Figure 9 shows the HTTP traffic is realized to be most robust traffic as not fluctuation in the performance with changing the packet size.
5. Conclusion
In this paper, we examined the network performance in presence of virtual private connection. Two network scenarios are implemented using the network simulator version 2. The first scenario is consisting of two nodes without involving the so-called virtual private network and the second scenario is consisting of two nodes (same as previous) with adding two more nodes that act as routers for performing the virtual private connection operations. Hence, network is established, every scenario is examined by varying the traffic generator application. Three different traffic generators are used in each scenario namely CBR, FTP and HTTP. During each paradigm first scenario and second scenario performances are examined using the throughput and time delay calculations.
For different packet sizes the throughput was found constant in case of CBR whether the network is running a virtual private connection or not. While The throughput is observed decreasing in case of FTP and HTTP traffic. On the other hand, time delay is inspected for each scenario and the results found that time delay is increasing at any time if the traffic generator is changed.

Therefore, virtual private network has only explicit impact on the network performance as it causes more time delay of the packets transferring between pair of nodes. This can be explained as more hops will take place between the nodes so the delay will be increased. While throughput is only affected in case of FTP and HTTP traffic. The HTTP traffic is realized to be most robust traffic as not fluctuation in the performance with changing the packet size.
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