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Chapter 1: Introduction:

1.1 Integration of Security with Software Engineering:

During the last decade, software systems security has become an increasingly growing concern due to the number of security incidents reported on software security attacks [1]. Attackers exploit software vulnerabilities causing threats to the systems such as stealing sensitive information and causing denial of service. As a result, developing secure software systems has acquired much attention from the research community lately [21].

Secure software development includes integrating security in different phases of the Software development lifecycle (SDLC) such as requirements, design, implementation, and testing. An example for secure software development lifecycle is shown in figure 1. Realizing security early, specifically in requirement phase, is important so that security problems can be tackled soon enough before going further in the process and avoid rework [5]. Thus, several approaches have been proposed that upgrade previous requirement engineering approaches to let it support security such as goal oriented [9], agent oriented [20], and use case based [2]. Such approaches are security requirement engineering approaches.

![Figure 1: An example for secure software development lifecycle [24]](image)

1.2 Security Requirement Elicitation:

In order to integrate security with the requirement engineering, we have to consider security requirements. The basic task of security requirement engineering is to identify and document requirements needed for developing secure software system. Satisfying such *security requirements* should lead to more secure software system [16]. Security requirements can be elicited by analyzing the assets to be protected and the threats from which these assets should be protected [4]. In figure 2, relationships are expressed between assets and services, threats, security requirements and security mechanisms. Assets are vulnerable to threats which necessitate elaborating security requirements. Such security requirements will need security mechanisms which satisfies security requirements because it counters the threats and protects the assets. [4]
1.3 Motivation and Problem Statement

Security requirements need to be explicit, precise, adequate, non-conflicting with other requirements and complete [9]. However, practicing security requirement engineering requires security experts. The analyst should have background on how to identify and analyze the system assets, threats, vulnerabilities and countermeasures. Not all developers have such knowledge and experience in order to deal with security problems. One of the challenges for secure software systems development methodologies is how to enable developers who are not security experts to use them [32]. Thus, the approach used in the security requirement engineering should be effective in eliciting adequate security requirements in addition to assisting non-security experts to use it.

1.4 Summary:

Developing secure software systems has acquired much attention from the research community lately. Security requirement engineering approaches have evolved which aim at realizing security early in the Software development lifecycle. It is used to identify and document requirements which are needed in order to design secure software system. Assets and threats are analyzed in order to elicit security requirements. Security requirements need to be explicit, precise, non-conflicting with other requirements and complete; moreover, practicing security requirement engineering requires security experts. Thus, Security requirement engineering approaches need to assist non security experts to effectively elicit adequate security.
Chapter 2: Thesis Objective and Approach:

3.1 Discussion

Problem frames [12] can help model security requirements effectively, however, we have a gap between security modeling approaches that are based on problem frames. Although such approaches are based on the same model, no integration is presented in the literature that bridges them together. We believe that these approaches complement each other. For example, abuse frames [14] help model threats and thus it can be used to model the informal threat descriptions presented in [17]. Security problem frames [18] present helpful catalog for modeling security problems; however, the analyst can make better use of such patterns catalog if it adapts abuse frames [14] to help relate threats with corresponding security requirements.

3.2 Thesis Statement:

*Develop a methodology that assists software developers in eliciting adequate security requirements during the requirement engineering phase that is based on problem frames, abuse frames and security problem frames.*

3.3 The approach:

The approach intends to adapt security to a requirement engineering methodology that is based on problem frames. Abuse frames and security problem frames will be utilized for this purpose.

The approach proposed is built upon works of [14], [17], and [18]. It iterates through the following steps:

1- Model the system context and functional requirements of the software system using problem frames.
2- Identify the system assets which can be represented as domains in problem frames as in [17].
3- Determine threats by using abuse frames [14] to model threat descriptions presented in [17]. Threats will be searched from a catalog that incorporates both abuse frames [14] and security problem frames [18].
4- If a search hit is found, instantiate the matched abuse frame and the security problem frame to fit the related subproblem. Instantiation will include modifying phenomena and interfaces of the security problem frame in order to map to the specific subproblem.
5- If there are no hits, Crosscut threats with the functional requirements to identify vulnerabilities. If we have vulnerabilities, we will derive the security requirement by constraining the functional requirement of the subproblem or by adding trust assumptions leading to counter the vulnerability as in [17].

The approach is represented by an activity diagram shown in figure 3:
3.3 The approach benefits:
Such approach utilizes different methodologies based on problem frames that complement each other in order to model security requirements. It intends to assist the analyst during security requirement elicitation through the requirement engineering phase. We believe that such integration would achieve consistency in models as all the models used are problem frames based. Our contribution will be in interfacing security problem frames with Abuse Frames and adapting them into requirement engineering methodology based on Problem Frames. The approach will be further refined in order to better integrate such models together.

Figure 3: Activity diagram for the proposed approach
3.4 The approach evaluation

The approach will be evaluated by showing how it can help elicit security requirements for case studies that use problem frames in modeling software systems. For example, we can make use of the case study presented in [33] where bank transactions are modeled using problem frames. Also, we can compare with the case study presented in [17] where human resource system is modeled. Such models will be inputted into step 2 of our approach till the end. After progressing through the approach steps, adequate security requirements for the system are expected to be elicited.
Chapter 3: Status and Work Plan:

We are currently applying the methodology on case study presented in [17] to make initial validation to our methodology. Our future work plan will start by refining the initial methodology we are proposing. Then, we will tackle problems of integrating models such as abuse frames and security problem frames into the proposed methodology. Finally, we will apply the methodology on case studies to verify its applicability in capturing security requirements. Table 1 shows a timeline for the thesis proposal.

Table 1: Thesis Timeline

| Fall 08                  | Spring 09             |
|-------------------------|-----------------------|
| Literature survey and initial methodology development | November 08 – January 09 |
| Refining methodology    | February – April 09   |
| Adapting models into methodology |                  |
| Apply methodology on suitable case studies |                  |
| Thesis Writing          |                      |
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