Implementation of the model and algorithm for assessing the security of information in an automated system
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Abstract. New technologies provide much more progressive ways of working with information. Access to information is provided from anywhere, without geo-referencing. All this causes the emergence of new threats and vulnerabilities. An important task is to ensure the security of data, identify compliance of protection systems with the regulatory framework and current threats to information security. Timely audit allows to confirm the necessary level of security or to notify about its shortcomings. The paper presents a developed model for assessing the security of information using intellectual means. The software algorithm for auditing the security status of an automated system for an information security specialist has been implemented and tested. The article presents implemented software for auditing the system of protection of automated systems. The preliminary data of approbation of the developed algorithm and program complex are demonstrated.

1. Introduction

In the period of active implementation and use of information technologies in various spheres of human activity, there are various threats to the security and integrity of the data used. Information technologies provide the storage of data on electronic media and distributed networks, different information processing occurs by means of automated systems. Taking into account the development of the technologies it is needed to ensure information security.

During the life cycle of information from receiving, to storage and destruction it is necessary to conduct a quality audit of information security to prevent loss of information at any these periods. Quality audit determines compliance with regulatory and legal component and defines if the organization hardware-software complex of information security is up to date.

Currently, information is one of the main assets which has special value and must be properly protected [1]. In consequence, there is the problem of increasing number of threats and vulnerabilities.

1 Confidentiality guarantees access to information to only specified people.
2 Integrity ensures that only a certain number of people can change information.
3 Availability ensures the unhindered and constant access to information for only specified group of people.

When building information security systems, control processes of the adequacy of the measures and protection means, as well as identifying vulnerabilities in the existing information...
system, are important. Information security audit allows to carry out such monitoring and to identify new vulnerabilities [2,3,4,5].

Scientific school of Professor A. A. Shelupanov is actively involved in design of protection systems using various models of information security [6]. The authors are conducting research aimed at implementing and improving various types of information security mechanisms. The authors consider the issue of evaluating the security of information, in particular the developed model of documents workflow, which involves action on the information in completely different mediums [7].

Increased economic losses due to weak system of of the information protection and out-of-time the audit are considered in many papers [8, 9, 10]. The authors of [8] consider the impact of the relationship between internal audit and information security functions. The paper presents a research model that reflects the components of the audit system.

At the time of the audit the authors [11, 12] propose to integrate the process users to identify the specific human factors and possible risks. The authors propose to widely implement a system of active monitoring.

In [13], the authors present a model that includes many aspects of security, including attacks, detection, recovery, risk assessment and vulnerability reduction. Simulation of the system using the developed model allows to consider the dynamics of the system. Some studies are aimed at developing a model for assessing the necessity and effectiveness of the information systems audit [14, 15].

2. Statement of the problem
The analysis of the subject area studies identified the possibility of developing an assessment model of information security with intellectual means elements. This model is the basis for the algorithm and implementing software for an information security specialist, created in order to analyze and evaluate the quality of information security in the automated system. The relevance of the topic is justified by the development of technology and the widespread introduction of information technologies for information processing, storage and transmission.

3. Theory
The task of model development for auditing the security state of information is developing the algorithm, which allows to increase the quality and speed of audit. In addition, the algorithm should include the possibility of independent decision-making in certain cases. To solve the tasks, the following methods and techniques are used: theory of algorithms, database technology, expert evaluation method, the theory of artificial intelligence, methodology of protection of object-oriented programming.

The model assumes that the system must fully meet the requirements of the legislation in the field of information security system. Estimation of security is formed using criteria GOST R ISO/IEC 15408 Information technology (IT). Methods and means of security. Evaluation criteria for information technology security".

To develop assessment model of information security the block structure of the system is used in figure 1.

The collection of information starts in the "input data Analysis" block. Within this step, we define the composition of the test system (software, hardware, data bases, documentation, existing or proposed (or existing) network communication). The determination of the elements of the protection system, current settings, access levels, etc. are carried out on the survey basis. A list of questionnaires is generated for the survey. The results of the survey form part of the input for the unit is "Intelligent means".

The formation of the main requirements for information security system is based on the class of the used automated system, determined in accordance with the relevant documents.
To determine the class of an automated system is used the directive document of the Federal service for technical and export control "Automated systems. Protection against unauthorized access to information. Classification of automated systems and requirements on information protection".

The following parameters are used to define a class:

1. The level of information confidentiality.
2. The level of access to confidential information.
3. Mode of data processing.

Information that is generated for audit and security assessment is uploaded or downloaded from the Database block.

In addition, as the basis for the requirements formation for the information protection system, guideline documents FSTEC and the order of the FSTEC of Russia from February 11, 2013 N 17 "About the statement of requirements for protection of information not constituting a secret of state, contained in state information systems" are used.

All the necessary documentation, which is used throughout the schema model is formed from a Library block.

The obtained results of the preparatory phase provide generating a list of destabilizing factors on the basis of the data bank FSTEC (1), the local copy is stored in the Database block.

\[ S = \{S_1, ..., S_N\} \]  \hspace{1cm} (1)

where \( S \) is the set of destabilizing factors.

Block "Intellectual means" contains elements of the artificial neural networks theory. For this block, input parameters are the results of the survey and a number of destabilizing factors. All generated data help intellectual environment to perform the decision-making.
Figure 2. Algorithm for automated system software development.

In this block, the unit vectors are generated for input and output layer of a neural network. Every destabilizing factor has its own weight factor, which may vary in the process of the neural network training. The training is organized by the method "with a teacher". The neural network decides about the necessary measures depending on the possible destabilizing factors.

The resulting block of the entire model is "Results". At this stage the necessary documents about the shortcomings of the system and measures for its elimination are formed. References to the paragraphs of the legal documentation if are provided if necessary.

4. Software development

Software development is based on the algorithm, which is a step-by-step collection of information about the IT object for subsequent security assessment (audit) and the results generation in figure 2.

Software is developed using C# programming language (object oriented programming) and the development environment Microsoft Visual Studio 2017. The software incorporates a database as the main repository of all information circulating inside the development. As at the moment it is planned to use a local database without installing third-party software, for the realization, embedded cross-platform database SQLite was chosen, which supports a sufficiently complete set of SQL commands.

The software is based on the pattern of MVC development model, view, controller. Basic logic design and visual presentation are separated, thereby ensuring the scalability of development and easy transfer. To ensure the independence of the calculations and obtaining results from different blocks of the algorithm, the individual processes stand out in their own independent threads.

The software operation is based on the use of the access rights differentiation possibility. Assigned rights are determined depending on the fact which user is logged into the system. After login the user can start working. User passwords are stored in the database in encrypted form, thereby ensuring safety of the software operation. The first step is to create or open
Figure 3. Research result.

an existing project. The project is created for each system of protection. "Project" contains information about each iteration of the audit, the audit results, the results of intellectual means running, etc.

When creating a "project", it is made accessible only to the system administrator and the user who created it. The user may grant access to the current project to others with read-only rights.

The first step in the operation of the software is the class definition of the investigational automated system. For the definition of the class it is suggested to answer a series of questions drawn up in accordance with the governing document FSTEC. The security officer needs to properly assess the class for the appropriate images to produce an audit of the protection system and protection assessment information.

On the basis of the preparatory phase a survey is carried out and the results are generated. The obtained results are input to the intelligent block.

The next step is downloading into the software database or updating the list of current threats and vulnerabilities from the data bank of the FSTEC. From this list, many destabilizing factors are formed.

As a result of all the operations, the software creates documents, which contain all the results, not compliance with the requirements of legislation and guidance documents, and the list of possible threats that may be subject to an automated system in its current state.

5. Experimental results

The object of the research is the organization system of information security. For the analysis the data of 20 organizations were used, for each the different classes of automated systems were defined. For each organization a full cycle of studies were completed in figure 3. In accordance with it the following results compliance with systems for the protection of organizations were obtained.

The study shows that almost all organizations have high-quality security systems, with only a few exceptions. However, after the application of the intellectual means of calculation, possible threats have been identified. In the process of several runs, there was the neural network training
to reduce the errors of the first and second kind. That ultimately leads to increased accuracy of decision-making.

Due to the fact that the sample is small enough to reduce errors and increase the accuracy, it is required to increase the original values. With the current dataset, the errors of the first kind are 0.32.

6. Conclusion
The development of technologies and their widespread implementation requires special attention to the systems of information protection. The presented model and the implemented audit software for a information security specialist allows to solve a number of problems:

1. Boosting the audit conduction.
2. Improving the quality of the audit.
3. Using the list of relevant threats and vulnerabilities from the data bank FSTEC allows to maintain a system of auditing up-to-date.
4. The fact that elements of intellectual means allow to obtain possible solution when upgrading system protection.
5. The fact that saving the results of each audit at a particular organization provides tracking of changes in security system in dynamics.
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