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Abstract—The emerging Internet of Things (IoT) and bidirectional communications in smart grid are expected to improve smart grid capabilities and electricity management. Because of massive number of IoT devices in smart grid, size of the data to be transmitted increases, that demands a high data rate to meet the real-time smart grid communications requirements. Sub-6 GHz, millimeter-wave (mmWave) technologies, and massive multiple-input multiple-output (MIMO) technologies can meet high data rate demands. However, IoT enabled smart grid is still subject to various security challenges such as eavesdropping, where attackers attempt to overhear the transmitted signals and the jamming attack, where the attacker perturbs the received signals at the receiver. In this paper, our goal is to investigate jamming and eavesdropping attacks while improving secrecy capacity for smart grid communications. Specifically, we propose to employ a hybrid beamforming design for wireless communications in smart energy grid. In previous works, the secrecy capacity is increased by randomly augmenting the source power or setting the system combiners. Unlike state-of-the-art, we design and evaluate the Gradient Ascent algorithm to search for the best combiners/waveform that maximizes the secrecy capacity in smart grid communications. We also study two different optimization scenarios by considering both fixed and variable transmit power. Numerical results are used for performance evaluation and supporting our formal analysis.

Index Terms—Smart grid communications, Physical Layer Security, IoT, Gradient ascent algorithm, Hybrid Beamforming.

I. INTRODUCTION

A. Background and Literature Review

The traditional grid systems were designed to deliver electricity to customers while adopting simple one-way directional interaction. This approach makes it challenging for the grid to respond to the plethora and rising energy demands. Therefore, the smart grid was introduced as a solution to offer bidirectional information and electricity flow between utilities and their customers. It is a developing network of communicated and connected devices that helps to control power consumption and moderate the electricity needs of a wide range of customers [1], [2]. Smart home area network (HAN) is part of a smart grid network, where the different smart devices cooperate through an energy management system [3]. HAN can help adjusting the operation-schedules of the connected energy devices, mitigating the electricity demand on the grid during the pick hours, and decreasing customers’ energy bills.

The data to be transmitted in IoT enabled smart grid is huge because of massive number of connected smart grid devices and operations of those devices in the system. IoT enabled smart grid provides a possibility for a large number of objects/things to interact, communicate, and collaborate using wireless communications. It enables smart grids to manage network efficiently and guarantee different operations, measurements, and maintenance activities [4]. Due to the exponentially increasing number of IoT devices in smart grid, the traditional microwave band is not enough and incapable to support smart grid communication requirements. Fortunately, Sub-6 GHz and millimeter-wave (mmWave) bands have been regarded as promising solutions to address the aforementioned constraints and to offer a highly reliable low latency communications [5]. Because of the critical nature of the energy grid, the smart grid is vulnerable to various security attacks, which may lead to power outage [4]. [6]. [7]. Furthermore, information in smart grid communication is tied to private information through HAN.

In wireless communication systems, the eavesdropping attack is one of the most severe cyber threats where eavesdropper attempts to passively overhear/listen to the data exchanged between authorized devices in smart grid. It is a critical attack, especially if the intercepted signal is classified or if the disclosing of the secret message may influence the smart grid operations [2], [8]. To confront this challenge, security techniques are mainly based on application and transport layers encryption. The encryption approaches suffer from two major problems; the first issue is related to the attacker’s computational capabilities. If an eavesdropper has powerful computational hardware/algorithmic resources, he may be able to compromise the encryption protocols. The second dilemma is the fact that the distribution and the management of cryptography keys are challenging, especially in networks that are characterized by arbitrary access and highly distributed like in smart grid (e.g., [9]). Therefore, physical layer security (PLS) has been emerged as an alternative solution to encryption and as an emerging security engineering that mitigates passive attacks. The main idea of PLS is to take advantage of the physical layer properties such as the radio channels characteristics. One of the PLS techniques is employing a friendly jammer, whose main function is to jam and perturb the eavesdropper’s link [10]. Thereby, the signal-to-interference-plus-noise ratio (SINR) at the eavesdropper will be decreased/deteriorated.
which resulting in hindering the eavesdropper from overhearing the communications. This technique improves the average secrecy capacity and significantly protects the communications between the legitimate nodes. Another promising techniques is the physical layer key generation, which was introduced as a PLS scheme [11], [12]. It is still facing some technical challenges such as co-located attacks, high bit disagreement ratio in low signal-to-noise ratio regimes, and high temporal correlation [13].

B. Background

The beamforming strategy is based on employing an antenna array, where the phase shifters can be adjusted to offer high beamforming gain and tocompensate for the path loss and multipath fading. Since mmWave signals are characterized by a small wavelength, it becomes easier to increase the number of antennas per array within a small area which necessarily help improving the antenna gain [14] and serve multiple users. Though, a large number of antennas comes with technical challenges where it necessitates a larger number of phase shifters. Due to the power consumption, fabrication cost, and hardware limitations, it is not practical to assign a dedicated radio frequency (RF) chain controller to each phase shifter. With the aim at reducing the number of RF chains, the hybrid-transceivers design is introduced. It is composed of an analog part that is equipped with analog phase shifter networks in the RF domain and a digital part in the baseband. For a given transmitter, the digital precoder processes data streams, then it up-converts its output with the digital-to-analog converters (DACs) to the RF chain, which will be mapped to the transmitting antennas through the analog precoder. At the the receiver’s front-end, the received signal is processed through the analog combiners and RF chains, respectively. Then, it down-converts its output to the baseband using the analog-to-digital converters (ADCs) to create the data stream and decode the received message [15]–[17].

C. Our Contribution

The connected devices in the smart grid may be subject to an eavesdropping and jamming attack at the same time which could directly affect the quality of service (QoS) in smart grid or cause power outage. In this paper, we leverage a machine learning technique (named Gradient Ascent) to enhance security while considering a hybrid beamforming design to cope and mitigate the effect of both jamming and eavesdropping attacks. We focus on searching for the optimum analog/digital precoders at the access point or base station (BS) and the combiners at the receivers to increase the secrecy capacity with the aid of the Gradient Ascent approach. To the best of the authors’ knowledge, unlike the previous work in the literature, this is the first attempt to maximize the secrecy capacity using the Gradient Ascent approach for wireless communications in smart grid network while considering eavesdropping and jamming attack, multi-user/multi-device1 multiple-input multiple-output (MU-MIMO), and the scenarios of fixed/variable transmission power. Specifically, our contributions include:

- Protect MU-MIMO from jamming and eavesdropping attacks while considering two different scenarios: Sub-6 GHz and mmWave systems for smart grid communications.
- Design a low-complexity hybrid precoding with the aid of Gradient Ascent approach to maximize the secrecy capacity for fixed source power in smart grid communications.
- Design a second low-complexity hybrid precoding to reach a desirable secrecy capacity while adapting the source power to different values.

D. Paper Structure

The rest of the paper is organized as follows: Section II presents the attack scenario and the system model. Section III describes and studies the optimization procedure of the secrecy capacity. Then, Section IV assesses the performance of the security strategy and the energy efficiency, based on numerical results. Finally, we outline our conclusion in Section V.

II. System Model

A. Notation

For the purpose of simplicity and organization, we utilize the following notations: ||·||2 is the 2-norm, |·| is the absolute value, ||·||F is the Frobenius norm, E[·] is the expectation, (·)T is the matrix transpose, and (·)* is the Hermitian operator. Lower case regular letter represents a running variable, upper case regular letter represents a scaler number, lower case bold letter represents a vector, upper case bold letter represents a matrix.

B. Communication Network and Attack Model

We are considering a general scenario of wireless communications in smart grid system, as shown in Fig. 1 where BS or access point communications with the L_u (u ∈ {1, 2, ..., U}) smart grid devices (and vice versa). The BS is equipped with N_t antennas and each smart grid IoT device is equipped with N_r antennas. In this scenario, an eavesdropper E (with N_E receiving antennas) is overhearing the transmitted signal from the BS to the legitimate receivers. In addition to the eavesdropping, the legitimate smart grid IoT receivers are suffering from a jamming attack caused by malicious jammer j. The jammer j is equipped with N_j transmitting antennas. Its purpose is perturbing and minimizing the SINR at the legitimate receiver device. We assumed that the jammer is not attacking the eavesdropper.

1Without loss of generality, end user and end devices are interchangeably used throughout this paper for smart grid communications.
C. Communication Channel Model

In this paper, we consider a Sub-6 GHz/mmWave system. The channels form the BS to the legitimate users $H_u$, the channels from the jammer to legitimate users $H_{j,u}$, and from the BS to the eavesdropper $H_E$, are assumed to follow a Geometric channel model based on clusters and number of rays per cluster [8]

$$H = \sqrt{\frac{N_R N_T}{N_R N_{ray}}} \sum_{i=1}^{N_c} \sum_{j=1}^{N_{ray}} \beta_{i,j} a_R(\phi_{i,j}, \theta_{i,j}) a_T(\phi_{i,j}, \theta_{i,j}),$$

(1)

where $N_c$ and $N_{ray}$ are, respectively, the number of clusters and the number of rays, $N_R$ denotes the number of antennas at the receiver, where $N_R \in \{N_r, N_e\}$, $N_T$ refers to the number of transmitting antennas, where $N_T \in \{N_t, N_J\}$. $\beta_{i,j}$ is the complex gain of the $i$th cluster in the $j$th ray. The array response and steering vectors at the receiver $R$ (where $R \in \{\text{BS, jammer, eavesdropper}\})$ and the transmitter $T$ (where $T \in \{\text{BS, jammer}\}$) are $a_R(\phi_{i,j}, \theta_{i,j})$ and $a_T(\phi_{i,j}, \theta_{i,j})$, respectively. The angles of departure (AoD) and the angles of arrival (AoA) are denoted by $\phi_{i,j}$ and $\theta_{i,j}$, respectively. Where $\phi_{i,j}$ and $\phi_{i,j}$ are in the azimuth plane and $\theta_{i,j}$ and $\theta_{i,j}$ are in the elevation plane.

The received signal (as in the [19] for different problem) at the $u$th receiver can be expressed as

$$y_u = w_u^* H_u F_{RF} f_{RF}^u s_u + \sum_{n \neq u} w_u^* H_u F_{RF} f_{RF}^u s_n + w_u^* H_{j,u} F_{RF} f_{RF}^u s_{j,u} + w_u^* n_u,$$

(2)

where $w_u$ is the combiner vector at the $u$th user with dimension $N_r \times 1$. $w_u$ is the combiner vector at the eavesdropper $E$ with dimension $N_E \times 1$. $H_u$, $H_E$, and $H_{j,u}$ are, respectively, the channel matrix from BS to $u$th legitimate user with dimensions $N_r \times N_t$, from BS to $E$ with dimensions $N_E \times N_t$, and from jammer to $u$th user with dimensions $N_r \times N_j$. $F_{RF}$ is the analog precoders at the BS with $N_t \times U$, where $F_{RF} = [f_1^R, f_2^R, \ldots, f_u^R]$ ($f_u^R$ is the analog precoder intended to the $u$th user with dimension $N_t \times 1$, $u \in \{1, 2, \ldots, U\}$). $F_{BB}$ is the digital precoder matrix at the BS with dimension $U \times U$, where $F_{BB} = [f_1^{BB}, f_2^{BB}, \ldots, f_u^{BB}]$ ($f_u^{BB}$ is $U \times 1$ vector that defines the digital precoder intended to the $u$th user). The precoder at the jammer is denoted by $F_{j}$ with dimension $N_j \times 1$. $s_{j,u}$ is the information symbol sent by the BS to $u$th user. $s_{j,u}$ is the information symbol sent by the jammer to $u$th user. Finally, $n_u$ (with dimension $N_r \times 1$) and $n_E$ ($N_E \times 1$) are , respectively, the zero mean additive white Gaussian noise (AWGN) at the $u$th user and the eavesdropper with variance $\sigma_u^2$ and $\sigma_E^2$. We note that the second term in Eq. (2) refers to the interference at the $u$th user/device due to the signals sent from the BS to the rest of legitimate users ($U - 1$ users).

The SINR at the $u$th legitimate receiver/device/user is expressed as

$$\gamma_u = \frac{P_b}{\sigma_u^2 + \frac{P_b}{U} \sum_{n \neq u} |w_u^* H_u F_{RF} f_{RF}^u|^2}.$$

(4)

where $P_b$ and $P_j$ are the BS and the jammer transmission power, respectively. $\mathbb{E}[s_u^*] = \frac{P_b}{U} I_u$, such that $s = [s_1, s_2, \ldots, s_U]^T$ is $U \times 1$ vector that defines the transmitted symbols sent by the BS and $I_u$ is the identity matrix with dimension $U \times U$. $\mathbb{E}[s_j(s_j)^*] = \frac{P_j}{N_j} I_{N_j}$, such that $s_j = [s_{j,1}, s_{j,2}, \ldots, s_{j,U}]^T$ and $I_{N_j}$ is the identity matrix with dimension $N_j \times N_j$.

Then, we can define the achievable rate at the $u$th user by the Eq. (5) on the top of the next page.

We assume that the jammer intends to deteriorate the legitimate users only. Therefore, while overhearing the signal sent to the $u$th user, the received SINR at the eavesdropper is not impacted by the jammer and the eavesdropper’s SINR is expressed as

$$\gamma_E = \frac{P_b}{\sigma_E^2 + \frac{P_b}{U} \sum_{n \neq u} |w_E^* H_E F_{RF} f_{RF}^u|^2}.$$

(6)

Then, we can express the achievable rate for the eavesdropper as

$$C_E = \log_2 \left( 1 + \frac{P_b}{\sigma_E^2 + \frac{P_b}{U} \sum_{n \neq u} |w_E^* H_E F_{RF} f_{RF}^u|^2} \right).$$

(7)

Finally, the secrecy rate $C_s$ can be defined as follows

$$C_s = \max \{C_i - C_E \},$$

(8)

where $C_s$ will be the max{$C_1, C_2, \ldots, C_M$} if there are $M$ eavesdroppers.
III. Optimization Procedure of Secrecy Capacity

Our objective is to maximize the secrecy capacity $C_s$ for a hybrid beamforming architecture (Fig. 2(a)). We assume that the analog precoder is fully connected, as shown in Fig. 2(b). In other words, we are going to search for the best combination of three key parameters: the combiners at the users ($w_1, w_2, \ldots, w_U$), the analog precoders $F_{RF}$ at the BS, and the digital baseband precoder $F_{BB}$ at the BS.

![Diagram of Hybrid Beamforming Architecture](image)

(A) MmWave MIMO hybrid design

(B) Fully Connected Analog Precoder Design

Fig. 2: Hybrid Beamforming architecture for wireless communication in smart energy grid.

To perform the optimization procedure, we are going to divide the maximization problem into two different stages. In the first one, we will solve for single-user MIMO (SU MIMO) analog beamforming scenario. In this stage, we aim at maximizing the received power at the $u$th user, minimizing the interference coming from the jammer, and mitigating the eavesdropping impact. Then, in the second stage, we will consider the MU-MIMO and utilize the optimized analog precoder matrix $F_{RF}$ and the combiner $w_u$ of each user to compute the digital precoder matrix $F_{BB}$ using 3 different precoding techniques: Maximum Ratio Transmission (MRT), Minimum Mean Square Error (MMSE), and Zero-Forcing (ZF).

A. SU-MIMO Analog Beamforming

In this stage, we aim at maximizing the secrecy capacity of SU while ignoring the interference coming from the other legitimate users. In other words, we will maximize the received power $|w_u^* H_u f_{RF}^u|^2$ at the $u$th user, minimize the interference power coming from the jammer $|w_j^* H_j f_{RF}^j|^2$, and mitigate the eavesdropping impact on the communication confidentiality.

We can reformulate the received signal at the $u$th user for the SU scenario as follows

$$y_u^{SU} = w_u^* H_u f_{RF}^u s_u + w_j^* H_j f_{RF}^j s_j + w_u^* n_u.$$  \hspace{1cm} (9)

The received signal at the eavesdropper is given by

$$y_E^{SU} = w_E^* H_E f_{RF}^E s_u + w_E^* n_E.$$  \hspace{1cm} (10)

Hence, the received SINR at the $u$th user is defined by

$$\gamma_u^{SU} = \frac{P_u}{\sigma_u^2 + \frac{P_j}{\sigma_j^2} |w_j^* H_j f_{RF}^j|^2}.$$  \hspace{1cm} (11)

The received SNR at the eavesdropper is given by

$$\gamma_E^{SU} = \frac{P_u}{\sigma_u^2 + \frac{P_j}{\sigma_j^2} |w_j^* H_j f_{RF}^j|^2}.$$  \hspace{1cm} (12)

Thereby, the ergodic capacity at the $u$th user and the eavesdropper is defined by

$$C_u^{SU} = \log_2 \left(1 + \frac{P_u}{\sigma_u^2 + \frac{P_j}{\sigma_j^2} |w_j^* H_j f_{RF}^j|^2}\right).$$  \hspace{1cm} (13)

$$C_E^{SU} = \log_2 \left(1 + \frac{P_u}{\sigma_u^2 + \frac{P_j}{\sigma_j^2} |w_j^* H_j f_{RF}^j|^2}\right).$$  \hspace{1cm} (14)

Therefore, we modify the secrecy capacity giving in Eq. (5) while ignoring the interference coming from other users. Hence, the new secrecy capacity is denoted by $C_s^{SU}$ and defined as follows

$$C_s^{SU} = \max [C_u^{SU} - C_E^{SU}, 0].$$  \hspace{1cm} (15)

This first stage, searches for the best values of $w_u$ and $f_{RF}^u$ that maximize the secrecy capacity (our cost function) defined in (15). The optimization process needs to satisfy the following constraints: the unit-norm and the Constant Amplitude (CA) constraints.

We can formulate the optimization problem as follows

$$\mathcal{P} : \max_{w_u, f_{RF}^u} C_s^{SU}$$  \hspace{1cm} (16)

subject to $|f_{RF}^u| = 1, w_u = 1$  \hspace{1cm} (17)
\[ w_u \in G^{N_t} \quad \text{and} \quad f_{RF}^u \in G^{N_t}, \]  
\[ w_u = \frac{w_u}{\sqrt{N_t|w_u|}}, \]  
\[ f_{RF}^u = \frac{f_{RF}^u}{\sqrt{N_t|f_{RF}^u|}}, \]

where Eq. (17) is the unit-norm constraint and Eqs. (19) and (20) are the CA constraints. \( G^{N_t} \) and \( G^{N_t} \), respectively, are the subspace of the CA constraints of dimensions \( N_t \) and \( N_r \). We need to compute the gradients with respect to \( w_u \) and \( f_{RF}^u \), then project the solutions onto the subspace of the CA constraints. We chose only those two parameters to compute the gradients since we have no control on the combiner \( w_E \) at the eavesdropper or the precoder \( f_{RF} \) at the jammer. Now, we will start by deriving the cost function for \( w \) at the eavesdropper or the precoder \( f \) where \( \Psi \) expressed as shown in Eq. (21) on the top of the next page, \( w = |(w_u^*H_u)^2| \) and \( w_u = |(w_u^*H_u^*f_{RF}^u)|^2 \).

As a second step, we compute the gradient of \( f_{RF}^u \), which is given by

\[ \nabla (f_{RF}^u)^* C_{SU} = \frac{\partial C_{SU}}{\partial (f_{RF}^u)^*} = \left[ \frac{\partial C_{SU}}{\partial (f_{RF}^u)^*} - \frac{\partial C_{SU}}{\partial (f_{RF}^u)^*} \right]. \]  

Hence, we can first compute the partial derivative of the rate at the legitimate receiver node

\[ \frac{\partial C_{SU}}{\partial (f_{RF}^u)^*} = \frac{\partial C_{SU}}{\partial (f_{RF}^u)^*} = \frac{\partial C_{SU}}{\partial (f_{RF}^u)^*}, \]  

Then, we derive the partial derivative of the rate at the eavesdropper

\[ \frac{\partial C_{SU}}{\partial (f_{RF}^u)^*} = \frac{\partial C_{SU}}{\partial (f_{RF}^u)^*} = \frac{\partial C_{SU}}{\partial (f_{RF}^u)^*}, \]

where \( \Psi_u = |(w_u^*H_u)^2| \). Thereby, we can express the gradient of \( f_{RF}^u \) by

\[ \nabla (f_{RF}^u)^* C_{SU} = \frac{\partial C_{SU}}{\partial (f_{RF}^u)^*} = \frac{\partial C_{SU}}{\partial (f_{RF}^u)^*} - \frac{\partial C_{SU}}{\partial (f_{RF}^u)^*}. \]  

Next, each user will feedback its effective channel to the BS. The BS builds channel \( H \), where \( H = \{h_{eff}^u \}^T, \{h_{eff}^u \}^T, \ldots, \{h_{eff}^u \}^T \). To design the digital precoding matrix \( F_{BB} \), we use three different precoding filters [22]. The first one is ZF, where the digital precoding matrix is denoted by \( F_{ZF} \) and defined by

\[ F_{ZF} = H^*(HH^*)^{-1}. \]

The second filter is the MMSE, where the digital precoding matrix is denoted and given by

\[ F_{MMSE} = H^*(HH^* + \frac{U}{SNR})^{-1}, \]

where \( I \) is the identity matrix with dimension \( U \times U \). The third filter is the MRT, where it is denoted by \( F_{MRT} \) and defined as follows

\[ F_{MRT} = H^*. \]

We remind that \( F_{BB} = [f_{BB}^1, f_{BB}^2, \ldots, f_{BB}^U] \), where \( f_{BB}^u \) is the digital precoder of the \( u \)th user. \( f_{BB}^u \) needs to be normalized as follows

\[ f_{BB}^u = \frac{f_{BB}^u}{\|f_{BB}^u\|_F}, \quad u = 1, 2, \ldots, U \]

C. Performance Analysis

1) Achievable Average Secrecy Capacity: The BS serves all \( U \) users simultaneously. Therefore, in addition to the interference caused by the jammer, each user \( u \) suffers from interference of other users’ streams. Hence, by referring to Eqs. (3) and (8), we can write the achievable average secrecy capacity as shown on Eq. (31) on the top of the next page.

2) Energy Efficiency: We note by \( \Xi \) the energy efficiency per user \( u \) as the ratio between the achievable secrecy rate per user and the total power consumption, where \( \Xi \) is expressed in bits/Joule. It is given by

\[ \Xi = \frac{P_{common} + N_{RF} P_{RF} + N_i P_{PA} + N_{PS}}{C_u}, \]

where \( P_{common} \) is the common power of the transmitter \( P_b \) in our study scenario, \( N_{RF} \) and \( P_{RF} \) are the number and power of RF chain, respectively. We note that an RF chain consists of down-converter, low-noise amplifier, and DAC/ADC. \( P_{PA} \) and \( P_{PS} \) are respectively, the power of the amplifier and the power of the phase shifter. \( N_{PS} \) is given by

\[ \begin{cases} \begin{array}{c} N_{PS} = N_t N_{RF} \quad \text{Fully-Connected (our proposed system)} \quad \\ N_{PS} = N_t \quad \text{Partially-Connected} \end{array} \end{cases}. \]

D. Optimization Algorithm

Now, after presenting the two optimization stages: SU-MIMO analog beamforming and the MU-MIMO digital beamforming, we will summarize the optimization steps for fixed/source power \( P_b \). Algorithm 1 (SU-MIMO analog beamforming with fixed source power \( P_b \)) and Algorithm 2 (MU-MIMO digital beamforming with fixed source power \( P_b \)) search for the maximum secrecy capacity while maintaining the source power \( P_b \) fixed. This is very efficient in the
\[
\n\nabla w_u C^{SU}_s = \frac{\partial C^{SU}_s}{\partial w_u} = \left[ \frac{\partial C^{SU}_s}{\partial w_u^*} - \frac{\partial C^{SU}_s}{\partial w_u} \right] = \frac{\partial C^{SU}_s}{\partial w_u} = w_u \sigma_u^2 + \frac{p_U^2}{U} H_{j,u} f^{e}_{RF} (f^{e}_{RF}) H_{j,u}^* w_u \sigma_u^2 + \frac{p_U^2}{U} H_{j,u} f^{e}_{RF} (f^{e}_{RF}) H_{j,u}^* w_u \sigma_u^2 + \frac{p_U^2}{U} \Psi_{j,u} \nabla \psi_u \theta_u
\]

\[
C_s = \max \left\{ \left\{ \log_2 \left( 1 + \frac{\frac{P}{U} w^*_u H_u f^{e}_{RF} f^{e}_{RF} H_u^* w_u}{\sigma_u^2 + \frac{P}{U} w^*_u H_u f^{e}_{RF} f^{e}_{RF} H_u^* w_u} \right) \right\}, 0 \right\}
\]

Algorithm 1
SU-MIMO analog beamforming with fixed source power \((P_b)\)

**Input:** \(\delta, \epsilon, H_u, H_E, w_u, H_{j,u}, f^{e}_{RF}\)

**Output:** \(w_u, f^{e}_{RF}\)

1. Initialize \(w_u = w_u^{(0)}\), \(f^{e}_{RF} = f^{e}_{RF}(0)\)
2. while \(\left| C^{SU}_{s,(n+1)} - C^{SU}_{s,(n)} \right| > \epsilon \) do
3. \(C^{SU}_{s,(n+1)} \leftarrow C^{SU}_{s,(n)}\)
4. \(w_u^{(n+1)} \leftarrow w_u^{(n)} + \delta \nabla w_u C^{SU}_{s,(n)}\)
5. \(w_u^{(n+1)} \leftarrow \frac{w_u^{(n+1)}}{\left| w_u^{(n+1)} \right|} \) \& Unit-norm constraint
6. \(w_u^{(n+1)} \leftarrow \frac{w_u^{(n+1)}}{\left| w_u^{(n+1)} \right|} \) \& CA constraint
7. \(f^{e}_{RF,n,(n+1)} \leftarrow f^{e}_{RF,n} + \delta \nabla f^{e}_{RF} C^{SU}_{s,(n)}\)
8. \(f^{e}_{RF,n,(n+1)} \leftarrow \frac{f^{e}_{RF,n,(n+1)}}{\left| f^{e}_{RF,n,(n+1)} \right|} \)
9. \(f^{e}_{RF,n,(n+1)} \leftarrow \frac{f^{e}_{RF,n,(n+1)}}{\left| f^{e}_{RF,n,(n+1)} \right|} \)
10. if \(C^{SU}_{s,(n+1)} < C^{SU}_{s,(n)}\) then
11. Adapt \(\delta\)
12. end if
13. end while
14. return \(w_u, f^{e}_{RF}\)

Algorithm 2
MU-MIMO digital beamforming with fixed source power \((P_b)\)

1. for all \(u = 1, 2, ..., U\) do
2. Call Algorithm 1
3. return \(f^{e}_{RF}, w_u\)
4. end for
5. for all \(u = 1, 2, ..., U\) do
6. \(h^{e}_{RF,u} = w_u^* H_u f^{e}_{RF} \) \& Compute the effective channel of the \(u^{th}\) user
7. return \(H\) \& Effective channel of all users
8. end for
9. \(F^{f}_{BB} = H^*(HH^*)^{-1}\) \& Option1: ZF
10. \(F^{mmse}_{BB} = H^* (HH^* + \frac{U}{NNH}I)^{-1}\) \& Option2: MMSE
11. \(F^{mrt}_{BB} = H^*\) \& Option3: MRT
12. for all \(u = 1, 2, ..., U\) do
13. \(f^{e}_{BB} = \frac{f^{e}_{RF}}{\left| f^{e}_{RF} \right|} \) \& Normalize the digital precoder of the \(u^{th}\) user
14. end for
15. Compute and return \(C_s\)

Algorithm 3
SU-MIMO analog beamforming with variable source power \((P_b)\)

**Input:** \(\delta, \epsilon, H_u, H_E, w_u, H_{j,u}, f^{e}_{RF}\)

**Output:** \(w_u, f^{e}_{RF}\)

1. Initialize \(w_u = w_u^{(0)}\), \(f^{e}_{RF} = f^{e}_{RF}(0)\)
2. while \(C_{s,(n+1)} < \epsilon \) and \(P_b \leq \mu\) do
3. Call Algorithm 1 from line 2 to line 13
4. \(P_b \leftarrow P_b(1 + \kappa)\) \& Adapt \(P_b\) with rate \(\kappa\)
5. end while
6. return \(w_u, f^{e}_{RF}\)
In this section, we will examine the performance of the proposed security scheme. To guarantee the convergence stability and to adjust any possible perturbation during the learning process, the step size parameter $\delta$ is initialized to 0.1 and it is divided by 2 whenever a perturbation occurs during the optimization cycle of the cost function. The channel matrices $H_u$, $H_E$, $H_{j,u}$, the combiners $w_u$, $w_E$ and the precoders $f_u$, and $f_{RF}^u$ are initialized to the complex Gaussian distribution. Note that the parameters mentioned in Table 1 are fixed for all simulation figures.

We commence the system performance analysis by studying the average secrecy capacity. Fig. 3, shows the average secrecy capacity for all $U$ users with respect to the SNR for the mmWave scenario. Setting parameters are: $P_j = -20\,\text{dB}$, $N_{j}=16$, $N_t=64$.

![Fig. 3: The average secrecy capacity for all $U$ users with respect to the SNR for the mmWave scenario. Setting parameters are: $P_j = -20$ dB, $N_{j}=16$, $N_t=64$.](image1)

IV. NUMERICAL RESULTS AND DISCUSSIONS

| TABLE I: System Parameters | MinWaves | Sub-6 GHz |
|-----------------------------|----------|-----------|
| Number of antennas at the receivers: $N_f$ and $N_E$ | 4 | 2 |
| Number of clusters | 4 | 10 |
| Number of rays per cluster | 15 | 20 |
| Angular spread | $10^{-6}$ | $10^{-6}$ |
| $\epsilon$ | $10^{-2}$ | $10^{-2}$ |
| $\kappa$ | $10^{-4}$ | $10^{-4}$ |
| Number of Monte Carlo Simulation loops | 1000 | 1000 |

In this section, we will examine the performance of the proposed security scheme. To guarantee the convergence stability and to adjust any possible perturbation during the learning process, the step size parameter $\delta$ is initialized to 0.1 and it is divided by 2 whenever a perturbation occurs during the optimization cycle of the cost function. The channel matrices $H_u$, $H_E$, $H_{j,u}$, the combiners $w_u$, $w_E$ and the precoders $f_u$, and $f_{RF}^u$ are initialized to the complex Gaussian distribution. Note that the parameters mentioned in Table 1 are fixed for all simulation figures.

We commence the system performance analysis by studying the average secrecy capacity. Fig. 3, shows the average secrecy capacity for all $U$ users with respect to the SNR under the mmWave scenario. We assumed that the jamming power $P_j = -20\,\text{dB}$, the number of antennas at the jammers $N_{j}=16$, the number of antennas at the BS $N_t=64$, and the number of users is $U=5$. We studied three different filters MRT, ZF, and MMSE. As shown, the average secrecy capacity is very low for SNR less than 2 dB for all three filters. Therefore, the source power from the BS needs to be increased since receiver is suffering from jamming, interference coming from other users, and eavesdropping. When the SNR starts to increase, we remark that in the range from 2 dB to 9 dB, the average secrecy starts to increase with different rates. The MMSE filter provides higher average secrecy than ZF and MRT filters, while the MRT filter outperforms the ZF filter. For the high SNR region, the ZF filter outperforms the MRT filter and provides average secrecy of 0.8 bps/Hz, while the MRT achieves only 0.6 bps/Hz. We computed the secrecy capacity for a SU which serves as a benchmark. We note the secrecy for a SU is higher than the MU scenario, since SU and MU both are subject to eavesdropping and jamming attacks, SU outperforms MU because it does not suffer from interference coming from other users.

![Fig. 4: Average secrecy capacity for Sub-6 GHz and mmWave with respect to the number of users. Setting parameters: $P_b=5$ dB, $N_{j}=4$, $P_j = -10$ dB, $N_t=16$ for Sub-6 GHz and 64 for mmWave.](image2)
and mmWave with respect to the number of users. In this plot, we set the BS power \( P_b \) to 5 dB, the number of antennas at the jammer \( N_j \) to 4, and the jamming power \( P_j \) to -10 dB. The number of antennas at the BS is 16 for Sub-6 GHz and 64 for mmWave. This is caused by the interference coming from the served users. Under the aforementioned system parameters and for 2 users or less, the robustness of both Sub-6 GHz and mmWave systems to the jamming and eavesdropping attacks are very close, even while using different precoding filters. On the other hand, when the number of users rises, Sub-6 GHz system slightly outperforms the mmWave system. Moreover, the performance of each used filter starts to be distinguished. MMSE provides higher average secrecy capacity than both ZF and MRT. To surmount the decline of average secrecy capacity with a large number of users, we need to increase the number of antennas at the BS as well as \( P_b \).

For the previous Fig. 4, we discussed the results of Algorithms 1 and 2, where \( P_b \) is fixed. Now, we move to analyze Algorithm 3 and 4 by discussing Fig. 5. In this scenario, the source power from the BS is considered to be variable. Our goal is to achieve a target secrecy capacity noted by \( \zeta \). The algorithm searches for the maximum possible \( C_s \) for a given \( P_b \), if the obtained value reaches \( \zeta \), the learning process will stop. If not, the source power is adapted and another learning cycle is initiated (where a cycle is referring to the learning process for a given \( P_b \)). In Fig. 5, the target secrecy capacity is \( \zeta = 1 \text{ bps/Hz} \) while \( P_b \) starts at -10 dB. The algorithm arrives at the required \( \zeta \) after 26 cycles for mmWave system, while it requires 28 cycles for Sub-6 GHz. Regarding the source power needed to obtain \( \zeta \), at the end of the entire learning process, \( P_b \) increased from -10 dB to 11.02 dB for Sub-6 GHz while it requires only 9.6 dB in the case of mmWave. Therefore, under the condition of secrecy capacity requirement, we conclude that the learning rate (number of cycles required to reach \( \zeta \)) for mmWave system case is much higher than the Sub-6 GHz while it requires less source power.

After discussing the average secrecy capacity, we turn our attention to examine the energy efficiency in Fig. 6 and Fig. 7. In both figures, we set \( P_{RF} \) and \( P_{PA} \) to 100 mW, \( P_{PS} \) to 10 mW [18], and \( U \) to 5. Fig. 6 emphasizes on the average energy efficiency with respect to the SNR for the mmWave system, where \( P_j = -20 \text{ dB} \), \( N_j = 16 \), and \( N_t = 64 \). We note that for a low SNR regime (SNR < 2 dB), the energy efficiency is very low. It begins to improve with the increase of SNR. This is explained by the fact that the average secrecy capacity is low within this SNR range (refer to Eq. (32) and Fig. 4). For the high SNR regime, the average energy efficiency improves with a different rate for each used precoding filter. At SNR=10 dB, the energy efficiency reaches 0.045 bits/Joule/Hz, 0.04 bits/Joule/Hz, and 0.035 bits/Joule/Hz for MMSE, ZF, and MRT, respectively. Moreover, the gap between the average energy efficiency for SU and MU scenarios is explained by the impact of the interference caused by the users. Therefore, as the number of served users increases, the energy efficiency decreases. In Fig. 7, we further investigate the impact of the number of users on the energy efficiency for the Sub-6 GHz and mmWave systems. We set the BS power \( P_b \) to 5 dB, the number of antennas at the jammer \( N_j \) to 4, and the jamming power \( P_j \) to -10 dB. For \( U < 4 \) users, Sub-6 GHz provides a higher average energy efficiency than the mmWave system. As the number of users increases, the performances of the two systems start to converge to similar values.
In this work, we discussed the PLS for an MU-MIMO communication scenario in a smart grid framework. We assumed Sub-6 GHz and mmWave systems where the legitimate receivers are subject to eavesdropping and jamming attacks. Our goal was to optimize the hybrid precoding system with aim at improving the secrecy capacity and mitigating the impact of: jamming attack, eavesdropping attack, and interference caused by the other served users. To perform the security scheme, we divided the optimization process into two stages. In the first stage, we considered only the SU model where we ignored the multiuser interference. Within this stage, we used a Gradient ascent approach to compute the best analog precoders and combiners that maximize the secrecy capacity. In the second stage, we minimize the multiuser interference by computing the digital precoder matrix at the BS with 3 different filters: MMSE, ZF, and MRT. Moreover, we proposed two different scenarios. In the first one, we assumed that the source power is fixed and we searched for the best hybrid precoding parameters that maximize the secrecy capacity. In the second scenario, we supposed that the QoS requires a specific secrecy capacity threshold that we need to achieve while using the optimum source power. We concluded that the secrecy capacity and the energy efficiency are highly sensitive to the number of users, where the Sub-6 GHz is slightly more robust than the mmWave system. On the other hand, when we aimed at achieving a specific secrecy capacity, the mmWave system reached the secrecy target faster than Sub-6 GHz and with lower source power.

V. CONCLUSION
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