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ABSTRACT
The substitution box (S-Box) is the main block in the encryption system, which replaces the non-encrypted data by dynamic secure and hidden data. S-Box can be designed based on complex nonlinear chaotic systems that presented in recent papers as a chaotic S-Box. The hardware implementation of these chaotic systems suffers from long processing time (low speed), and high-power consumption since it requires a large number of non-linear computational models. In this paper, we present a high-speed FPGA implementation of Parallel Multi-Layer Selector Substitution Boxes based on the Lorenz Chaotic System (PMLS S-Box). The proposed PMLS chaotic S-Box is modeled using Xilinx System Generator (XSG) in 32 bits fixed-point format, and the architecture implemented into Xilinx Spartan-6 X6SLX45 board. The maximum frequency of the proposed PMLS chaotic S-Box is 381.764 MHz, with dissipates of 77 mwatt. Compared to other S-Box chaotic systems, the proposed one achieves a higher frequency and lower power consumption. In addition, the proposed PMLS chaotic S-Box is analyzed based on S-Box standard tests such as; Bijectivity property, nonlinearity, strict avalanche criterion, differential probability, and bits independent criterion. The five different standard results for the proposed S-Box indicate that PMLSC can effectively resist crypto-analysis attacks, and is suitable for secure communications.
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1. INTRODUCTION
Chaos theory in a complex system has been cited increasing in several different scientific areas, especially in engineering science such as cryptography and secure communication [1]. All Chaotic systems are sensitive to initial conditions, control parameters and unpredictable behaviors [2]. The chaotic maps are nonlinear dynamic systems that satisfy all the nonlinearities behaviors properties. In a cryptographic block cipher, the substitution Boxes are the only nonlinear component used in encryption systems such as advanced and data encryption standard [3]. Chaotic S-Box is a hybrid scheme to improve the nonlinearity of the S-Box based on chaos characteristics. In recent years, many chaotic S-boxes have been introduced [4-9]. The works in [10] design a chaotic S-Box by combining the chaotic Lorenz and Rossler systems. Also, a strong S-Box design based on 4D-4 Wing Hyperchaotic System [11].

Recently, Xilinx System Generator (XSG) for Digital Signal Processor (DSP) applications is a library integrated inside Simulink program permits to design, simulate, and produce a VHDL code for a digital hardware model of different computational and communication systems [12]. The main advantage
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according to the (1, 2, and 3). The second block is ‘Mod (256)’ consists of three ‘Mod’ subblocks used to converts the Lorenz generator fraction output x, y and z into decimal integer numbers X, Y and Z from the range 0 to 255 values.

The second block is the ‘Parallel Multiplexers’ block which consists of 4 multiplexers ‘Mux’ subblocks. The ‘Mux’ blocks are organized in multilayer structure, the first layer uses a 3 blocks in parallel, each one of them receives the 3 numbers (X, Y, Z) in different order and generates a random one of them. The first multiplexer receives (X, Z, and Y) and generates (S1), the second multiplexer receives (Y, X, and Z ) and generates (S2), while the last one receives (Z, Y, and X) and generates (S3). The selection bits used for the three multiplexers come from the ‘Select’ block. The second layer of multiplexers consists of one ‘Mux’ subblocks which receives the three random numbers S1, S2, S3, and selects only one output of them to represent the final output, the selection operation depends on the MSB of the input signals S1 and S3.

The ‘Sel’ signal is a two bits used to provide the selection for the first layer multiplexers (Mux 1, Mux 2, Mux 3) prepared by extraction the most significant bit (MSB) from the binary number X, and also the MSB from the number Z, adds the two MSBs together and the output considered as a selection bits for the 3 multiplexers. For the second layer multiplexers (Mux 4), the ‘Sel’ is prepared by extraction of MSBs from S1 and S3. The proposed PMLSC S-box operation algorithm can be summarized as follows:

1) Select initial parameters and values of $\sigma, \beta, r, x_0, y_0, z_0$
2) Calculate $x$, $y$, $z$ where ($0 < x, y, z < 1$)
3) Generate $2^{14}$ values of $x$, $y$, $z$, and ignore the first 5000 values.
4) Calculate $x = \text{mod}(x, 256)$
   - Multiply the fractional values of ($x$, $y$, $z$) by $2^{14}$
   - Ignore the fraction part and consider only the integer part
   - Divide the integer by 256 (shift right eight places in a hardware implementation)
   - Ignore the fraction part and consider only the integer part.
   - The obtained integer part represents the $X = \text{mod}(x, 256)$
5) Repeat 2 to calculate $Y = \text{mod}(y, 256)$
6) Repeat 2 to calculate $Z = \text{mod}(z, 256)$
7) Multi Selector Mechanism
   - The multi-layer contains first layer selection to generate (S1, S2, S3), and the second layer generates the final output, which is a number S1 or S2 or S3.
   - Extract MSBs of X, and Z.
- A binary number is given by the summation of the two MSBs of each X, and Z.
- The binary number (Sel.) is used to control the three multiplexers selection.
- For the first multiplexer in the first layer with output S1.
  - If sel = "00", S1 ← X.
  - If sel = "01", S1 ← Z.
  - If sel = "10", S1 ← Z.
- For the second multiplexer in the first layer with output S2.
  - If sel = "00", S2 ← Y.
  - If sel = "01", S2 ← X.
  - If sel = "10", S2 ← Y.
- For the third multiplexer in the first layer with output S3.
  - If sel = "00", S3 ← Z.
  - If sel = "01", S3 ← Y.
  - If sel = "10", S3 ← Y.
- Extract MSBs of S1 and S3.
- A binary number is given by the summation of the two MSBs of each S1 and S3.
- The binary number (Sel.) is used to control the multiplexer selection.
- For the multiplexer in the second layer with output final.
  - If sel = "00", final ← S1.
  - If sel = "01", final ← S2.
  - If sel = "10", final ← S3.

8) Final S-Box Output
- The S-Box Outputs are the last 256 decimal numbers selected from the multiplexer selector.
- The obtained 256 decimal numbers of the S Box, all S Box are checked if there are repeated numbers, the process goes back to step 1 until there are no repeated numbers in the S Box.
- The final multiplexer number selector is non-repeated numbers of 16x16 Chaotic S-Box Outputs.
- Store the non-repeated numbers of 16x16 Chaotic S-Box Outputs.

3. FPGA IMPLEMENTATION OF PMLS S-BOX

The proposed PMLS S-Box is modeled using XSG, the architecture is implemented into the Xilinx Spartan-6 X6SLX45 board with a maximum frequency of 381.764 MHz and dissipates 77 mW. The S-Box architecture is modeled using XSG in 32 fixed-point format because the system operates with real numbers (numbers with a fractional part). The speed of operation is the main feature of using the fixed-point format in arithmetic operations instead of using the floating-point format. In different applications where high accuracy is not required, the fixed-point format is used [18-20]. The fixed-point format of the model is Q4.28 where 4 is the number of bits representing the integer part, while 28 is the number of bits representing the fraction part. The proposed PMLS S-Box hardware model as in the XSG program is shown in Figure 3, and it represents the block diagram shown in Figure 2.

![Figure 3. XSG hardware model of the proposed PMLS S-Box](image-url)
The hardware model of Lorenz generator block is shown in Figure 4 while, Figure 5 shows the simulated and XSG implemented the bifurcation diagram for the Lorenz chaotic system. It is shown from Figure 5 that the Lorenz chaotic system has a random behavior, and these results are identical to those obtained using the numerical method in Figure 1.

![Figure 4. XSG hardware model of Lorenz generator block](image)

![Figure 5. XSG bifurcation diagram for the hardware Lorenz generator model](image)

4. PROPOSED PMLS S-BOX HARDWARE IMPLEMENTATION RESULTS

After the implementation of the model, the device utilization summary which indicates how much resources (Registers, LUT, LUT flip-flops) of the FPGA device are used to implement the proposed PMLS S-Box architecture is shown in Table 1.

| Resources          | Utilization |
|--------------------|-------------|
| Slice Registers    | 574/5476    |
| LUTs               | 163/27288   |
| Flip Flops         | 15/589      |
| Multipliers        | 5           |
| No. of Bonded IOBs | 28/316      |
| Max. Frequency     | 381.764 MHz |
| Power              | 77 mWatt    |

Table 1 Device utilization report of the implementation of proposed PMLS S-Box
A hardware implementation comparison results between our work and the similar work in recent years are shown in Table 2. Indicates that the proposed method consumes the lower number of resources compared to different methods, with a high clock frequency and low power consumption.

5. PROPOSED PMLS S-BOX PERFORMANCE ANALYSIS

The substitution box is a nonlinear element widely used on cryptosystem; the mathematical model of S-Box cryptanalysis is presented in [30]. Five tests are used to measure the performance of S-Boxes; the bijective property, nonlinearity, distribution outputs Bit Independence Criterion (BIC), Strict Avalanche Criterion (SAC), and equiprobable input/output XOR. The final S-Box cryptanalysis results of the proposed PMLS S-Box are given in Table 3. In [31-33], a brief description of the five standard tests are reported. Comparison and the security analysis of the proposed PMLS S-Box and author S-Box methods are given in Table 4. The results shown in Table 4, indicate that the proposed PMLS S-Box can effectively resist the cryptanalysis attacks, and it is suitable for secure communications.

### Table 2. Comparison and the security analysis of different chaotic S-Box and the proposed PMLS S-Box

| S Box       | Nonlinear | SAC       | BIC-SAC   | BIC-Nonlin | DP         |
|-------------|-----------|-----------|-----------|------------|------------|
| Proposed    | 104       | 106.5     | 0.3750    | 0.6094     | 0.5022     | 103.07     |
| Ref. [24]   | 104       | 106.75    | 0.4063    | 0.6250     | 0.4976     | 0.5022     | 103.57     | 0.03905 |
| Ref. [25]   | 102       | 106.10    | 0.3750    | 0.6094     | 0.4980     | 0.5022     | 103.32     | 0.03905 |
| Ref. [26]   | 100       | 103.25    | 0.4219    | 0.5938     | 0.5049     | 0.5010     | 103.71     | 0.03906 |
| Ref. [27]   | 100       | 106       | 0.3906    | 0.6250     | 0.5039     | 0.5010     | 103.36     | 0.03906 |
| Ref. [28]   | 102       | 104.75    | 0.3906    | 0.5056     | 0.5056     | 0.5022     | 104.07     | 0.04688 |
| Ref. [29]   | 98        | 104.25    | 0.2813    | 0.6094     | 0.4954     | 0.5048     | 102.86     | 0.04688 |
| Ref. [30]   | 100       | 106       | 0.3750    | 0.6250     | 0.4946     | 0.5019     | 103.21     | 0.03906 |
| Ref. [31]   | 100       | 106       | 0.3906    | 0.5938     | 0.5020     | 0.5099     | 102.93     | 0.03906 |
| Ref. [32]   | 84        | 106       | 0.3906    | 0.6250     | 0.4812     | 0.4967     | 101.93     | 0.06250 |
| Ref. [33]   | 84        | 106       | 0.3906    | 0.6250     | 0.4812     | 0.4967     | 101.93     | 0.06250 |
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5.1. Bijectivity

The Boolean function \( f \) is bijective if and only if the linear sum of the Boolean function \( f_i \) of each component of a \( n \times n \) S-box is \( 2^{n-1} \) [30]. The Bijectivity characteristic can be calculated based on \( \text{wt} (\sum_{i=1}^{n} f_i) = 2^{n-1} \), where \( a_i \in \{0,1\} \), \((a_1 , a_2 , \ldots , a_n) \neq (0 , 0 , \ldots , 0) \), \( \text{wt} () \) denotes humming weight. The proposed S Box is has the Bijectivity characteristic because the biject values is equal 128 equal to the ideal value.

5.2. Nonlinearity

Let \( f(x): f^2_n \rightarrow f_2 \) be a \( n \) Boolean function, the nonlinearity of \( f(x) \) can be written as

\[
N_f = \min_{x \in \mathbb{L}_n} d_H(f, l)
\]

(4)

Where \( L_n \) is a function set which contains all linear and affine functions, \( d_H(f, l) \) denotes the hamming distance between \( f \) and \( l \).

The nonlinearity defined by Walsh spectrum is

\[
N_f = 2^{-n}(1 - \max_{w \in \mathbb{L}_n} [S_{<f>}(w)])
\]

(5)

The nonlinearity of 8 output bits of the proposed S-Box is 104 minimum, 110 maximum, 106.5 average. Table 4 presents a comparison between the nonlinearity of the proposed PMLS S-Box and another S-Boxes. It is clear from Table 4, and the proposed PMLS S-Box can resist the linear cryptanalysis.

5.3. Strict avalanche criterion (SAC)

In SAC, if one bit in the input of the Boolean function changed, the changing probability of every bit in its output should be 0.5. The SAC of the proposed S Box is calculated based on the method given in [28]. The Min., Max., and average values of the SAC of the proposed S Box are 0.3750, 0.6094 and 0.5010, respectively. Table 4 gives a comparison for the Min., Max., and average values of the SAC of the proposed S Box and recent S-Box generated by various algorithms. It is observed that the average values of the SAC of the proposed S-Box are very close to the ideal average values of the SAC (0.5000).

5.4. Differential probability

The Differential Probability (DP) is introduced in [32], and it is employed to reflect the XOR distribution of the input and output of the boolean function. The DP can be calculated as:

\[
DP_f = \max_{\Delta x \neq 0, \Delta y} \left( \frac{\left| \frac{\partial f(x)f(x\oplus \Delta x) \neq \Delta y}{\partial y} \right|}{2^n} \right)
\]

(6)

where \( x \) represents the set of all possible input, \( 2^n \) is the number of elements in the set. This test is desired that the computed value is as small as possible. As shown in Table 4, the maximum value is equal to 0.03905, which indicates that the proposed S Box has a strong immunity to resist the differential attack.

5.5. Bit independent criterion (BIC)

Assume that for a given Boolean function, \( x_i \) and \( x_k (j \neq k) \) is a two bits output of an S-Box, if \( x_i \oplus x_k \) is high nonlinear and satisfy the SAC, then the correlation coefficient of each output bit pair is approximately equal to 0 when one input bit is inversed. Therefore, we can check the BIC of the S-Box by verifying \( x_i \oplus x_k \) of any two output bits of the S-Box achieves the nonlinearity and SAC. The BIC is similarly desired that the nonlinearity values are as high as possible and that the SAC is close to the ideal value of 0.5 [33].

5. CONCLUSION

In this paper, high speed and low power FPGA hardware implementation of a new design Parallel Multi-Layer Selector Substitution Boxes based on Lorenz Chaotic System (PMLS S-Box) is presented. The proposed PMLS S-Box architecture is implemented into the Xilinx Spartan-6 X6SLX45 board. The proposed architecture hardware model used 574 slice registers, 163 Luts, 15 flip-flops, and five multipliers as shown in the device utilization report. The maximum frequency of the proposed PMLS S-Box is 381.764 MHz and dissipates 77 mwatt. A comparison between the proposed PMLS S-Box and similar work is presented and indicated that the proposed design consumes the lower number of resources compared to recent different
methods, with a high clock frequency and low power consumption. The proposed PMLS S-Box achieved the values (104–110–106.5) as minimum, maximum, average respectively in nonlinearity tests. Also, for the SAC test, the proposed model archived (0.3750, 0.6094, 0.5010) as a minimum, maximum, average respectively. The five standard test results indicate that the proposed PMLS S-Box can effectively resist the crypto-analysis attacks and the proposed PMLS S-Box is suitable for secure communications applications.
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