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Abstract. Medical records consist of health data that must be kept confidential and is regulated in Indonesian law. Until now the implementation of electronic medical records in Indonesia has not been clearly regulated in a law, while Regulation of the Minister of Health of the Republic of Indonesia state that medical records must be made in writing, complete, and clearly or electronically. In view of this, another approach than the regulation is needed to be able to meet the confidentiality of the data in the regulation, in electronic form. In this study, an electronic medical record application was designed and built that can meet the requirements of the legislation. The application encrypts patient’s health data stored on medical records using the AES-256 algorithm for data confidentiality. The use of AES-256 has been standardized based on the Federal Information Processing Standards Publication 197 and RSA Digital Signature digital signature because it has been standardized based on Federal Information Processing Standards Publication 186-4 and NIST Special Publication 800-89. The proposed application have been made have passed security testing using 6 testcase based on the reference paper.

1. Introduction
Medical records and health data must be kept confidential and regulated in Indonesian legislation, namely law number 29 of 2004 concerning medical practices in article 47 and 48, Government Regulation number 46 of 2014 concerning health information systems article 23 and Minister of Health Regulation Number 269 of 2008 concerning medical record article 10. In the world there are also standards, namely HIPAA which is used in America and Europe, which also regulates the confidentiality of patient data [1]. Although the confidentiality of medical records has been regulated in laws and regulations, until now the implementation of electronic medical records in Indonesia has not been clearly regulated in a statutory regulation, while based on the Minister of Health Regulation Number 269 of 2008 article 2 states that medical records must be made in writing, complete and clear or electronically, and further regulated by separate regulations.

In the current digital era, there are many cases of theft of health data in hospitals. One of the most common cases is the world is ransomware. The US Department of Justice in 2016 estimates an average of 4000 ransomware attacks per day. The health industry is the most frequent target compared to other industries, namely 88% of all ransomware detected in 2012-2016. Factors that cause an increase in ransomware attacks in the health industry are the value of patients' medical record data that can be sold up to 50 times on the black market compared to the value of credit card data, the transition of the health industry to electronics, and the lack of technological security used. One way to prevent losses caused by ransomware is to encrypt important data [2]. Data encryption causes data to be unreadable, unusable, and cannot be understood by unauthorized people. So that the application of encryption to health data in medical records causes data not to be read and used by attackers of ransomware.

In 2017 in Indonesia, two central hospitals in Jakarta that were victims of ransomware i.e. Dharmais Hospital and Harapan Kita Hospital [3]. Dharmais Hospital is a class B hospital, while Harapan Kita Hospital is a class A hospital. Basically, there are four classes of public hospitals in Indonesia, namely general hospitals class A, B, C, and D which are differentiated based on facilities and service capabilities possessed. The survey results of the Directorate General of Health Services of the Ministry of Health of the Republic of Indonesia [4] indicate that class C general hospitals are the most visited hospitals by the community, which is 51.5%. The threat of ransomware that has attacked hospitals class A and B in Indonesia has the potential to also be able to attack C-class or D-class hospitals that have infrastructure.
facilities under class A and B hospitals. Class C hospitals are hospitals in each district/city which is a direct reference from a puskesmas or class D hospital, so that class C general hospitals have a high operational level compared to general hospitals class A and B but the infrastructure and service capabilities possessed by class C hospitals are still under class A hospitals and B based on the order of classification in [5].

In this study, an electronic medical record application will be designed and built by applying encryption of patient health data stored in medical records using the AES-256 algorithm because based on literature studies [6] it can be seen that the Advanced Encryption Standard (AES) is the most efficient and become standard by Federal Information Processing Standards Publication 197 [7]. The application is made using data from SIMRS Khanza which is an open source SIMRS that has been used by more than 30 hospitals in Indonesia. Based on the Republic of Indonesia Minister of Health Regulation number 46 of 2017 also states that e-health digital signature services need to be made to support electronic data security. Digital signatures are used to authenticate doctors who make medical records. Digital signatures are implemented using RSA Digital Signature because they have been standardized based on Federal Information Processing Standards Publication 186-4 and NIST Special Publication 800-89. The application created is a web-based application that will be built using the PHP programming language because web applications are easier to update than desktop-based applications so that they can more easily adjust to changes in dynamic BPJS policies.

2. Method and materials

The methodology used for developing this system uses the Software Development Life Cycle (SDLC) methodology, Waterfall Development. Waterfall development consist of planning, analysis, design, implementation. The planning phase generates a system request and feasibility analysis, namely the reason for the project, project requirements, project benefits and special issues from the project obtained from the results of observations and interviews. At the planning stage a project work schedule is also produced.

The analysis phase consists of three stages, namely understanding the system that is running. The result is obtaining the flow of the medical record making process to become a medical resume file. The medical resume that becomes the earliest sheet is given to the casemix officer for a scan and sent to BPJS for claim submission. The next step carried out in the analysis is to identify system updates that produce the flow of the medical record-making process to become a medical resume file when using the application and the next step is to define the requirements for the new system by analyzing previous results and conducting interviews. The final result of the analysis phase is the system requirements. System requirements are divided into two, namely functional and non-functional needs.

In design phase the application will be designed using the Unified Modeling Language (UML). Making UML diagrams using the Microsoft Paradigm application. The results at this stage are use case diagrams, activity diagrams, sequence diagrams and class diagrams that are used at the implementation stage to make coding easier. In implementation phase, the application coding is started based on the results of the design. Making applications using the PHP programming language with CodeIgniter framework and MySQL database. After the coding process is complete, then the next application will be tested to determine the suitability of the results with the design.

3. Implementation

3.1. Create medical record file

Creating a medical resume begins with the doctor filling out the medical record form as shown in Figure 1. The form contains patient health data. The data used in the medical record form is taken from the SIMRS Khanza database. Most medical record forms consist of a dropdown menu that makes it easy for doctors to choose without having to type one by one. At the end of the medical record form, the doctor uploads the private key and the certificate that is used to process the digital signature.
If all data has been filled in, then at the end of the form there is a submit button to save all data entered into the database. If the data that is filled in is not complete then there is a notification so that the user fills in all the data in full. Before the data is stored, the system will encrypt patient health data based on [8] so that patient health data is stored in the database in an encrypted state. The system will display a notification of medical record data successfully saved if the data has been stored in the database. The system will display a notification of medical record data successfully saved if the data has been stored in the database. The notification page consists of two buttons, namely to create a medical pdf resume file and to send medical resume results to a medical record officer. If the button to make a medical pdf resume file is selected, the system will retrieve data from the database and decrypt the data that was encrypted beforehand. Then the system will display the data needed in the medical resume file and also display the ICD9 code and ICD10 code based on diagnosis and treatment names that have been filled by doctors on the medical record form.

3.2. Encryption and decryption

The encryption process is done automatically by the system that is after the user selects the submit button. Encrypted data include diagnosis, main diagnosis, other diagnoses, allergies, physical and supporting examinations, and treatment and patient identity, namely the name of the patient based on article 3 of [8]. The key used for encryption is a static key that is declared in the config file in Codeigniter. The decryption process occurs when the user selects a button to create a medical pdf resume file, the system will retrieve data from the database and decrypt previously encrypted data. The decrypted data is then displayed on a medical pdf resume file with a digital signature and a QR-code used to verify the doctor's identity and the integrity of the medical resume.

3.3. Digital signature

The process of digital signatures occurs when the user selects a button to create a medical pdf resume file. The library used for digital signatures is TCPDF, the private key that was previously uploaded by the doctor is used to verify certificates that have also been uploaded. If the private key matches the uploaded certificate, the system will create a digital signature based on the data on the uploaded certificate.

3.4. Medical resume verification

Medical resume verification can be done by medical record officers by selecting the medical record menu on the home page of the medical record officer. Doctor's signature verification can be done by opening files on the pdf reader application, in the implementation of this study using the Adobe Reader DC application.

Figure 1. Medical record page

Figure 2. Digital signature in medical resume file
Verification of the identity on the medical resume maker can also be done by scanning the QR-code in the medical resume file as shown in Figure 2. Verification using QR-code can also be done if the medical resume file is printed.

**Figure 3. QR-code scan result**

Scanning QR-code can be done using the QR-code reader application in general, if the QR-code has been scanned it will display the name of the doctor who made the medical resume shown in figure 3.

### 4. Testing

The application has passed unit testing, integration testing by testing each interface function, system testing by testing the performance of application based on the test results, the three actors had an average response time of admin 1.15 seconds, a doctor 1.58 seconds, and a medical record officer 1.92 seconds. From the test results it can be concluded that the application has a time that is still acceptable to the user which is about 1 second and under 10 seconds. Below is an explanation of security testing in the application:

1. **Digital signature**
   
   The use of digital signatures in medical records provides guarantees:
   
   a. **Authentication**: to authenticate the doctor who signs the medical resume is really a legitimate doctor. This is indicated by the doctor's identity contained in the QR-code and certificate used by the doctor for digital signatures.
   
   b. **Data integrity**: to ensure the integrity of the medical resume data so that it cannot be modified and can be known if data changes occur. This is indicated by the notification that the document is still intact and there is no modification if a medical resume with a digital signature is opened in the pdf reader application. The notification is in figure 4. In figure 4 shows that the document was certified and has not been modified since it was certified.

   **Figure 4. Digital signature**

   c. **Non repudiation**: to deal with non-repudiation by doctors who sign and made medical resumes because digital signatures can only be done by uploading private keys and certificates, and both files are only owned by doctors. The private key and certificate contain the doctor's identity which has two files, so if there is a medical resume with a doctor's digital signature, it cannot be denied that the medical resume was made by that doctor, because only doctors who have a private key and certificate can carry out a digital signature. the identity of the doctor can be seen in the certificate details shown in figure 4. Figure 5 shows the identity of the doctor who own the certificate that consist of doctor's name, email, and the validity of certificate.

   **Figure 5. Identity in digital signature of doctor**
2. Encryption

Encryption in this research is used to maintain the confidentiality of patient data in medical records to overcome data leakage of ransomeware. Figure 6 is a display of the contents of the database if encryption has not been implemented, so health data such as patient names can be read in the database. Whereas if encryption is applied to medical records, patient data cannot be known by unauthorized persons, it shown by figure 7.

Figure 6. Patient data on a database that has not been encrypted

Figure 7 is the display of the contents of the database after encryption is implemented, so health data such as the patient’s name cannot be read.

Figure 7. Encrypted patient data

3. Test case

The results of security testing with a test case based on [9] show that the application built is in accordance with the 6 test cases. The result of the test case 1 is that the system displays a login page, this happens because a session checking process occurs, namely the user level before it can enter the page of each account. The results of the test case 2, namely the system displays a login page, this happens because there is a session checking process, namely the user level. In the tests carried out, the admin has level 1, when the admin accesses the URL that can only be accessed by users who have level 3, the system will display a login page because the admin does not have access rights to enter the URL that goes to the page of the medical record officer. The result of the test case 3 is that tests carried out are on the medical record form, for the type of input field in the form of a restricted textbox can only enter numbers. If the user enters a type of input other than a number, the textbox will not accept the input. The result of the test case 4 is that the system displays the "Directory access is forbidden" page.

Test case 5 is about SSL in application. The application of SSL in the application built is to generate a self-signed certificate using Apache and install it on XAMPP. The tests carried out are by capturing packets sent during data transmission when the user logs in. Scanning is done twice namely when the application has not used the HTTP protocol whose results are shown in figure 8, the second scanning is when the application has applied the HTTPS protocol whose results are shown in figure 9. Testing was done using the Wireshark application. Figure 8 shows packages that are read when users log in to an application before implementing HTTPS. Packages that are read on the HTTP protocol can see the username and password used when logging in which is marked with a yellow box in figure 8. Figure 9 shows packages that are read when a user logs in to an application after implementing HTTPS. In package number 4 which shows that when the application is accessed it has implemented the TLS v1.2 protocol so that the data packets transmitted are encrypted as in Figure 9.

Figure 8. Scanning result HTTP

Figure 9. Scanning result HTTPS
a. Test case 6

The application is built using the CodeIgniter framework, to display all transactions and errors in the application that is built is by configuring the config file on framework Codeigniter that is by activating the threshold logging error. The display of the log file contents is shown in figure 10.

![Image of log file](image-url)

**Figure 10.** Log file

5. Conclusion

The proposed electronic medical record application can be an alternative electronic medical record application with encryption to maintain the confidentiality of patient health data using the AES-256 algorithm and RSA Digital Signature that can be applied in class C hospitals. The application has been validated on one Class C hospital, Depok Hospital. The electronic medical record application that has been built still has many shortcomings that can be corrected. Based on the scanning results, it shows that the applications that are built still have vulnerabilities, it is better if the vulnerability is overcome to improve application security. This application is better if it is integrated with SIMR applied in hospitals that can be integrated with other systems such as finance and pharmacy.
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