Modified BB84 quantum key distribution protocol robust to source imperfections
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The Bennett-Brassard 1984 (BB84) protocol is the most widely implemented quantum key distribution (QKD) scheme. However, despite enormous theoretical and experimental efforts in the past decades, the security of this protocol with imperfect sources has not yet been rigorously established. In this work, we address this shortcoming and prove the security of the BB84 protocol in the presence of multiple source imperfections, including state preparation flaws and side channels, such as Trojan-horse attacks, mode dependencies and classical correlations between the emitted pulses. To do so, we consider a modified BB84 protocol that exploits the basis mismatched events, which are often discarded in standard security analyses of this scheme; and employ the reference technique, a powerful mathematical tool to accommodate source imperfections in the security analysis of QKD. Moreover, we compare the achievable secret-key rate of the modified BB84 protocol with that of the three-state loss-tolerant protocol, and show that the addition of a fourth state, while redundant in ideal conditions, significantly improves the estimation of the leaked information in the presence of source imperfections, resulting in a better performance. This work demonstrates the relevance of the BB84 protocol in guaranteeing implementation security, taking us a step further towards closing the existing gap between theory and practice of QKD.

I. INTRODUCTION

Quantum key distribution (QKD) enables two remote users, Alice and Bob, to securely establish cryptographic keys over an untrusted quantum channel [1–3]. Undoubtedly, the most widely used QKD scheme is the BB84 protocol, proposed by Bennett and Brassard in 1984 [4]. Almost four decades after its introduction, QKD has made an enormous progress both in theory and practice. However, despite its rigorous mathematical security proof, current physical implementations of QKD suffer from security loopholes due to inherent device imperfections and leakages of secret-key information.

Recent years have witnessed large efforts to reduce this discrepancy between theory and practice and guarantee the implementation security of QKD. A crucial breakthrough in this direction was the proposal of measurement-device-independent QKD (MDI-QKD) [5], which effectively closes all security loopholes on the detector side and is practical with existing hardware [6–10]. Moreover, a variant of MDI-QKD, called twin-field QKD [11], has been shown to provide a significant improvement on the achievable secret-key rate, allowing us to reach longer distances than ever before in fiber-based communications [12–14].

Having efficiently dealt with the measurement unit, the focus is now on securing the source. Essentially, source loopholes could arise from state preparation flaws (SPFs) [15–20] and side channels, such as Trojan-horse attacks (THAs) [20–25], mode dependencies [16, 17, 20, 26–28], pulse correlations [29–34] and through changes in, for example, electromagnetic and acoustic radiation. Previous works have often looked at each of these imperfections individually, and developed experimental countermeasures and theoretical tools to minimise their impact on the secret-key rate and restore the security claim of QKD. For instance, the BB84 protocol has been shown to be secure in the presence of SPFs [18, 19] and THAs [23–25, 35]. However, one can only guarantee the implementation security of the source if all loopholes are taken into account simultaneously in the analysis, and thus the security of this protocol with imperfect sources has not yet been rigorously established.

The importance of achieving this level of security for the BB84 protocol cannot be overstated. In particular, many existing experiments [36–38], field-test QKD networks [39–45] and satellite-based quantum communication systems [46, 47] employ the BB84 protocol. Hence, it is crucial to ensure the practical security of their transmitting units. Moreover, while in the absence of source imperfections the achievable secret-key rate is exactly the same when using three or four states [19], in the presence of imperfections the BB84 protocol may allow for a better estimation of the leaked secret information. As a consequence, this may lead to higher performances; a significant step towards attaining implementation security at an adequate level for practical QKD applications.
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A recently proposed analytical tool for security proofs of QKD, the reference technique (RT) [31], is particularly well suited to address these issues, since it enables us to estimate the leaked secret-key information in the presence of multiple source imperfections. For this, one considers some reference states that are similar to the actual states emitted in the protocol, but whose simpler structure facilitates the estimation of some intermediate parameters. Then, since the two sets of states are close to each other, one can bound the maximum deviation between their detection probabilities using a Cauchy-Schwarz’s type inequality (denoted in [31] as the $G$ function), and estimate the final parameters needed to guarantee the security of the actual protocol. The high flexibility and the high tolerance to source imperfections displayed by the RT with the $G$ function comes at a cost, however, as it requires the QKD protocol to be run sequentially, i.e. Alice only emits a particular pulse after Bob has measured the previous one [48]. Nonetheless, unlike other security proof approaches, the RT allows us to guarantee the security of QKD protocols with practical light sources against coherent attacks.

In this work, we employ the RT with the $G$ function to prove the security of the BB84 protocol in the presence of multiple source imperfections; including SPFs and side channels, such as THAs, mode dependencies and classical pulse correlations. To do so, we consider a modified BB84 protocol that exploits the basis mismatched events, which are usually discarded in standard implementations of the protocol. Our security proof only requires an upper bound on a few parameters that quantify the quality of the source, i.e. no detailed information about the side-channel states is needed, thus facilitating the work of experimentalists. Additionally, we compare the achievable secret-key rate of this modified BB84 protocol with that of the three-state loss-tolerant protocol [19], and show that the emission of a fourth state, while redundant in ideal conditions, offers a significant improvement on the secret-key rate in the presence of source imperfections. This suggests that the modified BB84 protocol provides a clear performance advantage over the three-state protocol when dealing with imperfect sources.

II. DESCRIPTION OF THE Emitted STATES AND ASSUMPTIONS

In this section, we first describe in detail the state of the emitted pulses in the modified BB84 protocol (see Appendix A for a full protocol description), and then list the assumptions imposed by our security proof on Alice’s and Bob’s devices. The security analysis is presented afterwards, in Section III. For ease of discussion, we consider a BB84 protocol with an imperfect single-photon source. Nevertheless, our analysis could also be combined with the decoy-state method [49–51] to deal with phase-randomised coherent sources.

In particular, we assume that the form of Alice’s emitted states is affected by certain setting-choice-independent factors, such as temperature drifts or power fluctuations, that commonly arise in practical implementations of QKD. These factors can be modelled as a sequence of possibly-correlated random variables $\mathcal{G} := \mathcal{G}_1, \ldots, \mathcal{G}_N$, where $\mathcal{G}_k$ represents all the setting-independent factors that affect the state emitted in the $k\textsuperscript{th}$ round and $N$ is the total number of rounds. Since these factors are independent of Alice’s encodings, for a given sequence of setting choices $j_1, \ldots, j_N$, the global state emitted is mixed over the probability distribution of $\mathcal{G}$. However, as shown in Appendix B, as long as one demonstrates that the protocol is secure for any particular outcome $g := g_1, \ldots, g_N$ of $\mathcal{G}$, which can be assumed to have been fixed at the beginning of the protocol, then it is also secure for the actual case in which Alice emits mixed states. Thus, in the security proof, $g$ can essentially be treated as a fixed parameter that affects the form of all the emitted states. Since the latter is mathematically equivalent to considering the mixed state case, here, we take this view for simplicity of presentation.

In addition, we investigate two different scenarios for the source. In the first one, the state of the emitted pulse on a particular round $k$ only depends on $g_k$ and on Alice’s $k\textsuperscript{th}$ setting choice, i.e. it is independent of all her other setting choices. This is known as setting-independent pulse correlations and it was first modelled in [29]. The source model considered in this work, however, goes beyond that presented in [29] even for this scenario, as the single-mode assumption is removed and the effect of side channels is incorporated. In the second scenario, the state of the emitted pulse on round $k$ may not only depend on $g_k$ and on Alice’s $k\textsuperscript{th}$ setting choice, but also on Alice’s previous $l_e$ setting choices, for some known correlation length $l_e$. This is often denoted as setting-dependent pulse correlations, and could arise, for instance, from memory effects in the electronic devices inside the transmitting unit [32]. The source model considered for this latter case is similar to that introduced in [31], but here we also take into account the dependence of the emitted pulses on the setting-independent factors described above, whose effect was disregarded in [31]. In both scenarios, we assume that, given a particular sequence of setting choices $j_1, \ldots, j_N$, the global state emitted by Alice is a classical mixture of a tensor product of $N$ pure states. That is, we exclude the possibility of quantum correlations in which the states emitted on different rounds are entangled, which can hardly happen in typical implementations of QKD [52].

In the setting-independent scenario, for each round $k$ of the protocol, Alice chooses a setting $j \in \{0_Z, 1_Z, 0_X, 1_X\}$ and emits a state to Bob. This state can be expressed as

$$|\psi_{j,g}\rangle_{B_k,E_k} = \sqrt{1-\epsilon^{(k)}_{j,g}} |\phi_{j,g}\rangle_{B_k,E_k} + \sqrt{\epsilon^{(k)}_{j,g}} |\phi_{j,g}^+\rangle_{B_k,E_k},$$

where $B_k$ is a two-dimensional system and $E_k$ includes any other systems that carry information about the $k\textsuperscript{th}$
pulse, such as the back-reflected light from a THA (see Appendix C for more details). Note that $|\psi_{j,g}\rangle_{B_k, E_k}$ in Eq. (1) is a uniquely determined pure state once $j$ and $g_k$ are fixed. However, here we write $g$ rather than $g_k$, because as explained above, in our security proof the parameter $g$, which contains $g_k$ for any $k$, is fixed at the beginning of the protocol.

From construction, Eq. (1) is the most general description of the transmitted states within the framework of setting-independent correlations, since it is simply an expansion of the most general state $|\psi_{j,g}\rangle_{B_k, E_k}$ in the basis $\{ |\phi^\perp_{j,g}\rangle_{B_k, E_k}, |\phi^\perp_{g}\rangle_{B_k, E_k} \}$ [31, 53]. In Eq. (1) the parameter $c_{j,g}^{(k)} \in [0, 1]$ quantifies the deviation of $|\psi_{j,g}\rangle_{B_k, E_k}$ from the qubit state $|\phi_{j,g}\rangle_{B_k, E_k} \equiv |\omega_{j,g}\rangle_{B_k} |\lambda_{g}\rangle_{E_k}$, where $|\omega_{j,g}\rangle_{B_k}$ is the state that Alice would send to Bob in the absence of side channels and $|\lambda_{g}\rangle_{E_k}$ is a setting-independent state for the current round. Note that the state $|\omega_{j,g}\rangle_{B_k}$ incorporates any imperfections in a qubit space, such as SPFs and phase fluctuations. The side channels are represented in Eq. (1) by the state $|\phi^\perp_{j,g}\rangle_{B_k, E_k}$, which can live in a Hilbert space of arbitrary dimension and is orthogonal to $|\phi_{j,g}\rangle_{B_k, E_k}$. In other words, the state $|\phi^\perp_{j,g}\rangle_{B_k, E_k}$ corresponds to unwanted and possibly unknown modes, and it can incorporate side channels other than setting-dependent pulse correlations, such as THAs and mode dependencies.

In the setting-dependent scenario, the emitted state for each round $k$ can instead be expressed as,

\[
|\psi_{j,g}\rangle_{j_{k-1},...j_{k-l_c}} \rangle_{B_k, E_k} = \sqrt{1 - c_{j,g}^{(k)}} |\phi_{j,g}\rangle_{B_k, E_k} + \sqrt{c_{j,g}^{(k)}} |\phi^\perp_{j,g}\rangle_{j_{k-1},...j_{k-l_c}} \rangle_{B_k, E_k},
\]

where $j_{k-1},...,j_{k-l_c}$ represents the dependence of the $k$th pulse on Alice’s previous $l_c$ setting choices. As before, Eq. (2) is simply an expansion of the state $|\psi_{j,g}\rangle_{j_{k-1},...j_{k-l_c}} \rangle_{B_k, E_k}$ in the basis $\{ |\phi_{j,g}\rangle_{B_k, E_k}, |\phi^\perp_{j,g}\rangle_{j_{k-1},...j_{k-l_c}} \rangle_{B_k, E_k} \}$, and within the framework of classical pulse correlations, this is the most general description of the transmitted states. Note that the state $|\phi^\perp_{j,g}\rangle_{j_{k-1},...j_{k-l_c}} \rangle_{B_k, E_k}$ in Eq. (2), besides incorporating all the side channels in $|\phi^\perp_{j,g}\rangle_{B_k, E_k}$, also takes into account setting-dependent pulse correlations.

Importantly, due to the form of Eqs. (1) and (2), one can apply the RT to prove the security of the modified BB84 protocol as long as the following assumptions hold.

A. Assumptions on Alice’s transmitting unit

(A1) For all rounds of the protocol, Alice chooses the setting $j$ with a fixed probability $p_j$, with $p_0 = p_{1z}$.

Alice’s setting selection in a given round is independent of those of other rounds, and Eve cannot tamper with her selection probabilities.

(A2) As described above, we consider two different scenarios for the source, which result in two security analyses with different assumptions:

a. The emitted states do not depend on Alice’s previous setting choices – Eq. (1).

We assume that an upper bound $\epsilon^U \geq c_{j,g}^{(k)}$ is known for all $k$, $j$ and $g$. Note that, even in this case, the states emitted in different rounds of the protocol are not necessarily independent and identically distributed (IID) because the random variables $g_1, \ldots, g_N$ that represent the setting-independent factors may be correlated between consecutive rounds. We show the security analysis under this scenario in Section III A.

b. The emitted states depend on Alice’s previous $l_c$ setting choices – Eq. (2).

We assume that an upper bound $\epsilon^U \geq c_{j,g}^{(k)}$ is known for all $k$, $j$, $g$, and $j_{k-1},...,j_{k-l_c}$. Moreover, we assume that the state of the $k$th pulse is affected by $g$ and Alice’s previous $l_c$ setting choices, and that $l_c$ is a known parameter. The analysis under this scenario is given in Section III B. As we shall see, the data post-processing in this case must be done differently. In particular, one needs to divide the sifted key in $(l_c + 1)$ groups, and then perform the parameter estimation and privacy amplification separately for each group (see Appendix A).

We emphasise that, while knowing the upper bound $\epsilon^U (\epsilon^U)$ is a requirement to apply the RT, the characterisation of the side-channel states $|\phi^\perp_{j,g}\rangle_{B_k, E_k}$, $|\phi^\perp_{j,g}\rangle_{j_{k-1},...j_{k-l_c}} \rangle_{B_k, E_k}$ is not needed. In other words, the inner products $\langle \phi^\perp_{j,g}| \phi^\perp_{j',g}\rangle_{B_k, E_k}$, $\langle \phi^\perp_{j,g}| \phi^\perp_{j',g}\rangle_{B_k, E_k}$, $\langle \phi^\perp_{j,g}| \phi^\perp_{j',g}\rangle_{B_k, E_k}$, $\langle \phi^\perp_{j,g}| \phi^\perp_{j',g}\rangle_{B_k, E_k}$, $\langle \phi^\perp_{j,g}| \phi^\perp_{j',g}\rangle_{B_k, E_k}$, $\langle \phi^\perp_{j,g}| \phi^\perp_{j',g}\rangle_{B_k, E_k}$ with $j \neq j'$ can be unknown. Importantly, this is not a necessary assumption but a fortunate consequence originating from the freedom to choose the reference states in the RT when using the particular inequality $G$ defined in Eq. (12). Since obtaining a full characterisation of the side-channel states is very challenging in practice, previous theoretical works [31, 53], as well as this work, have exploited this advantage to consider device models that require minimal experimental characterisation. Nonetheless, it is important to emphasise that if any information about the side channels is available it can be incorporated in the RT framework. This would most likely lead to higher performances because a better source characterisation tends to result in a more accurate estimation of the phase-error rate. In fact, this has been recently shown for a particular time-dependent side channel in [28].
A partial characterisation of the qubit state $|\omega_{j,g}\rangle_{B_k}$ in Eqs. (1) and (2) can be obtained.

In the analysis presented in [31], for simplicity, the qubit state $|\omega_{j,g}\rangle_{B_k}$ in $|\phi_{j,g}\rangle_{B_k,E_k} := |\omega_{j,g}\rangle_{B_k}$ $|g\rangle_{E_k}$ is assumed to be perfectly characterised and stable in time. Here, we go a step further and allow $|\omega_{j,g}\rangle_{B_k}$ to vary slightly round by round, hence its dependence on $g$. However, we assume that one can at least partially characterise this state, such that the upper bounds $c_{g_j}^U$ and $p_{\alpha_X}^{(\text{vir})U}$ on certain quantities that are defined later can be derived; see the discussion between Eqs. (10) and (11) for more details, including the definition of these parameters.

In Section IV A we show for illustration purposes that, for a typical phase-encoding setup in which the qubit component $|\omega_{j,g}\rangle_{B_k}$ of all the emitted states is in a standard basis plane (such as the XZ plane) and the exact encoded phase $\theta_{j,g}^{(k)}$ fluctuates over time, this requirement translates to being able to determine the range of these fluctuations, i.e. guaranteeing that $\theta_{j,g}^{(k)} \in [\theta_j^L, \theta_j^U]$ for all $k, j$ and $g$, where $\{\theta_j^L, \theta_j^U\} \subset \mathbb{R}$ is known.

Alice only emits her $k^{\text{th}}$ pulse after Bob has performed his $k - 1^{\text{th}}$ measurement [54].

This guarantees that the measurement operators $\hat{M}_Z^{(k)}$ in Eq. (6) ($\hat{D}_X^{(k)}$ in Eq. (27)) satisfies $0 \leq \hat{M}_Z^{(k)} \leq \mathbb{1}$ ($0 \leq \hat{D}_X^{(k)} \leq \mathbb{1}$) (see Appendices D and E2, respectively, for a proof of these statements), which is needed to apply the RT with the $G$ function defined in Eq. (12). We note that this assumption is also required when using the generalised entropy accumulation theorem [48] to prove the security of prepare-and-measure protocols against coherent attacks.

### B. Assumptions on Bob’s measurement unit

For all rounds of the protocol, Bob chooses a measurement basis $\beta \in \{Z, X\}$ with probabilities $p_{Z\beta}$ and $p_{X\beta}$, respectively.

Bob’s basis selection in a given round is independent of those of other rounds, and Eve cannot tamper with his selection probabilities.

Bob’s measurements satisfy the basis-independent-efficiency condition.

We assume that Bob’s measurements can be represented by the positive operator-valued measures (POVMs) $\{\hat{m}_{0\beta}, \hat{m}_{1\beta}, \hat{m}_f\}$ where $\hat{m}_{0\beta}$ ($\hat{m}_{1\beta}$) corresponds to Bob obtaining the bit value 0 (1) when selecting the basis $\beta$, and $\hat{m}_f$ is associated with an inconclusive outcome. That is, the detection efficiency of Bob’s unit is independent of his measurement basis choice $\beta$. This assumption is required by many security proofs of QKD to remove detector side-channel attacks exploiting channel loss [55, 56].

(B3) There are no side channels on Bob’s device.

All these assumptions on Bob’s device can be avoided by considering a MDI-type protocol, which removes all detector loopholes and to which our analysis could easily be extended (see [53]).

### III. SECURITY PROOF

Here, we show how the RT can be used to prove the security of the modified BB84 protocol against coherent attacks in the presence of multiple source imperfections. In particular, we explain how to estimate the phase-error rate, which bounds the amount of information leakage to a potential eavesdropper, Eve, and determines the amount of privacy amplification that is needed to guarantee a secure final key. We do this for two different security analyses that consider the two scenarios described previously for the transmitting unit. Namely, in Section III A, the emitted states only depend on setting-independent factors and in Section III B, in addition to these factors, the emitted states also depend on Alice’s previous $l_e$ setting choices. Their corresponding assumptions are (A2.a) and (A2.b) in Section II A, respectively.

#### A. Scenario in which the emitted states do not depend on Alice’s previous setting choices

In this scenario, for each pulse emission, Alice sends a state $|\psi_{j,g}\rangle_{B_k,E_k}$ given by Eq. (1) through the quantum channel to Bob, who then performs his POVM measurements. The secret key is distilled from the rounds in which both Alice and Bob select the $Z$ basis. As a basic framework to prove the security of these events, we use the complementarity approach [57, 58]. First, note that from Eve’s perspective, the key generation rounds are equivalently described by an entanglement-based scenario in which, after selecting the $Z$ basis, Alice prepares the following entangled state

$$|\Psi_g^Z\rangle_{A_k,B_k,E_k} = \frac{1}{\sqrt{2}} \sum_{a \in \{0,1\}} |aZ\rangle_{A_k} |\psi_{aZ,g}\rangle_{B_k,E_k} ,$$

sends systems $B_k, E_k$ to Bob while keeping system $A_k$ in her laboratory, and then both Alice and Bob perform $Z$-basis measurements on their local and received systems, respectively.

To prove the security of these events, we consider the number of phase errors that Alice and Bob would have obtained if they had performed their measurements in the $X$ basis instead. This virtual scenario is equivalent
to Alice sending Bob the fictitious virtual states

\[ |\psi_{\alpha X, g}^{(vir)}\rangle_{B_k, E_k} = \frac{|\psi_{0 Z, g}\rangle_{B_k, E_k} + (1-\alpha)|\psi_{1 Z, g}\rangle_{B_k, E_k}}{2 \sqrt{p_{Z_A}^k}}, \]

where \( \alpha \in \{0, 1\} \), with probabilities

\[ \tilde{p}_{\alpha X, g}^{(k,vir)} = \frac{1}{2} p_{Z_A} \left[ 1 + (1-\alpha) \text{Re} \left( \langle \psi_{0 Z, g} | \psi_{1 Z, g} \rangle_{B_k, E_k} \right) \right], \]

who then performs X-basis measurements on the received systems. In Eq. (5), \( \tilde{p}_{\alpha X, g}^{(k,vir)} \) represents the joint probability that Alice chooses the Z basis (\( p_{Z_A} \)) and prepares the virtual state \( |\psi_{\alpha X, g}^{(vir)}\rangle_{B_k, E_k} \).

A phase error occurs when Alice selects the virtual state associated to \( 1_X \) (0X) and Bob obtains the bit value 0 (1) in his X-basis measurement. In Appendix D, we show that the probability of obtaining a phase error on round \( k \), conditioned on all the previous outcomes, can be expressed as

\[ P_g^{(k)}(\text{ph|Act}) := \sum_{\alpha, \gamma \in \{0, 1\}} \tilde{p}_{\alpha X, g}^{(k,vir)} p_{Z_B} \text{Tr} \left[ \tilde{\sigma}_{\alpha X, g}^{(k,vir)} M_{\gamma X}^{(k)} \right], \]

where \( \tilde{\sigma}_{\alpha X, g}^{(k,vir)} := |\psi_{\alpha X, g}^{(vir)}\rangle \langle \psi_{\alpha X, g}^{(vir)}|_{B_k, E_k} \) and \( M_{\gamma X}^{(k)} \) with \( \gamma \in \{0, 1\} \) is Bob’s effective POVM element for the \( k \)th pulse after a coherent attack (see Eq. (D7) in Appendix D for more details).

The detection probabilities \( \text{Tr} \left[ \tilde{\sigma}_{\alpha X, g}^{(k,vir)} M_{\gamma X}^{(k)} \right] \) in Eq. (6) are not directly observed in the experiment because the virtual states are not actually emitted. Moreover, estimating them using the data collected in the protocol might be difficult due to the presence of multiple source imperfections. However, thanks to the RT, we can overcome this difficulty by estimating \( P_g^{(k)}(\text{ph|Act}) \) indirectly. For this, we first select some reference states that are similar to the actual states emitted in the protocol, and which allow an easy estimate of the phase-error probability that would be observed if they had been emitted: \( P_g^{(k)}(\text{ph|Ref}) \). Then, by evaluating the deviation between the reference and actual states, we obtain \( P_g^{(k)}(\text{ph|Act}) \) from \( P_g^{(k)}(\text{ph|Ref}) \). Finally, by applying concentration inequalities we derive an upper bound on the phase-error rate.

**Applying the reference technique**

First, we define four reference states. Even though our choice of states is unrestricted, higher secret-key rates are achieved if they are close to the actual states. Here, we pick the set of reference states to be \( \{ \phi_{j g} \}_{j \in \{0_Z, 1_Z, 0_X, 1_X\}} \), which are defined in Eq. (1) as the qubit part of the actual states. Then, by replacing the actual Z-basis states by their corresponding reference states in Eq. (3), we define

\[ |\Phi_g^Z\rangle_{A_k, B_k, E_k} = \frac{1}{\sqrt{2}} \sum_{\alpha \in \{0, 1\}} |\alpha Z\rangle_{A_k} |\phi_{\alpha Z g}\rangle_{B_k, E_k}, \]

analogous to \( |\Psi_g^Z\rangle_{A_k, B_k, E_k} \). Similarly, we define the virtual states \( |\phi_{\alpha X, g}^{(vir)}\rangle_{B_k, E_k} \) and the probabilities \( p_{X_A}^{(k)} \), which are analogous to \( |\psi_{\alpha X, g}^{(vir)}\rangle_{B_k, E_k} \) and \( \tilde{p}_{\alpha X, g}^{(k,vir)} \), respectively. This allows us to define the quantity

\[ P_g^{(k)}(\text{ph|Ref}) := \sum_{\alpha, \gamma \in \{0, 1\}} \tilde{p}_{\alpha X, g}^{(k,vir)} p_{Z_B} \text{Tr} \left[ \tilde{\sigma}_{\alpha X, g}^{(k,vir)} M_{\gamma X}^{(k)} \right], \]

where \( \tilde{\sigma}_{\alpha X, g}^{(k,vir)} := |\psi_{\alpha X, g}^{(vir)}\rangle \langle \psi_{\alpha X, g}^{(vir)}|_{B_k, E_k} \). Here, \( P_g^{(k)}(\text{ph|Ref}) \) could be interpreted as the probability of a phase-error on the \( k \)th round when using the reference states. We emphasise that these replacements of actual states by their reference counterparts are purely mathematical. The reference states are never prepared nor sent in an actual implementation of the protocol.

A convenient feature of Eq. (8) over Eq. (6) is that the states \( \tilde{\sigma}_{\alpha X, g}^{(k,vir)} \) live in the same qubit space as the reference states \( \sigma_{\alpha X, g}^{(k)} := |\phi_{j g}\rangle \langle \phi_{j g}|_{B_k, E_k} \), and therefore one can employ the idea of the loss-tolerant protocol [19] to write the former states as a linear function of the latter. For simplicity, here we assume that these states all lie in the \( XZ \) plane of the Bloch sphere; see Appendix B in [59] for a more general treatment. Then, we have that

\[ \tilde{\sigma}_{\alpha X, g}^{(k,vir)} = \sum_j c_j^{(k)} \sigma_{\alpha j, g}^{(k)}, \]

for \( j \in \{0_Z, 1_Z, 0_X, 1_X\} \), where \( c_j^{(k)} \) are real coefficients. To find these coefficients, one has to solve two systems of three linear equations with four unknowns. These systems have infinitely many solutions, and therefore one can choose the solutions that provide the tightest bound on the phase-error rate. This is the crucial difference with respect to the three-state protocol, and the reason why the modified BB84 protocol can provide higher secret-key rates (see Section IV C). We note that, in the case of the three-state protocol, the \( 1_X \) state is not emitted and thus \( c_{11 X, g} = c_{01 X, g} = 0 \). This results in two systems of three linear equations with three unknowns, which have a unique solution each.

After substituting Eq. (9) in Eq. (8), we obtain

\[ P_g^{(k)}(\text{ph|Ref}) = \sum_{\alpha, \gamma \in \{0, 1\}} \tilde{p}_{\alpha X, g}^{(k,vir)} p_{Z_B} \sum_j c_j^{(k)} \text{Tr} \left( \sigma_{j g}^{(k)} M_{\gamma X}^{(k)} \right), \]

where we have used the linearity of the trace operation. Note that since the reference states \( \sigma_{j g}^{(k)} \) depend on \( g \),
the coefficients $c_{α, j, γ}^{(k)}$ and the probabilities $p_{α, x, g}^{(k, \text{vir})}$ also depend on $g$, and therefore their exact value is in general unknown. Nevertheless, our analysis only requires knowing upper bounds $c_{α, j, γ}^{(k)} ≥ C_{α, j, γ}^{(k)}$ and $p_{α, x}^{(k, \text{vir})} ≥ p_{α, x, g}^{(k, \text{vir})}$ on each of these quantities (see assumption (A3) in Section II A). In Section IV A, we show how to derive these upper bounds in practice for a particular device model. Substituting them in Eq. (10), we obtain

$$P_g^{(k)}(\text{ph|Ref}) ≤ \sum_{α, γ \in \{0, 1\}} p_{α, x}^{(k, \text{vir})} p_{Z_B} \sum_j c_{α, j, γ}^{(k)} \sum_{j'} G_{j, j'}^{(k)} M_{γ, x}^{(k)}.$$  

(11)

The fictitious probabilities $\operatorname{Tr}[\sigma_j^{(k)} \hat{M}_{γ, x}^{(k)}]$ in Eq. (11) are also unknown because, as mentioned before, the reference states are never sent in the actual protocol. However, by evaluating the deviation between the reference and the actual states we are able to bound these probabilities, and consequently estimate an upper bound on $P_g^{(k)}(\text{ph|Ref})$. In doing so, we may adopt a number of different inequalities; but here, we choose the following inequality [31]

$$G_-(\operatorname{Tr}[|A⟩⟨A| \hat{M}], ⟨A|R⟩) \leq \operatorname{Tr}[|R⟩⟨R| \hat{M}] \leq G_+(\operatorname{Tr}[|A⟩⟨A| \hat{M}], ⟨A|R⟩),$$  

(12)

where $|A⟩$ and $|R⟩$ are any two normalised states, and $\hat{M}$ is a measurement operator satisfying $0 ≤ M ≤ \hat{1}$. The latter imposes a restriction on the repetition rate of the protocol (see assumption (A4) in Section II A). In Eq. (12), the functions $G_-(y, z)$ and $G_+(y, z)$ are defined for $0 ≤ y ≤ 1$ and $0 ≤ z ≤ 1$ as

$$G_-(y, z) = \begin{cases} g_-(y, z) & \text{if } y > 1 - z^2 \\ 0 & \text{otherwise} \end{cases}$$  

(13)

and

$$G_+(y, z) = \begin{cases} g_+(y, z) & \text{if } y < z^2 \\ 1 & \text{otherwise} \end{cases}$$  

(14)

with

$$g_±(y, z) = y + (1 - z^2)(1 - 2y) ± 2y \sqrt{(1 - z^2)} \sqrt{(1 - y)}.$$  

(15)

Next, we apply the bound in Eq. (12) to each term in Eq. (11), by selecting the function $G_-(y, z)$ for the terms whose coefficient is negative, and the function $G_+(y, z)$ for the terms whose coefficient is positive, thus maximising $P_g^{(k)}(\text{ph|Ref})$. We can then express $P_g^{(k)}(\text{ph|Ref})$ as a function of the detection probabilities of the actual states:

$$P_g^{(k)}(\text{ph|Ref}) ≤ \sum_{α, γ \in \{0, 1\}} p_{α, x}^{(k, \text{vir})} p_{Z_B} \left[ \sum_j c_{α, j, γ}^{(k)} \sum_{j'} G_{j, j'}^{(k)} M_{γ, x}^{(k)} \right]$$  

(16)

where $\hat{M}_{γ, x}^{(k)} = |ψ_j g⟩⟨ψ_j g|_{B_x, E_k}$.

Using the definitions of the actual and reference states, we find that the inner products in Eq. (16) have the form $⟨|ψ_j g⟩⟨ψ_j g|_{B_x, E_k}| = \sqrt{1 - ε_{j, g}^{(k)}}$. For simplicity, we now use the upper bound $ε_{j, g}^{(k)} ≤ ε_{j, g}$ for all $k$, $j$ and $g$ (see assumption (A2.a) in Section II A). Using the fact that the functions $G_+(y, z)$ and $-G_-(y, z)$ are decreasing with respect to $z$ and that $\sqrt{1 - ε_{j, g}^{(k)}} ≤ \sqrt{1 - ε_{j, g}}$, Eq. (16) can then be upper bounded by

$$P_g^{(k)}(\text{ph|Ref}) ≤ \sum_{α, γ \in \{0, 1\}} p_{α, x}^{(k, \text{vir})} p_{Z_B} \left[ \sum_j c_{α, j, γ}^{(k)} G_+(\sqrt{1 - ε_{j, g}^{(k)}}), \sqrt{1 - ε_{j, g}} \right] +$$

$$\sum_j c_{α, j}^{(k)} G_-(\sqrt{1 - ε_{j, g}^{(k)}}, \sqrt{1 - ε_{j, g}}),$$  

(17)

where $P_g^{(k)}(j, γX|\text{Act}) := p_j p_{X_B} \operatorname{Tr}[\hat{M}_{γ, x}^{(k)}]$, $p_j p_{X_B}$ is the joint probability that Alice prepares the actual state $|ψ_j g⟩_{B_x, E_k}$, Bob chooses the $X$ basis and his measurement outcome is $γ$. Importantly, these probabilities are related to quantities directly observed in the protocol, and all the other parameters in Eq. (17) are known.

Now that we have an upper bound on $P_g^{(k)}(\text{ph|Ref})$, the next step is to obtain an upper bound on the probability of a phase error in the actual protocol: $P_g^{(k)}(\text{ph|Act})$. For this, first note that $P_g^{(k)}(\text{ph|Ref})$ in Eq. (8) can be written as

$$P_g^{(k)}(\text{ph|Ref}) = p_{X_A} p_{Z_B} \operatorname{Tr}[|\hat{Φ}_g^Z⟩⟨\hat{Φ}_g^Z|_{B_x, E_k} \hat{M}_{ph}^{(k)}],$$  

(18)

where

$$\hat{M}_{ph}^{(k)} = \hat{p} \left( |0⟩⟨0|_{A_x} - |1⟩⟨1|_{A_x} \right) \otimes \hat{M}_{0, x}^{(k)} + \hat{p} \left( |0⟩⟨0|_{A_x} + |1⟩⟨1|_{A_x} \right) \otimes \hat{M}_{1, x}^{(k)},$$  

(19)
with \( \hat{P}(|\cdot|) = |\cdot| \). Similarly, \( P_g^{(k)}(\text{ph}|\text{Act}) \) in Eq. (6) can be written as
\[
P_g^{(k)}(\text{ph}|\text{Act}) = p_{Z_A}p_{Z_B}\text{Tr}\left[|\Psi_g^{Z}|^2|\Psi_g^{Z}|_{B_k,E_k} M_g^{(k)}\right].
\] (20)

Hence, one can simply employ the bound in Eq. (12) again to obtain the following expression
\[
P_g^{(k)}(\text{ph}|\text{Act}) \\
\leq p_{Z_A}p_{Z_B}G_+(\frac{p_g^{(k)}(\text{ph}|\text{Ref})}{p_{Z_A}p_{Z_B}}, \sqrt{1 - \epsilon^U}).
\] (21)

In the last inequality of Eq. (21) we have used the fact that \( G_+(y,z) \) is a decreasing function with respect to \( z \), and the fact that \( |\langle \Psi_g^Z|\phi_g^Z|_{B_k,E_k} \rangle| = (\sqrt{1 - \epsilon_{yz}^{(k)} + \sqrt{1 - \epsilon_{1z,y}^{(k)}}})/2 \geq \sqrt{1 - \epsilon^U} \).

The only missing step in the security analysis is to convert Eq. (21) into an expression in terms of observables. We start by taking the average over all transmitted rounds \( N \) on both sides of Eq. (21) and then applying Jensen’s inequality [60] to the right-hand side:
\[
\frac{1}{N} \sum_{k=1}^{N} P_g^{(k)}(\text{ph}|\text{Act}) \\
\leq \frac{1}{N} \sum_{k=1}^{N} p_{Z_A}p_{Z_B}G_+(\frac{p_g^{(k)}(\text{ph}|\text{Ref})}{p_{Z_A}p_{Z_B}}, \sqrt{1 - \epsilon^U}).
\] (22)

where in the second inequality we have used the concavity of the function \( G_+ (y, z) \) with respect to its argument \( y \).

Then, by applying Jensen’s inequality to this argument we have that
\[
\frac{1}{N} \sum_{k=1}^{N} P_g^{(k)}(\text{ph}|\text{Ref}) \leq \sum_{\alpha,\gamma \in \{0,1\}} \sum_{\alpha \neq \gamma} \frac{p^{(\text{vir})\text{U}}_{\alpha,\gamma}}{p_{Z_A}} p_{Z_B} \\
\left[ \sum_{c_{\alpha,j}^{(\text{U})} > 0} \sum_{c_{\gamma,j}^{(\text{U})} > 0} \frac{1}{N} \sum_{k=1}^{N} P_g^{(k)}(j, \gamma|\text{Act}) \frac{1}{p_{j}\text{p}_{X_B}}, \sqrt{1 - \epsilon^U} \right] + \\
\sum_{c_{\alpha,j}^{(\text{U})} < 0} \sum_{c_{\gamma,j}^{(\text{U})} > 0} \frac{1}{N} \sum_{k=1}^{N} P_g^{(k)}(j, \gamma|\text{Act}) \frac{1}{p_{j}\text{p}_{X_B}}, \sqrt{1 - \epsilon^U} \right],
\] (23)

where we have used Eq. (17) and the concavity of the functions \( G_+ (y, z) \) and \( -G_- (y, z) \).

Now, we apply Azuma’s inequality [61] or Kato’s inequality [62] to substitute each sum of probabilities into its corresponding observable. In particular, for the asymptotic case where \( N \to \infty \), we have that
\[
\sum_{k=1}^{N} P_g^{(k)}(\text{ph}|\text{Act}) \approx N_{\text{ph}}, \text{ where } N_{\text{ph}} \text{ is the number of phase errors. Similarly, for } N \to \infty, \text{ we find that}
\sum_{k=1}^{N} P_g^{(k)}(j, \gamma|\text{Act}) \approx N_{j,\gamma X}, \text{ where } N_{j,\gamma X} \text{ is the number of observed events in which Alice’s setting choice is } j, \text{ Bob selects the } X \text{ basis and his measurement outcome is } \gamma.
\]

Therefore, by using the fact that \( G_+ (y, z) \) is an increasing function with respect to \( y \), we combine Eqs. (22) and (23), then we multiply by \( N \) on both sides, and apply Azuma’s or Kato’s inequality assuming \( N \to \infty \), thus arriving at the following bound
\[
N_{\text{ph}} \leq N_{\text{ph}}p_{Z_A}p_{Z_B}G_+ \left( \sum_{\alpha,\gamma \in \{0,1\}} \sum_{\alpha \neq \gamma} \frac{p^{(\text{vir})\text{U}}_{\alpha,\gamma}}{p_{Z_A}} \left[ \sum_{c_{\alpha,j}^{(\text{U})} > 0} \sum_{c_{\gamma,j}^{(\text{U})} > 0} \frac{1}{N} \sum_{k=1}^{N} P_g^{(k)}(j, \gamma|\text{Act}) \frac{1}{p_{j}\text{p}_{X_B}}, \sqrt{1 - \epsilon^U} \right] + \sum_{c_{\alpha,j}^{(\text{U})} < 0} \sum_{c_{\gamma,j}^{(\text{U})} > 0} \frac{1}{N} \sum_{k=1}^{N} P_g^{(k)}(j, \gamma|\text{Act}) \frac{1}{p_{j}\text{p}_{X_B}}, \sqrt{1 - \epsilon^U} \right] \right) =: N_{\text{ph}}^{U}.
\] (24)

Finally, we can calculate an upper bound on the phase-error rate of the actual protocol by using
\[
\epsilon_{\text{ph}} := \frac{N_{\text{ph}}^{U}}{N_{\text{det}}^{U}},
\] (25)

where \( N_{\text{det}}^{(Z)} \) is the number of detected rounds in which both Alice and Bob selected the \( Z \) basis, i.e. the length of the sifted key. Importantly, both Azuma’s and Kato’s inequalities allow us to take into account the fact that, under a coherent attack by Eve, the probabilities \( p_g^{(k)}(\text{ph}|\text{Act}) \) and \( P_g^{(k)}(j, \gamma|\text{Act}) \) may depend on the outcomes of the previous \( k - 1 \) rounds.

Note that it is straightforward to modify Eq. (24) to apply it to the finite-key regime by simply including the deviation terms of the concentration inequality employed, taking into account that the functions \( G_+ (y, z) \) and \( G_- (y, z) \) are increasing with respect to \( y \). Moreover, Kato’s inequality has been shown to provide tight estimations for practical values of \( N \) [55, 59, 63, 64], and therefore the performance of the protocol should not be significantly affected in the finite-key regime.

B. Scenario in which the emitted states depend on Alice’s previous \( l_c \) setting choices

In this scenario, the state emitted on each round \( k \) is \( |\psi_j, g|_{j_k, l_{c-1}, \ldots, j_k, l_{c-1}} \rangle_{B_k, E_k} \), defined in Eq. (2), which depends on setting-independent factors and on Alice’s previous \( l_c \) setting choices. Note that, due to these setting-dependent pulse correlations, information about Alice’s
of the $k$th setting choice is leaked to the subsequent pulses. However, this leakage of information can essentially be regarded as a side channel to the $k$th pulse [31]. In Appendix E1, we show that one can consider the states emitted in round $k$ to be $|\tilde{\psi}_{j,g}|_{j_{k-1},...,j_{k-l_{c}}} B_k E_k$ instead, where $E_k$ includes not only system $E_k$ but also the systems of all rounds after the $k$th

As before, in the key generation rounds, we can then consider that Alice prepares the entangled state

$$|\Psi^Z_{g}|_{j_{k-1},...,j_{k-l_{c}}}) A_k B_k E_k = \frac{1}{\sqrt{Z}} \sum_{\alpha \in \{0,1\}} |\alpha Z\rangle A_k |\psi_{\alpha g}|_{j_{k-1},...,j_{k-l_{c}}}) B_k E_k , \quad (26)$$

and measures her ancilla system $A_k$ in the Z basis. To prove the security in this scenario, however, one cannot directly apply the analysis presented in Section IIIA. The reason is the following. To derive the state $|\tilde{\psi}_{j,g}|_{j_{k-1},...,j_{k-l_{c}}}) B_k E_k$ and Eq. (26), we need to assume that, if any round, in $\{k - 1, \ldots, k - l_{c}\}$ was a key-generation round, Alice measured her corresponding ancilla system in the Z basis. However, in Section IIIA, we considered a virtual protocol in which, in all key-generation rounds, Alice measures her ancilla system in the X basis. Thus, the description in Eq. (26) is not valid for this virtual protocol.

To avoid this contradiction, we follow a similar approach to that in [65], and assume that the users assign to each round $k \in \{1,\ldots, N\}$ a tag $w \in \{0,\ldots, l_{c}\}$ according to the value $w = k \mod (l_{c} + 1)$, and define the $w$th sifted key as the subset of the total sifted key that originates from rounds with tag $w$ (see the protocol description in Appendix A). Then, to estimate the information leakage of the $w$th sifted key, we consider a virtual scenario in which Alice and Bob use the X basis to check for phase errors only for the keys with round tag $w$, while for the rest of the keys they use the Z basis as in the actual protocol. We refer to this scenario as the $w$th virtual protocol, and we define the phase-error rate of the $w$th sifted key, $e_{w}^{\phi}$, as the fraction of phase errors that Alice and Bob would observe if they had run this $w$th virtual protocol. By obtaining a bound on $e_{w}^{\phi}$, Alice and Bob can determine the amount of privacy amplification that they need to apply to the $w$th sifted key to turn it into a secret key. Importantly, note that the $(l_{c} + 1)$ virtual protocols are not compatible with each other, as Alice and Bob could not have run them at the same time due to the non-commutativity of the $X$ and $Z$ basis measurements. However, it turns out that the $w$th virtual protocol allows us to prove the security of the $w$th key, and the security of the total key is ensured by the universal composability of each individual security proof, as shown in [65].

In the $w$th virtual protocol, if any round in $\{k - 1, \ldots, k - l_{c}\}$ is a key round, Alice uses the Z basis to measure her ancilla system. Thus, the description in Eq. (26) is indeed valid for this alternative scenario. As shown in Appendix E2, it follows that the probability that, in the $w$th virtual protocol, Alice and Bob obtain a phase error on some round $k$ with tag $w$, conditioned on all the previous outcomes of the $w$th virtual protocol, can be expressed as

$$P_{g}^{(k)}(\text{ph}|\text{Act}) \equiv \sum_{\alpha,\gamma \in \{0,1\}} P_{\alpha X,g}^{(k,\text{vir})} |\psi_{\alpha g}|_{j_{k-1},...,j_{k-l_{c}}} B_k E_k \| P_{Z\alpha}^{(k)}.$$  

where

$$P_{\alpha X,g}^{(k,\text{vir})} = \frac{1}{2} P_{\alpha X} A_k \left[ 1 + (-1)^{\alpha} \right].$$

For simplicity of notation, in Eq. (27) we do not include a subscript $w$ to indicate that it refers to the $w$th virtual protocol. Also, in this equation, $D_{\chi}^{(k)}$ with $\chi \in \{0,1\}$ is Bob's effective POVM element for the $k$th pulse after Eve's coherent attack (see Eq. (E15) in Appendix E2 for more details), $P_{\alpha X,g}^{(k,\text{vir})}$ is defined as

$$P_{\alpha X,g}^{(k,\text{vir})} = \frac{1}{2} P_{\alpha X} |\psi_{\alpha g}|_{j_{k-1},...,j_{k-l_{c}}} B_k E_k$$

where

$$|\psi_{\alpha g}|_{j_{k-1},...,j_{k-l_{c}}} B_k E_k = \frac{1}{\sqrt{Z}} \sum_{\alpha \in \{0,1\}} |\alpha Z\rangle A_k |\psi_{\alpha g}|_{j_{k-1},...,j_{k-l_{c}}} B_k E_k . \quad (27)$$

(28)

Importantly, note that Eq. (27) is very similar to Eq. (6), and thus one can apply the RT in the same way as in Section IIIA to derive an upper bound on the phase-error rate, as explained below.

**Applying the reference technique**

In this case, we choose the reference states to be $\{ |\phi_{\alpha g}|_{B_k E_k} \}_{\alpha \in \{0,1\}}$, defined in Eq. (E16), which live in a qubit space. Then, one can follow a similar analysis to that described between Eqs. (7) and (21) by making the following substitutions:

$$|\psi_{j,g}|_{B_k E_k} \rightarrow |\psi_{j,g}|_{j_{k-1},...,j_{k-l_{c}}} B_k E_k , \quad |\Psi^Z_{g}|_{A_k B_k E_k} \rightarrow |\Psi^Z_{g}|_{j_{k-1},...,j_{k-l_{c}}} A_k B_k E_k , \quad |\phi_{\alpha g}|_{B_k E_k} \rightarrow |\phi_{\alpha g}|_{j_{k-1},...,j_{k-l_{c}}} B_k E_k$$

and $\Phi_{g}^{Z}$ to $\Phi_{g}^{Z}$, where $|\phi_{\alpha g}|_{B_k E_k}$ is defined in Eq. (E17). In the derivations, the inner products $|\langle \psi_{j,g}|_{j_{k-1},...,j_{k-l_{c}}} |\phi_{g_{\alpha}}|_{B_k E_k} \rangle$ and $|\langle \psi^{Z}_{g}|_{j_{k-1},...,j_{k-l_{c}}} |\phi_{g_{\alpha}}|_{A_k B_k E_k} \rangle$ will now appear. In Appendix E3, we show that these inner products are both upper bounded by $\sqrt{1 - e_{U}}$, where $e_{U} = 1 - (1 - e^{U})^{l_{c} + 1}$. Using this result, we obtain Eqs. (17) and (21), which now apply to all rounds with tag $w$ in the $w$th virtual protocol.

By taking the average over all rounds with tag $w$ on both sides of Eq. (21) and using the concavity of $G_{+}(y, z)$
with respect to \( y \), we obtain

\[
\frac{1}{N_w} \sum_{k \in N_w} P^{(k)}_g(\phi|\text{Act}) \leq \frac{1}{N_w} \sum_{k \in N_w} p_{Z_A} p_{Z_B} G_+ \left( \sum \frac{P^{(k)}_g(\phi|\text{Ref})}{p_{Z_A} p_{Z_B}}, \sqrt{1 - \epsilon^U} \right) \leq p_{Z_A} p_{Z_B} G_+ \left( \frac{1}{N_w} \sum_{k \in N_w} P^{(k)}_g(\phi|\text{Ref}), \sqrt{1 - \epsilon^U} \right),
\]

where \( N_w \) is the set of all rounds with tag \( w \) and \( N_w = |N_w| = 1/N \). As in Eq. (23), we now apply Jensen’s inequality to \( \frac{1}{N_w} \sum_{k \in N_w} P^{(k)}_g(\phi|\text{Ref}) \), using the concavity of \( G_+(y, z) \) and \( -G_-(y, z) \) with respect to \( y \). Then, by substituting this expression back in Eq. (30), and applying Azuma’s or Kato’s inequality [66] under the assumption \( N_w \rightarrow \infty \), we have that

\[
N_{\phi, w} \leq N_w p_{Z_A} p_{Z_B} G_+ \left( \sum_{a, \gamma \in \{0, 1\}} \sum_{\alpha \neq \gamma} c_{\alpha,j}^{(k)} p^{(k)}_{a X} \left( \sum_{\alpha \neq \gamma} c_{\alpha,j}^{(k)} \right) \right),
\]

\[
G_+ \left( \frac{N_{j, \gamma X, w}}{N_w p_{j} p_{X_B}}, \sqrt{1 - \epsilon^U} \right) + \sum_{\alpha \neq \gamma} c_{\alpha,j}^{(k)} \left( \sum_{\alpha \neq \gamma} c_{\alpha,j}^{(k)} \right)^{-1} \left( \sum_{\alpha \neq \gamma} c_{\alpha,j}^{(k)} \right)^{-1} \right) = N_{\phi, w}^{(U)},
\]

with \( j \in \{0_Z, 1_Z, 0_X, 1_X\} \), where \( N_{j, \gamma X, w} \) is the number of events with a tag \( w \) in which Alice’s setting choice is \( j \). Bob selects the \( X \) basis and his measurement outcome is \( \gamma \).

Finally, we obtain the upper bound on the phase-error rate of the \( w \)-th sifted key,

\[
\epsilon_{\phi, w} \left( \frac{N_{\phi, w}}{N_{(Z)\det}} \right),
\]

where \( N_{(Z)\det} \) is the number of detected rounds with a tag \( w \) in which both Alice and Bob selected the \( Z \) basis. This means that the users should now apply privacy amplification to the \( w \)-th sifted key sacrificing a fraction \( h(\epsilon_{\phi, w}^{(U)}) \) of its bits, where \( h(x) = -x \log_2 x - (1 - x) \log_2 (1 - x) \) is the binary entropy function.

The fraction of the total sifted key that Alice and Bob sacrifice satisfies

\[
\sum_{w=0}^{l_v} q_w h(\epsilon_{\phi, w}^{(U)}) \leq h \left( \sum_{w=0}^{l_v} q_w \epsilon_{\phi, w}^{(U)} \right) \leq h(\epsilon_{\phi, w}^{(U)}),
\]

where \( q_w := N_{(Z)\det}^{i w}/N_{(Z)\det} \) and \( c_{\phi}^{(k)} \) is the bound obtained using Eq. (25) in Section III A, which in this case can be regarded as an upper bound on the average phase-error rate. The first inequality in Eq. (33) is due to the concavity of the function \( h(x) \) and the second inequality is proved in Appendix F. This result is useful if one is simply interested in computing a lower bound on the asymptotic secret-key rate of the protocol. However, we remark that, in practice, one cannot simply compute \( c_{\phi}^{(k)} \) and then apply privacy amplification to the total sifted key at once. One needs to compute each \( \epsilon_{\phi, w}^{(U)} \), and apply privacy amplification separately to each of the \((l_v + 1)\) sifted keys (see the protocol description in Appendix A).

### IV. RESULTS AND DISCUSSION

In this section, as an example, we apply our security proof to the modified BB84 protocol with a phase-encoding scheme in the presence of multiple source imperfections. In particular, we show how to derive upper bounds on the coefficients \( c_{\alpha,j}^{(k)} \) and on the probabilities \( P_{a X, g}^{(k,v)} \). Then, we simulate the secret-key rate that we would obtain in a practical implementation of the protocol. Finally, we compare its performance with that of the three-state loss-tolerant protocol [19] under the same parameter regimes. We remark that the results and discussion presented here apply to both security analyses in Section III.

#### A. Particular device model

In general, the state of the emitted pulses for each round \( k \) is in the form of Eqs. (1) and (2), which take into account the main source imperfections. As a particular example, we assume here that the state \( |\omega_{j,g}^{(k)}\rangle_{B_k} \) in the qubit part of these equations: \( |\phi_{j,g}^{(k)}\rangle_{B_k,E_k} = |\omega_{j,g}^{(k)}\rangle_{B_k} \), satisfies

\[
|\omega_{j,g}^{(k)}\rangle_{B_k} = \cos \left( \frac{\theta_{j,g}^{(k)}}{2} \right) |0_Z\rangle_{B_k} + \sin \left( \frac{\theta_{j,g}^{(k)}}{2} \right) |1_Z\rangle_{B_k} \text{, (34)}
\]

where \( \theta_{j,g}^{(k)} \in [0, 2\pi) \) is the encoding phase, which depends on the round \( k \). Recall that the state in Eq. (34) incorporates any imperfection in the qubit space, such as SPFs and phase fluctuations.

When applying the RT to prove the security of this protocol, we relate the virtual states \( \sigma_{\alpha X, g}^{(k,v)} \) and the reference states \( \sigma_{\alpha}^{(k)} \) through Eq. (9). Then, for both virtual states, we choose the unique solution of Eq. (9) such that \( c_{\phi}^{(k)} = c_{\alpha}^{(k)} = 0 \), which provides the best numerical results for our device model. We elaborate on this point in Section IV C. Using the definition of \( |\phi_{j,g}^{(k)}\rangle_{B_k,E_k} \) and Eq. (34), we can solve the resulting systems of linear equations to find analytical expressions for the other
coefficients $c_{\alpha, j}^{(k)}$ as a function of the encoding phases, i.e. $c_{\alpha, j}^{(k)}(\theta_{1x}^{(k)}, \theta_{1z}^{(k)}, \theta_{0x}^{(k)}, \theta_{0z}^{(k)})$ for $j \in \{0, 1, 2\}$ and $c_{\alpha, j}^{(k)}(\theta_{1x}^{(k)}, \theta_{1z}^{(k)}, \theta_{0x}^{(k)}, \theta_{0z}^{(k)})$ for $j \in \{0, 1, 2\}$ (see Appendix G for full expressions). Similarly, we can express $p_{x, vir}^{(k)}$ as a function of $\theta_{0z}^{(k)}$ and $\theta_{1z}^{(k)}$. While the exact phases for a particular round are unknown, we assume that one can guarantee that they always fall in a known range, i.e. $\theta_{j, k}^{(k)} \in [\theta_{j, l}^{(k)}, \theta_{j, l}^{(k)}]$ for $j \in \{0, 1, 2\}$ and $k \in \{0, 1\}$. Then, we can obtain upper bounds $c_{\alpha, j}^{(k)}$ and $p_{x, vir}^{(k)}$ on each individual coefficient $c_{\alpha, j}^{(k)}$ and probability $p_{x, vir}^{(k)}$ by considering the worst case scenario for the encoding phases. In Appendix G, we provide their analytical solutions in Eqs. (G2) and (G4), respectively.

Finally, by substituting these bounds into Eq. (25), we obtain $\epsilon_{ph}^{U}$. A lower bound on the asymptotic secret-key rate can then be expressed as

$$R \geq Y_{Z}[1 - h(\epsilon_{ph}^{U}) - fh(\epsilon_{bin})],$$

where $Y_{Z}$ is the joint probability that both Alice and Bob select the $Z$ basis and Bob obtains a detection event, $f$ is the error correction efficiency and $\epsilon_{bin}$ is the bit error rate. Note that $Y_{Z}$ and $\epsilon_{bin}$ would be directly observed in a practical implementation of the protocol. The lower bound in Eq. (35) applies both to the case in which the emitted states do not depend on Alice’s previous setting choices, and to the case in which they do depend on the previous $L$ setting choices; the latter is due to Eq. (33). However, we emphasise that this lower bound depends on the value of $\epsilon^{U}$, whose definition differs in the two cases. Namely, in the former, $\epsilon^{U}$ is an upper bound on $\epsilon_{j, g}^{(k)}$ in Eq. (1); while in the latter, $\epsilon^{U} = 1 - (1 - \epsilon^{U})^{L+1}$, where $\epsilon^{U}$ is an upper bound on $\epsilon_{j, g}^{(k)}$ in Eq. (2).

**B. Simulation of the secret-key rate**

To apply our analysis to this particular device model, one needs to experimentally quantify the parameter $\epsilon^{U}$, and $\{\theta_{j}^{(k)}, \epsilon_{j, g}^{(k)}\}$ for all $j$, which represents the uncertainty on the phase of the qubit component. In our simulations, we consider a range of values for $\epsilon^{U}$ and, as an example, we take the uncertainty on the phase to be the same for all $j$, i.e. $\theta_{j}^{(k)} = \theta_{j} - \Delta$ and $\epsilon_{j, g}^{(k)} = \theta_{j} + \Delta$ for some known $\theta_{j}$ and $\Delta$. Moreover, we assume that $\theta_{j}$ deviates from the ideal encoding angles due to SFPs; in particular, we assume that $\theta_{0x} = 0$, $\theta_{1x} = \kappa \pi$, $\theta_{0z} = \kappa \pi / 2$ and $\theta_{1z} = \kappa \pi / 2$, where $\kappa = 1 + \delta / \pi$ and $\delta \geq 0$ quantifies this deviation.

To simulate the data that one would obtain in an actual experiment, we use the channel model described in [20]. In particular, the model assumes that Alice sends a qubit state with an exact phase $\theta_{j}$ when she selects the setting $j$. This is because $\Delta$ and $\epsilon^{U}$ are both small, and do not result in significantly different experimental results compared with the ideal case. This does not contradict the assumptions of our security proof: these imperfections could still exist and allow Eve to learn some secret-key information, which our security proof takes into account.

For the simulations, we assume the following channel, device, and protocol parameters: $\Delta = 0.03$ [16], $\delta = 0.063$ [15, 16], $f = 1.16$ and the dark count probability of Bob’s detectors $p_{d} = 10^{-8}$ [2, 12]. Here, we do not consider a specific value for the detection efficiency of Bob’s detectors because we represent the secret-key rate as a function of the overall system loss. Moreover, we assume the efficient QKD scheme [67], where $p_{X} = p_{X} \rightarrow 0$ in the asymptotic scenario.

The results for the modified BB84 protocol are shown in Fig. 1. This figure shows that, as $\epsilon^{U}$ increases, the secret-key rate $R$ decreases. This is expected because $\epsilon^{U}$ takes into account multiple side channels, and therefore, an increase in $\epsilon^{U}$ corresponds to a bigger leakage of secret-key information. In addition, our security proof takes into account variable modulation flaws and setting-independent pulse correlations, allowing each emitted pulse to be different, i.e. non-IID, even in the absence of side channels.!
C. Comparison between the three-state and the modified BB84 protocols

For the comparison with the three-state protocol to be fair, here we consider the same particular device model (see Section IV A). There is, however, a difference in the security proof: for the three-state protocol, Eq. (9) can only be expressed as

$$\sigma_{\alpha X g}^{(k, \text{vir})} = \sum_j c_{\alpha j g}^{(k)} \sigma_{j g}^{(k)}$$

(36)

for \(j \in \{0, 1, 0, 1\}\). In this case, the coefficients \(c_{\alpha j g}^{(k)}\) for \(\alpha \in \{0, 1\}\) are both functions of the same encoding phases: \(c_{\alpha j g}^{(k)}(g_{0z g}, g_{1g}, g_{0X g})\). The form of these coefficients as well as their upper bounds are defined in Appendix H. For the simulations, we take \(c^U \in \{10^{-6}, 10^{-3}\}\) and \(\delta \in \{0.063, 0.126\}\) [15, 16]. All the other experimental parameters are the same as above.

The results are presented in Fig. 2. This figure shows that the modified BB84 protocol achieves better secret-key rates in all parameter regimes investigated. For instance, in Fig. 2, the blue lines are significantly better than the red lines for \(c^U \in \{10^{-6}, 10^{-3}\}\). This indicates that using four states rather than three, while redundant in an idealised scenario [19], is advantageous in the presence of multiple source imperfections.
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Figure 2. Secret-key rate \(R\) as a function of the overall system loss (dB) for different parameter regimes when applying the RT to the modified BB84 protocol (BB84) and to the three-state protocol (3-state). The solid lines correspond to \(\delta = 0.063\) and the dashed lines correspond to \(\delta = 0.126\).

As pointed out in Section III A, this improvement comes from the extra choice in the coefficients of Eq. (9) when adding a fourth state. Loosely speaking, for each \(\alpha \in \{0, 1\}\), the estimation should be tightest when \(\sum_j |c_{\alpha j g}^{(k)}|\) is minimised, since higher absolute values for these coefficients result in increased multiplicative factors for the deviation terms introduced by the application of the bound in Eq. (12). Thus, since \(\sigma_{1X g}^{(k)}\) and \(\sigma_{1X g}^{(k, \text{vir})}\) (\(\sigma_{0X g}^{(k)}\) and \(\sigma_{0X g}^{(k, \text{vir})}\)) are close in the Bloch sphere, if we take \(c_{1,0X g}^{(k)} = 0\) \((c_{0,1X g}^{(k)} = 0)\), then \(c_{1,1X g}^{(k)}\) \((c_{0,0X g}^{(k)}\) is close to one, while \(c_{1,0X g}^{(k)}\) and \(c_{1,1X g}^{(k)}\) \((c_{0,0X g}^{(k)}\) and \(c_{0,1X g}^{(k)}\) are close to zero, minimising the sum of absolute values. We have numerically tested all possible combinations in which \(\sigma_{\alpha X g}^{(k, \text{vir})}\) can be expressed as a function of \(\sigma_{j g}^{(k)}\) for \(j \in \{0, 1, 0, 1\}\), and confirmed that the choices \(c_{1,0X g}^{(k)} = c_{0,1X g}^{(k)}\) result in the highest secret-key rates. This implies that the key-rate advantage of the modified BB84 protocol with respect to the three-state protocol comes from the ability to express \(\sigma_{1X g}^{(k, \text{vir})}\) as a function of \(\sigma_{1X g}^{(k)}\) rather than \(\sigma_{0X g}^{(k)}\).

We remark that, recently, a similar conclusion has been reached by employing a SDP-type security proof [28]. Namely, the MDI BB84 protocol has been shown to provide higher secret-key rates than the MDI three-state protocol in the presence of a particular time-dependent side channel. In this work, however, we show that the modified BB84 protocol achieves a better performance than the three-state protocol in the presence of multiple source imperfections, including classical pulse correlations, when using the RT.

Additionally, one can see in Fig. 2 that, as the SPFs increase, the secret-key rate is roughly the same in all cases investigated. That is, for both analyses the solid lines (corresponding to \(\delta = 0.063\)) and the dashed lines (corresponding to \(\delta = 0.126\)) are close to one another for any value of \(c^U\). In other words, as expected, the RT is robust to SPFs independently of the number of states used.

V. CONCLUSION

The best known and most widely implemented quantum key distribution (QKD) scheme is the Bennett-Brassard 1984 (BB84) protocol [4]. Since its introduction, several rigorous security proofs have been proposed [18, 58, 72–74], but the security of the BB84 protocol with imperfect sources has not yet been fully established. In this work, we have considered a modified BB84 protocol that does not discard the basis mismatched events, and we have used the reference technique (RT) to prove its security in the presence of flawed, leaky and correlated sources. More precisely, our security proof accommodates multiple source imperfections, including state preparation flaws and side channels, such as Trojan-horse attacks, mode dependencies and classical pulse correlations.

Additionally, in this paper we have compared the achievable secret-key rates of the modified BB84 protocol with those obtained when using the three-state loss-tolerant protocol. We have shown that, in the presence of source imperfections, the addition of a fourth state
results in a significant performance improvement, indicating that the modified BB84 protocol offers a clear advantage in guaranteeing the practical security of QKD sources.

In short, this work proves the security of the modified BB84 protocol with practical sources and shows its robustness to source imperfections, taking us a step closer towards ensuring the implementation security of QKD at a level that is suitable for practical applications.
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Appendix A: Description of the modified BB84 QKD protocol

1. **State preparation:** For each round $k \in \{1, \ldots, N\}$, Alice selects the setting $j \in \{0_Z, 1_Z, 0_X, 1_X\}$ with probability $p_j$, generates an encoded pulse and sends it to Bob through the quantum channel.

2. **Detection:** Bob measures each incoming pulse in the basis $\beta \in \{Z, X\}$ with probabilities $p_{Z\beta}$ and $p_{X\beta}$, respectively.

3. **Sifting:** Bob announces which rounds were detected, and Alice and Bob reveal their basis choices in these rounds. Let $K$ be the set of detected rounds in which both users employed the $Z$ basis and $T$ be the set of detected rounds in which Bob employed the $X$ basis. Then, Alice and Bob define their own sifted keys as the bit values associated with her emissions and his measurement results on rounds $K$, respectively. As for rounds $T$, Alice and Bob announce their respective bit values.

4. **Parameter estimation:** Alice quantifies the number of events $N_{j, \gamma, X}$ on rounds $T$ for $j \in \{0_Z, 1_Z, 0_X, 1_X\}$ and $\gamma \in \{0, 1\}$, where $\gamma$ denotes Bob’s measurement outcome. Then, using these quantities she obtains an upper bound $N_{\text{ph}, w}^\text{U}$ on $N_{\text{ph}, w}$, the number of phase errors in her sifted key, using Eq. (24).

5. **Data post-processing:** For error correction, Alice sends Bob encrypted syndrome information [75] about her sifted key through an authenticated public channel, which Bob uses to correct his sifted key. For error verification, Alice and Bob compute a hash of their corrected keys using a random two-universal hash function and check if they are identical. If not, they abort the protocol; otherwise, Alice and Bob perform privacy amplification on their corrected keys. For this, they use a random two-universal hash function to extract an identical secret key pair.

In the presence of setting-dependent pulse correlations, the protocol described above requires slight modifications. First, before step 1, Alice and Bob need to assign tags to each round:

- **Tag assignment:** For each round $k \in \{1, \ldots, N\}$, Alice and Bob assign a tag $w \in \{0, \ldots, l_c\}$ according to the value $w = k \mod (l_c + 1)$, where $l_c$ is the correlation length.

Then, Alice and Bob perform the steps 1-3, with $K_w (T_w)$ defined as the set of detected rounds with tag $w$ in which both users employed the $Z$ basis (Bob employed the $X$ basis). Hence, the $w$th sifted key is defined as the subset of the total sifted key originating from the rounds in $K_w$. After that, the users perform parameter estimation and employ data post-processing to obtain a final secure key:

- **Parameter estimation:** Alice quantifies the number of events $N_{j, \gamma, X, w}$ on rounds $T_w$ for $j \in \{0_Z, 1_Z, 0_X, 1_X\}$ and $\gamma \in \{0, 1\}$. Then, using these quantities she obtains an upper bound $N_{\text{ph}, w}^\text{U}$ on $N_{\text{ph}, w}$, the number of phase errors in her $w$th sifted key, using Eq. (31).

- **Data post-processing:** For error correction, Alice sends Bob encrypted syndrome information about her $w$th sifted key through an authenticated public channel, which Bob uses to correct his $w$th sifted key. For error verification, Alice and Bob compute a hash of their $w$th corrected keys using a random two-universal hash function and check if they are identical. If not, they discard their $w$th corrected keys; otherwise, Alice and Bob perform privacy amplification. For this, they use a random two-universal hash function to extract the $w$th secret key pair.

6. **Key concatenation:** After repeating the steps 3-5 for all tags $w$, Alice and Bob define their final secret key pair as the concatenation of all the $w$th secret keys.
Appendix B: Treatment of the setting-independent factors in the security proof

Let \( G = G_1, \ldots, G_N \) denote the random variables that represent the setting-independent factors affecting the form of Alice’s emitted states, and let \( g = g_1, \ldots, g_N \) denote a particular outcome of these random variables. To prove the security of the actual protocol, we consider an equivalent entanglement-based scenario in which Alice prepares a entangled state with ancillary systems \( A := A_1, \ldots, A_N \) that she can measure to learn her setting choices. Since in the actual protocol Alice’s emitted states depend on \( g \), this entangled state can be expressed as

\[
\int_{g \in \text{dom}(f_G)} f_G(g) |\Psi_g\rangle \otimes |\psi_{A,B,E}\rangle dg.
\]  

where \( f_G(g) \) is the probability density function of \( G \), \( \text{dom}(f_G) \) is the domain of \( f_G(g) \) and \( B,E := B_1, E_1, \ldots, B_N, E_N \). In the setting-independent scenario, the state \( |\Psi_g\rangle_{A,B,E} \) in Eq. (B1) takes the form

\[
|\Psi_g\rangle_{A,B,E} = \bigotimes_{k=1}^{N} \sum_{j_k} \sqrt{p_{j_k}} |j_k\rangle_{A_k} |\psi_{jk,g}\rangle_{B_k,E_k},
\]  

where \( |\psi_{jk,g}\rangle_{B_k,E_k} \) is defined in Eq. (1). Note that, for ease of discussion, in this appendix we explicitly write the setting choice on the \( k^{th} \) round as \( j_k \), rather than \( j \). Alternatively, in the setting-dependent scenario, the state \( |\Psi_g\rangle_{A,B,E} \) in Eq. (B1) takes the form

\[
|\Psi_g\rangle_{A,B,E} = \bigotimes_{k=1}^{N} \sum_{j_k} \sqrt{p_{j_k}} |j_k\rangle_{A_k} |\psi_{jk,g}\rangle_{B_{k-1},j_k-1,B_k,E_k},
\]  

where \( |\psi_{jk,g}\rangle_{B_{k-1},j_k-1,B_k,E_k} \) is defined in Eq. (2).

However, note that Eve cannot distinguish the scenario in which Alice prepares the mixed state in Eq. (B1) from the scenario in which she prepares its purification,

\[
\int_{g \in \text{dom}(f_G)} \sqrt{f_G(g)} |g\rangle \langle g|_{G} |\Psi_g\rangle_{A,B,E} dg,
\]  

and then measures system \( G \) in the very beginning of the protocol, obtaining some outcome \( g \) and post-measurement state \( |\Psi_g\rangle_{A,B,E} \). For simplicity of presentation, in our security analysis, we consider this equivalent scenario, in which the value of \( g \) has effectively become fixed before Alice emits any pulses to Bob. Then, in Section III A, we derive a bound \( N^U_{\text{ph}} \) on the number of phase errors \( N_{\text{ph}} \) that is in fact conditional on this value of \( g \), such that

\[
\Pr[N_{\text{ph}} > N^U_{\text{ph}} | G = g] \leq \epsilon,
\]  

where \( \epsilon \) is the failure probability. Importantly, however, this bound is valid for all possible outcomes \( g \), as neither \( N^U_{\text{ph}} \) nor \( \epsilon \) depend on \( g \). This implies that the bound in Eq. (B5) is also valid for the scenario in which Alice prepares the mixed state in Eq. (B1), since

\[
\Pr[N_{\text{ph}} > N^U_{\text{ph}}] = \int_{g \in \text{dom}(f_G)} f_G(g) \Pr[N_{\text{ph}} > N^U_{\text{ph}} | G = g]
\]

\[
\leq \int_{g \in \text{dom}(f_G)} f_G(g) \epsilon = \epsilon.
\]  

By a similar argument, we conclude that the phase-error rate bounds derived in Section III B also apply to the scenario in which Alice prepares the mixed state in Eq. (B1).

Appendix C: Trojan-horse attacks

Here, we explicitly show how to incorporate THAs in our security analysis. In particular, we assume that Eve’s injected light does not alter Alice’s prepared signals, other than adding extra modes of light that contain information about Alice’s setting choices. That is, in the presence of a THA, the total emitted state consists of a tensor product between the state that Alice would have emitted in Eve’s absence and the back-reflected light from the THA. Moreover, we assume that the back-reflected light on round \( k \) only contains information about the \( k^{th} \) setting choice, and is in tensor product form with the back-reflected light from all the other rounds. In this context, we consider two cases for the THA: (1) the back-reflected light is a pure state, and (2) the back-reflected light is a mixed state. For simplicity of discussion, in what follows we assume that THAs are the only side channel present. However, one can easily combine these results with the other side channels considered in this work, as shown below.

1. Pure output light

In this case, the state emitted on round \( k \) can be written as \( |\psi_{jk,g}\rangle_{B_k,E_k} = |\omega_{jk,g}\rangle_{B_k} \otimes |E_{jk,g}\rangle_{E_k} \), where \( |\omega_{jk,g}\rangle_{B_k} \) is a qubit state and

\[
|E_{jk,g}\rangle_{E_k} = \sqrt{1 - \epsilon(k)} |v\rangle_{E_k} + \sqrt{\epsilon(k)} |e_{jk,g}\rangle_{E_k},
\]  

is the back-reflected light from the THA. Here, \( \epsilon(k) \in [0, 1] \) quantifies the deviation of \( |E_{jk,g}\rangle_{E_k} \) from the vacuum state \( |v\rangle_{E_k} \), and \( |e_{jk,g}\rangle_{E_k} \) is a setting-dependent state orthogonal to \( |v\rangle_{E_k} \), i.e. it belongs to the Fock subspace \( \{1\}, \{2\}, \ldots \). Note that \( |E_{jk,g}\rangle_{E_k} \) could also represent other side channels, such as electromagnetic radiation. Using Eq. (C1), it is straightforward to write the \( k^{th} \) emitted state in the form of Eq. (1):

\[
|\psi_{jk,g}\rangle_{B_k,E_k} = \sqrt{1 - \epsilon(k)} |\phi_{jk,g}\rangle_{B_k,E_k} + \sqrt{\epsilon(k)} |\phi^+_g\rangle_{B_k,E_k},
\]  

(C2)
where the qubit state $|\phi_{j,g}\rangle_{B_k,E_k} := |\omega_{j,g}\rangle_{B_k} |v\rangle_{E_k}$ and the side-channel state $|\phi^+_{j,g}\rangle_{B_k,E_k} := |\omega_{j,g}\rangle_{B_k} |e_{j,g}\rangle_{E_k}$; and consequently, apply our security analysis, given that an upper bound on $\epsilon^{(k)}$ is known.

We remark that the inclusion of side channels other than THAs can be readily accommodated as follows. Suppose that, in the absence of a THA, the state of Alice’s prepared signal on round $k$ is the following:

$$\Omega_{j,g} := \sqrt{1 - c_k} |\omega_{j,g}\rangle_{B_k} + \sqrt{c_k} |\phi_{j,g}\rangle_{B_k},$$

(C3)

where $|\omega_{j,g}\rangle_{B_k}$ is a side-channel state that lives in any Hilbert space orthogonal to $|\omega_{j,g}\rangle_{B_k}$. Note that the state in Eq. (C3) includes any kind of mode dependencies with $|\omega_{j,g}\rangle_{B_k}$ indicating the desired mode. Then, in the presence of a THA, the $k^{th}$ emitted state would simply become $|\psi_{j,g}\rangle_{B_k,E_k} := \Omega_{j,g} \otimes |E_{j,g}\rangle_{E_k}$, which can be written in the form of Eq. (1):

$$\psi_{j,g} := \sqrt{1 - \epsilon^{(k)}_{j,g}} |\omega_{j,g}\rangle_{B_k} + \sqrt{\epsilon^{(k)}_{j,g}} |\phi_{j,g}\rangle_{B_k},$$

(C4)

where $|\phi_{j,g}\rangle_{B_k,E_k} := |\omega_{j,g}\rangle_{B_k} |v\rangle_{E_k}$ and

$$\phi_{j,g} := \sqrt{1 - \epsilon^{(k)}_{j,g}} |\omega_{j,g}\rangle_{B_k} + \sqrt{\epsilon^{(k)}_{j,g}} |\phi_{j,g}\rangle_{B_k}.$$  

(C5)

In a similar way, if in the absence of a THA, Alice’s prepared signal on round $k$ is the following:

$$\Omega_{j,g|\mathcal{X}_{j-1},\ldots,j_{k-1}} := |\omega_{j,g}\rangle_{B_k}$$

and the side-channel state would become $|\phi_{j,g|\mathcal{X}_{j-1},\ldots,j_{k-1}}\rangle_{B_k,E_k} := |\omega_{j,g}\rangle_{B_k} \otimes |E_{j,g}\rangle_{E_k}$; which can be written in the form of Eq. (2).

Experimental method to upper bound $\epsilon^{(k)}$

Here, we show how one could upper bound $\epsilon^{(k)}$ by using only information about the output light intensity (average number of photons). To obtain this information, one needs to first determine the maximum light intensity that Eve could inject into Alice’s source without being detected. Then, by characterising the value of the attenuation in Alice’s setup [23], one can bound the maximum intensity of the output light $\nu_{\text{max}}$. Mathematically, this bound can be expressed as $|E_{j,g}|N|E_{j,g}\rangle_{E_k} \leq \nu_{\text{max}}$ where $N = \sum_n n|n\rangle\langle n|$ is the photon-number operator. Then, using Eq. (C1), we have that

$$\nu_{\text{max}} \geq \langle E_{j,g}|N|E_{j,g}\rangle_{E_k} = \epsilon^{(k)} \langle e_{j,g}|N|e_{j,g}\rangle_{E_k} \geq \epsilon^{(k)},$$

(C7)

with equality if and only if $|e_{j,g}\rangle_{E_k}$ is a single-photon state. We note that one could obtain slightly tighter bounds if one had more information on the back-reflected light, such as it being a coherent state [35].

2. Mixed output light

In this case, we assume that the back-reflected light system $\hat{E}_k$ is purified by an ancillary system $\hat{E}_k'$ that is in Eve’s hands [76]. We can then express the joint state of the back-reflected light and this ancillary system as

$$|E_{j,g}\rangle_{E_k} = \sum_c \sqrt{p_c} |c\rangle \langle c|_{\hat{E}_k} \left(\sqrt{1 - \epsilon^{(k)}_c} |v\rangle_{\hat{E}_k}ight.$$ 

$$+ \sqrt{\epsilon^{(k)}_c} |e_{j,g,c}\rangle_{\hat{E}_k}\right),$$

(C8)

where $E_k := E_k' \otimes \hat{E}_k$ and $\{|c\rangle\}$ forms an orthonormal basis. If $\epsilon^{(k)}_c = \epsilon^{(k)}$ for all $c$, it is straightforward to write the emitted state on round $k$ in the form of Eq. (C2), with $|\phi_{j,g}\rangle_{B_k,E_k} = |\omega_{j,g}\rangle_{B_k} |\lambda\rangle_{E_k}$, where $|\lambda\rangle_{E_k} := \sum_c \sqrt{p_c} |c\rangle \langle c|_{\hat{E}_k} |v\rangle_{\hat{E}_k}$, and $|\phi^+_{j,g}\rangle_{B_k,E_k} := |\omega_{j,g}\rangle_{B_k} \sum_c \sqrt{p_c} |c\rangle \langle c|_{\hat{E}_k} |e_{j,g,c}\rangle_{\hat{E}_k}$. If $\epsilon^{(k)}_c \leq \epsilon^{(k)}$ for all $c$, then the worst case scenario is such that the bound is saturated for all $c$, and one can assume that $\epsilon^{(k)}_c = \epsilon^{(k)}$. In both of these cases, one can directly use the experimental bound $\nu_{\text{max}} \geq \epsilon^{(k)}$ in Eq. (C7) and apply our security analysis.

However, even if the conditions above do not hold, our security analysis can still be applied as long as we have an upper bound on $\sum_c p_c \epsilon^{(k)}_c$, which, as we will show below, can be related to $\nu_{\text{max}}$. To use the RT in this case, one can select the reference states as follows

$$|\phi_{j,g}\rangle_{B_k,E_k} := |\omega_{j,g}\rangle_{B_k} |\lambda\rangle_{E_k},$$

$$|\phi^+_{j,g}\rangle_{B_k,E_k} := |\omega_{j,g}\rangle_{B_k} \sum_c \sqrt{p_c} |c\rangle \langle c|_{\hat{E}_k} \left(\sqrt{1 - \epsilon^{(k)}_c} |v\rangle_{\hat{E}_k}ight.$$ 

$$+ \sqrt{\epsilon^{(k)}_c} |e_{j,g,c}\rangle_{\hat{E}_k}\right),$$

(C9)

where $\nu_{\text{max}} \geq \epsilon^{(k)}$ in Eq. (C7) and apply our security analysis.

Experimental method to upper bound $\sum_c p_c \epsilon^{(k)}$

Similarly to the pure state case, we can obtain a bound on $\sum_c p_c \epsilon^{(k)}$ using only information about the output light intensity. In particular, from Eq. (C8), we have that

$$\nu_{\text{max}} \geq \langle E_{j,g}|\hat{N} |E_{j,g}\rangle_{E_k} \otimes \hat{N}_E |E_{j,g}\rangle_{E_k}$$

where $\hat{N}_E$ is the photon-number operator.
\[
\sum_{c} p_{c} e^{(k)}_{c} (e_{j,c} | \hat{N}_{E_k} | e_{j,c}) E_k \geq \sum_{c} p_{c} e^{(k)}_{c},
\]
(C11)

with equality if \( |e_{j,c} \rangle \) is a single-photon state.

**Appendix D: Proof of Eq. (6)**

Here, we prove Eq. (6) and show that when the QKD protocol is run sequentially (see assumption (A4) in Section II A), the operator \( M^{(k)}_{\gamma \alpha} \) satisfies \( 0 \leq M^{(k)}_{\gamma \alpha} \leq \hat{1} \). To do so, we consider an entanglement-based scenario that is equivalent to the actual protocol. For a fixed \( g \) (see Appendix B), the transmission of \( N \) pulses can then be described by Alice first preparing the following entangled state

\[
|\Psi^g_{A,B,E} \rangle = \bigotimes_{k=1}^{N} \sum_{j_k} \sqrt{p_{j_k}} |j_k \rangle_{A_k} |\psi_{j_k,g} \rangle_{B_k,E_k}
\]

then keeping system \( A \) in her laboratory and sending systems \( B,E \) through the quantum channel. Here, \( A := A_1, \ldots, A_N \) and \( B,E := B_1, E_1, \ldots, B_N, E_N \) refers to the composite systems of Alice’s ancillae and to the pulses sent to Bob, respectively, where \( A_k \) and \( B_k \) for \( k \in \{1, \ldots, N\} \) denote Alice’s and Bob’s kth systems and \( E_k \) denotes any other systems that are emitted by Alice on round \( k \), such as the back-reflected light from a THA (see Appendix C for more details). Also, in Eq. (D1), \( \{|j_k \rangle_{A_k}\} \in \{0_Z, 1_Z, 0_X, 1_X\} \) is a set of orthonormal states and \( |\psi_{j_k,g} \rangle_{B_k,E_k} \) is defined in Eq. (1). Note that, for ease of discussion, in this appendix we explicitly write the setting choice on the kth round as \( j_k \), rather than \( j \).

As already discussed, in our analysis we assume that the QKD protocol is run sequentially such that Alice only generates the kth pulse once Bob has obtained his \( k-1 \)th measurement result. Under this restriction, Eve’s most general coherent attack can be described as the application of a sequence of \( N \) unitary operators \( \hat{U}^{(N)}_{B_N,E_N,\tilde{E}_N} \cdots \hat{U}^{(1)}_{B_{12},E_{12},\tilde{E}_{12}} \), where \( \hat{U}^{(k)}_{B_k,E_k,\tilde{E}_k} \) acts on the kth photonic system \( B_k, E_k \) and on Eve’s updated ancilla \( \tilde{E}_k \), resulting in systems \( B_k \) and \( \tilde{E}_k \), respectively, as shown in Fig. 3.

After Eve’s attack on each round, Alice and Bob measure their local systems. First, Alice measures system \( A_k \) to know if \( j_k \in \{0_Z, 1_Z\} \) or \( j_k \in \{0_X, 1_X\} \), whose respective outcomes are denoted by \( a = Z \) and \( a = X \), and Bob selects the measurement basis \( \beta \in \{Z,X\} \) with probability \( p_{\beta \gamma} \). In the modified BB84 protocol, the secret key is generated from the rounds in which \( (a, \beta) = (Z,Z) \). As explained in Section III A, to prove the security of these rounds, one needs to consider the number of phase errors that Alice and Bob would have observed if they had performed their local measurements in the phase basis instead, i.e. \( \{|\alpha_{X,0}^{(\text{vir})} \rangle_{A_k} = (|0_Z \rangle_{A_k} + (-1)^{\alpha} |1_Z \rangle_{A_k})/\sqrt{2} \}_{\alpha \in \{0,1\}} \) and \( \{\hat{m}_{0X}, \hat{m}_{1X}, \hat{m}_{0Y}, \hat{m}_{1Y}\} \). We can then define a virtual protocol in which, in the key generation rounds, Alice and Bob perform these measurements, and in all the other rounds they perform measurements in their selected basis \( (a, \beta) \).

In this virtual protocol, let us denote all possible outcomes for round \( k \) as \( o_k \in \{(a, \beta, \alpha, \gamma), (f)\} \), where \( \alpha, \gamma \in \{0,1\} \) are Alice’s and Bob’s observed bit values, respectively, and \( f \) is associated with an inconclusive outcome. Now, let us define the POVM element associated with obtaining the outcome \( o_k \) by \( \hat{F}^{o_k}_{A_k, B_k'} \). Then, we can summarise the possible POVM elements as

\[
\begin{align*}
\hat{F}^{(Z,Z,\alpha,\gamma)}_{A_k, B'_k} &= |\alpha_X^{(\text{vir})} \rangle \langle \alpha_X^{(\text{vir})} |_{A_k} \otimes p_{ZB} \hat{m}_{\gamma_X}, \\
\hat{F}^{(Z,X,\alpha,\gamma)}_{A_k, B'_k} &= |\alpha_Z \rangle \langle \alpha_Z |_{A_k} \otimes p_{XB} \hat{m}_{\gamma_X}, \\
\hat{F}^{(X,\beta,\alpha,\gamma)}_{A_k, B'_k} &= |\alpha_X \rangle \langle \alpha_X |_{A_k} \otimes p_{\beta\gamma} \hat{m}_{\gamma_B}, \\
\hat{F}^{(f)}_{A_k, B'_k} &= \hat{1}_{A_k} \otimes \hat{1}_{f}.
\end{align*}
\]

(D2)

Note that \( \hat{F}^{(Z,Z,\alpha,\gamma)}_{A_k, B'_k} \) is the POVM element associated with the estimation of the number of phase errors. A phase error on the kth round can then be defined as obtaining the outcome \( o_k = (Z, Z, 0, 1) \) or \( o_k = (Z, Z, 1, 0) \). Therefore, the probability of a phase error on the kth round conditional on all the previous outcomes \( o_{k-1} \) can be expressed as

\[
P^{(k)}_{g}(\text{ph}\text{Act} | o_{k-1}) = \frac{P(o_k = (Z, Z, 0, 1) \text{ or } (Z, Z, 1, 0) | o_{k-1})}{P(o_{k-1})},
\]

(D3)
where $P(\omega_{k-1})$ is the probability of obtaining Alice’s and Bob’s previous $k-1$ outcomes. Note that this conditional probability on all the previous outcomes is required to take into account any correlations between the measurement outcomes of different rounds of the protocol, which could arise due to Eve’s coherent attack. Because of this dependence, Azuma’s or Kato’s inequality can be employed in order to estimate the total number of phase errors in the protocol.

Now, using the form of the full emitted state in Eq. (D1), the description of Eve’s coherent attack when the QKD protocol is run sequentially, and the POVM elements in Eq. (D2), we can mathematically express the time evolution illustrated in Fig. 3 and calculate the numerator of Eq. (D3) as follows

\[
\begin{align*}
\hat{P} \left( \sum_{\alpha, \gamma \in \{0, 1\} \atop \alpha \neq \gamma} \text{Tr} \left[ F_{A_{\alpha, \gamma}}^{(k)} \hat{U}_{B_{\alpha, \gamma}}^{(k-n)} \hat{U}_{B_{\alpha, \gamma}}^{(k-n)} |0 \rangle \prod_{n=1}^{k-1} |\Psi_{A_{\alpha, \gamma}}^{(n)} \rangle_{A_{\alpha, \gamma}, B_{\alpha, \gamma}, E_{\alpha, \gamma}} \right] \right] \\
&= \sum_{\alpha, \gamma \in \{0, 1\} \atop \alpha \neq \gamma} \text{Tr} \left[ F_{A_{\alpha, \gamma}}^{(k)} \hat{U}_{B_{\alpha, \gamma}}^{(k-n)} \hat{U}_{B_{\alpha, \gamma}}^{(k-n)} |0 \rangle \prod_{n=1}^{k-1} |\Psi_{A_{\alpha, \gamma}}^{(n)} \rangle_{A_{\alpha, \gamma}, B_{\alpha, \gamma}, E_{\alpha, \gamma}} \right] \\
&= \sum_{\alpha, \gamma \in \{0, 1\} \atop \alpha \neq \gamma} \text{Tr} \left[ \hat{U}_{B_{\alpha, \gamma}}^{(k-n)} \hat{U}_{B_{\alpha, \gamma}}^{(k-n)} |0 \rangle \prod_{n=1}^{k-1} |\Psi_{A_{\alpha, \gamma}}^{(n)} \rangle_{A_{\alpha, \gamma}, B_{\alpha, \gamma}, E_{\alpha, \gamma}} \right]
\end{align*}
\]

(D4)

where

\[
\begin{align*}
|\Psi_{A_{\alpha, \gamma}}^{(k-n)} \rangle_{A_{\alpha, \gamma}, B_{\alpha, \gamma}, E_{\alpha, \gamma}} := & \prod_{n=1}^{k-1} \hat{U}_{B_{\alpha, \gamma}}^{(k-n)} |0 \rangle \\
& \prod_{n=1}^{k-1} |\Psi_{A_{\alpha, \gamma}}^{(n)} \rangle_{A_{\alpha, \gamma}, B_{\alpha, \gamma}, E_{\alpha, \gamma}}
\end{align*}
\]

(D5)

with $A_{\leq k-1} := A_{1}, \ldots, A_{k-1}$ and $B_{\leq k-1}, E_{\leq k-1} := B_{1}, E_{1}, \ldots, B_{k-1}, E_{k-1}$, and where $|\psi_{\alpha, \gamma}^{(k)} \rangle_{B_{k}, E_{k}}$ and $p_{\alpha, \gamma}^{(k)}$ are defined in Eqs. (4) and (5), respectively.

In the second equality of Eq. (D4), we took the partial trace over systems $A_{\geq k+1}, B_{\geq k+1}, E_{\geq k+1}$. In the third equality of Eq. (D4), we defined the state $|\Psi_{A_{\alpha, \gamma}}^{(k-n)} \rangle_{A_{\alpha, \gamma}, B_{\alpha, \gamma}, E_{\alpha, \gamma}}$ using Eq. (D5) and used the cyclic property of the trace operation. Finally, in the last equality of Eq. (D4), we used Eq. (3) and the definition of $\hat{F}_{A_{\alpha, \gamma}}^{(k)}$ in Eq. (D2) for $\alpha, \gamma \in \{0, 1\}$ such that $\alpha \neq \gamma$.

By substituting Eq. (D4) in Eq. (D3), we can now express $P_{g}^{(k)}(\text{ph|Act})$ as

\[
P_{g}^{(k)}(\text{ph|Act}) = \sum_{\alpha, \gamma \in \{0, 1\} \atop \alpha \neq \gamma} p_{\alpha, \gamma}^{(k)} |\psi_{\alpha, \gamma}^{(k)} \rangle_{B_{k}, E_{k}} \prod_{\gamma} \hat{U}_{B_{\gamma}}^{(k)} |\Psi_{A_{\alpha, \gamma}}^{(k)} \rangle_{A_{\alpha, \gamma}, B_{\alpha, \gamma}, E_{\alpha, \gamma}}
\]

(D6)

with $\hat{M}_{\alpha, \gamma}^{(k)} := |\psi_{\alpha, \gamma}^{(k)} \rangle_{B_{k}, E_{k}}$ and

\[
\hat{M}_{\gamma}^{(k)} := \frac{\langle \Psi_{\alpha, \gamma}^{(k)} | \hat{U}_{B_{k}}^{(k)} | \Psi_{\alpha, \gamma}^{(k)} \rangle}{P(o_{k-1})},
\]

(D7)

where we have omitted the mode subscripts in the quantum states for simplicity of notation. This concludes the derivation of Eq. (6).

Next, we prove that in this case, the operator $\hat{M}_{\gamma}^{(k)}$ in Eq. (D7) satisfies $0 \leq \hat{M}_{\gamma}^{(k)} \leq \hat{1}$. For this, first note that $\hat{M}_{\gamma}^{(k)} \geq 0$ holds because for any state $|\varphi \rangle$ we have that $\langle \varphi | \hat{M}_{\gamma}^{(k)} | \varphi \rangle = \langle \sqrt{\hat{m}}_{\gamma}^{|k\rangle} | \hat{U}_{B_{k}}^{(k)} | \hat{m}_{\gamma}^{|k\rangle} | \varphi \rangle P(o_{k-1})^{-1/2} \rangle \geq 0$. Then, since $\hat{m}_{\gamma}^{|k\rangle}$ is a POVM element, we have that $\hat{m}_{\gamma}^{|k\rangle} \leq \hat{1}$, and thus we can upper bound $\hat{M}_{\gamma}^{(k)}$ as

\[
\hat{M}_{\gamma}^{(k)} \leq \frac{\langle \Psi_{\alpha, \gamma}^{(k)} | \hat{U}_{B_{k}}^{(k)} | \Psi_{\alpha, \gamma}^{(k)} \rangle}{P(o_{k-1})}
\]

(D8)

Therefore, by combining these two arguments, we have
that, when the QKD protocol is run sequentially, $0 \leq M^{(k)}_{jk} \leq 1$, as required.

**Appendix E: Results used in Section III B**

1. Derivation of $|\tilde{\psi}_{jk,g} j_{k-1} \ldots j_{k-l_c} \rangle_{B_k, E'_k}$ and Eq. (26)

Here, we show how to derive $|\tilde{\psi}_{jk,g} j_{k-1} \ldots j_{k-l_c} \rangle_{B_k, E'_k}$ and Eq. (26), which are required to prove the security of the modified BB84 protocol in the presence of setting-dependent pulse correlations. To do so, we consider an entanglement-based picture of the protocol. In this case, for a fixed $g$ (see Appendix B), the transmission of $N$ pulses is described by Alice first preparing $N$ ancilla systems and $N$ pulses in the state

$$|\Psi g\rangle_{A,B,E} = \sum_{j_1} \sqrt{p_{j_1}} |j_1\rangle_{A_1} |\psi_{j_1.g} \rangle_{B_1, E_1}$$

$$|\Psi g j_{k-1} \ldots j_{k-l_c} \rangle_{A_k, B_k, E'_k} := \sum_{j_k} \sqrt{p_{j_k}} |j_k\rangle_{A_k} |\psi_{jk.g} j_{k-1} \ldots j_{k-l_c} \rangle_{B_k, E'_k} \sum_{n=1}^{l_c} \sum_{j_{k+n}} \sqrt{p_{j_{k+n}}} |j_{k+n}\rangle_{A_{k+n}} |\psi_{jk+n,g} j_{k+n-1} \ldots j_{k-l_c} \rangle_{B_{k+n}, E_{k+n}}$$

$$\otimes \sum_{j_N} \sqrt{p_{j_N}} |j_N\rangle_{A_N} |\psi_{jN,g} j_{N-1} \ldots j_{k-l_c} \rangle_{B_N, E_N},$$

and then sending systems $B, E$ through the quantum channel. Here, $A := A_1, \ldots, A_N$ and $B, E := B_1, E_1, \ldots, B_N, E_N$ refers to the composite systems of Alice’s ancillae and to the pulses sent to Bob, respectively, where $A_k$ and $B_k$ for $k \in \{1, 2, \ldots, N\}$ denote Alice’s and Bob’s $k$th systems, and $E_k$ denotes any other systems sent by Alice through the quantum channel. In Eq. (E1), $\{ |j_k\rangle_{A_k} \}_{j_k \in \{0,1\}}$ is a set of orthonormal states and $|\psi_{jk,g} j_{k-1} \ldots j_{k-l_c} \rangle_{B_k, E'_k}$ is defined in Eq. (2). Note that, for ease of discussion, in this appendix we explicitly write the setting choice on the $k$th round as $j_k$, rather than $j$.

We are interested in the post-measurement state after Alice has measured her ancilla $A_{k-1} := A_1, \ldots, A_{k-1}$. Once we trace out the systems $A_{k-1} := A_1, \ldots, A_{k-1}, B_{k-1}, E_{k-1}$, this post-measurement state can be expressed as

$$|\tilde{\psi}_{jk+lc+1} j_{k+lc+1} \rangle_{A_{k+lc+1}} |\psi_{jk+lc+1,g} j_{k+lc+1} \ldots j_{k+lc} \rangle_{B_{k+lc+1}, E_{k+lc+1}} \otimes \sum_{j_N} \sqrt{p_{j_N}} |j_N\rangle_{A_N} |\psi_{jN,g} j_{N-1} \ldots j_{k-l_c} \rangle_{B_N, E_N},$$

which forms a set of orthogonal states as $
\{ |\psi_{jk+lc+1,g} \rangle_{A_{k+lc+1}, B_{k+lc+1}, E_{k+lc+1}} \}_{j_k \in \{0,1\}, j_{k+lc+1} \in \{0,1\}}$. Next, using Eq. (E3), we define the following state

$$|\tilde{\lambda}_{jk\ldots j_{k+lc}} \rangle_{A_{k+lc+1}, B_{k+lc+1}, E_{k+lc+1}} := \sum_{j_{k+1}} \sqrt{p_{j_{k+1}}} \otimes \sum_{j_{k+lc}} |\psi_{jk+lc+1,g} j_{k+lc+1} \rangle_{A_{k+lc+1}, B_{k+lc+1}, E_{k+lc+1}}$$

$$|\tilde{\psi}_{jk+lc+1} j_{k+lc+1} \rangle_{A_{k+lc+1}} |\psi_{jk+lc+1,g} j_{k+lc+1} \ldots j_{k+lc} \rangle_{B_{k+lc+1}, E_{k+lc+1}} \otimes \sum_{j_N} \sqrt{p_{j_N}} |j_N\rangle_{A_N} |\psi_{jN,g} j_{N-1} \ldots j_{k-l_c} \rangle_{B_N, E_N},$$

Note that $|\tilde{\lambda}_{jk\ldots j_{k+lc}} \rangle_{A_{k+lc+1}, B_{k+lc+1}, E_{k+lc+1}}$ depends on $j_k$ even though it does not include system $B_k$. This means that it is effectively a side channel to the $k$th pulse.
Finally, using Eq. (E4), we can rewrite Eq. (E2) as

\[ |\Psi_{jk} \rangle_{j_k \ldots j_{k-1}} = \sum_{j_k} \sqrt{P_{j_k}} |j_k \rangle A_k \]
\[ |\hat{\phi}_{jk} \rangle_{j_k \ldots j_{k-1}} = \sum_{j_k} \sqrt{P_{j_k}} |j_k \rangle A_k \]

Now, it is useful to decompose \(|\psi_{jk} \rangle_{j_k \ldots j_{k-1}} \rangle_{A_{k+1}, E_k} \) in Eq. (E5). For this, we first combine Eq. (E5) and Eq. (E4), and then use Eq. (2) such that

\[ |\psi_{jk} \rangle_{j_k \ldots j_{k-1}} \rangle_{A_{k+1}, \cdots, A_{k+1}, \cdots, A_{k+1}, E_{k+1}, \cdots, E_{k+1}} = |\lambda_{jk} \rangle_{j_k \ldots j_{k+1}, \cdots, j_{k+1}, \cdots, j_{k+1}, E_{k+1}, \cdots, E_{k+1}} \]

In this equation, we have defined

\[ \epsilon^{(k)}_{j_k,j_{k-1}, \ldots, j_{k-1}} := 1 - \left( 1 - \epsilon^{(k)}_{j_k,j_{k-1}, \ldots, j_{k-1}} \right) \]
\[ \prod_{n=1}^{j_k} \sqrt{P_{j_k}} \sum_{j_{k+1}} \sqrt{P_{j_{k+1}}} |j_{k+1} \rangle \cdots |\lambda_{j_k, \ldots, j_{k+1}, \cdots, j_{k+1}, \cdots, j_{k+1}, E_{k+1}, \cdots, E_{k+1}} \rangle = |\hat{\phi}_{jk} \rangle_{B_k, E_k} \]

and \(|\hat{\phi}_{jk} \rangle_{B_k, E_k} \) is a state orthogonal to \(|\lambda_{jk} \rangle_{j_k \ldots j_{k+1}, \cdots, j_{k+1}, \cdots, j_{k+1}, E_{k+1}, \cdots, E_{k+1}} \rangle_{A_{k+1}, E_k} \), living in a Hilbert space of any dimension, and whose explicit form is omitted here for simplicity. Importantly, substituting Eq. (E6) into Eq. (E5) we obtain

\[ |\Psi_{jk} \rangle_{j_k \ldots j_{k-1}} \rangle_{A_k, B_k, E_k} \]
\[ = \sum_{j_k} \sqrt{P_{j_k}} |\lambda_{jk} \rangle_{j_k \ldots j_{k-1}} \rangle_{B_k, E_k} \]

which implies that we can regard the emitted states on round \( k \) to be \(|\hat{\phi}_{jk} \rangle_{B_k, E_k} \).

Now, suppose that Alice performs a measurement on system \( A_k \) such that she learns if \( j_k \in \{0Z, 1Z\} \) or if \( j_k \in \{0X, 1X\} \), i.e. her choice of basis for the \( k \)th round. If she obtains the former outcome, her post-measurement state can be expressed as

\[ |\Psi^Z_{jk} \rangle_{j_k \ldots j_{k-1}} \rangle_{A_k, B_k, E_k} \]
\[ = \frac{1}{\sqrt{2}} \sum_{\alpha \in \{0, 1\}} |\alpha Z \rangle_{A_k} |\hat{\phi}_{\alpha Z, j_k \ldots j_{k-1}} \rangle_{B_k, E_k} \]

where we have used \( p_{0Z} = p_{1Z} \) (see assumption (A1) in Section II A). This concludes the derivation of Eq. (26).
2. Proof of Eq. (27)

Here, we prove Eq. (27) and show that when the QKD protocol is run sequentially (see assumption (A4) Section II A), the operator $\hat{D}_{x}^{(k)}$ satisfies $0 \leq \hat{D}_{x}^{(k)} \leq \hat{1}$. To do so, we consider again an entanglement-based scenario that is equivalent to the actual protocol. For a fixed $g$, the transmission of $N$ pulses can then be described by Alice first preparing the entangled state $|\Psi_{g}\rangle_{A,B,E}$ in Eq. (E1), keeping system $A$ in her laboratory and sending systems $B,E$ through the quantum channel. In our analysis we assume that the QKD protocol is run sequentially. As explained in Appendix D, under this restriction, Eve’s most general attack is described by $\hat{U}_{B_{1},E_{1}}^{(N)} \ldots \hat{U}_{A_{1}}^{(N)}$, where $\hat{U}_{A_{k},B_{k},E_{k}}^{(k)}$ acts on the $k^{th}$ photonic system $B_{k}$, $E_{k}$ and on Eve’s updated ancilla $\tilde{E}_{k}$, resulting in systems $B_{k}^{o}$ and $\tilde{E}_{k}$ (see Fig. 3 for more details). After Eve’s attack on each round, Alice and Bob measure their local systems to obtain the experimental data. The secret key is generated from the rounds in which both have selected the $Z$ basis, i.e. $(\alpha, \beta) = (Z, Z)$, where $\alpha$ ($\beta$) denotes Alice’s (Bob’s) basis selection.

As before, to prove the security of these rounds, one needs to consider a virtual protocol to estimate the number of phase errors that Alice and Bob would have obtained if they had performed their local measurements in the phase basis instead, i.e. $\{|a_{\lambda}^{(\text{vir})}\rangle_{A_{k}} = (|0\rangle_{A_{k}} + (-1)^{\lambda} |1\rangle_{A_{k}})/\sqrt{2}\}_{\lambda \in \{0, 1\}}$ and $\{\tilde{m}_{0}, \tilde{m}_{1}, \tilde{m}_{f}\}$, respectively. Unlike in Appendix D, however, each emitted pulse $k$ now depends on the previous $l_{c}$ setting choices $\{j_{k-1}, \ldots, j_{k-l_{c}}\}$. As explained in Section III B, this dependence does not allow us to naively consider a virtual protocol in which Alice and Bob perform phase basis measurements on all key generation rounds. Instead, we consider that Alice and Bob assign a tag $w \in \{0, \ldots, l_{c}\}$ to each round $k$ according to the value $w = k \mod (l_{c}+1)$ and construct $(l_{c} + 1)$ virtual protocols whose respective $w^{th}$ sifted keys are subsets of the total sifted key originating from the rounds with a tag $w$. In each $w^{th}$ virtual protocol, Alice’s and Bob’s measurements on the $w$-tagged rounds are described by the POVM $\{F_{A_{k},B_{k}^{o}}^{(w)}\}_{o_{k}}$, whose elements are defined in Eq. (D2), and on the other rounds, Alice’s and Bob’s measurements are described by the POVM $\{J_{A_{k},B_{k}^{o}}^{(w)}\}_{o_{k}}$, whose elements are defined as $J_{A_{k},B_{k}^{o}}^{(w)} = |a_{\alpha}\rangle_{A_{k}} \otimes p_{\beta} \tilde{m}_{\gamma}$ and $J_{A_{k},B_{k}^{o}}^{(f)} = \tilde{1}_{A_{k}} \otimes \tilde{m}_{f}$, where $\alpha, \gamma \in \{0, 1\}$ are Alice’s and Bob’s observed bit value respectively, and $f$ is associated with an inconclusive outcome. Note that each of the these virtual protocols is indistinguishable from the actual protocol.

The probability that, in the $w^{th}$ virtual protocol, a phase error is obtained on some round $k$ with a tag $w$, conditioned on all the previous outcomes of the $w^{th}$ virtual protocol, can then be expressed as Eq. (D3), rewritten here for convenience:

$$P^{(k)}(\text{ph|Act}) = \frac{P(o_{k} = (Z, Z, 0, 1) \text{ or } (Z, Z, 1, 0), o_{k-1})}{P(o_{k-1})},$$

(E11)

where $P(o_{k-1})$ is the probability of obtaining Alice’s and Bob’s previous outcomes. Let us now introduce the POVM $\{\hat{L}_{A_{k},B_{k}^{o}}^{(w)}\}_{o_{k}}$, which is defined as $\{F_{A_{k},B_{k}^{o}}^{(w)}\}_{o_{k}}$ when a pulse $k$ has the tag $w$ and defined as $\{J_{A_{k},B_{k}^{o}}^{(w)}\}_{o_{k}}$ when it has another tag. Therefore, by using this POVM, the form of the emitted state in Eq. (E1) as well as the de-
\[
\begin{align*}
&= \sum_{\alpha, \gamma \in \{0, 1\}} \alpha \neq \gamma \quad \text{Tr} \left[ A_{\leq k-1, B'_{\leq k-1}, E_{\leq k-1}, \tilde{E}_k} \left( \Psi_g^{k-1} \right) | \tilde{U}^{(k)}_{B_k, E_k, \tilde{E}_k} \tilde{F}^{(Z, Z, \alpha, \gamma)}_{A_k, B'_k} \tilde{U}^{(k)}_{B_k, E_k, \tilde{E}_k} \Psi_g^{k-1} \right] A_{\leq k-1, B'_{\leq k-1}, E_{\leq k-1}, \tilde{E}_k} \\
&= \sum_{\alpha, \gamma \in \{0, 1\}} \alpha \neq \gamma \quad \text{Tr} \left[ A_{\leq k-1, B'_{\leq k-1}, E_{\leq k-1}, \tilde{E}_k} \left( \Psi_g^{k-1} \right) | \tilde{U}^{(k)}_{B_k, E_k, \tilde{E}_k} \tilde{m}_{\gamma \times} \tilde{U}^{(k)}_{B_k, E_k, \tilde{E}_k} \Psi_g^{k-1} \right] A_{\leq k-1, B'_{\leq k-1}, E_{\leq k-1}, \tilde{E}_k} \\
&= P^{(k, \text{vir})}_{\alpha X, g, j_{k-1}, \ldots, j_{k-\ell}} P_{ZB} \left| \psi^{(\text{vir})}_{\alpha X, g, j_{k-1}, \ldots, j_{k-\ell}} \right\rangle \left\langle \psi^{(\text{vir})}_{\alpha X, g, j_{k-1}, \ldots, j_{k-\ell}} \right| B_k, E_k', \right]
\end{align*}
\]

where

\[
|\Psi_g^{k-1}\rangle_{A_{\leq k-1}, B'_{\leq k-1}, E_{\leq k-1}, \tilde{E}_k} := \left[ \prod_{n=1}^{k-1} \sqrt{P_{j_n}} | j_n \rangle_{A_n} \left| \psi_{\alpha X, g, j_{k-1}, \ldots, j_{k-\ell}} \right\rangle_{B_k, E_k'} \right],
\]

with \(A_{\leq k-1} := A_1, \ldots, A_{k-1}\) and \(B'_{\leq k-1}, E_{\leq k-1} := B'_1, E_1, \ldots, B'_{k-1}, E_{k-1}\), and where \(|\psi^{(\text{vir})}_{\alpha X, g, j_{k-1}, \ldots, j_{k-\ell}}\rangle_{B_k, E_k'}\) and \(P^{(k, \text{vir})}_{\alpha X, g, j_{k-1}, \ldots, j_{k-\ell}}\) are defined in Eqs. (29) and (28), respectively. In the second equality of Eq. (E12), we have used the fact that Alice’s measurements on her ancillae \(A_{\leq k-1}\) commute with any measurements or operations on systems \(B_1, E_1, \ldots, B_{k-1}, E_{k-1}, \tilde{E}_k\), and the fact that \(\hat{L}_{A_k, B'_k}\) can be decomposed as \(\hat{L}_{A_k} \otimes \hat{L}_{B'_k}\), where Alice’s outcome \(\alpha_k\) and Bob’s outcome \(\beta_k\) on round \(k\) are defined as \((d, \alpha, \beta)\), respectively. In the third equality of Eq. (E12), we have used the definition of the post-measurement state \(|\Psi_g^{(\text{j}, \ldots, \text{j}_{k-\ell})}, A_k, B_k, E_k\rangle\) in Eq. (E2), and in the fourth equality of Eq. (E12), we have defined the state \(|\Psi_g^{k-1}\rangle_{A_{\leq k-1}, B'_{\leq k-1}, E_{\leq k-1}, \tilde{E}_k}\) using Eq. (E13) and we have taken advantage of the cyclic property of the trace operation. Finally, in the last equality of Eq. (E12), we have used Eq. (E9), Eq. (E26) and the definition of \(\hat{F}^{(Z, Z, \alpha, \gamma)}\) in Eq. (D2) for \(\alpha, \gamma \in \{0, 1\}\) such that \(\alpha \neq \gamma\).

By substituting Eq. (E12) in Eq. (E11), we can now express \(P^{(k, \text{ph})}_{g}(\text{ph}|\text{Act})\) as

\[
P^{(k, \text{ph})}_{g}(\text{ph}|\text{Act}) := \sum_{\alpha, \gamma \in \{0, 1\}} \alpha \neq \gamma \quad \text{Tr} \left[ \sigma^{(k, \text{vir})}_{\alpha X, g, j_{k-1}, \ldots, j_{k-\ell}} \hat{D}^{(k)}_{\gamma X} \right],
\]

with \(\sigma^{(k, \text{vir})}_{\alpha X, g, j_{k-1}, \ldots, j_{k-\ell}} := \hat{P} \left( |\psi^{(\text{vir})}_{\alpha X, g, j_{k-1}, \ldots, j_{k-\ell}} \rangle_{B_k, E_k'} \right)\)

and

\[
\hat{D}^{(k)}_{\gamma X} := \frac{\langle \Psi_g^{k-1}| \tilde{U}^{(k)}| \tilde{U}^{(k)*} \rangle_{B_k, E_k, \tilde{E}_k} \tilde{m}_{\gamma \times} \tilde{U}^{(k)}| \Psi_g^{k-1} \rangle_{B_k, E_k, \tilde{E}_k}}{P(a_{k-1}^{-1})},
\]

where \(P(a_{k-1}^{-1}) = ||\Psi_g^{k-1}||^2\), and where we have omitted the mode subscripts in the quantum states for simplicity of notation. This concludes the derivation of Eq. (27).

Finally, note that the operator \(\hat{D}^{(k)}_{\gamma X}\) in Eq. (E15) has a very similar form to the operator \(\tilde{M}_{\gamma X}\) in Eq. (D7). Therefore, we can use an analogous argument to that in Appendix D to show that when the QKD protocol is run sequentially, the operator \(\hat{D}^{(k)}_{\gamma X}\) satisfies \(0 \leq \hat{D}^{(k)}_{\gamma X} \leq \hat{1}\).

3. Upper bounds on \(|\langle \psi_{(\text{j}, \ldots, \text{j}_{k-\ell})}| \phi_{(\text{j}, \ldots, \text{j}_{k-\ell})} \rangle_{B_k, E_k'}|\)

When employing the RT to prove the security of the protocol, we define the reference states

\[
|\phi_{(\text{j}, \ldots, \text{j}_{k-\ell})} \rangle_{B_k, E_k'} = |\phi_{(\text{j}, \ldots, \text{j}_{k-\ell})} \rangle_{B_k, E_k} \sum_{j_{k+1}} \sqrt{P_{j_{k+1}}} \cdots \sum_{j_{k+\ell}} \sqrt{P_{j_{k+\ell}}} \langle \psi_{j_{k+1}, \ldots, j_{k+\ell}}|_{A_{\geq k+1}, B_{\geq k+1}, E_{\geq k+1}} \rangle_{B_{k+n}, E_{k+n}} \quad (\text{E16})
\]

and

\[
|\psi_{(g)}^{Z}_{(\text{f})} \rangle_{A_k, B_k, E_k'} = \frac{1}{\sqrt{2}} \sum_{\alpha \in \{0, 1\}} |\alpha Z\rangle_{A_k} |\phi_{\alpha Z} \rangle_{B_k, E_k'},
\]

which are analogous to \(|\tilde{U}^{(k)}| \tilde{U}^{(k)*} \rangle \tilde{m}_{\gamma \times} \tilde{U}^{(k)}| \Psi_g^{k-1} \rangle_{B_k, E_k, \tilde{E}_k}\) and \(|\psi_{(\text{j}, \ldots, \text{j}_{k-\ell})} \rangle_{A_k, B_k, E_k'}\), respectively. Note that, unlike \(|\phi_{(\text{j}, \ldots, \text{j}_{k-\ell})} \rangle_{B_k, E_k'}\) in Eq. (E8), \(|\phi_{(\text{j}, \ldots, \text{j}_{k-\ell})} \rangle_{B_k, E_k'}\) in Eq. (E16) is a qubit state,
i.e., \( \{|\phi_{j,k,g}\rangle_{A_k,B_k,E_k}\}_{j,k=0,1,x,0,1,\ldots} \) spans a qubit space, because \( |A_g\rangle_{A_{\geq k+1},B_{\geq k+1},E_{\geq k+1}} \) is a state independent of \( j_k \).

Using Eqs. (E6) and (E16), we can then calculate an upper bound on the inner product \( \langle \tilde{\psi}_{j,k,g}|j_{k-1},\ldots,j_{k-1}\rangle \phi_{j,k,g}\rangle_{B_k,E_k}^* \) such that

\[
\langle \tilde{\psi}_{j,k,g}|j_{k-1},\ldots,j_{k-1}\rangle \phi_{j,k,g}\rangle_{B_k,E_k}^* \geq \langle \tilde{\psi}_{j,k,g}|j_{k-1},\ldots,j_{k-1}\rangle \phi_{j,k,g}\rangle_{B_k,E_k}^* \geq \sqrt{1 - \epsilon_U}^{l+1} =: \sqrt{1 - \epsilon_U}; 
\]

where \( \epsilon_U := 1 - (1 - \epsilon_{U})^{l+1} \). In the second equality of Eq. (18), we have used the fact that \( \langle \tilde{\psi}_{j,k,g}|j_{k-1},\ldots,j_{k-1}\rangle \phi_{j,k,g}\rangle_{B_k,E_k}^* = 0 \) for any \( j_k \), in the third equality we have used the definition in Eq. (E8), and in the forth equality, we have used the definition in Eq. (E7). Finally, in the inequality of Eq. (E18), we have used that \( \sum_{j_k} p_{j_k} = 1 \) for any round \( k \) and that \( \epsilon_{(k)}_{j_k,g}j_{k-1},\ldots,j_{k-1} \leq \epsilon_U \) for all \( k, j_k, g \), and \( j_{k-1},\ldots,j_{k-1} \) (see assumption (A2.b) in Section II A).

Similarly, using Eqs. (E10) and (E17), we can calculate an upper bound on the inner product \( \langle \tilde{\psi}_{j,k,g}|j_{k-1},\ldots,j_{k-1}\rangle \phi_{j,k,g}\rangle_{A_k,B_k,E_k}^* \) such that

\[
\langle \tilde{\psi}_{j,k,g}|j_{k-1},\ldots,j_{k-1}\rangle \phi_{j,k,g}\rangle_{A_k,B_k,E_k}^* \geq \langle \tilde{\psi}_{j,k,g}|j_{k-1},\ldots,j_{k-1}\rangle \phi_{j,k,g}\rangle_{A_k,B_k,E_k}^* \geq \sqrt{1 - \epsilon_U}^{l+1} =: \sqrt{1 - \epsilon_U}; 
\]

where we have used the fact that \( \langle j_k|j_k\rangle_{A_k} = \delta_{j_k,j_k} \). Also, in the inequality of Eq. (E19) we have used the upper bound in Eq. (E18). This concludes the calculation of the upper bounds on the inner products \( \langle \tilde{\psi}_{j,k,g}|j_{k-1},\ldots,j_{k-1}\rangle \phi_{j,k,g}\rangle_{B_k,E_k}^* \) and \( \langle \tilde{\psi}_{j,k,g}|j_{k-1},\ldots,j_{k-1}\rangle \phi_{j,k,g}\rangle_{A_k,B_k,E_k}^* \).

### Appendix F: Proof of Eq. (33)

Here, we provide a proof of the second inequality in Eq. (33). From Eq. (25), we can express \( \epsilon_{U}^{\parallel} \) as

\[
\epsilon_{U}^{\parallel} = \frac{N_{ph}^{U}}{N_{det}^{2(Z)}} = \frac{N}{N_{det}^{2(Z)}} f \left( \frac{X}{N} \right),
\]

where \( x \) is a tuple whose elements are \( N_{j,\gamma x} \) for all \( j, \gamma \), and \( f \) is a multivariate function that is concave with respect to all of its arguments due to the concavity of \( G_{+}(y,z) \) and \( G_{-}(y,z) \) with respect to \( y \). Similarly, from Eq. (32), we can express \( \epsilon_{U}^{\parallel, w} \) as

\[
\epsilon_{U}^{\parallel, w} = \frac{N_{w}^{U}}{N_{det}^{2(Z)}} = \frac{N_{w}}{N_{det}^{2(Z)}} f \left( \frac{X_{w}}{N_{w}} \right),
\]

where \( x_{w} \) is a tuple whose components are \( N_{j,\gamma x,\ldots} \) for all \( j, \gamma, \) and \( f \) is the same function as in Eq. (F1). We have that

\[
\sum_{w=0}^{l_c} q_{w} \epsilon_{U}^{\parallel, w} = \sum_{w=0}^{l_c} N_{det}^{2(Z)} N_{w} f \left( \frac{X_{w}}{N_{w}} \right) 
\]

Using Eqs. (F6) and (F16), we can then calculate the upper bound on the inner product \( \langle \tilde{\psi}_{j,k,g}|j_{k-1},\ldots,j_{k-1}\rangle \phi_{j,k,g}\rangle_{B_k,E_k}^* \) such that
\[
\begin{align*}
\leq \frac{N}{N_{\text{det}}} f \left( \sum_{w=0}^{L} N_{w} x_{w} \right) \\
= \frac{N}{N_{\text{det}}} f \left( \frac{X}{N} \right) = r_{\text{ph}},
\end{align*}
\]

where the inequality is due to the concavity of \( f \), and the second to last equality is due to \( \sum_{w=0}^{L} N_{w} x_{w} = x \), since \( \sum_{w=0}^{L} N_{j,\gamma X,w} = N_{j,\gamma X} \).

### Appendix G: Parameters \( c_{\alpha,j,g}^{(k)} \), \( c_{\alpha,j}^{(1)} \) and \( p_{\alpha X}^{(n)iU} \) for the modified BB84 protocol

In this appendix, we provide the full expressions of the coefficients \( c_{\alpha,j,g}^{(k)} \), with \( \alpha \in \{0,1\} \) and \( j \in \{0_Z,1_Z\}, 0_X,1_X \}, associated with the modified BB84 protocol, for the particular phase-encoding scheme considered in Section IV A. Direct calculations show that these coefficients are given by

\[
\begin{align*}
c_{1,0_Z,g}^{(k)} &= \sin \left( \frac{\theta_{0_Z,0}^{(k)}}{2} - \frac{\theta_{0_Z,1}^{(k)}}{2} \right) - \sin \left( \frac{\theta_{0_Z,1}^{(k)}}{2} - \frac{\theta_{1_Z,1}^{(k)}}{2} \right), \\
c_{1,1_Z,g}^{(k)} &= \sin \left( \frac{\theta_{1_Z,0}^{(k)}}{2} - \frac{\theta_{1_Z,1}^{(k)}}{2} \right) + 2 \sin \left( \frac{\theta_{0_Z,0}^{(k)}}{2} - \frac{\theta_{1_Z,1}^{(k)}}{2} \right) - \sin \left( \frac{\theta_{0_Z,1}^{(k)}}{2} - \frac{\theta_{1_Z,1}^{(k)}}{2} \right), \\
c_{1,1_X,g}^{(k)} &= \cos \left( \frac{\theta_{0_Z,0}^{(k)}}{2} - \frac{\theta_{1_Z,1}^{(k)}}{2} \right) - 1 \left[ \cos \left( \frac{\theta_{0_Z,0}^{(k)}}{2} - \frac{\theta_{1_Z,1}^{(k)}}{2} \right) - \cos \left( \frac{\theta_{0_Z,1}^{(k)}}{2} - \frac{\theta_{1_Z,1}^{(k)}}{2} \right) \right. \\
&\quad \left. - \cos \left( \frac{\theta_{0_Z,1}^{(k)}}{2} - \frac{\theta_{1_Z,1}^{(k)}}{2} \right) - \cos \left( \frac{\theta_{0_Z,0}^{(k)}}{2} - \frac{\theta_{1_Z,1}^{(k)}}{2} \right) \right], \\
c_{0,0_Z,g}^{(k)} &= 2 \sin \left( \frac{\theta_{0_Z,0}^{(k)}}{2} - \frac{\theta_{0_Z,1}^{(k)}}{2} \right) - \sin \left( \frac{\theta_{0_Z,0}^{(k)}}{2} - \frac{\theta_{0_Z,1}^{(k)}}{2} + \frac{\theta_{0_X,1}^{(k)}}{2} \right) + \sin \left( \frac{\theta_{0_Z,0}^{(k)}}{2} - \frac{\theta_{0_X,1}^{(k)}}{2} \right), \\
c_{0,1_Z,g}^{(k)} &= \sin \left( \frac{\theta_{0_Z,0}^{(k)}}{2} - \frac{\theta_{0_Z,1}^{(k)}}{2} \right) + \sin \left( \frac{\theta_{0_Z,1}^{(k)}}{2} - \frac{\theta_{0_X,1}^{(k)}}{2} \right), \\
c_{0,1_X,g}^{(k)} &= \cos \left( \frac{\theta_{0_Z,0}^{(k)}}{2} - \frac{\theta_{1_Z,1}^{(k)}}{2} \right) - 1 \left[ \cos \left( \frac{\theta_{0_Z,0}^{(k)}}{2} - \frac{\theta_{1_Z,1}^{(k)}}{2} \right) - \cos \left( \frac{\theta_{0_Z,1}^{(k)}}{2} - \frac{\theta_{0_X,1}^{(k)}}{2} \right) \right. \\
&\quad \left. - \cos \left( \frac{\theta_{0_Z,1}^{(k)}}{2} - \frac{\theta_{0_X,1}^{(k)}}{2} \right) - \cos \left( \frac{\theta_{0_Z,0}^{(k)}}{2} - \frac{\theta_{0_X,1}^{(k)}}{2} \right) \right] = \cos \left( \frac{\theta_{0_Z,0}^{(k)}}{2} + \frac{\theta_{1_Z,1}^{(k)}}{2} - \frac{\theta_{0_Z,1}^{(k)}}{2} - \frac{\theta_{0_X,1}^{(k)}}{2} + \frac{\theta_{0_Z,1}^{(k)}}{2} - \frac{\theta_{1_Z,1}^{(k)}}{2} + \frac{\theta_{0_Z,0}^{(k)}}{2} - \frac{\theta_{0_X,1}^{(k)}}{2} \right). \\
\end{align*}
\]
iments [16].

To derive the analytical upper bounds, we consider the partial differential equations of $c_{\alpha_{\beta_1},g}^{(k)}$ with respect to each $\theta_{\beta_1}^{(k)}$ and then select the values of $\theta_{\beta_1}^{(k)} \in [\theta_{\beta_1}^L, \theta_{\beta_1}^U]$ that maximise them. For example, since $\partial_{\theta_{0z}^{(k)}g}c_{1,0z,g}^{(k)} > 0$ when $\theta_{0z}^{(k)}g \in [-\pi/6, \pi/6]$, $\theta_{1z}^{(k)}g \in [5\pi/6, 7\pi/6]$ and $\theta_{0x}^{(k)}g \in [\pi/3, 2\pi/3]$, $c_{1,0z,g}^{(k)}$ is maximised when $\theta_{0z}^{(k)}g = \theta_{0z}^L$. Alternatively, if the function is not always increasing or decreasing with respect to a particular argument, but given the ranges stated above it is convex with respect to that argument, e.g. $\partial_{\theta_{0z}^{(k)}g} c_{1,1x,g}^{(k)}$ is maximised either when $\theta_{0z}^{(k)}g = \theta_{0z}^L$ or when $\theta_{0z}^{(k)}g = \theta_{0z}^U$, and we select the appropriate value by inspection. The overall solution is the following:

\[
c_{1,0z}^U \rightarrow c_{1,0z,g}^{(k)}(\theta_{0z}^U, \theta_{1z}^L, \theta_{1x}^L), \quad c_{1,1z}^U \rightarrow c_{1,1z,g}^{(k)}(\theta_{0z}^L, \theta_{1z}^L, \theta_{1x}^L), \quad c_{1,1x}^U \rightarrow \max_{\theta_1^0, \theta_1^L, \theta_1^L \in [0,1,0]} c_{1,1x,g}^{(k)}(\theta_{1z}^0, \theta_{1z}^L, \theta_{1x}^L), \quad c_{0,0z}^U \rightarrow c_{0,0z,g}^{(k)}(\theta_{0z}^U, \theta_{1z}^L, \theta_{1x}^L), \quad c_{0,1z}^U \rightarrow c_{0,1z,g}^{(k)}(\theta_{0z}^L, \theta_{1z}^L, \theta_{1x}^L), \quad c_{0,0x}^U \rightarrow \max_{\theta_0^0, \theta_0^L, \theta_0^L \in [0,1,0]} c_{0,0x,g}^{(k)}(\theta_{0z}^0, \theta_{1z}^L, \theta_{1x}^L). \quad (G2)
\]

Similarly, we can obtain upper bounds on the probabilities $p_{\alpha_{X},g}^{(k,vir)}$. For this, first recall that

\[
p_{\alpha_{X},g}^{(k,vir)} = \frac{1}{2} p_{Z_A} \left[ 1 + (-1)\alpha \Re \left( \langle \phi_{0z,g} | \phi_{1z,g} \rangle B_z, E_z \right) \right]. \quad (G3)
\]

Then, by using the definition of $| \phi_{\beta_1,g} \rangle B_z, E_z$ and Eq. (34), and by considering the partial differential equations of $p_{\alpha_{X},g}^{(k,vir)}$ with respect to each phase $\theta_{\beta_1}^{(k)}$, we have that

\[
p_{1X}^{(vir)U} \rightarrow \frac{1}{2} p_{Z_A} \left[ 1 - \cos \left( \frac{\theta_{0z}^L - \theta_{1z}^L}{2} \right) \right], \quad p_{0X}^{(vir)U} \rightarrow \frac{1}{2} p_{Z_A} \left[ 1 + \cos \left( \frac{\theta_{0z}^U - \theta_{1z}^L}{2} \right) \right]. \quad (G4)
\]

Appendix H: Parameters $c_{\alpha_{\beta_1},g}^{(k)}$, $c_{\alpha_{\beta_1},g}^{(k)}$, and $p_{\alpha_{X},g}^{(k,vir)}$ for the three-state protocol

Here, we provide the full expressions of the coefficients $c_{\alpha_{\beta_1},g}^{(k)}$ with $j \in \{0z, 1z, 0x\}$ associated with the three-state protocol for the particular phase-encoding scheme considered in Section IV A, as well as their upper bounds.

Direct calculations show that $c_{1,1,g}^{(k)}$ are given by

\[
c_{1,0z,g}^{(k)} = \cos \left( \frac{\theta_{0z}^L - \theta_{1z}^L}{2} \right) - 1 + 2 \cos \left( \frac{\theta_{0z}^L - \theta_{1z}^L}{2} \right) + \cos \left( \frac{\theta_{0z}^L - \theta_{1z}^L}{2} \right) + \cos \left( \frac{\theta_{0z}^L - \theta_{1z}^L}{2} \right) + \cos \left( \frac{\theta_{0z}^L - \theta_{1z}^L}{2} \right) + \cos \left( \frac{\theta_{0z}^L - \theta_{1z}^L}{2} \right) + 1.
\]

Their upper bounds can be derived by following a similar approach as in Appendix G and are summarised below [29]:

\[
c_{1,0z}^U \rightarrow c_{1,0z,g}^{(k)}(\theta_{0z}^L, \theta_{1z}^L, \theta_{0x}^L), \quad c_{1,1g}^U \rightarrow c_{1,1g}^{(k)}(\theta_{0z}^U, \theta_{1z}^L, \theta_{0x}^L),
\]
The full expressions for the coefficients $c_{i,j,g}^{(k)}$ with $j \in \{0, 1, 2\}$ as well as their upper bounds, and the probabilities $p_{i,j,g}^{(vir)}U$ are the same as in Appendix G.
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