Steganographic on Pixel Value Differencing in Iris Biometric
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Abstract. Biometric technology was widely used in more than a decade ago and become convenient since human uses their own physical traits and behaviour rather than using keys and IDs to enter the systems. As the arising of biometric use, the issues of security in biometric data and the system points exist. The security and integrity of biometric data presents a major challenge as many benefits of biometric may quite easily become impediment. Every point of vulnerability in the biometrics system consist of specific defend techniques to prevent the misidentification of the real person. In biometric security system, techniques such as watermarking and steganography have been used in attempt to improve security of biometric data. Steganography has become one of the technique used in defending data and system in biometric security The techniques of steganography is divided into two embedding methods which are the least significant bit (LBS) and pixel value differencing (PVD). LBS is most popular techniques for data hiding field and data embedding since it embeds the fixed-length secret bits in the same fixed-length of pixel. While, PVD works better by providing a high quality stego image, besides the high capacity of concealed information. PVD provides high capacity and produces a stego image with good pixels value. PVD technique is also resistant to statistical attacks. It embeds the secret data in the difference as well as in the sum of the two contiguous pixels. In steganography technique, standard measurement to test the performance of stego image quality due to the hiding of message by using the Peak Signal-to-Noise Ratio (PSNR) and Mean Squared Error (MSE). The aim is to achieve higher value of PSNR that indicates a better reconstruction. The expected findings show a better results of stego image quality based on PSNR and MSE. As a conclusion, the study of the project brings a good impact of higher security towards steganography field in biometrics applications.

1. Introduction

Watermarking and steganography techniques are widely used in biometric security systems as an effort to protect the secret data. Steganography techniques are divided into two embedding methods, which are the least significant bit (LBS) and pixel value differencing (PVD) [1][2]. PVD works even better by providing high-quality stego images as well as high capacity hidden information.
The development system of steganography in biometric as security for the personal data can be enhanced by using this integration [3]. For this project, the use of spatial domain algorithms that implement the PVD scheme as a new model will instantly embed the iris-implicit image data into the cover pixel image [4].

Biometric technology has been used extensively over a decade ago and it is very convenient because humans use their own physical characteristics and behaviors rather than using keys and IDs to enter the system [5]. With the increased of biometric usage, security issues in biometric data and system points also exist. Biometric security and integrity data provide a major challenge as many biometric benefits may be a barrier. Every point of the vulnerability in the biometric system consists of certain defense techniques to avoid the misidentification of the real person.

Steganography which means ‘writing in hiding’ that purposely to hide data in a cover media by embedding message within other that seemingly harmless message. The word Steganography combines within the Ancient Greek word *steganos* which means “covered, concealed or protected” while the *graphein* meaning is “writing”. Steganography works by replacing bits of useless or unused data in regular computer files (such as graphics, sound, text, HTML, or even floppy disks) with bits of different, invisible information. This hidden information can be plain text, cipher text, or even images. In image steganography, it is broadly classified into spatial domain and transforms domain steganography.

In this spatial domain image, there are 3 type of image used in digital image processing. They are binary image, gray scale image and color image. Only two possible values for each pixels in binary image. It is typically used for black and white though any two colors can be used. While gray scale is the image that have single sample value of each pixels that only carries intensity information. Also known as black-and-white, are composed exclusively of shades of gray (0-255), varying from black (0) at the weakest intensity to white (255) at the strongest. The color image includes color information for each pixels. To determines its appearing color, each pixels have particular value. The 3 primary decomposition color are red, green and blue which quantified by a number between 0 and 255. (M. Kumari, P. Somesh & K. Dewangan, 2014).

The word “biometric’ came from Greek which divided into two roots: “bio” means life and “metrics” – to measure. Biometric used for automatically recognizing or verifying the identity of a human being by a unique, measurable, biological characteristic or traits. (Ayoub & Nori, 2013). The process of biometrics is to making sure that who is the person claims to be. Characteristics of Biometric Technology:

1. Universality: something that each person has.
2. Uniqueness: something that separates this very person from others. This means that not all characters can be suitable for biometrics.
3. Permanence: biometric measurement should be constant over time for each person.
4. Measurability (collectability): it should be easy to measure, should not demand too much time and cost.
5. Performance: speed, accuracy and robustness.
6. Acceptability: how well people accept biometrics

According to (M. Douglas, K. Bailey, M. Leeney et al.) biometrics used physical qualities such as face recognition, hand geometry, fingerprint, iris sequences and personal attributes. For iris biometric, it operates by scanning and analyzing that are present in the colored tissues around the eye pupil. The human iris is a thin circular anatomical structure in the eye. It is function to control the diameter and size of the pupils and also controls the amount of light that progresses to the retina. (Ayoub & Nori, 2013).
2. Methods

To begin research, the first step that needs to be done is to identify the problems encountered. An appropriate technique which is PVD is selected to be applying to the problem and to enhance the technique by implement into an area of concern.

The design will involve 2 process which is embedding and extracting process. It will require cover image and message to form a stego image. We will use the iris image as the message in order to secure the biometric data.

The process of gathering and measuring information from various articles will be held during the data analysis phase. We will analyze the quality value of the stego image based on the PSNR and MSE value due to the hiding of message by using several steganography pixel value differencing techniques [6].

We figure out from the several PVD techniques which method and tools is the best to implement with iris biometric. Using the data collected from the previous phase, we will justify the best PVD technique to produce good visual quality of the iris stego-image. Thus, high protection of steganography system in iris biometric created.

The simulation system being tested to get the good quality of output image. Value of PSNR and MSE are calculated. The higher the PSNR value give the better image quality. The preferable value of PSNR is 30 dB and above.

2.1. Approach Architecture

In digital imaging, PVD scheme uses the difference value between consecutive pixels that used to determine how many secret bits can be embedded. It is one of the most important algorithms used for hiding data that changes continuously since 2003 [7]. For this project, steganography techniques of PVD scheme used the image based steganography system included the biometric to provide security.

![Proposed approach iris biometric using PVD steganography](image)

**Figure 1: Proposed approach iris biometric using PVD steganography**

2.2. Metric Measurement

In steganography technique, standard measurement to test the performance of stego image quality due to the hiding of message by using the Peak Signal-to-Noise Ratio (PSNR) and Mean Squared Error (MSE). The aim is to achieve higher value of PSNR that indicates a better reconstruction.

2.2.1. Peak Signal-to-Noise Ratio (PSNR)

PSNR is used to determine the ratio of the cover image quality before and after inserting the message by using Equation 1:

\[
PSNR = 10 \log_{10} \left( \frac{2^n - 1}{\sqrt{MSE}} \right) = 10 \log_{10} \left( \frac{255^2}{\sqrt{MSE}} \right)
\]  

(1)
2.2.2. Mean Squared Error (MSE)

It is the most common estimation method used to check the fidelity of image. MSE is employ by PSNR to evaluate image quality by using the Equation 2. The lower the MSE value, the better the result is.

\[ MSE = \frac{1}{MN} \sum_{i=0}^{N} \sum_{j=0}^{N} (x(i,j) - y(i,j))^2 \]  

(2)

3. Analysis

In order to propose the simulation method, analysis from the previous research is carried out to find the best PVD techniques. First, the summary on the steganography research is done followed with the summary PVD method and comparison between capacity and PSNR value of several PVD techniques.

![Figure 2: Comparison of Capacity in PVD Techniques](image1)

![Figure 3: Comparison of PSNR in PVD Techniques](image2)
Figure 2 summarises between the value of PSNR and Capacity of the Lena, Baboon and Pepper image based on PVD methods is tabulated and plotted in graphs. In this section, the correlation between the capacity and PSNR is studied. Figure 3 shows the higher PSNR value produced high security because it indicates minimum difference between the original and stego values which no one can easily suspect the hidden information. However, it is obvious if the capacity size is smaller, obtained PSNR greater. We found that previous work seemed does not achieved the main goals of the correlation. Hence, we combined the methods with the higher capacity and higher PSNR to produce high quality image based on the analysis.

From the comparison of LSB and PVD [8], Peak Signal to Noise Ratio (PSNR) and Mean Square Error (MSE) are used to comparing the squared error between the original image and the reconstructed image [9]. There is an inverse relationship between PSNR and MSE. Thus, a higher PSNR value indicates the higher quality of the image (better). More number of messages bit is stored in PVD method compared to LSB. The image quality after embedding shows that LSB is better than PVD. Nonetheless, a larger number of data bits are stored in PVD method without compromising quality while a larger number of data can be stored in LSB method but degrades the image quality. So, they already conclude that PVD method giving better result than LSB method as more data bits is hide, good image quality and not easily detectable thus communication more secure. For the proposed method, we will use the iris image as the message image in order to protect the iris data from the database template from seen by the intruder. We compare the PVD technique such as Modulus PVD [11], PVD+LSB and others based on the quality value of PSNR and MSE.

From the analysis on previous research regarding PVD steganography technique, the best techniques are defined and the design for the simulation is made. The PVD techniques that showed a bigger value of PSNR are combined to produce high quality image based on the analysis. The combination simulation method also included the common steganography techniques.

4. Design

The design of the proposed method explained below based on their process to produce the output. The process involved two steganography techniques. We evaluated the steganography technique in MATLAB by using the following algorithm with respect to image steganography. The iris image embedded with cover image.

4.1. Pixel value differencing process

Initially, the cover image is partitioned into non-overlapping blocks. The two consecutive pixels of the block are calculated to find the difference [12]. The difference value \( d \) is quantized into several regions of range table. From the range table, a new difference is calculated to form a new pixel pair in the cover image. The PVD process involves the following steps:

- Step 1: Read cover image
- Step 2: Calculate difference value designed using range table
- Step 3: Calculate new generated difference value
- Step 4: Display PVD cover image

4.2. Significant bits process

Two bits of the cover image were replaced with the bits of secret message. The bits of secret message embed the first message bits in the least and most significant bit of the cover byte. The bit shift process involves the following steps:
Step 1: Read iris image
Step 2: Set the bit to be imbed
Step 3: Shift over (8-imbed) bits into cover image
Step 4: Display message image

4.3. Overall process of Pixel value differencing and bit shift
The overall process involves the following steps:

Step 1: Input cover image
Step 2: Calculate difference value designed using range table
Step 3: Calculate new generated difference value
Step 4: Input iris image
Step 5: Set the bit to be imbed
Step 6: Shift over (8-imbed) bits into cover image
Step 7: Add the secret image into cover image
Step 8: Display stego image

5. Simulation
The operating system used is Windows platform for the environment setup. The simulation system is developed using open source coding and is run using MATLAB. The purpose is to determine the quality of images. Personal workstation with standard performance is used as long as it can run the MATLAB and produce output results.

The development of Pixel Value Differencing (PVD) and Most Significant Bit (MSB) was run in the MATLAB using the open source coding. The process of obtaining the output stego image is explained in the following subsections.

5.1. Process of applying PVD in cover image
The pixel pair of cover image is replaced by using the PVD techniques to form a PVD stego image shown in Figure 4.
5.2. Process of applying bit shift in message image

Then, second process involving bit shifting that used for iris image. Three bits from the iris image is selected to imbed with the cover image and formed a message image as shown in Figure 5.

![Figure 5: Bit shift of message image](image)

5.3. Process combining PVD and Message image

The final process is adding the cover image with the secret image involved MSB technique. PVD cover image then combined with the message image to form stego image as shown in Figure 6.

![Figure 6: Process of combining image](image)

5.4. Process combining PVD and Message image

After the process of applying the two techniques is done, the final output of stego image is display as shown in Figure 7.
5.5. Method overall process

The process of this simulation involved the process of PVD technique and MSB technique. Both cover and message image undergoes the techniques of steganography using the proposed method of steganography to form a stego image. First, cover image is applied with PVD techniques which the difference of pair pixel is calculated and replaced. After that, the bit shifting is applied in message image which bits to be imbedded with cover image using MSB shift to the right. The PVD cover image is then combined with the message image to form an output image called stego image. The stego image is compared with the cover image to calculate the quality value of MSE and PSNR after the embedding process. The overall flow of the project implementation is shown in Figure 8.

Figure 7: Output after applying two techniques

Figure 8: Overall flow of the project implementation
6. Testing

The purpose of testing is to find out the effectiveness of the steganography techniques for iris image protection. It also to test the stego-image visual quality produced using the implemented PVD techniques of steganography. The simulation testing has been proven by reading the peak signal noise ratio (PSNR) and mean square error (MSE) value between cover image and stego-image. The higher PSNR value with the lower MSE value indicates a better quality result of the image. The analysis of this project is result is compared using the grayscale image and colour image.

6.1. Testing plan

There are two types of testing has been conducted. The first test is by using grayscale image as the cover image while the second part using colour image. The purpose of this two testing are to evaluate the quality of the stego image after embed using the simulation of the steganography technique in order to secure the iris image. The system tested using the same image dimension of 512x512 pixels with grayscale image and colour image (baboon.bmp, lena.bmp) as cover. The iris image with the same dimension size is used as the message image for each cover image respectively.

6.1.1. Testing using Grayscale image

Run the ‘pividi.m’ code in the MATLAB platform. Image grayscale of ‘lena.bmp’ is selected as input cover image, while the message image of iris is ‘a.jpg’. The output will display the cover with stego image and the PSNR and MSE value are calculated and display, as illustrated in Figure 9 and 10.

![Figure 9: Grayscale cover image displayed](#)

![Figure 10: Grayscale stego image displayed](#)

Using the grayscale image as cover image produced 1.51 value of MSE and 46.38 dB of PSNR value. The lower the value of MSE and the higher the value of PSNR indicate a good quality of stego image, as shown in Figure 11.

![Figure 11: Input image and quality for Grayscale](#)
6.1.2. Testing using Colour image

In the MATLAB platform, ‘pividiRGB.m’ is run to get the output of stego image by using colour cover image, ‘lenna.bmp’. The message iris image used is the same which is ‘a.jpg’. The result will display the image output and quality measure, as illustrated in Figure 12 and 13.

![Colour cover image displayed](image1)
![Colour stego image displayed](image2)

Figure 12: Colour cover image displayed  Figure 13: Colour stego image displayed

The result obtains by using the colour cover image displayed three value of MSE and PSNR value. It represents the component of colour image which is Red, Green and Blue (RGB) [13]. These three value quality measure increase the accuracy of the performance of the stego image compare to grayscale due. The value of MSE is lower and the PSNR value is higher of the colour image than the grayscale. The input image and quality for colour is shown in Figure 14.

![Input image and quality for colour](image3)

Figure 14: Input image and quality for colour

7. Conclusion and Perspectives

This project can be has completely done and the project also can be considered successful since it met the objectives that has been discuss before starting the projects. We have develop the techniques that suitable for iris biometric protection that produce a high quality image by using the differencing of two pixel pair and also shifting of the bits of steganography technique [14]. The contribution of this project is to create a high protection of steganography system in iris biometric by combining PVD techniques. This project produced a high quality of stego image as the best quality is in the range of
40-50 dB of PSNR value. The size of the image also remains same after embedding that will prevent attacker to detect the hidden data. Since this project testing including the use of grayscale and colour image cover, the colour image produced 3 value of the quality measure that will increase the accuracy due to the RGB matrices compare with grayscale.

For future works, this project can be improve by combining steganography with encryption for data security as data security is most encouraged after all and highly open to potential risks. The cryptography and steganography are closely related to each other which can provide a high security protection toward the data security.
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