Soft Biometrics and Its Implementation in Keystroke Dynamics
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Abstract. Biometrics is a unique art that exists within a person and allows it to be used to differentiate between one another. These biometrics can be divided into two categories namely behaviour and physical such as face, fingerprint, hand, voice and gait. There are previous studies which examine the personal’s characteristic or personality as gender, age, cultural, weight, height, colour of hair etc. This personal’s characteristic or personality also known as soft biometric. Several previous studies have shown that the use of soft biometric element (one or combination of elements) in the process of identifying individuals can improve the performance of individual recognition. This paper will elaborate and concludes past studies related to the use of soft biometric elements in KD. Several soft biometric elements applied in various methods of recognition on previous studies have been listed and the results of the studies are compared.

1. Introduction

Nowadays, most application systems have used biometric as a security feature before a person can use the system. The use of fingerprint, iris and face recognition is often used in systems with high confidentiality information. Most of these systems use one or a combination of two different biometric elements for identification purposes. For example, using fingerprint and iris simultaneously before entering the vault. However, the use or combination of biometric soft elements found in individuals is still lacking.

Most application systems use the username and password as the main tool to use the system. However, if the username and password are known to other users, then the system may be easily breached. To reduce and prevent password intrusion problem, the use of keystroke dynamic and soft biometric can be used as a second layer of verification after username and password. For example, the recorded typing of username and password during the enrolment process will be compared against the correct username and password entered. This writing presents and summarizes the results of past
studies which incorporated soft biometric dan Keystroke Dynamics. This will further help researchers continue their studies on KD in the future.

This writing can be divided into two categories, the first category is related to soft biometric that used in other area of study. The seconds category is related to the research of KD that apply the soft biometric criteria.

2. Soft Biometrics

Soft biometrics is a technique that can be used to recognize an individual. Examples of soft biometrics criteria on a person which can be differentiate from one another are height, weight, gender and eye colour. Generally soft biometrics criteria can be classified into two categories; continuous (height and weight) and real time (gender and eye colour).

Soft biometrics method implementation to identify users in criminology was pioneered by GALTON [1] in the beginning of the 18th century. This study used 3 categories of identification methods: (i) anthropometric measurements (arm length), (ii). Scar effect and Mole, (iii). Body shape. Later in 2001, Heckathorn, Broadhead [2] conducted research to identify people by combining some unique or general identities of a person such as gender, ethnicity, eye colour and height. These features require combination with other physical biometrics method to produce satisfying in identifying a person [2].

Besides that, soft biometrics was also implemented to filter or classify large biometrics data by adding gender features and age [3]. Research results found that this record classification could speed up search process and identification of a person. For example, if the user is a woman or man, database search can be specified right away to related category.

Application of soft biometrics in KD was commenced by Jain in his research regarding recognition using KD [4]. This study incorporated the usage of gender classification, ethnic, and height as additional features in physical biometrics system using fingerprint. The research concluded that user recognition process in database was accelerated.

To further justify research results by Jain, Dass [4], a research undertaken by [5] also ruled that soft biometrics method application does accelerate user recognition performance. Soft biometrics approach applied in this research are gender, ethnic, age, hair colour and some others.

Aside from that, in 2006, research conducted by Ailisto, Vildjionautaite [6] used BMI features or body weight to enhance finger scan biometric recognition. He managed to reduce EER rates to 1.5% from 3.9%. Later in 2008, a person’s walking style caught Ran, Rosenbush [7] interest to conduct a research on identifying people from walking style. Soft biometric features used in his research includes length, height and gender derived from video sequence.

The use of hair colour and ethnic recognition was also researched where ethnic recognition yield higher EER compared to hair colour with the result at 1.5% [8].

In 2010, a research utilizing soft biometrics was applied into recognition via face recognition which taken into account the features of gender, ethnic, scars, tattoo or mole available on top of a person’s face [9]. Meanwhile, recognition research using eyebrow based on gender was conducted with the results amounting to between 89% and 97%.

Tiwari, Singh [10] introduced a recognition method against new born babies using baby ear shape and general other soft biometric features including gender, height, weight and blood type. They took about 2100 images from 210 babies where each baby taken 10 pictures. Research result amounts to 90.7% precision in recognition.

Soft biometrics was also utilized by Koga, Yamazaki [11] to identify user using camera surveillance system, This research yielded 71.43% when using height criteria as identifier and using walking speed as criteria also yielded 71.43%. Almost similar research was conducted by Moctezuma, Conde [12] by identifying people using a series of video recordings. They managed to produce 97.90% in the process of identifying people in a series of video recordings. In 2014, recognition research based on soft biometrics was also conducted based on image distance taken by surveillance camera [13].

User recognition using smart phone was also conducted by utilizing soft biometric features such as heart beat rate and phone conversation style [14]. Heart beat rate were taken using a few
sensors available on smart phone and conversation style was used to identify user emotion when using smart phone at a particular time. Research results in 84.7% precision in user emotional recognition.

Apart from that, soft biometrics application in research was also conducted by Yang, Yang [15]. This research emphasized the new features in soft biometrics namely the finger vein image and ‘the width of phalangeal joint’. This leads to the result of EER between 5.53% and 8.08% for open sourced database, whereas EER between 3.4% and 5% for data gathered themselves in the research.

Research on combination of soft biometrics and hard biometrics in continuous authentication using computer was conducted by Prakash and Mukesh [16]. They have identified user features based on shirt colour and user facial skin. Registration was being done automatically by the system each time a user uses the system.

Most research on the field of soft biometrics at present is being conducted for forensics purposes and recognition such as identity recognition of a person through video images or static images. [17, 18]. Also, in the year 2016, a research pertaining soft biometrics was conducted using the method extracted from the body and the correlation between [19]. Research was conducted on 5 people instructed to pose some action such as walking and sitting. Research result gained raised min up to 4.39% after these soft biometrics was incorporated into the recognition criteria. Recognition process using tattoo on the body was also being conducted in 2016 [20]. Difference between original tattoo and other images was identified in this research.

Moving on to 2017, research on the use of soft biometrics in the investigations using video recordings was conducted by analysing unique features main in the way a person walks and facial figure [21].

2.1. Summary of Soft Biometric

Studies regarding soft biometric have begun from 1896 to present. Numerous soft biometric elements have been used in previous studies in various aspects. Table 1 shows the summary of soft biometric elements application in previous studies. The results of this study have shown that soft biometric elements can be used as an additional element in identifying a person.

| Year  | Mole | Scar Effect Tattoo | Body Figure | Gender | Cultural | Eye Colour | Height | Weight | Hair Colour | Age | BMI | Walking/sitting Style | Blood Type | Heart Beat | Talking Style | Vein Image | Facial Skin / Figure | Ear Shape |
|-------|------|-------------------|-------------|--------|----------|------------|--------|--------|-------------|-----|-----|----------------------|------------|-----------|---------------|------------|---------------------|----------|
| 1896  | [1]  | √                 | √           |        |          |            |        |        |             |     |     |                       |            |           |               |            |                     |          |
| 1997  | [3]  |                   |             | √      |          |            |        |        |             |     |     |                       |            |           |               |            |                     |          |
| 2001  | [2]  |                   |             | √      | √        |            |        |        |             |     |     |                       |            |           |               |            |                     |          |
| 2004  | [4]  |                   |             | √      | √        |            |        |        |             |     |     |                       |            |           |               |            |                     |          |
| 2005  | [5]  |                   |             | √      | √        |            |        |        |             |     |     |                       |            |           |               |            |                     |          |
| 2006  | [6]  |                   |             |        |          | √          |        |        |             |     |     |                       |            |           |               |            |                     |          |
| 2008  | [7]  |                   |             |        |          |            |        |        |             |     |     |                       |            |           |               |            |                     |          |
| 2009  | [8]  |                   |             |        |          |            |        |        |             |     |     |                       |            |           |               |            |                     |          |
| 2010  | [9]  |                   |             | √      | √        |            |        |        |             |     |     | √                     |            |           |               |            |                     |          |
| 2012  | [10] |                   |             |        |          |            |        |        |             |     |     |                       |            |           |               |            |                     |          |
| 2013  | [11] |                   |             |        |          |            |        |        |             |     |     |                       |            |           |               |            |                     |          |
| 2013  | [12] |                   |             |        |          |            |        |        |             |     |     |                       |            |           |               |            |                     |          |
| 2013  | [14] |                   |             |        |          |            |        |        |             |     |     | √                     |            |           |               |            |                     |          |
| 2014  | [13] |                   |             |        |          |            |        |        |             |     |     |                       |            |           |               |            |                     |          |
3. Soft biometrics application for keystroke dynamics

Research on use of soft biometrics in KD to identify a user’s emotion while using a keyboard was conducted [22]. Research resulted in accuracy between 77.4% and 87.8 % for emotion category of confidence, hesitant, nervous, relax, sad, and fatigue. Aside from that, for emotion category of anger and joy, results yielded up to 84% accuracy.

Gender recognition method caught the interest of Fairhurst and Da Costa-Abreu [23] to identify users of social media using GREYC dataset. They utilized the method of 10-fold cross-validation to analyze obtained data and resulted with 95% accuracy.

Next, Giot and Rosenberger [24] researched the capability to identify the gender of a user based on typing style. This research produced accuracy in identifying gender between 87.32% and 91.63% based on testing of data retrieved from GREYC dataset. Reduction in 20% of EER measurement aspect was also achieved compared to earlier methods.

Gunawardhane, De Silva [25] researched KD from the aspect of user’s stress. Results from the research allows to differentiate whether a user is currently under stress or not. Additionally, research by Nahin, Alam [26] had proven that a person’s emotion could be identified based on his/her typing style. That research resulted with more than 80% accuracy by classifying emotion into 7 categories namely anger, disgust, guilt, fear, joy and shame.

Research regarding user emotion were also conducted by other researchers in the same year by studying user utilizing keyboards, mouse and touch screen [27]. This research compared other normal methods regularly used to identify emotion such as Electroencephalography (EEG) machines, facial expression, voice and body language. Accuracy percentage increased approximately 5% totalling to 93.2% compared to other methods.

Combination of soft biometrics and keystroke dynamics inspired Idrus et. al. [28-30] to conduct research to identify users based on gender classification, age, and left or right hand handedness. EER produced is a total of 5.41%.

Research to identify user gender based on KD and using touch screen input was conducted in 2016 [31]. Research result established recognition accuracy obtained totalling to 64.76% against dataset keystroke records and 57.16% against touch screen usage.

The latest KD research relating to soft biometric is performed by [32]. She move forward the continuity of study made by Nahin [26] to identify people’s emotion while typing. There were 5 types of emotions that are attempted to be identified in her study and those emotions are Happiness, Boredom, Fear, Anger and Sadness. She concluded that the user’s emotion does influence the way a person types, however a person’s strength also affects the typing activity.

Also in this 2018, Katerina and Nicolaos [33] studied user’s behavior based on the usage of mouse and typing style while using End-User Development (UED) software tool. Users are classified into 4 different levels that is knowledgeable with using computer, knowledgeable in using web, knowledgeable in handling database and knowledgeable in programming.

As a result of earlier researches, we can conclude that there a handful of researches regarding soft biometrics using KD being conducted. Albeit the numbers of research, there is still no research available that focused on the scope and objective of this research.

3.1. Summary of implementation Soft Biometric in Keystroke Dynamic

The usage of soft biometric elements in KD studies has also been carried out by some earlier researchers beginning in 2011. This paper will summarize the results of previous studies using soft biometric elements in KD studies. The result of previous studies can be concluded that the addition of
new elements in the identification process of using KD can improve the level of individual’s recognition. This writing will provide a significant inspiration for KD researchers to merge some of the other soft biometric elements in the next study. Table 2 shows the summary of the relevant past studies for soft biometric on KD.

| Year  | Confidence | Hesitance | Nervous | Relax | Sad | Fatigue | Anger | Joy/Happiness | Stress | Disgust | Guilt | Fear | Shame | Boredom | Gender | Age | Handedness | Mouse usage |
|-------|------------|-----------|---------|-------|-----|---------|-------|---------------|--------|---------|------|------|-------|---------|--------|-----|-------------|-------------|
| 2011  | √          | √         | √       | √     | √   | √       | √     | √             |        |         |      |      |       |         |        |    |             |             |
| 2011  | [22]       |           |         |       |     |         |       |               |        |         |      |      |       |         |        |    |             |             |
| 2012  | [23]       |           |         |       |     |         |       |               |        |         |      |      |       |         |        |    |             |             |
| 2013  | [24]       |           |         |       |     |         |       |               |        |         |      |      |       |         |        |    |             |             |
| 2014  | [25]       |           |         |       |     |         |       |               |        |         |      |      |       |         |        |    |             |             |
| 2014  | [26]       |           |         |       |     |         |       |               |        |         |      |      |       |         |        |    |             |             |
| 2014  | [27]       |           |         |       |     |         |       |               |        |         |      |      |       |         |        |    |             |             |
| 2014  | [28]       |           |         |       |     |         |       |               |        |         |      |      |       |         |        |    |             |             |
| 2016  | [31]       |           |         |       |     |         |       |               |        |         |      |      |       |         |        |    |             |             |
| 2018  | [32]       |           |         |       |     |         |       |               |        |         |      |      |       |         |        |    |             |             |
| 2018  | [33]       |           |         |       |     |         |       |               |        |         |      |      |       |         |        |    |             |             |

4. Conclusion
The used of ancillary user information or soft biometrics such as cultural, gender, age, hair colour and skin colour can be used for individual identification process. The combination of soft biometric elements in KD can help classify and distinguish patterns and how someone is typing based on soft biometric categories. Although some of these soft biometrics data may change from time to time, but they can be used for item classification. This writing has summarized the results of previous studies that have incorporated soft biometrics elements together with KD studies. Generally, based on previous studies, the use of biometric soft elements in KD has improved performance in individual identification. Based on Table 1, it can be concluded that there are other soft biometric elements that can be studied together with KD. Therefore, based on the previous study, a conclusion can be made that studies in the field of KD are still to be continued by combining several elements of soft biometric to enhance recognition using KD. In addition, this writing is also expected to assist researchers in the same field to obtain additional inspiration for enhancement of KD for the next study.
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