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Abstract. In the field of cryptography, the key and procedures for converting messages into secret messages have a very important role. The RSA key is built with a random number generator. The RSA key is made as strong as possible to increase ciphertext robustness. A key that is difficult to crack and requires a lot of time certainly has higher robustness. Two initial variables that are very important in building RSA keys are prime number p and prime number q. In this research, the p and q prime numbers are generated by Cubic Congruential Generator algorithm. The results of this study can be seen by testing the ciphertext robustness. Ciphertext test results that are resistant to cryptanalytic attacks certainly show the strength of the key that is built, including the selection of primes p and primes q. The ciphertext test shows that 90% of the greater primes p and primes q will achieve a higher percentage of ciphertext robustness, and 10% of the combination from small prime number p with large prime number q is also able to achieve the highest percentage of ciphertext robustness. This proves that the selection of prime number p and prime number q in generating RSA keys really can affect the ciphertext robustness.

1. Introduction

Cryptography is the science used to protect the integrity of data [1]. Cryptography is very closely related to the confidentiality [2], integrity and availability of confidential data [3]. Cryptographic algorithms have had rapid development from year to year. Since the RSA algorithm was first introduced by three researchers Ron Rivest, Adi Shamir, and Len Adleman [4] in 1977 - now, many researchers have been interested in continuing to develop, modify, and combine these RSA algorithms with other algorithms to obtain strong keys and robustness to attacks by a cryptanalyst [5].

On the RSA algorithm, choosing prime number p and prime number q [6] can affect the key and also the ciphertext. Ciphertext that is not resistant to cryptanalyst attacks will have a bad impact on data confidentiality [7]. This research uses Cubic Congruential Generator (CCG) to generate random numbers, where two primes will be taken which will be the p-value and q value to generate the key. The researcher was interested in combining the RSA algorithm with the Cubic Congruential Generator (CCG) algorithm to increase the ciphertext robustness to cryptanalyst attacks.

There are several studies related to this research, among others: Previous research has been carried out by [8]. This study generates prime numbers on a large scale using Mersenne Prime Number and tests them with Rabin Miller Primality Test. In the results of this study, it can be seen that the security of the RSA algorithm is higher when using prime numbers on a large scale.

Research on RSA with the Linear Congruential Generator (LCG) algorithm has been carried out by [9]. The results of this study indicate the existence of double-layer security as indicated by the presence of new tables arising from the results of randomizing ASCII tables and the process of encryption and decryption such as RSA in general.

Research conducted by [10] combines the AES (Advanced Encryption Standard) algorithm with RSA. The results showed that the results of encryption have high security and are difficult to solve.

Research conducted by [11] modifies RSA to be more unique. Modification of the RSA is done by using two different public keys and a private key obtained from a large factor N. This research also does double encryption and decryption, so that ciphertext will get better security.
Research conducted by [12] compares performance between RSA-based cryptosystem and ECG (Elliptic Curve Cryptography) – based cryptosystem. From the results of the study, ECG-based cryptosystem is better than RSA - based cryptosystem. Research conducted by [13]. The researchers conducted a combination of MD5 Hash, RSA and DSA algorithm. The results of the study show that researchers can achieve efficiency, authentication, and data integrity that are quite good.

Research on cryptography always prioritizes the robustness of keys and ciphertext. The results of this study will show several things, like what is the role of prime number p and prime number q for ciphertext robustness, how much the percentage of ciphertext robustness and how long is the estimated cracking times.

2. Methodology

In this study, the researchers want to combine the RSA algorithm and Cubic Congruential Generator algorithm. Here are the steps in the process of generating the key, encryption [14], and decryption [15] [16]:

2.1 Generating The Key :

a. Generate two different random numbers p and q with the Cubic Congruential Generator algorithm [17]:

\[ X_n = (aX_{n-1}^3 + bX_{n-1}^2 + cX_{n-1} + d) \mod m \]  

The following are the results of random numbers obtained with \( a = 1; \ b = 3; \ c = 4; \ d = 3; \ X_{n-1} = 3; \) and \( m = 14. \)

| No | \( X_n \) | \( X_n \mod n \) |
|----|----------|-----------------|
| 1  | 69       | 13              |
| 2  | 2759     | 1               |
| 3  | 11       | 11              |
| 4  | 1741     | 5               |

b. Test two numbers p and q with Fermat Primality Test Algorithm whether the numbers are primes or composite numbers. We take value \( p = 13 \) and \( q = 11. \)

\[ p = 13 \Rightarrow 2^{(13 – 1)} \equiv 1 \mod 13 = 2 \]  
Test result: \( p = \text{prime} \)

\[ q = 11 \Rightarrow 2^{(11 – 1)} \equiv 1 \mod 11 = 2 \]  
Test result: \( q = \text{prime} \)

c. Calculate \( n = p \cdot q \), make sure p is not equal to q

\[ n = p \cdot q = 13 \cdot 11 = 143 \]

d. Calculate \( \Phi(n) = (p-1) \cdot (q-1) = (13-1) \cdot (11-1) = 12 \cdot 10 = 120 \)

e. For the public key, select the value of e which is relatively primed to \( \Phi(n) \) where \( 1 < e < \Phi(n) \) and \( \gcd(e, \Phi(n)) = 1 \), we take \( e = 7. \)

\[ e \text{ evidence is relatively prime and } \Phi(n) : \]

\[ 7 \mod 120 = 7 \]

\[ 120 \mod 7 = 1 => \gcd = 1 \]

f. For the private key, \( d \) obtained by equation \( d \equiv 1 \mod (\Phi(n)) \), where \( (0 \leq d \leq n). \) After conducting the experiment, get it \( d = 223. \)

\[ \text{Proof: } d \cdot e \mod \Phi(n) = 1 \Rightarrow 223 \cdot 7 \mod 120 = 1 \]

g. We obtain the public key of the couple from e and n.

\[ \text{Public key } = (e, n) => (7, 143) \]
h. We obtain the private key of the couple from d and n.
   ➢ Private key = (d, n) => (223, 143)

2.2 Encryption Process:
   a. Take the public key e and n, where e = 7 and n = 143.
   b. Convert plaintext letter to ASCII Code
   c. Perform the encryption process with $c_i = m_i^e \mod n$, so obtained the ciphertext
      ➢ First Ciphertext:
      $$C_1 = m_1^e \mod n$$
      $$C_1 = 110^7 \mod 143 = 33 => (Ciphertext_1 = !)$$
   d. Repeat and continue the steps above until $C_5$.

   The results of the encryption process can be seen in Table 2 below:

| No | Plaintext | ASCII | $C_i$ | Ciphertext |
|----|-----------|-------|-------|------------|
| 1  | N         | 110   | 33    | !          |
| 2  | U         | 117   | 39    | '          |
| 3  | R         | 114   | 49    | 1          |
| 4  | U         | 117   | 39    | '          |
| 5  | L         | 108   | 4     | EOT        |

2.3 Decryption Process:
   a. Take the private key d and n, where d = 223 and n = 143.
   b. Convert each ciphertext letter to ASCII Code
   c. Perform the decryption process with $m_i = c_i^d \mod n$ so obtained the first plaintext
      ➢ First Plaintext:
      $$M_1 = c_1^d \mod n$$
      $$M_1 = 33^{223} \mod 143 = 110 => (Plaintext_1 = N)$$
   d. Repeat and continue the steps above until $M_5$.

   The results of the decryption process can be seen in Table 3 below:

| No | Ciphertext | ASCII | $M_i$ | Plaintext |
|----|------------|-------|-------|-----------|
| 1  | !          | 33    | 110   | N         |
| 2  | '          | 39    | 117   | U         |
| 3  | 1          | 49    | 114   | R         |
| 4  | '          | 39    | 117   | U         |
| 5  | EOT        | 4     | 108   | L         |

3 Result and Discussion
In this chapter a test will be conducted to find out the relationship between the values of prime number p and the prime number q to the ciphertext robustness and the estimating cracking times, which can be seen in detail in the table below:
Table 4. Relationship between the Values of Prime Number p and Prime Number q for The Ciphertext Robustness and Estimating Cracking Times

| No | Prime Number p | Prime Number q | Ciphertext Robustness | Estimating Cracking Times |
|----|----------------|----------------|-----------------------|--------------------------|
| 1  | 13             | 11             | 18 \% (Dangerously Low) | 19 hours                |
| 2  | 29             | 37             | 44 \% (Medium)        | 4 months                 |
| 3  | 71             | 73             | 59 \% (Medium)        | 39 thousand years        |
| 4  | 61             | 67             | 63 \% (Fairly Good)   | 386 thousand years       |
| 5  | 113            | 103            | 63 \% (Fairly Good)   | 386 thousand years       |
| 6  | 17             | 71             | 72 \% (Fairly Good)   | 120 million years        |
| 7  | 191            | 373            | 78 \% (Fairly Good)   | 4 billion years          |
| 8  | 271            | 317            | 82 \% (Excellent)     | 39 billion years         |
| 9  | 503            | 541            | 89 \% (Excellent)     | 4 trillion years         |
| 10 | 19             | 83             | 100\% (Excellent)     | 27 quadrillion years     |

Visualization of table 4 above can also be seen in the graph below:

Figure 1. Visualization from Ciphertext Robustness

In Table 4 and Figure 1 above, the large prime number of p and q has a high percentage of ciphertext robustness. In the ciphertext robustness test above, 9 out of 10 data show a significant percentage change along with the increasing prime number p and prime number q. However, there is one data with a combination of a small prime number (p = 19) and the large prime number (q = 83) that achieve ciphertext robustness reaches 100\%. Through these 10 test data, it can be said that the success rate of ciphertext robustness testing reaches ±90%.

4 Conclusion
The conclusions of this study are:
1. The selection of prime number p and prime number q in generating RSA keys can affect the ciphertext robustness.
2. From the tests conducted, 90% of the test results showed a greater prime number p and prime number q will achieve a higher percentage of ciphertext robustness.
3. From the tests conducted, 10% of the test result showed the combination of small prime number $p$ with large prime number $q$ is also able to achieve the highest percentage of ciphertext robustness.
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