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Internet of Things (IoT) protection refers to the software field related to securing the Internet of Things and associated linked devices and systems. The IoT is a system of interconnected computers, sensors, actuators, or people on the World Wide Web (WWW). All these different devices have a unique identity in the IoT and must convey data across the network automatically. If computers are not adequately secured, allowing them to connect to the Internet exposes them to a range of serious vulnerabilities. Because the consequences of IoT failures are severe, it is necessary to observe and analyze security issues related to IoT. The prime goal of IoT security is to protect personal safety, while also guaranteeing and ensuring accessibility. In the context of IoT technology, the present study conducts a systematic literature review that analyzes the security problems associated with commercial and educational applications of home automation and details the technical possibilities of IoT with respect to the network layer. In this systematic review, we discuss how current contexts result in the inability of designers of IoT devices to enhance their cyber-security initiatives. Typically, application developers are responsible for training themselves to understand recent security advancements. As a result, active participation on the ridge scale with passive improvement can be achieved. A comparative analysis of the literature was conducted. The main objective of this research is to provide an overview of current IoT security research in home automation, particularly those using authentication methods in different devices, and related technologies in radio frequency identification (RFID) on network layers. IoT security issues are addressed, and various security problems in each layer are analyzed. We describe cross-layer heterogeneous integration as a domain of IoT and demonstrate how it can provide some promising solutions.

1. Introduction

In recent years, the Internet of Things (IoT) has expanded rapidly as network technology device access and related analytical systems have improved. IoT protection refers to techniques and systems designed to protect IoT infrastructure and networks [1]. Defense against threats is still not always handled because the networking systems are viewed as accountable for the threats. The IoT is an advanced protection model that allows for interactions between a diverse range of devices via routing protocols. It typically refers to engines, network devices, and other objects that are all digitally integrated; these items are interlinked with different sensor technologies to provide improved accessibility on a given platform. Based on this interconnectedness, it is possible to collect and share data and information among these machines [2]. There are several research fields in which IoT devices could be deployed to provide performance, infrastructure, and support improvements. For example, applications pertaining to climatic conditions, living space accommodations, and advanced education can all benefit from IoT implementation [3]. Generally, IoT gadget usability requires the system to detect devices and conduct observations and simulations to make the necessary changes to improve the gadget’s performance.

One example of a field for which the use of IoT devices is important is in clinical healthcare settings. Clinicians’ welfare plays a vital role in the success of these healthcare systems. In these settings, IoT devices can be used to measure and control pulses, heart rate, and other body functions.
Advanced medical equipment assists with the practice of medicine in the event of a disaster, allowing doctors to quickly assess medical symptoms and provide early diagnosis therapy for patients [4]. The IoT also affects profitability for its users, by allowing for innovative products to be designed, capable of operating in unique environments and improving functionality over existing methods. IoT methods have been created based on a wide range of previous technologies. Ultimately, structures based on a three-layer framework that incorporates awareness, systems, and software [5] in the application layer of the IoT are based on a variety of technologies [6].

Previous researchers have developed competing perspectives regarding privacy and protection at all levels of IoT systems and how to handle vulnerability in the form of security threats [5, 6]. The existing resources for IoT sensor node optimization and replication are the devices often used to develop rapid advancements in academic IoT security research [7]. Previous research has provided a systematic list of prototypes used in the current research [8]. The most commonly used emulator for IoT information security is NS 3, because many new security procedures develop their own security protocol and the assessor method provided by NS 3 is required, such as for the Automated Validation of Internet Security Protocols and Applications (AVISPA) [5]. The current paper surveys the current state of IoT security issues and research from 2016 to 2021. In particular, emphasis is placed on protection and privacy issues in IoT, as well as on the effects of malicious attackers, which have the ability to damage and crash IoT systems. Our goal is that future research will incorporate the simulation models and the improved IoT security divisions outlined here. The previous research regarding IoT security [6] was collected and evaluated using the credible Network of Information and Google searches.

The main contribution of this paper is its comprehensive comparison of topics such as IoT, security strategies, and process simulations, including the results from the most recently published research. Principally, it addresses the importance and necessity of applications spanning from hospital administrators, commercial facilities, agile cities, and home automation. This study focuses on different design architectures and IoT applications that attempt to solve problems in these varied contexts. This is particularly important, because the IoT infrastructure is vulnerable at each level from previous failed security protections, for which there are known exploits. This results in a number of security issues, for which suitable solutions are necessary. A systematic overview of vulnerabilities and associated issues is described here. We highlight the value of and need for extending and adopting IoT methods for retrieving data by highlighting current problems and questions that arise in this field. In addition, we address commercial, corporate, and industry requirement issues and user-related security issues and their prevention. The roles of the network layers and authentication systems are also defined here. In IoT, there exist different network layer perspectives. By gathering and screening and data routing from unrelated IoT systems, the network gateways act as an intermediary for sending and receiving data from different sensors. This method involves identifying IP addresses within the network and granting permissions to authentic users.

The IoT ecosystem that addresses these issues [9] is shown in Figure 1. Table 1 presents the main contributions of this study.

The rest of the paper is organized as follows: Section 2 discusses the related work in IoT. In Section 3, the research selection and assessment method are presented to classify IoT security issues. Section 4 presents IoT challenges and their security issues. The current research on IoT security issues, research techniques, and comparisons between them are presented in Section 5. The weaknesses of IoT authentication methods are discussed in Section 6. General IoT security issues are presented in Section 7. Section 8 presents systematic literature review (SLR) questions and discussion and questions related to IoT. Section 9 elaborates on the conclusion and future directions.

2. Related Work

Previous researchers [1] have examined many aspects of IoT systems, as well as innovations related to them. The IoT is a platform that is required to help IoT-connected networks and devices. The potential to design IoT devices based on adaptability considerations and their effectiveness and accuracy has been the subject of investigation. For example, the authors of [2] presented an organizing IoT ecosystem. Similarly, security video deformations with decreased IoT access have been proposed [3, 11], in an attempt to improve the privacy of transactional devices. Yet other work on IoT [4, 12] focused on security issues when cloud and edge services mix, wherein encryption is a form of the cloud. The aim, characteristics, and structural problems of IoT devices have been reviewed in the previous literature [7, 9, 13].

Other comparable methods of utilization based on different input data have been evaluated, and the results suggest that improving transit maintenance could produce positive economic effects [5, 9]. The IoT additionally assists farming by allowing them to deploy embedded sensors to track their food, monitor their crops, and control the thermal properties of their soil [10, 14]. In one previous study [15], the authors identified security challenges and design associated with IoT. From a more general perspective, IoT, its features, and its various method designs have been the subject of multiple reviews [16, 17]. The structure of the IoT and the considerable difficulties resulting from IoT issues have also been discussed deeply [18]. Researchers [19, 20] have also examined the middleware structure and provided a comprehensive review of its methodologies, strategies, and problems.

Service-oriented architecture (SOA) refers to a method of design that focuses on delivering resources. Intended to connect additional functionalities, it is also referred to as the network units of a system via its terminals and mechanisms [21, 22]. In this article, we will examine some of the most significant data protection challenges in the world of security and IoT applications [23, 24]. Because the layers of the proposed ecosystem are vulnerable to cyber-attacks, the
attacker does not have access to confidential information. IoT devices are resistant to several security risks; however, assaults can lead to a shortage of electrical energy, memory, and processing capability of the IoT devices [25, 26]. In addition, the insertion of malicious software, denial-of-service threats [27, 28], privilege escalation, and harmful infections [29] are all examples of attacks that can compromise IoT security if a hacker exploits access to the database [30]. This method of attack, which uses a code encryption algorithm, should be implemented into IoT to prevent against assault [31, 32].

We discuss the IoT security issues, privacy challenges, challenges of authentication on cloud computing and other systems, malware attacks on network layers of home automation, and RFID models. These systems and applications can provide information regarding why the attacker hacked the authentication system. The IoT structure, generally, envisions a 3-layer system that consists of a perspective tier, a channel layer, and a runtime environment layer.

Elements that comprise IoT systems are hardware devices, communication messaging protocols, and interface services [33]. These technologies are the most crucial aspects of IoT, especially embedded systems. For these systems, at the hardware level, the thickness of the microcontroller is based on the ARM, MIPS, or X86 chip design [34–36]. Protection technology, such as an encrypted code converter or a safety chip, can be included during the planning process [37, 38]. IoT applications are used commonly in Automatic Identification Systems (AIS). IoT applications use the operating system, which itself contains a hardware abstraction layer, physical layer surface, connectivity drivers, and features like program separation, secure installations, and software environment. There are desktop applications for the application software layer’s cryptographic protocols, third-party libraries, and drivers.

Hardware design is also essential for protecting connected devices, implementing IoT identification abilities, and edge traffic protection [39]. The need for a private bootloading procedure, how to implement data encryption during the oriented method, and how to achieve accessible transactions are all difficulties associated with IoT devices [40]. The essential part of an IoT system is to define how the protocols for transmission and communication through messaging are handled [41]. However, in the past, many IoT systems have lacked adequate security [42]. A network of handheld devices can communicate directly with cloud computing through connections such as Amazon Kinesis [43]. IoT involves combining wireless sensor networks for all communication modalities governed by concepts [44].

The previous weaknesses of IoT security design have been suggested by existing review papers. A systematic literature survey is necessary to remedy the following deficiencies [45]:
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### Table 1: Main contributions of this study.

| Existing method | Working methodology | Weaknesses with solution | Future work with improvements |
|-----------------|----------------------|--------------------------|------------------------------|
| Wei et al.      | Authentication at cloud computing performed in [1]. | Password authentication is used here for quick devices. Form registration methods are used on the login page. Then, the attacker hacks personal data, such as passwords or user identification codes. In the design solution, a person must protect their data through different verification steps and update their data via nonidentical screening methods. Because of the deterministic function of a strong password, it is necessary to regularly reset the password to maintain security. | In the future, we will use secure apps for digital encryption tools. Experienced users can use different verification apps. For future improvements, security will be tightened using different network IoT algorithms in the actual IoT devices. |
| Gupta et al.    | IoT issues in different network layers performed in [4]. | The applications or network layers do not perform their intended function. When the user attaches the IoT device to a different network, it gives the appropriate solution. The user enhances the readability and organization of the device. | In the future, they plan to train different phone apps and VPN secure methods and test them at different levels. Only people who are familiar with a device will know how to use it; it will possess login passwords for their items. Facial verification and other pattern systems can also accomplish several levels of security objectives. |
| Hageman et al.  | IoT privacy and protection challenges used in [8]. | Cloud and edge services can be combined in encryption systems. However, attackers are able to hack in and change the key. Previous researchers provided short encryption key methods only for professionals who used the services and each trained application. Alternatively, they provided information at a level that hackers could not access in their existing solutions. | In high-resolution or pattern-based procedures, we should secure our application authentication methods to higher Internet models. Using this process, 60% of tools are safe from attackers and 40% of apps and layers are destroyed because of the incorrect combination of layers with different methods. |
| Meshveliani et al. | Lightweight cryptography IoT techniques [7]. | When using the most inexpensive cryptography methods for security, researchers used a hashing function with a one-way technique. When users encrypt their data, it generates errors at different modes. In our version of this method, we encrypted the data and only used the short keys that attackers could not easily reach. | Use monitoring or tracking devices. This allows professionals to handle the security and privacy of a device by providing its effectiveness and impact factors. |
| Haji pour et al. (2020) | Challenges associated with different IoT application methods [8]. | When a user creates an application, it compromises the data integrity and can reveal the user’s identity. In their solution, the authors supply a verification application that uses various security techniques and has a large storage capacity. However, they do not destroy validated personal data. | Use validated apps in the home appliance for security using pattern methods. |
| Lohiya et al. | IoT architecture and its security with different issues and its solution [10]. | When the architecture is created, it harms the network layer in the solution (ARM and MIPS, X86) encrypted code. Hardware levels protect this system from attackers and increase the storage capacity. | The lack of confidential information in systems is an advantage for malware structure design and testing implementation. We recover the damaged data with service-oriented architecture. The software security environment is helpful to maintain connectivity for driver installation. The architecture and its confidentiality are important for future work. |
(i) The current research lacks an empirical evaluation and overarching set of terminology for IoT system techniques [46]

(ii) The structure of most proposed research does not have a systematic layout, and the paper selection technique is not evident [47]

(iii) Some prior studies do not examine the prime assessment aspects of IoT applications [44]

3. Research Selection Method

This section provides a systematic review based on the SLR method, classifying the most challenging IoT security issue results [46], as shown in Figure 2.

A complete solution to the following analytical questions (AQ) pertaining to the study objective defines this systematic literature review:

(i) AQ1: how can we preserve the confidentiality, privacy, and security of services using the IoT ecosystem?

(ii) AQ2: there are severe security failures that exist in IoT: how do we resolve the IoT security issues?

(iii) AQ3: what are the current research trends in IoT security?

(iv) AQ4: what security problems can occur on IoT layers and their solutions?

(v) AQ5: how do we minimize IoT issues, and what is the role of IoT development in this context?

4. Introduction to IoT Security

Along with the variety of platforms and networking devices used in IoT systems, there are multiple protocols and functions that have been supplied to IoT network solutions. However, many view the current regulatory procedures in the United States as ineffective [48]. The Open Web Application Security Project (OWASP) focused on the three levels of an IoT device: technology, data communications, and communication protocols [49]. As a result, as shown in Figure 1, the authors concluded that the deployment of Internet security countermeasures must include security infrastructure at all IoT layers [50]. Radio frequency identification (RFID) and wireless sensor network (WSN) are both defined as part of the IoT network [51]. The ramifications of a possible attack on the layers of these two systems are shown in Table 2.

4.1. IoT Architecture. Every level in the network performs specific tasks. In the IoT, there are various perspectives on the number of layers necessary [48]. According to numerous studies [48], the IoT primarily operates on three tiers: observation, connection, and access layers. Each layer of the IoT has its own set of security concerns based on the equipment and devices that assist each layer [50]:

(i) Perception layer

In the IoT, it is called the sensing device layer. The goal of this layer is to obtain data from the server. A wearable sensor can be used to monitor and control the environment. This layer identifies, gathers, and analyzes data before transmitting it. It processes onto the network layer. This layer is also responsible for the cloud server [51].

(ii) Network layer

The IoT protocol is used for network communication and data transfer to various IoT ports and sensors via the Internet. At this level, there are many virtualization systems available on the World Wide Web. Access points and transit devices, among other devices, work by combining some of the most cutting-edge technologies, including Android, Ethernet, 3G, GSM, and other wireless technologies. By gathering, screening, and routing data across multiple IoT systems, network gateways act as an intermediary for sending and receiving data from various sensors [52].

(iii) Application layer

The validity, safety, and privacy of the data are all ensured by the application layer. The objective of IoT at these tiers is to establish a network grid [44], as shown in Figure 3.

4.2. IoT Security and Privacy Challenges. IoT provides users with significant advantages; nevertheless, it also presents certain drawbacks. The main concern of scholars and legal experts regarding IoT devices has been issues related to cyber-security and privacy threats. Several companies and corporations have struggled to deal with the problems of IoT, and these dangers have been highlighted by recent high-profile cyber-security breaches. In addition, problems associated with anonymity and dishonesty on the Internet represent difficulties in using IoT devices [53].

None of the aforementioned problems have a greater impact on IoT acceptance than security and privacy. However, unfortunately, consumers often do not have an essential understanding of the security consequences until after they encounter a compromise that results in losses. As a consequence of this lack of user education, consumer willingness to deploy weak security is too common [54, 55]. In a recent examination of privacy and security, IoT devices performed well, but there still exist numerous flaws in the computer systems [56]. Thus, the popularity of IoT is determined by how effectively it can respect people’s privacy preferences. Concerns about privacy and other threats associated with IoT have been critical in delaying IoT’s complete implementation. Full implementation requires an understanding of the needs of clients, an ability to protect their personal information, and security of their privacy terms.

There has been significant research on the IoT that reframes security concerns, such as the escalation of monitoring recording [57]. The integration of unique information from objects can be used to create a survey
Table 2: Comparison of network layers based on RFID/WSN systems and existing attacks.

| References | Layers | RFID | WSN | Protection from these attacks |
|------------|--------|------|-----|-------------------------------|
| Yadav et al. [51] | Physical/link layer | Replay attacks, blackmail, the precision of the results, and synchronization assaults are all examples of detectors. | Sybil, passive distraction, aggressive programming of temporarily disconnecting the device, replay attacks, and RFID readers are all used. | Tag (disable, removal, destruction) and all commands are rewritten and created error-free. When attacks accrue, we can build different prevention walls by updating and deletion processes. We can use a wireless sensor to detect higher radio frequencies at all stages of the attack. We can use short keys and digital signature keys in this situation for communication without sharing descriptions with anyone. |
| Rahaman et al. [52] | Network/transport layer | Eavesdropping, quick injustice, bogus routing, introduction, and session overflow all are discussed here. | Attacks on network protocol are replication and spoofing and are two types of label attacks. Attacks against readers include deception and spying. | Tag (spoofing and cloning) attacks are removed by professionals. Routing protocols, eavesdropping, and impersonations are defined here. We can create the network protocols authentically. This method puts privacy rules in bank cards, changes pins, and only sees that person who held these cards or knew the pins from different privacy methods. |
| Zhu et al. [53] | Application layer | Memory spills and infusion are introduced here. | Infusion, memory leaks, illegal label scanning, and tag alteration are all potential threats. | Illegal people hack personal data and know the application codes or information about the victim. We can use legal tags symmetric and asymmetric processes for personal info and save the application layers, such as the name, password, and passport PINs, for legal malware injection. Memory was lacking in this approach. |
strategy and implement global communication in the IoT. The ability to connect with the Internet is also an aspect that aids in identifying these issues, because these distinct processes would be difficult to solve in isolation [58]. Accessing personal information from anywhere in the world is convenient; however, there still exist some privacy challenges [59]:

(i) Interoperability

Risks to the system should be restricted or limited. Customer benefits are hampered by a heterogeneous ecosystem of unique IoT digital transformations. Although complete interoperability between goods and services is not always possible, the user may dislike purchasing specific IoT-related goods. For example, improperly designed IoT devices may hurt the environment. They are expensive with respect to networking resources [60]. Another feature that has been employed for many years to provide security is cryptography, which addresses security flaws in crowded and complex scenarios [61]. Infections can be mitigated by establishing powerful security features and incorporating them into IoT goods. This has tangible benefits when customers purchase items that already have adequate security protections to safeguard against flaws. Some of the precautions implemented include cyber-security guidelines to guarantee the

| References                  | Layers   | RFID                                      | WSN                                      | Protection from these attacks                                                                 |
|-----------------------------|----------|-------------------------------------------|------------------------------------------|------------------------------------------------------------------------------------------------|
| Mohammadzadeh et al. [54]   | Multilayer| Replay attacks, policy enforcement, and cryptography attacks are all examples of malicious activities. | Active attacks, data aggregation, and encryption attacks are all examples of spear phishing. | All attacks exist in these layers. We only prevent our data from attackers by deleting unused memory storage, changing passwords, and hiding encryption keys and modem wires. |

**Table 2: Continued.**

**Figure 3:** RFID used in IOT architecture and the attacks on network layers and their associated prevention methods [51].
5. Current Research

The primary objective of current strategic prevention is to track the user’s confidentiality and integrity and to maintain the protection of IoT devices, platforms, information, and applications. Thus, the reliability of the IoT facilities offered by an IoT environment depends on its ability to prevent traditional potential attacks. Prevention and interventions are necessary for frequently used applications to prevent traditional potential attacks. Figure 3 depicts the current state of the market [67].

For data from 2016 to 2021, we used the following strategies and procedures. We found that authentication was a difficult task used for security strategy; however, the confidence-based system has gained popularity due to its ability to detect and prevent harmful devices [68]. Alternatively, research on encryption and decryption has attained lightweight and low-cost encryption and constrained devices, as shown in Figure 4.

6. Authentication

Authentication refers to the method that involves identifying the IP addresses of a network and providing permissions to authentic people. This approach is used to protect IoT systems from assaults, such as response attacks, replay attacks, so-called man-in-the-middle attacks, and imitation onslaughts. Authentication is still the most commonly used protection method, as shown in Figure 4. Approximately 60% of systems use this approach to provide access to the application layer, whereas 40% use it to grant access to users at the data layer.

6.1. Importance of User Authentication. Illegal activities can be prevented from accessing confidential material via user authentication. For example, if User A has access only to information necessary for them, this secures the data of User B. However, if the authentication process is not protected, hackers can obtain access to the system and extract passwords. Companies like Microsoft, Experian, and Yahoo have experienced data breaches due to their failure to secure verification. Hackers hacked into Yahoo user profiles between 2012 and 2016 and extracted data pertaining to contacts, calendars, and personal conversations. In 2017, the Equifax cyber-attack compromised the credit card information of over 147 million people. Any firm can be put at risk if they do not have a safe authentication mechanism [69], as shown in Figure 5.

For transmission encryption and decryption, Internet protocol security uses transport layer security (TLS) access in this system. TLS offers two authentication methods for limited devices: TLS-PSK, which utilizes preshared keys, and TLS-DHE-RSA, which uses RSA and Diffie–Hellman (DH) information distributions. Both use public keys and encryption algorithms. The two objects performing secure communication in this technique must verify their identity by providing confidential info (i.e., exchange protocol keys) because the verification process using this method is just a cryptographic hash function. The second technique works well with restricted devices, like sensors. There are three varieties of authentication protocols.
| References         | How existing methods work                                                                 | Weaknesses in the existing method                                                                 | Solution of weaknesses                                                                 |
|--------------------|-------------------------------------------------------------------------------------------|--------------------------------------------------------------------------------------------------|---------------------------------------------------------------------------------------|
| Zhao et al.        | In IoT technology, using a secure routing method to detect on-off attacks means that malicious attacks work as node captures [53]. | It detects the damaged nodes based on the misbehavior history of each node in the network.     | The occurrence and misconduct records exist as a dependable factor that should impact the estimation of a nonblocking source node. |
| Cavada et al.      | Ubiquitous technologies for tourists working in this approach function as wearable devices that can be enjoyed at any time [59]. | This method does not communicate directly without portable devices. They lack fast communication with systems in public places due user authentication problems. In remote areas, people do not communicate using these technologies. | One can improve the design of user interfaces for these technologies. One can create changes to the wearable device for communication, and the customer should understand all of its procedures. |
| Khalique et al.    | Interoperability enables safer communication from one device to another using a cryptographic algorithm [62]. | This method affects the algorithm work and device connectivity because they are limited in time or use encryption only. | Security login pages must be included in these technologies. When attackers target user identification and steal user information, one should destroy the profiles. |
| Elwy et al.        | Periodic updates are collected to perform specific actions on devices, such as in a washing machine. When the machine is switched on, it runs and washes clothes for a specific period and stops when the switch is off [63]. | This method provides updates at every level of the OS process, which creates many problems for users as they run or close apps that are connected with these devices. | As a result, attackers have ample time to break the security systems and capture data. However, this is the incorrect way to update the devices at the network level if the attacker hacks all identities of the devices. |
| Talal et al.       | Embedded passwords in automation systems enable professionals to embed their passwords with their devices for authentication from unauthorized people [64]. | The most recent communication systems, such as international mobile telecommunications service (IMTS) and long-term evolution (LTE), do not provide simultaneous connections to a significant number of computers. | Face patterns or fingerprints allow for authentication that avoids hackers and detection devices. This study examines security issues that are addressed by integrating the Internet, monitoring networks, intrusion detection, and image processing. It aids in the elimination of duplication, allowing for quicker detection and avoidance of assaults. This innovation assists in the early detection of acts of terrorism, alarm systems, and intelligent traffic systems, all of which will improve the performance and adaptability of current communication networks. |
currently available for IoT: convergent-based protocols, asymmetric cryptosystem-based protocols, and hybrid protocols [38, 70]. There is a two-way connection between humans and machines. In the IoT system, there is a consensual interaction between the smartphone and the workstations. The system sends information to the server and obtains control data emitted by the console. The authentication process is essential in an IoT platform to verify the authenticity of both the browser and the network. Previously, there has been a significant shortage of lightweight authentication and encryption methods. More recently, there has been an increase in the employment of lightweight authentication and encryption methods. The goal is to provide an inexpensive authentication process for network access, with encrypted communications that are authenticated with many factors [69]. There are various methods to improve IoT authentication’s function, such as employing bio-hashing and enhanced privacy to all recommendations. Figure 6 presents the status of IoT authentication methods [69] from 2016 to 2021.

Figure 6 shows the current IoT research trends applied for authentication using different methods: lightweight, multifactor, and multiauthentication. Lightweight authentication constitutes 65% of the authentication methods and is used for secure and better communication in IoT and for securing devices. Multifactor comprised 15% and is used to achieve authentication goals, and multiauthentication comprised 20% and is used for access control.

6.2. Common Authentication Types. Hackers constantly refine their cyber-attacks. As a result, security professionals must deal with many varied security issues. As a result, businesses are beginning to deploy more
comprehensive disaster recovery plans that include authentication [71]. The following is a list of the most frequent authentication mechanisms used to protect information technologies.

6.2.1. Password-Based Authentication. The most frequent method of protection is passwords. A combination of characters, figures, and punctuation marks can all be used for a password. Users must develop secure passwords that incorporate a mixture of all feasible alternatives to secure themselves. However, passwords are vulnerable to spoofing assaults, which reduces their usefulness. Only 54% of people use unique passwords throughout their profiles for all websites, and the average adult has roughly 25 different Internet financial records. As a result, many people prefer comfort to protection and use basic password patterns instead of complex passwords, because they are easier to remember. Attackers can quickly guess a username and password by trying all conceivable permutations (i.e., using "brute force") until they discover one that fits if the user has used a simple password. Biometrics is an alternate strategy that may be adequate for securing Internet data, although it has numerous flaws.

6.2.2. Multifactor Authentication. Multifactor authentication (MFA) is a verification strategy that integrates recognition using two different methods. Barcodes produced by smartphone applications, scrambler challenges, fingerprints, and facial recognition are examples of this approach. By providing new security features, MFA concepts and approaches improve user satisfaction. MFA is secure against other profile breaches, but it has some negatives associated with its use. Individuals may misplace their phones or SIM cards, rendering them unable to produce a code for authentication, locking them out of their devices [72].

6.2.3. Certificate-Based Authentication. Cryptographic keys for social security card authentication are applied and provide solutions to target individual devices and types of equipment in networks. A digital certificate is a form of semiconductor identification that is similar to an officer’s learner permit. A cryptographic key and accreditation agency cryptographic certificate represent the voltage profile of a user’s online signature. A certification authority can produce authentication to show the marketing authorization holder. When a tenant moves to a website, they must supply their cryptographic keys. The server checks the authenticity of the password diploma committee’s validity. The website
only verifies the visitor, who has the secret key to attach to the license in the system as a password.

6.2.4. Biometric Authentication. Biometric identification is a type of security that relies on a person’s unique biological traits. The following are some of the primary benefits of adopting access control technologies: Authorized features are maintained in a directory and can be quickly associated with the bio-data parameters. When mounted on gateways and entrances, bio-data information regulates direct access. Biometrics can be included in multifactor user authentication. Individual authorities and commercial companies employ biometric security systems at runways, army assets, and political boundaries. The most popular identification techniques were as follows:

(1) **Face Recognition.** Many facial traits of a person can be used as biometric information. However, face recognition may be unreliable when comparing features of a person from different angles or when comparing people who look similar, such as family members. These vulnerabilities have prevented face input validation innovation [73].

(2) **Fingerprint Scanners.** These devices match the distinctive patterns on an individual’s palms. People’s fingers can be evaluated by some new touch screens that focus on the circulatory system. Despite their frequent mistakes, biometric authentications using fingerprints are still the most used screening method for businesses and individuals, largely owing to the popularity of smartphones.

(3) **Voice Recognition.** This method refers to the task of evaluating an interviewee’s speaking style for the development of appropriate forms and sounds. Speech devices such as pins are regularly used as predefined terms to authenticate individuals.

(4) **Eye Scanner.** Computer vision systems and scanners are examples of eye scanners. Optical scanners shine a beam at the user’s eyes and look for distinct patterns in the colorful ring surrounding the pupil. However, if the user is wearing glasses, eye-based identification may be inaccurate.

6.2.5. **Token-Based Authentication.** Using this method, people submit their identities once and obtain a unique protected stream of random letters in return using gesture visualization. Instead of typing passwords repeatedly, users can utilize the token to access protected systems. The biometric certificate verifies that the user has the granted access. REST-APIs (representational state transfer-application program interfaces) take the theoretical representations of employees as examples of token-based authentication use cases [74].

7. **Weakness of IoT Authentication Methods**

All of the suggested passwords are one-time procedures, and using a digital signature for lightweight verification is not an appropriate security option because such an identifier can be hacked [75]. The following are the weaknesses of heterogeneous IoT authentication solutions, as described in previous research [76]:

(i) Attacks on cloned validators and numerous stored users with the same username and password
(ii) Router assaults takeover and deception
(iii) Stealing microchips and IoT devices reproduction accused
(iv) Disabling portal networks and faking detector’s key
(v) Impersonation, attack assuming, and off-site identification
(vi) Speculations and smart card thefts are examples of off-line attacks
(vii) IoT device authentication is still the standard security technique for attacks, deception of a user, and imitation
(viii) IoT applications have flaws and limitations and thus may not represent a comprehensive solution for IoT security reduction

However, several existing cryptographic algorithms proposed from 2016 to 2021 are worth investigating, as shown in Table 3. We have defined the devices used in home automation. The current research is presented in Table 4, with a different perspective of authentication on layers of applications.

7.1. **Encryption.** Reduced and limited devices can only integrate industrial control systems (ICs) [80] because of their low requirement for system resources and limited standby time, compactness, constrained storage, minimal power supply, and conventional encryption primitives for handheld devices. Cheap security may be a good option for all these systems. The purpose of IoT cryptography is to promote effective edge connectivity [81]. Weak compact cryptography in the physical and network layers has remained the main focus of this research. Alternatively, there have been proposals for an innate quality-decoding method to existing customer repudiation. The current research on this topic is defined in Table 5.

7.2. **IoT Security Issues.** In this section, we present the seven most significant IoT-related security problems, ranging from theft of IoT devices to prospective burglaries to the perils of uncontrolled devices [88].

7.2.1. **Malware and IoT Device Piracy.** Ransomware is a type of software that encodes and denies access to people’s data, potentially by exploiting IoT devices with inadequate security protocols. The actual problem starts when a hacker infiltrates a gadget with spyware. The hacker then requests extortion money in exchange for the suspect’s files. However, hidden hackers have become more common in the world. Smart watches, medical monitors, and smart homes
Table 5: Encryption on network layers with simulation.

| References        | Domain/network layers               | Security objective                      | Advantage                                      | Simulator/security issues                                                                 |
|-------------------|-------------------------------------|-----------------------------------------|------------------------------------------------|------------------------------------------------------------------------------------------|
| Batra et al. [82] | Generic/network layer               | Role in maintaining of data confidentiality | Low cost                                      | Not available and lacking in privacy.                                                     |
| Setiawan et al. [83] | Industrial/physical layer            | Secure in interconnection systems       | Detect multiple instruments, such as counterfeit and proximity attacks | Depends on prototype testing. It is not secure during login authentication.               |
| Yuga et al. [84]  | Generic/application layer            | Secure communication                    | Decryption shows improved classification with application installation | Layers like MICA. In the reverse of encryption, when entering, the hierarchy of keys is too complex. |
| Panda et al. [85] | Middle/network layer                 | Helps to avoid loss of energy           | The attacker’s exact location is known by the layer | In experiments (test-bed), the attacker hacks all data and wastes their time and energy because the key is stolen in this layer. |
| Hossein et al. [79] | Generic/application layer            | Authentication system                   | Security and privacy are much better than other systems | WSN, when the user sends emails, spam emails appeared.                                     |
| Naira et al. [86]  | Not Generic/physical layer           | Security in designing transformations    | Reduce computation at top layers               | COMS and UMCE are two types of the protocol system.                                       |
| Hosen et al. [79]  | Generic/application layer            | Ordered data protection                 | Lightweight with high-speed resolution         | Cheap in memory but also suffers when data are encrypted.                                 |
| Aruna et al. [87]  | Industrial/physical layer            | Access control insurance                | Algorithm for the asymmetrical circular track | Real-time embedded; when a key is large, then replay attacks can accrue.                 |
7.2.2. Inadequate Testing and a Shortage of Improvements. Another security issue concerning connected systems is that manufacturers frequently provide inadequate testing and security [90] and do not always undertake all necessary precautions to prevent safety problems. With the rapid expansion of the IoT sector, many companies are now building and selling devices without testing. In addition, sometimes, security improvements are only available for a short period. Devices are being produced at an accelerated rate, and thus, designers may forego these upgrades in favor of promoting the next generation of equipment and encouraging users to upgrade. Sensor nodes running application technology could be vulnerable to a variety of viruses and criminal threats, as well as other security flaws. In addition, when a machine uploads its information to the server during an update, there may be downtime. Software files are exposed during this period if the connection is not secured, allowing hackers to access files and posing a security risk.

7.2.3. Home Invasions. Home invasions or burglaries are perhaps the most frightening example of IoT security risks because they erode the boundaries between the physical and virtual world and put users in significant danger. The concept of “home automation” was born as the IoT sensors became a part of an increasing number of houses. This AI poses a significant risk because rogue devices with weak protection measures may expose users to threats. Attackers may be able to find the location of the data owner using search engine queries. The potential for harm is obvious, and it can even lead to the user’s information entering illegal contacts [91]. Communicating using proxies and encrypting your account information are two ways to avoid this type of IoT security problem.

7.2.4. Monetary Corruption Fueled by IoT. Tax evasion and counterfeit identity fraud can increase for money transfer companies that use the Internet. Some of these organizations are exploring cognitive computing, whereas others may see the value of incorporating information across several levels of the industry [92]. Artificial intelligence can be used to discover malicious activities and provide prompt indications of threatening activity. All investment banks, for example, will face difficulties in introducing these new models. Prototype maintenance and risk management procedures account for the growing threat of cyber-attacks.

7.2.5. Smart Car Access from Abroad. In the IoT of smart vehicles, theft has become more common on highways. Defective IoT systems introduce significant dangers regarding the remote monitoring of smart cars.

Security threats related to IoT may endanger the independent features of their devices, such as personality and motion detection [93]. These hostile hacks pose a significant risk to the community’s security and can even result in death. Remote monitoring connectivity is also vulnerable to malware, as an attacker may expect payment in exchange for unlocking the vehicle or activating its motors. IoT item vendors are currently attempting to develop methods to address these security flaws. Microsoft and General Motors cooperated on an instrument cluster that is sensitive to these assaults. Fortunately, because these attacks usually occurred before the mainstream use of communication systems, the engineers had sufficient time to respond effectively. Figure 7 shows the chain of devices protected by passwords and some issues that affect the IoT devices at the top level.

7.2.6. Fake and Malicious Smart Devices. Covering the firewall and controlling all the individual pieces of equipment is an IoT security issue. The rapid surge in mobile and volume flexibility of IoT devices has created a problem within residential networks [14]. Hackers deploy rogue and counterfeit IoT devices in secured networks with unauthorized permission. These machines can restore the source material and connect to the Internet to capture sensitive information, effectively breaching the network firewall. These devices come in the form of malicious wireless networks, surveillance cameras, radiators, and other devices that steal network information without the user’s awareness.

7.2.7. Lack of User Knowledge about the Privacy of the IoT. Many users think that they already understand the risks and features of the IoT. However, fraud, worms, and spyware risks on laptops and personal computers and cyber-identity theft are examples of situations wherein users’ sense of security have been exploited by threats. Users feel secure when they have figured out how to protect their Wi-Fi hotspots and safeguard their PayPal. However, in the literature, when it comes to IoT security vulnerabilities, researchers attribute fault to the vendor and the consumer’s lack of understanding and negligence. The IoT devices that data breach are likely due to user illiteracy and lack of knowledge. When attacking individuals through the IoT, media manipulation assaults take advantage of the human tendency to avoid these problems [95].

The deadly 2010 attack on an Iranian nuclear site was an example of such misuse of human psychology. The targeted device was an Internet technology known as a microcontroller, which required one employee to attach a MicroSD card through one of the internal computers to break the private platform’s separation from the public network, exposing it to attack.
7.3. Ways to Identify IoT Security Vulnerability and Methods to Secure IoT Systems. The IoT potential threat is in consideration with the last subscriber, and we will now discuss some practical strategies for IoT consumers to avoid data breaches [75]:

(i) Users must frequently create efficient forms of authentication.

(ii) Updating accounts of online activities, desktops, and applications have frequently been the standard in recent years. These practices should also be standard for IoT devices.

(iii) Users must constantly stay updated on best practices of security and ensure the following:

   (a) Each IoT gadget has its password.
   (b) Users must check their credit report a minimum of once per year.
   (c) Passwords are widespread, and duplication is avoided.
   (d) Credentials must be extremely difficult to guess. Users can use encryption software to memorize passwords for them or write them down on a piece of paper.

7.3.1. Do Not Depend on Cloud Computing. Mobile computing is efficient, but it is also highly susceptible to attack. Every gadget acquired from an IoT vendor comes with...
Internet power consumption. Although it may be tempting to get an inexpensive one, it is important to remember the appropriate guidelines [96]:

(i) To utilize documents and programs encrypted form, you must have an active Internet connection
(ii) Obtain a complete review of the security settings that come with your Wi-Fi network
(iii) Furthermore, ensure that the system is protected and the user can save their information and folders privately, away from the reach of malicious agents

7.3.2. Avoid the Use of Global Connector Capabilities. A large proportion of IoT devices offer an international connect and play functionality that allows various wireless modems to communicate with each other. This suggests that users do not have to activate each alternative available. Although there is a clear benefit to the IoT environment in your home or office, users should be aware of the following:

(i) International socket and forget methods connect to network devices.
(ii) These systems can be connected to outside threats and exploited.
(iii) If the assault is successful, it might harm all of the connected systems by allowing hackers to inject themselves directly from one to another. In this case, switching off the connect and forget mode on IoT technology devices will provide some security.

7.3.3. Make Use of the Sensor Node. Wi-Fi customers regularly construct numerous networks that are only available for themselves and their dependents. The method of creating a second network is used with connected systems because it aids in data collection:

(i) Protect your confidential files from illegal disclosure
(ii) Disable any efforts to take control of IoT devices and the installation of malicious software
(iii) Put the IoT sensor above the range of any external entity to secure its confidential messages

7.3.4. Update Your IoT Devices Daily. Notifications must be available onsite to monitor for authoritative updates by the software vendor. We described in this section a lack of innovation as one of the IoT security concerns. Therefore, downloading all software updates improves your interface and prevents attackers from infiltrating your devices in novel ways [97].

7.3.5. Standard IoT New Features Provide the Following Benefits

(i) Understanding that your networks are updated with the most up-to-current protective measures that avoid the most recent types of assault gives you some security.

(ii) It is a better level of protection for your house or office.

8. Discussion

AQ1: how to preserve the confidentiality, privacy, and security of users and guarantee the services by the IoT ecosystem?

The goal of implementing the safety reduction is to protect anonymity and secrecy. The integrity of remote devices is facilitated, as are the communications and sensors that maintain the reliability of systems. As a result, prevention responses are implemented for the following traditional potential attacks. Identification is still a prevalent security mechanism, but intrusion detection is gaining popularity because of its potential to suppress or identify bad networks. According to a cryptography study, the other extreme concentrates on ultralights and limited encoding for reduced and restricted devices [98].

8.1. Authentication. The method for devices on the network connection to access systems, people, and pseudo-objects is known as verification. The reply assault, imitation assault, and Sybil assault are all examples of threats to IoT networks [99].

8.2. Encryption. The process of achieving end-to-end security in systems is known as encryption. Furthermore, IoT devices are versatile networks that can incorporate particular computer chips. Moderate and restrictive devices can only integrate implementation ICs [80]. As a result of their low computation power, restricted battery performance, portability, limited storage, and constrained supply voltage, conventional authentication is not suited for relatively low power digital sensors. Thus, inexpensive security may be a good option for some of these devices. The purpose of IoT cryptography is to facilitate the final transmission while utilizing fewer components and ultralight techniques to satisfy this goal. Securing the routing protocol at the network layer and implementing trust- and reputation-based malicious node detection results in an end-to-end delay, communication overhead, and a high false-positive rate [100]. The findings from this study demonstrate that authentication alone may not be sufficient for IoT security. Instead, current trends of IoT security mechanisms should work on lightweight, mutual, and multifactor authentication, especially at the network and application layers. Lightweight and low-cost encryption are proposed for the physical layer to mitigate security issues.

AQ2: there are severe security failures of IoT: how can we resolve IoT security issues?

Safety prevention and the IoT security infrastructure are embedded in three layers of the core technology stack: observation, communication, and application (even though most existing solutions are in the network layer). From this, it can be inferred that successful IoT security mitigation benefits from accurate IoT threat modeling.
AQ3: what are the current research trends in IoT security?

We presented an SDN-based cloud for data transmission safety and QoS. We also use SDN to alter the attack surface of this type. We identified the quality improvement necessary for our technologies and services to achieve adequate quality enhancement and network performance. Evaluation functions on home automation using different authentication processes were performed. We also analyzed the RFID-based network layers that function in homes and businesses using algorithms and discussed the weaknesses and challenges associated with their promising solutions. This paper can also assist network enthusiasts in better understanding, investigating, and improving the authentication process in all places and solve their issues held in IoT devices.

AQ4: what security problems can occur on IoT layers and what are their solution?

The Internet of things infrastructure has three layers: an interpretation layer, a channel layer, and a user-interface layer. Electronics, information sharing technologies, and communication protocols all are parts of IoT devices. Other crucial aspects of the IoT are the equipment, such as embedded systems, the underlying hardware, and most semiconductor chips based on the Risk, MIPS, or X86 platforms. Protection devices as an encrypted code encoder or a security microchip are included in the design process. Sensor nodes often employ a Network Operating Standard (NOS) only for the computer user interface and contain a hardware abstraction layer, a physical layer top, connectivity adapters, and features like program separation, booting, and software isolation.

Personalized software, encryption methods, and the third-party component controllers compose the programming interface. Device configuration is also necessary to protect IoT devices. Identification features, edge traffic cryptography, a private switch method, the verification of digital signatures throughout oriented models, and accessible operations are all problems with IoT devices. Identification and cryptography may be viable options for addressing IoT security concerns. In the development of integrated methods, encryption that is reduced for physically embedded networks and cognitive methods are still in their immaturity. They do not ensure the safety of hostile devices in the system, including damaged machines or desktop computers. In addition, advertisers usually use encoded identities or usernames for simplicity, which results in a substantial verification problem. According to the results of this survey, current access control studies have primarily concentrated on developing compact data encryption for limited devices.

AQ5: how can IoT issues be minimized and what is the role of IoT development in this context?

The primary goal of security reduction is to protect anonymity and security. The security of IoT users, facilities, information, and sensors and maintaining the accessibility provided for these systems are paramount. As a result, detection and intervention methods are implemented to detect the traditional security threats. Identification is the most common encryption technique for access control and is gaining popularity because of its potential to suppress or identify bad networks. The study of cryptography has focused on compact and minimal cryptography for reduced and restricted devices. Cryptocurrency’s foundation is blockchain. Stable and reliable interactions, along with the independence of interactions and procedures, will provide all benefits for IoT systems. Recently, the riskiest strategy has proven to be a great success. The features of distributed ledger technology for IoT include scalable and safe transactions.

9. Conclusion and Future Work

The IoT is an extremely powerful modern technology. The applications spanning home automation and hospital administrators, smart cities, and commercial facilities are discussed in this section. In addition, IoT provides a plethora of benefits to drawbacks and data protection is specific. This study concentrated on IoT applications and various designs and architectures that solve associated difficulties. The IoT infrastructure is vulnerable to multiple assaults at each level, resulting in a slew of security issues and requirements to address these problems. All stages of the proposed ecosystem are susceptible to threats. For example, a method with surveillance techniques intends to ensure that confidential information is not exposed.

This paper provides an overview of the numerous issues and vulnerabilities that exist in the sophisticated realm of IoT. It highlighted the need and value of adopting and extending methods and procedures for retrieving and conserving information by highlighting current problems and open questions in this research domain. It also emphasized the importance of the strategic relevance of different proposals to risks that will likely continue to expand at an unprecedented rate. This research addresses major economic, production, corporate, and commercial requirements. The success of IoT also relies on the lucrative contract that every IoT approach has for regulatory affairs. IoT security issues must provide solutions for user’s protection from attackers as well as all unauthorized people. Further development of the IoT ecosystem will focus on privacy concerns.

The IoT technology has shown security problems in the commercial domain, and a part of the education that is necessary must acknowledge and analyze the possibilities of these technologies. By 2021, most organizations will understand the potential of IoT, with economic activity related to IoT accounting for more than 80% of all providers. This means that an inability to provide adequate designs to suppliers will result in a need to further strengthen their cyber-security initiatives. Application developers will have to play a role by training themselves and staying put on existing security advancements and their significance. The US parliament sponsored counter-terrorism legislation in March 2019, intending to ensure that IoT devices purchased by the government have certain minimum basic security features.
Integrated protection has already been available in some IoT devices from some vendors. In addition, potential clients are enhancing electromagnetic information exchange analysis, such as [106] the following:

(i) Linear machining
(ii) Heuristic techniques
(iii) Computer-assisted education
(iv) Neural network-based AI
(v) Evolvement of algorithms
(vi) AI mixtures and other adaptive control

Researchers can indeed anticipate the emergence of manufacturing domains of IoT software testing that will specialize as they progress [107]:

(i) Patterns of data integrity from beginning to end
(ii) In the IoT, reliable virtualization is essential
(iii) Challenges of confidentiality and protection in IoT formulation and construction
(iv) Deep learning threat prevention and vulnerability scanning for IoT systems
(v) Design of protected IoT systems
(vi) Privacy concerns and IoT platform security strategies
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