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Abstract - The paper proposes a technique on the digital video steganography. Various techniques are employed in order to achieve a higher secure data transmission these includes the cryptography, watermarking and steganography the steganography finds its application in the audio-video synchronization, copyright control and T.V. broadcasting specially in military areas the paper analyses the various improvements made in the security of the data transmission as well as the various methodologies adapted in achieving the same. the major difference between the steganography and the cryptography is the latter has the cipher text which is coded and then transmitted while the former is embedded within a image or in a video frame so as to achieve the intended use.
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1. INTRODUCTION

With the improvement and with the advancement in technology and events security plays a major role. Where the privacy concern of an individual has increased. Thus it becomes mandatory for an individual to protect his privacy security and this paper proposes a methodology where the images are hidden or embedded with in images or with in the video frame which finds a large application in security fields and military applications as well as the proposed technique makes use of RC7. Encryption which is far more better the conventional method also the image embedded this paper gives an insight about the various advantages as well as the disadvantages that are applicable in the industry, using the MATLAB the application is processed.

Steganography is classified in to two types as 1. Linguistic steganography 2. Technical steganography also watermarking is one such technique which is used in the data transmission which achieves a higher secrecy the watermarking can be classified into 2 types they are 1. Robust 2. fragile the block diagram of the steganography both in the embedding as well as the extraction side is as shown below in the fig.
2. **Theoretical Framework**

2.1 **DOUBLE CODING MECHANISM FOR ROBUST AUDIO DATA HIDING IN VIDEOS**

The author of this paper describes about the double coding mechanism by which two codes are used such that it becomes complex to track down the original information content this is performed by pseudo codes and morse codes the performance of the system is measured in terms of mean square error(MSE) And peak signal noise ratio(PSNR) initially the transformation between the domains are made (i.e) from transform domain to spatial domain. The spatial domain as a disadvantage of more payload the mathematical tools used in transformation of the domain fourier transform discrete cosine transform and the discrete wavelet transform .the conclusion of this paper better methods can be adopted and the loopholes as well the paper as a better MSE and PSNR further more write after the embedding of data the resultant image is compressed and even on compressing of the resultant image the method prof to be effective
2.2 AN IMPROVED IMAGE STEGANOGRAPHY TECHNIQUE BASED ON MSB USING BIT DIFFERENCING

On conventional steganography the data is embedded with in the video or image frame the LSB as know vitel information so that data to be hidden is concealed within the LSB and then it is transmitted this paper overcomes the conventional steganography by using the MSB . the different formats of data that can be processed are image takes and audio the theratical frame work used in this MSB technique the bite 5 shows the secret bit based on the difference in bit 5 and 6 of thr cover image three important parameters in the steganography is discussed in this paper which are 1.payload capacity 2.robustness 3.security where the payload capacity plays an important role in spatial domain the difference between in cryptography steganography is also discussed where as in a cryptography cipher text is used but in a steganography the data is emdedded and hidden to the rest of them other than the intentent recipient the conclusion of this paper is that MSB based data hiding technique is more efficient and provides a better PSNR ratio over the conventional way

2.3 MULTICLASS DETECT OF CURRENT STEGANOGRAPHIC METHODS FOR JPEG FORMAT BASED RE-STEVENOGRAPHY

The goals of JPEG Image steganography detection are not only distinguished cover images (the normal images) and stego images, but also determine the steganography algorithms of the stego images, and extract the embedded information, of which the preconditi on is to determine the image steganography algorithm. The changes of storage size from re-steganography to image is much smaller than that from steganography to image. Specifically, the storage size of JPEG image, with the first JPhide steganography, is reduced about 50% than before; but with the second JPhide steganography to the image, the change of the storage size was relatively small, almost no change. an effective steganalysis multi-class classification algorithm in this paper, which outperforms the state-of-the-arts in detecting the modern steganographic methods plan to further improve the detection reliability of the proposed steganalysis algorithm.

Firstly, expanding the application range of the algorithm, we want the proposed algorithm outperform in other steganographic methods: MB1, MB2, SSIS and H4PGP. Secondly, we want the algorithm to further simplify and run with more high efficiency.

2.4 THE VIDEO HIDING TECHNIQUE BASED ON DWT AND GENETIC ALGORITHM WITH BOOLEAN FUNCTIONS

The author of the paper makes use of the discrete wavelet transform(DWT) wavelet is the short lived pulse unlike a sinusoidal signal. The wavelets can be classified in to many types based on that amplitude and the shape of the waveform sum of them are by orthogonal 2.2,daubauchies so this paper deals with the DWT as a tool in data hiding technique .DWT is useful in digital globe the activity of wavelet transform is analysed to the attacks the data hiding technique they are by preventing from the hackers or attackers.from this paper the embedding image Is randomized and is moved towards the higher LSB layers the conclusion of this paper is that gives us DWT and the generic algorithm for hiding data effectively and efficiency.

2.5 A NEW WATERMARKING APPROACH FOR REPLAY ATTACK DETECTION IN LQG SYSTEMS

They are major three techniques in data hiding one such technique is watermarking the author of this paper deals with the watermarking is a process of hiding data embedding in a noise tolerant signal such as an audio video or image data the digital information is hidden in a carrier signal both the steganography and digital watermarking employee’s steganography techniques to embedded data in a noise signal. The watermarking technique is combined along with the steganography and it enhance the PSNR and provides better solution for the noise attack further. this paper gives an idea about the classification of steganography which is of two types linguistic and technical for the more watermarking is divided into two types robust and fragile various parameter like PSNR and MSE and embedding capacity for evaluated and the results are discussed in the paper
2.6 CONTENT-ADAPTIVE PENTARY STEGANOGRAPHY USING THE MULTIVARIATE GENERALIZED GAUSSIAN COVER MODEL

The vast majority of steganographic schemes for digital images stored in the raster format limit the amplitude of embedding changes to the smallest possible value. In this paper, the author investigates the possibility to further improve the empirical security by allowing the embedding changes in highly textured areas to have a larger amplitude and thus embedding there a larger payload. The approach is entirely model driven in the sense that the probabilities with which the cover pixels should be changed by a certain amount are derived from the cover model to minimize the power of an optimal statistical test. The embedding consists of two steps. First, the sender estimates the cover model parameters, the pixel variances, when modeling the pixels as a sequence of independent but not identically distributed generalized Gaussian random variables. Then, the embedding change in the probabilities for change in each pixel by 1 or 2, can be transformed to costs for practical embedding using syndrome-trellis codes, and they are computed by solving a pair of non-linear algebraic equations.

3. CONCLUSION AND FUTURE WORK

Hence this paper analyses the various complexities and the problems that are associated with the Digital Video Steganography technology for security applications along with the remedies that are solved in the consecutive papers the future work of this can be extended to design an hardware that is capable of making video steganography which is intended for the use by a general consumer.
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