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Abstract—The Internet of Things (IoT) is being widely adopted in today’s society, interconnecting smart embedded devices that are being deployed for indoor and outdoor environments, such as homes, factories and hospitals. Along with the growth in the development and implementation of these IoT devices, their simple and rapid deployment, initial configuration and out-of-the-box operational provisioning are becoming prominent challenges to be circumvented. Considering a large number of heterogeneous devices to be deployed within next generation IoT networks, the amount of time needed for manual provisioning of these IoT devices can significantly delay the deployment and manual provisioning may introduce human-induced failures and errors. By incorporating zero-touch provisioning (ZTP), multiple heterogeneous devices can be provisioned with less effort and without human intervention. In this paper, we propose software-enabled access point (Soft-AP)- and Bluetooth-based ZTP solutions relying only on a single mediator device and evaluate their performances using LOG-A-TEC testbed against manual provisioning in terms of the time required for provisioning (time-to-provision, TTP). We demonstrate that on average, Soft-AP- and Bluetooth-based ZTP solutions outperform manual provisioning with about 154% and 313% when compared to the expert provisioning, and with about 343% and 880% when compared to the non-expert provisioning in terms of TTP performances, respectively.

Index Terms—Zero-touch provisioning, automated configuration, embedded device, Internet of things.

I. INTRODUCTION

The Internet of Things (IoT) has stimulated new trends and empowered innovative smart devices, which are tightly interconnecting our physical world through many indoor and outdoor applications [1]. With the growth in the development and implementation of these smart devices, their simple and rapid deployment, initial configuration and out-of-the-box operational provisioning represent prominent challenges. For example, according to a recent whitepaper from a device manufacturer, provisioning ten thousand smart light bulbs in a factory can take nearly 2 years before they can actually commence data stream [2]. Therefore, to realize efficient and sustainable large scale IoT deployments, also for the fifth generation (5G) and beyond, automated provisioning such as zero-touch provisioning (ZTP) [2] is needed.

In its essence, ZTP is an automation solution that is designed to reduce errors and cut down the required time when network administrators need to bring new infrastructure online, thus to avoid manual provisioning process [3]. Therefore, ZTP enables accomplishing and providing remote device provisioning, where even an end-user that does not have the technical knowledge can simply connect a non-provisioned device to the network [3]. Having reviewed the paucity of the literature and the industry perspectives, the characteristics of a typical ZTP can be summarized as follows.

• Ease of Use - provisioning could be performed by anyone even without technical background.
• Interoperability - ZTP should be independent of vendors.
• Security - during the provisioning process, credentials should not be compromised.
• Ease of Implementation - provisioning mechanism should be simple to implement without requiring additional equipment and complex infrastructure.
• Scalability - since future generation networks are constantly evolving, provisioning process should adapt to the changes in the existing network, e.g. additional devices, capacity expansion and more sophisticated services.

Among these characteristics, our provisioning solution mainly focuses on interoperability, ease of use and ease of implementation. We propose a ZTP solution that the network devices can be provisioned with a single automated process requiring only minimal human intervention and without bringing any additional equipment, which is potentially the most favorable way to address the manual provisioning challenge. The main contributions of this paper are outlined as follows.

• We propose automated software-enabled access point (Soft-AP)- and Bluetooth-based ZTP solutions relying only on a single mediator device, which do not require additional hardware, while mainly considering the interoperability, ease of use and ease of implementation characteristics of a typical ZTP.
• Our ZTP solutions are vendor independent and can be applied to any IoT device having wireless connectivity and/or without external input/output capability, which renders the solutions to be interoperable.
• We evaluate the performance of the proposed automated ZTP solutions on a testbed against manual provisioning in terms of the required amount of time (time-to-provision, TTP) during which an IoT device can be provisioned.
The rest of this paper is organized as follows. In Section II, we provide the motivation and relevant background for ZTP. Section III describes our proposed zero-touch provisioning solutions using both WiFi and Bluetooth, while experimental details and performance evaluation are presented in Section IV. We conclude the paper in Section V.

II. MOTIVATIONS AND BACKGROUND

Suppose a user purchases an IoT device and plans to deploy it within a smart environment. Perhaps, the first thing would be to configure the device to have Internet access, and secondly to manually provision the device on-site [4]. The latter process would require a considerable amount of time if the user is not familiar with connected IoT devices. Hence, every new device integrated into the network is expected to introduce additional setup delay, which may ultimately become a tedious process. ZTP, in this regard, does not only aid in reducing the deployment delay and human-induced errors but also allows users to focus their attention on other operational tasks, which eventually improves the reliability and user experience.

Traditional provisioning has been conducted by manual handling of the device prior to deployment, which often requires an expert of the system and the device to be provisioned. Additionally, as the number of connected IoT devices grows exponentially, a key obstacle in reaching envisioned 50 billion and more connected devices would be the current manual provisioning methods [5], [6]. To circumvent these hindrances, we aim to provide ZTP solutions for IoT devices in an efficient and automated way with minimum human intervention, which may become particularly challenging due to small unobtrusive sensors having limited external input and output capability, and constrained physical accessibility.

The ZTP solutions for associating device to the network can be divided into two main categories, i.e., standard- and vendor-based solutions, which are based on communication standards, such as WiFi, and are vendor-dependent, such as proprietary hardware and software, respectively.

A. Standard-based solutions

One of the commonly-used industry standards available today are WiFi protected setup (WPS) [2] and Push-Button-Connect (PBC) [7], which require either an external input interface or physical access within a short distance to configure devices. To mitigate such dependencies, the most widely-used approach to configure a device is made possible via the software-enabled access point (Soft-AP) solution [8]. In this solution, a non-provisioned device generates its own network making it discoverable, therefore granting a computer or a smartphone to connect to it directly and potentially facilitates its initial configuration via web browser. The smartphone or computer does not necessarily need to be connected to the Internet during the configuration procedure [8]. Using the credentials provided by the user, the device can connect to the Internet. There are, however, other means to improve this mechanism by employing a QR code with the device information so that the client can avoid typing credentials [9].

By scanning this QR code with a mediator device, which is the device acting as the configurator, we can thereafter send the configuration file to the device. Generally speaking, these solutions often require additional hardware components, external input and output capability and physical accessibility, which are usually infeasible for small-sized unobtrusive sensors.

B. Vendor-based solutions

Vendor- and proprietary-based solutions require applications and other means of communication to accomplish the interaction between end-user and the device. These solutions are mostly vendor-specific and are tailored to a specific range of devices. A large number of network equipment vendors, such as Cisco, Juniper, Apple and Texas Instruments, partly implement ZTP services into their devices. For example, Cisco’s ZTP feature provides a solution where a non-provisioned device communicates to a configuration engine in order to automatically retrieve a complete configuration file [10]. Juniper Networks provides a device-specific provisioning based on the location of the devices, which is achieved by leveraging Juniper Networks built-in functions [11]. Apple developed a software tool that allows the client to utilize their Apple products as a mediator device allowing to broadcast the configuration to nearby devices via its proprietary solution to seamlessly connect its smart devices to a network by using Apple wireless accessory configuration (WAC) feature [12]. Texas Instruments developed the SmartConfig technology [13], which utilizes a mobile or computer application to write the password of the network on which the mediator device is connected to. However, one significant drawback of this solution is that it relies on an application that needs to be preinstalled on a smartphone or a computer. Generally speaking, most of these solutions are strictly dependent on the proprietary software or additional prebuilt dependencies, protocol and hardware of specific vendors.

III. PROPOSED ZTP SOLUTIONS

The aforementioned provisioning solutions are all targeted towards a specific type of device and fail to accomplish a general solution for heterogeneous IoT devices. Under this premise, the goal of this paper is to propose innovative ZTP solutions based on WiFi and Bluetooth technologies, which can yield sufficient performance for provisioning of multiple devices without depending on the vendor’s proprietary hardware and software, while fostering a relatively simple deployment and enabling an efficient provisioning process.

The proposed solution includes a single mediator device that is also not strictly enforced to have an Internet access, essentially allowing for a non-provisioned device to register with the network and fetch the up-to-date configuration file. In our developed software tool [3] for the proposed ZTP solutions, we opted for adopting the Soft-AP method [8] and attained a better automated ZTP solution via Bluetooth. Moreover, the proposed provisioning tool is software-based and does not rely on specific hardware.

1All scripts are available at: https://github.com/iboskov/ZeroFi-snippets.
Fig. 1. Architecture of the customized Soft-AP- and Bluetooth-based ZTP solutions portraying a remote configuration file access.

Fig. 2. Sequence flowchart of the customized Soft-AP-based ZTP solution.

Fig. 1 depicts the architecture of the proposed solutions on how the provisioning is carried out. The mediator device can be a laptop, a tablet or a smart phone, and they do not require prior Internet connection, as portrayed via dashed lines of Fig. 1. Additionally, the two approaches to initialize the provisioning, whether through WiFi or Bluetooth, are provided in Fig. 1, which also portrays the remote server and cloud requests for a configuration file upon provisioning by using one of our proposed solutions. In all scenarios, we assume that the devices are pre-installed with a basic operating system.

A. Customized Soft-AP provisioning

In Soft-AP approach, when the device boots up, initially it sets up the *dnsmasq* and *hostapd* services, which are responsible for redirecting the user to a configuration web page and enabling the Soft-AP, respectively. The solution in [8] utilizes Soft-AP to allow devices to be discoverable, therefore mediators can connect to the network of these respective devices. However, this procedure requires an application to carry out the configuration. Fig. 2 depicts the flow chart of the provisioning of the device with the aid of Soft-AP, which is automated and occurs in the background. Therefore, the entire process is invisible to the person carrying out the configuration. Furthermore, booting into Soft-AP mode will allow a user to directly connect to the device with the help of a mediator device.

Upon establishing an initial connection, the user will receive a notification on his/her device, which will redirect them to a configuration web page when opened. This is achieved with the help of Captive Portal, which represents a web page accessed through a web browser that is displayed to newly connected users of a WiFi network before they are granted broader access. These captive portals can be utilized to provide access to enterprise or residential wired networks, such as apartments, hotel rooms and business centers. In our case, the device includes an embedded web server on which the captive portal is hosted. The web-based form either automatically opens in a web browser or appears when the user opens a web browser and attempts to visit a web page. This indicates that the user is captive and unable to access the Internet freely until the required form at the captive portal is completed.
We leverage and improve upon this regular Soft-AP approach by means of customizing the captive portal so as to display a list of all nearby WiFi networks around the device, unlike [8], where the device is only discoverable through Soft-AP and does not utilize Captive Portal to be configured, nor scans for nearby available networks. Besides, there is an option to enter the network manually if the network is set to be hidden. Normally in regular soft-AP approach, if the credentials are incorrect, the device may be blocked and may require a factory reset. However, in our customized Soft-AP solution, all of these procedures are automated, where, for example, in case of an incorrect passphrase, it will revert back and wait for the correct credentials. Furthermore, selecting the desired network and typing the correct password will set off a flag implying that the device will reboot as a client, which then initiates tests to verify that an active Internet connection is established.

During the proposed ZTP process, the end-user does not need to have an Internet access on their mediator device, granting for a complete offline setup and registering the device to a local network. At the end of this procedure, we have effectively registered a non-provisioned device to a local network allowing it to perform requests for ZTP. However, Soft-AP provisioning solution still requires a user to manually enter credentials via captive portal. To circumvent this drawback, we propose a fully-automated Bluetooth-based ZTP solution described as follows.

![Sequence flowchart of the Bluetooth-based ZTP solutions including (Secure-Bluetooth) and excluding security procedures depicted by dotted lines.](Image)

**B. Bluetooth provisioning**

In this proposed solution, we make use of the readily available Bluetooth technology for ZTP, where the flowchart of our implementation and provisioning process are illustrated in Fig. 3. This provisioning process is relatively simpler compared to our customized Soft-AP solution, since we do not need any web server to enter manual credentials nor an initial configuration. Instead, once the device boots up, it is ready to pair. This configuration works with a Bluetooth agent specifying the security method whether it is a PIN or a passphrase. However, for the sake of simplicity, we have opted for using a PIN which will be displayed on the user’s device for verification. Furthermore, once the initial pairing is accomplished, the device to be configured and the mediator device are enabled for transferring files, such as sending network credentials to initiate ZTP or transferring configuration files that would append distinct operational capabilities to the device.

Upon the boot up, the device runs object exchange (OBEX) protocol as a service that enables transfer of data between two devices over Bluetooth, as depicted in Fig. 3. However, this would be inapplicable if the Bluetooth of the device to be configured is not initialized. Upon initialization of the Bluetooth, the device can accept and approve the incoming connections. Following a successful connection, the device initially verifies if the connecting device is in the list of trusted devices. If the device has already been paired previously, it is expected to automatically connect. However, if this is the first connection to be established, then the pairing process will begin before a seamless connection takes place.

When the secure connection between the two devices has been established upon realizing the ZTP, the device to be configured awaits a configuration file from the mediator device. This file can be highly complex and for the time being, a basic text file parser and an HTML parser are already implemented in our developed software tool so that the device is able to interpret the configuration scripts. After receiving the configuration file, the device will confirm the format of the file, whether it is a text file or an HTML string, so that it can proceed to determine the adequate means for implementing the changes. At the end of this procedure, the device tests whether the configuration was successful.

### IV. Performance Analysis

To evaluate the performance of the proposed solutions, in this section we first provide details on the experimental setup, then we elaborate on the methodology used for evaluation and finally present and discuss the results.

**A. Experimental details**

To realistically evaluate the performance, the customized Soft-AP- and Bluetooth-based ZTP solutions are implemented
over part of the LOG-A-TEC\textsuperscript{3} testbed at Jožef Stefan Institute, as illustrated in Fig. 4. The outdoor part of the wireless testbed is located in and around a park area of 55 m by 60 m. The testbed is extended to support both indoor and outdoor scenarios with additional 20 ultra-wideband (UWB) devices and one low-power wide-area (LPWA) device mounted at the second and third floors of a 28.4 m by 16.6 m building.

The devices used for testing provisioning solutions are custom made SNA-LGTC boards\textsuperscript{4}. This is a small, ARM-based Linux-running computer that is capable of hosting microcontroller-based boards. The board has a single core 1GHz ARMv7 processor, 512MB RAM memory with 4GB 8-bit eMMC on-board flash storage and wireless capabilities IEEE 802.11abgn, and integrated with Bluetooth v4.1. The layout of the board along with its connectors is portrayed in Fig. 5. Since the device supports both Bluetooth and WiFi, it will be used for evaluating both provisioning solutions.

Fig. 4. The structural map of the testbed.

Fig. 5. Layout of SNA-LGTC board.

B. Evaluation methodology

As the amount of time required for provisioning (time-to-provision, TTP) is the most important key metric in this context, we leverage TTP to evaluate the performance of the customized Soft-AP- and Bluetooth-based provisioning solutions. To fairly evaluate and compare the performance of the customized Soft-AP- and Bluetooth-based provisioning solutions, we opt for the evaluation of a single link (per-link) of a short-range device (SRD A) acquired from Fig. 4 for both line-of-sight (LOS) and non-LOS (NLOS) scenarios, as appropriately arranged in the form of Fig. 6, which also presents the distance of 6 [m] set between mediator and the device to be configured. For the evaluation of customized Soft-AP ZTP solution, a laptop with 5 GHz WiFi band is utilized as a mediator device. In case of the evaluation of Bluetooth-based ZTP solution, smartphones with various Bluetooth versions are leveraged as mediator devices, such as Samsung Galaxy Note 10+ - Bluetooth 5.0 and LG Nexus 4 - Bluetooth v4.0, which are then evaluated for the sake of interoperability. By default, Bluetooth v5.0 without security procedures (non-secure) is utilized for the experimental evaluation, unless stated otherwise. We evaluate the TTP performance for the following scenarios, each of which is averaged for 15 evaluation tests when automated provisioning solutions are considered. Additionally, manual provisioning scenario is divided into two cases; i) provisioning is conducted by one expert over 15 evaluations, and ii) provisioning is conducted by 15 different non-experts and each executed one evaluation test. The latter case is preferred since a non-expert can learn the provisioning guidelines and he/she may become an expert till the end of the evaluation tests. Therefore, we took this step as a countermeasure for maintaining the fairness of the evaluation.

1) Manual Provisioning (Manual) is a baseline evaluation method to explicitly understand the performance improvements that the automated ZTP solutions put forward, where the device will be provisioned by one expert over 15 times who is familiar with the provisioning procedures, and by 15 other non-experts with no previous knowledge following a step-by-step provisioning guideline that is provided in Fig. 8. Note that along with the guidelines, we made a few introductory remarks for each non-expert before commencing with the manual provisioning.

\textsuperscript{3}http://www.log-a-tec.eu

\textsuperscript{4}https://github.com/sensorlab/sna-lgtc-support
TABLE I
TTP evaluation results averaged over 15 tests for the automated ZTP solutions as well as for the manual expert provisioning case, whereas manual non-expert provisioning case accounts for 15 different non-experts each executing one evaluation test.

| Evaluation Scenarios | Manual Provisioning | TTP [sec] |
|----------------------|---------------------|-----------|
|                      | Expert              | LOS-AP    | NLOS-AP | LOS-BL | NLOS-BL | LOS-S-BL | LOS-BL4 |
| Average TTP          | 46.88               | 30.38     | 43.87   | 14.98  | 28.34   | 25.54    | 15.63   |
| Best-effort TTP      | 44.83               | 27.57     | 40.79   | 10.33  | 24.94   | 21.58    | 11.36   |
| Worst-effort TTP     | 50.71               | 39.32     | 48.80   | 17.97  | 32.70   | 29.88    | 17.91   |

2) **LOS-Soft-AP (LOS-AP)** is to evaluate the customized Soft-AP-based ZTP solution for LOS scenario using WiFi.
3) **NLOS-Soft-AP (NLOS-AP)** is to evaluate the customized Soft-AP-based ZTP solution for NLOS scenario using WiFi.
4) **LOS-Bluetooth (LOS-BL)** is to evaluate the Bluetooth-based (V5.0) ZTP solution for LOS scenario without security procedures considered.
5) **NLOS-Bluetooth (NLOS-BL)** is to evaluate the Bluetooth-based (V5.0) ZTP solution for NLOS scenario without security procedures considered.
6) **LOS-Secure-Bluetooth (LOS-S-BL)** is to evaluate the Bluetooth-based (V5.0) ZTP solution for LOS scenario including security procedures.
7) **LOS-Bluetooth-v4.0 (LOS-BL4)** is to evaluate the Bluetooth-based (V4.0) ZTP solution for LOS scenario without security procedures considered for exemplifying the interoperability.

C. Evaluation results and discussions

The distribution of the TTP evaluation tests are scattered on Fig. 7 and average, best-effort (to potentially reveal how much time is required for manual provisioning conducted by an expert with advanced knowledge when compared to the automated ZTP solutions) TTP evaluation performances are provided in Table I. Evaluation results of Table I reveal that even the best-effort TTP (44.83 secs) of manual provisioning solely performs better with about 9% margin than the worst-effort TTP (48.80 secs) among all the automated provisioning scenarios and on average, Soft-AP-based (LOS-AP, 30.38 secs) and Bluetooth-based (LOS-BL, 14.98 secs) solutions outperform manual provisioning for the cases of an expert and non-experts (46.88 and 131.87 secs) with about 154% and 313% for the expert provisioning, and with about 434% and 880% for the non-expert provisioning in terms of TTP performances, respectively. This reveals that the automated ZTP solutions outperform the best manual TTP performance with about at least 154%.

For the automated ZTP solutions, on average, LOS introduces nearly 44% of TTP improvement for the Soft-AP-based ZTP solutions and about 89% improvement for the Bluetooth-based ZTP solutions, when compared to their respective NLOS counterparts. Moreover, taking security procedures into account for Bluetooth-based ZTP solutions, namely LOS-S-BL, an average of 42% TTP performance degradation is recorded compared to non-secure Bluetooth-based ZTP solutions. Nonetheless, a device having Bluetooth version v4 introduced a tiny margin of 4% TTP performance degradation when compared to Bluetooth v5, which can potentially present the interoperability of our Bluetooth-based ZTP solutions.

Generally speaking, all the proposed Bluetooth-based ZTP solutions outperformed the Soft-AP-based ZTP solutions, particularly considering the best scenarios of both, the LOS-BL.
Fig. 8. Step-by-step manual provisioning guidelines.

V. CONCLUSIONS

In this paper, we proposed Soft-AP- and Bluetooth-based ZTP solutions improved upon the well-known Soft-AP method, which aim for reducing the required TTP and human-induced failures by automating the entire procedure of manual provisioning. To this end, our proposed ZTP solutions along with the developed lightweight software tool can provision IoT devices at the expense of very few resources (only requiring wireless connectivity and a single mediator device) approving the ease of use, ease of implementation and interoperability (no vendor dependency) characteristics of the ZTP. The proposed ZTP solutions are evaluated on a per-link basis considered as part of the LOG-A-TEC testbed in terms of TTP performance, which is perhaps the most important evaluation metric for such scenarios. We proved the effectiveness of our proposed ZTP solutions over manual provisioning and concluded that Bluetooth-based ZTP solutions outperformed all the other ZTP solutions proposed. As a future work, we plan to evaluate the scalability of our ZTP solutions by means of implementing over the entire testbed.
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