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Abstract. In the traditional digital identity authentication, there are potential security threats caused by the user's personal privacy data being too centralized and vulnerable to attack, and data centralization will lead to data redundancy, poor permeability, user's lack of master control, high overall cost, and potential threats of abuse of central rights. The digital identity authentication technology based on block chain can perfectly solve the problem of appeal. The main innovative work includes the design of a new digital identity ID and a new asynchronous Byzantine fault-tolerant algorithm dsbft using cryptography, computer network, asynchronous Byzantine fault-tolerant algorithm and other technologies, Block chain is designed based on ID and dsbft, and a decentralized identity authentication system is designed based on block chain. Hash algorithm is used for signature and acceptance to improve authentication efficiency and scalability. In order to solve the dust attack and quantum computation, the elliptic curve digital signature algorithm (ECDSA) encryption algorithm can be combined with other cryptography. The results show that the appeal identity authentication scheme can resist a variety of attacks and has high efficiency and security.

Keywords: Block chain, Authentication; Decentralization; ECDSA; Hash algorithm.

1. Introduction
In the era of rapid development of the Internet, in order to more convenient and efficient use of networking equipment, it is necessary to verify the network digital identity authentication, China has basically realized the network real name system. How to effectively authenticate legal and trusted digital identity, establish secure and reliable communication, and avoid the hidden danger and risk of information security is very important to the safe operation of mobile Internet Society [1]. The current network identity authentication system basically adopts the centralized design method, which has the problem of information leakage or tampering caused by the authority control error or the intrusion of the central organization [2]. In view of the frequent occurrence of network fraud, infringement and other identity related illegal acts, we need a more secure and reliable encryption and decryption technology and digital signature technology [3] to protect the user's information and property security.
However, the use of certification authority introduces the hidden danger of single point of failure, and excessive trust of certification authority will bring significant security problems [4]. For example, the certification authority may mistakenly issue an intermediate certification center certificate [5]. Network trusted identity authentication technology is one of the core technologies of information security, and its task is to identify and verify the legitimacy and authenticity of user identity in the network business system and the consistency of online and offline identities [6]. In view of the channel between the server and the user no longer has highly reliable security, and the centralized network is difficult to bear the increasing network burden, some researchers proposed to use block lattice in the Internet of things identity authentication protocol. Due to the existence of consensus mechanism, the throughput of block lattice can not meet the requirements of the protocol. Therefore, a bifurcated block lattice structure is proposed to deal with the double flower attack [7]. Some researchers have also designed a block chain based security authentication and key agreement scheme for the Internet of things, which mainly aims at the end-to-end two-way identity authentication between devices and devices, and between devices and users. The public identity information of devices and users is stored in the block chain, To ensure that the key information will not be stolen and changed, the existing authentication schemes can solve the problems of certificate management, over centralization of authentication and public key replacement [8].

In recent years, block chain technology with its distributed, security, reliability and data integrity features, has been widely concerned by practitioners and researchers. In view of the disadvantages of the traditional centralized identity authentication method, although some scholars have proposed some identity authentication schemes based on block chain, there are still some shortcomings, such as weak resistance to attacks, non repudiation, non bidirectional authentication, and low authentication efficiency. Therefore, in order to solve the above problems, an identity authentication mechanism based on block chain technology is proposed and implemented. The main research contents are as follows:

This paper studies the technology and principle of block chain, understands the application of block chain in data protection, access control, trust management, device identification, privacy and security mechanism, and designs a new digital identity ID and a new asynchronous Byzantine fault-tolerant algorithm dsbtf by using cryptography, computer network, asynchronous Byzantine fault-tolerant algorithm and so on. The mechanism constructs a block chain transaction transaction and a trust certificate ticket to verify the identity of the device. At the same time, keccak hash algorithm and ECDSA digital signature algorithm are used to ensure the integrity and non repudiation of interactive messages between devices and block chain nodes.

Aiming at the problems and shortcomings of the traditional authentication scheme based on centralization and the existing authentication scheme based on block chain, this paper designs a federated block chain based on ID and dsbtf, designs a decentralized identity authentication system with the block chain as the bottom layer, and compiles the corresponding intelligent contract algorithm and code implementation in each stage of the proposed scheme. With the help of open source hash algorithm and ECDSA digital signature algorithm, the key modules of the system are implemented. Finally, from the perspective of system function test, the validity of the phase of creating trust domain, associated trust domain and authentication is verified.

2. Research and implementation of identity authentication technology based on block chain
Applying public key technology to block chain, this paper proposes an identity authentication system based on block chain. Through the improvement of consensus mechanism, encryption algorithm, and the design of a suitable smart contract to complete the system. The system has the advantages of security, irreversibility, unforgeability, undeniability and transparency. Effectively enhance the credibility of identity authentication. Through the block chain technology, we can effectively complete the digital certificate issuance, update, revocation and other functions, reduce the dependence on the traditional authentication technology on a single certification authority, which is more efficient, more reliable trust relationship, and more secure identity authentication.
2.1. Design objectives
This paper designs an identity authentication system based on block chain. The main functions include issuing certificate, revoking certificate, updating certificate, downloading certificate, querying status, revoking list, changing key of certification authority, and auditing operation of authentication authority identity authentication.

The system has the following characteristics:
First of all, the security of the whole system is high. Each network node of the block chain, registration center, certificate issuing center and public server are all two-way authentication to ensure mutual trust. The internal communication of the system is closed, so it is not easy to be attacked. The design of smart contract can also reflect the security. For example, in the design of rights management, the administrator can do the write operation, while the ordinary user can only do the query operation.

The credibility of the whole system is high. As a third party, the public service organization can monitor the real-time status of the block chain at any time, and improve the credibility of the consistency of each node in the block chain. The nodes of the block chain exist distributed and each node is maintained separately. The public server can establish a trusted site through the system's pre issued certificate to increase the credibility of the query results.

The system is easy to audit. Because the operation of digital certificate is open, transparent and credible, it can easily query all operation records by consensus service, and query by page or by time.

The system has high generality. When designing the smart contract interface, it is consistent with the interface of traditional public key technology infrastructure system to a great extent, which provides convenience for docking with existing public key infrastructure and meets the needs of scenarios.

2.2. Smart contract design
A smart contract is a piece of code that can be executed automatically and deployed in a distributed ledger. Smart contract has the characteristics of self-consistency, self-sufficiency and distribution. It is defined by code and executed independently [9].

2.2.1. Data structure design. The data structure of the system includes CA certificate linked list, CA operation record table, certificate life cycle table to cooperate with identity authentication, certificate verification and other functions.

2.2.2. Contract function design. Hyperledger fabirc's smart contract is a set of callback functions [10], also known as chain code. These implementations are called back at the appropriate time when the block chain is running.

The main function is main. When the smart contract is installed, the block chain will create a container to run the smart contract process, and use the main function as the process entry. The main function can refer to figure 1.
Initialization function `init`, which will be called by block chain to complete initial configuration when chain code is instantiated. The initialization function is implemented with reference to figure 2.

![Figure 2. Initialization function diagram](image)

Call the function `invoke`, which will be called back when the block link is traded. Refer to figure 3 for calling function implementation.

![Figure 3. Call function graph](image)
2.3. Certificate management

2.3.1. Issue of certificates. In the process of user authentication, the most important step is to issue the certificate to the user authentication system. The issued certificates and operation records will be written into the block chain to ensure that the data is transparent and cannot be tampered with.

2.3.2. Renewal certificate. In the identity authentication system based on block chain, when the user needs to change the domain name or the certificate extension, the user has no right to update the certificate by himself. He can pass the audit of the registration center and call the update interface of the smart contract to update the user's certificate, only the content of the certificate is updated, and the user's public and private keys are not changed.

2.3.3. Revocation of certificate. In the identity authentication system based on block chain, when the user needs to revoke the certificate, the revoke interface of the smart contract is called to revoke the user's certificate after passing the audit. Users can take the initiative to revoke the certificate, or the administrator can revoke the certificate for other reasons, such as certificate expiration or key leakage.

3. Test and verification of identity authentication technology based on block chain

3.1. Experimental environment
Vm1 installs registration service, signing and issuing service, publicity service and blockchain SDK. Vm2 installs hyperledger fabric network through docker. The network structure of 4per and 1orderer is adopted. The certificates used by all nodes are manually generated offline by the issuing system. To verify the implementation, a browser is used to access the web server in Vm1 on the host.

3.2. Function test

3.2.1. Generate self signed root certificate. The private key generation result of the issuing center is shown in Figure 4.

```
root@coco-Virtualbox:~# openssl genrsa -out ca.key 1024
Generating RSA private key, 1024 bit long modulus
..............................................
65537 (0x10001)
root@coco-Virtualbox:~# more ca.key
-----BEGIN RSA PRIVATE KEY-----
MIICXgIBAAKBgQDLlx+s7Cjg2fE3v2xdlwFyY2N0aQIYk1INmg969Tj7hjmCJ
ZJXew86n0K8qTeB6fShnIuPuLeqUvslIBqG3jjuvPBNT/l1Ww7jWeUW8uw68m
erY14CThr/EB0222cJPH3e0xGBZH8h9f8Y0Rfzsoq1Nh08BajAefQIDAO
AgEBAL3ISD5v2eGqUfY7Z7Tv9r3GBv14OYeKEyFyWtS45Bb+4zAOysghVX
F8dK/c18K+40VwUT065x2alWeAWx9b/Ec5P91rUesabZ00xfn3p0gYb0Jh
VYWyL6EkwAcCcBNJr1XfKh8AgdH+ALBP0571dvzHMI1jAeEY7fsrZb0fDj
O6Ra7aoXOCig/LMyV47fJ75qYc41cnh4e8SpWL2H5YIvl6gQ5D0LxHShNw4
vKvZ9s01vJBNLm1wTRlxqaa5kwKVP1rFNEc1YWfXj/fs2kUUMJleyuozfXltt
Z5r4pysuobYUM87AT25e70nSvXV5hPcBCGQGQ490jVgKAPtWf7bc2WawyZp71
hak5JS8ZtL0g9CcduUL50f2Vmp6cz3711YkkmhonbC3nX3wip80w0MXHfBx+E+A
xUcWCRhMumJfYV7ttvU4zV2JnPMs2L7R5yvYeZ7acxrk8coUll39h3ZkeR
F8357d2jWn20WafVlrW9jq0buExELD/jWphx4z4yMFa+psYLLs+GLT3x2g
DrRdCjch09mHldvzlxk7yuZ3FJsK18ZjFXeSo10ZqqTcsy=
-----END RSA PRIVATE KEY-----
```

Figure 4. Generate issuing center private key
3.2.2. **Certificate issuing process.** The user private key generation result is shown in Figure 5. The user public key is generated according to the user private key, as shown in Figure 6.

![Generate user private key](image)

**Figure 5.** Generate user private key

![Generate user public key](image)

**Figure 6.** Generate user public key

3.2.3. **View Certificate Status.** Through the block chain SDK, query requests are sent to four nodes at the same time. As shown in Figure 7, when querying the certificates issued by the system, the nodes 1, 2, 3 and 4 on the right confirm the query certificate data, and show the symbol "√". When the certificate is revoked, the status of the certificate can also be queried. The graph shows that the user revoked the certificate by himself because of the key leakage.

![Query result graph of digital certificate](image)

**Figure 7.** Query result graph of digital certificate
3.3. Performance test
Because performance depends on hardware and network and many other factors, this paper tests the most commonly used query function. The specific steps are to set up the experimental environment first, then apply and issue the certificate through the page, and then use the test tool to launch HTTP request to query the certificate. Set 100 threads concurrency, query each thread 1000 times, and then query the next time immediately after returning. The experimental results are shown in Fig. 8.

![Figure 8. Query function test chart](image)

The results were analyzed:
100000 query requests took 15 minutes and 16 seconds, no errors. It can be seen from the results that it is normal for a node to initiate a query and wait for all returned data before returning the final query result. In the actual use environment, the physical delay cost is ignored, and the key is to call the underlying nodes in turn. Therefore, in the actual use environment, the prediction delay is about 1 second. It is acceptable for users to browse the web page. For users who want to improve query performance, there are many methods. For example, OCSP service is one of them [11].

4. Summary and Prospect

4.1. Work summary
This paper first analyzes the disadvantages and shortcomings of traditional authentication technology and existing identity authentication technology, and introduces the new identity authentication technology proposed in this paper to build a better identity authentication system. The main work of this paper is as follows

In this paper, the traditional public key infrastructure technology and the existing identity authentication technology are deeply analyzed, and the improvement strategy of the previous scheme is proposed, and the system security stability is analyzed.

The working principle of block chain is deeply studied, and an improved scheme of identity authentication technology based on block chain is proposed, which makes the system more efficient, more secure and reliable, greatly reduces the dependence of the identity authentication system on the original authentication center, and realizes the open and transparent identity authentication.

The functions of certificate issuing, certificate updating, certificate revocation, user key updating and authentication authority updating are realized. The performance of the system is tested, and the results show that the technology performs well.

Aiming at the problems of key loss and disclosure in traditional certification authority, a suitable smart contract is designed to avoid the security risks caused by certificate expiration and invalidation, user key loss and disclosure or key leakage and expiration of certification authority. It can reduce the possibility of security loopholes in the system and improve the efficiency and security performance of system authentication.
4.2. Research prospect

Although this paper puts forward an improved scheme for the current technology, it has many excellent characteristics compared with the previous system. However, due to the difficulties in the research and application of the technology, there are still some areas for further improvement. This study can be further studied in the following directions.

It is suitable for complex authentication architecture. It makes the research adapt to larger scale and more complex application scenarios.

Optimize the underlying consensus algorithm of block chain to improve the business processing capacity of the system. A better consensus algorithm is designed for different scenarios.

A new compound cipher algorithm is designed to improve the system security against new quantum computing attacks.

Improve the adaptability and scalability of the system. Provide more detailed interface design for a variety of traditional identity authentication, and enhance system compatibility.
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