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The Internet of Things (IoT) is growing day by day, and new IoT devices are introduced and interconnected. Due to this rapid growth, IoT faces several issues related to communication in the edge computing network. The critical issue in these networks is the effective edge computing IoT device selection whenever there are several edge nodes to carry information. To overcome this problem, in this paper, we proposed a new framework model named SoftSystem based on the soft set technique that recommends useful IIoT devices. Then, we proposed an algorithm named Softsystemalgo. For the proposed system, three different parameters are selected: IoT Device Security (IDSC), IoT Device Storage (IDST), and IoT Device Communication Speed (IDCS). We also find out the most significant parameters from the given set of parameters. It is evident that our proposed system is effective for the selection of edge computing devices in the IoT network.

1. Introduction

Recently, more and more services are changed from cloud to edge device in the IIoT network because of saving processing time and ensuring the processing data in a short time response [1]. Similarly, edge device in a network ensures the reliability and saved bandwidth with dealing a large portion of data. On the other hand, the Industrial Internet of Things (IIoT) got very important in IoT technology. IoT is the technology used to interconnect Device-to-Device (D2D). Due to interconnected intelligent sensors in the IoT network environment, life becomes very convenient. As in this technology, numerous smart IoT devices are interconnected with each other for communication, generating and exchanging data for different purposes such as decision making and providing better services for better lives. More in-depth, due to IoT technology, life becomes more convenient, and it became an essential part of our daily life. However, this technology has some issues that should study more in-depth and proposed a useful model for communication from one node to another node, especially in the edge computing network environment. The critical issue is the effective IIoT device recommendation or selection, whenever there are several IoT devices to carry a task. In Figure 1 is shown the fundamental IoT five layers as (1) Perceptual Layer, (2) Network Layer, (3) Middleware Layer, (4) Application Layers, and (5) Business Layer. In the IIoT network, the connected smart devices are connected through wireless communication between intelligent nodes. However, the interconnected intelligent nodes are temporally connected with each other, and mostly the developed topology of this network changed from time to time whenever need. The question arises here, which is why the connection between node to node or machine to machine temporarily is due to
the activation and deactivation of smart nodes. The essential thing in the network is node discovery functionality. It means a network can be easily detected or discovered in other network environments for a specific task, or this network can support One-hop functionality, a functionality, which supports sending and receiving a job from accessing other networks [2] and environments [3]. However, in other words, such kind of network is known as Delay Tolerant Networks (DTNS), or it can say Opportunistic Network (ON).

Similarly, in 2018, Cuka at el. [4] studied the IoT device selection in the opportunistic network environment, and it is evident that due to the wireless connection between smart devices in an opportunistic network, the routing task is a very challenging problem in this network. However, their study showed that the base station is carried great for long-distance routing in this network environment. Recently, this network got very important because of their different network nature as compared to other network nature environments. Due to the difference, these networks are overgrowing compared to other networks. As we mentioned earlier, the opportunistic network is spreading rapidly, but on the other side, the security problem is also rapidly growing with the development of this network. In an opportunistic network, the IoT system collects the information for effective communication between smart. Thus, the end-user should keep an eye on the flow of data and should filter the flow traffic of IoT devices in the opportunistic network [5, 6]. However, in an opportunistic network environment, when communication is not possible between two smart devices or there is no path, the secure communication to carry information from one smart device to another smart device, or we can say when the communication between two smart devices is no longer available than in this situation, the network requires the decision of IoT device to overcome the problem and make a secure connection between two different smart devices. However, sometimes it is not possible due to the low storage of IoT devices to support information. In the opportunistic network, the storage capacity of the selected devices is the main challenging issue in these networks.

Similarly, in mobile cloud computing, the electric energy is the main issue; for this purpose, the authors in [7] introduced an adaptive heuristic algorithm to overcome the problem of electric energy of the data center. Likewise, to overcome the problem of energy consumption, the authors in 2020 [8] proposed adaptive heuristic algorithms for the Virtual Machine (VM) selection. In their study, they showed that their proposed algorithm is effective for reducing energy consumption and validate the proposed approach by using the CloudSim simulator. As we discussed in the above lines that nowadays energy consumptions is a very big issue in cloud computing; similarly, numerous researchers try their best to solve the emerging problems as in [9, 10] studied the emerging issue in cloud computing related to energy consumption problem and proposed different method algorithms. However, their proposed approaches are very effective and they showed that the proposed approaches overcome the problem of energy consumption in cloud computing. In their study, they implemented the CloudSim simulator for the validation of their proposed approaches. Similarly, for the Quality of Service (QoS) and energy-saving problem in cloud and IoT technology, the author in [11] studied the details of energy-saving and QoS issues and gave a very brief survey. Their survey mainly focuses on the optimizations of QoS and energy saving. Likewise in 2018, the authors in [12] present a survey to summarize bit IoT and fog challenges. For this purpose, the authors try their best to summarize the challenges related to fog and big IoT challenges and also present the most significant applications related to fog and IoT technologies.

For the effective communication and recommendation of IoT devices in the opportunistic network, it is necessary to keep an eye on the storage capacity parameter of the device before to be recommended. Thus, due to this factor, in this paper, we considered the storage parameter of IoT devices for the recommendation of IoT devices in the IoT network. In this study, we used a soft set technique to overcome the problem of IoT devices’ recommendation in the network. This method is based on the mathematic function process, firstly introduced by Molodtsov in 1999 [13]. Later, the soft set is updated by Maji et al. [14, 15] and Hayat et al. [16].

In the research community, numerous researchers used this technique for selection and decision-making problems [16, 17]. The soft set technique is a very effective technique for decision making and recommendation systems. Several researchers used a soft set for the concept design analysis problems. Based on the soft set, Roy and Maji in [18] proposed a new soft set technique called a bijective soft set for the problems of decision making and concept analysis. Similarly, in our previous study, we used a bijective soft set based on soft set to over the problem of effective machine learning (ML) algorithms and malicious attack traffic identification. We studied and found out the ML algorithm and selected the effective feature set by using a bijective soft set. However, the proposed method in our research study gives very promising results by using a bijective soft set [19]. Similarly, in this study, we also adopted the soft set method to overcome the problem of effective IoT devices’ recommendation in the opportunistic network.
To overcome the problem of effective IoT device recommendation of edge computing IoT devices in the IIoT, in this study, the soft set is adopted and applied [20]. However, it is important to deeply study the problem of IIoT device selection in the opportunistic network environment. To deal with this problem, a graphical presentation is shown in Figure 2. Based on the soft set, a new framework is proposed named SoftSystem. Then based on our proposed SoftSystem, a new algorithm called SoftSystemalgo is proposed for the IoT device recommendation to select IoT devices in the network effectively. In this study, three different parameters are used for the effective IoT device recommendation in an opportunistic network such as Device Security (IDSC), IoT Device Storage (IDST), and IoT Device Communication Speed (IDCS). For better communication and IoT device recommendation, we find out the most useful parameters from the given set of parameters [21]. Our proposed system is effective for the recommendation, decision making, and selection of IoT devices in several devices to carry information tasks for the IoT network. However, the main contributions are given below:

1. To tackle the problem of effective edge computing devices and with effective parameter selection in the IIoT network environment, three different parameters of edge computing IIoT devices are identified: IoT Device Security (IDSC), IoT Device Storage (IDST), and IoT Device Communication Speed (IDCS)

2. Then, by using the selected different parameters, a new framework model named SoftSystem based on the soft set technique that recommends useful IIoT devices from several edge computing IIoT devices in the IIoT network is proposed. The proposed system consists of three steps: (1) selection of three different parameters, (2) Applying the soft set technique with details step by step process, (3) and then the final results. Step number two has several substeps, as discussed in Section 3, with more information

3. Then, based on SoftSystem, an algorithm named SoftSystemalgo is proposed to effectively select edge computing devices in the IIoT network. Initially, the proposed algorithm assigns the values of selected parameters based on the edge computing devices, and the algorithm goes to the next step in which the proposed SoftSystem is conducted. However, the algorithm selected the device which carries enough information for the effective communication between two edge computing nodes in the IIoT network environment. Based on our study knowledge, it is the first time to integrate a soft set technique for the selection of IoT devices in the IoT network

4. Afterward, we put forward the results and selected edge computing devices in the IIoT network selected by our proposed system and algorithm. It is evident in the analysis of the experimental results that the selected device by our proposed system and algorithm carry enough information to be selected in the IIoT network

The rest of the paper is organized as follows: In Section 2, related works are discussed with details. While in Section 3, we demonstrate our proposed methods. Then in Section 4, the proposed algorithm is discussed, and in Section 5 is the experimental result analysis. Finally, Section 6 includes the conclusions.

2. Related Works

Internet of Things (IoT) is getting very important in every field, for instance, edge computing devices in the IIoT. IoT is the technology used to interconnect Machine-to-Machine (M2M). Due to interconnected intelligent sensors in the IoT network environment, life becomes very convenient. As in this technology, numerous smart IoT devices are interconnected with each other for communication and generate and exchange data for different purposes such as decision making and providing better services for better lives. However, IoT technology still needs to be improved from the perspective of security, etc. Lately, security and trust issues are also a scorching topic in the research community and even been studied Wireless Sensor Network (WSN) [22, 23], future Internet [24], and Smart IoT Cities.

Recently, the researcher tries its best to propose an efficient model for the communication between smart edge nodes in the IIoT network. However, the network recommendation of IoT devices is a very challenging task. In this study, to overcome the problem of the recommendation of IoT devices in the network, the most cited studies related to recommendation techniques are discussed with details. Recently, in our study, we used the bijective soft set for the selection of machine learning algorithms, and IoT attacks traffic identification. We used a bijective soft set based on soft set to over the problem of effective machine learning (ML) algorithms and malicious attack traffic identification. We studied and find out the ML algorithm and select the effective
feature set by using a bijective soft set. However, the proposed method in our research study gives auspicious results by using a bijective soft set [19, 25].

Similarly, in our previous studies, several different feature selection techniques are proposed for the selection of effective features in network traffic classification using different machine learning algorithms [26]. However, from the result analysis, our proposed selections are effective for the selection of effective feature set in a number of given feature set [27, 28]. Similarly, besides effective feature selection, we proposed a new framework for the selection of effective packet numbers in several different packets. In the above-given studies, the proposed methods are effective with respective feature selection and packet selection and got very promising results in terms of accuracy, recall, specificity, and specificity metrics.

In the research community, numerous studies have been proved that the selection technique is very efficient for the identification of selection problems and very important in every field, especially in IoT device recommendation and data processing problems. The selection technique is based on filtering and removes redundant items from several different given items. Similarly, in 2017, Jin et al. [29] proposed a new technique for the selection of Internet of Things services and named Physical Service Model (PSM). They applied the proposed technique and got very promising results. They showed that the proposed technique is able to satisfy user requirement in terms of IoT services. However, their proposed model is based on a conceptual technique to describe the various IoT physical services [29], [31], [32]. Their proposed model includes three subconcept as device, resource, and service. Also, in their research study, they proposed a new technique named Physical Service Selection (PSS) for the selection of QoS service [31, 32]. However, they made it evident in their research study that the proposed approaches are effective for the selection of IoT services. However, the method of selection in IoT technology, whenever a need, is effective for the effective performance results and always give auspicious results. Similarly, [4] studied and proposed a new technique to overcome the problem of multiobjective optimization in the IoT network. However, their study is mainly based on the selection technique for the selection of QoS aware service in the IoT network environment. In their study, they evidenced that the proposed approach is efficient and gives very promising result in terms of the selection of QoS service. Likewise, Chen et al. [32] studied the problem of Internet of Things [34] device management in terms of social network and proposed a new approach for the given problem.

In 2018, Van der Elzen and van Heugten [35] studied the problem of IoT device selection and presented a new technique for the selection of IoT devices in the opportunistic network. Their study is based on the Fuzzy Logic [18] method and showed that the selection of IoT devices in the opportunistic network is very effective whenever there are several IoT devices for the communication between two nodes. Nevertheless, for their study, they used only three effective parameters as Device Storage (IDST), IoT Device Waiting Time (IDWT), and IoT Device Security (IDSC). As they showed that the selected parameters carry enough information for the selection of IoT devices; thus, we also adopted these parameters for our study. However, their proposed technique is effective for the selection of the IoT device in the opportunistic network [36, 37]. However, this problem still needs to study more in-depth for effective performance results.

3. Proposed SoftSystem

To overcome the problem of the recommendation of effective IoT devices in the opportunistic network, in this section, we explained the proposed technique named SoftSystem based on the soft set technique. The detailed methodology of our model is shown in Figure 3. The proposed system for the recommendation of effective IoT devices in the opportunistic network includes different phases. Initially, the proposed system SoftSystem identified the IoT smart devices in the opportunistic network, which are available for consideration. In this study, only five intelligent IoT devices are considered for the study. However, the recommendation of smart IoT devices [38] depends on the opportunistic network operator. In the next step, the most useful parameters are identified carefully. In 2018, Van der Elzen and Van Huegten [35] studied the problem of IoT device selection and presented a new technique for the selection of IoT devices and only three IoT device parameters for their study. However, in this study, three different parameters are utilized for the edge computing devices selection in the IoT network as IoT Device Security (IDSC), IoT Device Storage (IDST), and IoT Device Communication Speed (IDCS). Then, the soft set technique is applied. The soft set portion included on several subportions. The details are discussed in the next subsection. After using the soft set technique, then we proposed a new algorithm named Softsystemalgo based on our proposed system SoftSystem for IoT device recommendation in the opportunistic network.

Though the proposed algorithm works the same as our proposed SoftSystem, the developed algorithm is effective for the real-time IoT device recommendation. However, the output of our proposed algorithm includes the final result of the IoT device recommendation in the network environment. The graphical presentation of our proposed SoftSystem for effective IoT device recommendation in the opportunistic network is shown in Figure 3. In the next subsection, the detailed methodology of our proposed approaches is discussed.

3.1. SoftSystem Metrics

In this section, the applied selection metrics are explained with details, as shown in Figure 3. Initially, the soft set method is discussed, and its algorithm then the proposed Softsystemalgo. However, the detailed description is given below.

3.2. Soft Set Method

In this section, the applied soft set method is adopted for the recommendation of effective IoT devices in the opportunistic network environment. Soft set is a mathematical tool used for selection and decision-
making problems [39]. Soft set is firstly introduced by Molodtsov in 1999 [13] and Maji et al. [14] for the solution of decision-making problems. However, it is lately expended by Gong et al. [17] and Hayat et al. [16]. However, to overcome the problem of decision making, concept design and selection is a very effective method when there are several given items. Recently, numerous researchers applied the soft set method and achieved very efficient performance results in [17, 40]. The soft set method is similar to the type-2 soft set method and applied in several research studies for the effective performance results in [41]. In our previous research study, we applied a bijective soft set approach for the effective ML algorithm and feature selection and got auspicious results in terms of accuracy, recall, specificity, and specificity metrics.

Similarly, several researchers applied a soft set method to overcome the problem of decision making and selection problem [35, 38]. Likewise, Tiwari et al. [40] introduced a new method based on the soft set method for the selection of items from several given items. It is evident that the proposed technique is effective and efficient. Similarly, Khan et al. in 2019 [42] applied a bijective soft set based on the soft set technique for the best Wi-Fi frequency selection problem. However, it is a very good decision to apply a soft set method for the decision making and selection problem. From the above literature reviews and effectiveness of the soft set method, we adopted a soft set method for our desired selection problem. However, in this study, we applied a soft set method for the best IoT device selection problem [35]. The introductory definitions and implementations are given below with details.

3.2.1. Preliminary Definitions. To define soft set theory, suppose that a universal set $U$ and the parameters of universal set $U$ is $P$. More in-depth, the $U$ indicates the universal set, and $P$ indicates the parameters of the universal set. Then, the power will be $P(U)$, and $R$ will be subset $S$ such as $R \subseteq S$. Then, the pair $(F, R)$ will be a soft set over $U$. Then, the mapping function of a soft set will be $F: R \rightarrow P(U)$. For instance, if

\begin{enumerate}
    \item $X$ is relative null soft set: $(F, X) = \emptyset_x$ if for all $\{\lambda, \lambda\} \in X$
    \item $X$ is relative null soft set: $(F, X) = U_x$ if $F(\lambda, \lambda) = U$
    \item A soft subset: $(F, X) \subseteq (G, Y)$ if for all $\lambda \in X, F(\lambda, \lambda) = G(\lambda, \lambda)$
    \item The soft set equal: $(F, X) = (G, Y)$ if for all $\lambda \in X \cup Y, \lambda \in X \cap Y$ implies $F(\lambda, \lambda) = G(\lambda, \lambda)$ or $\lambda \in X - Y$ or $\lambda \in Y - X$ imply $F(\lambda, \lambda) = \emptyset$ or $G(\lambda, \lambda) = \emptyset$
\end{enumerate}
Table 1: Binary information system.

| B        | \( r_1 \) | \( r_2 \) | \( r_3 \) |
|----------|-----------|-----------|-----------|
| \( \lambda \lambda_1 \) | 0         | 1         | 1         |
| \( \lambda \lambda_2 \) | 1         | 1         | 1         |
| \( \lambda \lambda_3 \) | 0         | 1         | 1         |
| \( \lambda \lambda_4 \) | 1         | 0         | 1         |
| \( \lambda \lambda_5 \) | 0         | 1         | 1         |

Table 2: Binary information system.

| B  | \( r_2 \) | \( r_3 \) | \( \Delta_i \) |
|----|-----------|-----------|---------------|
| \( \Delta_1 \) | 0         | 1         | 1             |
| \( \Delta_2 \) | 1         | 0         | 1             |
| \( \Delta_3 \) | 0         | 1         | 1             |
| \( \Delta_4 \) | 1         | 0         | 1             |
| \( \Delta_5 \) | 0         | 1         | 1             |

(5) The union set \((F, X) \cup^\lambda (G, Y) = (H, D), \) here \(D = A \cup B,\) and for all \( \lambda \lambda \in D, \) if \( \lambda \lambda \in X - Y, \) and \( H(\lambda \lambda) = F(\lambda \lambda); \) if \( \lambda \lambda \in X \cap Y, \) then \( H(\lambda \lambda) = G(\lambda \lambda); \) \( \lambda \lambda \in X \cap Y, \) then \( H(\lambda \lambda) = F(\lambda \lambda) \cup G(\lambda \lambda) \)

(6) The restricted union: \((F, A) \cup (G, X) = (H, D), \) here \(D = G \cap X, \) and for all \( \lambda \lambda \in D, H(\lambda \lambda) = F(\lambda \lambda) \cup G(\lambda \lambda) \)

(7) Intersection operations: \((F, X) \cap (G, Y) = (H, D), \) here \(D = X \cap Y, \) and for all \( \lambda \lambda \in D, \) if \( \lambda \lambda \in X - Y, \) then \( H(\lambda \lambda) = F(\lambda \lambda); \) if \( \lambda \lambda \in Y - X, \) then \( H(\lambda \lambda) = G(\lambda \lambda); \) if \( \lambda \lambda \in X \cap Y, \) then \( H(\lambda \lambda) = F(\lambda \lambda) \cap G(\lambda \lambda) \)

(8) Restricted intersection: \((F, X) \cap (G, Y) = (H, D), \) here \(D = X \cap Y, \) and for all \( \lambda \lambda \in D, \) if \( \lambda \lambda \in X - Y, \) then \( H(\lambda \lambda) = F(\lambda \lambda); \) if \( \lambda \lambda \in Y - X, \) then \( H(\lambda \lambda) = G(\lambda \lambda); \) if \( \lambda \lambda \in X \cap Y, \) then \( H(\lambda \lambda) = F(\lambda \lambda) \cap G(\lambda \lambda) \)

(9) The complement: \((F, X) = (F, X), \) where for every \( \lambda \lambda \in X, F(\lambda \lambda) = \emptyset - F(\lambda \lambda) \)

However, parameter reduction is important for the accurate implementation of the soft set. In the soft set technique, parameter reduction indicated the reducing redundant parameter, which does not carry information for the identification. Similarly, in binary information system, soft set reduction is very important. For instance, in binary information system if \((U, X, B), \) Where \(B\) indicates the binary relation, the detail is discussed in the next section, and \(R_{\lambda \lambda} \) is equal to the relation on \(U\) and parameter \(\lambda \lambda \in X.\) Similarly, \(R_{\lambda \lambda} = \cap \lambda \lambda \in X R_{\lambda \lambda} \) for soft set \((F, X)\) over \(U.\)

(i) Then, the parameter reduction of a soft set is \((F, Y)\) of a \((F, X), \) if \(A B \subseteq X, R_\gamma = R_\chi\) and \(R_{Y - \lambda \lambda} R_\gamma\) for any \(\lambda \lambda B\)

(ii) Similarly, the intersection of the soft set reduction parameters \((F, X)\) will be soft set core \((F, X)\) and the soft set core \((F, X)\) will be \((F, \cap B \subseteq X | (F, B))\) of \((F, X)\)

For instance, if a universe of housed \(U = \{\lambda \lambda_1, \lambda \lambda_2, \lambda \lambda_3, \lambda \lambda_4, \lambda \lambda_5\} \) and its parameters are \(R = \{(r_1), (r_2), (r_3)\}\) or \((r_1 = \text{cheap}), (r_2 = \text{modern}), \) and \((r_3 = \text{beautiful})\), then the soft set can represent \((F, R)\) if \(F(r_1) = \{\lambda \lambda_2, \lambda \lambda_4\}, F(r_2) = \{\lambda_1, \lambda_3, \lambda_5\}, \) and \(F(r_3) = \{\lambda \lambda_1, \lambda_5, \lambda_3, \lambda_2\}\), then the binary information system can be like this \((F, R)\) is \((\{\lambda_1, \lambda_2, \lambda_3, \lambda_4, \lambda_5\}, \{(r_1), (r_2), (r_3)\}), B\) Where \(B\) is the binary relation, and the table for the binary relation is shown in Tables 1 and 2, respectively, \(U = \{\lambda \lambda_1, \lambda_2, \lambda_3, \lambda_4, \lambda_5\}\), and then the parameters are of a soft set will be like \((F, \{r_1, r_2\})\) and \((F, \{r_1, r_2, r_3\})\) as \(\{r_1, r_2, r_3\} \subset \{r_1, r_2, r_3\}, U R_\epsilon = U R_{\gamma_1}, r_2 = \{\lambda \lambda_2, \lambda_3, \lambda_1, \lambda_3, \lambda_5\}\), and \(U R_\epsilon = U R_{\gamma_1}, U R_\epsilon = U R_{\gamma_1}.\)

However, in research community especially in decision making or selection problems numerous researchers contributed for the reduction of soft set technique for better performance results. As Cagman et al. [43] contributed in soft set and extended the soft set technique with uni-int operators. For instance, if there is two soft set over \(U\) then \(T = (F, X)\) and \(S = (G, Y)\) and \(S T A S = (P, X \times Y)\) is \(\times -\)product of \(T\) and \(S\). Then, we can say that uni-int operator \(\times -\)product of \(T \times S\) are

\[
\text{uni}_{\times}(T \times S) = \bigcup_{x \in X} \bigcap_{y \in Y} P(y, x),
\]

\[
\text{uni}_{\times}(T \times S) = \bigcup_{x \in X} \bigcap_{y \in Y} P(y, x).
\]

Then, the \(\times -\)product can be as

\[
\text{uni}_{\times}(T \times S) = \bigcup_{x \in X} \bigcap_{y \in Y} P(y, x).\]

Cagman et al. [44] defined the whole operation as below.

(1) Parameters selection of subsets

(2) Then applying soft set on each parameters

(3) Identification of \(\times -\)product

(4) And then performing uni-int decision of the product

3.2.2. Implementation of SoftSystem. The most important and critical operation is the development and implementation of soft set based SoftSystem for the effective IoT device recommendation in the IoT network environment or the construction of soft set for the recommendation of effective IoT devices for the better communication between two IoT devices. However, in this paper, we adopted the soft set method for the development of SoftSystem. For this purpose, Let \(U\) be the set of IoT devices and \(R\) be set of parameters and \(D\) the interval IoT devices then \(D\) is a mapping from \(R\) to \(L, i.e.,\)

\[
D : R \rightarrow L = \{[a, b]\},
\]

\[
D_\lambda(R\{U\}|set of interval|U over R\},
\]

\[
F : U \rightarrow D_\lambda(R).
\]

Here the \((F, U)\) is the dual soft set and as well as interval values of SoftSystem for IoT device recommendation. Suppose that a set of IoT devices \(U = \{\Delta_1, \Delta_2, \Delta_3, \Delta_4, \Delta_5\} and\)
Table 3: Reduction of soft set.

| B  | \( r_2 \) | \( r_3 \) | \( \Delta_i \) |
|----|----------|----------|----------|
| \( \Delta_1 \) | 0        | 69.29    | 69.29    |
| \( \Delta_2 \) | 70.93   | 0        | 70.93    |
| \( \Delta_3 \) | 0        | 69.29    | 69.29    |
| \( \Delta_4 \) | 70.93   | 0        | 70.93    |
| \( \Delta_5 \) | 0        | 69.29    | 69.29    |

Algorithm 1: Selection of IoT devices.

Input: \( P(P_1, P_2, P_3, \ldots, P_n) \) // set of Parameters,
Output: IoT devices [] // selected of IoT devices
1. begin
2. for \( i = 1 \) to \( N \) // IoT devices
3. calculate IoT devices [i];
4. end for
5. for \( i = 1 \) to \( N \) // Devise parameters;
6. calculate soft set from each [i] for each parameters;
7. end for
8. for \( i = 1 \) to \( N \) // IoT devices
9. calculate soft set from each [i] for each parameters;
10. end for
11. for \( i = 1 \) to \( N \);
12. calculate reduction and rank each parameters;
13. end for
14. Finally, obtain the effective IoT devices, if the table is Ruced and rank to 1 \times 1;
Return Algo.

FIGURE 4: Softsystemalgo.

R is a parameter set here in this research study, we used three fundamental parameters as IoT Device Security (IDSC), IoT Device Storage (IDST), and IoT Device Communication Speed (IDCS). Then, suppose that \( R \) is IoT Device Security (IDSC), IoT Device Storage (IDST), and IoT Device Communication Speed (IDCS). More in-depth, we defined the parameters as \( R = \{ r_1, r_2, r_3 \} \). However, the mappings will be the following.

(i) \( \Delta(D) = r_1/\langle 0.55 \rangle, r_2/\langle 0.15 \rangle, r_3/\langle 2 \rangle \), it can be defined as a number of IoT devices or a smart IoT device, which have the parameters of communication speed between 0 and 55, and the devices storage capacity is between 0 and 15 while the security level is of the IoT device between 2

(ii) \( \Delta(D) = r_1/\langle 0.55 \rangle, r_2/\langle 55.105 \rangle, r_3/\langle 2,10 \rangle \), it can be defined as a number of IoT devices or a smart IoT device, which have the parameters of communication speed between 0 and 55, and the devices storage capacity is between 55 and 105 while the security level is of the IoT device between 2

(iii) \( \Delta(D) = r_1/\langle 0.55 \rangle, r_2/\langle 105 \rangle, r_3/\langle 0,10 \rangle \), it can be defined as a number of IoT devices or a smart IoT device, which have the parameters of communication speed between 0 and 55, and the devices storage capacity is between 55 and 105 while the security level is of the IoT device between 2

Then, to get the interval value based on \((F, U)\) as

\[
(FU) = \left\{ \begin{array}{c} r_1 \cr 0.55 \cr 0.15 \cr 2 \end{array} \right\} \Delta
\]

\[
= \left\{ \begin{array}{c} r_1 \cr 0.55 \cr 55.105 \cr 2,10 \end{array} \right\} \Delta
\]

\[
= \left\{ \begin{array}{c} r_1 \cr 0.55 \cr 105 \cr 0,10 \end{array} \right\} \Delta
\]

\[
= \left\{ \begin{array}{c} r_1 \cr 0.55 \cr 55.105 \cr 0,15 \end{array} \right\} \Delta
\]

\[
= \left\{ \begin{array}{c} r_1 \cr 0.55 \cr 55.105 \cr 1,15 \end{array} \right\} \Delta
\]

The above given equations defined soft set technique will produce the desired output of IoT device. More in-depth, suppose that a set of three parameters \( R = \{ r_1, r_2, r_3 \} \), it can be defined in more details if an IoT devices communication speed is 31 and storage capacity is 60 while security level is about 9. Here, the communication speed is satisfied by the network administrator hence \( r_3 \) is reduced and reduction soft...
set is shown in the table. However, for reduction, a very useful method introduced by [4] is more effective for selection. In this paper, we adopted this technique for the reduction of soft set as \( R = \{ r_1, r_2, r_3, \} \) can be calculated by using a term weight: \( w_{1} = 60/31 + 60 + 9 = 70.93 \) and \( w_{2} = 9/31 + 60 + 9 = 69.29 \), then we can get the reduction by using the above equation as shown in Table 3.

Hence, it is clear from the reduction table that \( \Delta_3 \) and \( \Delta_4 \) are the effective IoT devices for effective communication in an opportunistic network environment. It is evident that the SoftSystem is efficient for the recommendation of effective IoT device in an opportunistic network when there are several different IoT devices for the selection.

4. Proposed Softsystemalgo Algorithm

In this section, we demonstrate the proposed algorithm Softsystemalgo for the effective Internet of Things device recommendation in network as shown below.

However, the main process of the proposed Softsystemalgo is very simple as compared with others as shown in Figure 4. In the first step, the algorithm will calculate the available IoT devices and then the control goes to calculate the parameters. In this section, the algorithm will identify the available parameters and calculate. Then, after the identification of IoT devices parameters, the algorithm control will transfer to another step to calculate the soft set and then after calculation soft set the reduction operation will be conducted to reduce the parameters as required for effectiveness. After reduction operation, the proposed algorithm will rank the IoT devices with the help of identified parameters of IoT devices, and then finally the algorithm will produce the output IoT device, which will be effective in an opportunistic network. The proposed algorithm is very effective for the IoT device selection in an opportunistic network environment especially if there are several IoT devices, and it is difficult to select which IoT device is effective for efficient communication between two smart nodes in an opportunistic network environment. The idea and implementation of our proposed Softsystemalgo are very simple and easy for the selection and decision-making problem related to IoT devices, especially in an opportunistic network environment.

5. Results Analysis

To overcome the problem of the recommendation or selection of effective IoT devices in the opportunistic network, we explained the proposed technique named SoftSystem based on the soft set technique. The detailed methodology of our model is shown in Figure 3. The proposed system for the recommendation of effective IoT devices in the opportunistic network is very effective. In this section, we discuss the detailed results of our proposed system named SoftSystem and the proposed algorithm called Softsystemalgo as shown in Figure 5, reduction of soft set, and Figure 6, after reduction IoT device rank, respectively. In the previous section, from our proposed system output, it is evident that our proposed system and algorithm are able to recommend effective IoT devices in several different given devices in the network environment. The proposed algorithm and system are applicable to filter the most effective IoT devices in a number of devices. It is evident that our proposed system is effective for the recommendation, decision making, and selection of IoT devices.
in a number of devices to carry information tasks for the IoT network. Similarly, the proposed algorithm is efficient for the IoT device recommendations in network environments, especially when there are several IoT devices, and it is not easy to select which IoT device is effective for communication between two smart nodes in the opportunistic network environment. The idea and implementation of our proposed SoftSystem is very simple and easy for the selection and decision making problem related to IoT devices, especially in the opportunistic network environment. Though, the proposed system and algorithm is effective for the identification and selection of IoT devices. However, some effective information that we learned in this research study is given below as:

(i) In this study, it is evident that the proposed system named SoftSystem is able to select effective IoT devices in opportunistic network by using three different parameters IoT Device Security (IDSC), IoT Device Storage (IDST), and IoT Device Communication Speed (IDCS)

(ii) Similarly, it is clear that the proposed algorithm is efficient for the IoT devices selection, especially when there are several IoT devices and difficult to select which IoT device is effective for efficient communication between two smart nodes in the IIoT network environment

(iii) In this paper, only three different IoT devices parameters are conducted for the effective performance results as IoT Device Security (IDSC), IoT Device Storage (IDST), and IoT Device Communication Speed (IDCS). However, it is noted that more useful parameters can be identified and used for the desired problem as this is the future work

6. Conclusions

To overcome the problem of utilizing edge computing devices in the IIoT network environment, in this paper, we proposed a new framework model named SoftSystem based on the soft set technique that can select and recommend effective IoT devices from several IoT devices in the IIoT network. Based on our proposed SoftSystem, then we proposed an algorithm named Softsystemalgo. For the proposed system, three different parameters are selected: IoT Device Security (IDSC), IoT Device Storage (IDST), and IoT Device Communication Speed (IDCS). For better communication and IoT device recommendation, we find out the most effective parameters from the given set of parameters. It is evident that our proposed system is effective for the recommendation, decision making, and selection of IoT devices in a number of devices.
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