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Abstract: There is a clear need to promote motivating and effective training actions for the development of teachers’ digital competence, especially in the area of e-safety. Although educational video game-based learning has proven effective to improve motivation and learning outcomes, the existing evidence about its effectiveness for the development of teachers’ digital competence is very limited. This study examines the use of educational video games in an online course in MOOC format with the aim of developing teachers’ digital competence in the e-safety area. A total of 179 teachers from nonuniversity schools in the region of Castilla y León (Spain) participated in this study. A pre-test and a post-test were used to measure the knowledge acquired by the participants, and a questionnaire was used to measure their perceptions. The obtained results suggest that game-based learning using educational video games is an effective and viable approach to train teachers in the e-safety area of digital competence.
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1. Introduction

Digital competence is “that which involves the creative, critical and safe use of information and communication technologies in order to meet the goals related to work, employability, learning, use of free time, inclusion, and social participation” [1]. The development of this competence is considered essential for all citizens to enable them to integrate properly into society, develop as individuals, meet the challenges and seize the opportunities brought about by the digital transformation [2,3]. The European Commission, with the aim of helping Member States enhance their citizens’ digital competence through education, developed and published the “Digital Competence Framework for Citizens (DigComp)” [4]. Afterwards, the European Commission developed and published the “European Framework for the Digital Competence of Educators (DigCompEdu)” [5], which defines the digital competence that teachers should have in order to make students digitally competent. This competence that teachers should have is known as “teacher digital competence” [6]. In addition to the DigComp and DigCompEdu frameworks, the European Commission has promoted different initiatives to promote the development of digital competence in the education sector [3]. At the Spanish level, it is worth highlighting the “Common Framework for Teacher Digital Competence” [7], which was developed as an adaptation of the DigComp and DigCompEdu frameworks with the aim of providing a reference framework for the diagnosis and enhancement of teachers’ digital competence. At the international level, one of the most relevant initiatives is the media and information literacy curriculum for teachers developed by UNESCO [8], which defines a competency
framework that complements the ICT competency framework for teachers developed by the same organization [9].

Despite the various efforts made to date in digital competence training, there is strong evidence, not only that students currently have insufficient digital competence [10–12], but also that there is a worrying gap between the digital competence that teachers should have in order to successfully develop the digital competence of their students and the one they currently have [13–21]. Therefore, there is a clear and urgent need to promote training actions for the development of teachers’ digital competence. One of the main dangers of not addressing this need effectively in the short term is the emergence of a digital divide, which would not be due to a lack of access to technology but to a lack of digital competence [11,22].

Among the areas of teacher digital competence where the lack of training is of particular concern is the area related to e-safety, which encompasses the safe and responsible use of technology. Specifically, according to the DigCompEdu framework developed by the European Commission [5], this area covers competences related to the protection of devices and digital content, protection of personal data and privacy in digital environments, understanding risks and threats in digital environments, appropriate use and sharing of personal data, prevention against health risks and threats to physical and psychological well-being while using digital technologies, and understanding of the environmental impact of digital technologies and their use. Different studies carried out over the last few years have highlighted the general lack of teacher training in the e-safety area of teacher digital competence [13,16,19,23–26] and, in particular, the lack of training on digital identity, privacy, and protection and use of personal data [13,19,26]. The Spanish Data Protection Agency, aware of the doubts of school administrations and teaching staff on how to proceed when faced with certain situations involving personal data, developed a guide for schools, which was published in 2018 [27]. This guide is aimed at instructing teachers on how to make appropriate use of personal data in schools and to dispel doubts about the application of the General Data Protection Regulation [28] in the education sector. The contents addressed in this guide are of crucial importance since teachers, in order to perform their duties, need to deal with their students’ personal data and must do so with due diligence and respect for their privacy, always bearing in mind the interest and protection of minors. Despite this fact, to date no study has investigated the effectiveness of a training action based on this guide.

One possible solution for initial and continuing teacher training in digital competence that has proven to be effective is the use of MOOC-like courses [29–33], that is, online courses with instructional designs that allow massive participation and require little supervision. While it is true that the evidence reported to date is still scarce, the published results are very promising. Furthermore, this type of course has also been found effective for acquiring and enhancing personal competencies such as resilience, achievement drive, communication and self-esteem [34]. Successful experiences of face-to-face courses on teacher digital competence have also been reported [35]. However, it should be noted that this option is very expensive and has low capacity to reach all teachers. One of the main disadvantages of MOOCs compared to traditional face-to-face courses is their low completion rate [36]. For this reason, it is crucial to incorporate highly motivating activities in MOOCs to accompany the videos, quizzes and lessons commonly used in these types of online courses.

A form of learning applicable to both face-to-face and online teaching that is increasingly gaining more relevance is game-based learning and, especially, educational video game-based learning, i.e., learning using video games designed specifically for educational purposes. A multitude of studies published over the last few years has provided strong and consistent evidence that this type of learning can produce positive impacts on student motivation and learning outcomes at all educational levels and subject areas [37–44]. Video game-based learning attempts to take advantage of the enormous motivation that video games arouse to achieve improvements in the learning process. Video games are
the world’s leading source of audiovisual entertainment. In Spain, according to the last yearbook published by the Spanish Video Game Association [45], almost half (47%) of the citizens between 6 and 64 years old play video games. If we also take into account that the people who play video games spend an average of 7.5 h a week playing them, and that approximately half of these people are men (54%) and half are women (46%), it becomes clear that the use of video games is widespread throughout society. The enormous interest in video games, coupled with the fact that there is an increasing body of evidence supporting their use for educational purposes, is driving the use and adoption of video game-based learning in all educational settings, including teacher education [46].

Several studies have examined the use of educational video games to teach issues related to e-safety to students of different educational levels and citizens without a specific profile [47–53], obtaining quite positive results overall. However, the existing evidence about the effectiveness of educational video game-based learning for the development of teachers’ digital competence in the area of e-safety is very limited. In this regard, the literature review conducted by Sandí-Delgado and Sanz [54] identifies a number of serious games (i.e., games and simulations whose main purpose is different from entertainment) and analyzes their possibilities to enhance the acquisition of different skills and knowledge in teachers, such as teamwork, ethical and legal aspects related to digital technologies, project management and planning, computer networks, and programming. It is worth noting that, of all the studies analyzed in this literature review, the vast majority do not report on the use of serious games by teachers, and only one examines the use of an educational video game for teacher training in the area of e-safety. This study [55] evaluated the use of an online game called “Tamagocours” to teach 25 preservice teachers how to use digital resources in educational contexts while respecting their corresponding copyright. Although the study analyzed the behavioral patterns of the players based on their interactions, it did not conduct any analysis of the instructional effectiveness of the game. Only one other study has been found in the literature that reported a learning experience based on educational video games aimed at developing the digital competence of teachers in the e-safety area. This study [56] examined the use of a game based on a simulated social network named “Social Lab” to train 70 teachers on social engineering. While the results of this study were positive, it should be noted that the evaluation was based solely on the perceptions of the participants, which were collected through a questionnaire.

In view of the current state of the art, it is evident that more research is needed on the effectiveness of educational video game-based learning to develop the different areas of teachers’ digital competence and, in particular, e-safety. This study contributes to fill this gap in the literature by analyzing an educational video game-based learning experience conducted in an online course in MOOC format in order to develop the digital competence of the participating teachers in the area of e-safety.

2. Methods and Materials

This study aims to empirically investigate the effectiveness of educational video game-based learning for teacher training in the e-safety area. Thereby, the present study aims to determine whether this novel form of learning can be a useful solution to mitigate the existing teacher training deficiencies in this area of digital competence. The following research questions were posed:

(a) Is educational video game-based learning an effective way to develop the teachers’ digital competence in the area of e-safety?
(b) What are the teachers’ perceptions toward the use of educational video game-based learning for the development of teacher digital competence in the area of e-safety?

To answer the above research questions, this study analyzed an educational video game-based learning experience carried out in an official teacher training course organized by the Regional Ministry of Education of Castilla y León (Spain). In this experience, an educational video game was employed with the objective of training teachers on how to make correct use of personal data in educational institutions.
Given that prior research has found educational video game-based learning to be an effective and motivational learning approach at all educational levels, and in a wide range of knowledge areas, it could be hypothesized that this learning approach would also provide an effective and motivational way to develop teachers’ digital competence in the area of e-safety.

2.1. Sample

A total of 179 teachers belonging to publicly funded nonuniversity schools in the region of Castilla y León (Spain) participated in this study. Of these teachers, 31.8% were men and 68.2% were women. In terms of age, the teachers were between 25 and 62 years old, with a mean age of 42.6 years (SD = 7.6). All of the participating teachers agreed to participate in this study.

All of the participating teachers were enrolled in an official teacher training course organized by the Regional Ministry of Education of Castilla y León. This course was offered to all teachers belonging to publicly funded nonuniversity schools in all the provinces of the region of Castilla y León. The course was an online course in MOOC format that covered various topics on e-safety, including digital identity, protection and use of personal data, privacy management and licensing of digital content. The MOOC format was chosen for running the course due to the need to reach a large number of geographically dispersed teachers, as well as to enable these teachers to learn at their own pace. Two editions of the course were run: one in 2018 and another one in 2019. On completion of the course, teachers were awarded with a certificate and three continuing education credits recognized by the Regional Ministry of Education of Castilla y León.

2.2. Procedure

Two different instruments were used to analyze the learning experience based on educational video games. First, to analyze the instructional effectiveness of the experience, the knowledge gained by the participants on the use of personal data in schools was measured by administering a pre-test and a post-test. Second, in order to collect the perceptions of the participants toward different aspects of the educational video game employed in the experience, a questionnaire was administered. Participants first completed the pre-test. After that, they played the educational video game until all the questions integrated into it were answered correctly (details about the game and the integrated questions are provided in the next section). Then, they completed the post-test. Finally, participants filled out the questionnaire.

2.3. Materials

The educational video game used was created by integrating educational resources into an existing video game, which was based on “Flappy Bird”, a mobile game that became very popular a few years ago. The educational video game was created with a web platform called SGAME (available at https://sgame.dit.upm.es (accessed on 29 July 2021)) [57,58]. The gameplay of this educational video game is very straightforward: the player controls a bird that flies continuously to the right and has to dodge pairs of pipes. A screenshot of this game is shown in Figure 1. Each time the player clicks the mouse left button or presses the space bar key, the bird flaps and moves upwards slightly. If no action is taken by the player, the bird falls due to gravity. For each pair of pipes the bird crosses without hitting them, the player scores one point. If the bird collides with a pipe, the game is halted and shows the player an educational resource randomly chosen from those available. All educational resources integrated into the game are two-slide presentations where the first slide shows a question with multiple choices (as the one shown in Figure 2) and the second one contains a “pill” of information related to that question (as the one shown in Figure 3). Thus, the player can correctly answer the questions by consuming the information pills and reasoning the answer based on the acquired knowledge. All questions and information pills were developed based on the guide for schools published...
by the Spanish Data Protection Agency [27] in order to explain to the participating teachers how to make a correct use of personal data in educational institutions. For creating the slideshow presentations that were integrated into the game, the ViSH Editor authoring tool [59] available in the SGAME platform was employed. Whenever the player answers correctly one of the questions that appears when the bird hits a pipe, the bird goes through the pipe and the player can continue playing. On the other hand, if the player answers incorrectly, the bird falls to the ground and the player must start a new game. When the player answers a question correctly, the educational resource containing the question is never shown again. However, if a question is answered incorrectly, the player will have another chance to answer it in subsequent plays. As soon as players answer correctly all the questions integrated into the educational video game, they are informed that they have successfully completed the activity and that they can stop playing.

Figure 1. Educational video game used in the game-based learning experience.

Figure 2. Multiple choice question integrated into the educational video game.
The teachers who participated in the game-based learning experience analyzed in this study played the educational video game described above and learned how to make correct use of personal data in educational institutions by consuming the information pills and answering the questions integrated into the game. These information pills and questions were presented to teachers gradually during playtime, as they were shown one by one to each teacher each time he/she failed to get the bird to dodge a pair of pipes.

The educational video game employed in the game-based learning experience had to be authored specifically for this study, since no other video game that covers the targeted learning objectives existed. The SGAME platform was chosen as a game authoring tool because it allows creation of educational video games by easily integrating tailored educational resources into premade games, which are termed game templates. As previously indicated, in this study, the SGAME platform was used to create the educational video game by integrating information pills and questions on the use of personal data in schools into a premade video game based on “Flappy Bird”. There were two main reasons why this game based on “Flappy Bird” was chosen as a game template among all those offered by the SGAME platform. On the one hand, it is extremely easy to learn how to play this game. The usability of the video game was considered a crucial factor for the success of the game-based learning experience, since the video game was expected to be played by teachers with different profiles, including nongamers and casual gamers with low gaming skills. On the other hand, the game template was chosen with the aim of presenting the integrated educational resources to the teachers at an appropriate rate in relation to the time required for the consumption of these resources, achieving in this way an appropriate balance between learning and fun in the educational video game.

2.4. Instruments

The pre-test and the post-test were comprised of the same set of 10 true/false questions, which were designed to assess the teachers’ knowledge of the use of personal data in educational institutions in accordance with the General Data Protection Regulation [28]. These questions asked about the concepts, rights and obligations regarding data protection and data treatment processes described in the guide for schools published by the Spanish Data Protection Agency [27]. All of these questions were different from those integrated into the educational video game analyzed. The pre-test and the post-test were scored from 0 to 10. The participating teachers were given 10 min for completing each of the tests so they had 1 min for each question. In order to prevent the teachers from memorizing the answers...
of the test, no feedback was given to them after completing the pre-test, although they could access the solution of the test after the end of the game-based learning experience. Regarding this issue, it should also be indicated that the participating teachers did not know that both tests had the same questions until they took the post-test.

The questionnaire administered to collect the opinions of the participating teachers toward the educational video game employed in the experience included six five-point Likert-type questions (1 completely disagree–5 completely agree) and two closed questions: one asking about the overall opinion on the game, and another one asking teachers whether they would recommend the game to a colleague. In order to increase the likelihood of obtaining honest answers, all teachers completed the questionnaire anonymously.

Section 3.2 presents the items of the questionnaire together with its results. The reliability of the questionnaire administered to the participating teachers was checked by using Cronbach’s $\alpha$ [60]. The calculated Cronbach’s $\alpha$ was 0.94, indicating a very high reliability of the questionnaire.

2.5. Data Analysis

The Shapiro-Wilk test of normality was performed to assess the assumption of normality for the pre-test scores and the post-test scores. The results of this test showed that these variables were not normally distributed. Therefore, the Wilcoxon Signed-Ranks Test for paired samples was used to compare the difference between pre-test and post-test scores. To determine the magnitude of this difference, the size of the effect was measured using the biserial correlation coefficient ($r$). According to Cohen’s guidelines [61], $0.1 \leq r < 0.3$ constitutes a small effect size, $0.3 \leq r < 0.5$ constitutes a medium effect size, and $r \geq 0.5$ constitutes a large effect size. The results of the questionnaire administered to the participating teachers were analyzed by using the mean (M) and standard deviation (SD) descriptive statistics.

3. Results

3.1. Knowledge Acquisition

Table 1 shows the results of the pre-test and the post-test completed by the 179 participants. According to the results obtained in the Wilcoxon signed-rank test, the difference between the post-test and pre-test scores was statistically significant at a level of significance of 0.001. The obtained results show that the difference between the scores achieved by the participants in the post-test and those achieved by them in the pre-test was statistically significant with a medium to large effect size ($r = 0.46$). These results demonstrate that the learning experience based on educational video games strongly and positively impacted the participating teachers in terms of knowledge gained about the use of personal data in educational institutions.

Table 1. Results of the pre-test and the post-test (N = 179).

|                | Pre-Test (0–10) | Post-Test (0–10) | Wilcoxon Signed-Rank Test |
|----------------|-----------------|------------------|--------------------------|
| M              | 5.0             | 6.9              | 0.46                     |
| SD             | 1.3             | 1.8              | <0.001                   |

3.2. Teachers’ Perception

The results of the questionnaire answered by the 179 teachers who participated in the video game-based learning experience reported in this article are shown in Table 2.
Table 2. Perceptions of the participating teachers (N = 179).

|                          | M   | SD  |
|--------------------------|-----|-----|
| What is your overall opinion on the educational video game? | 3.4 | 1.0 |
| 1 (Horrible)–5 (Excellent) | 3.6 | 1.2 |
| The educational video game helped me learn. | 3.2 | 1.3 |
| The educational video game was attractive and motivating. | 3.2 | 1.3 |
| The educational video game made learning fun. | 3.0 | 1.3 |
| The educational video game was easy to use. | 3.7 | 1.3 |
| The educational video game was properly integrated into the virtual platform that gave me access to it. | 3.4 | 1.3 |
| I would like to play educational video games like this again. | Yes | No |
| I would recommend the educational video game to a colleague | 79.3% | 20.7% |

The average overall rating of the educational video game employed was 3.4 on a scale of 1 to 5, which indicates that the participating teachers were, overall, moderately satisfied with the training intervention. The high level of acceptance of the educational video game is also reflected in the fact that almost 80% of the participating teachers indicated that they would recommend the game to other teachers, and that most of them were in favor of using similar video games in the future for the development of their digital competence. The results also indicate that participants slightly agreed on average that the video game was beneficial for their learning, that it was motivating and made learning fun. However, the item related to the usability of the educational video game had an average rating of 3.0 out of 5. About one out of three teachers rated this item below three, indicating that they experienced some difficulties when playing the game. Regarding the integration of the educational video game into the platform used to deliver the online course in MOOC format, most participants were satisfied.

The results of the questionnaire show that, in general terms, the teachers’ perceptions toward the educational video game-based learning experience were positive, since they had a good opinion of the educational video game used and, to some extent, perceived it as motivating, fun and beneficial for their learning. However, these results also indicate that approximately one third of the teachers found the video game difficult to use.

4. Discussion and Conclusions

This study examined the application of educational video game-based learning for the development of teacher digital competence in the area of e-safety. Specifically, this study analyzed the effectiveness of this strategy for teachers’ acquisition of knowledge about the use of personal data in educational institutions. The results obtained provide strong empirical evidence that educational video game-based learning is an effective and viable option to train teachers on issues pertaining to the e-safety area of teacher digital competence. In addition, these results also indicate that this new form of learning is well received by teachers.

Although it is reasonable to think that the use of educational video games could be perceived negatively by teachers as being too childish, or not serious enough to be used in their professional training, the results obtained in this study refute this hypothesis, since the teachers considered that the video game used was didactic, motivating and fun. Nonetheless, the results also reveal that a notable percentage of teachers found the video game hard to use or not particularly motivating for their learning. This fact suggests that there is a teacher profile for whom video game-based learning may not be suitable.

The results of the pre-test completed by the teachers participating in this study evidence the current lack of teacher training on the protection and use of personal data, a finding that was highlighted in previous research [13,19,26], as well as by the Spanish Data Protection Agency [27]. This study provides stronger evidence of this fact, as this is based on measures of teachers’ actual knowledge on this matter rather than on their own perceptions.
The present study provides, for the first time, measures of the knowledge acquired by teachers on the protection and use of personal data as a result of participating in a learning experience based on educational video games. Although previous research [55,56] has reported the use of educational video games to develop teacher digital competence in the area of e-safety, such research did not provide measures of the actual knowledge acquired by the teachers, or any other measures of the actual learning gains experienced by them. The evidence reported by Gordillo et al. [56] was based exclusively on the perceptions of the participants, while the study conducted by Sanchez and Emin-Martinez [55] did not analyze the effectiveness of the video game from a pedagogical point of view. Therefore, the present study makes an important and novel contribution to teacher education research.

Previous research examined the use of online courses in MOOC format for initial and continuing teacher training in digital competence [29–33], obtaining very positive results in terms of effectiveness and teacher acceptance. However, none of these investigations addressed the use of educational video games in this type of courses. The present study shows that MOOC-like courses are a suitable environment for the development of teachers’ digital competence in the area of e-safety by means of educational video games.

Regarding the limitations of this study, it is worth pointing out that, although the reported results provide evidence on the instructional effectiveness of educational video game-based learning in terms of knowledge acquisition, the effectiveness of this learning approach to promote highly practical skills related to teacher digital competence was not assessed. Therefore, future studies should explore this issue.

A very interesting line of future research would be to study how the incorporation of learning experiences based on educational video games influences the completion rates of MOOCs, which are usually very low compared to those of face-to-face courses [36]. Future studies should also analyze the effectiveness and acceptance of these experiences for teacher training in other topics and areas of teacher digital competence. Moreover, further research is needed to investigate the influence of teacher characteristics on these factors, for instance the influence of liking games, gaming habits or the player type (e.g., “killer”, “achiever”, “socializer” or “explorer” according to the Bartle’s taxonomy [62]). Findings on this issue could allow to determine when the use of educational games is the preferable option to make up for the training deficiencies of a particular teacher and, if not, to offer that teacher another type of activity as an alternative. Finally, it is worth mentioning educational escape rooms [63,64]; a new type of educational games that are gaining much popularity and are increasingly attracting the attention of educators and researchers. In this regard, it would be of great interest to examine the use of this new type of educational games in MOOCs for initial and continuing teacher education.

Author Contributions: Conceptualization, A.G. and E.B.; methodology, A.G. and E.B.; software, A.G. and E.B.; validation, A.G. and E.B.; formal analysis, A.G., E.B. and S.L.-P.; investigation, A.G., E.B. and S.L.-P.; resources, A.G., E.B. and S.L.-P.; data curation, A.G., E.B. and S.L.-P.; writing—original draft preparation, A.G., E.B. and S.L.-P.; writing—review and editing, A.G., E.B., S.L.-P., J.Q.; visualization, A.G., E.B., S.L.-P. and J.Q.; supervision, A.G., E.B., S.L.-P. and J.Q.; project administration, E.B. and J.Q.; funding acquisition, A.G., E.B. and J.Q. All authors have read and agreed to the published version of the manuscript.

Funding: This work was partially supported by the Comunidad de Madrid under Convenio Plurianual with the Universidad Politécnica de Madrid (UPM) in the actuation line of Programa de Excelencia para el Profesorado Universitario. This work was partially supported by the Department of Telematic Systems Engineering of UPM and the Orange Espagne S.A. company through the private project EducalInternet.

Institutional Review Board Statement: Not applicable.

Informed Consent Statement: Informed consent was obtained from all subjects involved in the study.

Data Availability Statement: Not applicable.
Conflicts of Interest: The authors declare no conflict of interest.

References

1. Spanish Ministry of Education, Culture and Sport. Order ECD/65/2015; Spanish Ministry of Education, Culture and Sport: Madrid, Spain, 2015.
2. Recommendation of the European Parliament and of the council of 18 December 2006 on key competences for lifelong learning (2006/962/CE). OJEU 2006, 394, 10–18.
3. European Commission. Communication from the Commission to the European Parliament, the Council, the European Economic and Social Committee and the Committee of the Regions on the Digital Education Action Plan (COM/2018/022 Final); European Commission: Brussels, Belgium, 2018.
4. Vuorikari, R.; Punie, Y. Digital Competence Framework for Citizens. Update Phase 1: The Conceptual Reference Model; EU Publications: Luxembourg, 2019.
5. Redecker, C.; Punie, Y. European Framework for the Digital Competence of Educators: DigCompEdu; Publications Office of the European Union: Luxembourg, 2016.
6. Van Deursen, A.; Van Dijk, J. Internet skills and the digital divide. New Media Soc. 2015, 17, 54–67. [CrossRef]
7. Instituto Nacional de Tecnologías Educativas y de Formación del Profesorado. Cinco Años de Evolución de la Competencia Digital Docente; Instituto Nacional de Tecnologías Educativas y de Formación del Profesorado: Madrid, Spain, 2017.
8. Instituto Nacional de Tecnologías Educativas y de Formación del Profesorado. Marco Común de Competencia Digital Docente; Instituto Nacional de Tecnologías Educativas y de Formación del Profesorado: Madrid, Spain, 2017.
9. Wilson, C.; Grizzle, A.; Tuazon, R.; Akyempong, K.; Cheung, C.-K. Digital Competence Development in Secondary Education Teachers’ Training. Educ. Sci. 2018, 8, 104. [CrossRef]
10. Moreno-Guerrero, A.J.; Rodríguez García, A.M.; Navas-Parejo, M.R.; Rodríguez Jiménez, C. Competencia digital docente y el uso de la realidad aumentada en la enseñanza de ciencias en Educación Secundaria Obligatoria. Rev. Fuentes Univ. Psychol. 2017, 19, 73–83.
11. Kaarakainen, M.-T.; Kivinen, O.; Vainio, T. Performance-based testing for ICT skills assessing: A case study of students and teachers’ ICT skills in Finnish schools. Univers. Access Inf. Soc. 2018, 17, 349–360. [CrossRef]
12. Renáiz-Rodríguez, J.M.; Almerich, G.; Díaz-García, I.; Fernández-Díaz, M.-J. Generation Z’s teachers and their digital skills. [Los docentes de la generación Z y sus competencias digitales]. Comunicar 2018, 24, 97–105. [CrossRef]
13. Suárez-Rodríguez, J.M.; Almerich, G.; Díaz-García, I.; Fernández-Díaz, M.-J.; Rodríguez-Mantilla, J.-M. El proceso de integración y uso pedagógico de las TIC en los centros educativos madrileños. Educación XXI 2018, 21, 395–416. [CrossRef]
14. Napal, M.; Peñalva-Vélez, A.; Mendíroz, A.M. Development of digital competence in secondary education teachers’ training. Educ. Sci. 2018, 8, 104. [CrossRef]
15. Sciara-Martín, J.; García-Sánchez, J.-N. Pre-service teachers’ perceptions of the competence dimensions of digital literacy and of psychological and educational measures. Comput. Educ. 2017, 107, 54–67. [CrossRef]
16. Butragueño, A.; Díaz, E.; Reina, E. Internet skills and the digital divide. New Media Soc. 2011, 13, 893–911. [CrossRef]
17. Govender, I.; Skea, B. Teachers’ understanding of E-safety: An exploratory case in KZN South Africa. Electron. J. Inf. Syst. Dev. Ctries. 2015, 70, 1–17. [CrossRef]
18. Shin, S.-K. Teaching critical, ethical and safe use of ICT in pre-service teacher education. Lang. Learn. Technol. 2015, 19, 181–197.
19. Manilla, L.; Norden, L.-Å.; Pears, A. Digital competence, teacher self-efficacy and training needs. In Proceedings of the 2018 ACM Conference on International Computing Education Research (ICER’18), Espoo, Finland, 13–15 August 2018; pp. 78–85.
20. Pusey, P.; Sadera, W.A. Cyberethics, cybersafety, and cybersecurity: Preservice teacher knowledge, preparedness, and the need for teacher education to make a difference. J. Digit. Learn. Teach. Educ. 2011, 28, 82–85. [CrossRef]
21. Spanish Data Protection Agency. Guía para Centros Educativos. Available online: https://bit.ly/3nYk06C (accessed on 29 July 2021).
28. Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation). OJEU 2016, 119, 1–88.

29. Gordillo, A.; López-Pernas, S.; Barra, E. Effectiveness of MOOCs for teachers in safe ICT use training. [Efectividad de los MOOC para docentes en el uso seguro de las TIC]. Comunicar 2019, 27, 98–107. [CrossRef]

30. Castaño-Muñoz, J.; Kalz, M.; Kreijns, K.; Punie, Y. Who is taking MOOCs for teachers’ professional development on the use of ICT? A cross-sectional study from Spain. Technol. Pedagog. Educ. 2018, 27, 607–624. [CrossRef]

31. Gómez-Trigueros, I.M. El MOOC como recurso para la adquisición de la competencia digital en la formación de los maestros de educación primaria. Rev. Tecnol. Inf. Comun. Educ. 2017, 11, 77–88.

32. Ramírez-Montoya, M.-S.; Menjíbar, J.; Rodríguez-Arroyo, J.A. In-service teachers’ self-perceptions of digital competence and OER use as determined by a xMOOC training course. Comput. Hum. Behav. 2017, 77, 356–364. [CrossRef]

33. Santamaria-Lancho, M. MOOCS y SPOCS (Small Private Online Courses): Sus posibilidades para la formación del profesorado. Hamut’ay 2014, 1, 6–17. [CrossRef]

34. García-Martín, J.; García-Sánchez, J.-N. Promoción de habilidades personales para la vida a través de la implementación de cuatro enfoques instruccionales en un MOOC. Rev. Psicodidáctica 2020, 25, 36–44. [CrossRef]

35. Reisoğlu, I.; Çebi, A. How can the digital competences of pre-service teachers be developed? Examining a case study through the lens of DigComp and DigCompEdu. Comput. Educ. 2020, 156, 103940. [CrossRef]

36. Jordan, K. Massive open online course completion rates revisited: Assessment, length and attrition. Int. Rev. Res. Open Distrib. Learn. 2015, 16. [CrossRef]

37. Boyle, E.A.; Hainey, T.; Connolly, T.M.; Gray, G.; Earp, J.; Ott, M.; Lim, T.; Ninaus, M.; Ribeiro, C.; Pereira, J. An update to the systematic literature review of empirical evidence of the impacts and outcomes of computer games and serious games. Comput. Educ. 2016, 94, 178–192. [CrossRef]

38. Connolly, T.M.; Boyle, E.A.; MacArthur, E.; Hainey, T.; Boyle, J.M. A systematic literature review of empirical evidence on computer games and serious games. Comput. Educ. 2012, 59, 661–686. [CrossRef]

39. Hainey, T.; Connolly, T.M.; Boyle, E.A.; Wilson, A.; Razak, A. A systematic literature review of games-based learning empirical evidence in primary education. Comput. Educ. 2016, 102, 202–223. [CrossRef]

40. Bodnar, C.A.; Anastasio, D.; Enszer, J.A.; Burkey, D.D. Engineers at play: Games as teaching tools for undergraduate engineering students. J. Eng. Educ. 2016, 105, 147–200. [CrossRef]

41. Girard, C.; Ecalle, J.; Magnan, A. Serious games as new educational tools: How effective are they? A meta-analysis of recent studies. J. Comput. Assist. Learn. 2013, 29, 207–219. [CrossRef]

42. Hussein, M.H.; Ow, S.H.; Cheong, L.S.; Thong, M.-K.; Ale Erbrahim, N. Effects of digital game-based learning on elementary science learning: A systematic review. IEEE Access 2019, 7, 62465–62478. [CrossRef]

43. Karakoç, B.; Eryılmaz, K.; Turan Özpolat, E.; Yıldırım, İ. The effect of game-based learning on student achievement: A meta-analysis study. Technol. Knowl. Learn. 2020. [CrossRef]

44. Tokac, U.; Novak, E.; Thompson, C.G. Effects of game-based learning on students’ mathematics achievement: A meta-analysis. J. Comput. Assist. Learn. 2019, 35, 407–420. [CrossRef]

45. Spanish Video Game Association. La industria del Videojuego en España—Anuario 2020; Spanish Video Game Association: Madrid, Spain, 2020.

46. Annetta, L.; Lamb, R.; Minogue, J.; Folta, E.; Holmes, S.; Vallett, D.; Cheng, R. Safe science classrooms: Teacher training through serious educational games. Inf. Sci. 2014, 264, 61–74. [CrossRef]

47. Di Gioia, R.; Chaudron, S.; Gemo, M.; Sanchez, I. Cyber Chronix, participatory research approach to develop and evaluate a storytelling game on personal data protection rights and privacy risks. In Proceedings of the International Conference on Games and Learning Alliance, Athens, Greece, 27–29 November 2019; pp. 221–230.

48. Tapingkae, P.; Panjaburee, P.; Hwang, G.-J.; Srissawasdi, N. Effects of a formative assessment-based contextual gaming approach on students’ digital citizenship behaviours, learning motivations, and perceptions. Comput. Educ. 2020, 159, 103998. [CrossRef]

49. Kayali, F.; Wallner, G.; Kriglstein, S.; Martinek, D. A case study of a learning game about the Internet. In Games for Training, Education, Health and Sports, Proceedings of the ISSEP 2019, Larnaca, Cyprus, 18–20 November 2019; Pozdniakov, S., Dagiene, V., Eds.; Lecture Notes in Computer Science; Springer: Cham, Switzerland, 2019; Volume 11913, pp. 293–304.

50. Zhang-Kennedy, L.; Chiasson, S. A systematic review of multimedia tools for cybersecurity awareness and education. ACM Comput. Surv. 2021, 54, 1–39. [CrossRef]

51. Zahed, B.T.; White, G.; Quarelz, J. Play it safe: An educational cyber safety game for children in elementary school. In Proceedings of the 11th International Conference on Virtual Worlds and Games for Serious Applications (VS-Games), Vienna, Austria, 4–6 September 2019; IEEE: Piscataway, NJ, USA, 2019.

52. Berger, E.; Saethre, TH.; Divitini, M. PrivaCity. In Informatics in Schools. New Ideas in School Informatics, Proceedings of the ISSEP 2019, Larnaca, Cyprus, 18–20 November 2019; Pozdniakov, S., Dagiene, V., Eds.; Lecture Notes in Computer Science; Springer: Cham, Switzerland, 2019; Volume 11913, pp. 293–304.

53. Sheng, S.; Magnien, B.; Kumaraguru, P.; Acquisti, A.; Cranor, L.F.; Hong, J.; Nunge, E. Anti-Phishing Phil: The design and evaluation of a game that teaches people not to fall for phishing. In Proceedings of the 3rd Symposium on Usable Privacy and Security (SOUPS 2007), Pittsburgh, PA, USA, 18–20 July 2007; pp. 88–99.
54. Sandi-Delgado, J.C.; Sanz, C.V. Juegos serios para potenciar la adquisición de competencias digitales en la formación del profesorado. Rev. Educ. 2020, 44. [CrossRef]
55. Sanchez, E.; Emin-Martinez, V. Towards a model of play: An empirical study. In Proceedings of the European Conference on Games-Based Learning, Berlin, Germany; 9–10 October 2014; Volume 2, pp. 503–512.
56. Gordillo, A.; Barra, E.; Garaizar, P.; Lopez-Pernas, S. Use of a simulated social network as an educational tool to enhance teacher digital competence. Rev. Iberoam. Tecnol. Aprendiz. 2021, 16, 107–114.
57. Gordillo, A. Contribution to the Authoring, Distribution, Evaluation and Integration of Learning Objects; Universidad Politécnica de Madrid: Madrid, Spain, 2017.
58. Barra, E.; Gordillo, A.; Gallego, D.; Quemada, J. Integration of SCORM packages into web games. In Proceedings of the 43rd Frontiers in Education Conference (FIE 2013), Oklahoma City, OK, USA, 23–26 October 2013; pp. 685–690.
59. Gordillo, A.; Barra, E.; Quemada, J. An easy to use open source authoring tool to create effective and reusable learning objects. Comput. Appl. Eng. Educ. 2017, 25, 188–199. [CrossRef]
60. Cronbach, L.J. Coefficient alpha and the internal structure of tests. Psychometrika 1951, 16, 297–334. [CrossRef]
61. Cohen, J. Statistical Power Analysis for the Behavioral Sciences, 2nd ed.; Routledge: Abingdon, UK, 1988.
62. Bartle, R. Hearts, Clubs, Diamonds, Spades: Players Who Suit MUDs. Available online: https://bit.ly/3zLwza5 (accessed on 29 July 2021).
63. Makri, A.; Vlachopoulos, D.; Martina, R.A. Digital escape rooms as innovative pedagogical tools in education: A systematic literature review. Sustainability 2021, 13, 4587. [CrossRef]
64. Lopez-Pernas, S.; Gordillo, A.; Barra, E.; Quemada, J. Escapp: A web platform for conducting educational escape rooms. IEEE Access 2021, 9, 38062–38077. [CrossRef]