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ABSTRACT

Smart homes and cities is one of the crucial topics for an individual of any age that requires almost zero computer literacy in order to benefit the leisure and luxury offered by smart homes and cities. Benefits offered by smart homes and cities are not only limited to leisure and luxury but other various areas of an individual’s life and to aid them with information and communication, intelligent responses with the information collected and analyzed, environmental protection and public safety with surveillance. Internet of things was invented in 1999. Since then, there has been a huge bloom in technologies, keeping in mind the present systematic development in sensors, wireless technology, artificial intelligence, and machines and devices. This paper outlines the working prototypes that have been developed and deployed in developed countries and recommends to the Pacific Island nations to accept these technologies for the betterment of their countries. It will also compare the usage of energy and cost saving in smart cities and how this can be beneficial to the nations in the Pacific.

KEYWORDS

Artificial Intelligence, Energy Management, Environmental Protection, Information Communication, Public Safety, Surveillance Sensors, Wireless

1. INTRODUCTION

The aim of this paper is to elaborate on internet of things and its significance on smart homes & cities based on the research done so far. In the early 1900, inventions, ideas and theories regarding the world of technology focused on enhancing and perfecting the outside world. With major upgrade to transport industry, enhancement to the manufacturing industry and streamlining our health services,
we have achieved or developed solutions to most of our problems. However, we had not focused on prevention of these issues only after early 2000. This is when the Internet of Things (IoT) and the technology within are investigated on a scale where millions of devices that exist today all support the concept of IoT (Samuel, 2016).

In addition, internet of things can be used to make our homes automated and the basic functionalities that could be controlled by mobile phones or sensor utilisation to avoid voluntarily interaction from the human beings. For instance, when returning home from work in the evening, this individual does not have to switch on the lights, as it will be turned on automatically with the help of the sensor. Moreover, this information will be relayed to the kitchen, where the oven will start heating itself. The kettle will start boiling the water, the freezer will display all item it has in stock and it will automatically send the list of items to the mobile for purchasing. In the case of the smart city, it can send the list to the nearest supermarket and the items can home delivered by someone who is allowed to access the house by the owner with smart technology. This makes the life of an individual more relaxing after a stressful day at work. Nonetheless, it can also reduce hassles in the morning for a family to cook and wake up their children on time for school (Kim, 2017). For many years an object (car, watch, PC, etc.) was relatively disconnected from the direct environment in which it was operating. Now, little sensors, and actuators are embedded in the same objects, which suddenly provided these devices with the ability to sense and record information regarding its current state of operation and environment (temperature, etc.).

IoT in its simplest form means the worldwide network of interconnected object uniquely addressable, based on standard communication protocols. This network is made of interconnected devices that transmit data to each other locally or over the internet with the aim of collecting heterogeneous data. This data is further analyzed by the devices itself or by cloud based applications controlling the devices to produce intelligent response to environment, event or human behavior (Khan & Han, 2017).

This paper outlines the working prototypes that have been developed and deployed in developed countries and recommend to the pacific island nations to accept these technologies for the betterment of their countries. It will also compare the usage of energy and cost saving in smart city and how this can be beneficial to the nations in the Pacific particularly in Fiji. In addition, research questions were developed to identify and highlight the key points and contributions made by other researchers.

2. RELIABILITY OF HUMAN INTERACTION AND BEHAVIOUR

In the beginning, internet was mainly used for Human-to-Human interaction (H2H) such as text messaging, social networking and electronic mail. These, now ancient, services were later perfected into Human to Machine (H2M) interaction with the use of Artificial Intelligence. Classic examples of these are, when an intelligent machine tailors a web page for the user accordingly to its browser history and even considering its locations. M. Weiser, over 20 years ago stated that devices with IoT enabled features will be everywhere in almost all of the devices, connected and ubiquitously living amongst living with humans. This is a reality now.

Human interaction is still required to access many of the devices that exist today. However, most if not all are enabled with features that permits interaction between each other with minimum or no human interactions. This makes these devices truly smart. This functionality of the devices to communicate with each other is also known as Machine-to-Machine (M2M) interaction, which is the core concept behind IoT.

For many years now, passive and active sensors embedded in devices such as smart watch, fit bit, etc. have been collecting data on human activities and behaviour and providing feedback based on predetermined algorithms. However, for correct actions to be taken, human interaction is required. For a true deployment of IoT, this interaction has to be reduced or removed. As humans, mistakes or errors are inevitable and this is an issue.
For example, if a family has left their home to travel to work, school or just a family outing for the day. In the process, they have forgotten to switch off some unused appliances and activate alarm. This action may result in loss of valuable energy and property. With the deployment of Smart Home (SH) using IoT enabled devices, sensors can pick or register if any occupant is in the premises and delay the process of switching off appliance and activating the alarm. If no movement is sensed from within the premises and if GPS signal received from car and occupants smart phones confirms the location is away from home SH can activate the alarm and switch off any unused appliance. This not only helps in assisting occupants in protecting their property but also save a few dollars in their next electrical bill (Alliance, 2016).

Another example would be, where a SH measure the water usage of a household and gives a report at the end of the month with suggestions on improving water usage. If there is a faulty valve in the toilet or a faucet in the sink that is leaking water as it is not able to close and recommendation could be worked on to ensure proper utilization of resources.

2.1 Information and Communication

Communication is the fundamentals to relay message from one person to the other or to get things done, in order to relay this message, some form of data is collected which is analysed to provide information, this information can be used to make a decision, with the introduction of internet, communication between two individuals, an off sight employee to its employer and a patient to its doctor has become much easier. Moreover, let us take a present day scenario, which affects every commuter throughout the day at an intersection with the traffic light system. The traffic light system is there to manage the traffic and ensure an efficient flow in the traffic. However, what happens when the traffic light stops functioning, this creates a mess in traffic, conflict between motorists and the traffic stands still. This could have been avoided with the existence of smart city where sensors from the car recognises the problems and transmits the signal to the nearest city council and its traffic control management centre. The data is analysed and information is transmitted with the signals to the approaching vehicles hinting a traffic jam is ahead and suggesting an alternate path to reach its destination.

Meanwhile a traffic controller is sent to the sight to control the traffic until the malfunction is analysed. Other instances where communication and information sharing has let individuals save time and energy is when looking for a parking spot in a mall, as soon as the vehicle enters the parking lot, information is displayed on the car dashboard prompting the motorist which spot is vacant and can be utilised for parking otherwise suggesting the next convenient parking lot. On the same hand, utility of the information becomes more effective with smart grid, which is the core functionality of smart homes and cities to efficiently manage energy consumption. Smart grid gives an opportunity to improve the reliability, availability and efficiency that will contribute towards economic and environmental health. “The benefits associated with smart grids is that the energy transmission becomes more efficient, speedier restoration of electricity after power disturbances, reduced operations and management costs for utilities, and eventually lower power costs for consumers, reduced peak demand will also help lower electricity rates, increased integration of large-scale renewable energy systems, better integration of customer-owner power generation systems, including renewable energy systems and improved security”.

Presently in Fiji power outage due to hurricanes and flooding cause a lot disruption for a large number of population, sometimes it takes months to restore the supply, for instance in the case of Cyclone Winston it took more than three months to restore the power supply. However, in the case of smart cities this effect could have been minimized by containing the outage so that it is not spread to the entire area.

2.2 Environmental Protection and Public Safety

In each household and business, there are many devices used on a daily basis and majority of these devices require electricity for use. Even with the most advanced power management systems, electrical
energy is wasted if these devices are not used optimally. To produce electricity, EFL (formally known as Fiji Electricity Authority) uses hydro generators and diesel generators to provide for the majority of the electrical needs of the nation. The use of such machines leaves its impact on the environment in the form of Carbon Footprint. Even devices contribute to the carbon footprint of the nation, as they are not managed optimally.

Most business in Fiji have printers, which use resources and through observations made by the researchers of this paper. In their respective organizations, these machines are mismanaged in terms of not being switched off after operations have been terminated for the day, the printing requirements of the organization can be optimized. However, these lack expert advice and decision-making abilities as no data is collected for review, etc.

Due to heavy traffic and no optimization of traffic lights, thousands of cars are held up in traffic causing unnecessary burning of fuel, therefore contributing to carbon footprint. According to IoT Alliance report (2016), when Wellington City was handed over to NEC as a laboratory for testing IoT solutions, traffic lights were optimized by embedded sensors which collected data and changed traffic lights to ensure traffic movement was maximized resulting in lower fuel requirements.

Criminal activity is the biggest threat to a country’s GDP as it drives away potential investors locally and abroad. Due to this, law enforcement bodies around the globe have started to heavily invest in ways to minimize crime or criminal activities. AI and machine learning applications are being used to collect video data and micro sensors collect audio data too. This data is then analysed for behavioural patterns associated with criminal activities. Such systems can not only detect ongoing criminal activities and assist in apprehending suspects, but also alert the authorities of a potential crime and with quick and smart decisions; such acts could be stopped before they eventuate (Barnaghi, Bauer, Biswas, & Volk, 2015).

Global Warming heavily affects Fiji and the pacific and solutions working on IoT based technology can easily provide a helping hand in mitigating this. Decision can be taken; however, the correct data is current not available quick enough to take preventive action. Similarly, for enhanced Public Safety, IoT enabled devices could assist in solving cases faster and reduce the number of cases being generated with its predicting modules. Examples of such working solutions are ShotSpotter and Hikvision. They both use sensors, chips embedded in each device that listens and sees data respectively. ShotSpotter is engineered to identify the location of a gunshot whereas Hikvision, scans images like licence plate and face for criminal record and alert authorities accordingly of the location (Bump, 2018).

2.3 Surveillance

(Sruthy & George, 2017), In this paper, the authors have introduced a new revised security system that uses Raspberry Pi and Node MCU (IoT/WiFi module) that provides integration of sensors and video surveillance. “Raspberry Pi is a low cost, low power, single board computer which can handle multiple functions like a normal computer” (Sruthy & George, 2017). The detection of fire and intrusion are the features of this system and is based on the Wi-Fi connectivity. Using Wi-Fi, enables data and information to be gathered and moved to cloud for storage and monitoring purposes and having long range and high bandwidth, makes it easy to stream high quality videos. In addition, the IoT module makes the system cost beneficial, compact, accessible and controllable from anywhere in the world, provided, internet access.

Further, the surveillance controller system consists of webcam for video monitoring; GSM is used for the remote notification of events and buzzers that act as emergency alerts. The system takes care of various controls for example the management of feedback form sensors, cameras, videos, email, SMS and call alerts. (Sruthy & George, 2017) highlighted that NodeMCU is designed to work as a Wifi server and the system uses USB Wi-Fi adapter to connect to the Wi-Fi. The system acts with the updates from the sensor nodes. When the status of the sensor is received, cameras or webcams would be activated and the recording of activities will take place. Users will have access to the live footage using the IP address of the RPi. The GSM modern, as a response, would send messages to
relevant parties such as owners, fire stations and police if any unsuspected activities were seen. Users would feel safe even if they were away from home as their property would be under their surveillance. Cities would also benefit as any dangerous or unsuspected activities going on in cities and this can provide feedback to relevant authorities.

3. PRESENT DEVELOPMENT

Internet connectivity is vital for the implementation of IoT solutions and Vodafone Fiji being the leader in the Telecommunication Industry has confirmed recently that they have 760,000 mobile connections in a country where the total population is only 912,241. They have also confirmed that in the next two years, their team will be focused on developing more cloud-based solutions for its customers. This adds to the potential if IoT solutions becoming a reality in Fiji as most analysis in IoT solutions are executed on the cloud. The fact that Vodafone Fiji is 100% locally owned franchise, any return of investment on such ventures are given back to the locals (Chanel, 2018).

An investigation conducted in New Zealand, highlighted the economic benefits associated with deployment of IoT in mere nine application areas. These included agriculture, cities, utilities, asset management and manufacturing. However, to continue benefiting or to increase economic development, industries implementing IoT must continue to raise awareness, educate to improve knowledge and address to issues such as security and privacy of IoT data. (Alliance, 2016). Buyers or users of IoT solution must note at this point that data collection in the true value of IoT and not the technology/ device itself.

Government is the true catalyst in the development of SH and SC as government tools can be used to create awareness and policies regarding IoT security and privacy. The cohesive government vision of the nation that is developed during budget announcements can also assist local governments, businesses and investors abroad to initiate such setup that can boost the nation’s economy as waste is controlled by IoT solutions and savings can be further invested in the same initiatives to increase coverage of such solutions (P & E, 2018).

Moreover, Australia’s energy report shows that there was a decline in the energy consumption rate since the 1990’s, in 2020. “This indicates a longer-term decline in the ratio of energy use to activity in the Australian economy (energy intensity), which can be attributed to two main factors: improvements in energy efficiency associated with technological advancement; and a shift in industry structure toward less energy-intensive sectors such as commercial and services” (“the smart grid,”). Comparatively, Australian economic growth in 2016 has overtaken energy consumption rate over the past decade, where it was noticed a higher energy productivity over time compared to a lower energy intensity. “This reflects cumulative improvements in energy efficiency as well as a shift in the Australian economy away from highly energy-intensive industries such as manufacturing towards less energy-intensive industries such as services”(2011). To add on, “energy productivity is the measure of economic output divides by energy consumption as per the 2018 report, the productivity was improved by 0.9 per cent in 2016–17, after being flat in 2015–16. Energy productivity has improved by 17 per cent over the past ten years”("Australian Energy Update 2017", 2017).

In addition to that a report released by Intergovernmental Panel on Climate Change (IPCC), it was noted that by 2050 the global temperature will raise $1.5 - 2^\circ C$. This is due to human induced warming above pre-industrial levels, with the excess use of coal, fossil fuel and energy. This is a catalytic reaction towards global warming with the increasing population (Special Report on Global Warming of 1.5 °C (SR15), 2018).

3.1 Smart Technology

A research conducted in New Zealand, highlighted that New Zealand’s Agricultural Industry has been booming in the recent years due to the introduction of IoT solutions in their farms, which help, give farmers insight on the conditions of the soil and make sound decisions on irrigation and fertilization.
requirements with minimum to no waste. Sensors embedded in the soil transmit data on moisture, humidity and current quality of soil. Analytics is performed to this raw data for insight, farmers are able to make decisions such as; when to perform irrigation, and for how long to ensure soil is adequately moist and fertilized for achieving quality yield. Some systems are also linked to the weather stations so farmers can avoid the use of water when rain has been forecasted.

In the same research, Wellington was selected to become an IoT Laboratory for NEC and as a result, the city dwellers are benefiting from the solutions provided by NEC. NEC is a global technology company specialising in Smart City, ICT, biometric and network products and services for government and enterprise. In this, sensors, actuators, CCTV cameras on traffic lights, Wi-Fi portals, etc. collected data on the movement of the people and modulated strategies to tackle issues such as traffic, accidents, theft and many more. Adaptive Traffic Lights is an example of this that

Table 1. Connected device in Australia per year (Australian Energy Update 2018, 2018)

| Connected Devices in Australia |     |
|--------------------------------|-----|
| 2016                          | 10,000 households |
| 2017                          | Home market grew 55% AU$583m (13.7 connected devices/house) |
| 2018                          | 17.1 connected device |
| 2020                          | 37 connected device vs 381 m nationally |

Table 2. Australian population per year

| Population |     |
|------------|-----|
| 2011       | 22,485,300 |
| 2016       | 24,125,848 |
| 2017       | 24,450,561 |
| 2018       | 24,864,122 |
has been deployed in Wellington and other parts of New Zealand. Data is received from the cameras and sensors in real-time are analysed. Based on the results the lights operation is altered to reduce traffic congestions. This results in productivity amongst workers and deferred unnecessary cost from construction work for a new road.

IoT metering is a technology that is widely used in New Zealand. This technology is used to monitor electrical and water usage in household, provides accurate readings, and can detect leaks and faults in wiring. This enables providers and consumers with real time data and insight on actual reading unlike in Fiji where estimates are taken more than the actual readings. With real time and accurate data, users are aware of their usage and can act accordingly to modify behaviour towards sensible use of resources (Ghayvat, Mukhopadhyay, Gui, & Suryadevara, 2015).

Sensors in IoT devices or solutions are being used to track, monitor and manage assets for households and businesses. Every household and Business in Fiji relies on some sort of transportation or logistic. For asset tracking mostly, RFID technology is used to receive data on current location of asset and the condition (integrity) of the asset (Chen, Azhari, & Leu, 2018). Predictive maintenance is the biggest driving factor of Asset tracking as sensors embedded in devices measure current state of the device to determine the next logical maintenance instead of following the scheduled maintenance plans. This is done as the schedule maintenance plan could be either too frequent, resulting in high unnecessary maintenance work or too infrequent leading to breakdowns. Asset Tracking, which is available in some companies in Fiji have seen the full benefits derived from this technology. Tracking of resources with the use of GPS transmitters gives insight on use versus productivity of resources and predicts maintenance schedules to ensure longer life for these resources and adequate use.

Bluetooth is a short-range wireless technology that allows devices to communicate with each other at a certain distance, approximately 10-100 meters while being inexpensive. It was developed with an aim of connecting devices in wireless personal area network (WPAN) that would enable the exchange of data at high data rates. (Madakam et al., 2015) highlights that the channel of communication that Bluetooth devices use is known as ‘Piconet’ which has the capability of hosting 2 - 8 devices at a time for sharing data such as text, pictures, sound and video.

With the introduction of Bluetooth (BT) 4.0, a new technological enhancement emerged with it termed as ‘Bluetooth Low Energy (BLE), originally known as ‘Wibree’. This technology is the IoT version of Bluetooth since according to (Montori, Bedogni, Di Felice, & Bononi, 2018), “it preserves its communication range by reducing the data rate down to 1 Mbps and, consequently, the power dissipated down by 20–100 times.” BLE is reliable for personal area networks dedicating communication in short distance, for example, UriBeacon applications that checks for the available devices around the owner which is helpful for context awareness and location based applications. Within the context of smart homes/cities, users can connect their Bluetooth devices such as phones, laptops tablets etc. with each other and other appliances that support Bluetooth for an interaction between the user and the object to provide interaction of real time data.

Zigbee has been developed to enhance the sensing capabilities of wireless networks. (Yan, 2018) points out that the level of security performance for wireless technology is at the highest because of Zigbee technology using ‘advanced encryption standard’ (AES) technology. The mesh structure that it uses makes it possible to communicate with other devices, increasing the network’s stability. (Yan, 2018) also highlights that Zigbee technology can contain thousands of nodes which would be able to support the family needs effectively. In addition, the two-way communication improves the experience of using Zigbee devices. To add on, the advantages of Zigbee technology include low cost, less usage of power, more efficient and strong networking with high security, which makes it a reliable technology to be used in smart homes and cities. (Montori et al., 2018) also claims that Zigbee is one of those protocols that could be used in automating homes with energy and load management capability.
3.2 Devices & Machines

Introduction of Smart Homes/Cities means production and utility of numerous devices and machines. For instance in a medical industry where there are so many wearables and connected devices that needs to store, process the obtained data. In a situation the data can be sent to the cloud to process it, however keeping in mind the latency delay associated with cloud computing, the idea of using this devices and adoption of smart homes and cities will become insignificant. Nonetheless, fog computing will be an essential paradigm that will offer the benefits of cloud computing but also minimize the delay time for the data to be sent to the cloud, processed and returned. This will be an added advantage for the users as the concept of fog computing will lessen the bandwidth usage for the transmission of data across the medium (Rahmani, et al., 2017).

In the IoT structure, the hardware that identifies the objects (things), detecting the bounds of it, carrying out information communication, processing and computation of information within an IoT. (Khajenasiri, Estebsari, Verhelst, & Gielen, 2017) states that objects are identified using different addressing methods that are based on internet protocols such as IPv4, IPv6, and 6LoWPAN. In the identification process, it is necessary to make out that the objects identification is different from its address. Although, Objects in the IoT system can be recognised locally, the objects, public IPs are used in the global network to identify the objects within it.

Adding on, integrating IoT with RFID, enables the addition of authentication mechanisms in enhancing the security of devices connected. (Tewari & Gupta, 2018) has pointed out that in the recent years; there are authentications structures that are in the proposal phase for RFID that would lead to the devices in IoT, free from security threats.

3.3 Artificial Intelligence/Response

Intelligent response in Smart Home (SH) and Smart Cities (SC) refers to the ability to predict behaviour of humans based on the collection of raw data, learning outcomes from experiences, information management and live data of the surrounding, which is collected from the deployed sensors and actuators. The challenge here is to rely on good management practices and intelligent use of the vast amount of data generated from IoT devices. Artificial Intelligence (AI), ambient technology and semantic reasoning technology transforms raw data into information/ knowledge and previous research has shown tremendous progress in this. In addition, research on deep learning has shown results in machine intelligence that match or even surpass human capabilities, however, the final intelligent action required based on the derived knowledge is executed by a human in human based technology such as SH.

4. RESULTS OBTAINED

Locally collected data is sent to the cloud applications for analysis. This data is processed using various algorithms (WaaS – Wisdom as a Service and DIKW – Data, information, Knowledge, Wisdom hierarchy on a cloud platform introduced by Chen et al. 2014) and sent back to the user (Mauro, 2016). For full automation in SH, Human behaviour and habit tracking is critical. Intelligence on user habit tracking in SH may be derived from browser history and activity logs stored on individual devices, and should be continuously explored to improve user experience. AI in SH uses two categories for decision making which are content based filtering and collaborative filtering. Content based filtering uses data on experiences to modulate or propose new actions. However, Collaborative filtering uses data on similar situations and provides the best possible action. The best practice of AI uses a hybrid of the two filtering options to ensure that every decision is desirable and successful.

By comparing data from both the tables, it was obvious that the development in Smart Appliance (SA) was directly proportional to Energy Management (EM) with revenue generation and penetration
rate of smart homes $SA \propto EM$. Conversely, it is possible to postulate that the introduction of smart appliances has led to improvement in energy efficiency and productivity in Australia.

After observing Australia’s development in energy management with smart homes, we would like to draw attention to Fiji, a small island nation that is progressively moving towards development in infrastructure, with an increase in infrastructure industry the Energy/Electricity usage also increases. This graph shows the consumption of electricity in billion kilowatts units.

Electricity usage in Fiji has increased since the 1980s. It is obvious to note the spur is due to the usage of advance technologies and increased growth in infrastructure in the contemporary society then the past two decades. Nevertheless, with an evolution in technology, a lot of devices and machines are manufactured energy efficient; in this circumstance, electricity consumption must have reached
a peak and declined after that which is obviously not noted as per the observation. We can assume that a significant wastage in Electricity is due to ignorance and lack of initiative from the people to efficiently utilise resources. For instance, lights and other household appliances are not switched off even though it is not in use, on the same note there is a power outage in an area due to a disruption however the grids are not able to contain it or automatically divert power to the area of outage.

In addition, random interview questions were asked to ensure the claim that electricity in Fiji is mismanaged. Most of the interviewees agreed that they often forget to switch off the power supply when the lights, TV, Fan/AC and other electric appliances are not in use. In this circumstance, introduction of smart homes/cities could save a lot of energy, cut the cost and bring leisure to the people after a busy day at work or even in the hectic morning where commuters are rushing to avoid the traffic and be at work on time.

**CONCLUSION**

In comparison with Australia, Fiji’s economy was initially noticed to be 11 to 4 times weaker; however, as per the data given in the table Fiji’s economy is increasing its strength against Australia. Therefore,
this will substantiate the adoption of smart home concept in Fiji, which can possibly generate good revenue and increase energy/electricity management. Smart homes and Cities offer various advantages to the people who choose to live a smart life. This paper has brought light to the benefits associated with smart homes and appliances. It also indicates present development in a south pacific country; Australia where the revenue and penetration rate of energy management increased with an increased usage in smart appliances. In comparison of Australia’s GDP against Fiji; where Fiji has gradually improved its GDP in recent years, it can be inferred that the concept of smart homes/cities can also bring a positive change in Fiji with Energy/Electricity management and perhaps escalate the smart market revenue contributing towards a better GDP. IoT solutions not only controls waste of energy, but also provide a platform to make better investment decisions.
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