MODIFICATION OF RC6 BLOCK CIPHER ALGORITHM ON DIGITAL IMAGE
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Abstract. In the digital image of each pixel consists of three components, namely R, G, and B. If the three components are combined in a block then the block will have data with 24 bit or three characters. By default shortage of bits in each block will be filled by the next bit of the pixel so that each block will have the appropriate size is 32bit. The problem that happens is if the number of pixels is not in accordance with the division so it is necessary to block or adding padding bit 0 in register block, if padding occurs then the encrypted data size will change that affects the size of the image will change and will be hard pressed in preparing the return data encryption results in the form of images.
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1. Introduction

The importance of the security of digital images is increasing nowadays since the raise of communications using digital products over the network. Some experiments have been investigated over the encryption methods as the most important key to secure digital data [1-7]. DES (Data Encryption Data), RAS, and IDEA (International Data Encryption Algorithm) [8-10] have been studied to have a long computational time to process an image and need more power to compute the data. Besides, they also have some problems to secure the digital images [11]. Li et al that studied about a new chaotic key-based algorithm (CKBA) also found that CKBA method is not very secure, especially if it is seen from cryptographic viewpoint [12].

RC6 (Ron's Code 6) is an evolutionary method of RC5 block cipher. It is an encryption method which is easy to be applied for data security [14]. It has received much attention due to its simpler design. The difference between RC6 and RC5 is in the number of working registers used in the system. The addition of these working registers enhances the quality of security, decreases the rounds, and raises the throughput. Ahmed et al found that this method can be considered to be one of a real-time secure symmetric encryption for digital data such as digital images [11].

However, RC6 is found to have a problem with the RGB digital images which have an odd pixel size. The problem is happened if the number of pixels does not match the division of the block so that the padding is required. If padding occurs then the data size of the encryption will change. This condition will affect the image size, so it will be very to compile the data to returned it into the form of image.
Therefore, in this study, we proposed the modification of RC6 by changing the number of bits in every A, B, C, and D register and altering the constants P and Q. We studied the implementation of those two parameters in the digital images application. The comparation between the RC6 and the modified of RC6 is also given to evaluate the effectiveness of modified RC6.

2. Methodology

The encoding is done on each image pixel according to the width and height of the image. This is possible considering an image is a row of pixels that have components R (Red), G (Green), and B (Blue). These components are integers so they can be operated by converting them to ASCII form first.

RC6 is a chipper block method that uses four blocks of registers with each size of 32-bits. In other words each block will store four characters. In a digital image each pixel consists of three components: R, G, and B. If the three components are combined in a block then the block will have data of 24-bits or three characters. By default the lack of bits on each block will be filled by the bits of the next pixel so that each block will have a corresponding size of 32-bits.

In addition, RC6 algorithm is broadly divided into three algorithms, namely,

1. The Key Generation Algorithm. It is an algorithm used for key initialization that will be used in each round in both encryption operation and decryption operation.

2. Encryption Algorithm is an algorithm used for the changing operation of plaintext encryption into chipertext

3. Decryption Algorithm is an algorithm used for the changing operation of decryption to plaintext

The problem that occurs in RC6 algorithm is if the number of pixels does not match the division of the block so it needs a padding or the addition of bit 0 in the block register, if padding occurs then the data size of the encryption will change which affect the image size will change and will be very difficult in the rearrangement Encrypted data into image form. To overcome these problems then the modified RC6 algorithm was created.

The modified RC6 is done by changing the number of bits so that the constants of Pw and Qw are altered as well. For the RC6 algorithm, the value of Pw and Qw constants are 32 bits. The expansions of them have 8 digits with each digit containing 4 pixels. On the modified mode of RC6 algorithm, Pw and Qw constants only have 24 bits; so, there are 2 unused key expansions which means that the key expansion is reduced by 8 bits value. The difference in the registers is shown in the Figure 1.
In this paper, to compare between RC6 and modified RC6, some investigations are done by applying RC6 as well as modified RC6 to several digital images. The images used in this investigation are in the format of BMP, JPG, or JPEG.

The first stage was the encryption process. In this stage, the pixel value of the images was then read and converted into RGB value. This value was converted again to ASCII, and being encrypted by whether RC6 or modified RC6. When the encryption process occurred, the key was input into the data. After encryption process had done, the image was converted again into RGB value and then to pixel value, after that the image was saved in an encrypted form.

The second stage was the decryption process. The steps in this process are roughly the same as in the encryption process. After this process happened, the image had returned into its initial form.

3. Result and Discussion

3.1. Analysis of RC6 in the application of grayscale images

As have been reported by Ahmed et al that the use of RC6 in the grayscale digital images having size of 256 x 256 can be efficiently done [11]. It can be explained as the result of the limitation of the images size itself, i.e. 256 x 256. This number will ease the allocation of the value of every colors since every pixel has one value for each. That size limitation also makes the appearance of padding to be small or no padding since the total value of the size is calculated to be 4096; in other words, there are 16384 pairs of blocks, an even value. The same case also occurs when the images size is 512 x 512 since the total value of it is calculated to be 16384 as well.

3.2. Analysis of RC6 in the application of RGB images

In this study, RC6 algorithm is applied to two types RGB images, the first one is a picture that has an odd pixel size and the second one is an image that has even pixel size. The odd pixel being used is 591 x 616 in size and the even one is having size of 100 x 100.
An odd pixel size, 591 x 616, gives the total bit of 8737344, so the total block pairs are 68260.5. This number is not an integer, this padding is needed. As shown in the Figure 2, After the encryption process occurs, the type of image changes from JPG to BMP, it has padding at the edge of the picture (shown by an arrow). Then, after the decryption process happens, the picture cannot return to its original form because there is padding in it.

![Application of RC6 algorithm to a chosen plainimage which has size 591 x 616](image1.png)

**Fig.2** Application of RC6 algorithm to a chosen plainimage which has size 591 x 616

Therefore, an even pixel size is investigated, we use the size of 100 x 100 which gives the total block pairs to be 1875, an even value. Thus, after applying RC6 algorithm, the type of image changes from JPG to BMP. It does not have padding on the image because the total bit which exists in the picture meet the needs of the block; so, the original image can be returned. This process can be seen in the Figure 3.

![Application of RC6 algorithm to a chosen plainimage which has size 100 x 100](image2.png)

**Fig.3** Application of RC6 algorithm to a chosen plainimage which has size 100 x 100

### 3.3. Analysis of modified RC6 in the application of RGB images

Because of the problem of padding as mentioned above, we modify the RC6 algorithm that we called as modified RC6 (M-RC6). In this algorithm, we change the internal key generator based on the secret key ‘K’ to fill in the ‘S’ key table, where the size of the S key table is calculated as follows,

\[ t = 2 (r + 1) \text{ words} \quad (1) \]

The modification uses 2 magic constants, i.e., Pw and Qw which have function to generate the internal keys. The internal key generator of RC6 algorithm itself was altered from 32 bits to 24 bits; so the value of Pw and Qw also changes. In the RC6, the value of Pw is b7e15163, whereas the value of Qw...
is 9e3779b9. Due to the decrease of bit number from 32 to 24, the value of Pw becomes b7e151 and
the value of Qw becomes 9e3779. Thus, the blocks A, B, C, and D are changed as well. As shown in
the Figure, the modification of the bit number lets one pixel to be enough to fill in one block, so there
is no padding needed since the RGB components can be borrowed from their neighbor blocks.
Besides, modified RC6 can reduce the capacity or size of variables used during the process, thus
making the process to be more efficient in consuming the memory as well as to be faster.
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**Fig.4 Application of modified RC6 algorithm to a chosen plain image**

We have attempted to apply this modified RC6 algorithm to some images and those images always
can be returned to their original form as shown in the Figure 4.

**IV. Conclusion**

1. RC6 algorithm uses four block blocks with each size of 32 bits, while modified RC6 uses four
registers block with each size of 24 bits. Thus, modified RC6 is more suitable for color images
because each color image pixel has 24 bits.

2. RC6 algorithm is well applied to a greyscale image. However, it is not suitable to be used in the
color images due to padding problems. It can only be used in some certain pixel sizes.

3. Modified RC6 can solve the padding problems that occur in digital images by changing the size of
each block on the A, B, C, D blocks from 32 bits to 24 bits, so that one pixel is sufficient to fill a
block. In the other word, no padding is required.

4. Modified RC6 can reduce the capacity or size of variables used during the process, thus making the
process to be more efficient in consuming the memory and to be faster.
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