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Abstract—To ensure security for the transmission of confidential information, Cryptographic algorithms play an important role in providing security against malicious attacks. Confidential information is exchanged among different organizations of the government. If the necessary security is not involved there, the information will be leaked due to un-trusted transmission, unattended nature and get access easily which can cause a disaster in the government system. In this research, my centre of attention is to prevent confidential information leakage in government organization using ISAKMP cryptographic technique.
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I. INTRODUCTION

In traditional government system, the letters are exchanged through post office which can be insecure. But sensitive data exchanged among government organizations need to be encrypted to prevent it from being disclosed or modified by unauthorized parties.

In today's world internet is available everywhere in our house, in my work place, mobiles, cars everything is connected to the internet and if an unauthorized person is able to get access to this network he can not only spy on us but he can easily mess up our lives. And it is more important for a government organization.

II. LITERATURE REVIEW

Now-a-days for secure communication, Cryptography has received an enormous attention. In Cryptography, ISAKMP Cryptography is more secure. Therefore, research on ISAKMP has been carried out by researchers [1]-[7].

Charles M Kozierok describes about IPsec and it’s ability to encrypt any higher level messaging [1]. A researcher, Hani Alsharani describes how to provide a set of security services for traffic at the IP layer, in both the IPv4 and IPv6 environments [2].

A module describes how to configure the Internet Key Exchange (IKE) protocol for basic IP Security (IPsec) Virtual Private Networks (VPNs) [3]. A paper of Prof. Dr. P. Trommler describes the pros and cons of ISAKMP, Security Association and Management [4].

A module provides an overview of IP access lists [5]. There is a guide for network managers who perform any of the following tasks: Manage network security, Install and configure firewalls/security appliances, Configure VPNs, Configure intrusion detection software [6]. However, the final expression of the research work do not enough to implement ISAKMP Cryptography technique. Hence, I have proposed ISAKMP cryptography and configure for secure efficient communication management of government institution.

III. RESEARCH CONTRIBUTION

We develop an efficient algorithm with high accuracy and the system reduce time and cost. If our proposed Methodology is applied to the government system of Bangladesh, then various file transfer like very confidential papers of government will be transferred in secure manner.

At last we also observe the capacity of the system and simplifies network design which saves bandwidth and control congestion.

A. Proposed Algorithm

Input: Data Packets
Output: Successfully sent the packet to destination.

1. Initialization
2. If ISAKMP Cryptographic Technique is enabled in the network, go to step 3 otherwise go to step 11.
3. Apply DES encryption algorithm and go to step 4.
4. Apply SHA hash algorithm.
5. If crypto map is enabled in the network, go to step 6 otherwise go to step 11.
6. Apply transform set and pfs protocol and go to step 7.
7. Set peers and go to step 7.
8. Set access list.
9. Sender sent the packet to the destination in the ISAKMP enabled network in the encrypted form.
10. Receiver received the packet and decrypted it.
11. End
B. Configuration of ISAKMP in phase 1

- In phase 1, there are five policy parameters to enable ISAKMP. These are:
  - An encryption method with DES or AES, to ensure privacy.
  - An authentication method with RSA public key or preshared key, to ensure the identity of the peers.
  - A Hashed Message Authentication Codes (HMAC) method with Secure Hash Standard-1 (SHA-1) or Message Digest algorithm (MD5) to ensure the identity of the sender, and to ensure that the message has not been modified in transit.
  - A Diffie-Hellman group is used to determine the strength of the encryption key-determination algorithm. This algorithm is used to derive the encryption and hash keys.
  - The encryption key uses a time limit before replacing it.

C. ISAKMP in phase 2

In phase 2, Crypto map is used. Which traffic should be protected by IPSec, where IPSec-protected traffic should be sent, and what IPSec transform sets should be applied to this traffic, is specified by Crypto map [7]. Crypto map includes transform set, pfs protocol, peer, access list and life time.

IV. EXPERIMENTAL RESULTS

Fig. 1. Network System with Anti-Corruption Commission, Drug Administration, National Board of Revenue and Ministry of Defense

| Source                          | Destination                  | Encrypted packets | Decrypted Packets | Sent error | Received error |
|---------------------------------|------------------------------|-------------------|-------------------|------------|----------------|
| National Board of Revenue       | Ministry of Defense          | 7                 | 7                 | 0          | 0              |
| Anti-Corruption Commission      | Drug Administration          | 14                | 14                | 0          | 0              |
| Public Administration           | Health Ministry              | 6                 | 5                 | 1          | 0              |
| National Board of Revenue       | Anti-Corruption Commission   | 10                | 10                | 0          | 0              |
| Ministry of Finance             | Department of Immigration & | 5                 | 5                 | 0          | 0              |

V. CONCLUSION & FUTURE SCOPE

The implementation of ISAKMP Cryptography is quite complex but it shows optimum results in respect to the other crypto systems. We believe that with sufficient equipment in future we can implement our simulated work. We can bring the whole government system of Bangladesh within a secured network system in cost-effective and efficient way ensuring the security issues.
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