Server-specific add-on biometric security layer model to enhance the usage of biometrics
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Abstract: With high paced growth in biometrics, and its easy availability to capture various biometric features, it is emerging as one of the most valuable technologies for multifactor authentication to verify a user’s identity, for data security. Organizations encourage their members to use biometrics, but they are hesitant to use due to perceived security risks. Because of its low usage rate, many medium and small segment organizations find it unfeasible to deploy robust biometric systems. We propose a “server-specific add-on biometric security layer model,” to enhance confidence in the usage of biometrics. We tested this model via a biometric mobile app, and the survey showed a favorable response of 80%. The innovative mobile app was tested for its usability and got a score of more than 71%. For test tool reliability, we examined the equal error rate (EER) of the app and got a reasonably low score of 6%. The results show a good potential of this framework to enhance users’ confidence-level in the usage of biometrics. Higher usage rates may make deployment of biometrics more cost-effective for many organizations to decrease their information security risk.
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1. Introduction/ Background

With high paced growth in biometric technology (a.k.a. biometrics), it has become a focus area for many future investments [1]. Large companies are deploying resources in many industrial and consumer applications such as EEG controlled 3D maze, fingerprint identification kits, park passes, smart home, and industrial devices. [2]. Large healthcare organizations like Sentara Healthcare, Norfolk, have invested in “biometric palm vein identity authentication” for their patients to access their health records, remotely [3]. As per reports from Stratistics MRC, “the Global Identity & Access Management Market is expected to reach $20.87 billion by 2022, with a growth rate CAGR of 14.8%” [4]. The biometrics market for global healthcare is estimated to reach $11.7 billion by 2024 [5].

Many modern solutions such as door-locks with fingerprint, laptops, tablets, smartphones, firearms-locks, customer voice response (CVR) systems with voice identification, smart-doors, smartphones with face recognition, etc. have been trying to adapt biometric identification with varying degrees of success. One of the reasons for fast growth in biometrics is that, like many other applications, it is slowly emerging as a service, “BaaS” (biometric applications as service) [6].

With the fast growth of biometrics, as BaaS, in the cyber world, especially for the usage with IoT devices, there comes security vulnerabilities. Most of the IoT devices and services such as modem,
routers, virtual assistants, collect and store information from other equipment and applications for full utilization of their functionalities. Still, this interdependence makes all the devices vulnerable to internal and external attacks [7]. In the heterogeneous IoT ecosystem, one powerful computational device communicates with another powerful computational device, many times via some low-end and not-so-secure devices. These less secure weak links put up a significant challenge to implement robust security mechanisms [8].

The IoT ecosystem (devices and services), is still not entirely trustworthy because they face many challenges due to the characteristics of cyberspace where threats from organized intelligence and criminal groups are more challenging to defeat than from individual hacktivists [9]. Therefore, the fast growth of biometrics in cyber-society without some extra layers of security may pose some big problems, especially for medium and small healthcare organizations. The reason small and medium healthcare organizations are more vulnerable is because their customers and patients are more focused on their health issues than systems’ security. Moreover, unlike banks and financial organizations, healthcare organizations lack fraud detection and security teams. Hackers may steal patient medical records, clinical trial data, and drug development-related information, which may increase counterfeit drug trafficking and medical insurance fraud.

The above studies indicate that our personal and corporate data are at a higher risk than ever before. So much so that organizations and private people are slowly trying to learn to protect their data with a mix of biometric technologies [10].

Large corporations, especially large banks, have been encouraging their customers to download their app and use biometric data such as fingerprints for multifactor authentication (MFA). The biometric-based m-banking (mobile banking) applications used by large financial institutions are complex and costly to deploy. They have colossal fraud detection and prevention teams to detect fraudulently run operations via IoT devices. Users also are covered through insurance if such fraudulent transactions are quickly reported to banks. Users can download the banking app from the bank’s website after logging in and install on any of their mobile devices. They can use either login and password or use the sensor for fingerprint or facial recognition, depending on the model of their mobile device.

These apps are allowed to be installed on any device. Users can get SMS and or email alert if they have agreed to and saved this in their user profile. However, some security concerns have been raised by many critics against the mass usage of such apps. Many users do not choose the notification option in their user profile to avoid too many alert messages. A large percentage of users use obvious user-id and password. A hacker can install the banking app on any device, steal user-id, password, enter the DOB or pet’s name, and perform fraudulent transactions without the user knowing about it for a long time.

Even if a user has saved notification option in their user profile and chosen to use fingerprint-based login, a hacker can spoof a user’s fingerprint and perform fraudulent transactions. Only very
vigilant type users may be able to take immediate corrective action with the help of the technical support team of the bank. Researchers have proved that fingerprints spoofing are not very difficult. There have been cases of fingerprints being spoofed [11]. There is a higher possibility of fingerprint spoofing in a hospital environment, despite the data and privacy protection rules such as the Health Insurance Portability and Accountability Act (HIPAA), California Consumer Privacy Act (CCPA), etc. [12].

General Data Protection Regulation (GDPR) has standards for protecting the patient’s health records. But it would take a long time to detect such security breaches if this happens in the healthcare industry because hospitals usually do not have a dedicated fraud prevention team. It is much easier to steal someone’s password, User-id (UID), and type in the date of birth (DOB) or pet’s name on a keyboard than to spoof someone’s fingerprint or any biometric information and use it effectively [13]. Therefore, large healthcare companies are encouraging their users to use biometric technologies for user authentication via m-Health (mobile health app). But because of the low usage rate, many small and medium healthcare companies are not finding it very cost-effective to deploy a very robust MFA application system. A large percentage of users refrain from online usage of biometrics for privacy, security, and data leak issues. We propose a “server-specific add-on biometric security layer model (SSABSLM),” to enhance the confidence in the usage of biometrics. This model is based on the premise that certain applications are more critical to users, and building confidence in the access of those applications is more important than providing a general level of extra security layer to many applications. To test SSABSLM, we designed, developed, and tested a low-cost mobile app “Bio-Guard,” to provide an extra layer of biometric security for the access of a web-based application via mobile devices. Then we surveyed a reasonably large sample population for the success of this framework. The mobile app solution framework is described in sections 3 (technology) and 4 (experiments). We have presented experimental outcomes, survey results, and analysis in section 5. Section 6 presents implementation opportunities and challenges. Section 7 concludes with some future perspectives. In the next section 2, we discuss some of the relevant authentication modalities, types of communications used for authentication, and the related factors which can impact these processes.

2. Related Works

The IoT ecosystem is open or semi-open to many types of users, including hackers and adversaries [14]. To improve security in the entire IoT chain, the focus of research work is shifting towards more robust user authentication. The goal of authentication is to verify the legitimacy of the person or device who is trying to access a system. There are many ways and means to verify a user’s identity. One of the most often mentioned classification schemes of authentication is based on something-you-know (SYK), i.e., password, something-you-have (SYH), i.e., smart-card, and something-you-are (SYA), i.e., biometric features such as retina-print, as discussed by [15], [16]. Ferrag et al. [17] presented authentication schemes of mobile devices into four categories a) factor-based, e.g., 2-Factor, multi-factor, b) channel-based, i.e., Seamless roaming [18] c) ID-based, i.e., remote user’s authentication [19] and d) biometric-based.

As per Traore et al. [20], authentication can be divided into two categories: static and continuous. The static user authentication gets invoked one time at the beginning of a communication session, e.g., to verify the user’s password/PIN [21] or facial-features [22]. The continuous authentication gets repeatedly invoked to verify the legitimacy of a user based on touch or mouse
movement/click or keystroke during the time of device usage [23]. Unfortunately, most of the smartphone authentication methods follow the static authentication process, which cannot provide seamless certification. Therefore, static authentication becomes prey to session hijacking attacks. To overcome the issue of static authentication of biometric features and cryptographic methods, Robertas et al. [24] proposed EEG based biometric cryptosystem. This biometric cryptosystem has low explosibility and can be used by disabled people or users with some missing physical traits. For Continuous authentication, Guannan et al. [25] suggested a two-step authentication method based on motion and physiological movement, i.e., photoplethysmography (PPG) signals, especially for wearable devices. Even continuous authentication protocols can be classified into two categories: a) user-to-device and b) device-to-device [26].

Based on the review of the above literature, it appears that the continuous authentication method mixed with biometric features and physiological movement can address many security issues of mobile devices and applications [27]. However, each of the biometric characteristics such as fingerprints, iris, electroencephalography (EEG) data, voice, face, palm, ear, and gait, has its advantage or disadvantage. For example, age has minimal impact on features of the ear, and it can be a very convenient source of data for passive biometrics, but continuous authentication of the ear is difficult [28], [29]. Robertas et al. [30] discussed gait (a person’s walking pattern) based biometric feature which can be, unobtrusive, implicit, and passively observed continuously, so long as the user is carrying her/his smartphone or is around it, though gait can be affected by many factors such as shoes, stimulants, mood, aging, etc.

The “hardware-based biometric security access technology” of prominent vendors like HP and Microsoft are primarily designed for mass usage. There are many sensitive software applications mainly related to patient health records, which would need more specific protection. To provide a different level of eHealth record access to different the personnel of varying rank Spanakis et al., proposed SpeechXRays, a multi-channel biometrics platform of user authentication [31], [32]. This framework is based on a multi-modal authentication paradigm [33] based on voice acoustics facial recognition [34]. The fundamentals of this approach are excellent; however, devices to collect relevant data and willingness of users to share all those data at the moment could be a challenge.

Recently mobile devices have started focusing on 3-D orientation of the biometric sensors. It has led to many research works in touch and “gesture-based” continuous authentication, even though there are variations in the captured touch data, depending on the user’s posture, despite the similarity in the device specifications [35]. These continuous authentication techniques have inspired us to develop something novel, flexible and scalable, and we developed a mobile app framework, “Bio-Guard.” This app framework uses a continuous authentication method based on session-id, which is in line with the latest schemes of light-weight authentication technique recommended to be used in the era of IoT, IoS (Internet of Sensors) [36]. The adaptability of the Bio-Guard app distinguishes it from many other mobile app frameworks because it can adapt to any cryptographic or biometric features, used by the users via their mobile device. The architecture of the Bio-Guard app is open to be aligned with multi-modal authentication and NGI systems.

2.1. The Rationale behind the usage of the Bio-Guard App, as an “add-on” to Test the SSABSLM
There are apps deployed by large financial institutions that can send a notification to registered users if someone logs in to users’ accounts from another device and performs some activities. There are hardware-based fingerprint readers like that of “Windows Hello” and HP’s USB fingerprint reader, that let a user verify a Microsoft account or a non-Microsoft service that supports Fast Identity Online (FIDO). Then why we needed an “add-on” app for an extra layer of biometric security to test SSABSLM?

2.1.1. There are many reasons to develop the Bio-Guard app, some of which are mentioned below:

- We did not find a feasible software solution that could fit in our model on the server-side and mobile device side to test the SSABSLM.
- Architecturally it is different in that it is a software-based and not a hardware-based extra layer of security.
- There is an extra cost associated with hardware replacement/upgrade. A hardware-based extra layer of security may fail if there are any wear and tear-related issues.
- Software-based security would be more scalable and flexible to adjust to the fast-changing security dynamics.
- This app will send “server-id” only to the verified users to complete the installation of the app without that users will not be able to access a particular application. In that, it is very targeted and server-specific and not a generic security layer.
- Most of the methods of the user or device authentication emphasize on one or a few aspects of the cryptographic or biometric features. Multimodal biometric systems combine many biometric features to make the authentication more scalable [37], and this app is architected on multi-modal lines. It can be used for any of the biometric features captured by smartphones.

2.2. Scope of the App for Testing the SSABSLM

Though the sources of research and examples cited in this paper are from many countries, the experiment and implementation aspect of the app is primarily scoped from the perspective of healthcare service providers of those countries where necessary infrastructure, rules, and procedures are in place, to start with.

3. Technology and Methods

This section presents six subsections to provide a broad overview of the “Bio-Guard” app framework: 3.1. Authentication process; 3.2. The Architecture and data flow; 3.3. System’s requirements; 3.4. Installation process; 3.5. Error handling; 3.6. Current limitations of the app.

3.1. Authentication process

The web-based application to be accessed via the app user had Oracle11g as a database. Therefore, the secure hashing algorithm 1 (SHA-1) was used for biometric authentication because certificates signed via message digest 5 (MD5) algorithm face difficulty in HTTP/web environment [38]. A prototype application was developed using a 2-Tier architecture model. Oracle11g was used as a backend database that supports web-based biometrics authentication via oracle adaptive access manager (OAAM) [39]. For experiments mentioned in this paper, biometric characteristics from specific users were previously captured, and the model templates were stored in the database. The
fingerprint sensor of the user’s mobile devices was used only for training and getting aligned with the existing template models. Minutiae-based fingerprint features were used during the test for user authentication because those templates were available in the application database of the web-application used for the testing to authenticate the testers [40]. For criminal investigation and record access, more advanced “next-generation identification NGI” systems are suggested by many researchers. For example, NGI systems may authenticate many aspects of biometric features such as tattoos, scars, etc. which can through light on gang membership, previous convictions [41]. However, for day-to-day access to applications, NGI systems may be too cumbersome for ordinary users.

For a better understanding of the authentication logic of the application, a summary of the variables and parameters to be verified are declared and explained in this subsection. The next section of data flow and validation describes how the variables will be compared and validated for access.

Ushered is associated with First + Last Name, DOB, Email, and Mobile device of the user, in the background web-application. UID verification in the background web-application is a separate process of that application. For example, if a company decides to use “employee id” or “patient id” or “company email” as UID, then that id must first exist before a user can register and receive OTP.

- User id → UID.
- Server installation id (SID) → This is generated when the server-side of the app is installed.
- Password → P.
- OTP → O.
- Client Installation id (CID) → This is generated when the client-side of the app is installed.
- Biometric profile → B.
- Registered Device id → RD(id) = IEMI number of a mobile device or Device id of a laptop + CID.
- Combination of SID + CID + RD(id) → SCI(id).
- SCI(id) = RD(id) + SID.

SCI(id) comes only from those devices where the “Bio-Guard” app is completely installed.

3.2. Architecture, Data Flow, and Validation

3.2.1. When Bio-Guard app is not installed on the server, as shown in Figure 1, the system will grant web-access when the secret key stored in the security policy matches any of the following parameters:

- UID + P + O or
- UID + B

3.2.2. During the installation process of the “Bio-Guard” app, the system would require the SID to get associated with the security policy. Therefore, it would grant web-access when the secret key stored in the security policy matches any other following parameters:

- UID + B+SCI(id) or
3.2.3. Once App is fully registered, and installation is completed, then a user needs only the following info to login to the FBAS:
- UID + P + O or
- UID + B

The mobile app is interfaced with a web app to push data to the central server. The app gets a GPS location from the place where it is connected to the internet. The functionality of the mobile app Bio-Guard is controlled by variables, based on Android studio code, an example of which is referenced at the link [42].

Figure 2 represents how the data flows for biometric authentication after the installation of the Bio-Guard app. Along with the web version of the app. The web app was installed on apache tomcat with hibernate support and JBoss data services. Data to the central database could be updated
via cookies enabled sessions, using (representation state transfer) RESTful web services. HTML5 markups and bootstrap would display the formatted data. The web App has enriched UI to work with various screen sizes like LDPI (low dots per inch) to XXXH-DPI. It also allows login via Facebook or Google API (application programming interface) to request public fields such as name, gender, user id, and the full name of users, code example of which is referenced at the link [43].

2.3. System’s Requirements

Minimum requirements to run the App on a Smartphone are:

- Depending on the operating system of the device, a Bluetooth and GPS enabled Android OS Version2.3 and above.
- Internet connection to download and install the app.
- Mobile-network or wi-fi to support browsing, uploading the data to the server, and downloading the data.

3.4. Installation Process of the App

On installation of the server-side of the app, on the host server, it generates “server installation id” (SID), e.g., “sid1234”. The complete installation of the client-side of the app has three steps. a) On installation of the client-side of the app on a mobile device, it generates “client installation id”
(CID), e.g., “cid5678,” and this gets linked to the device id / international mobile equipment identity (IMEI) of the mobile device.

It also creates a “Bio-Guard” icon. b) Then a user needs to register the installation of the app, which links the “app’s CID” to the user profile and generates a trigger point in the “server-side of the app” to send an OTP to the registered users to verify her/his identity. c) The verification of identity via the OPT confirmation generates another trigger point in the App’s server database to send the “SID” to the registered users to complete the installation of the client-side of the app.

On a single tap of the “Submit” button of the client-side of the app, as shown in Figure 3, the server receives the linkage of the user’s profile with the app’s CID and SID and generates another trigger point to send a message about the “installation completion status” to the users.

![Figure 3. It shows the Bio-Guard app after it expanded on a Samsung android mobile phone screen.](image)

Thus, the user’s device gets the company’s SID linked to the CID of the app. The combination of “cid1234” and “sid5678” along with user profile and IMEI makes a complex and unique identifier for the user verification. In regular physical biometric authentication, the secret key is stored in the fingerprint sensor and is compared with the secret key stored in the security policy [44]. In the case of the authentication via the “Bio-Guard,” app, the combination of SID, CID, and the secret-key stored in the fingerprint sensor is compared with the server-side secret-key stored in the security policy, SID and CID. For the existing users, the user profile of the web application, and that of the app gets in synch. For new users, their profile needs to be first created and verified by the system administrator team before users will receive OTP
3.5. Error Handling

Warning messages, confirmation messages, and exit options have been provided to avoid the program code to fall in an endless loop and hang the application. However, more robust error handling provisions would be required after testing on a broader testbed. For the sake of simulation of an extra layer of biometric security and proof of the concept, the next section focuses on experiments and usability measurements of the app.

3.6. Current Limitations of the App

- Once the Bio-Guard app is connected to an application on the server-side, it will not allow online access without getting SID plus CID.
- For the users who want to login via Windows or Apple iOS, another version of the app is to be developed and installed.

4. Experimentation

The experimentation section has been subdivided into seven subsections: 4.1) The methodology of test population sampling; 4.2) Testing environment; 4.3) Performance test of the app; 4.4) Design, functional cum usefulness test on the app; 4.5) Overall usability evaluation of the app on the SUS scale; 4.6) Test for false rejection rate (FRR), false acceptance rate (FAR), and equal error rate (EER); 4.7) National level survey to test the success of the SSABSLM in the realistic hospital environment.

4.1. The Methodology of Test Population Sampling

Testing with Biometric data is a very sensitive issue. It was challenging to find and convince test users and have their profiles in a web-based application. We could engage 110 employees of the project sponsoring organizations whose fingerprint information was already available in the database of the fingerprint-based attendance system (FBAS), for another project. For the cost, convenience, and time effectiveness perspective, expert/judgment sampling method was used so that expertise of selected experienced subjects/experts could be used to represent the response of a larger unknown population, which was beyond the available resource pool of this project. Judgment sampling is not always preferred but is technically and conceptually the most recommended approach to select useful samples who know about the process, performance, and the impact of changes over a longer period. [45]. It was assumed that each expert tester/user would represent a response of 10-15 non-expert users. Thus, the quality of the response from a population of 110 experienced testers with experience in the usage of biometric sensors can be equivalent to about 1100 people without such experience. Moreover, initially, 250 people were interviewed for the experimentation, out of which 200 were selected, but only 110 testers agreed to allow using their biometrics profile in the web application and signed the “privacy consent form” (PCF). The testers taken for the experiment were from Mumbai, India-a city that is very cosmopolitan with people from a diverse socio-economic, cultural, and linguistic background. These testers had either a graduate or master’s degree in engineering or science. Some of those testers had software development and testing work experience in western countries also.

The survey was conducted at the national level in the patient registration halls of the top-notch hospital environment in 5 major metro cities of India, i.e., Mumbai, Delhi, Chennai, Bangalore, and Kolkata. These hospitals are known to have registrants from many countries who come here as medical tourists for high-quality, low-cost treatments. The original sample population chosen for
screening and interview was 600, of which 450 had experience is the usage of fingerprints and or
biometric devices. Out of 450, only 300 agreed to spend time learning the process, sign the “FAP” and
take part in the survey. Most of these users had either a graduate or master's degree in science. Thus,
this high-quality sample population, 300 users who were screened and interviewed, may be
considered to represent about 3000 general population. Remaining demographics, i.e., mean age, the
number of males, females, etc. of the sample population is described in the respective experimental
situation.

4.2. Testing Environment

This subsection provides some brief background information about the Bio-Guard app and
the back-end web-application, which was being accessed by the testers via the app. Like many other
applications, this FBAS had three checkboxes in users’ profiles to send them alert/ information for
verification. One checkbox was for agreeing to the MFA to send a “one-time password” (OTP) for user
verification after successful authentication of the password. One checkbox was for sending short text
alert via “SMS” on the user’s registered mobile number. The third checkbox was for sending a
detailed alert message via “email” on the user’s registered email address. The sample of SMS and an
email notification message is given in Appendix A, which can be changed by the system administrator.
Users were asked to choose either all the checkboxes and agree to online agreement of the company about
online data privacy if they wanted those services to get activated on their account. The company also
provided an option to opt-out of those services if users wanted to. This paper assumes that the readers
already know how an identity verification process works on a standard fingerprint web-application,
so, this verification process is not being detailed here.

Before the installation of the “Bio-Guard” app, users could login to the FBAS online remotely
using their regular password. Anyone could login to the user account with stolen, UID, and
password. Users could login to the FBAS with their fingerprint but were not using it for fear of
spoofing and security. Anyone with a spoofed fingerprint could login to the user’s profile and change
the password and phone number to receive a notification. This was possible much before the user
could get to know about it. But once the “Bio-Guard” app is connected to the FBAS, the hacker needs
a registered device. A user would not be allowed to use any unregistered “fingerprint-sensor-
enabled-mobile (FSEM) device. Users can install the client-side of the “Bio-Guard” app on multiple
FSEM, but the number of FSEM devices allowed would be determined in the company’s server
database by the system administrator.

Moreover, the user would get notification about another FSEM device along with a
timestamp, location, and device id of the new device during the app installation process itself. It
would help the users to take immediate preventive action by reporting to the system administrator
to disable FSEM access and change the password if there is any doubt about that being compromised
or lock the account till further verification. It would make the hackers’ job more difficult, and users’
accounts more secure.

If anyone else tries to use a spoofed fingerprint of the user from a stolen but registered FSEM
device, then users would get a notification about another FSEM being used, provided notification
profile is not changed yet. It would help trace the stolen device location, and the user can disable remote login option in the FBAS and contact system admin to deregister the stolen FSEM device from the server database. It would generate confidence in users to use their mobile devices for biometric authentication.

The app requires a CID linkage to the SID to complete the installation process. Therefore, the complete installation has 3 steps. a) Download and install the setup. It creates an icon “Bio-Guard” on mobile device’s screen, to a single tap, expands and registers the app. b) Fill up relevant data in the fields of the Bio-Guard screen, as shown in Figure 3, to register the app’s CID linked to IMEI. It will connect the user’s profile to the app’s CID and will send the SID to the registered users, on confirmation of OTP. c) Users would single tap the “Submit” button after entering received SID, and on the verification of the SID, users will get notification about the completion of the installation process. After the installation completion via the above three steps, the registered users will get information from the server provided notification option is saved in the user’s profile. The server side of the Bio-guard app can be configured to send notifications about the first installation on a device so that users get a minimal notification if they choose to. Once installation completion status message is received, users can securely login to the web-application connected to “Bio-Guard” either via Biometric id in 1 step or via mobile password plus the OTP received from the application in 2 steps.

4.3. Performance Test of the App

Phan et al. [46] proposed a transport protocols-based performance evaluation for mobile apps. Oliveira et al. [47] proposed an energy consumption-based method of evaluation for mobile apps. Many users prefer security over performance, and many do the vice-versa. For this reason, we tested the response time and battery consumption performance of the Bio-Guard app.

To achieve the diversity objective for this experiment, we tested the performance on three smartphones of different capacity, in terms of RAM (Random Access Memory) battery power, CPU (Central Processing Unit), and hard disk drive (HDD) [48]. We deliberately chose a legacy, 1 latest and one somewhat older mobile phone to add variety and the year of manufacturing. We chose a legacy phone with a lower capacity to test the backward compatibility of the app. Still, we did not go beyond 2017 because phones older than that may not have very reliable fingerprint sensors. Table 1 shows the relevant specifications.

To test the performance, we deactivated all other apps and ran the Bio-Guard app on a fully charged battery for 30 minutes, allowing maximum possible time, the app may be required to be in use at a time. Mobile phone MP1, consumed 151 milliampere-hour (mAh) energy in 30 minutes which equals to about 3.5 % of the full battery power. Mobile phone MP2 consumed about 11% while MP3 consumed about 6 %, as shown in Figure 4.

| Mobile Phones | Year Made in | HDD Capacity | RAM in GB | CPU in GHz | Battery in (mAh) |
|---------------|--------------|--------------|-----------|------------|-----------------|
| MP1           | 2019         | 32           | 16        | 2.3 Octa-core Quad | 3000            |
| MP2           | 2018         | 16           | 8         | 1.4 Quad-Core     | 2000            |
| MP3           | 2017         | 8            | 4         | 1.2 Quad-Core     | 2000            |

Table 1. Mobile phones used in the “Performance Test of the app” and their main relevant features.
We measured Response time for 3 important functions of the app, i.e., login, minor address update, and closing of the app while WhatsApp was active in the background. The result is shown in Figure 5. The app took maximum response time of 1600 milliseconds (ms) for login by the legacy mobile phone (MP3) and a minimum response time of 800 ms, for minor address update by the latest mobile phone (MP1). As per the experiment, the app’s response time seems reasonable, though it may require some improvement based on broader test scenarios.

**Figure 4.** This figure displays the comparative battery energy consumption of the Bio-Guard app for 30 minutes, on the mobile phones MP1, MP2, and MP3. The X-axis represents duration, in minutes, and the Y-axis represents battery energy consumption in milliampere-hour (mAh).

**Figure 5.** This figure displays the comparative response time of the Bio-Guard app for 3 main functions, on mobile phones, MP1, MP2, and MP3. The X-axis represents 3 main functions of login (1), minor address update (2), and closing the app (3). The Y-axis represents response time in milliseconds (ms).
Testing with live Biometric data of a large number of people is a very sensitive issue. It was challenging to find and convince many test users. However, we tried our best to make experimental methods as much representative and scientific as feasible in our given circumstances. We could engage 110 employees of the project sponsoring organization, whose fingerprints information was already available in the database of Fingerprint-Based-Attendance-System (FBAS), for another project. The participants had fingerprint access to one of the following android phones, e.g., Samsung Galaxy Note-9, Samsung Galaxy S9, Google Pixel 2 XL, OnePlus 6, Vivo X21 UD, Huawei P20 Pro, HUAWEI HONOR 8 PRO, SONY XPERIA XZ PREMIUM, SAMSUNG GALAXY S8 PLUS, SAMSUNG GALAXY NOTE 8, SAMSUNG GALAXY S7 EDGE, ONEPLUS 5T, and ASUS ZENFONE AR.

The median age of participants was 22.3 years (SD=4.28). There were 4 male (40%) and the remaining female (60%) participants. These test users had previous experience of fingerprint-based web application login.

To test the comparative functionalities of the app, we prepared ten experimental scenarios on the model of the SUS usability scale [49]. We made one question for each experimental situation and asked users to mark their rating on 5 points Likert scale. Odd-numbered experimental items 1, 3, 5, 7, and 9 were direct questions and were scored as scale position minus 1. Even-numbered items, i.e.,...
2, 4, 6, 8, and 10 were inverted questions and were scored as 5 minus the scale position. To make the scoring easy, we converted the 10 experimental questions (ExptQ1 to ExptQ10) and presented in the following statement format, as shown in Table 2. The total score of each user was multiplied by 2.5 to convert the overall SUS score to be in the range of 0 to 100.

The test installation set up of the app is loaded to GitHub and can be requested by writing an email to the copyright holder mentioned in GitHub [30]. The results were analyzed and interpreted on the model of the SUS score interpretation guide. A SUS score above 68 is considered above average. For example, a raw SUS score of 71 of this experiment converts to a percentile rank of 67% [51].

Before the experimentation, the server-side of the application was already installed, and the installation id was generated, e.g., “SID1234”. We asked users to login to the FBAS via physical local fingerprint scanner and select both the checkbox mentioned above to get “SMS” as well as an email alert and save their profile. We gave a printed copy of the sheets of the experimental questions to the group of 110 users, explained to them the scoring pattern, and briefed them on how the app would work. We gave the users a link to download the client-side of the app.

4.4.1. Experiment 1

Was it easy to install, register, and complete the installation process of the “Bio-Guard” app?

Many users may not prefer to use an app that is difficult to set-up. To test the speed and ease of installation of the app, we asked users to connect to the local wi-fi network, download the complete installation set up of the client-side of the “Bio-Guard” app from a web link to get it completely, installed on their smartphones.

To complete the installation process of the app, users performed the following 3 steps. i) Users downloaded and installed the client side of the Bio-Guard app, which generated CID and got it linked to the IMEI of their mobile device and also created an icon “Bio-Guard” on the user’s mobile. ii) Then users single tapped on the “Bio-Guard” icon, expanded the app’s screen, entered required data, registered the installation of the Bio-Guard app, to receive OTP, as shown in Figure 3. iii) Users then verified their registered identity by confirming the OTP they received. Later, users received SID, entered the SID, tapped of the “Submit” button, and received a message about the “installation completion status.”

We had explained the 3-step process to the users to set the expectation right. We requested the users to consider each step as one installation of a regular app while comparing and rating this process of the app. We asked users to rate the ease of installation, as compared to other apps they use, on the scale of 1 to 5 (1 means I strongly agree that installation of the “Bio-Guard” app was easy and 5 means I strongly disagree).

4.4.2. Experiment 2

Was it difficult to register the "Bio-Guard" app via Google account?

For convenience purposes, many users prefer to use their Google or Facebook profiles to login apps. To test this functionality of the app to register via google API, during the installation
process, we requested the users to sign up via their google account to receive the OTP. We then asked them to compare the response time with the response time of other apps when they login to other apps via google account.

We asked users to rate the response time, on the scale of 1 to 5 (1 means I strongly agree that the app was very slow to login via google account and took longer than expected time and 5 means I strongly disagree).

4.4.3. Experiment 3
Was getting the server-side installation id (SID) quick, on verification of the OTP?
Quickly getting the “SID” is a critical criterion to complete the installation process. Therefore, we evaluated the response time performance of the server in sending server-side installation id, on confirmation of the OTP, separately.

After the installation process was completed, as per experiment 1, we asked testers to compare the response time in getting the “SID” after they verified the OTP they received, with other such processes they perform for other apps. We asked to rate the response time on the scale of 1 to 5 (1 means I strongly agree that the server’s response time in sending SID was reasonably good and 5 means I strongly disagree).

4.4.4. Experiment 4
Was it difficult to load the app on the screen after a single tapping of the “Bio-Guard” icon?
If an installed app does not load quickly to perform its functions, many users would be hesitant to use such an app. To test the loading speed of the app, we asked users to single-tap the “Bio-Guard” icon to load the app get expanded for use on their mobile screen, as shown in Figure 3. We asked users to rate the loading time as compared to the average loading time of other apps they use, on the scale of 1 to 5 (1 means I strongly agree that the app was struggling to load and took longer than expected time and 5 means I strongly disagree).

4.4.5. Experiment 5
Was the visual clarity and alignment of the app on the screen good and convenient to use after it loaded on a single tap of the “Bio-Guard” icon?
For correct data entry, comfort, and aesthetics, this aspect of the test is crucial. To test the visual alignment and clarity of the app, in the ease of operations, we asked the users to check if the visual clarity of the app after it expanded on the mobile screen on a single tap of the “Bio-Guard” icon, as shown in Figure 3. We requested users to cross-check the field’s text, button text, edges of the expanded app on their mobile, and compare it with other test users. We asked testers to make sure that the screen was not truncated on the sides, clear enough, and well-aligned for easy use, on a mobile screen,
We asked users to rate *visual clarity* and *alignment* on the scale of 1 to 5 (1 means I strongly agree that the app’s visual clarity and alignment were okay to make it usable and 5 means I strongly disagree).

4.4.6. Experiment 6

Was it difficult to remotely login to the FBAS application and access the personal profile via the fingerprint sensor of the mobile, after installing the "Bio-Guard" app?

The whole purpose of this app is to securely and easily login to a web application with an extra layer of security. This experiment was to test this core functionality. To check the ease of accessing a web application remotely, after adding an extra layer of protection with an app like "Bio-Guard," we asked testers to login via fingerprint sensors of their mobile. Then we asked them to rate the ease of login as compared to other fingerprint-based web app login on the scale of 1 to 5 (1 means I strongly agree that it was difficult to login via the Bio-Guard app and 5 means I strongly disagree).

4.4.7. Experiment 7

Did you feel more confident in the "Bio-Guard" app when you could not login to the FBAS, using the fingerprint sensor of an unregistered mobile?

The purpose of this app is to provide an extra layer of security to the application it is connected to, thus, not allowing remote access to the application without the "Bio-Guard" app. To perform this regression testing, we asked users to login remotely via another mobile device where the "Bio-Guard" app was not installed. Testers clicked on the FBAS icon, which proposed to enter their user id and password, but they could not login. Testers could not login to the online version of the FBAS from a test laptop, either. Then we asked users to rate their confidence level in the security of the Bio-Guard on the scale of 1 to 5 (1 means I strongly agree that login via Bio-Guard is very secure and 5 means I strongly disagree).

4.4.8. Experiment 8

Did you lose your confidence in using fingerprint sensors to remotely access your record after you received a notification when you logged in to the FBAS from another mobile device via OTP?

Getting notification before a hacker can login to a user’s account is critical for an alert user. We asked all the 110 users logged off from the current finger-based attendance system and requested them to create their fingerprint profile on 2 test mobiles. "Bio-Guard" client app was already installed on these 2 test mobiles with fingerprint sensors. Then we requested them to login to their finger-based attendance system using the fingerprint sensor of the test mobile. We asked them to check their personal mobile for alert they received. They all got notification messages, as mentioned in Appendix A, that “someone logged in to your account in the FBAS from another device.” Then we asked the testers to rate their confidence level in the usage of fingerprint devices remotely, on the scale of 1 to 5 (1 means I strongly agree to have lost confidence in using fingerprint sensors, to remotely access a web-application and 5 means I strongly disagree).
For privacy and security reasons, we asked the testers to delete their fingerprint profiles from these 2 test mobiles after the test.

4.4.9. Experiment 9

Did all the box fields and buttons of the “Bio-Guard” app function with ease and as expected?

Everyone wants to use the app without any bug, so getting the input of users about the functioning of the app was important. At the time testing this aspect of the app, users had experienced the operation of almost all buttons and boxes of the app.

So, we asked users to rate the overall ease of operation of the app’s buttons and boxes on the scale of 1 to 5 (1 means I strongly agree that the app’s fields and buttons were easy to operate and 5 means I strongly disagree).

4.4.10. Experiment 10

Was it difficult to close the app with a single tap of the “home/ close” button of the mobile device?

People use mobile devices for multiple applications. The Bio-Guard app should not hog all the memory and computing power of the device forever, just for extra security. To test the closure of the app and without it interfering with other regular functions of the mobile, we asked the test users to single-tap the “home” button of their smartphone while the app was loaded, and its expanded screen was visible on their mobile’s screen. We asked users to rate the closure time of the app as compared to the average closing time of other apps they use, on the scale of 1 to 5 (1 means I strongly agree that app was struggling to close and took longer than expected and 5 means I strongly disagree).

Figure 6. This Box Plot displays the comparative average score of the Bio-Guard app on the SUS Scale and the scale prepared on the pattern of the SUS scale, for 110 experiments. The X-axis represents 110 expert test users, and the Y-axis represents the comparative score.
The comparative score on the SUS scale questions and that of the 10 experimental questions prepared on the format of the SUS scale is plotted in the boxplot, as shown in Figure 6.

4.5. Overall Usability Evaluation of the App on the SUS Scales

At the end of the ten experimental scenarios mentioned in B), we gave the users an hour of break. We then collected their responses on the actual SUS questions to get the overall usability of the app.

At the end of the ten experimental scenarios, we gave the users an hour of break and then presented with actual SUS questions, to get the overall usability of the app. The average and standard deviations of the response score on the original SUS scale and that of the test scale prepared for the Bio-Guard app, on the pattern of the SUS scale are displayed in Table 3, and presented in result analysis section 5, to draw inferences from this table.

Table 3. A comparative score of the standard SUS Scale and 10 Experiments.

| Average/Mean SUS rating score of 110 Users | 71.2 |
|-------------------------------------------|------|
| Average/Mean Experimental rating score on 110 users on SUS modeled experiment, performed for the Bio-Guard app | 73.95 |
| Std Dev of SUS rating score of 110 Users | 4.342 |
| STD Dev Experimental rating score on 110 users on SUS modeled experiment, performed for the Bio-Guard app | 5.941 |

A comparative rating score of the standard SUS scale and 10 experiments performed for the Bio-Guard app, presented and rated on the model of the SUS scale for 110 expert test users.

4.6. Test for False Rejection Rate (FRR), False Acceptance Rate (FAR), and Equal Error Rate (EER)

As per the guidelines of Robertas et al. [24], Jorgensen and Yu [52], we tested the app for False Rejection Rate (FRR), False Acceptance Rate (FAR), Equal Error Rate (EER). A lower EER means a more accurate application system. To reduce training time, we conducted this test after we conducted usability tests.

While FAR and FRR tells if the app correctly identified the subject. The EER specifies the values at which FAR and FRR become almost equal. The metrics were calculated as follows:

\[ \text{FRR} = \frac{\text{FR}}{\text{AA}} \]
\[ \text{FAR} = \frac{\text{FA}}{\text{IA}} \]

Here FR (False Rejections) is the number of falsely rejected verification attempts of a valid subject, and AA (Authorized Attempts) is the total number of authorized attempts. FA (False Acceptance) is the number of the falsely accepted claims of an impostor as a genuine user. IA
(Impostor’s Attempts) is the number of imposter’s attempts. The test yielded a mean FAR, FRR value of 0.4200, and 0.3600, respectively. The resultant EER is 0.0600, as shown in Figure 7.
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**Figure 7.** This figure displays the ERR at the intersection of FAR and FRR. The X-axis represents the similarity threshold, and the Y-axis represents Error. In this case, at the similarity threshold of 54, the resultant ERR is 0.06.

### 4.7. National level Survey to Test the Success of the SSABSLM in Realistic Hospital Environment

A national-level survey was conducted on a sample population of 300 users in the realistic patient registration hall setting of the project sponsoring hospital and its partners, using recorded video clips of the tests A), B) & C) [53]. The median (MD) age of participants was 25.3 years, with a standard deviation (SD) of 3.48. There were 120 males (40%) and the remaining 180 female (60%) participants. Some of these users, including the 100 testers of experiments A), B), and C), plus 200 additional potential users of the app, had previous experience of fingerprint-based web application login. For privacy reasons and to protect the identity of the testers, the video clip of the recorded test used for this survey is not being made public but may be received from the project sponsoring organization.

**Table 4.** Survey questions to test the success of the SSABSLM.

| Question                                                                 |
|--------------------------------------------------------------------------|
| 1) I felt more confident to use web-based applications via biometric devices when I saw that the testers could not login to the FBAS using the fingerprint sensor of an unregistered mobile device. |
| 2) The concept of getting the server-side installation id (SID) only on the verification of the OTP is very useful for prompt preventive action. |
| 3) I think with this kind of “add-on” extra layer of security the biometric technologies can be more convenient and reliable than password-based access systems. |
| 4) I think SSABSLM can make access to personal information more secure. |
| 5) After watching the performance of the Bio-Guard app, I think SSABSLM can be useful for many groups of people. |
We explained the experimental details to the users and then showed the video recorded for tests A), B) & C). They responded to the survey questions, as shown in Table 4, on a 5-point Likert scale for the “server-specific “add-on” biometric security model (SSABSLM) to enhance the usage of biometrics. The cumulative columnar bar graph, as shown in Figure 8, displays the survey results.
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Figure 8. This cumulative columnar bar graph displays the response of survey results of 300 expert users for the success of the SSABSLM. The X-Axis shows Survey Question (1 to 5). The Y-Axis displays the number of users who have responded on the Likert from strongly agree to disagree strongly.

5. Analysis of the Experimental Outcomes and National level Survey Results

Experimental scores of the above tests were recorded, normalized, and the results are presented below.

Figure 4 shows that the Bio-Guard app consumed an average of about 7% of the battery power when it ran alone for 30 minutes. So, from the power/energy consumption perspective, it seems reasonable. However, it may require some improvements after testing in more situations.

Figure 5 shows that the average response time of the Bio-Guard app is approximately 1200 milliseconds per transaction, while WhatsApp was running in the background. This response time seems okay for a new app; however, more tests may be required on a broader testbed, to give a decisive conclusion about it.

The mean FAR, FRR value of 0.4200, and 0.3600, respectively, resulted in the EER is 0.0600 (6%) at the similarity threshold of 54, as can be seen in Figure 7. At the higher threshold, the ERR could be lowered, but in that case, FRR could have gone up. So, to maintain a balance, the threshold was kept at 54%, and it resulted in slightly higher ERR. The EER is reasonably low but needs further balancing and reduction.
The SUS score between 70 and 80 is better than the average [54]. As per Table 3, the average SUS score of the Bio-Guard app is 71.2. The average rating score of 10 experiments performed on the pattern of the SUS scale for the Bio-Guard app has a value of 73.95. Both these results point that the app’s functionalities and performance are in an acceptable range, though the overall usability of the app is rated higher. The results also point towards the possibility of improving the app’s usability by enhancing some of its functionalities.

The comparative SUS score and the rating score of 10 experiments modeled on the SUS scale, as shown in the box plot graph Figure 6, indicate that the fluctuation in the score was user-specific. In other words, the users who scored higher on the SUS modeled experiment scored high on SUS usability also. This also indicates that the usability rating is a dependent function of such factors as how techno-savvy the users are or how efficient their smartphones are. It implies that with some practice and training, the scores can be enhanced.

The standard deviation of 4.34 for the app on the original SUS scale and the standard deviation of 5.94 on the experiments prepared on the pattern of the SUS scale is on the little higher side. It can be because of the higher ratio of female participants in the test sample.

It can also be a result of socio-cultural effects on the perception of participants as to how comfortable they feel with biometric technology. Some more experiments on broader testbeds should help reduce the deviation by a few points.

The majority of users of the population sample have scored around 70 on both the scales. It is a kind of the middle of the SUS scale. The users who have a high score on SUS Scale also have a high score on the scale prepared for 10 experiments performed on the pattern of the SUS scale for the Bio-Guard app, as shown in boxplot Figure 6. It indicates that the personality of users taking these tests and their socio-economic background may influence the acceptance of biometric technologies. For example, some users may be early adopters and high-risk takers, while others may be low risk-takers.

The survey results for the success of SSABSLM mentioned in D), as shown in the cumulative columnar bar graph, Figure 8, help extrapolate the following information:

a) Question 1: 86% (258 out of 300) of the users agreed that they felt more confident to use web-based applications via biometric devices when they saw that the testers could not login to the FBAS using the fingerprint sensor of an unregistered mobile device, (MD:4.5, SD: 1.04).

b) Question 2: 83% (249 out of 300) of the users responded as agreed and strongly agreed that the concept of getting the server-side installation id (SID) on the verification of the OTP is very useful for prompt action, (MD: 5, SD: 1.16).

c) Question 3: 71.33% (214 out of 300) of the users responded as agreed and strongly agreed that with this kind of “add-on” extra layer of security, biometric technologies could be more convenient and reliable than password-based access systems, (MD: 4, SD: 1.22).
d) Question 4: 86.66% (260 out of 300) of the users as responded agreed and strongly agreed that the SSABSLM could make access to personal information more secure, (MD: 4, SD: 0.99).

e) Question 5: 76.66% (230 out of 300) of the users responded as agreed and strongly agreed that the SSABSLM could be useful for many groups of people (MD: 4, SD: 1.21).

f) Overall, the survey result for the success of SSABSLM is very favorable, with an average of 80.66% of the testers responding as agree and strongly agree for the above five survey questions.

6. Discussion on Implementation Opportunities and Challenges

Like any other novel solution framework, the successful implementation of SSABSLM can provide many opportunities and may face a few challenges, as discussed below. The framework has a high potential to provide the opportunities of SSO (Single-Sign-on) with an “add-on” extra layer of security, especially for the healthcare industry. Increased sense of security in the usage of web-applications can influence the deeper level of cognition to learn and to adapt to new challenges.

6.1. Training, Awareness and Adaptation Challenges

So far, we had the opportunity to develop and test the framework with android based devices. Its development, deployment, and testing on a broader sample population for iOS and Windows may face new challenges. People, especially in developing countries, need to be aware of newly available tools to be trained on.

6.2. Security and Privacy Challenges

The sense of security and confidence in new tools is many times perceptual. The purpose of this framework is to encourage higher usage of biometric technologies, but like other new models, it may take some time to build trust and confidence in the capabilities of this framework.

7. Conclusion and Future Perspectives

Based on the information analysis and the review of relevant literature and reports, biometrics seems to be one of the most useful technologies for multifactor authentication to verify the user’s identity, for data security. With the fast growth of biometrics, as “BaaS” (biometric applications as service), in the cyber-society, especially for the usage with IoT devices and related security vulnerabilities, it has gone high on the radar of many companies [55].

The literature review also indicates that because of the low usage rate of biometrics, many organizations, especially small and medium segment healthcare companies, are not finding it very cost-effective to invest in robust biometric systems. Since many of them lack dedicated fraud prevention and security teams, they are becoming vulnerable to cyber hackers. Therefore, the usage rate of biometrics must be increased to achieve the economy of the scale.
The architecture, design, flow diagrams, logic, the functional, operational aspect of the framework seems logical as an “add-on” for an extra layer of security to biometric-based web-applications. The experimental results on battery performance, response time, regression tests of accessing web apps, seems to have generated confidence in the testers. A reasonably low Equal Error Rate (EER) of 6% and a score of 71% on the usability scale indicates the authenticity of the app as a testing tool. The survey for the success of “server-specific add-on biometric security layer model (SSABSLM),” has a very favorable score of 80%.

The experimental outcomes of the biometric mobile app and subsequent survey for the success of the SSABSLM show a reasonable potential of this kind of “add-on” layer of biometric security in snowballing the participation of users in the usage of biometrics. Higher usage rates may make deployment of biometrics more cost-effective for many organizations to decrease their information security risk. However, the SSABSLM must overcome a few challenges related to training, adaptation, and socio-cultural data privacy norms.

8. Patents

There is a pending patent for this app.
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Appendix A

1. The SMS short message alert of the “Bio-Guard” app:

A security alert from the company’” abcd123” employee id ending xxx55.

Dear Mr./Ms. Abc.Xyz

We are letting you know that your employee record was accessed using device id, location ABC on date dd.mm.yyyy at hh.mm.ss(time).

If you don't recognize this activity or want to review your account activity, please check your registered email for details or contact your system admin team.
2. Detailed email alert message of the “Bio-Guard” app:

A security alert from the company “abcd123” employee id ending xxxxx55.

Dear Mr./Ms. Abc.Xyz

We are letting you know your employee record was accessed using device id, location ABC on date dd.mm.yyyy at hh.mm.ss(time).

If you don't recognize this activity or want to review your account activity, go to www.abcddefg.com or contact your system admin team.

Remember: We never ask for personal information such as employee id, card PIN, or social security number or Tax-ID, driving license number, etc. in emails. However, if you think an email is suspicious, don’t click on any links. Instead, forward it to www.abcddefg.com and delete it.

Please note that you are receiving this email as per your selection choice and service agreements, whether or not you elect to receive such alerts. Read our privacy notice and don’t reply directly to automatically generated messages. Abcd Ltd. © 2019, all rights reserved. This email was sent to abc.xyz.123@gmail.com.
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