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Abstract. A secure system is proposed in order to authenticate smart meter reading for securing the overall smart grid communication. Compression based techniques are employed to prevent power reading by unauthenticated entities. Impersonation attacks are common in smart grid environment which cause drastic security issues along with economic issues. Compression along with authentication is studied here to weed out the potential threats raised by unauthenticated access. Hypothesis based testing analysis is done to differentiate intruder based signal and genuine signal. This could be applied to meter data more effectively and is thought to bring about low authentication issues concerned with smart meter data. So the increased threat level in smart meter communications in grid can be lowered efficiently by using compression and authentication and make the overall system secure.
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1. Introduction
Concerning Energy management, the problems that prevail are accuracy in metering, misuse of energy by theft and addition of fault data. Smart meters play a vital role in providing solution for existing problems. Many advancements have been made in recent times to overcome the existing difficulties but there are some advancements to be developed still for giving justice to end public in energy management. Among the existing issues, one issue is measuring the exact power consumed in particular zone as well in region. As of now, the distribution companies as well as departments are using manual reading of power consumption, graphic data reading and measurement through sms. Still there are drawbacks such as manual labour effort, error in data reading lack of transparency etc.

For the calculation of exact power usage of different appliances, power needed is large. To this problem, a solution is obtained by identifying individual power usage among total energy consumption value using power disaggregation methods. Yet, there is a problem still existing when the power signal is sampled. If the process is disintegrated, it increases the complexion as number of sampling gets increased. To meet out this issue, compression techniques are used. Many techniques are available such as gaussian approximation which uses nonlinear learning principle and Single value decomposition method which is used for the compression of energy signals. But still the complexity exists when it is implemented in terms of smart meter. A good solution should have good performance and less complexity. The implemented system uses compressive sensing for compression and authentication of smart meter data.

2. Literature Survey
The bulletin examines the implementation of Supervisory Control and Data Acquisition (SCADA) and its way of implementing by National Communication Systems (NCS) with the support of National security and Emergency preparedness (NS/EP) and implementation of CIP. It further examines the present and future scopes of using SCADA systems.[1]

The conventional Power system has lot of disadvantages to overcome such as energy mismanagement as well as energy misuse. The developments in field of Information technology made to develop the concept of Smart grid so that the conventional power system can be integrated with newly emerging technologies with a view to improve energy management thereby interlinking several grids in order to provide reliable energy distribution to consumers.[2]

The paper explains the functions and aspects of smart meters. It also provides basic types of smart meter communications such as radio frequency (RF) and Power Cable carrier (PLC) and the recent advances made in this field. [3]

3. Smart Grid Security Goals

Accessibility, integrity, confidentiality and accountability are the main goals of intelligent grid security.

• Availability: This purpose ensures that information can be accessed in a reliable and timely manner. Security solutions also support Data Collection, refinement and sharing.

• Integrity: Data must be reliable and accurate. To prevent malicious attacks and frauds, the information must be verified and must be free of fraud.

• Confidentiality: Data generated by the grid in large volumes must be collected, stored and analyzed. Sensitive data is entered in relation to customers and services. To prevent unauthorized access to sensitive information, care must be taken.

• Accountability: Proper care is required when disclosing sensitive information, so user interactions with programs are performed efficiently and effectively with specific users. That is, for the tasks that make the users of the smart grid responsible. Information must be kept so that it cannot be misled and integrity is maintained.

4. Existing System

Smart meters play a very vital role in smart grid environment by making the two way communication of energy data and related measurement and report data between grid and ordinary energy consumers. There are numerous challenges for a smart meter such as limited memory, bandwidth etc. In the existing system, smart meter collect the energy consumption data and aggregates this data which is then sent to data controller unit. This is not usually sampled or compressed. Even if certain systems employ sampling, compression may not be carried out. Attacks like impersonation attacks can cause serious performance issues in smart grid.

As shown in Figure 1, smart metering infrastructure communicates with the data controller unit which can be located near residential area’s electric poles. The data that is communicated to this unit includes energy consumption data, total cumulative power, timing related data, energy demand data etc. Considering the security of these data, all these communications are to be secured by means of techniques like compression. That is signals are to be compressed and applying a high sampling rate for the precise calculation of energy consumption data.
Compressive sensing based security standards are not widely used in existing systems. But it can be used to reduce the signal processing complexity and the effect of sampling and compression in smart meters. This has been used in certain systems for the residential power signals but is found to less effective.

5. Proposed System

The main idea of the system is compressive sensing based authentication and compression method to protect smart meter data. Rather than applying this method to residential energy signals, it is applied to aggregated energy reading and this is done based on an empirical model. A specialized measurement matrix is used for authentication in order to authenticate the energy signal and prevent unauthenticated intervention. This helps the data controller unit to discard the unauthenticated power signal (generated by an intruder) that it receives. This effectively reduces the network traffic by preventing the unnecessary signals generated by intruders in the network. This measurement matrix based method is found to have better performance compared to other existing methods [4-11].

The energy data signals that are transferred for smart meters are empirically modelled for analysis. By using this analysis, parameter values and distributional probabilities are found out. This is done by analyzing the collected data. Empirical calculations and analysis are done to represented values as sparse values with a definite matrix for representation. Modelling is done based on the collected data and appropriate transformation techniques are used to compress periodic signals. The system consists of two smart meters, one is a legitimate meter and another is an intruder meter. The data controller unit carry out initial checking and authentication based on cryptographic approach. It then creates a measurement matrix to check out whether the signal received by it is from an intruder meter or a legitimate meter. This is done by the compressive sensing based method of authentication. Thus a data controller unit can efficiently detect a signal form an intruder meter.

The paper thus brings about a novel approach for compression and authentication of meter data under transmission. Authentication is done effectively to avoid impersonation attack. The probability of error for authentication is the only probability of the data controller unit making a wrong choice during hypothesis testing.

6. Conclusion

Smart meters are an important component of smart grid and securing it is of great importance. This paper proposes a scheme that uses both compression and authentication in smart grid to avoid
impersonation attacks and other related attacks in a smart meter. Compressive sensing based compression is used to reduce the complexity of computation and to increase the performance. A hypothetical testing has also been done for theoretical analysis and authentication of energy signals.
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