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Abstract. A privacy-preserving Context-Aware Publish-Subscribe System (CA-PSS) enables an intermediary (broker) to match the content from a publisher and the subscription by a subscriber based on the current context while preserving confidentiality of the subscriptions and notifications. While a privacy-preserving Ride-Hailing Service (RHS) enables an intermediary (service provider) to match a ride request with a taxi driver in a privacy-friendly manner. In this work, we attack a privacy-preserving CA-PSS proposed by Nabeel et al. (2013), where we show that any entity in the system including the broker can learn the confidential subscriptions of the subscribers. We also attack a privacy-preserving RHS called lpRide proposed by Yu et al. (2019), where we show that any rider/driver can efficiently recover the secret keys of all other riders and drivers. Also, we show that any rider/driver will be able to learn the location of any rider. The attacks are based on our cryptanalysis of the modified Paillier cryptosystem proposed by Nabeel et al. that forms a building block for both the above protocols.
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1 Introduction

Publish-Subscribe systems (also written as pub/sub systems) are a well-known paradigm to disseminate information among multiple parties in a distributed and asynchronous manner. Subscribers subscribe for content from publishers, who create content and push notifications to the intermediaries’ network (aka. brokers). Brokers route the content to subscribers based on their subscription. A Context-Aware Publish-Subscribe System (CA-PSS) extends a pub/sub system by taking into account the subscriber context. For instance, the context could be the location of a subscriber in a traffic information service, and the content from a publisher could correspond to the traffic situation in the neighbourhood of
the subscriber. Hence, the context of a subscriber could change frequently over time. It is important to protect the confidentiality of the context, subscription and notification. The goal of a Privacy-Preserving CA-PSS (PP-CA-PSS) is to protect the above confidential information. The scheme from Nabeel et al. [NABB13a] is one of the early proposals of a privacy-preserving CA-PSS. There have many works on this topic and we refer to [Mun18] and references therein for more details.

On the other hand, a Ride-Hailing Service (RHS) too provides location-based services. RHSs have become increasingly popular in recent years. Uber, Ola, Lyft, Didi, Grab, etc. are some popular RHSs. With these services also comes the risk of misuse of personal data. The Ride matching Service Providers (RSPs) collect personal information regarding the riders and drivers along with their ride statistics. There have been many instances of violation of individual privacy of the users using these RHSs [Nor20]. A Privacy-Preserving RHS (PP-RHS) aims to provide privacy guarantees to the users of the RHS, namely, riders and drivers. Recent years have witnessed many proposals of PP-RHS [PDJ+17, PDE+17, KFZC18, BLM+19, HNW+18, LJFX19, YSJ+19, WZL+18, YJZ+19]. Recently, the ORide RHS's [PDE+17] security was revisited in [KMV21].

The focus of this work is on the PP-CA-PSS from [NABB13a] and the lpRide PP-RHS proposed by Yu et al. [YSJ+19]. These two seemingly disparate protocols share the following common features: a) both offer or potentially can offer location-based services, and b) both the protocols are based on the modified Paillier cryptosystem that was proposed in [NABB13a]. The modified Paillier cryptosystem (yet another variant of the Paillier cryptosystem [Pai99]) is an additively homomorphic (digital signature-like) cryptosystem and both the protocols use this cryptosystem to blind the subscriptions and notifications (resp. locations of riders and taxis) but still can perform subscription-notification matching (resp. ride-matching) on the blinded data using the additive homomorphism property.

1.1 Our Contribution

In this work, we analyse the security of the PP-CA-PSS from [NABB13a] and the lpRide protocol. For the PP-CA-PSS we demonstrate an attack where any entity in the system including the broker can fully learn the confidential subscriptions of the subscribers. This invalidates the claim in [NABB13a] that subscriptions remain confidential. We would like to note that we do not target notifications from publishers or the content.
Yet, subscriptions can leak confidential information such as locations of subscribers.

On the lpRide protocol we exhibit a key recovery attack by any rider or driver that can efficiently recover the secret keys of all other riders and drivers. Also, we show that any rider or driver will be able to learn the location of any rider. We were unable to recover drivers’ locations as they are blinded by random values.

All our adversaries are honest-but-curious. The basis of our attack is our cryptanalysis of the modified Paillier cryptosystem mentioned above. In particular, we show that anyone will be able to forge the “signatures” and that these signatures are deterministic. Hence, this result is of independent interest to the security of protocols that are based on the modified Paillier cryptosystem. It is somewhat surprising that a simple attack on this cryptosystem went unnoticed despite many follow-up works of [NABB13a].

In Section 2, we recall and then cryptanalyse the modified Paillier cryptosystem. In Section 3, we briefly recall the PP-CA-PSS, and then describe our attack. In Section 4, we briefly recall the lpRide protocol, and then describe our attack. Section 5 concludes the paper.

2 Cryptanalysis of Modified Paillier Cryptosystem

2.1 Recall of the Modified Paillier Cryptosystem

As mentioned earlier, the modified Paillier cryptosystem was proposed in [NABB13a]. A preliminary use of this cryptosystem was already made in [NSB12]. As the name suggests, this cryptosystem is a variant of the Paillier encryption scheme [Pai99]. It consists of the following three algorithms:

– **Key generation**: choose two distinct large primes \( p \) and \( q \). Compute \( N = p \cdot q \) and \( \lambda = \text{lcm}(p - 1, q - 1) \), the Carmichael function of \( N \). Randomly sample a base \( g_p \leftarrow \mathbb{Z}_{N^2}^* \), such that the order of \( g_p \) is a multiple of \( N \). The latter condition can be ensured by checking the condition

\[
\gcd(L(g_p^\lambda \mod N^2), N) = 1,
\]

where

\[
L(x) = \frac{x - 1}{N},
\]

for

\[
x \in \{ y \mid y \in \mathbb{Z}_{\geq 0}, y < N^2, y \equiv 1 \pmod{N} \}.
\]
Compute
\[ \mu = \left( L(g_\lambda^\mu \pmod{N^2}) \right)^{-1} \pmod{N}. \] (2)
The public “decryption” key is
\[ PK' = (N, g_p, \mu), \]
and the secret “encryption” key is
\[ SK' = \lambda. \]

- **Encryption** \( E'(m, r, SK') \): let the plaintext \( m \in \mathbb{Z}_N \). Sample a random value \( r \overset{\$}{\leftarrow} \mathbb{Z}_N^* \). Compute the “ciphertext”
\[ c = g_p^{m\lambda} r^{N\lambda} \pmod{N^2}. \] (3)
When the randomness and the secret key is implicit from the context, we simply denote the encryption of a message \( m \) as \( E'(m) \).

- **Decryption** \( D'(c, PK') \): compute the plaintext
\[ m = L(c \pmod{N^2}) \cdot \mu \pmod{N}. \] (4)

The scheme described above resembles a digital signature scheme more than an encryption scheme, but we will follow the terminology from the previous works. Note that in the original Paillier scheme [Pa99], the public key is \((N, g_p)\) and the secret key is \((\lambda, \mu)\). Hence, in the modified scheme described above \( \mu \) is made a public parameter in order to make the decryption algorithm a) to be publicly computable (that is, make it like the verification algorithm of a digital signature scheme), and b) more efficient. The rationale to make \( \mu \) public is the claim in [NABB13a] that it is hard to compute the discrete logarithm of \( \mu \) w.r.t. base \( g_p \) to obtain \( \lambda \). Also, note that the modified scheme is also additively homomorphic, i.e.,
\[ E'(m_1 + m_2, r_1 r_2) = E'(m_1, r_1) \cdot E'(m_2, r_2), \]
and
\[ E^{m_2}(m_1, r_1) = E'(m_1 m_2, r_1 m_2). \]

### 2.2 Cryptanalysis

We now show that the modified Paillier scheme is insecure. Namely, an adversary having access only to the public key can produce encryptions of messages, contrary to the claims in [YSJ+19, NABB13a] that only those who possess the secret key would be able to encrypt. Moreover, we also show that the ciphertexts are deterministic.
Lemma 1. The ciphertexts of the modified Paillier cryptosystem (see \(3\)) are deterministic.

Proof. Since \(c = g_p^{\lambda m} r^{N \lambda} \pmod{N^2}\), by the properties of the Carmichael function \(\lambda\), we have \(r^{N \lambda} \equiv 1 \pmod{N^2}\) (see for e.g., [Pai99, pp. 2]). Hence \(c = (g_p^{\lambda})^m \pmod{N^2}\) and is independent of \(r\).

Next, we show how to efficiently compute \(g_p^{\lambda} \pmod{N^2}\) from the public key.

Lemma 2. \(g_p^{\lambda} \pmod{N^2} = N \cdot (\mu^{-1} \pmod{N}) + 1\).

Proof. From \(2\),
\[
L(g_p^{\lambda} \pmod{N^2}) \equiv \mu^{-1} \pmod{N}.
\]
Since \(1 \leq L(g_p^{\lambda} \pmod{N^2}) < N\), the lemma follows from the definition of the \(L\) function in \(1\).

From Lemmas 1 and 2 and their proofs, we have

Corollary 1. \(E'(m) = (N \cdot (\mu^{-1} \pmod{N}) + 1)^m \pmod{N^2}\).

Hence, anyone with access to the public key can easily produce the (unique) ciphertext corresponding to a given message without knowing the secret key (or equivalently, will be able to forge the signature). Note that we were able to compute \(g_p^{\lambda} \pmod{N^2}\) without explicitly computing \(\lambda\). This constitutes a complete break of the modified Paillier cryptosystem.

3 Attack on the PP-CA-PSS from [NABB13a]

3.1 Recall of the scheme

For completeness, we briefly recall the relevant steps of the privacy-preserving context-aware publish-subscribe system from [NABB13a] that are necessary to understand our attack. For other details, we refer the reader to [NABB13a] and its full version [NABB13b]. This protocol consists of the following types of entities:

- **Context manager**: it is a trusted third party (TTP) responsible for initialising the system and registering other entities. There is a context manager for each context (e.g. location) and the context could change frequently. It provides secret keys to publishers (resp. subscribers) to encrypt (resp. decrypt) the content payload during the initialisation phase and there will be no further interaction with publishers/subscribers unless the system must be reinitialised.
- **Publisher**: owner of the messages/content that they like to publish and notify the subscribers.

- **Subscriber**: entity interested to subscribe for the content from the publishers.

- **Broker**: intermediary that matches the blinded/encrypted notifications and subscriptions, and if there is a match, then forward the encrypted message to the corresponding subscriber.

The threat model assumed in [NABB13a] is that the context manager is fully trusted. The brokers are assumed to be honest-but-curious, i.e., they honestly follow the protocol but are curious to learn the confidential notifications and subscriptions. Publishers are expected to not collude with any other entity and to follow the protocol honestly. Subscribers are not trusted. Brokers may collude with one another and also collude with malicious subscribers.

The steps of the protocol are as follows:

- **System initialisation**: The context manager generates the parameters of the modified Paillier cryptosystem. It maintains a set of contexts $\mathcal{C}$. Each context $C_i \in \mathcal{C}$ is a tuple $C_i = (\lambda_i, \mu_i, t_i, r_i)$, where $\lambda_i$ and $\mu_i$ are modified Paillier parameters described in Section 2. Implicit in the description is the modulus $N_i$ that is different for each context, and $t_i, r_i \leftarrow Z_{N_i}$ are random values. Brokers only match notifications with subscriptions within the same context. The parameters $\lambda_i$ and $t_i$ are private to the context manager but $\mu_i$ (also $N_i$) are public.

The context manager also deploys an Attribute-based Group Key Management (AB-GKM) scheme [NB14] to manage the secret keys issued to the subscribers that is used to decrypt the payload message of the notification. An AB-GKM scheme enables group key management while also enabling fine-grained access control among a group of users each of whom is identified by a set of attributes. Subscribers need to provide their identity attributes (in an oblivious manner) to the context manager and obtain the secrets that is also shared with the subscribed publishers by the context manager. These secrets are later used to derive the secret encryption key for the publisher to encrypt the payload content, and also derive decryption keys for the subscribers. Since in this work we do not target the encrypted payload content, we omit the details corresponding to the AB-GKM scheme.

- **Subscriber registration**: every subscriber registers with the context manager. A subscriber with context $C_i$ receives the following param-
eters during the registration:

\[(E'(−r_i), E'(-1), g^{-t_i}E'(-r_i)),\]

where \(g \overset{\$}{\leftarrow} \mathbb{Z}_N^\ast\). The subscriber uses these parameters to “blind” its subscriptions. Since \(\mu_i\) is public, the subscriber may decrypt \(E'(-r_i)\) using the decryption procedure \(D'\) to obtain \(r_i\). Note that the parameter \(r_i\) is common to all the subscribers within a given context. It is claimed in [NABB13a] that the subscriber can neither recover \(g^{-t_i}\) nor \(t_i\) from \(g^{-t_i}E'(-r_i)\). Needless to say, it was believed until now that the ciphertexts \(E'(-r_i)\) are randomised.

As briefly mentioned above, the subscribers also receive the secret of the AB-GKM scheme depending on the identity attributes they possess but without revealing them to the context manager.

- **Publisher registration**: every publisher too registers with the context manager. A publisher with context \(C_i\) receives the following parameters during the registration:

\[(E'(r_i), E'(1), g^{t_i}E'(r_i)).\]

As in the case of subscribers, the publisher uses these parameters to blind its notifications. In addition to the modified Paillier parameters, the publishers also receive the set of secrets for the AB-GKM scheme issued to the subscribers, from the context manager. The publisher uses these secrets to derive a secret encryption key to selectively encrypt the payload of the notification of a subscriber depending on the latter’s subscription.

- **Notifications**: in this system, every notification and subscription is represented as a Boolean expression over a set of attribute/value pairs. The publisher blinds a value \(v\) (\(0 \leq v < 2^\ell \ll N_i\)) for an attribute \(a\) as follows:

\[
v' = g^{t_i} \cdot E'(r_i) \cdot E'(r_i(v - 1)) \cdot E'(r_v)
= g^{t_i} \cdot E'(r_i v + r_v),
\]

where \(r_v\) is a suitably sampled random value in \(\mathbb{Z}_N\). For reasons that will be more clear when describing the matching phase, the value \(r_v\) is chosen such that \(0 \leq r_i(v - x) + r_v \leq N_i/2\) for \(x \in \{0, 1, \ldots, v\}\), else \(N_i/2 < r_i(v - x) + r_v < N_i\) for \(x \in \{v + 1, v + 2, \ldots, 2^\ell - 1\}\).

The publisher also generates the encryption key \(k\) of the AB-GKM scheme using the secret it received from the context manager for the
corresponding subscriber. The publisher then encrypts the payload (denoted as \( \text{payload} \)) of the notification \( \langle a_i = v_i \rangle_{i \in I} \) as \( E_k(\text{payload}) \).

- **Subscriptions**: suppose a subscriber wants to subscribe for the attribute \( a \) with the value \( x \). It blinds \( x \) as follows:
\[
x' = g^{-t_i} \cdot E'(r_i) \cdot E'(r_i(1 - x)) \\
= g^{-t_i} \cdot E'(-r_ix). 
\]

For each such attribute/value pairs \((a, x)\), a tuple \((a, x', \alpha)\), where \( \alpha \in \{<, \geq\} \) is sent to the broker. Each such atomic subscription thus allows a homomorphic greater/less than comparison between the value and the notification. These atomic subscriptions are combined using a Boolean formula to create the complete subscription.

- **Broker matching**: the brokers are assumed to know the public parameters for all the contexts \( C_i \). Suppose a broker receives the blinded subscription \( x' \) and the blinded notification \( v' \) for the attribute \( a \). It first computes \( x' \cdot v' \) and, since the blinding values \( g^{t_i} \) and \( g^{-t_i} \) get cancelled, the product is now a typical modified Paillier ciphertext that can be decrypted using the public parameters. It then decrypts the ciphertext to obtain the randomised difference between the original values \( x \) and \( v \) as follows:
\[
d' = D'(x' \cdot v') = r_i(v - x) + r_v. 
\]

The broker decides \( v \geq x \) if \( d' \leq N_i/2 \), otherwise \( v < x \). For a full/composite subscription, the broker evaluates the Boolean formula. After successful matching, it forwards the encrypted payload \( E_k(\text{payload}) \) to the subscriber. The subscriber having valid credentials will be able to derive the secret key \( k \) and decrypt the payload ciphertext.

### 3.2 Attack on the scheme

The basis of our attack on the PP-CA-PSS scheme from [NABB13a] is our attack on the modified Paillier cryptosystem that we presented in Section 2. First, we show that any registered publisher or subscriber will be able to compute the blinding value \( g^{t_i} \) used to hide notifications and subscriptions, respectively.

**Lemma 3.** Within a context \( C_i \), any publisher or subscriber will be able to efficiently compute \( g^{t_i} \).
Proof. Consider the case of a subscriber who receives the tuple \((E'(-r_i), E'(-1), g^{-t_i}E'(-r_i))\) from the context manager during its registration. From Lemma 1, the value of \(E'(-r_i)\) is unique and so is the value \(g^{-t_i} \cdot E'(-r_i)\). Hence by dividing the latter by the former, the subscriber can easily recover the value \(g^{-t_i}\). Analogously, the publisher too can recover the blinding value. 

Hence, the claim in \([NABB13a]\) that publishers/subscriber cannot efficiently recover \(g^t\) is incorrect.

**Corollary 2.** Within a context \(C_i\), any broker, by colluding with a subscriber, will be able to efficiently recover the subscription \(x\) from its blinded subscription \(x'\).

The above corollary follows immediately from the above lemma since a broker can collude with any subscriber and learn the blinding value \(g^t\) (and hence \(g^{-t_i}\)) and the parameter \(r_i\), and then remove the blinding from the blinded subscription \(x'\) (see (6)) and eventually decrypt the ciphertext \(E'(-r_i x)\) to recover \(x\).

The broker can also attempt to recover the notifications from publishers but since these values \(v\) are blinded by the random values \(r_v\) (see (5)), we do not know how to recover the notifications. As already observed in \([NABB13a]\), there will be a small leakage on the value of \(v - x\) leaked by the randomised difference \(d'\) (see (7)) since \(r_v\) is not sampled from the uniform distribution. Since we now know \(x\), this directly translates to a small leakage on the value of the notification \(v\) itself. Also, note that we do not get learn anything about the payload of the notification.

4 Attack on the lpRide RHS Protocol

4.1 Recall of lpRide

For completeness, we briefly recall the relevant steps of the lpRide RHS protocol that are necessary to understand our attack. For other details, we refer to \([YSJ+19]\). The lpRide protocol consists of the following entities:

- **Authority**: responsible for the registration of riders and taxis/drivers.
- **RSP**: the ride matching service provider that provides the online service of matching riders’ encrypted locations with the “nearest” taxis whose locations too are encrypted.
- **Rider**: a rider \(u\) provides the encryption of its location \(l_u\) to the RSP to request a nearby taxi.
– **Taxi** (*aka.* driver): a taxi $t_k$ provides the encryption of its location $l_{tk}$ to the RSP and waits for a match with its potential client.

The threat model assumed in [YSJ+19] is that the authority is fully trusted and that its communications with other entities happen over authenticated channels. The riders and taxis are honest-but-curious so is the RSP. Further, it is assumed that the RSP will not collude with any rider or taxi.

The steps of the lpRide protocol are as follows:

– **System initialisation**: the RSP prepares the road network embedding [SKS03] and partitions it into zones. The authority initialises the system parameters $(PK, SK) \leftarrow \text{Init}_{\text{auth}}(\ell, \kappa)$, and by using the modified Paillier cryptosystem generates and broadcasts its public key

$$PK = (N, g_p, g, \mu, \ell, \kappa),$$

where $\ell$ is the bit length of the location coordinates in the road network embedding, $\kappa - 1 \leq \log_2 N - 2$ is the size of the random values used to blind the location coordinates of drivers, and $g \overset{\$}{\leftarrow} \mathbb{Z}_N^*$ is a random base, and $\mu = \langle \mu_i \rangle_{0 \leq i \leq \omega}$ is a $\omega$-tuple of modified Paillier cryptosystem public parameter $\mu$. The secret key is

$$SK = (\lambda, \epsilon, \xi),$$

where $\lambda = \langle \lambda_i \rangle_{0 \leq i \leq \omega}$ is a $\omega$-tuple of modified Paillier cryptosystem secret parameter $\lambda$. The parameters $\epsilon = \langle \epsilon_i \rangle_{1 \leq i \leq \omega}$ and $\xi = \langle \xi_i \rangle_{1 \leq i \leq \omega}$ are $\omega$-tuples of random values from $\mathbb{Z}_N$.

*Remark 1.* In the lpRide protocol, the same modulus $N$, and the same bases $g_p$ and $g$ are suggested to be used for all the coordinates $1 \leq i \leq \omega$. In this case, $\lambda_i$ are all identical, so are all $\mu_i$. But the protocol can be easily generalised to use different moduli and bases (and our attack applies for this variant too).

– **Rider and Taxi registration**: 

  – **Rider registration**: the authority assigns a rider $u$ its secret key $sk_u \leftarrow \text{RiderKeyGen}(u, PK, SK)$. It chooses a set of random
then two vectors of embedded road network encoding, where \( \hat{c}_i \) recover integers \( \langle r_i \rangle_{0 \leq i \leq \omega} \) from \( \mathbb{Z}_N^* \), and computes

\[
E'(1) = g_p^{r_0} r_0^{\lambda_0 N} \quad (\text{mod } N^2),
\]

\[
g^{-\epsilon_i} E'(1) = g^{-\epsilon_i} g_p^{r_i} r_i^{\lambda_i N} \quad (\text{mod } N^2),
\]

\[
g^{-\xi_i} E'(1) = g^{-\xi_i} g_p^{r_i} r_i^{\lambda_i N} \quad (\text{mod } N^2).
\]

Then, the secret key of the rider is

\[
\text{sk}_u = (E'(1), \langle g^{-\epsilon_i} E'(1) \rangle_{1 \leq i \leq \omega}, \langle g^{-\xi_i} E'(1) \rangle_{1 \leq i \leq \omega}). \tag{9}
\]

Note that \( g^{-\epsilon_i} \) and \( g^{-\xi_i} \) serve as blinding values. It is claimed in [YSJ+19], as was done in [NABB13a], that the rider can neither recover \( g^{-\epsilon_i} \) (resp. \( g^{-\xi_i} \)) nor \( \epsilon_i \) (resp. \( \xi_i \)) from \( g^{-\epsilon_i} E'(1) \) (resp. \( g^{-\xi_i} E'(1) \)).

- **Taxi registration:** the authority assigns a taxi \( t_k \) its secret key \( \text{sk}_{t_k} \leftarrow \text{TaxiKeyGen}(t_k, PK, SK) \). It chooses a set of random integers \( \langle r_i' \rangle_{0 \leq i \leq \omega} \) from \( \mathbb{Z}_N^* \), and computes

\[
E'(1) = g_p^{r_0} r_0^{\lambda_0 N} \quad (\text{mod } N^2),
\]

\[
g^{\epsilon_i} E'(1) = g^{\epsilon_i} g_p^{r_i} r_i^{\lambda_i N} \quad (\text{mod } N^2),
\]

\[
g^{\xi_i} E'(1) = g^{\xi_i} g_p^{r_i} r_i^{\lambda_i N} \quad (\text{mod } N^2).
\]

Then, the secret key of the taxi is

\[
\text{sk}_{t_k} = (E'(1), \langle g^{\epsilon_i} E'(1) \rangle_{1 \leq i \leq \omega}, \langle g^{\xi_i} E'(1) \rangle_{1 \leq i \leq \omega}). \tag{10}
\]

- **Ride request:** a rider \( u \) generates an encrypted ride request \( \hat{R}_u \leftarrow \text{ReqGen}(c_u, \text{sk}_u) \) by computing its location \( c_u = \langle c_u[i] \rangle_{1 \leq i \leq \omega} \) in the embedded road network encoding, where \( 0 \leq c_u[i] < 2^L \) is an integer. Then, two vectors of blinded ciphertexts \( \tilde{c}_u^+ \) and \( \tilde{c}_u^- \) are computed from \( c_u \) and \( \text{sk}_u \) by element-wise multiplication.

  - \( \tilde{c}_u^+ = \langle \tilde{c}_u^+ [i] \rangle_{1 \leq i \leq \omega} \), where

\[
\tilde{c}_u^+ [i] = sk_u[2] \cdot sk_u[1]^{-c_u[i]-1} = g^{-\epsilon_i} E'(c_u[i]). \tag{11}
\]

  - \( \tilde{c}_u^- = \langle \tilde{c}_u^- [i] \rangle_{1 \leq i \leq \omega} \), where

\[
\tilde{c}_u^- [i] = sk_u[3] \cdot sk_u[1]^{c_u[i]-1} = g^{-\xi_i} E'(-c_u[i]). \tag{12}
\]
The rider sends $\hat{R}_u = (\hat{c}_u^+, \hat{c}_u^-, z_u)$ to the RSP, where $z_u$ is the identity of the zone of the rider.

- **Taxi location update**: a taxi $t_k$ computes its encrypted updated location $\hat{L}_{t_k} \leftarrow \text{TaxiUpdate}(c_{t_k}, sk_{t_k})$ by computing its location $c_{t_k} = \langle c_{t_k}[i] \rangle_{1 \leq i \leq \omega}$ in the embedded road network encoding, where $0 \leq c_{t_k}[i] < 2^k$ is an integer. Two vectors $r_1 = \langle r_1[i] \rangle_{1 \leq i \leq \omega}$ and $r_2 = \langle r_2[i] \rangle_{1 \leq i \leq \omega}$ of $\kappa - 1$-bit random integers are sampled. These random values are used to blind the driver locations and, eventually, the differences of the distances between rider and drivers. Then, two vectors of blinded ciphertexts $\hat{c}_{t_k}^+$ and $\hat{c}_{t_k}^-$ are computed from $c_{t_k}$ and $sk_{t_k}$ by element-wise multiplication.

\[
\hat{c}_{t_k}^+ = \langle \hat{c}_{t_k}^+[i] \rangle_{1 \leq i \leq \omega}, \quad \hat{c}_{t_k}^- = \langle \hat{c}_{t_k}^-[i] \rangle_{1 \leq i \leq \omega},
\]

with

\[
\hat{c}_{t_k}^+[i] = sk_{t_k}[3] \cdot sk_{t_k}[1]c_{t_k}[i]^{-1} + r_1[i]
\]

\[
= g^{\xi i}E'(c_{t_k}[i] + r_1[i]).
\]  \hspace{1cm} (13)

\[
\hat{c}_{t_k}^- = \langle \hat{c}_{t_k}^-[i] \rangle_{1 \leq i \leq \omega}, \quad \hat{c}_{t_k}^- = \langle \hat{c}_{t_k}^-[i] \rangle_{1 \leq i \leq \omega},
\]

with

\[
\hat{c}_{t_k}^-[i] = sk_{t_k}[2] \cdot sk_{t_k}[1] - c_{t_k}[i]^{-1} + r_2[i]
\]

\[
= g^{\epsilon i}E'(-c_{t_k}[i] + r_2[i]).
\]  \hspace{1cm} (14)

The taxi $t_k$ sends $\hat{L}_{t_k} = (\hat{c}_{t_k}^+, \hat{c}_{t_k}^-, z_{t_k})$ to the RSP, where $z_{t_k}$ is the identity of the zone of the taxi.

- **Ride matching**: the RSP receives the ride request $\hat{R}_u$ and the set of taxi locations $\{\hat{L}_{t_k}\}_{t_k \in T}$ and filters the list of taxis based on the zone information of the rider. Then, it computes the products $\hat{c}_{t_k}^+[i]\hat{c}_{t_k}^-[i] \hat{c}_u^+[i]$ and $\hat{c}_{t_k}^+[i]^\ast \hat{c}_{t_k}^-[i]^\ast$ for all $1 \leq i \leq \omega$. Note that the blinding values $g^{\xi i}$ or $g^{\epsilon i}$ or their inverses that are present in the individual ciphertexts gets cancelled upon multiplication of the ciphertexts, and hence the products are typical modified Paillier ciphertexts that can be decrypted with the public key $PK$. Note that the resulting difference of plaintexts is still blinded by the random values $r_1$ and $r_2$. A detailed procedure to recover the sign of the differences from these decrypted blinded sums is given \[YSJ^{+19}\] and we do not recall it here as it is not needed for the present purpose.

### 4.2 Attack on lpRide

The basis of our attack on lpRide is again our attack on the modified Paillier cryptosystem that we presented in Section \[3\]. In particular, Corollary
shows that any one with the knowledge of the public key $PK$ of lpRide will be able to compute the modified Paillier ciphertexts. First, we show that any registered rider or a taxi will be able to compute the secret keys of all the other riders and drivers.

**Lemma 4.** The secret keys of riders (resp. taxis) are identical. Moreover, knowing any one secret key will suffice to compute all the remaining secret keys of riders and drivers.

*Proof.* The first part of the lemma follows directly from Lemma 1. For the second part, suppose a rider $u$ has its secret key

$$sk_u = (E'(-1), \langle g^{-\varepsilon_1} E'(1) \rangle_{1 \leq i \leq \omega}, \langle g^{-\xi_1} E'(1) \rangle_{1 \leq i \leq \omega}).$$

From Corollary 1, it can efficiently compute the (unique value of) $E'(-1)$ and $E'(1)$. Hence, any rider (analogously, any taxi) can easily determine all the values $g^{\varepsilon_1}$, $g^{\xi_1}$. Once these values are obtained, it can compute the (identical) secret keys of all the taxis. Similarly, any taxi can easily compute the secret keys of all the riders and other taxis. □

The above attack effectively makes the role of the trusted authority redundant as any registered rider or taxi will be able to add others into the system without the consent of the authority.

**Lemma 5.** Any rider or taxi will be able to infer the locations of all the riders.

*Proof.* From the proof of Lemma 4, any rider or taxi can easily determine all the values $g^{\varepsilon_1}$ and $g^{\xi_1}$. Using these computed values, it can unmask the ciphertexts (see (11) and (12)) that correspond to the locations of the riders, and eventually decrypt them using the public key $PK$. Note that these location values are not blinded by the random values $r_1$ and $r_2$ unlike the case of taxi location data. □

**Remark 2.** Note that the RSP will not be able to learn the blinding values $g^{\varepsilon_1}$ or $g^{\xi_1}$ or the exact locations of the riders since it assumed that it cannot collaborate with any rider or driver. However, if the RSP is allowed to disguise itself as a rider or a driver, then it will be able to learn all the secret keys and locations of the rider.

5 Conclusion

We demonstrated an attack on the PP-CA-PSS from [NABB13a] where any honest-but-curious entity (publisher/broker/subscriber) can learn the...
subscriptions of any subscriber. We also exhibited a key recovery attack on the lpRide RHS protocol [YSJ+19] by any honest-but-curious rider or driver who can efficiently recover the secret keys of all other riders and drivers, and also learn the location of any rider. The basis of our attack is our cryptanalysis of the modified Paillier cryptosystem. Since the notifications in the case of PP-CA-PSS protocol and the driver locations in the case of lpRide are blinded by random values, we do not know how to recover these values, if at all it is possible. It will be interesting to explore this attack scenario. Also, it will be interesting to explore candidate constructions that are equivalent to the functionality of the modified Paillier cryptosystem but offer better security.
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