Desensitization and Cleaning Technology of CT Image of Parotid Tumor based on DICOM
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Abstract. CT image data are widely used in model training and data mining in the fields of medical image processing and medical big data analysis. Sensitive information on the data set needs to be desensitized before use. Traditional CT image data desensitization often wipe Remove most of the patient’s identification information. The data has not been cleaned, and the quality and analytical value of the data can’t be guaranteed after desensitization. In order to solve the privacy protection and data quality problems of DICOM-based image datasets during use, this paper uses symmetric encryption, numerical transformation and invalidation desensitization strategies to desensitize CT images of parotid tumor CT images based on DICOM. The desensitized encrypted data are decrypted to determine the true identity of the patient for data cleaning. Data cleaning is performed on the desensitized and decrypted data according to the formulated process. While meeting the desensitization standard to protect the privacy and safety of patients, the method of this paper greatly guarantees the quality, statistical characteristics and analytical value of the desensitized data set, and provide a feasible solution to the safe use and quality control of CT image data sets in the future.

1. Introduction

With the rapid spread of medical information and the arrival of the era of artificial intelligence [1], medical image data are widely used in the field of medical image processing and medical big data analysis. both of them need huge medical image data onto model training and data analysis [2]. In the medical image data, the CT image accounts for a large proportion based on DICOM standard, which contains a large number of sensitive information on patients, such as name, Patient ID, date of birth, diagnostic information and so on[3]. Sharing or publishing the original data directly without processing will inevitably disclose patient’s sensitive information and cause great trouble to patients, so it is particularly important to desensitize CT images [4]. However, the protection for patient privacy data and the analytical value of its data are two contradictory conflicts [5]. For the desensitization of traditional CT image data, it is often necessary to erase most of the identification information about patients, so the analytical value of the data is greatly reduced [6]. If the patient privacy data information is completely retained, although the mining value of the data can be maximized, the risk of patient privacy disclosure can’t be controlled [7]. Therefore, in the formulation of desensitization
strategy, it is necessary to protect the privacy of patients while maximizing the value of data analysis [8].

At present, the desensitization method of CT image is relatively simple based on DICOM, which greatly destroys the potential value of the data after desensitization. Substandard, unreadable or repetitive data may be produced in the desensitization process, which can’t guarantee the quality of the desensitized data set [9]. Therefore, in order to consistent with the standards after the desensitization, data cleaning is indispensable [10]. In this paper, the patient unique identifier Patient ID in the CT image of parotid tumor based on DICOM is processed by a recoverable symmetric encryption algorithm [11], other data are desensitized by invalidation and numerical transformation, and a data cleaning process is developed for the desensitized data set [12]. After data desensitization and encryption, the Patient ID can be decrypted, and the true identity of the patient can be determined according to Patient ID, which can be used to assist the data cleaning work to determine whether there is a non-unique or non-desensitized CT image of parotid tumor. In this paper, the CT image desensitization and cleaning method of parotid tumor based on DICOM not only effectively protects the privacy and security of patients, but also preserves the availability of data to a large extent, ensures that the value of data is not destroyed, and improves the quality and application range of the data set [13]. It will play an important role in the security and quality control of medical image data [14].

2. Experiment

2.1 Introduction of experimental methods

Medical digital image and communication is also called DICOM standard. The latest 3.0 Universal version of DICOM standard unifies the interface standard of medical image and its related data information on different systems and application environments, basically with “.dcm” as the suffix. Its content contains most of the commonly used data in medical scenes, which can reflect medical equipment, image data and patient personal information[15]. Therefore, the medical image information on DICOM standard plays a very important role in the digital networking of medical information system and the development of medical big data, and is widely used in the field of medical image processing of artificial intelligence and big data mining [16].

Pydicom is a pure Python package that handles DICOM files. It can obtain and change the data of DICOM standard in an easy to use way, and it can also save the changed data as a new DICOM type file [17]. Pydicom can run on any platform under the Python interpreter, requiring little configuration other than the installation of the Numpy module. Pydicom package is currently the mainstream medical image processing package in Python.

Data cleaning refers to the process of processing datasets according to data cleaning rules to obtain standard, complete and high-quality data. [18]. Based on DICOM standard, CT image contains medical information and image information in a specific format, which involves many ethical issues of patient privacy and privacy protection. Before data cleaning, it is necessary to desensitize patient’s private information, so it is necessary to develop appropriate data desensitization and cleaning schemes [19].

2.2 Desensitization rules and cleaning plan

Data desensitization under the condition of retaining the original characteristics of the data, some sensitive data are processed by desensitization rules to ensure the reliable protection of users' private data. Data desensitization will cause some information loss and affect the results of analysis, so the desensitization strategy needs to make a balance and trade-off between data confidentiality and analysis ability. In order to increase the sharing goal and use scope of the original data set on the premise of ensuring the privacy and security of patients. In this paper, an appropriate desensitization strategy is developed according to the application scene of parotid tumor CT image based on DICOM. The schematic diagram of the desensitization strategy is shown in Figure 1.
3) Schematic diagram of desensitization strategy

1) Symmetric Encryption: a reversible desensitization method. Encryption keys and encryption algorithms are used to encrypt sensitive data. The encrypted data is the same as the sensitive data in terms of logical rules, and the desensitized data can be restored to the original data after decryption.

2) Invalidation: the use of a special symbol (such as Null or *** ) to replace the original sensitive data or part of the sensitive data.

3) Replacement: replace all or part of the sensitive information in the original data with imaginary data. The Replacement is usually irreversible, resulting in the loss of part of the information value of the data.

4) Numerical transformation: refers to the controllable and uniform adjustment of numerical and date-type raw data through specific functions in order to complete the desensitization of specific values while retaining some of the statistical characteristics of its original data, effectively controlling desensitization The authenticity and statistical characteristics of the data.

Data cleaning data analysis and application process is an essential process. Based on the CT image of parotid gland tumor of DICOM, a data cleaning process was developed to remove some data that did not meet the standard, did not desensitize or repeatedly appeared after desensitization. The specific process includes the following steps: ① desensitizing and encrypting the CT image of parotid gland tumor; ② decrypting the encrypted CT image of parotid gland tumor to recover the patient's Patient ID; ③ determining the data cleaning rules for the desensitized and decrypted CT image of parotid gland; ④ defining and checking the cleaning process according to the desensitized field information and cleaning rules; ⑤ inputting the encrypted and decrypted parotid gland The CT image of tumor was cleaned; ⑥ the cleaned data were reviewed and saved.

The data cleaning technology after desensitization of CT image of parotid tumor should not only consider the basic requirements of traditional data cleaning technology, such as data consistency check, abnormal data screening and duplicate data removal, but also consider the unified rules of integrity, uniqueness, readability and security of CT image of parotid tumor to determine whether the information of Patient ID and gender in the image before and after desensitization is consistent, confirm whether the patient's name, date of birth, organization name, equipment name and other information are desensitized correctly.

3. Experimental results and results analysis

3.1 Experimental environment and data set
In this paper, CT images of parotid tumors in DICOM3.0 format obtained from the People's Hospital of Xinjiang Uygur Autonomous Region were used as the original data set. Desensitize the sensitive data according to the established desensitization rules, and decrypt the Patient ID information of the
CT image of the desensitized and encrypted parotid gland tumor after desensitization to assist data cleaning. The CT image of parotid gland tumor after desensitization and decryption was applied to data cleaning. The experimental environment is shown in Table 1.

| Language | Python |
|----------|--------|
| System   | Microsoft Windows 10 X64 |
| Development platform | PyCharm, Pydicom Development kit, Re module |
| Features | Object-Oriented, Cross-Platform, Portable Extensions |
| Application | AI, Big Data, Cloud Computing, Digital Image Processing |

### 3.2 Overall process framework
The overall program flow can be divided into two parts: data desensitization and data cleaning: ① The function of data desensitization is to use the established desensitization strategy to complete the desensitization of the data of the original data set ② The function of data cleaning is based on the established The data cleaning process performs data cleaning on the desensitized and decrypted data set. The overall process of image desensitization and cleaning is shown in Figure 2.

**Figure 2. Overall process of image desensitization and cleaning**

### 3.3 Specific case realization
According to the established desensitization strategy and data cleaning process, the function of this program is to complete the desensitization and cleaning technology of parotid tumor CT image data set based on DICOM. This paper chooses PyCharm as the development platform, uses the method in medical image processing package Pydicom (pydicom.read_file) to read the data set information, uses RE module and symmetrical encryption algorithm to complete data desensitization, and then cleans the decrypted data set. The specific implementation of the desensitization strategy is as follows:

1) Patient ID is the unique identifier of the patient, which can be used to confirm the identity of the
patient. Consider using a reversible desensitization algorithm for encryption. This paper uses a symmetric encryption algorithm including key, and uses key to encrypt or decrypt Patient ID. The encrypted CT image of parotid tumor can be used by a third party, and the real information of the patient will not be exposed in the process of use. On the other hand, the internal system of the hospital or the doctor can decrypt the original Patient ID, through the key and encryption algorithm to confirm the true identity of the patient.

2) In the application process of CT images of parotid tumors, data may be divided according to age and gender, so gender information is retained, and part of the true data is retained by numerical transformation on the date of birth. For example, desensitization of 19950513 to 19900101.

3) Partial invalidation strategy is adopted for the name, and the rest of the Patient Name's last name is replaced by ***. In order to facilitate the group management and differentiation of the data, the information such as the name of the institution and the name of the equipment are unified and standardized by means of replacement. For data cleaning, the flowchart is shown in Figure 3.

![Figure 3. Data cleaning process](image)

Data comparison; open the data set processed by the desensitization and decryption program, and confirm that the number of parotid tumor CT images in the desensitized data set is consistent with the original data to ensure the integrity of the data set.

Desensitization data cleaning; determine the cleaning method according to the overall flow chart of image desensitization and cleaning, and use the cleaning strategy to clean the desensitized data set to confirm that the CT image of the parotid tumor complies with the DICOM standard to ensure the readability of its content. Remove unreadable, non-standard, and missing data.

Data check; check whether the sensitive data of the CT image of the parotid tumor is desensitized correctly according to the desensitization strategy. Determine whether the Patient ID after the image decryption is the same as the original data, and delete the data that is not correctly desensitized or the Patient ID is incorrect.

Data retention; high-quality and effective data after data desensitization and data cleaning are retained to facilitate subsequent data analysis and application.

![Figure 4. CT image of the original parotid tumor](image)
3.4 Result analysis
In order to demonstrate the effectiveness of the technique of desensitization and cleaning of CT images of parotid tumors based on DICOM in this paper, desensitization and data cleaning of CT images of parotid tumors were performed. The CT image of the original parotid tumor is shown in Figure 4. In this paper, Figure 4 is desensitized to Figure 5, where the data marked with yellow line is the Patient ID after symmetric encryption, Use the invalidation method to process the name, and replace the part with ***. The data in the red box is the result of invalidation and desensitization by numerical transformation. The encrypted data (Patient ID) in Figure 5 can be decrypted on the application program, and the decrypted image is shown in Figure 6. The part marked in the red box in the figure is the real Patient ID after decryption, which can effectively assist the subsequent data cleaning work.

Figure 5. CT image of parotid tumor after desensitization and encryption

Figure 6. CT image of parotid tumor after desensitization and decryption

4. Conclusion
The rapid development of information technology and Internet industry has promoted the strong demand for datasets from artificial intelligence and big medical data. At the same time, privacy protection and data quality problems have arisen. In order to ensure the privacy security and data quality of CT image data set of parotid tumor based on DICOM, in this paper, the CT image of parotid gland tumor based on DICOM standard is desensitized by symmetric encryption, partial masking and numerical transformation. The CT image of the desensitized parotid gland tumor meets the desensitization standard. To avoid omission during desensitization, CT images of unsensitized or unavailable parotid tumors should be avoided during application. The desensitization data needs to be cleaned. The CT images of the desensitized parotid gland tumors were screened by data cleaning to remove the incomplete and data-lost images. In this process, the real identity of the patient can be determined by decrypting the desensitization encrypted data and obtaining the Patient ID of the original image as identification for subsequent data cleaning. In this paper, the CT image data set of the desensitized parotid gland tumor is cleaned to ensure the quality of the data set. In the future, this method will play an important role in the safe use and quality control of medical data sets.
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