Application of Grounded Theory in Determining Required Elements for IPv6 Risk Assessment Equation
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Abstract. The deployment of Internet Protocol version 6 (IPv6) has raised security concerns among the network administrators. Thus, in strengthening the network security, administrator requires an appropriate method to assess the possible risks that occur in their networks. Aware of the needs to calculate risk in IPv6 network, it is essential to an organization to have an equation that is flexible and consider the requirements of the network. However, the existing risk assessment equations do not consider the requirement of the network. Therefore, this paper presents the adaptation of grounded theory to search for elements that are needed to develop IPv6 risk assessment (IRA6) equation. The attack scenarios’ experiments; UDP Flooding, TCP Flooding and Multicast attacks were carried out in different network environment to show how the IPv6 risk assessment equation being used. The result shows that the IRA6 equation is more flexible to be used regardless the network sizes and easier to calculate the risk value compared to the existing risk assessment equations. Hence, network administrators can have a proper decision making and strategic planning for a robust network security.

1 Introduction

Internet dependencies among users and the enthusiasm of online application and social network could result in some of them overlook the security of their network. This may increase risks in the network. Thus, a proper method is required to strengthen the network security. Risk can increase when users are connected to the Internet with uncertain security measure. Moreover, limited control and access by the network administrator over the Internet is also one of the factors of risk increment [1]. With the deployment of IPv6, risk in the network is expected to increase because it is not only inherent IPv4 weaknesses, but it also encounter new vulnerabilities due to the presence of IPv6.

By identifying the risk that could happen, organizations can mitigate the risk from the root. One of the methods to assess risk is by using risk assessment equation. However, most of the existing equations do not take into account security risks for IPv6 alongside with the threats and vulnerabilities of IPv6 deployment. This will bring vulnerability to the network system because attackers can take advantage of the vulnerability to threaten networks’ assets. Additionally, the existing risk assessment equations are not specifically focused on evaluating risk for IPv6. The existing risk assessment equations are too subjective because they have been used in many types of field such as in military field and medical field [2].

Dependencies between asset, threat, vulnerability, and security requirement, risk and vulnerabilities inside the organization is essential. However, the existing risk assessment equation unable to relate the dependencies and cause the network to be exposed to attackers [3]. Security goal that emphasis on confidentiality, integrity and availability is crucial as it acts as guidance for the network to achieve the security objectives [4].

The existing risk assessment equation considers assets, threat and vulnerability as the key elements in finding risk value. In existing equation from [5], it stated that asset valuation is vital as organization places their assets on the network. Damage or compromise of the assets may cause loss to the organization and market shares as well as customer confidence towards the organization. However, the value of the asset can be varied from one to another because it comprises different information and different format for every asset [6].

Since network in the organization is evolving through time, the needs of risk assessment that emphasize the aims and objectives of the network is essential in order to calculate risk value. The existing risk assessment equations calculate risk value per asset rather than calculate the risk value for the network entirely. When the equation calculates risk per asset, it
needs to list down all the assets in the organization. This is time consuming and it looks like a process in asset audit rather than risk assessment activity. Thus, this will make the risk value that obtained from the existing equations insufficient because it did not fulfil the security objectives of the network in the organization. Therefore, this paper presents the use of grounded theory method that is capable to identify the element that is needed to the IRA6 equation that can calculate the risk value of the network.

The arrangement of the paper is as follows. Firstly, it presents the current risk assessment equation. Then, it explains the use of grounded theory method to identify the elements that are needed to calculate risk value. After that, it discusses on the development of the IRA6 equation. Subsequently, it presents the result and analysis from the output of the IRA6 equation and discussion from the result. Lastly, it concludes and suggests the future work in the last section.

2 Current Risk Assessment Equation

To determine risk of an attack that happen in the enterprise network, risk value, $R$ is used in risk assessment equation. There is plenty of risk assessment equation exist. Each of the equation has different kinds of functions that may not be compatible with certain conditions. For example, [5] have introduced the following equation.

$$ R = \left( \sum t \times v \right) \times a \tag{1} $$

where,

- $R$ = risk value,
- $t$ = threat value; $1 \leq t \leq 6$,
- $v$ = vulnerability value; $1 \leq v \leq 6$,
- $a$ = asset value; $1 \leq a \leq 6$,
- $R \geq 0$.

Equation (1) shows that sum of multiplication of threat value and vulnerability value is multiplied with asset value. Asset value in Equation (1) means loss and compromise of assets that happen in the network environment. Unfortunately, this equation encounters issues because there is no standardized technique of assessing the asset’s worth [5]. Assessing asset also caused the asset value not to be fully evaluated if there is an issue of missing asset and it will consume time if there is an incidental event occur. While [7] calculate risk value, $R$ by using the following equation:

$$ R = a \times t \times v \tag{2} $$

where,

- $R$ = risk value,
- $a$ = asset value; $1 \leq a \leq 5$,
- $t$ = threat value; $1 \leq t \leq 6$,
- $v$ = vulnerability value; $1 \leq v \leq 6$
- $R \geq 0$.

Risk value in Equation (2) is calculated by multiplication of asset value, threat value and vulnerability value. As can be seen in both equations, they emphasis on asset value. Asset value can vary from one to another and it may comprise different information and a different format for every asset [6]. Moreover, both equations do not consider the nature and characteristics of IT software aspects, security requirements and availability of solutions to respond to risks [2]. To develop the IRA6 equation, grounded theory method is used to identify elements that is needed in risk assessment equation.

3 Grounded Theory Method

Grounded theory method has the capability to analyze the gathered data systematically [8]. Furthermore, grounded theory is flexible to be used in any types of data. It also allows researchers to emphasis on theory development as this method is flexible to construct various types of theory [8].

Table 1 shows the gathered data that supports the method to identify the elements need to calculate risk value.

| Id | Key Point | Code |
|----|-----------|------|
| P1 | “There is undeniably uncertainty associated with valuation. Often that uncertainty comes from the asset being valued, though the valuation model may add to that uncertainty.” [6] | Asset valuation uncertainty |
| P2 | “Analysts also assessed the impacts that could result from a security failure and the possible losses of confidentiality, integrity and availability on information systems, in relation with these seventeen security control families. The risk assessment criteria adapted by the proposed procedure can be replaced with other security criteria depending on varying practice needs of each organization.”[9] | Other security criteria needed. |
### 4 Development of IRA6 Equation

Aims and objectives of the organization relate to security goal of the network. Therefore, base score value is adequate element to be included in calculating risk value because it considers the security goal of the network. Base score has been introduced by Common Vulnerability Scoring System (CVSS) as a metric that represents basic qualities of vulnerability [15]. Base score also has considered the elements of security goal which are confidentiality, availability and integrity. Meanwhile, asset value is inclusive indirectly in the equation as it is part of the vulnerability value [16] because it inherent weaknesses that can be manipulated by the attacker onto the organization’s network. The proposed equation is as follows:

\[ R = b \times t \times v \]  

where,

- \( R \) = risk value,  
- \( b \) = base score value; \( 1 \leq b \leq 10 \),  
- \( t \) = threat value; \( 1 \leq t \leq 6 \),  
- \( v \) = vulnerability value; \( 1 \leq v \leq 6 \),  
- \( R \geq 0 \)

Based on Equation (3), the multiplication of elements represents attributes for the organization’s network. Therefore, risk value only becomes zero if base score is equal to zero, or either threat or vulnerability does not exist which means, there is no risk or attack to the network [17]. Base score is added as part of the elements in calculating risk value because it has considered confidentiality, integrity and availability which are security goal for a network.

### 5 Result and Analysis

To show how the IRA6 equation works, three types of attack have been conducted. The attacks were UDP flooding attack, TCP flooding attack and multicast attack. These three types of attacks are chosen because they are the most common attacks that occur in IPv6 network [18]–[21].

Figure 1 shows that the three attacks were simulated in different network sizes in OMNeT++ simulator to show the capabilities of the equation to be used in different network regardless the size of the network. OMNeT++ is an open source software and it was chosen due to its capabilities of simulating IPv6 network [22]. OMNeT++ also contain protocols especially for IPv6, UDP, TCP and Ethernet [23].

In UDP and TCP flooding attack, attacker sent tremendous amount of UDP and TCP packets to the destination. While for multicast attack, tremendous amount of packets were sent to the victim. At the victim, the packets were captured and analyzed to identify the risk that occur in the network.
Fig. 1. Attack topologies.

For the scenarios of the attacks, it can be seen in Table 2.

Table 2. Attack scenarios.

| Attack Type               | Description                                      |
|---------------------------|--------------------------------------------------|
| UDP flooding attack       | Number of host: 4 nodes                          |
|                           | Parameters: Packet size                          |
| TCP flooding attack       | Number of host: 4 nodes                          |
|                           | Parameters: Packet size                          |
| Multicast attack          | Parameters: Number of nodes.                     |
|                           | Node used: 1, 10, 20, 30, 40, 50                 |

To calculate the risk value, base score values were retrieved from CVSS scoring system. Threat value and vulnerability value were determined based on the attacks information and current condition of the network. Threat value determines the likelihood of the attack while the vulnerability value is based on access authorization to the asset in the network [24].

After identifying the threat value and the vulnerability value, by using the IRA6 equation, the risk value for the three attacks are calculated and presented in Table 3.

Table 3. Base score of IPv6 attacks from experimentation.

| Attack Type   | Base Score | Threat Value | Vulnerability Value | Risk Value |
|---------------|------------|--------------|---------------------|------------|
| UDP Flooding  | 7.1        | 4            | 3                   | 85.2       |
| TCP Flooding  | 7.8        | 3            | 3                   | 70.2       |
| Multicast     | 4.96       | 5            | 3                   | 74.4       |

The threat value and vulnerability value are sorted according to the range score stated by [15]. As shown in Table III, UDP flooding attack gives the highest value which is 85.2. UDP flooding attack can be exploited both from internal and external network. Some information regarding the network need to be gathered before UDP attack being launched. UDP flooding also can make the network to be unavailable completely. This attack also occurs sometimes and affects multiple assets. It means that the availability of this attack is high and organization should aware and get ready for the attack to occur. This is why the risk value of UDP flooding attack is the highest.

For TCP flooding attack, it also can exploit both local and from the network, which also identified as remotely exploitable. To generate TCP flooding attack, it involves limited skill and requires some information concerning the victim’s network. However, this type of attack can cause the network to be unavailable completely, similar to the UDP flooding attack. Moreover, TCP flooding attack is calculated as the lowest risk value due to the likelihood of the attack that happens occasionally and it affects multiple assets. Organization needs to be prepared to face these types of attack.

Multicast attack states risk value of 74.4. Similar to UDP and TCP flooding attack, multicast attack also can be remotely exploitable. To generate multicast attack, an attacker needs to search for additional information concerning the network and they need to generate attack manually. This attack affects multiple assets in the organization. The confidentiality in base score value of this attack is partial which means access to some system files is possible due to the likelihood of the attack that happen frequently. The organization does not have control over entire files in the system. Hence, appropriate actions need to be taken to safeguard the confidential files that are potentially being accessed by the unauthorized party.

6 Discussion

The existing risk assessment equations consist of threat value, vulnerability value and asset value compared to the IRA6 equation. In IRA6 equation, it consists of threat value, vulnerability value and base score value. Threat value of both equations emphasize the likelihood that the attack can happen within a period of time. For vulnerability value, both equations emphasize the accessibility of the asset and asset security.

However, the difference falls on the usage of asset value and base score value. In the existing equations, asset value emphasizes the value of the asset whereas base score value in IRA6 equation focuses on the security goal of the network. In the existing equations, asset value can be determined by using two approaches; qualitative and quantitative assessments. For these assessments, the downside is they need experts, point of view for several decisions regarding asset valuation. Judgment and professional standing might vary. Assets which are not in physical form such as data and
information can be difficult to evaluate [25]. It is possible, but it can consume more time and it needs expert judgment along with professional assessment that might be insignificant.

The vulnerability of the asset increase when it is exposed to exploitation and attackers can gain access to it [26]. Most of the physical assets in the organization are connected to the Internet and this will expose them to external and internal traffic that might comprise contaminated packets.

Additionally, every asset has different types of risks and although they are the same types of assets, some particular assets are more efficient in managing certain risks than others [27]. Some of the existing equations valued asset based on the currency. This can cause overvalue or undervalue because it is influenced by the market price. Thus, this situation can affect asset valuation for the organization’s network [28].

7 Conclusion

The adaptation of grounded theory method has highlighted that security goal is the important elements to calculate risk value. However, the existing risk assessment equations emphasis on asset value. Compared to the existing equations the IPv6 risk assessment equation takes into account the security goal of the organization due to the adaptation of base score value. The IPv6 risk assessment equation has considered asset value as an element to calculate risk value as it is counted as part of vulnerability. This statement also supported by [16] that stated that when there is asset on a network, the network is exposed to vulnerability. Attackers can manipulate the asset to take over the network.

The IPv6 risk assessment equation also considers security goal as parts of the elements to calculate the risk value. In risk management strategies, one of the steps is risk assessment. Hence, risk assessment must take into account security goal and objectives of the organization’s network [29]. Security goal is embedded in base score value which is element to calculate risk value. By identifying the security goal, network administrators can govern organizational needs and requirements for their network.

This paper also has shown how the IPv6 risk assessment equation being used to calculate three types of attacks; UDP flooding attack, TCP flooding attack and multicast attack. The attacks were ranked based on the risk value of the result obtained. Thus, an organization can determine which attacks that they need to prioritize and apply appropriate mitigation strategies. Hereafter, more IPv6 based protocols will be tested to measure the capability of IPv6 risk assessment equation.
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