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Tweeting terrorism: Vernacular conceptions of Muslims and terror in the wake of the Manchester Bombing on Twitter

Joseph Downing, Sarah Gerwens and Richard Dron

ABSTRACT
Both vernacular security studies and critical terrorism studies (CTS) offer constructivist analyses of security couched in understandings of security speak. However, neither adequately take account of the ways in which social media presents important opportunities for greater insight into how terrorism is constructed. This study analyses tweets posted after the 2017 Manchester bombing, exploring how jihadist terror attacks are constructed on social media. To do this, we combine social network analysis, as a sampling method, with discourse analysis. The study finds that Twitter provides a platform for diverse terrorism discourses to be expressed and contested. This indicates a literate lay audience within post-attack narratives, self-aware of dominant social constructions of “Muslim terrorism”. Indeed, it suggests an audience that, on Twitter, is hardly only audience but seeks to speak security itself. Insights are gleaned with respect to depicting, defending, and critiquing Muslims, constructing what it means to be a terrorist, portrayals of victimhood, and how terror events feed into broader critiques of “political correctness” and “liberal” politics. Therefore, the analysis also provides further insights into the portrayal and (self-)positioning of Muslims in the wake of a jihadist attack and nuances accounts of Muslims’ securitisation qua terror.
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Introduction
On the 22nd of May 2017, a British man, Salman Abedi, detonated a suicide bomb in the foyer of the Manchester Arena as people were leaving a concert by pop singer Ariana Grande. 23 people died, including the attacker, and 139 were wounded. On May 23rd, ISIS claimed responsibility for the bombing (Dearden 2017). It was the deadliest terror attack in the UK since the 7/7 bombings in 2005. Like 12 years earlier, the attack was grieved, debated, and interpreted in traditional media and, later, by politicians, security services, and academics. However, unlike in the aftermath of past violence, the public response to the Manchester bombing was not left to politicians, “experts”, and journalists alone. Lay users on sites such as Twitter immediately discussed the bombing. They interpreted the attack and (de)constructed discursive responses to it, even before security elites had fully and publicly processed the event.¹ This challenges traditional ways of studying and conceptualising the response to terror. It also nuances understandings of supposedly passive lay audiences of security.

¹ This article is distributed under the terms of the Creative Commons Attribution License, which permits unrestricted use, distribution, and reproduction in any medium, provided the original work is properly cited.
We draw on critical terrorism studies (CTS) and vernacular security studies to contribute to ongoing conversations on the role of social media and lay audiences in understanding the construction of (in)security. Additionally, the case of the Manchester bombing offers important insights into the portrayal of Muslims online in the context of jihadist violence. Utilising social network analysis as a sampling method for our discourse analysis, we engage a novel combination of methods to explore how understandings of terror attacks and their perpetrators are constructed on Twitter. To address this broad question, we focus on discourse about “Muslim terrorism” in the aftermath of the Manchester bombing.

Constructions identified within this study are multifaceted and dynamic; they demonstrate that social media is one crucial context to study in order to understand how security speak is conceived of and contested. Insights are gleaned with respect to what it means to be a terrorist, portrayals of victimhood, and how terror events feed into broader critiques of immigration and “political correctness”. The discourses analysed also challenge straightforward accounts of Muslims’ securitisation in the wake of jihadist violence; besides the continued “suspectisation” of Muslims, users banalise them, defend them and their faith, anticipate and respond to Islamophobic discourses, and question the relationship between religion and terrorism more broadly. Twitter also provides a platform for users to speak as Muslims and denounce terrorism. However, the link between Muslims, Islam, and terrorism is both implicitly and explicitly reified across these discourses.

Conceptualising terror online: vernacular security and critical terrorism studies

Recent work in CTS, vernacular security studies, and security studies more broadly has begun to engage with social media. Yet, much of the current scholarship on terrorism online focuses on the “hard” aspects of the internet as a sphere for extremism and dissent (Aly et al. 2016; Rudner 2017). Critical and constructivist work provides a more nuanced picture. Recent studies have highlighted how social media can contribute to a sense of “togetherness” in the wake of terrorist violence (Merrill et al. 2020), provide a place for memes in resistance to threats (Downing 2020), and host discussions about the motivations of foreign fighters (Da Silva and Crilley 2017), among others. These studies illustrate how social media plays a role in documenting and discussing material, emotional, and socio-political responses to terrorism. More broadly, they underline the richness of online lay discourses and the continued need to expand their study (see Bogain 2020).

We argue that more attention should be paid to the immediate aftermath of a terrorist attack when elite statements are still scarce and coverage in print media is just emerging. While social media use in the aftermath of an attack has attracted attention in work on trauma, communications, social networks, and crisis management (inter alia Kessling et al. 2020; Eriksson 2016, 2018; Fischer-Preißler, Schwemmer, and Fischbach 2019; Steensen 2018), critical security studies have catching up to do in this regard. Twitter, with its plethora of real-time commentary and high user engagement after a terrorist event (Kessling et al. 2020; Steensen 2018), emerges as the most fitting platform to explore this. Eriksson (2016), in her work on terrorism and trauma, has also found it to be a place for “backchannel communication” that circumvents and criticises mass media discourses.
in the wake of terrorist violence (building on McNely 2009). This demands further attention from a critical and vernacular lens. Drawing on social network analysis to sample our tweets, we also leverage the networked nature of Twitter discourses, something that so far has received little attention in the critical security studies literature.

**Critical terrorism studies**

CTS seeks to understand the construction of terrorism and its embeddedness in everyday life (Erickson 2008; Holland 2011; Veloso and Bateman 2013). They have emerged out of a critique of the empirical, conceptual, and ontological weaknesses of conventional terrorism studies (Jackson 2007; Gunning 2007; Jarvis 2009; Breen Smyth et al. 2008), particularly their focus on “problem solving” (Jackson 2007; Gunning 2007). CTS adopts a constructivist stance vis-à-vis terror events (Jackson 2007; Gunning 2007; Jarvis 2009) and foregrounds that constructions are embedded in political and ideological debates (Burnett and Whyte 2005). This enables analysis of terrorism beyond its material realities situating terrorism as socially constructed.

**Vernacular security: from audience to agents**

Similarly constructivist, vernacular security studies conceptualises ways security is constructed in everyday terms and responds to the lack of understanding of how laypeople make sense of (in)security, including terrorism (Bubandt 2005; Jarvis and Lister 2013; Vaughan-Williams and Stevens 2015; Jackson and Hall 2016). It has sought to challenge and complement elite-centric understandings of security and instead prioritises the stories of those marginalised in accounts of global politics. Coming without set conceptions of what security is or indeed should be provides vernacular security studies with a theoretical “emptiness” that enables inductive insights into public understanding of, as well as anxiety about, security (Jarvis 2019). This also allows for linking it with related literatures, such as CTS, and new contexts, such as Twitter.

Studies of the vernacular have largely been limited to focus groups and methodologies with explicitly identified research subjects who are addressed and speak as such (Jarvis and Lister 2013, 2016; Vaughan-Williams and Stevens 2015; Jackson and Hall 2016). While these methods offer rich opportunities for sustained exchange, Jarvis (2019) notes that these methodologies risk a degree of artificiality and rely on participants’ willingness to contribute. While he does not suggest social media as an alternate avenue for researchers, others have identified online platforms to address these concerns and provide a novel view on the vernacular (Bogain 2020; Da Silva and Crilley 2017). This is not to say that social media data is without its own limitations or that one method is more “truthful” than the other, but that online sources can offer a less contrived view into everyday discourses than traditional research settings. Going beyond the unidirectional media, culture, policy, and “expert” outputs long analysed in CTS literature (inter alia Sorensen 2009; Hülssse and Spencer 2008; Jackson 2005; Stampnitzky 2013), this invites novel approaches and insights.

Such elites and expert outputs are featured prominently in security studies more broadly. Meanwhile, their lay audience is often assumed to be passive (Pears 2016, 80) and, besides vernacular work, constructivist approaches such as CTS have largely failed to
account for the role of laypeople beyond being “the audience”. The terms of security, thus, are understood to be constructed and contestable, yet constructed and contestable mostly by those who are also assumed to have written them. Homolar and Rodríguez-Merino (2019), for example, note that audience comprehension of a violent event depends on its discursive presentation; but their analysis suggests the locus of such presentation at the level of “political agents”. Elites speak security, laypeople listen – a setup also found in the foundational writings of the Copenhagen School (inter alia Buzan, Wæver, and de Wilde 1997; Wæver 1995). Excluding the vernacular turn, a “methodological elitism” (Stanley and Jackson 2016) has characterised much security and terrorism research. Approaching social media from a vernacular security perspective serves to ameliorate this elitism; there, commenting on terrorism is open to all users. Ordinary posters can become dominant actors (Klinger and Svensson 2015), especially during a crisis (Meraz and Papacharissi 2013).

Of course, social media is not an elite- nor expert-free space. Many political commentators, journalists, and academics are popular on Twitter. In the UK, Twitter users in managerial, administrative, and professional occupations are overrepresented compared to the British population (Sloan 2017). Yet, #BlackTwitter (Graham and Smith 2016) and campaigns such as #BlackLivesMatter (Nummi, Jennings, and Feagin 2019) and #IamaRefugee (Estrada, Anderson, and Brown 2021), among many others, have illustrated how the site also allows for bottom-up political contestation and provides a space for marginalised voices. Like Bogain’s (2020) analysis of comments on online news articles, “the findings of this article are not intended to offer an exact reflection of public opinion as a whole, but they do provide an important insight into the way security is conceptualised by ordinary citizens online” (597). “Ordinary”, in our reading, is therefore better conceptualised as “lay”, referencing those not engaged in the elite production of security, such as researchers, policymakers, journalists, and terrorism experts.

**Security and the construction of (British) Muslims**

The Manchester bombing provoked a range of responses, in media, politics, and online as well as offline (Zhao and Zhan 2019). Given its association with jihadist terrorism, the attack particularly implicated (British) Muslims: in the following month, anti-Muslim hate crimes in Manchester increased by 500% compared to the previous year (Halliday 2017) and anti-immigrant as well as anti-refugee sentiments intensified (Mancosu, Cappiali, and Pereira 2018). Generally, anti-Muslim and anti-Arab hate crimes have been found to increase in the wake of terror attacks (Awan and Zempi 2016; Hanes and Machin 2014).

On social media, the most “liked” messages in response to the Manchester bombing were more ambivalent; they contain emotive and human-interest content both positive and negative in nature (Zhao and Zhan 2019). Generally, information-sharing and positive content is more popular on Twitter in the aftermath of a terror attack than negative posts (Burnap et al. 2014; Fischer-Preßler, Schwemmer, and Fischbach 2019). We should, consequently, expect to find mostly positive discourses in our dataset. Meanwhile, established scholarship on Islamophobia online and securitisation in the context of terrorism more broadly, as summarised below, would suggest much more negative posts. These contradictory findings necessitate further analysis of vernacular post-attack discourses on social media.
There are numerous ways in which the category of “Muslim” has been deployed in the context of security and terrorism discussions. In the UK, the label increasingly took on salience after the Iranian revolution and Satanic verses episode (Modood 2006), when both Islam and Muslims became situated as existential threats to the liberal political and social order of the country (Jackson 2005), something that has accelerated post-9/11 in Europe and beyond (Cesari 2009). Muslims and Islam are othered in counter-terrorism and counter-radicalisation discourses (Pantazis and Pemberton 2009; Fekete 2009; Awan 2012), with Islamophobia becoming increasingly institutionalised in response to “Islamist” terror (Gilks 2020). These discourses, in turn, build on larger and historical frames of Orientalism and racism (Amin-Khan 2012). These portrayals strip Muslims of their agency; they are reported on, written about, yet rarely given a voice (S. Ahmed 2009). Employing a vernacular lens and turning to social media can ameliorate some of this exclusion, since, there, marginalised groups can oppose mainstream media portrayals (Sobande, Fearfull, and Brownlie 2019).

Conversely, the internet is also a site of sustained Islamophobia (Ekman 2015; Sian 2018; Awan 2016) and scholars have argued that online platforms can amplify anti-Muslim discourses found in traditional media (Törnberg and Petter 2016). In their analysis of 10,000 tweets mentioning #jihad, Aguilera-Carnerero and Azeez (2016), for example, found that users othered Muslims, considered Islam as oppositional to the West, and that discussion was led by Islamophobic voices rather than Muslims themselves. These discourses are not “merely” virtual, however, with research indicating that internet hate can manifest as offline violence (Williams et al. 2020) and that online and analogue victimisation are linked (Awan and Zempi 2016).

Yet, offline media, especially print, have been the primary avenue through which to understand dominant discursive constructions of Muslims from a security lens (for the UK see e.g. Moore, Mason, and Lewis 2008; Nickels et al. 2012; Saeed 2007). The increasing penetration of social media into everyday use to read about and comment on news, but also as a source of data used by “conventional” news sources themselves, necessitates greater consideration of discourses produced about Muslims online.

**Analytical and methodological approaches to understanding the Manchester bombing on Twitter**

Analysing social media in relation to security events requires a multi-layered methodological approach. The first challenge is defining and collecting a robust dataset. Once the data is collected, it needs to be mapped into a social network graph to understand connections between users and the influence of posts. Lastly, one can analyse the discourses shared in the most influential tweets.

**Twitter data collection**

Social media research, like all research, entails unique opportunities as well as limitations. On Twitter, these mainly concern delineation of the sample, data access, and representativeness. However, while these challenges need to be acknowledged, they do not foreclose studies in this burgeoning area of security studies. The data examined in this article
is part of a larger dataset focussed on the Manchester bombing. The slice of the dataset used contains a concurrent 27,367 tweets posted between 22:31 on 22 May 2017, when the bombing occurred, and 09:59 on 23 May 2017.

The tweets were obtained through the now decommissioned Texifter service and identified using keywords. Through the service, keywords and timeframe need to be stipulated to determine the tweets one retrieves. Since an exploratory examination of Twitter searching for “Manchester” at the time of the bombing drew in too many irrelevant posts but revealed that a focus of the post-attack discussions were “Muslims”, we combined the keywords “Manchester” and “Muslims” to retrieve our dataset.4 This situates the study within important discussions regarding how Muslims and Islam are enmeshed in security discourses. However, while our choice of keywords builds on the literature’s interest in Muslims as focal points of discourses on terrorism and enabled us to get a more focussed dataset, it limits the study to post-attack discussions that mention Muslims and that do so explicitly. With greater financial and human resources, an analysis of the wider post-attack discourse could have been conducted. This is an important avenue for future research.

A likely more significant gap in our data is content removed by Twitter itself, because of its policies of deleting tweets considered hate speech and suspending or deleting offending accounts. The site’s guidelines “prohibit targeting individuals with content intended to incite fear or spread fearful stereotypes about a protected category … e.g., ‘all [religious group] are terrorists.’” (Twitter n. d.). While many tweets in our dataset fit this description and continue to be online, we assume that an unknown proportion of particularly explicit and hateful posts might have been removed before we could retrieve them.

Furthermore, it is important to note that social media users are not a homogenous group nor representative of the general population, particularly those users who participate in political discussions (Barberá and Rivero 2014; Mellon and Prosser 2017). In the USA, for example, Twitter users have also been found to be younger, richer and more left/liberal politically than the general population, and more likely to express pro-immigration views (Wojcik and Hughes 2019). As noted earlier, anecdotal observations suggest that journalists and political elites might also be overrepresented on the site. Furthermore, our insights are not blindly generalisable to social media per se. We study Twitter as an example of social media and discourse online, not a synonym for it. Further research should explore the (re)conceptualisations of terrorist violence on other sites within a CTS and vernacular security frame, opening the door for cross-site comparisons.

Nonetheless, even with these limitations in mind, the interactive nature of social media and Twitter in particular opens up rich avenues for the analysis of how discursive responses to terrorism are subject to bottom-up contestation and reconstruction. Both in their immediacy, where users can turn to Twitter before the material realities of a terror attack have been officially confirmed, and their multivocality, tweets highlight how terrorism is socially constructed not only by security elites and agents of terror, but by everyday individuals. This renders them a crucial context of investigation.

**Social network analysis as a sampling method for large Twitter data sets**

Social media presents researchers with a near overwhelming amount of data, even more so if one seeks to do qualitative analysis “by hand”. Twitter is no exception. One might manage this wealth of text by randomly sampling tweets or narrowing down the
sampling frame, but these approaches ignore a key feature of social media posts: their influence. Therefore, they fail to account for one of the central elements that makes these data both different and analytically rich. Mindful of these shortcomings, we leverage social network analysis (SNA) to generate a sample of the most influential tweets, underline the role of lay actors online, and understand the connections between them.

SNA uses a mathematical calculation to quantify influence with all actors within a network. To do this, the dataset was imported into the network analysis and visualisation software Gephi (Bastian, Heymann, and Jacomy 2009), which was used to generate a social network graph used here that demonstrates:

- How individuals share messages.
- How their behaviour forms clusters.
- The relationships between clusters of different messages.

Gephi enables the rendering of large datasets into “sociograms”. Within these graphical representations, individuals are represented by points (nodes), and their interactions with each other by lines (edges). Thus, SNA examines structural relationships between socially connected actors (Davies 2009) and offers insights into social media behaviour including establishing patterns of situational awareness, alongside the salience of particular messages (W. Ahmed and Lugovic 2019). With this in mind, it is possible to examine conversations on Twitter not just in terms of their content, but in their patterns of information flow (Himelboim et al. 2017). SNA enables us to map the various constituents of this network space and their relations to each other (Smith et al. 2014).

This relational approach enables researchers to identify influence within a network, including the most frequently interacted with posts. It can do this through a measure called betweenness centrality which determines how connected an individual is to the rest of the network. In broad terms, the more connected an individual is, the more engagement their messages are receiving and thus the more influential they are. Graphically, betweenness centrality is a measure of centrality based on shortest paths. Within outputted sociograms, with every pair of vertices in a connected graph, there will always be at least one shortest path and the betweenness centrality for each vertex is the number of these shortest paths. This means that in terms of network theory, a node with higher betweenness centrality would, in effect, naturally have more control over the network, because more information will always pass through that node. As such, nodes with the highest betweenness centrality demonstrate the capacity to influence through these messages. This is an important and undervalued aspect of SNA that can be applied to studies even when the aim of the study is not to interrogate the networks themselves. We used betweenness centrality to rank the tweets by influence and identify the top 10% most influential tweets, reducing the initial sample of 27,367 posts to 2,736.

In Figure 1, one can see the disparity of influence by tweet and actor; a few actors, identifiable by their different colours, are connected to a much larger number of actors by edges within the graph demonstrating connectedness and engagement in the forms of retweets and replies. In the appendix, the individual four network graphs are shown, extracted in their entirety from Figure 1. Notably, none of the central actors are members of security elites; rather, they are football and pop star fan accounts, as well as “regular”, non-expert social media users.
It is important to note that influence and engagement do not equal agreement with a message; actually, they can mean the opposite, as engagements with tweets that make them “influential” through betweenness centrality can be antagonistic. For example, the most influential user within the entire network, a young, white, British woman with fewer than 500 followers, posted an initial message that sought to banalise Muslims, as displayed in Figure 2.

Although this positive message has been shared widely, many connected users respond to it negatively, specifically in relation to Islam and terrorism:

This example demonstrates the importance, methodologically and conceptually, of not conflating influence on social media with agreement or endorsement. It underlines how social media is a space where dominant discourses are de-constructed and challenged alongside their reification, and, methodologically, highlights the need to combine SNA with an analysis of posts’ content.

**Discourse analysis of the sampled tweets**

Discourse analysis is an interdisciplinary methodology (Brown and George 1983) seeking to understand how language enacts social and cultural perspectives and identities (Gee 2004). Within this, critical discourse analysis (CDA) seeks to bring power relations and ideology into the analysis to examine how these are established and re-produced through language (Fairclough 2013). Following Amin-Khan’s (2012) critique that security studies and research
on Muslim securitisation need to take power and socio-political contexts into account, such attention to the social dimension of language renders CDA a fitting methodology for understanding constructions of jihadist terror and its perpetrators online.

Regardless of theoretical underpinnings, discourse analysis requires operationalisation in how it is robustly and systemically applied to any given dataset. This study chooses to operationalise discourse analysis via critical reflexive thematic analysis, using a 6-step coding process described by Braun and Clarke (2006):

1. Familiarisation with data.
2. Generating initial codes.
3. Searching for themes among codes.
4. Reviewing themes.
5. Designing and naming themes.
6. Producing the final report.

The umbrella of discourse analysis is wide, and, in our view, risks being methodologically fuzzy; since reflexive thematic analysis overlaps significantly with constructionist, pattern-based discourse analysis (Braun and Clarke 2021), we borrow the analytical strategy of the former to concretise the implementation of the latter.
Once betweenness centrality had been used as a metric of influence to generate the set of tweets to be analysed, unreadable, non-English language tweets, and those which could not be clarified because linked media or tweets were unavailable were removed, leaving 2,677 posts for coding. The data was sorted and coded in Excel, with the unit of analysis being an individual tweet. When relevant, posts were assigned to more than one theme. Retweets are included in the sample as they indicate both message saliency and reception.

**The audience speaks back: (De-) constructing “Muslim” terrorism on Twitter**

The tweets analysed engage with a variety of discourses; they reflect on the role of religion in general and Islam in particular, they assign blame, they discuss the figures of the terrorist and his victims and consider the appropriate response to such violence. In other words, they provide the insights into “the specific language and text produced by lay members of the public about the subject of ‘terrorism’ in terms of its specific nature, causes, and solutions” that Jackson and Hall (2016, 3) have called for. Taken together, these categories shed light on how terrorism is constructed in the wake of an attack and emphasise the active role lay individuals play in the construction and contestation of security speak. Indeed, there are no significant security elite voices, such as national politicians or security experts, in the sample.

What is notable are the high proportion of tweets in defence of Muslims and Islam and the range of discourses on interpretations of the incident. While there is no discussion on whether the attack can be understood as terrorism – this descriptor is adopted across the data, users differ in their response to it. They are aware of both the supposedly pro- and anti-Muslim/Islam narratives emerging in the aftermath of jihadist terrorism and actively respond to them. Twitter functions as a site of meta-discourse and, following Eriksson (2016), backchannel discourse on how to respond to and interpret terrorist violence. Like other studies have indicated, positive messages, meaning those defending Muslims, were prominent, but over 10% also shared negative, Islamophobic sentiments, and we argue that even the “Islamophilic” posts reify the link between Muslims and terrorism. It is essential to take such (meta-) discourses into account, since they indicate that users are not only aware of the dominant narratives produced in the wake of an attack, but that they also shape and challenge them.

The data was divided into eight main themes (Table 1), including an “Other” category that is not analysed here, and covers neutral posts, news, and tweets that did not fit within the other themes:

**Defence of Muslims/Islam**

A majority of the tweets are not concerned with the material realities of the attack per se, but the response to it; they reference perceived or predicted anti-Muslim and anti-Islam narratives emerging in the wake of the incident. Some directly respond to Islamophobic tweets, while others refer to Islamophobia more broadly (see Figure 4). They function as active “backchannels” to discourses that blame Muslims and Islam at large for terrorism (Eriksson 2016). To do this, users banalise Muslims, evoke a good/bad Muslim dichotomy,
or construct Islam as a positive, peaceful faith and render terrorists inherently un-Islamic. However, close analysis indicates that even the defence of Muslims and Islam risks reifying their discursive link to terrorism.

In high prevalence across the data, Muslims are banalised (Downing 2019); they become “taxi drivers offering free lifts”, “Muslim doctors”, fellow Mancunians, or young concert attendees instead of terrorists. The incomprehensibility and violence of the attack is juxtaposed with the commonplaceness of Muslims. Furthermore, their portrayal

| Theme                          | Description                                                                 | Percentage |
|-------------------------------|-----------------------------------------------------------------------------|------------|
| Defence of Muslims/Islam      | Critical of blame being placed on Muslims or Islam, concerned about Islamophobia in the wake of the attack | 58%        |
| Terrorism has no religion     | Expressed that terrorism has no religion                                     | 24%        |
| Terrorists                    | Referenced characteristics of terrorists                                     | 11%        |
| Critique of Muslims/Islam     | Criticised Muslims and/or Islam, blamed terrorism on Islam                  | 11%        |
| Muslims’ response to the attack | (Reports of or calls for) Muslims condemning and grieving the attack        | 8%         |
| Muslim condemnation           | Reports of Muslims celebrating the attack                                    | 2%         |
| Critique of the “liberal” response | Criticised “politically correct” response as concerned about Muslims rather than the attack’s victims | 6%         |
| Victims                        | Referenced those hurt or killed by terrorism                                 | 6%         |
| Other                          | Neutral tweets; posts that do not fall within the other categories           | 6%         |

Figure 4. Tweets defending and banalising Muslims by a football fan account.
highlights not only their ordinariness, but also their helpfulness in the wake of the attack. In some tweets, Muslims do not only belong to the Manchester community, but contribute to it. The salient part of their identification is meant to be their jobs or their Manchester residence rather than their religion (also see Downing 2019).

In other tweets, Muslims and Islam are defended from a religious vantage point; their faith is described as a faith of peace, and violence is understood as antithetical to it. Rather than banal, Muslims become innocent. Following this discourse, some users want to “remind” others that it was not a Muslim who did the bombing; that it simply could not have been one, since the brutality of the act renders it inherently non-Islamic. Muslims, therefore, cannot be blamed, since the attack was committed by a “monster” not a Muslim. Instead of the good/bad Muslim dichotomy, bad Muslims are no longer Muslims at all. Rather than a suspect community (Pantazis and Pemberton 2009; Breen-Smyth 2014; Awan 2012), Muslims in their plurality are imagined as an innocent one. Neutrality, however, is foreclosed.

Other users draw on exactly this good/bad Muslim dichotomy (Mamdani 2002; Maira 2009) to reinforce it, rescuing the majority of Muslims from the charge of terrorism by blaming a few “extremists” that take the scripture too far or misinterpret it. Not “all Muslims”, this line of argument goes, are terrorists. A wholesale condemnation of the community is dismissed. Nonetheless, the notion of Muslims as potentially suspect and dangerous is implicitly maintained.

Across the variations of the defence discourse, the imperative of “don’t blame Muslims”, a phrase popular in the data, anticipates an audience to be addressed; at times, these are specific users as indicated by the @ function or retweets, but often the audience is Twitter and society at large. The users exhibit familiarity with the anti-Muslim discourses expressed in discussions about terrorism and the increase of Islamophobia and hate crimes in the wake of terror attacks (Halliday 2017; Awan and Zempi 2017; Hanes and Machin 2014). Manchester becomes embedded in a series of terror-Islamophobia cycles that the users want to break. This is particularly notable since it adds nuance to the picture painted by previous studies that have focused on online Islamophobia (inter alia Awan 2016; Aguilera-Carnerero and Azeez 2016; Horsti 2017).

**Terrorism has no religion**

The second most common theme within the tweets is the declaration, often verbatim, that “terrorism has no religion” (see Figure 5). This allows us to analyse not only users’ understanding of terrorism, but of “religious terrorism” in particular. The discourse can be read from two angles, as outlined below, one that seeks to construct terrorism as a-religious while the other portrays it as pan-religious. Neither approach, however, fully discounts religion as a valid lens through which to interpret terrorism, even if it is as its antithesis.

The “no religion” argument often overlaps with a defence of Muslims or Islam, and it is never brought forward by those blaming Muslims for the attack. In many tweets, it is an extension of the more specific “the terrorists cannot have been Muslim because Muslims would not do something like this” reasoning. The act was not only un-Islamic, but irreligious, users argue. This entails that to maintain the dichotomy between religion and terrorism, terrorists are denied their faith. There are some “moderate” or “good”
Don't blame Muslims for this attack in Manchester because terrorism has no religion, remember that please #PrayForManchester

6:52 AM · May 23, 2017 · Twitter for Android

**Figure 5.** One of the most popular tweets in the sample, posted by a music fan account.

Muslims who can speak and stand for Islam; but jihadist terrorists with their explicit invocation of the faith cannot. This underlines the different ways “Muslim” can be taken up as a self-descriptor (Adamson 2011) and raises questions about agency and authority regarding who and what gets to be Muslim in the context of (the war on) global jihadist terror that are beyond the scope of this article.

Markedly, “religious terrorism” is not called into question due to the ambiguities that separate it from so-called “secular terrorism” (cf. Gunning and Jackson 2011); the “no religion” discourse is not based on material or empirical concerns about what constitutes terrorism, but interpretations of what constitutes “religious”. This defence of faith exceeds a narrow desecuritisation of Islam, it makes a normative claim about religion as a whole, as inherently non-violent and opposed to terror. However, this discourse is also highly contested, with unique tweets as well as retweets and responses emphasising the role of Islam in the Manchester attack and terrorism in general, as outlined below.

Other claims about the irreligiosity of terrorism appear more concerned with its pan-religiosity, referencing that both perpetrators and victims of it are not limited to one creed. While terrorism becomes an absolute evil external to faith(s) in the first iteration of the “no religion” discourse, terrorism is a danger possibly inherent to all belief systems in the second one. It is constructed as the problem of “extremists” and “radicals” within a religion. Islam, then, implicitly and at times explicitly appears particularly vulnerable to such extreme readings and the good Muslim/bad Muslim dichotomy is reified. However, the overarching drive of “terrorism has no religion” is to bring together rather than divide.

Notably, whilst users emphasise that terrorism has no religion, the response to it apparently does: the hashtag #prayforManchester is used in 17% of all analysed tweets, often alongside the “terrorism has no religion” claim. This call to prayer appears to be used by Muslims as well as Christians and, presumably, other faiths represented in the data. Echoing similar sentiments expressed on Twitter after other recent terror attacks in Europe (Eriksson Krutrök and Lindgren 2018), prayer functions as a signal to indicate both grief, solace, and solidarity. Its hashtagged nature further highlights the call’s function to unite the users and constructs prayer as a shared,
universal response to the incident. In paradoxical tandem with the argument that terrorism has no religion, #prayforManchester helps to disassociate religion from the violence of the terror attack and locates it on the side of the victims and the grieving public instead.

**Constructing terrorists**

11% of the tweets provide insight into who terrorists are constructed to be, with nearly all emphasising their exceptionalism. Echoing Roach, Cartwright, and Pease (2020) findings, people also generally express anger at the perpetrator. Markedly, none of the users mention Salman Abedi, whose identity was leaked shortly after the bombing, by name. Instead, users draw on broader tropes about Muslim terrorists and appear to make a point about terrorism and, some, “Muslim terrorism” more generally instead. This highlights how individual terror events are embedded in larger (in)security discourses, on which users draw, as well as how they contribute to these. Others have noted that such communitarisation of terrorist violence, shifting away from its individual perpetrators, is also more common in the reception of attacks like the Manchester bombing: while white and right-wing perpetrators are “lone wolfs”, jihadist terrorists stand in for their faith community (Breen-Smyth 2020).

In many of the tweets and at times overlapping with the “Don’t blame Muslims” discourse, someone who commits a terrorist attack is an “extremist”, rather than a “real”, regular Muslim. While, according to some tweets, such “radicals” also exist in other faiths, this discourse echoes policy and academic concerns about the relationship between radicalisation, terrorism, and Islam (e.g. Ranstorp 2010; critical e.g. Heath-Kelly 2013). Terrorism is constructed as the extreme and the terrorist as far removed from the mainstream, as “sick” or “insane”. According to Crenshaw (2014), coverage of domestic terrorism emphasises perpetrators’ pathological and personal abnormality, while foreign attackers are portrayed as transnational threats with little personal context.5 Tweets in the dataset mostly fall into the latter category, but with a third narrative, that of foreignness qua religious radicalism, predominating. While not mentioned in the data, Abedi’s own status as a British citizen further complicates the domestic-foreign distinction proposed by Crenshaw (2014). Instead, it points to the subjective and constructivist nature of the discourse. “Muslim terrorists”, thus, are othered and rendered extreme through their religion, even if due to their extremism they fall outside the boundaries of “real” Muslim identity. Independent of their citizenship status, their extremism is Islamic and, therefore, implicitly foreign. Personal or secular motivations, meanwhile, are not considered in the tweets (also see Gunning and Jackson 2011). Neither do users draw on the “terrorists as vulnerable or brain-washed victims” narrative featured prominently in Jackson and Hall’s (2016) focus groups.

Beyond being portrayed as extreme, the language used to refer to terrorists indicates a degree of depersonalisation. Users write of “monsters”, “barbaric animals” and “DEMONS”. They express their disbelief about how someone could commit such a violent act. These terrorist monsters also stand in implicit juxtaposition to Muslims as a banal community, they “help to reinforce boundaries between self and other, civilisation and barbarism, good and evil” (Devetak 2005, 642; also see Rai 2004). Terrorists are the
incomprehensible and abject other; to religion and Islam, as in the “Don’t blame Muslims” and “terrorism has no religion” discourses, but also vis-à-vis society at large. As indicated elsewhere in CTS and securitisation literature, such othering of terrorists can have severe policy consequences, including justifying extra-legal measures in the name of counter-terrorism (Jackson 2005).

**Criticising Muslims/Islam**

11% of tweets in the sample are critical of Muslims and/or Islam, with many assigning blame for the attack to the Muslim community or Islamic faith as a whole. Drawing on broader Islamophobic and xenophobic narratives, the tweets provide insight into the construction of “Muslim” violence and its supposed perpetrators. Indeed, users present an inverse of the “no religion” argument – they argue that exactly Islam as a religo-cultural Other is to blame for the violence. Albeit making up a comparatively small part of the sample, these posts represent an important discourse that other users are both anticipating and directly responding to, as outlined previously. Furthermore, the relative lack of anti-Muslim sentiments in our dataset might be read more as an illustration of Twitter’s liberal and pro-immigration user base (Wojcik and Hughes 2019), as well as evidence of the deletion of xenophobic and Islamophobic posts than sign of the infrequency of post-attack Islamophobia in general.

Many users characterise terror as inherent to Islam, and Muslims as suspect outsiders. Some differentiate between the “radicals” described previously, the “religious Muslims with long hair [who] support Jihad” and non-terrorist Muslims but still maintain that a susceptibility to violence is inherent to the faith. Several refer to Islam as a violent or sexist religion, echoing longstanding Orientalist tropes (Said [1978] 1979). While some tweets express their anger at “fucking Muslims” as a whole, others highlight that while not all Muslims are terrorists, (nearly) all terrorists are Muslim. This suggests that non-Muslim violence may not be interpreted through a terrorism framework. Terrorism, understood as something extreme and incomprehensibly violent – extreme and incomprehensible to a white, Christian, Western sensibility, that is – becomes the perpetual problem of the Other.

Additionally, some posts evoke a terrorism-Muslims-migration nexus and securitise migration qua terrorism (Nail 2016), stating, for example, that “[t]his is the result of mass Muslim immigration. THIS MUST STOP!” Tweets like this highlight how post-attack discourses transcend a focus on terrorism and engage with other salient issues and policy demands, in this case, border control and restrictive migration regimes. They indicate a partial convergence of the figure of the “Muslim immigrant” and that of the terrorist, portraying those who allowed Muslim immigration as complicit in the bombing. This serves to illustrate Mancosu et al.’s (2018) finding that the attack intensified anti-immigrant sentiments. However, amalgamations of terror, Islam, and migration are hardly new nor limited to the Manchester bombing. Bogain (2020), for example, found similar narratives in his analysis of online comments on articles about the French state of emergency.

Other posts link to “Muslim terrorism” more generally and reference non-UK contexts, such as the “travel ban” instated in the US the same year or the conflicts in Syria and Iraq. Notably, more than half of the tweets in this theme were posted by users listing an
identifiable non-UK location. The event, therefore, is understood beyond its national context and Islam is constructed not as a local foe, but a global one – echoing a clash of civilisations logic. “Manchester” changes from a specific locality or event into shorthand for “what happens” when Muslims “buy into the ideology they profess to believe [in]”. This transnational dimension of the discourse underlines how studying cyberspace might allow researchers to transcend methodological nationalism in security studies and raises new questions for both vernacular security studies and CTS in terms of the construction of an attack in a particular national locale that becomes embedded into a larger international public sphere. However, given that the project focuses on tweets in English and that many users turn off geo-localisation, a more in-depth analysis of the location of individual messages is not possible and beyond the scope of this project, presenting a task for future research.

Across the tweets, Muslims and Islam are essentialised and, if at all, differ mostly in their degree of radicalism (see Semati 2011 on the essentialisation of Muslims). This homogenisation can be read as the counterpart to efforts at individualising Muslims in other themes. While “Muslim defence” tweets banalise Muslims as individuals in the midst of Manchester’s community, the “blame Muslims” discourse securitises them as a collective external to (British/Western) society.

**Muslim response**

10% of the posts are concerned with Muslims’ response to the attack (see Figure 6). The vast majority of them are messages by self-identified Muslims themselves that condemn and grieve the violence. However, a smaller proportion of the content, about 2%, are posts sharing reports of Muslims allegedly celebrating the incident. The tweets illustrate the importance and self-aware performance of “correct” responses to terrorist violence that adheres to collective “feeling rules” (Eroukhmanoff 2019a) – failure to comply provokes outrage and proves Muslim complicity.

Both discourses concerned with Muslims’ response to the attack assume that they are supposed to respond. A few tweets even call on them to do so, with one asking “[I] [w]onder if Muslims in Manchester & everywhere will trend #MuslimsDenounceJihad.” They remain potentially suspect unless they actively declare their opposition to violence. Neutrality, meanwhile, is foreclosed. In its denial qua condemnation as well as when it is “proven” in the Muslim celebration discourse, the association between terrorism and Islam is reified.

The condemnation discourse also places Muslims into a position where they are speaking to jihadist terrorists and non-Muslims simultaneously, having to communicate to both that violence and its perpetrators are un-Islamic. They “condemn this evil & barbaric act” and “extend [their] deepest condolences” to the victims. It is impossible to know if their message is heard, but it is re-tweeted, with a range of Muslim condemnation tweets being shared and commented on by other users. While Abdel-Fattah (2017) argues that these efforts to condemn terrorism can be interpreted as internalised Islamophobia, the “Muslim condemnation” tweets also indicate Muslims’ agency to respond to and deconstruct discourses about their religion and community.

Notably, this diverges from Aguilera-Carnerero and Azeez’s (2016) finding that most people commenting on jihad online are non-Muslims and calls for more research into mobilisation of social media to renegotiate (in)security by Muslims in the context of jihadist
violence. Using identifiers such as “we” and declaring “I’m a Muslim too”, ostensibly Muslim users seek to represent their faith towards the outside and position themselves with the grieving public rather than the Muslim attacker. Not aiming to deny internal differences, the shared identifier “Muslim” is leveraged to construct Muslim belonging, indicating how it can be employed strategically for collective claims-making and political articulation (Adamson 2011; Kahani-Hopkins and Hopkins 2002). The hashtag #WeStandTogether, used in 26% of the “Muslim condemnation” tweets, underlines this further.

**Using Manchester to critique “politically correctness”**

7% of the tweets are critical commentary on the defence of Muslims and Islam described above (see Figure 7). Often overlapping with anti-Muslim narratives, these posts decry that the left and “liberals” are supposedly preoccupied with Islamophobia and “Muslims’ feelings” rather than worried about the real issue, “Islamic terrorism”. Like the “Muslim response” theme, this discourse highlights the contested nature of post-attack reactions. It underlines the significance of studying not only constructions of what terrorism is but how lay responses to it are discursively governed. Notably, in this discourse, users are less concerned with elite responses or policy, their criticism primarily focuses on other Twitter users.
Underlying this is a stance critical of both Muslims and a “liberal”, politically correct culture that is supposedly more concerned with minority rights than the lives lost in the attack. Echoing state of emergency logic, some users indicate a willingness to sacrifice civil liberties and minority rights in order to appropriately, read forcefully, respond to the attack. What is constructed as empathy and solidarity in the “Muslim defence” discourse is here understood as competitive victimisation and politicisation of the tragedy – never mind the inherently politicised nature of the “anti-liberal response” discourse itself. Indeed, many of the tweets reference the attack’s immediate victims as those who people should actually be concerned about. Users emphasise that “children” died and that the “BLOOD ON THE BODIES IN MANCHESTER” had not even dried before people pivoted their attention to Islamophobia. Understanding terrorism, thus, transcends the immediate circumstances of an attack; it includes the myriad of ways such an attack is interpreted and integrated into existing political discourses. Whether that is one that is concerned with minority rights and hate speech, or one that is opposed to supposed political correctness.

**Constructing Manchester through victimhood**

Although rarely a focal point of CTS, victimhood is not neutral (McGowan 2016). 6% of the tweets give insight into which attributes of the bombing’s victims are assigned post-facto meaning and how they contribute to the interpretation of the attack. In the sample, victimhood is gendered and aged, with users highlighting that many of the concert attendees were young women and girls, given the demographics of Ariana Grande’s
fanbase. They are ideal victims (on this, see Lawther 2014; Christie 1986): “innocent little girls”, “literal children.” Their suffering is evoked to underline the barbarity of the attack and, often, that of its Muslim perpetrator. The focus on victims’ gendered and age-associated innocence and fragility converges with Jarvis and Lister (2016) and Jackson and Hall’s (2016) findings that vernacular understandings of terrorism, similar to those found in elite discourse, generally define it as the killing of “innocent” civilians. However, in line with McGowan (2016), who such a victim is and how far both innocence and victimisation extend is subjective and contested.

Tellingly, there is a second discourse about the victims of terrorism present in the data: one about non-white and Muslim victims. Some users argue that Muslims were also present at the concert and were equally impacted by the attack. A few posters make more general statements criticising perceived worthy/unworthy victim differentiation (Camarillo 2018), with one tweet stating that “Muslims and Muslim countries get bombed, no one ask[s].” Conceptualising Muslims as (fellow) victims can be read as a de-securitising move, however, it maintains an essentialising victim-perpetrator binary. In this discourse, the victimisation of Muslims is what allows them to avoid suspicion; mirroring the “defence of Muslims” and “Muslim condemnation” themes, Muslims cannot be neutral bystanders.

Conclusions on terrorism and vernacular security in the aftermath of the Manchester bombing

The study finds that Twitter provides a platform for a plethora of competing, contradicting, and self-aware vernacular discourses on terrorism in the aftermath of terrorist violence. This is likely to be a generalisable conclusion, with some important caveats. First, social media platforms are ever-evolving; their shifts in terms of popularity and their variation in output formats will dictate how and where constructions about terrorism occur in the future. Twitter, while likely to remain important, is only one in an increasingly diverse social media ecosystem, and future studies should consider how other platforms offer insights into terrorism constructions. Second, this article has demonstrated the unpredictability of the discursive landscape around terrorism. While some of the tweets demonstrate the salience of marginalising discourses, users also defended Muslims and attempted to nuance their position in British society. This paradoxical and dynamic discursive repertoire is likely to be a persistent feature of bottom-up, user-generated content about terrorism. It suggests that lay social media audiences are not only increasingly literate in post-attack discourses on “Muslim terrorism” but are confident enough to deploy their own narratives within the discursive landscape. Further research might seek to compare such discourses found on social media with those uttered “from above” in response to the same event.

Like Jarvis and Lister (2016), we did not encounter disengaged nor silenced security audiences (cf. Roe 2012). Rather than the passive receptors of security speak, awaiting its interpretation by security elites, we found laypeople who speak security themselves and even pre-empt common tropes on terrorism, seeking to engage with, manipulate, and critique them. This affords discursive agency both to the lay audiences and the Muslim subjects of security – agency for which traditional “accounts of security discourse have left depressingly little room” (Pears 2016, 80). Social media, with its decentralised and networked structure of influential speech, therefore, presents a fundamental challenge to
theorisations of security and securitisation that presumes the audience as passive, and underlines the importance of the vernacular turn. Especially in the direct aftermath of an attack, when expert analyses are still being conducted, political speeches written, and media reports put together, Twitter offers a view into immediate lay responses and emergent discourses. Indeed, our findings suggest an audience that, on Twitter, is hardly only audience but seeks to speak security itself and challenge securitisation. The “Muslim response” tweets, additionally, indicate that social media may serve as a site for securitised groups to contest their portrayal (also see Bahfen 2018).

Furthermore, our findings challenge the conclusion that social media, such as Twitter, functions as mere amplifier of anti-Muslim narratives spread by traditional media and add nuance to scholarship that primarily focuses on the internet as a place for sharing Islamophobic messages. Many users in our dataset move beyond securitising Muslims or Islam and construct them as banal or even a force for good instead. The religious and political meaning of “Muslims” and “Islam” themselves is subject to ambiguous and competing interpretations. Being attentive to such re-constructions and deconstructions of common discourses about Muslims and terrorism heeds Jarvis’s (2019, 120) call for vernacular security studies that are “responsive to precisely these [experienced and lived] understandings and imaginaries rather than having potential threats or fears mapped out in advance”. However, continuing links between terrorism, Islam, and Muslims even in the “Muslim defence” discourse also illustrate that even when securitising speech acts are criticised or deconstructed, the underlying logic established by them can endure. These insights render social media an ever more important arena for both the study of vernacular security but also for critical terrorism scholars who seek to understand the variety of ways that contemporary terror events are constructed “from below”.

Notes

1. Hours after the detonation, American media identified Abedi as the suspected perpetrator and journalists began to construct a narrative about him in the following days (inter alia Evans et al. 2017). Meanwhile, Theresa May gave an official statement at Downing Street over 12 hours after the attack (Walker and Elgot 2017) and the UK’s Joint Terrorism Analysis Centre, after expert deliberation, raised the national threat level from severe to critical the evening of the 23rd (MIS 2017).

2. Insufficient conceptualisation of the “audience” has also drawn criticism from within the securitisation framework (Jarvis and Legrand 2017; Léonard and Kaunert 2010; also see Huysmans 2011, on security beyond the exceptional).

3. Given the location of the attack, we focus on studies conducted in the UK, but similar observations regarding securitisation and Islamophobia have been made in other contexts (inter alia Eroukhmanoff 2019b; Cesari 2009; Cherney and Murphy 2016).

4. While other studies on Twitter delineate their sample with the help of hashtags (e.g. Eriksson 2016; Merrill et al. 2020), we searched beyond hashtags to include a wider range of posts and in recognition that neither #Muslims nor #Manchester are sufficiently established and specific to warrant a more targeted search.

5. Crenshaw, notably, did not control for attackers’ faith.

Disclosure statement

No potential conflict of interest was reported by the author(s).
Notes on contributors

Dr Joseph Downing works at the European Institute, LSE. He is a Fellow Nationalism at the LSE and has been a Marie Curie Fellow at the CNRS in Marseille, France and SOAS, University of London.

Sarah Gerwens is a PhD candidate at the European Institute, LSE. She draws on critical race theory and critical whiteness studies to research institutional discrimination and discourses on race and “diversity” in German schooling.

Richard Dron works at the Salford Business School, University of Salford. He is a lecturer in digital business and has published extensively on social network analysis, digital marketing and social media.

References

Abdel-Fattah, R. 2017. “Islamophobia and Australian Muslim Political Consciousness in the War on Terror.” Journal of Intercultural Studies 38 (4): 397–411. doi:10.1080/07256868.2017.1341392.

Adamson, F. B. 2011. “Engaging or Contesting the Liberal State? “Muslim” as a Politicised Identity Category in Europe.” Journal of Ethnic and Migration Studies 37 (6): 899–915. doi:10.1080/1369183X.2011.576193.

Aguilera-Carnerero, C., and A. H. Azeez. 2016. “Iษmophonausea, Not Islamophobia”: The Many Faces of Cyber Hate Speech.” Journal of Arab & Muslim Media Research 9 (1): 21–40. doi:10.1386/jammr.9.1.21_1.

Ahmed, S. 2009. Seen and Not Heard. Leicester: Policy Research Centre.

Ahmed, W., and S. Lugovic. 2019. “Social Media Analytics: Analysis and Visualisation of News Diffusion Using NodeXL.” Online Information Review 43 (1): 149–160. doi:10.1108/OIR-03-2018-0093.

Aly, A., S. Macdonald, L. Jarvis, and T. Chen, eds. 2016. Violent Extremism Online: New Perspectives on Terrorism and the Internet. London: Routledge.

Amin-Khan, T. 2012. “New Orientalism, Securitisation and the Western Media’s Incendiary Racism.” Third World Quarterly 33 (9): 1595–1610. doi:10.1080/01436597.2012.720831.

Awan, I., and I. Zempi. 2016. “The Affinity between Online and Offline Anti-Muslim Hate Crime: Dynamics and Impacts.” Aggression and Violent Behavior 27 (March): 1–8. doi:10.1016/j.avb.2016.02.001.

Awan, I., and I. Zempi. 2017. “I Will Blow Your Face OFF”—VIRTUAL and Physical World Anti-Muslim Hate Crime.” The British Journal of Criminology 57 (2): 362–380. doi:10.1093/bjc/azv122.

Awan, I. 2012. “I Am a Muslim Not an Extremist”: How the Prevent Strategy Has Constructed a “Suspect” Community.” Politics & Policy 40 (6): 1158–1185. doi:10.1111/j.1747-1346.2012.00397.x.

Awan, I. 2016. Islamophobia in Cyberspace: Hate Crimes Go Viral. London: Routledge. https://doi.org/10.4324/9781315590097

Bahfen, N. 2018. “The Individual and the Ummah: The Use of Social Media by Muslim Minority Communities in Australia and the United States.” Journal of Muslim Minority Affairs 38 (1): 119–131. doi:10.1080/13602004.2018.1434939.

Barberá, P., and G. Rivero. 2014. “Understanding the Political Representativeness of Twitter Users.” Social Science Computer Review December. doi:10.1177/0894439314558836.

Bastian, M., S. Heymann, and M. Jacomy. 2009. “Gephi: An Open Source Software for Exploring and Manipulating Networks.” San Jose, CA:Association for the Advancement of Artificial Intelligence. https://gephi.org

Bogain, A. 2020. “Understanding Public Constructions of Counter-Terrorism: An Analysis of Online Comments during the State of Emergency in France (2015-2017).” Critical Studies on Terrorism 13 (4): 591–615. doi:10.1080/17539153.2020.1810976.

Braun, V., and V. Clarke. 2006. “Using Thematic Analysis in Psychology.” Qualitative Research in Psychology 3 (2): 77–101. doi:10.1111/1478088706qp063oa.
Braun, V., and V. Clarke. 2021. “Can I Use TA? Should I Use TA? Should I Not Use TA? Comparing Reflexive Thematic Analysis and Other Pattern-Based Qualitative Analytic Approaches.” Counselling and Psychotherapy Research 21 (1): 37–47. doi:10.1002/capr.12360.

Breen-Smyth, M. 2014. “Theorising the “Suspect Community”: Counterterrorism, Security Practices and the Public Imagination.” Critical Studies on Terrorism 7 (2): 223–240. doi:10.1080/17539153.2013.867714.

Breen-Smyth, M. 2020. “The Lone (White) Wolf, “Terrorism” and the Suspect Community.” In Encountering Extremism: Theoretical Issues and Local Challenges, edited by A. Martini, K. Ford, and R. Jackson, 74–97. Manchester: Manchester University Press.

Brown, G., and Y. George. 1983. Discourse Analysis. Cambridge, UK: Cambridge University Press.

Bubandt, N. 2005. “Vernacular Security: The Politics of Feeling Safe in Global, National and Local Worlds.” Security Dialogue 36 (3): 275–296. doi:10.1177/0967010605057015.

Burnap, P., M. L. Williams, L. Sloan, O. Rana, W. Housley, A. Edwards, V. Knight, R. Procter, and A. Voss. 2014. “Tweeting the Terror: Modelling the Social Media Reaction to the Woolwich Terrorist Attack.” Social Network Analysis and Mining 4 (1): 206. doi:10.1007/s13278-014-0206-4.

Burnett, J., and D. Whyte. 2005. “Embedded Expertise and the New Terrorism.” Journal for Crime, Conflict and the Media 1 (4): 1–18.

Buzan, B., O. Waever, and J. de Wilde. 1997. Security: A New Framework for Analysis. Boulder, CO: Lynne Rienner Publishers.

Camarillo, O. 2018. “Who are Deemed the ‘Worthy’ and “Unworthy” Victims of Mexico’s Drug-Related Violence?” Journal of Borderlands Studies. 1–15. doi:10.1080/08865655.2018.1471732.

Cesari, J. 2009. “The Securitisation of Islam in Europe.” 15. The Changing Landscape of European Liberty and Security. Brussels: CEPS. http://aei.pitt.edu/10763/1/1826.pdf

Cherney, A., and K. Murphy. 2016. “Being a “Suspect Community” in a Post 9/11 World – The Impact of the War on Terror on Muslim Communities in Australia.” Australian & New Zealand Journal of Criminology 49 (4): 480–496. doi:10.1177/0004865815585392.

Christie, N. 1986. “The Ideal Victim.” In From Crime Policy to Victim Policy: Reorienting the Justice System, edited by E. A. Fattah, 17–30. London: Palgrave.

Crenshaw, E. 2014. “American and Foreign Terrorists: An Analysis of Divergent Portrayals in US Newspaper Coverage.” Critical Studies on Terrorism 7 (3): 363–378. doi:10.1080/17539153.2014.953306.

Da Silva, R., and R. Crilley. 2017. “‘Talk about Terror in Our Back Gardens’: An Analysis of Online Comments about British Foreign Fighters in Syria.” Critical Studies on Terrorism 10 (1): 162–186. doi:10.1080/17539153.2016.1237011.

Davies, R. 2009. “The Use of Social Network Analysis Tools in the Evaluation of Social Change Communications.” Communication for Social Change Consortium. doi:10.13140/RG.2.1.1159.6320.

Dearden, L. 2017. “Isis Has Claimed Responsibility for the Manchester Arena Attack.” The Independent, Accessed 23 May 2017, sec. Home News. https://www.independent.co.uk/news/uk/home-news/manchester-arena-attack-isis-responsible-claim-suicide-bombing-islamic-state-ariana-grande-concert-fans-killed-a7751221.html

Devetak, R. 2005. “The Gothic Scene of International Relations: Ghosts, Monsters, Terror and the Sublime after September 11.” Review of International Studies 31 (4): 621–643. doi:10.1017/S0260210505006662.

Downing, J. 2019. French Muslims in Perspective: Nationalism, Post-Colonialism and Marginalisation under the Republic. Cham: Springer International Publishing. https://doi.org/10.1007/978-3-030-16103-3

Downing, J. 2020. “Memeing and Speaking Vernacular Security on Social Media: YouTube and Twitter Resistance to an ISIS Islamist Terror Threat to Marseille, France.” Journal of Global Security Studies March2021. doi:10.1093/jogs/ozg081.

Ekman, M. 2015. “Online Islamophobia and the Politics of Fear: Manufacturing the Green Scare.” Ethnic and Racial Studies 38 (11): 1986–2002. doi:10.1080/01419870.2015.1021264.

Ericson, C. W. 2008. “Thematics of Counterterrorism: Comparing 24 and MI-5/Spooks.” Critical Studies on Terrorism 1 (3): 343–358. doi:10.1080/17539150802515012.
Eriksson Krutrök, M., and S. Lindgren. 2018. “Continued Contexts of Terror: Analyzing Temporal Patterns of Hashtag Co-Occurrence as Discursive Articulations.” Social Media + Society 4 (4): 2056305118813649. doi:10.1177/2056305118813649.

Eriksson, M. 2016. “Managing Collective Trauma on Social Media: The Role of Twitter after the 2011 Norway Attacks.” Media, Culture & Society 38 (3): 365–380. doi:10.1177/0163443715608259.

Eriksson, M. 2018. “Pizza, Beer and Kittens: Negotiating Cultural Trauma Discourses on Twitter in the Wake of the 2017 Stockholm Attack.” New Media & Society 20 (11): 3980–3996. doi:10.1177/1461448817736149.

Eroukhmanoff, C. 2019a. “Responding to Terrorism with Peace, Love and Solidarity: “Je Suis Charlie”, “Peace” and “I Heart MCR”.” Journal of International Political Theory 15 (2): 167–187. doi:10.1177/1755088219829884.

Eroukhmanoff, C. 2019b. The Securitisation of Islam: Covert Racism and Affect in the United States Post-9/11. The Securitisation of Islam. Manchester: Manchester University Press. https://www.manchesterhive.com/view/9781526128959/9781526128959.xml

Estrada, E. P., A. D. Anderson, and A. Brown. 2021. “#iamaRefugee: Social Media Resistance to Trump’s “Muslim Ban.” Journal of Refugee Studies 34 (3): 3442–3463. doi:10.1093/jrs/feaa125. no. feaa125 (February).

Evans, M., V. Ward, R. Mendick, B. Farmer, H. Dixon, and D. Boyle. 2017. “Everything We Know about Manchester Suicide Bomber Salman Abedi.” The Telegraph, Accessed 26 May 2017. https://www.telegraph.co.uk/news/2017/05/26/everything-know-manchester-suicide-bomber-salman-abedi

Fairclough, N. 2013. Critical Discourse Analysis: The Critical Study of Language. 2nd ed. London: Routledge. doi:10.4324/9781315834368.

Fekete, L. 2009. “Anti-Muslim Racism and the Security State.” In A Suitable Enemy, 43–74. Pluto Press.

Fischer-Preißler, D., C. Schwemmer, and K. Fischbach. 2019. “Collective Sense-Making in Times of Crisis: Connecting Terror Management Theory with Twitter User Reactions to the Berlin Terrorist Attack.” Computers in Human Behavior 100 (November): 138–151. doi:10.1016/j.chb.2019.05.012.

Gee, J. P. 2004. An Introduction to Discourse Analysis. Taylor and Francis.

Gilks, M. 2020. “The Security-Prejudice Nexus: “Islamist” Terrorism and the Structural Logics of Islamophobia in the UK.” Critical Studies on Terrorism 13 (1): 24–46. doi:10.1080/17539153.2019.1650874.

Graham, R., and S. Smith. 2016. “The Content of Our #characters: Black Twitter as Counterpublic.” Sociology of Race and Ethnicity 2 (4): 433–449. doi:10.1177/2332649216639067.

Gunning, J., and R. Jackson, Gunning, Jeroen, and Richard Jackson. 2011. “What’s so “Religious” about “Religious Terrorism?” Critical Studies on Terrorism 4 (3): 369–388. doi:10.1080/17539153.2011.623405.

Gunning, J. 2007. “A Case for Critical Terrorism Studies?” Government and Opposition 42 (3): 363–393. doi:10.1111/j.1477-7053.2007.00228.x.

Halliday, J. 2017. “Islamophobic Attacks in Manchester Surge by 500% after Arena Attack.” The Guardian, Accessed 22 June 2017. sec. UK News. https://www.theguardian.com/uk-news/2017/jun/22/islamophobic-attacks-manchester-increase-arena-attack

Hanes, E., and S. Machin. 2014. “‘Hate Crime in the Wake of Terror Attacks: Evidence from 7/7 and 9/11.” Journal of Contemporary Criminal Justice 30 (3): 247–267. doi:10.1177/1043986214536665.

Heath-Kelly, C. 2013. “Counter-Terrorism and the Counterfactual: Producing the “Radicalisation” Discourse and the UK PREVENT Strategy.” The British Journal of Politics and International Relations 15 (3): 394–415. doi:10.1111/j.1467-856X.2011.00489.x.

Himelboim, I., M. A. Smith, L. Rainie, B. Schneiderman, and C. Espina. 2017. “Classifying Twitter Topic-Networks Using Social Network Analysis.” Social Media + Society 3 (1): 2056305117691545. doi:10.1177/2056305117691545.

Holland, J. 2011. “‘When You Think of the Taliban, Think of the Nazis’: Teaching Americans ‘9/11’ in NBC’s the West Wing.” Millennium: Journal of International Studies 40 (1): 85–106. doi:10.1177/0305829811408680.
Homolar, A., and P. A. Rodriguez-Merino. 2019. “Making Sense of Terrorism: A Narrative Approach to the Study of Violent Events.” *Critical Studies on Terrorism* 12 (4): 561–581. doi:10.1080/17539153.2019.1585150.

Horsti, K. 2017. “Digital Islamophobia: The Swedish Woman as a Figure of Pure and Dangerous Whiteness.” *New Media & Society* 19 (9): 1440–1457. doi:10.1177/1461444816642169.

Hülse, R., and A. Spencer. 2008. “The Metaphor of Terror: Terrorism Studies and the Constructivist Turn.” *Security Dialogue* 39 (6): 571–592. doi:10.1177/096701060898210.

Huysmans, J. 2011. “What’s in an Act? On Security Speech Acts and Little Security Nothings.” *Security Dialogue* 42 (4–5): 371–383. doi:10.1177/09670106114148713. October.

Jackson, R., and G. Hall. 2016. “Talking about Terrorism: A Study of Vernacular Discourse.” *Politics* 36 (3): 292–307. doi:10.1177/0263395715610791.

Jackson, R. 2005. *Writing the War on Terrorism: Language, Politics and Counter-Terrorism*. Manchester, UK: Manchester University Press.

Jackson, R. 2007. “The Core Commitments of Critical Terrorism Studies.” *European Political Science* 6 (3): 244–251. doi:10.1057/palgrave.eps.2210141.

Jarvis, L., and M. Lister. 2013. “Vernacular Securities and Their Study: A Qualitative Analysis and Research Agenda.” *International Relations* 27 (2): 158–179. doi:10.1177/0047117812460880.

Jarvis, L., and M. Lister. 2016. “What Would You Do? Everyday Conceptions and Constructions of Counter-Terrorism.” *Politics* 36 (3) (April): 277–291. doi:10.1177/0263395715613644.

Jarvis, L., and T. Legrand. 2017. “‘I Am Somewhat Puzzled’: Questions, Audiences and Securitization in the Proscription of Terrorist Organizations.” *Security Dialogue* 48 (2): 149–167. doi:10.1177/0967010616686020.

Jarvis, L. 2009. “The Spaces and Faces of Critical Terrorism Studies.” *Security Dialogue* 40 (1): 5–27. doi:10.1177/0967010608100845.

Jarvis, L. 2019. “Toward a Vernacular Security Studies: Origins, Interlocutors, Contributions, and Challenges.” *International Studies Review* 21 (1): 107–126. doi:10.1093/isr/viy017.

Kahahi-Hopkins, V., and N. Hopkins. 2002. “Representing” British Muslims: The Strategic Dimension to Identity Construction.” *Ethnic and Racial Studies* 25 (2): 288–309. doi:10.1080/01419870120109494.

Kessling, P., B. Kiessling, S. Burkhart, and S. Christian. 2020. “Dynamic Properties of Information Diffusion Networks during the 2019 Halle Terror Attack on Twitter.” In *Social Computing and Social Media. Design, Ethics, User Behavior, and Social Network Analysis*, edited by G. Meiselwitz, Lecture Notes in Computer Science, 568–582. Cham: Springer International Publishing. doi:10.1007/978-3-030-49570-1_40.

Klinger, U., and J. Svensson. 2015. “The Emergence of Network Media Logic in Political Communication: A Theoretical Approach.” *New Media & Society* 17 (8): 1241–1257. doi:10.1177/1461444814522952.

Lawther, C. 2014. “The Construction and Politicisation of Victimhood.” In * Victims of Terrorism: A Comparative and Interdisciplinary Study*, edited by O. Lynch and J. Argomaniz, 10–31. London: Taylor and Francis.

Léonard, S., and C. Kaunert. 2010. “Reconceptualizing the Audience in Securitization Theory.” In *Securitization Theory*, edited by T. Balzacq. 1st ed. (57–76). London: Routledge.

Maira, S. 2009. “‘Good’ and ‘Bad’ Muslim Citizens: Feminists, Terrorists, and U. S. Orientalisms.” *Feminist Studies* 35 (3): 631–656.

Mamdani, M. 2002. “Good Muslim, Bad Muslim: A Political Perspective on Culture and Terrorism.” *American Anthropologist* 104 (3): 766–775. doi:10.1525/aa.2002.104.3.766.

Manco, M., T. M. Cappiali, and M. F. Pereira. 2018. “The (Non)-persistence of Changes in Attitudes toward Immigrants after Terrorist Attacks: The Case of the Manchester Bombing.” 549. Carlo Alberto Notebooks. Turin: Collegio Carlo Alberto. https://www.carloalberto.org/wp-content/uploads/2018/11/no.549.pdf

McGowan, W. 2016. “Critical Terrorism Studies, Victimisation, and Policy Relevance: Compromising Politics or Challenging Hegemony?” *Critical Studies on Terrorism* 9 (1): 12–32. doi:10.1080/17539153.2016.1147772.
McNely, B. 2009. “Backchannel Persistence and Collaborative Meaning-Making.” In Proceedings of the 27th ACM International Conference on Design of Communication, 297–304. SIGDOC ’09. New York, NY, USA: Association for Computing Machinery. doi:10.1145/1621995.1622053.
Mellon, J., and C. Prosser. 2017. “Twitter and Facebook are Not Representative of the General Population: Political Attitudes and Demographics of British Social Media Users.” Research & Politics 4 (3): 2053168017720000. doi:10.1177/2053168017720008.
Meraz, S., and Z. Papacharissi. 2013. “Networked Gatekeeping and Networked Framing on #Egypt.” The International Journal of Press/Politics 18 (2): 138–166. doi:10.1177/1940161212474472.
Merrill, S., S. Sumartojo, A. C. Stephens, and M. Coward. 2020. “Togetherness after Terror: The More or Less Digital Commemorative Public Atmospheres of the Manchester Arena Bombing’s First Anniversary.” Environment and Planning. D, Society & Space 38 (3): 546–566. doi:10.1177/0263775819901146.
MI5. 2017. “Threat Level to the UK from International Terrorism Raised to CRITICAL.” Security Service - MI5, Accessed 23 May 2017. https://www.mi5.gov.uk/news/threat-level-to-the-uk-from-international-terrorism-raised-to-critical
Modood, T. 2006. “British Muslims and the Politics of Multiculturalism: A European Approach.” In Multiculturalism, Muslims and Citizenship: A European Approach, edited by T. Modood, A. Triandafyllidou, and R. Zapata-Barrero, 37-56. Abingdon: Routledge.
Moore, K., P. Mason, and J. M. W. Lewis. 2008. “Images of Islam in the UK: The Representation of British Muslims in the National Print News Media 2000-2008.” Cardiff: Cardiff University. http://jppsg.ac.uk/jomec/resources/08channel4-dispatches.pdf
Nail, T. 2016. “A Tale of Two Crises: Migration and Terrorism after the Paris Attacks.” Studies in Ethnicity and Nationalism 16 (1): 158–167. doi:10.1111/sena.12168.
Nickels, H. C., L. Thomas, M. J. Hickman, and S. Silvestri. 2012. “Constructing “Suspect” Communities and Britishness: Mapping British Press Coverage of Irish and Muslim Communities, 1974–2007.” European Journal of Communication 27 (2) (June): 135–151. doi:10.1177/0267323112445604.
Nummi, J., C. Jennings, and J. Feagin. 2019. “#blacklivesmatter: Innovative Black Resistance.” Sociological Forum 34 (S1): 1042–1064. doi:10.1111/socf.12540.
Pantazis, C., and S. Pemberton. 2009. “From the “Old” to the “New” Suspect Community: Examining the Impacts of Recent UK Counter-Terrorist Legislation.” The British Journal of Criminology 49 (5): 646–666. doi:10.1093/bjc/azp031.
Pears, L. 2016. “Ask the Audience: Television, Security and Homeland.” Critical Studies on Terrorism 9 (1): 76–96. doi:10.1080/17539153.2016.1147774.
Rai, A. S. 2004. “Of Monsters.” Cultural Studies 18 (4): 538–570. doi:10.1080/0950238042000232235.
Ranstorp, M., ed. 2010. Understanding Violent Radicalisation: Terrorist and Jihadist Movements in Europe. Abingdon: Routledge.
Roach, J., A. Cartwright, and K. Pease. 2020. “More Angry than Scared? A Study of Public Reactions to the Manchester Arena and London Bridge Terror Attacks of 2017.” Studies in Conflict & Terrorism 1–15. doi:10.1080/1057610X.2020.1780009.
Roe, P. 2012. “Is Securitization a “Negative” Concept? Revisiting the Normative Debate over Normal versus Extraordinary Politics.” Security Dialogue 43 (3): 249–266. doi:10.1177/0967010612443723.
Rudner, M. 2017. ““Electronic Jihad”: The Internet as Al Qaeda’s Catalyst for Global Terror.” Studies in Conflict & Terrorism 40 (1): 10–23. doi:10.1080/1057610X.2016.1157403.
Saeed, A. 2007. “Media, Racism and Islamophobia: The Representation of Islam and Muslims in the Media.” Sociology Compass 1 (2): 443–462. doi:10.1111/j.1751-9020.2007.00039.x.
Said, E. W. 1979. Orientalism. 1st Vintage Books. New York: Vintage. (1978).
Semati, M. 2011. “Communication, Culture, and the Essentialized Islam.” Communication Studies 62 (1): 113–126. doi:10.1080/10510974.2011.540975.
Sian, K. 2018. “Stupid Paki Loving Bitch: The Politics of Online Islamophobia and Misogyny.” In Media, Crime and Racism, edited by M. Bhatia, S. Poynting, and W. Tufail, Palgrave Studies in Crime, Media and Culture, 117–138. Cham: Springer International Publishing. doi:10.1007/978-3-319-71776-0_7.
Sloan, L. 2017. “Who Tweets in the United Kingdom? Profiling the Twitter Population Using the British Social Attitudes Survey 2015.” Social Media + Society 3 (1): 2056305117698981. doi:10.1177/2056305117698981.

Smith, M. A., L. Rainie, B. Shneiderman, and I. Himelboim. 2014. “Mapping Twitter Topic Networks: From Polarized Crowds to Community Clusters.” Washington, DC: Pew Research Center. https://www.pewresearch.org/internet/2014/02/20/mapping-twitter-topic-networks-from-polarized-crowds-to-community-clusters

Smyth, B., J. G. Marie, R. Jackson, G. Kassimeris, and P. Robinson. 2008. “Critical Terrorism Studies—an Introduction.” Critical Studies on Terrorism 1 (1): 1–4. doi:10.1080/17539150701868538.

Sobande, F., A. Fearfull, and D. Brownlie. 2019. “Resisting Media Marginalisation: Black Women’s Digital Content and Collectivity.” Consumption Markets & Culture. 1–16. doi:10.1080/10253866.2019.1571491.

Sorensen, J. 2009. “Constructing Terrorists: Propaganda about Animal Rights.” Critical Studies on Terrorism 2 (2): 237–256. doi:10.1080/17539150903010715.

Stampnitzky, L. 2013. Disciplining Terror: How Experts Invented ‘Terrorism’. Cambridge: Cambridge University Press. https://doi.org/10.1017/CBO9781139208161

Stanley, L., and R. Jackson. 2016. “Introduction: Everyday Narratives in World Politics.” Politics 36 (3): 223–235. doi:10.1177/0263395716653423.

Steensen, S. 2018. “Tweeting Terror: An Analysis of the Norwegian Twitter-Sphere during and in the Aftermath of the 22 July 2011 Terrorist Attack.” In Social Media Use in Crisis and Risk Communication, edited by H. Hornmoen, and K. Backholm, 15–41. Bingley, West Yorkshire: Emerald Publishing Limited. doi:10.1108/978-1-78756-269-120181006.

Törnberg, A., and T. Petter. 2016. “Muslims in Social Media Discourse: Combining Topic Modeling and Critical Discourse Analysis.” Discourse, Context & Media 13 (September): 132–142. doi:10.1016/j.dcm.2016.04.003.

Twitter. n. d. “Hateful Conduct Policy.” https://help.twitter.com/en/rules-and-policies/hateful-conduct-policy

Vaughan-Williams, N., and D. Stevens. 2015. “Vernacular Theories of Everyday (In)security: The Disruptive Potential of Non-Elite Knowledge.” Security Dialogue October. doi:10.1177/0967010615604101.

Veloso, F., and J. Bateman. 2013. “The Multimodal Construction of Acceptability: Marvel’s Civil War Comic Books and the PATRIOT Act.” Critical Discourse Studies 10 (4): 427–443. doi:10.1080/17405904.2013.813776.

Wæver, O. 1995. “Securitization and Desecuritization.” In On Security, edited by L. Ronnie, 46–86. New York, NY: Columbia University Press.

Walker, P., and J. Elgot. 2017. “Theresa May Leads Condemnation of “Cowardly” Manchester Attack.” The Guardian, Accessed 23 May 2017. sec. UK news. https://www.theguardian.com/uk-news/2017/may/23/theresa-may-leads-condemnation-of-cowardly-manchester-attack

Williams, M. L., P. Burnap, A. Javed, H. Liu, and S. Ozalp. 2020. “Hate in the Machine: Anti-Black and Anti-Muslim Social Media Posts as Predictors of Offline Racially and Religiously Aggravated Crime.” The British Journal of Criminology 60 (1): 93–117. doi:10.1093/bjc/azz049.

Wojcik, S., and A. Hughes. 2019. “Sizing Up Twitter Users.” Washington, DC: Pew Research Center. https://www.pewinternet.org/wp-content/uploads/sites/9/2019/04/Sizing-Up-Twitter-Users_FULL-REPORT.pdf

Zhao, X., and M. M. Zhan. 2019. “Appealing to the Heart: How Social Media Communication Characteristics Affect Users’ Liking Behavior during the Manchester Terrorist Attack.” International Journal of Communication 13: 22.
Appendix Individual network graphs (anonymised)

Figure A1. Network graph created by engagement with the most central influential user’s content, who criticised those “blaming muslims [sic]” and emphasised Muslims’ positive contributions in the wake of the attack.

Figure A2. Network graph created by engagement with the second most central user’s content; a user whose other posts and username focuses on the pop band One Direction and who asked people not to blame Muslims, declaring that “terrorism has no religion”. Like the users at the centre of Figures 1, 3, and 4, the poster themselves does not appear as an influential actor, but their content is highly engaged with, illustrating how an influencer in a terror debate on Twitter may rise from obscurity and return to this post-event.
Figure A3. Network graph created by engagement with the third most central influential user’s content who highlighted that “terrorism has no religion” in their initial tweet.

Figure A4. Network graph created by engagement with the fourth most central influential user’s content – a highly critical “message to those abusing Muslims” posted by a Manchester United fan account.