Blockchain Based Public Cloud Security for E-Voting System on IoT Environment
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Abstract. Digital Technology is inevitable for better life of the people. Voting by people plays the vital role in democracy as the leaders will be elected by it. IoT helps many edge devices to interact with a Cloud for storage and computation of the Voting results. The major concern for the Voter is whether the vote casted by him is tamperproof or not. Though Cloud offerings are started a decade ago still information security in the cloud is always a concern. This paper focuses on creating a tamperproof framework to ensure the data Integrity. It proposes a novel approach where the user can cast the vote from any of the electronic devices with a unique ID allotted to him, a two-step authentication can be applied like OTP to ensure the security. The votes from these edge devices will be sent to the untrusted third party public cloud for computation, the votes will be saved in the encrypted format. The computation will be done on encrypted data. The Block chain based workflow ensures that the votes which are shared in the encrypted format will not be tampered to ensure trust and Integrity to the proposed model. The model also can be extended to many public shared e-models like E-Auction and healthcare systems.

1. Introduction
Secure E Voting is the Key concern to implement with, E Voting is becoming more popular nowadays specially in the Covid 19 pandemic many democratic countries are looking forward for the elections with E voting as an approach [2]. Many IoT [1] Devices will enable the voters to vote in different modes like EVMs, Mobile, and Web modes. The key concern in this process is the mechanism is secured? Cloud storage and computation are required for these applications. The security in the private or public cloud is always vulnerable [4]. The User votes will be sent to the Center cloud server via IoT Edge Devices [1]. This paper focuses on the data received from the IoT devices to be stored in the encrypted format so that data would be secured. Important attribute in the security aspect is Integrity to ensure that the votes casted by the voters are not tampered. To ensure this model we propose a model in which the block chain approach is applied to the Voting data storage and managing and the result evaluation. This paper gives overview of how block chain works [6] for the related problems where public trust and data integrity is key. The related work happened in this model is discussed and we propose a model which store the data in the encrypted format and block chain models applied on it so that the data is immutable which ensures the security and trust to the end user.
2. Literature Review

The data security in the public and distributed cloud environments is discussed in [6] [7]. There are approaches which dealt with IoT enabled security approaches [8]. The device is so near to the user and relatively close, by the designation it is referred as an edge server [1]. It is a metaphor in which a set of elements providing service need not be addressed individually. Hardware and software managing can be thought as a cloud amorphous. These models how to securely transmit the data from the Fog/Edge IoT devices to the public cloud environment. The Data authorization [9] and security enablement in the distributed environments [10] have their role specific to the cloud environment not to focus on the data mutable nature, though the information stored securely but in the mutable nature. This may lead to tamper the votes posted by the people and election results will be changed with the help of few hackers. This paper discuss the e-voting model enabled with the block chain environment and the parties involved in this process and their roles. It also relates the proposed model with the current models [11] and helps to understand how the model added one more level security to the existing approaches. The approach can also be extended to the areas like healthcare [13] and e auctions [14] models too. Few watermarking models are used in the healthcare models [15], however the data integrity is not addressed in those models. The block chain based voting systems also referred as liquid democracy [16].

2.1 Block Chain Model

The key purpose of using the block chain to provide immutable records to provide data integrity on vulnerable cloud environment. The security provided by the block chain is acceptable across the globe. The distributed nature of block chain makes it best coupled with the untrusted public cloud environment. In the propose application the user votes for the contestant in various modes and the data will be submitted to the untrusted cloud environment through the IoT edge devices. The faster nature of the transactions enable the block chain model to work with many public domains.

As the name implies the previous block information will be stored in the next generated block through which data stealing is difficult as any modification to the data will lead to the invalid consensus to generate the next block of information. The voting process should be secured because it may be attacked by any party to change the poll results. The encrypted format data ensures the security of the model and immutable nature makes the election details cannot be compromised.

![Figure 1. Block chain model](image-url)
Fig 1 helps to understand the basic component working of the block chain model. A person is sending the amount to the second person. The transaction will be represented as a block and the multiple participates in the transaction need to approve the transactions enables the data to be tamper proof. The main business model will be called as smart contract, here its e voting model. Only when consensus generated then only the transaction approves and a new block will be created and added to the existing blocks, any changes to the existing votes will make the system in the instable state, leads to the rejection of the transaction and the block will not be created.

3. Proposed Model

3.1 Block chain-Based E-Voting System in public Cloud

The block chain based electronic voting systems [12] must satisfies the all legal requirements and to obey all the rules that are given by the government. Distributed technology is the present trending technology which is advanced technology in the field. The Block chain technology has infinite number of applications like healthcare [13] and e auctions etc.. This model propose the model with E voting scenario o utilize the advantages of block chain in the implementation of e-voting system.

The above model explains the election roles and the process. First admin will create the E voting model and whenever elections announced he must activate the model as regulated by the Government. The system should progress throughout the voting procedure and will be closed once the election voting timing is completed.

The voter first will be authenticated with the Unique IDs provided by the Government for Identification and authorization purpose

Now root node is the important node where he is going to establish the network without the network the process cannot move forward so his job is to observe the network is in good condition or not. These are the election roles and the process.

Figure 2. Voting process as smart contract

Every business model in the block chain environment will be considered as a small contract between the entities [17].

We propose the election process as the smart contract, first the voting regulatory starts creation of election contract where he want all the details of voting districts or constitutions and the number of candidates present later it has been taken by the ballot contract where they can divide them into different districts and also candidates according to their districts later on all the ballot contract give the details to the connected block chain. Consolidated details from the block chain box it has been separated by the POA network.
In that network there are different foot nodes which are needed to manage the network and the root node start separating all the nodes into different nodes example: node1, node2 and soon.

### 3.2 Securing e-voting based on block chain in peer to peer distributed network

The voter should provide the credentials of his unique ID and may be 2 level authorization [18] have to give all the credentials for the authentication box to know about authenticity after that he have to be retrieved by the voter to find his constitution or district and generate him a voter wallet and then he return to corresponding smart contract these all details are again verified by the API including the OTP generated randomly to authenticate the user.

The Voter then will be navigated to the Election poll details where the vote can be casted for the desired contestant. The confirmation of the Voting completion also will be intimated on the IoT device or through an SMS feature. The process will be implemented with the POA network mentioned below.

The voter has to enter to the smart contract and sign in to his vote and verify his vote with the help of the POA network. Where the POA network consists of the root node and root node must manage all the nodes and verify the condition of the network.

At the last step it transacts its id by the POA network to the voter.

![Figure 3. New block added to the chain for vote casted](image)

The POA network which is arranged by the government which is manages the boot node and the boot node is handles network connection. We are adding a new block to the chain where all the hash values are valid with the help of consensus process which helpful to authenticate the person every node is connected to the previous node and contains a chain and it is connected to a POA network.

### 3.3 Securing e-voting based on block chain in peer to peer distributed network

E-voting model is based on the chain of blocks which is connected with the help of P2P network. In P2P the network is connecting to the every other client or sometimes all the clients are connected to the server which is main.
All the data will be sent to the Centralized Public cloud for the computation. The data alteration in the untrusted party is vital, in this regard ledger based block chain model is part of the proposed model.

The block takes the basic details of voter ID preferably the Unique ID allotted to the Voter, Voter digital signature could be an OTP to confirm the voter’s identity, timestamp of the vote and Hash of the previous block. These details will be verified by the consensus and based on the outcome of it a new block will be generated means the vote will be validated. In this approach every vote contains the previous hash values through which any previous vote will not be tampered.

The officer update the details to time into the vote database and there are some query keys with the voting officer for the public key and start encrypting all the details of the people and if correct he can vote otherwise he is not able to vote. If he is minor he is going to enter the voting block chain if he is allowed he is started voting .if there is no access he have to withdrawal the vote.

The message parsing is going to analyze all the messages and they start doing all the 64 iterations for the every chunk and they gives the hash values.

The voter can vote only when the given credentials and OTP authorization matches with the details of the Government database. The voting office role update the keys by the public keys and verify the votes and query the votes and in the voting block chain. Initially only one parent block will be there and all the votes casted will be chained to that.

When we are adding the first block we are going to check the person is able to vote or not.

And now the voter has both the public and private key with him he can enroll into it and start his process and cast his voting to the particular person.
The voter before voting also can ensure the details provided by the Voting officer matches to the details.

We know electronic voting is a secure process technology. The electronic voting machines must satisfies the all legal requirements and satisfy all the rules that given by the government. Distributed IoT based edge devices helpful in constructing in latest. To utilize all the applications of block chain in the implementation of e-voting system.

3.4 Secure E Voting system with Block chain in the public cloud model

The E Voting process steps:
1. Voter Must be registered as voter at competent authority
2. The Voter would have the Online credentials with Unique ID allotted to him by authority
3. The User would be login through any of the edge devices
4. The user credentials will be verified and OTP will be generated to ensure 2-Step authentication
5. The voter details will be verified and the Candidate details will be displayed to vote.
6. The User vote will be encrypted and stored in the Cloud for security reasons
7. For tamperproof nature the votes will be saved in the form or blocks using block chain technology
8. The user will close the voting application and he would get unique ID for the vote casted.
We can see here the block headers which are connected to the hash blocks of previous block of data. And we can see the hash of previous block data in the structure of the block chain which connected to the root of the block chain and operate it.

There is a root of the user and the hash value of the voter and we can see there are different transaction blocks. Where the different transaction blocks are connected to the upper block of the user and they connect one after the other as shown in the above structure.

4. Implementation

The application is implemented in the springboot framework and the the Cloud database used to implement this model is MongoDB. For stronger encryption the SHA – 256 algorithm is applied on the data.

4.1 Saving vote to the Database

```java
@PostMapping("/addVote")
public String saveVote(@RequestBody UserVote vote) {
    List<UserVote> allVotes = repository.findAll(Sort.by(Sort.Direction.DESC, "_id"));
    for(int i=0;i<allVotes.size();i++) {
        if(allVotes.get(i).getVoterId().equals(vote.getVoterId())) {
            return "Already Voted";
        }
    }
    if(allVotes.size() == 0) {
        vote.setCurHash("justanewhashforgenesisblock");
        vote.setPrevHash("justaprevioushashforgenesisblock");
        vote.setTimeStamp(String.valueOf(System.currentTimeMillis()));
    } else {
        UserVote latestVoteObject = allVotes.get(0);
        String currentHashCalculatedForNewBlock = applySha256(latestVoteObject.getPrevHash() + latestVoteObject.getTimeStamp() + latestVoteObject.getVoterId() + latestVoteObject.getCandidateId());
        vote.setCurHash(currentHashCalculatedForNewBlock);
        vote.setPrevHash(latestVoteObject.getCurHash());
        vote.setTimeStamp(String.valueOf(System.currentTimeMillis()));
    }
    repository.save(vote);
    return "Successfully voted";
}
```

4.2 The Result Evaluation

```java
@GetMapping("/getResult")
public VoteResult getVotingResult() {

```
int nofp = 8;
List<UserVote> allVotes = repository.findAll();
VoteResult finalVoteObj = new VoteResult();
finalVoteObj.setTotalNoOfVotes(allVotes.size());
int a[] = new int[nofp];
for(int i=0;i<allVotes.size();i++) {
    a[Integer.valueOf(allVotes.get(i).getCandidateId())-1]++;
}
Map<String, Integer> pVotes = new HashMap<String, Integer>();
for(int i=0;i<a.length;i++) {
    pVotes.put(String.valueOf(i+1), a[i]);
}
finalVoteObj.setPartyVotes(pVotes);
return finalVoteObj;

There are different data blocks which are connected to their hash functions and the data blocks start sending the hash value to the second level.
In the second level we can see they will combine the two hash functions which are generated from the different blocks.
In the third stage the two hash values will be combined to one and send to the final stage in the root function of the hash.
Now the merkle root hash function combines all the hash values and store in them with the user and give to the voter whenever it is necessary.

**SHA-256 hash function**

4.3 The SHA implementation for secure voting

```java
public static String performSha256(String plaintext) {
    try {
        MessageDigest digest = MessageDigest.getInstance("SHA-256");
        byte[] b = digest.digest(input.getBytes("UTF-8"));

        StringBuffer hexadecimal = new StringBuffer();
        for (int i = 0; i < hash.length; i++) {
```

Figure 9. SHA 256
String h = Integer.toHexString(0xff & b[i]);
    if(hex.length() == 1) hexadecimal.append('0');
    hexadecimal.append(hex);
}
return hexadecimal.toString();
}
catch(Exception e) {
    throw new RuntimeException(e);
}

4.4 Theoretical analysis of SHA 256 algorithm

The SHA[19] algorithm to ensure security of the data is as follows, The message will be divided into blocks of 256 bits each. Each block will be padded with another 256 bits and will undergo this process for n rounds and finally 256 bits hash value is generated. It is the strongest hashing technique as it not irreversible.

Now in the proposed system we can find the different blocks where every block consists of 4 bytes and there we can store a message which we are going to encrypt.
Now the encrypted voting data is send to the merkle root which consists of the hash value of the 20 bytes where it going to store the all hash values in it.
The hash of previous block of the data is present in the block whenever needed we are going to use it. And we have a signature where every voter must needed it which consists of the 32 bytes and all of them are stored in it.
There is voter id and the stamps of the voters in the different blocks and which are of 4 bytes each block.
And the every header block is connected to the other header block and keep on proceeding the process till the last voter.
The smart contract[20] based model could be extends to many applications.

5 Results

![Figure 10. The Implementation Dashboard](image-url)
Conclusion

In this paper we have proposed a novel approach in E voting system in the public cloud which collect the information form the edge devices. The model focuses and the secure storing of data in the public cloud with strong SHA 256 algorithm and applying block chain model to ensure the data integrity in the public model. The implementation model and results are also shared in the paper. The similar approach can be extended further to the applications like E- Health care analysis and E-Auctions and many business models where the data is collected from IoT devices and will be stored in the public cloud.
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