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This paper conducted an evolutionary game model of the interaction between the governments and communication enterprises and analyzed the impact of the government’s communication security regulation on the innovation decision-making of communication enterprises. The results show that the behavior of the governments depends on the social benefits, rent-seeking benefits, and regulating costs in strict and de security regulations. The communication enterprises’ behavior depends on the benefits of innovation and the costs in R&D and rent-seeking. When government subsidies are relatively inadequate, the communication enterprises’ strategy under government security regulation swings from not-innovation finally to innovation. The policy implications of this study indicate that appropriate de security regulation by the government will help communication enterprises generate a good atmosphere for innovation, and the appropriate increase in subsidies will be more conducive to driving enterprise innovation.

1. Introduction

Digital technologies and applications, such as artificial intelligence, big data, cloud computing, and 5G, are reshaping human work and life. Communication has become one of the fastest developing industries in China, and the development of communication enterprises is an important engine to promote the economic growth in China. In the era of big data, communication technologies are changing rapidly, which triggers new types of data security risks. Moreover, data security issues are getting more and more attention, and digital governance has become a new field of global governance. In order to protect the security of communication data, many governments have begun to intervene in this. In December 2019, the United States issued the “Federal Data Strategy and 2020 Action Plan,” which established data as a core goal for strategic resource exploration. In June 2020, Europe released the “EDPS 2020–2024 Strategy,” which aims to create a safer, fairer, and more sustainable digital market. In September 2021, China promulgated the “Data Security Law of the People’s Republic of China,” which clarified the top-level design of national data security governance. Countries are constantly strengthening communication data security control measures and optimizing the policy environment. The security control measures in the communication industry have greatly protected the rights and interests of users and avoided industry risks.

Data are the key element of digital development, especially the basis of intelligent development of enterprises. But as we all know, innovation is risky. Therefore, security and innovation seem to be opposites, especially in the communication industry, which requires data as a support for innovation. How will the security control measures affect the innovation in the communication industry? Innovation is a significant part to improve the competitive advantage edge of many industries [1]. In addition, at the macro level, scholars agree that innovation is the key to national or
regional economic growth [2], while government policy is an important factor affecting enterprise innovation [3–5]. The government will guide the behavior of enterprises through policies. Among the policy measures, government regulation is the most influential and complicated factor in system level. Government regulation refers to the administrative intervention and economic control implemented by government agencies on social-economic entities to achieve specific economic goals, including incentives and punishments [6–9]. Therefore, for the communication industry, the government’s communication security regulation will have an important impact.

In fact, there have been many discussions on the relationship between government regulation and enterprise innovation in academia. The results of the research are mainly divided into two groups: the strict regulation and deregulation. The first group, based on the market failure, proposes that government regulation can effectively solve the problem of market failure, directly optimize the allocation of resources, and gradually improve the welfare level of the whole society [10]. For example, Guo et al. [11] found that government special fund subsidies, tax relief, and other regulatory measures would reduce the innovation costs and innovation risks of enterprises [12, 13]. Property rights management and patent management can effectively protect the monopoly income of innovative products and improve the innovation motivation of enterprises. On the other hand, the de regulation mainly starts from the regulatory capture theory. It argues that regulation is mainly controlled by interest groups and does not have much effect on the output and price of regulated industries. It does not encourage business innovation. Moreover, it puts more emphasis on the regulatory cost of the government and the rent-seeking cost of enterprises [14]. Ezlika et al. [15] pointed out that when the cost of government supervision is too high, the government will tend to the strategy of nonsupervision. The choice of enterprise ecotechnological innovation strategy is affected by government regulation costs, rewards, and punishments. D’amato A [16] found that government regulation would inhibit enterprise innovation. It is not difficult to find that the existing research on the relationship between government regulation and enterprise innovation mainly answers the question of “yes” or “no,” that is, whether strict government regulation or deregulation promotes enterprise innovation. Since the government’s regulatory behavior is not static, it will evolve according to the innovative behavior of the enterprises. Therefore, when studying the relationship between government regulation and enterprise innovation, compared with the relationship between “yes” and “no,” how and when the government regulates is more meaningful. In order to support the development of the communication industry, the Chinese government has issued a series of policies and measures. Therefore, the complex impact of these policies and measures on communication enterprises needs to be further explored.

In addition, reexamining the existing literature on government regulation and enterprise innovation, we found that the existing research on government regulation mainly focuses on environmental regulation [17], salary regulation [18], and trade regulation [19, 20]. There is a lack of relevant research on security regulation, and there are also few studies on security regulation on communication industry. In the background of the era of big data, the security of the communication industry is not only related to the security of residents’ personal information, but also related to the national security at the macro level [21], which should be paid more attention. Furthermore, the security regulation on communication industry is conducive to building a healthy and fair industry development environment and pointing out the direction of the industry’s healthy development. However, enterprises in the industry also face the increase of security investment costs, which may squeeze out some corporate innovation investments. Under the government’s security regulation, there is a threshold point for the enterprise’s security investment, which is related to the enterprise’s marketization level, profitability, and other characteristics. Then, how should the government regulate the security of the communication industry, and when should the regulation be conducive to stimulating the innovative behavior of enterprises?

In order to answer this question, this paper constructs an evolutionary game model between government security regulation and enterprise innovation in communication industry. We focus on the analysis of the dynamic process of group evolution and discuss how the group participating in the game can achieve this state. Many scholars have used this method to explain the choice of behavioral strategies between the government and enterprises. For example, Yang et al. [22] and Deng et al. [23] reveal that the innovation ecosystem becomes more stable as the governments’ penalty costs and subsidies increase. Wang et al. [24] explored the evolutionary process among three parts, including the governments, firms, and consumers, and analyzed how the participants’ strategies influence the equilibrium. Chai et al. [25] modeled the evolutionary process between the governments and two manufacturers and pointed out which factors affect their cooperative choices. Sun et al. [26] built two evolutionary models under two mechanisms, including punishment and subsidy, discussed the evolutionary process of players, and derived the ESS of these models. Xiao et al. [27] explored the evolutionary process among governments, enterprises, and institutions, aiming to get the conditions under which enterprises introduce independent innovation and collaborative innovation with the support of finance.

In the process of repeated games, the government and enterprises constantly adjust their own strategies according to the changes of the other’s strategy until a dynamic equilibrium is achieved. Through the evolution analysis between the government’s security regulation and the innovation strategy of communication enterprises, this paper attempts to find the key factors that drive the innovation of communication enterprises, to clarify how and when the government should carry out security control. This research will provide a theoretical basis for enterprise innovation and provide decision-making reference for the government on how to strengthen the security control of the communication industry in the era of big data.
Section 2 presents the evolutionary game model of government and communication enterprises. Section 3 presents the equilibrium strategies of government and enterprises in different situations. Section 4 presents the data simulation results. Section 5 presents the research conclusions and policy enlightenment.

2. Proposed Model

There are two game groups in this game system: the governments and communication enterprises. The governments have two strategies on enterprise innovation: de security regulation and strict security regulation. The strategy set of the governments is \( \{\text{de security regulation, strict security regulation}\} \). According to previous studies, the strict and de security regulations of the governments have different effects on communication enterprises. The main difference is reflected in the complexity of government processes and the time spent by communication enterprises dealing with the regulations. Specifically, the communication enterprises need to spend longer time to deal with the governments as the government process becomes more complex, indicating that the security regulations adopted by the governments become more stringent. Meanwhile, a strict security regulation means more government intervention, which may lead to more serious corruption. The government officials have the opportunity to carry out “bridge charges” in the process of rent-seeking under strict security regulations, thus increasing capital and time costs of communication enterprises. Strict security regulation mainly includes the innovation subsidy to enterprises who adopt the technology innovation and the penalty to communication enterprises who do not adopt the innovation. De security regulation means that the governments take no measure to interfere in enterprises’ decisions.

Moreover, communication enterprises have two different strategies on innovation. The first one is a strategy where communication enterprises adopt innovation and the second strategy is that communication enterprises adopt no innovation. The strategy set of enterprises is \( \{\text{innovation, not-innovation}\} \). The innovation means that the communication enterprises can obtain additional benefits from innovation and the not-innovation means that the communication enterprises do not take innovation and obtain the basic benefits. Furthermore, if the communication enterprises adopt the not-innovation strategies, their actions are sure to be discovered and fined by the government under the strict security regulation, while this scenario does not take place under de security regulation.

Assumption 1. The governments and communication enterprises are limited rational, have certain learning abilities and evolution, and behave independently.

Assumption 2. There are two strategies for the governments on innovation. The set of strategies is \( G = \{\text{de security regulation, strict security regulation}\} \). Among them, the probability that the governments choose de security regulation strategy is \( x \), and the probability that the governments choose strict security regulation strategy is \( 1 - x \). Moreover, there are two strategies for communication enterprises on innovation. The set of strategies is \( E = \{\text{innovation, not – innovation}\} \). The probability of introducing innovation strategy is \( y \), and the probability of introducing not-innovation is \( 1 - y \). In addition, we assume \( x \) and \( y \) are related to time \( t \) and satisfy \( 0 \leq x, y \leq 1 \). After continuous learning, the governments and communication enterprises reach the evolutionary stability strategy (ESS). We use \( x^* \) and \( y^* \) to denote the selection probability of the governments and communication enterprises under ESS.

Assumption 3. For the governments, we assume that the costs of the government’s security regulation under de security regulation and strict security regulation are \( C_{gd} \) and \( C_{gs} (C_{gs} > C_{gd}) \), respectively; the government adopts incentive policies such as subsidies, tax incentives, procurement, and other specific measures to support enterprise innovation, which requires the government to spend a high cost. When the government formulates and implements regulatory policies, such as punishment, information disclosure, and production restriction, which restrict enterprise behavior, and these behaviors have low cost for the government. The social benefits of the governments under de and strict security regulations are \( S_d \) and \( S_s \), respectively. We use \( \gamma \) to denote the credibility of the governments under strict security regulation, which increases over time. Moreover, we use \( \delta \) to denote the credibility of the governments under de security regulation, which decreases over time. We assume \( \gamma > \delta \). The financial subsidy for communication enterprises under strict security regulation is \( F_s \) and the penalty for communication enterprises under de security regulation is \( P_g \).

Assumption 4. For communication enterprises, we assume that the original benefits of enterprises under not-innovation is \( \pi \) and their additional revenue obtained after innovation is \( \Delta \pi \), which is higher than zero. We use \( C_{ed} \) and \( C_{es} \) to denote the communication enterprises’ operating costs under de and strict security regulation, which satisfy \( C_{ed} > C_{es} \). The R&D cost of the communication enterprises is \( I_e \). The rent-seeking cost under strict and de security regulations are \( R_s \) and \( R_d \), which satisfy \( R_s > R_d \). Table 1 shows notations and symbols. Table 2 presents payoff matrix between governments and communication enterprises.

Let \( U_G \) and \( U_C \) denote the governments’ expected earnings of “de security regulation” and “strict security regulation” for governments, which are shown as follows:

\[
U_G = y(\delta S_d - C_{gd} + R_d) + (1 - y)(\delta S_d - C_{gs}),
\]

\[
U_C = y(\gamma S_s - C_{gs} + F_s + R_s) + (1 - y)(\gamma S_s - C_{gd} + P_g).
\]

(1)

We use \( U_G \) to represent the governments’ average earning:

\[
U_G = xU_G + (1 - x)U_C.
\]

(2)
Let $U_E$ and $U_T$ denote the enterprises’ expected earnings of “innovation” and “not-innovation,” which are shown as follows:

$$
U_E = x \left( \pi + \Delta \pi - C_{ed} - I_e - R_d \right) + (1 - x) \left( \pi + \Delta \pi + F_g - C_{es} - I_e - R_s \right),
$$
$$
U_T = x \left( \pi - C_{ed} \right) + (1 - x) \left( \pi - C_{es} - P_g \right).
$$

We use $\overline{U_E}$ to denote the average earning of communication enterprises:

$$
\overline{U_E} = yU_E + (1 - y)U_T. \tag{4}
$$

Based on the dynamic formulas of evolutionary game, we have the replicator dynamic equation of “de security regulation” adopted by the governments $F(x)$ and the replicator dynamic equation of “innovation” chosen by communication enterprises $F(y)$ as follows:

$$
F(x) = \frac{dx}{dt} = x \left( U_G - \overline{U_G} \right) = x \left( 1 - x \right) \left[ \Delta \pi - C_{ed} + yR_d - yS_s + C_{gs} + yF_g - yR_s - (1 - y)P_g \right],
$$
$$
F(y) = \frac{dy}{dt} = y \left( U_E - \overline{U_E} \right) = y \left( 1 - y \right) \left[ \Delta \pi - I_e - xR_d + (1 - x)F_g - (1 - x)R_s + (1 - x)P_g \right]. \tag{5}
$$

The replicator dynamic equations of communication enterprises and governments constitute an evolutionary game replication dynamic system, which is shown in (6).
3. Analysis of the Model

In this section, we analyze the destination of the tripartite evolutionary game to obtain the evolutionary stable strategy (ESS). When all the replication dynamic equations are equal to zero, we have the equilibrium points as follows.

**Proposition 1.** The equilibrium points of the replicator dynamic system are \((0, 0), (0, 1), (1, 0), (1, 1)\) and \((x_0, y_0)\), where \(0 \leq x_0 \leq 1, 0 \leq y_0 \leq 1\) and \(x_0 = \Delta \pi - I_x + F_g - R_s + P_g / R_d + F_g + P_g - R_s \). Proposition 1 presents the equilibrium points of the replicator dynamic system. However, the equilibrium points are not necessarily the ESS. Therefore, we need to examine the stability of the equilibrium points by the Jacobian matrix, which is shown as follows:

\[
J = \begin{bmatrix}
\frac{\partial F(x)}{\partial x} & \frac{\partial F(x)}{\partial y} \\
\frac{\partial F(y)}{\partial x} & \frac{\partial F(y)}{\partial y}
\end{bmatrix} = \begin{bmatrix}
a & b \\
c & d
\end{bmatrix}
\]

The equilibrium point is an ESS only when \(\det J = ad - bc > 0\) and \(\text{tr} J = a + d < 0\).

**Proposition 2.** The evolutionary stable strategies are as follows:

(i) When \(0 < yS_f - \delta S_d + C_{gd} - C_{gs} + P_g < R_d + F_g + P_g - R_s\) and \(0 < \Delta \pi - I_x + F_g - R_s + P_g < R_d + F_g + P_g - R_s\), the replicator dynamic system has no ESS.

(ii) When \(0 < yS_f - \delta S_d + C_{gd} - C_{gs} + P_g < R_d + F_g + P_g - R_s\) and \(\Delta \pi - I_x + F_g - R_s + P_g < 0\), then \((0, 0)\) is an ESS. The behavior strategy is (de security regulation, not-innovation).

(iii) When \(0 < yS_f - \delta S_d + C_{gd} - C_{gs} + P_g < R_d + F_g + P_g - R_s\) and \(\Delta \pi - I_x + F_g - R_s + P_g > R_d + F_g + P_g - R_s\), then \((1, 1)\) is an ESS. The behavior strategy is (strict security regulation, innovation).

(iv) When \(yS_f - \delta S_d + C_{gd} - C_{gs} + P_g < 0\) and \(\Delta \pi - I_x + F_g - R_s + P_g < 0\), then \((1, 0)\) is an ESS. The behavior strategy is (strict security regulation, not-innovation).

(v) When \(yS_f - \delta S_d + C_{gd} - C_{gs} + P_g < 0\) and \(0 < \Delta \pi - I_x + F_g - R_s + P_g < R_d + F_g + P_g - R_s\), then \((1, 0)\) is an ESS. The behavior strategy is (strict security regulation, not-innovation).

(vi) When \(yS_f - \delta S_d + C_{gd} - C_{gs} + P_g < 0\) and \(\Delta \pi - I_x + F_g - R_s + P_g > R_d + F_g + P_g - R_s\), then \((1, 1)\) is an ESS. The behavior strategy is (strict security regulation, innovation). Table 3 shows that the game equilibrium between the communication enterprises and government is related to ten variables: the government’s security regulation cost under i security regulation, where \(i = d, s (C_{gd})\); the social benefits of the governments under i security regulation, where \(i = d, s (S_i)\); the credibility of the governments under strict security regulation (\(y\)); the credibility of the governments under de security regulation (\(\delta\)); the financial subsidy for communication enterprises under strict security regulation (\(F_g\)); the penalty for communication enterprises under de security regulation (\(P_g\)); the communication enterprises’ additional revenue obtained after innovation (\(\Delta \pi\)); the communication enterprises’ operating costs under i security regulation, where \(i = d, s (C_{gi})\); the R&D cost of the communication enterprises (\(I_i\)); and the rent-seeking cost under i security regulation, where \(i = d, s (R_s)\). According to the evolutionary game theory, the equilibrium point of \(\text{det} J > 0\) and \(\text{tr} J < 0\) is the evolutionary stability point ESS of the system. Therefore, the six equilibrium cases are discussed as follows.

### 3.1. Situation A.

If \(0 < yS_f - \delta S_d + C_{gd} - C_{gs} + P_g < R_d + F_g + P_g - R_s\), \(0 < \Delta \pi - I_x + F_g - R_s + P_g < R_d + F_g + P_g - R_s\), there is no evolutionary stability point in the game. This means that when the sum of the difference between strict and de security regulation in social benefits and the penalty for communication enterprises is higher than the difference between these two regulations in security regulation cost (i.e., \(yS_f - \delta S_d + P_g < R_d + F_g + P_g - R_s\)) and lower than the sum of the difference between these two regulations in rent-seeking benefits, the difference of these two regulations in regulation cost, the penalty, and subsidy for communication enterprises (i.e., \(yS_f - \delta S_d + P_g < R_d + F_g + P_g - R_s + C_{gs} - C_{gd}\)), the governments are more inclined to take de security regulation. The sum of the additional benefits, government subsidies, and government security and communication networks 5
fines obtained by the communications company is greater than the sum of the innovation costs it paid and rent-seeking costs under strict security regulation; the additional benefits obtained by the company are less than the innovation costs it paid and the de security regulation and the sum of rent-seeking costs (i.e., \( I_x + R_i < \Delta \pi - F_g + P_g, \Delta \pi + F_g + P_g < R_d + F_g + P_g + I_x \)). In this situation, entrepreneurs will not have any strategic stable choices.

### 3.2. Situation B

If \( 0 < \gamma S_s - \delta S_d + C_gd - C_{gs} + P_g < R_d + F_g + P_g < R_d + R_i - P_g < 0 \), the game equilibrium point (1,1) is the evolutionary stability point. If \( 0 < \gamma S_s - \delta S_d + C_gd - C_{gs} + P_g < R_d + F_g + P_g < R_d + R_i - P_g + F_g < 0 \), the government and enterprise’s strategy choice is strict security regulation.

### 3.3. Situation C

If \( 0 < \gamma S_s - \delta S_d + C_gd - C_{gs} + P_g < R_d + F_g + P_g < R_d, \Delta \pi - I_x + F_g + R_i + P_g > R_d + F_g + P_g + P_g - R_g \), the game equilibrium point (1,1) is the evolutionary stability point. If \( 0 < \gamma S_s - \delta S_d + C_gd - C_{gs} + P_g < R_d + F_g + P_g < R_d + R_i - P_g + F_g < 0 \), the government and enterprise’s strategy choice is strict security regulation.

### 3.4. Situation D

If \( \gamma S_s - \delta S_d + C_gd - C_{gs} + P_g < 0, 0 < \Delta \pi - I_x + F_g + R_i + P_g < R_d + F_g + P_g + P_g - R_g \), the game equilibrium point (1,1) is the evolutionary stability point. This means the difference between the social benefits obtained when the government chooses strict security regulation and de security regulation and the sum of the fines received is less than the difference in control costs under strict security regulation and de security regulation (i.e., \( \gamma S_s + c_gd + P_g < \delta S_d + C_{gs} \)). And the sum of the additional benefits, government subsidies, and government fines obtained by the communications company is greater than the sum of the innovation costs and rent-seeking costs under strict security regulation; the additional benefits obtained by the companies are less than the innovation costs and de
security regulation and the sum of rent-seeking costs (i.e., \( I_c + R_s < \Delta \pi + F_g + P_g, \Delta \pi + F_g + P_g < R_d + F_g + P_g + I_c \)). The strategy stability of the government and communication enterprises is strict security regulation, not-innovation.

3.5. Situation E. If \( \gamma S_g - \delta S_d + C_{gd} - C_{gs} + P_g < 0, \Delta \pi - I_c + F_g - R_s + P_g < 0 \), the game equilibrium point (1,0) is the evolutionary stability point. This means the difference between the social benefits obtained when the government chooses strict security regulation and de security regulation and the sum of the fines received is less than the difference in control costs under strict security regulation and de security regulation (i.e., \( \gamma S_g + C_{gd} + P_g < \Delta S_d + C_{gs} \)). And the sum of the additional revenue, government subsidies, and government fines obtained by the communications company is less than the sum of the innovation cost it paid and the rent-seeking cost during security regulation (i.e., \( \Delta \pi + F_g + P_g < I_c + R_s \)). At this time, the government and the company’s strategy choice is strict security regulation, not-innovation.

3.6. Situation F. If \( \gamma S_g - \delta S_d + C_{gd} - C_{gs} + P_g < 0, \Delta \pi - I_c + F_g - R_s + P_g > R_d + F_g + P_g - R_s \), the game equilibrium point (1,1) is the evolutionary stability point. This means the difference between the social benefits obtained when the government chooses strict security regulation and de security regulation and the sum of the fines received is less than the difference in control costs under strict security regulation and de security regulation (i.e., \( \gamma S_g + C_{gd} + P_g < \Delta S_d + C_{gs} \)). And the additional benefit that the enterprise receives is greater than the sum of the innovation cost it pays and the rent-seeking cost during de security regulation (i.e., \( \Delta \pi + F_g + P_g > R_d + F_g + P_g + I_c \)). Under this situation, the government and enterprise’s strategy choice is strict security regulation, innovation.

4. Data Simulation and Conclusions

According to the China communication industry R&D expenditure from the 2021 China Statistical Yearbook and 2021 China Statistical Yearbook on Science and Technology, the security expenditure in the communication industry refers to China’s network security expenditure predicted by International Data Corporation (IDC). The ratio of China’s network security expenditure to communication enterprise R&D spending is approximately equal to 3. In addition, to make calculation easy, the value is set as follows: \( \gamma = 1, S_g = 2, \delta = 1, F_g = 2, S_d = 40r5, C_{gd} = 3or6, C_{gs} = 2or3, P_g = 1or2, \Delta \pi = 1, 2, 4, 6or7, I_c = 1or2, R_s = 3or4, R_d = 3or4 \). MATLAB can be programmed for the numerical simulation as shown in Table 5.

In situation A, situation B, and situation C, the premise of the strategy adopted is that the sum of the difference between the social benefits obtained when the government chooses strict security regulation and de security regulation and the fines is greater than the difference in control costs between strict security regulation and de security regulation, and the government chooses strict security regulation, and the difference between the social benefit and the subsidy paid under the de security regulation is smaller than the sum of the difference between the control cost and the rent-seeking income obtained under the strict security regulation and de security regulation.

As shown in Figure 1, in situation A, the sum of the additional benefits, government subsidies, and government fines obtained by the communications company is greater than the sum of the innovation costs it paid and rent-seeking costs under strict security regulation; the additional benefits obtained by the company are less than the innovation costs it paid and the de security regulation and the sum of rent-seeking costs. In this situation, entrepreneurs will not have any strategic stable choices.

As shown in Figure 2, in situation B, the sum of the additional revenue, government subsidies, and government fines obtained by the communications company is less than the sum of the innovation cost it paid and the rent-seeking cost during security regulation. In this situation, the government and the company’s strategy choice is de security regulation, not-innovation.

As shown in Figure 3, in situation C, the additional revenue that the enterprise obtains is greater than the sum of the innovation cost it pays and the rent-seeking cost under de security regulation. Under this situation, the government and enterprise’s strategy choice is strict security regulation, innovation.

In situation D, situation E, and situation F, the strategic premise adopted is that the difference between the social benefits obtained when the government chooses strict security regulation and de security regulation and the sum of the fines received is less than the difference in control costs under strict security regulation and de security regulation. Under this situation, the government and the company’s strategy choice is de security regulation, not-innovation.

As shown in Figure 4, in situation D, the sum of the additional benefits, government subsidies, and government fines obtained by the communications company is greater than the sum of the innovation costs and rent-seeking costs under strict security regulation; the additional benefits obtained by the companies are less than the innovation costs and de security regulation, and, for the sum of rent-seeking costs, the strategy stability of the government and communication enterprises is strict security regulation, not-innovation.

As shown in Figure 5, in situation E, the sum of the additional revenue, government subsidies, and government fines obtained by the communications company is less than the sum of the innovation cost it paid and the rent-seeking cost during security regulation. At this time, the government and the company’s strategy choice is strict security regulation, not-innovation.

As shown in Figure 6, in situation F, the additional benefit that the enterprise receives is greater than the sum of the innovation cost it pays and the rent-seeking cost during de security regulation. Under this situation, the government and enterprise’s strategy choice is strict security regulation, innovation.

For situations A, B, and C, we can conclude that when it is found that the government’s benefits and costs meet
certain conditions, as the additional benefits that innovation brings to the company increase, the company will gradually choose an innovation strategy. Because the company’s innovation strategy goes from not-innovation to swing to choosing innovation; that is, a reasonable increase in innovation revenue can promote the enterprise to carry out technological innovation. For situations D, E, and F, the government will adopt the strategy of strict control when the benefits of strict control are high. At this time, whether the enterprise’s strategy changes from not-innovation to innovation mainly depends on the enough income brought by innovation. Therefore, the government’s security regulation should be able to improve the innovation income of communication enterprises and guide communication
enterprises to choose innovation strategies through government subsidies.

5. Conclusions

In this study, we built an evolutionary model between the governments and communication enterprises to explore the behavior of the two groups. Moreover, we analyze how the governments’ policies affect the innovation strategies of communication enterprises. We found that the behavior of the governments and communication enterprises depends on their own costs and benefits. Specifically, the behavior of the governments depends on the difference between strict and de security regulation in the social difference, rent-seeking benefits, regulating costs, and the penalty and subsidy to communication enterprises. The behavior of communication enterprises depends on the benefits of innovation and the costs of R&D and rent-seeking. With the increase of benefits, participants will be more motivated to carry out innovation, especially for communication enterprises. Moreover, different policy tools provided by the governments can accelerate the implementation of communication enterprises’ innovation.

The conclusions of this paper include the following. (1) In the government’s supervision of the communication enterprises, both de security regulation and strict security regulation will drive innovation to have a positive or negative effect. This shows that the innovation factor affecting the communications industry is not only the government; the driving factors are more complex. (2) In the government’s supervision of communication enterprises, de security regulation will appropriately lower the innovation threshold of companies, and vice versa. When the government regulates communication companies loosely, if the cost is greater than the corresponding benefit, the company will innovate, but when the government imposes strict security regulation, the conditions will be higher.
The suggestions in this paper include the following. (1) In the government’s supervision of communication enterprises, under the condition of strict supervision, we should appropriately take innovation incentive measures such as government subsidies, loan preferences, and tax preferences to actively guide communication enterprises to implement innovation strategies. Because the cost of innovation and environmental uncertainty determine that innovation has certain risks, communication enterprises with too much risk will inevitably avoid innovation risks and, therefore, appropriately increase incentives to guide enterprise innovation. (2) Actively guide communication enterprises to innovate, and the government can take appropriate safety supervision measures. If the government implements strict safety supervision, it will not only increase the cost of the government but also increase the operating cost of communication enterprises. In this case, communication enterprises will not take the initiative to innovate. Therefore, before properly implementing strict safety supervision, the government can take appropriate safety supervision and create a good atmosphere for enterprise innovation.

Data Availability

The data used to support the findings of this study are available from the author upon request.

Conflicts of Interest

The authors declare no conflicts of interest.

Acknowledgments

This research was funded by the Shanghai Sailing Program (grant no. 20YF1433800).

References

[1] E. S. Knudsen, L. B. Lien, B. Timmermans, I. Belik, and S. Pandey, “Stability in turbulent times? The effect of digitalization on the sustainability of competitive advantage,” *Journal of Business Research*, vol. 128, no. 5, pp. 360–369, 2021.

[2] K. Li, J. Dan, K. Lang, R. J. Kauffman, and M. Naldi, “How should we understand the digital economy in Asia? Critical assessment and research agenda,” *Electronic Commerce Research and Applications*, vol. 44, Article ID 101004, 2020.

[3] M. Hlady-Rispal, A. Fayolle, and W. B. Gartner, “In search of creative qualitative methods to capture current entrepreneurship research challenges,” *Journal of Small Business Management*, vol. 59, no. 5, pp. 887–912, 2021.

[4] W. Ma, R. Zhang, and S. Chai, “What drives green innovation? A game theoretic analysis of government subsidy and cooperation contract,” *Sustainability*, vol. 11, no. 20, p. 5584, 2019.

[5] Q. Meng, Y. Wang, Z. Zhang, and Y. He, “Supply chain green innovation subsidy strategy considering consumer heterogeneity,” *Journal of Cleaner Production*, vol. 281, Article ID 125199, 2021.

[6] X. Chen, J. Cao, and S. Kumar, “Government regulation and enterprise decision in China remanufacturing industry: evidence from evolutionary game theory,” *Energy, Ecology and Environment*, vol. 6, no. 2, pp. 148–159, 2020.

[7] M. He, S. Yang, J. Zhao, C. Collins, J Xu, and X Liu, “Reduction in the exposure risk of farmer from e-waste recycling site following environmental policy adjustment: a regional scale view of PAHs in paddy fields,” *Environment International*, vol. 133, p. 105136, Article ID 105136, 2019.

[8] S. Pekovic, G. Grolleau, and N. Mzoughi, “Competition in innovation activities and firms’ economic performance: an empirical analysis,” *Creativity and Innovation Management*, vol. 29, no. 1, pp. 85–98, 2020.

[9] C. Angela, L. Karen, and H. Benjamin, “Policy process and Non-State actors’ influence on the 2014 Mexican soda tax,” *Health Policy and Planning*, vol. 35, no. 8, pp. 941–952, 2020.

[10] M. E. Oliver, “Pricing flexibility under rate-of-return regulation: effects on network infrastructure investment,” *Economic Modelling*, vol. 78, pp. 150–161, 2019.

[11] D. Guo, Y. Guo, and K. Jiang, “Governance and effects of public R&D subsidies: e,” *Technovation*, vol. 74-75, pp. 18–31, 2018.

[12] T. Teng, Y. Zhang, Y. Si, J. Chen, and X. Cao, “Government support and firm innovation performance in Chinese science and technology parks: the perspective of firm and sub-park heterogeneity,” *Growth and Change*, vol. 51, no. 2, pp. 749–770, 2020.

[13] J. J. de Medeiros, G. Vidor, and J. L. D. Ribeiro, “Driving factors for the success of the green innovation market: a relationship system proposal,” *Journal of Business Ethics*, vol. 147, no. 2, pp. 327–341, 2018.

[14] M. Chareonpanich, P. Kongkachuchay, W. Donphai, T. Muncharoen, and D. Huisinho, “Integrated transdisciplinary technologies for greener and more sustainable innovations and applications of Cleaner Production in the Asia-Pacific region,” *Journal of Cleaner Production*, vol. 142, no. 10, pp. 1131–1137, 2017.

[15] M. Ezlika and S. D. Ghazali, “The impact of the institutional environment and experience on social entrepreneurship: a multi-group analysis,” *International Journal of Entrepreneurial Behavior & Research*, vol. 27, no. 5, pp. 1329–1350, 2021.

[16] A. D. Amato and B. R. Dijkstra, “Technology choice and environmental regulation under asymmetric information,” *Resource and Energy Economics*, vol. 41, pp. 224–247, 2008.

[17] W. Jin, H.-q. Zhang, S.-s. Liu, and H.-b. Zhang, “Technological innovation, environmental regulation, and green total factor efficiency of industrial water resources,” *Journal of Cleaner Production*, vol. 211, no. 11, pp. 61–69, 2019.

[18] W. Li, J. D. T. Ribeiro, and G. Vidor, “Remuneration policy in terms of decent work at a regional level,” *Problems and Perspectives in Management*, vol. 17, no. 4, 2021.

[19] S. Sasidharan, P. J. Jijo Lukose, and S. Komera, “Financing constraints and investments in R&D e,” *The Quarterly Review of Economics and Finance*, vol. 55, pp. 28–39, 2015.

[20] C. Gauthier, I. Itskhoki, and M. Vogler, “Government policies in a granular global economy,” *Journal of Monetary Economics*, vol. 121, pp. 95–112, 2021.

[21] L. I. Labrecque, E. Markos, K. Swani, and P. Peña, “When data security goes wrong: examining the impact of stress, social contract violation, and data type on consumer coping responses following a data breach,” *Journal of Business Research*, vol. 135, pp. 559–571, 2021.

[22] Z. Yang, H. Chen, and L. Du, “How does alliance-based government-university-industry foster cleantech innovation in a green innovation ecosystem,” *Journal of Cleaner Production*, vol. 283, Article ID 124559, 2021.
[23] Y. Deng, D. You, and Y. Zhang, "Can the behavioural spillover effect affect the environmental regulations strategy choice of local governments," *International Journal of Environmental Research and Public Health*, vol. 18, no. 9, Article ID 4975, 2021.

[24] M. Wang, Y. Li, and Z. Cheng, "Evolution and equilibrium of a green technological innovation system: simulation of a tripartite game model," *Journal of Cleaner Production*, vol. 278, Article ID 123944, 2021.

[25] J. Chai, X. Xu, J. Xu, and X. Lyu, "Research on green collaborative innovation mechanism of cloud manufacturing enterprises under government supervision," *Mathematical Problems in Engineering*, vol. 2021, Article ID 8820791, 2021.

[26] Z. Sun and W. Zhang, "Do government regulations prevent greenwashing? An evolutionary game analysis of heterogeneous enterprises," *Journal of Cleaner Production*, vol. 231, pp. 1489–1502, 2019.

[27] H. Xiao, H. Tang, and J. Zhou, "On the LCEFT multi-player collaborative innovation evolutionary game with the support of green finance," *Ekoloji*, vol. 28, no. 107, pp. 1349–1364, 2019.