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Abstract. Imperceptibility is one of the most important aspects of the steganography method. Specifically, for steganography in images, embedded messages must not be felt by the human visual system. Humans have a higher sensitivity in color images compared to grayscale images, therefore the method that is still being tested on grayscale images needs to be retested on color images. Previous research has shown that the bit flipping method can increase imperceptibility to around 9dB in grayscale images. In this research the bit flipping method is tested on color images in the RGB format, the message capacity embedded in the image is 1 bit per pixel. The results of the imperceptibility test turned out to result in a more varied increase due to the greater number of layers in the color image. However, the bit flipping method is also proven to work well on color images, and even a maximum PSNR increase of more than 13dB. At the extraction stage, the message image can also be extracted perfectly, namely with the value NC = 1.

1. Introduction

Internet technology and the digital world continue to develop until now, where data security has a very important role. Several digital data security methods have been implemented such as cryptography, steganography, watermarking, digital signatures, etc. for data protection. These methods are implemented depending on the needs and objectives, where protection can be done for a variety of digital data\(^[1–5]\). Specifically, we will discuss steganography in this research. Digital images are digital files that are formed from the color spectrum taken from a color sensor\(^[6]\). Digital images are stored in binary form with a variety of bit depths. Digital images are generally stored in 1-bit, 8-bits, 24-bits, and 32-bits depth formats. 1-bit depth images are binary images, 8-bit images are often called grayscale images, 24-bit images are color images that have three color layers of 8 bits each, while 32-bit images are color images with additional opacity layers. 8-bits and 24-bits images are objects that are often used in steganography research in digital images.

Image steganography is a technique for embedding secret messages on an image as a storage medium. In the science of steganography, there is one important aspect, namely imperceptibility, this aspect means that the secret message must not be felt by the human sensory system\(^[7–9]\). Because the media in the form of images that appear visually, the human sense of sight is used as a benchmark. Please note that the human visual system is more sensitive to color images than grayscale images\(^[6]\), this means the methods proposed in grayscale images and have been proven good, still need to be tested again on color images to ensure the results.
One method of steganography in digital images that have long been used is the least significant bit (LSB). Although this method is still very popular and continues to be used today. This method works in the spatial domain, which is the process of embedding messages directly by manipulating the smallest bit value of pixels [10, 11]. LSB also has advantages in the aspect of imperceptibility and has a relatively large message storage capacity. In previous research conducted by Astuti et al. [12] stated that the LSB-based bit flipping method can increase the imperceptibility of a stego image of around 9dB if measured by the PSNR measurement tool. The 9dB difference is a great value and contributes well to the imperceptibility aspect, but in testing the method still uses grayscale imagery. The bit flipping method is a technique used to change the message bit value with the negation value of the bit. Bit flipping is done when the cover image bit changes by more than 50%. In digital image storage systems on computers generally use red, green, and blue (RGB) color formats. The RGB color format has a depth of 24 bits, where each color layer has 8 bits [13]. In the RGB color format, the spread of the intensity is relatively equal on each color layer, which intensity is the energy carried on a digital image [6]. This study discusses the analysis of the effect of the method of flipping bits on color images with the LSB-based RGB format.

2. Research Method

This research discusses steganography in images using the bit flipping method which will be applied in the LSB embed method. The method of bit flipping on message bits serves to reduce changes in the value of bits in the cover image so that the aspect of imperceptibility can be increased. There are several stages carried out in this research, namely data gathering, method analysis, embedding, extraction, and measurement.

2.1. Data Gathering
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Figure 1. Image cover dataset.
Research on image processing especially image steganography continues to grow until now. But the research developed by different authors, sometimes becomes hard to replicate or compare, due to the lack of detailed explanation of the method, or because the use of nonstandard data. The selection and collection of data are very important and becomes one of the determinants of the quality of research, therefore in this research, we selected standard images as a storage medium. These images can be downloaded at reference no [14], [15] and [16]. The images used are presented in Fig. 1. These images are color images in the RGB model.

Furthermore, the entire cover image is preprocessed using the Matlab R2015a application. There are two things, we did in the preprocessing stage, namely, resize and crop, so the image has dimensions of $512 \times 512$. After the pre-processing is complete, the image is saved in the .bmp extension format. This format was chosen so that no compression and no change in the pixel value occurs. As for the secret message that is used is in the form of images, this message is the same image as the research [12].

The message image presented in Fig. 2 is an image with a bitmap format with the .bmp extension. This image has a dimension of $256 \times 128$ and has a depth of 8 bits or grayscale. The size of $256 \times 128$ was chosen because it can be fully embedded in a cover image with a size of $512 \times 512$ with the same bit depth.

2.2. Method Analysis

The LSB method is one of the steganographic methods that have an embedding technique by directly changing the smallest bit of image pixel. Steganography image research that uses grayscale images as collector images does not have image layer selection because grayscale images only have one image layer. Unlike the RGB color image which has three color layers R, G, and B.
Some previous research embedded messages on one particular layer based on color theory supports aspects of imperceptibility, some are embedded by dividing the message into three parts or embed randomly[17–19]. This research used an RGB cover image with a total depth of 24 bits and each layer of depth of 8 bits, the message image is shown in Fig. 2 can be completely embedded in just one cover image layer. But if it embeds only one layer, if only one-third of the container capacity is filled, then the message image in Fig. 2 pinned three times, each for each layer R, G, and B, more details are shown in Fig. 3. Embedding with maximum capacity is done with the aim to find out the quality of imperceptibility. Please note that the embedded message can also be replaced with a different image at each layer, or it can be replaced with text or other multimedia files.

2.3. Embedding Steps
Embedding is the first major step carried out in this steganography method. At this stage, the message image is converted into binary form to be embedded in the cover image. The binary value is checked with the smallest bit of the cover image, if the change is more than 50%, then the bit flipping is performed before it is pinned[12]. In detail, the following are the steps proposed in this research:

1. Read the pixel value of the message image then save it in an integer type matrix.
2. The pixel value of a message image that has base 10 is converted to base 2 or binary.
3. Change the binary matrix value of the message image into an array.
4. Read one of the preprocessing cover images, then split the image into three matrices R, G, and B.
5. Perform the following steps in three iterations to enter the message pixel value in each matrix R, G, and B.
   a. Change the pixel value of the designated cover image layer to binary
   b. Create a counter variable and give the initial value 0 to count the number of bit changes.
   c. Perform a loop that reads the pixel values on the designated layer from the initial pixel to the final pixel. Then compare the smallest bit value of each pixel with the corresponding message image bits. If the bit values are different then increment the counter variable.
   d. After the counter value is obtained, compare the counter value with the number of pixels of the cover image. If the counter value is more than 50%, do a bit flipping. Save the flip value for the extraction process.
   e. Embed the message image bits on all pixel layer image cover with the LSB substitution method.
   f. Get the image layer that has the message image embedded.
6. Combine all layers into an RGB stego image.
7. Measure the quality of the stego image imperceptibility with the specified measurement tools.

2.4. Extraction Steps
Extraction is the stage to get the message image that has been embedded in the cover image. The extraction process is lossy on the cover image, meaning that the pixel value of the cover image cannot return to the original. But for the image of the message should be extracted perfectly, so there is no change in meaning in the message image. In this process, the input of the stego image and the flip key is needed. Here are the detailed steps:

1. Read one of the stego images, then split the image into three matrices R, G, and B.
2. Perform the following steps in three repetitions to extract the message pixel bit values for each R, G, and B matrix.
   a. Change the pixel value of the designated stego image layer to binary
   b. Extract the message image bits from the smallest pixel layer of the cover image, then store it in an array.
   c. Do the bit flipping if necessary (according to the key).
   d. Convert each 8-bit array to an integer base value of 10. So that you get an array of messages with an integer type.
   e. Reshape the message array into a matrix according to the dimensions of the message image.
3. In the extraction process, three message images will be obtained.

4. Measure and compare the image of the extracted message with the specified measuring instrument.

2.5. Measurement Tools

Stego image is a cover image that has been embedded with the message image. A good stego image must have an imperceptibility aspect. Imperceptibility means that embedded messages should not be detected by the human senses. Measuring instruments that can be used to determine the quality of imperceptibility are the peak signal to noise ratio (PSNR) and structural similarity index (SSIM). This measuring instrument is used as a standard in various digital image processing. PSNR and SSIM values are generated by comparing the original image and the reconstructed image or in this case the stego image [2,20]. SSIM can be calculated with the formula (1), while PSNR can be calculated with the formula (2).

\[
SSIM(c, s) = \frac{(2\mu_c\mu_s + C_1)(2\sigma_{cs} + C_2)}{\mu_c^2 + \mu_s^2 + C_1(\sigma_c^2 + \sigma_s^2 + C_2)} \tag{1}
\]

\[
PSNR = 20 \log_{10} \left( \frac{255}{\sqrt{MSE}} \right) \tag{2}
\]

Where, \( c \) the cover image, \( s \) the stego image, \( \mu_c \) is the average light intensity of the cover image, \( \mu_s \) is the average light intensity of the stego image, \( \sigma_c \) is the standard deviation of the cover image, \( \sigma_s \) is the standard deviation of the stego image, \( C_1 = C_2 = 0 \) and the MSE can calculate by formula (3).

\[
MSE = \frac{1}{O \times P} \sum_{k=1}^{O} \sum_{l=1}^{P} [c(k, l) - s(k, l)]^2 \tag{3}
\]

Where \( O \) and \( P \) are the dimensions of the image, \( k \) and \( l \) are the pixel coordinates of the image.

3. Results and Analysis

This section presents results on the embedding and extraction stages of the proposed steganography method. As explained earlier that in the test in this research the message image is embedded with a maximum capacity where each pixel cover image is embedded with a 1-bit pixel message image. The resulting stego image quality is measured by three measuring instruments namely MSE, PSNR, and SSIM which are presented in Table 1. Whereas the stego image is visually presented in Fig. 4. Based on the numbers of the results presented in Table 1 and the visual appearance of the results presented in Fig 4 it appears that the results of the proposed method are very good. The minimum PSNR value generated is more than 55dB even on Monarch images showing the results of PSNR inf. PSNR value = inf means that no noise occurs in the stego image, the SSIM value = 1 also shows that the similarity of structure between the original image and the stego image is the same. This should have a very small possibility because the message bit value should change the image pixel value, but inadvertently with the proposed method and the message bit value used, incidentally did not change the original image pixel value. This is actually very, very rare, but the facts speak thus and there is no engineering of the results presented.

| Image     | MSE   | PSNR       | SSIM   |
|-----------|-------|------------|--------|
| Baboon    | 0.1692| 55.8461    | 0.9998 |
| Cablecar  | 0.1668| 55.9082    | 0.9986 |
| Lena      | 0.0181| 65.5438    | 0.9999 |
| Lichtenstein | 0.0185| 65.4543    | 0.9998 |
| Monarch   | 0.0000| Inf        | 1.0000 |
| Yacht     | 0.0183| 65.4948    | 0.9996 |
Figure 4. Stego image results

Table 2. MSE, PSNR and SSIM results of stego image

| Image     | Standard Method | Proposed Method |
|-----------|-----------------|-----------------|
|           | MSE  PSNR  SSIM | MSE  PSNR  SSIM |
| Baboon    | 0.1845  55.4718  0.9997 | 0.1692  55.8461  0.9998 |
| Cablecar  | 0.1848  55.4633  0.9982 | 0.1668  55.9082  0.9986 |
| Lena      | 0.1817  55.5362  0.9998 | 0.0181  65.5438  0.9999 |
| Lichtenstein | 0.4451  51.6458  0.9995 | 0.0185  65.4543  0.9998 |
| Monarch   | 0.4458  51.6394  0.9997 | 0.0000  Inf      1.0000 |
| Yacht     | 0.4448  51.6487  0.9991 | 0.0183  65.4948  0.9996 |

Another thing that needs to be discussed is the significant difference in the value of PSNR, which is almost 9dB. This is because there are three layers in a colored image, where there are layers that do bit-flip and there are also layers that don't do bit flip. For more details, it can be seen the results of comparing MSE, PSNR and SSIM values of stego images with the proposed method and with the traditional LSB method in Table 2.

Based on the results presented in Table 2, it appears that two images have increased PSNR values around 0.5dB, one image has increased more than 9dB, two other images have more than 13dB, and one image has a PSNR value inf. This shows that this method works very well, although not on all images.

Meanwhile, to answer the statements and theories contained in the introduction that is about colored images more sensitive to the human visual system if there is a change. It is true that the imagery of grayscale and color images has a different character, with the same method and payload resulting in an increase in different imperceptibility. In the study conducted by Astuti et al. [12] the increase in PSNR can reach around 9dB during the flipping process, otherwise, the PSNR value is the same. The difference in value was generated with a grayscale type image dataset, while in this research using a
color image dataset the increase in PSNR values was relatively varied, ranging from 0.5dB, 9dB and 13dB. This variation in value is caused by differences in the message bits that the flip does. These results indicate that the bit flipping method can work better in color images because all values and indicators of the human visual system measure a better trend.

At the extraction stage, the flip key is used as a tool for the extraction process that has been previously saved at the embedding stage. The flip key by default has a size of three bits, where each bit for each layer R, G and B. Extraction results are the secret message image that has been previously pinned. At each layer, the extraction of message images is generated, so that there are three secret message images from stego images. The message image must be extracted perfectly from all three layers so that there is no change in meaning. To measure the extraction of the message image NC measurement tools are used, and based on the NC measurement results, a value of 1 is obtained, which means that the extraction results are exactly the same as the original message image. The extraction results in the form of images and NC values are presented in Table 3.

Table 3. MSE, PSNR and SSIM results of stego image

| Image   | R         | G         | B         |
|---------|-----------|-----------|-----------|
| Baboon  | 1.0000    | 1.0000    | 1.0000    |
| Cablecar| 1.0000    | 1.0000    | 1.0000    |
| Lena    | 1.0000    | 1.0000    | 1.0000    |
| Lichtenstein | 1.0000 | 1.0000    | 1.0000    |
| Monarch | 1.0000    | 1.0000    | 1.0000    |
| Yacht   | 1.0000    | 1.0000    | 1.0000    |

4. Conclusion
This research carries out further analysis of the implementation of LSB-based bit flipping methods. Theories regarding digital images say that changes in the pixel value of color images are more
sensitive to human vision sensors when compared to grayscale images. In previous research, the bit flipping method has been proven to increase imperceptibility by around 9dB in grayscale images but has not been tested in color images. In this research, the bit flipping method is applied to color images by embedding messages with maximum capacity and it turns out that in color images with the RGB model the bit flipping method works well too, although the increase in imperceptibility is quite varied a maximum increase of about 13dB is obtained. This shows that the proposed bit flipping method works well on both grayscale and color images.
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