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With the rapid growth of Internet technology, the blockchain has been developed fast in recent years with the wide expansions in finance, medicine, public welfare, and other fields. At the same time, the blockchain technology has also attracted researchers’ increasing attention, leading to a large number of scientific outputs that made significant contributions to blockchain research. However, few attempts can be found to investigate the development of blockchain based on the literature in this area. Therefore, this paper focuses on blockchain research by introducing bibliometric methods and comprehensively analyzes its status quo, emerging trends, and development path. Based on the above research, this paper draws two main conclusions. First, we made a comprehensive investigation of blockchain research in the past five years and then found that the main research directions in this area are Bitcoin, digital currency, and Fintech. Second, the development of blockchain research generally presents a trend of $\pi$-transformation based on the main path analysis. The above studies provide a brief view for beginners who want to learn blockchain research in a direct way and contribute to extend the theoretical foundation of blockchain research by giving a comprehensive bibliometric analysis.

1. Introduction

As a new application of computer technology, blockchain has been widely used in recent years. Blockchain originated from Bitcoin and was first proposed by Satoshi Nakamoto in 2008. As a P2P virtual currency, Bitcoin can meet the demand of decentralization, strictly control the rate of money supply, estimate the total amount of money in circulation, and effectively suppress inflation. Bitcoin is basically a currency. It has some of the properties of a currency, but it is not necessarily a real currency. Unlike all currencies, Bitcoin is not issued by a specific monetary authority. It is created by a number of calculations based on a specific algorithm. The Bitcoin economy uses a distributed database composed of many nodes in the entire P2P network to confirm and record all transactions and uses cryptographic design to ensure the security of all aspects of currency circulation. The decentralized nature of P2P and the algorithm itself ensure that the currency cannot be artificially manipulated by mass production of Bitcoins. The cryptographic-based design allows Bitcoins to be transferred or paid for only by their true owners. This also ensures the anonymity of the ownership of money and the transactions in circulation.

When Bitcoin was created, the term "blockchain" did not exist. Later, with the soaring price of Bitcoin and the stable operation of the Bitcoin system for many years, people began to care about the technology behind the Bitcoin system and develop the concept of "blockchain technology." Blockchain technology is also known as distributed ledger technology. It is a technical solution to collectively maintain reliable databases through decentralization and detrust. The technical scheme basically allows any number of nodes participating in the system to generate a series of data blocks related to the encryption method. Each data block contains all information of exchange data in the system during a certain period and generates a data fingerprint to verify the validity of its information and link to the next database block. Blockchain technology is the underlying technology of Bitcoin. It has a
great mechanism and can be used in Bitcoin or many other fields.

The research and application on blockchain mainly focus on the following aspects. The first is digital cryptocurrency. The widespread use of Bitcoin has proved the feasibility and great potential of issuing digital currency based on blockchain technology. Harvey [1] discussed the operation mechanism of Bitcoin in detail and pointed out that Bitcoin was a successful application of cryptofinance in digital cryptocurrency. With the help of an encryption algorithm, ownership authentication and transaction can be realized under the condition of decentralization. The second is financial trading and clearing. Lee [2] sorted out the operation mechanism of blockchain technology. This research focused on the legislation and regulation of the point-to-point blockchain trading market and analyzed the impact of blockchain technology on naked short selling and high-frequency trading. It is derived that blockchain technology is easy to use in the exchange transaction settlement which could negatively influence transaction behaviors. The third is the smart contract. Christidis and Devetsikiotis [3] argued that smart contracts can organically combine blockchain with Internet of Things (IoTs) technology. Blockchain technology entrusts each isolated smart device with a trust mechanism and thus creates a service trading market among smart devices. In this sense, it promotes the application and popularization of IoT technology. However, there are still problems such as user privacy protection and legal authorization. The last is corporate governance. Because blockchain technology is suitable for the company equity trading and ownership registration, Yermack [4] discussed that all participants are involved in corporate governance because of the blockchain. Hence, if this technology is applied in the equity of listed enterprises, all shareholders’ shareholdings will be completely transparent and traceable. It leads to the exposure of Insider-Trading and Back-Dating. Therefore, blockchain technology could positively impact corporate governance.

With the deepening research on blockchain, it is particularly important to understand the status quo and development trend of the field. Based on the literature data about blockchain obtained from Web of Science, this paper analyzes the status quo and development trend of blockchain research with the most popular bibliometric software, CiteSpace, which involves the process of knowledge mining, analysis, organization, mapping, and display. Yu [5] made a visual analysis of aggregation operators by using CiteSpace. According to the research results, the main research clusters and their corresponding key elements in this region were revealed, and the close relationships among major journals and important authors could be found. To determine the current situation and research trends in the public-private partnership field, Song et al. [6] conducted a series of content analyses using the CiteSpace software package and drew three important conclusions. Chen and Wu [7] investigated the literature on makers from 1975 to 2016 and performed the visual analysis with CiteSpace bibliometrics software to identify major intelligent cooperative networks, cooccurrence keywords, research clusters, and iconic articles. Cui and Zhang [8] made a comparative study of public policies and research on the development of circular economy in China by using literature measurement software CiteSpace, and the research results showed that there was obvious interactive feedback between public policies and academic research. Olmeda-Gómez et al. [9] used CiteSpace to conduct a qualitative and visual analysis of epigenetic literature published between 2009 and 2017 to gain an in-depth understanding of patterns and trends in the field and to identify innovative and potential transformational studies. Even though blockchain is a concept that has emerged in recent years, the bibliometric studies about blockchain research are seldom found. Therefore, CiteSpace was used in this paper to analyze the emerging trends and current status in blockchain research, including cocitation analysis of authors, institutions, countries, and journals, as well as burst detection of keywords to further analyze the emerging trends and hotspots in blockchain research.

In addition, to fully understand the development path of blockchain research, this paper also introduces the main path analysis. Citation network analysis is an effective tool, which can reflect the influence of a paper on the subject. Main path analysis is one of the most concerns in recent years. Compared with the commonly used H-index and G-index, it not only considers the direct impact but also considers the indirect impact. Moreover, the main path analysis can correct the problem of citation bias caused by different publication years. Because in this approach, the latest paper is not compared with the time-honored papers, but with papers published at the same time. When conducting author cocitation analysis, Ma et al. [10] used the social network analysis tool Pajek to visualize the authors’ cocitation matrix and finally pointed out the similarities and differences between Chinese information science and foreign information science. Kozak et al. [11] used bibliometric software Pajek and VOSviewer to study international collaborations between researchers affiliated with eastern European countries in 1999, 2000, and 2001. Therefore, based on CiteSpace and Pajek, this paper makes a rounded analysis of the status quo, emerging trend, and development path of blockchain research.

In this paper, there are several obvious advantages to other research. First, the scope of this study focuses on the blockchain field. Besides, cluster analysis and author collaboration networks are used to illustrate the links between articles and authors and to display papers with strong citation bursts at different time intervals, and burst detection is introduced in this paper. Finally, this paper provides a detailed overview of the development of blockchain research by using four different main path analyses to provide a more comprehensive understanding of the development of blockchain research. Thus, this study aims to provide a more objective and comprehensive econometric analysis of the literature on blockchain research through the use of software CiteSpace and Pajek. Based on the following aspects, 1230 published studies on blockchain research retrieved from Web of Science (WoS) were analyzed in this paper: (1) analyze the authors who have had a significant impact on the field; (2) state the countries/regions, periodicals, and...
institutions that have made significant contributions; (3) identify the emerging trends and current situation of blockchain research; and (4) understand the development path of blockchain research.

The article structure of the paper is mainly as follows. Section 2 focuses on the analysis of citations. Section 3 provides a description and analysis of the countries/regions, institutions, and authors that have published a large number of studies on the blockchain. Section 4 describes the emerging trends and hotspots in the field using burst detection techniques and also presents the results of four different main path analyses. Finally, Section 5 gives the main findings and conclusions.

2. Methodology

CiteSpace, short for Citation Space, is a tool to analyze the potential knowledge embedded in the scientific literature. It also provides a comprehensive overview of specific research fields in terms of scientometrics, data, and information visualization. It is a multifaceted, time-dependent, and dynamic citation visualization tool that was developed in the context of data and information visualization. We can also call this method "Mapping knowledge domains" because the structure, pattern, and distribution of scientific knowledge are presented through visualization. Compared with other bibliometric software, CiteSpace can perform clustering analysis on data from different aspects, making the results more reliable. Also, CiteSpace has the following advantages: (1) it can process large amounts of text data, making the analysis more extensive, and it can also change the format of the data so that the data set can be applied to other software; (2) information visualization can be realized to make the analysis results more intuitive and specific; (3) CiteSpace can also perform burst analysis and trend analysis.

Pajek was originally developed by Vladimir in 1996. As an analysis tool for large complex networks, Pajek is a powerful tool for studying existing complex nonlinear networks with thousands or even millions of nodes. Compared with network analysis tools such as Ucinet and Gephi, Pajek can process more nodes and links quickly and support the analysis of massive data. Specifically, there are three characteristics that Pajek has: (1) the algorithm is fast and effective. All the algorithms of Pajek are less than order 2. Therefore, it is very effective for the calculation of complex networks. (2) Pajek provides a visual operation platform for users with its humanized interface and simple operation. (3) Users can not only use Pajek to find out the local characteristics of the complex network but also view the structure of the whole network from a global perspective.

Building CiteSpace and Pajek analysis databases require two steps. The first step is to select the database. We choose Web of Science as the database because it is a huge platform for providing readers with extensive and peer-reviewed research outputs published on Social Science Citation Index (SSCI), Science Citation Index Extension (SCI-E), and other databases. The second step would be the selection of appropriate keywords. Researchers should pay more attention to the validity and representativeness of keywords because they can largely determine the accuracy of research fields. In this paper, a total of 1,230 articles published between 2015 and 2019 have been retained in the blockchain research, excluding the citation index of conference process-science. The research time of this study was selected for two reasons: (1) a large number of papers with significant contributions have been published since 2015; (2) this study is related to the latest research on blockchain, and it is regarded as the latest paper in this research field.

3. Cluster Network and the Most Cited Articles

According to the steps above, this paper downloaded the literature about blockchain research via Web of Science on November 1, 2019, based on 1,230 papers published between 2015 and 2019.

To establish a better professional development mechanism, the concept of cocitation and cluster is introduced. If two papers are cited by one or more subsequent papers at the same time, the two papers are said to be cocitation. Cluster analysis divides all literature into several different categories according to a certain property. Cocitation and cluster analysis of blockchain research can be obtained by using CiteSpace, as shown in Figure 1 and Table 1. Cocited articles are grouped into clusters to make the main research areas easier for readers to understand. Table 2 shows the detailed results of the main cocited articles.

Figure 1 shows the cluster network in the blockchain research of 1230 pieces of literature. As can be seen from Figure 1, there are 9 clusters, trust degree, distributed ledger technology, tutorial, healthcare, narrative, trust, consensus algorithm, and supply chain management, respectively. Table 1 shows the top 7 clusters in the blockchain research field. The size represents the number of references contained in each cluster. The log-likelihood ratio (LLR) is the algorithm that calculates each label and summarizes each cluster. In addition, the homogeneity of the clusters is tested by the silhouette score. The range of the silhouette is 0 to 1. When the silhouette is greater than 0.5, the corresponding result is considered to be reliable. The closer the silhouette is to 1, the more reliable the result is. As can be seen from Table 1, all silhouette scores are above 0.7, indicating that the quality of each cluster is reliable. The largest cluster is #0 cycle tours, with 31 member references. In addition, the average year for most clusters is around 2015.

Based on the understanding of the top 7 clusters in the blockchain research field, the top 20 articles with more than 40 times of cocitation frequency and their clusters are shown in Table 2. Chen et al. [31] believed that the most cited papers made significant contributions to a certain research field. It is clear to see that the most cited articles are almost from #1 and #3. Therefore, it can be seen from Table 2 that cluster 3 is the most cited cluster being cited 186 times. This article is "Blockchain and smart contracts for the IoT." Furthermore, the article "Blockchain thinking the brain as a decentralized autonomous corporation" is from #1 with both 132 citations, and the article "Bitcoin and beyond: A technology survey on decentralized digital currencies" is from #0 with both 83 citations.
4. Contribution Analysis

Not only that but also the number of results is also correlated with research contribution. This part analyzes their contributions to the research field of blockchain from several aspects, including countries, institutions, journals, and authors. The results show that the most productive countries are also in the boom period of blockchain research, and the most productive institutions are mainly from these countries. In addition, papers by prolific authors are highly influential in blockchain research.

### 4.1. Analysis of Countries and Institutions

To make the results more reliable and objective, this paper used WoS records to analyze the countries with the highest generation efficiency. Besides, CiteSpace was used to analyze the most cited authors and collaborative networks among institutions. A detailed analysis of the results is given below.

Table 3 shows the top 10 countries with the research literature on the blockchain. It can be seen from the table that China is the country with the largest contribution, ranking first with 420 papers published, accounting for 34%. USA, England, and South Korea followed with more than 40%. Although relatively few papers have been published from other countries, their contributions to this field of research have also been substantial.

Figure 2 shows a visual analysis of the national collaborative network for blockchain research. The node sizes in the figure represent the number of publications by country and correspond to Table 3. It can be found that there is certain geographic cooperation between these countries. High-yielding countries in the field of blockchain research cooperate more with other countries, while low-yielding countries cooperate less.

| Cluster-ID | Size | Silhouette | Label (LLR) | Mean (year) |
|------------|------|------------|-------------|-------------|
| 0          | 31   | 0.706      | Trust degree | 2015        |
| 1          | 29   | 0.840      | Distributed ledger technology | 2016        |
| 2          | 18   | 0.966      | Tutorial    | 2014        |
| 3          | 18   | 0.730      | Healthcare  | 2016        |
| 4          | 16   | 0.758      | Narrative   | 2015        |
| 5          | 13   | 0.762      | Trust       | 2014        |
| 6          | 12   | 0.834      | Consensus algorithm | 2016        |
| 7          | 11   | 0.873      | Supply chain management | 2016        |

Table 2: Top 20 most cited articles in the blockchain research.

| Citation counts | References | Cluster number |
|-----------------|------------|----------------|
| 186             | Christidis and Devetsikiotis [3] | 3              |
| 132             | Swan [12]  | 1              |
| 105             | Zyskind and Nathan [13] | 3              |
| 83              | Tschorsch and Schuermann [14] | 0              |
| 73              | Yue et al. [15] | 1              |
| 72              | Azaria et al. [16] | 1              |
| 69              | Yli-Huumo et al. [17] | 1              |
| 67              | Kosba et al. [18] | 0              |
| 65              | Zheng et al. [19] | 0              |
| 62              | Aitzhan and Svetinovic [20] | 2              |
| 57              | Dorri et al. [21] | 3              |
| 54              | Kang et al. [22] | 3              |
| 54              | Kuo et al. [23] | 1              |
| 53              | Underwood [24] | 1              |
| 52              | Wood [25] | 0              |
| 50              | Tapscott and Tapscott [26] | 1              |
| 50              | Li et al. [27] | 3              |
| 50              | Khan and Salah [28] | 3              |
| 49              | Eyal [29] | 0              |
| 48              | Novo [30] | 3              |

Figure 1: Cluster network in the blockchain research.
In addition, we can find that the number of published papers is related to the number of research institutions and the amount of research funds. As shown in Table 4, among the top 10 institutions that have made significant contributions to 156 institutions that have published research on blockchain, the Beijing University of Posts and Telecommunications is in a prominent position in this field, with 41 papers published. The rest institutions are mostly from China. Nine of the 10 institutions that made significant contributions came from China, accounting for about 15% of the total number of papers published in the area. As mentioned above, China is the country with the most published papers in blockchain research, so it can be concluded that the most productive institutions come from the most productive countries. China is unquestionably the most productive country in the field.

Furthermore, Figure 3 shows the global collaborative network of research institutions on blockchain research from 2015 to 2019. The network structure can be seen from the maturity of cooperation between institutions. If the structure is close enough, the cooperation between corresponding institutions will be relatively mature. As can be seen from Figure 3, there are more cooperation between institutions in the same country. Therefore, it is essential to strengthen international interaction, especially those countries that have a significant impact on the development of blockchain research.

4.2. Analysis of Journals and Authors. Table 5 is the top 10 journals that have published research literature on the blockchain, and these data are from WoS. It can be seen from the table that IEEE Access is the journal with the most published literature, with 189 articles published in total, accounting for 15.37% of all publications, and it has made great contributions to the blockchain research field and has a large number of research results. This is followed by the IEEE Internet of Things Journal, Sensors, and Applied Sciences Basel, which together have published more than 100 papers related to blockchain research.

Table 3: Top 10 productive countries in the blockchain research.

| Countries/regions | Number | Percentage |
|-------------------|--------|------------|
| China             | 420    | 34.14      |
| USA               | 309    | 25.12      |
| England           | 116    | 9.43       |
| South Korea       | 93     | 7.56       |
| Australia         | 84     | 6.83       |
| Canada            | 65     | 5.28       |
| Germany           | 48     | 3.96       |
| Spain             | 45     | 3.66       |
| India             | 42     | 3.41       |
| Italy             | 40     | 3.30       |

Not only that but also articles in the lower ranked journals have made a huge contribution to the development of the field, such as “A secure fabric blockchain-based data transmission technique for industrial IoT” published by IEEE Transactions on Industrial Informatics and “On blockchain and its integration with IoT-Challenges and opportunities” published by Future Generation Computer Systems, The International Journal of eScience. These articles are also often cited when dealing with the preferences and uncertainties of decision makers to improve further investigation. To sum up, both the journals listed in Table 5 and their published articles are of great significance to the advancement of blockchain research.

Table 6 lists the top 10 productive authors. According to WoS records, Kim-Kwang and Jong are the most prolific authors of blockchain research, with 16 and 14 papers, respectively. Of particular note, the above 16 and 14 papers are not the actual research output of each author because some papers were filtered out according to the search method in this study, but the influential papers of these authors are generally taken into account. In terms of affiliations, Kim-Kwang is the professor of the Queensland University of Technology and Jong is the professor of the Department of Computer Science and Engineering, Seoul National University of Science and Technology. Figure 4 is a collaborative network diagram of the main authors of the blockchain study. The figure confirms the conclusion of
Table 4: Top 10 productive institutions in blockchain research.

| Institutions                                | Number of publications | Percentage |
|---------------------------------------------|------------------------|------------|
| Beijing University of Posts and Telecommunications | 41                     | 3.33       |
| Xidian University                           | 22                     | 1.79       |
| University of Science and Technology of China | 21                     | 1.71       |
| The University of Texas at San Antonio      | 20                     | 1.63       |
| Chinese Academy of Sciences                 | 18                     | 1.46       |
| Beijing Institute of Technology             | 16                     | 1.30       |
| Guangdong University of Technology          | 15                     | 1.22       |
| Wuhan University                            | 15                     | 1.22       |
| Beihang University                          | 14                     | 1.14       |
| Nanyang Technological University            | 14                     | 1.14       |

Table 5: Top 10 productive journals in blockchain research.

| Journals                                         | Number of publications | Percentage |
|--------------------------------------------------|------------------------|------------|
| IEEE Access                                      | 189                    | 15.37      |
| IEEE Internet of Things Journal                  | 44                     | 3.58       |
| Sensors                                          | 34                     | 2.76       |
| Applied Sciences Basel                           | 25                     | 2.03       |
| IEEE Transactions on Industrial Informatics      | 25                     | 2.03       |
| Future Generation Computer Systems, The International Journal of eScience | 22                     | 1.79       |
| Sustainability                                   | 22                     | 1.79       |
| IT Professional                                  | 21                     | 1.70       |
| Energies                                         | 19                     | 1.54       |
| Journal of Medical Systems                       | 17                     | 1.38       |

Table 6 that Kim-Kwang and Jong are prolific authors in this field. Besides, it can be found that Kim-Kwang and Jong not only have a lot of cooperation but also cooperate with scholars such as Xiao, Mawson, and Liehuang, who are also the productive authors listed in Table 6.

To further investigate authors who have had a significant impact on blockchain research, we made an author co-citation network, as shown in Figure 5, which shows authors who have been continually cited in recent years. It is important to note that this study only considers the first author of a given paper.

The most cited authors are Nakamoto, Christidis, and Swan. Blockchain originated from Bitcoin, and Nakamoto published the paper "Bitcoin, a peer-to-peer electronic cash system," which marked the birth of Bitcoin. Since Nakamoto's theory of Bitcoin, various approaches using P2P technology, cryptography, timestamping, blockchain technology, and other electronic cash system architecture concepts have been developed. As Nakamoto has provided a crucial theoretical foundation for blockchain research, he has become one of the most renowned scholars in the field of blockchain.

The comparison between Table 5 and Figure 5 shows that there is a certain connection between the two. The prolific authors and the frequently cited authors are basically the same, but there are still some differences.
As more and more scholars are paying attention to blockchain and its rapid development, it is of great significance to discuss this issue from different perspectives. To clearly show the hotspots in different years and the evolution process, we have conducted a selection process of research directions. Table 7 lists the top 10 research directions in this field. As can be seen, “Computer Science” ranks first with 666 articles, followed by “Engineering” and “Telecommunications.” The first three directions are the hotspots in the blockchain research field. Besides, emergencies still exist, which is a new direction for this research field. More information can be found below.
5. Emerging Trends and Development

5.1. Emerging Trends. Scholars also focus on emerging trends when researching blockchain, and they shed light on new research directions and cutting-edge methods. Citation frequency is a measure of the recognition of a research paper by other institutions or scholars. Burst detection can identify the influential events occurring in a certain period of time and can be used to detect the center and focus of research in a certain period of time in bibliometrics. In this section, the burst detection of references, keywords, and cited authors are used to illustrate the articles in blockchain research that gets a fast growth of citations and focuses on exploring research directions.

The rapidly increasing number of citations can reflect emerging trends in a particular field of research. The increase in citation frequency indicates that scholars pay more attention to the corresponding publications. In this paper, the reference burst detection is used to understand the emerging trends of blockchain research. As shown in Figure 6, from 2015 to 2019, there were 10 papers with high citation frequency. It can be seen that all the citation explosions occurred after 2015, and the earliest citation explosion in this research field occurred in 2016, which is consistent with the rapid development stage (2016–2019) of the blockchain research mentioned above. From 2016 to 2019, researchers focused on blockchain and smart contracts for the IoT [3], cooperative governance and blockchains [4], blockchain technology: principles and applications [32], and blockchain: the state of the art and future trends [33].

Considering the sudden detection of keywords, this paper gives topics that are rapidly developing in this research area. Figure 7 lists the top six keywords with bursts. The keyword “Bitcoin” was proposed in the blockchain for the first time. The “digital currency” was introduced in 2017 and has attracted much attention from 2017 to 2019. Therefore, the outbreak time of this keyword is from 2016 to 2019. Some topics show that research topics change rapidly over time.

From Figure 8, all the authors received the citation bursts in 2016. Merkle and Antonopoulos, as cited authors, have the longest duration that began in 2016 and ended in 2019 years. Moreover, the strength of Gervais is the strongest.

5.2. Development Context Analysis. To further understand the development path of blockchain research, this paper uses Pajek to analyze the main path of blockchain research. Four basic paths summarize the development of blockchain research from different perspectives.

5.2.1. Local Forward Main Path. A total of 9 papers appear to the local forward main path. The path in Figure 9 follows the most path generation method, which demonstrates the knowledge diffusion in a specific domain and helps researchers capture the knowledge backbone to understand blockchain research comprehensively.

As one of the earliest articles to study blockchain [3], this paper examined whether they make a good fit for the IoT sector. Through the study of blockchain and IoT, Christidis concluded that the combination of blockchain and the Internet of Things is powerful and can bring about significant changes in multiple industries, pointing the way for new business models and distributed application. Ali et al. [34] also talk about the combination of blockchain and the IoT; based on the challenges posed by the current centralized Internet of Things model and combined with the latest advances in industry and research, this paper effectively uses the blockchain to provide a decentralized and secure medium for the Internet of Things.

Tschorsch and Scheuermann [14], also as one of the earliest articles, discussed the impact of blockchain in the field. In this paper, they got a variety of research results and research directions. They continued to explore the design space by discussing existing contributions and results, based on an introduction to the Bitcoin protocol and its building blocks. Finally, based on the above discussion, they came to the core basic structure and insights into Bitcoin protocol and its application. As the paper showed and discussed, many of the key ideas apply to every other field, so their impact goes well beyond Bitcoin itself.

As shown in Figure 9, another earliest paper is by Kraft [35]. This paper used a Poisson process model with time-dependent intensity to derive block-time predictions for various hash rate scenarios and also analyzed the method of updating “network difficulty” as a mechanism to keep block-time stable. Next, Zheng et al. [19] introduced the classification and consensus algorithm of blockchain, reviewed the application of blockchain, discussed the technical challenges and the latest progress in addressing them, and pointed out the development direction of blockchain technology. Li [36] proposed a secure energy trading system called energy
blockchain by using blockchain technology of consortium. This kind of energy blockchain can be widely used in general P2P energy trading scenarios, to get rid of the trusted intermediary. Kang et al. [37] realized the secure data storage and sharing of vehicle edge network by using the blockchain of consortium and smart contract technologies.

Based on blockchain, Nizamuddin et al. [38] proposed a document sharing and version control solution and framework to facilitate multiuser collaboration, without involving centralized trusted entities or third parties, and to track changes in a trusted, secure, and decentralized manner. As the final paper, a new blockchain-based incentive anonymous reporting system, ReportCoin, was proposed in 2019 (Zou et al.). ReportCoin guarantees user identity privacy and the reliability of reporting messages throughout the reporting process.
Due to the number of papers that can be shown in the main path, some important papers are omitted in Figure 9. Therefore, we comply with the view of Liu and Lu [39] which suggested more than one path was identified from different perspectives. Some influential articles will be given in the following path analysis.

### 5.2.2. Local Backward Main Path

The local backward main path in Figure 10 is opposite to the local forward main path, which tracks development trajectories from now to before. It pays more attention to the works in the latest years. Therefore, it is not surprising that the works in Figure 10 are newer than Figure 9. After a detailed inspection, it is found that most of them have received considerable recognition, which can be seen from the cited score.

From Figure 10, we can see that the local backward main path has two branches. The first path deals with the application of blockchain in the IoT, game theory, mobile services, and other fields. Like the first paper, Kim [40] combined blockchain with game theory, and this paper proposes a new model that enables existing blockchain control schemes to be applied directly to real-world operations. Besides, Liu [41] also studies game theory and blockchain technology, and this paper fills in the gaps in the current research on the blockchain network, in which game theory is used as an analysis tool and in which there is a lack of comprehensive investigation on the application of game theory methods in blockchain-related issues. In the following, in order to compensate for the literature review on the development of decentralized consensus mechanisms in blockchain networks, Wang et al. [42] provided a systematic view of the organization of blockchain networks. In the next two papers, Liu et al. [43] and Xiong et al. [44] both introduced the application of blockchain in the wireless mobile network. They put forward moving edge calculation to solve...
the problem of blockchain applications in the wireless mobile network.

In the second path, Wang et al. [45] presented the first paper. This article mainly introduced how the blockchain affects value creation in the LP environment, as a rising IT artifact. Hughes et al. [46] used the IS/IM lens to study blockchain and presented a comprehensive overview of key themes in blockchain development. Based on blockchain, supply chain, network theory, and technology acceptance model, Queiroz and Fosso Wamba [47] established a model on the basis of the classical unified theory of technology acceptance and use through the study of emerging literature. The above three pieces of literature have one thing in common, which is through the method of literature research. And then, the rest of the papers study the application of blockchain in the IoT. Just like Reyna et al. [48], based on this relationship, this paper investigated the challenges of blockchain in the application of IoT and analyzed how the blockchain could potentially improve IoT.

Through the local backward main path analysis, we may draw the following conclusions. The first one is studying blockchain is often to combine blockchain with other fields, such as IoT and mobile services. Second, there is much more research on blockchain than the previous article, and this article is just the tip of the iceberg.

5.2.3. Global Standard Main Path. The aforementioned works in the local backward main path are mainly about the generalization of blockchain research. It is different from the path in Figure 9 and has eleven new papers are identified in the global standard main path. The front of the path in Figure 11 is consistent with the local forward path.

The paper on this path focuses on the study of the application and future development trend of blockchain research. As an early study of the blockchain application and development trend of the article, Nofer et al. [49] made a detailed introduction to the application and development of blockchain research, including digital currency and smart contract, and this paper laid a certain foundation for later research. The following papers, such as that by Risius and Spohrer [50], Hawlitschek et al. [51], and Casino et al. [52], have conducted research on the present blockchain technology. Also, various research directions are determined. The difference is that Hawlitschek et al. [51] also looks at the potential of blockchain technology to solve any problem in the sharing economy.

For the seven papers at the end, they covered the application of blockchain technology in different industries, including the gas industry [53], smart contract [54], emerging healthcare technologies [55], and food consumption and its safety [56]. These studies have laid a good research foundation for future scholars.

In the above local backward path analysis, we summarize the broad scope of knowledge development. The global standard main path also confirms this. The four ways of this paper are different, but they complement each other from different angles and deepen the overall understanding and general direction of scholars in this field.

5.2.4. Global Key-Route Main Path. Whether local forward path, local backward path, or global standard path is used, the route with the highest weight is not necessarily among them. Besides, some knowledge diffusion paths that have relatively low weights also have a huge impact in this field may be ignored. To ameliorate these drawbacks, the key-route main path is come up by Liu and Lu [39] to present more details of a specific domain. The key-route main path in Figure 12 has a chosen size of 10 to demonstrate, and 32 papers have been identified.

From Figure 12, we can see that the upper left corner branch is the same as the global standard main path. And the lower-left corner branch is the same as the local forward main path. Therefore, this part is no longer analyzed. Three new papers, including Kshetri [57, 58] and Kamble et al. [59], appear in the lower right corner of the branch, all three papers mentioned the relationship between blockchain and supply chain network and the role of the IoT among them, and this is consistent with the research topic of other articles along this path.

In the upper right corner is a brand new path, mainly based on blockchain-Internet of Things research. This combination can lay the foundation for the development of new business
models and new types of distributed applications and can lead to major changes in multiple industries [3]. Many studies based on blockchain and the IoT are emerging. Sharma et al. [60] proposed a distributed and secure SDN architecture for the IoT, which used blockchain technology. Liang et al. [61] proposed a secure fabric data transmission technology based on blockchain for the industrial Internet of Things. Several other papers have mentioned the application of blockchain in various aspects and applied the IoT to it.

As can be seen from Figure 12, the development of blockchain research presents a π-type change trend and in the process of development has formed four different paths. It should be considered that, in the entire critical path diagram, we slightly expanded the path size, which resulted in almost covering the three main paths of the above, and this also visually reflected that the previous three-path analysis is more critical and also a knowledge dissemination structure that roughly covers the entire field. Through the analysis of these four paths, we find that the influence of top scholars in this field is very important. The Christidis, Tschorsch, and Kraft teams, for example, are at important juncture points in each of these main path structures, and have made significant contributions in terms of both quantity and quality of published papers.

From the analysis of the future development trend and main path of blockchain, it can be seen that the application of blockchain is mainly concentrated in digital cryptocurrency, financial trading and clearing, smart contract, corporate governance, and IoT. Few studies discuss the problems and risks existing in the development and maturity of blockchain and put forward corresponding solutions.

6. Conclusions

This paper has summarized the current status and emerging trends of blockchain research, which is helpful for beginners
who are interested in blockchain to directly understand its development trend in recent years. Besides, we also have given the main path analysis of blockchain development to clarify the context of blockchain research.

The research results of this paper are summarized as follows: first, in the last five years, especially in the last two years, the number of research results on the blockchain has been increasing, indicating that blockchain has attracted more and more attention from scholars around the world. Second, China is the most active country in this field. The most prolific authors are not from China, whereas blockchain research is still booming in this country. Moreover, most of the authors and institutions active in the blockchain research field also have a significant influence on the research field. Thirdly, IEEE Access is the most productive journal in blockchain research. Engineering and Telecommunications, due to numerous research achievements, has also made a significant contribution to the development of the blockchain field. Given the hotspots and emerging trends in the field, "Bitcoin" is the keyword most frequently used, and the reference of Antonopoulos' has the strongest strength. Moreover, Merkle and Antonopoulos, as the frequently cited authors, have the longest duration that began in 2016 and ended in 2019 years. Lastly, we can see that, from the main path analysis results, the development of blockchain research has gone through a gradual process. The smart contract, IoT, and digital currency are all important nodes in the development of blockchain, and we also found that the development of blockchain research presents a π-type change trend. We provide a brief view for beginners who want to learn blockchain research directly and contribute to extend the theoretical foundation of blockchain research by giving a comprehensive bibliometric analysis. However, there are still some limitations in this research; for example, we mainly focus on analyzing blockchain research from a general perspective since it has been widely applied in various fields. However, this paper did not focus on blockchain research in a specific field such as finance or medical systems. As a result, deep insight into a certain area related to the blockchain would be our future research direction.
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