Abstract—Halka is a lightweight block cipher proposed by Sourav Das in 2014. The block length of Halka is 64 bits and its key length is 80 bits. Halka uses 8-bit S-box for nonlinear permutation and uses bit shuffle for the linear permutation. In the differential cryptanalysis by the designers, the number of active S-box at each round is estimated to be 2, and differential attack can be mounted up to 5 rounds of Halka. In this article, focusing on Halka that has bit shuffle and 1-bit difference of active S-box at each round, we derive the new maximum differential characteristic probability (DCP). By analyzing trellis diagram of differential trails, we newly find that the maximum DCP of Halka is $2^{60}$ for 10 rounds of single trail and $2^{62.58}$ for 13 rounds of multiple trail, which are the results that the designers would not report.
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I. INTRODUCTION

Halka is a lightweight block cipher with SPN structure proposed by Sourav Das in 2014 [1]. It consists of non-linear processing using 8-bit S-box and linear processing using bitwise permutation. The data block length of Halka is 64 bits and its key length is 80 bits. Here we call S-box “active” if the input and/or output difference of S-box is a nonzero difference. The designers evaluated that the number of active S-box is 2 at each round and that differential trail used for attack is limited up to 5 rounds of Halka.

On the other hand, we call S-box “1-bit active” if the Hamming weight of input/output differences of S-box is 1. When S-box is 1-bit active, the number of active S-box at each round can be reduced to 1 because the 1-bit difference is not diffused by bitwise permutation. This leads to the increase of rounds we can attack on.

Therefore, in this paper, we investigate the differential probability (DP) that the input/output difference of S-box is 1-bit active, and derive the maximum differential characteristic probability (DCP) of Halka.

II. DATA MIXING PROCESS IN HALKA

Fig. 1 shows 1 round of data mixing process in Halka. It consists of exclusive OR (XOR) with 64-bit round key $K_i (i = 1, 2, 3, \ldots, 24)$, 8 parallel S-boxes (S layer), and bitwise permutation (P layer). Halka consists of 24 rounds of this process and XOR of $K_{25}$ at the output of the final round. The round key is generated by the key generation process with secret key.

Table I shows the 8-bit input/output data of S-box in Halka. The uppermost row represents the lower 4 bits of the input 8 bits in hexadecimal, and the leftmost column represents the upper 4 bits. The intersection of rows and columns corresponds to the output. Table II shows bitwise permutation (bit shuffle) where $X$ represents the $X$th input bit of the P layer from the right and $Y$ represents the $Y$th output bit from the right ($X, Y = 0, 1, 2, \ldots, 63$). Because the process of key generator does not affect our analysis, we omit its description.

III. DIFFERENTIAL PROBABILITY AND DIFFERENTIAL CHARACTERISTIC PROBABILITY

The differential attack is a cryptanalysis technique that can affect the security of block ciphers. In this section, we derive the maximum differential characteristic probability (DCP) of Halka.
be performed when the distribution of difference in output is biased when we give the input some difference [2]-[7]. Here, the DP and the DCP are essential for the analysis of the differential trail used for the differential attack. We summarize DP and DCP in this section.

A. Differential Probability

The difference $\Delta X$ between $n$-bit data $X$ and $n$-bit data $X^*$ is defined as

$$X \oplus X^* = \Delta X.$$  \hspace{1cm} (1)

The differential probability $DP_i (\Delta X \rightarrow \Delta Y)$ that the output difference becomes $\Delta Y$ with respect to the input difference $\Delta X$ of an arbitrary function $S(X)$ with $n$-bit I/O is defined as

$$DP_i (\Delta X \rightarrow \Delta Y) = \frac{\# \left\{ X \in \{0, 1\}^n \mid S(X) \oplus S(X \oplus \Delta X) = \Delta Y \right\}}{2^n}.$$  \hspace{1cm} (2)

where the symbol $\{ \}$ represents a set and the symbol $\#$ represents the number of elements of the set. We need $2^n$ of computational complexity to derive DPs for one pattern of $\Delta X$ and one pattern of $\Delta Y$. Because $\Delta X$ and $\Delta Y$ are $n$-bit difference, we need $2^n$ of computational complexity to derive DPs for all patterns of $\Delta X$ and $\Delta Y$. It is known that the maximum DP of S-box in Halka is $2^n$ [1].

B. Differential Characteristic Probability

Although it is an accurate to analyze the maximum DP of the entire block cipher function by using (2) and use the DP as a strength index against a differential attack, it is difficult to analyze due to the huge computational complexity when $n$ is large, e.g. $n=64$, 128, or 256 corresponding to $n$-bit block cipher. As alternative to DP, we use DCP for strength index of differential attack.

The maximum DCP ($DCP_{\text{max}}$) of block cipher consisting of $R$-time iteration of an arbitrary round function $F$ is given by

$$DCP_{\text{max}} = \max_{\Delta X_i=0, \Delta X_1, \Delta X_3, \ldots, \Delta X_r} \prod_{i=1}^{R} DP_i (\Delta X_{i-1} \rightarrow \Delta X_i).$$  \hspace{1cm} (3)

where $\Delta X_i = \Delta Y_{i-1}$ and $\Delta X_i$ is the input difference to the $i$-th round of function $F$, which DP is represented by $DP_i$. The propagation of difference $\Delta X_0 \rightarrow \Delta X_1 \rightarrow \ldots \rightarrow \Delta X_R$ is called a differential trail. Usually we can find many kinds of trail from $\Delta X_0$ to $\Delta X_R$ because $\Delta X_i$ ($i=1, 2, \ldots, R-1$) is not fixed to one kind of values, i.e. we can find many kinds of $\Delta X_i$ ($i=1, 2, \ldots, R-1$) even when $\Delta X_0$ and $\Delta X_R$ are fixed values. We call these many kinds of differential trail multiple trail. The input difference to a block cipher is the XOR of one pair of plaintext. Assuming the block length of the target cipher to be $N$ and input difference is fixed to one kind of value, the total number of pair of plaintext is $2^N$. This leads to $DCP_{\text{max}} > 2^N$ for feasible differential attack.

IV. ANALYSIS OF DIFFERENTIAL TRAIL

In this section, we search for a differential trail where the number of active S-boxes in each round is 1, and attempt to find the higher DCP than the designers found.

First, we analyze the DP of S-box in Halka where S-box is 1-bit active. And then we analyze the maximum DCP of Halka by using DP of S-box and trellis diagram of differential trail.

A. Differential Probability of 1-Bit Active S-box

Table III shows DP of 1-bit active S-box we derived. The uppermost row represents the 1-bit output difference of S-box in hexadecimal, and the leftmost column represents the 1-bit input difference of input. The intersection of rows and columns corresponds to the numerator of right-hand side of (2) where denominator is $2^8$. We can find that the maximum DP of 1-bit active S-box in Halka is $4/2^6$ from Table III. I/O differences (0x8, 0x1), (0x4, 0x2), (0x2, 0x4), and (0x1, 0x8) give the maximum DP.

| I/O difference | 0x1 | 0x2 | 0x4 | 0x8 | 0x10 | 0x20 | 0x40 | 0x80 |
|----------------|-----|-----|-----|-----|------|------|------|------|
| 0x3            | 2   | 2   | 4   | 0   | 0    | 0    | 0    | 0    |
| 0x4            | 2   | 4   | 2   | 2   | 2    | 2    | 2    | 2    |
| 0x8            | 2   | 4   | 2   | 2   | 0    | 0    | 2    | 2    |
| 0x10           | 2   | 0   | 2   | 0   | 0    | 0    | 2    | 0    |
| 0x20           | 0   | 2   | 2   | 2   | 2    | 0    | 0    | 0    |
| 0x50           | 0   | 2   | 2   | 2   | 2    | 0    | 0    | 0    |

B. Searching Multiple Differential Trail

A trellis diagram is used as a method for obtaining the difference path and the maximum difference characteristic probability. A differential path takes the input differential value of each round as a state, considers the transition cost from a round to the next round as the differential probability. We find the differential path with the maximum differential probability by analyzing the trellis diagram of differential path. We also analyze differential multipaths to obtain high probability of differential path.

When the input/output difference of an $n$-bit function are $\Delta X_0$ and $\Delta X_R$, the differential probability ($DP_{\text{mul}}$) as the sum of all the differential multipaths is given by

$$DP_{\text{mul}} = \sum_{\Delta X_0} \sum_{\Delta X_1} \cdots \sum_{\Delta X_R} \prod_{i=1}^{R} DP_i (\Delta X_{i-1} \rightarrow \Delta X_i).$$  \hspace{1cm} (4)

We calculate the sum of multipaths where the input/output difference of each round is 1-bit active, derive the maximum difference characteristic probability. Therefore, the value of $\Delta X_i$ is limited to 64 types. This focuses on only the path with a high differential probability and ignores the path with a low differential probability, thereby avoiding a computational difficulty. We calculate the product of the differential probability held in the previous state of the trellis diagram and the differential probability associated with the transition to the next state. The product obtained by summing up all the previous states is the differential probability of the next state. Therefore, the final state holds the multipath difference probability shown in equation (4).

Fig. 2 shows an example of a multiple differential path. The numbers in the figure represent the appearance frequencies shown in Table III. As shown in Fig. 2, when a difference is input to the 0th bit of the first round, there are a total of 4 different differential paths in which the difference is output to the 21st bit of the third round. The differential probability of this differential multipath is given by

$$\frac{2^2 + 2^2 + 2^1 + 2^2}{(2^4)^3} \approx 2^{-246}$$  \hspace{1cm} (5)
V. ANALYTICAL RESULT OF DIFFERENTIAL PATH

First, without using the algorithm shown in Section IV.B, we found a single differential path where the number of active S-boxes in each round is 1 by a heuristic method as shown in Fig. 3. When the differential probability is maximized, there are two types of input difference: input to the 42nd bit and input to the 17th bit from the least significant bit. When the difference is input to the 42nd bit, the difference is output to the 41st bit of the S layer with the maximum difference probability $2^{-6}$. Subsequently, the difference is transposed to the 42nd bit of the P layer by bit shuffle. This differential path can be repeated in any number of rounds connected in series. Therefore, the maximum differential characteristic probability over 10 rounds becomes $2^{-60}$. The same applies when a difference is input to the 17th bit.

Table IV shows the results of computer analysis of the search algorithm shown in Section IV.B. When the multipath difference probability is maximum, the difference is input to the 33rd bit, and the difference is output to the 42nd bit of the 13th round. The differential probability of this 13-round multipath is $2^{-62.58}$, which multiple differential path is shown in Fig. 4. This differential path is 8-round longer than the path designers found. Table V summarizes the maximum differential probability of Halka for 5, 10, and 13 rounds.
TABLE IV: DCP OF 13-ROUND Halka WITH MULTIPLE DIFFERENTIAL TRAIL

| position of 1-bit input difference | position of 1-bit output difference | \( \text{DP}(\text{log}_2) \) | position of 1-bit input difference | position of 1-bit output difference | \( \text{DP}(\text{log}_2) \) |
|-----------------------------------|-------------------------------------|------------------|-----------------------------------|-------------------------------------|------------------|
| 10                               | 42                                  | -0.67348         | 16                                | 42                                  | -0.39787         |
| 1                                | 42                                  | -0.119322        | 22                                | 42                                  | -0.28192         |
| 2                                | 42                                  | -0.422653        | 34                                | 42                                  | -0.06462         |
| 3                                | 42                                  | -0.343584        | 33                                | 42                                  | -0.01001         |
| 4                                | 42                                  | -0.427117        | 36                                | 42                                  | -0.74904         |
| 5                                | 42                                  | -0.428802        | 37                                | 42                                  | -0.60273         |
| 6                                | 42                                  | -0.386293        | 38                                | 42                                  | -0.50447         |
| 7                                | 42                                  | -0.926158        | 39                                | 42                                  | -0.58322         |
| 8                                | 42                                  | -0.411074        | 40                                | 42                                  | -0.47425         |
| 9                                | 42                                  | -0.388193        | 41                                | 42                                  | -0.90111         |
| 10                               | 42                                  | -0.397581        | 42                                | 42                                  | -0.32258         |
| 11                               | 42                                  | -0.381297        | 43                                | 42                                  | -0.22358         |
| 12                               | 42                                  | -0.397138        | 44                                | 42                                  | -0.24138         |
| 13                               | 42                                  | -0.432515        | 45                                | 42                                  | -0.73256         |
| 14                               | 42                                  | -0.867945        | 46                                | 42                                  | -0.76545         |
| 15                               | 42                                  | -0.383451        | 47                                | 42                                  | -0.74402         |
| 16                               | 42                                  | -0.629509        | 48                                | 42                                  | -0.40877         |
| 17                               | 42                                  | -0.346461        | 49                                | 42                                  | -0.03225         |
| 18                               | 42                                  | -0.378051        | 50                                | 42                                  | -0.27042         |
| 19                               | 42                                  | -0.428874        | 51                                | 42                                  | -0.35588         |
| 20                               | 42                                  | -0.580902        | 52                                | 42                                  | -0.35311         |
| 21                               | 42                                  | -0.761655        | 53                                | 42                                  | -0.33756         |
| 22                               | 42                                  | -0.030134        | 54                                | 42                                  | -0.76474         |
| 23                               | 42                                  | -0.931004        | 55                                | 42                                  | -0.80303         |
| 24                               | 42                                  | -0.419615        | 56                                | 42                                  | -0.43835         |
| 25                               | 42                                  | -0.154789        | 57                                | 42                                  | -0.05096         |
| 26                               | 42                                  | -0.830663        | 58                                | 42                                  | -0.32219         |
| 27                               | 42                                  | -0.395058        | 59                                | 42                                  | -0.07191         |
| 28                               | 42                                  | -0.542814        | 60                                | 42                                  | -0.55559         |
| 29                               | 42                                  | -0.457218        | 61                                | 42                                  | -0.48544         |
| 30                               | 42                                  | -0.432017        | 62                                | 42                                  | -0.07675         |
| 31                               | 42                                  | -0.204745        | 63                                | 42                                  | -0.37906         |

TABLE V: MAXIMUM DCP OF Halka FOR 5, 10, AND 13 ROUNDS

| Designers’ estimation | 5 rounds | 10 rounds | 13 rounds |
|-----------------------|----------|-----------|-----------|
| Single trail          | 2 - 60   | 2 - 116   | 2 - 154   |
| Multiple trail        | 2 - 30   | 2 - 60    | 2 - 70    |

VI. CONCLUSION

We have focused on the fact that the I/O differences of S-box of Halka is effective with 1 bit active, and analyzed differential trails where the number of active S-boxes in each round is 1. We also analyzed multiple differential trail by using the trellis diagram, and derived the maximum differential characteristic probability of Halka.

As a result, the single trail can be used for differential attacks up to 10 rounds, and the number of attackable rounds was successfully increased. In addition, by considering multiple trail, the differential characteristic probability over 13 rounds was \( 2^{-62.58} \), and the number of attackable rounds could be further increased by 3 more rounds. In the evaluation by the designers, it was possible to use it for differential attacks up to 5 rounds, so our results are more efficient than the designers’ evaluation.
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