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ABSTRACT

The popularity of smart devices that collect and share data on user behaviour grows every year, and the number of such devices in households is forecast to rise steadily. Therefore, the purpose of this paper is to present the attitudes of young consumers regarding the security of their data collected by smart devices, interconnected via the existing Internet infrastructure or other network technologies within the Internet of Things (IoT) systems. The paper was written based on both secondary and primary sources of information. Secondary sources were used to define the discussed issues related to the Internet of Things and the security of data collected by smart devices. Primary sources, on the other hand, offered direct evidence of the attitudes of young consumers on the security of such data. Direct research was carried out using an online survey carried out in 2021 on a sample of 588 consumers aged 18–34 living in Poland. The results show that more than half of the respondents pay great attention to where the data collected by the devices used in their households is kept and whether such data is safe. In spite of such declarations, more than half of those surveyed have no knowledge about the level of the security of such data. The respondents agreed with the statement that consumers accepted the uncertainty related to the loss of control over their personal data collected by smart devices more quickly than the risk involved in becoming disconnected from them.
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Introduction

The Internet can be perceived, on the one hand, as a static archive of information, and on the other as a rapidly growing interactive system, in which objects can identify one another and are endowed with "intelligence" through the ability to communicate information about themselves and access data collected by other objects. As the number of devices connected to the Internet continues to grow, so do the possibilities offered by the use of technology to forge connections not only between people but also between objects and between objects and people. The Internet of Things (IoT) has evolved from a network of interconnected computers (as well as
smartphones and tablets) to a network of interconnected objects. These include home electronics (e.g. smart TVs and streaming servers), household appliances (e.g. smart ovens, washing machines and refrigerators) and smart home automation devices (e.g. alarm systems, thermostats and smoke detectors), as well as smart medical equipment, cars, airplanes, houses, towns, cities and even countries. It is safe to assume that the Internet of Things comprises all interconnected things that can be monitored and controlled, and remain connected to the Internet at all times, which allows them to communicate and exchange information. However, the Internet of Things means that objects are not only interconnected but also capable of working autonomously with little need for human intervention. In this way, the Internet of Things facilitates the active participation of things/objects in the human environment, for example by sharing information with other network users or members using wireless technology. In the Internet of Things, objects can autonomously identify events and changes in their surroundings and act and react appropriately without human intervention (Malucha, 2019, p. 57).

The traditional Internet differs from the Internet of Things in that the former involves such objects as computers, smartphones and tablets that are interconnected chiefly for the purpose of being used by humans. People use such devices to connect to the Internet, search for information, send emails, watch films, listen to music and so on. In the Internet of Things, in turn, data is additionally collected and exchanged by devices in what is referred to as machine-to-machine communication, or M2M (Miller, 2015). Since the collection of data within the Internet of Things is indispensable, it is crucial to ensure that such data can be managed and communicated in a secure manner that protects user privacy. Therefore, protecting consumer data to prevent unauthorized access and maintain their integrity is crucially important for their IoT transmission (Krawiec, 2020, p. 74).

Kwiatkowska (2014, p. 69) argues that as the Internet of Things evolves, it is necessary to build trust in such systems and guarantee to users that the data generated in the network is protected from unauthorized access. Without trust, it is not possible to exploit the full potential of the IoT. Most users realize that, for example, Google mobile apps track their location, but
this is done to provide them with additional benefits. However, there are situations in which users may not be aware of what data is collected and when. For example, this happens when applications are running in the background, the devices on which they are installed remain inactive or users forget to turn them off. It will not be possible to fully tap into the potential of IoT devices unless people are confident that these objects pose no major threats to their privacy.

Given that network-connected devices have become commonplace to such an extent in today's households, the purpose of this paper is to examine the attitudes of young consumers — who inevitably have or will have contact with smart devices interconnected via the existing Internet infrastructure or other network technologies within the framework of IoT systems — regarding the security of their data collected by those devices.

**Material and Methodology**

The study utilized both secondary and primary sources of information. Secondary sources were used to characterize issues related to the Internet of Things and the security of data collected by IoT devices. Information from secondary sources was supplemented by information from primary sources gathered by the author through direct research using an online survey taken between 1 March 2021 and 18 May 2021. The study questionnaire was made available through the SurveyMonkey platform, and the link was sent to potential respondents by email. The sample of 588 individuals was selected to consist exclusively of young consumers aged 18–34, with 50% of the sample being women, the other 50% men. Among those surveyed, 20.7% lived in rural areas, 27.6% in cities of up to 99,000 inhabitants, 24.0% in cities of 100,000–199,000 inhabitants and 27.7% in cities of more than 200,000 inhabitants. Most respondents rated the financial situation of their households as "good" (63.8%) and stated that they were able to afford certain luxury goods. Among those surveyed, 26.0% rated the financial situation of their households as "sufficient" (i.e. they were forced to budget for all major purchases), compared with 9.7% who declared that their financial situation was "very good" and only 0.5% who rated the condition of their finance as "bad". For the purposes of this
paper, it appeared useful to examine the competence of the respondents in the use of objects and tools necessary to operate smart devices. "Very good" skills at using smartphones were declared by 70.1% of the respondents, at using tablets by 49.8% of the respondents and at using various Internet applications by 61.9% of the respondents. When the declarations of "good" and "very good" skills were aggregated, the percentage shares in almost all cases rose to well over 90% (except for tablets, where "good" and "very good" skills at using those devices were declared by a total of 75.8% of the respondents).

Defining the Internet of Things

The Internet of Things is generally seen as being comprised of four different elements: devices that allow the active collection and transmission of measuring data that represents how they function; a communication network that connects devices (i.e. the Internet); IT systems capable of collecting incoming data; analytical solutions that process the data and allow conclusions to be drawn and additional business value to be created (Rozmus, 2019, pp. 65–66). As a result of difficulties in defining the concept, the Internet of Things may also be understood as including the following: the use of radio frequency identification (RFID) technology to determine the location (markings) of objects in order to monitor their position; communication between machines, or communication between devices aimed at optimizing their performance; the use of a network of sensors to transmit data and information from these objects to the network (Mazurek, 2018). In addition, the Internet of Things can be understood as all smart objects capable of reacting to their surroundings, as well as processing and remembering digital information and transmitting it to other objects (and users) via Internet protocols. In considering the use of the word "smart" to describe such objects, we can assume that objects can be called smart if they can be managed and controlled remotely (for example by setting a timer to preheat an oven or turning on a dishwasher or a washing machine) via smartphone or tablet applications (Miller, 2015), share data about themselves and provide access to the information collected by other things.
The person who claims to have coined the term "Internet of Things" is Kevin Ashton, who first used the words as the title of a presentation at Procter & Gamble in 1999, explaining that "[l]inking the new idea of RFID in P&G’s supply chain to the then-red-hot topic of the Internet was more than just a good way to get executive attention" (Ashton, 2009). He argued that computers and the Internet depended on people for information because almost all the data available on the Internet had been posted there by people. He observed that humans nonetheless had "limited time, attention and accuracy" to capture and create data, but no such limitations applied to RFID and sensor technology, which was why the Internet of Things could transform the world, perhaps even more profoundly than the Internet did (Ashton 2009). A transformed world will become possible thanks to communication not only between humans and smart objects but also between smart objects themselves, and such communication will be enabled anytime, anywhere and on any medium (Kwiatkowska, 2014, p. 60). In the position paper on standardization for Internet of Things technologies issued in January 2015 by the European Research Cluster on the Internet of Things (IERC), the Internet of Things is defined as a "dynamic global network infrastructure with self-configuring capabilities based on standard and interoperable communication protocols where physical and virtual 'things' have identities, physical attributes, and virtual personalities and use intelligent interfaces, and are seamlessly integrated into the information network" (Guillemin et al., 2015, p. 13, quoted after Vermesan et al., 2011, p. 10). Another definition emphasizes that the Internet of Things is "[a]n open and comprehensive network of intelligent objects that have the capacity to auto-organize, share information, data and resources, reacting and acting in face of situations and changes in the environment" (Madakam et al., 2015, p. 165). According to another source, the term "Internet of Things" was coined "to reflect the growing number of smart, connected products and highlight the new opportunities they can represent" (Porter & Heppelmann, 2014). One of the simplest definition of the Internet of Things is as "a system of physical objects that can be discovered, monitored, controlled, and interacted with by electronic devices that communicate over various networking interfaces and can be
connected to the wider internet" (Guinard & Trifa, 2016, p. 3). The devices that can be connected within the IoT may vary greatly, including in terms of size. Importantly, the "things" in the Internet of Things do not actually have to have a physical form. They may include points or sets of data, for example information about a person's location or the temperature in a room collected by a dedicated device such as a thermostat or a smartphone (Miller, 2015). In addition, the word "things" may comprise both living things (such as human beings, animals, and plants), as well as inanimate ones (Madakam et al., 2015, p. 165). Consequently, the Internet of Things is formed by all objects equipped for example with sensors/detectors. However, this does not mean that a specific object must be directly connected to the Internet. But to connect to the IoT, objects must be able to communicate, which means sending and receiving data (e.g. Auto-ID, short-range radio transmission such as Bluetooth, ZigBee and NFC, as well as Wi-Fi networks; Guinard & Trifa, 2016). Such communication means that devices must be on the one hand fitted with sensors (such as temperature, vibration, humidity and movement sensors, as well as GPS) to collect information from their surroundings and pass it on and on the other hand capable of receiving a transmitted signal, processing it and triggering a specific reaction (such devices include smartphones, tablets, computers or other objects that will automatically perform a specific action; Kokot & Kolenda, 2016).

The research and advisory company Gartner forecasted that there would be 8.4 billion connected things in use worldwide in 2017. Most of these (5.2 billion, or 63% of all applications in use) would be used by consumers and their households (Gartner, 2017). According to data published on Statista, the total installed base of IoT-connected devices is expected to reach 30.9 billion units worldwide by 2025, compared with 13.8 billion units projected in 2021. In turn, the total base of non-IoT devices (such as smartphones, laptops and computers) is expected to reach just over 10 billion units by 2025, three times less than the IoT units (Statista, 2021). Moreover, statistics from 2019 show that one in four Poles would like to have IoT devices in their homes, chiefly to improve their quality of life (for the purpose of monitoring utilities as well as home and health monitoring; Statista, 2019). Apart from offering unquestioned
benefits, smart devices and houses also raise certain concerns. A survey commissioned by Dynatrace and taken on a sample of 10,002 respondents in eight countries of the world (the UK, the US, France, Germany, Australia, Brazil, Singapore and China) found that 73% of the respondents feared being locked in or out of a smart home. Those surveyed were also concerned that they would not be able to control the temperature or lights in a smart home (68% and 64% respectively; Dynatrace, 2018). When it comes to consumer trust in the IoT, Cisco's report *The IoT Value/Trust Paradox* from 2017 describes the findings a survey of 3,000 consumers. According to the report, consumers noticed the growing value of IoT services, but they were very concerned about the security of their data and how it was used. Only 9% of the respondents believed that their data was secure, and only 14% believed that companies did a good job of informing them what data they collected and how they used such information. Despite expressing mistrust, however, consumers would not want to disconnect from the IoT devices: 42% said that such devices were too integrated into their daily lives for them to disconnect, regardless of the perceived risks. The same survey also found that the share of consumers who correctly identified personal IoT devices such as wearables and home security systems was more than twice as large that the share of the respondents who recognized public IoT devices such as streetlights, energy meters and traffic systems (63% versus 27%, respectively). Such results show that consumers are less aware of public IoT implementations (Cisco, 2017). According to the antivirus software company Bitdefender, typical IT devices such as computers, tablets, laptops, routers, smartphones and consoles account for slightly under two thirds of all devices in a home network, while IoT devices (such as robot vacuums, smart light bulbs, etc.) account for the remaining one third. It is expected that the number of IoT devices will continue to grow, which will greatly increase the risk that the data of their owners will be intercepted (Krakowiak, 2020). When consumers and their households decide to purchase smart devices, they must therefore pay attention to the manufacturer's policy on releasing updates and bug fixes and keep their information secure on an ongoing basis.
Data Security in the Internet of Things

Data security in the Internet of Things is understood as the security of information collected by devices connected to the network. Guaranteeing data security involves meeting the requirements of data availability, confidentiality and integrity. Availability means that the data must be available exactly when it is needed. Confidentiality requires data owners or administrators to decide on who can access data, and data integrity requires data accuracy, authenticity, timeliness, and completeness. However, the existing infrastructure appears insufficient to manage Internet of Things systems (Karimi & Atkinson, 2013, p. 14). Similarly, in the opinion of Sikorski & Roman (2020, p. 46), data security is the most immature aspect of the IoT despite the fact that every business must implement numerous security measures to guarantee product quality from both technological and organizational perspectives. It is important to have clear information about the data being collected and processed, the assigned role of the data controller and the international standards, as well as norms and certifications that have been implemented. Polish provisions regulating the use of the Internet of Things can be divided into four basic groups: legal regulations relating to cyber-security, regulations on protecting personal data and privacy, provisions of civil law dealing with accountability for harm caused by unsafe products, and provisions dealing with intellectual property rights (Konarski, 2000).

Security aspects should be considered and addressed from the very beginning of the IoT design process. Security by design is a popular concept that aims to encourage businesses to plan security features from the outset, as opposed to additional, hasty implementations made at the end of the design process or after the launch of product sales (Wytrębowicz et al., 2020, p. 69).

In the implementation of security features in the development of the IoT, the recommendations of the International Telecommunication Union (ITU) may be used as a point of reference. The recommendations list the functional requirements for IoT devices in the area of the processing, storage, transmission and aggregation of data from IoT elements (Krawiec, 2020, p. 74). One of the key elements ensuring cyber security is a gateway.
This is an IoT unit that connects devices to the communication network and translates communications between network protocols and device protocols. In order to ensure the security of applications, the ITU recommends that gateways control access to devices and to themselves, protect data security and confidentiality for themselves and devices, and support self-management and remote maintenance. In order to meet the requirement of security and confidentiality, gateways must support identification access to IoT devices, mutual authentication with applications, the security of data transmission and storage, and confidentiality protection mechanisms, among other things. As for the requirement of self-management and remote maintenance, gateways must support self-diagnosis, self-repair, remote maintenance, software updates and automatic configuration or configuration by applications (International Telecommunication Union, 2017, p. 2, 9).

Given that IoT devices can be so attractive to consumers, they must be informed about the risks associated with the use of such devices and the security measures they should adopt (Royal Society, 2017). Using IoT devices may pose a problem related to ownership. Obviously, consumers become owners of the physical devices they purchase, but they may not have full ownership of the data being collected within IoT systems. Issues that should be resolved are related to the question of who owns such data, restrictions in data processing and transfer to third parties, free updates and access to data for consumers. In addition, consumers should be made aware of any threats that may be posed, for example by the collection of data by voice-control devices. If the manufacturer of devices is able to remotely decide about what functions are available, this may be seen as a disadvantage of IoT systems (Maj, 2015, p. 54).

Another issue related to the security of IoT systems is the protection of the privacy of both the users of such systems and any third parties whose data is simultaneously collected. Privacy threats typically result from a careless approach to the security of these systems. Threats can be mitigated by the proper design of security policies, which provide the basis for such implementations as authentication, encryption and access rights (Wytrębowicz et al., 2020, p. 69). Businesses implementing IoT systems must remember that they need users' consent to share detailed data on how
those users interact with IoT devices. Consumers must be offered true and reliable solutions that will balance their privacy concerns related to how the data that accurately profile their daily behaviours might be used in the future, as well as to who will be using such data and how. This will allow them to make informed decisions about providing data about their behaviour to obtain significant benefits. A survey conducted on 6–31 May 2015 on a sample of 1,121 individuals by IAB Polska and GoldenSubmarine found that 47% of the respondents feared leaks of their data and the data of their loved ones, 43% were concerned about privacy loss, and 34% feared loss of control over devices. However, it is worth mentioning the main benefits associated with the use of IoT devices and the hopes expressed by consumers. Among the respondents, as many as 38% expected a greater sense of personal security, 28% expected the security of their loved ones to improve, and 20% hoped for better security in the context of their health (Kolenda, 2016, p 30). IoT users expected above all a greater sense of security in the broad sense, control over their devices and appliances, as well as comfort and the possibility to save money. In the eyes of the respondents, such benefits could most easily be provided by technologies allowing the smart management of devices, appliances and energy in their homes (Krejtz, 2016, pp. 26–27). Ensuring the privacy of users remains important in this context.

**Survey Results and Discussion**

A survey of opinions on IoT data security conducted by the present author found that one in two respondents pay great attention to where data collected by devices used in their households is kept and whether such data is secure. Such declarations were more likely to be made by men (57.7%) than by women (46.2%). One in three respondents answered that they had not thought about such issues, and the share of women who declared this was significantly greater than the share of men (41% compared with 24.4%). Nearly 12% of respondents declared that they did not pay any attention to where their data was kept and whether it was secure (Table 1). Other responses included, in particular, statements that respondents had
no control over where data is kept. Some of the respondents answered that although they tried to pay attention to such issues, and would rather keep data sharing to a minimum, they had no control over this process and were forced to accept it if they wanted to use such devices. Other respondents, in turn, were aware that their data was being collected, but did not pay much attention to this fact. In addition, they paid attention to where the data was kept depending on what types of devices wanted to access their data and whether data collection was needed to continue to use such devices. The respondents also replied that they sometimes paid attention to where the data collected by such devices was kept, but they did not always do so, and that they found data security important and believed that the manufacturer's assurances in this respect were sufficient. Where possible, they also tried to minimize the amount of data they shared, and were careful not to provide any sensitive data.

Table 1. Attitudes Towards Data Collection by Smart Devices, by Gender (in %)

| Specification                                                                 | Total sample | Respondents by gender |
|-------------------------------------------------------------------------------|--------------|-----------------------|
|                                                                               |              | Women | Men  |
| I pay great attention to where the data collected by the devices used in my   | 52.0         | 46.2  | 57.7 |
| household is kept and whether such data is secure.                             |              |       |      |
| I have not thought about where the data collected by the devices used in my    | 32.7         | 41.0  | 24.4 |
| household is kept and whether such data is secure.                             |              |       |      |
| I pay no attention to where the data collected by the devices used in my       | 12.0         | 11.4  | 12.7 |
| household is kept and whether such data is secure.                             |              |       |      |
| Other                                                                         | 3.3          | 1.4   | 5.2  |

When the respondents were asked about their opinion about the security of consumer and consumer behaviour data collected by smart devices, more than one in two (54.4%) had no knowledge about the level
of the protection of such data. Such an answer was more likely to be indicated by women (62.6%) than by men (46.2%). More than 28% of respondents felt that data collected by smart devices was not well protected. This answer was indicated by more women than men (36.1% and 20.7%, respectively) Only 17.2% of respondents believed that data collected by smart devices were well protected. The opinion was more likely to be expressed by men than by women (17.7% compared with 16.1%) (Table 2).

Table 2. Opinions on the Security of Data Collected by Smart Devices, by Gender (in %)

| Specification                                                                 | Total sample | Respondents by gender |
|-------------------------------------------------------------------------------|--------------|-----------------------|
| I have no knowledge about the level of the protection of my data collected by smart devices | 54.4         | Women: 62.6          |
|                                                                                |              | Men: 46.2             |
| Data collected by smart devices is not well protected                          | 28.4         | Women: 20.7          |
|                                                                                |              | Men: 36.1             |
| Data collected by smart devices is well protected                              | 17.2         | Women: 16.7          |
|                                                                                |              | Men: 17.7             |

The respondents were also asked to rate selected aspects of data security on a scale of one to seven, where one represented "strongly disagree" and seven "strongly agree." The survey found that most respondents agreed with the statement that before purchasing smart devices consumers wanted to know who would have access to their personal data collected by such devices, and whether such data would be secure (a mean rating of 4.68). Women were found to agree with this statement more than men (mean ratings of 4.77 versus 4.59). A slightly lower mean rating (4.56) was given to the statement that before purchasing smart devices consumers wanted to know where the data collected about them by these devices would be stored. Women were again found to agree with this statement more than men (mean ratings of 4.70 versus 4.43). Very similar mean ratings, confirming that respondents agreed with the statements in question, were given to the statements that consumers accepted the
uncertainty related to the loss of control over their personal data collected by smart devices more quickly than the risk of becoming disconnected (4.21) and that consumers were more concerned about disconnection from smart devices than the risk of losing control over them (4.15; see Table 3). Importantly, the results of the present study are consistent with the results presented in the Cisco report (Cisco, 2017). Despite not having sufficient knowledge about data security, respondents would not like to be disconnected from smart devices because they accepted the loss of control over smart devices more quickly than becoming disconnected.

**Table 3. Attitudes Towards Selected Aspects of Data Security, by Gender (Mean Ratings*)**

| Specification                                                                 | Total sample | Respondents by gender |
|-------------------------------------------------------------------------------|--------------|-----------------------|
| Before purchasing smart devices, consumers want to know who will have access  | 4.68         | Women: 4.77, Men: 4.59|
| to their personal data collected by such devices and whether such data is    |              |                       |
| secure                                                                        |              |                       |
| Before purchasing smart devices, consumers want to know where the data       | 4.56         | Women: 4.70, Men: 4.43|
| collected about them by such devices will be stored                          |              |                       |
| Consumers accept the uncertainty involved in losing control over their       | 4.21         | Women: 4.22, Men: 4.19|
| personal data collected by such devices more quickly than they accept the    |              |                       |
| risk of becoming disconnected from them                                      |              |                       |
| Consumers fear becoming disconnected from smart devices more than the risk    | 4.15         | Women: 4.12, Men: 4.17|
| of losing control of them                                                    |              |                       |

*On a scale from one to seven, where one represented "strongly disagree" and seven "strongly agree."

**Summary**

Ever-more rapid technological advances have created an extremely interesting world for consumers, offering countless possibilities of communication between humans, between objects and humans and
between these objects themselves — all this with little or no human intervention. Such technologies are aimed at helping humans perform daily tasks faster and more easily. But despite offering unquestioned benefits, the use of smart devices also poses dangers related to the collection of user data by such devices. As the popularity of IoT systems grows every year, devices that are connected or have access to the network have become commonplace in homes. A survey of consumer attitudes to the security of data collected by smart devices (connected to the existing Internet infrastructure or using another network technology) found that more than half of the respondents declared that they pay great attention to where the data collected by devices used in their household was kept, and whether such data was secure — and so we may assume that they treat their interactions with IoT devices very consciously and responsibly. But on the other hand, we note that at the same time, more than half of them declared that they had no knowledge about the level of the protection of the data that smart devices collected about them. This observed discrepancy in responses may indicate that the respondents wanted to present themselves as being more responsible and competent than they actually are, or that such responses were given by those who declared that they did not pay attention to where their data is kept and do not think about the issue. Only just over 17% of respondents believed that the data collected by smart devices was well protected, which points to the importance of detailed information in this regard and educational efforts towards raising consumers' awareness about the security of their data gathered under the framework of the IoT. In addition, respondents agreed with the statement that consumers accepted the uncertainty involved in losing of control over their personal data collected by smart devices more quickly than they accepted the risk of becoming disconnected, and the statement that they were more concerned about becoming disconnected from smart devices than about the risk of losing control over them. These findings suggest that the possibility of using such devices is more important to consumers than the security of their data. Finally, it is worth noting the limitations of the presented findings — these include the non-representative nature of the sample and reliance on the declarations of respondents pertaining to general aspects of data security, without detailed investigation of the specific functions of individual devices and their security.
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