An Improved Data Hiding using Pixel Value Difference Method and Hyperchaotic System
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Abstract. The present paper builds a security system to encrypt and hide important text data. The system utilized an AES method to conduct an encryption process, followed by hiding the encrypted data using an improved Pixel Value Difference (PVD) technique. The method works to build a map to hide data in a non-sequential way by relying on a hyperchaotic system to increase the security level. The system methodology proposed that the data embedding process is in one of the three levels of the colour image (Red, Green, and Blue), where the embedding level will determined based on the coordinates of the PVD pair points that is increase the efficiency of performance. A set of measures was used to measure the quality of steganography where we used MSE, PSNR, SNR, and Corr, and the results are well and satisfactory. The proposed method records the least MSE value with 0.85348784908256, while the Corr values did not decrease about 0.99415776227782. The proposed method also proved successful and effective in retrieving and decoding data, where the BER scale was equal to zero for all retrieved text.
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1. Introduction
In the last era, the Internet has been seen as a suitable manner for transferring digital data, as it can be considered an inexpensive manner to transfer digital quickly [1]. Using the internet has many disadvantages, one of them is the weakness of data security due to all forbidden users from accessing data can monitor and detect the data, and that's why steganography was used[2]. Steganography is a way to keep communication protected and minimize the risk of attack while moving through the channel. In general, different kinds of files, such as text, photos, video, and sound can be used as covers to hide information. However, the cover with high redundancy will be more appropriate, so the sound and image files are the typical format used to hide information [3]. The classic steganography included a confidential text in the original file to enhance the level of security. Moreover, the use of keys makes the removal or detection of original embedded text very hard when the user keys are not known. Steganography and cryptography are two ways of protecting confidential data. However, they are different, steganography hides the existence of secret data, but cryptography hides the meaning of secret data. These are important technologies that work on the internet to provide security [4], [5]. Many authors proposed methods that used the chaotic system to verify encryption and information hiding [6], [7], [8]. In our paper, a method that combined cryptography and steganography was used by relying on a hyperchaotic system.
2. Related work

In the last era, a large number of authors have proposed different methods for encrypting and hiding secure data. In [9] Das and Basak propose a scheme of data hiding, focusing on the security of message, and uses the pixel value difference to hide confidential data where the bitstream has altered before hiding in each block of the pixel. The cover image is split into non-overlapping blocks, then these blocks are distinguished with specific ranks, evaluated from the pixel value difference of every specific block. In the process of embedding, the secret data are chosen from different bins that are identified rely on the array of rank. A new data hiding method has been proposed using pixel-value differencing (PVD) in dual images. In this method, more secret data can be embedded with the increase in the value of the difference from neighboring pixels. In the suggested method, the original image is split into non-overlapping blocks and the maximum pixel value difference is computed to embed confidential data. On the sender's side, the secret data length that can be embedded is computed by using the maximum difference value of a pixel and the log function, convert the bits of confidential text to decimal, and then embedded them into the two stego-images after applying the floor function and ceil function. On the receiver's side, confidential text can be extracted and the original image restored by using correlation between two stego-images. After restoring the original image from two stego-images, the confidential text can be obtained using the maximum value difference (PVD) and the log function [10]. A new steganography technique was proposed to hide secret data and produce the stego-image. To estimate the smoothness and contrast of the pixels, we examine the relationship between adjacent pixels. In this technique, the pixels are first arranged in an ascending manner, then take the value of the highest pixel common with the other two pixels, after that apply Pixel Value Difference (PVD) method in each block. To obtain the three-pixel components, should be readjusting the two overlapping blocks. After that calculate the block of the new stego-pixel. In this method, take the lowest and middle pixel as the common pixel and perform the same procedure [11]. A new method was proposed that combined compression of data with the data hiding technique. To enhance the quality after embedding andе flow of data processing signal, the neural network was used in the communication channel. Compression of Data enhances the capacity when hiding a large amount of data. Steganography of Image that relying on neural network ensure that the size and quality of the stego-image do not change after hiding the secret data [12]. A method of improved reversible image steganography is proposed to rely on the ordering of pixel value to enhance the capacity of steganography. Before the process of steganography, one group of three continuous and adjacent pixels are considered, where the minimum and maximum values are used for calculating the value of difference and the values of difference are registered. The method determines the pixels in rows and columns that have more steganography difference values, after that step of cipher text retrieval are implemented in the rows and columns of the image. It replace the block in the selected frame with groups of pixels that are read continuously, thus improve the capacity of steganography effectively [13]. Swain in [14] suggested a method of steganography in two variables using a combination of modified LSB substitution and pixel value difference (PVD). The first variable uses blocks of 2 × 3 pixels and the second uses blocks of 3×3 pixels. In one of a block of the pixels, pixel value difference with other adjacent pixels are computed. This method exploited the edges in more than one direction, so analysis of pixel difference histogram (PDH) cannot find out this steganography. The substitution of LSB is performed in one pixel of the block, so this steganography cannot be detected by RS analysis also. To address the fall-off boundary problem (FOBP), appropriate equations must be used during the embedding process. In [15] the proposed method found a solution to the problem of detection of pixel value differencing (PVD) by analysis of pixel value difference histogram (PDH). The resolution for this problem could be (1) using vertical, horizontal, and diagonal edges and (2) utilizing adaptive quantization ranges. This displays an adaptive pixel value difference (PVD) method utilizing blocks of 6-pixels. There are two variants. Variant1 operates on blocks of 2×3-pixels, and variant 2 operates on blocks of 3×2-pixels. For each block in variant1, secret data are hidden utilizing the four
pixels of the corner utilizing the pixels of the column in the middle for discovering the horizontal and diagonal edges. In the same way, for each block in variant2, secret data are hidden utilizing the four pixels of the corner utilizing the pixels of the row in the middle for discovering the vertical and diagonal edges. In [16] Rojali and et al show that the concealment of secret data is utilizing the Multi Pixel Value Differencing (MPVD) algorithm, using the pixel value difference. The improvement was done by utilizing tables of six intervals. This method aims to increase the capacity of steganography and to maintain the level of security.

3. The proposed algorithm:
The proposed algorithm contains three stages (i) Encryption of secret data using Advanced Encryption Standard (AES) algorithm, (ii) Selection the locations of the pixels that will be used to hide the encrypted secret data by relying on the hyperchaotic system to enhance the level of security and the efficiency of performance, (iii) Hiding the encrypted secret data in the cover image using Pixel Value Difference (PVD) method in order to enhance the capacity of information hiding.

The process of encryption is done using AES. AES is an asymmetric encryption algorithm, encryption and decryption operations include a number of rounds, and the number of rounds is depending on the length of the key. Each round performs four transformations in the encryption process. Decryption in AES includes reverse of the processes using in the encryption process [17], [18].

Hyperchaotic system: Chaos is the science of the nonlinear, unexpected, and unpredictable. Therefore, it has recently been used in a lot of research to enhance the security level and confidentiality. We used the Hyperchaotic system to select the locations of the pixels that the encrypted secret data will be hidden in them. This system shows us to expect the unexpected. Chaos Theory deals with things that are nonlinear and impossible to control or predict effectively [19], [20].

Theory of Chaos is one of the branches of physics and mathematics, rely on the manner of dynamical systems that are affected to initial conditions highly. That is defined as the effect of a butterfly. The chaos is useful in hiding secret data because: (i) nonlinear behaviours and complexity, (ii) Sensibility rely on initial values. When the initial value is specified in any system, it is easy to expect the new state of the system, but in the chaos system is impossible to predict the long term [21].

We used a 4D hyperchaotic system is derived from the famous 3D Lorenz system [19], [20] which is depicted as:

\[
\begin{align*}
\dot{x} &= a(y - x) \\
\dot{y} &= cx - y - xz + w \\
\dot{z} &= xy - bz \\
\dot{w} &= -dx
\end{align*}
\]

In which x, y, z, w are state variable, and a, b, c, d > 0 are control parameters. The above system is exhibiting hyperchaotic behaviour under the initial parameters \(a = 10, b = \frac{8}{3}, c = 28, d = 5\). Figure (1) shows the system attractors. In our method, we use the hyperchaotic system to determine the positions of the pixels that are used to hide secret data.

![Figure (1): The attractors of hyperchaotic system](image-url)
Hiding of encrypted secret data is rely on the Pixel Value Difference (PVD) method, but in a style that ensures a type of distributed diffusion depending on the x-axis coordinate and y-axis coordinate of the pair of pixels that are used in the hiding process, hiding three bits from the encrypted confidential data in the red layer, green layer and blue layer in a specified manner.

3.1 Suggested method steps at a sender's side:
1. Select the cover image.
2. Enter the important secret text to be encrypted.
3. Make the important text encryption process using AES to get the encrypted text.
4. Convert the encrypted text to Binary code.
5. Calculate the size of encrypted text.
6. Enter the initial values for the hyperchaotic system.
7. Build a hiding map based on a hyperchaotic system.
8. Comparing the capacity of the resulting map with the size of the encrypted text to be hidden, if the capacity is sufficient, go to step 9, else go back to 6 to update the initial values of hyperchaotic system.
9. Determine which layer will be used to hide data (Red layer, or Green, or Blue) depending on the x-axis coordinate and y-axis coordinate of the pair of pixels that are used in the hiding Process:
   If \((X_i \times Y_{i+1}) \mod 3\)
   - 0 Then the hidden process will be Red layer.
   - 1 Then the hidden process will be the Green layer.
   - 2 Then the hidden process will be the Blue layer.
10. Calculate the number of bits that will be hidden in any layer using the PVD method, this process is done according to the range table that was used to find the number of bits depends on the difference of pixels.
11. Repeat step 9 until all encrypted text has been hidden.
12. Get the stego-image that contains the encrypted text data.

3.2 Suggested method steps at a receiver's side:
1. Enter the stego-image.
2. Enter the initial values for the hyperchaotic system.
3. Build an extraction map based on a hyperchaotic system.
4. Determine which layer will hold the hidden data (Red layer, or Green, or Blue) depending on the x-axis coordinate and y-axis coordinate of the pair of pixels that are used in the extraction process:
   If \((X_i \times Y_{i+1}) \mod 3\)
   - 0 Then the extraction process will be Red layer.
   - 1 Then the extraction process will be the Green layer.
   - 2 Then the extraction process will be Blue layer.
5. Calculate the number of bits drawn from any layer using the PVD method, this process is done according to the range table that was used to find the number of bits depends on the difference values of pixels.
6. Retrieve all cipher hidden text.
7. Decrypt cipher text using AES algorithm.
8. Get the important secret text.

Fig (1). Is the Block diagram clear the sender processes encryption & embedding and the receiver processes extracting & decryption in the proposed algorithm.
Figure (2). The block diagram of the proposed algorithm
4. Results and Analysis:

The Suggested method was implemented in Matlab 2019, and it has implemented to different size images to show the capability of using it for all different images sizes and the results were shown in table.1 which is below.

| Name of Image | Cover Image | Stego Image |
|---------------|-------------|-------------|
| Img 1         | ![Img 1 Cover Image](image1) | ![Img 1 Stego Image](image2) |
| Img 2         | ![Img 2 Cover Image](image3) | ![Img 2 Stego Image](image4) |
| Img 3         | ![Img 3 Cover Image](image5) | ![Img 3 Stego Image](image6) |
| Img 4         | ![Img 4 Cover Image](image7) | ![Img 4 Stego Image](image8) |
| Img 5         | ![Img 5 Cover Image](image9) | ![Img 5 Stego Image](image10) |
| Img 6         | ![Img 6 Cover Image](image11) | ![Img 6 Stego Image](image12) |
| Name of Image | Cover Image histogram | Stego Image histogram |
|---------------|-----------------------|----------------------|
| Img 1         | ![Image 1](Img1.jpg)   | ![Image 1](Img1.jpg)  |
| Img 2         | ![Image 2](Img2.jpg)   | ![Image 2](Img2.jpg)  |
| Img 3         | ![Image 3](Img3.jpg)   | ![Image 3](Img3.jpg)  |
| Img 4         | ![Image 4](Img4.jpg)   | ![Image 4](Img4.jpg)  |
| Img 5         | ![Image 5](Img5.jpg)   | ![Image 5](Img5.jpg)  |
| Img 6         | ![Image 6](Img6.jpg)   | ![Image 6](Img6.jpg)  |

Table 2. The histogram of images before and after Hiding
We are used many metrics to show the efficiency, the Mean Square Error (MSE), the Peak Signal to Noise Ratio (PSNR) and the Signal to Noise Ratio (SNR), correlation coefficient (Corr).

MSE is used to calculate the amount of distortion in the image, whereas PSNR is a measure of the stego image quality by comparing the cover image with the stego-image. MSE, PSNR and SNR can be calculated as follows: [22], [23], [24].

\[
PSNR = 10 \log_{10} \left( \frac{C_{\text{max}}^2}{\text{MSE}} \right)
\]  

(2)

Where \( C_{\text{max}} \) represents the max value in the image.

\[
\text{MSE} = \frac{1}{MN} \sum_{i=1}^{M} \sum_{j=1}^{N} (x_{ij} - y_{ij})^2
\]  

(3)

\[
\text{SNR} = 10 \log_{10} \frac{\sum_{i=1}^{N} \sum_{j=1}^{M} x_{ij}^2}{\sum_{i=1}^{N} \sum_{j=1}^{M} (x_{ij} - y_{ij})^2}
\]  

(4)

Where \( M, N \) Represents row and column of the image, \( x_{ij} \) represents the cover image and \( y_{ij} \) represents an image that includes secret text.

Also, it could compare the two images by using the correlation. The better value of correlation is to be near to one [25],[26],[27].

\[
\text{Corr} = \frac{\sum_{i=1}^{N} \sum_{j=1}^{M} (x_{ij} - \bar{x})(y_{ij} - \bar{y})}{\sqrt{\sum_{i=1}^{N} \sum_{j=1}^{M} (x_{ij} - \bar{x})^2 \sqrt{\sum_{i=1}^{N} \sum_{j=1}^{M} (y_{ij} - \bar{y})^2}}}
\]  

(5)

Where \( \bar{x}, \bar{y} \) Represents the mean of images \( x \) and \( y \) and can be calculated as follows:

\[
\bar{x} = \frac{\sum_{i=1}^{N} \sum_{j=1}^{M} x_{ij}}{NM}
\]  

(6)

And

\[
\bar{y} = \frac{\sum_{i=1}^{N} \sum_{j=1}^{M} y_{ij}}{NM}
\]  

(7)

Bit error rate (BER) It is a measure of the accuracy of the retrieved information calculate as the actual number of bit positions which are varied in the stego-image compared with the original image [5].

| Image name | MSE         | Corr         | SNR          | PSNR         | BER       |
|------------|-------------|--------------|--------------|--------------|-----------|
| Image 1    | 2.42928299387316 | 0.999463019629443 | 33.9135498071767 | 41.3058183398367 | 0         |
After noticing the values in Table 3, we find that the values of the MSE are small amount, the maximum value is 3.26398121243482, and this gives a good idea about the algorithm quality. And find that the values of Corr between two images is very near to one, which indicates a high correlation between two images. The PSNR values between the cover image and the stego-image were large, so that no noticeable distortions occurred, meaning that the algorithm achieved a high percentage in the inability to distinguish the cover image from the stego-image, or in other words the inability to detect. And as shown by the (BER) values, the algorithm was able to retrieve the hidden secret data completely without errors.

| Image 2 | 2.84100851187182 | 0.999436178520677 | 33.0398631471044 | 39.8278753104839 | 0 |
|---------|-----------------|-------------------|------------------|------------------|---|
| Image 3 | 1.93450888296249 | 0.9970436489412   | 37.9550318696187 | 41.7862567233412 | 0 |
| Image 4 | 1.69615192209505 | 0.994145776227782 | 25.9174259673571 | 32.9150448252477 | 0 |
| Image 5 | 0.85348784908256 | 0.999717801954953 | 33.5559859881410 | 44.8064898245093 | 0 |
| Image 6 | 1.43589641645462 | 0.999595710880613 | 36.5437518677764 | 43.3625274094347 | 0 |
| Image 7 | 3.26398121243482 | 0.999161047633477 | 33.4770570635068 | 44.80536436209   | 0 |

In Table 4 the values of best results were compared in the three methods (In this comparison, we compared between the best results in our method, Ref9 and Ref12). We note from the table that the proposed method achieved the best results.

### Table 4. Comparison between previous methods that used PVD and Suggested method

| Method name | MSE | PSNR |
|-------------|-----|------|
| Our method  | 0.85348784908256 | 44.8064898245093 |
| Ref9        | 4.926098000000000 | 41.2057720000000 |
| Ref12       | 3.532000000000000 | 44.5273000000000 |

Conclusions

The combination of encryption and hiding is one of the successful ways to protect confidential data from exposure to any detection or disclosure by unauthorized persons or entities. The system suggested using the AES method to perform the encryption process. Moreover, the system also suggested using the PVD method to perform the concealment process, but using this method for traditional masking may lead to the easy discovery of the hidden data. So we used it differently than the usual manner, where we suggested that the selection of the pixel pairs for the PVD method depends on a very turbulent system, which adds to the method's complexity and the inability to guess the locations of the data hiding. The research also suggested using all three levels of the image to perform the hiding process, where hiding is done at one of the levels for each pixel, and the level is determined depending on the location of the hiding, which increases the level of security provided by the proposed method. And because the success rate of the work can only be determined through metrics, we have tested the quality of our work through metrics MSE, PSNR, SNR, and Corr, and all of them have proven the good quality of the hiding process. The BER standard also confirmed the validity of the hiding and encryption process, which indicates that the proposed method can be adopted to protect important data.
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