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Abstract
We quickly approach a future where Internet of Things (IoT) devices are the norm. In this scenario, humans are surrounded by a multitude of heterogeneous devices that assist them in almost every aspect of their daily routines. The realization of this future demands strong authentication guarantees to ensure that these devices are not abused and that their users are not endangered. However, providing authentication for these systems is challenging due to the high heterogeneity of IoT applications. In this paper, we first review several IoT application scenarios and promising authentication methods for each. We identify the key characteristics of each IoT application scenario, present the strengths and weaknesses of prominent authentication methods from the literature, and review which authentication methods have been proposed in the literature for each application. Then, we present a novel authentication method for IoT based on electromagnetic noise. The key advantage of electromagnetic noise is that any electronic device intrinsically generates electromagnetic noise during normal operation. We extract features from these electromagnetic emanations and use machine learning algorithms to identify devices based on these features. Our method achieves 77% accuracy when identifying devices among a set of seven devices.
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1 | INTRODUCTION
The Internet of Things (IoT) denotes a paradigm where users are surrounded by computing elements and sensors attached to all sorts of everyday objects. This enables a series of new and ubiquitous applications that impact every aspect of users’ day-to-day routine. Example applications range from temperature, humidity, and growth sensors coupled to crops, to everyday wearables that connect to a smartphone to retrieve and display emails, text messages, and biometric information. Figure 1 shows an example of IoT in the context of vehicular networks. In this case, the computing elements (vehicles, road infrastructure, and even the user’s personal devices) interoperate to improve traffic efficiency and safety (cf, Section 2.2), accuracy when identifying devices among a set of seven devices.
The ubiquitous nature of the IoT, however, brings forth a series of security concerns. In this scenario, computing elements are ubiquitous and track every aspect of users’ daily routines. It means that devices have access to vast amounts of sensitive information about its users, which, in turn, raises privacy concerns. Besides, the rapidly growing number of devices in these systems mean these networks will be massively larger than other networks, meaning adversaries have several more targets to exploit. A good example of the risk of leaving these systems unprotected is the recent Mirai botnet attack.

Notably, authentication is a critical security property for IoT systems. Authentication ensures that devices can verify the source (source authentication) and content (data authentication) of messages received. It forms the basis for secure communication channels since it allows devices to trust messages exchanged. In IoT systems, authentication allows devices to communicate and cooperate in providing their intended applications safely.

The main contribution of this paper is twofold. Firstly, we review existing IoT application scenarios and authentication solutions. We discuss several IoT computing applications, highlight their defining characteristics, and how these characteristics impact security solutions. We then review several authentication solutions that are promising for the devices and applications often found in IoT. We conclude our review by presenting some of the authentication solutions currently proposed for each IoT application scenario and which authentication methods they rely on. Finally, we present a proof of the concept of the possibility to find intrinsic signatures for IoT devices based on electromagnetic emanations. Previous work has shown that electronic devices naturally emanate electromagnetic noise due to the electric current passing through the devices’ circuits. We analyze the electromagnetic noise generated by multiple devices and show that it is possible to identify a specific device based on the intricacies of the noise generated. Further, we show that it is possible to distinguish even between devices of the same make and model. Our results show that we can identify a specific device with up to 77% accuracy and believe there is still room to improve (cf, Section 7).

This paper is organized as follows. Section 2 presents a review of existing IoT applications. Section 3 presents existing authentication strategies. Section 4 identifies promising authentication directions for each application scenario. Sections 5 and 6 describe the EM emanations, how it can be used as an authentication method and the results we obtained. Finally, in Section 7 we present our next steps and conclude this work.

2 | IOT SCENARIOS

The defining characteristic of the IoT is that computing elements are coupled to everyday objects to allow them to communicate and interoperate to provide applications. IoT enables applications for almost every aspect of users’ daily routines.
TABLE 1 Summary of pervasive computing application scenarios

| Application | Advantages | Disadvantages |
|-------------|------------|---------------|
| WSN         | • Easy to bootstrap | • Resource constrained |
|             | • Homogeneous devices | • Limited power supply |
|             | • Resourceful base stations | • Easy adversary access |
| V2X         | • Sustainable power source | • Very high mobility |
|             | • Little resource constraint | • Time-sensitive applications |
|             | • Predictable mobility | • Massive network size |
|             | • Privacy concerns | • Intermittent connectivity |
| Wearables   | • Possible biometric authentication | • Privacy concerns |
|             | • Resourceful devices as managers | • Resource constrained |
|             | • Controlled environment | • Limited power supply |
| CPHS        | • Users as possible resource | • Heterogeneous applications |
|             | • Physical authentication factors | • May require user interaction |
|             | | • Physical world complications |

In this section, we present the most prominent pervasive application scenarios and review their challenges for security solutions. Table 1 shows a summary of the challenges for IoT authentication solutions presented in this section.

2.1 Wireless sensor networks

Wireless sensor networks (WSNs) comprises a broad spectrum of IoT where the computing elements are sensors distributed in a wide area to monitor physical and environmental conditions. These sensors are often linked to a base station to which they report the sensed data. Applications of WSNs vary greatly based on what is being sensed and where, for instance, sensors may be deployed in crops to monitor humidity and soil conditions or throughout a city to monitor its levels of air pollution.

There are several limitations to the development of authentication solutions for WSNs. First, sensors are often severely resource-constrained and have no sustainable power source. It means that authentication solutions for WSNs must be lightweight so that computations can be done on time with minimal impact on the sensor’s lifespan. Besides, sensors are often deployed in unsupervised environments, which makes it easier for adversaries to physically access the device and attempt to physically extract information (including cryptographic material) from the device. On the other hand, one advantage of WSNs is that sensors are all bootstrapped in the base station before being deployed. It facilitates the deployment of cryptographic material inside the sensor.

2.2 Vehicle-to-everything

Vehicle-to-everything (V2X) comprises the communication between vehicles and any other interlocutor. V2X encompasses communication patterns like vehicle-to-vehicle (V2V or VANETs), vehicle-to-infrastructure, or vehicle-to-roadside (V2I or V2R), vehicle-to-pedestrian (V2P), and vehicle-to-device (V2D). V2X applications can be classified into (i) safety applications, (ii) entertainment applications, (iii) efficiency applications. Examples of the former include forward collision warning, electronic emergency brake lights, and wrong-way driving warning. Entertainment applications include media streaming, car-to-car messaging, and local touristic information. The latter refers to applications like congestion control, improved location systems, and improved route planning. Finally, V2X is also the cornerstone for intelligent transportation systems (ITS), which are expected to improve public transportation services greatly.

There are several complications to the design of authentication solutions for V2X. The first is the vehicles’ high-speed mobility, which means applications are very time-sensitive and, therefore, authentication must incur in minimal
time overhead.\textsuperscript{22} The second is the network’s massive size, VANETs are likely to be one of the largest mobile ad hoc networks,\textsuperscript{22} this imposes burdens in the deployment and management of cryptosystems and incurs in computational overheads as it means vehicles will have to authenticate several other nodes in the network.\textsuperscript{23} Third, V2X suffers from intermittent connectivity as vehicles’ will sometimes move to areas without connectivity like highways or rural areas,\textsuperscript{22} which means solutions cannot rely on a central entity available at all times to manage the cryptosystem. Finally, privacy is a major concern in V2X as information about the driver’s identity, or location may facilitate the action of adversaries and put the driver at risk.\textsuperscript{24} Despite the above complications, V2X networks present some advantages over other scenarios. The first being that vehicles carry a rechargeable battery, meaning energy overheads are not a serious concern. Another advantage is that vehicles are not severely resource-constrained, meaning they can afford to run more expensive cryptographic algorithms, especially for applications that are not time sensitive.\textsuperscript{22}

\section*{2.3 Wearables and IMDs}

Wearable and Implanted Medical Devices (IMDs) are devices attached to the user’s body.\textsuperscript{25,26} Although there is a fundamental difference in purpose between Wearables and IMDs, we grouped these two scenarios due to their similarities for authentication. The core idea in this scenario is that devices are attached to users’ bodies, and they attempt to insert the user himself as a component in the pervasive paradigm.\textsuperscript{26} These devices also act as body sensors, monitoring physical conditions like body temperature, movement, and health conditions (eg, heartbeats).\textsuperscript{25}

Because of the amount of sensitive information stored in these devices, privacy is a paramount concern.\textsuperscript{27} Illegitimate access to these devices allow adversaries to access the user’s private information (eg, emails, messages), body conditions (eg, temperature, movement), and even monitor medical conditions (eg, presence of pacemakers).\textsuperscript{25,27} At the same time, these devices often have low computational power and rely on other, more powerful devices to perform computations.\textsuperscript{28}

There are also a few similarities between Wearables/IMDs and previous application scenarios. For instance, similar to sensors in WSNs, these devices have low computational power and have no sustainable energy source, although wearable devices can be more easily recharged. Besides, these devices sometimes require direct user involvement, which concurrently brings new challenges and possibilities for these applications. These devices can also rely on the presence of other powerful devices (to which they report data) to perform heavier operations and are often in very controlled environments (worn by the users or attached to their bodies), which complicates the action of adversaries.

Unlike previous applications, however, wearables and IMDs are always in contact with the user’s body. It creates possible new venues for authentication based on the user’s physical information. For instance, a pacemaker can use information about the heartbeat to authenticate,\textsuperscript{25} while fitness trackers can use gait recognition\textsuperscript{29} for authentication.

\section*{2.4 Cyber-physical-human systems}

Cyber-Physical-Human Systems (CPHSs) is a rendezvous between cyber systems, the physical world, and human beings. Cyber-Physical-Systems (CPSs) refers to the integration of the cyber and physical worlds.\textsuperscript{30} CPHSs, in turn, put people in the loop by making them not only a user of CPSs but also part of them.\textsuperscript{31} CPHS applications are highly diverse, including cyber-physical medical systems, critical infrastructure control, workspace automation, among many others.\textsuperscript{32}

The high diversity of CPS, and consequently CPHS, make the conception of authentication solutions a challenge since resources in one context may not be available in others. However, two characteristics are staple for CPHS. First of all, humans are directly involved in CPHS applications; for instance, the workers in a workspace or the doctors in cyber-physical systems.\textsuperscript{33} Further, CPHS aim at integrating the cyber and physical worlds, meaning environmental conditions will always be a central piece of these systems. The integration of characteristics of the physical world in the authentication is a promising venue for CPHS.

\section*{3 Authentication Methods}

There are several different methods for achieving the authentication of users and data. Each of these methods has its advantages and disadvantages, making it more or less suitable for each application scenario. In this section, we review some of the most prominent authentication methods in the literature.
3.1 Elliptic curve digital signature algorithm

The elliptic curve digital signature algorithm (ECDSA) is a more viable alternative to the traditional DSA.\textsuperscript{34} The ECDSA is much more efficient in both storage and computation than the traditional DSA as it requires smaller parameters to sign, and the signature generation is significantly faster.\textsuperscript{35} The ECDSA still requires a certification method, like traditional digital certificates.

To avoid the high costs of digital certificates, Brown et al. have proposed a novel certification scheme for ECDSA called Implicit certificates.\textsuperscript{36} The main idea behind implicit certificates is that the user's public key and certificate are combined in a single element, called the public key reconstruction data. Implicit certificates are considerably smaller and faster to verify than traditional certificates.\textsuperscript{36}

3.2 Short signatures

The Boneh-Lynn-Shacham short signature scheme (BLS)\textsuperscript{37} is a certificate-based signature scheme that generates signatures that are much shorter than DSA and ECDSA signatures.\textsuperscript{35} The small size of the signatures generated is the main strength of BLS. Another interesting aspect of BLS is that its computational overhead is asymmetric: verifying signatures is much more expensive than generating them. BLS is well-suited for applications where resource-constrained devices generate signatures but verified by powerful devices (eg, Section 4.1). However, these signatures are still certificate-based, meaning they suffer from the complexity and high overhead of digital certificates.

3.3 Identity-based cryptography

The idea behind identity-based cryptography (IBC) was first proposed by Shamir,\textsuperscript{38} but was only made possible with the advent of pairing-based cryptography.\textsuperscript{39} The key idea of IBC is that the user's keys can be derived directly from the user's identity in the system (eg, his e-mail address). It means that the user's key is intrinsically bound to the user, which, in turn, dismisses the need for other certification methods like digital or implicit certificates. Since IBC dismisses certification, the cryptosystem incurs lower storage and communication overheads and simplifies key management.

IBC, however, is not a panacea. In IBC, private keys are not generated by their respective owners but rather by a Private Key Generator (PKGs), a central entity in the cryptosystem. It means that the PKG must be trustworthy since it can impersonate any user in the system.\textsuperscript{40} It is the well-known key escrow problem of identity-based systems. Besides, the centralized key generation creates a significant vulnerability in the system if the PKG is compromised. Finally, bilinear pairings, the mathematical foundation of IBC, are computationally expensive to compute, consequently, so are cryptographic operations in IBC.

3.4 Certificateless schemes

The certificateless scheme\textsuperscript{41} was proposed as a middle ground between IBC and traditional Public-Key Infrastructure (PKI). The cryptosystem is similar to IBC in that it dismisses certification schemes. However, it avoids the key escrow problem by splitting the key generation between the user and central authority in the cryptosystem. The main advantage of certificateless is that keys can be easily shared and verified, without the key escrow problem. One drawback of the Certificateless approach is that public keys can no longer be easily derived from the user's identity like in IBC. Instead, public keys must be explicitly made public by their owners. Besides, certificateless is also based on expensive bilinear pairings.\textsuperscript{42}

3.5 Attribute-based cryptography

Attribute-based cryptography (ABC)\textsuperscript{43} is an extension of IBC that focuses on attributes instead of identities. In ABC, users' keys are derived from a set of attributes they possess, rather than their identifier. In this setup, users no longer sign messages to prove their identities. Instead, users prove they possess a set of attributes from the system. ABC is particularly
well-suited for access-control policies, especially attribute-based access control. As an extension of IBC, however, ABC also suffers from the key escrow problem and bilinear pairings.

### 3.6 Hash-based signatures

Hash-based signatures (HBSs) are signature schemes based solely on cryptographic hash functions. HBSs has gained much attention in the last decade because of their high efficiency and resistance to quantum cryptanalysis. HBSs are often classified into two categories: one-time signature schemes (OTS) and multitime signature schemes (MTS). As their name suggests, in OTS, private keys can only be used to sign messages once and must then be renewed, while in MTS, private keys can be used to sign a large, but still limited, number of messages before being renewed. The need for constantly renewing private keys can become a burden in HBS solutions. Another disadvantage of HBSs is that they also require some form of certification, much like DSA and ECDSA. Unlike ECDSA, however, there are no cheaper certification alternatives for HBS, so they rely on expensive digital certificates.

### 3.7 Group signatures

In group signature schemes, users sign messages to prove they are a valid member of a group, instead of proving their identity in the system. Group signatures are always anonymous in the sense that other users cannot know who generated a signature. In these schemes, a group manager is responsible for generating and distributing keys to other users. The group manager is also responsible for adding or removing users from the group. Unlike the other members of the group, the group manager can "open" a signature to reveal its signer. It is used to identify and remove malicious users in the group.

Group signatures have the clear advantage of being anonymous and simple, as each user need only know the group generation and verification keys. However, the group manager has a significant overhead to manage the devices, especially if the group is highly dynamic. Also, since all devices use the same group key, a single device that is compromised means the entire group must be redone.

### 3.8 Ring signatures

Ring signatures are an extension of group signature schemes. Much like in group signature schemes, users sign messages as one of the members of a group of users. However, in-ring signature schemes, the group need not be truly formed, and the other users need not be aware of the group. The user may choose a set of users and sign a message as one of the set’s users.

There are two main differences between group signatures and ring signatures. The first is that ring signature schemes do not need group managers since the groups are formed by the user himself when generating the signature. The second is that, since no group manager is available, no one can trace back the generator of a signature. Therefore the signatures are completely anonymous.

Ring signatures are interesting replacements for group signatures for scenarios where there is no suitable candidate for the group manager or when groups are challenging to form. One drawback of ring signatures is that they require a previous set up of public/private key pairs, and the efficiency of the ring signature depends on the underlying cryptosystem.

### 3.9 Mesh signatures

Mesh signatures are an extension of ring signatures. Like its precursor, mesh signatures allow users to sign a message anonymously, providing only a list of possible signers. Mesh signatures, however, possess two differences when compared to ring signatures. First, mesh signatures allow any individual to be included in the list of possible signers, even if the user's real public key is unknown. Second, mesh signatures provide threshold signing. That is, messages may be signed as a subset of members of the group of possible signers.

One drawback of mesh signatures, however, is that it enables users to collude to generate signatures that each of the users alone would not be able to generate. It could allow users to collude to bypass certain system conditions or to satisfy
signer requirements. For example, a computer science student could collude with an engineering professor to sign a message as a computer science professor.

### 3.10 Physical signatures

Physical signatures are signatures based on features of the physical world. These signatures are strong complements to cryptographic schemes in applications where there is constant interaction with the physical world. These signatures can be either intrinsic or extrinsic, depending on how they are generated. Intrinsic signatures are generated from inherent characteristics from devices, channels, or the physical environment. For instance, Wu et al have proposed authenticating media through the Electric Network Frequency (ENF) of the place where the media was recorded.

On the other hand, extrinsic signatures are signals and data that are intentionally injected and monitored in a system. For instance, physical-layer watermarks. Previous works have investigated the random injection of extrinsic signatures guided by cross-layer system modeling and cryptographically random number generation.

### 4 AUTHENTICATION FOR IOT APPLICATIONS

In this section, we review authentication proposals for each of the application scenarios presented in Section 2.

#### 4.1 Wireless sensor networks

The biggest impediment to authentication for WSNs is the inherent resource constraint of the sensors. It means that authentication solutions must rely on methods that require low computing resources, low bandwidth, and low energy consumption. To achieve this, proposed solutions rely on cheaper authentication tools such as short signature schemes, group signatures, IBC, or even traditional symmetric cryptography. These approaches leverage the presence of the resourceful base station to bootstrap and manage the necessary cryptosystems. Solutions for WSNs must also account for the vulnerability of sensors to physical attacks. It is usually addressed through clever key management solutions or secure hardware modules.

#### 4.2 Vehicle-to-everything

Several authors have proposed security solutions based on PKI in the early days of vehicular communication. Most prominently, Raya and Hubaux devise and evaluate two PKI architectures for PKI, based on digital signatures and a set of anonymous keys that the vehicle must renew with a central authority periodically. However, the massive number of nodes (vehicles, roadside units, and pedestrians) and fast communication required from V2X renders these PKI solutions inadequate due to their high overheads.

Solutions based on group signatures are another common strategy in V2X. In these solutions, roadside units often play the role of group authority, managing the group keys. Hao et al, for instance, propose a distributed group signature scheme, where only a subset of the vehicles verifies message signatures based on proximity to message source. Since only a few vehicles verify each message, the overall cost of authentication is reduced. Islam et al propose a password-based group signature scheme, where a password is used to control group key generation and new vehicles joining the group signature scheme.

Solutions based on other cryptosystems have also been proposed to simplify management and lessen authentication costs. Zhang et al, for instance, propose an IBC solution with distributed central authorities, to prevent the key escrow problem. In their solution, a central authority and roadside units generate the IBC keys of vehicles together but independent of one another. Thus, no one but the vehicle knows the full private key. In a similar vein, Horng et al have proposed a certificateless-based solution, to leverage the benefits of IBC while avoiding the key escrow problem. At last, Shen et al have proposed a solution based on chameleon hash signatures, ensures authentication with nonrepudiation while maintaining the vehicles’ privacy.
4.3 Wearables and IMD

The predominant strategy in wearables and IMDs is to use physical signatures. The constant contact of these devices with the user’s body enables several different physical authentication venues. Rostami et al., for instance, propose using electrocardiogram data to authenticate IMDs to external medical devices. Similarly, Venkatasubramanian et al. propose using physiological signals to generate cryptographic keys, that are then used together with traditional symmetric cryptographic algorithms. As a different type of physical signature, Kalamande et al. use distance to authenticate wearable devices. Their solution uses the received signal strength (RSS) of devices to determine whether two devices are close during authentication.

There are still authors that propose purely cryptographic authentication solutions. He and Zeadally propose an authentication solution for IMDs based on a modified IBC cryptosystem that dismisses bilinear pairings. Liu et al. propose an authentication solution for wearables and IMDs based on certificateless cryptography. At last, Almulhim and Zaman propose a solution based on group signatures and ECC. Although normally more expensive, cryptographic solutions do not need specific sensors for authentication, a common drawback of some physical signature-based schemes.

4.4 CPHS

Authentication for CPHS often seeks to leverage the intrinsic connection to the physical world. Vuppala et al., for instance, propose an authentication scheme based on “device fingerprints”, intrinsic device characteristics extracted from device features like CPU loads, memory usage, and signal strength. Mo et al. propose adding noisy watermarks to a CPHS system and later checking this watermark to strengthen authentication. The work of Vuppala et al is an example of an intrinsic physical signature being used for authentication, while Mo et al is an example of an extrinsic physical signature.

A few proposals also exist for authentication in specific CPHS scenarios. As an example, Chakravarty et al. has proposed two authentication protocols for smart grids based on symmetric cryptography. Their solution seeks to provide long-term security by adding protocols to replace or update cryptographic material securely. More recently, Neto et al. have proposed an authentication solution for smart homes based on IBC and ABC. ABC is used to enforce an attribute-based access control system, where users, via their smartphones, can access home appliances based on their attributes.

5 ELECTROMAGNETIC AUTHENTICATION

Researchers found that each network produced a different pattern of interference when analyzing the jamming caused in recorded multimedia by a power distribution network. Using those patterns they were able to link each multimedia to its geographic location of recording, showing that multimedia signals often can carry useful underline information that comes from interferences during the recording.

Knowing that signals can carry information about the state of the physical world during the moment of recording, Oliveira et al. proposed to use the physical world as a source of signatures. That approach would be more robust once it carries information about time and location.

Covert/side-channels is a side effect of the current that flows in a processor. When a processor executes a command, it has an electric current flowing in its components. That current varies depending on the data previously stored in it, and, therefore, carries information about the processor contents. As this current creates an electromagnetic wave that can be noticed by nearby sensors, it can be treated as a potential leak source.

It is known that all electronic devices emanate electromagnetic noise when an electric current goes through their circuits. In that same paper, the researchers mention that the processor leaks a different signal when executing each function. Hence, an attacker can know what is being processed without any connection with the device, just by analyzing those electromagnetic emanations.

In another line, an important note about electronic devices is their hardware-level divergence. Even devices that share the same model manufacturer and even production batches are not identical in all aspects. Small variations in the resistance, shape, and paths of the transistors used in the process may lead to a difference of the current flowing in the device, making that current differ for the current in another device. As the electromagnetic wave is due to the current in a circuit, that wave will be different for two devices.
When processing a program that consists of a loop that repeatedly calculates upon random numbers using functions that leak more information we were able to see a peak of operation, knowing that the time of execution of the program’s loop matches the period of the generated EM wave.

When exploiting both the group of functions and the differences that come from the manufacturing process, Devadas et al. were able to map and categorize which one of those functions are more discernible and able to create signals that contain features that are specific of the hardware. They called that group physical unclonable function (PUF). A PUF will generate a pair of challenge and response (c-r) that, due to the hardware level differences, are unique for the device that runs the function.

Since PUF generates a distinguishable result, researchers that were concerned about the counterfeiting problem on integrated circuits (IC) and on FPGA boards attempt to link a signal to a device based on what was expected. They used a probe to observe the FPGA and analyzed if it was close to what was expected. They performed a probabilistic analysis that observed some technical features such as pikes and amplitudes.

Using a similar approach, Zhu et al. proposed a method of authentication for edge computing. They placed a coil close to the SMPS that was linked to the edge host. This signal that represents the power along the time was collected on a database. After that, a set of features vastly used for machine learning using an Support Vector Machine (SVM) classifier was extracted from the previously recorded signal. The main idea is to compare the signal passing by cloud with the signal that has previously passed and has already proved legitimacy.

Our novel authentication method presumes that each device’s signal will be different due to hardware-level distinction. It extracts a device fingerprint from these electromagnetic emanations and uses this fingerprint to authenticate devices. We propose to use these fingerprints as an intrinsic physical signature scheme. The advantage of this method is that it does not interfere with the device’s everyday operation, incurring no overheads. It also pairs nicely with existing cryptographic based authentication solutions, for example, the fingerprint can be extracted when a device generates a digital signature or authentication code.

Our authentication solution has two asymmetrical roles; one device acts as the authenticator and another as the verifier. The authenticator can be any computing device; in our case, we use an Arduino to represent a generic (slightly constrained) IoT device. The verifier, on the other hand, must be capable of capturing and processing electromagnetic

![FIGURE 2](image-url) Our proposed electromagnetic authentication method. Here, the recording device is authenticating the target device via the electromagnetic noise generated by the target device
devices. We use a software-defined radio module\(^1\) attached to a computer to capture and process the signal. An SDR is a radio that has software to act as components such as amplifiers and filters. This kind of module was chosen due to it is relatively low cost and simple operation. The fact that an SDR operates based on the frequency of the signal also was considered alongside with the possibility to implement components such as filters to improve the signal collection, whenever it is necessary. Figure 2 illustrates our setup.

We can extract features and define a fingerprint for the device from the intrinsic differences in each device’s electromagnetic emanation. We define a device’s fingerprint via a combination of 12 features from the device’s electromagnetic emanation, following the work of Das et al.\(^7,8\) These features are divided into nine time-domain features (eg, the signal’s mean amplitude) and three frequency-domain features (eg, the signal’s spectral centroid). The complete list of features used is shown in Table 2.

We then use a machine-learning algorithm to identify a device based on its fingerprint. We experiment with SVMs,\(^8,4\) and Random Forests (RF)\(^8,5\) for the classifier, but note that our approach is not limited to these classifiers. The details of our experimental setup, dataset construction, and model implementation are presented in Section 6.

### 6 | EVALUATION

We evaluate our solution following the setup illustrated in Figure 2. We use seven Arduino Mega 2560 as our IoT devices, an RTL2832U SDR module to capture the electromagnetic signals and a Dell Vostro notebook as the verifier. We record the signal from five different distances, ranging from 10 to 50 centimeters. The radio center frequency was set to 32MHz, the peak of its operation. All of the signals were recorded in a laboratory room, where noise from multiple other devices was also present. All signals were recorded under the same conditions.

The data for each device was generated by recording the signal continuously for a period, then splitting the signal into smaller fragments. We record the signal of each device for 10 seconds, then split this signal into smaller fragments. Each of these fragments corresponds to an entry in our dataset. We experiment with 0.1 and 0.05 second fragments in our scenarios.

We also experimented with pre-processing filters to assess the impact of noise. We evaluate the performance of the classifiers with the raw signals and with pre-processed signals. The pre-processed signals were filtered with a low pass filter with a cut-off of 34.5 MHz, the highest operative frequency found on the devices. We then extracted the features using a Python script to generate the fingerprint.

Tables 3 and 4 show the accuracy of our classifiers with 5-fold cross-validation. We note that the RF classifier achieved higher accuracy in all cases. At its peak, the RF classifier achieved 87% accuracy, compared to 49% for the SVM classifier. Both classifiers achieve better accuracy when 0.1s splits are used, compared to 0.05s splits.

---

\(^1\)https://www.rtl-sdr.com/tag/rtl2382u/
| TABLE 3 | Accuracy for the RF classifier. |
|---------------------------|---------------------------|
| **Table** | **Unfiltered** | **Filtered** |
| **0.1s** | **0.05s** | **0.1s** | **0.05s** | **Mean** |
| 10 cm | 0.711 | 0.708 | 0.870 | 0.820 | 0.777 |
| 20 cm | 0.466 | 0.472 | 0.639 | 0.593 | 0.543 |
| 30 cm | 0.655 | 0.615 | 0.696 | 0.638 | 0.651 |
| 40 cm | 0.698 | 0.637 | 0.638 | 0.629 | 0.650 |
| 50 cm | 0.830 | 0.742 | 0.804 | 0.763 | 0.785 |
| **Mean** | 0.672 | 0.635 | 0.729 | 0.689 |

| TABLE 4 | Accuracy for the SVM classifier. |
|---------------------------|---------------------------|
| **Table** | **Unfiltered** | **Filtered** |
| **0.1s** | **0.05s** | **0.1s** | **0.05s** | **Mean** |
| 10 cm | 0.491 | 0.433 | 0.484 | 0.407 | 0.454 |
| 20 cm | 0.325 | 0.312 | 0.295 | 0.248 | 0.295 |
| 30 cm | 0.259 | 0.256 | 0.239 | 0.223 | 0.244 |
| 40 cm | 0.295 | 0.275 | 0.227 | 0.211 | 0.252 |
| 50 cm | 0.332 | 0.293 | 0.263 | 0.244 | 0.283 |
| **Mean** | 0.340 | 0.314 | 0.301 | 0.267 |

| TABLE 5 | Confusion matrix of our best classifier on an unseen test set. |
|---------------------------|---------------------------|
| **Predicted class** | **1** | **2** | **3** | **4** | **5** | **6** | **7** |
| **TrueClass** | | | | | | | |
| 1 | 100 | 0 | 0 | 0 | 0 | 0 | 0 |
| 2 | 0 | 89 | 0 | 11 | 0 | 0 | 0 |
| 3 | 0 | 0 | 100 | 0 | 0 | 0 | 0 |
| 4 | 7 | 0 | 0 | 92 | 1 | 0 | 0 |
| 5 | 0 | 0 | 0 | 3 | 97 | 0 | 0 |
| 6 | 0 | 0 | 35 | 0 | 0 | 65 | 0 |
| 7 | 0 | 83 | 0 | 17 | 0 | 0 | 0 |

The distance between the devices had a different impact on each classifier. The distance between the devices negatively impacts the SVM classifier; accuracy goes down as the distance between devices increases. On the other hand, the distance has no significant impact on the RF classifier; the mean accuracy at 10 cm is similar to the mean accuracy at 50 cm. There is no clear trend between the accuracy of the RF and the distance between devices.

The low pass filter also affected each classifier differently. The low pass filter had opposite effects between the classifiers. The SVM classifier had performed better on the raw signal, indicating that the filter removed valuable information from the SVM signal. On the other hand, the RF classifier performed better on the filtered signal, indicating that no valuable information was lost.

At last, we evaluate the best configuration found during cross-validation on a test set. Table 5 shows the confusion matrix of the best classifier we achieved on a test set of 700 signal fragments. The final accuracy of this test set was 77.57%. We note that the classifier correctly classified the signals of most of the devices. The classifier, however, performed poorly on two of the seven devices (devices 6 and 7).

7 | CONCLUSION

Computing is quickly becoming ubiquitous through the IoT, creating a demand for more robust security solutions. In particular, authentication solutions tailored for IoT applications are paramount. In this paper, we reviewed noteworthy
scenarios where IoT is quickly establishing itself, existing authentication methods, and the intersection between these two fields, i.e., existing authentication proposals for the IoT. We also propose our authentication method for IoT based on electromagnetic fingerprints. Our method is a promising pair for traditional cryptographic authentication solutions, as it requires no additional hardware from IoT devices. We have evaluated our approach under different settings and achieved 77% accuracy when distinguishing from a set of seven devices.

We have several plans for our next steps in this work, we believe the results presented in this paper already show the promise of such an approach, but in order to bring a practical method, the accuracy must be improved. In future iterations, we plan to expand the number of IoT devices in the experiments running generic programs that are used in day-to-day operations. We will test our solution with different devices, with varied computing capabilities. We will also evaluate our solution under different environments and at longer distances to further assess our approach’s flexibility. Another idea is to record the same signal in different places so that we can isolate the signal from jamming more effectively. Finally, we pretend to evaluate the significance of each feature to get to a group of the most obvious ones. Alongside these group of refined features, we intend to use different classification algorithms, more suited to these kind of signal analysis.
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