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Abstract. In the article, questions of data exchange technology based on the handshake protocol for industrial automation system are considered. The methods of organizing the technology in client-server applications are analyzed. In the process of work, the main threats of client-server applications that arise during the information interaction of users are indicated. Also, a comparative analysis of analogue systems was carried out, as a result of which the most suitable option was chosen for further use. The basic schemes for the operation of the handshake protocol are shown, as well as the general scheme of the implemented application, which describes the entire process of interaction between the client and the server.

1. Introduction

Currently, most large enterprises face significant difficulties in improving the manageability of the company. The reduction of the task-performance time and the ability of subsequent monitoring are among the key factors that influence the quality of execution of electronic document management processes. One of the ways to accomplish these objectives is to implement an automated system that performs the above mentioned functions. However, the attempt to solve the problem of implementing such system encounters significant difficulties connected with the lack of an adequate supply in the market, or this offer is not profitable for the company for one reason or another.

It should be taken into account that the Internet is an open information environment and, for technical reasons, most traffic is transmitted in an open way, which allows an attacker to gain access to confidential data. Therefore, the information transmitted through this system to the enterprise should not be available to third parties. This criterion is one of the main, therefore to find the optimal solution among the available ones is impossible in some cases.

This technology will allow the employees of the industrial enterprise to ensure fast synchronization of data. In the course of information interaction, it is necessary to use protection in the transmission of data using a secure communication channel in order to prevent the interception of information by an attacker, which he can later modify and thereby damage, which entails significant material losses.

2. Threats of client-server applications

At the analysis stage of client-server applications in accordance with GOST-53114-2008 [1], the main threats were identified, according to which it is possible to intercept confidential data during the information interaction between the client and the server. The main threats and measures to prevent them are presented in Table 1:
Table 1. Main threats of client-server applications

| The main parts of the client-server application | Threats                                      | Countermeasures                                      |
|-----------------------------------------------|----------------------------------------------|------------------------------------------------------|
| Server software part                          | Access to administrative partitions from outside | Control of IP addresses                              |
|                                               | Identify weak passwords                      | Protection of the administrative section from third parties |
|                                               | Inadequate session security (no timeout)     | Maintaining password rules and changing them         |
| Client software part                          |                                               |                                                      |
|                                               | Identify weak passwords                      | Session time limit                                    |
| Client-Server Interaction                     | Invasion of third parties in information exchange (interception of information) | Using secure communication protocols |
of the site with 1C

| Free CMS | The implementation of a handshake protocol for secure data exchange is required |
|------------------------|------------------------------------------------------------------|
| Free WooCommerce plugi | Ready-made integration solutions implemented under older versions of 1C or not supported |
| There are ready-made solutions for the integration of the site with 1C | |
| This bundle of modules is already used on the customer's website | |

As a result of the comparative analysis, it was decided to use the last version of integration. With its merits, it was the one that suited most, since it was already used at the enterprise.

4. **Using the handshake protocol as a means of protecting information**

In practice, the process of transferring information over a secure communication channel is often associated with the use of protocols based on various cryptosystems. During the implementation of the application, the following method was taken as a basis:

The handshake protocol [4] is a cryptographic protocol based on the symmetrical mutual exchange of information between the participants of the information interaction according to the request-response scheme (Figure 1).

![Diagram of the handshake protocol in the application](image.png)

**Figure 1.** A diagram of the handshake protocol in the application

Using the RSA cryptosystem in this protocol allows exchange participants to initially use the necessary parameters for the safe transfer of information.

It is worth noting that the handshake protocol has analogues: an SSL certificate and an electronic signature [5]. To identify the merits and demerits of each analogue, an analysis of these algorithms was performed using the RSA cryptosystem according to the following criteria:

1. The least material costs criterion allow one to estimate profitability of application development, and material costs for maintenance of the algorithm are required.
2. Using the Certification Center allows one to assess whether additional authentication of keys is required using an electronic signature.

3. The cryptographic strength of the encryption algorithm used in the protocol allows us to assess whether this encryption algorithm has sufficient ability to withstand cryptanalysis. This is one of the important criteria, since with insufficient or low cryptographic strength, the use of an algorithm to protect information between exchange participants is not appropriate.

4. Difficulty level of using the method in applications allows one to assess whether the work for the user working with the interface of the algorithm used is understandable.

The results of the analysis are summarized in Table 3:

| Type                | The least material costs criterion | Using the Certification Center | The cryptographic strength of the encryption algorithm used in the protocol | Difficulty level of using the method in applications |
|---------------------|------------------------------------|-------------------------------|--------------------------------------------------------------------------|-------------------------------------------------------|
| Handshake protocol  | Material costs are not required     | Certification centers are not required | The algorithm has a high cryptographic strength | Easy to use in applications                          |
| SSL certificate     | Material costs are required         | Certification centers are required | The algorithm has a high cryptographic strength | Additional software is required                       |
| Electronic signature| Material costs are required         | Certification centers are required | The algorithm has a high cryptographic strength | Easy to use in applications                          |

As a result, it can be seen that the handshake protocol is safe to protect information when it is used as a secure data exchange technology. The method has a number of advantages, namely: it is economically advantageous (costs are minimal or none at all), does not require certification centres, which makes it possible for any person to use it, and is also easy to use with high cryptographic stability. The mathematical model of this algorithm is shown below in Figure 2:

![Figure 2. A mathematical model of the RSA algorithm used in the handshake protocol](image-url)
The scheme of the developed system is shown in Figure 3.

The secure communication channel used in the client-server application

![Diagram of the developed system](image)

**Figure 3.** A scheme of the developed system, using the implemented technology for secure data exchange

The system represents two interconnected modules:

1. The client part is a plug-in on the site running CMS Wordpress. Communication with the server occurs via the SOAP protocol.

2. A server part is a system of key generation and additions for the created 1C enterprise database (web service). It is located on the computer of the organization.

As a result of the work done, this development proved its effective use in practice. The development is confirmed by the certificates on registration of computer program No. 2017617564, No. 2017661972, and also implemented at the enterprise for the production of furniture products.

5. **Conclusion**

As a result of the work done, this development proved its effective use in practice. The development is confirmed by the certificates on registration of computer program No. 2017617564, No. 2017661972, and also implemented at the enterprise for the production of furniture products.
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