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Abstract: Continuous variable quantum cryptography has developed rapidly in recent decades, but how to verify identity in the continuous variable quantum system is still an urgent issue to be solved. To solve this problem, we propose a continuous variable quantum identification (CV-QI) protocol based on the correlation of two-mode squeezed vacuum state and the continuous variable teleportation. The bidirectional identity verification between two participants of the communication can be achieved by the proposed CV-QI protocol. In order to guarantee the security, we make full use of the decoy state sequences during the whole process of the proposed CV-QI protocol. Besides, we provide the security analyses of the proposed CV-QI protocol, and analyses indicate that the security of the proposed CV-QI protocol is guaranteed.
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1. Introduction

With the continuous development of quantum communications, a number of continuous variable quantum network dialogue protocols$^{[1-5]}$ have been proposed in the past few years. In 1999, Ralph designed a quantum cryptographic scheme in which the secret key information is modulated on the phase and the amplitude of CW light beam.$^{[6]}$ Although Ralph’s scheme is regarded as the first continuous variable quantum key distribution (CV-QKD) protocol, it is essentially still base on the modulation of the discrete Gaussian states, which is different from the CV-QKD protocols$^{[7-9]}$ utilized nowadays. In 2001, Cerf et al. designed a continuous...
key-distribution scheme taking advantage of a pair of conjugate quantum variables, so that both the key and its carrier are continuous. After that, a lot of quantum communication protocols based on CV-QKD have been put forward. For example, Zhou et al. proposed a continuous variable quantum secret sharing (CV-QSS) scheme in 2013. Gong et al. presented a new-type quantum network dialogue protocol based on continuous variable GHZ states to improve the communication efficiency with the perfect utilization of quantum bits greatly in 2018. In 2019, Ghorai et al. established a lower bound on the asymptotic secret key rate of continuous variable quantum key distribution by using discrete modulation of coherent states, which opens the way to establishing the full security of continuous-variable protocols with discrete modulation.

Continuous variable quantum cryptography has developed rapidly in recent decades, but how to verify identity in the continuous variable quantum system is still a pending issue to be solved. In the general quantum system, the quantum identity authentication protocols have been perfected day by day. In 2000, Zeng et al. proposed the first quantum identity verification protocol with the utilization of quantum key distribution (QKD). Since then, a lot of modified quantum identity verification protocols have emerged. Based on quantum teleportation, Ma et al. proposed the first continuous-variable quantum identity authentication protocol by employing the two-mode squeezed vacuum state and the coherent state. Recently, Zhou et al. put forward a semi-quantum authentication protocol based on the teleportation of W state and the correlation of GHZ-like state, which achieves the mutual identity verification between classical Bob and quantum Alice. So it is natural to consider applying the idea of the semi-quantum authentication protocol to a quantum continuous variable system, and we propose a new continuous variable quantum identification protocol based on the correlation and the teleportation of the weak coherent pulses. In the proposed CV-QI protocol, the two quantum communicators can achieve the mutual identity authentication of each other before communication.

In order to guarantee the security, we make full use of the decoy state sequences
during the whole process of the proposed CV-QI protocol. Concurrently, a set of relatively complete security analyses are given to demonstrate the security of the proposed CV-QI protocol.

The structure of this paper is as follows. In Section 2, the basic principles are introduced in detail. In Section 3, the specific steps of the proposed continuous variable quantum identification protocol are stated. In Section 4, the relatively complete security analyses are provided. Besides, a brief conclusion is reached in Section 5.

2. Basic knowledge

2.1 Two-mode squeezed vacuum state

Two-mode squeezed vacuum state is a kind of entanglement resource commonly used in the quantum communication protocols based on continuous variable quantum correlations. Generally, a two-mod squeezed vacuum light field can be prepared by combining two single-mode squeezed vacuum light fields $\hat{a}_{in1}$ and $\hat{a}_{in2}$ with a 50:50 beam splitter (BS)\[31\], as shown in Figure 1. One of these two single-mode squeezed vacuum fields is created by applying a squeeze operator $\hat{S}(\gamma)$ on a vacuum light field, and the other one is generated by the squeeze operator $\hat{S}(-\gamma)$ (where $\gamma$ is the squeezed parameter and assumed to be real). The canonical quantum quadratures of the output modes of the BS $\hat{a}_{out1}$ and $\hat{a}_{out2}$ can be expressed as follows:

$$\hat{X}_{out1} = \frac{1}{\sqrt{2}} e^{\gamma} \hat{X}_{in1} + \frac{1}{\sqrt{2}} e^{-\gamma} \hat{X}_{in2}, \quad (1)$$

$$\hat{P}_{out1} = \frac{1}{\sqrt{2}} e^{\gamma} \hat{P}_{in1} + \frac{1}{\sqrt{2}} e^{-\gamma} \hat{P}_{in2}, \quad (2)$$

$$\hat{X}_{out2} = \frac{1}{\sqrt{2}} e^{\gamma} \hat{X}_{in1} - \frac{1}{\sqrt{2}} e^{-\gamma} \hat{X}_{in2}, \quad (3)$$
\[ \hat{P}_{\text{out}2} = \frac{1}{\sqrt{2}} e^{-\gamma} \hat{P}_{\text{in}1} - \frac{1}{\sqrt{2}} e^{\gamma} \hat{P}_{\text{in}2}, \quad (4) \]

where \( \hat{X}_{\text{in}1}, \hat{P}_{\text{in}1}, \hat{X}_{\text{in}2} \) and \( \hat{P}_{\text{in}2} \) are the canonical quantum quadrature of the modes \( \hat{a}_{\text{in}1} \) and \( \hat{a}_{\text{in}2} \), the expectations of which follow the Gaussian probability distribution.

It is found that there is an EPR correlation between the two output modes \( \hat{a}_{\text{out}1} \) and \( \hat{a}_{\text{out}2} \), which can be expressed as follows:

\[ \left\langle \left[ \Delta \left( \hat{X}_{\text{out}1} + \hat{X}_{\text{out}2} \right) \right]^2 \right\rangle = \left\langle \left[ \Delta \left( \hat{P}_{\text{out}1} - \hat{P}_{\text{out}2} \right) \right]^2 \right\rangle = \frac{1}{2} e^{2\gamma}, \quad (5) \]

\[ \left\langle \left[ \Delta \left( \hat{X}_{\text{out}1} - \hat{X}_{\text{out}2} \right) \right]^2 \right\rangle = \left\langle \left[ \Delta \left( \hat{P}_{\text{out}1} + \hat{P}_{\text{out}2} \right) \right]^2 \right\rangle = \frac{1}{2} e^{-2\gamma}, \quad (6) \]

Apparently, this correlation increases with the increase of the squeezing parameter \( \gamma \), and peaks when \( \gamma \to +\infty \), i.e.,

\[ \lim_{\gamma \to +\infty} \hat{X}_{\text{out}1} = \hat{X}_{\text{out}2} \quad \lim_{\gamma \to +\infty} \hat{P}_{\text{out}1} = -\hat{P}_{\text{out}2}, \quad (7) \]

In other words, the output modes \( \hat{a}_{\text{out}1} \) and \( \hat{a}_{\text{out}2} \) at this stage are in a maximal entangled state. Here, we adopt a parameter \( F \) to indicate the entanglement degree, which is defined as\(^{[32]}\)

\[ F = \left\langle \left[ \Delta \left( \hat{X}_{\text{out}1} - k_1 \hat{X}_{\text{out}2} \right) \right]^2 \right\rangle_{\text{min}} \times \left\langle \left[ \Delta \left( \hat{P}_{\text{out}1} + k_2 \hat{P}_{\text{out}2} \right) \right]^2 \right\rangle_{\text{min}}. \quad (8) \]

Obviously, the parameter increases with the increasing of the entanglement degree, and approximates to 0 if the condition \( \gamma \to +\infty \) is satisfied.
2.2 Continuous variable quantum teleportation of a coherent state

Quantum teleportation, may be the most novel quantum communication protocols, enable the transmission of an arbitrary unknown quantum state between two parties separated spatially. By a continuous-variable EPR pair as quantum channel, the teleportation for a coherent state can be realized.\cite{33}

Suppose the sender Alice, wants to transfer a coherent state $|\psi\rangle_i = |\hat{X}_i + i\hat{P}_i\rangle$ to the receiver Bob, where $\hat{X}_i$ and $\hat{P}_i$ are the value of the canonical quantum quadrature of the coherent state. To achieve the goal, Alice firstly prepares a pair of entangled light beams $\hat{a}_{out1}$ and $\hat{a}_{out2}$ in two-mode squeezed vacuum state, and send light beam $\hat{a}_{out2}$ to Bob, as shown in Figure 2. And then she performs a Bell Measurement (BM) on the coherent beam and light beam $\hat{a}_{out}$. The results of the BM, which are in the following form, are sent to Bob through classical channel.

$$
\hat{X}_U = \frac{1}{\sqrt{2}} \left( \hat{X}_i - \hat{X}_{out1} \right) \quad \hat{P}_U = \frac{1}{\sqrt{2}} \left( \hat{P}_i + \hat{P}_{out1} \right).
$$

According to the results of the BM, Bob carries out a unitary transformation $D(\beta)$ on his light beam $\hat{a}_{out2}$, where $\beta = 2^{\hat{X}_U + i\hat{P}_U}$. Therefore, the value of the canonical quantum quadrature of the output state can be transformed into
\[ X_O = \hat{X}_{\text{out}2} + \sqrt{2} \hat{X}_U = \hat{X}_i - (\hat{X}_{\text{out}1} - \hat{X}_{\text{out}2}), \]  
(10)

\[ P_O = \hat{P}_{\text{out}2} + \sqrt{2} \hat{P}_U = \hat{P}_i + (\hat{P}_{\text{out}1} + \hat{P}_{\text{out}2}). \]  
(11)

It is clear that when the squeeze parameter $\gamma \to +\infty$ there will be $X_O = \hat{X}_i$, $P_O = \hat{P}_i$. That means the original input coherent state $|\psi\rangle_i$ can be reconstructed at Bob’s cite.

**Figure 2.** Generation of the two-mode squeezed vacuum state

### 3. Continuous variable quantum identification protocol

Suppose Alice and Bob are two participants and they need to verify the identity of each other. All quantum sources are continuous and the continuous variable
quantum identification protocol can be described as follows in detail. Besides, the proposed continuous variable quantum identification protocol can also be expressed by Figure 3.

Step 1 Alice executes the two-mode squeezed operator $\xi(r)$ on vacuum states $|0\rangle_1$ and $|0\rangle_2$ to obtain the two-mode squeezed vacuum states $a_1$ and $a_2$, where $\xi(r) = \exp\left[ r (a_1^+a_2^+-a_1a_2) \right]$. Then Alice randomly selects some time slots $T_1 = \{t_i^1 | i = 0, 1, 2, \ldots, n\}$ to compute the parameter $F^{A}_{12}$ that measures the entanglement degree\cite{33} between $a_1$ and $a_2$.

Step 2 Alice chooses two unitary operations $D\left(\alpha_u = \sqrt{2}x_u + i\sqrt{3}p_u \right)$ and $D\left(\alpha_u = \sqrt{3}x_u + i\sqrt{5}p_u \right)$ at random and performs them on $|0\rangle_{a1}$ and $|0\rangle_{a2}$ to gain the continuous decoy states. Subsequently, Alice randomly arranges these decoy states to generate a new sequence $a_d$ with length $L$. After that, Alice produces continuous decoy states which are the same as states in $a_d$ and randomly selects some time slots $T_2 = \{t_i^2 | i = 0, 1, 2, \ldots, n\}$ to insert these decoy states into sequence $a_2$ in the order of the decoy states in sequence $a_d$ to obtain the mixed state sequence $\hat{a}_2$.

Step 3 Alice executes the two-mode squeezed operator $\xi(r)$ on vacuum states $|0\rangle_3$ and $|0\rangle_4$ to obtain the two-mode squeezed vacuum states $a_3$ and $a_4$, then Alice randomly selects some time slots $T_3 = \{t_i^3 | i = 0, 1, 2, \ldots, n\}$ to calculate the value of entanglement degree parameter $F^{A}_{34}$ between $a_3$ and $a_4$.

Step 4 Alice sends $a_4$ to Bob. When Alice confirms Bob has received $a_4$, she announces the time slot $T_3$ while Bob measures the amplitude or phase of $a_4$ and calculates entanglement degree parameter $F^{B}_{34}$ in time slot $T_3$. Then Alice and Bob compare $F^{A}_{34}$ with $F^{B}_{34}$. If $F^{A}_{34} \to +\infty$, $F^{B}_{34} \to +\infty$ and $F^{A}_{34} = F^{B}_{34}$, Alice sends $a_2$.
to Bob; otherwise, they announce this identification is invalid.

Step 5 Alice measures \( a_d \) and \( a_3 \) with Bell bases, Bob implements the unitary operation \( D(\beta = \sqrt{2}x_u + i\sqrt{2}p_u) \) on \( a_d \) to reconstruct \( a^B_d \).

Step 6 Alice announces time slot \( T_2 \) and Bob compares the decoy states inserted in \( a'_d \) during time slot \( T_2 \) with the reconstructed decoy state sequence \( a^B_d \).

If the decoy states inserted in \( a'_d \) during time slot \( T_2 \) are the same as that in \( a^B_d \), Bob announces that he successfully verifies the identity of Alice and they continue to the next step; otherwise, Alice and Bob terminate this identification.

Step 7 Bob picks out all the decoy states inserted in \( a'_d \) to obtain \( a_2 \), Alice announces time slot \( T_1 \). Bob measures the amplitude or the phase of \( a_2 \) and calculates the entanglement degree parameter \( F_{12}^B \) in the time slot \( T_1 \). Then Bob tells Alice the result of \( F_{12}^B \) by the classical channel and Alice compares \( F_{12}^A \) and \( F_{12}^B \). If \( F_{12}^A = F_{12}^B \), Alice announces that the identity of Bob is legal; otherwise, Alice announces that the identity of Bob is illegal.

4. Security analyses

According to the methods proposed by Zhou et al.,\(^{[16]}\) the security analyses are provided in this section.

4.1 Security analysis based on the beam splitter

Assume Eve is the eavesdropper, and her beam splitter attack may have three steps. First, Eve intercepts \( a_4 \) and lets it pass a beam splitter whose transmittance is \( \eta_1 \) to generate \( a_{4}^E \) and \( a_{4}^{00} \), and then she sends \( a_{4}^E \) that replaces \( a_4 \) to Bob while she remains \( a_{4}^{00} \); Second, Eve intercepts \( a'_2 \) and lets it pass a beam splitter with transmittance \( \eta_2 \) to generate \( a_{2}^{E} \) and \( a_{2}^{10} \), and then she sends \( a_{2}^{E} \) that replaces \( a'_2 \) to Bob while remains \( a_{2}^{10} \); Finally, Eve attempts to obtain the useful message by
measuring $a_E^{00}$ and $a_E^{10}$, respectively. The whole beam splitter attack of Eve is shown in Figure 4.

![Beam splitter attack of Eve](image)

**Figure 4.** Beam splitter attack of Eve

After the operation of Eve on $a_4$,

$$a_E^E = \sqrt{\eta} a_4 + \sqrt{1 - \eta} a_{E1},$$

$$a_E^{00} = \sqrt{\eta} a_{E1} + \sqrt{1 - \eta} a_4.$$ (12) (13)

Bob checks the security of the quantum channel with Alice by comparing the entanglement degree parameter when he received $a_E^E$ instead of $a_4$, however, which cannot find the eavesdropping of Eve since Eve did not change the entanglement characteristics of the squeezed state. After unitary operation $D(\beta = \sqrt{2}x_u + i\sqrt{2}p_u)$, sequence $a_d^B$ that Bob reconstructed is

$$a_d^B = a_4^E + \sqrt{2} (x_u + i p_u).$$ (14)

According to the definition of the conditional variance $V_{A:B}$, $V_{A:B}^{00} = \langle x_d \rangle^2 - \frac{\langle x \cdot x_d \rangle}{\langle x^2 \rangle}$ in the proposed continuous variable quantum identification protocol. Concurrently, conditional variances $V_{A:B}$ and $V_{E:B}$ meet the relationships:

$$V_{A:B}^x \cdot V_{E:B}^p \geq \frac{1}{4}, \quad V_{A:B}^p \cdot V_{E:B}^x \geq \frac{1}{4}. \quad (15)$$
According to Equation (14), it is not difficult to compute that

\[ x_d^B = x_E^x + \sqrt{\eta_1} (x_d - x_3) = \sqrt{\eta_1} x_4 + \sqrt{1 - \eta_1} x_E^{E_1} + \sqrt{\eta_1} (x_d - x_3), \]  

(16)

\[ \left( V_{\Delta B}^\rho \right)_{\min} = \frac{1}{4} (1 - \eta_1) + \frac{\eta_1}{4V_d^x} + \frac{\eta_1}{2} e^{-2r}, \]  

(17)

where \( V_d^x \) represents the variance of the \( x \) component of \( a_d \). Recalling Equation (15), one can obtain

\[ V_{E,B}^x \geq \frac{1}{16 \left( V_{\Delta B}^\rho \right)_{\min}} = \frac{1}{4} \left( 1 - \eta_1 + \frac{\eta_1}{4V_d^x} + 2\eta_1 e^{-2r} \right). \]  

(18)

Similarly,

\[ a_2^E = \sqrt{\eta_2} a_2^E + \sqrt{1 - \eta_2} a_{E_2}, \]  

(19)

\[ a_{10}^E = \sqrt{\eta_2} a_2^E + \sqrt{1 - \eta_2} a_2^E, \]  

(20)

and

\[ \left( V_{\Delta B}^\rho \right)_{\min} = \frac{1}{4} (1 - \eta_2) + \frac{\eta_2}{4V_2^x} + \frac{\eta_2}{2} e^{-2r}. \]  

(21)

Recalling Equation (12)-(21), it is easy to calculate that

\[ \Delta I \geq -\frac{1}{2} \log_2 \left( \frac{1}{1 - \eta_1 + \frac{\eta_1}{V_d} + 2\eta_1 e^{-2r}} \left( 1 - \eta_1 + \eta V_{E_1} + 2\eta_1 e^{-2r} \right) \right) \times \left( 1 - \eta_2 + \frac{\eta_2}{V_2} + 2\eta_2 e^{-2r} \right) \left( 1 - \eta_2 + \eta V_{E_2} + 2\eta_2 e^{-2r} \right). \]  

(22)

where \( \Delta I \) denotes the information transmission rate. The relationship between \( \Delta I \) and other parameters in Equation (22) can also be expressed in Figure 5.

In Figure 5, the X, Y, and Z axes represent parameters \( \eta_1 \), \( \eta_2 \), and \( \Delta I \), respectively, and the curves in colors black, cyan-blue, red and blue indicate the values of \( \Delta I \) when entanglement degree \( r = 10 \), \( r = 1 \), \( r = 0.01 \), and \( r = 0 \), respectively. According to Figure 5, it is clear that the mutual information between Alice and Bob increases as the entanglement degree \( r \) increases. It is worth noting that \( \Delta I > 0 \) if \( r > 0 \), in other words, the proposed continuous variable quantum identification protocol can effectively resist the beam splitter attack of Eve.
4.2 Security analysis based on entanglement degree

Parameter $F$ is given by He,\cite{32} and $F \to 0$ when $r \to +\infty$ while $F \to +\infty$ when $r \to 0$. Obviously, once the entanglement degree of the two-mode squeezed vacuum state is damaged, $r$ will decrease but $F$ will increase rapidly. Generally speaking, $F$ decreases as the entanglement degree increases.

According to the analysis in Sec. 4.1, the entanglement degree of the two-mode squeezed vacuum state remains unchanged, so parameter $F$ will not change and the part that relies on the entanglement degree in the proposed continuous variable quantum identification protocol is secure.

4.3 Security analysis under the joint eavesdropping

Some analyses show that Eve may steal most information if her eavesdropping operation is considered to be a Gaussian operation, which is called “Gaussian eavesdropping optimality theorem”\cite{34-36}.

During the whole proposed continuous variable quantum identification protocol, Alice has three sequences and Bob has two sequences. Therefore, the inequality expressed in Equation (20) can be obtained by the subadditivity and the strong subadditivity of von Neumann entropy. The schematic diagram of the strong subadditivity about Alice’s and Bob’s modes is shown in Figure 6.
\[ S(a_3, a_d : E) = S(a_3, a_d) - S(a_3, a_d | E) \]
\[ = S(a_3, a_d) - \left[ S(a_d | a_3 E) + S(a_3 | a_d E) + S(a_3 : a_d | E) \right], (23) \]
\[ \leq S(a_3) - S(a_3 | A_i B_i E) + S(a_d) - S(a_d | A_i B_i E) \]

where \( A_i \) and \( B_j \) denote the purifications, and \( S(\rho) \) is the von Neumann entropy of state \( \rho \).

**Figure 6.** Schematic of the strong subadditivity

After Alice measures sequences \( a_3 \) and \( a_d \) with Bell bases, one can gain the relation written as Equation (24) in conjunction with Equation (23).

\[ S(a_3, a_d : E) \leq S(a_3 : E_1) + S(a_d : E_2), \]  

(24)

where \( E_1 = A_i B_i E \) and \( E_2 = A_2 B_i E \). Remarkably, there is a Gaussian state \( \rho_{AB}^G \) that also has covariance matrix \( \gamma_{AB} \), and

\[ S(a : E) \leq S(a : E)_G, \]  

(25)

\[ S(a : E)_G = S(E)_G - S(E | a)_G = S(\rho_{AB})_G - S(\rho_{AB | a})_G, \]  

(26)

where \( a \) includes \( a_1 \), \( a_3 \) and \( a_d \). Thus, the secure code rate is

\[ R = I(A : B) - \left[ S(\rho_{AB})_G - S(\rho_{AB | a})_G \right], \]  

(27)

where \( I(A : B) \) is the mutual information between Alice and Bob. However, if the information of Alice and Bob does not meet the Gaussian distribution, the secure code rate is given in Ref. [34], i.e.,

\[ R = I(A : B) - S(a : E) = S(a | E) - H(a | b), \]  

(28)
where $b$ includes $a_2$ and $a_4$, $H$ denotes the Shannon entropy. Recalling Equation (23)-(28), it is easy to calculate that

$$R(\rho_{ab}) \geq R(\rho_{ab}^c). \quad (29)$$

Therefore, the upper bound of the information that Eve steals is computed easily and the security of the proposed continuous variable quantum identification protocol under the joint eavesdropping is guaranteed.

### 4.4 Security analysis under the coherent eavesdropping

The specific theorems and lemma for the proofs of the security of continuous variable quantum protocols are provided.\cite{37} Since every state in the proposed continuous variable quantum identification protocol is prepared, received and measured independently, the security of the proposed continuous variable quantum identification protocol under the coherent eavesdropping is guaranteed according to the analyses of Renner et al.\cite{37}

### 4.5 Non-ideality of the light source

The preparation of quantum state is a crucial part of quantum protocols, but light source noise will affect it. Fortunately, Guo et al. proved that the prepare-and-measurement (P&M) scheme and the entanglement-based (E-B) scheme are equivalent,\cite{38} which can more accurately reflect the impact of light source noise on both two communication parties and the eavesdropper. Subsequently, Usenko et al. created one new scheme to model the light source noise by the beam splitter and the EPR pair.\cite{39} In 2011, Guo et al. designed one unitary transformation model whose versatility is stronger.\cite{40} Therefore, the issue that the non-ideality of the light source influences the security of the proposed continuous variable quantum identification protocol can be solved by the above schemes.\cite{38-40}

### 4.6 Non-ideality of the detector

To detect the information loaded on the quantum state, the homodyne detection is employed in the proposed continuous variable quantum identification protocol. However, the use of the homodyne detection may affect the efficiency and security of the proposed continuous variable quantum identification protocol, worth mentioning,
this issue has been solved by Fossier et al. in 2009.\[41\] Fossier et al pointed that amplifying the quantum state with the phase sensitive amplifier before the homodyne detection can reduce the influence of the non-ideality of the detector, which has been successfully verified by Zhang et al.\[42\] The schematic of the phase sensitive amplifier is shown in Figure 7.

\[\text{Figure 7. Schematic of the phase sensitive amplifier}\]

Apparently, the phase sensitive amplifier is also applicable to the proposed continuous variable quantum identification protocol to guarantee the security and the efficiency under the homodyne detection.

4.7 Finite-size analysis

Compared with infinite-size continuous variable quantum schemes, the secure code rate of finite-size continuous variable quantum protocol is restricted and the transmission distance of states is short. The secure code rate under finite-size is\[43\]

\[R_F = \frac{n}{N} \left[ \delta I(x : y) - S_{\text{cPE}}(y : E) - \Delta(n) \right],\]

where \(N\) is the total amount of data exchanged between Alice and Bob, \(n\) is useful data, \(S_{\text{cPE}}\) is the condition entropy under finite-size, \(x\) and \(y\) are the data that Alice and Bob measured, respectively, \(E\) is the quantum states of Eve, \(\delta\) is the coordination efficiency of the data coordination phase and it can be written as\[44\]

\[\delta = \frac{H(y) - \text{leak}_{\text{EC}}}{I(x : y)},\]

where \(\text{leak}_{\text{EC}}\) is the amount of information exposed between Alice and Bob to
complete data coordination. Parameter $\Delta(n)$ is related to security of confidentiality enhancement and it can be expressed by

$$
\Delta(n) \equiv (2 \dim H_X + 3) \sqrt{\frac{\log_2 \left( \frac{2}{\bar{\varepsilon}} \right)}{n}} + \frac{2}{n} \log_2 \frac{1}{\varepsilon PA},
$$

where $H_X$ is the Hilbert space of the variable $X$, $\bar{\varepsilon}$ is a smoothing parameter, $\varepsilon$ is a smoothing parameter, $\varepsilon PA$ is the failure probability of the confidentiality enhancement process, $\bar{\varepsilon}$ and $\varepsilon PA$ can be specified as any number as small as possible.

Obviously, the secure code rate under finite-size can be calculated easily combining Equation (27)-(29). Therefore, the security under finite-size of the proposed continuous variable quantum identification protocol can be guaranteed.

5. Conclusion

Based on the correlation and the teleportation of two-mode squeezed vacuum states, a new continuous variable quantum identification protocol achieving the mutual identity authentication between two participants is proposed, in which decoy states and the entanglement of the two-mode squeezed vacuum state are utilized to improve the reliability and security. Concurrently, the relatively complete security analyses are built, in which security analyses based on the beam splitter and the entanglement degree, and security analyses under the joint eavesdropping and the coherent eavesdropping provide proof of the theoretical security, while the non-ideality of the light source, the non-ideality of the detector, and the finite-size analysis provide proof of the experimental security. Remarkably, these analyses show that the proposed continuous variable quantum identification protocol is secure in theory and experiment.

Acknowledgements This work is supported by the National Natural Science Foundation of China (No. 61976232, and 51978675).
References

[1] Grosshans, F., Grangier, P.: Continuous variable quantum cryptography using coherent states [J]. *Phys. Rev. Lett.*, 2002, 88, 057902.

[2] W. P. Bowen, N. Treps, B. C. Buchler, R. Schnabel, T. C. Ralph, H. A. Bacher, T. Symul, P. K. Lam: Experimental investigation of continuous-variable quantum teleportation [J]. *Phys. Rev. A*, 2003, 67, 032302.

[3] R. Vasile, S. Olivares, M. A. Paris, S. Maniscalco: Continuous-variable quantum key distribution in non-Markovian channels [J]. *Phys. Rev. A*, 2011, 67, 032302.

[4] P. Jouguet, S. Kunz-Jacques, A. Leverrier, P. Grangier, E. Diamanti: Experimental demonstration of long-distance continuous-variable quantum key distribution [J]. *Nat. photonics*, 2013, 7, 378.

[5] B. Regula, L. Lami, G. Ferrari, R. Takagi: Operational quantification of continuous-variable quantum resources [J]. *Phys. Rev. Lett.*, 2021, 126, 110403.

[6] T. C. Ralph: Continuous variable quantum cryptography [J]. *Phys. Rev. A*, 1999, 61, 010303.

[7] F. Laudenbach, C. Pacher, C. H. F. Fung, A. Poppe, M. Peev, B. Schrenk, M. Hentschel, P. Walther, H. Hübel: Continuous - variable quantum key distribution with Gaussian modulation — the theory of practical implementations [J]. *Advanced Quantum Technologies*, 2018, 1, 1800011.

[8] P. Papanastasiou, C. Weedbrook, S. Pirandola: Continuous-variable quantum key distribution in uniform fast-fading channels [J]. *Phys. Rev. A*, 2018, 97, 032311.

[9] R. Kumar, X. Tang, A. Wonfor, R. Penty, I. White: Continuous variable quantum key distribution with multi-mode signals for noisy detectors [J]. *JOSA B*, 2019, 36, B109-B115.

[10] N. J. Cerf, M. Levy, G. Van Assche: Quantum distribution of Gaussian keys using squeezed states [J]. *Phys. Rev. A*, 2001, 63, 052311.

[11] S. Pirandola, S. Mancini, S. Lloyd, S. L. Braunstein: Continuous-variable quantum cryptography using two-way quantum communication [J]. *Nat. Phys.*, 2008, 4, 726.
[12] A. Leverrier, P. Grangier: Unconditional security proof of long-distance continuous-variable quantum key distribution with discrete modulation [J]. *Phys. Rev. Lett.*, **2009**, 102, 180504.

[13] F. Furrer, T. Franz, M. Berta, A. Leverrier, V. B. Scholz, M. Tomamichel, R. F. Werner: Continuous variable quantum key distribution: finite-key analysis of composable security against coherent attacks [J]. *Phys. Rev. Lett.*, **2012**, 109, 100502.

[14] U. L. Andersen, J. S. Neergaard-Nielsen, P. Van Loock, A. Furusawa: Hybrid discrete-and continuous-variable quantum information [J]. *Nat. Phys.*, **2015**, 11, 713.

[15] D. Huang, P. Huang, D. Lin, G. Zeng: Long-distance continuous-variable quantum key distribution by controlling excess noise [J]. *Sci. Rep.*, **2016**, 6, 19201.

[16] N. R. Zhou, H. C. Song, L. H. Gong: Continuous variable quantum secret sharing via quantum teleportation [J]. *Int. J. Theor. Phys.*, **2013**, 52, 4174-4184.

[17] L. H. Gong, C. Tian, J. F. Li, X. F. Zou: Quantum network dialogue protocol based on continuous-variable GHZ states [J]. *Quantum Inf. Process.*, **2018**, 17, 331.

[18] S. Ghorai, P. Grangier, E. Diamanti, A. Leverrier: Asymptotic security of continuous-variable quantum key distribution with a discrete modulation [J]. *Phys. Rev. X*, **2019**, 9, 021059.

[19] G. H. Zeng, W. P. Zhang: Identity verification in quantum key distribution [J]. *Phys. Rev. A*, **2000**, 61, 022303.

[20] C. Gobby, Z. L. Yuan, A. J. Shields: Quantum key distribution over 122 km of standard telecom fiber [J]. *Appl. Phys. Lett.*, **2004**, 84, 3762-3764.

[21] H. K. Lo, M. Curty, K. Tamaki: Secure quantum key distribution [J]. *Nat. Photonics*, **2014**, 8, 595.

[22] M. Lucamarini, Z. L. Yuan, J. F. Dynes, A. J. Shields: Overcoming the rate–distance limit of quantum key distribution without quantum repeaters [J]. *Nat.*, **2018**, 557, 400.

[23] M. Minder, M. Pittaluga, G. L. Roberts, M. Lucamarini, J. F. Dynes, Z. L. Yuan, A. J. Shields: Experimental quantum key distribution beyond the repeaterless secret key capacity [J]. *Nat. Photonics*, **2019**, 13, 334.

[24] C. H. Hong, J. Heo, J. G. Jang, D. Kwon: Quantum identity authentication with
single photon [J]. *Quantum Inf. Process.*, 2017, 16, 236.

[25] Q. Li, Z. Li, W. H. Chan, S. Zhang, C. Liu: Blind quantum computation with identity authentication [J]. *Phys. Lett. A*, 2018, 382, 938-941.

[26] N. R. Zhou, K. N. Zhu, W. Bi, L. H. Gong: Semi-quantum identification [J]. *Quantum Inf. Process.*, 2019, 18, 197.

[27] P. Zawadzki: Quantum identity authentication without entanglement [J]. *Quantum Inf. Process.*, 2019, 18, 7.

[28] H. Ma, P. Huang, W. Bao, G. Zeng: Continuous-variable quantum identity authentication based on quantum teleportation [J]. *Quantum Inf. Process.*, 2016, 15, 2605-2620.

[29] X. J. Wen, X. Q. Zhao, L. H. Gong, N. R. Zhou: A semi-quantum authentication protocol for message and identity [J]. *Laser Phys. Lett.*, 2019, 16, 075206.

[30] L. Z. Li, D. W. Qiu: The states of W-class as shared resources for perfect teleportation and superdense coding [J]. *J. Phys. A-Math. Theor.*, 2007, 40, 10871.

[31] N. Takei, N. Lee, D. Moriyama, J. S. Neergaard-Nielsen, A. Furusawa: Time-gated Einstein-Podolsky-Rosen correlation [J]. *Phys. Rev. A*, 2006, 74, 060101.

[32] G. Q. He, J. Zhu, G. H. Zeng: Quantum secure communication using continuous variable Einstein-Podolsky-Rosen correlations [J]. *Phys. Rev. A*, 2006, 73, 012314.

[33] S. L. Braunstein, H. J. Kimble: Teleportation of Continuous Quantum Variables [J]. *Phys. Rev. Lett.*, 2005, 94, 220502.

[34] R. García-Patrón, N. J. Cerf: Unconditional optimality of Gaussian attacks against continuous-variable quantum key distribution [J]. *Phys. Rev. Lett.*, 2006, 97, 190503.

[35] M. Navascués, F. Grosshans, A. Acín: Optimality of Gaussian attacks in continuous-variable quantum cryptography [J]. *Phys. Rev. Lett.*, 2006, 97, 190502.

[36] A. Leverrier, P. Grangier: Simple proof that Gaussian attacks are optimal among collective attacks against continuous-variable quantum key distribution with a Gaussian modulation [J]. *Phys. Rev. A*, 2010, 81, 062314.

[37] R. Renner, J. I. Cirac,: de Finetti representation theorem for infinite-dimensional quantum systems and applications to quantum cryptography [J]. *Phys. Rev. Lett.*, 2009,
[38] Y. Shen, J. Yang, H. Guo: Security bound of continuous-variable quantum key distribution with noisy coherent states and channel [J]. J. Phys. B: At. Mol. Opt. Phys., 2009, 42, 235506.

[39] V. C. Usenko, R. Filip: Feasibility of continuous-variable quantum key distribution with noisy coherent states [J]. Phys. Rev. A, 2010, 81, 022318.

[40] Y. Shen, X. Peng, J. Yang, H. Guo: Continuous-variable quantum key distribution with Gaussian source noise [J]. Phys. Rev. A, 2011, 83, 052304.

[41] S. Fossier, E. Diamanti, T. Debuisschert, R. Tualle-Brouri, P. Grangier: Improvement of continuous-variable quantum key distribution systems by using optical preamplifiers [J]. J. Phys. B: At. Mol. Opt. Phys., 2009, 42, 114014.

[42] Y. C. Zhang, Z. Li, C. Weedbrook, S. Yu, W. Y. Gu, M. Z. Sun, X. Peng, H. Guo: Improvement of two-way continuous-variable quantum key distribution using optical amplifiers [J]. J. Phys. B: At. Mol. Opt. Phys., 2014, 47, 035501.

[43] A. Leverrier, F. Grosshans, P. Grangier: Finite-size analysis of a continuous-variable quantum key distribution [J]. Phys. Rev. A, 2010, 81, 062343.

[44] A. Leverrier, R. Alléaume, J. Boutros, G. Zémor, P. Grangier: Multidimensional reconciliation for a continuous-variable quantum key distribution [J]. Phys. Rev. A, 2008, 77, 042325.