Study of the influence of the unauthorized blocks number on the speed and RAM expenses during the data analysis process
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**Abstract**—In order to the proper operation of the hardware and software systems and for increase of the reliability of legal data, it is necessary for the hardware device to receive data only from the corresponding software. Otherwise, the data received from extraneous device can lead to errors in the operation of the device or even to a complete loss of its functionality or data. In order to identify the challenges of the transfer of blocks, this study focuses on the influence of the number of unauthorized blocks, on the speed and RAM expenses during the data analysis process. The described method allows to reduce the costs of hardware, which exchanges and analyzes blocks of information. This is done with the help of a buffer to store information and with a set of mathematical equations. And measure the extent of the effect of intensity of receiving unauthorized blocks and hash field length.
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1. **INTRODUCTION**

During the rapid development of the Internet, the integrity of received information and its reliability play an invaluable role. The traditional method of transmitting information between the source and receiver devices is the use of protocols, where the most modern block-by-frame transmission protocols provide procedures for organizing received frames [1] [2], which divide the data stream into several packets [3]. The typical structure of the information package as shown in Fig.1 [4].

![Figure 1. — The typical structure of the information package (frame).](image-url)
Any data packet passed between the source and receiver contains additional fields or metadata in addition to the service information fields as shown in Figure 1. Based on this data, the receiver determines the sender, the structure of the message formed from a set of information packets and the other transmission parameters [5] [6] [7]. At the same time, if the physical conditions of transmission impose serious restrictions on the size of the data frame transmitted per session, the size of such fields creates a fairly significant information redundancy [8] [9].

If we assume that the transmitted information is divided into a set of information blocks, we can use a method based on the belonging of such separate parts to a single logically related structure, but it is not guaranteed that the information will be received by the receiver in the same order. There can be several reasons for this. First of all, these are the features of the routing of information packets, if transmission occurs through a switched channel [10]. In the case, if the communication channel cannot be switched, for example, in radio communication, transmission errors may occur [11]. It requires the re-transmission of a specific information block in the sequence. A kind of non-switched channel, which sometimes requires re-transmission of information blocks, which is called map-oriented communication protocols [12], such as Peripheral Component Interconnect Express PCI-Express [13], which is focused on high-speed data transmission without loss. In this regard, the most modern block-by-block (frame-by-frame) transmission protocols provide procedures to streamline the received frames.

In addition, we consider a typical system for transmitting information blocks IB (packets) with multiple sources and a single receiver [14]. The solution of these issues can be the use of special algorithms that can control the order and authenticity of information blocks "on top" of the Protocol that provides the transmission. This paper focuses on the analysis of the characteristics of an algorithm that provides secrecy and authenticity of the small data block size (a few tens of bits) and to increase the speed of analysis of service data. The limited size of the processed information and output words makes it impossible to use well-known and well proven irreversible (cryptography hashing) and reversible (encryption) algorithms. Consequently, we require original algorithms that would give satisfactory results on the entropy of output words on small sizes of the initial data [15], and reduce the time and material cost of developing methods analysis of service data.

2. METHOD OF DATA CONTROL

To reduce the probability of errors in the transmission of small data blocks, we advise to use algorithms based on the formation of chains of related information blocks, in which the integrity and authenticity of a single block are determined by its belonging to such a single chain [16]. A similar approach is used in the well-known block chain technology [17]. Obviously, it is more difficult to forge the entire chain, even consisting of a dozen packets, than to falsify one or two transmitted packets. Therefore, for an attacker, the easiest way to influence the described systems is to form random blocks and send them to the receiver [18]. The receiver, when forming a chain of blocks, may include one or more similar unauthorized block in it by mistake [18]. As a result, a chain of information packets from a legal source will be transmitted with an error and will not be processed, which is an implementation of a well-known type of denial-of-service (DoS) attacks [20]. Therefore, it is important to protect the data transferred between sender and receiver [21]. The algorithm of forming data blocks and their subsequent integration into chains is described in detail in the works [22] [23].

The data exchange Protocol described in detail in [24] is based on the adding in the format of the transmitted data block $S_i$ special fields containing:

- information $S_{index}$ about the serial block number $i$ in the chain $s_{index} = F_{crypt} (s^{sec}_i)$, where $F_{crypt}$ – cryptography transformation, $S^{sec}$ – a secret key, known only to the receiver and the sender of the messages.
- hash sequence formed from the information contained in the previous block of the chain $S^{hash}_i = F_{hash} (s^{inf}_{i-1})$, where $F_{hash}$ is a function of cryptography hashing of several words and formation of a simulated device from an arbitrary amount of data of a given size, $s^{inf}_{i-1}$ – information part of the previous block of the chain. The transmitted block itself can be written as: $S = \{S_{inf}|S_{index}|S^{hash}\}$.

3. RESOURCE COMPLEXITY IN THE BUFFER

The formation of structured sequences of information blocks requires the analysis of a set of blocks arriving to the device. If the information is divided into a certain set of information blocks $\{s_1, \ldots, s_n\}$, to control the source we use a method based on the belonging of such individual parts to a single logically related structure, as shown in Fig.2.

where: $U$ is a set of information blocks received by the receiver, with $\tilde{U}$ as a subset of IB formed by the target source device. The mathematical description of the condition according to which block $\tilde{U}$ is issued by a specific source can be written as:

$$\exists \hat{u} \in U, |\hat{u}| = n, \ B(\hat{u}, S^{sec}) = 1,$$

$$\forall u \in U, \forall \hat{u} \neq u, |u| = |\hat{u}|, \ B(u, S^{sec}) = 0.$$
where:

\(- B -\) function for matching a subset of \( U \) to a value \( S^\text{key} \), if it is true this means there is an ordered set with power \( n \). In this case, the position of each \( R_i \) element of this \( S_i \) sets in the set itself is uniquely defined by the parameter \( S^\text{key} \) and the element content.

\(- n \) is the power of a subset \( U \), whose numerical value is uniquely determined by the information that the receiver has owned about the source.

\[ i = 1, \ldots, n \]

Figure 2. – Information blocks transmitted between the source and receiver.

When implementing the information source control system based on the IB index and hash function, the block allocation functions of the start and stop block are applied to blocks. Then the operation is applied to the remaining IB's selection information part, the operation of selecting the index \( f^\text{ind} \) and the operation of selecting the hash function \( f^\text{sh} \):

\[
\forall S \subseteq U \ s^\text{hash} = f^\text{sh} \left( S, S^\text{key} \right) S^\text{ind} = f^\text{ind} \left( S, S^\text{key} \right) \ 
\]

The recurrence rule for the formation of a subset that can be written in the form:

\[
R_0 = F^\text{sh} \left( s^\text{start} \right) = 0, \\
R_i = s^\text{ind} \implies s^\text{hash} = F^\text{hash} \left( R_{i-1} \right) \wedge R_i = s^\text{ind}, \\
R_{n+1} = n+1 \implies s^\text{stop} = F^\text{hash} \left( s^\text{stop} \right), 
\]

The membership function of a subset of the formation source will be written as:

\[
B \left( \tilde{u}, S^\text{key} \right) = 1 \iff \tilde{u} \left[ i \right] = s^\text{stop} \wedge j = n \wedge \tilde{u} \left[ j \right] = s^\text{stop} \wedge
\]

\[
\wedge f^\text{ind} \left( \tilde{u} \left[ i \right], S^\text{key} \right) = i, i = 1, \ldots, n \wedge \\
\wedge f^\text{sh} \left( \tilde{u} \left[ i \right], S^\text{key} \right) = F^\text{hash} \left( R^\text{sh} \left( \tilde{u} \left[ i \right], S^\text{key} \right) \right), i = 1, \ldots, n, u \subseteq U
\]

The implementation of the above method for forming a structured set of information blocks requires multiple hash comparison operations. The matches of the subset \( \tilde{u} \) blocks hashes with other hashes, leads to the forming tree structure of the blocks as shown.
in the Figure 3. This requires additional RAM costs for organizing the storage of the such structure. The purpose of this research is to obtain dependencies between the time and resource complexity of the implementation of the membership function $B$ over a random set of information blocks $U$ depending on the parameters of the algorithm for generating hash and index fields. The main parameters of the simulation:

- $M_{chain}$: The length of the legal chain block (The number of the authorized blocks).
- $I_{hash}$: The size of the hash function in bytes.
- $M_{false}$: The number of the unauthorized blocks.
- $W_{buff}$: The width of the buffer.

Figure 3. – A block tree that occurs as a result of matching the input block’s hashes with a block’s hashes in a source associated set.

4. THE RESULT OF THE STUDY

The result of a simulation study of a phased process of chain recovery is measurement the costs of RAM. It is obtained by conducting a series of repetitions in order to identify the percentage of detected errors. The experiment was carried out at 10,000 iterations. As a result of the study, we determine the dependencies of the size of the $I_{hash}$ and the number of $M_{false}$ and the $W_{buff}$.

The experiment was conducted with the $M_{chain}$ size 14, and information part size of a range of numbers from 0 to 1024. The experiment was conducted on 10,000 iterations with the following values: a $I_{hash}$ size is 5, 6 and 7 bits; the $W_{buff}$ is 14, 16 and 18; the number of $M_{false}$ is between (10-150) with an increment of 10 in each time. A graphical representation of the experiments per 10,000 iterations is shown in Fig. (4).
The result of the experiment is shown in Fig. (4). We see there is the relationship between the total number of chains and time. The volume of the total number of chains and time will increase with the increase of the number of $M_{false}$. On next stage we perform the same experiment, but we change the $W_{buff}$ to 16, 18 as shown in Fig. (5).

We note in this experiment as shown in Fig. (5), the volume of the total number of chains will be increased with the increasing of the number of $M_{false}$ and will be increased with the increasing of $W_{buff}$. If we perform the same experiment, but change the size of $I_{hash}$ to 6, we get the result shown in Fig. (6), and the result with $I_{hash}$ 7 as shown in Fig. (7).
Fig. 7. – The Study of the measure the cost of RAM ($M_{chain}=14$, $I_{hash}=7$, $W_{buf} (A=14; B=16; C=18)$).

As a result of the experiment as shown in Fig. (5-7), the total number of chains will increase with the increase of $M_{false}$ number. On the other hand, the total number of chains will be decreased with the growth of the $I_{hash}$.

Our simulation has shown that the cost of implementing a hash-based and index-based identification of an information block has a linear dependence on the parameter $M_{false}$ – numbers of elements of unauthorized information blocks set $U / \bar{u}$. This allows it to be used in the systems which use a high data exchange rates to form structured sequences of information blocks. The RAM memory costs are also a value that allows to use the method for the random length of $M_{chain}$ for a set of $\bar{u}$ blocks formed by a legal source.

5. CONCLUSION

As a result of the study of the change of the total number of buffered chains, no natural dependence was revealed. The empirical dependencies between buffer width and RAM costs are obtained. We can see, if the chain’s length does not change, even if the size of the hash changes, the total number of chains increases with the increasing of the unauthorized blocks number, and decreases with the increase of the hash size. Also, the study showed that the hardware cost for implementation the based on hash and index information block membership function has a linear dependence on the number of unauthorized blocks. This allows us to suggestion to be used in the systems which use a high data exchange rates to form structured sequences of information blocks.
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