Finite-key Analysis for Quantum Conference Key Agreement with Asymmetric Channels
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As an essential ingredient of quantum networks, quantum conference key agreement (QCKA) provides unconditional secret keys among multiple parties, which enables only legitimate users to decrypt the encrypted message. Recently, some QCKA protocols employing twin-field was proposed to promote transmission distance. These protocols, however, suffer from relatively low conference key rate and short transmission distance over asymmetric channels, which demands a prompt solution in practice. Here, we consider a tripartite QCKA protocol utilizing the idea of sending-or-not-sending twin-field scheme and propose a high-efficiency QCKA over asymmetric channels by removing the symmetry parameters condition. Besides, we provide a composable finite-key analysis with rigorous security proof against general attacks by exploiting the entropic uncertainty relation for multiparty system. Our protocol greatly improves the feasibility to establish conference keys over asymmetric channels.

I. INTRODUCTION

Remote distribution of secret key is an essential task of quantum cryptographic network. Quantum key distribution (QKD) [1–5] which allows two remote users to share unconditionally secure key has achieved relatively mature development [6–20]. To extend QKD to multiparty scenarios, one intuitive way is to refer to classical conference key agreement [21, 22]. Therefore, quantum conference key agreement (QCKA) [23–26] has been proposed and become a significant pillar of quantum cryptography. QCKA can offer information-theoretic secure conference key which promises group encryption and decryption for all legitimate users. Specifically, the conference key can be naturally established with distribution of Greenberger-Horne-Zeilinger (GHZ) entangled states [23, 27, 28] and local projection measurement, which has been proved to precede simple bipartite QKD links [29]. Basic laws of quantum mechanics combined with one-time pad encryption [30] guarantee the security of multiparty quantum communication [24, 31]. Currently, QCKA has been generalized to other variants both in theory [32–40] and experiment [41].

Although some progresses have been made, the conference key rates of most QCKA protocols are lower than the capacity of quantum channels [42, 43]. To achieve higher conference key rate and longer transmission distance, some protocols inspired by the idea of twin-field QKD were proposed [44–46]. However, all of these protocols neglect the case of asymmetric channels, which makes them impractical. Our paper focuses on the tripartite QCKA protocol [46] employing the sending-or-not-sending scheme [13]. The precondition for security requires two senders having the same source parameters (e.g. the intensity and the probability of sending varied coherent pulses). Asymmetric channels with symmetric source parameters will introduce additional intrinsic errors, which inevitably reduce the conference key rate and the transmission distance. In practical, such as intercity communication, the transmission losses of two channels are usually asymmetric.

Inspired by the variants of twin-field QKD over asymmetric channels [19, 47–51], we design a high-efficiency QCKA protocol for asymmetric channels. With the similar devices as twin-field QKD [52, 53], our protocol has a longer transmission distance, a higher key rate and is more practical than other QCKA protocols [40]. We provide a security proof for this protocol by utilizing the entanglement distillation [31] of virtual GHZ-class state. In addition, with the extension of twin-field QKD to QCKA, we perform a finite-key analysis [35, 54–56] with multiparty composability to make our work more practical.

II. PROTOCOL DESCRIPTION

As shown in figure 1, our asymmetric QCKA protocol includes three legitimate users: Alice, Bob and Charlie with the same devices as the original scheme [46]. We utilize the decoy-state method with three intensities for both senders. We present the detailed protocol as follows.

Preparation.—For each time window, Alice and Bob independently and randomly choose one basis from (Z, X). If Alice (Bob) selects Z basis, she (he) encodes the logic bit value 1 (0) with phase-randomized weak coherent pulses $|e^{iω_k} \sqrt{μ_k}| (|e^{iω_k} \sqrt{ν_k})$, whose probability is $t_a$ ($t_b$). She (He) encodes the logic bit value 0 (1) with sending nothing, whose probability is $1 - t_a$ ($1 - t_b$). If Alice (Bob) selects X basis, she (he) generates phase-randomized weak coherent pulses $|e^{iθ_k} \sqrt{κ_a}| (|e^{iθ_k} \sqrt{κ_b})$, with random global phase $θ_k, θ_k ∈ [0, 2π]$ and intensity $κ_a ∈ \{μ_a, ν_a, 0\}, κ_b ∈ \{μ_b, ν_b, 0\}$. They send the pulses
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There are two senders, Alice and Bob, including some primary devices as follows. Continuous-wave laser: generation of the global phase stabilized coherent light; intensity modulator (IM): pulse preparation; phase modulator (PM): phase randomization; attenuator (Att): weak-light modulation. They send the pulses to Charlie over their own channels. Charlie, as a receiver, possesses the following devices. Beam splitters BS1 and BS2: passive-basis choice; beam splitter BS3: interference between two pulses; detector D1 and D2: the Z basis measurement; detector D3 and D4: the X basis measurement.

Reconciliation.— Alice, Bob, and Charlie announce the basis information for each successful measurement event, which means that only one detector clicks in each round of measurement. Alice and Bob publicly announce the intensity information unless Alice, Bob, and Charlie all select Z basis. In the case where Alice and Bob choose intensities $ν_a$, $ν_b$ respectively and only D3 or D4 clicks, Alice and Bob disclose the global phase. Then they perform post-selected phase-matching, which screens out the effective events satisfying $-δ + rπ ≤ ϕ_a - ϕ_b - ϕ_{ab} ≤ δ + rπ$ (mod 2π), where $δ$ is a selected value for a small phase range and $r \in \{0, 1\}$. Here $ϕ_{ab}$ is the phase difference between the reference frames of Alice and Bob, which can be obtained by phase post-compensation methods. All classical information is transmitted via the authenticated classical channels.

Parameter estimation.— Alice, Bob, and Charlie form raw keys from the data when they all selected Z basis. Utilizing the decoy-state method [6, 7], the other cases are exploited to estimate parameters and the information leakage.

Postprocessing.— They implement classical error correction, error verification and privacy amplification to distill the final conference key.

III. SECURITY ANALYSIS

In our protocol, Alice randomly chooses a basis for each round. For Z basis, she prepares $|0⟩$ and $|e^{iω_a}⟩$ by using the vacuum and phase-randomized coherent state with probabilities $1 - t_a$ and $t_a$, where $ω_a ∈ [0, 2π)$ is the randomized phase. For X basis, she randomly generates phase-randomized coherent state $|e^{iω_a}⟩$. Likewise, Bob does the same operations as Alice.

Alice and Bob only reserve joint single-photon states in Z basis, i.e. $|10⟩_{ab}$ and $|01⟩_{ab}$, to extract the conference key. The density matrix is

$$\rho^1_z = [t_a (1 - t_b) ν_a e^{-ιω_a} |10⟩_{ab} ⟨10| + t_b (1 - t_a) ν_b e^{-ιω_b} |01⟩_{ab} ⟨01|] / C,$$

where $C = t_a (1 - t_b) ν_a e^{-ιω_a} + t_b (1 - t_a) ν_b e^{-ιω_b}$ is the normalization factor. They implement post-selected phase-matching and only consider the case of joint one-photon states in X basis. The density matrix is

$$\rho^1_x = \frac{1}{ν_a + ν_b} (ν_a |10⟩_{ab} ⟨10| + ν_b |01⟩_{ab} ⟨01|),$$

which needs to meet $ρ^1_x = ρ^1_z = ρ^1$, so we get equation (1). Note that we introduce the phase-matching here to obtain low phase error rate. The decoy state method can guarantee the feasibility of retaining joint single-photon states. Our security analysis only considers perfect sources which can prepare pulses with precise intensity for meeting the constraint of equation (1). However, due to the source imperfection in practice, the intensity fluctuations [57] will affect Alice’s and Bob’s state preparation, which is still an issue for consideration. The security analysis for more practical cases should be further considered.

Here, we consider a entanglement-swapping virtual protocol [16], which has a same density matrix as the one mentioned above. We provide an security proof for our protocol by exploiting the entanglement distillation argument of GHZ-class entangled state [31].

Virtual protocol.

(i) Alice prepares entangled state

$$|Φ⟩_{AA} = \sqrt{1 - t_a} |0⟩_A |0⟩_a + \sqrt{t_a} ν_a e^{-ιω_a} |1⟩_A |1⟩_a,$$

where $A$ is the virtual qubit system and $a$ is the optical mode. $|0⟩$ and $|1⟩$ are the eigenstates of Z basis while $|+⟩$
and $|\pm\rangle$ are the eigenstates of $X$ basis for both virtual qubit system and optical mode, where $|\pm\rangle = \frac{1}{\sqrt{2}}(|0\rangle \pm |1\rangle)$. Bob has the same entangled state. Alice and Bob send the optical modes $a$ and $b$ to Charlie respectively.

Here, we introduce an additional virtual step: Alice and Bob jointly perform quantum non-demolition measurement on the state of optical modes $a$ and $b$ to implement photon-number-resolving before they send the state to Charlie. Alice and Bob only reserve the cases of joint single-photon states of modes $a$ and $b$. The joint quantum state between Alice and Bob after this step is

$$|\psi\rangle_{AB} = \sqrt{\nu_a}|1010\rangle_{AB} + \sqrt{\nu_b}|0101\rangle_{AB},$$

(5)

where $\nu_a$ and $\nu_b$ meet the constraint of equation (1). Note that Charlie can use optical modes $\{|0\rangle_{ab}, |1\rangle_{ab}\}$ to represent the virtual qubit system $(|0\rangle_C, |1\rangle_C)$. Therefore, we can rewrite the joint quantum state

$$|\phi\rangle_{ABC} = \frac{1}{\sqrt{\nu_a + \nu_b}}(\sqrt{\nu_a}|0\rangle_A|0\rangle_B|1\rangle_C + \sqrt{\nu_b}|0\rangle_A|1\rangle_B|0\rangle_C),$$

(6)

which is the GHZ-class entangled states.

(ii) For each round, Alice (Bob) independently and randomly chooses a basis from $\{|0\rangle, |1\rangle\}$ corresponding to the states $\{|0\rangle_{A(B)}, |1\rangle_{A(B)}\}$ and $\{|+, -\rangle_{A(B)}, |+, -\rangle_{A(B)}\}$. They then perform local projective measurements on their kept virtual qubits. Charlie measures the qubit system $C$ in the $Z$ or $X$ basis to obtain his logic bit. (iii) Alice, Bob, and Charlie announce the basis information for each round of measurement. (iv) Alice, Bob, and Charlie extract raw keys from the data of $Z$ basis while the data of $X$ basis for estimation of information leakage. (v) They distill final key by exploiting the classical postprocessing.

For the above virtual protocol, the joint single-photon state of modes $a$ and $b$ has the same density matrix as $\rho^{2}$ when Alice and Bob both measure the kept qubit systems in the $Z$ or $X$ basis. Therefore, for the single-photon state, one cannot distinguish the practical protocol as shown in figure 1 and the virtual protocol. We let the probability of Alice and Bob choosing $Z$ basis $p_{a_Z}, p_{b_Z} \approx 1$ in the asymptotic limit. The secret key rate of our protocol is

$$R = \left[ t_a(1-t_b)e^{-\mu_a} + t_b(1-t_a)e^{-\mu_b} \right] Y^{Z}_{0} + \left[ t_a(1-t_b)e^{-\mu_a} + t_b(1-t_a)e^{-\mu_b} \right] \times Y^{Z}_{1} \left[ 1 - h(e^{1b}) \right] - \xi_{EC},$$

(7)

where $Y^{Z}_{0}$ and $Y^{Z}_{1}$ are the yields when Alice and Bob both send the vacuum state and joint single-photon states given that all users choose $Z$ basis respectively. $e^{1b}$ is the phase error rate with all users choosing $Z$ basis, which can be estimated by the bit error rate of $X$ basis. $\xi_{EC} = Q^{2}fh(E^{z})$ is the information leakage in classical error correction, where $Q^{2}$ is the gain of them all selecting $Z$ basis, $f$ is the efficiency of error correction, and $E^{z}$ is the bit error rate of $Z$ basis. $h(x) = -x \log(x) - (1-x) \log(1-x)$ is the binary Shannon entropy function.

The yields $Y^{d}_{00}$ and $Y^{d}_{11}$ can be estimated by

$$Y^{d}_{i1} \geq \frac{\nu_{a} + \nu_{b}}{\nu_{a} + \nu_{b}} Y^{d}_{10} + \frac{\nu_{a}}{\nu_{a} + \nu_{b}} Y^{d}_{01},$$

(8)

where $Y^{d}_{10}$ is the yield that Alice sends single-photon state while Bob sends the vacuum state, and $Y^{d}_{01}$ is the yield that Alice sends the vacuum state while Bob sends the single-photon state. $d$ denotes all users choose D basis, with $D \in \{Z, X\}$. The yields $Y^{d}_{10}$ and $Y^{d}_{01}$ can be bounded by exploiting the decay-state method [6, 7],

$$Y^{d}_{10} \geq \frac{\mu_{a}}{\mu_{a} \nu_{a} - \nu_{a}^{2}} \left[ e^{\epsilon^{0}} Q^{d}_{a0} - \frac{\nu_{b}^{2}}{\nu_{b}^{2}} e^{\epsilon^{0}} Q^{d}_{b0} - \frac{\nu_{a}^{2} - \nu_{b}^{2}}{\nu_{a}^{2} - \nu_{b}^{2}} Q^{d}_{00} \right],$$

(9)

$$Y^{d}_{01} \geq \frac{\mu_{b}}{\mu_{b} \nu_{b} - \nu_{b}^{2}} \left[ e^{\epsilon^{0}} Q^{d}_{b0} - \frac{\nu_{a}^{2}}{\nu_{a}^{2}} e^{\epsilon^{0}} Q^{d}_{a0} - \frac{\nu_{a}^{2} - \nu_{b}^{2}}{\nu_{a}^{2} - \nu_{b}^{2}} Q^{d}_{00} \right],$$

(10)

where $Q^{d}_{a,b_k}$ is the gain of Charlie’s $D$ basis given that Alice and Bob send pulses with intensities $k_a$ and $k_b$ respectively. The phase error rate can be bounded by

$$e^{1b} = \frac{1}{\nu_{a} + \nu_{b}} \left[ \frac{e^{\epsilon^{0}} + \nu_{b}}{e^{\epsilon^{0}} + \nu_{a} + \nu_{b}} - \frac{1}{2} \right],$$

(11)

where $\nu_{a}$ and $\nu_{b}$ are the bit error rate and gain of Charlie selecting $X$ basis when Alice chooses intensity $\nu_{a}$ while Bob chooses intensity $\nu_{b}$ and they successfully perform the postselected phase-matching.

IV. FINITE-KEY ANALYSIS

Here, we give the key rate formula of our asymmetric QCKA protocol considering the effect of the finite key size [54–56]. The protocol is $\xi_{sec}$-secret if the secret key of length $l$ satisfies [31, 35, 58]

$$l = s_{1}^{p} + s_{1}^{p}[1 - h(e^{1b})] - \lambda_{EC} - \log_{2} \frac{4}{\xi_{sec}} - 6 \log_{2} \frac{26}{\xi_{sec}},$$

(12)

where $s_{1}^{p}$ and $s_{1}^{p}$ are the numbers of successful events that Alice and Bob both send the vacuum state and joint single-photon states when all users choose $Z$ basis respectively. Note that we define $x$ as the observed value, $x^{*}$ as the expected value, $x_{L}$ and $x_{U}$ as the lower and upper bound of $x$. Here, the protocol is $\xi_{sec}$-correct [35], where $\xi_{sec}$ is the probability that the error correction fails. $\lambda_{EC} = n^{2}f_{h}(E^{z})$ is the error correction leakage, with the number of event $n^{2}$ that all users choose $Z$ basis.

We can use the announced event to estimate our unknown parameters in equation (12). When Alice and Bob send pulses with intensities $k_a$ and $k_b$, we
let \( N_{k,b} \) be the number of the announced event, e.g. 
\[ N_{00} = \left( (1-p_{z_a})(1-p_{z_b})p_{a_0}p_{b_0} + (1-p_{z_a})p_{z_b}p_{a_0}(1-t_b) \right. \]
\[ + \left. p_{z_a}(1-p_{z_b})(1-t_a)p_{b_0} \right) N \]
where \( p_{a_0} \) and \( p_{b_0} \) are the probabilities of choosing the vacuum state given that Alice and Bob select X basis. 
\( n_{D,k,b} \) is the observed number of effective event measured by basis \( D \in \{ X, Z \} \). By exploiting the decoy-state method for finite sample sizes, we can derive the lower bound on the expected numbers of vacuum events
\[ s_{0}^{z_a} \geq s_{0}^{z} = p_{z_a}p_{z_b} \left[ t_a(1-t_b)e^{-\mu_a} + t_b(1-t_a)e^{-\mu_b} \right] \]
\[ \times N \frac{n_{D,k,b}}{N_{00}} \] 
and joint single-photon events
\[ s_{1}^{z_a} \geq s_{1}^{z} = s_{10}^{z} + s_{01}^{z} \]
where \( N \) is the total number of the all events. Here, the lower bound on expected numbers of two kinds of joint single-photon events, \( s_{10}^{z} \) and \( s_{01}^{z} \), can be given by
\[ s_{10}^{z} \geq s_{10}^{z} = \frac{t_a(1-t_b)\mu_b e^{-\mu_a} p_{z_a} p_{z_b} N}{\mu_a \nu_a - \nu_a^2} \]
\[ \times \left\{ e^{\nu_b} \frac{p_{z_a}^0}{N_{0a,0}} - \frac{\nu_b^2}{\mu_b} \frac{p_{z_a}^0}{N_{0a,0}} - \frac{\mu^2 - \nu_b^2}{\mu_a} \frac{p_{z_b}^0}{N_{0b,0}} \right\} \] 
(13)
where
\[ s_{01}^{z} \geq s_{01}^{z} = \frac{t_b(1-t_a)\mu_a e^{-\mu_b} p_{z_a} p_{z_b} N}{\mu_b \nu_b - \nu_b^2} \]
\[ \times \left\{ e^{\nu_a} \frac{p_{z_b}^0}{N_{0b,0}} - \frac{\nu_a^2}{\mu_a} \frac{p_{z_b}^0}{N_{0b,0}} - \frac{\mu^2 - \nu_a^2}{\mu_b} \frac{p_{z_a}^0}{N_{0a,0}} \right\} \] 
(15)
The successful probability of post-selected phase-matching is \( p_{pm} = \frac{s_{1}}{s_{0}} \). We can also work out the lower bound on the expected number of joint single-photon events after successful post-selected phase-matching \( s_{10}^{pm} \),
\[ s_{10}^{pm} \geq s_{10}^{pm} = s_{10}^{z} + s_{10}^{pm} \] 
(17) Similarly, the lower bound on expected numbers of two kinds of joint single-photon events, \( s_{01}^{pm} \) and \( s_{10}^{pm} \), can be given by
\[ s_{10}^{pm} \geq s_{10}^{pm} = \frac{(1-p_{z_a})(1-p_{z_b})p_{z_a}p_{z_b}p_{n_{a}}p_{n_{b}} e^{-(\nu_a+\nu_b)} N}{\mu_a \nu_a - \nu_a^2} \]
\[ \times \left\{ e^{\nu_b} \frac{p_{z_a}^0}{N_{0a,0}} - \frac{\nu_b^2}{\mu_b} \frac{p_{z_a}^0}{N_{0a,0}} - \frac{\mu^2 - \nu_b^2}{\mu_a} \frac{p_{z_b}^0}{N_{0b,0}} \right\} \] 
(18) 
\[ s_{01}^{pm} \geq s_{01}^{pm} = \frac{(1-p_{z_a})(1-p_{z_b})p_{z_a}p_{z_b}p_{n_{a}}p_{n_{b}} e^{-(\nu_a+\nu_b)} N}{\mu_b \nu_b - \nu_b^2} \]
\[ \times \left\{ e^{\nu_a} \frac{p_{z_b}^0}{N_{0b,0}} - \frac{\nu_a^2}{\mu_a} \frac{p_{z_b}^0}{N_{0b,0}} - \frac{\mu^2 - \nu_a^2}{\mu_b} \frac{p_{z_a}^0}{N_{0a,0}} \right\} \] 
(19)

Where we denote the probability of Alice and Bob choosing intensities \( \nu_a \) and \( \nu_b \) given that they all select X basis as \( p_{a_0} \) and \( p_{b_0} \). The upper and lower bound of all the above expected values can be obtained by using the variant of Chernoff bound with the announced observed values \([59]\) for each parameter with failure probability \( \varepsilon_{sec}/26 \). Once acquiring the lower bound of expected values \( s_{0}^{z} \), \( s_{1}^{z} \), and \( s_{10}^{pm} \), one can exploit the Chernoff bound \([59]\) to calculate the lower bound of corresponding observed values \( s_{0}^{z} \), \( s_{1}^{z} \) and \( s_{10}^{pm} \) for each parameter with failure probability \( \varepsilon_{sec}/26 \).

By utilizing the decoy-state method, we can also estimate the upper bound of the amount of bit error \( t_{1}^{pm} \) associated with the joint single-photon events after successful post-selected phase-matching \([60]\),
\[ t_{1}^{pm} \leq t_{1}^{pm} = m_{n_{a}}v_{b} - l_{0}^{pm} , \] 
(20) with
\[ l_{0}^{pm} = (1-p_{z_a})(1-p_{z_b})p_{n_{a}}p_{n_{b}} e^{-(\nu_a+\nu_b)} N \frac{p_{z_a}^0}{2N_{00}} \] 
(21) where \( m_{n_{a}}v_{b} \) is the observed number of bit error after the post-selected phase-matching. The upper bound on the observed number of bit error in the vacuum state \( l_{0}^{pm} \) can also be obtained by exploiting the Chernoff bound. The hypothetically observed phase error rate associated with the joint single-photon events in Z basis can be obtained by using the random sampling without replacement \([59]\),
\[ e_{1}^{zh} = t_{1}^{pm} + \gamma \left( s_{1}^{z}, s_{1}^{pm}, t_{1}^{pm}, \varepsilon_{sec}/26 \right) \] 
(22) where \( \gamma \) is the parameter of the random sampling without replacement with failure probability \( \varepsilon_{sec}/26 \). The variant of Chernoff bound is used twelve times, the Chernoff bound is used four times and the random sampling without replacement is used one time. Setting each error term to a common value, we get the factor is 26, including 9 error terms due to the smooth min-entropy estimation \([55]\).

V. SIMULATION DETAILS

Here, we present the simulation results of different QCKA protocols over asymmetric channels in figure 2 and 3. The experimental parameters used in the simulation are listed in table 1. In the asymptotic case, the superiority of our asymmetric protocol is demonstrated in figure 2. In figure 3, the finite-key effect has been considered.
In the original protocol, the intensities of the pulses interfering at BS3 will differ a lot under different transmission distances, which will result in a relatively high bit error rate in X basis. Therefore, the phase error rate of joint single-photon in Z basis, \( e_{1}^{zh} \), will increase a lot.
In figure 3, we show the conference key rates of two protocols with the length difference between the two channels $L_b - L_a$ fixed at a constant length. Here, we assume that the efficiency and dark count rate of Charlie’s detectors are the same and define the channel transmittance $\eta$ as $\eta_d \times 10^{-\alpha L/10}$. We numerically optimize the conference key rate over the free parameters $p_{E_\nu}$, $p_{E_z}$, $\nu_b$, $\nu_a$, $\mu_b$, $t_b$, $p_{0_b}$, $p_{0_a}$, $P_{\nu_b}$, $P_{\nu_a}$, $q_z$ and $\delta$, where $q_z$ is the beam splitting ratio of BS1 and BS2 for one photon to Z basis. And $t_b$ will be restricted by equation (1). Numerically optimized secret key rates are obtained for a predetermined number of signals $N = 10^{14}$ with $\varepsilon_{sec} = \varepsilon_{cor} = 10^{-10}$. It is easy to find that in the asymmetric channels, our asymmetric protocol outperforms the original one. Moreover, comparing figure V with figure V, we can notice that the advantage of our asymmetric protocol enhances performance significantly as the difference in distance between two channels increases.

In summary, we propose a QCKA protocol with different source parameters to increase the conference key rate in asymmetric channels. We provide a mathematical constraint in equation (1) for the intensity and probability of sending on both sides of Alice and Bob to ensure security in the asymmetric case. Furthermore, we perform finite key analysis for practical scenarios. Note that our protocol is not a measurement-device-independent scheme because Charlie will randomly select the measurement basis. And generalizing our protocol to more than three parties is also a worthwhile work. We hope that this issue will be addressed felicitously in the future.

Simulation results of two protocols show that our asymmetric protocol has a significantly higher key rate than the original protocol under the condition of asymmetric channels. When the difference in distance between two channels is 100 km, the key rate of the asymmetric protocol is at least one order of magnitude higher than that of the original protocol. The transmission distance is approximately 200 km longer. Meanwhile, our protocol can be directly implemented with current available twin-field QKD devices. This work paves the way for large scale deployment of quantum cryptographic network.

### VI. CONCLUSION

| $\eta_d$ | $p_d$ | $e_d$ | $\alpha$ | $f$ |
|--------|-------|-------|----------|-----|
| 56%    | 10^{-8} | 3.5%  | 0.167dB/km | 1.1 |

FIG. 2. Comparison of the secure conference key rate between our protocol and the original protocol in infinite-key asymptotic limit. $L = L_a + L_b$ is the total transmission distance. Here, the difference in length between two channels is fixed at 50 km, i.e. $L_b - L_a = 50$ km. The typical experimental parameters are listed in table I.

FIG. 3. Comparison of the secure conference key rate between our protocol and the original protocol considered finite-key analysis. The abscissa axis $L = L_a + L_b$ means transmission distance between three parties. (a) Here, the difference in length between two channels is fixed at 50 km. The typical experimental parameters are listed in table I. Numerically optimized secret keys with logarithmic scale are obtained for a predetermined signals $N = 10^{14}$ with $\varepsilon_{sec} = \varepsilon_{cor} = 10^{-10}$. (b) Here, the difference in length between two channels is fixed at 100 km with the same experimental parameters as (a).
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