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Abstract: Whereas the pivotal role of trust in the adoption of e-government was highlighted in prior research, attention was rarely paid thus far to investigate the role of post-use trust and its impact on citizens’ continuous-use intention of e-government. This study develops a comprehensive model, which consists of antecedents of post-use trust, perceived usefulness, satisfaction, and citizens’ continuous-use intention of e-government, to explain how interactional, government, and environmental factors influence citizens’ post-use trust as well as how post-use trust influences citizens’ continuous-use intention. Using data collected from a survey of 1867 citizen users living in one direct-controlled municipality and four high-population cities in China, this study tests the proposed concept model using structural equation modeling. The results show that trust in government, trust in the internet, service quality, and information quality have positive effects on citizens’ post-use trust. Factors that do not determine a user’s post-use trust are the perception of privacy and security, as well as system quality. Another finding is that citizens’ post-use trust does not directly influence their continuous intention to use e-government. Post-use trust will impact continuous-use intention through whether or not citizens find using e-government useful and satisfying.
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1. Introduction

Citizens’ trust plays a significant role in the successful adoption of e-government [1–8]. The existing studies already added trust into classic technology acceptance models (such as the technology acceptance model, IS success model, and information systems continuity model, and an extension of the unified model of electronic government adoption (UMEGA)) to analyze the impact of trust on the adoption of e-government from citizens’ perspectives. These studies achieved many reasonable conclusions. Some results indicated that trust has a direct influence on users’ adoption of e-government [9–12], while others showed that trust has an indirect impact on users’ adoption of e-government, such as performance expectations, effort expectations, as well as perceived risk generally is mediating variable between trust and e-government adoption [13–17]. Others only explored the determinants of citizens’ trust in e-government [18], which include government, technology, risk, and citizen factors [19].

Trust is a dynamic concept, which is gradually developed and accumulated over time through the repetition of an action. Users’ experiences can modify the trust, and there is a feedback loop of trust-action-learning-trust that is repeated many times. Taking these ideas into account, Hernandez–Ortega (2011) considered two different phases of trust should be
distinguished: pre-use trust and post-use trust. Pre-use trust influences users’ intention to adopt technology, while post-use trust influences the uses’ intention to continue to use the technology [20]. Several studies in management and marketing described the phase of trust, either focusing on customers’ pre-use trust in online companies [21] or on post-use trust in the acceptance of technology by a firm [20]. However, a few papers explicitly described the phase that they are investigating or analyzed the role of pre-use trust or post-use trust in detail.

Concerning the current situation of e-government development in the Chinese mainland, in recent years, the Chinese government was vigorously building e-government or digital government to improve the government’s governance capabilities and to modernize governance. So far, most public sectors already transferred most of their services from offline to online and made great achievements. For instance, China’s national government service platform started running in 2019, which includes 3.68 million government service items from 46 state council departments, 31 provinces (autonomous regions and municipalities), and the Xinjiang Production and Construction Corps [22]. The report ‘United Nations E-Government Survey 2018’ stated that the E-Government Development Index (EGDI) of China is 0.6811, ranked 65th in the world. In 2020, the EGDI of China was 0.7948, jumping twenty spots to 45th in the world in only two years [23,24]. However, despite the rapid development of e-government in China, on one hand, it still faces numerous challenges such as internet security, government credibility, and service quality, which can influence citizens’ trust in e-government. On the other hand, how to encourage citizens to reuse e-government is very significant for the sustainable development of e-government.

Combining the existing theoretical research and the needs of e-government development practice, the purpose of this study is to analyzes citizens’ continuous-use intention from the perspective of post-use trust. Hence, we attempt to provide a validated conceptual framework that integrates different factors, including service characteristics, government agencies, privacy, and security as well as technology to investigate and analyze their impacts on citizens’ post-use trust in e-government and how post-use trust influences citizens’ continuous-use intention. The rest of this paper is organized as follows: the next section reviews the relevant literature develops the research model and proposes hypotheses; Section 3 covers the questionnaire development, data collection, and research methods; Section 4 presents the data analysis. Section 5 states the discussion of findings, and Sections 6–8 highlight the paper’s contributions, practical implications as well as limitations, and possible directions for future research.

2. Literature Review and Hypotheses

2.1. Literature Review

2.1.1. Post-Use Trust and Trust in E-Government

Post-use trust refers to users’ trust after using information technology, which is closely related to the pre-use trust. From the perspective of users adopting information technology, in the initial phase, users do not use information technology; their trust in technology, namely pre-use trust, is affected by their expectations and the experience of others around them. When users use information technology, their experiences and perception will modify the trust formed in the initial stage, which then forms post-use trust. Post-use trust will affect user’s continued use of information technology [20]. Similarly, Colesca (2009) pointed out that trust-building is a cumulative process, in which the level of trust in the earlier stages affects the level of trust in the later stages and impacts the development of a longer-term trust relationship. She further argued that the influencing factors could be classified into two major categories: pre-interactional factors and interactional factors [18].

The role of trust in the adoption of e-government received the attention of scholars because of the following two reasons: trust is an important factor influencing the success of e-government projects, and governments should build a trusting relationship with their citizens to encourage them to use e-government services. In the e-government context, citizens are more prone to perceive risk because they interact with the government
through e-channels, such as email, websites, and information systems, without face-to-face interaction [7,8]. The existing empirical studies verified that trust is a crucial predictor of e-government adoption. Trust was explored as an antecedent of intention to use [8], as an antecedent of risk [7,16], as an antecedent of information quality, service quality, and system quality [6], or as an antecedent of continuous intention and satisfaction [5,25].

Among these studies, trust was presented as a broad and multidimensional construct. To sort out the factors that affect citizens’ trust in e-government, this study reviews the existing studies. As Table 1 shows, the critical factors include trust in the internet, trust in government [14,26], information quality, familiarity with the internet, privacy concerns [13]. Similarly, a systematic review of Alzahrani et al. summarized important discussions concerning the antecedents or factors influencing citizens’ trust in e-government adoption, including four dimensions: technology, government agencies, citizen opinions, and risk [19]. From the previous studies, we consider that the influencing factors proposed by Alzahrani et al. are comprehensive, covering all aspects of trust.

In summary, although e-government studies do not distinguish between pre-use trust and post-use trust, several studies do explore the impact of trust in e-government on citizens’ continuous-use intention [5] and propose factors that affect citizens’ trust in e-government, which provide a reference for this study. Based on prior studies, this study concludes that the antecedents of post-use trust include three factors: interactional factors, government factors, and environmental factors.

(1) Interactional factors can affect citizens’ trust in e-government while using e-government websites or services. The main factors affecting citizens’ trust in e-government cover information quality, service quality, system quality, and perceived privacy and security.

| Antecedents of Trust in E-Government | Dependent Variable | Authors |
|-------------------------------------|--------------------|---------|
| Institution structures, disposition to trust, experience(familiarity), and characteristic-based trust | TIEG | Warkentin et al. [8] |
| Trust in internet, trust in government | TIEG | Teo et al. [1] |
| Usefulness, ease of use, trust in internet, trust in government | TIEG | Wang and Lu [27] |
| Trust in technology, perceived usefulness, perceived quality, perceived organizational trustworthiness, age, gender, education, income, years of internet experience, propensity to trust, privacy concerns, risk perception | TIEG | Colesca [18] |
| Trust in internet, trust in government, perceived risk | TIEG | Abu-Shanab, and Al-Azzam [14] |
| IS Success model (perceived information quality, system quality, service quality); TAM model (perceived usefulness, perceived ease of use); Perceived security-privacy | TIEG | Ayyash et al. [28] |
| Information quality, trust in technology, trust in government, familiarity with the internet, privacy, and security | TIEG | Abu-Shanab [13] |
| Trust in technology, trust in government | TIEG | Chen et al. [26] |
| Trust in technology, information quality, privacy, and security concerns Cognitive-based trust (efficiency, privacy, user support, reliability, information quality); personality-oriented trust (disposition to trust), experience-based trust (familiarity), effect-based trust (trust in government and recommendation) | TIEG | Mohajerani. et al. [29] |
| System quality, information quality | TIEG | Weerakkody [25] |
| The personal model (social influence, internet experience, privacy, and concerns); the technical model (usefulness, information quality, ease of use) | TIEG | Abu-Shanab [3] |
| Technical factors (information quality, system quality, service quality); government factors (reputation of the agency, past experience); disposition to trust; risk factors (performance risk and technical risk) | TIEG | Alzahrani et al. [6] |
| Usability, validity, security, privacy | Trust of technology | Zhu et al. [31] |
(2) Government factors relate to government agencies. The key factor is citizens’ trust in
government because the e-government services are generally provided by the public
sector in China.

(3) Environmental factors relate to the technology context. Since e-government services
are offered on the internet, the citizens’ perception of internet security, namely their
trust in the internet, is vital.

2.1.2. Related Models

In this section, a framework is developed based on the relevant literature for analyzing
the antecedents and outcomes of citizens’ trust in e-government. This research model is
specifically based on Delone and Mclean’s information system success model (also referred
to as the D&M model) and information system (IS) continuance model (IS continuance
model) [32,33].

The D&M model is widely applied in the IS literature and argues that the factors
affecting the success of an information system include six factors: system quality, informa-
tion quality, use, satisfaction, individual impact, and organizational impact [32]. Following
the above, Delone and McLean (2003) updated this model by using ‘intention to use with
the factor ‘use’ and added ‘service quality’ in 2003 [34]. This extended model helped
researchers to explain the relationship between trust and e-government adoption from the
perspective of citizens. Teo et al. used the D&M model to explain the importance of trust
on the success of e-government in 2008, which confirmed a significant relationship between
trust and core constructs of the D&M model, such as information quality, service quality,
system quality, use intention, satisfaction, and so on [6]. However, their study only focused
on the two subdimensions of trust in e-government—trust in government and trust in
the internet—without considering the multidimensional nature of trust in e-government.
Alzahrani et al. filled the gap by combining the studies of Teo et al. and Beldad et al. [35];
they proposed a framework that the antecedents of citizens’ trust in e-government be
composed of technical factors, government agency factors, risk, and disposition to trust.
The consequences of trust in e-government included intentions for continuous use, citizens’
satisfaction, and adopting e-government [6]. Therefore, this study organizes the factors
influencing citizens’ post-use trust into three aspects: international factors, government
factors, and internet factors.

The IS continuance model was developed by Bhattacherjee in 2001 and based on
expectation confirmation theory; it tried to explain one’s intention to continue using
(continuance) IS. His study suggested that users’ continuance intention is determined by
their satisfaction with IS use and perceived usefulness of continued IS use. User satisfaction,
in turn, is influenced by users’ confirmation of expectation from prior IS use and perceived
usefulness. Perceived usefulness is influenced by users’ confirmation level [33]. Then, this
model is widely used in the adoption of e-government to analyzes users’ continuous-use
intention, but these studies modified it to a greater or lesser degree. For instance, Pinem
et al. argue that after using the information, if a user judges the IS as useful, they will be
satisfied. User satisfaction encourages continuous use, and there is no need to go through
the confirmation process [30]. Therefore, their paper explores the relationship between
trust in public services, perceived usefulness, satisfaction, and continuous-use intention.
Li and Shang argue that the decision on whether to continue to use an IS service depends
more on satisfaction than it does on perceived usefulness and confirmation, resulting in
the uncertainty of the relationship between perceived usefulness and confirmation, as
well as their effect on IS continuance [36]. Hence, their study only retained the path of
satisfaction on intention to continue to use e-government. According to these studies, the
model developed by this study retains the path of satisfaction and perceived usefulness to
continuous-use intention.
2.2. Development of Research Model and Hypotheses

Based on the determinants of post-use trust of e-government, the D&M, and IS continuance model, a model is developed to explain the role of post-use trust in e-government adoption (as illustrated in Figure 1). Specifically, the antecedents of post-use trust include three aspects: interactional factors, government factors, and environmental factors. The outcomes of post-use trust include continuous-use intention, citizens’ satisfaction, and perceived usefulness. The citizens’ perception of information quality, service quality, system quality, and risk, as well as the trust in government and trust in the internet, affect citizens’ post-use trust. Moreover, post-use trust further influences the perception of usefulness, satisfaction, and continuous-use intention. The whole logical process diagram is shown in Figure 1.

To achieve this study’s aim, 11 hypotheses were developed based on the relationships among the constructs of the conceptual framework. The following sections provide further information.

2.2.1. Interactional Factors

As mentioned above, the main factors affecting citizens’ post-use trust in e-government include information quality, service quality, and system quality as well as perceived privacy and security in the interaction process between citizens and government.

Information quality, service quality, and system quality are core constructs of the IS succeed model [34] and subdimensions of e-government services [37]. Information quality refers to citizens’ evaluation of ease of understanding, completeness, relevance, accuracy, consistency, and timeliness of information provided by e-government websites. Service quality refers to citizens’ evaluation of reliability, responsiveness, assurance, and empathy of services delivered by e-government websites. System quality refers to citizens’ evaluation of adaptability, availability, reliability, response time, and usability of the e-government system. The relationship between these three variables and trust in e-government was explored by many empirical studies. Their results showed that there is a two-way causal relationship between information quality and trust in e-government, between service quality and trust in e-government, and between system quality and trust in e-government [5,6,38]. Since this study focuses on post-use trust that is affected by the international process, it therefore takes information quality, service quality, and system quality as antecedents of citizens’ trust of e-government. In addition, the citizens’ purpose of using e-government websites is to find information or transact some personal affairs. The information quality, service quality, and system quality of government websites can directly affect the user’s experience. Thus, this study proposes the following hypotheses.
Hypothesis 1 (H1). The citizens’ perception of information quality will positively influence their post-use trust in e-government.

Hypothesis 2 (H2). The citizens’ perception of service quality will positively influence their post-use trust in e-government.

Hypothesis 3 (H3). The citizens’ perception of system quality will positively influence their post-use trust in e-government.

Citizens’ perception of security and privacy is a vital factor that can influence their use of e-government services. In the e-government context, the uses’ perception of insecurity or the loss of privacy can reduce their trust in e-government. In turn, if they feel that e-government websites or services are safe and that there is no possibility that their privacy will be violated, they will trust the e-government. In previous studies, perception of security and privacy was considered as a risk factor. The study of Alzahrani et al. proved that perception of privacy and risk can negatively affect citizens’ trust of e-government [5]. Other studies also presented the same conclusions [13,14,30], which, focused on other variables similar to the meaning of security and privacy, such as ‘privacy and concerns’, ‘security’, ‘privacy’, ‘privacy and security’, ‘risk’, ‘perceived security-privacy’ and so on. Therefore, this study proposes the following hypothesis:

Hypothesis 4 (H4). The citizens’ perception of security and privacy will negatively influence their post-use trust in e-government.

2.2.2. Government Factors and Internet Factors

As aforementioned, the key factor related to government is citizens’ trust in government, which is citizens’ belief that government can do the right thing, provide public services to the public, and consider the public’s interest [7]. Trust in government is entity-based trust. In the e-government context, the higher the citizens’ trust in the organization that provides e-government services, the more likely they are to believe that the e-government services are useful, and they are more inclined to use e-government services [16]. Similarly, a person’s belief in the organization that provides e-government services increase his/her perception that the e-government websites developed and maintained by the government will be able to meet their needs [6]. Previous studies already testified that trust in government is a subdimension or antecedent of trust of e-government, trust in government positively and significantly influences citizens’ trust in e-government [6,18]. Therefore, this study proposes the following hypothesis.

Hypothesis 5 (H5). The citizens’ trust in government will positively influence citizens’ post-use trust in e-government.

Trust in the internet is a vital factor among environmental factors, which, as institution-based trust, means that the public believes that the internet is safe and that current public policies and regulations can protect the public from various risks [7]. Since e-government services are provided by the internet, users and government officials cannot interact face-to-face. Therefore, the citizens’ perception of how secure the internet is can affect whether they use these services or not. Like the above factor of trust in government, trust in the internet is also considered as a subdimension or antecedent variable of trust in e-government [6]. Previous empirical research already confirmed that trust in the internet is positively and significantly associated with the trust of e-government. Thus, this study proposes the following hypothesis.

Hypothesis 6 (H6). The citizens’ trust in the internet will positively influence their post-use trust in e-government.
2.2.3. Post-Use Trust and Perceived Usefulness, Satisfaction, and Continuous-Use Intention

The relationship between trust and the perceived usefulness of IS was explored by many studies. In the context of e-commerce, trust can positively influence customers’ perception of usefulness on online shopping [39,40]. In the e-government context, previous research showed that users’ trust in online services may affect their perception of the usefulness of the services [30,38]. Therefore, a citizen’s belief in using e-government can increase their perception of usefulness through the experience of using e-government. According to these arguments, this study proposes the following hypothesis.

Hypothesis 7 (H7). The post-use trust of e-government will positively influence citizens’ perceived usefulness of it.

Satisfaction is the user’s positive feeling after using e-government services or websites, which is influenced by the belief formed in the interaction process between the user and e-government services. Several empirical studies already stated that trust in e-government is positively and significantly associated with citizens’ satisfaction [5,6]. To address this important issue, this study proposes the following hypothesis.

Hypothesis 8 (H8). The post-use trust of e-government will positively influence citizens’ satisfaction.

Citizens’ trust of e-government means they believe e-government is safe and effective. After citizens use e-government websites, initial trust is modified, which will affect citizens’ behavioral intention to continue using these services the next time. Research in the e-government area already confirmed trust as a major predictor of citizens’ continuous-use intention [5]. Based on that, the following hypothesis can be proposed.

Hypothesis 9 (H9). The post-use trust of e-government services will positively influence citizens’ continuous-use intention.

According to the IS continuance model, citizens’ perception of IS’s usefulness will affect users’ continuous-use intention after they use these information systems [33]. In the e-government context, after users use e-government services, their perception of its usefulness will also affect their intention to continue using it [30]. Therefore, this study formulates the following hypothesis.

Hypothesis 10 (H10). The perceived usefulness will positively influence citizens’ continuous-use intention.

The IS success model indicates that users’ satisfaction can positively affect their intention to use the information system [32]. Similarly, the customer satisfaction model also pointed out that customer satisfaction will affect the customers’ continuous-use purchase intention [41]. In the context of e-government, after citizens use it, the higher their satisfaction, the stronger their willingness to continue to use e-government websites [5,36]. Following the IS success model, the customer satisfaction model as well as previous studies, this study proposes the last hypothesis.

Hypothesis 11 (H11). The citizens’ satisfaction will positively influence their continuous-use intention.

3. Methodology

After developing a conceptual framework and identifying the major hypotheses, a quantitative-based survey was designed and conducted to collect data. Since the purpose of this study is to examines the relationship between variables, a structural equation model was utilized to explain critical factors influencing citizens’ trust in e-government and to
identify the impact of citizens’ post-use trust on perceived usefulness, satisfaction, and continuous-use intention.

The measurement items of all constructs of this study are borrowed from previous studies. In the Chinese e-government context, this study slightly modified some items. Since all items of this study were derived from English papers, literal translation and back translation were used. First, we translated items from English to Chinese, corrected them, and translated it from Chinese to English to make sure the content in English and Chinese did not change during translation. Table 2 illustrates the constructs with their respective items and sources. Five-point Likert scales were adopted in this study to present the items of all constructs. A pretest was done using 10 doctoral students and 50 citizens to improve the quality of survey items. The final questionnaire includes the 10 scales, as well as demographics.

Table 2. Constructs with their respective items and sources.

| Constructs                      | Items                                                                                   | Sources                        |
|--------------------------------|-----------------------------------------------------------------------------------------|--------------------------------|
| Trust in government (TIG)      | TIG1-I trust the government.                                                           | Teo et al. [6]                  |
|                                | TIG2-I think the government is trustworthy.                                             |                                |
|                                | TIG3-I feel that most things the government does are right.                             |                                |
| Trust in internet (TII)        | TII1-Overall, the internet environment is safe.                                         | Teo et al. [6]                  |
|                                | TII2-In the process of using the internet, laws, and policies can protect me from unsafe factors. |                                |
| Information quality (INQ)      | INQ1-Information provided on the website is up-to-date.                                 | Teo et al. [6]                  |
|                                | INQ2-The information provided by the website is well organized.                         |                                |
|                                | INQ3-The information provided by the website is accurate and can meet my needs.         |                                |
| Service quality (SEQ)          | SEQ1-The staff can take active measures when I encounter problems in the process of using the government website. | Teo et al. [6]                  |
|                                | SEQ2-All functions and services on the government website can operate normally.          |                                |
|                                | SEQ3-The e-government websites are stable for transactions.                             |                                |
| System quality (SYQ)           | SYQ1-I can successfully log on to the government website every time.                    | Teo et al. [6]                  |
| Perceived privacy and security (PPS) | PPS1-I know that my personal information submitted to the government websites is used securely. | Colesca [18], Abu-Shanab [13] |
|                                | PPS2-The website has adequate security measures to protect my personal information from being stolen or leaked, and hackers will not be able to access the information. |                                |
|                                | PPS3-I trust that I provide when performing my e-government transactions.               |                                |
| Post-use trust of e-government (PUT) | PUT1-I feel it is risk-free using e-government websites.                                | Colesca [18]                   |
|                                | PUT2-In general, e-government websites are safe and reliable.                           |                                |
| Perceived usefulness (PU)      | PU1-The government website provided me with useful information.                         | Colesca [18], Abu-Shanab [13]  |
|                                | PU2-The government website provided me with valuable services.                          |                                |
|                                | PU3-The government website provides a channel for me to express my opinions and suggestions. |                                |
| Satisfaction (SAT)             | SAT1-I am satisfied with the service I received from the government websites.           | Teo et al. [6]                  |
|                                | SAT2-I am very pleased with my experience of using government websites.                 |                                |
|                                | SAT3-The government website provides public services that meet my needs.                |                                |
| Continuous-use intention (CI)  | CI1-I am willing to continue using the government website.                               | Teo et al. [6]                  |
|                                | CI2-I will continue to use the government website.                                      |                                |
|                                | CI3-I would recommend government websites to my relatives and friends.                  |                                |

As the issue of trust in e-government is becoming more important in developing countries, this study was conducted in China, which is a developing country. E-government in China still faces many challenges that may influence citizens’ trust in it, and discussions are ongoing about how to encourage citizens to re-use e-government services. The
sample selected for this study comprises residents from five cities in China—Chengdu, Changsha, Shanghai, Shenyang, and Shenzhen—with any prior experience in using e-government. There are some crucial reasons that we choose these five cities. The most is there is a policy background. Since 2005, the State Council of China has successively approved the establishment of 12 National Comprehensive Supporting Reform Pilot Zones, including Shanghai Pudong New Area, Tianjin Binhai New Area, Shenzhen, Xiamen, Yiwu, Chongqing, Chengdu, Wuhan City Circle, Changzhutan City Group, Shenyang Economic Zone, the two plains of Heilongjiang Province, and Shanxi Province. These regions have greater policy advantages than other regions, and after more than ten years of development, they made greater progress in political, economic, and social development, and are representatives of China. Table 3 shows location and administrative level of them. In this study, taking the location and administrative level into considerations comprehensively, 5 cities were selected as the area we collect the samples. These five cities are located in the eastern (Shanghai, Shenzhen, Shenyang), central (Changsha) and western (Chengdu) of China and better represent the development of Chinese e-government. Further, these five cities cover municipalities directly under the Central Government (Shanghai), provincial capital cities (Chengdu, Shenyang, Changsha), and subprovincial cities (Shenzhen). Simultaneously, these cities have multicultural characteristics and different social structures, which ensure the diversity of the samples of this study.

Table 3. Region, location, and administrative level of 12 National Comprehensive Supporting Reform Pilot Zones.

| Regions                          | Location | Administrative Level                          |
|----------------------------------|----------|-----------------------------------------------|
| Shanghai Pudong New Area        | Eastern  | Municipalities directly under the Central Government |
| Tianjin Binhai New Area         | Eastern  | Municipalities directly under the Central Government |
| Shenzhen                         | Eastern  | Sub provincial city                            |
| Xiamen                           | Eastern  | Sub provincial city                            |
| Yiwu                             | Eastern  | County-level city                              |
| Chongqing                        | West     | Municipalities directly under the Central Government |
| Chengdu                          | West     | Capital city                                   |
| Wuhan Circle                     | Central  | City group                                     |
| Changchun City Group             | Central  | City group                                     |
| Shenyang Economic Zone           | Eastern  | Capital city                                   |
| The Two Plains of Heilongjiang Province | Eastern | A region                                       |
| Shanxi                           | Central  | A province                                     |

Referring to previous studies in this field of e-government adoption, a convenient sampling method was adopted. There are two ways to distribute questionnaires: offline and online. The disadvantage of the offline is that it consumes more time and money, and there is a risk of tampering with the data submission process. However, the offline format can ensure that the respondent has a better understanding of the content of the questionnaire, and the collected data can reflect the true perception of the respondent. The online has the advantages of less time and money. However, collecting data online may have some sample quality problems. There are two ways to send questionnaires online, one is sent by the researcher, to people they are familiar with. Since the researcher’s circle cannot cover all groups, this study did not consider it; the second is that data survey companies send questionnaire online to groups in their database. After consulting several companies, the samples databases of them were notably quite different; these samples mainly came from large cities, and it is mainly young people represent Chinese netizens.

Considering these two ways comprehensively, this study chose offline channel to distribute the questionnaire. Questionnaires were distributed in hard copy to residents...
who lived, worked, or studied in these five cities for a long time from May to August 2018. In the process of distributing the questionnaire, the investigator can explain the question at any time that the respondent does not understand or have any questions. To ensure that forms or data were not tampered with during the filling out or submission process, two measures were taken (1) the investigators in this study are all doctor candidates with research experience, and (2) they were trained before the distribution of the survey to ensure that they objectively explain the questionnaire and submit the data accurately.

Then, investigators randomly distributed questionnaires in densely populated places, such as parks, libraries, and crosswalks, and gave participants gifts as rewards to encourage them to fill in the questionnaire carefully. To ensure that the participants had previous experience in using e-government, the questionnaire designed a question ‘Have you used e-government before’. If participants answered ‘yes’, we kept the questionnaire. Otherwise, we deleted it.

4. Research Findings
4.1. Respondent Demographics

Table 3 presents the demographic information of the samples. 2000 questionnaires were completely answered. Among them, 133 respondents didn’t use e-government before. So, they were deleted. In total, then, there were 1867 samples. As Table 4 shows, there were slightly more men (51.2%) than women (48.8%). Most survey participants belonged to the 20–40 age group (76.9%). Regarding occupation, the highest percentage of participants (48.9%) worked in the private sector; 28.5% of respondents worked in public sectors, and 9.7% were students. In terms of education levels, 64.5% had a bachelor’s degree; 18.4% had high school or less. Finally, regarding internet experience, 44.1% of respondents had more than 10 years of experience, followed by 37.2% with 6–10 years’ experience, and 16.4% with 1–5 years’ experience. Overall, the representativeness of the sample is good.

4.2. Data Analysis and Results

According to the general analysis procedure, two-stage data analyses were adopted. First, Cronbach’s alpha (α), correlation analysis, and a homology deviation test were used to analyze the quality of data and scales. Second, a structural equation model was used to analyze the causal relationship between the constructs in our research model, including the measurement model (confirmatory factor analysis, CFA) and structural model evaluation.

4.2.1. Test of the Measurement Model

SPSS 21.0 was used to measure the reliability of each measurement scale with Cronbach’s alpha. Generally, a Cronbach’s alpha value greater than 0.7 is acceptable and
desirable, which indicates the data is reliable. When the number of items is fewer than six, the data are acceptable if Cronbach’s alpha is greater than 0.6 [42]. As Table 4 shows, the value of Cronbach’s alpha of TIG, TII, INQ, SEQ, SYQ, PPS, PUT, PU, SAT, and CI is between 0.663 and 0.884. This shows that the measurement scales of constructs have high reliability and consistency with related items. Similarly, the means and standard deviations of all constructs were tested. The means of all variables is greater than 3, which indicates that participants have a good evaluation of e-government services; they are aware of their importance and are enthusiastic about it.

Before analyzing the causal relationship between variables, it is necessary to check the correlation matrix that depicts the bivariate associations between every two variables. Such a test is important to indicate how the predictors correlate with the dependent variable and how they correlate to one another. The matrix is shown in Table 5. Results indicate that all correlations are significant at the 0.01 level, which supports our conceptual adaptation of these variables and highlights the high correlations between predictors; all correlations are between 0.401 and 0.790. The highest correlation coefficient is between SEQ and SYQ (0.790), and the lowest correlation coefficient is between CI and INQ (0.325).

Table 5. Means and standard deviations and correlation matrix of all constructs.

|       | TIG  | TII  | INQ  | SEQ  | SYQ  | PPS  | PUT  | PU   | SAT  | CI   |
|-------|------|------|------|------|------|------|------|------|------|------|
| Cronbach’s α | 0.884 | 0.663 | 0.882 | 0.837 | 0.859 | 0.868 | 0.79  | 0.861 | 0.852 | 0.876 |
| Means | 3.576 | 3.153 | 3.211 | 3.265 | 3.265 | 3.291 | 3.551 | 3.638 | 3.264 | 3.831 |
| S. D  | 0.897 | 0.853 | 0.866 | 0.827 | 0.849 | 0.888 | 0.777 | 0.761 | 0.896 | 0.834 |
| TIG   | 1    |      |      |      |      |      |      |      |      |      |
| TII   | 0.473 ** | 1    |      |      |      |      |      |      |      |      |
| INQ   | 0.443 ** | 0.486 ** | 1    |      |      |      |      |      |      |      |
| SEQ   | 0.471 ** | 0.476 ** | 0.660 ** | 1    |      |      |      |      |      |      |
| SYQ   | 0.471 ** | 0.472 ** | 0.694 ** | 0.790 ** | 1    |      |      |      |      |      |
| PPS   | 0.436 ** | 0.524 ** | 0.662 ** | 0.543 ** | 0.589 ** | 1    |      |      |      |      |
| PUT   | 0.620 ** | 0.633 ** | 0.477 ** | 0.485 ** | 0.474 ** | 0.533 ** | 1    |      |      |      |
| PU    | 0.535 ** | 0.449 ** | 0.572 ** | 0.597 ** | 0.644 ** | 0.518 ** | 0.517 ** | 1    |      |      |
| SAT   | 0.511 ** | 0.440 ** | 0.675 ** | 0.635 ** | 0.703 ** | 0.525 ** | 0.451 ** | 0.734 ** | 1    |      |
| CI    | 0.436 ** | 0.357 ** | 0.401 ** | 0.476 ** | 0.480 ** | 0.396 ** | 0.462 ** | 0.709 ** | 0.571 ** | 1    |

Notes: S.D refers to standard deviation, **. Correlation is significant at 0.01 level(2-tailed)

In addition, since all questionnaire questions were answered by one participant, there might be a common variance. The study also examined the issue of common method bias (CMB). Procedural CMB issues, as well as statistical remedies, were adopted. Valid scales, lucid language, and confidentiality assurance measures were applied, and this study tested Herman’s single factor score. The total variance for a single factor was 44.25%, which was less than the suggested threshold of 50% [43]. Harman’s approach shows that there is no CMB.

To guarantee measurement reliability and validity, CFA was estimated with AMOS 21, using the maximum likelihood method. The results suggest that the measurement model provides a good fit to the data: CMIN/DF = 4.703, RMR = 0.027, GFI = 0.948, CFI = 0.971, and RMSEA = 0.045. As evidence of convergent validity, the CFA results indicate that all items are significant ($p < 0.01$), related to their corresponding factors, with standardized factor loadings higher than 0.60. Similarly, the composite reliability and average variance extracted (AVE) were measured to demonstrates the internal consistency of the constructs. As Table 6 shows, the composite reliability (CR) of each factor is higher than 0.60, and the AVE is also greater than or equal to 0.50 [44]. Therefore, we conclude that the measures in the study exhibit sufficient evidence of reliability as well as convergent and discriminant validity.
Table 6. Internal consistency and convergent validity of theoretical construct measures.

| Items | Factor Loadings | CR   | AVE   |
|-------|-----------------|------|-------|
| TIG   |                 |      |       |
| TIG1  | 0.903           |      |       |
| TIG2  | 0.900           | 0.750| 0.500 |
| TIG3  | 0.907           |      |       |
| TII   |                 |      |       |
| TII1  | 0.791           |      |       |
| TII2  | 0.807           |      |       |
| TII3  | 0.758           | 0.667| 0.500 |
| INQ   |                 |      |       |
| INQ1  | 0.848           |      |       |
| INQ2  | 0.783           |      |       |
| INQ3  | 0.842           |      |       |
| SEQ   |                 |      |       |
| SEQ1  | 0.816           |      |       |
| SEQ2  | 0.738           |      |       |
| SEQ3  | 0.687           |      |       |
| SYQ   |                 |      |       |
| SYQ1  | 0.736           |      |       |
| SYQ2  | 0.736           |      |       |
| SYQ3  | 0.855           |      |       |
| PPS   |                 |      |       |
| PPS1  | 0.832           |      |       |
| PPS2  | 0.894           |      |       |
| PPS3  | 0.823           |      |       |
| PUT   |                 |      |       |
| PUT1  | 0.805           |      |       |
| PUT2  | 0.863           |      |       |
| PU1   | 0.794           |      |       |
| PU    |                 |      |       |
| PU2   | 0.792           |      |       |
| PU3   | 0.734           |      |       |
| SAT   |                 |      |       |
| SAT1  | 0.740           |      |       |
| SAT2  | 0.764           |      |       |
| SAT3  | 0.850           |      |       |
| CI    |                 |      |       |
| CI1   | 0.910           |      |       |
| CI2   | 0.850           | 0.749| 0.500 |
| CI3   | 0.981           |      |       |

4.2.2. Test of the Structural Model

This study tested the proposed conceptual model by using structural equation modeling and the maximum likelihood method. The results suggest that the structural model was not a good fit for the data: CMIN/DF = 24.575, RMR = 0.304, GFI = 0.714, CFI = 0.795, and RMSEA = 0.112. Therefore, the model was revised, according to the modification indices and related theories [44]. After revised, the mode-fit index indicated that the data fit our conceptual model acceptably: CMIN/DF = 4.937, RMR = 0.036, GFI = 0.944, CFI = 0.969, and RMSEA = 0.046. Figure 2 shows the results of the path analysis.

First, these results indicate that trust in government and trust in the internet, as well as information quality and service quality, has a positive influence on citizens’ post-use trust. Therefore, H1, H2, H5, and H6 are supported. Similarly, the citizens’ post-use trust has a significant influence on perceived usefulness and satisfaction. H7 and H8 are supported. Perceived usefulness and satisfaction are positively and significantly associated with citizens’ continuous-use intention, thus, H10 and H11 are supported.

Second, the results obtained demonstrate that citizens’ post-use trust can indirectly influence citizens’ continuous-use intention. Perceived usefulness has a mediated effect between citizens’ post-use trust and continuous-use intention, whereas satisfaction is a mediator between post-use trust and continuous-use intention. Therefore, post-use trust increases the performance perceived by citizens and their continued use of e-government services.
In addition, the revised model of this study added a path between perceived usefulness and satisfaction. The results of the data analysis show that satisfaction has a positive and significant impact on perceived usefulness. The relationship between perceived usefulness and satisfaction was rarely proposed in existing research; but this conclusion is reasonable and in line with the e-government use. Satisfaction is a user’s positive psychological state or feeling after they use e-government services or websites. Perceived usefulness is a value judgment about whether the e-government websites or services have brought benefits to them. Therefore, after citizens use e-government services or websites, their high level of satisfaction can improve their perception of usefulness.

5. Discussion

To explore the antecedents of post-use trust of e-government and how it affects the continuous-use intention of citizens, this study developed an integrated model that takes a multi-discipline approach and integrates several information technology acceptance models. Using data collected from a survey of 1867 citizen users living in five cities in China who had prior experience of using e-government services, this study verified that trust in government, trust in the internet, information quality, and service quality can influence citizens’ post-use trust in e-government. Post-use trust affects the continuous-use behavior through both mediated variables—perceived usefulness and satisfaction. In this section, the antecedents of post-use trust of e-government and continuous-use intention factors are discussed in the context of Chinese citizens.

Trust plays an important role in explaining users’ adoption of information technology. In the field of e-government, the existing research proved that trust has a vital influence on users’ use of e-government services [1–8]. However, the existing research rarely distinguished pre-use trust from the post-use trust. This study highlights that the trust formed after citizens use e-government services, namely post-use trust, and selects citizens with experience of using e-government to administrate empirical research. The results show that the factors that affect the post-use trust include citizens’ trust in government, trust in the internet, the perception of service quality, and the information quality of e-government websites.
The relationship between trust in government, trust in the internet, and trust in e-government were explored in previous empirical studies [6,18]. Trust in government is the public’s belief that government can provide better services to them and make decisions that are beneficial to them. Trust in the internet, as institution-based trust, refers to the public’s belief that the internet is safe and that relevant laws and regulatory policies can protect them from risks, such as private information disclosure, hacker attack, the attack of malware, or phishing site. Some studies took trust in government and trust in internet as two dimensions of trust of e-government and explore their influence on users’ behavioral intention to use e-government [15,25,45]. Some studies took trust in government and trust in internet as antecedent variables of citizens’ trust in e-government and analyze the impact of these two types of trust on the trust of e-government. These studies showed that trust in government and trust in the internet have a significant and positive effect on trust in e-government [6,13,26]. The results of this study are consistent with their conclusions. The government is the main body that provides e-government services, and the internet is the carrier that delivers e-government services. The public’s level of trust in both can improve their level of trust in e-government because post-use trust is a type of trust in e-government.

Information quality, system quality, and service quality are important components of e-government service quality [37]. The relationship between e-government service quality and e-government trust was discussed in previous studies. Teo et al.’s research pointed out that e-government trust affects the public’s evaluation of information quality, system quality, and service quality from the perspective of attribution theory, and their empirical research also proved that e-government trust has a positive and significant impact on these three quality subdimensions [8]. Most other studies also revealed that these three quality subdimensions have a significant and positive impact on e-government trust [5,29]. The findings of this study support the latter conclusion. This study focuses on the influencing factors of post-use trust. Service quality, system quality, and information quality are important perceptions of users in the process of using e-government, which affect users’ evaluation of e-government websites. Trust in e-government is the citizens’ belief that e-government can provide high quality and reliable services, which is a kind of perception of value. Therefore, it is reasonable that service quality can affect post-use trust in the e-government context. But the finding of this study indicates information quality and service quality are more important than system quality. The path coefficient, between information quality and post-trust, service quality, and post-trust, are statistically significant, but the path coefficient of system quality to post-trust is not.

However, the findings of this study do not support the hypothesis ‘citizens’ perception of privacy and security negatively influence their post-use trust of e-government’. The perception of privacy and security refers to the degree to which the public feel their privacy is threatened in the process of using e-government services. Previous studies showed that the public’s awareness of privacy and security significantly affect their trust in e-government [2,13,18,29,30]. The conclusion of this study is not consistent with previous studies. This may be two reasons: firstly, almost all Chinese e-government websites are provided by the government. Due to the endorsement of the government, the public has a weak perception of the risks of e-government services, and they are more inclined to believe that there is a free risk of privacy exposure when they are using government websites; secondly, the public’s awareness of privacy protection is relatively weak in China, and they may be less sensitive to whether personal privacy information is exposed.

How does the post-use trust of e-government affect the citizens’ intention to continue using e-government is the second research question of this study. Few existing studies focus on this issue. One study focused on the impact of e-government trust on the adoption of e-government from a business perspective [30], and another study focused on how government adoption varies among users of different gender, age, and internet experiences [5]. These studies provided some preliminary conclusions for understanding this question, but which rarely explain the influence mechanism of citizens’ post-use trust and their intention to reuse e-government services. This study shows that the post-trust of e-government ser-
Vices can affect the citizens’ intention to continuously use e-government through two paths: one is the pursuit of benefits, and the other is the pursuit of psychological satisfaction. After citizens use e-government websites, the initial trust of e-government is modified, which influences the users’ perception of the usefulness of the e-government, and then affects the users’ intention to continue using it. At the same time, post-use trust also affects the citizens’ satisfaction with e-government, which further affects their intention to continue using it.

Finally, it is worth noting that a relationship exists between users’ perception of usefulness and satisfaction. The results of this study show that usefulness affects satisfaction, which is consistent with the literature [27], but previous also research results showed that satisfaction affects usefulness [30]. There may be a two-way causal relationship between perceived usefulness and satisfaction, which needs to be further verified by future research.

6. Contributions

This study provides some significant contributions to the research on the role of trust in e-government adoption. First, the focus of this study is citizens’ post-use trust, which is rarely explored in the e-government adoption field. As stated in the literature review, most prior relevant research examines the role of trust in citizens’ e-government adoption based on TAM, IS succeed model, PBT, and UTAUT. These studies either analyzed the impact of trust on citizens’ behavioral intention or the effect of trust on core constructs in the above models [6,11]. However, these studies rarely investigated pre-use trust and post-use trust. Building from previous studies, this study highlights the post-use trust and analyzes the crucial factors that influence it. This study fills a gap in scholarship by testing and validating the influencing factors of post-use trust in the area of e-government adoption from citizens’ perspectives.

More importantly, this study develops an integrated model by incorporated factors that influence citizens’ post-use trust in e-government, the IS success model, and IS continuance model. IS success model is widely used in explaining the success of information systems in business and IS continuance model is used in explaining customers’ purchasing behaviors. Hence, by combining theories in an interdisciplinary way, this study makes a second contribution: a comprehensive framework was developed for understanding the role of post-use trust in citizens’ e-government continuous-use. Based on the research framework proposed in the latest studies [5,13,30] and use situation of e-government, the research framework of this study modified the factors that influence citizens’ post-use trust, which include trust in government, trust in the internet, service characteristics and risk, and then revised the outcomes of post-use trust, which include perceived usefulness, satisfaction, and continuous-use intention. This research not only contributes to the operationalization of e-government, but also deepens theoretical understanding of the process of trust production and how trust affects public e-government continuous-use.

Lastly, this study expands the application scope of the IS success model and the IS continuance model for analyzing users’ continuous e-government adoption. Prior studies stated that the IS success model is more suitable for e-government research of IS projects, their studies updated the model by adding other factors, such as government agency, risk, and citizens’ aspects [5]. This study refers to these factors and analyzes the collected data by using a structural equation model. Although the results of this study are not consistent with previous studies, the applicability of the model is verified. Similarly, the IS continuance model is rarely used to research citizens’ e-government adoption. This study employs this model by referring to an existing study [30] and verified the proposed model through the questionnaire survey data. As mentioned, the existing studies paid more attention to explain citizens’ intention to use e-government, whereas there is insufficient research on continued use [36]. Therefore, the third contribution of this study is that it verified the applicability of the IS success model and the IS continuance model in the e-government adoption field and provides some theoretical perspectives to analyze citizens’ continuous e-government adoption.
7. Policy Implications

Practically, the results of this study have at least three policy implications. The results of this study find that citizens' post-use trust has an important role in explaining their continuous intention to use e-government. One implication is that the role of trust should be considered by public sectors as well as public managers in the development of e-government. How to improve the citizens' level of post-use trust of e-government is the second implication of this study. According to the results of this study, efforts to improve citizens’ level of trust in e-government should focus on service improvements, such as providing complete, accurate timely, and easy to understand information, as well as offering convenient one-stop services to citizens, a secure internet environment, and government credibility. Third, the results of this study reveal that government and public managers who want to improve citizens' continuous use of e-government websites should focus on the benefits citizens receive and satisfaction since citizens’ perception of usefulness and satisfaction positively and significantly influence their reuse of e-government services.

8. Limitations and Future Studies

As with any investigation, this study has certain limitations which indicate possible routes for future research. First, this study used a questionnaire survey, which means that our analysis lacks a time dimension and cannot observe the changing process of trust. Consequently, future research should refer to some studies [46] and use experimental methods to observe the behavior of users, and further test the relationship between trust and use attention or behavior. The second limitation is that this study does not analyze the citizens who did use e-government services. Future studies should compare these two groups (those who use e-government services and those who do not) to analyze the effect of trust on citizens’ e-government adoption in the two samples. In addition, the research sample was only distributed on the Chinese mainland. Trust in e-government, as citizens’ beliefs, only is a type of trust, which be influenced by many factors, such as social, cultural, political, and economic factors. For instance, an empirical study from the Slovak Republic presented that the most important criteria for the Slovaks trust politicians include fulfillment of promises, honesty, and moral values [47]. Therefore, cross-cultural or cross-country research should be conducted in the future.
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