GRAPHICAL PASSWORD AUTHENTICATION FOR CHILD PERSONAL STORAGE APPLICATION
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Abstract. Mobile applications are very popular among the children nowadays as children use it for many purposes such as entertainment, learning or education. Keeping hand written notes in hard copy is not a good choice as the accumulated papers would mess up child’s study space. Although there is high adoption of mobile application among children nowadays, but children are not educated to practice password to secure their personals in their primary school syllabus. Therefore, an application which can provide personal storage for children to store their notes in softcopy forms called Graphical Password Authentication for Child Personal Storage Application was proposed. The adoption of graphical password authentication in the proposed system is intended to cultivate children practice password to secure their files in an interesting method. The proposed system is developed in Android mobile application platform and the Object-oriented Mobile Application Development is applied as methodology of the project. The proposed system’s functional requirements are implemented according to user’s requirements and the application interfaces implementation also based on user’s characteristics that has been studied in literature reviews. The significance of the project is awareness on secure file keeping among the children. Children can use graphical password in their childhood age would be the advantage for them in the future because they would make a sense to protect privacy by setting up password. In terms of information security, the proposed system has mentioned some values that would be achieved which are authentication, confidentiality and availability.
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1. Introduction

Living in this information technology era, children nowadays needs to digest more knowledge and information during their education process. They are always provided with educational materials as a...
source of knowledge and practice. Childs keeping all the education documents in the traditional method like hand-written notes. Digital form of documents keeping method can replace traditional method because many things in this world are digitalized to ease the burden of people in daily life. Computerized is essential system to keep files in a convenient way and systematically.

There are shortcomings and problems are identified where children in primary school having difficulties in keeping their files securely. As children’s education age go on, they would get more files and stacks of paper to be kept. An alternative method which is keep their hand-written notes in soft copy form is suggested as a convenient way to store hand-written notes systematically. Since mobile application adoption among the children are increased gradually in recent years, hence it would have a potential to create an application which allow children to store their handwritten notes in softcopy form by taking photo on the notes and they can access the hand-written notes through the mobile application.

Children have the ability to be nurtured to store files digitally as a research found that nowadays children are capable to use portable devices to watch films, videos, including streaming, on-demand and catch-up services (Jackie Marsh, 2015). Children are necessary to have the mind set of setting up password or a defend base for the information that they want to store. Graphical password will be the alternative.

As children already started to learn to recognize the shape of alphabet and some simple new words in their starting point of education process (Robertson, 2007), they are more suitable to have graphical password authentication in the proposed system rather than text based password. In order to overcome these problems, Graphical Password Authentication for Child Personal Storage Application was proposed. The main objectives for the proposed application are as follows:

1) To design graphical password authentication for child’s application.
2) To implement the proposed system by using Object-Oriented Mobile Application Development Methodology.
3) To test the functionalities and user acceptance on proposed system.

Graphical Password Authentication for Child Personal Storage Application is proposed to provide a space for children to keep their hand-writing notes in image file formats securely. Children will have practiced to save their personal data in a secure way. In terms of information security, the proposed system has mentioned some values that would be achieved which are authentication, availability and confidentiality.

The great importance is to cultivate the child’s awareness in the securing their personal files. Children should learn on how to keep their files securely using password. Living in the global of information technology which is rapidly growth, children should be cultivated with the awareness of privacy in files securing.

The paper is organized as follows: Section 2 will discuss the related works which related to proposed system. Section 3 discuss methodology that has been used to develop the Graphical Password Authentication for Child Personal Storage Application. Section 4 discusses the result and discussion. Finally, Section 5 concludes the work.

2. Related Works
This section discusses the literature review of child’s capabilities in recalling and recognizing the graphics and explains in detail the graphical password techniques, its description and pictures. Moreover, the characteristics for graphical password for child system is studied. Finally, the difference between three types of existing system had been study and compared with the developed system.

Child’s Capabilities in Recalling and Recognizing the Graphics
The adoption of mobile application among the children are gradually increase. Children use mobile application for education purpose as there are lots of resources can be found in digital formed (Papadakis, 2017). According to a research of children’s mobile adoption in European and Asia countries, it’s found that the children with range age of 10 to 12 years old are the most common age to
receive their first mobile phone (GSMA, 2014). In Malaysia, a child starts primary education in the age of 7 years old and end in 12 years old (Mutalip, 2013). Mobile application designed to solve the problems according to specific of user (Thornton, 2018). Therefore, the proposed project was developed for child in Malaysian’s primary education age range (Mutalip, 2013).

It is necessary to determine the capabilities of child in applying the graphical password authentication method before the designation. Generally, there are two factors were taken into the consideration, that are, eyesight capability and memory capability.

a. Eyesight capability: Child must be able to have a clear vision to look at the display screen of graphical password authentication. It is undeniable, colour-blindness issue should take concern on the child. Colour-blindness patient have deficiency in recognizing certain colour. A research has found that 3.9% of children defect with colour blindness over the amount of 2001 children with average age of 10 which are being tested (Shrestha, 2010; Shrestha 2016). Therefore, author Gao (2009) advising to design the graphical password based on no colour recognition to ensure the individual with colour deficiency would be not restricted to use the system.

b. Memory capability: The children would tend to forget and fail to recall and recognize their graphical password and caused them to end up with wasting time to recovery their password (Imran, 2016). Child facing difficulty to recall and recognize too many number of graphics according to their current memory capabilities. Adults perform better in critical thinking. Therefore, adults would have their own strategy to remember their selected password. While, child only able to choose and select the graphical password based on their interest due to their poor meta-memory compare to adult (Pacchioli, 2005). Author Stobert (2017) recommend that child can be given to remember 2 number of graphics without graphic sequences.

*Graphical password authentication*

Graphical password is a type of password that use image, draw or clicks on correct region as input scheme. Graphical password is an idea given by Blonder in 1996 which states that to authenticate through graphical password, an image that appear on screen and user should clicking on the area of image to select the correct regions (Blonder, 1996).

Graphical password authentication is mainly categorized as two which is Recognition based technique and Recall based technique.

a. Recognition based technique shall have numerous images are show to user at registration phase (Masrom, 2009), images are randomized. According to the predefined condition, user has to select the images as password input.

b. Recall based technique has its subcategory which is pure recall based technique such as Passdoodle or drawing motion technique. The another subcategory is cued recall based technique such as pass point, Pass-Go, Drawing Geometry, Blonder and Passlogix V-Go technique (Ramanan, 2014).

Table 1 shows that Graphical password authentication has several of techniques.

| Technique       | Description                                                                 | Example Picture |
|-----------------|-----------------------------------------------------------------------------|-----------------|
| Dhamija and Perrig | In this techniques, user will be given grids of images. From these images, user have to select some of 5 of them as the predefine image. During the login phrase. User would undergo authentication by random images and user has to select the predefined images to pass the authentications (R. Dhamija, 2000). | ![Example Picture](image.png) |
| Technique | Description |
|-----------|-------------|
| **Passface** | Human faces is used as the image for authentication. In the predefine phrase, user needs to defined 4 faces as pass-words. During login phrase, a set of nine human faces will display in grids of 3 x 3, only one correct face inside a particular set. The user would be authenticated with four sets of pass faces to qualify as a successful authentication (Passface, 2007). |
| **Draw-a-Secret (DAS)** | User is required to re-draw the predefined picture on a 2-D grid. The user is successfully authenticated when the drawing touches the same grids in the same sequence (Xiaoyuan Suo, 2005). |
| **Story with DAS** | User is required to draw curves or line over the grid of images according to the image sequence which is predefined during the registration phrase. The sequence of image selected represent the story line of the graphical passwords (Haichang Gao, 2010). |
| **Convex hull** | User need to recognize the pass objects and forms the convex hull. To make the password difficult to guesses, user can increase number of object to be select to form a larger convex hull but it will make the display very crowded and objects almost indistinguishable (S. Wiedenbeck, 2005). |
The proposed system should have an authentication interface that is fulfilled child-friendliness characteristics to raise the child’s interests in the adoption of graphical passwords. Table 2 shows the result of study (DrinTeam, 2018) (Lazaris, 2009) (Kraleva, 2017) on characteristic of graphical password for child. Dhamija and Perrig technique of graphical password is applied in the proposed system because graphical password with recognition based matches for children. Hence, would best for the child.

Table 2: Characteristic of graphical password for child

| Characteristic                                      | Description                                                                 |
|----------------------------------------------------|-----------------------------------------------------------------------------|
| Recognition based technique                        | Recognition based technique only require child to identify which of the images has been predefined previously. |
| No need to recognized and recall the sequences of the predefined image | The sequence to select the images would burden the memory capability of child which would cause children always forget their own graphical password. |
| Easy password recovery                              | It is possible that user forget their password. Child’s graphical pass-word should easy to recover to ensure the learning process is not delay due to authentication issues. |
| Simple login step                                   | Single authentication process with graphical password is enough for children to complete log in process. |
| Large functional button                            | The clickable and interact able buttons and areas must fit with or larger than child’s fingers to avoid false clicking or tapping on screen. |

Comparison of proposed system and existing system

The output of the comparison is important to determine the differences between the existing systems and clarify how the proposed system can best achieve the user-friendliness to the targeted user. This section describes and elaborates in detail by comparing three similar systems which are password manager, graphical image password and GsecuRe Application. The comparison between existing system and proposed system is show in Table 3 to clarify their similarities and differences.

Table 3 Comparison of existing system and proposed system

| Characteristic                  | Password Manager | Graphical Image Password | GsecuRe | Proposed System |
|--------------------------------|------------------|--------------------------|---------|----------------|
| Android mobile application     | Yes              | Yes                      | Yes     | Yes            |
| Graphical password authentication | Yes             | Yes                      | Yes     | Yes            |
| Mini game                      | No               | No                       | Yes     | Yes            |
| Support multiuser account       | No               | No                       | Yes     | Yes            |
| More than one functional application | No             | No                       | No      | Yes            |
| Cloud storage                  | No               | No                       | No      | Yes            |
| Graphical password specially for child | No             | No                       | No      | Yes            |

Our proposed mobile application for child personal storage is differing than other system in such a way that allow user to upload, delete and download the files within a storage space. According to Kraleva (2017) child will lose their interest and confidence to deal with application that are too complex to handle. The proposed system has function to create users own graphical password, manage their image files, keep their learning notes and explore the system by learning how to manage their own education notes as they can upload and delete their files inside the application. Children will practice to save their personal data in a secure way. Child always expect more from the application that they would like to explore. Some simple but surprising functionality such as mini games was added to attract child’s interest so that they can keep on using the application.
3. Methodology

This section discusses the methodology that has been used to develop the Graphical Password Authentication for Child Personal Storage Application that is Object-oriented Mobile Application Development (OOMAD) methodology. OOMAD methodology enables the developer to carry out any changes at any phase in order to achieve the objectives of the project. System developer able to make changes on each of the phase in a scalable and flexible way based on necessities and challenges in the whole development process. The OOMAD methodology consists of phases in which the proposed model is discussed and refined by the target user, then it is implemented by developer.

Figure 6 show the process of OOMAD Model and clearly illustrate how this methodology works in the process of deployment the proposed system. The main five phase of the methodology are requirement analysis, planning and design, development, testing and deployment. Requirement analysis defined the problem and planning requirement of the system. Planning phase is a process to digest all the information gained from requirement phase and start to create the choices of decision in term of interface design, applicable technology, programming language and the arrangement on how to works against the constraints like time, cost, scope and quality. Design phase considers the design of mobile application into two aspects which is user interface design and implementation design. After the system has fulfilled all the requirement in planning and design phase, the system developer will have a smooth development phase as the developer just need to follow what is decided on the design phase. Testing is performing to ensure the proposed system work well before the deployment phase.

A. System Analysis & Design

System analysis & design explains the overall process and system architecture of Graphical Password Authentication for Child Personal Storage. System analysis & design is a sketch of the system interface before the actual system development in order to provide clear and visualize of functionality and work flows of the proposed system.

Use case diagram is applied to the analysis process to capture the requirements of the proposed system. Four use case and the environment of the system is illustrated in Figure 7.
Class diagram is applied to visualize the relationship between the classes in the proposed system. The relationship between the classes is important to clarify to avoid misconfiguration of system functionalities during the implement process. Seven classes are determined for the system which are signup, login, profile activity, application menu, image file management, mini-game, diary and DatabaseAPI class. Each class performs different activity. Signup responsible for registration handling, login is responsible for user sign in, profile activity responsible for user information details, application menu responsible for menu display, image file management and mini-game are responsible to preform respective activity handling and DatabaseAPI class is responsible to communication between application and database server.

System design discuss the design of system architecture, security architecture and interfaces of Graphical Password Authentication for Child Personal Storage system. Proposed system architecture contains two parts, known as authentication module and application modules. Graphical password authentication is applied to replace the text password input method in login and registration interfaces. Authenticated user is allowed to use the application modules, such as image file management application and mini games. The proposed system use cloud storage API for user’s image files storage and No SQL database services.

User need to provide credential to pass the authentication. Database API is important to verify the credentials input by the user. A session is important to store user information and allow user to access the multiple resources page legitimately. The single user interface session is destroyed after user has logged out from the system. Figure 8 shows the security architecture of the proposed system, used to authenticate the legitimate user.
The five significant interfaces for the proposed system are registration interface, login interface, user profile interface, image file management interface and mini game interface.

B. Implementation and Testing

In system implementation phase, Android Studio and Firebase mobile application development platform are used to implement the functional requirements of the proposed system. Firebase is a mobile and web application development platform that provides backend supports to an application (Khawas, 2018). The proposed system is an Android mobile application written in Java programming language. The description for module are shown in Table 4 and the following figures, Figure 9, 10 and 11 are system modules interfaces.

| Module | Description | Picture |
|--------|-------------|---------|

Table 4: The descriptions for Module
| Module                     | Description                                                                                                                                 |
|---------------------------|---------------------------------------------------------------------------------------------------------------------------------------------|
| User Registration Module  | New user is required to register before start to use the application. Registration process requires user to input email and select graphical password. |
| User Login Module         | Each user needs to login the system before start using the application as to ensure the authority of the user. Login process requires user to enter email and choose user predefined graphical password |

Figure 9: User Registration Module

Figure 10: User Login Module
Image files management module is the main module of application which allow user to upload and delete the image files.

The proposed system’s testing includes functional testing, user testing on proposed system’s functionalities and user acceptance testing. The system testing conducted to ensure all modules function as expected. This is to determine whether the system has been developed achieved the objectives and user requirement. The test phase was conducted to prove that the design of each phase has been achieved. In addition, the test system is also intended to identify weaknesses in the system and find solution to overcome those weaknesses.

A set of questionnaire is prepared and delivered to target users to test the proposed system. This is done to collect user’s feedback, comments, bugs and suggestions for improvement. The determination of user’s ability to use the proposed system’s functionalities is carried out by given them to use the proposed system. There are 50 (N) respondents, who age range of 7 to 12 willing to become the volunteers to test the system according to the test cases. Table 5 shows the results of user testing on proposed system.

Table 5: Test report of user testing on proposed system’s functionality.

| No. | Test Case                                           | Expected Result         | Actual Output            |
|-----|----------------------------------------------------|-------------------------|--------------------------|
| 1   | Ask user to register as user of proposed system.    | All user succeed.       | 46 out of 50 succeed.    |
| 2   | User able to register within one minute.            | All user succeed.       | 48 out of 50 succeed.    |
| 3   | Ask user to login the application after registration.| All user succeed.       | As expected.             |
| 4   | User able to login within one minute.               | All user succeed.       | 47 out of 50 succeed.    |
| 5   | Ask user to come again for login one more time after 15 minutes. | All user succeed. | As expected.             |
| 6   | User able to upload the image files to their storage space. | All user succeed. | As expected.             |
| 7   | User able to delete the image from storage space.   | All user succeed.       | As expected.             |
| 8   | User ask to logout from the system.                 | All user succeed.       | As expected.             |
The proposed system has passed the user testing evaluation. Each respondent is given experience to use the proposed system and majority of the respondents are able to use the proposed system easily. The functionalities of proposed system have fulfilled the user requirements according to the user test output.

Four (4) questions were asked in the survey. The results for the questionnaire is presented in Table 6. The percentage achieved for each aspect are more than 50%, in which we can conclude that more than 40 respondents out of 50 agreed that the proposed system is user-friendly, all the module is acceptable, and interactive interface.

Table 6: User acceptance report for proposed system

| Evaluated Aspects | Result (N=50) | Percentage of agree |
|-------------------|--------------|---------------------|
| Graphical password of proposed system is user friendly to respondents | 47            | 94%                 |
| Soft copy files keeping method in learning is high supported among the respondent. | 45            | 90%                 |
| The proposed system is user-friendly to respondents. | 46            | 92%                 |
| The interfaces design of proposed system is acceptable and user-friendly to respondents. | 43            | 86%                 |

5. Conclusion

Graphical Password Authentication for Child Personal Storage Application provide a space for child to manage their notes such as short-notes and important study notes securely. The child will be introduced with an image file keeping application and simple graphical password authentication. They will practice to save their personal data in a secure way.

The proposed system requests the credentials from user before access to the services provided by the system, the value of authentication is achieved. The value of availability also could be achieved through the proposed system as cloud storage technology adopted in the proposed system allow the user to access to their image files based on demand in the condition of internet access. Confidentiality also included in the proposed system through the adoption of graphical password method to reduce the risk of password being exposed during the login session.

The great importance is to cultivate the children’s awareness in the field of information technology. Text password always not the only shield to protect the confidential information since we have the alternatives. Graphical password provides an easy-to remember but hard-to-guess solution for a system authentication of covered information which eases the human memory capability. Especially for the children, use pictures as a password would solved the problems of words limitation. In the nutshell, the proposed system can cultivate children to the importance of keeping their image files securely using the password. Through the practices of the system, children will learn to be independent in keeping of digital documents securely.
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