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In order to improve the efficiency of the automatic demand response of the energy storage resource system, a user authentication and key agreement scheme for wireless sensor networks based on blockchain is proposed. The user does not need to register with the gateway node. As the light node of the blockchain network, the two can directly authenticate each other. The user obtains the public information of the sensor node from the blockchain through the client and verifies its legitimacy. It solves the problem that the traditional wireless sensor network user authentication scheme cannot be applied to the distributed Internet of things environment and the authentication process is low in security and efficiency. Mode 1 is the disordered charging mode. The charging facility provides continuous constant power charging service for the connected response subject until the user leaves. If the response subject is full before this, the charging will stop. Mode 2 is the BADR operation mode under charging optimization only, that is, the V2G function of PEV is not considered. In this case, 0 ≤ P_{uk} ≤ P_{max}. Mode 3 is the BADR operating mode with V2G functionality in mind. The ELN load characteristics under the above three operating modes are discussed, respectively. Calculate and compare with economy on both sides of supply and demand. The experimental results show that the discharge compensation coefficient will not affect mode 2. In mode 3, as the compensation coefficient increases (from 0.4 to 1.2 at intervals of 0.2), the average total cost of the PEV cluster continues to decrease and the average total cost of the energy local network (ELN) system increases monotonically. Comparing the curves of the economic impact of the compensation coefficient on both sides of mode 2 and mode 3, it can be seen that the reasonable setting of the compensation coefficient is one of the key parameters for controlling the distribution of benefits. It proves that the proposed blockchain-based automated demand response (BADR) method can not only meet the satisfaction of energy demand but also coordinate the available energy storage resources in the system, so that the load level curve can track the output of new energy to the greatest extent and improve the balance between supply and demand of the system, which is suitable for a large-scale decentralized energy storage system.

1. Introduction

Most of the current Internet of things systems use a centralized architecture, and the central server stores and processes the data of the terminal equipment. However, with the continuous increase of the Internet of things terminal equipment, the amount of data information is also increasing, which has increased the burden on the central server, making its processing speed slower [1]. At present, under this centralized architecture, the device authentication scheme of the Internet of things is mainly based on symmetric keys and public key cryptosystems. The former has key management problems, while the latter requires a trusted third party, which is easy to cause a single point of failure and internal tampering attacks [2]. As shown in Figure 1, in this scheme, the blockchain network acts as the network layer of
the Internet of things, consisting of servers, storage devices, gateway nodes, and user devices. Servers and storage devices are ledger nodes that hold and synchronize the complete blockchain ledger. Gateway nodes and user devices are light nodes that use clients to interact with the blockchain network without having to keep and synchronize full ledgers. Meanwhile, the sensor node writes its public information for identity authentication to the blockchain ledger through the gateway node; for the wireless sensor network (WSN) as the perception layer of the Internet of things, its existing user authentication schemes cannot meet the requirements of large-scale Internet of things systems. At the same time, authentication schemes in a multigateway environment all need to rely on a trusted third party or gateway node and the authentication process needs to transfer information between multiple gateways, which is complicated in the interaction process [3]. On the basis of the current research, a blockchain-based wireless sensor network user authentication and key agreement scheme is proposed. The user does not need to register with the gateway node. As the light node of the blockchain network, the two can directly authenticate each other. The user obtains the public information of the sensor node from the blockchain through the client and verifies its legitimacy. It solves the problem that the traditional wireless sensor network user authentication scheme cannot be applied to the distributed Internet of things environment and the authentication process is low in security and efficiency.

2. Literature Review

The study on multienergy demand response mainly focuses on modeling and optimization analysis. Lucas et al. established a two-stage stochastic demand side management model for a commercial microgrid considering the comprehensive price mechanism and discussed the influence of BES and PEV configurations on system operating cost [4]. Tao et al. put forward an ADR method based on the mixed integer programming architecture to realize energy management of smart homes by comprehensively considering the dynamic electricity price model and user satisfaction constraints, and the results show the effectiveness of this centralized control method in reducing electricity cost and peak shaving [5]. Wu et al. built the optimized operation framework of a microgrid with PEV of logistics distribution as the optimization object and realized the suppression of RES output fluctuation with the goal of minimizing the total operating cost of the system [6]. Jindal et al. used the deep learning model to study the operation strategy of multienergy systems and used the flexible load control technology to improve the willingness of users to participate in demand response [7]. Zhou et al. studied the optimization problem of using the energy storage system to compensate for the fluctuation of the distributed photovoltaic output [8]. Kang et al. studied the multienergy system of source-load interaction from the perspective of price mechanism. By combing
Hernandez-Tejera established the progress of demand response [9]. Lopez-Rodriguez and Hernandez-Tejera established different response evaluation systems, which can quantitatively calculate the response effect according to the user’s response and reduce the uncertainty of user response by limiting the participation of users with poor response effect [10]. Li et al. proposed a security model and protocol based on blockchain, which can be applied to WSN to ensure the validity and integrity of password authentication data and the peer-to-peer trust level from the beginning to the end of the network life cycle [11]. Zhang et al. proposed a security authentication mechanism based on blockchain, which can be applied to WSN with limited computing, storage, and energy, so that sensor nodes can safely move from one cluster to another [12]. Subsequently, Liang et al. proposed to apply the blockchain and smart contract technology to the identity authentication of Internet of things devices and designed a distributed system called trust bubble. Each bubble is a secure virtual area, and the devices in this area can conduct mutual identification authentication [13]. Xu et al. proposed an adaptive authentication and authorization scheme for Internet of things gateway based on blockchain, which mainly authenticates and authorizes devices at the gateway level and can add Internet of things devices without any physical intervention [14]. Zou et al. applied the blockchain technology and zero-knowledge proof to the smart meter system, proposed how to prove their identity by not disclosing information such as public keys, and studied how to enhance the anonymity of the blockchain to protect privacy [15]. Chen et al. designed a distributed trust model of the Internet of things based on the blockchain, with a built-in reputation mechanism. Without going through the traditional blockchain delay, end-to-end trust between Internet of things devices can be realized without relying on any common trust root, as shown in Figure 2 [15]. Chen et al. combined the blockchain technology with the sensor-based PUF authentication mechanism to ensure that the transactions between users and Internet of things devices, such as commands, status, alarms, and actions, cannot be changed through a nonmining consensus mechanism [16]. This paper is aimed at the ELN system with PEV cluster, pv power generation system, and BES, to achieve the internal independent supply and demand balance of the ELN system with high-permeability RES and improve the RES absorption level, to explore an ADR solution based on the blockchain technology for the energy storage system (ESS) composed of PEV cluster and BES.

3. Application of Blockchain in the System

3.1. ELN under the Blockchain

3.1.1. Nodes and Its Operation Mode. Since the blockchain itself is attached to the node, determining the node is one of the prerequisites for using the blockchain technology. Battery energy storage (BES) and pure electric vehicle (PEV) clusters are part of the energy storage system, and the difference calculation unit between them and the smart meter is regarded as a node in the automatic demand response (ADR) project. Nodes are divided into full nodes and light nodes. Since the amount of information in the blockchain in this study is relatively small and can be reset regularly, all nodes in the energy storage system are set as full nodes. The full node has computing power, but only the balance calculation unit comes with a smart meter that can measure the real-time power of the ELN system [17].

In the node, suppose that the scale of PEV is n, the set is N and the response body set composed of the PEV cluster and BES is N+. BES can be regarded as a special type of “PEV power battery” with all-time access and no travel power demand. When i ≤ n, the responding subject refers to the PEV power battery. When i > n, the response body refers to BES.

For ∀i ∈ N+, its state space is expressed as follows:

\[
X_i = [T_i^{\text{in}}, T_i^{\text{left}}, \delta_i^{\text{ini}}, \delta_i^{\text{EF}}, Q_i^{\text{nom}}, P_i^{\text{max}}, c, d^{\text{max}}].
\]  

(1)

In the formula, \(T_i^{\text{in}}\) and \(T_i^{\text{left}}\) represent the time when the responder i connects to the ELN and the expected leave time, respectively. \(\delta_i^{\text{ini}}\) and \(\delta_i^{\text{EF}}\) represent the initial state of charge (SOC) of the response body and the expected SOC when leaving the ELN, respectively. SOC represents the ratio of battery residual energy to battery capacity; therefore, \(0 \leq \delta_i^{\text{ini}} \leq 1, 0 \leq \delta_i^{\text{EF}} \leq 1\). \(Q_i^{\text{nom}}\) represents the energy storage capacity of the response body. \(P_i^{\text{max}}, c, d^{\text{max}}\) represent the rated charge and discharge power, respectively.

![Figure 2: Working principle of blockchain.](image)
Node information mainly includes the IP address, private key, public key, power adjustment scheme, blockchain, information temporary storage database, response body information database, and charging and discharging information database, where the information temporary storage database is used to temporarily store the received information. The charge and discharge information database is used to store the charge-discharge status and charge-discharge power of all nodes. The response body information database stores the state space parameters of all networked nodes [18].

The operation of the node follows the following rules:

1. When a response body enters the network, it will become a new node with its own IP address and calculate and generate its own private key and public key.
2. After the response body accesses the network, it uploads its parameters to the response subject information database, broadcasts them to the whole network together with the public key, and downloads the blockchain and response body information database from other nodes of the node network [19].
3. Each node creates an empty block at intervals of $\Delta t$.
4. With the help of the real-time power provided by the smart meter, the difference calculation unit calculates and saves the compensation demand at intervals of $\Delta t$ and broadcasts it to the entire network.
5. After receiving the new compensation demand, each node independently responds to the system demand according to formula (2) in combination with its own situation to form a power adjustment scheme:

$$P_{i,k+1} = P_{i,k} + \varphi_i (UL_{i,k} - P_{i,k} \cdot vPRT_k).$$  \hspace{1cm} (2)

In the formula, $\varphi_i$ is a parameter that affects the convergence speed of the algorithm. $UL_{i,k}$ represents the charge/discharge urgent level parameter of the response body $i$ in the $k$ period. $vPRT_k$ represents the virtual price signal in the $k$ period.

### 3.1.2. Block Structure

As mentioned before, the blockchain is a data ledger shared by all nodes, which is formed by linking blocks from beginning to end in chronological order. Every node encapsulates the received transaction data and codes at intervals of $\Delta t$ into a data block with a time stamp and links it to the current longest main blockchain to generate the latest block. A new block contains two main parts: block header and block body. The block header encapsulates the version number of the current block, the address of the previous block, the time stamp, the Merkle root, and the system compensation demand corresponding to the period [20]. The block body encapsulates the binary Merkle tree and transaction database containing the energy interaction information and the corresponding hash value. Since the node of the block chain in this paper is full nodes, all hash value branches in the block body are reserved. The lowest hash value branch corresponds to each transaction in the transaction database. In addition to the transaction object and transaction content, the transaction also contains an embedded smart contract corresponding to the transaction.

### 3.2. Decentralized BADR Process

For example, if the current SOC level of a certain response body is higher, it will be more willing to participate in the needs of the response system V2G (vehicle to grid) and have greater response ability than others with lower SOC levels. On the other hand, when a response organization approaches the expected time of leaving the network, the response speed required by the response organization to the response system (V2G) will also be reduced compared with those of other response organizations expected to leave the network later [21]. Taking into account that the system compensation has two states, positive and negative, the charge and discharge urgent levels are used to characterize the ability of response body to compensation requirements of the system G2V (grid to vehicle) and V2G.

For mobile energy storage PEV, when the system has V2G requirements, that is $P_{k}^{com} < 0$, its urgent level can be characterized according to the current amount of electricity that still needs to be replenished and the remaining time to connect to the network, shown as follows:

$$UL_{V2G}^{i,k} = \frac{p_{\max ,i}^{\eta_{\text{PEV}}} (t_{\text{left}}^i - T_k) - E_{i,k}}{Q_{\text{nom}}^{\eta_{\text{PEV}}}}.$$  \hspace{1cm} (3)

In the formula, $T_k$ represents the current $k$ period. $E_{i,k}$ represents the energy that the responder $i$ still needs to supplement in the $k$ period. The characterization form is $E_{i,k} = (S_i^c - S_{i,k})Q_{\text{nom}}^{\eta_{\text{PEV}}}$, where $S_{i,k}$ represents the SOC level of the responder $i$ in the $k$ period. $\eta_{\text{PEV}}$ represents the power exchange efficiency, which is related to the power exchange direction: when $P_{i,k} \geq 0$, $\eta_{\text{PEV}} = \eta_{\text{PEV}}^{\text{com}}$. When $P_{i,k} < 0$, $\eta_{\text{PEV}} = 1/\eta_{\text{PEV}}^{\text{com}}$. Where $\eta_{\text{PEV}}^{\text{com}}$ and $\eta_{\text{PEV}}^{\text{com}}$ represent the charge and discharge efficiencies of PEV batteries, respectively [22].

From a logical point of view, if the V2G urgent level of a response body is very high, then, it will in turn be more inclined to be unwilling to accept G2V charging power. Therefore, when G2V power ($P_{k}^{\text{com}} \geq 0$) is required, the urgent level of PEV of the $i$th vehicle in the $k$ period can be defined as follows:

$$UL_{G2V}^{i,k} = \frac{1}{UL_{V2G}^{i,k}}.$$  \hspace{1cm} (4)

In particular, considering that the BES in the system will always be connected to the network, there is no concept of expected off-grid time. Therefore, the urgent level of charging and discharging of the BES is only determined by its current remaining power:

$$UL_{V2G}^{i,k} = S_{i,k}^{\max ,\text{BES}} - S_{i,k},$$

$$UL_{G2V}^{i,k} = S_{i,k} - S_{i,k}^{\max ,\text{BES}}.$$  \hspace{1cm} (5)
In order to ensure that the response body such as mobile energy storage PEV can reach the desired SOC level during the expected off-grid time, consider using battery thresholds to measure whether the response body needs to respond to system compensation requirement $P_k^{com}$ [23].

$$\phi_{\text{resid}}^{i,k} = \frac{E_{i,k}}{p_{\text{max}} c_{i} (T_{\text{left}} - T_k)}. \quad (6)$$

It can be seen from the formula that $\phi_{\text{resid}}^{i,k} = 0$ represents that the energy storage PEV has been fully charged. $\phi_{\text{resid}}^{i,k} = 1$ means that the vehicle can still be fully charged if the vehicle continues to be charged before leaving the grid. In order to ensure the needs of mobile energy storage PEV users, consider setting a threshold ($\phi^{TH}$), when the following formula holds:

$$0 < \phi_{\text{resid}}^{i,k} \leq \phi^{TH}. \quad (7)$$

The mobile energy storage PEV will respond to $P_k^{com}$ and automatically adjust the response power according to the established rules. Otherwise, the mobile energy storage PEV will no longer respond to the compensation demand $P_k^{com}$ and will continue to charge at the rated power and this type is a mobile energy storage PEV in an unresponsive state.

1. When the battery threshold of the response body satisfies formula (7)

   (a) If the system is in the G2V demand state, that is, $P_k^{com} \geq 0$, adjust the power demand according to formula (8):

   $$P_{i,k+1} = P_{i,k} + \phi_{i} \left( U_L^{G2V} - P_{i,k}v_{PTRk} \right) \quad (8)$$

   (b) If the system is in the V2G demand state, that is, $P_k^{com} < 0$, adjust the power demand according to formula (9):

   $$P_{i,k+1} = P_{i,k} + \phi_{i} \left( -U_L^{V2G} - P_{i,k}v_{RTPk} \right) \quad (9)$$

2. When the battery threshold of the response body exceeds the set threshold $\phi^{TH}$, that is, $\phi_{\text{resid}}^{i,k} > \phi^{TH}$, charge with rated power, $P_{i,k+1} = p_{\text{max}}$. 

![Figure 3: Economic data statistics.](image)
4. Experimental Results and Analysis

For different types of ELN, the travel laws and basic load characteristics of the connected PEV clusters are not the same. The study shows that the travel laws and load characteristics of vehicles in the office building area have good coordination potential with curves of wind and photovoltaic power generation [24]. According to the economic calculation model, in the three modes, the economic statistics data on the supply and demand sides of the ELN system are shown in Figure 3. The comparison of cost composition and the amount of power loss of the PEV cluster is shown in Figure 4.

The following conclusions can be drawn from the analysis of the above calculation results:

(1) As shown in Figure 4, using the ADR of the energy storage system as a means to improve the internal supply and demand balance capability of the ELN system is an effective way to reduce the interactive power of the system, increase the RES self-consumption rate, and thereby reduce the total cost of the ELN system.

(2) Comparing mode 2 and mode 3, the V2G function makes mode 3 more advantageous in load characteristics but the participation of PEV in the V2G process brings excessively high power fluctuation cost, discharge cost, and power loss cost, making mode 3 not optimistic in demand side economy, which significantly highlights the contradiction between the mining demand for auxiliary services of the energy storage system and the current insufficient battery technology.

(3) By comparing the costs of supply and demand sides, it can be seen that the contradiction can be alleviated by balancing the benefit distribution on both sides of the supply and demand (that is, reasonable control of DR compensation) [25].

In order to further demonstrate the efficiency of the BADR method, the simulation calculation time under different response body scales was counted and compared with the centralized management method. The results are shown in Figure 5. As can be seen, the computing of the proposed method increases linearly with the scale of the response body, while the computing of the centralized management method will increase rapidly with the scale of the response body. When the scale reaches 180, the calculation time exceeds the time interval Δt, resulting in the method cannot be applied to real-time management [26].

The simulation result comparison of relevant load characteristics and economic indicators of the ELN system under different uncertainty levels for the three operating modes are shown in Figures 6–8.

Through the analysis of Figures 6–8, the following conclusions can be drawn:

(1) With the increase of the uncertainty $J$, the net load volatility and the average cost on both sides of the
system under the three modes show an upward trend (except for the total cost of the PEV cluster under mode 1), indicating that the randomness of the RES output and load demand will have an adverse impact on the system operation economy and load characteristics and will intensify with the increase of uncertainty

(2) The proposed decentralized BADR method has a certain ability to deal with uncertain environments, which can respond to system compensation needs in real time, give full play to the coordination role of the energy storage system in interactive response, and improve the system load level and economy.
Comparing mode 2, we can see that the system load characteristics under mode 3 are the best but it does not perform well in the economics of PEV clusters. The reason is that the benefits brought to the system by reducing the fluctuation rate of unit net load cannot be accurately calculated at present. In this regard, there are two improvement methods suggested in this paper: (1) improve the assessment and compensation mechanism of ADR projects—ensure that the implementation effect of ADR project matches the benefits and (2) control of benefit distribution—increase DR compensation in a reasonable manner to ensure the response willingness of the response body.

The PROPOSED BADR method can coordinate with the available energy storage resources in the system while satisfying the satisfaction of energy demand, make the load level curve track the output of new energy to the maximum

Figure 7: Total cost of the ELN system.

Figure 8: Total cost of the PEV cluster.
extent, and improve the balance of the supply and demand of the system and is suitable for the large-scale decentralized energy storage system. The detailed analysis of PEV cluster costs and ELN system operating costs shows that the BADR method can effectively improve the economy of both sides of supply and demand and reduce bilateral costs. However, in the practical application process, it is necessary to guarantee the organization coordination of multiple participants by means of improving the compensation mechanism and reasonable distribution of benefits, so as to improve the flexibility of system operation.

5. Conclusion

For the two-way authentication between Internet of things devices and between devices and users, a secure authentication and key agreement scheme of Internet of things based on blockchain is designed. For WSN user authentication, a blockchain-based WSN user authentication and key agreement scheme is designed. For IoT, multiple participants, so as to improve the flexibility of system operation.
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