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Based on the active interference suppression algorithm, this study combines the radar working mode and the interference type and realizes the effective detection of the flaw detection signal by successively processing the radar receiving signal and the filtering processing. Firstly, this article builds a simulation platform similar to the actual situation to verify the existing conventional active interference suppression algorithms. Secondly, for the detection of chirp active deception jamming signals entering from the main lobe, a radar active deception jamming detection method based on the characteristic parameter matching of the harmonic components of active deception jamming signals is proposed. After that, the spectral characteristics of the harmonic components of the deception interference signal are analyzed, and the center frequency and the tuning frequency of the real target echo are obtained. Finally, by establishing a frequency modulation parameter library for possible interference harmonic signal components, the acquisition phase of the radar gate by the jammer matched analysis with the preestablished frequency modulation parameter library is implemented to achieve active deception interference detection. This method can effectively detect active deception jamming signals in a complex tunnel environment. The interference suppression algorithms verified by simulation include noise FM interference suppression algorithm based on cancellation and distance false target interference suppression algorithm based on LFM radar summary processing. Through actual measurement data processing and analysis, the effectiveness of the method is verified and the idea of interference suppression is expanded. The construction of the simulation platform is obtained by appropriately modifying the actual parameters, a certain type of suppression jammer, and a certain type of deception jammer used in a certain countermeasure field test at a radar station.

1. **Introduction**

With the rapid development of microelectronics technology, the radar interference and interference countermeasures are becoming more and more diverse, and the processing is more complicated [1]. The most common passive interference is chaff interference, which can be filtered out by AMTI; in active interference, the common way of covering interference is noise interference. Generally, high-power jammers are used to generate noise signals to make the target submerged in noise. Among them, there are more forms of deceptive interference [2–5]. The interference can be performed separately from the parameters of the distance, speed, and angle, or multiple target parameters can be used for simultaneous interference. Active suppression interference is an important means of electronic attack, mainly by emitting high-power noise or noise-like waveforms. Covering the target echo, destroying or obstructing the detection and parameter estimation of the target by radar is widely used in foreign jamming systems [6–8]. From the EA-6B “Prowler” to the EA-18G “Growler”, to the next-generation jammer (NGJ), active suppression interference has always existed as a basic interference method. As a substitute for the “Prowler,” the “Growler” is mainly responsible for long-range support jamming (SOJ) and team jamming (ESJ) tasks. The AN/ALQ-99 tactical jamming pod has been widely used and improved many times by the “Prowler” and has been installed on the “Growler.” It mainly performs electronic suppression tasks. Its modes of action include targeted jamming, dual-frequency jamming, and sweep frequency interference, which can effectively interfere with warning radars and ground guidance tracking radars [9–11].
Feng [12] established a unified model for suppressing interference. By analyzing the interference power spectrum density, the two characteristics of coherence time and coherence bandwidth were introduced, and finally, fast interference and slow interference, frequency blocking interference, and frequency selective interference were effectively separated. In this method, the power spectrum estimation of time-varying interference is the key, and the classification of locally unstable interference is still to be resolved. Orr [13] modeled interference and echo based on the signal cone theory and discussed the method of detecting and identifying real target echo and deceptive interference signal. However, this method is limited to phase quantization, only when the number of quantization bits is low. It is only effective under the next. Chiarotti [14] uses a joint filtering algorithm of EMD and fractional Fourier transform (FrFT) to suppress suppressing interference components in chirp signals, effectively reducing the impact of interference on echo. Fayyad [15] is aimed at high-power interference in the case of tracking information distortion, and an EMD-based monopulse radar processor structure is proposed. Zekavat [16] uses fast wavelet transform (FWT) to suppress interference and detect targets. Other scholars analyzed the performance of search radar and tracking radar under blocking jamming, deduced the probability distribution of target detection in jamming environment, and studied the change in interference-to-noise ratio in the radar receiver in the presence of multiple dynamic noise jammers [17–21]. Aiming at the problem of the performance degradation of target tracking in the interference zero zone in the traditional method, the researchers studied the countermeasures for air-to-air single-target tracking in the jamming environment, which improved the stability and continuity of single-target tracking. Some scholars use the maximum-likelihood estimation (MLE) technology to determine the target angle of arrival (DOA) under main lobe interference, study the adaptive main lobe interference suppression technology for monopulse radar, and propose a digital beamforming structure and processing algorithm. One main lobe interference and multiple side lobe interferences are reset to zero to ensure the accuracy of the monopulse radar’s estimation of the target DOA [22].

To better protect the performance of own radar, we must first study the characteristics of various interference signals. This article analyzes common interference signals from both passive interference and active interference. In radar electronic warfare, active suppression of jamming plays an important role. Radar active suppression jamming masks and suppresses the true target echo by radiating high-power noise or noise-like interference signals, resulting in the radar not being able to effectively obtain target information. In this regard, this article carried out the research on anti-active suppression interference based on the idea of interference detection and identification of interference suppression. This study analyzes the aiming jamming, blocking jamming, sweeping jamming, and comb spectrum jamming models based on noise FM signals and discusses the characteristic performance of different types of jamming after acting on the radar receiver. Based on the proposed characteristic parameters, the effective detection of interference is realized, and the decision tree method is used to realize the classification and identification of different types of active suppression interference, which achieves a higher probability of interference detection and correct identification. Through the processing and analysis of the measured data, the validity of the proposed feature parameters and the feasibility of the identification method are verified.

2. Construction of a Tunnel Radar Detection Sensor Model Based on Active Interference Suppression Algorithm

2.1. Active Interference Suppression Algorithm Topology. The suppression of active suppression interference is currently mainly carried out from the aspects of signal, information, and radar systems. The signal level mainly uses the difference between the useful signal and the interference signal and uses the corresponding algorithm to suppress [23]. Figure 1 is the structure of the active interference suppression algorithm. The information level is anti-interference in the field of radar data, such as the use of information fusion technology to anti-interference.

There are many classification methods for radar active suppression interference. According to the generation mechanism, that is, the different modulation methods of the interference signal, the interference can be divided into radio frequency noise interference, noise frequency modulation interference, and noise amplitude modulation interference. According to the type of active suppression interference on the radar receiver, it can be divided into blocking interference. In addition, according to the spatial position relationship of radar, target, and jammer, radar active suppression interference can be divided into support interference and SSJ. Among them, support interference can be divided into SOJ, ESJ, and close-range jamming (SFJ).

\[
u(x,t) = a(x,t) + b(x,t) + c(x,t).
\]

The pulse compression technology uses a large-time width pulse signal. After receiving the echo signal, the large-time width pulse needs to be compressed into a narrow pulse signal at the beginning of signal processing to increase the range resolution. Radar signal processing is implemented in the digital domain. The essence of pulse compression technology is matched filtering, which is called matched filtering in the analog domain and pulse compression in the digital domain [24].

\[
CR = \left( \frac{\text{CAR}}{\text{CLC}} \right) \times 100\%,
\]

\[
RTA = \left( \frac{\text{TP} + \text{IE}}{\text{TA}} \right) \times 100\%.
\]

According to the design theory of matched filter, it can be known that the phase of the designed pulse compression filter should be conjugated to the signal phase. The pulse compression technology is divided into two processing methods: time domain and frequency domain. Generally, it
is processed in the time domain when a smaller pulse pressure ratio is required and in the frequency domain when a large pulse pressure ratio is required.  

$$G(x) = \begin{cases} 
    g(x) \times [0, x, 1], & x \in X, \\
    g(x) \times [x, 1, 0], & x \in Y, \\
    g(x) \times [1, 0, x], & x \in Z. 
\end{cases}$$  

Although they are all linear frequency modulation broadband interference signals, due to the different frequency modulation of the two broadband interference signals, it is difficult to make two or more linear frequency modulation broadband interference signals with different modulation frequencies under the same window function and window length.

$$c = \Pr (c|o) \times \Pr (o) \times IoU = \Pr (c) \times IoU,$$

$$g(m, t) = \frac{n \times (h(m, t)/k(i, t))}{\sum_{i=1}^{n} h(i, t)/k(i, t)}$$

The same problem exists for sine FM broadband interference. Since the modulation frequency of a sine FM signal changes with time, the same window function and window length will have certain time-frequency two-dimensional characteristics at different moments. The difference results in a better time-frequency two-dimensional aggregation characteristic of its frequency spectrum in certain time periods.

2.2. Radar Flaw Detection Processing Flow. Generally, the error detection processing requirements for radar are small enough to ensure that the interference frequency covers the working frequency band of the radar. Therefore, the interference signal needs to be accurately guided, which places high requirements on the electronic support means (ESM) of the interferer. Targeted interference has a high-power utilization rate and can ensure sufficient interference energy to enter the radar receiver, which is the most commonly used method to suppress interference. However, modern radars generally use anti-jamming methods such as frequency agility, which puts forward higher requirements on the timeliness and accuracy of frequency guidance for targeted jamming. For a pulse compression radar with a pulse compression coefficient of $D$, after the echo passes through the compression network, the peak power becomes $D$ times the original. Therefore, when the received signal contains only echoes, the peak-to-average power ratio after pulse compression is usually larger. When there is interference in the received signal, the interference power is usually much greater than the echo power. After the received signal passes through the pulse compression network, the interference energy increases the side lobe of the echo pulse compression, and even the side lobe floods the main lobe, resulting in peak-to-average power. Table 1 is the radar detection processing parameters.

For MTD, the passband and stop band of each narrowband filter are located in different channels. Since each filter has side lobes, the size of the side lobe determines the clutter suppression ability, so the side lobe is generally reduced by windowing. In actual engineering, the implementation of MTD is generally to first realize the filter bank function through FFT and then add windows to reduce the side lobes. MTD technology often detects target signals together with clutter map technology. The clutter map is a quantitative description of the surrounding environment of the radar. In DFRM, the analog-to-digital conversion of the intercepted signal and the digital-to-analog conversion process of the modulated signal will cause the signal to produce harmonic distortion. The analog-to-digital conversion process and digital-to-analog conversion process in the project are realized through an analog-to-digital converter (ADC) and a digital-to-analog converter (DAC).

The process of quantizer mapping the amplitude of the signal to discrete levels is a nonlinear process, which will inevitably lead to harmonic distortion of the output signal. Although increasing the number of quantization bits of ADC and DAC can help reduce the degree of harmonic
Table 1: Radar flaw detection processing parameters.

| Index number | First-level indicator                  | Second-level indicator                        | Third-level indicator |
|--------------|----------------------------------------|-----------------------------------------------|-----------------------|
| 1            | Signal capability                       | Return on node                                 | 0.11                  |
|              |                                         | Signal turnover rate                           | 0.09                  |
|              |                                         | Operating growth rate                          | 0.06                  |
| 2            | Signal service ability                  | Signal chain distribution accuracy             | 0.12                  |
|              |                                         | On-time rate of signal chain distribution      | 0.11                  |
|              |                                         | Logistics service integration                  | 0.22                  |
| 3            | Information technology capabilities     | Information coverage                          | 0.14                  |
|              |                                         | Information degree                            | 0.32                  |

2.3. Analysis of Signal Detection Process Factors. In the signal detection process, each interference signal is independent and identically distributed, and the center frequency can be determined, or it can be a random variable subject to a certain distribution. The requirements for interference bandwidth can refer to blocking interference. According to the width of the sub-bands, comb spectrum interference can be divided into broadband comb spectrum interference and narrowband comb spectrum interference. In communication, single-frequency signals are often used as interference signals, which are called multitone interference, which is a kind of narrowband comb spectrum interference. This article mainly studies broadband comb spectrum interference. The notch of the secondary canceller is wider, and the stop band is widened, so the improvement factor is larger, and the filtering effect is better. But as the order increases, the passband of the canceller will also become fluctuating and not flat enough. This will affect the amplitude of the target signal after passing through the passband filtering with the speed of the target, so it is necessary to design MTI filter. The MTI filter used on the radar is generally an FIR filter, because the FIR filter has a linear phase, which is conducive to processing and analysis. Figure 2 illustrates the signal detection process.

Assuming that the radar elevation range is divided into S-wave positions in the elevation dimension, the echo signal is divided into M azimuths in the azimuth dimension, and the echo signal is divided into N range units in the range dimension, and then, the clutter map has SMN basic unit; the radar clutter data stored in each basic unit are generally the average of all sampled clutter values at different moments in this range and azimuth. Because it is the clutter data at different sampling moments, a stable wave position-distance-azimuth clutter value can be obtained using its own recursive algorithm. In the noise, it is only necessary to output the normal video, which improves the detection performance. The dynamic clutter map scans the surrounding area in real time when the radar is working and updates the clutter value corresponding to the range-azimuth. It contains both fixed clutter and dynamic clutter. Using MTI filtering for the recursively stable clutter storage value can filter out fixed clutter such as ground clutter, and then, the remaining part is the dynamic clutter map, and AMTI processing is performed on the dynamic clutter.

2.4. Sensor Model Weight Recursion. The sensor model needs to compensate the clutter signal spectrum center, move the dynamic clutter spectrum center to zero frequency, and then filter it with an MTI filter, which is equivalent to converting to ground clutter for filtering. Another method is to use a filter with a notch at the center of the clutter spectrum to directly suppress the moving clutter, without moving the center of the clutter spectrum to zero frequency. The filter weight coefficients are stored in a library. This method is often used in engineering. First, we design the MTI filter with the notch at the zero frequency and then shift the frequency axis to obtain the filter weight coefficient library. When the center of the clutter spectrum is estimated, the corresponding filter is directly called just carry out the cancellation process. Incoherent accumulation refers to the addition of the amplitude of N pulses after the signal passes through the amplitude detector. However, because the detector is nonlinear, the signal cannot be added in phase, so the signal-to-noise ratio cannot reach N after incoherent accumulation.

To effectively jam the radar, the amplitude of the deception jamming signal is generally higher than that of the real target. The interfered radar received signal is processed by pulse compression. Figure 3 shows the weight distribution of the radar signal sensing model. The result is as shown in the text, and after the pulse compression, the target echo and the interference signal additional time delay have larger pulse pressure peaks, and the radar will not be able to distinguish the true target echo position.

In addition, from the perspective of the circuit, an isolated AC-to-DC circuit is not necessary, and a power supply, namely a non-isolated switching power supply, can also be used. The radar receiver’s amplitude gain control (AGC) circuit can reduce the gain. In turn, the radar receiver uses the jamming signal as the real target signal to achieve the purpose of range deception on the radar. The time-frequency distribution of the composite interference signal is mainly the broadband characteristic of suppressed interference, but the bandwidth of the noise amplitude...
modulation interference signal is generally not too wide to cover the deceptive interference completely, so it can still be seen in the time-frequency distribution diagram. However, as the composite interference signal itself, the deceptive interference component and the suppressive interference component are both complementary and independent of each other. Therefore, the suppressive interference signal does not have to completely cover the deceptive interference.

3. Results and Analysis

3.1. Active Interference Suppression Data Preprocessing. In this signal processing system, the eigenvector method is used to design the filter, and the designed filter coefficients are stored in the external memory. In the design, the center frequency interval of the filter notch is designed to be 5 Hz, and the design range is 0 Hz–120 Hz; a total of 25 filters can basically cover all the motion range of the dynamic clutter. When performing AMTI calculation, first the center frequency of the dynamic clutter spectrum is estimated, and then, the filter coefficients are called with the notch at this frequency in the external memory to perform the cancelation operation. The data sending module is used as the sending interface from DSP to FPGA. After completing functions such as clutter suppression, data are sent to this module. The frame header is used to identify the arrival of a frame of data, and the message has multiple attributes of the data, such as working mode, wave position, and pulse code, and then, data are spliced in the erasing mode, and the end of the frame is added after the spliced data as a frame of data. It is judged that the frame data will be sent after the previous frame of data is sent, and the corresponding link port and DMA register are configured. Figure 4 is the echo modulation ratio of the radar jamming signal.

The composite interference signal is the time-domain superposition of noise FM interference and range deception interference. Among them, the modulation factor of noise FM interference signal is 1000. The distance deception jamming delay is 1 us, and the target echo signal delay is 5 us. The ratio of noise FM interference component to target echo signal in composite interference is 32 dB, and the ratio of deceptive interference to target echo dSR is set to 35 dB and 14 dB, respectively. When the JSR is 14 dB, the limit threshold is −18 dB. It can be seen that when the interference passes through the receiver, the time-domain distribution of blocking interference is more dense than that of aiming interference. In this article, both the blocking jamming
bandwidth and the targeting jamming bandwidth are greater than the radar receiver bandwidth. Although the blocking jamming has a larger spectrum range than the targeting jamming, the effective time for the interference to sweep through the radar receiver will be longer than that of the aiming interference. With the increase in SNR, the delay measurement error gradually decreases. When $\text{SNR} > -10 \text{dB}$, the delay measurement error is less than the distance resolution unit ($0.01 \, \text{μs}$), indicating that the distance measurement performance will decrease when the noise level is high. From the algorithm derivation process, it can be seen that this method does not limit the interference type. The algorithm’s suppression performance for blocking interference, sweeping interference, and comb spectrum interference is basically the same as for targeting interference and will not be repeated here.

### 4. Simulation of Radar Flaw Detection and Detection Model

The simulation parameters in this article are set as follows: let the pulse radar transmit a chirp signal with a pulse width of 10 μs and a bandwidth of 20 MHz, a sampling frequency of 60 MHz, a signal-to-interference ratio set to JSR = 10 dB, and a signal-to-noise ratio SNR change range from 0 dB to 15 dB, and the change interval is 1 dB. In the simulation, the number of SMSP interference sub-pulses is set to $L = 4$, the number of C&I interference sampling signal segments is set to $m = 4$, and the number of copying times is $n = 5$. 500 Monte Carlo tests were carried out under different signal-to-noise ratios, of which 250 groups were training samples and 250 groups were test samples. Due to the special operating mode of the radar used in the field test, although three receiving beams can be formed at the same time corresponding to three receiving channels, the signal forms of the corresponding three transmitting beams are different from each other, making the received signal model in an underdetermined state.

Figure 5 is the echo signal detected by radar flaw detection. It can be seen that the signal-to-interference ratio after the pulse pressure of the recovered target echo signal is more than 40 dB after the beat and filter processing. In the PCB design, the creepage distance also needs to be considered, and the strong current area and the weak current area are distinguished by the method of trench isolation. The blind source separation conditions mentioned in this article are not met, so it is difficult to effectively suppress the interference in the measured data using the interference suppression method based on blind source separation. The follow-up research work will gradually develop to address this problem. That is, the post-beat filtering method has a suppression gain of $14 + 40 = 54 \, \text{db}$ for distance false target interference. The time delay of the target echo signal is still 40 μs, which means that filtering and noise FM interference cancellation processing do not affect the parameters of the target echo signal. After the interference suppression algorithm is processed, the radar receiver can effectively detect the real target echo signal. It can be seen from the simulation results that the algorithm can improve the radar detection performance by more than 40 dB.

Table 2 shows the frequency sweep interference modulation of the target echo signal. In practice, when the frequency sweep rate is selected for the frequency sweep interference, the interference effect similar to that of the blocking interference can be achieved, resulting in a lower classification and identification probability for these two situations. It can be seen from the above that the probability of correct recognition is above 70%. In the case of pure echo, the amplitude of the echo in the frequency band is generally higher than that of other frequency bands; in the case of targeted interference, the frequency range of the interference...
is always in the radar receiver work. In the frequency band, the parameter can be used to better separate this situation. It can be seen from the above that the correct identification probability of pure echo and aiming interference is above 85%. This shows that the feature parameters extracted in this chapter are effective, and the identification method based on the decision tree is feasible.

5. Analysis of Experimental Results

Experimental simulation conducted a specific analysis of the simulation parameters and simulation data of radio frequency noise interference, including the numerical change in each indicator and the meaning on the corresponding image. The same simulation was performed for noise amplitude modulation, noise frequency modulation, and noise modulation. It has been reserved, and the specific meaning will not be repeated. Now the four interference methods and RPCA denoising processing are compared, and the effect of RPCA denoising is analyzed. It can be seen from the performance curve that the detection probability of the detector changes with the number of training samples, where SNR = 8 dB, N = 8, and H = 4. The horizontal axis is the number of training samples $K$, and the vertical axis is the detection probability graph and is another important tool for measuring the performance of the detector. Therefore, the relevant data of the original scene image and the low-rank matrix are sorted out; that is, the original image is compared with the denoising process afterwards. When noise interferes, the noise data are reflected in the image with gray value, and the noise distribution is random and the degree of deviation is large, so the mean and variance of the image increase. In the image, due to the presence of noise, the unevenness of the overall image is reflected, and noise is distributed on the original target. The low-rank matrix image decomposed by RPCA is relatively uniform as a whole, and noise can be clearly observed in the sparse matrix image.

Figure 6 shows the distribution of the correlation coefficients of radar jamming signals. It can be found that the instantaneous frequency distribution of SMSP interference and C&I interference signals is very different. When the number of sub-pulse segments of the C&I interference signal increases, due to the limitation of the time-frequency resolution capability of the STFT method itself, the time-frequency separation after the SST method is rearranged is poor. The C&I interference signal in the adjacent gap is a copy of the sampled segment signal, so it has the same frequency distribution as the sampled segment signal. From the principle of C&I interference, it can be known that the sampled segment signal has the same frequency modulation slope as the intercepted radar signal.

This power supply simultaneously supplies power to the power metering circuit, central processing unit, relay, and Wi-Fi circuit. Compared with the time-frequency distribution of C&I signals, the article can no longer accurately give the instantaneous frequency of the signal segment copied in the adjacent gap, and its instantaneous frequency is close to a straight line instead of a small oblique line. Through the comparison of RPCA denoising processing, it can be observed that the relevant parameters of the four interference modes have the same changing trend. The number of zeros has dropped drastically. Among them, the number of iterations of noise amplitude modulation and noise phase modulation is the same and has the least value, and the number of iterations of noise frequency modulation is the largest. After RPCA processes the four interference methods, the ranks of the low-rank matrices are close, which is consistent with the similarity of the correlation coefficients. The images recovered from the low-rank matrices can be observed and confirmed.

Figure 7 is the simulation parameter modulation of radar signal. When the signal-to-noise ratio is low, the recognition rates of the two types of interference under several simulation parameters are relatively good. For example, when the signal-to-noise ratio is 0 dB, the recognition rate of SMSP interference can reach 93.56%, and the recognition rate of C&I interference is 89.86%, which verifies the effectiveness of the method proposed in this article. It is worth pointing out that because SMSP interference and C&I interference

| Action number | Signal node        | Modulation       | Weight frequency/kHz |
|---------------|--------------------|------------------|----------------------|
| 1             | Hold high          | Clenched         | 800                  |
| 2             | Hold high          | Right cancellation| 900                  |
| 3             | Hold high          | Scissor cancellation| 1000                |
| 4             | Flat pendulum      | Left swing       | 1100                 |
| 5             | Flat pendulum      | Open sweep       | 1200                 |
| 6             | Flat pendulum      | Closed sweep     | 1300                 |
energy need to be large enough to form effective dense false target interference at the radar receiving end, for example, the JSR set in the simulation condition is 10 dB. By comparison, it can be found that the change in interference modulation parameters will affect the identification effect of interference. This is because when the number of interfering signal sub-pulses increases, the SST method cannot accurately separate the instantaneous frequencies of the interfering sub-pulses due to the close distance between the sub-pulses. This leads to a decrease in the separability of the time-frequency features extracted subsequently, thereby reducing the interference.

6. Conclusion

Aiming at the active additive compound interference suppression, this study studies the interference suppression method based on the phase perturbation principle. On the basis of combining the characteristics of the LFM signal, the pulses before and after the radar transmission signal are, respectively, added with approximately orthogonal disturbance phases, and then, the deceptive interference component in the composite interference is strengthened by the matched filter corresponding to the previous pulse repetition period, and then, the target echo signal is recovered by the inverse operation of matched filtering. Because the algorithm is intuitive to suppress compound interference and can use existing conventional interference suppression algorithms, the algorithm has certain practical value. The disadvantage of this algorithm is that the type of composite interference signal needs to be known. In actual use, the algorithm needs to be used in the radar system with the identification of interference types and the selection of anti-jamming measures. Finally, the validity of the extracted parameters and the feasibility of the identification method are verified through the processing of experimental data. This method extracts characteristic parameters from the time domain and frequency domain, with low computational complexity and good engineering feasibility. This article assumes that the target always exists, so it does not consider only the two situations of noise and noise plus interference. The follow-up research work will start from these two aspects. For the setting of the threshold, human factors are relatively large, and the next step will be to consider the adaptive threshold decision.
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