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Abstract: Target Coverage deals with the coverage of a specific set of targets by a set of sensor nodes. In this paper we address the target coverage problem, with the objective of maximizing the network life time and minimizing the energy consumption by a set of sensor nodes of a power constrained wireless sensor network deployed for monitoring of a set of targets with known locations. Here we consider that a large number of sensor nodes are dispersed randomly in close proximity of a set of objectives and send the sensed information to a central processing node. The sensor network life time is defined as the time interval each target is covered by at least one sensor node. A target can be covered by a sensor node if the Euclidean distance between the target and the sensor node is less than or equal to its sensor node’s sensing range.
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1. Introduction

Recent advances in technologies made it technically and economically feasible to combine sensing, processing and communicating capabilities into small low cost sensor devices. Once these nodes get deployed, they self organize to form Wireless Sensor Network (WSN) and communicate via wireless links to perform a specific task of real world. Wireless sensor network are quickly gaining popularity due to this fact that they are potentially low cost solutions to a variety of real-world challenges. Availability of different sensor nodes with varieties of sensing capabilities results in hundred of applications including National Security [8], Habitat Monitoring, Environment observation and forecasting, Health Applications [8], Home and Office Applications. Therefore WSN are becoming an active research field with numerous research activities carried out every year to explore and solve different constraints.

Wireless sensor networks have been experiencing more and more attentions in academia and industry in recent years, especially under the possibility of much more cheap sensors with certain computation and communication capability. WSNs can be used for many applications such as habitat monitoring, in-door monitoring, target tracking, and security surveillance, etc. However the reis a path before commercially deploying sensors, because WSNs have some problems to be overcome, for example, energy-conservation, congestion control, reliability data dissemination, security, and management of a WSN itself. These problems of ten involve in one or several layers top-down from application layer to physical layer, and can be studies separately in each corresponding layer, or collaboratively cross each layer. For example, congestion control may involve in only transport layer, but energy-conservation may be related to physical layer, data link layer, network layer, and high layers. Some researchers recently turn the inattentions to transport control protocols, which are important for reliable data dissemination and energy-conservation for WSNs. Generally speaking, transport control protocols, especially for connection-oriented transport protocols, may include two main functions: congestion control and loss recovery. As for congestion control, it is firstly required how to detect whether or not congestion happens, and when and where it happens. Congestion can be detected through monitoring node buffer occupancy and link load. In traditional Internet, the method to weaken congestion are packet dropping at congestion point such as AQM, rate decreasing in source node such as AIMD in TCP, and routing techniques. For WSNs, it should be carefully considered how to detect congestion and how to overcome it, because sensor sare often with limited resources. These protocols must consider it simplicity and scalability to save energy and possibility to prolong the life-time of whole networks. For example, in order to weaken congestion, we can use end-to-end mechanism like TCP or
hop-by-hop back pressure like that in ATM networks or Frame Relay networks. The end-to-end approaches are very simple and robust, but it will bring with more on-going packets in networks. However, hop-by-hop approaches can quickly weaken congestion and bring with less on-going packets in networks, while it needs to change the behavior of each node on the way from source to destination. Since lesson-going packets can result in saved energy, there is a trade-off between end-to-end and hop-by-hop mechanism, which should be carefully considered when designing practical congestion control algorithms for WSNs. Packet loss is usual under wireless sensor networks due to bad quality of wireless channel, sensor failure, and/or congestion. WSNs must guarantee certain reliability in packet-level or application-level through loss recovery in order to abstract correct information. Some critical applications need reliable transmission of each packet and thus packet-level reliability is needed. Other applications need only a proportion all reliable transmission of total packet sand thus application reliability is needed. Any way, we first need to detect packet loss in order to correctly recover missing packets. The traditional method used in packet-switched networks can be used to detect packet loss for wireless sensor networks. For example, each packet can piggy back sequence number, and a receiver can detect loss though arbitrating the continuity of received sequence number during a time interval. After detecting packet loss, ACK and/or NACK can be used to recover missing packets based on an end-to-end or hop-by-hop approach. Like that in congestion control, there is still a trade-off between end-to-end and hop-by-hop approach, which should be thought over. When designing transport control protocols for wireless sensor networks, we must consider energy-conservation at the same time. Intuitively, if there are few on-going packets and few re-transmissions, energy can be saved. Effective congestion control can result in few on-going packets and effective loss recovery approach can result in few re-transmissions. So congestion control and reliability guarantee can additionally save energy in a wireless sensor network. In a summary, the problem of transport control protocols for sensor networks is how to effectively control congestion and how to guarantee reliability while conserving energy as more as possible simultaneously.

1.1. Internet Protocol

The Internet Protocol is an unreliable, connectionless layer 3 protocol. That means that no connection setup is performed and it is not guaranteed that packets arrive at the destination. The Internet Protocol exists in two versions: IPv4 and IPv6. Version 4 is predominantly used as of 2011, but the adoption of IPv6 is continuously increasing. IPv6 was primarily introduced to solve the problem of the exhaustion of IPv4 addresses. Since IPv4 addresses are 32 bits long there are around 4 billion possible addresses. IPv6 on the other side features 128 bit long addresses which make a total of 1038 different addresses. This increase in addresses, however, did not come for free: The IPv6 header is double the size of an IPv4 header, without extensions or options: 40 bytes vs. 20 bytes. In wireless sensor networks where most of the time only a few bytes are transferred and the link layer segment size is limited to a little more than 100 bytes, the 40 bytes of the IPv6 header alone would be too great of head. For compression algorithms can reduce the IPv6 header’s size to about 20 bytes. Should the packets till not fit in a link layer frame it can be fragmented using the low PAN protocol layer?

1.2. Transmission Control Protocol

The Transmission Control Protocol is a reliable, connection oriented protocol, in contrast to IP. It operates on layer 4 and establishes a connection between two TCP end points. Once the connection is established it needs to be managed. This management effort consists of making sure that all TCP segments are reliably transmitted from source to destination, detecting transmission errors, potential reordering of packets before delivering them to the destination process, detecting and reacting to network congestion, etc. Although these operations work very well on wired information systems and on wireless systems with no energy scarcity, they do not work well in WSNs. The reasons for that are the sensor nodes’ limited resources and the high error rates in wireless networks. An end-to-end retransmission after a bite or was test much energy since the packet has to be sent and received over the whole path again. TCP’ reaction to packet loss is not optimal as it is interpreted as network congestion and the sending rate is reduced. These are just two of the problems, which will be discussed in the following section, of operating TCP in a WSN.

1.3. Characteristics of Transport Protocols for WSNs

Transport protocols have been designed for WSNs into three categories:

1. Congestion control
2. Reliability
3. Congestion control and reliability

1.4. Congestion Control

One of the major challenges in wireless sensor network research is to curb down congestion in the network traffic, without compromising with the energy of the sensor nodes. Congestion affects the continuous flow of data, loss of information, delay in the arrival of data to the destination and unwanted consumption of significant amount of the very limited energy in the nodes. Generally the Congestion control is composed of three mechanisms:

1. Congestion detection
2. Congestion notification
3. Rate adjustment

1. Congestion detection:

Congestion detection refers to identification of possible events, which may build-up congestion in the network. A common mechanism is to use the queue length packet service time, or the ratio between packet service time and packet inter-arrival time at an intermediate node.
2. Congestion Notification

Once congestion has been detected, congestion information should be propagated from the congested node to upstream traffic nodes and source node. The approaches to notify congestion usually can be categorized into explicit congestion notification, and implicit congestion notification.

1.5. Implicit Congestion Notification

The congestion warning is embedded in the header of the normal data packets and the child nodes list their parent node to get the congestion information.

1.6. Explicit Congestion Notification

The source node uses special control messages to notify the involved sensor nodes of congestion.

2. Wireless Sensor Node Architecture

Typically a Wireless Sensor Node consists of a sensing unit, a processing unit, a communication unit and a power unit, that is used for sensing there data, processing of the collected data and communicating with other connected nodes in the WSN, as shown in Figure 1. These nodes after deployment form the network to monitor the specific region of interest.

![Figure 1. The Typical Architecture of Wireless Sensor Node.](image)

Processor.
The processor performs tasks, processes data and controls the functionality of other components in the sensor node.

Transceiver.
The functionality of both transmitter and receiver are combined into a single device known as transceivers. The operation transmitting, receives, idle, and sleep. The idle state is when the transceiver is neither transmitting nor receiving, and the sleep mode is when it is turned off. The receive and idle states may require as much energy as transmitting, while the sleep state requires the less energy. Thus, it is better to completely shut down the transceiver rather than leave it in the idle mode when it is not transmitting or receiving.

External Memory.
Two categories of memory based on the purpose of storage are: user memory used for storing application related or personal data, and program memory used for programming the device. Program memory also contain identification data of the device if present.

Power Source.
The sensor node consumes power for sensing, communicating and data processing. More energy is required for data communication than any other process. Batteries, both rechargeable and non-rechargeable, are the main source of power supply for sensor nodes.

Sensors.
Sensors are hardware devices that produce a measurable response to a change in a physical condition like temperature or pressure. Sensors measure physical data of the parameter to be monitored. The continual analog signal produced by the sensors is digitized by an analog-to-digital converter and sent to controllers for further processing. A sensor node should be small in size, consume extremely low energy, operate in high volume, be autonomous and operate unattended, and be adaptive to the environment. As wireless sensor nodes are typically very small electronic devices, they can only be equipped with a limited power source.

3. Characteristics and Constraints of WSN

Some of the unique characteristics and constraints of WSN include:

- The sensor nodes are densely deployed in the specific region of interest.
- These nodes after deployment can automatically self-configure into a network.
- The sensor network topology changes frequently.
- The nodes are usually battery powered.
- They are equipped with limited resources.
- They are prone to failures.
- They are application specific.

Fault Tolerance:
Individual nodes are expected to fail with a much higher probability than other types of networks. The network should sustain information dissemination despite failures.

Scalability:
Number in the order of hundreds or thousands. Protocols should be able to scale to such high degree and take advantage of the high density of such networks.

Self Configurability:
The sensor nodes after deployment should be able to automatically self-configure into a network.

Production Costs:
The cost of a single node must be below.

Hardware Constraints:
A sensor node is comprised of many subunits. All these units combined to gather must consume extremely low power and be contained within a very high node densities.
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4. Coverage Problem of WSN

An important problem addressed in Wireless Sensor
Network is Coverage Problem. It is basically concerned with
a question: How efficiently the specific region of interest is
being covered by the sensor nodes? This problem can be
considered as a decision problem, whose goal is to determine
whether every point in the service area of the sensor network
is covered by at least one sensor node. The cover age concept
is a measure of the quality of service of the sensing function
and is subject to a wide range of interpretation due to a large
variety of sensors and applications. The objective is to have
the region monitored by at least one sensor node.

The Coverage Problem may be broadly classified into the
following main categories:
- Area Coverage Problem where the goal is to monitor a
  specific region or area.
- Target Coverage Problem where the goal is to monitor a
  specific set of targets or points.

In this paper, we will be dealing only with the Target
Coverage Problem which is concerned with the coverage of
specific targets by the sensor nodes. These nodes require
energy for performing the coverage task. Since, the sensor
nodes are usually battery powered; there for judicious
management of energy is an important concern so that
coverage task can be performed for a maximum duration. In
this paper, we propose an algorithm to perform the coverage
task with minimum participation of sensor nodes to cover the
targets, there by consuming minimum energy.

5. Applications of WSN

The original motivation behind the research into WSN was
military application. As the cost for sensor nodes and
communication networks have been reduced, many other
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- National Security
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