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Abstract
One of the most important topics that concern many researchers is how to make information that has a high degree of confidentiality hidden and not accessible except by the people who have the authority to view it, images are one of the most important multimedia that can be used as a cover to include the data, because the image contains how much a huge amount of data that can include confidential information in it, as well as the image is one of the most multimedia that is sent and received thus that the process of messaging with pictures does not arouse suspicion, this research provided a detailed study of a group of articles that used the image as a cover in the inclusion of information Confidentiality, and focus was on the most important domains of strength in each article. Articles were studied from 2013 to 2020 that were published at the containers of Scopes, and Google Scholar.
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1. Introduction

The steganography techniques make use to invisible communication on unsecure channel, by hiding the existence of secret information inside other digital media from a third party so that intruders can't detect the communication[1]. Many types of digital media were used as a cover such as text, image, audio and video [2]. The images were widely used as a cover-up to hide secret information because containing huge data amounts, and altering some bits values don't effect on image perceptibility, although there are some limitations in some types of images, such as images generated using Julia Set[3], the nature and type of images and the steganography techniques play a major role in determining the robust of the steganography system[1]. The secret data may be expressed in different forms[4].
A system in steganography consists of three elements: the secret message, cover media that uses to hides the secret message within it, and the stego-cover that is the cover after embedding the secret information within it [3], as shown in Figure 1. The embedded data in the cover must be imperceptible to the observer[1,3]. This imperceptibility can be indicated by comparing the original image and its counterpart with embedded data to determine if their visual or aural are the same, or can be expressed by mathematical relationships between and the stego cover the original cover[3].

Steganography techniques may be implementing infrequency domain or spatial domain. In the frequency domain techniques, some transformations are used to transform the cover media before hiding the secret message within it. Whereas, in the spatial domain techniques, the secret data embed directly within the cover without any preprocessing[3].

The digital image is 2-dimension array of numbers that represent light intensities at various points, picture elements (called pixels) [5]. Many types of image are available such as binary, gray, color and multispectral images. For example, in RGB color image, each pixel contains 24-bit binary number, 8-bit for each color[5,6].
2. Evaluating the steganography techniques metrics

The researcher proposed a variety of steganography techniques and approaches; each one has its limitations and advantages. A number of metrics have been used to measure and evaluate the efficiency of the proposed techniques and approaches, which most of them focused on amount of effect of hidden data on the cover imperceptibility. Some of these metrics are[7,8]:

1. **Mean Square Error (MSE)**: it uses to measure the distortion in the cover after hiding the data within. Its equation is[5,7]:

   \[ MSE = \frac{1}{R \times C} \sum_{a=1}^{R} \sum_{b=1}^{C} (O_{image}(a, b) - S_{image}(a, b))^2 \]  

   Where \((R, C)\) represents the number of rows and the number of columns of the image, \(O_{image}\) is the original image before hiding the information in it, and \(S_{image}\) is the cover image after hiding the secret data within it.

2. **Peak Signal to Noise Ratio (PSNR)**: it use to measure the quality between the original cover and the stego-cover in the hiding process after the hiding data. The equation (2) is used to calculate the PSNR[5,7].

   \[ PSNR = 10 \times \log_{10} \left( \frac{R^2}{MSE} \right) \]  

   Where \(R\) is the maximum value of the byte, or pixel, for 8-bit it is 255.
3. The signal-to-noise ratio (SNR) is used to quantify how much a signal has been distorted by a noise, the higher SNR ratio shows the less obtrusive the background noise. The equation (3) is used to calculate the SNR metric[7].

\[
SNR = 10 \times \log_{10} \frac{\sum_{i=1}^{n} \sum_{j=1}^{m} o_{image}(a, b)^2}{\sum_{a=1}^{n} \sum_{b=1}^{m} (O_{image}(a, b) - S_{image}(a, b))^2} \quad \text{... (3)}
\]

4. Entropy: It is a statistical measure of randomness amount that presents in the cover. It calculated using equation (4)[7].

\[
Entropy = - \sum_{i=1}^{n} P_i \log P_i \quad \text{... (4)}
\]

5. Normalized cross correlation (NCC): This metric is used to measure the degree of similarity (or dissimilarity) between the original cover and stego cover, equation (5) is used to calculate it[7].

\[
NCC = \frac{\sum_{i=1}^{N} \sum_{j=1}^{M} O_{image}(a, b) S_{image}(a, b)}{\sum_{i=1}^{N} \sum_{j=1}^{M} (O_{image}(a, b))^2} \quad \text{... (5)}
\]

Where \(o_{image}(a, b)\) is the Original cover and \(S_{image}(a, b)\) is the stego cover.

6. Correlation (CORR)

\[
CORR = \frac{\sum_{a} \sum_{b} (o_{image}(a, b) - \overline{o_{image}(a, b)})(s_{image}(a, b) - \overline{s_{image}(a, b)})}{\sqrt{\sum_{a} \sum_{b} (o_{image}(a, b) - \overline{o_{image}(a, b)})^2} \sqrt{\sum_{a} \sum_{b} (s_{image}(a, b) - \overline{s_{image}(a, b)})^2}} \quad \text{... (6)}
\]

Where \(o_{image}(a, b)\) is the original image data average, \(S_{image}(a, b)\) is the average of image data after hiding process[9].

7. Q – factor: it measure the number of changed cover bits as a result of hiding process taking in the account the total number of secret data that will be hidden in the cover media, equation (7) is used to find it[7].

\[
Q – factor = \frac{\text{number of changing in cover bits}}{\text{number of secret text bits}} \quad \text{... (7)}
\]

Where the Q-factor has small, difference between original and stego cover is small, best efficient of the steganography algorithm where the values of the Q-factor = 0.
8. K-factor: it uses to measure the effecting of changing cover bits on the quality of the original cover depending on bits locations within their bytes. The k-factor can be calculated using equation (8)[7].

\[ k - \text{factor} = \frac{\sum_{i=1}^{n} wb_i}{\text{Total size of secret data (in bits)}} \quad \ldots (8) \]

Where n is the number of changed bits in the stego cover through hiding process, wb is the weight of the changed bit in bytes of stego cover.

The value of k-factor is minimum where its value is zero. whereas the maximum its value for each location in the byte is \((n*2^L)/m\). L is the number of changed bit within the cover, m is the number of secret text bits and n is the location of changed bit within the byte, \(0 \leq L \leq 7\)[7].

4. Critical Analysis

| Ref. | Type of image | Domain | Color spaces | Num. layer used | Used (AI) algorithm | Secret massage | Advantage | Disadvantage |
|------|---------------|--------|--------------|-----------------|-------------------|----------------|-----------|--------------|
| [1]  | Color         | Spatial | HSV          | One             | No                | Text           | Its dependence on a color layer is difficult to hide, and its dependence on a method not widely used | The amount of data that can be hidden is small |
| [2][4] | Color         | Spatial | RGB          | Three           | Yes               | Text           | The use of AI algorithms | Upon arriving at the required |
| [23] |               |        |              |                 |                   |                |                        |                          |
| Reference | Methodology | Spatial | RGB | Image Processing | User Input | Description |
|-----------|-------------|---------|-----|-----------------|------------|-------------|
| [26]      |             |         |     |                 |            | in choosing a user's pixel for concealment means randomly generated high scores to hide information. |
| [6][15]   |             | color   | Spatial | RGB | Three | No | Text | pixel, the confidential data will be revealed for its dependence on the LSB algorithm. |
| [18][36]  |             |         |       |                 |            | Relying on the least significant bit in secreting. |
| [39][40]  |             |         |       |                 |            | The method depends on the nature of the image, because the embedding depends on the attribute of cover image. |
| [41][46]  |             |         |       |                 |            | Reliance on conversion parameters gives strength to counting the discovery of hidden places. |
| [51]      |             |         |       |                 |            | Places that can be used for concealment will be few. |
| [9][10]   |             |         |       |                 |            | Using more than one bit per pixel means that you can. |
| [35][42]  |             |         |       |                 |            | Using a widely known method, which is. |
| [12]  | color | Spatial | RGB | Three | No   | image | hide a large number of data | dependence on a LSB method |
|-------|-------|---------|-----|-------|------|-------|-----------------------------|-----------------------------|
| [13][33] | Gray, color | Spatial | Gray.RGB,RG B | One,Three | No   | Image,Text,Text | The use of AES encryption method makes it difficult to know the meaning of the hidden text after its discovery |
| [37]  | color | Spatial | RGB | One,Three | No   | Text | Use two locations per pixel, which increases places that can be used to hide data | Using a widely known method, which is dependence on a LSB method |
| [14]  | Color | Spatial | RGB | One | No   | Text | The use of a color scheme other than the known system of the image | Using a widely known method, which is dependence on a LSB |
| [16][34] | Color | Spatial | RGB | Three | No   | Text,Text,Image | Dependence on some digital image processing techniques | Using a widely known method, which is dependence |

| [38][54] | Color | Spatial | RGB | Three | No   | Text,Text,Image | Dependence on some digital image processing techniques | Using a widely known method, which is dependence |
| No  | Color | Spatial | Transformation | LSB | Text |
|-----|-------|---------|----------------|-----|------|
| 1   | Color | Spatial | YUV,YIQ        | Two | No   |
|     |       |         |                |     | Text |
|     | [17],[22] |       | Use a color scheme other than the original image color scheme |
| 2   | Color | Spatial | RGB            | Three | No |
|     |       |         |                |     | image |
|     | [19] |       | Convert the image to be hidden to grayscale to reduce the number of bits |
| 3   | Gray  | Spatial | Gray           | One  | No   |
|     |       |         |                |     | Text |
|     | [20] |       | Depend on a method, rely on hiding the secret message bits with the cover bits, so there will be no change to the cover image |
| 4   | Color | Spatial | RGB            | Three | No |
|     |       |         |                |     | image |
|     | [21] |       | Use XoR twice with the red and using a widely known method |

To increase the efficiency of information hiding on a LSB.
| Reference | Color | Spatial | Type | No. | Medium | Methodology |
|-----------|-------|---------|------|-----|--------|-------------|
| [25]      | Color | Spatial | RGB  | Three | No     | Text        |
|           |       |         |      |       |        | green layer bits and use the blue layer to hide |
|           |       |         |      |       |        | method, which is dependence on a LSB |
| [27]      | Color | Spatial | RGB  | Three | No     | Audio      |
|           |       |         |      |       |        | Hide is not in consecutive pixels |
|           |       |         |      |       |        | Using a widely known method, which is dependence on a LSB |
| [28][47] | Color | Spatial | Color| Three | No     | Image, Text |
|           |       |         |      |       |        | Bits with the highest influence on Pascal were used in the inclusion process |
|           |       |         |      |       |        | If there is too much inclusion data, this will affect the cover and reveal it |
| [50]      | Gray  | Spatial | Gray | One  | No     | Text       |
|           |       |         |      |       |        | The embedding process depends on the Mosaic Image configuration |
|           |       |         |      |       |        | Re-hidden data is a complex process |
| [31] | Color | Spatial | RGB | Three | No | Text |
|------|-------|---------|-----|-------|----|------|
|      |       |         |     |       |    | It distributes the secret text to the three color layers thus increasing the area of the cover that can be used to hide |
|      |       |         |     |       |    | Using a widely known method, which is dependence on a LSB |

| [32] | Gray | Spatial | Gray | One  | No | Audio |
|------|------|---------|------|------|----|-------|
|      |      |         |      |      |    | It depends on some features of low impact fingerprint images |
|      |      |         |      |      |    | Big data cannot be hidden |

| [50] | Gray | Spatial | Gray | One  | No | Text |
|------|------|---------|------|------|----|------|
|      |      |         |      |      |    | Relying on the function of random number generation in choosing the locations of pixels that are hidden |
|      |      |         |      |      |    | Using a widely known method, which is dependence on a LSB |

5. Result And Conclusion

After studying the articles that have been analyzed in detail, the following is adopted for us, as shown in Figure 1-7.
Figure (1): Measurement criteria

Figure (2): Color spaces of cover image

Figure (3): Using AI algorithm
Figure (4): number of layers used as a cover in color space

Figure (5): type of secret information

Figure (6): type of cover image
Through Table (1) and Figures (1-7), it turns out that relying on the color image as a cover is more used than using other types (white and black, the image with a grayscale) because the amount of information that contains the color image is more than the information provided by other types. And the black and white image is considered one of the least used types of cover as a cover, because any change in this image can be clear and the number of data represented by this type of image is few, in addition to that it is clear that the dependence on the color image of type (RGB), as well as it becomes clear that the dependence on the three layers of colors is the most used to increase the information that confidential data can be included in it, as well as it turns out that the most used criteria in measurement is (psnr) because it is considered one of the criteria that clearly gives the amount of change that got the image cover, in addition to that it is clear that dependence on artificial intelligence algorithms is few, but most often, encryption algorithms are used for the data to be included, but the most types of confidential data that can be included are texts because the size of the texts is less than the size of the sound or image, therefore, the smaller the size of the confidential data, the more secret the inclusion process.
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