Improvement of "Text Steganography Based on Unicode of Characters in Multilingual" by Custom Font with Special Properties
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Abstract. Since computer utilization is expanding, for both social and trade ranges, secure communications through channels got to be an exceptionally critical issue. Information hiding away could be a strategy to get a secure communication medium and securing the data amid transmission. Text documents have very less redundant information as compared to the images and audio, therefore, text steganography is most challenging. This paper aims to improve "text steganography based on Unicode of characters in multilingual" by design new font with special properties for purposes of hiding data. Furthermore, this method based on making the same glyphs for the multiple codes, the Set of High-Frequency Letters called SHFL in the English language was chosen for the embedding process. The hiding method replaces the code of English symbol with other code that has the same glyph exactly. Two bits are hidden at once, utilizing glyph1 for hiding 00 and utilizing glyph2, glyph3, and glyph4 for hiding 01, 10, and 11. The improvement increases the steganography capacity, transparency and improves the security and robustness of the text stego file.
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1. Introduction
Information security has found particular importance nowadays, because the new development of communication and computers, information is became easily available for anyone over the world. The require for security has ended up exceptionally fundamental. Data hiding away may be a common condition including different sub-disciplines within the data security field. Cryptography, steganography and watermarking are three main methods of information hiding[1].

Steganography is the art of hiding communication; a steganographic system thus hides a secret message within another message without getting any doubt of others so that its educated beneficiary can
as it identified the interior data. Though steganography respects the foremost well-known sub-disciplines of information hiding [2,3].

The steganography process involve of Carrier (cover medium), Secret data, stego-key, and stego medium. In the cover medium embeds the secret information to form the stego medium.

Stego medium = carrier + secret data + stego-key

In this context, the carrier (cover medium) is the file in which we will embed the embedded data, which may also be encrypted using the stego_key. The resultant file is the stego_medium (which will, of course, be the same type of file as the cover medium). Steganography not to change the structure of the secret message just embeds it inside a carrier.

Steganography can be arranged in many ways. Such as, according to carrier file type can be classified as text, image, audio, movie, video, or protocol file used to embed secret data [4,5,6]. According to the kind of the key that used to hide information: pure Steganography, secret key steganography, and public-key steganography. Also, based on embedding method, there are three techniques used to protect information in a cover object: insertion-based, substitution-based, and generation-based techniques [7,5].

Text Steganography is believed to be the complicated due to the lack of redundant data in a text file as compared with an image or an audio file [8].

Capacity, transparency, security and robustness are the four key aspects affecting steganography and its usefulness. The four important aspects are not independent, but should instead be seen as competing destinations, which can be balanced when designing a scheme. The capacity denotes the amount of data that can be hidden in the carrier file. Transparency refers to the measure of distortion in the carrier. Security related to the ability of an eavesdropper to figure the hidden information easily. Whereas, the robustness is the measure of the capability of an algorithm to retain the data embedded in the host file.

The aims of this paper are improve of text steganography based on Unicode of characters in multilingual by design new font with special properties for purposes hiding data. Furthermore, this method based on making same glyph for the multiple codes. The improvement increases the steganographic capacity, transparency and improve the security and robustness of the text stego file which will be explained in details. The contributions of this paper are:

1. Design new font with special properties for hiding purposes.
2. Increase capacity and transparency of hidden data by making same glyph for the multiple codes.
3. Design an algorithm to hide data in English document text based on custom font
4. Evaluate the resistance of the proposed method against stegonalysis attacks(visual, structural, and statistical attacks).

The organization of the paper as follows: literature survey in section 2, proposed method is presented in section 3,While section 4 presents results and discussion. Section 5 demonstrates the conclusion and the future work.

2. Related works
In this paper, we shed light on the various methods used in text steganography were published between the year 2013 to 2019. A steganography system should fulfil diverse necessities such as transparency, capacity, security, and robustness. However, Many methods are available in the following section for expanding payload capacity, enhancing security, maintaining transparency and robustness.

As an instance, Bhaya et al. [9] have proposed a new technique called it (SEFT). This technique is objective to achieve the security of hidden messages in stego-text base on the similarities of English fonts type. The hiding method implemented by altering the font type to a new. The secret message was encoded and hidden as similar fonts in capital letters of the cover media. The technique provides very high capacity(number of Capital Letters in the cover document). Besides, the perceptual transparency based on the similarity of font types which it has good. However, the increase in size ratio was about 0.766%.
Ivan Stojanov [10], proposed a method for hiding data called as Property coding belongs to format based methods of text steganography in a Ms-Word files. It is that uses some text formatting that are invisible to the human eye. Property coding exploits the properties of the different document object like characters scale or character underline, Paragraphs border and senfources border for embedding data. The approach satisfies higher capacity and transparency. However, it has low robustness, and also it introduces slight overhead on file size about (1%) according to experimental results.

Besides, For having the better visual quality of stego-text, it takes care of the point at the end of the senfources area for embedding data. Ardakani, Latif, and Mirzaie [11] used one bit to hide secret data in each dot by changing the font. The main stages are point recognize and modify its font according to secure information. So in this way, the method offers transparency 100 percent, and it is not increasing in the volume of stego-text. Moreover, in all languages can be used and it can have resistant against of attacks such as resize text, change of text color, font style, insert a word or phrase in the text. The drawback of this method, it has not resistant against attacks by changing the font, copying, and cutting and it has a small amount capacity.

Muhammad Aman et. al. [12] proposed a new hybrid method combining Unispach [13] and Zero-Width Characters [14] approaches based on format-based open-spaces. The proposed method outdo the drawbacks of existing methods, such as high hidden capacity by using lose-less compression algorithm and hiding 4 bits per space by any version of MS Word file as a stego carrier. As well as, improved the robustness by multi-layers of security and SHA-1 algorithm. They ensure in their novel method that it is the best suitable for large messages.

In this research, we attempted to improve the text steganography method that based on Unicode of characters in Multilingual [15]. This method suffer from increasing of stego-file because the embedding of Unicode characters which have 2-bytes, also there are some conditions to replacement the original glyphs with new one.

3. Methodology
The Unicode was used in many application, such as ancient text [16,17], font design [18], cryptography [19,20], and in information hiding [12,13,14,15,21].

The proposed method depends on [15] which is a new English text steganography method presented using the Unicode of multilingual characters. This method depends on a good appearance of specific characters in other languages, with different codes and different glyphs. Because of the glyphs of them dissimilar to original English scripts, just 13 characters were chosen for hiding process based on the following criteria: (Located in Plane 0, similar to the original text, and supported by standard fonts).

In this paper, new improvements were made to the mechanism of proposed text steganography scheme explained in Fig.1 as shown below. Firstly, a secret message converts to binary bit, after that it will be covered up by two carriers cover text and font file by applying the embedding algorithm to produce a stego-text and font file. The stego-text and font file will be transmitted over an insecure communication channel to the receiver. In other side, the extracting algorithm implements by open stego text file and convert the binary bits to get secret message. The methodology phases of the proposed work explained in the followed subsections.
Figure 1. The proposed text steganography

Based on design font (by font creator program) with special properties the hiding purposes overcomes some drawbacks in proposed method of [15] which will be listed and illustrated in details by the subsections below.

Now, how the font file was produced with special properties? what is the hiding algorithm? and What is the extraction algorithm? All answers of these questions will be explained in the following subsections:

3.1. Font file production with special properties
The text displayed on the screen by Fonts. Font production needs to understand the process in that a series of characters typed are transformed into a series of glyphs displayed on the screen. One important issue is that for each character there is own code and glyph.

Many research was explained the steps of font file production[17,18] which are summarized in the following:

Step1: Determine the glyphs of Basic Latin symbols. The term "glyph" can be defined as an element of writing. The glyph of letters can be created using (Font Creator) program, This step (design of font) involves all glyphs of Latin symbols. The Latin symbols located in Plane0 started from U0000-U00FF. There are two blocks of controls and Latin Letters but the first block was chosen (which take one byte only) in hiding process: C0 Controls and Basic Latin, this block contains all symbols which is exactly the ASCII code. To visually read off character codes of characters from the table, first identify the row index (hexadecimal number) in which the character occurs, and then append the column index as the least significant digit to the number. Example: The code for the character ’a’ (LATIN SMALL LETTER A) is 0x61, or Unicode U+0061. See Fig. 2.

Step2: The English letter frequency is the main feature that used for hiding amounts of secret bits inside the cover text, thereby increasing the payload capacity of the stego-text radically. So the Set of High-Frequency Letters called SHFL in the English language was determined to use it in hiding process. Assumed four high-frequency characters in the English language as illustrated in Fig. 3.
Step3: Include four similar glyphs for each SHFL with different codes in custom font. The properties of the custom font are summarized as follows:

- Involves all glyphs of Latin symbols that started from U0000-U00FF but replacing some symbols in the C0 Controls and Basic Latin Block by the letters of SHFL, in another word, change the glyphs of some symbols in the block to glyphs of SHFL, see Fig. 4 and Table 1.
- Each SHFL in custom font has one byte only.

Step4: Test and install the custom font.

Figure 2. The C0 Controls and Basic Latin Block

Figure 3. The English Letters Frequency

Figure 4. The C0 Controls and Basic Latin Block after replacement in new font
As a result, the designed font has four similar glyphs of each letter in the SHFL. The hiding method replaces the code of English symbol with other code that has the same glyph exactly. Two bits are embedded at one time, using glyph1 (ASCII code in range 0x61-0x7A ) for embedding 00 and using glyph2, glyph3, and glyph4 for embedding 01, 10, and 11.

### 3.2. Hiding Algorithm

Hiding (Embedding) algorithm based on the frequency feature of English letters called the Set of High-Frequency Letters (SHFL) which contains four high-frequency letters, SHFL= \{e, t, a, o\}. As the proposed method in [15], this method work by scan cover document to find appearance of SHFL, then check up the capacity of hiding (enough or not). The secret message converted to binary, then can be hidden two bits at one time.

### Table 1. Selected letters in SHFL for hiding process

| Letters | ASCII code | Unicode  |
|---------|------------|----------|
| S=00    | 0065       | 0023     |
| S=01    | 0074       | 003C     |
| S=10    | 0061       | 005B     |
| S=11    | 006F       | 007B     |
| e       | 0065       | 0023     |
| t       | 0074       | 003C     |
| a       | 0061       | 005B     |
| o       | 006F       | 007B     |

As a result, the designed font has four similar glyphs of each letter in the SHFL. The hiding method replaces the code of English symbol with other code that has the same glyph exactly. Two bits are embedded at one time, using glyph1 (ASCII code in range 0x61-0x7A ) for embedding 00 and using glyph2, glyph3, and glyph4 for embedding 01, 10, and 11.

### Example

Let the secret message S = "happy", while the text file T explained in Fig. 5. The bold letters in red color represent the four high-frequency letters, SHFL that embedding message in them.

Communicators and marketers can now adopt a personalized approach to their work, ideally one based on behavioral science. But the execution lags behind the science while the claims of some marketers as to what personality marketing can do far exceed it. Moreover, public controversies like the Facebook and Cambridge Analytica story threaten personality marketing’s potential before it has really matured.

**Figure 5.** Text file T or cover document
For each character, get the binary form of the hexadecimal code, see Table 2:

| Secret Message S | h a p p y |
|------------------|---------|
| Hexadecimal      | 0068 0061 0070 0070 0079 |
| Binary           | 01 10 10 00 01 10 00 01 01 11 00 00 01 11 00 00 01 11 10 01 |

Now, scan cover document T to find appearance of SHFL, note that the first appearance is the letter: o, then, for each two bits of S check up if they 00, 01, 10, or 11 based on Table 1. See the first six symbols from SHFL in the cover document T, see Table 3.

| Cover document T | o a t o a a .... |
|------------------|----------------|
| Code before hiding | 006F 0061 0074 006F 0061 0061 .... |
| S in Binary      | 01 10 10 00 01 10 |
| Code after hiding| 007B 005D 003D 006F 005B 005D .... |

3.3. Extracting Algorithm

The extracting algorithm implements by open stego text file and convert the binary bits to get secret message. Firstly, scan stego file SF to find SHFL characters, then check up the code of current character if it in C0 Controls and Basic Latin range(U+0000- U+007F) then secret message S = 00, else the S= 01, 10, or 11 based on Table 1. Note that the first 2-bytes denoted to length of S. Extracting steps explained in the following algorithm:

```
Extracting algorithm
Input: Stego file SF
Output: Secret message S.
1. Open stego file(SF).
2. Extract the length of S in first 2-bytes.
3. Scan SF file to find SHFL characters,
4. Check up the code of current character:
   - if code in range(0x61-0x7A) then S=00
   - else S=01, or 10, or 11 based on Table 1.
5. Return secret message S
```

To extract the secret message in previous example, see Table 4:

| Stego file SF | o a t o a a .... |
|---------------|----------------|
| Code of SHFL in SF | 007B 005D 003D 006F 005B 005D .... |
| Check up in range(0x61-0x7A ) | No No No Yes No No .... |
| S in binary | 01 10 10 00 01 10 ... |
4. Experimental results and discussion

The improvements were made in the proposed method hiding data in text files and evaluated by determining some important parameters.

All experiments were implemented to evaluate the improved method and original method in [15]. We used *(The Lost Girl, by D. H. Lawrence)* with the first chapter for evaluation. The files are downloaded from The University of Adelaide Library [22].

Many important parameters were considered in this paper such as:

- **Capacity**, includes an amount of data that can be hidden in the cover object. Table 2 explains the capacities of improved method and original.

- **Size Increasing Ratio (SIR)** in file size is computed as follows:
  \[ \text{SIR} = \frac{(\text{stego doc. size} – \text{cover doc. size})}{\text{size of cover doc.}} \times 100\% \quad … (1) \]

- **Invisibility**: is depends on the properties of the human visual system. The if human is unable to distinguish between carriers and stego file, then the embedded information is imperceptible.

The results of embedding different size of secret messages are illustrated in Table 5.

### Table 5. Results of embedding different size of secret messages

| Methods   | Size of Messages (Bytes) | # of selected Letters in Cover | Capacity Max.# of bits | Size of Cover (Bytes) | Size of Stego (Bytes) | SIR % |
|-----------|--------------------------|-------------------------------|------------------------|-----------------------|-----------------------|-------|
| Improved  | 235                      | 13087                         | 26174                  | 46872                 | 46872                 | 0     |
|           | 396                      |                               |                       |                       |                       |       |
|           | 658                      |                               |                       |                       |                       |       |
| Original  | 235                      | 3376                          | 6752                   | 46872                 | 623,748               | 30.9  |
|           | 396                      |                               |                       |                       |                       |       |
|           | 658                      |                               |                       |                       | 715,774               | 50    |

Figures 6 (a and b) show the cover document and stego document.

**Figure 6**: a: Cover document for improved method, b: Stego document for improved method

Now, we will discuss the following parameters for improved and original methods based on the above experiments:

1. **Capacity**:
   - Improved method: depends on most frequency characters SHFL in lower case, so the capacity of this method is very high as well as in each character can be hide 2 bits. See Table 5.
   - Original (Multilingual): method depends on on selected characters frequency, also the capacity is very high but it is low compared to improved method, because most selected characters in
2.Size Increasing Ratio (SIR):
- Improved method: no any increasing ratio because the custom font replace characters in one byte with the another in the same size, so the cover document and stego document in the same size. See Figure 4, Table 5.
- Original (Multilingual) method: there is increasing ratio about 11.1 in stego document[15] because the replacement of characters in one byte with the another in 2 bytes.

3. Invisibility:
- Improved method: this method has a good perceptual transparency based on custom font which designed to make multi glyphs with different codes to each letter in SHFL. So the cover document as the same as stego document.
- Original (Multilingual) method: also has a good perceptual transparency because the glyphs of selected characters are more similar and suitable to glyphs of original script. Therefore the stego text is similar to the cover text.

5. Conclusion and future work
This paper introduced some improvements on txt steganography method that based on Unicode of characters in Multilingual[15]. The improvements based on custom font with special properties that focused on the main goals of steganography (capacity, size increasing ratio, perceptual transparency). These improvements are summarized below:

- Improvement in capacity: the new method depends on most frequency characters SHFL in lower case, for each letter, two bits can be hidden which outperform the original method in terms of capacity.
- Improvements in SIR: Improved method: because the custom font replace characters in one byte with the another in the same size (one byte with one byte), that mean making same glyph for the multiple codes so the cover document and stego document is similar in size.
- Improvements in perceptual transparency: because the custom font has same glyph for the multiple codes, then the glyphs in cover and stego documents are the same.
- Because the stego document will not lost during digital copy-past operation, which means that preserve hidden information. Then, the information hidden in script remains intact during these operations.
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