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Abstract

Routing is the most widely seen in many wireless sensor network (WSN) applications. Some networks work routinely on single path and this is limited. Many issues are identified in routing in WSN such as traffic, malicious nodes, etc. In this paper, the new enhanced threshold-based policy (BP-T) and a heuristic policy, which seriously controls traffic bifurcations at overlay focused. This will reduce the traffic and find the optimal with multiple routing can be identified. Results show the performance of the proposed system.
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I. Introduction

Optimal Routing Design gives the gadgets and procedures, learned through significant lots of contribution with network plan and association, to make a broad scale or versatile IP routed orchestrate. Dynamic backpressure is known to be an optimal routing policy [III, VII] Backpressure routing is a count for continuously controlling traffic over a multi-hop network out by using stop up edges anyway. BP routing protocol is the tree-based in WSN which are having a greater number of attack chances. Some of the attacks are if the compromised node takes data packets from the other nodes this may cause the DOS attacks by losing all the data packets at every node and transfer the data selectively [I, V]. From figure 1, it is explained that the red colour nodes denote the normal nodes and white nodes are called as malicious nodes. The routing in this network passes from the red nodes that calculate the routing based on the node behaviour and distance of every node and transfer the data from source to destination. The ABP routing is the dynamic routing that identifies the misbehaviour nodes that presents the integration techniques.
II. Literature Survey

In this section, various routing algorithms are discussed according to the advantages and dis-advantages. The routing algorithm is the set of instructions that perform operations to reduce the traffic and improve the performance between the nodes [II]. When the packet starts transferring from source to destination multiple routes are available for the nodes for efficient transfer. The routing algorithm helps the nodes to transfer the data from source to destination. Finding the best path from the multiple paths is also the task for the nodes. In WSN, flooding is the most important method for packet transfer. When the node starts receiving the packets, the routers send the packets continuously this will create more loading to the nodes because of the duplicates. Various schemes and techniques are introduced in WSN and also the WSN. With the security techniques data privacy, integrity, access control, authentication, and non-repudiation. In WSN various types of nodes are available such as compromise nodes, malicious nodes, selfish nodes and attacker nodes, etc. Various soft security-based schemes are addressed various challenges in many applications. All the attacks in the network are detected by monitoring the behaviour of the nodes such as anomalies to get better results. With this technique, all the bad neighbours easily find out and another routing which can achieve genuine communication in the network with less usage of resources. Shortest path is one of the important tasks in WSN routing. Many algorithms work on the shortest path [IV, VI, IX]. Finding the shortest path becomes more vital in WSN. Many Algorithms are showing their performance.

Common shortest path algorithms :
- Dijkstra's algorithm
- Bellman Ford algorithm
- Floyd Warshall algorithm

Open Shortest Path First (OSPF) :
OSPF is one of the shortest path algorithms that will reduce traffic and improves the packet transfer rate. But due to lack of consistency, over time becomes more issue for this algorithm and also this will not work under various types of networks.

Fig. 1 Nodes in the Network.
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Drawbacks:
- More time for data transfer.
- Difficult for dynamic path finding.
- Single path routing.
- Data lose in routing.

III. New Enhanced Threshold-based policy (ABP-T) and a heuristic policy

This algorithm finds the optimal and multiple routing between the nodes. BP-T is the most widely used to controls the traffic between the nodes and maintains the consistency between the nodes. With the heuristic policies the multiple routing is done within the nodes. Figure: 1 show the nodes with network setup. In this network, the source and destination nodes are having the movement and data transfer between the nodes. Four dynamic paths are identified by the proposed policies. For every path the time is parameter to transfer the data based on the BP-T technique.
Fig. 3 ABP Architecture.

Fig. 4 Node setup in Network.
Fig. 5 Dynamic paths.

Advantages:
- Dynamic paths.
- Low time for path finding.
- Multiple paths.
- No data loss.

Table 1. Shows the Time taken for path finding.

| Paths   | Time (Sec) OSPF | Time (Sec) ABP-T |
|---------|-----------------|------------------|
| Path-1  | 7.67            | 4.76             |
| Path-2  | 8.45            | 3.54             |
| Path-3  | 9.34            | 2.45             |
| Path-4  | 6.56            | 3.65             |

Fig. 6 Performance of OSPF and ABPT.
IV. Conclusion

In this paper, the new algorithm finds the optimal and multiple routing between the nodes. BP-T is the most widely used to controls the traffic between the nodes and maintains the consistency between the nodes. This model works in many heterogeneous networks. Various parameters such as time and multiple paths are identified with better results with the proposed system.
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