A comparative study on efficient cloud security, services, simulators, load balancing, resource scheduling and storage mechanisms
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Abstract. There are applications in software that can process the user or customer records in hospitals, education sector, government sector, social media and mail communication, etc., which require accessing a single or set of records in a database consisting of millions of records. A basic requirement of those applications is that, the need to access a few data required in a secured manner from the data sets which are very large but simple in structure. Cloud computing provides the computing requirements for these kinds of the new generation of applications involving very large data sets that cannot possibly be handled efficiently without understanding the available cloud computing infrastructures. The objective is to find the cloud security, services, simulators, load balancing, resource scheduling and storage mechanisms which can best suite the need of the cloud environment chosen in an efficient way. This survey would act as a catalyst for the design of cloud environment over the very large data set in the future.
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1 Introduction

Systematic data plays a major role in minimizing the human effects for calculation, analysis, ranking, sharing emotions, future prediction, purchasing, billing, etc. In a broad classification, there are two challenges in handling these data, (i) The data size and type variation and (ii) The accessibility of data. Different data sizes have happened in network and storage areas because data creation starts from simple tweets to massive video storage clouds like YouTube. Usage of different office packages, video, and audio capture for day-to-day life leads to data type variation besides data generated by smart devices used by the people today. The customers, users, viewers, and administrative persons need to access the required data anywhere and anytime, when it is required. This is the reason for the initialization of great technological advancement in the name of cloud computing. This technical advancement plays a major role in commercial marketing, logical analysis, and individual user communications like mail, Facebook, etc. In the year of 2015, big data starts to have its great exponential growth because of social media, using smart sensor-based electronic devices, medical science, financial sectors, and telecommunication industries [29]. In the year 2015 alone 5,000,000,000,000,000,000 bytes are accumulated in storage and this is the massive growth while comparing previous data storage consideration. There is a sure problem based on increasing data size exponentially and it needs to be addressed with a clear
solution. The researchers had their view on the aspects of (i) Compressing data size, (ii) Efficient data retrieving algorithm and (iii) Selection of files to delete from storage.

2 Literature Survey

Every popular cloud had its service engine to do the job [8]. The cloud service provides the space and software support that is required to store and handle the client's data in the cloud. Amazon had Amazon Web Services (AWS) which allows any company to save the information and to run its software on Amazon's server. The computation or process is the major task of the system and because of its complex nature, it takes more energy to do the job [9, 41]. This computation can also be done on the server to reduce the burden of the client system. Different cloud simulators will offer the simulation environment to predict the behavior of the virtual machine[30], client request, and data center [10] and major simulator comparison is shown in below table.

Table 1: Cloud Simulators Comparison

| Simulator              | Programming Language | Networking | Availability |
|------------------------|----------------------|------------|--------------|
| CloudSim               | Java                 | Limited    | Open Source  |
| GCD (Green Cloud)      | C++ / OTCL           | Full       | Open Source  |
| Cloud Analyst          | Java                 | Limited    | Open Source  |
| Network Cloud          | Java                 | Full       | Open Source  |
| MDC                    | C++ / Java           | Limited    | Commercial   |

The cloud services also providing a major role in the education sector [11]. In general education institution wants to manage a large amount of data in terms of faculty database and student database. T-broker is the mechanism proposed in the manuscript [23]. It is a trust-aware service brokering system for efficient matching multiple cloud services to satisfy various user requests. Various cloud service providers are offering different services and support. [12] Three major cloud service providers are takers here for a survey.

Table 2: Cloud Service and Supportability Comparison

| S. No. | Features   | Google Drive                                                                 | One Drive                                                                 | DropBox                                                                 |
|--------|------------|------------------------------------------------------------------------------|---------------------------------------------------------------------------|-------------------------------------------------------------------------|
| 1.     | Storage Space | The user can have up to 15GB of free data storage and if required, the user can purchase further storage space. | The user can have up to 7GB of free data storage and if required, the user can purchase further storage space. | As per the user requirement, the user can purchase the storage plan. |
| 2.     | Platform Supported | ios, Android, Mac, Windows.                                                  | ios, Android, Windows, Mac, Windows Phone.                               | ios, Android, Blackberry, Windows, Mac, Linux.                         |
| 3.     | File Size Limit       | It supports file size up to 10 GB.                                           | It gives a file size limit up to 2 GB.                                   | It provides file size Unlimited.                                       |
| 4.     | Supported File Format | It supports Word, Excel, PowerPoint, PDF,                                   | It supports Microsoft Word, Excel, PowerPoint, OneNote’s, photos, and    | It supports photos and Videos.                                         |
While speaking about the cloud, cryptography is one of the very important aspects of it. The cryptography is all about encryption and decryption. If the image is been encrypted, it should be in good quality, so that it can be decrypted in an easier way to get the original. [13] The research proved that the best quality of the image can be obtained with lower Mean Square Error (MSE) and it results in higher Peak Signal to Noise Ratio (PSNR). Here sample images are taken for testing to produce the following output in MATLAB.

Table 3: Image Quality for Various Encryptions

| Size   | MSE     | PSNR   | SC      | MD   | NAE   |
|--------|---------|--------|---------|------|-------|
| 177x177| 350.0429| 22.6896| 1.0828  | 133  | 0.1094|
| 280x210| 432.9834| 21.7661| 0.0412  | 154  | 0.0850|
| 533x400| 740.1536| 19.4376| 0.9925  | 183  | 0.0523|
| 800x600| 284.2120| 23.5944| 1.0439  | 139  | 0.0798|
| 900x720| 405.6102| 22.0497| 0.9897  | 117  | 0.1088|
| 1024x768| 730.4694| 19.4948| 0.9908  | 198  | 0.0626|

In cloud large amount of data's are stored and so security to protect those data's are very much important. Considering the security of cloud storage [19], few come in front, SSL (Secure Socket Layer), Encryption, Intrusion Detection System, Multi-Tenancy based Access Control, etc. The security in the cloud can also be provided without the encryption process [14]. The security is achieved by the internal partitioning of data in cloud servers. When speaking about the encryption process for improving the cloud security, new encryption techniques using ASCII values are specified [15]. The evaluation of big data security through the Hadoop incremental security model is the work done by the author [22] over there. Hadoop, Map Reduce, and No SQL are the major big data technology in recent times. Google’s Fusion Table is also been used to confirm the effectiveness of the research. [21] This manuscript has presented a comparative study on different models in various scenarios to plot a comparison table as below:
Table 4: Comparison of Different Models on Data Security in Cloud

| Scenario        | Trust and Risk | Multi-Domain | MTB-AC       |
|-----------------|----------------|--------------|--------------|
| Confidentiality | Very Good      | High         | High         |
| Integrity       | High           | High         | Very Good    |
| Trust           | High           | High         | Very Good    |
| Risk            | Yes            | No           | No           |

MTBAC – A Mutual Trust-Based Access Control

In the development of the cloud system, a large number of vendors can visit their users in the same platform directing their focus on the software rather than the underlying framework [21, 35]. The Metadata management normally solves the problem of renaming directory [16]. The author proposes the new mechanism for Metadata management for redirecting the directory path.

Figure 1: Block Diagram of Equally Spread Current Execution Process

[20] The manuscript had given the main focus to small networks of a particular system with thousands of nodes. This brings out the requirement for the distribution, analysis of storage over the data in the cloud virtualized access and bringing the web services which are scalable on the wider application of cloud. Load balancing plays a major role in cloud computing to distribute the resources and such an area required effective mechanism [17, 34]. When the number of searches increases then by default the server performance decreases due to overload [18]. This scenario can be handled by a two-layered index structure for query processing. [24] Each algorithm had its advantage and disadvantage. Here, two of the existing algorithms are committed which are throttled and equally spread to form the new hybrid algorithm. It had been proven that this hybrid algorithm is most effective than existing in terms of load balancing.
Online health care system is already been supported by various application in mobile [25] such as Practo – It is used to book an appointment with doctors in the local area, Thyrocare – This is the useful application for thyroid patients and E-Wireless – It is the application used to save details of a particular hospital only. Reducing the processing and storing time in the cloud using Hadoop is the concept here [26]. Hadoop receives its input from scoop and flume. Scoop loads the input from the database to Hadoop and flume loads the input from server files to Hadoop. Two problems are discussed here, storage and processing speed. The storage problem is sorted out by Hadoop and performance problem is sorted out by map reduction algorithm. [27] Finding out emotions and matching it is a huge process.

In cloud, scheduling means the order in which the set of tasks to be executed [28]. In the Cloud computing environment, there is a large number of resources are available but the main challenge is to allocate the tasks in such a way so that resources can be maximum utilized. Here there is one comparison table (Table 2.5) is given below that describes about few resource allocation schemes.

![Figure 2: Master / Slave Architecture](image)

![Figure 3: Various Cloud Security Challenges](image)
Table 5: Comparison table of Resource Allocation in Cloud Environment

| Approaches                                           | Advantages                                                                 | Disadvantages                                      | Parameter |
|------------------------------------------------------|-----------------------------------------------------------------------------|----------------------------------------------------|-----------|
| In the Cloud Computing Environment, an Approach of Genetic Algorithm | can be used in complex objective function, Bigger search space can be handled, and being trapped into local optimal solution can be avoided | Still not well efficient technique.                | Makespan |
| In Load Balancing Ant Colony Optimization, an Approach of Cloud Task Scheduling | The size of the tasks doesn't matter.                                       | Should not contain any precedence between the task. | Makespan |
| In the Cloud Computing Environment, an Approach of Improved GEP Algorithm | Reduce the optimization time and good convergence.                         | Not consider the dynamic multi-objective.          | Completion Time. |
| Enhanced Genetic Algorithm based Task Scheduling in Cloud Computing. | Better task optimization and give high performance.                        | Analysis can be made only by using a limited number of jobs & resources. | Execution time |
| In Environment of Genetic Algorithm and Ant Colony Optimization in Cloud Computing, an Approach of Task Scheduling Algorithm | Improve the searching efficiency of algorithm and reducing the slow convergence. | Become a quite complex technique.                  | Execution time. |

The waste space management in the cloud got introduced strongly in this manuscript [31]. The motive of the researchers here is to do two things,

(i) To perform secure deduplication of encrypted data.
(ii) To perform public integrity auditing of data.

From here on, this process will be called as Split-Way-Approach on Efficient Cloud Storage (SWA-ECS). The SWA-ECS performs with the core of challenge-response protocols based on BLS signature with a homomorphic linear authenticator [32]. The manuscript utilizes an auditor from a third party for performing public audit with the motive of supporting low-powered clients. The SWA-ECS consists of the entities, (i) Client / User, (ii) Cloud Storage Service (CSS) and (iii) Third-Party Auditor (TPA)

Figure 4: SWA-ECS Architecture Diagram
(i) **Client / User**: The client encrypts the data and sends it to the cloud storage. In the way of doing this, the client needs to verify the integrity of the data going to be uploaded. To do this, the client delegates integrity auditing to the TPA. The data integrity needs to be checked because of the accessibility of multiple clients over the cloud storage. There is a possibility of uploading the same file in the cloud from the same user or different user.

(ii) **Cloud Storage Server (CSS)**: It offers storage space for client files. When the file is being uploaded by the client and then the Cloud Storage Server provides the mechanism to do the deduplication process. The CSS uses the PoW protocol to ensure the file is already owned by the client or not. It should also respond with a proof for the request from TPA.

(iii) **Third-Party Auditor (TPA)**: To support data integrity, two schemes PDP and POR had been introduced already. Ateniese et al. [33] introduced PDP for ensuring that the cloud storage providers possess the files without retrieving or downloading the entire data. It is a challenge-response protocol between the verifier (a client or TPA) and the proof provider (it is a cloud). Compared to PDP, POR not only ensures that the cloud servers possess the target files, but also guarantees their full recovery [1]. Since then, several POR schemes [2], [5], [6], and PDP schemes [3], [4], [7] have been proposed. Here TPA will perform integrity auditing on behalf of the client and reduces the burden of the client. It will send the challenge to the CSS to perform an integrity audit (in a periodic manner). The TPA is also assumed to be a model of a semi-trusted one.

### 3 Conclusion

The various mechanisms to handle storage, resource scheduling, load balancing in the cloud with different service providers and simulation tools is been surveyed with the consideration of cloud security, but all those mechanisms may not be suitable on any cloud environment. The proper cloud mechanisms need to be chosen according to the cloud environment made. When thinking about the future provided with the thought of increasing cloud storage over a regular period. Such an increase will cost the customer to pay more, so this study will provide insight in choosing the proper cloud service providers. While considering the cloud storage mechanisms available, there are also few researches are emerging with a technique for deleting the old files from the cloud to free up the memory space but the historical data (valuable data in terms of quality and quantity) are also lost from the future. The SWA-ECS technique is only focusing on removing duplicate or repeating files. It is not focusing on the removing technique of older files after separating it using historic and unwanted data. To overcome this drawback in storage handling mechanism, there should be a mechanism to free up the space filled by older / non-accessed data and also to prevent the historical values of data.
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