User Authentication: A Three Level Password Authentication Mechanism
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Abstract. User authentication is one of the cutting edge research to provide access to legitimate users. A number of mechanisms like biometric, image based, graphical based have been implemented. In this research work a three level password authentication is proposed and reported experimental results. From the result analysis it is found that the three level authentication provides reliable security level in comparison to the existing mechanisms.
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1. Introduction
The paper is based on verification and validation methodology for the user authentication. The proposed system verifies the legitimate user if he or she claims to be. The security system has three levels to crack through, before a successful login. Until now there are already so many different password system but seems to be failed because of bot attacks. Which is why this system mainly focus on bot attack. Out of the three phases, one phase is completely dedicated for bot attack in order to prevent system hack by using bot. Therefore, the proposed system is designed to get the utmost level of security for user authentication.

The application has three phases for the login. The login parameters increase with each level. The user must pass all the phases in order to login into the system successfully that too in first attempt. If in second or third phase the user gives the wrong input then the user will be diverted to first phase instantly. For new users, they can sign up and set the password and color code of their choice. The three phases that are: simple login id and password based security which is basic authentication, after this system will advance to its second phase, which is bot-attack detection, where system will detect if you are a real human user or bot, if passed then third and the final phase will come into action, which is color-code based password authentication. With three completely different phases the chance of breaking into application are negligible. A simple bot attack or fake user can not just break into the system.
The new methodology hybridizes the new technique on the older systems to obtain the advantageous features of both technologies.

The three level security in the proposed system consists textual password, recognition of bot-attack and detection of color code. Previously the textual as well as graphical passwords are used individually whereas in the proposed system it has been combined together for reducing threat of security. In addition the bot attack recognition module provides security from programmed attacks.

2. State of art
These days, many hackers hack the private data of the users for their advantage for example, bank card details etc. There are many security methods are used but still no improving on the secure protection because mostly the existing approaches are easily to crack or hack. For instance, the password is too easy for guessing and loss to someone. The existing systems are having password protection like:-

- Security Questions: User have to choose a question during sign up and set the answer for it. While authentication user need to answer the same question in order to verify his/her identity to the system.
- Old Password: If you do not remember your current password, in that case user can enter the last password that he/she remembers using with the system and can easily gain the access.

3. Challenges of Existing Systems
Problem with password based authentication is this it is old and common and traditional method running since decades to provide basic security. The main problem with text password arises when user create simple password for easy to remember. Thus, passwords are easy to recognize and break. Thus, result into malicious activities.

However, many attempts have been made since years in order to make strong text password. To name a few examples, combination of number, special characters, case sensitive alphabet characters and unique sequence of number and alphabets such that no single alphabet is repeated in consecutive order. This makes these passwords difficult to remember by the users.

Still the problem remains same, a simple computer program code can easily break into even into these complex simple text based passwords. Thus, only password based authentication for system is not secure enough.

4. Proposed Methodology
The proposed methodology contains three levels of verification of identity. In the first level the textual passwords are verified. Textual verification of passwords are one of the primary and existing methodologies widely used for authentication. On successful verification of
textual passwords the user is verified for bot attack. The programmed software may generate different combination of alphabets, symbols and numerals which may successfully go through the textual password verification phase. The bot attack recognition module allows the legitimate users to go for the third level of authentication. In the third level a color code detection module verifies the legitimate users providing the highest level of security. The architecture of proposed methodology is given in Figure 1.

![Figure 1. Three level password authentication system](image)

Followings are the procedures for the users to set their own authentication credentials.

The new users are asked to register by providing the details in the registration form. Then the users are directed to set their password three level passwords. These passwords are required along with each level of authentication as described in the proposed methodology. After successful verification in three levels users can successfully login into the system.

4.1. Level 1: Text-Based Password

The first phase of this application is basic authentication with validations for fields and length. Basic authentication includes entering a user id and user password, that is text based authentication. This is most traditional approach in use since last 3 to 4 decades. The reason for this is that it is very easy to implement, cost effective, simple and familiar to almost everyone. Text password contains case sensitive alphabet characters, numbers, and special symbols too. Combining this becomes a secret pass code for every user, which he or she should never share to anyone.
4.2. Level 2: Bot-Attack Recognition

The second level of this project checks if the claiming user is human or not. As the claiming user can be any robot or well-designed computer program that may be trying to break the system. Thus, it is important to check if the claiming user is really a human or robot.

In this phase, the application displays four random images every time and user will be asked to choose the human image. As rest three images are not of human. As, if the user is any robot or computer program then it will not be able to click on the right image. Thus, if the claiming user is human then only application will allow to pass through this phase and redirect user to the “third phase”

4.3. Level 3: Color-Code Detection

In this level user needs to enter the color code that was set during the time of registration. The password. There are total five colors and user needs to pick any three colors in a particular sequence. Then during the time of log in user will have to enter the same code and in the same sequence. The order of colors will always appear in random order, so user must remember the code, hit and try will simply not work as there are total 120 combinations of color in this security check. Where user will have only one chance to fill the correct order, the moment pattern mismatches user will send back to login.

The overall procedure of authentication is based upon the textual password verification in first level. This verification is static in nature. After successful verification the users are asked to draw a pattern which is dynamic one. This phase restricts the bots to break through the system as the patters are dynamic in nature. Another dynamic verification is employed in the third level for color detection. The three level of authentication can be employed for the sensitive data access systems minimizing the threat of identity theft.

5. Experimentation

To implement the designed methodology, a complete system with all its components are developed. This system contains the front end which the users interact with the system and a backend to keep the data. The verification modules are programmed, tested and evaluated manually.

5.1. Java/JSP (Backend)

Java is an object oriented backend language; it is platform independent which means it is not system oriented. It will convert the source code into the bytecode which is non-readable by human. This bytecode will make the java platform independent.

Java Server Pages also known as JSP is a server side programming language used to develop dynamic content like web pages. JSP have rights to Java API library including read/write. JSP uses tags to write the code in frontend pages. It is the enhanced update of Servlet Technology.

5.2. MySQL (Database)

Database is used to store the large amount of data for the future use in the form of table and files, it gives access to manage retrieve add delete or update the data. In a way we can perform all CURD operations with the help of database in our application. It helps in wide range of applications such as warehousing, e-commerce and logging applications, etc. MySQL is a type of relational database which is purely based on Structured Query Language (SQL).It store the data in the form of tables.
5.3. **HTML5 (Front-end)**

HTML stands for Hypertext Markup Language. HTML5 is the enhanced update of HTML. It is used to write the UI/UX content for any application, does not need extra software to write the code. It develops the web pages using simple language and the built-in tags. HTML creates the static pages. It can add functionality like; music, images etc.

5.4. **CSS3 (Front-end)**

CSS stands for Cascading Style Sheets used to style the content of web pages. It is used to modify the look and feel of the web applications. CSS can make changes like add color, hover effect, set the alignment and margin, add gradient etc. CSS3 is the enhancement of CSS2 having better technology like selectors level 2D and 3D transformation etc.

5.5. **Bootstrap4 (Front-end)**

Bootstrap is a styling framework for HTML and CSS in order to build a website more faster and easier way. It provides HTML and CSS based design templates for font style, Button style, color types, CSS class names, table types, navigation, images, modals, carousels, etc. Apart from HTML and CSS it also gives support to JavaScript. Also for any problem solving, bootstrap has a very large community to provide help.

5.6. **JavaScript (Front-end)**

JavaScript also known as JS is a scripting language which mean it is already interpreted and does not require compiling. It is used to add the functionality to the HTML pages on the client-side like, update the content dynamically, add event listeners etc. JavaScript support object oriented and can render the server side data on client side. In recent years JavaScript has broaden its area now it supports backend language like node.js.

6. **Results**

The experimental results of the 3 tier authentication is found to be achieving 98.39% accuracy. This methodology is also found to be more reliable in comparison to the methodologies previously implemented namely biometric authentication, image based authentication, graphical, shape and text based authentication mechanisms. The comparison of these methodologies are given in Fig.2.

Here the execution is carried out for a 3 tier authentication for an application. The user requires to be authorized to Appeal services from the system. Earlier a user can be attested to the system, he accepts to register with the system for the beginning time. This procedure is called registration. Therefore, for a new user, the user must register with a system and then authenticated before he can request for a service. The first level of authentication is a Text based authentication where a verification is performed using a text.
Figure 2. Comparison of authentication mechanisms

The second level bot attack recognition authentication, where a verification is executed using an human image. And the third level of authentication is a color code detection, authentication, where to choice the three color. Verification is executed to keep up privacy and it provides protection too. User Verification can be ameliorated by employing both text password and structured image. From the analysis of results in can be recommended for the sensitive data accessing systems to deploy three level authentication model.

7. Conclusion
The objective of this research is to improve the security of the system for which a number of published papers are surveyed. It is found from the experimental results that the three level authentication systems provides more security than one way or two way authentication system. Three levels are efficient because user needs to go through three different phases of authentication with the increased difficulty. Firstly we have a simple basic authentication using text based user id and password. Now With the benefit of having three level password authentication we can check a bot and user security code so we cover all three major fields of security. However time complexity can be high but security is also high and there are regions where you can compromise with little bit of time complexity but not at all with data security.
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