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Abstract—True random number generators (TRNGs) have received extensive research owing to their wide applications in information processing, transmission, and encryption. Recently, TRNGs have also been employed in emerging stochastic/probabilistic computing paradigms. TRNGs can be designed based on, for example, oscillator sampling, noise amplifying, and quantum physical effect with the aid of peripheral postprocessing circuitry. With the rapid development of emerging nanoscale devices, such as resistive devices, spintronic devices, and photonic devices, a rich variety of TRNG prototypes have been proposed in the literature. Very recently, skyrmion has emerged as a promising candidate for implementing TRNGs because of the nanometer size and, more importantly, the intrinsic thermal Brownian motion dynamics. In this article, we propose for the first time a TRNG based on the continuous skyrmion thermal Brownian motion in a confined geometry at room temperature. Random bitstream (with equal probability of ~50% for bits “0” and “1”) can be obtained by periodically detecting the relative position of the skyrmion without the need for any additional activations. Furthermore, we implemented a probability-adjustable TRNG, in which a desired probability for bit “0” and bit “1” can be acquired by adding an anisotropy gradient in the device through the voltage-controlled magnetic anisotropy (VCMA) effect. The behaviors of the proposed skyrmion-based TRNGs were studied by using micromagnetic simulations, and the generated random bitstream was tested by the National Institute of Standards and Technology (NIST) suits. Our results demonstrated that the proposed skyrmion-based TRNGs can achieve good randomness with high frequency (>1 GHz) and energy efficiency (<10 fJ/bit).

Index Terms—Skyrmion, spintronics, thermal Brownian motion, true random number generator (TRNG).

I. INTRODUCTION

INFORMATION security has become one of the most important concerns with the rapid growth of data volume by the emergence of Internet of Things and artificial intelligence. Data encryption using random numbers is an effective way to ensure the security of modern information. Some indispensable mechanisms, such as the key generation and plaintext conversion, require random numbers with good statistical properties and security, which can effectively prevent unauthorized organizations from accessing data during data transfer and storage [1], [2]. Furthermore, emerging computing paradigms, e.g., stochastic/probabilistic computing, rely on true random bitstream for good computing quality [3]–[6].

Two methods are generally used to generate the required random numbers: pseudorandom number generator (PRNG) and true random number generator (TRNG) [7]–[9]. The bit sequence generated by the former has a certain regularity and can be periodically changed when the sequence is long enough, which, however, may increase the predictability of the bit sequence [10]. In contrast, random numbers generated by a TRNG are more secure, and thus are widely used in the cryptography key to protect privacy [11].

Based on the physical source of randomness, a TRNG can be roughly divided into digital TRNG and analog TRNG [12], [13]. The source of the entropy of the digital TRNG is mainly from a pseudorandom noise, such as the frequency of the self-excited oscillator and the metastability of the circuit components [10], [12], [14]. Due to process variations, a digital TRNG faces a serious problem, i.e., bits “0” and “1” in the output sequence are not evenly distributed, leading to a serious probabilistic offset, which makes the postprocessing circuit indispensable. An additional circuitry not only reduces the output data bit rate but also brings additional power and area overhead. In addition, with the continuous downscaling of process technology, leakage current greatly increases, resulting in even more static power consumption. Therefore, digital TRNGs built by CMOS circuits generally suffer from complicated structure, large area, and power consumption.

The entropy source of an analog TRNG is typically from intrinsic thermal noise or photoelectric effect [1], [15], [16]. The stochastic dynamics caused by thermal noise are naturally random and are promising for TRNG designs. Recently,
a rich variety of analog TRNGs have been proposed with the advances of emerging nanoscale devices, such as memristors and magnetic tunnel junctions (MTJs) [7], [14], [17], [18]. However, owing to their hardware structures, complex probability tracking and precise control of the amplitude and duration of the current/voltage activations are required to produce the desired probability (50%), resulting in overhead in hardware area and power consumption. For example, the memristor-based TRNG in [17] requires a pair of SET and RESET current pulses to generate a random bit; the spin-transfer torque MTJ (STT-MTJ)-based TRNG under a certain amplitude of current has inevitable probability deviation [7], [19]. In [7], a parallel structure with multiple MTJs was proposed to generate random numbers, which significantly reduces the probability deviation but increases considerable circuit area and power consumption. Recently, a spin–orbit torque MTJ (SOT-MTJ)-based TRNG has been proposed in [14], but a correction circuit is needed to achieve the probability balance, also resulting in additional area and energy consumption. With the rapid research and development of emerging nanoscale devices, TRNG designs that are more efficient are expected.

Magnetic skyrmion is a particle-like spin configuration with prominent advantages, such as nanoscale size, high motion velocity, and low depinning current density [20]–[26]. These intrinsic features of skyrmion have been studied extensively for racetrack memory both in theories and in experiments [27]–[29]. Moreover, based on the experimental reports, we found that the thermal Brownian motion of the skyrmion is intrinsically random, nonrepeatable, and unpredictable (see Supplementary Material S1 for more details) [20], [30]–[35], making it promising for the TRNG design with small area and low power consumption [36]–[38].

In this article, we propose a TRNG design based on skyrmion by utilizing the thermal noise as the entropy source to produce an unbiased random sequence without requiring additional activation or compensation circuitry. Our proposed TRNG has higher energy efficiency and smaller area than previous designs. Furthermore, we can configure the probability between bits “0” and “1” (probability adjustable) by adding an anisotropy gradient through the voltage-controlled magnetic anisotropy (VCMA) effect to modulate the average stabilized position of the skyrmion [39]–[41]. More specifically, the perpendicular magnetic anisotropy (PMA) gradient drives skyrmion from the position with large PMA to the area with small PMA and the probability of bit “0” or “1” in the random bit sequence will vary accordingly [42]–[44]. Our proposal is validated by micromagnetic simulations using the Mumax3 tool with integrated modules for Brownian motion [45]. The quality of the random numbers generated from our TRNG was tested by the National Institute of Standards and Technology (NIST) suite. Our proposal is validated by micromagnetic simulations using the Mumax3 tool with integrated modules for Brownian motion [45]. The quality of the random numbers generated from our TRNG was tested by the National Institute of Standards and Technology (NIST) suite. Our proposal is validated by micromagnetic simulations using the Mumax3 tool with integrated modules for Brownian motion [45].

### II. RESULTS

#### A. Theoretical Model

The proposed skyrmion-based TRNG appears like a chamber, consisting of a ferromagnetic (FM) layer, a heavy metal (HM) layer, and two MTJs [see Fig. 1(a)]. A skyrmion is nucleated at the center of the FM layer and performs random motion in the chamber under thermal noise [20], [30]–[35]. These two MTJs are used to detect the position of the skyrmion (left-hand side or right-hand side of the chamber) with a differential method by a sensing circuit [46]. Please note that as the MTJ on the top may affect the skyrmion dynamics, other novel methods such as topological Hall resistivity [47], [48], which has no impact on the device, can be used for skyrmion detection without affecting the core idea of this article. The magnetization dynamics of the skyrmion can be modeled by a modified Landau–Lifshitz–Gilbert (LLG) equation

$$\frac{\partial \vec{m}}{\partial t} = -\gamma \vec{m} \times \vec{H}_{\text{eff}} + \alpha\vec{m} \times \frac{\partial \vec{m}}{\partial t}$$

where the effective field $\vec{H}_{\text{eff}}$ includes the demagnetization field ($\vec{H}_{\text{demag}}$), interface PMA field ($\vec{H}_{\text{ani}}$), exchange field ($\vec{H}_{\text{ex}}$), Dzyaloshinskii–Moriya interaction (DMI) field ($\vec{H}_{\text{DMI}}$), and stochastic field ($\vec{H}_{\text{thermal}}$) due to thermal disturbance. Here, $\vec{m}$ is the unit magnetization vector of the region, $\alpha$ is the Gilbert damping constant, and $\gamma$ is the gyromagnetic ratio.

In our simulations, we adopt the following CoPt material parameters [49], [50]: the exchange stiffness $A = 15$ pJ/m, saturation magnetization $M_s = 580$ kA/m, damping constant $\alpha = 0.3$, interface-induced DMI constant $D_{\text{int}} = 3$ mJ/m², and default PMA constant of the FM layer $K_{\text{p}} = 0.8$ MJ/m³. In addition, the default mesh size of 1 nm × 1 nm × 1 nm is used in our simulations. We start with an initial FM state ($m = +e_z$) and apply a 0.2-ns-long current pulse.
(5 × 10^{13} \text{A/m}^2) in the center of the chamber with a diameter of 20 nm to initiate the skyrmion.

In our system, the simulation region is an approximately elliptical chamber consisting of a rectangular region of 101 nm × 74 nm and two semicircular regions with a radius of 37 nm, as shown in Fig. 1(b). Magnetization dynamics of the skyrmion can be strongly influenced by the random thermal fluctuations. In practical situations, the output bits are assigned depending on the differential voltage ΔV (ΔV = V_{\text{left}} − V_{\text{right}}) of the two MTJs, as shown in Fig. 1(c). Specifically, if ΔV is positive, corresponding to the presence of the skyrmion on the left-hand side of the chamber, denote a bit of “0”; otherwise, a bit “1” is indicated, or vice versa.

The skyrmion Brownian motion has been studied in [20] and [30]–[35]. Please note that process variations (in the FM layer, the boundary, and the MTJ detector) as well as material defects/imperfections and so on may disturb the randomness of the skyrmion motion. However, prior experiments have proved that thermal-induced skyrmion Brownian motion is dominant if the quality of the sample can be well controlled [20], [32]. Therefore, in this article, only the thermal-induced skyrmion Brownian motion is considered in the simulation to highlight the core idea of the TRNG design. For a nonconfined 2-D system, the thermal diffusion of a skyrmion can be simply expressed as [31]

\[ \left[ r_x, y(t + t^*) - r_x, y(t) \right]^2 = \left( (\Delta r_x, y) \right)^2 = 4\mathcal{D}_{\text{dc}} t^*. \] (2)

Here, \( r_x, y \) is the position of the skyrmion center (\( x, y \)) and \( t^* \) is the time interval between two selected data points. The left-hand side of the equation expresses the mean-squared displacement (MSD) of a skyrmion. The diffusion constant \( \mathcal{D}_{\text{dc}} \) is established as

\[ \mathcal{D}_{\text{dc}} = k_B T \frac{\alpha D}{\mathcal{G}^2 + (\alpha D)^2} \] (3)

where \( \mathcal{G} \propto 4\pi Q \) is the gyrocoupling strength that is related to the skyrmion topological number \( (Q) \) and \( D \) is the dissipative factor that depends on the skyrmion profile [20], [31]. In the 2-D geometry, \( Q = -1/4\pi \int \mathbf{m} \cdot \left( \frac{\partial \mathbf{m}}{\partial x} \times \frac{\partial \mathbf{m}}{\partial y} \right) dx dy \), where \( \mathbf{m} = M/M_s \) is the reduced magnetization vector and \( M_s \) is the saturation magnetization [20]. Equation (2) indicates that \( \mathcal{D}_{\text{dc}} \) can be evaluated from the linear matching of the MSD as a function of \( t^* \). Meanwhile, (3) reveals a linear dependence of \( \mathcal{D}_{\text{dc}} \) on \( T \). Therefore, we can measure \( \mathcal{D}_{\text{dc}} \) based on the linear fitting of the MSD with respect to \( T \) and \( t^* \). Fig. 2(a) shows that the MSD is linearly related to the time interval \( t^* \) when \( t^* \) is smaller than 2 ns. However, as \( t^* \) increases, the results [see Fig. 2(b)] show that the MSD no longer linearly increases as \( t^* \) increases due to the boundary effect. More specifically, as \( t^* \) increases, the distance of the skyrmion motion increases, while the displacement may decrease as the skyrmion is constrained inside the chamber, which also indicates that the MSD will not grow indefinitely with the increment of time.

In the linear region, it is difficult for a skyrmion to move from one side to the other side at a small interval. Accordingly, a fairly long continuous bit “0” or “1” will appear in the sequence and its randomness will be very poor. In the nonlinear region, a small MSD may represent a large moving distance, i.e., the skyrmion may move from one side of the chamber to the other and then move back and forth repeatedly (see Supplementary Material S2).

Similarly, Fig. 3(a) displays that the MSD is also linearly dependent on the temperature in the case of small \( t^* \), which is consistent with (3). Here, the thermal effect induced by temperature plays a dominant role on the displacement of the skyrmion. In contrast, the boundary effect has a greater impact on the skyrmion if \( t^* \) is larger than 3 ns, leading to the nonlinearity [see Fig. 3(b)]. To obtain an output sequence with good randomness, a relatively large MSD is necessary. Furthermore, the interval will affect the randomness. If the interval between two observations is long enough, the randomness caused by thermal disturbance will make the generated random numbers independent of each other. In our simulations, we find that the average distance of the skyrmion motion in every 20 ps is about 1.4 nm by focusing in the \( x \)-axis direction. Correspondingly, the distance of the skyrmion motion in 10 ns is about 700 nm. The maximum displacement of the skyrmion in the chamber is about 120 nm [see Fig. 4(a)] in the \( x \)-axis direction. In this case, the skyrmion can move several times back and forth in the chamber in 10 ns, denoting that every two adjacent bits can be considered independent of each other if the interval \( t^* \) is long enough. Therefore, a high temperature or (and) a long interval \( t^* \) is preferred to keep good randomness of the generated bits. On the other hand, increasing \( t^* \), however, will influence the frequency. In our simulations, we detect the position of the skyrmion in every 10 ns at room temperature (300 K). As indicated, higher frequency can be obtained by raising the temperature without increasing \( t^* \), e.g., \( t^* = 1 \) ns with \( T = 320 \) K. In addition, in our design, we only need to detect the skyrmion position without any activations to generate random numbers. Based on
rather low power consumption (our circuit simulation results, the detection circuit can achieve under thermal disturbance. (a) Left panel shows the trajectory of the skyrmion and the right panel shows the corresponding position of the skyrmion. (b) Bit sequence of length 580 obtained by detecting the position of the skyrmion in the x-axis direction. (c) Theoretical outputs from 3.9 to 4.39 μs.

our circuit simulation results, the detection circuit can achieve rather low power consumption (<10 fJ/bit) and high speed (<200 ps) to read the device state [46].

B. TRNG With Equally Distributed bit “0” and bit “1”

As discussed above, an isolated skyrmion will randomly diffuse in the chamber under the combined effect of the thermal disturbance and the boundary effect. Random bit sequence can then be obtained by locating the position of the skyrmion. Fig. 4(a) shows the trajectory of the skyrmion within 5.7 μs (570 stages). As can be seen, the skyrmion is located 286 times on the left-hand side of the chamber and 284 times on the right-hand side of the chamber, resulting in about equal probability (50%) of bits “0” and “1.” Fig. 4(b) shows the positions of the skyrmion in the x-axis in order to observe clearly the arrangement of “0” and “1” in the sequence. Fig. 4(c) presents 50 output samples selected from our random bit sequence. Please note that the skyrmion size may change and the shape may deform as a function of time and temperature [51]. However, in our design, we only focus on the relative skyrmion position for the TRNG design, so the size and shape of the skyrmion will not affect the output.

Furthermore, the quality of our random numbers is evaluated by the NIST suite. The NIST suite is a statistical package that focuses on the nonrandomness possibly existing in the tested data [52]. The test can only be performed normally, if the “0” and “1” in the American Standard Code for Information Interchange (ASCII) sequence are evenly distributed, that is, the unbiased sequence is a prerequisite for ensuring the success of the test. The NIST test results of our TRNG are shown in Table I, where nine tests were performed. The value of P calculated during each test is to evaluate the randomness and a large P indicates a better randomness. Specifically, if P is smaller than 0.01, the test is successfully passed. As can be seen, the random bits generated by our proposed skyrmion-based TRNG can pass the NIST test.

C. Probability-Adjustable TRNG

On the other hand, the nonuniform distribution of “0” or “1” bitstream (preferred in stochastic/probabilistic computing) can be implemented with peripheral circuits, such as cascading XOR gates after the TRNG [2], [10], [12]. However, such peripheral circuits typically consume a large amount of energy and occupy additional hardware area. In contrast, our proposed skyrmion-based TRNG can generate unbalanced bit bitstream simply by a PMA gradient, which can be generated either by the VCMA effect through employing multiple electrodes [53], [54] or by fabricating a wedge structure [55]. In this article, we choose the former one. The voltage changes the value of PMA (K_A) of the material, thus producing an anisotropy gradient of the FM of the chamber, which drives the skyrmion from the area with high PMA to the lower counterpart [56]. Here, the PMA value follows a linear increase with respect to the position of the chamber, i.e., K_A(ξ) = K_{A0} + ΔK_A ξ, in which K_{A0} is the initial PMA value at the origin (i.e., ξ = 0), ΔK_A is the PMA increasing rate, and ξ is the relative distance from the origin. As discussed above, regardless of the influence of the thermal disturbance, the average stabilized position of the skyrmion is the center of the chamber. With the combination of the anisotropy gradient and the boundary effect, the average stabilized position of the skyrmion will move a distance (d) away from the center to the low PMA region, depending on the PMA difference ΔK_A = K_{A max} - K_{A min}, where K_{A max} is the maximum value and K_{A min} is the minimum value of the PMA [see Fig. 5(a)]. Considering the thermal disturbance, the skyrmion moves around the new average stabilized position, so the probability of the skyrmion appearing on the left-hand or the right-hand side of the chamber will be different. It can be seen from Fig. 5(b) that the average stabilized position of the skyrmion is constantly shifted to the left-hand side of the chamber with the increase in K_{A min}. The uneven distribution of the skyrmion positions for 1000 intervals (τ* = 1 ns) is displayed in Fig. 5(c)-(f), in which the skyrmion position locating in left-hand side of the chamber is much denser than that in the right-hand side.

The probability of bit “0” or “1” in the output bitstream can be precisely controlled by a negative feedback circuit that includes a counter, a probability calculator, a comparator, and a decoder, as shown in Fig. 5(g). The counter is used to count the number of “0” or “1” in the random sequence. The probability of “0” is obtained by a division operation in the

| Test                  | P-value   | Success/Fail |
|-----------------------|-----------|--------------|
| Frequency             | 0.716998  | Success      |
| Block Frequency       | 0.119433  | Success      |
| Runs                  | 0.337499  | Success      |
| Longest Run of Ones   | 0.809269  | Success      |
| FFT                   | 0.105078  | Success      |
| Approximate           | 1.000000  | Success      |
| Cumulative Sums       | 0.604709  | 0.329112     |
| Serial                | 0.824844  | 0.907266     |
| Non-Overlapping       | All sub-test success |       |
| Template Matching     |           |              |

TABLE I
NIST TEST RESULTS OF THE RANDOM NUMBERS

Fig. 4. Random sequence generated by the skyrmion Brownian motion under thermal disturbance. (a) Left panel shows the trajectory of the skyrmion. (b) Bit sequence of length 580 obtained by detecting the position of the skyrmion in the x-axis direction. (c) Theoretical outputs from 3.9 to 4.39 μs.
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Fig. 5. (a) Schematic of the anisotropy gradient when $K_{uv} = 0.82 \text{ MJ/m}^3$. The average stabilized position of the skyrmion moves away a distance of $d = 38.5 \text{ nm}$ from the center of the chamber. (b) Average stabilized position of the skyrmion as a function of $K_{uv}$. (c)–(e) Skyrmion position distribution when $K_{uv} = 0.81 \text{ MJ/m}^3$, $K_{uv} = 0.85 \text{ MJ/m}^3$, and $K_{uv} = 0.89 \text{ MJ/m}^3$, respectively. (f) Probability of "0" in the output bitstream as a function of $K_{uv}$. (g) Flowchart used to control the distribution of the output bitstream.

probability calculator. The comparator transmits a signal that is the result of comparing the calculated real-time probability and the target probability to the decoder. The core of the decoder is a CMOS transistor array that converts the signal into a voltage generating the PMA gradient. A bigger (smaller) voltage is supplied when the calculated probability is smaller (bigger) than the target probability to generate a bigger (smaller) anisotropy gradient, thereby the probability can be adaptively configured according to the application requirement.

III. CONCLUSION

We implement a skyrmion-based TRNG utilizing the thermal-induced skyrmion Brownian motion property. Random number sequence with a 50% distribution can be obtained without additional excitations, which is more energy-efficient than other TRNG designs. The NIST test results indicate that the random numbers from our TRNG have fairly good randomness. Furthermore, our proposed TRNG can be adjusted to produce an output sequence with the desired probability of "0" and "1" using the anisotropy gradient. This article provides a new perspective to implement an efficient TRNG for information processing and nonvon Neumann computing paradigms. In the next step, we will study a more practical skyrmion-based TRNG design by considering also the process variations and material defects/imperfections.
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