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With the rapid development of the Internet and wireless communications, smart multi-sensor networks are gradually being used in various fields, and the Internet of vehicles technology combined with smart multi-sensor network came into being. However, although the Internet of vehicles technology has greatly facilitated people's travel in traffic, its problems in security and privacy protection have also been amplified and became a major threat to the Internet of vehicles technology. Consistency algorithms are an important solution to the trust problem and are a prominent representative of distributed algorithms. In order to solve the problem of security and privacy protection of smart multi-sensors in car networking technology, in this paper, consistent algorithm and group signature verification technology are used to study the security and privacy protection performance of the Internet of vehicles in a connected random network composed of 300 nodes through artificially synthesized simulation data. Using the method in this paper, collect and analyze the experimental data of the number of messages, verification delay, traffic load, and message loss rate of randomly generated vehicles within 200 seconds and evaluate the performance of privacy protection in the maximum consistent algorithm; the results show that the verification delay will increase with the increase of the number of messages, and the more traffic load, the higher the message loss and verification delay, and the maximum consistent algorithm has good privacy protection performance. In terms of data, the RSU-based auxiliary scheme consumes 25.59% of the communication of the KPI-based signature scheme and 25.64% of the swarm scheme.

1. Introduction

1.1. Background Meaning. In the era of Internet informatization, advances in wireless communication technology, mobile cloud computing, automobiles, and smart terminal technologies are driving the evolution of vehicle self-organizing networks to the Internet of vehicles paradigm [1]. In recent years, the Internet of vehicles has become one of the most active research fields in the network and intelligent transportation system. As an open fusion network, the Internet of vehicles plays an important role in solving various driving and traffic problems through advanced information and communication technologies [2]. However, although the Internet of vehicles technology has improved the safety on the road and greatly facilitated people, it is more vulnerable to security and privacy threats due to the huge scale of the Internet of vehicles network, open wireless channels, and predictable movement trajectories. Intruders may steal drivers’ private information through open wireless channels, and track drivers according to the car’s moving trajectory, the Internet of vehicles technology is also prone to information leakage. Information security and privacy protection issues will become a major concern for connected car technology.

1.2. Related Work. With the development of wireless networks, smart multi-sensor networks are used in many fields, and the Internet of vehicles technology is one of them. Many scholars have conducted related research on the security and privacy protection issues in smart multi-sensor networks and Internet of vehicles technologies. Xu studied the relationship between the Internet of vehicles and big data in the vehicle environment, mainly studying how the Internet of vehicles supports the transmission, storage, and calculation of big data, and benefits from the performance of the Internet of vehicles [3, 4]. Chen proposed an innovative
paradigm called the Vehicle Cognitive Internet (CIoV). Unlike existing work that focuses on communication technology, CIoV improves transportation by mining effective information from physical and network data spaces. Security and network security [5]. Kang et al. studied the location privacy issues and defense measures in the cloud-enabled Internet of vehicles, first proposed two unexplored VM mapping attacks, and then designed a VM identifier replacement scheme and a pseudonym change synchronization scheme to protect location privacy [6]. Zongpu et al. proposed two novel methods to improve source location privacy security protection and node energy utilization in smart multi-sensor networks [7]. Memon introduces a novel query privacy algorithm for continuous query of location-based services, which is called the hidden algorithm of authentication speed dynamic transmission mode [8]. Memon and Arain proposed a novel dynamic route privacy protection scheme for continuous query services in road networks [9]. Zhang et al. proposed an authentication asymmetric group key agreement based on attribute encryption (ABE-AAGKA), which combines the advantages of attribute encryption and identity authentication, and uses attribute encryption and authentication technology to ensure the security and protection of the group key agreement personal privacy [10]. Muthusenthil and Murugavalli proposed the privacy protection of the cluster-based geographic routing protocol in MANET [11]. Zhao et al. proposed an effective VANET revocable group signature scheme based on the Chinese remainder theorem and Schnorr signature algorithm, which can achieve privacy protection by using blind certificates [12]. The above experts and scholars have analyzed the security and privacy protection issues in telematics technology from several perspectives, but they have not proposed a proven method.

1.3. Innovation of This Article. This paper uses group signature scheme, PKI signature scheme and RUS assisted three different verification methods to study the relationship between the number of messages, verification delay, message loss rate, and traffic load. The experiment uses a certificate signature format based on pairing technology. Before the vehicle communicates with other entities, it must pass signature and anonymous certificate verification to prove the accuracy of the message. The certificate and message can be verified by batch verification. The performance of privacy protection in the maximum consistent algorithm is studied. The algorithm can provide higher system reliability, scalability, and flexibility due to its distributed control architecture [13, 14], and when the global topology information is unknown, node privacy can be well protected.

2. Smart Multi-Sensor-Based Car Networking Consistent Algorithm Security and Privacy Protection Method

2.1. Smart Multi-Sensor Network. The concept of the Internet of Things has been in front of us. It means that every object in the Internet infrastructure is interconnected to a global dynamic expansion network. Sensors and smart objects are the main participants in the traditional computing devices of the Internet of Things. Sensors are a key part of the Internet of Things, so are the smart multi-sensor networks [15].

Intelligence and miniaturization are the future trends for sensors, in which case smart sensors have been created. Smart sensors are intelligent devices that integrate sensors, actuators, and electronic circuits. In other words, smart sensors are devices that integrate multiple sensing elements and microprocessors with monitoring and processing functions. The implementation of intelligent sensor systems was developed on the basis of sensor technology, computer technology, signal processing, network control, and other technologies that develops with these technologies, but is not a simple synthesis of these technologies. Neither the microprocessor nor the network technology is a simple synthesis of the original general technologies. With the combined support of many technologies, high accuracy, resolution and reliability have become the main hallmarks of intelligent sensors.

Smart multi-sensor Networks are self-organizing and consist of a large number of small, low-cost, low-power nodes that communicate via wireless or wired communication. This can detect, monitor, and collect environmental information in real time in the target area, and send it to the end user after editing. With the development of wireless communication technology, smart multi-sensor networks have become one of the most powerful technologies that can be used in various applications, such as military surveillance, environmental surveillance, industrial control, and medical surveillance [16]. Due to the high density of nodes, human control factors and environmental factors generated by the robustness of the network introduce errors and redundancy in the information collected by the smart multi-sensor network, which consumes a lot of resources and energy in the process of network communication. Due to the limited power, bandwidth, storage capacity, and data processing capabilities of sensor nodes, reducing data redundancy, improving accuracy, reducing power consumption, and extending its life cycle is applicable to all smart multi-sensor networks. Smart multi-sensor network applications, especially those used in harsh environments (such as Earthquake relief), are susceptible to large-scale damage, usually causing multiple collocated sensors to fail simultaneously and dividing the network into disjoint partitions [17, 18].

Emerging technologies such as the Internet of Things, smart applications, smart grids, and machine-to-machine networks have stimulated the deployment of autonomous, self-configuring large-scale smart multi-sensor networks (WSN) [19], which are generally used for collection, processing, and transmission in the area The object information. Its characteristics are as follows: (1) distributed autonomy. WSN adopts distributed control, simple and flexible management and networking. Nodes can be automatically adjusted and placed to form a network without relying on fixed basic communication functions. (2) Large scale and strong durability. The smart multi-sensor network has tens of thousands of nodes, and the large detection area avoids blind
spots and reduces the influence of factors such as energy constraints and human environmental interference. (3) Scalability. WSN responds effectively to new hubs and can be quickly integrated into global work. (4) Dynamic topology. As a dynamic network, the network topology will change while the network is running, such as switching nodes, switching between operating mode and shutdown mode, and adding new nodes. (5) Application related. According to the physical information involved in the environmental change program, smart multi-sensor networks can be implemented on various hardware node platforms, systems, and network protocols. (6) Spatial location addressing. WSN does not consider the data source, only the space to which the data belongs, and spatial processing can be used. (7) Node capacity is limited. The sensor nodes are powered by small batteries and have limited power. (8) The communication range is restricted, and the communication capacity is restricted. The communication radius of a node is usually tens of meters, and its communication range is limited.

2.2. Internet of Vehicles. The Internet of vehicles, that is, the Vehicle Internet System (VANET) is derived from the Internet of Things and is an intelligent transportation network composed of on-board information modules, road units, and information management platforms. The Internet of vehicles is based on the Internet of Things, using radio frequency identification technology, wireless communication technology, etc., to build a powerful Internet system for the Internet of Things, providing an information exchange platform that can perform real-time interconnection of any object in the transmission system, and can perform any object automatic identification and mutual exchange of information. The vehicle Internet system uses RFID, sensors, GPS positioning systems, and pattern recognition technology to collect environmental information, such as vehicles and roads, and applies specific communication technologies to achieve information and interaction. The Internet of vehicles has successfully applied the Internet of Things technology to the transportation field by integrating computer technology with modern urban transportation networks.

The Internet of vehicles includes five types of vehicle communication: vehicle-to-vehicle, vehicle-to-road, vehicle-to-infrastructure, vehicle-to-personal equipment, and vehicle-to-sensor [20] in cellular networks. Vehicle-to-vehicle communication is a modern intelligent transportation system. An important part [21]. Most of the automotive network scenarios are new, very open, and sensitive to privacy, and their system security requirements are very different from traditional network security requirements. Different from the typical mobile self-organizing network, the automobile Internet is large in scale, complex in structure, unfamiliar with neighboring nodes, many potential intruders, and the information security situation is more severe. In order to deal with various security threats, the in-vehicle Internet must meet the following information security requirements: (1) authentication, which is the basic requirement to prevent external attacks, including two aspects that allow vehicle users to make communication decisions. The recipient can determine whether the message source is valid and whether the node has a legal ID. (2) Integrity, that is, the vehicle node can judge whether the received message has been tampered with. (3) Non-repudiation, the vehicle node shall not reject the message being sent or forwarded. If the intruder causes a serious car accident or property damage, he will be punished by law. This attribute is very important for monitoring the cause of road accidents and the basis for insurance claims. (4) Revocation, the authorized management department can revoke the authorization of the vehicle node, so there is no need to publish verifiable messages. This attribute is used to defend against internal intruders and allow the system to recover from internal attacks. (5) Functionality. While resisting internal and external attacks and implementing identity verification mechanisms, the vehicle Internet system ensures that the system delay is controlled within a certain range and can smooth vehicle nodes as needed. It is necessary to ensure the normal operation of the system and obtain resources.

2.3. Consistent Algorithm. The consistent algorithm is an important distributed algorithm. It defines the rules for nodes in the network to communicate with neighboring nodes and use their state to update their own state. The nodes in the network can achieve state convergence by executing a consistent algorithm. The amount of convergence refers to the initial state of all nodes in the network. Nodes can only use the information of neighboring nodes to perform general macro-behaviors. There are many types of existing consistent algorithms, which can be divided into average consistent algorithms and maximum consistent algorithms according to their algorithms and models. These types of algorithms can be applied to share information in order to coordinate multiple distributed generators in the micro-grid [22, 23].

Consider a network consisting of n nodes, the nodes are labeled 1, 2, . . . , n. The communication topology of the secondary network is represented by an undirected graph G = (V, E), where V represents a set of n nodes, E ⊂ V × V represents a collection of communication links. Suppose (i, j) ∈ E if and only if (j, i) ∈ E, that is, the communication between i and j is mutual. The adjacent set of node i is Ni = {j | (i, j) ∈ E, ∀ j ∈ V}. Suppose node i, i ∈ V, the state at time t is xi(t), and the initial state xi(0), let X(t) = {x1(t), x2(t), . . . , xn(t)} be the state vector composed of the states of all nodes at time t. When the discrete time is constant, the average consistent algorithm can be described by the following dynamic equation:

\[ x_i(t + 1) = x_i(t) + \sum_{j \in N_i} w_{ij} (x_j(t) - x_i(t)), \quad i \in V, \]  

where, w_{ij} is the weight given to node j by node i, that is, node i updates its own state to the weight sum of neighbor state. The matrix form corresponding to formula (1) is

\[ x(t + 1) = W x(t). \]  

In order to achieve average consistency, the weight matrix W has the following properties: (1) W is a non-negative
double random matrix, that is, the elements of $W$ are greater than or equal to 0, and the sum of the rows and columns of $W$ is 1; (2) the characteristic value of $W$ satisfies $1 > \lambda_1 \geq \lambda_2 \geq \cdots \geq \lambda_n > -1$, that is, $W$ has one and only one eigenvalue equal to 1, and the modes of other eigenvalues are all less than 1; (3) the convergence speed of the consistent algorithm (2) depends on $\max(\lambda_2, |\lambda_n|)$.

In the average consistent algorithm, the state of node $i$ will converge to the average of the initial states of all nodes. The formula is as follows:

$$\lim_{t \to \infty} x_i(t) = \frac{1}{n} \sum_{j=1}^{n} x_j(0). \quad (3)$$

Maximum consistent algorithm is another commonly used algorithm model. The discrete-time maximum consistent algorithm can use dynamic equations:

$$x_i(t + 1) = \max_{j \in V} x_j(t), \quad i \in V. \quad (4)$$

When all nodes form a connected network, formula (4) will make the state of any node $i$ converge to the maximum value of the initial state of all nodes:

$$\lim_{t \to \infty} x_i(t) = \max_{j \in V} x_j(0). \quad (5)$$

2.4. Group Signature. The group signature scheme is a brand-new digital signature design proposed in the 1990s. Since then, many scientists have revised it, paying more attention to its safety, effectiveness, and practicality. Group signing allows any group member to sign mail anonymously [24]. In the group signature format, each member of the group can anonymously sign the message sent without revealing their specific identity. For the recipient, the verification process does not affect a single signer, and the confirmation of the message can only prove that the message is from a certain group, but cannot identify the member who signed the specification. If there is a disagreement, you can obtain a signature from the group administrator to confirm the person’s true identity.

The group signature scheme mainly includes three types of entity members. The first is the group administrator who is responsible for forming the group, joining the group members, and managing the group; then, the group members assist the specific signers to generate the group signature; and finally, the verification as the receiver to verify the validity of the signature. However, he can only prove where the signature came from, and cannot determine the true identity of the signer. The specific execution steps of the group signature scheme are as follows. (1) Initialization: the group manager establishes the group resource, generates the corresponding group public key (Group Public Key) and group private key (Group Private Key), and system parameters. Member joining: according to the current agreement, team administrators and users who want to join the team will issue digital team certificates and distribute private keys to team members. (3) Group signature: team members use the received digital team certificate to sign the document, create a group signature and use a personal key to encrypt the information through an encryption algorithm. (4) Verification: the recipient uses the digital signature verification algorithm to use the public group key to determine the legitimacy of the signature output from the algorithm in step (3), and to determine whether to verify the signature according to the algorithm output. (5) Identification of the signer: the group administrator uses the signature and private group key to monitor the group signature generated by the user in real time, and displays the actual signer’s identity when needed [25].

After the group signature format was proposed, due to its short signature time, easy operation, strong practicability, and many other advantages, it quickly attracted wide attention from experts in various fields and conducted in-depth research. However, in the actual operation process, because the group administrator controls the password of “all team members of the group,” when the group administrator is violated, the in-vehicle network system will be fatally hit. Also, if the number of malicious members is greater than a certain number, then, they can tamper with the signatures of group members at will.

2.5. Security and Privacy Protection. Although big data and the Internet of Things bring well-known benefits, they also face a wide range of attack surfaces, causing serious attention to the concepts of trust, security, and privacy [26]. There are too many technologies that define themselves as the Internet of Things, which complicates the development of a complete Internet of Things environment, and when security and privacy are considered, the situation becomes more difficult [27]. Due to the openness of wireless channels and high-speed vehicle mobility, there are many threats to vehicle safety and privacy on the Internet. Intruders can modify the content of information to avoid legal liabilities, transmit high-frequency signals to occupy bandwidth, create false information to satisfy their own interests, and monitor and analyze messages on wireless channels. As the scale of the vehicle Internet expands, the need for accident reports and the difficulty of controlling certain applications sensitive to delays will increase.

In the Internet of vehicles, user privacy and site privacy are interrelated and inseparable. When the Internet of vehicles communicates through wireless channels, it will inevitably face many threats and attacks, such as false or misleading traffic information, information leakage, or information duplication. For example, on the vehicle Internet, beacon information is periodically sent every 300 milliseconds, and the beacon contains data such as vehicle location, driving direction, driving speed, and acceleration. In order to ensure the authenticity of the message, all messages must be signed before they can be sent. These messages are sent along with their signature and digital certificate. Digital certificates contain user identity information, beacons contain vehicle location information, and signal information is sent regularly. Intruders can use advanced wireless tracking technology to monitor the driving process of the vehicle to analyze the daily life of the vehicle user. Personal
information such as lifestyle habits can be associated with the driver’s identity information to reveal the user’s identity. If the identity information of the vehicle user is leaked, the daily behavior of the vehicle user will be exposed, and the intruder can infer the user’s activity process and monitor the vehicle based on the user’s daily life habits. The vehicle location information can be tracked through the identity information, and the track of the vehicle is tracked through the vehicle location information, and then, the user identity information can be displayed. These threats and attacks may have dire consequences for the automobile network that transmits safety information related to life. Therefore, it is essential to protect the privacy of the vehicle’s identity and the vehicle’s Internet privacy in vehicle communication.

3. Consistency Algorithm-Based Implementation of Car Network Security and Privacy Protection

3.1. Test Subject. This paper analyzes vehicles generated randomly in 200 seconds in a connected random network composed of 300 nodes. The vehicle speed range is randomly generated at 50–110 km/h, the OBU communication distance is 330 meters, and the RSU signal coverage range is 1500 meters. Simulate a high-speed one-way lane with a length of 2200 meters.

3.2. Experimental Data. In the experiment, it is set that the number of messages received in each time period and the traffic load do not change with the change of the scheme. In 200 seconds, the number of messages received every 20 seconds and the vehicle load are shown in Table 1. Within 200 seconds, the rate of messages lost every 20 seconds is shown in Table 2.

In the same time period, the verification delays of signature and certificate verification, certificate verification, and signature verification are shown in Table 3.

It can be roughly seen from the data in Table 3 that in the same time period, the time delay for simultaneous verification of the certificate and the signature is much longer than the time delay of the separate verification of the certificate and the signature alone, but the delay of the simultaneous verification is less than that of the two alone. The sum of the verified delays.

The signature time, verification time, communication consumption, and storage volume under the different mechanisms are shown in Table 4.

From the data in Table 4, we can roughly see that the storage requirements of the maximum consistency algorithm mechanism are significantly smaller than those of the BP algorithm. It can also be seen that the communication cost of the maximum consistency algorithm is small and the signature time requirement is significantly smaller than the other two mechanisms. This further indicates that the maximum consistency algorithm can effectively protect the identity privacy of the vehicle and the Internet privacy of the vehicle.

4. Discussion

4.1. The Relationship between the Number of Messages and the Verification Delay. According to the simulation experiment, we obtained the experimental data of the number of messages received and the verification delay in the same time period. According to the number of messages received and the verification delay time, we can draw the signature and certificate between the two. Figure 1 shows the relationship diagrams of simultaneous verification, signature verification, and certificate verification.

The relationship between the number of messages and the time delay shown in Figure 1. The signature verification time, the certificate verification time, and the time to verify both the signature and the certificate will increase as the number of messages increases. The delay of certificate verification is higher than the delay of signature verification, and the delay of verification is less than the sum of the delay of signature verification and certificate verification.

4.2. The Relationship between Information Loss Rate and Vehicle Load. From Tables 1 and 2, we can get the data of the vehicle-mounted quantity and the data of the information loss rate under the three schemes of group signature, PKI signature, and RUS assistance. By sorting and analyzing the data of the two, we can get the information. The relationship between the loss rate and the vehicle load is shown in Figure 2.
It can be known from the relationship graph between the information loss rate and the vehicle volume that the greater the vehicle volume in the Internet of Vehicles among the three schemes, the higher the information loss rate. Among them, the information loss rate of group signature is higher than that of the other two schemes. The loss rate of PKI signature scheme is higher than that of RSU auxiliary scheme, and the information loss rate of RSU auxiliary scheme is the lowest.

4.3. The Relationship between Delay and Vehicle Load. Combining the data in Tables 1 and 3, the relationship between the vehicle load and the delay under the group signature, PKI signature, and RSU assistance scheme within 200 seconds and every 20 seconds was analyzed. According to the data in the table, draw the relationship between vehicle load and time delay as shown in Figure 3.

According to Figure 3, the relationship between the vehicle load and the time delay can be drawn. The larger the vehicle load, the longer the delay. The group signature scheme has the longest delay time, followed by the PKI signature, and finally the RSU auxiliary scheme has the shortest delay. Since the calculation speed of the RSU auxiliary scheme is very fast, the delay of this scheme is mainly determined by the RSU packet release interval. In order to shorten the message delay time, we can reduce the time interval for sending messages, but at the cost of increasing communication overhead, this will bring more conflicts to the wireless communication of the media access control layer.

Combining the data in Figure 3 and Table 4, the relationship between communication consumption and vehicle load was analyzed for different communication mechanisms.
over a period of 200 seconds. By integrating and aggregating the above relevant data, we obtain the relationship between communication consumption and vehicle load as shown in Figure 4.

The relationship between communication consumption per unit time and vehicle load can be seen in Figure 4. It is clear that the RSU scheme has much lower communication consumption than the PKI signature scheme and the group scheme within 10 ms. In particular, as the vehicle load increases, the group signature has the highest communication consumption, the RSU scheme has the second lowest, and finally the PKI signature scheme has the lowest. By looking further at Figure 4, we can see that the communication consumption of the RSU-based assisted scheme is 25.59% of the KPI-based signature scheme and 25.64% of the group scheme.

4.4. Privacy Protection Performance of Maximum Consistent Algorithm. In this network, the connection probability between any two nodes is 0.02. We will consider the performance of privacy protection under monotonic increase, monotonic decrease, Bernoulli distribution, and uniform distribution. Each node has the maximum value with the same probability. After multiple simulation experiments on the maximum consistent algorithm, the distribution of its convergence time is obtained. The theoretical value and the expected simulation time are shown in Table 5.

It can be seen from the data in the table that the simulation results are very close to the theoretical results. This experiment calculates the maximum expected probability of all nodes in the network when the global information is known and the global information is unknown. It can be concluded that the maximum expected probability of more than 90% of the nodes is 0–0.4. When the global information is known, 12% of all nodes fall in the range of 0–0.1, 51% fall in the range of 0.1–0.2, 17% fall in the range of 0.2–0.3, and 9% fall in the range of 0.3–0.4 node; nodes falling between

| Table 5: Convergence time. |
|---------------------------|
| Distribution of convergence time | Monotone increasing | Monotone decreasing | Bernoulli distribution | Uniform distribution |
| Theoretical results       | 16.9917            | 10.3358            | 13.5193               | 14.5374               |
| Simulation results        | 16.9920            | 10.3416            | 13.5201               | 14.5523               |

![Figure 3: The relationship between vehicle load and delay.](image)

![Figure 4: Communication consumption versus vehicle load.](image)

![Figure 5: The maximum expected probability distribution with known global information.](image)
When the global information is unknown, no matter which node has the largest initial state, the probability of its being recognized by neighboring nodes is less than 10%. Therefore, it can be concluded that the performance of privacy protection is better when the global information is unknown. The algorithm can converge in a finite time, and when the global topological information is unknown, the privacy of the node can be well protected; when the global topological information is known, the maximum node can be easily identified by neighboring nodes.

From the above analysis, we can see that based on intelligent multi-sensors and consistency algorithms, the article achieves car networking privacy protection and increases the security of car networking technology. Also, based on the algorithms and strategies proposed in the article, the communication consumption of car networking is significantly reduced, and the message loss and verification delay rates continue to decrease.

5. Conclusions

With the development of Internet technology, smart multi-sensor networks have played a pivotal role in daily life. They have been applied in various fields, and more and more new technologies have emerged. Among them, the Internet of vehicles technology, which is a combination of smart multi-sensor networks and traffic systems, has become a powerful guarantee for solving traffic problems. The application of the Internet of vehicles technology brings people a lot of convenience. The internalization of vehicles through wireless communication can use vehicles to perceive the surrounding road conditions and effectively avoid a series of traffic such as traffic jams and rear-end collisions. The Internet of vehicles technology can also be used as a transportation system cloud. While the Internet of vehicles technology is convenient for everyone, the security and privacy protection issues it brings are also getting more and more attention. Due to some deficiencies in the Internet of vehicles technology, vehicle information and user privacy are easily stolen and leaked by others, which gives people using Internet of vehicles a great sense of insecurity.

Through simulation experiments, this paper under the three schemes of group signature, KPI signature, and RSU assistance, the data such as the number of received information of the vehicle, the information loss rate, the verification delay, and the number of vehicles on the road were analyzed and the relationship between the factors were studied. In the results of the research on the privacy protection performance of the maximum consistent algorithm, the maximum expected probability of the network node being recognized by the neighboring node was obtained. It was analyzed when the global information was known and the global information was unknown. When unknown, the node’s privacy protection performance was good.

However, there is still no standardized and unified privacy measurement mechanism for vehicle Internet security and privacy protection, which also has a significant impact on research. Although the current research mainly focuses on the protection of personal privacy of the automobile Internet from various angles, it does not consider privacy practices from an overall perspective. Future research needs to consider privacy protection from the perspective of system scope in order to effectively protect the privacy of the vehicle Internet. The current experimental data are all completed in an ideal virtual simulation environment, without considering the complexity of the real network environment, and lacking certain convincing power. Therefore, we need to improve and perfect these problems in the future.
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