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ABSTRACT
Recently, a reagent cabinet is used in a laboratory or a laboratory is required to have a system capable of identifying a dangerous situation through sensor data as various sensors are utilized. The existing system identifies the dangerous situation through various sensor data, but there is a problem that the server performs all the operations and the operation of the device is performed manually. In order to solve this problem, this paper proposes a system that can identify the dangerous situation and automatically operate the equipment through the internal environment data of the reagent cabinet. Identification of the hazardous situation is done through the master node used in the reagent cabinet, not the server. The server can continuously update the sensor data through the master node and monitor the real-time status of the reagent cabinet through the application. In this way, it is expected that the risk situation will be promptly addressed by identifying the dangerous situation in the reagent cabinet and operating the device.
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1. INTRODUCTION
Recently, reagent cabinet management systems have been studied to prevent or cope with safety accidents occurring in laboratories[1-3]. The reagent cabinet management system measures the internal environment of the reagent cabinet through gas sensors and environmental sensors, or measures toxic gases that may occur inside the reagent cabinet[4-7]. Also, the sensor data is used to check whether a dangerous situation occurs in the reagent cabinet. In addition, the application or embedded board enables real-time monitoring and control of the state of the reagent cabinet[8-10].

The existing reagent cabinet safety management system is used to measure the internal environment of the reagent through environment sensor, gas sensor, and other sensors and transmit it to the server and confirms the occurrence of a dangerous situation. When a dangerous situation is identified, the manager manually controls the device through the transmitted notification message[11-13]. However, since the manager manually manages the dangerous situation, a safety accident can occur because the manager does not take prompt action when the manager is absent. In addition, since the server handles all the work, managing a large number of reagent cabinets may not be able to identify dangerous situations or send notification messages quickly[14-16].

In order to solve this problem, we propose a system that identifies a dangerous situation in a reagent cabinet and automatically selects a device that can cope with it and then sends an operation command automatically. To identify hazardous situations in the reagent cabinet, a sensor node collects the internal environmental data of the reagent cabinet and a master node performs dangerous situation identification and device control command operations through the collected sensor data. The master node identifies a dangerous
situation through the sensor data transmitted every second from the sensor node. Also, the master node selects the device that can cope with the identified dangerous situation and send the operation command automatically. Therefore, if a dangerous situation occurs, it will be treated promptly and safe reagent management will be achieved.

2. SYSTEM DESIGN

This system collects the internal environmental data of the reagent cabinet and can automatically operate the device in case of a dangerous situation. The proposed system uses a sensor node that collects sensor data and a master node that identifies a dangerous situation through collected sensor data and sends operation commands to the device. The sensor node measures the internal environmental data of the reagent cabinet every second and continuously transmits the sensor data to the master node. The master node identifies the dangerous situation through the received sensor data and controls the device. In addition, sensor data is transmitted to the server to update sensor data in real time. Figure 1 shows the structure of the system.

![System Architecture](image)

The data collection layer collects data about sensors and devices connected with sensor nodes. The sensors utilize temperature, humidity, gas (Hydrogen Sulfide, Nitrogen Dioxide, and Sulfide Dioxide Gas), fire detection, smoke detection, and magnetic sensors. The instrument uses a fan, an ion cluster, and a lamp. Information about sensors and devices is measured and collected every second and then sent to the master node. The database of the data storage layer updates the sensor data by continuously transmitting the collected sensor data to the server through the master node. The data processing layer performs tasks such as identification of the dangerous situation performed by the master node and automatic control of the device. In addition, the operation of the device and the real-time status of the reagent can be remotely monitored through the application.

Figure 2 shows the operation of the device according to temperature. The dangerous situation due to temperature is checked based on the average value of the minimum threshold and the maximum threshold set by the manager.

First, if the temperature of the reagent cabinet is higher than the average value, distinguish whether the current temperature is higher or lower than the maximum threshold. If it is higher than the maximum threshold, identify a dangerous situation and continuously check the fire detection sensor to see if a fire has occurred. In addition, the fan speed is set to maximum (1.0 m/s) and a warning message is sent to the manager. On the other hand, if the temperature is lower than the maximum temperature value, set the fan speed to the basic value (0.53 m/s).

Second, if the temperature of the reagent cabinet is lower than the average value, check whether the current temperature is lower or higher than the minimum threshold. If it is lower than the minimum threshold value, identify it as a dangerous situation and set the fan speed to minimum (0.1 m/s) and send a warning message to the manager. Also, if it is higher than the minimum threshold value, set the fan speed to the basic (0.53 m/s).
Figure 3 shows the operation of the device according to the humidity. Humidity controls the instrument through a total of five situations. First, if the humidity value is above 80%, set the fan speed to maximum (1.00 m/s) and send a warning message to the manager to check the condition of the reagent cabinet. If the humidity is more than 40% and less than 80%, set the fan at the maximum wind speed (1.00 m/s) so that the moisture inside the reagent cabinet can escape. If the humidity is not less than 30% and less than 40%, the fan speed is set to a basic value (0.53 m/s) because the threshold value is not exceeded. If the humidity is more than 10% and less than 30%, the fan speed is set to the minimum (0.1 m/s). If the humidity is less than 10%, the operation of the fan stops.

Figure 4 shows the operation of the device according to hydrogen sulfide. If the hydrogen sulfide value is more than 10ppm, the device activates the fan and ion cluster and locks the door so that the reagent cabinet door cannot be opened from the outside. Also, a warning message is sent to the manager to inform the current state of the reagent cabinet. If the value of hydrogen sulfide decreases to less than 10 ppm, the device stops the operation of the fan and ion clusters and unlocks the reagent cabinet door.

Figure 5 shows the operation of the device according to nitrogen dioxide. Nitrogen dioxide determines the operation of the device based on 0.03 ppm. If the threshold is exceeded, the device operates the fan and ion clusters to cope with dangerous situations. Also, the device stops the devices that were operated if it decreased to less than 0.03 ppm.

Figure 6 shows the operation of the equipment according to the sulfur dioxide gas. If the sulfur dioxide gas is more than 0.02 ppm, it identifies the dangerous situation and operates the devices. Also, if the sulfur dioxide gas is reduced to less than 0.02 ppm, it identifies it as a safe situation and stops the devices.

![Temperature Flowchart](image2)

**Figure 2. Device operation according to temperature**

![Humidity Flowchart](image3)

**Figure 3. Device operation according to humidity**
Table 1 shows a transmission frame in which collected sensor data are integrated into one and transmitted to the master node. The temperature value was set to a value of 5 bytes because it can be measured up to a maximum of three digits and includes up to the first decimal place. Also, the humidity is set to 3 bytes because it is measured up to 100%. In the gas, hydrogen sulfide, nitrogen dioxide, and sulfurous acid gas each have a value of 4 bytes. Magnetic, fire detection, and smoke detection sensors are set to 1 byte because they identify ‘0’ or ‘1’ value.

Table 2 shows the device status data transmission frame. We used fan, ion clusters and lamps, respectively. Fan is set to 4 byte because it shows up to the second decimal place. Ion cluster and electric lamp are set to 1 byte to identify whether they operate through ‘0’ or ‘1’ value.

Table 1. Sensor data transmission frame

| Sensor      | Temp | Hum | Gas  | Magnetic | Flame | Smoke |
|-------------|------|-----|------|----------|-------|-------|
| Byte        | 5byte| 3byte| 12byte| 1 byte  | 1 byte| 1 byte|

Table 2. Device status transmission frame

| Device | Fan | Ion Cluster | Lamp |
|--------|-----|-------------|------|
| Byte   | 4 byte | 1 byte | 1 byte |

Figure 7 shows a flow chart of the system. The internal environment data of the reagent cabinet measured through the sensors are integrated into one data transfer frame and then transferred to the master node. The master node verifies whether a dangerous situation occurs through transmitted sensor data. The master node identifies dangerous situations by temperature, humidity, and gas if a dangerous situation occurs and automatically operates devices that can respond to these situations. It also continuously sends sensor data and device status to the server and updates it in the database. After a dangerous situation occurs and the device’s operation command is transmitted, the device continuously checks whether the dangerous situation has been terminated. If the dangerous situation is terminated, it stops the operation of the devices.
3. SYSTEM IMPLEMENTATION

This chapter deals with the implementation of a system that identifies dangerous situations in reagent cabinets and automatically operates the device. Table 3 shows the system implementation environment. In the proposed system, a control board based on Windows CE 6.0 was used to check the real-time status of the reagent cabinet. Galaxy S6 is used for remote monitoring and control in applications. On the PC, I built the database through APM Setup. To measure the internal environment of the reagent cabinet, the sensors used temperature, humidity, multi-channel gas, fire detection, smoke detection, and magnetic sensors.

Figure 8 shows the main page of the system implemented through the Windows CE board. You can monitor the real-time temperature and humidity of the reagent cabinet, the values for the gas sensors, and check the status of the fan, ion clusters and doors. The status of the device indicates that the device is in operation when the Toggle Button is enabled and the device is inoperable if it is disabled.

Figure 9(a) shows the main page of the Android application. The main page consists of temperature, humidity, gas, and instrument status. Temperature and humidity indicate the temperature and humidity measured in the inside of the reagent in real time, and the gas monitors hydrogen sulfide, nitrogen dioxide, and sulfur dioxide. The device indicates the current operating state. Also, it consists of control page for remote control of the reagent cabinet, and a view page where you can view information about the dangerous situation in the reagent cabinet.

Figure 9(b) shows the view page of the Android application. The view page allows you to monitor messages sent when a dangerous situation occurs in the reagent cabinet. A message about a dangerous situation indicates information about the year, month, day, hour, and dangerous situation that occurred. Messages are also automatically deleted after three months of storage.

Figure 9(c) shows the control page of the Android application. The manager can set the temperature and humidity and remotely control the status of the device. You can also set the desired wind speed when you turn on the fan. After the setting is completed, you click the Set button to control the reagent cabinet according to the values set by the manager.
Table 3. Development environments from machine

| Type     | Composition                                                                 |
|----------|-----------------------------------------------------------------------------|
| Tools    | Edit Plus, Android Studio, APM Setup7, Windows CE 6.0, Arduino, FCM          |
| PC       | Window 7 Enterprise K 64bit, Intel i5-4460, 8GB RAM                         |
| Sensor   | Temperature, Humidity, Multichannel Gas, Flame, Smoke, Magnetic             |
| Device   | Arduino UNO, Window CE, Galaxy S6                                            |

Figure 8. Application main page

Figure 9. Android application, (a) Main page, (b) View page, (c) Control page

4. REVIEW

This section deals with the comparison between the existing system and the proposed system. The data set for the experiment is used in the existing system and the proposed system in the same way. The experiment confirms how much time it takes for the device to operate when the value of hydrogen sulfide is out of the threshold. The number of experiments is 20 each. Table 4 shows the existing system and the data set of the proposed system.

Table 4. System experiment dataset

| Dataset    | Description              |
|------------|--------------------------|
| Hydrogen Sulfide | 1 to 20 ppm             |
| Count      | The number of experiments was 20 |

As a result of the experiment in Figure 10, when the existing system was applied, the dangerous situation occurred and the time required for the device to operate was about 4 seconds on average. These results may be more time consuming due to the situation of the manager, because it can be different
depending on how quickly the manager responds to the dangerous situation. The proposed system took an average of about 2.2 seconds until a dangerous situation occurred and the device became active. Unlike the existing system, the system automatically selects and operates the device in the system without manual control by the manager. As a result, it is confirmed that it is possible to cope more quickly than the manual control by the manager like the existing system.

Figure 10. Experimental results of system without danger priority applied

5. CONCLUSION

The existing system transmits the internal environment data of the reagent cabinet to the server, identifies the dangerous situation, and sends a notification message to the manager. The manager can identify the dangerous situation through the notification message and operate the device through the control board or application to cope with this situation[17-20]. As described above, when the manager manually controls the devices, there is a problem that it is difficult to quickly cope with a dangerous situation when the manager is not present. Also, since the server performs all the operations that occur in a plurality of reagent cabinets, the server operation speed may become slower as the number of reagent cabinets increases[21-25].

In order to solve these problems, this paper proposes a system that identifies dangerous situations in a reagent cabinet and automatically operates the device. In the reagent cabinet, sensor data and device status are collected through the sensor node and transmitted to the master node. The master node identifies the dangerous situation through the transmitted sensor data and then operates the device automatically. In addition, by continuously transmitting sensor data and device status to the server, the real-time status of the reagent cabinet can be confirmed from the application or control board. Applications can monitor and control the reagent cabinet status in real time through remote monitoring and control. Future research will be able to reduce the time consumed in identification of dangerous situation or device operation command by implementing reagent cabinet module that integrates control board, sensor node and master node into one.
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