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Abstract. Unmanned vehicle technology is the innovation that qualitatively transform the economic and social landscape of the modern state based on the concept of smart mobility. The widespread introduction of highly automated vehicles leads to additional risks that affect the level of quality and safety of functioning of many areas of public life. The increasing autonomy of unmanned vehicles and other vehicles causes a significant load on the infrastructure of communication networks of various types and creates new threats to the information security of cyberphysical systems. In this regard, the article addresses the issues of assessing and ensuring the security of information interaction between connected and autonomous cars with road infrastructure. The authors determine the requirements for the specification of the test site for testing unmanned vehicles taking into account the sources of threats and zones of vulnerability. The approaches to the design of landfills for testing unmanned vehicles existing in the world are described. Based on this, a possible scheme of the process of development and implementation of the test site project for testing the security of information interaction of the V2X technology platform in the Russian Federation is proposed. Recommendations are formulated on improving the regulatory system and certification of created systems and technologies for the information interaction of highly automated vehicles with road infrastructure. Recommendations are formulated on improving the regulatory system and certification of created systems and technologies for the information interaction of highly automated vehicles with road infrastructure.

1. Introduction: relevance of the study First Section

The creation of a national intellectual transport system and the development of unmanned automobile transport (public, commercial and state) is an important direction in the development of the digital economy in the Russian Federation (RF). As part of the work of the Supervisory Board of the Agency for Strategic Initiatives (September 18, 2019), the President of the Russian Federation V.V. Putin noted that new technologies have appeared that will change and are already changing our world. He highlighted artificial intelligence and unmanned vehicles among the ones. Under these conditions, the information security of the technological platform for the interaction of highly automated vehicles with road infrastructure is one of the key aspects in the large-scale spread of unmanned automobile traffic in Russia. An analysis of the organizational aspects of constructing landfills for testing the cybersecurity systems of unmanned vehicles, as well as the accumulated positive experience in this area, will
improve the organizational and methodological support of the substantiation of government programs and commercial projects for the development of unmanned technologies in the Russian Federation.

2. Background and purpose of the study

Information and communication technologies (ICT) are transforming the economic and social landscape of states. Against this background, specialists identify significant miscalculations in the work of digital technologies related to the development of the infrastructure of data transmission systems and ensuring information security. They are not yet designed for peak loads and large-scale protection of legally significant transactions. Moreover, a proliferation of unmanned technologies imposes additional requirements on the quality of information and communication solutions for processing and protecting large volumes of personalized data from owners, operators and users of the connected and automated vehicles (CAV) in an intelligent transport system (ITS) environment.

Efficient and reliable operation of highly automated vehicles for public and personal, state and commercial purposes depends on the security of unmanned logistics services. Given the hardware-software and information-analytical basis for the construction of ITS, maintaining reliability and reducing the risks of unmanned vehicles is associated primarily with the solution of cybersecurity problems [1]. The key point for ITS is to ensure the information security of the interaction of an unmanned vehicle with road infrastructure and other road users on various roads. To organize the implementation of ITS elements in the Russian Federation, it is important to evaluate:

- existing approaches to ensuring the security of CAV information interaction with ITS elements (technology platform - Vehicle-to-Everything, V2X);
- the current state of development in the design and creation of test sites for the comprehensive testing of methods and means of ensuring the safety of unmanned vehicles in various modes (conditions) of its operation.

3. Review of scientific publications and research

Research and development in the field of creating technologies for land, air and water unmanned vehicles have been conducted in the world for quite some time [2], [3]. Russian scientists, designers and engineers have their own original technical solutions [4], [5]. Technical, informational, technological aspects of the design and development of unmanned vehicles are described in [6], [7]. The legal, organizational, economic aspects of building the infrastructure of general and special roads for the operation of CAV are considered in [8, 9]. Tasks and methods for ensuring information security of CAV and ITS are presented in [10], [11], [12], [13]. A number of research studies analyze the vulnerability of models of transport systems with various levels of automation [14], for which a typology of remote attacks is determined depending on three categories of characteristics of unmanned vehicles: a zone for remote attack; cyber-physical features of the vehicle; network architecture used. In particular, in [15], seven main categories of remote attacks based on the analysis of the characteristics of 20 vehicle models were identified. This study identified an obvious upward trend in potential attack vectors for newer models of vehicles with Connected Automated Driving (CAD) technologies. The study [16] suggests a possible approach to building an integrated threat model for automated driving systems (including external attacks within the framework of the V2X platform) and to developing a method for assessing attacks through various telecommunication channels. This study summarized the first results of the SIP ADUS project in Japan based on a combination of clustering methods, statistical analysis and fuzzy sets (for structuring and identifying the level of threats in the nominal scale). However, you can find certain recommendations [17] on the use of subjective criteria for assessing the effectiveness of a test site (at the stages of its design and creation) based on a targeted collective discussion with the participation of representatives of academia, business and government officials. In [18], it is proposed to proceed with the development of the concept, layout, and specification of the test site from the generalized characteristics of many key traffic situations under various scenarios of unmanned vehicle operation in various weather conditions and behavior patterns of drivers of conventional vehicles. An attempt to apply quantitative metrics to assess various characteristics of a test site and verify the struc-
ture of its roads is presented in [19]. As a rule, it is proposed to use a non-parametric Bayesian training method based on experimental data sets with selective optimization to assess the compatibility of characteristics between different basic traffic scenarios. Most authors propose a general approach based on the description of typical cases of CAV operation and real-life driving events.

An additional empirical basis for the work was a wide range of various sources: regulatory legal and strategic planning documents, statistical data, scientific and specialized publications, reference and methodological materials of international organizations, including data from UN Internet sites (http://www.un.org), EAEU (http://www.eaeunion.org/), OECD (http://www.oecd.org), etc., reports on national and international scientific, practical and expert events. When studying the state and results of research in the subject area, the authors applied methods of content and semantic, logical and statistical, as well as comparative and expert analysis.

4. Research methodology and its results

On the one hand, large-scale automation is aimed at reducing risks during transportation; on the other hand, digitalization of cars and road infrastructure through the emergence of new zones of vulnerability of a combination of interacting cyber-physical systems leads to increased risks of autonomous (automated) the movement of vehicles. Therefore, the development of CAV-technologies needs to assess the consequences of use. This requires a comprehensive analysis of the structure of interconnections in the cyber-physical systems of intelligent automobile transport. With the transition to the next generation (5G) mobile communication protocols and devices, it became possible to create a single technological platform for high-speed electronic data exchange and the application of artificial intelligence methods in a common digital environment between a car and various elements. This is implemented in a holistic intelligent transport system with the support of dynamic communications for a complex of hardware and software solutions - V2X.

Under these conditions, it is necessary to intensify coordinated and comprehensive work in the field of technical regulation and support of innovative projects for the development of information technology solutions for Russian CAV prototypes. The synthesis of the best ideas, practices and technologies allows minimizing the costs and disadvantages of the experimental period for the development of ITS elements and infrastructure. In our opinion, the most representative and useful for analysis are official regulatory materials for planning the development of unmanned vehicles in the countries of the European Union, USA, China, Japan, South Korea and Singapore. The Table 1 provides a summary of initiatives in the field of unmanned automobile traffic and its safety. In each of the strategic decisions considered, issues of ensuring the safety of unmanned vehicles are given priority.

A review of possible approaches to the analysis of the reliability problems of CAV operation and the construction of the conceptual framework for ensuring information security in the ITS environment is presented in [20], [21]. The recommendations suggest structuring the task of ensuring information security of the V2X technology platform as part of the description of the strategic model of cyber-physical systems and vehicle infrastructure. The mechanism of interaction of an autonomous vehicle with physical and cyber-physical infrastructure is formed by the integrated use of technologies of intellectual mobility (Key Enabling Technologies of smart mobility): Automation; Digital user interface; Interconnectivity; Digital data. The reliability assessment of the V2X technological platform is associated with studies of the possibilities and consequences of the impact on the specified functional zones of automating the operation of automobile transport of threats from various sources and for various purposes. An analysis of the general practice of developing and testing CAV shows experts associate the main prospects for the construction and operation of national intelligent transport systems and international transport corridors with V2X platforms as part of the development of cellular network infrastructure new generation – 5G. At the same time, the creation of an effective ITS will require the use of a complex of communication technologies.

Testing the information security of unmanned vehicles, is carried out in two stages: 1) experiments with testing threats of accidental and intentional violation of the CAV information protection circuit in specialized laboratories; 2) reliability checks at test sites with the reproduction of various sections of
the road network and the surrounding urban and natural landscape.

Table 1. Information on national initiatives in the field of unmanned automobile traffic and its safety

| Country    | Base document                                                                 | Aspect / area of best practice                                                                 |
|------------|-------------------------------------------------------------------------------|---------------------------------------------------------------------------------------------|
| EU         | The European Union strategy on connected and automated mobility                | Structured and coherence of ITS strategic development initiatives                             |
| USA        | Intelligent Transportation System Strategic Plan 2015-2019                    | The breadth of planned changes and innovative solutions of the Society of Automotive Engineers, SAE, and The National Highway Traffic Safety Administration, NHTSA for standardizing unmanned vehicles, including the safety field |
| China      | The SAE China’s technology roadmap for energy-saving and new energy vehicles   | Proximity of initial development conditions and relative political accessibility of replicated unmanned transport technologies |
| Japan      | The Cross-ministerial Strategic Innovation Promotion Program: Automated Driving for Universal Services | Level of engineering, organizational and technological solutions for automating automobile traffic in an urbanized space |
| South Korea| The national master plan of the automotive industry development               | The pace of change and the degree of centralization of government decisions to mobilize and coordinate market participants for unmanned technologies and systems based on the National Strategy of the 4th Industrial Revolution |
| Singapore  | The Singapore autonomous vehicle initiative                                   | The complexity, compactness and completeness of the agreed solutions to approximate the “ideal” public image of ITS within the framework of the “Smart Mobility” project |

Our analysis of scientific publications and available informational materials showed that at present there is no uniform conceptual approach to the development of a test site design for CAV. This allows using optimization methods when designing a landfill using a limited number of road infrastructure elements to develop a reasonable judgment about the quality indicators of the tested specimens of intelligent vehicles for various purposes and the level of automation. In general one general situation can be distinguished: the starting point of the project development is to determine the main goal of the testing process, which should be decomposed according to the following key aspects of testing components and an automated driving system: operability and compatibility; reliability of operation; durability of operation; information security (cybersecurity); data integrity and privacy protection. The test site parameters and CAV test conditions should 1) take into account various problems when testing technologies, depending on the use cases, functions and selected levels of traffic automation; 2) reproduce deterministic or stochastic testing situations in a real or virtual environment; 3) provide the abil-
ity to test the automatic driving functions in a reproducible and effective way when solving the problems of state certification of CAV; 4) allow the assessment of liability and insure the risks of the owner/operator of the CAV.

In general, summarizing the provisions of [22], [23], [24], it can be noted that the specification of the landfill for assessing the information security of the V2X platform should include the ability to test the following components: general architecture of an autonomous vehicle; equipment of an automated driving system; software for automated driving systems. At the same time, testing should be carried out under conditions of simulation of threats both in the laboratory (Simulation Testing) and in motion (Driving Testing). In addition, the specification of the testing ground should provide testing of CAV vulnerabilities to evaluate the following functions: 1) perception; 2) decision making; 3) navigation; 4) action management. Regardless of the specific test methods, the CAV information security performance assessment process should include the following steps: defining Functional Testing Sets; substantiation of the composition and description of the design of testing procedures; preparation of simulation conditions and/or field tests; determination of the procedure for testing and accumulation of data of test results; determination of the processing and evaluation of test results; a description of the feedback mechanism and improvements to the testing procedures; formation of conclusions and recommendations.

The specification of the test site and the scheme of the testing process allow you to determine the time and cost parameters of the project development (composition and characteristics of the elements; composition and characteristics of equipment, composition and schedule, amount and structure of financing).

The information in Table 2 presents the organizational aspects of the design process of the test site (the notation used in the table are: IS - information security; WG# - working group (0 - Initiative group; 1 - Managing group; 2 - Expert group on IS; 3 - Transport Expert Group; 4 - Expert group on Infrastructure; 5 - Research Expert Group; 6 - Regulatory Expert Group; 7 - Construction Expert Group), Q# - quarter number).

### 5. Conclusions and recommendations

Summing up the preliminary results of the study, we can formulate the main conclusions.

1). Strategies for the development of CAV technologies and systems are integrated into the general logic of the development of national transport systems taking into account the intellectualization of infrastructure and services as well as determining priorities in the field of safe operation of highly automated vehicles.

| Table 2. Organizational aspects of the development and implementation of the design of proving ground for testing of the information interaction security of the V2X technology platform. |
|---|---|---|---|
| Stage (Work Content) | Development Object | Cast | Main result | Approximate period |
| 1 Initiating Designing an initiative structure, guidelines project | WG 0 | Project initiative | Q-0 |
| 2 Organizational Development plan and schedule of project Scope and characteristics of proving ground | WG 1 | Work schedule | Q-0 |
| 3 Predesign Draft and specification of proving: safety ground | WG 2 | Test goals and objects | Q-1 |
2). Creating a testing ground for assessing the state and substantiating information security measures of the “unmanned vehicle-road infrastructure” interaction system is a complex integrated project involving representatives of various parties: the state, business and science.

3) The successful implementation of the project depends on the correct determination of the goals of information security testing of the V2X technological platform and the differentiation of testing tasks for the specification of requirements for the landfill. Such tasks should be related to the implementation of the test plan for the individual functions of the automated driving system and CAV in a network communications environment.

4) It is necessary to synchronize the planning and implementation of the technical work of the project with the development of regulatory measures for the creation and operation of CAV.

5) The roadmap for creating a test site for assessing the information security of the V2X platform should be formed as a project for creating a specialized test site for laboratory and field tests in a lim-
ited area. It is necessary to provide for the possibility of virtual and real simulation of the road network and situations corresponding to the map and threat model for CAV communication.

6) The procedure and rules for testing information security of the V2X platform depend on the regulations for the use of the frequency spectrum by communication networks, which requires additional coordination of the frequency characteristics and parameters of the equipment used.

The recommendations presented may be useful in developing the concept and testing tools for the V2X technology platform.
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