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Quantum key distribution (QKD) can provide secure means of communication that are robust to general quantum computing attacks. Satellite QKD (SatQKD) presents the means to overcome range limitations in fibre optic-based systems and achieve global coverage but raises a different set of challenges. For low-Earth orbit SatQKD, a major limitation is the restricted time window for quantum signal transmission and highly variable channel loss during a satellite overpass of an optical ground station. Here, we provide a systematic analysis of the finite block size effects on secret key length generation for low latency operation using BB84 weak coherent pulse decoy state protocols. In particular, we look at how the achievable single pass secret key length depends on various system parameters for different overpass geometries and calculate the total long-term-average key length. We find that optimisation of basis bias, pulse probabilities and intensities, and data selection, is crucial for extending the range of satellite trajectories and link efficiencies for which finite-block-size keys can be extracted. The results also serve as a guide for system sizing of future SatQKD systems and the performance levels required for sources and detectors.

I. INTRODUCTION

The second quantum revolution promises to deliver new technologies operating at the fundamental limits of Physics that offer enhanced capabilities over conventional classical devices [1]. These include quantum sensors [2–4], secure quantum communications [5, 6], and quantum computers that open up new computational paradigms and facilitate a speed-up of particular problems [7, 8]. A quantum communication infrastructure could network quantum devices, creating the quantum internet [9] while also enabling distributed quantum sensors [10–13], clocks [14, 15], and navigation systems [16]. However, creating the necessary long distance links is a considerable challenge, since exponential absorption in optical fibres places severe limits for direct transmission of quantum photonic signals to under 1000 km with the most recent records still falling significantly short of that limit [17–20].

Quantum repeaters have been proposed as a method of overcoming the direct transmission limit but are still in the early stages of development with long-distance deployment likely to be over a decade away [21]. Hence, alternative methods of spanning intercontinental and global distances are required. Satellite-based quantum communication systems [22–27] is such a method that has received considerable recent interest with the pioneering proof-of-concept in-orbit demonstrations by Micius particularly noteworthy [28].

Space-ground quantum communication introduces particular challenges. Low-Earth orbit satellites have a limited time window in which they can contact an optical ground station in order to establish and maintain a quantum channel. For satellite quantum key distribution (SatQKD), this is particularly acute as protocols typically assume large amounts of data transfer from which a secret key is extracted. This asymptotic resource assumption, where statistical uncertainties of the channel parameters are assumed negligible, is impractical. In contrast, if the quantum transmission data is limited, then the security of the final secret key rests on a thorough treatment of statistical fluctuations in the estimation of key quantities, such as the phase error rate and number of received single photon signals [29–31].

With limited data, there is also a trade-off between the amount of received signal sacrificed for parameter estimation and the remaining raw key for further processing. This exacerbates the problem of secret key distillation. Further post-processing operations, such as error correction, reduce the amount of extractable secret key, with small block lengths leading to additional inefficiencies over the asymptotic limit [32, 33].

To date, there has been little systematic analysis of achievable secret key lengths that take into account finite block size effects in SatQKD. Initial SatQKD studies employed the standard deviation of measured quantities to estimate statistical uncertainty [34, 35]. These were used to derive upper and lower bounds on the gain and phase error rate of the received single photons in order to derive correction terms to the secret key rate. More rigorous methods were developed to account for statistical fluctuations based in smooth entropies [29] leading to better finite-key bounds [36] and their application to free-space quantum communication [37]. Recently, tight bounds [33] and small block length analyses [38] for QKD have been developed, which further improves the achievable rates with restricted amounts of signal.

Here, we apply recent results to estimate the achievable secret key length from minimal number of satellite overpasses, ideally a single pass. Our study accounts for different satellite trajectories, realistic descriptions for the sources and detectors, and quantum link efficiencies comparable with experimental demonstrations from the Micius satellite. We include practical finite key statistics to determine the optimised key rates per pass for WCP-source QKD protocols, comparing the performance of symmetric and asymmetric variants. We also investigate the influence of different system characteristics on the secret key length.

For simplicity, the majority of the presented results are for a zenith overpass, though our analysis can consider any pass geometry and optimising protocol parameters such as biases and
We consider a satellite in a circular sun synchronous orbit at an altitude \( h \). The ground track of the satellite passes the OGS with a minimum distance of \( d_{\text{min}} \) and reaches a maximum elevation of \( \theta_{\text{max}} \), the corresponding minimum zenith angle is \( \alpha_{\text{min}} = 90^\circ - \theta_{\text{max}} \). We define the smallest \( \theta_{\text{max}} \) for which a key can be generated as \( \theta_{\text{max}}^\prime \), this defines the footprint width of the satellite within which an OGS passing through can establish a finite key. A comprehensive model of satellite-OGS orbital geometry can be found in [39].

Intensities to maximise the secret length that can be generated. We compare the annual average secret key length for different system link efficiencies and quantify the improvement of normalised (per pass) secret key we can generate from combining data from multiple satellite passes, extending the range of acceptable system link efficiencies and increasing the key length per pass. Our work serves as the basis for preliminary SatQKD system sizing and performance analysis and when combined with a size vs cost models, helps determine the optimum OGS size for a fixed space segment.

### II. SYSTEM MODEL

We consider a satellite in a circular low Earth Sun-synchronised orbit of altitude \( h = 500 \) km, similar to the Micius satellite [28]. We perform downlink QKD operations during night overpasses of the optical ground station to reduce errors due to background light. Our simulation generates time, elevation, and range, as a function of different angles between the orbital plane and that of the optical ground station (OGS) that represents different ground track off-sets and maximum elevations for the overpass (Fig. 1). We simulate the time from when the satellite is first visible above 0° elevation until it passes below 0° and calculate the instantaneous link efficiency depending on the elevation and range in order to generate expected detector count statistics.

We simplify our model by combining all losses into a single link efficiency value \( \eta_{\text{link}} = -10 \log_{10} p_d \) (dB). This characterises the probability \( p_d \) that a single photon transmitted by the satellite is detected. A lower dB value of \( \eta_{\text{link}} \) represents better intrinsic system electro-optical efficiency. This is determined by the transmit and receive aperture diameters, pointing accuracy, atmospheric absorption and turbulence, receiver internal losses, and detector efficiencies. We do not consider transmit telescope internal optical efficiency since WCP source intensities can be adjusted to maintain the desired average photon number at the exit aperture [34]. For each elevation, we also do not consider explicitly time-varying transmittance, since changes in channel losses are only due to changes in elevation with time. For discrete variable (DV) protocols, such as BB84, link efficiency fluctuations do not directly impact on the secret key rate, unlike in continuous variable (CV) QKD where this can appear as excess noise leading to a reduction in key [41, 42].

We have taken a simplified approach to the modelling of losses due to pointing and atmospheric effects. We base our link efficiency vs elevation values on concrete experimental measurements (see Extended data Fig. 3a in [43] and 3b for elevations 20°, 26°, 36°, and 55°) and construct a representative link efficiency with time curve extrapolating from 0° to 90° elevations or over the entire ±350° horizon to horizon passage time for a zenith overpass (Fig. 3). Link efficiency vs elevation curves are highly dependent on system performance and OGS site conditions, the Micius data should be regarded as a best-case scenario since the OGSs are situated in dark sky conditions at high altitudes of ~3000 m where the effects of atmospheric turbulence and attenuation are minimised. We also note that the link efficiency presented in [43] is for the entangled pair distribution turbulence, and are still representative of the space-ground quantum channel link efficiencies that can be achieved with practical and current technologies.

---

**Table I. Parameters and their values that are used in the numerical optimisation of the finite key rate.** A description for the channel link efficiency, \( \eta_{\text{link}} \), is given in the main text. The error correction efficiency is estimated as a function of block size [32]. The QBER \( I \) value of 0.5% is consistent with the reported results from Micius [17]. The extraneous count rate is the sum of the detector dark count and background rate. A reported background count rate 500 – 2000 cps per detector, depending on the position of the moon [40], leads to a probability per pulse of \( 5 \times 10^{-7} \) taking the best case value with detector dark count being a less significant contribution. (an order of magnitude lower). With a source rate of 100 MHz and a coincidence window of 1 ns results in a 90% reduction in effective extraneous count rate.

| Description                        | Parameter | Value       |
|------------------------------------|-----------|-------------|
| Intrinsic QBER                     | QBER \( I \) | \( 5 \times 10^{-3} \) |
| Afterpulse probability             | \( p_{\text{ap}} \) | \( 1 \times 10^{-3} \) |
| Extraneous count probability/pulse | \( p_{\text{ec}} \) | \( 5 \times 10^{-7} \) |
| Source Rate                        | \( N \) | \( 1 \times 10^9 \) Hz |
| Correctness parameter              | \( \epsilon_c \) | \( 10^{-15} \) |
| Secrecy parameter                  | \( \epsilon_s \) | \( 10^{-9} \) |
| System link efficiency             | \( \eta_{\text{sys}} \) | \( 27 \) dB |
| Altitude                           | \( h \) | \( 500 \) km |
To allow formal comparison of our simulated results with different performing SatQKD systems, we introduce a system link efficiency $\eta_{\text{sys}}$. This parameterises the overall performance of the SatQKD system, which is specified as the link efficiency at zenith (Fig. 2). The nominal value for $\eta_{\text{sys}}$ considered is 27 dB, which corresponds to the improved Micius system using a 1.2 m diameter OGS receiver at Delingha. If smaller OGS receivers are used, or else there are greater constant losses, the per pass secret key length can be determined using worse (i.e. higher) plotted $\eta_{\text{sys}}$ values. We estimate the scaling of $\eta_{\text{sys}}$ with OGS aperture size straightforwardly. Under the assumption that the long term average ground spot size at minimum range is much larger than the OGS diameter $D_g$, we model the link efficiency change as $20 \log_{10}(D_g/D_f^0)$ (dB) where $D_f^0$ is the reference OGS diameter taken to be 1.2 m (Delingha OGS receiver diameter).

For changes to the transmitter aperture diameter, the time-averaged ground spot diameter may not be solely dominated by the far-field diffraction beam width. Specifically, contributions from the pointing performance and turbulence can also lead to significant additional beam broadening [44, 45]. The Micius mission reported sub-μ rad pointing performance and 10 μrad beam widths from transmit apertures of 180 mm and 300 mm [43]. It is unclear the contribution of turbulence to the report link efficiencies as a function of range/elevation. However it may be expected that the presence of non-diffractive beam spreading effects results in a smaller dependence of $\eta_{\text{sys}}$ on transmitter diameter $D_t$, i.e. using a smaller $D_t$ should result in a smaller increase in $\eta_{\text{sys}}$ than given by purely diffractive beam broadening. As the focus of this paper is not a detailed analysis of atmospheric turbulence [46] or extinction [47], we refer the reader to alternative recent works, where the effects on satellite quantum communication are considered [39, 44, 48].

It should be noted that we can estimate the effect of increasing the source repetition rate by incorporating a correction factor to $\eta_{\text{sys}}$. As the secret key length is only a function of the total number of detection events per intensity level and the observed error rates, this only depends on the integrated product of the source rate and the link efficiency, keeping all other system parameters the same. Thus a 100 MHz source (as assumed in all simulations presented here) with a given $\eta_{\text{sys}}$ would provide the same amount of key as 1 GHz source with a 10 dB worse system link efficiency, e.g. with a 3 times smaller OGS receiver diameter.

We consider the quantum bit error rate (QBER) arising from dark counts, background light, source quality, basis misalignment, and receiver measurement fidelity. Again, we simplify our model by combining several of these together. The dark and background light count rates are assumed to be constant and independent of elevation (in practice background light will depend not just on elevation but also azimuth and the local environment). We combine all other error terms into an intrinsic quantum bit error rate QBER$_I$ that does not vary with channel loss or elevation.

III. SATQKD OPERATIONS

A standard model of SatQKD has been the use of large, fixed, and long-term OGSs with which satellites regularly establish QKD links [26]. More demanding is where the OGS may only be able to communicate sporadically with a particular satellite and may not be able to accumulate sufficient data to process as a single large block. For example, smaller, mobile OGS terminals may be required to generate a key from a limited number of passes, possibly only one, due to operational constraints.

---

1 We contrast this to fibre-based QKD, where the quantum channel is assumed to be stable (or can be made stable) and can be operated continuously until...
It is common for the instantaneous (but asymptotic) key rate $R_{\infty}(t)$ to be calculated as a function of time during an overpass and integrated to arrive at the secret key length (SKL) \cite{25, 26},

$$\text{SKL}_{\infty}^{\text{Cont.}} = \int_{t_{\text{start}}}^{t_{\text{end}}} R_{\infty}(t) \, dt,$$  

(1)

where $t_{\text{start}}$, $t_{\text{end}}$ define the start and end times of the quantum transmission period of the overpass. For a meaningful SKL, segments of data with the same statistical features from many passes are combined into an asymptotically large block for post-processing. In practice, small blocks from different passes are combined to give the following SKL,

$$\text{SKL}_{\infty}^{\text{Block}} = \sum_{j} R_{\infty}^{j} L_{j},$$

(2)

where $R_{\infty}^{j}$ is the asymptotic key rate for a small segment $j$, and $L_{j}$ its length. This restricts the operational flexibility and leads to considerable latency between the first contact between a satellite and an OGS and the generation of the first set of secret keys. A less restrictive mode of operation is to combine all data from several passes (without segmenting into similar sections of similar asymptotic rates) and process using asymptotically determined or assumed parameters, however the security promise of such a procedure would need to be closely examined.

Here, we consider a more flexible mode of operation whereby data from an overpass is processed as a single block taking into account finite key statistics and uncertainties to maintain high levels of composable security (Fig. 4),

$$\text{SKL}_{\infty}^{\text{finite}} = \text{SKL}\left(\{n_{k}^{\mu_{k}}, m_{k}^{\mu_{k}}\}\right),$$

(3)

where $\{n_{k}^{\mu_{k}}, m_{k}^{\mu_{k}}\}$ are agglomerated count data without partitioning into sub-segments. This operational mode is considerably more practical for large constellations of satellites \cite{25, 49} and number of OGSs where it would be resource intensive to keep track of and store a combinatorially large number of individual segmented link data until each had attained a sufficiently large block size for asymptotic key extraction. For these reasons, it is important to analyse the performance of SatQKD systems without assuming asymptotic key rates or infeasibly long operational periods to establish post-processing blocks.

**IV. FINITE KEY LENGTH ANALYSIS**

In this section, we determine the achievable finite key for different satellite passes using the optimised, decoy-state BB84 protocol with weak coherent pulses. Tight finite-key security bounds for this protocol have been derived for one \cite{31} and two \cite{30} decoy states. The difference between the use of one and two-decoy state is small, however the use of two decoy states allows better estimation of the vacuum yield, which is important in the high loss regime. We optimise the two-decoy state protocol parameters and the amount of pass data to use in a block, accounting for practical constraints. This determines the average achievable key lengths that can be expected under different network operations. We also consider the sensitivity of the generated key length on different experimental parameters and satellite trajectories in order to derive a long term average amount of finite key.

The efficient BB84 protocol \cite{50} encodes signals in X and Z bases with probabilities $p_{X}$ and $1 - p_{X}$ respectively. It is a matter of convention which basis is used for key generation and the other for parameter estimation. In this work, the key is generated from X basis signals and the error rate in the Z basis is used to bound an eavesdroppers information on the raw key. The use of biased basis choice improves the sifting ratio without compromising the security. In the asymptotic regime, the sifting ratio tends to 1, compared with 0.5 for symmetric basis choice as in the original formulation of BB84. As we demonstrate later in section IV E, this sifting ratio advantage persists in the finite key regime, leading to longer raw sifted key for a given number of transmitted signals. This reduces parameter estimation uncertainties as well as provides more distillable raw key in the first place. The key is generated only from events corresponding to cases where the two authorised parties choose the X basis, and its phase error rate is determined from joint Z basis choices.

Practical BB84 implementations generally use phase-randomised laser-generated weak coherent pulses (WCPs) instead of true single photon sources as the latter devices are currently unavailable for field deployment \cite{51}. Phase randomised WCPs are a probabilistic mixture of photon number (Fock) states, even weak pulses will have a non-trivial fraction of multi-photon emissions. Pulses that contain two or more photons compromise the security of basic BB84 due to the possibility of photon number splitting (PNS) attacks unless the channel loss is kept relatively low \cite{52}. So-called decoy state methods were proposed as a method to detect PNS attacks and have rapidly become the de facto method of implementing prepare and measure QKD using WCP sources \cite{6}.

For the three-intensity (or two-decoy state) BB84 protocol, the sender chooses to send one of three intensities $\mu_{j}$ for $j \in \{1, 2, 3\}$ with probabilities $p_{j}$. For the purposes of the security proof, we assume that $\mu_{3} = 0$ is the vacuum state, and the other intensities satisfy $\mu_{1} > \mu_{2}$ and $\mu_{2} > 0$. The finite key attainable with two decoy states is given by \cite{30},

$$\ell = s_{X,0} + s_{X,1} (1 - h(\phi_{X})) - \lambda_{\text{EC}} - 6 \log_{2} \frac{21}{\epsilon_{s}} - \log_{2} \frac{2}{\epsilon_{s} - 1},$$

(4)

where $s_{X,0}$, $s_{X,1}$ and $\phi_{X}$ are the vacuum yield, single-photon yield, and the phase error rate associated with the single-photon events respectively. For a satellite, unlike in the fibre case considered in \cite{30}, one cannot fix the size of the sifted X-basis data block. Instead, we have a fixed number of pulses, $N$, sent per pass. This number is determined by the laser rep-
Algorithm 1 \( \{\eta_{\text{sys}}(j), \ell[j], \text{QBER}\} = \text{Optimised skl}(N, M, L) \)

1. \( C_1 \leftarrow 0 < p_X < 1 \)
2. \( C_2, 3, 4 \leftarrow 0 < p_j < 1 \) for \( j = 1, 2, 3 \)
3. \( C_5 \leftarrow \mu_1 - p_X > p_2 \)
4. \( C_6 \leftarrow p_1 > p_2 \)
5. \( N \leftarrow \text{number of pulses per second} \)
6. \( M \leftarrow \text{number of satellites pass} \)
7. \( L_t \leftarrow \text{elevation dependent loss at time } t \)
8. \( t_0 \leftarrow \text{time at max elevation} \)
9. \( \tau_n \leftarrow \text{probability of n-photon transmission} \)
10. \( v \leftarrow 0 \)
11. for all \( j = 0 \) to 15 dB do
12.   for all \( \Delta t = 0 \) to \( t_{\text{max}} \) do
13.     \( \eta_{\text{sys}}^{\text{link}}(j) \leftarrow L_{\text{sys}} + l_j \)
14.     \( \ell[j][\ell[j]] \leftarrow \text{detection probability of pulse } k \) at time \( l \)
15.     \( [E[j][\ell]] \leftarrow \text{error probability of pulse } k \) at time \( l \)
16.     \( \text{Generate data (error) block sizes for pulse } k \) —
17.     \( \eta_{\text{sys}}^{[\ell]}[k] \leftarrow \sum_{m=0}^{l} N p_j \eta_{\text{sys}}^{[\ell]}[D[j][m][\ell]] \)
18.     \( \eta_{\text{sys}}^{[\ell]}[\ell][k] \leftarrow \eta_{\text{sys}}^{[\ell]}[\ell] + \delta_{\text{sys}}^{[\ell]}[\ell][k] \)
19.     \( \eta_{\text{sys}}^{[\ell]}[\ell][k] \leftarrow \sum_{m=0}^{l} [\eta_{\text{sys}}^{[\ell]}[D[j][m][\ell]]] \)
20.     \( s_{0,0} \leftarrow \tau_n \left( p_1 - p_2 \right) \)
21.     \( s_{1,0} \leftarrow \tau_n / \left( \bar{\lambda} + p_1 - p_2 \right) \)
22.     \( \bar{\lambda} \leftarrow \text{phase error rate} \)
23.     \( (\ell[j][\ell]) \leftarrow \frac{1}{\bar{\lambda}} \left( \eta_{\text{sys}}^{[\ell]}[\ell][k] / (1 - h(\bar{\lambda}) - \lambda_{\text{EC}} - 6 \log_2 \frac{p_1}{4} - 6 \log_2 \frac{p_2}{4}) \right) \)
24.     \( \text{Maximise } (\ell[j][\ell]) \) over constraints \( \{C_1, \ldots, C_k\} \)
25.     \( v_j \leftarrow \{\eta_{\text{sys}}^{[\ell]}(j), sup_{\Delta t} \ell[j][\Delta t], \text{QBER}\} \)
26. Return \( v \)

Figure 4. Pseudocode to determine the optimised finite key length for a satellite pass. The optimisation is performed over all protocol parameters and the transmission time window \( \Delta t \) over which raw key is acquired. The correction terms \( \delta_{\text{sys}}^{\text{link}}(\ell)[j][\ell] \) for the bases \( X(Z) \) and the intensities \( p_k \) come from the multiplicative Chernoff bound that accounts for finite statistics [33].

etion rate and the fraction of the orbit from which we collect data. The sizes of the \( X \) and \( Z \) basis data blocks are calculated from \( N \), the probability of detecting a pulse (which is function of time), and the sifted ratios. Next, we look into the security conditions of this secret key.

For error correction, error syndrome information is exchanged over a public channel to correct key strings. The number of bits leaked during error correction is denoted \( \lambda_{\text{EC}} \), and is accounted for during privacy amplification. In the finite key regime, this information leakage has a fundamental upper bound \( \lambda_{\text{EC}} < \log |M| \), where \( M \) characterises the set of syndromes in the information reconciliation [32]. We use an estimate of \( \lambda_{\text{EC}} \) that varies with block size [32] (details in Appendix A).

The security of the key rate for the decoy state efficient BB84 protocol is defined via the following statement: For small security parameters, \( \epsilon_s, \epsilon_x > 0 \), the protocol is \( \epsilon = \epsilon_s + \epsilon_x \)-secure if it is \( \epsilon_s \)-correct and \( \epsilon_x \)-secret [30, 53]. For numerical optimisation, we take \( \epsilon_s = 10^{-15} \) and \( \epsilon_x = 10^{-9} \). Conditioned on passing the checks in the error-estimation and error-verification steps, an \( \epsilon_x \)-secret key of length \( \ell \) can be attained.

We implement a numerical optimiser to determine the achievable secret key length for a satellite pass, illustrated by pseudocode in Fig. 4, using improved finite key analysis to that in Ref. [30]. The main difference, is in estimating the terms \( \delta_{\text{sys}}^{\text{link}}(\ell)[j][\ell] \), which are corrections due to the finite statistics. Instead of using the Hoeffding bound, we employ the tighter, multiplicative Chernoff bound [33], to estimate \( \delta_{\text{sys}}^{\text{link}}(\ell)[j][\ell] \) (see Appendix A). In the following, we provide a detailed analysis of how different factors, such as system parameters and pass geometry, influence the achievable finite key length.

A. Transmission time window optimisation

After the quantum transmission phase of an overpass (or several), we group together the sifted raw key to process in a single block. In addition to optimising the protocol parameters, we can also optimise the over elevations over which we include data in the processing block, i.e. trimming data from the start and end of the overpass to produce a truncated block. For small elevation angles (around the horizon), the high losses mean that the signal count rate is lower and a relatively higher proportion of extraneous counts when compared to larger elevation angles (where the satellite passes nearer to zenith). The QBER is thus greater at lower elevation angles than at higher angles. Excluding data from the start and end of the overpass results in a lower average QBER for the raw key. The reduction in QBER, however, comes at a cost of reducing the length of the raw key. This unveils a trade-off between length of raw key and QBER. This trade-off necessitates an optimisation of the protocol parameters (biased probabilities and intensities) and the length of each transmission window over which the finite key is assimilated.

For any satellite pass, we define \( t = 0 \) as the time where the satellite reaches maximum elevation, and \( t_{\text{max}} \) as the time at which the satellite is at local horizon, i.e. where the elevation angle is zero. We consider a transmission window, \( \Delta t (0 < \Delta t \leq t_{\text{max}}) \) over which data is collected into a raw key block. We assume that the transmission window extends from \( -\Delta t \) to \( +\Delta t \), i.e. the region surrounding maximum elevation. For intermediate values of \( \Delta t \), a partial satellite trajectory path is used to construct a finite key. Fig. 5 shows for different \( \eta_{\text{sys}}^{\text{link}} \), the achievable secret key length (SKL) for varying values of \( \Delta t \), hence data used, for a zenith pass.

We observe that for systems with good \( \eta_{\text{sys}}^{\text{link}} \), the QBER at low elevations does not rise greatly above QBER. As such, it is generally better to keep more data by keeping \( t_{\text{max}} \) as large as possible. For poor \( \eta_{\text{sys}}^{\text{link}} \), however, restricting the elevations over which data is collected will lead to a longer SKL (see Fig. 28). \( \eta_{\text{sys}}^{\text{link}} = 35 \text{ dB} \). This is due to the improvement in error rate counteracting the smaller raw key length and slightly larger uncertainties due to a smaller sample size.

Our values of QBER are calculated for a whole pass, and thus represent an average of the instantaneous QBER. Nevertheless, the values presented in Fig. 5 are consistent with the instantaneous QBERs found in the Micius satellite [28].
In this section, we determine the dependence of the optimised finite key length to different system parameters: extraneous counts (detector dark count and background light); and intrinsic quantum bit errors QBER. For each analysis, we optimise over all protocol parameters in addition to the satellite transmission window. The achievable SKL is then determined for different \( \eta_{\text{sys}} \) representing differently performing SatQKD systems, e.g. using smaller OGS diameters, that introduce additional losses (independent of elevation) over the reference system with \( \eta_{\text{sys}} = 27 \) dB. We denote changes to \( \eta_{\text{sys}} \) by adding \( \eta_{\text{excess}} \) such that \( \eta_{\text{excess}} = 10^{-(I_s/10)} \), where \( I_s \) is the corresponding difference in \( \eta_{\text{sys}} \) in dB.

We consider \( \eta_{\text{excess}} \) up to 15 dB (corresponding to \( \eta_{\text{sys}} = 42 \) dB) equivalent to using a \( D_r = 21.3 \) cm diameter OGS instead of the reference \( D_r = 1.2 \) m, keeping all other system parameters unchanged unchanged. Notably we only consider worse total link efficiencies than the concrete nominal system loss demonstrated by the Micius satellite-OGS link. Negative \( \eta_{\text{excess}} \), corresponding to the use of more efficient detectors or larger OGSs, would result in an increase in the attainable key.

We first consider the effects of different extraneous count rates \( p_{\text{ec}} \) on the achievable key lengths (Fig. 6). For OGS receivers, the constraints on detector size, weight, and power (SWAP) are not as severe as for space-based detectors, however it is desirable to reduce the cost and complexity of such systems. Although superconducting nanowire single photon detectors exhibit excellent photon detection efficiency with improved quantum efficiencies across a wide range of wavelengths with very low jitter and dark count rates [54], the need for cryogenic coolers and single mode coupling (necessitating the use of adaptive optics) greatly restricts widespread deployment. Silicon SPADs are the preferred option for Vis/NIR photons with moderately high PDE and sufficiently low dark count rate with conventional thermoelectric cooling of the order of 10s of counts per second, leading to a few error counts per second taking into account temporal filtering [55].

In typical OGS environments (i.e. not under dark sky conditions), we can assume that background light will be a significant contribution to the extraneous count rate. In our analysis, we account for stray light from celestial bodies and human activity adding to the detector dark count which is lumped together into a single extraneous count rate. Notice, that the extraneous count rate has a significant impact on the SKL. While it can increase the vacuum yield this effect is more than compensated by the increase in \( \phi_X \) and \( \lambda_{\text{EC}} \). The net effect is to decrease the SKL. Specifically, a factor of 10 increase in the \( p_{\text{ec}} \) reduces the achievable SKL by 40% at 27 dB. Further, the effects of extraneous counts are compounded by increased loss. In particular, in the high loss regime, an increase in extraneous count can result in no finite key being generated. This indicates that extraneous counts have a strong influence on the QBER, when \( \eta_{\text{sys}} \) becomes worse.

We now look at the effect of intrinsic errors, e.g. due to a less than unit fidelity of the source states, misalignment of the satellite and receiver reference frames, or non-ideal projective measurements by the OGS (Fig. 7). We lump all these effects...
into a quantity QBER$\alpha$ that characterises the intrinsic error of the system that is independent of the count rate. We observe that the finite key length is not as susceptible to changes in the QBER$\alpha$ as compared with $p_{ec}$.

Other factors affecting the SKL include signal intensities $\mu_j$, their probabilities $p_j$, and basis bias $p_X$. The optimised values of these system parameters generally depend on the excess loss considered. Fig. 8 shows how the optimised protocol parameters change with the total link efficiency. We see that as $\eta_{link}^{sys}$ increases (worsens), $p_X$ decreases meaning that Alice needs to send more pulses in the $Z$ basis. This comes from the fact that as the loss increases, the OGS detects fewer photons leading to worse parameter estimation of $s_{X0}$, $s_{X1}$ and $\phi_X$ from fewer statistics. To compensate, we need to collect more $Z$ basis events by increasing $p_Z$ i.e. by decreasing $p_X$. The reduced number of key generation events ($X$ basis detections) is outweighed by better bounds on the key length parameters. This implies that the uncertainties in the parameter estimation from finite statistics dominates the SKL compared with raw key length when $\eta_{link}^{sys}$ becomes poor.

C. Non-zenith passes

The typical pass will not pass over zenith, hence it is necessary to analyse the SKL achievable from non-ideal overpasses (Fig. 1). Here we explore the effect of $\eta_{link}^{sys}$ on the lowest elevation pass $\theta_{max}$ that still results in non-zero finite key and how this affects the long-term average SKL. In Fig. 9 we illustrate the achievable SKL depending on the minimum zenith angle $\alpha_{min} = 90^\circ - \theta_{max}$ attained during the pass. As expected larger minimum zenith angles $\alpha_{min}$ leads to smaller SKL due to shorter transmission times as well as lower count rates due to worse average $\eta_{link}$ at lower elevations and longer ranges. The SKL vanishes when the satellite pass is above a critical zenith angle $\alpha_{max}$. This is a crucial point for any QKD satellite mission design as we can only extract a finite key for satellite passes that yield sufficient data.

In order to estimate the average amount of secret key that can be generated with single pass blocks, we first integrate the area under the SKL vs $d_{min}$ curve,

$$SKL_{int} = 2 \int_0^{d_{min}} SKL_{d_{min}} dd_{min},$$

where $d_{min}$ is the maximum OGS ground track offset that results in finite key (see Fig. 9). We can then estimate the annual average key (in the absence of weather effects and variation of $p_{ec}$, e.g. due to time of year, phase of Moon) by,

$$SKL_{year} = N_{orbits}^{year} SKL_{int} / L_{lat},$$

where $N_{orbits}^{year}$ is the number of orbits of the satellite per year, and $L_{lat}$ is the longitudinal circumference at the latitude of the OGS. This assumes that, on average, $d_{min}$ is evenly distributed (unless in an Earth synchronous orbit [25]) and that the OGS is at low to moderate latitudes as the approximation becomes worse at the poles due to the orbital inclination ($\sim 97^\circ$) of an SSO orbit. For $h = 500$ km, $N_{orbits}^{year} \approx 5500$ and the circumference along a line of longitude at the position of Glasgow $(55.9^\circ N)$ is $L_{55.9} \approx 2.25 \times 10^7$ m resulting in $SKL_{year} = 2.44 \times 10^{-4}$SKL_{int}.$

D. Multiple satellite passes

We now explore how combining separate satellite passes can improved secret key lengths for situations where some degree of key generation latency can be tolerated and the single-pass finite key assumption can be relaxed. Fig. 7 illustrates the finite and asymptotic secret key-lengths for a single zenith satellite pass. The asymptotic key rate corresponds to many satellite passes where the block sizes used to determine the key rate tend to infinity. Note that we do not use the process given by Eq. 2, instead we put together all the data from the passes into a single block for processing and do not use
a segmented or instantaneous asymptotic key rate; we only assume that the aggregated block parameters are known with negligible uncertainty. The process of taking the block size to infinity requires care for satellites, as each orbit yields a fixed amount of data. A detailed discussion of the asymptotic limit is given in Appendix C. As expected, the key length increases significantly if the block asymptotic regime can be reached.

Figure 9. SKL vs ground track offset. We plot the finite key length attainable with varying minimum ground track distances between the satellite and OGS for different $\eta_{\text{sys}}$. The system parameters were $\rho_{\text{ec}} = 5 \times 10^{-7}$ and QBER$_{\text{av}} = 0.5\%$. The key generation footprint is given by the maximum $d_{\text{min}}$ that still results in non-zero finite key. The maximum footprint is limited by visibility above the horizon, for $h = 500$ km the maximum total width is 4887 km. Here, we have assumed that quantum transmission can occur horizon to horizon. In practice, quantum transmission may not be possible immediately after the satellite rises above the horizon due to the need for initiation and stabilisation of tracking, handshake protocols, and local skyline obstructions. Similarly, as the satellite sets the quantum transmission may need to terminate before $\theta$ reaches $0^\circ$ to allow for post-processing and finalisation of all reconciliation steps. If we assume a non-zero minimum elevation below which quantum transmission does not occur, this would decrease $\alpha_{\text{min}}$ and move all the curves down. It may be reasonable to set $\alpha_{\text{max}} = 80^\circ$ for advanced SatQKD systems leading to a maximum key generation footprint of 3200 km total width ($d_{\text{min}} = 1600$ km).

Table II. Expected yearly average secret finite key lengths attainable for different satellite trajectories. The quoted SKL$_{\text{int}}$ correspond to the integrated area under each SKL vs ground track distance curve in Fig. 9 and is in units of bit-metres (bm). We have not included weather effects or considered a minimum elevation for quantum transmission so these values should be considered an optimistic upper bound.

| System loss | SKL$_{\text{int}}$ | SKL$_{\text{55\textdegree}}$$_{\text{year}}$ |
|-------------|-------------------|-------------------------------------------|
| 27 dB       | $9.22 \times 10^{12}$ bm | 2.253 Gb                                   |
| 30 dB       | $3.52 \times 10^{12}$ bm | 0.8603 Gb                                  |
| 33 dB       | $1.12 \times 10^{12}$ bm | 0.2740 Gb                                  |
| 37 dB       | $1.76 \times 10^{11}$ bm | 0.0429 Gb                                  |
| 40 dB       | $2.28 \times 10^{10}$ bm | 0.0056 Gb                                  |

Generating key from a single pass constrains the achievable secret key length. One way to approach the asymptotic key rate is to accumulate more signals through multiple satellite passes. This approach assumes that latency in key generation and the storage of raw key can be tolerated. Fig. 10 illustrates the improvement from multiple zenith passes where non-zero finite key cannot be generated in a single zenith pass for different combinations of system parameters. The relative improvement depends on the system link efficiency. The origin of this improvement is purely due to smaller parameter estimation uncertainties owing to increased statistics since averaging over several pass does not improve the actual QBER or phase error ($\phi_X$) rates, though a small improvement due to better error correction efficiency and reduced $\lambda_{\text{EC}}$. This clearly illustrates the principle difficulty in satellite QKD; fluctuations in finite statistics severely limit the average attainable SKL.

Combining the data from multiple passes can improve the key length per pass. In particular, we can obtain non-zero key when $\eta_{\text{sys}}$ is too poor for key generation from a single pass. However, this must be balanced against greater key generation latency and potential security issues from needing to store large amounts of raw data for a longer period of time between passes. Ensuring the security of the OGS for several passes is more difficult than ensuring its integrity over a single pass. We assume that key is consumed soon after generation so the attack horizon is dominated by the period in which secret data is at rest.

### E. Protocol Selection

To illustrate the effect of statistic uncertainties in constraining the key length under finite block size assumptions, we compare the performance of two variants of BB84: efficient BB84 (as considered thus far) [50] and standard BB84 [56]. The main difference is in the choice of bases, standard BB84 chooses
both X and Z bases with equal (symmetric) probability whilst efficient BB84 is allowed to favour one basis over the other (asymmetric basis choice). standard BB84 also uses both bases to generate key and perform parameter estimation, whilst efficient BB84 uses only one basis for key generation whilst the other is only used solely for parameter estimation. Due to these differences, we will refer to the two protocols as symmetric and asymmetric BB84 respectively.

Fig. 11 illustrates the attainable key length for a single satellite pass over zenith with varying levels of system link efficiency in the link efficiency. Notice that the asymmetric protocol achieves both a better key length for all values of system link efficiency. Fig. 12 shows the SKL as a function of max- 

The advantages of the asymmetric protocol stem form several factors. Firstly, the asymmetric protocol retains more raw bits at the sifting stage. This obviously leads to a larger final secret key. However, retaining more of the raw key bits also allows us to perform better parameter estimation. This is a crucial advantage for finite-key QKD. As we have seen, finite key analysis is extremely sensitive to how well we estimate the parameters. In particular, a small increase in loss can result in the key length dropping to zero.

The next advantage of the asymmetric protocol is more subtle. In asymmetric BB84, we use all the Z-basis events to estimate the vacuum and single photon yields. In contrast, for symmetric BB84, we reveal a random sub-sample of results for each basis, where each amount is optimised. The vacuum and single photon yields for the X or Z bases are found using only results corresponding to that basis. This means that only half of the revealed results are used to estimate the yields for each basis. In contrast, in the asymmetric protocol, all of the revealed results are used to estimate the yields.

One final advantage is that asymmetric BB84 requires less classical communication. In particular, we do not need to communicate the choice of which bits to reveal to estimate the QBER and other parameters. Instead, this task is achieved by the choice of basis. One slight disadvantage of asymmetric BB84 is in the biased basis choices. A quantum random number generator needs to generate several unbiased bits to produce a single biased bit (at worst 2 unbiased bits per biased bit on average using a non-deterministic algorithm). However, after this stage, the storage requirements for these basis bits is identical in both symmetric and asymmetric BB84.

This analysis shows that in the finite key regime, asymmetric BB84 is both more efficient and practical than symmetric BB84. It is able to deliver improved key rates for a wider range of system parameters and system link efficiencies. Additionally, it can provide a non-zero key for more orbits than symmetric BB84.

V. CONCLUSIONS AND DISCUSSIONS

We have analysed how the attainable secret key length varies with a single or multiple overpasses under the finite key block size assumption. This type of analysis is important for establishing the security of realistic operational models for practical SatQKD. Our study explores the influence of different parameters, including: the system link efficiency performance level characterised by $\eta_{\text{sys}}$, intrinsic source and measurement
quality characterised by QBER, extraneous count rate including detector dark counts and background light with combined probability \( p_{\text{ec}} \) per pulse, pass geometry, and raw data block length. We use as the basis for \( \eta_{\text{sys}} \) the most recent data from the Micius satellite as representative of the current state of the art performance.

We show that extraneous count rates are more detrimental than worse intrinsic QBER to the finite size secret key length due to the the effect of worse link efficiencies at low elevations affecting the raw key error rates. We find that only a few passes are required to raise zero finite SKL to positive values quickly approaching asymptotic rates. Small efficiency gains can lead to large average SKL amounts due to the expanded key generation footprint enabled. This can be seen in the SKL average that shows a large dependence on \( \eta_{\text{link}} \). For example, for the nominal system parameters, a change from \( \eta_{\text{link}}^{\text{sys}} = 37 \) dB to \( \eta_{\text{link}}^{\text{sys}} = 40 \) dB (factor of 2) results in a \( 7.7 \times \) reduction in the yearly average rate since not only is the SKL for a given \( \theta_{\text{max}} \) reduced, the key generation footprint, compounding the reduction.

Further work could include more general loss vs elevation models so that more diverse systems and OGS locations can be studied. Operational constraints on the transmission time may impact on achievable key rates for poor \( \eta_{\text{link}}^{\text{sys}} \) at low elevations and requires further study. For example if post-processing and all reconciliations steps need to be completed before the end of the overpass, this will introduce a minimum gap between the end of the quantum transmission and the time the satellite passes below the horizon that will impact upon SKL and \( \theta_{\text{max}} \). The effect of source rate is implicit in the analysis via a change of \( \eta_{\text{link}} \) axis origin as previously discussed. Our model can be combined with higher fidelity orbital and constellation modelling for more precise long term average SKL prediction, taking into account local atmospheric and weather conditions [25, 49]. We can also extend our finite key analysis to other protocols, such as CV-QKD with appropriate modification of the SKL and optimisation procedures.
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Appendix A: Finite key analysis for decoy-state BB84

The Bennett–Brassard 1984 (BB84) quantum key distribution (QKD) protocol has become widely implemented owing to its simplicity, overall performance and provable security [56]. Practical implementations, however, depart from the idealised single-photon sources required in the original theoretical proposal. Instead, weak pulsed laser sources are used due to availability and ease of implementation compared with true single photon sources. While this delivers improved repetition rates over current single photon sources, the unmodified BB84 protocol is vulnerable to photon-number-splitting (PNS) attacks that exploit multi-photon pulse fraction present in each weak coherent pulse signal [57].

To overcome PNS attacks and extend the range of WCP sources, the so-called decoy-state protocols were developed. These employ multiple Poisson photon number distributions associated with different phase randomised coherent state intensities that allow more accurate characterisation of the photon number distribution of the transmitted pulses associated with detection events [58]. In this way, the secure fraction of the sifted raw key (vacuum and single photon yields) can be reliably estimated, which makes the decoy-state BB84 protocol a secure and practical implementation of QKD.

The security of decoy-state QKD was initially developed assuming the asymptotic-key regime [59, 60]. Such an analysis neglects fluctuations due to finite statistics. To compensate, security analyses for finite-length keys have been developed [61–63]. However, early approaches used a Gaussian assumption to bound the difference between the asymptotic and finite results. As such, their validity is restricted to collective attacks, rather general coherent attacks. Security analyses for general attacks have also been developed [64]. The multiplicative Chernoff bound [36, 65] and Hoeffding inequality [30] can be used to bound the fluctuations between the observed values and the true expectation value. A more complete finite-key analysis for decoy-state based BB84, with composable security, has recently been presented in [33]. This uses the multiplicative Chernoff bound, and presents simple analytic expressions, which are still reasonably tight.

The approach we adopt is a modification of [30]. We use the same structure but replace the Hoeffding bound with the inverse multiplicative Chernoff bound, as proposed in [33, 65], specifically, using equations (9) and (10) of [33] to obtain new expressions for the finite statistical corrections terms, \( \delta_{k}^{X(Z)} \), that appear in equations (2)-(4) of [30].

\footnote{Though the term “decoy state” has been used to describe such protocols, it is a slight misnomer when applied to current protocols. The original idea was to use decoy states of differing intensities to identify the presence of an eavesdropper performing PNS attacks, the results of the decoy states were discarded and only the detection event corresponding to “signal” states were used for the final key. However, it is not only possible but also more efficient to utilise all intensity pulses to derive the final key, hence they can all be considered as “signal”. In light of this, it may be more accurate to describe such protocols as “multi-intensity” WCP QKD and relegate the term “decoy” as a historical footnote. But to maintain consistency with historical usage, we will continue to refer to these protocols as “decoy-state”.}
An important step in any QKD protocol is error correction. This necessitates classical communication, of $\Lambda_{EC}$ bits, which are known to Eve. This must be taken account of in the privacy amplification stage.

In an actual run of the protocol, one would know $\Lambda_{EC}$, however, for optimisation, we must estimate it. If this estimate is too pessimistic, then we could conclude that no key can be extracted in a region where one is still viable. Conversely, an overly optimistic value for $\Lambda_{EC}$ can lead to spurious results.

It is standard to model the channel as a bit-flip channel. This leads to $\Lambda_{EC} = f_{EC}n_X h_2(Q)$, where $Q$ is the QBER and $f_{EC}$ is the reconciliation factor. The value of $f_{EC}$ is typically slightly above 1, e.g., 1.16. The use of a constant reconciliation factor is a simple way of accounting for inefficiency in the error correction protocol. This approach is normally sufficient when determining the optimal secret key length. However, for satellite QKD, one operates with high losses that are at the limit of where one can extract a key. As such, it is beneficial to use a more refined estimate of $\Lambda_{EC}$.

A better estimate of $\Lambda_{EC}$ is given by [32]. In this approach, the correction to $n_X h(Q)$ depends on the data block size. In this work, we utilise the approach of [32] to estimate the information leaked during error correction. In particular,

$$\Lambda_{EC} = n_X h(Q) + n_X (1 - Q) \log \frac{(1 - Q)}{Q} - [F^{-1}(\epsilon_c; n_X, 0, 1) - 1] \log \frac{(1 - Q)}{Q} - \frac{1}{2} \log (n_X) - \log (1/\epsilon_c), \quad (A1)$$

where $n_X$ is the data block size, $Q$ is the QBER and $F^{-1}$ is the inverse of the cumulative distribution function of the binomial distribution.

**Appendix B: Protocol optimisation**

We detail the numerical optimisation that we implement for the finite key length. The finite key rate is a complex function of these five protocol parameters: \{p_X, p_1, p_2, p_3\}, where $p_2 = 1 - p_X$ and $p_3 = 1 - p_1 - p_2$ are fixed by the optimised quantities, and we set $\mu_3 = 0$. We generate an optimised key length by optimising over the parameter space of these five variables. We do so by implementing a constrained numerical optimisation program, which ensures the generated finite key length satisfies the following criteria [30]:

1. $0 < p_X < 1$ (Asymmetric BB84)
2. $0 < p_1 < 1$ (Probability axiom for $p_1$)
3. $0 < \mu_1 < 1$ (Security constraint)
4. $0 < \mu_2 < 1$ (Security constraint)
5. $\mu_2 < \mu_1 - \mu_3$ (Security constraint)
6. $\mu_3 < \mu_2$ (Security constraint)

The security of the key rate derived from the asymmetric, decoy state BB84 protocol has a specific definition. Notably, for small protocol errors, $\epsilon_c, \epsilon_s > 0$, the protocol is $\epsilon_c + \epsilon_s$-secure if it is $\epsilon_c$-correct and $\epsilon_s$-secret. For the numerical optimisation, we take $\epsilon_c = 10^{-15}$ and $\epsilon_s = 10^{-9}$.

In addition, we take into account some fixed parameters for the numerical optimisation as shown in Table I that define a baseline for system performance. The numerical optimisation is performed separately for different values of $\Delta t$, we then chose the value of $\Delta t$ that yields the largest secret key length, for the particular value of system link efficiency. The full optimisation over \{p_X, p_1, p_2, \mu_1, \mu_2\} and $\Delta t$, occurs for each value of system efficiency. For example, in figure 6, each point of the graph corresponds to different optimised parameters.

**Appendix C: Asymptotic key length per pass**

In this section we give an operational definition for the asymptotic key length per pass and briefly sketch its derivation. One can combine data from multiple satellite passes, and extract a secret key from the combined results. The optimisation over system parameters would then be performed for the combined results, over several passes.

In principle, we can combine results from different satellite orbits. However, for simplicity, here we only consider the case were we combine data from passes with the same orbit and under similar conditions.

Let $\ell_1$ be the length of key we extract from a single pass. Naively, one might expect that the length of key for two passes would equal 2\$\ell_1\$. This intuition, however, is false. This is illustrated in Fig. 10, where for a single pass we obtain no key, but a non-zero key is recovered for two or more passes. In this figure, we plotted the key length per pass, which allows us to clearly see the the advantage of combining data. Another thing to note about Fig. 10 is that while there is a gain in combining three or more passes, this gain seems to decrease.

A natural question to ask is: what is largest possible SKL, per pass, that one can obtain by combining arbitrarily many passes? This is given by the quantity $\ell_{\infty} = \lim M \rightarrow \infty \ell_M / M$, where $M$ is the number of passes and $\ell_M$ is the SKL one can extract by combining $M$ passes. The key length, $\ell_M$, is found using equation (4), together with equations (2)-(5) of [30]. The quantity $\ell_{\infty}$ is found by examining the asymptotic scaling of $\ell_M / M$. We will not give the complete derivation, but will illustrate the method by looking at the first term: $s_{X,0}/M$.

The estimate for the vacuum counts per pass is [30],

$$s_{X,0}/M = \frac{\tau_{0} \mu_{2} \Gamma_{3}(n_{X,3} - \delta_{X,3}^{+}) - \mu_{3} \Gamma_{2}(n_{X,2} + \delta_{X,2}^{+})}{\mu_{2} - \mu_{3}} \quad (C1)$$

where $n_{X,k}$ is the number of sifted counts in the X-basis, from pulses of intensity $k$, $\tau_{0}$ is averaged probability that a vacuum state is transmitted by the laser, $\Gamma_{k} = \exp(\mu_{k})/p_{k}$ and $\delta_{X,k}^{\pm}$ are correction terms resulting from the finite statistics. In [30], $\delta_{X,k}^{\pm}$ comes from Hoeffding’s inequality. In our case, we use the multiplicative Chernoff bound (see equations (9) and (10) of [33]). However, for both the Hoeffding and Chernoff bound,
the asymptotic scaling of $\delta_{X,k}$ goes $O(\sqrt{E})$. This means that the scaling with the number of satellite passes is $O(1/\sqrt{M})$. Hence, $s_{X,k}^2/M$ scales $O(1/\sqrt{M})$ and thus tends to zero as $M \to \infty$. The finite statistics correction terms thus go to zero.

By assumption, each satellite pass is for the same orbit and under similar conditions. We should expect that $n_{X,k}$ equals $m$ times the number of counts for a single pass, $n_{X,k}^{(1)}$. From this observation, we obtain

$$
\lim_{M \to \infty} \frac{s_{X,0}^2}{M} = \frac{\tau_0}{\mu_2 - \mu_3} (\mu_2 \Gamma_2 h_{X,3}^{(1)} - \mu_3 \Gamma_2 h_{X,2}^{(1)}) = s_{X,0}^2.
$$

(C2)

where $s_{X,0}^2$ is the asymptotic estimate of the vacuum counts for a single pass. By following a similar process for each term in $\ell_M/M$, we obtain the result

$$
\ell_\infty = \left[ s_{X,1}^2 + s_{Z,1}^2 \right] \left( 1 - h(\phi_X^*) - \lambda_{EC}^\infty \right),
$$

(C3)

where $\phi_X = v_{Z,1}^*/s_{Z,1}$ is the phase error rate, $s_{X,1}^2$, $s_{Z,1}^2$ and $v_{Z,1}^*$ are, respectively, the single pass asymptotic estimates for: the single photon counts in the $X$ basis, the single photon counts in the $Z$ basis and the single photon errors in the $Z$ basis. The expressions for $s_{X,1}^2$, $s_{Z,1}^2$ and $v_{Z,1}^*$ are identical to the equations for the equivalent asymptotic quantities given in Appendix A of [30]. The term $\lambda_{EC}^\infty$ is the limit of $\lambda_{EC}/M$. This depends on how we estimate the information leaked during error correction.

A refined estimate of $\lambda_{EC}$ is presented in [32]. Equation (5) of [32] gives a upper bound on the asymptotic behaviour of $\lambda_{EC}$. Using this expression, we find that $\lambda_{EC}^\infty = n_X h(Q)$, where $Q$ is the QBER for a single pass. When running the numerical code for the asymptotic key length per pass, we set $\lambda_{EC}^\infty = 1.1 \times n_X h(Q)$. This was to take account of the fact that even in the asymptotic limit, our error correction protocol might not be perfectly efficient. However, in all other runs, we used the expression for $\lambda_{EC}$ given in equation (6) of [32].

Rather than looking at the key length per pass, it is also common to consider the key rate, i.e. the number of secret key bits per transmitted pulse. Let $N$ be the total number of pulses transmitted by the satellite during a single pass. The key rate for $M$ passes is just $SKR_M = \ell_M / (MN)$. In the limit of infinitely many passes, the asymptotic key rate is given by $SKR_\infty = \ell_\infty/N$.

We conclude by noting that the asymptotic secret key rate, $SKR_\infty$, we present is rather different from the one often discussed in the literature. It is more common to calculate an asymptotic key rate for each angle of elevation and then combine the asymptotic key rates in a manner similar to that shown in equation (1). While such an approach is sensible if we extract keys for each angle of elevation, it is not appropriate for the current analysis, where we group all the data for a pass and then extract a key from the combined data.
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