Towards a Secure Two-stage Supply Chain Network: A Transportation-Cost Approach
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Abstract. The robustness, resilience and security of supply chain transportation is an active research topic, as it directly determines the overall supply chain resilience and security. In this paper, we propose a theoretical model for the transportation problem within a two-stage supply chain network with security constraints called the Secure Supply Chain Network (SSCN). The SSCN contains a manufacturer, directly connected to several distribution centres DC, which are directly connected to one or more customers C. Each direct link between any two elements of Secure Supply Chain Network is allocated a transportation cost. Within the proposed model, the manufacturer produces a single product type; each distribution centre has a fixed capacity and a security rank. The overall objective of the Secure Supply Chain Network is 100% customer satisfaction whilst fully satisfying the security constraints and minimizing the overall transportation costs. A heuristic solving technique is proposed and discussed.

1 Introduction

Supply Chain Networks as well as other transportations and logistics nowadays are facing security threats. These threats could be natural disasters, such as earthquakes or floods, or human-related threats, such as market uncertainty and computer attacks [27].

As stated by Rice et al. [15]: "The supply network is inherently vulnerable to disruption, and the failure of any one element in it could cause the whole network to fail". Furthermore, Lee et al. [16] highlight the need to create a "secure freight system", across all transportation stages between supply chain partners.

The transport-related problems are combinatorial optimization problems. The researchers use in general heuristic approaches [24, 7, 17, 19], approximation algorithms [3] or hybrid algorithms [8] to solve transportation problems.
It is inherently difficult to model real-world transportation problems: due to the large number of constraints and parameters, often characterised by variability, uncertainty and interdependence, as well as many local optimal or suboptimal solutions. There are supply chains with the transportation cost directly proportional to the number of units transported [1]. Some transportation problems can be described as fixed-charge transportation problems [2, 24].

The problem described in this paper assumes a fixed-charge transportation. The Secure Supply Chain Network (SSCN) problem involves two different supply chain configurations. The first supply chain consists of a manufacturer directly linked to all distribution centers. The second chain is from each of the distribution centres to one or more customers. The novelty is introducing secure constraints for distribution centers into the existing two-stage Supply Chain Network with fixed-charge transportation.

The objective function is to minimize the whole transportation cost, from manufacturer to customers, based on several intermediary costs and other parameters, whilst fully satisfying the customers and meeting the security constraints. The manufacturer supplies a single type of product. The objective function takes into account opening fixed costs and transportation costs.

A mathematical model of the problem is given using the SSCN parameters and additional security constraints. The applicability of linear algorithms for solving real-world transportation problems is limited due to their inherent complexity. Heuristics or hybrid algorithms have been successfully used to solve these type of problems [18, 24]. Previous work solved this problem using the nearest neighbour in [12], a hybrid approach in [11], a genetic algorithm in [14] and further research with a reverse distribution system in [13].

The paper is organized as follows. Section 2 includes some prerequisites. Section 3 introduced the SSCN problem with its formulation and mathematical model. In Section 4 is described the new problem Secure Supply Chain Network with the security constraints. The last section discusses the strengths and limitations of the SSCN problem and concludes with future work suggestions.

2 Prerequisites

The Supply Chain Network (SCN) problem is formulated based on a particular Supply Chain Network presented in [6, 11–13], with fixed-charged capacity.

The Supply Chain Network problem considers two stages of a supply chain network: The manufacturer and distribution centres (DCs), and the DCs and customers (C). The first supply chain includes the manufacturer that provides items to distribution centres (DCs); the second supply chain uses these DCs to deliver to the customers, according to their demands. An ideal manufacturer, with no capacity limitation in production is considered. Each potential distribution centre has a different capacity to support the customers [6]. The time constraints are not considered. The total cost includes the transportation costs from the manufacturer to potential distribution centres, the opening cost of these DCs, and the transportation cost from the DCs to the customers.
In [10, 22, 23] was introduced and developed a security constraint model for jobs scheduling. The security modes considered are the secure mode, as a conservative approach, the Risky mode, the aggressive approach, and the \( \gamma\)-risky mode, considering a probability measure of risk. In general the risky or the \( \gamma\)-risky modes are used. The secure mode includes supplementary costs and it allows less flexibility, and therefore it is rarely used.

3 The Secure Supply Chain Network: Problem formulation and Mathematical model.

The Secure Supply Chain Network problem is a Supply Chain Network with security constraints. Each supply chain is endowed with a security constraint set, which includes the security demand and security rank, denoted \( SC = \{sd, sr\} \) (see section 4 and Figure 1).

The objective of the problem is to optimize the transportation cost, from manufacturer to customers, subject to satisfying the security risk constraints of distribution centers.

The mathematical model of the fixed-charged transportation problem with security constraints uses \( m \) DCs and \( n \) customers. Table 1 shows the input and output data with notations and descriptions; the input data includes besides the SCN input, the security demand \( (sd) \) for a DC, the security rank \( (sr_i) \) for each \( DC_i \) and the security levels values: from very low \( (vl) \) to very high \( (vh) \).

![Fig. 1. An example of a two-stage Secure Supply Chain Network (SSCN) with an infinite-capacity manufacturer, \( m \) available distribution centres (DCs) and \( n \) customers.](image)

The total cost, \( Z \), includes fixed costs, \( Z_f \), and transportation costs, \( Z_{tc} \). The aim is to minimize the total \( SSCN \) cost while meeting the security constraints and fully satisfying the customers. Two types of fixed costs are involved: the opening cost \( f_i \) for \( DC_i \) and the fixed transportation cost from \( DC_i \) to customer \( j \), denoted \( f_{ij} \).
Symbol | Description
--- | ---
input |  
\(sd\) | the security demand for a DC  
\(sr_i\) | the security rank of \(DC_i\)  
\(vl\) to \(vh\) | the security levels values: from very low to very high  
\(f_i\) | the opening cost for \(DC_i\)  
\(f_{ij}\) | the fixed transportation cost from \(DC_i\) to \(C_j\)  
\(c_i\) | the transportation cost from \(M\) to \(DC_i\)  
\(c_{ij}\) | the transportation cost from \(DC_i\) to \(C_j\)  
\(a_i\) | the capacity of \(DC_i\)  
\(d_j\) | the demands of \(C_j\)  
output |  
\(x_{ij}\) | a part of the demand of \(C_i\) supplied by \(DC_i\)  
\(x_i\) | a part of the quantity of \(M\) supplied to \(DC_i\)  
\(y_i\) | a binary variable; 1, if \(DC_i\) is opened as potential location  
\(y_{ij}\) | a binary variable; 1, if \(DC_i\) is opened for customer \(C_j\)  
\(Z_{fc}\) | the total of the fixed costs  
\(Z_{tc}\) | the total cost of transportation  
\(Z\) | the total cost: the sum of the total fixed and transportation costs.

Table 1. Secure Supply Chain Network parameter description.

The transportation cost per unit includes the transportation cost from the manufacturer to distribution centre \(i\), \(c_i\), and the transportation cost per unit \((c_{ij})\) from \(DC_i\) to a customer \(j\).

Due to the two stages of the supply chain network, the following objectives are specified, in order to minimize the total cost:

- Identify the distribution centre to be opened that satisfies the security requirements, as a function of its security demand, \(sd\), and security rank, \(sr\), as presented in Section 4.
- Identify the optimal set of DCs for each customer. The demands of all the customers should be met; a customer could receive products from one or more distribution centres.

The main objective of the problem is to minimize the function \(Z\).

\[
Z = Z_{fc} + Z_{tc}
\]  

\[
Z_{tc} = \sum_{i=1}^{m} c_i x_i + \sum_{i=1}^{m} \sum_{j=1}^{n} c_{ij} x_{ij}, \quad Z_{fc} = \sum_{i=1}^{m} f_i y_i + \sum_{i=1}^{m} \sum_{j=1}^{n} f_{ij} y_{ij},
\]  

The following equations (3) are the constraints for the quantities to be transported.

\[
x_{ij} \geq 0, \; \forall i = 1, \ldots m, \; \forall j = 1, \ldots n, \quad x_i \leq a_i, \; \forall i = 1, \ldots m,
\]
where

\[
y_i = \begin{cases} 
1, & \sum_{j=1}^{n} x_{ij} \geq 0, \forall i = 1 \ldots m, \\
0, & \sum_{j=1}^{n} x_{ij} = 0, \forall i = 1 \ldots m,
\end{cases}
\]

\[
y_{ij} = \begin{cases} 
1, & x_{ij} \geq 0, \forall i = 1 \ldots m, \\
0, & x_{ij} = 0, \forall j = 1 \ldots n.
\end{cases}
\]

(4)

The secure fixed-charge transportation problem is about to minimize the function \(Z\), equation (1), when satisfy the security constraints, equation (5). The security objective should be satisfied on both stages of the supply chain network.

In the next section the new constraint (equation (5)) of the SSCN is introduced.

4 The Secure Supply Chain Network: the Security Constraint

In this section, we propose a security constraint for the Supply Chain Network based on the security constraint model for data-intensive jobs running on distributed computing environments [10, 22, 23].

A distribution is assigned to an available unit, for example a distribution centre in our particular problem, only if the condition \(sd \leq sr\) is met. Three security modes are considered:

- **Secure mode**: the fully secure mode permits transportation only on the units satisfying the security requirements.
- **Risky mode**: the risky mode takes all possible risks by transporting the products on any available unit, \(DC\) in our case.
- **\(\gamma\)-risky mode**: use a probability measure of risk, the \(\gamma\)-risky mode, the transportation will be available to the unit taking at the most \(\gamma\)-risk. The secure mode is obtained for \(\gamma = 0\), and the risky mode when \(\gamma = 1\).

The current approach of SSCN uses the \(\gamma\)-risky mode. The security levels are assessed in distributed environments [21] in terms of a qualitative/fuzzy scale with five levels: very high (\(vh\)), high (\(h\)), medium (\(med\)), low (\(l\)), very low (\(vl\)).

- A transportation is secure if it is made to a completely safe unit, when \(sd \leq sr\).
- The risk must be less than 50% in the security constraint model if a distribution is assigned to a unit with a failure risk (when \(sd > sr\)).
- The transport is possible if \(0 < sd - sr \leq vl\), where \(vl\) represents the very low security level.
- The transport will be delayed when \(vl < sd - sr \leq l\), but should be made before the execution deadline [25]; \(vl\) and \(l\) are the very low and low security levels.
- A transport operation is not feasible if \(l < sd - sr \leq vh\) based on [21], where \(l\) and \(vh\) are the low and very high security levels.
The risk probability, equation (5), for the proposed security constraint model is defined as in [10] and represented in Figure 1. The $sr_i$ is the security risk of the $i$-th distribution center, $DC_i$.

$$P(risk) = \begin{cases} 
0, & sd - sr_i \leq 0 \\
1 - e^{-\frac{sd - sr_i}{2}}, & 0 < sd - sr_i \leq vl \\
1 - e^{-\frac{sd - sr_i}{2}}, & vl < sd - sr_i \leq l \\
1, & l < sd - sr_i \leq vh 
\end{cases} \quad \forall i = 1, \ldots, m. \quad (5)$$

5 Discussions on the proposed problem

A hybrid algorithm based on the nearest neighbour searching technique [3], was used in [12] to solve the fixed-charged transportation problem; an improved hybrid algorithm for the problem was introduced in [11]. An efficient reverse distribution system for solving a sustainable SCN was proposed in [13].

The Nearest Neighbour transportation model could be applied to minimize the transportation cost in the two-stage supply chain network with security constraints on DCs, based on [12, 11, 13]. The model is used when choosing a distribution centre and a connection between DCs and customers.

After the list $(L)$ of selected DCs is specified, based on quantities and security risks, the second supply chain is considered. The reverse technique [13] could be used by starting from the customer demand, and the objective is to use the secure DCs from list $L$ by optimizing the transportation costs, equation (1). In real life there could be different threats on the second supply chain, so the risk parameters could be different from those in the first supply chain.

The threats could come from several internal technical issues, manageable factors, or from external factors. Some of the technical problems could be staffing capacity of distribution centres, and the product design and manufacturing [4, 20]. External threats could be increases in raw material price, or natural disasters. A natural disaster could lead, for example, to a transportation delay. An external threat over a supply chain could be controllable if there are some previous contingency plans in case of the specific threat [27], such as spare manufacturing capacity and/or transportation links.

The controllable threats are quantified as mathematical parameters, as already described in section 4. Being the most expensive, due to major costs, the secure mode which allows transportation only when $sd \leq sr$, is very rare used. Either the risky mode or the $\gamma$-risky mode are used, instead.

For the risky mode, when all possible risks are taken by transporting the products on any available unit, DC or customer, the SSNC problem is reduced to the initial SNC problem without any secure conditions.

As specified in section 4, in the $\gamma$-risky mode the transportation will be available to an unit, in our case the distribution centre for both supply chains, taking at most $\gamma$-risk.
We consider a numerical example involving four $DC_i, i=1,4$. The values for security demand, $sd = 10$, the security risk values for each $DC$ are $sr = \{11, 8, 15, 12\}$ and the levels of security from the very low $vl$ to the very high $vh$ are: $vl=1, l=2, med=3, h=4$ and $vh=5$.

| DC   | Security level of a DC | Symbolic representation | $P(\text{risk})$ | Risk description for a DC |
|------|------------------------|-------------------------|------------------|--------------------------|
| $DC_2$ | High Security Level   | $sd - sr \leq 0$       | 0                | No risk is involved in the distribution to/from DC |
| $DC_1$ | Medium Security Level  | $0 < sd - sr \leq 1$   | $1 - e^{-16}$   | Distribution to/from DC is possible, has no a major risk |
| $DC_4$ | Low Security Level     | $1 < sd - sr \leq 2$   | $1 - e^{-27}$   | Delayed distribution to/from DC due to security risks |
| $DC_3$ | Very Low Security Level| $2 < sd - sr \leq 5$   | 1                | Distribution to/from DC it is not possible |

Table 2. The influence of security levels of distribution centre when distributing the products from manufacturer to distribution centres, and from distribution centres to customers (based on [21, 25]), for security demand $sd = 10$, $DC$ security risk values $sr = \{11, 8, 15, 12\}$ and the levels of security $vl=1, l=2, med=3, h=4$ and $vh=5$.

Based on Table 2 the distribution will be possible just on $DC_1$, $DC_2$ and $DC_4$, where the security risk is acceptable. The risk probability is computed based on equation 5.

The current ongoing work is on implementing the proposed algorithm for solving the $SSCN$ problem in terms of security constraints. The tests consider different values for the security parameters. The Secure Supply Chain Problem could be extended to include time constraints. Furthermore could be useful to develop a component-based system, for example modelled as a finite automaton as in [5, 26]. In perspective a security approach using intelligent mobile multi-agent systems [9] could be used to enhance the $SSCN$.

6 Conclusions and future work

The security of product distribution is nowadays a challenging problem. The paper proposes a security-based model for a fixed-charged transportation problem within a two-stage supply chain network. The complexity of the initial supply chain problem increases due to the security constraints. Several discussions about the solution for the optimization function based on diverse security levels are presented. Future work will include other constraints, such as time constraints and a dynamic approach of the supply chain problem.
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