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Abstract: The vehicular ad hoc network (VANET) is a potential technology for intelligent transportation systems (ITS) that aims to improve safety by allowing vehicles to communicate quickly and reliably. The rates of merging collision and hidden terminal problems, as well as the problems of picking the best match cluster head (CH) in a merged cluster, may emerge when two or more clusters are merged in the design of a clustering and cluster management scheme. In this paper, we propose an enhanced cluster-based multi-access channel protocol (ECMA) for high-throughput and effective access channel transmissions while minimizing access delay and preventing collisions during cluster merging. We devised an aperiodic and acceptable merge cluster head selection (MCHS) algorithm for selecting the optimal merge cluster head (MCH) in centralized clusters where all nodes are one-hop nodes during the merging window. We also applied a weighted Markov chain mathematical model to improve accuracy while lowering ECMA channel data access transmission delay during the cluster merger window. We presented extensive simulation data to demonstrate the superiority of the suggested approach over existing state-of-the-arts. The implementation of a MCHS algorithm and a weight chain Markov model reveal that ECMA is distinct and more efficient by 64.20–69.49% in terms of average network throughput, end-to-end delay, and access transmission probability.
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1. Introduction

In a vehicle ad hoc network, topological changes are frequent as nodes (vehicles) move in accordance with traffic laws [1–3]. As automobile density grows, access collisions occur as a result of poor packet data transmission during slot allocation [3]. Therefore, an effective clustering can lengthen the lifespan of a network. Clustering is a technique for dissecting a network’s architecture. Topological data are obtained more quickly due to the network’s smaller size (cluster). Because of the lack of centralized administration, network topology management and resource allocation become difficult, resulting in inefficient throughput and increased access latency [1]. To overcome hidden terminal problems and merge collisions, an effective clustering technique is required. When using an allocated technique to assign a period allocation [4], two sorts of conflicts can occur: access collision and merge collision. Due to mobility, two vehicles that started more than two hops apart try to join a single period allocation at the same moment [5]. Automobiles traveling in reverse directions with RSUs fastened to the road [6] and two or more clusters merging can cause merging conflicts. Assuming the nodes in this scenario have already been assigned time slots in their clusters during the cluster merging process, they must be released from their current time slot to acquire a new one, which may result in merging collision [7], whereas access collision occurs when more than one node (that has not yet acquired a time slot) within transmission coverage, or approximately two hops apart, attempts to enter a single available period allocation. Therefore, increasing traffic density that is not in cluster may
cause hidden terminal issues and access conflicts, leading in inefficient medium usage and increasing access delays. When the IEEE 802.11p MAC detects an idle channel, it instantly initiates transmission or selects a backup value from the contention window (CW) and initiates a countdown phase [8]. When a vehicle transports a high quantity of data packets, it participates in multiple competitions. Because 802.11p does not support RTS/CTS for data packet broadcasting [9], it is susceptible to hidden terminal issues and conflict [10]. Therefore, collisions between data packets are not immediately noticeable. The TDMA protocol was proposed for automotive ad hoc networks in order to improve transmission efficiency and overcome IEEE 802.11p’s restrictions. Numerous shared TDMA-based MAC principles for VANETs have been presented that aimed to eliminate or mitigate merging conflicts as well as the hidden terminal problems [8,9].

In the centralized TDMA protocol, the centralized node allocates the time slot, and in the distributed TDMA protocol, each node manages the time slot [11–14]. Due to the high vehicle density, the TDMA Cluster MAC (TC-MAC) recently modified the approach for allocating TDMA slots in group-based (Cluster) VANETs. Unlike DSRC, TC-MAC maintains a better level of reliability for safety messages [15,16].

Due to the widespread use of VANETs, an intelligent transport system must transfer data to several nodes [17,18]. When vehicles are partitioned into virtual clusters, scalability of the network becomes a challenge. In [17], clusters are led by a cluster head (CH), which is assisted by cluster members (CM). When merging leads in bigger clusters [18], numerous recent clustering methods employ a small intra- and inter-cluster process size (Figure 1) [19]. The enhanced weight-based clustering algorithm (EWCA) [17] was demonstrated in a cluster. It considers the time and position of vehicles in the cluster, and it is assumed that vehicles are traveling at similar speeds. Every node within broadcast range of its nearest neighbors was considered. This was done to ensure cluster stability and the effective transmission of safety data. As a result, the techniques are more suited to a single traffic condition, and the mobility component is overlooked, resulting in access and merging crashes with all automobiles travelling at constant speed in a medium-density environment.

![Figure 1. Merging cluster structure.](image)

In [20], MAMC-MAC protocol was developed to increase VANET reliability and to convey safety alerts. It utilized a hopsector message direction schema to maximize the message delivery into a particular domain in real time. TDMA is used to divide the dedicated short range communication (DSRC) band into frames. The MAMC-MAC protocol is more appropriate for a single traffic scenario, and the mobility factor is not taken into account. Furthermore, all vehicles are traveling at a constant speed in a medium traffic density, and also the clusters merging scenario is not taken into account. It is likely to result in access collisions and merging collisions. In addition, there are hidden terminal issues,
resulting in merging collisions. The cluster merging process is the process which merges two adjacent clusters into a larger cluster. This process occurs during a period called the merging window (Mw). Based on the above issues, our contributions are as follows:

- We studied and created a merge cluster head selection (MCHS) algorithm that minimizes the frequencies of merging collision and hidden terminal concerns while also electing the best-fit CH in a merged cluster when two or more clusters merged.
- We used a weighted Markov chain model to describe the transformation operation within a cluster and differentiated it from other clusters based on the weighted value.
- During the clusters merging window, the weighted Markov chain mathematical model improved accuracy while reducing ECMA channel data access transmission delay with unmatched transition speed in a time slot and state slot (frame). During the window time (T), this speeds up transitions while eliminating hidden terminal difficulties and access collision.
- The aperiodic MCH selection is based on the merge window period probability and the development of a centralized cluster in a VANET where all nodes are one-hop nodes.
- In a merged cluster, the CHs choose the best candidate as the MCH. Although their cluster members (CMs) inside the transmission range released their time slots and acquired a new time slot from the new MCH, the other CHs became CMs. The CMs that are outside of the new MCH’s transmission range will continue to cling to their previous CH, which has now turned to gateway node (Gw), until all of the remaining CMs are inside the MCH’s transmission range, at which point the Gw will eventually switch to CM.
- For performance evaluation, we built a detailed simulation model and put the suggested technique into action. Extensive simulation results indicated the superiority and scalability of the proposed ECMA method.

The remainder of this paper is organized as follows. Section 2 provides the existing works on merging collisions. Section 3 describes the proposed method that applies the new weighted Markov chain and the cluster head selection algorithm in the merged cluster. The fourth part presents the performance evaluation of the selected indicators, simulation parameters, and their values, followed by Sections 5 and 6 as the Discussion and Conclusion respectively.

2. Existing Works on Merging Collisions

The set of vehicles, called a cluster, allows vehicles to communicate with their neighbors, called intra-cluster networks, and two or more cluster may communicate with each other, called inter-cluster networks [13,14]. When two clusters are in a merging process the node is relieved of their access time slot and acquires new ones which may result in merging collisions. Because merging collisions occur due to vehicle movement and are marginal based on time slot size [15–17], Vehicle ad-hoc network media access control protocol (VeMAC) calculates the rate of merging collisions in the time frame rather than in the time slot. Although access collision occurs when nodes attempt to acquire a time slot, a merging collision occurs when vehicles have successfully acquired a time slot. It can also occur when cars traveling in the same direction but at different speeds. As node x moves into THS2 (Two hopes state II) and shares the same time slot as node z, a merging collision occurs at z, as shown in Figure 2. As a result, when a node detects a merging collision on an access channel, it releases its time slot and acquires a new one, resulting in an access collision, especially with hidden terminal occurrence. In [21,22], a distributed algorithm was used in VeMAC, which requires two vehicle transceivers, one tuned to the control channel and the other to the service channel. However, because of the large size of the control frame in VeMAC, contact over the control channel becomes an overhead.
In [23], the Direction based clustering and multi-channel medium access control (DA-CMAC) protocol is an extension of the VeMAC protocol to improve the transmission reliability of the safety message, where RSU, GW, and CH consist of time slots for cluster members (CMs) that the work divide into two, depending on the location of the vehicles to reduce the rate of change in DA-CMAC access and merging collisions. In addition, each cluster member (CM) is given one slot in both the control and service channels to ensure channel access equity. The application of the Gw node [24] and the allocation of slots from the RSU to CMs in different directions at different speeds result in merging collisions [25] when two or more clusters merge. In [26], the authors used leadership-based clusters (LCM) merging to investigate the impact of merging collisions in a cluster vehicular ad hoc network. When clusters in the same direction combine to form a new unified cluster, the scheme assigns the best connection to each cluster member and remains stable. Two CHs moving in the same direction and in the same transmission range would activate the merging detection mechanism in this scheme. That study only examined the impact of hidden terminal problems and the transmission of access data in a merging cluster by relying on the identification mechanism for cluster stability mergers. In [27], researchers used a cluster merging mechanism in CCFM-MAC to avoid cluster merging until they were sufficiently close to each other. The Hello or cluster head packets are received by all the cluster heads within the transmission range between each. When the CHs are within a certain time interval of each other’s communication range, the CHs repeat the Hello and CH packet responses, and the clusters merge. When two or more clusters combine, the CH with the highest ALERT remains the CH, while the other cluster members are dissolved. The goal is to avoid cluster merging in a short period of time and to increase cluster stability. However, gateway vehicles are used as a connection sub-domain that allows CMs and CHs to link. Hidden terminal problems and collision-free clusters [7] are solved using this scheme. Disjointed time slot sets are associated with distinct lanes on the same road segment and distinct road segments at intersections, according to MoMAC [28]. Furthermore, each vehicle transmits safety messages along with time slots occupying neighboring vehicle data; vehicles can detect time-slot collisions and access a vacant time slot in a completely distributed manner by updating time slots occupying information from two-hop neighbors (obtained indirectly from one-hop neighbors) using Chain Markov [29,30]. In this situation, two CHs which are in the same contact range resolves to cluster merging [31]. The CH with the highest weight value [32], on the other hand, will continue to be the CH, while the others stepped down. CMs have the option of joining the new leadership, joining another cluster, or forming their own. In a cluster-based TDMA MAC protocol [33], the duty of the CH is to assign a slide of time to the CMs. Meanwhile, the authors have only looked at cluster stability and have yet to incorporate the dynamic slot allocation approach into a clustering mechanism to reduce the rate of merging collisions.
The extended delay problem that vehicles can encounter in the event of a merging collision with a TDMA-based MAC protocol for VANET is highlighted and formulated in [34]. This study demonstrated that this delay is proportional to the number of collided packets immediately following the merging collisions. The proposed slot suggestion system is used to prevent additional access collisions between vehicles that have vacated their time slots because of a slot-merge collision. After an access collision, this method minimizes the likelihood of additional access collisions [5].

3. Proposed Method

In this section, we proposed the Merge Cluster-Head Selection algorithm (MCHS) to reduce the rates of merging collisions and hidden terminal problems when two or more clusters merge, as well as the selection of the best match MCH in a merged cluster. Merging collisions occur when vehicles from separate clusters combine to enter a shared time slot. When the algorithm is used, as presented in Algorithm 1, the merging collision can be significantly reduced. By adapting clustering and MCHS algorithm in a merged cluster, the proposed ECMA protocol attempts to achieve collision-free in a cluster while also minimizing the rate of merging collisions in an inter-cluster VANET.

As the different clusters at 'M' converge, they come into contact as in 'N', where the two CHs are in the transmission range of each other. In 'L', the appropriate CH becomes the MCH, the other CH becomes Gw and remains attached to the CMs beyond the MCH’s transmission range, and in ‘Q’, all the cluster members (CMs) are inside the MCH’s transmission range, and the Gw becomes a CM, as shown in Figure 3.

![Figure 3. Illustrations of cluster merging phases (from M –> N –> L –> Q).](image)

3.1. Weighted Markov Chain

During the clusters merging window, the weighted Markov chain mathematical model enhances accuracy and minimizes ECMA channel data access transmission delay with unmatched transition speed in timeslot and state-slot (frame). This speeds up transitions while avoiding hidden terminal issues and access collision during the window time (T). In the frame’s frequency state of slot reservations, self-correlation coefficients represent various
reservation prevalence packet data relationships. The frequency state of slot reservation in present frames can be used to predict the frame prevalence packet data in the future. Then, in comparison to the future frames, a weighted average based on the frequency of other current frames slot reservation can be calculated. As a result, the prediction goal of making full and equitable use of knowledge has been met. This is the fundamental idea behind weighted Markov chain prediction [35,36].

A branch of the Markov chain process is the weighted Markov chain [37]. If the system’s present state is given, then (conditionally) the past and future are independent. Such an action is referred to as the system’s Markov property. In a discrete (countable) state space with respect to discrete or continuous time, a Markov chain evolves.

A stochastic process $X = \{X(t), t \in T\}$ is defined on a probability space $(\Omega, F, P)$, where parameters set $T = \{0, 1, 2, \ldots \}$, and state space $S = \{0, 1, 2, \ldots \}$.

$$P \{X(m+k) = i_m + k \mid X(m) = i_m, X(j_1) = j_1, \ldots, X(j_s) = j_s \} = P \{X(m+k) = i_m \mid X(m) = i_m\}$$

$$= i_m + k \mid X(m) = i_m$$ (1)

The general time-slot transition step is given by $P^t$ for any slot time $t$. The Markov chain nodes $X_0, X_1, \ldots, X_n$ have a slot time reservation state, $S = \{1, 2, 3, \ldots, n\}$, (Figure 4), where the Transition Matrix $P$ element is defined as:

$$P(X_t = j \mid X_0 = i) = P(X_{n+t} = j \mid X_n = i) = (P^t)_{ij} \text{ for any } n.$$ (2)

Figure 4. The transition process of $X_n$.

The window period probability is $\pi_j$ (3), and the mean recurrence time to state $j$ is $\mu_{jj}$. Taking the inverse of the mean recurrence time is one technique for determining the window period probability, as shown by the preceding identity.

$$\pi_j = \frac{1}{\mu_{jj}}$$ (3)

An ergodic Markov chain is an irreducible Markov chain that is aperiodic and positive recurrent. Equation (4) depicts the ergodic chain’s finite distribution $j$, which is the only nonnegative solution to the equations.

$$
\begin{cases}
\pi_j = \sum_{k=0}^{\infty} \pi_k \ p_{kj} & j = 0, 1, 2, \ldots \\
\sum_{j=0}^{\infty} \pi_j = 1
\end{cases}$$ (4)

The Markov chain’s long-run proportion of time spent in state $j$ can now be written as $\pi_j$. Based on the above Markov chain and the window period probability, the specific method of weighted Markov chain prediction is expressed as follows [38]:
Determine a criterion for categorizing the frame’s incidence of slot reservation based on the length of the super frame and the specific adaptability requirement. The distance between the ideal one-hop node (OHN) and the CH in two-dimensional Euclidean space is expressed as $E = 1, 2, 3, 4$, and so on. The frequency condition of slot reservation is determined for each frame based on the classification standard of the threshold value ($S_{thr}$). Equation (5) is used to calculate the various self-correlation coefficients $r_k, k \in \Delta S_{thr}$, where $r_k$ denotes the k-frame self-correlation coefficient, $x_1 = 1, 2, \ldots, n$ denotes the ith frame slot reservation prevalence, $x$ denotes the mean value of $x_1$, and $n$ denotes the length of the slot reservation series’ frame frequency state.

$$r_k = \frac{\sum_{i=1}^{n-k} (x_1 - \bar{x})(x_{1+k} - \bar{x})}{\sum_{i=1}^{n} (x_1 - \bar{x})^2}$$

We create a diverse set of self-correlation coefficients and use them consistently. The weights of multiple (steps) Markov chains must also be considered ($m$ is the maximum step predicted). As the prediction probability index, take the weighted average $W_k$ of the various predicting probabilities for the same condition as shown in Equation (6).

$$W_k = \frac{|r_k|}{\sum_{k=1}^{m} |r_k|}$$

We can derive various phases of Markov chain transition probability matrices from the statistical results from slot reservation prevalence transitions, which determine the probability rule. For example, in a different frame, the frequency of slot reservation $P_i(k)$, $i \in \Delta S_{thr}$ can be predicted and combined with the relative transition probability matrices of a different frame, where $k$ is the Markov chain step and $k = 1, 2, \ldots, m$. If $P_i = \max \{ P_i, P_i \in \Delta S_{thr} \}$ (7), then $i$ represents the predicted future state of the current frame slot reservation prevalence.

$$P_i = \sum_{k=1}^{m} W_k P_i^{(K)}, i \in E$$

By repeating steps 4 through 8, we can predict the slot reservation condition for the next frame after determining the current frame’s slot reservation frequency and adding it to the original series. The cluster head with the best stable neighbors is chosen as the CH with the lowest weight value ($w_i$) based on the calculation of the combined $w_i$. In contrast to the EWCA, all other CHs in the cluster follow the same steps from step two to step nine. $W_i$ is equal to the sum of the weighting factors ($w_f$) in this equation, which is $w_f1 + w_f2 + w_f3 + w_f4 = 1$. Table 1 shows that the group of weighting factors (0.47, 0.24, 0.24, and 0.05) produced the best results in terms of greatest PDR, network throughput, and lowest end-to-end delay. This is due to the weighting variables in this group emphasizing high group mobility (0.47), followed by degree difference (0.24), and distance metrics (0.24) while lowering the impact of cumulative time (0.05) on the (merge cluster head) MCH selection process. If the next CH is chosen based on the maximum number of MCHs and the highest relative direction with the shortest remaining distance, the selected road segment will have strong connectivity, increasing the packet delivery ratio (PDR) and decreasing the MAC delay. On the one hand, if the protocol’s generated delay is based on a high remaining cumulative time with less attention paid to the quantity of MCH, the protocol’s generated delay will be high, especially in low traffic density cases; on the other hand, the packet delivery ratio (PDR) will be unaffected because the access method is the same as IEEE 802.11p RTS/CTS. Finally, if the relative distance metric is minimal, the protocol delay will improve because of a reduction in the time it takes the vehicles to transmit the packet until it arrives at its destination.
Table 1. Simulation Parameters.

| Parameter                  | Value | Parameter                  | Value |
|---------------------------|-------|----------------------------|-------|
| DSRC channel frequency    | 5.9 GHz | DSRC channel bandwidth     | 10 MHz |
| MAC/PHY                   | WAVE/IEEE 802.11p | Mean deviation           | 0-V_max |
| Simulation time           | 1000 s | Vehicle densities          | 50, 100, 150, 200 |
| Merge window (Mw)         | 5, 15, 25, 35, 45 | Weight factor level       | 0.47, 0.24, 0.24, 0.05 |
| Radios r                  | 500 m  | Region’s size              | 1000 × 1000 |
| Data rate                 | 100 Mbps | Packet arriving rate       | 25 Packets/s |

3.2. Periodic Access and CH Connectivity Level

The Merge Cluster Head Selection Algorithm (MCHS) utilizing a Stable Weighted Clustering Algorithm is a theoretical model that employs a vehicle weight value for merge cluster head (MCH) selection during the window phase of the cluster merging process (SWC).

The several metrics analyzed for the MCH election process are listed in this section. These metrics include information about the mobility of each cluster head (CH), such as movement direction, road ID, CH mean velocity, CH connectivity level, and cluster head mean distance from its CH neighbors. A CH finds its neighbors by sending out periodic transmissions with mobility information. A CH’s movement direction and a centralized cluster’s total weight value should only be detected by any surrounding CH before it can receive and process its neighbors’ broadcast message. These metrics are utilized to establish a cluster head’s suitability to become a merging cluster head (MCH) since they ensure a CH’s preparedness.

\[ T = 1 + p (K - 1) \]  

For a successful access probability \( P \), the period \( T \), in Figures 4 and 5, to occupy a time slot by a node as it transmits in a frame is given in Equation (8).

\[ T = \left( \frac{1 + P_i (K - 1)}{CH_i} \right) \times (W_p - W_{p_1}) + W_{p_1} \]  

The greatest window period \( W_{p_h} \) and the lowest window period \( W_{p_1} \) contention values are employed based on the total number of cluster head (\( CH_i \)). The duration \( T \) required for a node to successfully occupy a time slot when it transmits in a frame is described in Equation (9), similar to [17].

3.3. Merging Channel Access Mechanism

During cluster merging, the four channel access modes in the CH are super-frames that can easily adapt to new traffic levels while maintaining stable transmissions. The CH periodically polls clusters for traffic. If the traffic value of two consecutive rounds is significantly different from the initial traffic value, the current access mode for the traffic level is used. The CH gathers data about traffic concentrations and the probability of channel-based merging collision and compares them to the threshold value of various traffic levels during the cluster merging window, as follows: Low traffic level is when the traffic load is lower than the threshold values (Ltv). Light traffic level is when the traffic load is lower than the threshold values (Stv) and higher than threshold (Ltv). Medium traffic level is when the traffic load is lower than the threshold values (Htv) and higher than threshold (Stv). High traffic level is when the traffic load is higher than the threshold values (Htv) as illustrated in Figure 5b.

The ECMA access modes between the CHs in a merging cluster are shown in Figure 5b. Random access is used when the traffic is light. The access technique is the same as that of the IEEE 802.11p RTS/CTS. Only the CHs that need to send a packet to other CHs do so by sending the RTS. The CTS packet indicates that the CHs were successfully accessed. On-demand access is used during low traffic. The access of the cluster head is
determined dynamically by its message demands and stated in the RTS packet as related to random access.

The clustering time slot reservation access is implemented at a medium traffic level. Only CHs in the same group can reserve and compete for a time slot. Otherwise, they can compete only in the next frame. CHs 1 and 2 did not compete for the same access time slot, whereas nodes 3 and 4 did. CHs 1 and 2 must wait for the next frame. Polling access occurs in high-traffic level when each cluster head receives a CH polling. If a cluster head needs to send data, the other cluster head prepares a time slot. The polling cycle duration was increased to allow for data transmission from the cluster head. After polling the CH1 for readiness, the cluster head also polls CH2 for readiness, and so on, until the cluster head discovers a CH within its transmission range that has data to transfer, at which point the cluster head initiates a cluster merging.

(a)

Figure 5. Cont.
Cluster merging happens as follows: as the cluster merges, two CHs in the transmission range of each other tend to exchange information and reconfigure the CH with the lowest suitability weight value ($W_i$) to become the MCH. In Algorithm 1, the other CH transforms into Gw and continues attached to the CMs beyond the MCH’s transmission range until all of the CMs are within the MCH’s transmission range and Gw becomes a CM. The CM then enters the cluster and, alongside the other cluster members, decides to join the cluster, be assigned a time slot, and acquires a new CMID. As a result, the rates of re-clustering and merging collisions are reduced, as well as the hidden terminal problems.

Algorithms 1: MCH selection in a merged cluster

Require: No. of neighboring CH, nodes, position, speed, node weight value, threshold, CMID, and MCH.
Ensure: Weight value ($W_i$).
1: broadcast $CH_i$
2: if $CH_i$ receives RTS then
3: if $\{S_i \in M_i\} < AS_{th}$ then
4: if multiple beacon frames received then
5: if ($S_i, CH_i \in M_i$) & (pos. $CH_i$ = pos. $CH_j$) then //Weight value in CH compared.
6: lowest $CH_i$ = array [0] // The CH with the id starting from zero.
7: for all $CH_i$ do
8: if array[i] > lowest $CH_i$, then
9: lowest $CH_i$ = array[i]
10: status $CH_i$ = MCH
11: End if
12: End if
13: End if
14: $CH_i$.status = Gw // when the other CMs, are not in the $T_S$ of MCH but $CH_i$
15: $Gw$.status = CM // when all the CMs are in the $T_S$ of MCH.
16: join Cluster // or join Cluster and affiliate with $CH_i$
17: else
18: leaving cluster
19: Update and share status info with the CMs
20: else
21: status $CH_i$ = Gw // The search repeats until new CH is selected.
22: $Gw$.status = CM // when all the CMs are in the $T_S$ of MCH.
23: join Cluster // or join Cluster and affiliate with $CH_i$
24: else
25: leaving cluster
26: Update and share status info with the CMs
27: end ifcumulative
28: end fore // End cluster formation.
4. Performance Evaluation

The simulation results were compared side by side to determine the effectiveness of the proposed algorithm in ensuring an effective cluster merging. We evaluated the performance of the ECMA protocol with the weight-model MCH selection algorithm for efficient transmission of access data packets from the CH and allocate the reserved slot to the CMs to reduce the impact of merging collisions during cluster merging at the simulation phase. The performance metrics for the method are network throughput, end-to-end delay, and access transmission probability.

i. Average network throughput—the average number of data packets successfully transmitted to neighboring CMs within a unit time is known as the average network throughput.

ii. The end-to-end delay—the time required for a data packet transmitted and successfully received by neighboring nodes.

iii. Successful access transmission probability—defined as the ratio of the number of data packets successfully transmitted in the network to the total number of data packets effectively transmitted.

Simulation and Parameters

In the simulation, SUMO, NS-2, and MATLAB are used. SUMO is a program that generates road status files by simulating traffic. We used NS2 to embed information about the state of the highway, then evaluated the NS2 to obtain data. We used MATLAB to evaluate data in order to obtain the most important performance indicator information. Wave module is used to communicate across DSRC channels, which are defined by the IEEE802.11p MAC and PHY layer standards. The simulation parameters are listed in Table 1.

5. Discussion

5.1. Access Delay Time-Slot Probability

Figure 6 shows the probability of access delay theoretical structure based on a weighted Markov chain model: First, as the number of nodes grows, channel access becomes restricted, resulting in access collision.

![Access delay at various state.](image)

For example, when the node adapts to different access mechanisms on frames 1 to 4 at ith slot 10, ECMA provides 19%, access collisions prevention, while EWCA provides 68.8%. When the transition flow was at k and ith = 15, the ECMA protocol increased by 15%, whereas the EWCA protocol increased by 82.24%. When two or more clusters merge,
the unified weighted cluster network deals with hidden terminal problems and secures all CMs to their CH. The MCH elections and the new merged cluster have a special resistance to merging collisions owing to the transition pace.

5.2. Cluster Head Lifetime and Its Influence on Merge Window

The influence of CH duration and the merging window (Mw) is predictable based on the above model and analyses by the simulation process. The MCH selection algorithm with the aperiodic window period also increases the speed of the transition process and generates a new stable merge cluster. This gives the novel ECMA protocol a better performance, even as vehicle densities in a different merge scenario change. Figure 7 attests to the fact that in as much as the density of the vehicles increases from scenarios 'a' to 'd' where the average CH duration during the merging window is low from 'a' and have a slight rise increases in 'b', 'c' and 'd' scenarios. However, the MCH in the ECMA protocol stays longer than the MCH in the EWCA and VeMAC. Based on the above model and simulation results, the impact of the CH duration and the merging window (Mw) can be predicted. The MCH selection algorithm, combined with the aperiodic window period, speeds up the transfer process and results in a new, stable merge cluster.

![Figure 7. CH lifetime and its influence on Mw.](image_url)

5.3. Cluster Member Disconnection Frequency and Its Influence on Merge Window

When other CHs are relieved of their leadership and become ordinary CMs, the rate of cluster members disconnecting from the network during the cluster merger process is affected. In this case, the CMs must give up their current time slot and request a new one from the new leadership (MCH). CMs that have been separated from their CH during the Mw process may either join the new MCH or leave to form or join another cluster. Figure 8 shows how the CH relinquishes leadership to become the gateway (Gw) node in the ECMA protocol, which continues to connect and link the CMs that are not within the transmission range of the new MCH. In addition, the remaining CMs which are either within the transmission range of the new MCH may cling to the Gateway node or join a new cluster. Second, even though the clusters' CMs are all within the transmission range of one another, each cluster's centralized system ensures that each CM is only connected to its own CH. In contrast to EWCA and VeMAC, this function of the ECMA protocol stabilizes and maintains a high-throughput and a timely successful access transmission during the merging window, thereby eliminating the HTP and merging collision.
Even if different cluster members are in the transmission range of each, the centralized network structure (one to all and all to one) using the weighted Markov chain model, where each cluster contains its total weight value, which serves as the cluster ID, significantly connects each CM to its CH. This technique effectively solves the hidden terminal problems, thus eliminating merging collisions. Figure 9 shows that ECMA outperforms VeMAC. Figure 10 demonstrates how the weight-based algorithm is used to achieve a quick transition during the merging process. The construction of a centralized cluster in a vehicle ad hoc network (VANET), where all nodes are one-hop nodes, and aperiodic MCH selection is based on the window period probability. In multi-channel access, the drift in transition dependent on the access mechanism preserves its unique time slot even as this set of nodes transitions from one state to the next. The ECMA protocol outperformed the VeMAC protocol in terms of the transfer speed, resulting in a shorter end-to-end delay. The CHs select the best candidate to be the MCH in a combined cluster. The other CHs became CMs as their CMs within the transmission range released their time slots and received a new time slot from the new MCH. For a while, the CMs outside of the new CH’s transmission range will stick to their previous CH, which has now switched to Gw Node, until all of the remaining CMs are within the MCH’s transmission range, at which point the Gw is converted to CM. When comparing the ECMA and VeMAC in terms of successful access transmission probability during average velocity, the ECMA protocol in Figure 11 performs better.
Figure 9. Average network throughput versus average velocity.

Figure 10. Average end-to-end delay versus average velocity.

Figure 11. Successful access transmission probability versus average velocity.

6. Conclusions

In this study, we proposed an enhanced cluster-based multi-access channel protocol (ECMA) for high-throughput and effective access channel transmissions while minimizing access delay and avoiding collisions during cluster merging. We created a merge cluster head selection (MCHS) algorithm that eliminates merging collision and hidden terminal problems, as well as the selection of the best match MCH in the merged cluster when two or more clusters merge. When multiple sets of vehicles collide or when two or more clusters merge, MCHS algorithm resolves hidden terminal concerns and connects all CMs to their CH. The MCH elections and the new merged cluster are particularly resistant to merging collisions owing to the rapid transition from one state to the other. In high-speed merge, a weighted Markov chain model is used to describe the transformation...
operation within a cluster. The application of a weighted Markov chain model represents the transformation operation within a cluster and distinguishes it from other clusters based on the weighted value. In addition, the weighted Markov chain mathematical model enhances accuracy while decreasing ECMA channel data access transmission delay with unmatched transition speed in timeslot and state-slot during the clusters’ merger window. These speeds up transitions while avoiding hidden terminal issues and merging collisions during the window period (T). Extensive simulation data were supplied to demonstrate the effectiveness of the proposed strategy. In summary, this work gives a detailed discussion of the basic ECMA protocol modeling and the MCHS algorithm, as well as a thorough analysis of their technology. The discussion concluded that cluster member disconnection frequency is minimal, as well as a longer cluster head lifetime and a positive influence on merge window. Therefore, when ECMA is compared to EWCA and VeMAC, the weighted MCHS algorithm and weighted Markov chain yields a distinct output in terms of average network throughput, end-to-end delay, and efficient access transmission probability by 64.20%–69.49%, avoiding HTP and eliminating merging collisions. In the future, the proposed MCHS algorithm will be assessed in traffic scenarios involving vehicles driving in opposite directions with heterogeneous radio access in order to facilitate information transmission between cluster heads.

Author Contributions: Conceptualization, S.E., I.F.B.I. and M.M.B.M.; methodology, S.E. and I.F.B.I.; software, S.E.; validation, S.E. and I.F.B.I.; formal analysis, S.E. and I.F.B.I.; investigation, S.E., I.F.B.I. and M.M.B.M.; data curation, S.E.; writing—original draft preparation, S.E. and I.F.B.I.; writing—review and editing, S.E., I.F.B.I. and M.M.B.M.; visualization, S.E., I.F.B.I. and M.M.B.M.; supervision, I.F.B.I. and M.M.B.M. All authors have read and agreed to the published version of the manuscript.

Funding: This research was supported by the Ministry of Higher Education Malaysia (MOHE) and was conducted in collaboration with the Research Management Center (RMC), Universiti Teknologi Malaysia with Vote Number RJ130000.7851.5F029.

Institutional Review Board Statement: Not applicable.

Informed Consent Statement: Not applicable.

Data Availability Statement: Data available on request due to restrictions eg privacy or ethical.

Acknowledgments: The authors would like to thank Universiti Teknologi Malaysia (UTM), Ministry of Education (MOE) and Tertiary Education Trust Fund (tetfund) of Nigeria for their financial support in this research.

Conflicts of Interest: The authors declare no conflict of interest.

References
1. Quy, V.K.; Nam, V.H.; Linh, D.M.; Ban, N.T.; Han, N.D. Communication Solutions for Vehicle Ad-hoc Network in Smart Cities Environment: A Comprehensive Survey. Wirel. Pers. Commun. 2021, 122, 2791–2815. [CrossRef]
2. Mu, W.; Li, G.; Ma, Y.; Wang, R.; Li, Y.; Li, Z. Beacon-Based Hybrid Routing Protocol for Large-Scale Unmanned Vehicle Ad Hoc Network. Electronics 2021, 10, 3129. [CrossRef]
3. Aslam, A.; Almeida, L.; Santos, F. Using RA-TDMA to support concurrent collaborative applications in VANETs. In Proceedings of the IEEE EUROCON 2017—17th International Conference on Smart Technologies, Ohrid, Macedonia, 6–8 July 2017; pp. 896–901. [CrossRef]
4. Daknou, E.; Tabbane, N.; Thaalbi, M. A MAC Multi-channel Scheme Based on Learning-Automata for Clustered VANETs. In Proceedings of the 2018 IEEE 32nd International Conference on Advanced Information Networking and Applications (AINA), Krakow, Poland, 16–18 May 2018; Volume 2018, pp. 71–78. [CrossRef]
5. Latif, M.B.; Liu, F.; Liu, K. A TDMA-Based MAC Protocol for Mitigating Mobility-Caused Packet Collisions in Vehicular Ad Hoc Networks. Sensors 2022, 22, 643. [CrossRef] [PubMed]
6. Nguyen, V.; Hong, C.S. Efficient Access Time Slot for MAC Protocol Using TDMA and CSMA in VANET. 2016, pp. 927–929. Available online: http://bss.kyunghee.ac.kr/layouts/net/publications/data/KIIE2016/VanDung%20Nguyen.pdf (accessed on 10 March 2022).
7. Bang, J.-H.; Lee, J.-R. Collision Avoidance Method Using Vector-Based Mobility Model in TDMA-Based Vehicular Ad Hoc Networks. Appl. Sci. 2020, 10, 4181. [CrossRef]
8. Ding, H.; Li, C.; Bao, L.; Yang, Z.; Liu, L.; Liu, Q. Research on Multi-Level Priority Polling MAC Protocol in FPGA Tactical Data Chain. *IEEE Access* **2019**, *7*, 33506–33516. [CrossRef]

9. Rukaiya, R.; Farooq, M.U.; Khan, S.A.; Hussain, E.; Akhnunzada, A. CFFD-MAC: A Hybrid MAC for Collision Free Full-Duplex Communication in Wireless Ad-Hoc Networks. *IEEE Access* **2021**, *9*, 35584–35598. [CrossRef]

10. Dissertation, A. Improving the Reliability and Efficiency of Data Transmission in Vehicular Ad-Hoc Network. Ph.D. Thesis, Faculty of the Graduate School, University of Minnesota, Minneapolis, MN, USA, 2015.

11. Hadded, M.; Muulethaler, P.; Laouiti, A.; Saidane, L.A. A centralized TDMA based scheduling algorithm for real-time communications in vehicular ad hoc networks. In Proceedings of the 2016 24th International Conference on Software, Telecommunications and Computer Networks (SoftCOM), Split, Croatia, 22–24 September 2016; pp. 1–6. [CrossRef]

12. Hadded, M.; Muulethaler, P.; Laouiti, A. TDMA Scheduling Strategies for Vehicular Ad Hoc Networks: From a Distributed to a Centralized Approach. In Proceedings of the 2018 26th International Conference on Software, Telecommunications and Computer Networks (SoftCOM), Split, Croatia, 13–15 September 2018; pp. 164–169. [CrossRef]

13. Almalag, M.S.; Olariu, S.; Weigle, M.C. TDMA cluster-based MAC for VANETs (TC-MAC). In Proceedings of the 2012 IEEE International Symposium on a World of Wireless, Mobile and Multimedia Networks (WoWMoM), San Francisco, CA, USA, 25–28 June 2012; pp. 1–6. [CrossRef]

14. Wang, M.; Chen, T.; Du, F.; Wang, J.; Yin, G.; Zhang, Y. Research on adaptive beacon message transmission power in VANETs. *J. Ambient. Intell. Humanc. Comput.* **2020**, *13*, 1307–1319. [CrossRef]

15. Talib, M.S.; Hassan, A.; Abas, Z.A.; Abdul-hussain, A.; Ali, M.F. Clustering Based Affinity Propagation in VANETs: Taxonomy and Opportunity of Research. *Int. J. Recent Technol. Eng.* **2019**, *7*, 672–679.

16. Ye, M.; Guan, L.; Quddus, M. TDMP: Reliable Target Driven and Mobility Prediction based routing protocol in complex Vehicular Ad-hoc Network. *Veh. Commun.* **2021**, *31*, 100361. [CrossRef]

17. Tambawal, A.B.; Noor, R.; Salleh, R.; Chembe, C.; Oche, M. Enhanced weight-based clustering algorithm to provide reliable delivery for VANET safety applications. *PLoS ONE* **2019**, *14*, e0214664. [CrossRef]

18. Alsuhli, G.H.; Khattab, A.; Fahmy, Y.A. Double-Head Clustering for Resilient VANETs. *Wirel. Commun. Mob. Comput.* **2019**, *2019*, 1–17. [CrossRef]

19. Sheu, T.; Lin, Y. A Cluster-based TDMA System for Inter-Vehicle Communications. *J. Inf. Sci. Eng.* **2014**, *30*, 213–231.

20. Chiluveru, R.; Gupta, N.; Teles, A. Distribution of Safety Messages Using Mobility-Aware Multi-Hop Clustering in Vehicular Ad Hoc Network. *Future Internet* **2021**, *13*, 169. [CrossRef]

21. Wu, J.; Zhang, L.; Liu, Y. On the Design and Implementation of a Real-Time Testbed for Distributed TDMA-Based MAC Protocols in VANETs. *IEEE Access* **2021**, *9*, 122092–122106. [CrossRef]

22. Omar, H.A.; Zhuang, W.; Li, L. VeMAC: A TDMA-Based MAC Protocol for Reliable Broadcast in VANETs. *IEEE Trans. Mob. Comput.* **2012**, *12*, 1724–1736. [CrossRef]

23. Mammu, A.S.K.; Hernandez-Jayo, U.; Sainz, N. Direction aware cluster-based multi channel MAC protocol for vehicular ad hoc networks. In Proceedings of the 2015 IEEE 11th International Conference on Wireless and Mobile Computing, Networking and Communications (WiMob), Abu Dhabi, United Arab Emirates, 19–21 October 2015; pp. 549–556. [CrossRef]

24. Zeng, L.; Zhang, J.; Han, Q.; Ye, L.; He, Q.; Zhang, X.; Yang, T. A Bus-Oriented Mobile FCNs Infrastructure and Intra-Cluster BSM Transmission Mechanism. *IEEE Access* **2019**, *7*, 24308–24320. [CrossRef]

25. Huang, Z.; Xu, R.; Chu, C.; Wen, G. A Modified RR-ALOHA Protocol for Safety Message Broadcast in VANETs. *J. Phys. Conf. Ser.* **2020**, *1650*, 032005. [CrossRef]

26. Ren, M.; Zhang, J.; Koukhli, L.; Labiod, H.; Veque, V. A study of the impact of merging schemes on cluster stability in VANETs. In Proceedings of the 2017 IEEE 28th Annual International Symposium on Personal, Indoor, and Mobile Radio Communications (PIMRC), Montreal, QC, Canada, 8–13 October 2017; Volume 2017, pp. 1–7. [CrossRef]

27. Zhang, Y.; Liu, K.; Liu, S.; Zhang, J.; Zhang, T.; Xu, Z.; Liu, F. A Clustering-Based Collision-Free Multichannel MAC Protocol for Vehicular Ad Hoc Networks. In Proceedings of the 2018 IEEE 88th Vehicular Technology Conference (VTC-Fall), Chicago, IL, USA, 27–30 August 2018; pp. 1–7. [CrossRef]

28. Lyu, F.; Zhu, H.; Zhou, H.; Qian, L.; Xu, W.; Li, M.; Shen, X. MoMAC: Mobility-Aware and Collision-Avoidance MAC for Safety Applications in VANETs. *IEEE Trans. Veh. Technol.* **2018**, *67*, 10590–10602. [CrossRef]

29. Jiang, X.; Xu, D.H.C. PTMAC: A Prediction-Based TDMA MAC Protocol for Reducing Packet Collisions in VANET. *IEEE Veh. Technol.** 2016**, *65*, 9209–9223. [CrossRef]

30. Shafiq, Z.; Abbas, R.; Zafar, M.H.; Basheri, M. Analysis and Evaluation of Random Access Transmission for UAV-Assisted Vehicular-to-Infrastructure Communications. *IEEE Access* **2019**, *7*, 12427–12440. [CrossRef]

31. Hu, J.; Lyu, W.; Zhong, S.; Huang, J. Motion Prediction Based TDMA Protocol in VANETs. *Electronics* **2020**, *9*, 1792. [CrossRef]

32. Xie, J.; Li, C. Weight Clustering Based TDMA-MAC Scheme in VANET. *Automatika* **2016**, *57*, 252–260. [CrossRef]

33. Lin, Z.; Sun, Y.; Tang, Y.; Liu, Z. An efficient message broadcasting MAC protocol for VANETs. *Wirel. Netw.* **2020**, *26*, 6043–6057. [CrossRef]

34. Boucetta, S.I.; Johanyák, Z.C. Optimized Ad-hoc Multi-hop Broadcast Protocol for Emergency Message Dissemination in Vehicular Ad-hoc Networks. *Acta Polyt. Hung.* **2022**, *19*, 23–42. [CrossRef]

35. Song, C.; Tan, G.; Yu, C. An Efficient and QoS Supported Multichannel MAC Protocol for Vehicular Ad Hoc Networks. *Sensors* **2017**, *17*, 2293. [CrossRef]
36. Yao, Y.; Zhang, K.; Zhou, X. A Flexible Multi-Channel Coordination MAC Protocol for Vehicular Ad Hoc Networks. *IEEE Commun. Lett.* 2017, 21, 1305–1308. [CrossRef]

37. Nguyen, V.; Kim, O.T.T.; Pham, C.; Oo, T.Z.; Tran, N.H.; Hong, C.S.; Huh, E.-N. A Survey on Adaptive Multi-Channel MAC Protocols in VANETs Using Markov Models. *IEEE Access* 2018, 6, 16493–16514. [CrossRef]

38. Peng, Z.; Bao, C.; Zhao, Y.; Yi, H.; Xia, L.; Yu, H.; Shen, H.; Chen, F. Weighted Markov chains for forecasting and analysis in Incidence of infectious diseases in Jiangsu Province, China. *J. Biomed. Res.* 2010, 24, 207–214. [CrossRef]