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In recent years, the risk of malicious attacks on power monitoring systems has increased, and there have been many attacks on power systems in the world. Aiming at the network interconnection security problem of the core control system, the concept of “security buffer” is introduced, and a network security buffer method for power monitoring system is proposed, which is composed of three parts: paradigm check, behavior analysis, and dynamic conversion and jointly realizes the multilevel security inspection of interconnection requests. Experimental verification results show that the proposed method has a protective effect on malicious attacks of power monitoring system.

1. Introduction

In recent years, an increasing number of security incidents have happened to the industrial control system, especially to the power monitoring system. In 2010, Stuxnet invaded the Iranian nuclear power station, disabling 20 percent of centrifuges and severely impeding the implementation of Iran’s nuclear power plan. Stuxnet was a destructive worm specifically targeting the industrial control system. It aimed to attack the PLC, and data acquisition and supervisory systems of Siemens, steal its system permission, and further maliciously changed control parameters. In 2015, the Black Energy left more than half of Ukraine without power. In 2018, TSMC’s machine equipment was used for blackmail, which got its chip production in trouble. Frequent industrial control security incidents have attracted extensive attention from home and abroad. China and European and American countries have included the industrial control system in their national strategies [1–3].

Some studies have been conducted targeting network security of industrial control systems. The studies comprise two aspects: on the one hand, the learning algorithm is used to train the model and detect the attack behavior based on extracted data features or traffic characteristics. The literature [4, 5] used SVM to model the flow interval and the length of data packets for the network traffic of industrial control system and designed an intrusion detection system; Zhao Guicheng [6] proposed building a behavior model based on function code and start address in Modbus protocol and applying SVM algorithm to the analysis of abnormal behavior. Zhu et al. [7] designed and achieved a multiclass SVM algorithm for the intrusion detection in the perspectives of function code or behavior characteristics; Li Wei et al. [8] proposed a SCADA system intrusion detection approach, which sets out intrusion detection rules by the white list and based on analysis of behavior protocol; Parvania et al. [9] presented a behavior-based intrusion detection system for communication behaviors and protocol specifications of smart grid system by means of statistical analysis of traditional network features and specification-based detection. However, as the attack has turned to slow penetration, statistics of network flow cannot satisfy the demand. At present, there are also some scholars who propose the addition of relevant parameters (such as control command) and semantic descriptions (such as trusted measured values) to the detected characteristics to detect system attacks such as wrong command injection and tampering messages. On the other hand, protocols are subject to the uniform description by protocol analysis in order to detect noncompliant protocols. Suda et al. [10] put
forth an intrusion detection algorithm of time-series features extracted based on time characteristics of series, which extracts effectively the time series features by recurrent neural network (RNN); by virtue of time series loop structure of RNN, and the temporal dependence of samples, Yan Binghao et al. [11] proposed an intrusion detection model based on deep recurrent neural network (DRNN) and region adaptive synthetic oversampling algorithm. But the jobs give little consideration for the behavioral independence among control commands. The protocol descriptions, which are either too complicated to popularize or less expressive to explain complex protocols and have slow protocol analysis problems, are unsuitable for the scenes of the power monitoring system.

Therefore, the concept of “security buffer” is introduced to this paper, and a network security buffer method for power monitoring systems is proposed. A security buffer is a memory area that is used between the input and output devices and the CPU to store safety data. It enables the low-speed input/output devices and the high-speed CPU to work in coordination, avoiding the low-speed input/output devices from taking up the CPU and freeing up the CPU so that it can work efficiently. The method is composed of three parts: paradigm check, behavior analysis, and dynamic conversion and jointly realize the multilevel security check on network requests. The paradigm check module examines message format and filters data packets that fail to meet the standard message specification; the behavior analysis module analyzes the sequence of packets and blocks request sequence targeting multiple packets’ abnormal behaviors; the dynamic conversion module utilizes format conversion or confusion to implement data structure changes and unload the attacker’s attack modes such as buffer overflow attacks.

Compared with existing works, the main contributions and innovations of this paper are as follows:

1. A unified description language for defining interconnection protocol packets of power monitoring systems is given, which supports the description and parsing of complex heterogeneous protocols and provides a basis for subsequent unified analysis.

2. Introducing the idea of redundant heterogeneity and adding a dynamic conversion function in the security buffer, which can prevent attackers from trying to speculate the normal working mode and then carry out precise attacks by dynamically adjusting the conversion strategy.

3. Experimental evaluation of the proposed method shows that the proposed method has a high accuracy rate of detecting multipacket anomalous behavior and the proposed dynamic conversion strategy is effective for offloading buffer overflow attacks.

The other parts of this paper are organized as follows: Section 1 introduces problematic scenes that this method targets; Section 2 deals with detailed design of the method; Section 3 makes an assessment of the proposal by experiment; at last, Section 4 concludes the paper and discusses work to be done next.

2. Problematic Scenes

With computers, communication equipment, measurement and control units as basic tools, the power monitoring system provides a basic platform for real-time data acquisition, switch status detection, and remote control of power generation, transmission, transformation, and distribution systems. The system, together with detection and control equipment, can make up any complex supervisory system.

The network interconnection of power monitoring system is mainly exposed to the following security risks, as shown in Figure 1:

1. The network architecture of the current power monitoring system is relatively simple. Equipment and core control system are directly accessible through network protocols by operators and at data acquisition places, which provides a springboard for attackers to use the vulnerability of the core control system to attack the system and then destroy the power security. For the primary technological means, hackers exploit vulnerabilities of application protocols in the power monitoring system and create attack load elaborately, triggering buffer overflow vulnerability; then they inject attack loads such as viruses and Trojan horses into the core control system, thus undermining the system security.

2. The current power monitoring system and other systems on the main network side are accessible. Attackers can first break through other systems, and then use this springboard to scan vulnerabilities of the core control system, operating system, and middleware; then, they use the vulnerabilities to launch brute force attack and remote code injection and finally destroy the security of the core control system.

Therefore, it poses a great risk by directly exposing the core control system of the power monitoring system to operators, data acquisition points, or other business systems. For this reason, this paper proposes a security buffer before the core control system to offload the attacks towards the core control system and secure it.


3. Method Design

3.1. How It Works. Based on the above analysis, this paper presents a network interconnection security buffer technology for the core control system of power monitoring system. This method adds a security buffer between the core monitoring system and other systems or operating terminals to defend against malicious attacks. The method architecture is shown in Figure 2. The security buffer deploys three main functional modules: paradigm check, behavior analysis, and dynamic conversion.

3.2. Paradigm Check. Paradigm check is to examine the protocol specifications of network interconnection packets of the power monitoring system. This section offers a packet paradigm, which supports uniform descriptions of varied network interconnection protocol packets of IEC 104, IEC, and 101 power monitoring systems. The paradigm can be used to define specifications for the Internet protocol data, i.e., rules for the analysis and check of request packets. The data packet will continue to be carried forward depending on the subsequent analysis of the request packet and the check that the packet matches protocol data specification.

3.2.1. XML-Based Uniform Description of Internet Protocols. To support checks of more Internet protocol data specifications, this paper presents a multiprotocol packet paradigm based on the extensible markup language (XML), which is applied for the uniform description of various Internet protocol data specifications of the power system. The descriptions of the XML-based Internet protocol packet paradigm for the power system are shown in Table 1.

3.2.2. Packet Analysis and Format Check. Like traditional Internet protocols, the Internet protocol packets of the

| Tag                | Meaning                  | Remarks                                |
|--------------------|--------------------------|----------------------------------------|
| <data>             | Protocol packet          | None                                   |
| <filed>            | Field                    | The field includes two attributes: name of the attribute field and length (in bytes); if the field is a fixed value, it is written directly in the tag |
| <rule>             | Rule                     | There are three types of rules: 1 (0:1024) indicating: 0 ≤ value ≤ 1024; 2 [a,b,c] means that the value can be a, b, or c; 3 (like ‘%1’) indicates that the field is restricted to those ending with 1; Information in [ ] is passed on in the integrity by the parser to the applications, without parsing any control marks in this message. |
| ![CDATA[]]         | Special tags             |                                        |

Table 1: Descriptions of XML-based Internet protocol packet paradigm for the power system.

| Tag                | Meaning                  | Remarks                                |
|--------------------|--------------------------|----------------------------------------|
| <data>             | Protocol packet          | None                                   |
| <filed>            | Field                    | The field includes two attributes: name of the attribute field and length (in bytes); if the field is a fixed value, it is written directly in the tag |
| <rule>             | Rule                     | There are three types of rules: 1 (0:1024) indicating: 0 ≤ value ≤ 1024; 2 [a,b,c] means that the value can be a, b, or c; 3 (like ‘%1’) indicates that the field is restricted to those ending with 1; Information in [ ] is passed on in the integrity by the parser to the applications, without parsing any control marks in this message. |
| ![CDATA[]]         | Special tags             |                                        |

Table 2: Example packet paradigm of the XML-based IEC 104 protocol.

Taking "68 0E 00 00 00 00 64 01 06 00 01 00 00 00 00 14" (master call request that master station sends to slave station in the mainstream IEC 104 protocol of current power system) as an example, a packet paradigm for the XML-based IEC 104 protocol is presented, as shown in Table 2.

The security buffer administrator gives a uniform description of the specifications for Internet protocol data based on the paradigm above. The protocol data specification file may be named by "protocol name.xml", e.g., IEC104.xml, and the captured request packets are subsequently analyzed and checked according to the rules in the specification.
power system are encapsulated top-down in a sequence of the application layer, transport layer, network layer, data link layer, and physical layer. Therefore, the analysis and format check of Internet data of power system mainly consists of analyzes and checks of the network layer, transport layer, and application layer, which are shown as follows.

The capture time of data packets shall be saved prior to protocol analysis, as the control behavior sequence in the power monitoring system is sensitive to time.

Analysis of network layer mainly to check the source IP address (SourIP) and the destination IP address (DesIP) on the network layer of packets. The identity information of visitors can be acquired through IP address detection, which provides support for access control and intrusion detection. The information below is saved:

```
<field name="SourIp"></field>
<field name="DesIp"></field>
```

Check of transport layer mainly to examine the source port number (SourPort) and the destination port number (DesPort). Different applications usually use different ports for communication. Port check may help discover some application’s connection and access to the target application resources. The following information is saved after analysis:

```
<field name="SourPort"></field>
<field name="DesPort"></field>
```

Analysis and check of application layer: it is the focus of check on the request packet paradigm, which mainly examines protocol information on the application layer, including the function codes and field values that represent the control behavior.

The paradigm check algorithm of request packets is shown in Table 3. The Internet protocol data specification defined based on the paradigm in 3.2.1 (e.g., IEC104.xml) is first parsed to construct the set \( S = \{S_1, S_2, S_3, ..., S_m\} \), where \( S_j \{j = 1, ..., m\} \) represents a field in the protocol in the form of a key-value pair of name and value, i.e., \( S_j = (\text{name}, \text{value}) \), and a rule set \( R = \{R_1, R_2, R_3, ..., R_n\} \) is generated as well, where \( R_i \{i = 1, ..., n\} \) is the specification in the protocol data, representing the specification requirements of a particular field; then the captured request packets are formatted according to \( S \) for unification, and finally \( S \) is checked according to \( R \) to see, for example, whether the function code is compliant and whether the value of the data is out of the range of values.

The master station sends the master call request "68 0E 00 00 00 00 64 01 06 00 00 00 00 00 00 00 00 14" to the slave station, which is subject to algorithm check before output in the format, as shown in Table 4.

The compliant request packets through analysis and check on the application layer, plus the information field extracted from the transport and network layers are saved based on the XML paradigm shown in Table 2; and non-compliant packets are directly discarded.

3.3. Behavior Analysis

3.3.1. Extraction of Behavior Sequence. The indexes of control behavior sequence mainly focus on the control operation interaction process between every two devices on the network of power monitoring system. For the purpose of real-time monitoring and calculation, it is necessary to depend on the analysis result of request packets over a period of time. As stated in Section 3.2, a compliant request packet that has passed paradigm check corresponds to an XML file, whose format is shown in Table 4. Through the time window of time span, we captured the packet analysis result corresponding to

| Table 3: Paradigm check algorithm for request packets. |
|-------------------------------------------------------|
| Input: Request data, protocol name. XML file          |
| Output: 1 and compliant packets/0, discard noncompliant packets; “1” indicates the request packet meets the protocol data specification, and “0” means noncompliance |
| 1 input RequestData                                   |
| 2 analyze protocol name.XML, and generate data structure “S” and rule “R” |
| 3 analyze and unify format of RequestData according to the structure of “S” |
| 4 for \( i = 1 \) to \( n \) "traverse the rule set “R” / |
| 5 for \( j = 1 \) to \( m \) "traverse the set “S” and search the corresponding field based on the field name in the rule set" / |
| 6 if \( S_j[\text{name}] = R_i[\text{name}]\) "compare the fields, if the field names are the same" / |
| 7 The field if conforms to the protocol rule defined by the user |
| 8 \( i++ \) |
| 9 else data frame is discarded, return 0/* discard the data in case of inconformity" / |
| 10 end if |
| 11 else \( j++ \) |
| 12 end if |
| 13 end for |
| 14 end for |
| 15 output the parsed data structure "S" in the format defined in Table 2 |
| 16 return \( 1 \) |
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Table 4: Paradigm check output files.

| filed name = "Boot_character" length = "1" | 68H </filed> |
| filed name = "APDU_Length" length = "1" | 0E </filed> |
| filed name = "Control1" length = "1" | 00 </filed> |
| filed name = "RandomNumber" length = "1" | 04 </filed> |
| filed name = "Control2" length = "1" | 00 </filed> |
| filed name = "Control3" length = "1" | 00 </filed> |
| filed name = "Control4" length = "1" | 00 </filed> |
| filed name = "Type" length = "1" | 64 </filed> |
| filed name = "Determiner" length = "1" | 01 </filed> |
| filed name = "TransferReason" length = "1" | 06 </filed> |
| filed name = "DataAddr" length = "2" | 00 01 </filed> |
| filed name = "MessageBody" length = "APDU_Length-10" | 00 00 00 00 14 </filed> |

Figure 3: Principle of the incremental window extraction mechanism.

3.3.2. Abnormal Behavior Recognition. The information acquired in power monitoring systems may have problems such as inconspicuous data labels and the noisy samples. Given that One-Class Support Vector Machine (OCSVM) algorithm has the features of not requiring any algorithm for modeling nor abnormal samples and being robust to noisy samples during training, this paper introduces OCSVM, which has significant advantages over other unsupervised learning methods, to identify the anomalous behavior of network interconnection in power monitoring systems.

The basic idea of OCSVM is to apply the training samples of the same class, map the input space of the training samples into a high-dimensional space by a kernel function to find the optimal classification hyperplane, maximize the distance from the hyperplane to the origin, and to obtain the probability density region of the data in the feature space. Check whether the new input sample point is in the region of the training data point; corresponding quadratic programming problems are shown in formulas (1) and (2).

Thus

\[
\Phi(x_i) \omega \geq \rho - \xi_i, \xi_i > 0, i = 1, \ldots, l.
\]  

The training samples \(x_1, x_2, \ldots, x_i \in X, l \) is the total number of training samples, \( \Phi : X \rightarrow H \) is the mapping of the original feature space to the high-dimensional space, and \( \omega \) and \( \rho \) are the normal vector and compensation of the desired hyperplane in the feature space, respectively. \( v \in (0,1] \) is the upper limit of the marginal error score and the lower limit of the support vector fraction, and \( \xi_i \) is the relaxation variable.

A decision function that represents classification hyperplane is finally obtained as below:

\[
f(x) = \text{sgn}(\Phi(x)\omega - \rho).
\]
With the Lagrangian function and the Gaussian kernel function introduced, the dual problem of the objective quadratic programming problem can be obtained as below:

$$\min_{\alpha} \frac{1}{2} \sum_{i=1}^{l} \sum_{j=1}^{l} \alpha_i \alpha_j K(x_i, x_j).$$

Thus

$$0 \leq \alpha_i \leq \frac{1}{vl}, \quad i = 1, \ldots, l,$$

$$\sum_{i=1}^{l} \alpha_i = 1.$$  \hfill (4)  

where, $K(x_i, y_j)$ is the kernel function, and the vectors that satisfy $0 \leq \alpha_i \leq 1/vl$ are called support vectors; the final decision function obtained is shown as Formula (6), in which NSV is the number of support vectors.

$$f(x) = \text{sgn}\left(\sum_{i=1}^{NSV} \alpha_i K(x_i, x_j) - \rho\right).$$  \hfill (6)  

The process of building an abnormal behavior recognition model based on OCSVM is shown in Figure 4. First, the extracted behavior sequence feature data are classified according to the quintuple, and the behavior sequence $s_i$ (that is, Control$_k$ above) is obtained by time window partition as the data set “S”. The sequence $s_i$ in S is vectorized and transformed into a feature vector $x_k$ of specified k dimension to generate a training sample set X. The OCSVM model is obtained according to X training. When the unknown type of behavior sequence $s'$ is obtained, it is vectorized to generate $x'$, and the resulting feature vector is substituted into the training model to check whether the output $x'$ is a normal behavior; thus, the recognition of abnormal behavior sequences is achieved. The specific algorithm is shown in Table 5.

When getting the detection result, the security buffer decides whether the current control behavior is allowed or blocked depending on the result; and if not, this packet is discarded.

3.4. Dynamic Conversion. After analyzing the behavior, the data information carried by the packet will be subject to dynamic conversion. Generally, attacks are a pattern of attacks that are carefully designed by the attacker to make the attack successful after he or she is familiar with the system. Therefore, this paper designs and introduces a dynamic conversion module to the security buffer to converse transmitted data according to a predefined policy, so that the attack mode is changed and the data entering the system does not make an attack on the system, which is equivalent to an effective defense against the corresponding attack. By reference to the idea of “redundant heterogeneity”, which refers to the use of multiple functionally or performance-equivalent heterogeneous components in parallel, multiple conversion policies are designed in the dynamic conversion module. A policy is selected randomly each time, and the policies are updated from time to time so that the dynamic conversion module itself can remain effective.

3.4.1. Format Conversion of Protocol Data. After a parsed request packet is obtained, select a number randomly from the parsed request packet. The positions of the front and back fields are swapped centering on the “random number” to transform the protocol data format. The reason for random number is to ensure security and prevent tampering.
attacks during data transmission. The specific algorithm is shown in Table 6.

To take data in Table 4 as an example, if the random is 04, the format of converted data in the application layer is shown in Table 7.

The corresponding packet changes to “00 00 64 01 06 00 01 00 00 00 14 00 68 0E 00 05”.

### 3.4.2. Data Obfuscation

An attacker may modify the control fields in the application layer protocol to achieve illegal control of the device or host. Therefore, protection can be provided by adding redundant bits of data. For example, the type identifier of the behavior in IEC 104 is a 1 byte 8-digit number; it can be converted into 32 bit. The specific algorithm is shown in Table 8.
Still taking the data in Table 4 as an example, the random 32 bit number is 56 82 C2 32; when the control domain is obfuscated, the converted data format in the application layer is as shown in Table 9.

The corresponding packet changes to “68 0E 54 80 c0 30 54 80 c0 30 54 80 c0 30 54 80 c0 30 54 80 c0 30 64 01 06 00 01 00 00 00 00 14”.

It should be noted that the implementation of conversion policies affects the performance of the power system to a certain extent; thus, the policies can be dynamically increased or decreased depending on the specific scenario and different security protection requirements.

4. Experimental Evaluation

4.1. Experimental Environment. We performed simulation experiments on three computers with Windows10, Intel Core i7-9700F, 3.0 GHz CPU, and 32 GB memory, in which one was used as a security buffer functional computer to implement and deploy paradigm check module, behavior analysis module, and dynamic transformation module; one to build Ubuntu16.04 virtual machine to simulate the attacked core control center; and one as a remote device to launch an attack on the target computer. The experimental topology is as shown in Figure 5.

4.2. Effect of Behavior Analysis. In this experiment, we used OCSVM as the learning algorithm for security buffer behavior analysis. Based on UNSW-NB15 data set, we simulated the control behaviors under various scenarios including remote control, remote signaling, remote regulation, and telemetry in the power monitoring system, a total of 1500 sequences of control behavior under normal operation conditions, to give normal sequence model training. Meanwhile, for the common types of attack on the core control systems, and considering the difficulty in obtaining abnormal sequences, abnormal control behavior sequences generated by several attack types such as random operations, repetitive instructions, inversion of time series, and unknown commands were stimulated in the experiment based on construction, clipping, swapping, and falsification for normal behavior sequences. Abnormal behavior sequences and some normal behavior sequences are selected to generate a test set.

The experiment adopted precision and recall as indexes to test the effect of the behavior analysis method proposed in this paper. The computing method is as below [15, 16]:

\[
\text{precision} = \frac{\text{true positive}}{\text{predicted positive}} \times 100\%.
\]

\[
\text{recall} = \frac{\text{true positive}}{\text{total positive}} \times 100\%.
\]

We applied Gaussian radial basis function in the OCSVM modeling, in which the parameter gamma indicates degree of nonlinear mapping [17, 18]. The upper bound of modeling error nu[0,1] is the upper limit of the marginal error score and the lower limit of the fraction of support vector. This parameter is used to adjust the precision of the model description of the sample distribution. To make the model contain as many samples as possible, it is necessary to set the upper bound of this error at a low level; and if there is too much noise in the data set, nu may be heightened properly to avoid serious overfitting. Generally, nu is 0.1. To describe the model precisely, \(u = 0.01\) was selected as a matched group. Gamma is 0.5 by default. Based on the value, we expanded the value range as a matched group.
Test the behavior analysis effect of the experiment according to the formulas (7) and (8); Figure 6 displays changes of precision along with gamma, and Figure 7 shows changes of recall with gamma.

According to the above experimental results, the behavior analysis method proposed in this paper put in a good performance on precision, which can be above 90 with the changes of gamma’s value, but the recall remains to be improved. Considering the difficulty in obtaining and marking malicious samples in the actual power monitoring system, abnormal behavior identification based on OCSVM is still an effective and feasible solution.

To further test the effectiveness of OCSVM, it was compared with the unsupervised learning methods K-Means clustering algorithm [19] and PCA algorithm [20], where gamma = 0.5 and nu = 0.1, as shown in Table 10. As can be seen from Table 10, OCSVM has significant advantages over other methods in terms of accuracy and recall and is suitable for the security protection system of power monitoring systems.

4.3. Effect of Dynamic Conversion. The experiment demonstrates buffer overflow attack, granting common users root privileges to the core control systems and displays the effect of attack uninstallation by dynamic conversion strategy. For the purpose of better exhibition of the effect, the address randomization of the virtual machine in the core control center of the simulation was shut down during the experiment, the StackGuard protection scheme was disabled at the time of code compile, and nonexecutable stacks were turned off.

In the experiment, we compiled stack.c first as a program on the virtual machine of the core control center. The function of the program is to create a 24 byte memory buffer and later transmit data to the buffer via the strcpy() function. Since the strcpy() function does not check the bounds, there is a vulnerability of buffer overflow. What comes next was to compile the program exploit.c that uses stack.c. The main function of the program is to put a piece of shellcode[] (refer to Table 11, more than 24 byte) in the memory, compute its address in the memory, and then work out the return address of stack.c in the program call stack. Through data transmission, exploit.c is sent to the virtual machine at the core control center. When stack.c is executed on the virtual machine, shellcode[] will be saved in the buffer, and due to overflow, the address of shellcode[] will overlay the return address, and the codes in shellcode[] are executed instead.

Normal users on the virtual machine of the core control center can obtain root privilege to the control host by executing exploit.c and then stack.c, until # appears on the command line, as shown in Figure 8.

The dynamic conversion strategy used in the experiment is to swap the contents before and after a certain position in the array. As shown in Table 12, the content in shellcode[] changes, and the contents before and after “50” have their positions swapped.

The code execution results after dynamic conversion is shown in Figure 9. When the stack.c program is executed

| Table 10: Methods comparison. |
|-----------------------------|
| Methods  | Precision | Recall |
| K-means | 0.746     | 0.375  |
| PCA     | 0.875     | 0.428  |
| OCSVM   | 0.936     | 0.5    |

| Table 11: Shellcode[] codes. |
|-----------------------------|
| Char shellcode[] =          |
| **"xx31\xc0"** | /* xorl  %eax,%eax */       |
| **"xx50"**      | /* pushl %eax */            |
| **"xx68"/"sh"** | /* pushl $0 \times 68732f2f */|
| **"xx68"/"bin"**| /* pushl $0x6e69622f */      |
| **"xx89\xe3"**  | /* movl %esp,%ebx */         |
| **"xx50"**      | /* pushl %eax */            |
| **"xx53"**      | /* pushl %ebx */            |
| **"xx89\xe1"**  | /* movl %esp,%ecx */        |
| **"xx99"**      | /* cdq */                   |
| **"xxb0\x0b"**  | /* movb $0 \times 0b,%al */  |
| **"xxc\x80"**   | /* int $0 \times 80 */      |
once again on the host of the control center, returned properly will appear on the command line, indicating that stack.c is successfully executed; the return address fails to leap to the other memory space, which shows that the conversion strategy takes effect.

5. Conclusion

This paper puts forward a network interconnection security buffer method targeting the core control system of power monitoring system to address the network interconnection security in the power monitoring of core control system.

This method adds a security buffer between the core control system for power monitoring and the other system or the operating terminal. Three functional modules such as paradigm check, behavior analysis, and dynamic conversion are deployed in the security buffer to make multilevel security inspection of interconnection request packets. Among them, a unified description language is given for defining inter-connection protocol packets of power monitoring systems, which supports the description and parsing of complex heterogeneous protocols. OCSVM in behavior analysis has significant advantages over other unsupervised learning methods and can be effectively adapted to the power monitoring system environment, by introducing the idea of redundant heterogeneity and adding a dynamic conversion function in the security buffer, the conversion policy can be dynamically adjusted to prevent attackers from trying to speculate the normal working mode and then carry out precise attacks. This method can uninstall attacks against the core control system and secure the system. The proposal increases a security buffer, which can exert a certain influence on the instantaneous of the power monitoring system and may make a few erroneous judgments on the identification of malicious behaviors. In the future, we will study more effective behavior analysis algorithms to guarantee the real-time performance of the power monitoring system and further improve the security protection capability of the system.
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