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Abstract. National or international maritime authorities are used to handle requests for licenses for all kinds of marine activities. These licenses constitute authorizations limited in time and space, but there is no technical security service to check for the authorization of a wide range of marine assets. We have noted secure AIS solutions suitable for more or less constantly internet-connected assets such as ships with satellite connections. The additional constraints posed by underwater autonomous assets, namely less power and connectivity, can be mitigated by using symmetric cryptography. We propose a security service that allows the automatized check of asset authorization status based on large symmetric keys. Key generation can take place at a central authority according to the time and space limitations of a license, i.e. timestamped and geocoded. Our solution harnesses the exceptionally large key size of the RC5 cipher and the standardized encoding of geocells in the Open Location Code system. While we developed and described our solution for offshore underwater use, aerial and terrestrial environments could also make use of it if they are similarly bandwidth constrained or want to rely on quantum resistant and computationally economic symmetric methods.
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1 Introduction and Related Work

Civilian underwater infrastructure is seen as becoming a target for conflict by authoritative sources on physical security [26]. Authoritative sources on cybersecurity also see underwater assets being threatened [19]. False flag attacks have historically been an even more dominant threat in offshore environments than on land. A concurrent expectation in remote offshore operations is that all control
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functions are operable from anywhere given the proper security barriers \[17\]. Therefore methods for confirming identities (authentication) in the maritime environment are needed \[6\], and they can be combined with AIS (Automatic Identification System) \[11\]. Contracts in civilian offshore operations also define physical access \[17\], but in the case of unmanned assets there are no methods for verifying compliance. An exclusive economic zone (EEZ) ensures exclusive sovereign rights below the surface of the sea \[7\]. Due to the advances in subsea technology, the exploitation of EEZs is increasing, while security services that could verify the lawfulness of subsea activities barely exist.

Since communication with the various authorities of a public key infrastructure (PKI) is not feasible in an underwater environment, we have developed and tested authentication methods based on an open physical layer standard (JANUS \[21\]) and symmetric cryptography \[24\] \[20\]. There are also methods based on symmetric cryptography in standards literature geared towards interoperable underwater communications \[13\]. Based on these methods, as well as our own previous research \[24\], \[20\], it is realistic to assume that underwater communications could be secured much better than today. However, in all of the related work, key generation and distribution \[24\] \[20\] \[13\] remains a barely touched upon issue. Underwater assets could receive the necessary keys on the surface to ensure integrity and confidentiality.

However, the methods above consisting of protocols and ciphers leave the question of who gets which pre-shared key(s) or certificate(s) remains unanswered. The expansion with key generation and distribution yields a practicable security service as a cryptosystem. Cryptosystems can be classified as symmetric, asymmetric or hybrid. The advantage of asymmetric cryptosystems lies in better scaleability and guarantees for more security properties, such as non-repudiation. However, devices that are wireless not just in their communication, but also in their power supply rarely harness these benefits. This is because asymmetric cryptosystems are three orders of magnitude more calculation intensive, draining the limited on-board energy. Moreover, asymmetric cryptosystems are likely to be more vulnerable in a postquantum world \[1\]. Underwater wireless devices in particular have a threat landscape dominated by nation-state linked actors \[26\] \[19\], which makes the design of quantum resistant cryptosystems for these assets a timely priority \[16\].

The difficulty of scalable solutions compound the communication issues, where the scalability of any solution would need to be backed up institutionally. A classification of Symmetric Key Management Schemes for Wireless Sensor Networks provides the different solutions and evaluates their trade-offs \[2\]. Location-aware methods yield themselves for scalable symmetric key management, but are dependant on the spatial deployment patterns \[14\]. Geocoded key management has been explicitly investigated for asymmetric key management previously \[8\]. We are aware of geocoded symmetric keys being proposed in academic literature before \[15\]. In the latter paper, the implicit assumption is made that latitudes and longitudes are only known to devices that are in those locations. This is not realistic, and can be disproved easily with free and easily
accessible tools [9]. Proposals using such a scheme [28] can not provide much else then a false sense of security. We therefore make a more realistic assumption, namely that the geocoded keys are generated in an offline key ceremony setting and distributed via time-proven Transport Layer Security (TLS) to those and only those devices that are authorized to be present in an area. Any geographic area can be represented as a set of geocells with their corresponding geocodes. The recipients of the keys could verify each other’s authorization by looking up the key matching the location to be checked from their individual onboard databases. This way enforcement agencies such as the Coast Guard could carry all keys mapped to their areas of activity and check the authorization of devices found automatically.

Pre-shared keys are needed to secure communications with symmetric cryptography. Location-based authorization is used anyways to exploit maritime economic resources such as seafood or hydrocarbons. From a security point of view, it would be logical that the authorizations pertaining to exploitation of certain areas are followed with the obligation to authenticate in that area. The long-term keys for said authentication could be attached to the legal authorization issued by the authorities. The keys could be renewed according to rules set by the authority based on the sensitivity of the areas in question, as well as the authentication protocol being used.

Access to the offshore domain is traditionally delimited by location, meaning that the areas defined in maritime law (EEZ, fishery zone, etc.) are subdivided into licenses, quadrants, and blocks that are then licensed to private companies for further use. However, as the offshore economic activities digitalize, many of the digital methods they rely on, such as navigation in general and AIS in particular, remain unsecured. Therefore, the enforcement rules for the above mentioned areas remain plagued by false negatives and false positives of any intrusion detection system. Others have recognized the necessity of including the geographic location data in the key generation process for offshore applications [22], but have only specified a method with asymmetric encryption.

2 Methods

2.1 Key generation

A key issue in all security services is how to generate, store and distribute the keys with the identities they are supposed to authenticate or authorize. The key issue is becoming more difficult if we can’t or don’t want to rely on existing Public Key Infrastructure (PKI). We propose that the geocoded keys are generated by an international organization and distributed to their national partner organization for further distribution as described further below.

– Random generator(s) and nonce(s): Different employees of the international authority are responsible for generating the 2040 bit master key collaboratively. The key ceremony could be inspired by those performed at the Internet Assigned Numbers Authority (IANA) every three months to produce and securely store the private portion of Key Signing Keys.
Fig. 1. The internationally accepted boundaries of Norway’s EEZ. Source: [25]
Fig. 2. The maritime authority generates keys according to the inputs shown here and described below. Green: components of the regular key generation ceremonies. Note that inputs to and outputs from the key ceremonies are protected by data diodes in order to safeguard the master key. Blue: Data and services hosted on the maritime authority server (see also Fig. 5).

- Master key: a (k,n) threshold scheme as described by [23] will be suitable for the management of this secret. This means that the information representing the master key is accessible when k pieces out of n are present. n=11 different employees of the central authority are recommended to be responsible for the pieces of the master key, where k=6 of those being present would allow access to the master key.
- Padding and encryption under the master key: the concatenated geocells and time intervals are first padded to the required length, and then the master key is used to encrypt them. The RC5 cipher is particularly suited to encrypt the geocell and time interval data due to the large key size. This yields the geosecured temporary keys.

To illustrate the problem, we take a discrete global grid cell which correspond to a side length of approximately 5.5 km. This grid cell can be geocoded according to 6 base20 digits, as the de facto standard Open Location Code system does. This side length ensures that two modems in the same grid with the described acoustic properties can communicate each other. There are 180 latitude degrees, 360 longitude degrees, and each 1 by 1 degree cell has to be subdivided into a 20*20 subgrid in order to arrive at the sufficiently small side length. Multiplying these factors together gives that there are 25,920,000 such cells. Since the 2040 bit key gives a much larger \(2^{2040} \approx 1.26e614\) number of possible keys.
than the number of possible cells, such a scheme allows for negligible chance of false positives even if all cells are authorised for the exclusive use of different organisations:

Possible keys $2^{2048} - 1 \approx 1,268,614 > 25,920,000 \approx 180 \times 360 \times 20 \times 20$ cells

Chosen plaintext attacks are a concern since a lot of the plaintexts (concatenated and padded geocodes and timestamps) might have to be assigned to the same licensees. The large master key size makes chosen plaintext attacks infeasible for deriving it.

Taking into account existing reviews of symmetric key management schemes [3], we believe our proposal is new. The most similar [14] claims storage and security advantages over previous location-aware solutions, but realizes that attackers can compromise pairwise keys that have been set up using a captured device. While we have no solution for the problem of captured nodes within our scope, we shall also comment on security and storage along those lines:

1. For fixed assets, the storage of one key might be enough. For authenticating devices in neighbouring cells, one more key corresponding to each of the eight neighbouring cells can be added.

2. If an attacker manages to derive the geocoded keys of an underwater device e.g. through tampering, hostile devices can be placed in the corresponding cells. The sparse population of assets capable of underwater wireless communication minimizes the security consequences in the event of a successful geocoded key capture, and allows for defence in depth to be built up using geographic boundaries.

3. Storing all geocoded keys is possible in less than 7 gigabytes of data. This is a feature allowing federated management of any arbitrary geographic subdivision (as a collection of geocodes) without revealing the master key. Withholding the master key enables delegating the management of any collection of geocodes to another, e.g. national entity, without the danger that this national entity would fabricate keys for geocodes belonging to other entities.

2.2 Key distribution

Key distribution has to happen with the involvement of surface vessels - we hold this to be evident due to the relatively short range of interoperable underwater communication and the spare population of underwater assets. Satellite communication and a public key infrastructure to ensure secure the distribution of data, including keys, should only be assumed for surfaced vessels. To substantiate the assumption, we can look at the long-range identification and tracking (LRIT), an already industrialized secure solution. The root certificate authority for LRIT is operated by the international maritime organization (IMO), but roots of trust for other systems could also be placed at IALA (International Association of Marine Aids to Navigation and Lighthouse Authorities), EMSA (European Maritime Safety Agency) or IHO (International Hydrographic Organization). If a geocoded key generation method is used, it seems useful to
**Fig. 3.** Licenses, quadrants and blocks in the Barents sea, excerpt showing part of the area previously shown in Fig. [1]. Source: [IS].

**Fig. 4.** Geocodes of the Open Location Code System, excerpt showing part of the area previously shown in Fig. [4]. Note that the distortion of the square shaped geocells is due to the Mercator map projection at high latitude. Source: [plus.codes]
Table 1. Comparison of Symmetric Key Generation Methods for Scalable Systems

| Attributes                  | Pseudorandom only | Additionally geocoded |
|-----------------------------|-------------------|-----------------------|
| Number of keys assigned     | One per organisation worldwide | One per geocode |
| What is to be proven        | Devices belong to the same organization, where the claimed organization has to be assumed. This assumption can be strengthened through associated cleartext communication or through physical layer security, but the false to true negatives and positives ratio is unlikely to reach levels considered secure if the system is to service more than one organization in a geographic area. | The device is in an authorized location |
| Insider attack consequence  | A compromised key means that the whole organisation using that key has lost confidentiality and integrity until surfaced (TLS-mediated) key renewal takes place | Adversarial devices in a geocode gain false authorization until key renewal |

co-locate security infrastructure with the Data Centre for Digital Bathymetry (IHO DCDB) such that there are no misunderstandings regarding the correspondence of surface areas to subsea features. This is because bathymetry data includes subsea features linkable to GPS coordinates and therefore geocells. Figure 1 shows the scale of an area that the international authority has to distribute keys for to a national authority by the example of Norway. Figure 3 shows how national authorities treat licenses today, an approach that can be secured with the present proposal. Figure 4 shows the geocells around the north cape of the European continent with their associated geocodes as an example of the view that maritime navigators need to take when challenging or responding to verification requests. Figures 1, 3, and 4 include the same area at different scales to facilitate easier understanding.

The final keys distribution should be assigned to existing authorities managing the sovereign rights of a country’s EEZ. This could be the Coast Guard in many countries.

Blockchain-Based Certificate Transparency and Revocation Transparency [27] might be an attractive choice for an infrastructure that has to provide keys to devices operating in several countries, without relying on any countries’ Certificate Authorities to preserve the integrity of the PKI.

2.3 Rekeying

Assumptions regarding rekeying for a minimalistic authentication protocol described are in [24], where one baseline packet of the JANUS digital acoustic
Fig. 5. The proposed hybrid cryptosystem enables the global authorization of underwater assets under the assumption of a secure key distribution above the water.
The physical layer protocol is proven to be sufficient. If we follow this to the extent that 29 bit timestamps will be used as a nonce, a rekeying every 60 days is necessary to avoid replay attacks. Introducing additional complexity in the form of key scheduling could expand this rekeying interval without introducing communication overhead in the acoustic domain. The use of initialization vectors would also increase the rekeying interval, albeit at the cost of additional communication overhead.

3 Results and Discussion

The proposed methods can potentially be applied for underwater assets in every phase of their life cycle. The applicability hinges upon the ability to host a digital acoustic modem, which can be present already or, depending on the systems under consideration, retrofitted in maintenance outages. For devices that cannot be given access to surface communications regularly, e.g. by surfacing or wiring, key renewal options are limited. They can use session key establishment with other devices that have had access to the surface followed by encrypted long-term keys [24]. This method of using other devices as intermediate nodes to receive new keys requires trust. The trust can be rooted in older keys and is therefore not able to repair compromised keys if the adversary is continuously eavesdropping.

3.1 Assumptions and claims

Here, we sum up the performance of our system by gathering the assumed inputs and claiming advantages over the state of the art.

We assumed the following:

1. The devices know their own approximate times and GPS coordinates. They can consequently calculate their own and the neighbouring geocodes.
2. The distribution of centrally generated keys is secure while the devices are surfaced or wired.
3. The devices can store and look up location and time-based keys they’ve received from the central authority.
4. There exists a protocol by which the keys can be used to check the authorization of another one in the same geocode [24]. If the authorization check is successful, they can choose to invest further time and energy into authenticating each other or transmitting data based on the authentication alone.

Symmetric keys like the ones we propose can be used as an authorization step before using another asymmetric scheme to provide the authentication of a unique identifier for the device(s). This would have following advantages:

1. The repeated use of asymmetric key authentication imposes a computational cost on all involved parties. If any device is entitled to try authenticating
based asymmetric keys, this could be a way of denying service by draining resources. In the underwater realm, battery state of charge would be such a resource. Qualifying all devices that need unique identification first by much cheaper symmetric methods mitigates such an attack.

2. Using only asymmetric keys in a threat landscape where post-quantum security is required is prone to disappointments, as recent examples of previously promising candidates show [5] [4]. Even if attacks are combined such that a unique identity is falsely authenticated, there will be a finite number of recipients for the geokey used to authorize the asymmetric authentication. This is a valuable lead for investigations aimed at attributing attacks.

We claim the following advantages over using asymmetric schemes like TLS 1.2 directly underwater:

1. Much lower computational complexity $O(n^{-3})$ and, as a ramification, quicker execution and lower energy requirements
2. Post-Quantum resistance

We also claim that our proposal to generate symmetric keys by concatenating the outputs of eleven different random generators is more secure then many security services that are accepted as binding by law today. For example a Norwegian Public Key Infrastructure (PKI) substitute called BankID was shown to be vulnerable to insider attacks due to the low information entropy of the key seed [10]. The key seed assumed to be generated by the Java SecureRandom class contains 35 bits of entropy in the worst case scenario for the attacker. By running the Java SecureRandom class on eleven compartmentalized devices, preferably with eleven different users responsible for those devices, we claim 385 bits of entropy and therefore mitigation of this type of attack.

### 3.2 Potential use cases

**Stationary** A fixed asset such as a valve assembly on the seabed might only require the key to the geocode it is in. If the key is compromised by e.g. capturing and tampering by an adversary, the security compromise is confined to that geocell. Such a fixed asset can be a node in any kind of subsea Wireless Sensor Network that are widely discussed in literature.

**Mobile** A submarine goes on a mission where it is not expected to communicate via radio waves for 40 days. It has an average speed of 25 knots (46 km/h) and therefore a route length of 44160 km. This route could take it through more than 7000 geocells in the EEZs of dozens of countries. In order to enforce sovereign rights, the organisation operating this submarine is required to prove compliance with the authorities of the countries whose EEZ it passes through. It can do so with the use of our method: 1. As a part of mission planning, geocodes that will be passed through are identified. Before submerging, the submarine requests and receives authorization from the relevant authorities of the countries in question.
The authorization received from each country includes a table of geocodes, time intervals and their corresponding symmetric keys. The submarine can use the symmetric keys when it is in one of the geocodes without further communication in the electromagnetic spectrum. Based on the physical layer digital acoustic standard JANUS, different methods have been developed that use symmetric keys underwater:

- The Venilia standard [13] backed by British government agencies. The 256-bit keys that the Tiny Underwater Block (TUB) Cipher therein uses can be derived with minor modifications of our current proposal, such as using the first 256 bits of the RC5 key as the TUB key.
- We have described a challenge-response identification of friend or foe [24], where bilateral session keys are derived from timestamps. The geocoded temporary keys described in our present method can be used as long-term keys described in our previous paper [24]. The submarine equipped with the geocoded keys may also choose to check the compliance of underwater assets that it could not unequivocally classify based on physical layer acoustic classification that is more traditional in this domain.

3.3 Limitations and generalizations

The limitations of our method are:

1. the reliance on secure key distribution through internet protocols like TLS on the surface.
2. inability to verify a unique identity once underwater.

Our method can also be generalized as a kind of key-policy attribute-based encryption (KP-ABE) [12] for cyber-physical systems (CPS). An important attribute of maritime CPS that is assumed to be known for our method is the location in the form of GPS coordinates. However, there could be many other attributes that can serve to provide fine-grained authorization. In the maritime or aerospace domains, depth or altitude could be an additional extension to the key generation algorithm, such that authorization can be granted in cubical geocodes.

4 Conclusion

Due to the many limitations of underwater communications, methods for remote security checks of underwater assets are not trivial. We have demonstrated the feasibility of a security service based on geocoded and timestamped symmetric keys. This security service allows the check and consequent enforcement of existing and future offshore licenses. We have identified a range of organizations for providing the services and a concept for the key generation ceremony that maximizes security of the master key.
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