The entanglement resource required for quantum information processing comes in a variety of forms, from Bell states to multipartite GHZ states or cluster states. Purifying these resources after their imperfect generation is an indispensable step towards using them in quantum architectures. While this challenge, both in the case of Bell pairs and more general multipartite entangled states, is mostly overcome in the presence of perfect local quantum hardware with unconstrained qubit register sizes, devising optimal purification strategies for finite-size realistic noisy hardware has remained elusive. Here we depart from the typical purification paradigm for multipartite states explored in the last twenty years. We present cases where the hardware limitations are taken into account, and, surprisingly, find that smaller ‘sacrificial’ states, like Bell pairs, can be more useful in the purification of multipartite states than additional copies of these same states. This drastically simplifies the requirements and presents a fundamentally new pathway to leverage near-term networked quantum hardware.

Entanglement is one of the main non-classical resources that realize an advantage in quantum information processing. Bipartite entanglement, in particular, has inspired new communication protocols [1, 2], quantum teleportation mechanisms [3, 4], quantum foundations experiments [5–9], and has been the basis on which blind quantum computing, one-way computing, and cluster-state computing [10] are built. The latter requires multipartite entangled stabilizer states, such as cluster states and GHZ states. The versatility of the entanglement resource makes its generation an important step in any quantum information processing architecture. However, generating Bell states or multi-qubit entangled states is also the lowest fidelity quantum operation in the current technology stack. While local gate fidelities are reaching levels of performance higher than 99%, the network noise inherent to the distribution of entanglement can cause state fidelities lower than 90%. To overcome this challenge, purification protocols have been proposed that sacrifice part of the noisy entanglement resources in order to detect errors and purify the leftover resource [11–32].

I. INTRODUCTION

A typical premise in these purification methods is that the entangled state needs to fulfill a set of parity constraints (i.e., the entangled state is an eigenstate of a set of stabilizer operators) which have to be verified as part of the purification procedure. The same premise underlies classical and quantum error correction, which leads to interplay between the two topics [11, 12]. However, in the case of entanglement purification, we usually limit ourselves to only attempting to detect errors and discard faulty states, not correct them. The main hurdle in verifying such constraints in an entangled state is that they require non-local operations, as they span qubits spread among distant nodes. The standard solution is the use of circuits in which a second possibly-noisy entangled state is sacrificed in order to perform the non-local parity measurement. This can be seen as a continuation of other quantum-teleportation-based protocols, where a non-local resource state is expended in order to perform a non-local operation. As long as the fidelities of the input states are above a certain threshold, the information gained from the non-local measurement can increase the certainty that the purified state is error-free, conditional on the measurement reporting the expected parity.

An ideal purification protocol would sacrifice the smallest number of entangled states for the greatest increase in fidelity among the purified states. In the case of bipartite entanglement (i.e., Bell pairs), as long as the local nodes perform perfect noise-less operations and are not constrained in the number of entangled pairs they can share, a “perfect” solution is available. Namely, the hashing method [15] provides the most efficient way in which one can extract information about the errors that have occurred on the states to be purified. The question becomes substantially more complex if we consider realistic lo-
cal hardware. Given the diversity of possible hardware imperfections, there is no single optimal protocol. On one hand, the gate imperfections impose an upper bound on the fidelity of the purified state, unless scalable error correction and quantum repeaters with encoding are employed [33], which obviates the need for purification. On the other hand, the finite size of a quantum register limits the depth and width of the purification circuit. These trade-offs make the otherwise perfect hashing method very unfavorable if not impossible. A family of hand-optimized protocols have been proposed since then [18, 20], and general circuit optimization methods have been suggested [21, 34], designing circuits with awareness of the various noise processes, thus providing a practical solution to this problem.

Similarly, in the case of multipartite entanglement purification [23–30, 35], a variant of the hashing method provides the most efficient possible way to extract information about errors that might have been inflicted upon the states to be purified [15, 25, 28]. However, this generalization of the hashing method requires not only perfect gates and quantum registers of unbounded size, but also a very particular set of sacrificial entanglement resources. While it is probable that once we have scalable error-corrected quantum hardware the hashing method will be used at the upper logical levels, hashing is much too demanding to be practical at the lower levels running on noisy small quantum nodes.

In this letter we showcase a number of small alternative circuits with much lower resource demands. In particular, our designs require simpler sacrificial entangled states than what is required by the typical multipartite entanglement purification protocols. When taking into account the limitations of near-term quantum hardware, these alternatives become much more practical than established approaches. We also exploit possible asymmetries in the way multipartite entanglement is generated and distributed over a network. This letter is organized as follows. We start with a brief overview of the mathematical language used to describe purification circuits - in particular, the stabilizer formalism [36]. Next, we discuss how raw multipartite entanglement is distributed in a network and the established methods for its purification. Following that, we introduce and evaluate our small heterogeneous purification circuits. We conclude by discussing the usability of our approach when applied to near-term quantum devices.

**II. PURIFICATION CIRCUITS**

A. A General Description

Purification schemes are typically devised for one or more copies of a desired stabilized state $|P\rangle$ to be purified by sacrificing a number of other stabilizer states $\{|S_1\rangle, |S_2\rangle, \ldots\}$. As the qubits of each of these states are spread among distant nodes, only local operations can be performed between them. The particular local operations that enable the purification, $U$, are idempotent if no errors were present: $U(|P\rangle \otimes |S\rangle) = |P\rangle \otimes |S\rangle$. To facilitate error detection, that same operation is meant to “infect” the sacrificial state $|S\rangle$ if the state $|P\rangle$ has suffered a given error $E$ (e.g., a bit flip on one of the qubits): $U(E |P\rangle \otimes |S\rangle) = \tilde{E}_p |P\rangle \otimes \tilde{E}_s |S\rangle$. By performing local measurements on the state $\tilde{E}_s |S\rangle$ and observing that the correlations between them are inconsistent with the state being $|S\rangle$, we know an error is detected, and the purified-to-be state has to be discarded.

Designing a good purification scheme requires finding the locally constrained circuit $U$ and the set of correlation measurements which provide the greatest chance for detecting errors on $|P\rangle$, without letting errors on $|S\rangle$ backpropagate to it. As we will see, this includes the judicious choice of sacrificial states whose
Figure 2. Performance comparison of various purification circuits. From left to right, the columns represent purification of (a) a single 3-qubit GHZ state, (b) a 4-qubit GHZ state, and (c) a 4-qubit linear cluster state. The top figures give the fidelity of the purified state, while the bottom figures give the probability of success for the purification circuit. In purple (P1+P2) is the typical “one block of the hashing method” considered in the literature, which we compare against. As the circuits are heterogeneous, one can not provide a well-defined yield. Rather, the main observation is that for short circuits performing the sacrifice of a small number of Bell pairs can provide higher final fidelity and a better probability of success than performing the sacrifice of the same number of large, expensive multipartite entangled states. The horizontal axis corresponds to the initial fidelity of the state to be purified. All circuits assume all entangled resources are generated locally on one of the nodes and then distributed over the network. All qubits sent over the network suffer the same rate of depolarization noise. The P1 and P2 purification circuits are the two stages of purification used in the standard hashing method. “P1+P2” denotes both stages being performed (and two multipartite states being sacrificed). In the case of purifying 4-qubit states we have included curves for the best circuits using 2 Bell sacrifices, but we do not discuss them in the main text as they do not show exceptional performance (they are available in the documentation of QuantumClifford.jl).
ware.

B. The Preparation of Sacrificial Entangled Resources

It is important to discuss the way the initial multipartite entangled states are generated before optimizing a circuit for their purification. Bipartite entangled pairs can be generated either by a heralding operation where light interacts with both nodes and the path information is erased before observing the light, or by preparing the Bell pair locally on one of the nodes and sending one of the qubits over the network to the other node. We will focus on correcting the errors caused by the network transfer, affecting only the qubits actually transmitted over the network. Multipartite entangled states can also be created through heralding [38] or by having them locally generated and then having all but one of their qubits distributed over the network. Lastly, multipartite entanglement purification can also be done by first purifying Bell pairs and then fusing them into the larger multipartite states we desire, but it is established that that method does not perform as well as the direct multipartite purification, e.g. the hashing method [25]. In the case of GHZ states, purifying them directly by the use of Bell states was recently studied [30].

Crucially, the purification circuits we propose will be evaluated for the circumstances where the entangled states are generated locally and then all but one of the qubits involved are sent over the network to other nodes, as done in recent microwave qubit experiments [39]. All but one of the qubits of each entangled state suffer errors. Exploiting this asymmetry is a significant factor in the effectiveness of our circuits. As an example, consider comparing a 4-qubit sacrificial GHZ resource to two sacrificial Bell pairs. The number of qubits is the same, and the Bell pairs “contain” less entanglement in absolute terms, but only two of the Bell pair qubits would have to had been sent over the network, while three of the GHZ qubits have had to travel to other nodes. For all examples in this letter, the noise experienced by qubits sent over the network is unbiased depolarization.

III. SIMULATION TECHNIQUES

A large class of quantum circuits, in particular circuits involved in quantum error detection and error correction, fall in the class of Clifford circuits which can efficiently be simulated on a classical computer [36]. The distinguishing feature of these circuits is that their application maps Pauli operators to Pauli operators, preserving the group structure. A natural way to track the evolution of a quantum state is to track how each of the basis vectors involved in the description of that state evolve. The number of basis vectors for $n$ qubits is $2^n$, which contributes to the difficulty of simulating generic quantum circuits on classical hardware. In the Heisenberg picture, this tracking corresponds to tracking the evolution of a complete set of commuting observables, e.g., a commuting subgroup of multiqubit Pauli operators, also of size $O(2^n)$. Here the fact that Clifford circuits map Pauli operators into Pauli operators and preserve the group structure enable significant savings in the number of operators that need to be tracked. Instead of tracking an entire Pauli subgroup of size $O(2^n)$, we can track a much smaller set of generators, i.e., operators that when multiplied can produce other elements of the subgroup. The size of the generating sets scales linearly with the number of qubits, enabling the efficient classical simulation of Clifford circuits.

In order to simulate noisy circuits we introduce a number of improvements to this method. A straightforward solution to simulating Pauli noise (including depolarization and biased noise) or erasure noise (for heralded or non-heralded erasures) is to perform a Monte Carlo simulation. In this approach the same circuit is simulated repeatedly, but at each gate and measurement there is a chance for an error to happen. The exact error and its probability are prescribed by the error model. The results of many such simulations are then averaged, giving an estimate of the performance of the noisy circuit.

A second approach we introduce is to perform a perturbative expansion in the error parameter as the circuit is being simulated. At each operation in the circuit we split and simulate both the “error branch” and “no error branch”. We track the history of such splits and never take more than one turn in the “error branch” direction. We then average the results over all branches that have been taken. Thus, for a circuit of length $L$ we obtain a first-order perturbative expansion in the error parameter, while having to simulate only $O(L)$ versions of the circuit for a high-precision estimate of the fidelity. At low error rates this is significantly faster than a Monte Carlo simulation of the same accuracy. Moreover, by using symbolic data structures, instead of floating point numbers, we can obtain analytic expressions for these results. Similarly to the Monte Carlo approach, any Pauli or erasure channel can be simulated in this manner. To our knowledge this is the first time such approach is suggested in the literature. The implementation of this algorithm is made available in the open source QuantumClifford.jl package.
IV. SMALL CIRCUITS FOR NEAR-TERM NOISY DEVICES

We will demonstrate purification circuits for a number of different states, including

\[ |\text{Bell}\rangle = |00\rangle + |11\rangle \] (1)
\[ |\text{GHZ}_3\rangle = |000\rangle + |111\rangle \] (2)
\[ |\text{GHZ}_4\rangle = |0000\rangle + |1111\rangle , \] (3)

as well as the four-qubit linear cluster state \( |\text{Cluster}\rangle \) which is defined by its stabilizer generators

\[ \hat{X} \hat{Z} \hat{I} \hat{I} \]
\[ \hat{Z} \hat{X} \hat{Z} \hat{I} \]
\[ \hat{I} \hat{Z} \hat{X} \hat{Z} \]
\[ \hat{I} \hat{I} \hat{Z} \hat{X} . \] (4)

The states \( |\text{GHZ}_3\rangle \) and \( |\text{GHZ}_4\rangle \) are also introduced, which are the same as the aforementioned GHZ states, except for their first qubit being defined along the X axis instead of the Z axis. This change of reference frames is inconsequential, as a purification circuit for one of these states can be converted into a circuit for the other by performing the reverse change of reference frames. Nonetheless, it is convenient to introduce this alternative reference frame, as that turns the GHZ states explicitly into bicolorable graph states, for which the canonical hashing method is defined [25]. We benchmark against that method.

The circuits we are investigating are of a small scale and exhaustive searches are not prohibitive to do on a classical computer. Nonetheless, there are a number of principles and heuristics that simplify the search. Previous works have shown the value in multiple selection circuits [17, 18, 21], where multiple sacrificial states are entangled together with the state to be purified before their measurement. Moreover, a crucial heuristic we exploited is the choice of stabilizer (of the state to be purified) that we desire to measure (by the sacrifice of another state). Picking stabilizers more sensitive to the error process (e.g., more probable to be triggered by an error) leads to a higher efficiency of error detection. This becomes particular important given the network error model we are studying: one of the qubits of each entangled state does not experience network errors because it is never transmitted over the network, therefore stabilizers involving that qubit are less probable to be triggered and are less valuable measurement targets. It is worth noting that the stabilizers of the sacrificial states needs to be consistent with the stabilizers of the state to be purified (similarly to the way graph states need to be similarly colored for a typical purification circuit [28]). This leads to the lack of sacrificial 3-qubit states in the purification of the 4-qubit GHZ state.
B. Examples

Fig. 1 shows the typical 3-qubit GHZ circuit building blocks out of which the hashing purification protocol is built. It also shows a much simpler and smaller purification circuit which sacrifices simpler resources (2 Bell pairs instead of 2 GHZ states), performs at the same purified fidelity, and succeeds with much higher probability. The comparison of the two approaches, as well as subcircuits present in these two approaches can be seen in the first column of Fig. 2. Crucial for the good performance of the simpler circuit is that distributing the raw Bell pairs over the network incurs less damage (only two of the qubits need to pass through the network, compared to four qubits that need to be networked when distributing two GHZ states). This approach is specifically optimized for small noisy quantum devices: once a larger number of GHZ states can, in principle, be sacrificed, then the hashing method will be able to overcome our advantage. But even in such a bright future, the lower level of the quantum network will benefit from using our cheaper optimized scheme as a pre-purifier for the GHZ states to be used by the higher layers of the purification stack. If the network error rate is \( \varepsilon \) (the probability of \( \hat{X}, \hat{Y}, \) or \( \hat{Z} \) error on a transmitted qubit is \( \varepsilon \)) then to first order the fidelity of a 3-qubit GHZ state before purification is \( 1 - 6\varepsilon \). Our circuit results in a success probability of \( 1 - 10\varepsilon \) and fidelity \( 1 - 2\varepsilon \). Compare this to a success probability of \( 1 - 16\varepsilon \) and the same fidelity in the case of the P1+P2 circuits used in the hashing method. By virtue of being smaller, our circuit has a higher probability of success while having the same final fidelity of purification. Moreover, the shortness of the circuit also makes it less susceptible to gate and measurement errors.

Similarly, Fig. 3 showcases circuits for purification of various 4-qubit entangled states. Our 4-qubit GHZ purification circuit (evaluated in the second column of Fig. 2) uses only 3 Bell pairs and performs at the same fidelity and higher success probability as the standard two-stage circuit that sacrifices two 4-qubit GHZ states. Moreover, our Cluster state purification circuit performs at even higher fidelities than the standard two-stage purification method, as seen in the last column of Fig. 2, again with much humbler sacrificial resource requirements.

C. Resilience to operational errors

As alluded to above, the newly designed circuits presented here show additional advantages when imperfections in the local gates are considered. In Fig. 4 we benchmark one of our protocols in the presence of depolarization errors for each gate (at rate \( p \)) and measurement bit flip errors at the same rate. Our protocol, which uses fewer resources, performs at the same purification fidelity in the presence of perfect gates. However, due to its simplicity and shorter length it starts to significantly outperform the standard approach in the presence of imperfect gates.

V. CONCLUSION

There is a rich tradition in developing purification circuits for Bell pairs for small noisy quantum hardware [17, 18, 20], including even state-of-the-art optimization schemes providing circuits tailored to a given error model and hardware size [21]. Although elegant theoretical solutions like the hashing method exist, the aforementioned optimized small circuits are necessary when working on realistic noisy devices. The circuits presented here show this is still true in the case of multipartite entanglement purification. While obtaining the same or better purified fidelity, our circuits are shorter, sacrifice easier to obtain entanglement resources, and are less susceptible to gate errors. While we present examples of only GHZ and cluster state purification, this same approach can be used for the purification of arbitrary stabilizer states: locate the stabilizers most susceptible to being flipped.
by the network noise and employ simple purification circuits to check them. Running an optimizer \cite{21} on top of this circuit generation would be particularly fruitful when targeting specific noise models on size-constrained hardware. This approach is, however, limited to small scale noisy circuits. Once fault-tolerant devices exist, many of the optimizations discussed here would be in principle unnecessary thanks to the availability of perfect gates. Nonetheless, the lower-level of such hardware implementation would still present a need for the small noisy circuits we have design, applied to the breeding of higher-quality entanglement to be used by the upper logical levels of the hardware.
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