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Abstract. Global openness of battlefield network makes it face many security threats, the physical security technology can provide an important support to traditional security system and strong protection to messages transmission, studying its application in battlefield network is of great significance. In view of the current and future network development trend, this paper studies the physical layer security problem from the perspective of battlefield network under modern warfare conditions, summarizes and analyzes the basic model of physical layer security, sorts out and introduces the physical layer security technology of wireless communication, and finally summarizes the risks and challenges still faced by the physical layer of the current battlefield network.

1. Introduction

Currently, faced with the information environment of great development of 5G technology and the significant improvement of communication Key Performance Indicator (KPI), the vision of interconnection of everything and integration of heaven and earth has gradually become possible. However, with the rapid development of information technology, the increasing dependence on technology also highlights the absolute importance of information security.

Different from the computer network, the wireless network is characterized by its broadcast characteristics of information transmission. The medium of wireless communication is open, and the signal is transmitted in the air by the base station as a transit. Theoretically, as long as there are devices similar to the base station, the signal can be received. Therefore, information security has a typical "bucket effect". Wireless communication becomes the "shortest board" of information security just because of its open nature.

As the battlefield network is restricted by the confident information, and the resource space on the upper layer of the network is greatly limited, which means that in the whole network architecture, most of the current research schemes are no longer applicable to the battlefield network environment, and the demand of battlefield network security is bound to call for the emergence of new technologies. As the bottom layer of the protocol stack, the physical layer provides the possibility to solve the security problem of wireless battlefield communication network from the source. At present, the transformation of network structure from Internet to Cyberspace also promotes the gradual development of network security from outside to inside. The uniqueness of wireless channel reflects the endogenous security attribute of wireless channel, which undoubtedly points out a new direction for the development of battlefield network security situation.

The application of hollow technologies greatly increases the channel transmission of information, which makes the endogenous security elements of wireless network also get abundance. At the same
time, the abundance of endogenous security element also brought the ascension and progress of physical security. Physical layer security technology, which does not depend on high computational complexity, undoubtedly provides a new security system with high applicability for the significant improvement of KPI of battlefield network.

2. Review of physical layer security model

For complex and changeable security problems, the physical layer security based on information theory security mainly develops into two main lines: wireless key security mechanism led by Shannon and non-key security mechanism led by Wyner.

2.1. Shannon model of information theory

In 1949, Shannon put forward the basic principle of Communication Secrecy in his article "Communication Theory of Secrecy Systems" [1]. The fundamental principle of confidentiality is to ensure that the receiving party can receive the message from the sender without any error, and that the transmission process of the message cannot be eavesdropped by other users.

In the perfect confidentiality model proposed by Shannon, the message sender tries to send the message to the receiver through encoding, but the codeword can be obtained unconditionally and completely by the eavesdropping party in the eavesdropping channel without any confidentiality measures. In the actual information transmission environment, there are always different forms of noise interference, so in order to ensure the security of communication in such a complex communication environment, compared with the eavesdropping party, the legitimate receiver must have a certain degree of advantage. It proposes a "one time one secret" encryption scheme based on random key, which decrypts the code word by the key known to only the legal parties, obtains the code word before sending and then obtains the message $M$ by decoding.

By quantifying the average uncertainty of eavesdropping users, the mathematical representation of secure communication is obtained: the information entropy $H(M|X)$ of the message under the given code word can be used to calculate the information security. $H(M|X)$ represents the uncertainty of the message after the eavesdropping party receives the code word, and can be expressed as the loss entropy of the eavesdropping party. Assume that hacking the damage equals the uncertainty of information entropy, namely

$$H(M|X) = H(M)$$  \hspace{1cm} (1)

If the above formula is true, the system has perfect confidentiality. It also indicates that the code word and the message are independent of each other, and there is no correlation between them, so it can ensure that the eavesdropper cannot obtain any information through the code word no matter what means it takes. In addition, from the perspective of encryption, when the system has perfect confidentiality, the uncertainty of the selected key will not be less than the uncertainty of the message, namely

$$H(K) \geq H(M)$$  \hspace{1cm} (2)

![Figure 1. Physical layer security authentication model](image-url)
2.2. Wyner hacking model

In 1975, Wyner proposed an eavesdropping channel model in order to further understand the secure communication in the case of noise due to the existence of random noise and non-erasable interference in the actual physical channel [2]. Unlike the Shannon model, which requires the legitimate receiver to have an advantage in a certain aspect that the eavesdropper does not have, the confidentiality condition defined by the Wyner model stipulates that if the code word length $n$ is large enough, the suspicion rate is required to be infinitely close to the entropy rate of the information, which relaxes the condition for achieving perfect confidentiality, namely

$$\frac{1}{n} H(M|Z) = H(M)$$

The information theory security standard proposed by Wyner can be expressed as follows:

$$I(Z;M) = 0$$

That is, the average amount of information transmitted in a perturbed discrete channel is 0.

In general, the security of legitimate users under the Wyner model can be measured by the security capacity, that is, the error probability of the legitimate recipient can reach the maximum transmission rate of any hour under the appropriate coding method:

$$C_i = \max [I(X;Y) - I(X;Z)]$$

Through the current research and analysis, the security of users can also be measured by other indicators like bit error rate, signal-to-noise ratio, traversal security rate, security terminal probability and so on.

![Physical layer security authentication model](image)

2.3. Maurer scheme

In 1993, based on the two models of Wyner and Shannon, the reciprocity of wireless Channel makes Channel State Information (CSI) detected by both parties have strong correlation, which enables both parties to generate a set of symmetric keys without error on the basis of public Channel discussion [3]. Meanwhile, the fast time-variability of wireless Channel also ensures the dynamic change of key, so as to prevent illegal users from eavesdropping.

According to the characteristics of this principle, Maurer proposed a new scheme based on security keys in his article "Secret Key Agreement by Public Discussion From Common information", aiming at making the communication security of eavesdropping channel better than that of legal channel possible.

3. Review of physical security method

The physical security method is based on information theory and aims at achieving unconditional security. In the process of information instruction transmission, in order to ensure the security of tactical wireless network, the physical layer security problems can be divided into three parts: authentication, encryption processing and secure transmission. The authentication mechanism is used to verify the identity of users and restrict certain users (authorized users) to use network resources. The encryption mechanism is used to encrypt the data of the wireless link to ensure that the data of the
wireless network can only be accepted and understood by the expected users. The scheme of secure transmission ensures that the message cannot be obtained by the illegal eavesdropper due to the influence of network environment and means.

3.1. The physical layer security authentication

Different from the authentication scheme on the upper layer of the network, the physical layer authentication is to verify and analyze the channel characteristics of both ends by combining the spatial and temporal characteristics of the transmission message and the transceiver channel, so as to realize the authentication of both sides of the communication in the physical layer. The identity authentication of physical layer can effectively guarantee the high reliability in the process of sending and receiving messages. In this way, the amount of information obtained by the hacking party will be got down to almost zero. The advantages of low complexity and fast authentication speed correspond to the high dynamic demand of tactical network, which can provide an effective scheme for the security of tactical network without considering the implementation of the upper layer protocol.

The traditional authentication scheme is based on the Shared secret key of both legal parties. The security of authentication and even the security of the whole network message transmission will depend on it. Meanwhile, the Shared secret key cannot adapt to the whole communication network and has limitations in application. The new authentication scheme is mainly based on Wyner eavesdropping model, which can provide a strong guarantee for the security authentication of network high level. In the physical layer authentication model shown in figure 3, Alice sends messages to Bob via wireless network. In order to verify its security and reliability, Bob needs to conduct identity authentication when receiving the messages, so as to confirm that the messages come from Alice rather than other malicious illegal users. Eve can eavesdrop on the message transmission between Alice and Bob in both active and passive ways in the eavesdropping channel.

![Figure 3. Physical layer security authentication model](image)

At present, the physical layer certification can be divided into four categories:

1. Authentication mechanism based on hardware radio frequency (RF) fingerprint

Kohno's team at Tohoku university in Japan and Capkun's team at the Swiss federal institute of technology in Zurich used the imperfections of the hardware to extract unique features of the device to come up with a certification scheme based on "RF fingerprints" [13,14,15]. Hardware RF fingerprint is also known as the fault of the transceiver device. The impossibility of cloning these defects makes the only interaction between the transceiver and the transceiver be confirmed. The mechanism can be divided into two categories: The first is based on the matching and interaction of radio signal transient characteristics when hardware switch on/off. The performance of authentication depends not only on the interference of noise in the channel, but also on the accuracy of feature separation and extraction. The other is based on the characteristics of the modulated signal.

Hardware RF fingerprint feature makes it face huge risk in imitate attack, due to the availability of RF fingerprint scheme, illegal wiretapping attack just repetition signal recognition, the low accuracy
and high cost of signal analysis in complex channel environment inevitably lead to the decrease of authentication performance, and the authentication scheme of hardware RF fingerprint is also limited by the application scenarios.

(2) wireless channel-based authentication mechanism
A team led by professor Trappe of the state university of New Jersey proposed a channel fingerprint-based authentication scheme based on the short-term invariance of channel characteristics and location. The spatio-temporal uniqueness of wireless channels which means that the corresponding CSI under different spatio-temporal conditions is generally different, which provides a new scheme for identity identification, which enables the physical layer authentication under stable conditions to make better use of this feature. However, due to the spatio-temporal correlation of CSI, channel fading, noise interference and propagation loss, CSI transformation in dynamic environment is relatively frequent, and the physical layer authentication relying only on CSI identification is no longer applicable. At the same time, some studies show that under the imitation attack model, when the distance between the eavesdropper and the legitimate sender is close, the CSI of the legitimate channel can be obtained, which increases the security risk of the authentication process.

(3) authentication mechanism based on signal watermarking
In order to save band resources and improve resource utilization, the Baras team of the university of Maryland proposed a digital watermarking technology based on physical layer. It is a digital watermarking technology that hides the authentication information of the application layer in the amplitude or phase information of the signal and transmits it together with the signal to the identity identification scheme of the receiver [16]. This scheme can improve the security of encrypted messages by controlling the density of watermark bits and disturbing the illegal eavesdroppers. However, the communication environment cannot be kept absolutely safe, so the watermark embedding process of signals is also risky, and the transmission may cause the waste of resources in high-risk communications environments such as battlefield networks.

(4) PHY-CRAM mechanism based on physical layer
Due to the limitations of previous physical layer authentication schemes, Shan et al., university of Michigan, took advantage of the characteristics of wireless channel to realize the security enhancement of identity authentication [23]. They used OFDM technology to set the shared key onto the subcarrier amplitude and proposed the authentication mechanism named "PHY-CRAM". In addition, "PHY-PCRAS", "PHY-CRAMR", "PHY-AUR" and other algorithms are all schemes for identity recognition by sending excitation response signals to each other according to communication models under different conditions. Since they can be used in dynamic channel environment without high cost consumption, they provide a new idea for physical layer security authentication at the present stage.

3.2. The physical layer encryption algorithm
The physical layer encryption algorithm is based on the physical security requirements, the network upper cryptography encryption method is applied to the physical layer. According to the information transmission mode of the physical layer, the encryption processing of the physical layer can be divided into three categories: channel coding/decoding encryption, signal modulation/demodulation encryption, and signal spread spectrum/demodulation encryption.

Encoding/decoding encryption refers to the encryption method applied after the message is encoded in the channel. It mainly depends on channel error code and key deviation to affect the attack implementation of non-cooperative parties. However, it can only be well applied in the coding scheme of block codes, while there are application restrictions in the coding scheme of soft decision such as Turbo code and convolutional code.
The modulation/demodulation encryption scheme mainly encrypts the signal constellation and the mapping process, controls the phase and amplitude of the signal through the encryption algorithm, improves the confusion degree of the signal constellation diagram, and interferes the demodulation recognition of the non-cooperative party. The unitary matrix protection algorithm can also be used to protect the encrypted signal from eavesdroppers.

Spread spectrum/de-amplification encryption scheme makes use of the characteristics of low detection and low interception of spread spectrum signals to combine spread spectrum and encryption at the information sending end, and the receiver uses the encryption sequence generated by the known key to complete the de-amplification and decryption operation of the signal, which can realize the synchronization of encryption and decryption and signal processing.
3.3. Physical layer security transmission

In the keyless security scheme based on the Wyner model, the redundancy of the system airspace is utilized to design the system security capacity optimization scheme based on Artificial noise (AN), relay node collaboration, beamforming, large-scale MIMO and other technologies.

(1) AN

The main idea of AN assistive technology is to improve the safe transmission capacity by adding appropriate noise to the message to reduce the quality of eavesdropping channel.

Because the eavesdropping channel and the legal channel are generally different, there exists certain differences in the value of the space. In order to make the noise only to the eavesdropping channel interference will not affect the normal transmission of the legal channel, Goel.S and Negi. R proposed adding artificial noise to the null space of the legitimate channel, and the noise distributed in the "value space" of the eavesdropping channel would interfere with the eavesdropping process [7]. At the same time, the added noise would also avoid interfering with the normal message transmission, so as to achieve the purpose of worsening the eavesdropping. However, CSI needs to be accurately understood through channel interference selection, which highlights the limitation of this scheme in practical application.

In a communications system, set the main channel coefficient $h^H \in C^{b \times N}$, eavesdropping channel coefficient $g^H \in C^{c \times N}$, AN $z \in C^{b \times N}$ meet the following requirements:

$$h^H z = 0$$

The sending signal at the source is expressed as:

$$s = x + z$$

$$z = Wn$$

In the formula, $x$ is the signal bearing the secret message, which meets the power limit $E|x|^2 \leq P$, $W$ is the beamforming matrix, $n$ is the noise vector of the complex gaussian distribution generated randomly.

Then the signals of both sides can be expressed as:

$$y_b = h^H s + n_b$$
$$= h^H x + h^H z + n_b$$
$$= h^H x + n_b$$

$$y_c = g^H s + n_c$$
$$= g^H x + g^H z + n_c$$
$$= g^H x + g^H Wn + n_c$$

In the formula, $n_b, n_c \sim CN(0, \sigma^2)$ is the random noise of the channel.

The signal-to-noise ratio of both sides can be expressed as:

$$\gamma_b = \frac{\|h^H\|_{\infty}^2 P}{\sigma^2}$$

$$\gamma_c = \frac{\|g^H\|_{\infty}^2 P}{\sigma^2 g^H W^H g + \sigma^2}$$

The accessible security rate of the communication system can be expressed as:

$$R_s = \left[ \log \left( 1 + \frac{\|h^H\|_{\infty}^2 P}{\sigma^2} \right) - \log \left( \frac{\|g^H\|_{\infty}^2 P}{\sigma^2 g^H W^H g + \sigma^2} \right) \right]$$

Thus, with the support of AN assistive technology, the secret transmission rate can still be greater than zero, and the secure transmission can be realized under the condition that channel quality is not dominant.
(2) Beam Forming

Different from AN assistant technology, the core of beamforming technology is to make the signal sent in the null space of the eavesdropping channel, so as to realize the zero reception of the eavesdropping party to the secret message, namely:

$$g^H w = 0$$ (14)

In the formula, $w$ is the beamforming vector.

Beamforming, as one of the precoding technologies, has been widely used in MIMO communication systems and collaborative networks. Meanwhile, due to the difficulty in acquiring the eavesdropping channel CSI and the high sensitivity between CSI and $w$, most of them have certain limitations in practical application. Based on this situation, Pei Y et al. analyzed and designed some known systems of CSI in 2011. In 2012, Lu M proposed a joint scheme to reduce CSI sensitivity and system complexity combined with multi-user MIMO system.

(3) Relay coordination

The scenarios of B5G and 6G application in the future have gradually made the integration of heaven and earth become a reality. The communication distance of wireless network has been significantly improved, and the limitation of transmitting power has made people seek for new long-distance transmission methods. Therefore, cooperative relay communication emerges as The Times require. The relay nodes' processing methods for signals can be divided into three categories: forwarding, interference and cooperation. Forwards are divided into two ways: one is the relay node will forward the received signal after demand amplification appropriate to the target node; the other is that relay node decode the received signal, then forward the target node after coding modulation based on the requirements, namely amplification forward (AF) and decode forward (DF). Different forwarding methods affect the security capacity of the system. AF reduces the probability of eavesdropping without decoding, so it can more effectively improve the security rate of the system compared with DF. In 2007, Oohama Y made the first research and analysis on the forward and relay eavesdropping channel model. In 2010, He X pointed out that the rate of system security still can be improved even if the relay node is not credible, and designed the $w$ of hacking user communication system for 3 relay schemes of AF, DF and Cooperative Jamming (CJ).

4. The challenges that physical layer of battlefield networks still faces

At present, the research on the battlefield network security problem has made some achievements, but the network edge security issues are still needed to consider, namely, the distance between both sides in the battlefield environment is relatively close, making the network signal reconnaissance intercepted easier. At the same time, there are many types of devices in the network, and all kinds of terminals have security vulnerabilities. Even intelligent terminals have hard-to-find vulnerabilities, which may provide the enemy with the opportunity to invade the network.

Although existing technologies can be used to improve network bandwidth, with limited channel resources, the move of sensing the use of wireless channels and dynamically allocating idle resources to online users can improve network bandwidth, but frequent channel switching also brings security problems in authentication, tactical networks may face replay attacks from the enemy, and the vulnerability of battlefield network physical layer is the focus that needs to be solved urgently.

The physical security technology application in the actual battlefield network still faces many challenges, the current study is under the background of passive eavesdropping. However, the attacks in the battlefield network are persistent and varied, and the vulnerability of physical layer security scheme is obvious when facing the attack of active eavesdropping party. Therefore, it is urgent to study the physical layer security scheme to deal with active attackers.

Physical layer security has not been well solved in the initial authentication problem, which still needs the assistance of traditional cryptography algorithms. How to use the characteristics of the physical layer to achieve real keyless authentication security still remains to be explored.

For now, physical security system has not yet reached the height of replacing the existing security system, and can only be used as a supplementary means to effectively ensure network security.
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