Securing Hill encrypted information With Audio steganography: a New Substitution Method
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Abstract. Securing data is an essential matter in communication systems, data must be protected from interceptors and eavesdroppers. In this paper, a hybrid system was produced to secure a plain text message encrypted with the Hill encryption method and embedded within an audio file in a random distribution using audio symbol sign to represent message bits. The audio file is restricted to be *.wav stereo file, Two secret keys are needed for this system encryption key and the seed of generating hiding positions. PSNR, MSE, SSIM are calculated between cover before and after embedding and the results reflected the imperceptibility requirement of the system. Also the elapsed time for securing messages was quite low for different sizes of text and the encryption process was less time than hiding.

1. Introduction

Securing data and information of all media is an essential issue that taking enormous attention and studies by researchers and especially for data transmitted over the Internet. These data pass through the net therefor it exposes the risk of third parties to interception [1]. The process of avoiding interception is difficult but, the data still need to be protected either by making it unreadable through encryption or be invisible by hiding it in Innocent other data file (steganography) [2], or even better if both methods have combined in one system [3]. Kerckhoffs defined the principle of cryptography: the cryptographic system quality should only depend on a small but significant part of the information, called a secret key. The same principle is valid for strong steganographic systems: the system knowledge that is used, must not provide any information around the existence of hidden messages [4][5][6]. Audio steganography is the science of hiding a secret message within an audio file called cover file. The secret messages can be any form of data like image, video, text or audio [7][8]. The most known and easy method for steganography is LSB method. It is a technique that allows the secret data to be inserted in the least significant bit of the audio samples of a wav file [9][10][11]. The combination of two techniques empowers the security system and increases its immunity against attackers. Only the authorized person who knows the secret keys for both techniques able to retrieve plain messages. The main goal of this paper is to produce a system that consists of two steps; the first step is cryptography to secure text messages and duplicate the security level by hiding it in a cover file of wav signal using the signal of audio file value with a random distribution. The audio file data are real values in the range [-1,1]. So the values of the wav sample( positive or negative) are taken to hide message bits. A secret text message is encrypted with the Hill encrypted method then embedded within an audio file in a random distribution depending on the sign (negative or positive) of the audio values. The audio file is restricted to be *.wav stereo file, Two secret keys are needed encryption key and the seed of generating hiding positions.

2. Related Work

Audio steganography works were presented by many researchers to discuss the security of information and data file of different forms like text, images, and audio by hiding them within an audio file or the audio embedded in it. The researchers concerned with the combination of encryption and steganography. Many studies take the audio file as a matter of interest either for its importance as a file of big data to be used as a carrier file or secret information needed for protection[10]. Both
frequency domain like DWT and DFT or time domain for an audio file are used for hiding. In time
domain a Least significant Bit (LSB) is an effective method that could be used to insert the
information in a cover file[12]. Researchers like Krishna Bhowal et.al. (2011) produced an audio
Steganography for securing encrypted text messages based on and LSB technique. In their system,
they used the encryption algorithm (RSA) to encrypt the message as the first level of security then, the
encrypted message bits are hidden in random and higher LSB layers that gave their system more
robustness against noise addition and reduce distortion[13]. S.S. Divya and M. Ram Mohan
Reddy(2012) proposed two approaches of replacement techniques for audio steganography that
increases the capacity of cover audio for hiding additional data. In these methods, the message bits are
hidden into a variable and multiple 4 LSBs. They used the RSA algorithm for the encryption
process[14].

S.Hemalatha et.al. (2015 ) proposed an audio steganography system based on Discrete Wavelet
Transform (DWT) for the cover audio file to secure data hiding. The data was an encrypted text
message using a dynamic encryption algorithm. The cipher text is then hidden in wavelet coefficients
of the cover audio signal[15].

Mazhar Tayel et.al. (2016) used the LSB method for embedding data in an audio file and stated
that the sound quality of the cover file depends on its size and length of the hidden message [16]. Samah M. H. Alwahbani and Huwaida T. I. Elshoush (2017) also proposed new chaos steganography
and cryptography for audio files. They applied an (LSB) layers method for the plain message to
crypt it by a one-time pad algorithm. They used two chaotic sequences of Piecewise Linear Chaotic
Map (PWLCM), one for generating the encryption key while the other to generate a random sequence
for steganography process that used to embed the encrypted message in randomly selected audio
samples [3]. While Jibran Hashim et.al. (2018) invested the AES encryption method as a backup in
case the steganography algorithm has been broken, They used Least Significant Bit (LSB)
mofification technique as random bit spreading wise for secret message bits on different bits of the
sample [9].

Some researchers tended to study encryption and try to improve encryption algorithms to get more
immune systems, B. Ravi Kumar and Dr.P.R.K.Murti(2011) produced a Bit Shifting and Stuffing
(BSS) methodology for encryption the text messages . The printable character needs 7 bits and the last
bit value is 0 which is wasted in the character. In the BSS method, they are stuffing a new bit in the
place of the wasted bit which is shifting from another printable character because the computer system
requires one byte to represent a printable character i.e. 8 bits. After encryption, for every 8 bytes of
plain characters, it will generate 7 bytes cipher characters and in decryption, Every 7 bytes of cipher
characters will reproduce 8 bytes of plain characters[1].

3. **Proposed System**

The proposed system is a hybrid system aims to secure text messages through two security
schemes: Encryption and Steganography. The text is encrypted by the Hill Encryption algorithm then
hidden within a sound file in the time domain by changing the sign of the cover file values. The
system consists of two phases illustrated in Figure(1):
3.1. **Cryptography Phase**

The security first step is to encrypt the plain message by using a Hill algorithm which is a symmetrical key algorithm that uses a matrix(n×n) as a key and multiplies it by the ASCII code of the characters of the plain text, the encryption is done by the sender as follows:

a) Choosing an appropriate key which is a square matrix of n×n of an integer number and its inverse should be integer too for decryption phase.

   ex: key=[1 5 3; 2 11 8; 4 24 21].

b) Let M_plain is a plain text message needed to be secured, converted to ASCII code:

   M_plain='God pleas u!'

   asci_M=[71 111 100 32 112 108 101 97 115 32 117 33].

c) Reshape the asci_M to (m×n) Matrix. 

   A_M= [71 111 100; 32 112 108; 101 97 115; 32 117 33].

   Note: if the the A_M can’t be m×n dimension, It should be completed with zero’s to make the multiplication done.

d) Multiply the asci_M with Key matrix to get Cipher_text by transforming ASCII to characters:

   A= mod( A_M * Key,128).

   A = [30 20 35 76; 115 112 13 79; 56 92 27 45].

   Cipher_text=[-#Lsp← O8-]

e) Hide the Cipher_text in a wav file and send it to the receiver.

f) end

At the receiver side, He extracts (unhide) the Cipher_text from cover file and decrypts it by reversing encryption steps means, multiplying the asci_code of Cipher_text by the inverse matrix of the encryption Key to get ASCII code of plain text and transforms it to characters then reconstructs a plain message again.

3.2. **Steganography**

The second step of the system is hiding Cipher_text in a cover file that is a wav file of two channels (stereo), using a substitutional method for hiding the Cipher_text in random positions in the second channel of the cover wav file, the steps of hiding algorithm is done as follows:

a) Taking the Ascii code of Cipher text and transform it to binary code:

   [30 20 35 …]=[01110010100100011… ]

b) Calculating the number of bits of the cipher message and using a seed number (as a hiding key) exchanged between the sender and receiver to generate a number of random locations equal to the number of message bits to hide in.
c. The message bits are spread randomly in generated positions in such a way that:

\[ y(i) = \begin{cases} 
-|y(i)|, & \text{bit}(h) = 0 \\
|y(i)|, & \text{bit}(h) = 1 
\end{cases} \]

\( y(i) \) is the original sample of the cover file, \( i \) is randomly generated positions, \( h = 1,2, \ldots \text{No. of bits} \).

\[ y = [0.002 - 0.0019 - 0.0018 0.0016 0.0015 ...] \]

\[ y = [-0.002 - 0.0019 0.0018 0.0016 0.0015 ...] \]

d. Reconstruct the wav file samples and send it to receiver.

e. End

The capacity of wav file to hide messages varies depending on sampling rate of the audio file. Each character needs 7-bits to be represented so, if the sampling rate for a wav file is 48000 samples/second that means each second of wav file can carry over than 6000 characters, but in proposed system, the bits of the Cipher message are distributed randomly thus, they can’t be noticed, hard to collect and arrange as well as the noise in sound file undetected, Figure(2) shows the wav file before and after hidden process.

![Figure(2) A cover wav file channel two that carry a cipher message with lengths: (a) has 1308 characters and (b) 444 characters](image)

At a receiver side, the seed number is used to generate the locations of the message bits, collect them and form the ASCII code of the cipher text then decrypt it as in algorithm 3.1.

4. Results Analysis

The cover file in this paper restricted to be an audio (.wav) file format and the secret message is a text file. The system was tested for many sizes of audio files and message files, each time the size of cover file should be at least 7 times of text message file for ensuring the reliability of the system. The simulation is implemented with MATLAB R2018a software with core™ i7-3520M CPU@2.90GHz.

The measures PSNR, MSE, SSIM are calculated between cover file before and after embedding to ensure the imperceptibility requirement the results are shown in Table (1).
Table (1) PSNR, MSE, SSIM between the same cover before and after embedding

| Size of message (character) | PSNR   | MSE          | SSIM |
|-----------------------------|--------|--------------|------|
| 444                         | 75.782 | 3.6657e-06   | 1.0  |
| 1308                        | 61.4373| 7.0823e-05   | 1.0  |
| 2170                        | 60.67  | 9.8428e-05   | 1.0  |
| 2500                        | 89.6534| 9.9987e-09   | 1.0  |

As in Table (1) The system approved its efficiency in securing data and hiding it with least noise in the cover file.

The two important keys of the system are the encryption key that responsible for message distortion and the seed number that used for generating a series of random numbers to create locations for spreading message bits. To expose the message by the receiver he should know these two keys, otherwise, the mission is impossible. The sender and receiver exchange the keys between them either by dealing before or sending it secretly.

The time consumption for steganography and cryptography vary proportionally to messages length, and the time for decryption is less than that consumed in encryption for the same length of message. On the other hand the time needed for hide the same message is longer than its encryption time, as shown in Table (2).

| Size of message (character) | Encryption time | Decryption time | Hiding | Unhide |
|-----------------------------|-----------------|-----------------|--------|--------|
| 444                         | 0.011           | 0.0128          | 0.027  | 0.069  |
| 1308                        | 0.0208          | 0.066           | 0.091  | 0.0822 |
| 2170                        | 0.0273          | 0.0715          | 0.159  | 0.106  |
| 2500                        | 0.095           | 0.099           | 0.18   | 0.12   |

5. Conclusion

The security of the data is the most important issue in the digital world; Both Steganography and cryptography are together forming an integral system for security purposes. In our proposed system, the audio file is used as a cover file for securing an encrypted message. A Hill encryption method was used to encrypt the message, while audio steganography uses a new technique for hiding the message bits without changing cover values. It takes the signal of the audio samples (negative or positive) to act like 0 or 1 and randomly spreading the bits through a position generator seed as a hiding key. Both the keys must be private between the sender and receiver. This method is appropriate for securing any type of data like text or image with a minimum rate of distortion to the original sound wav and completely retrieving for the hidden messages and it was good in minimizing the noise in the cover file as measured by PSNR, MSE and SSIM for different lengths for tested messages with less time consumption.
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