Gridded UAV Swarm for Secrecy Rate Maximization with Unknown Eavesdropper
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Abstract—This paper considers grid formation of an unmanned aerial vehicle (UAV) swarm for maximizing the secrecy rate in the presence of an unknown eavesdropper. In particular, the UAV swarm performs coordinated beamforming onto the null space of the legitimate channel to jam the eavesdropper located at an unknown location. By nulling the channel between the legitimate receiver and the UAV swarm, we obtain an optimal trajectory and jamming power allocation for each UAV enabling wideband single ray beamforming to improve the secrecy rate. Results obtained demonstrate the effectiveness of the proposed UAV-aided jamming scheme as well as the optimal number of UAVs in the swarm necessary to observe a saturation effect in the secrecy rate. We also show the optimal radius of the unknown but constrained location of the eavesdropper.
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I. INTRODUCTION

Due to aerial visibility, ease of maneuvering and cost effectiveness, the unmanned aerial vehicles (UAVs) is rapidly becoming a preferred choice for on-demand wireless communication applications [1], [2]. The benefits accruing to the use of a single UAV as observed in several wireless communication applications can be extrapolated with the use of multiple UAVs, popularly termed as a UAV swarm [3]–[5]. The control mechanism of the UAV swarm has been discussed in [6]–[8] for different applications in order to characterize the trade-off between design complexity and performance. In this paper, we explore this trade-off for the deployment of the UAV swarm for physical layer security (PLS).

PLS uses the dynamic intrinsic properties of wireless communication channels to support the legitimate receiver’s signal while reducing the information content received by the eavesdropper(s) [3]. Such intrinsic channel properties include fading, interference, multi-path, shadowing and noise. Although PLS can be traced to Shannon’s theorem [9], PLS optimization methods have been recently broadened into the use of UAVs [10]–[13]. Several use-cases can be found in the literature deploying UAVs for PLS. The use of a single UAV as a security enabler and as a relay node have been explored in [3], [14], [15]: delivering artificial noise interwoven with the relayed information signal. It has also been used to deliver classified message to legitimate ground stations amidst eavesdroppers with restrictions of no-fly regions as discussed in [16]. The results obtained in these works showed that the combination of the deployment of UAV jamming and transmission power optimization improves the secrecy performance of the respective models. However, a major bottleneck of these models is the assumption that perfect channel state information (CSI) of the eavesdropper is known to the transmitter. This is impractical especially for passive eavesdroppers that do not transmit or register their locations.

To alleviate this challenge, [17] developed algorithms using a UAV as the information source and optimized its trajectory and transmitting power constrained by sparse eavesdroppers within an independent small uncertainty region. Nevertheless, the performance achieved cannot be guaranteed as the uncertainty region expands and overlaps with the certainty region of the legitimate receiver. Similarly, [12] discussed PLS for a UAV network where the eavesdropper is mobile within the network. In addition to the weak obscurity of the eavesdropper as tracking is enabled, the advantage of aerial visibility of the UAV was undermined. In continuation to [12], investigation of UAV-aided jamming technique for enabling PLS in ground station scenarios where the exact eavesdropper location is unknown was pursued in [3]. The unknown eavesdropper location was assumed to be within an ellipse characterizing the coverage region of the transmitter. Although this work guarantees positive secrecy rate for the unknown eavesdropper CSI, the secrecy rates reported were relatively low.

Following positive results from single UAV use-case scenarios for PLS, explorations of techniques to increase the secrecy rate led to the deployment of multiple UAVs in form of a swarm for PLS. The UAV swarm is simply a collection of independent flying UAVs that are autonomous but interact reactively to produce an aggregated behaviour [5], [8]. The theoretical framework for the relationship between the UAV swarm and the ground base station was proffered in [18]. In [5], the UAV swarm tracked the movement of the eavesdropper to jam its received signal while maximizing the secrecy rate of the main receivers. The location of the eavesdropper is assumed to be known in this work and the geometry of the UAV swarm was not considered contrary to the specifications suggested in [7], [18]. However, without considering the geometry of the UAV swarm, the optimized beamforming weights are not guaranteed to produce a beam pattern [18]. Therefore, in this paper, we consider a grid formation for the UAV swarm with unknown location of the eavesdropper in
order to increase the secrecy rate via coordinated jamming. Simulation results demonstrate the superior performance of the proposed grid-structured UAV swarm approach compared to conventional approaches. The technical contribution in this paper can be characterized in terms of seeking the answers to the following questions with respect to existing techniques:

1) What is the position of the k-th member of the UAV swarm at a particular time instance?
2) How to harness the properties of the UAV swarm to achieve maximum secrecy rates?

These questions as enumerated are correlated and are answered within the general principles of controlling the UAV swarm and beamforming design proposed in this paper.

II. SYSTEM MODEL AND PROBLEM FORMULATION

We consider a scenario in which a transmitter (Alice) wants to send a confidential message to a legitimate receiver (Bob) in the presence of an eavesdropper (Eve). The primary objective is to ensure that Alice sends the confidential message to Bob without prior knowledge of the presence or location of Eve. A group of K UAVs coordinate their jamming signals to ensure worst channel state of Eve despite its unknown location without tampering the channel of Bob. A pictorial representation is given in Fig. 1.

We assume that Eve is located in a closed circular region with radius $\varepsilon$ within the coverage region of Alice. This assumption is feasible given that a passive Eve will practically be within an area where it can easily purloin information without revealing its location. As $\varepsilon \to 0$, the closer we arrive at the exact location of Eve. However, since the exact position of Eve is unknown, $\varepsilon$ must always be greater than zero and possibly can be increased to cover the entire coverage region of Alice, thereby introducing the maximum uncertainty on Eve’s location. Let the location of Alice, Bob, and the center of the region of Eve be denoted as $\Omega_a$, $\Omega_b$, $\Omega_e$, respectively. Consider that the entire flight time ($T$) of the UAVs is sampled at discrete time-stamps of $N$ equal time slots, with duration $\delta = \frac{T}{N}$. Without loss of generality, we assume that the UAVs fly at constant altitude, $H$ and with maximum speed of $Z$ m/s for each $\delta$ seconds giving rise to a trajectory represented as $Q = \{q_k[n], n \in N & k \in K\}$. We note that as $N \to \infty$, the UAVs are seen as following a continuous trajectory satisfying time-sharing conditions, thereby, delivering jamming signals continuously through its entire flight time $T$.

The received signal at Bob (b) and Eve (e) in the $n$-th time-slot is given by

$$r_i[n] = h_{ai}w_ia + \sum_{k=1}^{K}(h_{ki}[n]w_{k}[n]s[n]) + n_i[n]$$

for $i \in \{b, e\}$,

where $n_i$ for $i \in \{b, e\}$ is an additive independent and identical white Gaussian noise signal received by Bob or Eve with $\mathcal{C}(0, \sigma_i)$, $h_{ai}$ is the complex channel gain between Alice and Bob or Eve while $x_a$ and $x_b$ represents the uncorrelated transmission symbols ($s$) and jamming signals ($\tilde{s}$), respectively.

\{\}*, \{\} and \{\}H represent complex conjugate, transpose and Hermitian, respectively at the $n$th sample. We also assume that $\mathbb{E}[|x_a[n]|^2] = \sigma_a^2 = 1$. Having prior knowledge of the channel of Bob, we design the jamming signal such that Bob remains in a region free from it. This is achieved by nulling the jamming signal on the channel of Bob for each $n \in \{1, \ldots, N\}$, such that the beamforming coefficient ($w_k$) for each UAV is chosen as to ensure that $h_{bi}^*w = 0$, where $h_{bi} = [h_{1b}, \ldots, h_{Kb}]^T$ and $w = [w_1, \ldots, w_K]^T$. This ensures that $w$ lies in the null space of $h_b$. Nevertheless, since the UAV swarm will continue to jam Eve at every possible location within the described uncertainty region, it will imply that $h_{bi}^*w \neq 0$ for $h_{e} = [h_{1e}, \ldots, h_{Ke}]^T$.

Furthermore, we define the channel impulse response between the $k$th UAV and the ground stations, $i \in \{b, e\}$ as

$$h_{ki} = c_ke^{j\phi_k} \delta(t - \tau_k),$$

(2)

where $\phi_k = (\omega_c + \omega_d)t - \omega_d\tau_k$ is the phase shift due to Doppler effect $\omega_d$ and time delay $\tau_k$; $c_k$ is the large scale channel effect due to path loss and shadowing. We assume that there is a line of sight (LoS) communication link between the UAV swarm and the ground stations (Bob and Eve), hence $c_k[n] = \rho_0|\zeta q_k[n] - \Omega_e||^{-2}$, where $\rho_0$ represents the channel power gain at reference distance $d_0 = 1$ m and $\zeta$ is an exponential random variable with unit mean [3], [10], [13].

Accordingly, the signal to interference plus noise ratio ($\gamma$) at Bob and Eve is given respectively by

$$\gamma_b = \frac{|h_{ab}|^2}{\sigma_{ab}^2}$$

(3a)

$$\gamma_e[n] = \frac{|h_{ae}[n]|^2}{\sum_{k=1}^{K}|h_{ke}[n]|^2 + \sigma_e^2}$$

(3b)
where $h_{ai}$ is Rayleigh distributed with gain of $E[|h_{ai}[n]|^2] = \rho_0 \delta_i \Omega_{a} - 4 \mu_i$ for $i \in \{b, c\}$ and $\mu$ is the pathloss [10]. Since Alice does not adjust its transmission rate because it is ignorant of Eve and the UAV swarm transmits in the null space of Bob, the channel between Alice and Bob is unaffected by the samples of the UAV as reflected in [3].

The average secrecy rate is defined as the difference in the information rate of Bob and Eve is given in [19]. This guarantee of positive secrecy received by Eve is not greater than that received by Bob in a variable rate scheme [19]. This guarantee of positive secrecy is maintained by setting the power of the transmitter (Alice) has better CSI than Bob. Hence, the objective of this work is to simplify the trajectory problem, we consider concentrated grid swarm control where one element of the swarm is classified as the head of the swarm and its final trajectory of the UAV head. This means that the number of discrete time-stamps, $s = 1$, is maintained by setting the power of the transmitter (Alice) has better CSI than Bob. Hence, the objective of this work is to solve (7) is easily solvable with perfect knowledge of both the channels of Bob and Eve by solving the semi-definite program (SDP) of the successive convex approximation (SCA). Nevertheless, we consider that the location of Eve is unknown within a circular region bound by $\varepsilon$.

III. Proposed Solution

Similar to [20], we define the exact location of Eve ($\Omega_e$) as a point on a circular uncertain region such that
\[
\Omega_e = \Omega_e \pm \Delta \Omega,
\]
\[
|| \pm \Delta \Omega_e || = || \Omega_e - \Omega_e || \leq \varepsilon, \quad \text{for} \quad \varepsilon \geq 0
\]
\[
|| \Delta \Omega_e || \leq \varepsilon,
\]
hold, where $\Omega_e$, $\Delta \Omega$, and $\varepsilon$ define the estimated location of Eve, the error of the estimation and the radius of error respectively.

To solve (7), we decompose the problem into a two (2) sub-problems describing the beamforming vectors and UAV swarm trajectory respectively.

A. Solving for beamforming vectors ($w$)

Decomposing (7) into (9) and considering only constraints that relates to beamforming vectors, we have that,
\[
\max_w \sum_{n=1}^{N} \left[ \log_2 \left( 1 + \frac{|h_{ab}[n]|^2}{\sigma_b^2} \right) - \log_2 \left( 1 + \frac{1}{2 \pi} \sum_{k=1}^{N} \frac{|h_{ke}[n]|^2}{\sigma_b^2} \right) \right]
\]
\[
\text{s.t.} \quad h_{in}[n] w[n] = 0,
\]
\[
\text{Tr}(w[n]w[n]^H) \leq P_{tot},
\]
\[
0 \leq |w_k[n]|^2 \leq P_{max},
\]
where $P_{max}$ and $P_{tot}$ represent the maximum power transmitted by a single UAV in the swarm and the average power transmitted by the UAV swarm respectively. (6b) constrains the minimum and maximum value of the jamming power while (6a) bounds the collective power radiated from the UAV swarm at each $n \in \{1, \ldots, N\}$ to minimize external interference. Subsequently, we formulate the UAV swarm problem as
\[
\max_{w, q} R_s
\]
\[
\text{s.t.} \quad h_{in}[n] w[n] = 0,
\]
\[
||q_c[n + 1] - q_c[n]||^2 \leq (Z\delta)^2,
\]
\[
q_c[n] = q_f,
\]
\[
\text{Tr}(w[n]w[n]^H) \leq P_{tot},
\]
\[
0 \leq |w_k[n]|^2 \leq P_{max}.
\]

We note that the problem in (7) is easily solvable with perfect knowledge of both the channels of Bob and Eve by solving the semi-definite program (SDP) of the successive convex approximation (SCA). Nevertheless, we consider that the location of Eve is unknown within a circular region bound by $\varepsilon$. 

III. Proposed Solution

Similar to [20], we define the exact location of Eve ($\Omega_e$) as a point on a circular uncertain region such that
\[
\Omega_e = \Omega_e \pm \Delta \Omega,
\]
\[
|| \pm \Delta \Omega_e || = || \Omega_e - \Omega_e || \leq \varepsilon, \quad \text{for} \quad \varepsilon \geq 0
\]
\[
|| \Delta \Omega_e || \leq \varepsilon,
\]
hold, where $\Omega_e$, $\Delta \Omega$, and $\varepsilon$ define the estimated location of Eve, the error of the estimation and the radius of error respectively.

To solve (7), we decompose the problem into a two (2) sub-problems describing the beamforming vectors and UAV swarm trajectory. The original problem (7) can be solved iteratively between the sub-problems to obtain the sub-optimal/near optimal results that satisfies the constraints as used in [3], [10], [21].
as
\[
\max_w \log_2 \left( 1 + \left( \frac{|h_{ab}|^2}{\sigma_b^2} \right) \right) - \log_2 \left( 1 + \left( \frac{|h_{ac}|^2}{\sigma_c^2} \right) \right), \forall n \quad (10a)
\]
\[
s.t. \ h_b^T w = 0 \quad (10b)
\]
\[
\text{Tr}(W) \leq \bar{P}_\text{tot} \quad (10c)
\]
\[
\text{diag}(W) \leq P_{\text{max}} \quad (10d)
\]
\[
\text{rank}(W) = 1, \quad (10e)
\]
where (10b) is a reformulation of (9d) and (10c) is a corollary of \( W = \text{ww}^H \). Note that (10b) is a condition necessary to fulfill the nulling of the channel of the main receiver. Hence, we desire to find some \( w \) such that (10b) will be satisfied. For simplicity, we satisfy this condition by obtaining a set of complex vectors, \( v \), such that \( w = \{v|h_b^Tv = 0\} \). \( v \) becomes the projection vector onto the subspace of \( w \). Hence, \( w = H_v v \); where \( H_v \) is the transformation matrix for the projection of \( v \) on \( w \). It is apparent that \( W = \text{HH}^H = H_v v^H \text{HH}^H \) (12 eq. 1.9). Let \( V = v^H \), using (12 eq. 1.117), (10) can be reformulated as
\[
\max_v \log_2 \left( 1 + \left( \frac{|h_{ab}|^2}{\sigma_b^2} \right) \right) - \log_2 \left( 1 + \left( \frac{|h_{ac}|^2}{\sigma_c^2} \right) \right), \forall n \quad (11a)
\]
\[
s.t. \ \text{Tr}(H_v V H_v^H) \leq \bar{P}_\text{tot} \quad (11b)
\]
\[
\text{diag}(H_v V H_v^H) \leq P_{\text{max}} \quad (11c)
\]
\[
\text{rank}(V) = 1 \quad (11d)
\]
The problem in (11) is a non-convex SDP problem [23]. Hence, using the method for solving an SDP problem obtained in [24], we omit the rank constraint. We note that due to the grid formation of the swarm, \( V \) is symmetric and represents the tensors (outer product) of \( v \) and \( v^H \), the \( \text{rank}(V) = 1 \) is guaranteed provided that the \( v \) is a non-zero vector [25]. Since Alice is assumed ignorant of Eve and subsequently transmit continuously through the flight of the UAV swarm, the UAV swarm will continually send jamming signal through out the entire flight duration. This ensures that the vector, \( v \) is not zero for each \( n \)-th sample. Hence, neglecting the constant terms of (11), we reformulate as (12).
\[
\max_v \text{Tr}(h_c h_c^T (H_v^H V H_v^H)) + 1, \forall n \quad (12a)
\]
\[
s.t. \ \text{Tr}(H_v V H_v^H) \leq \bar{P}_\text{tot} \quad (12b)
\]
\[
\text{diag}(H_v V H_v^H) \leq P_{\text{max}}. \quad (12c)
\]
We note that the solution obtained in (12) is sufficient to characterize the suboptimal solution of (11). (12) is a convex SDP problem that can be efficiently solved using SDPT3 solvers [26].

B. Solving for trajectory of the UAV swarm (q)

To obtain the trajectory of the UAV swarm, we optimize the trajectory of the head of the swarm and derive the trajectory of other members of the UAV swarm in relation to the head since they are in grid formation with fixed spacing. If we consider the scenario where the location of Eve is unknown but can be estimated to exist within (8). Problem (7) can be reformulated in terms of trajectory of the head UAV swarm as given in (13).
\[
\max_{Q_c} \sum_{n=1}^{N} \left[ \log_2 \left( 1 + \left( \frac{|h_{ab}|^2}{\sigma_b^2} \right) \right) - \log_2 \left( 1 + \left( \frac{|h_{ac}|^2}{\sigma_c^2} \right) \right) \right]
\]
\[
\text{s.t. Constraint (5).} \quad (13a)
\]
\[
\text{where } \gamma[|n|] = \frac{\rho_0}{\phi_m^{|n|}}, \text{ and } p_a = |w_a|^2 \text{ represents the signal to interference noise ratio at reference distance } d = 1m \text{ and the transmit power from swarm head. Since the location of Alice and Bob are fixed, we assume that the noise variation is the same for each } n \in N. \text{ Using triangular inequality for } x \in \{q_c[|n|], \Omega_a\}, \text{ and substituting (8), we have that } ||x - (\Omega_a - \Delta \Omega_e)|| \leq ||x - \hat{\Omega}_e|| + \epsilon. \quad (14)
\]
The right hand side is a lower bound to euclidean distance between the UAV swarm head and the center of the circular region in which Eve is located. The lower bound represents the best case scenario since the influence of the jamming signal of the swarm will be greater if it is close to Eve. On the contrary, the lower bound represents the worst case scenario for the transmitter (Alice), since it gives the closest euclidean distance between Alice and Eve. If Eve is close to Alice the likelihood of it to purloin information increases. Thus, (13) can be rewritten with bounds as
\[
\max_{Q_c} \sum_{n=1}^{N} \left[ \log_2 \left( 1 + \left( \frac{|h_{ab}|^2}{\sigma_b^2} \right) \right) - \log_2 \left( 1 + \left( \frac{\gamma[|n|] \Omega_a - (\Omega_e - \Delta \Omega_e)}{\gamma[|n|] \Omega_a - (\Omega_e - \Delta \Omega_e) + 1} \right) \right) \right]
\]
\[
\text{s.t. Constraint (5).} \quad (15a)
\]
\[
\text{Note that (15) is non-convex due to (15a) but it can be solved by introducing slack variable, } M = \{m[|n|] = (||q_c[|n|] - \Omega_e|| + \epsilon)^2, n \in \{1, \ldots, N\}\} \text{ to characterize the separation between the UAV and Eve.}
\]
\[
\max_{Q_c, M} \sum_{n=1}^{N} \left[ \log_2 \left( 1 + \left( \frac{|h_{ab}|^2}{\sigma_b^2} \right) \right) - \log_2 \left( 1 + \left( \frac{\gamma[|n|] \Omega_a - (\Omega_e - \Delta \Omega_e)}{\gamma[|n|] \Omega_a - (\Omega_e - \Delta \Omega_e) + 1} \right) \right) \right]
\]
\[
\text{s.t. } ||q_c[|n|] - \Omega_e|| + \epsilon^2 - m[|n|] \leq 0, \quad (16a)
\]
\[
\text{Constraint (5).} \quad (16c)
\]
However, (16) is till non-convex due to the maximization of a convex function of (16a). It can be solved using succes-

\footnote{Due to the approximation of (13), \( \epsilon = 0 \) does not represent the case for when the exact location of Eve is known, however, it gives an insight into the goodness of the estimator. If \( \epsilon \rightarrow 0 \), then Eve is bound to be located at the center of the region of uncertainty.}
negative convex approximation (SCA) technique given in [27]. This allows to solve a local tight approximation under tight constraints and relax until the original problem is solved. Hence, given a predefined initial feasible trajectory, \( \mathbf{Q}_{l}[n] = \{q_{l}[n] | n \in \{1, \ldots, N\}\} \) for the \( l \)-th iteration, the non-constant term of the objective of (16) can approximated with the first order taylor expansion as given in (17):

\[
\log_2 \left( 1 + \frac{\gamma_{n}(\|\Omega_{a} - \hat{\Omega}_{e}\| + \varepsilon)^{-\mu}}{\gamma_{p}[n]/m[n] + 1} \right) + \frac{\gamma_{p}[n]}{m[n] + 1} \leq F[n](m[n] - m[n]) + G[n] \tag{17}
\]

where

\[
F[n] = [\gamma_{n}^2 (\|\Omega_{a} - \hat{\Omega}_{e}\| + \varepsilon) - \gamma_{p}[n] (\|\Omega_{a} - \hat{\Omega}_{e}\| + \varepsilon)^{-\mu}],
\]

\[
m[n] = (\|\mathbf{Q}_{l}[n] - \Omega_{c}\| + \varepsilon)^{-\mu} + 1, \quad G[n] = \log_2 \left( 1 + \frac{\gamma_{p}[n]}{m[n] + 1} \right).
\]

Neglecting all constant terms in (17), (16) can be reformulated as

\[
\begin{align*}
\max_{\mathbf{Q}_{c}, \mathbf{M}} & \quad \log_2 \left( 1 + \frac{|l_{mb}|^2}{\sigma_{b}^2} \right) - F[n]m[n] \tag{18a} \\
\text{s.t.} & \quad (\|\mathbf{Q}_{c}[n] - \Omega_{c}\| + \varepsilon)^{-2} - m[n] \leq 0 \tag{18b} \\
& \quad \text{Constraint (5)}. \tag{18c}
\end{align*}
\]

Now, (18) is convex and can be efficiently solved using interior point method in cvx [20]. Since (18) maximizes the lower bound of (16), the objective value obtained is at least equal to (16) using the updated trajectory, \( \mathbf{Q}_{l}[n] \). In the following section, we evaluate the performance of the UAV swarm with Algorithm 1.

**Algorithm 1** Iterative algorithm for solving \( \mathbf{w} \) and \( \mathbf{Q}_{c} \)

1. Initialize \( \mathbf{w} \) and \( \mathbf{Q}_{c} \) such that the constraints in (6) and (5) are satisfied.
2. \( m \leftarrow 1 \).
3. repeat
4. Using the grid parameters, construct the location of all the other \( K \) UAVs in the swarm, giving rise to \( \mathbf{Q} \).
5. Determine the channel impulse response between the UAV swarm and the ground nodes from (2).
6. Compute and update \( \mathbf{w} \) with \( \mathbf{Q} \) by solving (12).
7. Compute \( R_{s} \) as defined in (14).
8. \( \varepsilon = \frac{R_{s} - R_{s}^{old}}{R_{s}^{old}} \).
9. \( m \leftarrow m + 1 \).
10. Using updated \( \mathbf{w} \), solve (18) and update \( \mathbf{Q}_{c} \).
11. until \( \varepsilon < \theta \) OR \( m \geq m_{\text{max}} \).
12. Output: \( \mathbf{w} \) and \( \mathbf{Q} \).

### IV. Results and Analysis

We evaluate the performance of the UAV swarm with parameters set as follows unless otherwise stated: \( \Omega_{a} = [0, 0, 0]^T \), \( \Omega_{b} = [1000, 0, 0]^T \), \( \Omega_{c} = [500, 250, 0]^T \). We evaluate the performance of the UA V swarm with the number of UA Vs in the swarm increases, the improvement of the UAV swarm beamforming vectors and its trajectory were solved by iteratively optimizing each parameter with the knowledge of the others, until the error (\( \varepsilon \)) between steps is less than \( \theta \) (where \( \theta = 10^{-5} \)) or the maximum number of iterations is reached (where \( m_{\text{max}} = 200 \)). In the legends in Figs. 2-6, \( T \), \( K \), and \( \varepsilon \) represents the UAV swarm flight time, the number of UAVs and the radius (\( \varepsilon \)) of the location of Eve respectively. While est\(_{Eve} \) and known\(_{Eve} \) represents the trajectory plots when Eve location is unknown and when it is known respectively.

![Fig. 2. Comparative performance of the UAV Swarm on average secrecy rate when the eavesdropper location is known and unknown.](image)

![Fig. 3. Effect of radius of Eve region on average secrecy.](image)
power constraints of UAVs, determining the minimum number of UAVs required to attain the secrecy rate convergence is necessary for resource management purposes. However, the effect of $K$ is minimal when the exact position Eve is known. Furthermore, as the number of UAVs making up the swarm increases, the flight time of the swarm does not influence the secrecy rate.

Further observation on Fig. 3 presents the limit to the uncertainty location area of Eve at different flight times. As the radius where Eve is located increases, the impact of the UAV swarm jamming signal becomes less significant as the average secrecy rate reduces. Negative average secrecy rate is obtained once Eve has better CSI than Bob and the UAV swarm do not provide enough jamming power as shown in Fig. 3. The influence of the UAV swarm flight time is further increased at larger radius. Nevertheless, the characterization of the maximum tolerable error radius in the position of Eve will guide the design of its location estimators.

In Fig. 4 the average secrecy rate performance analysis of the UAV swarm joint trajectory and beamforming optimization for known and unknown Eve’s location are compared with known Eve location scenario considered in [10] (referred to as JTP in the legend) under similar power constraint. It is evident from the figure that the application of the UAV swarm out-performs the baseline scheme of a single UAV jamming model. It can be further observed that the longer time of flight of the UAVs ensures better secrecy performance. This is intuitively, and correlates with similar results presented in [10], [11], [16], since the UAVs delivers more jamming signal during the communication with longer duration of flight time. When the radius of error $\epsilon$ is zero, the scenario where Eve location is unknown relaxes to known Eve’s location since Eve can only be located at a single point. However, as $\epsilon > 0$, the average secrecy rate reduces (as also presented in Fig. 3).

Examining the radiation pattern generated by the UAV swarm, as presented in Fig. 5 it is observed that for $K$ values that did not complete a quadrilateral formation of the grid ($K = 4, 5, 7, 8$), the null depth is shallow compared to values where the grid quadrilateral is complete ($K = 3, 6, 9$). The implication is that little spurious jamming signal from the UAV swarm has greater tendencies of leaking to Bob when the grid formation is incomplete. Despite the observation that higher values of $K$ gives higher power in the main lobe, it is apparent that even when multiple UAVs are available, a selection needs to be made to ensure the grid quadrilateral is complete with recourse to the minimum number required to achieve maximum average secrecy rate as shown in Fig. 2.

However, for all values of $K$, side lobes with high power levels are observed. Although in conventional beamforming, the aim is to minimize the side lobes, however, since the exact position of Eve is unknown and Bob is at the null of the jamming signal, the jamming power radiated from the side
lobes will further reduce the information content received by Eve, especially where multiple Eve exist.

The trajectory of the swarm in Fig. 6 shows that the optimal trajectory when Eve’s location is unknown follows a path close to Alice and Bob. Since the channel models are distance dependent, if Eve enjoys better channel quality than Bob then the zero or negative average secrecy rate ensues. The UAV prioritizes sending higher jamming signal to Eve when it is closer to Alice. Since it cannot determine the exact location of Eve, following this trajectory ensures that the channel for Eve is always degraded despite its proximity to the transmitter (Alice). On the contrary, when the location of Eve is known (knownEveT=600 in Fig. 6), the swarm flies directly above it and jams the signal.

V. CONCLUSION

We have exploited the idea of grid-formed UAV swarm to demonstrate that the system can improve the secrecy rate of ground communications. Based on the results obtained, we defined the optimal trajectory of the UAV swarm harnessing the optimal number of UAVs in the grid to improve PLS. Furthermore, we examined the impact of the radius of the eavesdropper’s constrained location on the secrecy rate and demonstrated the need to develop techniques to increase the directivity of the UAV swarm.
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