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Abstract: Social media is a relatively new global phenomenon. Virtual places provide criminogenic motivators like financial gain, access to suitable targets, and massive amounts of information all under one virtual roof. Additionally, social media sites host large amounts of people in one space, generating significant opportunities for victimization. Despite the Internet’s theoretical relevance to understanding victimization, scholarly research into the effects of social media activity in victimization is scarce. Using data from the Pew Research Center, I investigated the relationship between Facebook use and online harassment among adolescents between 13 and 17 years of age. The results showed that an adolescent’s behavior on Facebook contributed to the likelihood of experiencing online harassment. Additionally, parental monitoring of their adolescent’s Facebook activity did not have a significant moderating effect on adolescents’ risk of online harassment. This research contributed to the literature by identifying specific behaviors in adolescents that increase their risk of online harassment.
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1 Introduction

Cyberspace connects an estimated 8.4 billion “things” globally, including nearly one-half of the world’s population (Bossler and Holt, 2009; Smith and Anderson, 2018). One of the most common activities for Internet users is logging onto a social networking site (SNS). These virtual communities allow people from around the world to network and connect with others regardless of time or space (Danah, 2011; Danah and Ellison, 2008; Haythornthwaite, 2005). Interactions through SNSs have allowed young adults to build, maintain, and sustain relationships by organizing social gatherings and sharing experiences with friends and peers (Horstmanshof and Power, 2005). Despite the benefits of SNS participation, SNSs also create new methods for nefarious behaviors and increase the risk of online harassment (Dehue et al., 2008; Haythornthwaite, 2005; Oksanen and Keipi, 2013; Oksanen and Keipi, 2013; Reyns et al., 2016; Ryan and Xenos, 2011).

Though online harassment has been a persistent problem for adults (Duggan, 2017; Leukfeldt, 2014; Ngo and Paternoster, 2011; Reyns et al., 2011; Rife et al., 2013; Runions et al., 2017), adolescents remain the most common targets of cybervictimization (Moore et al., 2010; Marcum et al., 2014; O’Keeffe and Clarke-Pearson, 2011; Oksanen and Keipi, 2013; Sengupta and Chaudhuri, 2010; Smith et al., 2008; Tokunaga, 2010; Ybarra and Mitchell, 2008). Negative online experiences can adversely affect one’s well-being and lead to deviance or victimization offline (Shaw et al., 2015; Valkenburg et al., 2006). For example, 25% of teenagers have had either a verbal or physical face-to-face confrontation due to an event that began online (Lenhart et al., 2011). Additionally, several cases of youth suicide have been linked to SNS participation (Hinduja and Patchin, 2011; Sullivan et al., 2015).

2 The current study

Research into online victimization has focused on various online platforms, including chat rooms, gaming websites, and SNSs. Despite the rising attention on online victimization, the number of studies that have examined the link between SNS-specific behaviors and online victimization remains relatively small (Leukfeldt, 2014; Moore et al., 2010; Oksanen and Keipi, 2013; Sengupta and Chaudhuri, 2010). The prevalence of online harassment,
along with the popularity of SNSs among adolescents, calls for our continuing attention.

We contribute to the growing literature on SNS activity and online victimization by examining the influence of adolescent SNS behaviors, along with parental monitoring thereof, on online harassment experienced through one of the world’s most popular SNSs - Facebook (D’Silver et al., 2014). This study also builds upon two core criminological components from opportunity theory - target suitability and guardianship (Cohen and Felson, 1979). Thus, we also assessed a possible moderating effect of parental guardianship on the relationship between adolescent SNS activity and online harassment. We used dyadic data collected through the Pew Research Center’s 2014 Teen Relationship Survey (TRS) to answer two research questions:

RQ1: What is the relationship between adolescents’ SNS behavior and online harassment?

RQ2: What is the moderating effect of parents/legal guardians on the risk of online harassment?

3 Literature review

3.1 Routine activities theory

Cohen and Felson’s (1979) Routine Activities Theory (RAT) grew out of a desire to predict when and where criminal events might occur in a given setting (i.e., opportunity). The necessary “ingredients” of criminal opportunity are defined in RAT as offender motivation, target suitability, and capable guardianship. More specifically, RAT proposes that criminal opportunity is present when a motivated offender has access to a suitable (i.e., attractive) target in the absence of people or technology that can interfere with the crime (i.e., guardians; Cohen and Felson, 1979). Though social environments have changed drastically since Cohen and Felson (1979) first introduced their theory, RAT continues to be one of the most useful explanations for crime among criminal justice scholars (Bosller and Holt, 2009).

Technological advancements have transformed the traditional constructs of crime, place, and time, which necessitates additional theoretical consideration to encompass our modern information-centric society. Modern conceptualizations of place now need to include cyberspace, where opportunities for offending have exponentially increased. Within the RAT framework, routine activities were originally defined as, “any recurrent and prevalent activities which provide for basic population and individual need...thus routine activities would include formalized work, as well as the provision of leisure, social interaction” (Cohen and Felson, 1979, p. 593). This definition of routine activities can also apply to cyberspace, such as engaging in social media or checking emails. To the degree that routine activities in online environments facilitates access to suitable targets in the absence of suitable guardians, RAT can prove useful as an explanation for criminal opportunity in cyberspace (Bosller Holt and May 2012; Choi, 2008; Holtfreter et al., 2008; Hutchings and Hayes, 2009; Kalia and Aleem, 2017; Mesch, 2009; Navarro and Jasinski, 2012; Reynolds et al., 2011). For our study, RAT provides a useful theoretical framework in which to understand both the role of adolescent online behaviors and parental monitoring in one’s risk of experiencing online harassment.

3.2 SNS participation

The growth and popularity of SNSs is partially attributed to the ability to form new social ties, maintain existing relationships, and share content with others (Danah, 2011; Livingstone, 2008). Although these behaviors are primary functions on SNSs, they have also been shown to predict cybervictimization (Bergman et al., 2011; Carpenter, 2012; Jelenchick et al., 2013; Mesch, 2009; Tandoc et al., 2015).

SNS profiles contain personal content, such as videos, pictures, information about one’s identity and other various information (Dwyer et al., 2007; Mesch, 2009; Yardley and Wilson 2015), which adolescents freely share with others online (Dwyer et al., 2007; Madden et al., 2013). Although SNSs allow users to make their profiles private, privacy settings only prevent people outside of an individual’s SNS network from accessing their information (Lenhart et al., 2011). Regardless, many SNS users do not take advantage of privacy settings (Lenhart et al., 2011). To build one’s SNS network, users add and accept strangers to a list of contacts with access to the user’s profile (O’Keeffe and Clarke-Pearson, 2011).

The average adolescent Facebook user has approximately 300 people in their network, 33%, of whom they have never met in person (Madden et al., 2013). This is concerning given the finding that adolescents who accept friend requests from strangers unknowingly doubled their odds of unwanted contact, sexual advances, and cyberstalking victimization. Bosessler and colleagues (2012) examined cybervictimization among adolescents in Kentucky and found that the more participants posted pictures online, sent pictures of themselves to someone they met online, and interacted with people they met online the more at risk they were. Sending photos to other SNS members could be a way of flirting or sexting. SNSs are commonly used for sexting among young adults (Hudson et al., 2014; Lenhart, 2009; The National Campaign,
While most sexting experiences were reported as positive and empowering, some sexting experiences have resulted in cybervictimization (Hudson et al., 2014). Relatively, Sengupta and Chaudhuri (2010) found that adolescents who flirt on a SNS are more likely to experience online victimization.

For our study, this literature review led us to conclude that one’s activity on SNSs informs one’s risk of experiencing online harassment. More specifically, adolescents who casually share content, add strangers to their networks, and flirt online may, albeit unknowingly, increase their suitability as a target of online harassment. This conclusion informed our first two hypotheses:

H1. Online harassment will be more likely amongst those who have larger networks.

H2. Online harassment will be more likely amongst those who make friends through Facebook.

3.3 Parental guardianship

Parents have been well-documented to serve as effective guardians in the offline world (Finkelhor and Asdighian, 1996; Schreck and Fisher, 2004). It remains unclear, however, whether or not parental guardianship matters in online environments. A small but growing body of literature on parental monitoring in cyberspace has produced mixed findings on the effectiveness of online parental guardianship (Bosslar et al., 2012; Mesch, 2009; Leukfeldt, 2014; Sengupta and Chaudhuri, 2010). For example, the odds of cyberbullying appears to be smaller when parents have well-established rules for visiting certain websites (Mesch, 2009). Conversely, adolescents whose parents installed protection software on the home computer were more at risk for experiencing online harassment (Bosslar et al., 2012). Indeed, the most efficient online guardians may be programs that restrict Internet use to be effective online guardians (though these programs rarely apply to SNSs; Navarro and Jasinski, 2012).

Further, parental guardianship on sexting has found that parents have a minimal deterrent effect on their teenagers sending and receiving sext messages (Martinez-Prather and Vandiver, 2014; Schreck and Fisher, 2004). Still other researchers have observed no significant relationship between parental monitoring and online victimization (Moore et al., 2010). Therefore, the role of parents as online guardians remains uncertain in existing research.

In the face of mixed results about parental guardianship in existing research, we relied upon our theoretical framework (Routine Activities Theory; Cohen and Felson, 1979) to develop our third hypothesis. Within a RAT framework, parents may limit the ability of adolescents to engage in online behaviors that may increase one’s risk of online victimization. For example, Martinez-Prather and Vandiver (2014) found participants sent and received fewer sext messages if their parents had restrictions, monitored their cell phone use, and spend more time with their children. Conversely, adolescents who participate online privately, or in the absence of parental guardians, were more likely to experience cyberbullying (Sengupta and Chaudhuri, 2010). Further, in offline environments, the presence of a guardian would be expected to discourage motivated offenders from engaging in crime until the guardian is incapacitated or removed (Cohen and Felson, 1979). If this were applied to online environments, then, we would expect that parental monitoring and supervision would attenuate the hypothesized relationships between an adolescent’s SNS behavior and online harassment.

H3: Parental guardianship on SNSs will moderate the relationship between SNS behaviors and online harassment.

4 Methods

4.1 Data

The current study used data with adolescent-parent dyads from the Pew Research Center’s 2014 Teen Relationship Survey (TRS) to investigate the relationship between adolescent’s SNS behaviors and the moderating effects of parents on online harassment. The data used for this study was gathered by a data-driven, nonpartisan research agency that conducts public opinion polls, demographic research, and social trend analysis for use in social scientific research.). The TRS contains self-report questions about teenagers’ use of technology to interact with peers, romantic partners, and friends. The TRS also includes questions for the teenager’s parents regarding their own SNS use, their monitoring behaviors, and the way they talk to their teens about appropriate online behavior.

4.2 Sample

The final sample included adolescents (N = 351) and one of their parents or legal guardians (N = 351; see Table 1). The adolescent sample consisted mostly of females (n = 197). Of these adolescents, 97 were cell phone owners, 254 owned a smartphone, and 295 were Facebook users. The parent sample was comprised of 159 fathers and 192 mothers, of which 292 were Facebook users. Parental educational attainment ranged from high school or less (n = 122) to some college (n = 103) and a college or graduate degree (n = 126). We excluded 580 respondents from the initial sample of 1,638 due to lack of participation in the survey, and an additional 356 respondents who reported...
Table 1. Sample descriptive profile (N = 351)

| Variable               | f  | %   | M   | SD  | Min | Max |
|------------------------|----|-----|-----|-----|-----|-----|
| **Adolescent Variables** |    |     |     |     |     |     |
| Age                    | 15.21 | 1.39 | 13  | 17  |     |     |
| Race                   |     |     |     |     |     |     |
| White                  | 227 | 64.7 |     |     |     |     |
| Black                  | 37  | 10.5 |     |     |     |     |
| Hispanic               | 87  | 24.8 |     |     |     |     |
| Sex                    |     |     |     |     |     |     |
| Male                   | 154 | 43.9 |     |     |     |     |
| Female                 | 197 | 56.1 |     |     |     |     |
| **Parent Variables**   |     |     |     |     |     |     |
| Age                    | 45.01 | 8.19 | 26  | 68  |     |     |
| Race                   |     |     |     |     |     |     |
| White                  | 229 | 65.24 |     |     |     |     |
| Black                  | 39  | 11.11 |     |     |     |     |
| Hispanic               | 75  | 21.08 |     |     |     |     |
| Sex                    |     |     |     |     |     |     |
| Father                 | 159 | 45.3 |     |     |     |     |
| Mother                 | 192 | 54.7 |     |     |     |     |

Note: °Other self-reported racial categories not reported for parent sample; 3According to the 2016 US Census, Hispanic individuals made up 17% of the US population.

Table 2. Descriptive statistics (N = 351)

| Variable               | f  | %   | M   | SD  | Min | Max |
|------------------------|----|-----|-----|-----|-----|-----|
| **Dependent Variable**  |    |     |     |     |     |     |
| Online Harassment       | 129 | 36.75 |     |     |     |     |
| **Adolescent Variables** |    |     |     |     |     |     |
| Age                    | 15.21 | 1.39 | 13  | 17  |     |     |
| Race                   |     |     |     |     |     |     |
| White                  | 227 | 64.7 |     |     |     |     |
| Black                  | 37  | 10.5 |     |     |     |     |
| Hispanic               | 87  | 24.8 |     |     |     |     |
| Sex                    |     |     |     |     |     |     |
| Male                   | 154 | 43.9 |     |     |     |     |
| Female                 | 197 | 56.1 |     |     |     |     |
| **Device**             |     |     |     |     |     |     |
| Met Friends Online     |     |     |     |     |     |     |
| (None)                 |     |     |     |     |     |     |
| One                    | 22  | 6.27 |     |     |     |     |
| Two-Five               | 86  | 24.5 |     |     |     |     |
| Five+                  | 118 | 33.62 |     |     |     |     |
| Sexted                 | 42  | 11.97 |     |     |     |     |
| Interacted             | 243 | 69.23 |     |     |     |     |
| Friended               | 246 | 70.09 |     |     |     |     |
| Friended upon          | 99  | 28.21 |     |     |     |     |

| Network Size           | 246.82 | 482.48 | 0   | 5000 |     |     |

4.3 Variables

4.3.1 Online harassment

Harassment that takes place via cyberspace might not always meet the status of being criminal, but the effects on the victims can be just as severe. Therefore, in this study, we used Jones and colleague’s (2013) conceptualization of online harassment for our dependent variable,”as threats or other offensive behavior targeted directly at youth through [social media]” (p. 54). Seven items from the adolescent sample in the TRS were used to create a dichotomous incidence measure of SM harassment (see Table 2). The first item used in the measurement of SM harassment asked respondents, “While online have you ever unfriended or blocked someone who was flirting with you in a way that made you feel uncomfortable?” The next six items used to create the dependent variable begins with, “Has your current or former boyfriend, girlfriend, significant other, or person you are dating or hooking up with ever done any of the following...” The next six items completed the question: “...used information posted on the Internet against you to harass or embarrass you, used the Internet to try to pressure you into sexual activity you did not want to have, to spread rumors about you on the Internet, contacted you on the Internet to threaten to hurt you, and demanded to know the passwords to your email and Internet accounts?” Responses to each of the seven items were binary - yes (1) or no (0). The final outcome measure indicated whether or not the adolescent reported an experience with any of the seven victimization measures. Over a third of our adolescents reported at least one form of online harassment.

4.3.2 Internet-accessible device

Smartphones and other Internet-accessible devices allow constant access to the Internet. Additionally, Mesch (2009) found that adolescents who interact more often via their cell phone have an increased risk of cybervictimization. Thus, we included a measure for having easy, constant, and mostly private access to the Internet via a personal smartphone or tablet. Two items were used to create a single binary composite variable to measure frequent online access via an Internet accessible device. The items asked respondents, “Do you, personally, have or have access to each of the following items, or not. Do you have...a) a smartphone, b) a tablet?” Adolescents who reported having at least one of these Internet accessible devices were scored a one while all others were scored zero.

4.4 Facebook profile

The large number of Facebook members creates opportunities for offenders by providing them access to millions of potential targets. The item used to measure Facebook membership asked participants, “Which of the following social media do you use, Facebook?” Only those who answered either yes (1) or no (0) to Facebook were included in the current study; all other social media platforms were excluded.

4.5 Control variables

Age has been included consistently in research on cybervictimization, though scholars have found contradictory results. Past research has found that older adolescents are more likely to be harassed while participating online than younger adolescents (Mesch, 2009; Moore et al., 2010). In contrast, Navarro and Jasinski (2011) found
that younger adolescents are more likely to be cyber-bullied than older adolescents. The differences in these results might vary because past research has examined various types of cybercrime victimization. For example, scholars have sought to understand the correlates of cyberbullying (Tokunaga, 2010); online harassment through email, chatrooms, and instant messages (Mesch, 2009), cyberstalking (Reyns et al., 2011); and cybervictimization (Oksanen and Keipi, 2013). The adolescent’s age was recorded in years and ranged from 13 to 17.

Additionally, existing research has found that sex may also predict online harassment. Female adolescents who participate in cyberspace (i.e., chat rooms, blogs, SNSs, etc.) have been more likely to receive unwanted contact, sexual advances, and online harassment than their male counterparts (Mesch, 2009; Moore et al., 2010; Navarro and Jasinski, 2012; Oksanen and Keipi, 2013; Reyns et al., 2011; Reyns et al., 2016; Sengupta and Chaudhuri, 2010). Sex was measured dichotomously, with males serving as our reference category (0); the adolescent identified as Black or Hispanic. White respondents were used as the reference category.

### 4.6 Adolescent variables

Adolescents may use SNSs to flirt, sext, and build their online network (Horstmanshof and Power, 2005; Hudson et al., 2014; Lenhart, 2009). Thus, we included measures for these online behaviors in our analyses. To measure the size of the participant’s Facebook network, we used one item that asked respondents, “How many friends do you have on Facebook?” The participant’s self-reported number of people in their network was measured as a continuous variable. Additionally, we used one item as a measure for meeting friends online. This item asked participants, “How many new friends, if any, have you made online?” Responses included meeting zero (0), one (1), two to five (2), and five or more (3) friends online.

The TRS included 5 items that addressed sexting and interacting via SNS. The first item used to measure the adolescent’s romantic behaviors asked respondents, “Have you ever liked, commented or otherwise interacted with them on social media to let someone know you were attracted to them or interested in them?” The next three items began by asking participants, “To let someone know you were attracted to them or interested in them have you ever...?” The question was followed by three activities participants were asked about including, “sent flirtatious messages,” “sent them sexy or flirty pictures or videos of yourself;” and “friended them on Facebook or another social network.” The last item asked participants, “Have you ever ‘followed’ or ‘friended’ someone because one of your friends suggested you might want to date that person?” Participant’s responses were either yes (1) or no (0). These items measure adolescents engaging strangers rather than being sought out by a stranger increasing their suitability as a target. Further, these items speak to the building and composition of one’s online network.

### 4.7 Parental guardianship variables

We used six items from the TRS to explore the moderating effects of parents on online harassment. Of these six items, three were included because they speak to the parents ability to monitor their adolescent’s online behaviors. The parental monitoring items measured access to an Internet-accessible device, SNS activity, and network size for parents. These items were measured in the same way as adolescents. In addition to asking parents about having a Facebook profile, though, the TRS also asked parents if they were friends with their child on Facebook. Response options for these items were yes (1) and no (0).

Past research has also assessed the effectiveness of parental guardianship by measuring their limitations on computer use. But many adolescents have smartphones that allow frequent and easy access to their SNS profiles. Thus, we used one item to measure whether they were able to monitor their adolescent’s SNS behaviors through their cell phone rather than on a computer. This item asked parent participants, “Do you happen to know [teen’s name] password for their cell phone?” This variable had two response categories - yes (1) and no (0).

To better understand parents’ guardianship abilities, we also included items related to their monitoring behaviors. To measure parental monitoring, we used five items that asked parent respondents about ways they monitor their child’s online participation. Parents were asked if they ever did the following: used parental controls or other means of filtering online activities, checked which websites their child visits, checked their child’s SNS profile, takes cell phone or Internet privileges as a form of punishment, or limits the amount of time their child can spend online. Each question was answered either yes (1) and no (0).

Mesch (2009) found that the odds of cyberbullying decreased among participants whose parents had established rules for visiting certain websites. This may suggest that talking to children about the risk of online behaviors influences online harassment. Thus, we included an index score of parental talk in the analyses. These items inquired about how frequently they talk about the appropriateness and inappropriateness of online behavior toward others, sharing online, viewing content, and behavior in
social lives. Each of these items were scored in a 4-point Likert scale with more positive scores indicating more frequent protective talk. We generated an index score from these using a principal components analysis (Acock, 2018). Parental monitoring and parental talk were also used to create multiplicative interaction terms in the moderation analysis.

5 Results

5.1 Model 1: SNS behaviors and online harassment

The current study examined two research questions. The first was to explore the relationship between an adolescent Facebook user’s SNS behaviors and online harassment. Due to the dichotomous nature of the dependent variable we used binary logistic regression (Prior to running the primary logistic regression, we ran a series of diagnostics to ensure four assumptions of logistic regression were not violated - influential cases, normally distributed residuals, multicollinearity, and model specification. Diagnostics indicated that our models did not violate any of these assumptions.) (Acock, 2018). Model 1 included online harassment as the dependent variable, adolescent demographics, adolescent online behaviors, and parental predictor variables. The overall results of Model 1 were statistically significant, \( \chi^2 (18) = 144.91, p < 0.001 \) (see Table 3), which supports a relationship between SNS behaviors and online harassment.

Concurrent with previous literature, the results showed that network size was a statistically significant predictor of online harassment (OR = 1.01, p < 0.05). This means that the more Facebook friends adolescents had in their SNS network, the more likely they were to experience online harassment. Additionally, we found support for our second hypothesis, which claimed online harassment will be more likely amongst those who make new friends online (OR = 1.40, p < 0.05). Model 1 also explored the relationship between online harassment and sexting, adding people because of romantic interest, and interacting with strangers. We found that adding strangers because of romantic interest (OR = 2.13, p < 0.05) and interacting with strangers (OR = 2.05, p < 0.05) significantly predicted online harassment. Additionally, sexting via social media increased the odds of online harassment nearly 4 times (OR = 3.40, p < 0.05). Of the remaining adolescent predictors in Model 1, the only significant predictors were having a Facebook profile and sex. Specifically, the results indicated that having a Facebook profile had a marginally significant and negative impact on online harassment (OR = 0.46, p < 0.10). Consistent with prior research, the results revealed the odds of females experiencing online harassment are nearly 4 times more likely than male adolescents (OR = 3.75, p < 0.001). The parental variables were not significant in Model 1.

5.2 Interaction models of parental guardianship on Facebook network size

Secondly, we assessed the moderation effect for two of our parental guardianship variables on adolescent risk of online harassment using binary logistic regression. Models 2 through 7 included a multiplicative interaction term for parental guardianship: adolescent network size x parental talk, adolescent network size x parental

| Table 3. Binary logistic regression of online harassment on SNS activity and parental guardianship |
|-------------------------------------------------------------|
| **Variable** | **Model 1: Full Model with No Interactions** | **Model 2: Facebook Friends x Parental Monitoring** | **Model 3: Facebook Friends x Parental Talk** |
|---------------|---------------------------------|---------------------------------|---------------------------------|
|               | b | SE | OR  | b | SE | OR  | b | SE | OR  |
| Adolescent Variables | | | | | | | | | |
| Age            | -0.11 | 0.09 | 0.89 | 0.01 | 0.10 | 1.01 | 0.01 | 0.10 | 1.01 |
| Race (White)   | | | | | | | | | |
| Hispanic       | 0.08 | 0.41 | 1.09 | 0.01 | 0.43 | 1.01 | 0.12 | 0.44 | 1.13 |
| Sex            | 1.32 | 0.24 | 3.74* | 1.11 | 0.27 | 3.03* | 1.04 | 0.27 | 2.84* |
| Facebook User  | -0.77 | 0.42 | 0.46+ | -0.97 | 0.46 | 0.37* | -1.11 | 0.46 | 0.32* |
| Internet Accessible Device | 0.04 | 0.42 | 1.04 | 0.12 | 0.64 | 1.13 | 0.18 | 0.64 | 1.20 |
| Meet Strangers Online | 0.33 | 0.09 | 1.39* | 0.30 | 0.10 | 1.35* | 0.28 | 0.11 | 1.32* |
| Sexting        | 1.22 | 0.39 | 3.36* | 0.97 | 0.41 | 2.65* | 0.99 | 0.42 | 2.70* |
| Liked SNS Users | 0.50 | 0.32 | 1.65 | 0.62 | 0.35 | 1.86* | 0.53 | 0.36 | 1.70 |
| Friended SNS Users | 0.75 | 0.33 | 2.13* | 0.66 | 0.37 | 1.94+ | 0.71 | 0.37 | 2.05+ |
| Connected with SNS Users | 0.71 | 0.27 | 2.05* | 0.71 | 0.29 | 2.03* | 0.77 | 0.30 | 2.16* |
| Number of Facebook Friends | <0.01 | <0.01 | 1.01+ | <0.01 | <0.01 | 1.01+ | <0.01 | <0.01 | 1.01+ |
| Parent Variables | | | | | | | | | |
| Facebook User  | -0.19 | 0.41 | 0.82 | -0.36 | 0.44 | 0.69 | -0.34 | 0.45 | 0.71 |
| Friends with Adolescent | 0.36 | 0.33 | 1.44 | 0.43 | 0.38 | 1.54 | 0.39 | 0.38 | 1.48 |
| Mobile Device   | -0.18 | 0.39 | 0.83 | -0.11 | 0.48 | 0.88 | -0.26 | 0.49 | 0.76 |
| Parental Monitoring | 0.02 | 0.08 | 1.02 | 0.05 | 0.09 | 1.05 | 0.01 | 0.10 | 1.01 |
| Parental Talk   | 0.19 | 0.13 | 1.21 | 0.28 | 0.15 | 1.33+ | 0.28 | 0.15 | 1.33+ |
| Facebook Friends x Parental Monitoring | - - | - - | - - | <0.01 | <0.01 | 1.01* | - - | - - | - - |
| Facebook Friends x Parental Talk | - - | - - | - - | - - | - - | - - | <0.01 | <0.01 | 1.01* |

Note: * = p < 0.05; + = p < 0.10; Reference categories in parentheses.
monitoring, adolescent sex x parental monitoring, adolescent sex x parental talk, meeting new friends online x parental monitoring, and meeting new friends online x parental talk. Each regression included a single parent-by-adolescent interaction term at a time to avoid introducing multicollinearity into the model.

The only significant interaction effects were parental monitoring on the size of the adolescent’s Facebook network (OR = 1.001) and parental monitoring on a male adolescent’s risk of online harassment (OR = 1.38). As variety in parental monitoring increased, the effect of the number of friends one has on Facebook as a stronger, positive effect on online harassment (see Figure 1). The interaction effect became significant after three or more types of parental monitoring.

Figure 1. Interaction of parental monitoring on network size and online harassment

The sex effect on online harassment is only present at higher variety of parental monitoring. Male and female adolescents are no different in reported harassment when their parents use fewer monitoring approaches (see Table 4). Our results indicated that parental monitoring works differently for male and female adolescents (see Figure 2). Namely, whereas the probability of harassment declines with more diverse monitoring of male adolescents, harassment increases with more varied monitoring of female adolescents. This finding lends some support to Mesch’s (2009) finding that when parents implement rules on Internet use and monitor the websites used, male adolescent’s risk of online bullying decreased. Neither of the interaction terms representing the moderation effect of parental guardianship on meeting strangers offline were significant (see Table 5). Consequently, our results demonstrated mixed support for our third hypothesis.

6 Discussion

The purpose of this study was threefold. First, we aimed to investigate the relationship between an adolescent Facebook user’s SNS behaviors and online harassment. Overall, our findings revealed a statistically significant relationship between social media and online harassment. This means that social media users were at an increased risk of experiencing some form of harassment while participating on a SNS. However, this relationship warranted more exploration to identify specific correlates of online harassment, which was the second aim of our study. We found that respondents had greater odds of reporting victimization if they were female, had larger Facebook networks, met new friends online, sexted or flirted with others, or interacted with SNS users.

Although one purpose of SNSs is to make connections through online networks, our results revealed that the size and development of an online network can increase the risk of online victimization (Danah, 2011; Haythornthwaite, 2005). Further, we found that the interactions that take place on a SNS and within an adolescent’s network can also impact the risk of online victimization. Moreover, the high proportion of respondents in our sample that reported flirting and sexting via a SNS might suggest a general unawareness of the risks of SNS participation and of risky SNS behaviors among adolescents. These findings can be used to promote awareness about the risk involved in having large SNS networks and certain online behaviors and interactions. Through awareness and educational programs, adolescents may begin to see large networks as a risk rather than a way to build self-esteem or an outlet for self-promotion.

In the RAT framework, opportunity for victimization can be expected when a motivated offender has access to a suitable target in the absence of capable guardians (Cohen and Felson, 1979). Offender motivation is largely left to other criminological theories by RAT models. Therefore, two remaining interpretations might include target suitability (access or vulnerability) and the presence of guardians (such as parents or bystanders). One pos-
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Table 4. Sex x parenting interactions

| Variable                        | Model 4. Sex x Parental Monitoring | Model 5. Sex x Parental Talk |
|---------------------------------|------------------------------------|-------------------------------|
|                                 | b        | SE      | OR      | b        | SE      | OR      |
| Adolescent Variables            |          |         |         |          |         |         |
| Age                             | 0.040    | 0.102   | 1.041   | 0.005    | 0.102   | 1.005   |
| Race (White)                    |          |         |         |          |         |         |
| Black                           | -0.016   | 0.439   | 0.984   | 0.012    | 0.439   | 1.012   |
| Hispanic                        | 0.424    | 0.305   | 1.529   | 0.388    | 0.305   | 1.474   |
| Sex                             | 0.121    | 0.577   | 1.129   | 1.103    | 0.271   | 3.012*  |
| Facebook User                   | -0.783   | 0.454   | 0.457*  | -0.986   | 0.464   | 0.373*  |
| Internet Accessible Device      | 0.178    | 0.642   | 1.194   | 0.109    | 0.647   | 1.115   |
| Meet Strangers from Web         | 0.315    | 0.108   | 1.371*  | 0.301    | 0.109   | 1.351*  |
| Sexting                         | 0.961    | 0.415   | 2.615*  | 0.979    | 0.415   | 2.663*  |
| Liked SNS Users                 | 0.699    | 0.361   | 2.011*  | 0.625    | 0.359   | 1.867*  |
| Connected with SNS Users        | 0.562    | 0.378   | 1.754   | 0.665    | 0.377   | 1.944*  |
| Number of Facebook Friends     | 0.660    | 0.298   | 1.936*  | 0.698    | 0.301   | 2.010*  |
| Parent Variables                |          |         |         |          |         |         |
| Facebook User                   | -0.436   | 0.447   | 0.646   | -0.384   | 0.448   | 0.681   |
| Friends with Adolescent on Facebook | 0.443   | 0.384   | 1.557   | 0.449    | 0.383   | 1.566   |
| Mobile Device                   | -0.048   | 0.488   | 0.953   | -0.111   | 0.489   | 0.895   |
| Parental Monitoring             | -0.155   | 0.152   | 0.857   | 0.048    | 0.100   | 1.049   |
| Parental Talk                   | 0.281    | 0.154   | 1.324*  | 0.246    | 0.222   | 1.278   |
| Sex x Parental Monitoring       | 0.324    | 0.182   | 1.382*  | -        | -       | -       |
| Sex x Parental Talk             | -        | -       | -       | 0.081    | 0.279   | 1.065   |

Note: * = p < 0.05; + = p < 0.10; Reference categories in parentheses

Possible source for both of these interpretations could be parents. The 2014 Pew TRS data included adolescent-parent dyads, which allowed us to include both parental monitoring and socialization in our models. The results demonstrated that parental monitoring moderated some of an adolescent’s risk of online harassment. We suspected that parents who attempted to train their adolescents to be more cautious in their online activities would encourage target hardening. Additionally, parents who were more actively engaged in their adolescent’s online activities, either as a viewer or an obstacle, might attenuate risk of victimization established at the adolescent level. Although adolescent risk of victimization was not conditioned by parental attempts at socialization, focused attempts at parental monitoring did attenuate the riskiness associated with large Facebook networks. These findings may suggest that lessons learned from conversations with parents were less effective at reducing an adolescent’s existing risk of online harassment than direct involvement. That said, due to limitations in both the time order and details in these variables (e.g., methods for establishing the parent’s presence online), additional research is still needed to clarify the role of parental guardianship in online settings.

Adolescent activity online has the most direct relationship with online harassment. Therefore, we may be able to curb the risk of online harassment by educating adolescents about risky online behaviors and security features available to them. The limited role of parents in this analysis should not be taken to mean that parental online behaviors are irrelevant. Rather, this analysis may help parents to reconsider and tailor their approach to online guardianship. For example, parents may have more impact through more direct guardianship (e.g., monitoring rather than talk/preparation). However, there is also an argument for “doing more with less” in monitoring tactics, especially with adolescent girls. Limitations and Implications

The results provided evidence of the existence of this relationship and identified specific behaviors that increase the risk of online harassment, but this study is not without limitations. Lesbian, gay, bisexual, transgender, and questioning (LGBTQ) adolescents were not included in the analysis due to the small number of participants. Also, Black participants were underrepresented in this study. LGBTQ and non-White teens have been identified as a common target of online harassment which warrants future research (Hinduja and Patchin, 2011; Ngo and Patterson, 2011). Future research that includes a more diverse sample of adolescents will further our understanding of online harassment and the role of social media behaviors.

The speed at which data on social media can change makes keeping research current difficult. This study only included adolescents who used Facebook. However, Facebook has dropped in popularity among adolescents since the 2014 Teen Relationship Survey. Today, Snapchat, Instagram, and YouTube are among the most popular social media sites among adolescents (Anderson and Jiang, 2018).

The novelty of social media limits the data available to students and scholars. Collecting data that helps to better distinguish between the various types of social media behaviors, would broaden our knowledge base of SNS.
online harassment. For example, if an adolescent liberally adds strangers to their SNS network but does not have personal information posted and does not communicate with strangers might not be at risk for victimization.

Despite these limitations, our research identified certain behaviors that increase the risk of online harassment, which hold implications for future efforts to reduce cybervictimization, especially from parents and educators. In accordance with RAT, which has been demonstrated to be useful for explaining cybercrime rates (Leukfeldt, 2014; Reyns et al., 2011), our findings suggest that guardianship and target hardening that originates with adults may be able to deflect opportunities to victimize adolescents online in a limited way. Consequently, an implication (and future research direction) may be that guardianship and target hardening should come from the adolescents. Indeed, adolescents might prove to be their own most effective guardian by using caution taking steps to become better prepared for attacks online.

Although the findings did not provide evidence that parents demonstrated capable guardianship by just being on Facebook, parents may be able to help reduce their child’s suitability as a target of harassment based on this study’s findings. For example, parents can use this information to teach their adolescents to use caution when developing their online networks. Additionally, the findings help educators and parents understand the behaviors that increase the risk of victimization, which can allow them to better educate adolescents about risky SNS behaviors.

This study also adds to existing literature using the RAT framework to understand online victimization. Though there was support for the concept of suitable targets, the role of capable guardians needs additional research.

The results showed that parental monitoring had different moderating effects on risk of online harassment for male and females. As adolescents are participating on the same SNS, differences in females and males behavior on social media likely play a role in victimization risks. Future research should delve deeper into the relationship between gender and social media victimization. The ineffectiveness of parents on social media might be specific to Facebook given that adolescents use Snapchat, Instagram, and YouTube more frequently (Anderson and Jiang, 2018). Future research would benefit from examining parental guardianship on other SNS platforms. As parents understand their influence on social media they may begin to find alternative ways of protecting their teens online. Online harassment is unlike traditional criminal events where parents do have the ability to be effective guardians (Finkelhor and Asdigian, 1996).

### 7 Conclusion

Online harassment cannot be combated in the same manner as traditional crime. As deviant and criminal behavior takes place online, victims can experience a wide variety of negative repercussions, ranging from decreased self-esteem to becoming suicidal. Public awareness of
the repercussions and risky behaviors that connect to online harassment is critical for lowering rates of online harassment. The novelty and rapid evolution of SNSs make it difficult to comprehensively study this popular form of online participation. As a field of research still in its infancy, there has been little information available to the public and practitioners to make them aware of the benefits and risks of online socialization. As a result, parents have few resources to educate their teenagers on appropriate social media behaviors. Further, teenagers heavily engaged in SNS networks may be unintentionally inviting risk. This line of research was important to learn more about risky SNS behaviors and, through public awareness and interventions, contribute to reduced online victimization rates.
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