Super-Encryption Cryptography with IDEA and WAKE Algorithm
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Abstract. The security and confidentiality of information becomes an important factor in communication, the use of cryptography can be a powerful way of securing the information, IDEA (International Data Encryption Algorithm) and WAKE (Word Auto Key Encryption) are some modern symmetric cryptography algorithms with encryption and decryption function are much faster than the asymmetric cryptographic algorithm, with the combination experiment IDEA and WAKE it probable to produce highly secret ciphertext and it hopes to take a very long time for cryptanalyst to decrypt the information without knowing the key of the encryption process.

1. Introduction

Encryption is a standard way used to scramble data, so it is unreadable by unidentified parties[1]–[4], there are many cryptographic algorithms that can be used such as Triple DES, RSA, Blowfish, Twofish, AES[5] commonly used to secure data, there are also other symmetric algorithms such as IDEA (International Data Encryption Algorithm)[6] and WAKE (Word Auto Key Encryption)[7] which has a pretty good security process.

Super-Encryption[8] is one technique that can be used to secure data by combining 2 (two) type or more symmetric cryptographic algorithms, this process is commonly used to re-encrypt the encrypted ciphertext result from cryptographic algorithm[9]–[11], the combination of cryptographic algorithms[12] can produce safer ciphertext from various cryptanalyst attacks that want to know data or information from ciphertext, super-encryption in this paper using IDEA and WAKE algorithm.

The IDEA and WAKE algorithm used one by one, the first ciphertext (C1) is generated from the IDEA algorithm encryption process and then re-encrypted using the WAKE algorithm to generate the new Ciphertext (C2), the encryption and decryption process of the IDEA and WAKE algorithms use different keys, using different keys makes cryptanalyst take a longer time to know the data or information from the ciphertext, the use of cryptography does not guarantee data or information free from attacks but can make irresponsible parties be longer in getting the data.

2. Methodology

Super-Encryption in this paper perform step by step where plaintext encrypted with IDEA algorithm and then re-encrypted with WAKE algorithm, for process IDEA algorithm as in the following function:
a. **Key Formation**
This formation process begins by splitting 128-bit keys into eight pieces of 16-bit sub-key, key rotated 25 bits to the left and divided into eight subkeys again[13], [14].

![Key Formation Diagram](image)

**Figure 1. Key Formation**

b. **Encryption Process**
64-bit plaintext is divided into four sub-blocks of 16 bits used for the first iteration. At each iteration, four sub-blocks are XOR-aligned, added, multiplied by another and with six pieces 16-bit sub-keys, next is the sequence of the IDEA algorithm process:
1. Multiply X1 with K1 mod (216 + 1).
2. Add X2 with K2 mod 216.
3. Add X3 with K3 mod 216.
4. Multiply X4 with K4 mod (216 + 1).
5. XOR results from step 1 and 3.
6. XOR results from step 2 and 4.
7. Multiply the result from step 5 with K5 mod (216 + 1).
8. Add the result from step 6 and 7 mod 216.
9. Multiply the result from step 8 with K6 mod (216 + 1).
10. Add the result from step 7 and 9.
11. XOR results from step 1 and 9.
12. XOR results from step 3 and 9.
13. XOR results from step 2 and 10.
14. XOR results from step 4 and 10.

c. **Decryption Process**
The decryption process is precisely the same as the encryption process. The difference lies only in the rules of the sub-key. The encryption process reverses the order of the sub-key, and the sub-key is inverse. The sub-key on the output transformation step of the encryption process is invoked and used as a sub-key in round 1 of the decryption process [11].
Next is how WAKE algorithm works on the encryption and decryption process [6]:

a. A process of forming table S-Box (Substitution Box).
b. A process for forming the key.
c. Encryption and decryption process.

The core of the WAKE method lies in the process of forming the S-Box table and the critical building process. The S-Box table of the WAKE method is flexible and different for each round. Super-encryption IDEA and WAKE algorithm can be seen in Figure 2 below:

![Diagram of Super-Encryption IDEA and WAKE Algorithm]

Figure 2. Super-Encryption IDEA and WAKE Algorithm

3. Result and Discussion
The experiment performed by step by step, for the first stage determines the plaintext and key as below:
Plaintext = DAHLANRR
Key = InternationalCon
The first step is to do the process of forming the key with the IDEA algorithm based on the process of figure 1 so the results obtained as follows:
Key = InternationalCon = 195C9B985D1A5BDB985B10DBDB925B9D
Encryption by using IDEA algorithm using a key that has been formed got a result as follows:
Ciphertext = IðŽÁ¿

The ciphertext of the IDEA algorithm results is then re-encrypted with the WAKE algorithm by using different keys as follows:
Plaintext = IðŽÁ¿
Key = Dahlanabdullahok
Encryption process from WAKE algorithm can be seen below:
ASCII from 'I' = 49
ASCII from ' ' = 20
ASCII from 'Ž' = F0
ASCII from 'Á' = C1
ASCII from '¿' = BF

3
Super-encryption algorithm IDEA and WAKE can be done well in the experiments performed, the combination of these two algorithms is very suitable because the ciphertext of the IDEA algorithm in the form of ASCII can be re-encrypted with WAKE algorithm that changes the plaintext into the new hexadecimal form and then re-encrypted, for more details of the combination of these two algorithms can be seen in table 1 below:

| No | Plaintext   | Key               | IDEA                      | WAKE                      | Combination  |
|----|-------------|-------------------|---------------------------|---------------------------|--------------|
| 1  | ICCAI USU   | uzumakinarutooke | ì',w)žæ                  | p½_YpY_.l                 | åñZENÖEx     |
| 2  | Conference  | uzumakinarutooke | 'Ýñt6• á                 | zºı,✓1SZō>\±MP$          | «i×<MEU_    |
| 3  | Kolaborasi  | uzumakinarutooke | Ÿ!g”~6                   | r*8["&...J”tLY8®Re’      | _ząÅ“åiHš_  |
| 4  | Scopus Conference | scopusindexingok | ]Èä]Gl                    | Ûú†¹yêöööö·+öý’,î         | †Å “>å "    |
| 5  | GWA Scopus  | scopusindexingok | &O–«®3©                   | II—nUú†¹yêöö¸îé            | ¬YmØ•Fåå    |

The result of the combination of IDEA and WAKE algorithm produces different ciphertext, with this combination is probably make cryptanalyst difficult to know the plaintext of ciphertext.

4. Conclusion
The IDEA and WAKE algorithm used in this paper can be combined as well, the use of different keys on each algorithm can also be done, the next development of the encryption process can be a mixed mode where the encryption process is done simultaneously for two different algorithms or more materials.
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