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ABSTRACT In this paper, we analyze the throughput and reliability of an indoor optical wireless communication (OWC)-based Internet of Things (IoT) system based on Slotted ALOHA (SA) where IoT devices exchange data with an access point (AP). Assuming that the OWC receiver at the AP exploits the capture effect, we derive the error probability of decoding a short-length data packet that originates from a randomly selected OWC IoT device in the presence of interfering users. The analysis is based on the derivation of the signal-to-interference-plus-noise-ratio (SINR) statistics and the application of the finite block-length (FBL) information theory. Using these analytical results, we derive relevant performance parameters such as the system throughput and reliability expressed in terms of the outage probability of a user transmission. The main trade-offs between the system performance and the OWC system setup parameters are investigated, in particular, by stressing how the indoor OWC-based system geometry plays an important role in the system performance. Using extensive numerical results, we clearly describe how the presented results are used to optimize the SA-based indoor OWC IoT system design.

INDEX TERMS Finite block-length, error probability, Internet of Things, optical wireless communications, random access, slotted ALOHA, throughput.

I. INTRODUCTION

Optical wireless communications (OWC) have been recently gaining attention as a technology able to offload traffic from wireless radio-frequency (RF) technologies in indoor environments. This may alleviate the challenges posed by the spectrum crunch that affects the most intensively exploited bands. In fact, the RF spectrum shortage is continuously pushing for the opening of higher frequency bands for wireless communications, ranging from millimeter-wave, over terahertz to optical (infrared (IR) or visible) bands [1], [2], [3], [4]. Each of these possibilities target specific environments and applications, and the ongoing research points towards a combination of access strategies to meet the ever-increasing Internet of Things (IoT) requirements and the associated demand for resources.

In any case, using a specific frequency band for an IoT application is only a part of a wider context. Specifically, in a wireless IoT framework, where the communication medium is shared, granting a fair access to the shared resources and guaranteeing the link quality in presence of possible interference is of paramount importance [5], [6], while the sporadic nature of the IoT traffic and the short lengths of the exchanged data packets pose specific challenges in this context. The associate editor coordinating the review of this manuscript and approving it for publication was Jose Saldana.
regard. In this context, well designed random access (RA) protocols are instrumental to obtain a good performance in the access network [7], [8], [9], [10], [11], [12]. Along the last decades, there has been a general trend to embrace interference in wireless media in order to efficiently exploit the available, scarce spectrum resources (e.g. by using spread spectrum or MIMO spatial multiplexing techniques). In the domain of access schemes, the same principle is applied through exploitation of the capture effect, which frequently occurs in wireless communications and through which user data may be recovered in presence of concurrent transmissions. Under such scenarios, collision avoidance ceases to be one the basic design principles for successful RA protocols, because, in fact, promoting collisions may become beneficial. In this way, a simple slotted ALOHA (SA) solution in combination with the exploitation of the capture effect at the physical layer can achieve a favorable throughput performance [13], [14], [15].

The IoT deployment scenario considered in this paper assumes an indoor space comprising large and unobstructed areas (e.g., a warehouse or an open-plan office), where a large quantity of devices collect, process and send data to a number of access points. In such situation, the use of RF links could lead to an intolerable level of interference and a high probability of packet loss due to collisions. However, transmission technologies based on OWC can help to tackle these challenges, despite their limited coverage. In fact, by resorting to OWC links, the interference across walls is eliminated, and a small scale indoor cellular network could be designed to cover the whole space with a minimal coverage overlapping, thus maximizing the overall throughput.

OWC systems were studied in the recent literature as a potential indoor IoT solution in current and upcoming generations of mobile communication technologies [16], [17], [18], [19], [20], [21], [22], [23]. For the interested reader, a detailed state-of-the-art of the OWC for the IoT has been presented in [24], mostly focusing on four main IoT domains: Internet of Terrestrial Things (IoTT), Internet of underWater Things (IoWT), Internet of Biomedical Things (IoBT), and Internet of underGround Things (IoGT). Different uplink RA approaches with sporadic and varying device activity in OWC-based IoT systems were analyzed in [25], [26], [27], and [28]. Specifically, [25] analyzed the uplink of a multi-receiver OWC system in the context of a massive IoT application, where a coded SA approach with successive interference cancellation was adopted. In [26], Zhao et al. analyzed a multi-packet reception (MPR)-aided visible light communications (VLC) system and introduced a novel Quality of Service (QoS)-driven non-carrier sensing RA scheme. The same authors also proposed a novel SA algorithm with heterogeneous delay that guarantees the QoS in the context of the MPR VLC system [27]. An optical camera communication based on the ALOHA RA scheme was assessed in [28], where the access probability of each terminal was optimized in order to guarantee access fairness and system throughput rate maximization.

In this paper, we push the state-of-the-art by analyzing and optimizing a slotted ALOHA-based access scheme that takes into account an advanced modelling of the physical layer via (i) characterization of the signal-to-interference-plus-noise ratio (SINR) in the presence of interfering, randomly activated users and (ii) characterization of the impact of the finite-block length (FBL) effects. The obtained analytical framework allows the derivation of the probability that a user transmission is decoded in the presence of the rest of interfering users. Based on this, other performance metrics can be derived and the access scheme optimized. To the best of our knowledge, this is the first work that investigates the FBL effects in such an OWC environment. Information theory has traditionally focused on data transmission reliability through noisy channels that may be achievable for channel coded data with large block lengths, but the fact is that, for IoT applications, we are usually dealing with short block-length transmissions. In this sense, the so-called FBL information theory [29] provides us with the appropriate tools to analyze what relates to error probability estimation and the corresponding maximum achievable rate under a given message length constraint.

The presented work is an extension of the initial study of the SINR statistics for an OWC-based IoT system with
The context of this work comprises a communication scenario in which a total of \( U \) IoT devices equipped with OWC transmitters contend to access a common OWC access point (AP). The transmitting devices are uniformly placed on a horizontal plane, while the OWC AP is located at the ceiling, at a fixed location (see Fig. 1). This setup corresponds to an open-plan office space with IoT devices placed on tables or other furniture. The SA protocol [9] is used for uplink transmissions. Each IoT device is active for transmission with probability \( p_a \) in every slot, independently of its activity in other slots and of the activity of other devices during the same slot period. In other words, we consider Bernoulli arrivals on user basis. If a user is active in a slot, it transmits a fixed-length packet with finite (short) block-length. We denote the set of active users in a slot by \( U_a \), and by \( U_a = |U_a| \) the corresponding number of active users, where \( 0 \leq U_a \leq U \). It is straightforward to show that \( U_a \) is a random, binomially distributed parameter \( B(U, p_a) \). Finally, with a slight misuse of notation, we denote the individual active users by \( u_i \in U_a \), \( i = 1, \cdots, U_a \), where their indexing is assigned arbitrarily.

The IoT devices use IR light emitted diode (LED) sources, and the physical transmission employs a simple intensity-modulation (IM) binary-format signaling (e.g., non-return-to-zero on-off keying (OOK)). All devices transmit with the same optical power regardless of any other condition. The OWC photo-detector (PD) receiver performs direct detection (DD) of the arriving light intensity [2]. The described OWC-based IoT architecture is simple, low cost and suitable for the low data rate requirements of short-range indoor IoT systems. It complements recently surveyed scenarios in [31], namely the VLC LED-based and the near-infrared laser-based ones, intended for high data rate connectivity and related applications. More specifically, our framework addresses the scenario envisaged by IEEE 802.15.7-2018 standard for short-range low-speed OWC IoT systems [19], within the proposed PHY II type architecture that uses IR signals with OOK format for both infrastructure (AP) and mobile (IoT user) devices.

At any given slot, the light intensity impinging the OWC PD receiver comprises the contribution of the \( U_a \) active users plus the background radiation noise. Assuming that the PD is working in a linear regime (which is a standard and a reasonable approximation in practical situations), the received signal after the conversion to the electrical domain (prior to
demodulation and decoding) can be modeled as
\[ y(t) = \sum_{i=1}^{U_a} P_t \eta h_i x_i(t) + n(t), \]
where \( x_i(t), i = 1, \ldots, U_a \), is the unit-power signal waveform of the active user \( u_i \), \( P_t \) is the transmitted optical power, \( \eta \) is the optical-to-electrical conversion coefficient, \( h_i \geq 0 \) is the optical channel gain from the user \( u_i \) to the AP, while \( n(t) \) is an instance of additive white Gaussian noise (AWGN) with power spectral density \( N_0/2 \). This kind of noise process adequately models the distorting effects of the background radiation and the receiver thermal noise, and contributes to the overall signal-to-noise with a noise power \( \sigma_n^2 = N_0 B \), where \( B \) is the system noise bandwidth.

Under these conditions, if a slot contains transmissions from two or more users (i.e., \( U_a \geq 2 \)), the transmitted signals will not be recovered due to the collision in the observed slot. In that case, by exploiting the capture effect, the OWC AP receiver will attempt to decode the colliding transmissions, despite the presence of interfering users in the same slot. This contrasts the classical SA scheme, where the collision channel model is assumed.

When multiple users contend simultaneously for the same slot in SA, it is assumed by default that all transmitted signals in the slot fail to be received due to the collision. However, the capture effect may take place, that is, the strongest received signal may be successfully received despite the presence of interfering signals from other users in the same slot.\(^1\)

We are interested in the probability that the receiver succeeds in decoding a randomly selected user among the set of active ones. For convenience, and without loss of generality, we assume that the index of such user (denoted as the *reference user* henceforth) corresponds to \( i = 1 \), i.e., \( u_1 \) is the reference user, while the rest of the active users \( u_i, i = 2, \ldots, U_a \), are the interfering ones. Therefore, the received signal (1) can be rewritten as
\[ y(t) = P_t \eta h_1 x_1(t) + \sum_{i=2}^{U_a} P_t \eta h_i x_i(t) + n(t), \]

where \( x_1(t) \) is the signal waveform from the reference user \( u_1 \), \( h_1 \geq 0 \) is the corresponding optical channel gain, and the summation term represents the interference contribution from all other active users.

Based on (2), the SINR experienced by the reference user can be readily written as
\[ \text{SINR} = \frac{P_t^2 \eta^2 h_1^2}{\sum_{i=2}^{U_a} P_t^2 \eta^2 h_i^2 + \sigma_n^2} = \frac{\gamma_1}{\sum_{i=2}^{U_a} \gamma_i + 1} = \frac{\gamma_1}{\gamma_1 + 1}, \]

where
\[ \gamma_1 = \frac{P_t^2 \eta^2 h_1^2}{\sigma_n^2}, \quad \gamma_i = \frac{P_t^2 \eta^2 h_i^2}{\sigma_n^2}, \quad \gamma_1 = \sum_{i=2}^{U_a} \gamma_i. \quad (4) \]

The SINR depends not only on the number of active users, but also on the specific placements of the IoT devices with respect to the OWC AP (which, in turn, determines the specific values of the optical path gains, \( h_i \)). In the next section, we derive the statistics for the SINR observed by a randomly selected active user, based on the characteristics of the system setup and its optical parameters.

### III. SINR STATISTICS FOR THE SA-BASED OWC IoT SYSTEM

As shown in Fig. 1, we assume that the devices are randomly and uniformly distributed over the same horizontal plane within an indoor circular coverage area of radius \( D \). The OWC AP is positioned at a height \( L \) above the plane, over the center of the circle. The location of user \( u_i \) with respect to the OWC AP is determined by the angle \( \theta_i \) (angle of irradiance), the angle \( \phi_i \), and the radius \( r_i \) in the polar coordinate plane. Furthermore, the corresponding angle of incidence into the AP is denoted as \( \psi_i \), and the Euclidean distance between the corresponding LED transmitter and the PD receiver is denoted as \( d_i \). The optical channel gain of the line-of-sight (LoS) link between \( u_i \) and the PD receiver can be determined as [32]
\[ h_i = \frac{A_r (m+1) R_r}{2 \pi d_i^2} \cos^m(\theta_i) T_s g(\psi_i) \cos(\psi_i), \quad (5) \]

where \( A_r \) is surface area of the PD, \( R_r \) is the responsivity, \( T_s \) is the gain of the optical filter, \( g(\psi_i) \) is the response of the optical concentrator, and the factor \( m \) is described in the sequel. The optical concentrator is modeled as \( g(\psi_i) = \xi^2 / \sin^2(\psi_i) \), for \( 0 \leq \psi_i \leq \Psi \), where \( \xi \) is the refractive index of the lens at the PD and \( \Psi \) denotes its field of view (FoV). Finally, the LED emission follows a generalized Lambertian radiation pattern with order \( m = -\ln 2 / \ln (\cos \Phi_{1/2}) \), where \( \Phi_{1/2} \) denotes the semi-angle at half illuminance\(^2\).

In this situation, if the surface of the PD receiver is parallel to the plane where the IoT devices are located, then \( \theta_i = \psi_i \), \( d_i = \sqrt{r_i^2 + L^2} \), \( \cos(\theta_i) = \frac{L}{\sqrt{r_i^2 + L^2}} \), and equation (5) can be rewritten as
\[ h_i = \frac{\lambda}{(r_i^2 + L^2)^{m/2}}, \quad (6) \]
where \( \lambda = \frac{A_r (m+1) R_r}{2 \pi} T_s g(\psi_i) L^{m+1} \) is a factor that does not depend on the specific placement of the IoT device, provided that the angle \( \psi_i \) lies below the PD FoV (a condition met for the values of \( D \) and \( L \) considered here, so that there would be no IoT devices excluded from the coverage area of the AP).

\(^1\)The capture effect occurs if SINR of the target user is above a predefined threshold called capture ratio, whose value depends on the coding/modulation technique used in a particular system.

\(^2\)We assume that all LEDs are characterized by the same parameters, i.e., \( m_i = m \) and \( \Phi_{1/2}^i = \Phi_{1/2} \forall i \).
As the IoT devices are uniformly distributed, the PDF of their radial distance \( r_i \) from the centre of the circle is [33]

\[
    f_{r_i}(r) = \frac{2r}{D^2}, \quad 0 \leq r \leq D.
\]  

(7)

By using expressions (6) and (7), and standard RV transformation techniques, the PDF of the optical channel gains, \( h_i \), can be derived as

\[
    f_{h_i}(h) = \frac{2\lambda^\frac{1}{m+\frac{1}{3}}}{D^2(m+3)} h^{-\frac{m+4}{m+\frac{1}{3}}}, \quad h_{\min} \leq h \leq h_{\max},
\]  

(8)

where \( h_{\min} = \frac{X}{(D^2+L^2)^{\frac{m+3}{2}}} \) and \( h_{\max} = \frac{X}{L^{m+\frac{3}{2}}} \).

The PDF of \( \gamma_i \), defined in (4), can be similarly derived as [33]

\[
    f_{\gamma_i}(\gamma) = \frac{\mu \lambda^\frac{1}{m+\frac{1}{3}}}{D^2(m+3)} \gamma^{-\frac{m+4}{m+\frac{1}{3}}}, \quad \gamma_{\min} \leq \gamma \leq \gamma_{\max},
\]  

(9)

where \( \gamma_{\min} = \frac{\mu \lambda^\frac{1}{m+\frac{1}{3}}}{(D^2+L^2)^{\frac{m+3}{2}}} \), \( \gamma_{\max} = \frac{\mu \lambda^\frac{1}{m+\frac{1}{3}}}{L^{m+\frac{3}{2}}} \), and \( \mu = \frac{\rho_{a}^3 h_{i}^2}{\sigma^2} \).

The CDF of \( \gamma_i \) can be easily derived as

\[
    F_{\gamma_i}(\gamma) = \begin{cases} 
    1 + \frac{L^2 - (\mu \lambda^\frac{1}{m+\frac{1}{3}}/\gamma)^\frac{1}{m+\frac{1}{3}}}{R^2}, & \gamma_{\min} \leq \gamma \leq \gamma_{\max} \ , \\
    1, & \gamma > \gamma_{\max} \end{cases}
\]  

(10)

To get the statistical characterization of the overall SINR, we can use the characteristic function (CF) approach [34]. In this case, the CF of \( \gamma_i = \frac{\rho_{a}^3 h_{i}^2}{\sigma^2} \) can be derived via (9) as

\[
    \varphi_{\gamma_i}(t) \triangleq \mathbb{E}\left[e^{it\gamma_i}\right] = \int_{-\infty}^{\infty} e^{it\gamma} f_{\gamma_i}(\gamma) \, d\gamma = \int_{\gamma_{\min}}^{\gamma_{\max}} \frac{(\mu \lambda^\frac{1}{m+\frac{1}{3}})}{D^2(m+3)} \gamma^{-\frac{m+4}{m+\frac{1}{3}}} e^{it\gamma} \, d\gamma = \left(\frac{\mu \lambda^\frac{1}{m+\frac{1}{3}}}{D^2(m+3)}\right) \int_{\gamma_{\min}}^{\gamma_{\max}} \left(\frac{-1}{m+\frac{1}{3}} - it\gamma \right) \Gamma\left(-\frac{1}{m+\frac{1}{3}}, -it\gamma\right) \, d\gamma,
\]  

(11)

where \( \Gamma(z,s) = \int_0^\infty t^{z-1}e^{-st} \, dt \) is the upper incomplete gamma function [35, (8.35)].

**A. CONTRIBUTION TO THE SINR STATISTICS FROM THE REFERENCE USER**

For the reference user, the PDF of \( \gamma_1 \) can be calculated as a particular case of equation (9), rewritten here for clarity

\[
    f_{\gamma_1}(\gamma) = \frac{(\mu \lambda^\frac{1}{m+\frac{1}{3}})}{D^2(m+3)} \gamma^{-\frac{m+4}{m+\frac{1}{3}}}, \quad \gamma_{\min} \leq \gamma \leq \gamma_{\max}.
\]  

(12)

**B. CONTRIBUTION TO THE SINR STATISTICS FROM THE INTERFERING USERS**

The channel gains \( h_i \) (thus also \( \gamma_i \)) are independent and identically distributed (i.i.d.) RVs when the IoT device locations are also i.i.d. RVs. In this case, the CF of \( \gamma_i = \sum_{i=2}^{U_a} \gamma_i \) can be determined as [34]

\[
    \varphi_{\gamma_i}(t) \triangleq \mathbb{E}\left[e^{it\gamma_i}\right] = \mathbb{E}\left[e^{it\sum_{i=2}^{U_a} \gamma_i}\right] = \prod_{i=2}^{U_a} \mathbb{E}\left[e^{it\gamma_i}\right] = \prod_{i=2}^{U_a} \varphi_{\gamma_i}(t) = \varphi_{\gamma_{U_a-1}}^{-1}(t),
\]  

(13)

where the CF of \( \gamma_i \) is defined in (11). The PDF of \( \gamma_i \) can be derived as

\[
    f_{\gamma_i}(\gamma) = \frac{1}{2\pi} \int_{-\infty}^{\infty} e^{-jt\gamma} \varphi_{\gamma_i}(t) \, dt = \frac{1}{2\pi} \int_{-\infty}^{\infty} e^{-jt\gamma} \varphi_{\gamma_{U_a-1}}^{-1}(t) \, dt,
\]  

(14)

for \( \gamma_{\min} \leq \gamma \leq \gamma_{\max} \).

**C. OVERALL SINR STATISTICS FOR THE REFERENCE USER**

As an intermediate step, we derive the PDF of the RV defined as \( \lambda = \gamma_1 + 1 \), namely

\[
    f_{\lambda}(\lambda) = \frac{\frac{d}{d\gamma}\varphi_{\gamma_1}(\gamma)}{\frac{d}{d\gamma} \varphi_{\gamma_1}(\gamma)} = f_{\lambda} (\lambda - 1) = \frac{1}{2\pi} \int_{-\infty}^{\infty} e^{-j\lambda \varphi_{\gamma_{U_a-1}}^{-1}(t)} \varphi_{\gamma_{U_a-1}}^{-1}(t) \, dt,
\]  

(15)

for \( \gamma_{\min} \leq \gamma \leq \gamma_{\max} \). Since \( \gamma_1 \) and \( \gamma_i \) are independent RVs, their joint PDF is \( f_{\gamma_1,\lambda}(x,\lambda) = f_{\gamma_1}(x)f_{\lambda}(\lambda) \).

The PDF of the SINR \( \frac{\gamma_1}{\lambda} = \frac{\gamma_1}{\gamma_{U_a}+1} \) of the reference user, conditioned on the total number of active users \( U_a \), can be written as follows [36]

\[
    f_{SINR}(x|\lambda) = \int_{0}^{\infty} \frac{1}{\lambda} \varphi_{\gamma_{U_a}+1}(t) f_{\lambda}(\lambda) \, d\lambda,
\]  

(16)

where \( f_{\lambda}(\lambda) \) and \( f_{\gamma_1}(x) \) are defined in equations (12) and (15), respectively. After replacing (12) and (15) in equation (16), since \( \lambda > 0 \), this PDF can be written as

\[
    f_{SINR}(x|\lambda) = \frac{(\mu \lambda^\frac{1}{m+\frac{1}{3}})}{2\pi D^2(m+3)} x^{-\frac{m+4}{m+\frac{1}{3}}} \int_{\gamma_{\min}+1}^{\gamma_{\max}+1} \lambda^{-\frac{1}{m+\frac{3}{2}}} \left(\int_{-\infty}^{\infty} e^{-j\lambda \varphi_{\gamma_{U_a}+1}(t)} \varphi_{\gamma_{U_a}+1}(t) \, dt\right) \, d\lambda,
\]  

(17)

where \( \varphi_{\gamma_i}(t) \) is the CF previously defined in equation (11).

Finally, the CDF of the SINR of the reference user, conditioned on the number of active users in the slot \( U_a \), can be written as

\[
    F_{SINR}(x|U_a) = \int_{0}^{x} f_{SINR}(x|U_a) \, dx.
\]  

(18)

This statistical characterization of the SINR will allow us to derive the error probability in the next section.
IV. PERFORMANCE ANALYSIS FOR THE OWC-BASED IoT SYSTEM BASED ON SA VIA THE FBL APPROACH

A. ERROR PROBABILITY FOR SA VIA THE FBL APPROACH

The theorem of Shannon-Hartley is developed under the hypothesis of infinite length data frames. In order to approach Shannon capacity, it is assumed that codes of asymptotically large block lengths are used. However, in typical IoT applications this assumption does not hold due to small IoT payloads whose size is of the order of hundreds of bits. For this reason, classical performance metrics such as the ergodic or outage capacity are not applicable for benchmarking the performance of IoT systems [37], [38]. For this reason, instead of the asymptotic information-theory results, in this work we apply the non-asymptotic, FBL performance bounds.

The basic goal of information theory is to quantify the extent to which reliable communication is possible over a noisy channel. A code of size $N$ and block length $n$ allows the communication of one of $N$ messages via $n$ uses of the channel. The fundamental trade-off between these quantities and the reliability of the communication process is captured by $N_r(n)$ — the largest size of the code with error probability $\epsilon$ (assuming equiprobable messages). A related, commonly used metric is the code rate $R = \log_2 N/n$. In this respect, investigating which is the maximum code rate $R_0(n)$ that allows a communication with $n$ channel uses while providing reliability $\epsilon$ is the central question of FBL theory.

Building upon the classical Shannon’s asymptotic results, Polyanisky, Poor, and Verdu showed that for the AWGN channel with capacity $C(\gamma) = \log_2(1 + \gamma)$, where $\gamma$ denotes the signal-to-noise ratio (SNR), the maximal achievable rate with decoding error probability $\epsilon$ can be tightly approximated as [29]

$$R = C(\gamma) - \sqrt{\frac{V_{AWGN}(\gamma)}{n}} Q^{-1}(\epsilon) + O\left(\frac{\log n}{n}\right). \tag{19}$$

where $Q^{-1}(\cdot)$ denotes the inverse of the Gaussian Q-function defined as $Q(z) = \int_z^\infty \frac{1}{\sqrt{2\pi}} e^{-\frac{t^2}{2}} dt$, while the so-called channel dispersion $V_{AWGN}(\gamma)$ is defined as

$$V_{AWGN}(\gamma) = \left(1 - \frac{1}{1 + \gamma^2}\right) \log_2^2(\epsilon). \tag{20}$$

In the context of this work, we are interested in the error probability of decoding a short-length data packet from a single active user by taking into account the interference contribution from all other active users in a given slot, see (3). Using the standard “treat interference as noise” approximation, one may initially consider the interference as an additional and independent Gaussian noise process. Strictly speaking, however, the aggregate interference does not obey Gaussian statistics (to achieve (19), transmitters need to use a non-Gaussian codebook), implying that the OWC receiver experiences non-Gaussian interference. A more precise and appropriate approximation is provided in [39], where non-Gaussian interference and nearest-neighbor decoding are assumed. In this case, the channel dispersion derived in [39] (see also [40]) should be applied, i.e.,

$$V(\gamma) = \frac{2\gamma}{1 + \gamma^2} \log_2^2(\epsilon), \tag{21}$$

instead of (20). On the other hand, for $n > 100$ channel uses, the term $O\left(\frac{\log n}{n}\right)$ in (19) becomes negligible and can be omitted. Taking all this into account, the achievable rate could be tightly approximated as

$$R \approx C(\gamma) - \sqrt{\frac{V(\gamma)}{n}} Q^{-1}(\epsilon). \tag{22}$$

It is to be noted that the approximation (22) is established by characterizing the asymptotic behavior of analytically tractable achievability and converse bounds (see [29, Sec. III]).

For the system setup considered in this paper, relying on equation (22) and by setting $\text{SINR} = \gamma$ (which is dependent on the number of active users $U_a$), we can tightly approximate the decoding error probability as

$$\epsilon(\gamma, U_a) = Q\left(\frac{n}{\sqrt{V(\gamma(U_a))}} (C(\gamma(U_a)) - R) \right). \tag{23}$$

For the sake of clarity, in the previous equation we make the dependence of the SINR statistics $\gamma(U_a)$ on the number of active users $U_a$ explicit, although this dependence is implicit through the dependence of the SINR statistics $\gamma(U_a)$ on the number of active users $U_a$. By conditioning the error probability over the SINR, we get

$$\epsilon(U_a) = \int_{\gamma} \epsilon(\gamma, U_a)f_{\text{SINR}}(\gamma|U_a) d\gamma, \tag{24}$$

where $f_{\text{SINR}}(\gamma|U_a)$ was previously derived in (17). Finally, the unconditional error probability can be derived as

$$\epsilon = \sum_{k=1}^{U} \epsilon(U_a = k) \mathbb{P}[U_a = k], \tag{25}$$

where

$$\mathbb{P}[U_a = k] = \binom{U}{k} p_a^k (1 - p_a)^{U-k}, \quad k = 0, \ldots, U, \tag{26}$$

i.e., the number of active users $U_a$ is a binomial random variable for the assumed Bernoulli arrival process.

B. THROUGHPUT FOR SA VIA THE FBL APPROACH

The overall system throughput is analysed as the parameter that describes the effective information transmission rate in the system. Based on the system throughput performance, it can be determined if the channel uses are effectively exploited, not only due to the effects of the noise but also due to the interference among randomly activated users.

Considering the FBL regime with a fixed code rate $R_0$, and the probability that the packet is decoded at each slot as
where $\mathbb{P}[U_a > 0] = 1 - (1 - p_a)^U$ represents the probability that at least one user is active during the slot.

### C. Outage Probability for SA via the FBL Approach

We also analyze the system reliability in terms of the outage probability of a single transmission. We consider that the outage will happen if the overall SINR falls below a predetermined SINR threshold, denoted by $\gamma_{th}$. For the system under consideration, and under the FBL regime with the selected code rate $R$, a predetermined $\gamma_{th}$ threshold can be defined as a minimal value of the received SINR required to achieve a certain value of the error probability $\epsilon_{th}$. Based on (23), the outage threshold can be determined as

$$\gamma_{th} = \Phi^{-1}(\epsilon_{th}),$$

where $\gamma = \Phi^{-1}(\epsilon)$ is obtained by inverting the expression in equation (23).

Considering the transmission from the reference user, the outage probability can be determined as

$$P_{out}(U_a) = \mathbb{P}[SINR < \gamma_{th}|U_a] = F_{SINR}(\gamma_{th}|U_a),$$

where $F_{SINR}(\gamma_{th}|U_a)$ is detailed in (18). The unconditional outage probability can be calculated as

$$P_{out} = \sum_{k=1}^{U} P_{out}(U_a = k) \mathbb{P}[U_a = k],$$

where $\mathbb{P}[U_a = k]$ was calculated in (26). Note that the reliability can be simply calculated as $P_R = 1 - P_{out}$.

### D. Special Case: SA Without Capture in the FBL Regime

The classical SA scheme without capture effect assumes that if more than one user is active in a given slot, a collision will happen and the packet is lost. Contrary to SA with capture, the classical SA receiver will only recover the packet if just one of the $U$ IoT devices is active, i.e., $U_a = 1$. In that case, $\epsilon(U_a = k) = 0$ for $k > 1$, and thus the error probability is

$$\epsilon = \epsilon(U_a = 1) \mathbb{P}[U_a = 1],$$

where $\epsilon(U_a = 1)$ and $\mathbb{P}[U_a = 1]$ are determined by expressions (25) and (26), respectively, where $k = 1$.

### V. Numerical Results and Discussion

In this section, using the analysis presented in Sec. III and Sec. IV, we focus on the design and performance evaluation of the system.
of the proposed indoor OWC IoT system. The results are obtained by adopting the system parameters given in Table 1, which represent a typical situation in such environment. At the end of this section, we provide the overall throughput comparison of the proposed SA OWC IoT system with capture effect and the SA system without capture effect in the FBL regime. Further, since both the PDF and CDF of the SINR in (17) and (18), respectively, are given in integral form, the results are obtained by numerical computations performed through the FFT algorithm implemented in MATLAB.

Fig. 2 presents the CDF of the SINR derived in (18), comparing the results obtained by the numerical computations with the ones obtained via Monte Carlo (MC) simulations. These results match each other, validating the analysis performed in the previous section. In addition, a higher value of $U_a$, i.e., a greater number of active users, determines a stronger interference contribution. From Fig. 2 it can be noted that an increase in $U_a$ leads to a situation in which the SINR progressively degrades, and consequently cause higher values of the CDF (and the outage probability).

Fig. 3 depicts the dependence of the throughput on the semi-angle at half illuminance $\Phi_{1/2}$, evaluated using the expression derived in (27), and considering different values of the activation probability $p_a$. An increase in $p_a$ up to a certain value (i.e., $p_a = 0.05$ for the parameters in Fig. 3) results in a better performing system from the throughput point of view. However, after this value of $p_a$ is surpassed, the throughput starts to decrease. In fact, it can be seen that there is an optimal value of $p_a$ that maximizes the throughput performance of the system. On the other hand, depending on $p_a$ (i.e., the number of active OWC-based IoT devices), a higher value of $\Phi_{1/2}$ may improve or degrade the system performance. The semi-angle at half illuminance of the LED determines the Lambertian order of the LED source, or, in other words, determines the received optical signal intensity from the active IoT users at the OWC AP. When the value of $\Phi_{1/2}$ is higher, the optical beam at the LED source output will be wider, thus the received power from the users that are not close to the AP will be higher. This holds for all IoT devices, thus the semi-angle will have a strong impact on both the reference user and the interference contributions (i.e., on the overall received SINR). To conclude, since $\Phi_{1/2}$ represents an important parameter which has a substantial impact on the received optical signal intensity, the number of active users (together with the overall interference) will determine if an increase in $\Phi_{1/2}$ leads to a higher or a lower system throughput.

Fig. 4 depicts the error probability of the considered OWC system in the FBL regime, as derived in (25), as a function of the OWC AP height $L$, for various levels of error protection parameterized by the code rate $R$. Additionally, three different values of radius $D$ are considered. As expected, increasing $R$ will result in an error protection performance deterioration. When the radius $D$ is larger, the OWC IoT users will be distributed over a wider area, which will increase the chance that many of them are far distant from the OWC AP. Increasing the distance of the OWC users from the AP leads to a reduced received power, and consequently the overall SINR will be lower. This will affect the capture probability, and thus the error probability of the system will increase when $D$ increases. Further, Fig. 4 shows that there is an error probability floor, which is reached for lower values of $L$, the radius $D$ gets smaller. When the users are located in a wider area, the error floor appears at very high $L$. Note that the error probability floor is independent on the code rate $R$, as well as on the radius $D$. In other words, increasing the distance between the planes where the IoT users and the OWC AP are placed will not result in lower error probability after the error floor is reached, for any value of $D$ and $R$. Consequently,
the geometric setup of the OWC based IoT framework has an impact on the system performance behavior in the FBL regime.

Fig. 5 presents the error probability $\epsilon$ of the considered OWC system under the FBL regime, derived in (25), as a function of the OWC AP height $L$, for different code rates $R$. In contrast to Fig. 4, the system behavior here is observed for two different values of the semi-angle at half illuminance $\Phi_{1/2}$. Similarly to Fig. 3, the system behaves differently when the value of $\Phi_{1/2}$ increases. For example, when $L < 3$ m, the error probability is lower for the larger semi-angle $\Phi_{1/2}$ value, whereas for $L > 5$ m, the system performance degrades sharply for higher values of $\Phi_{1/2}$. Additionally, a larger distance from the OWC IoT users to the AP (i.e., greater $L$) leads to a reduced received power, and to a lower overall SINR. This will affect the capture probability in such a way that larger $L$ results in a behavior where the error probability of the considered system will initially decrease (eventually reaching the error probability floor in some cases), and, after some point that is dependent on $\Phi_{1/2}$, it will increase. Also, there is a minimum value of the error rate for different OWC setups, determined by the semi-angle $\Phi_{1/2}$ and the overall distance from the OWC IoT users to the AP. From Figs. 4 and 5, it can be concluded that the effects of the rate value on the error probability performance is mainly dependent on the parameters $L$ and $\Phi_{1/2}$.

Fig. 6 shows the dependence of the throughput derived in (27) on the activation probability $p_a$ for different number of OWC-based IoT devices $U$ and different values of radius $D$. As previously stated, a higher value of the radius $D$ leads to a worse system performance, i.e., to a lower throughput level. A higher activation probability $p_a$ and a higher number of total users $U$ implies a higher number of active users in a slot. The number of active IoT devices determines the overall SINR, which has a direct impact on the potential of the capture effect. Consequently, as for the trend of each curve, it can be seen how, when the total number of users $U$ in the system gets higher, the optimal value of $p_a$ that maximizes $T$ gets lower. Moreover, after achieving its maximum value, the system throughput starts decreasing with a further increase of $p_a$. Given a radius $D$, the maximum value of the throughput is rather insensitive with respect to the number of users. On the other hand, the optimal value of $p_a$ that maximizes the throughput depends on the total number of users $U$, but, for fixed $U$ it remains the same irrespective of the change in $D$. In conclusion, we can say that the geometric setup of the OWC based IoT system and the total number of users have a strong impact on the optimal system performance, and should be taken into consideration during the design of the access protocol.

In Fig. 7, we show the throughput derived in (27) as a function of the activation probability $p_a$ for different values
of the maximum achievable rate $R$. As previously stated, a higher rate corresponds to a degraded system performance. Moreover, Fig. 7 also reveals that there is an optimal value of $p_a$ that leads to a maximum value of the system throughput. From the presented results, it can be concluded that the optimal value of $p_a$ is different for a different number of overall users, but it is the same regardless of the employed rate $R$.

Based on the expression derived in (30), Fig. 8 depicts the outage probability dependence on the activation probability $p_a$, considering two values for the radius $D$ ($D = 2$ m and $D = 4$ m). The outage threshold $\gamma_{th}$ was defined in (28), and is obtained for an error probability of $\epsilon_{th} = 10^{-3}$, a rate $R = 1/2$ and a number of channel uses $n = 64$. As previously stated, a smaller value of the radius $D$ results in a better system performance. As shown in the figure, a higher number of users lead to a system performance deterioration, since the interference contribution will be stronger. Furthermore, it can be noticed that the radius $D$ and the total number of users $U$ have an effect on the outage performance only for a smaller number of active users, while when $p_a > 0.25$ the radius $D$ and the number of users $U$ seem to have no impact on the outage probability. More precisely, the system outage will happen for $p_a > 0.3$, i.e., $P_{out} \approx 1$, for any $D$ and $U$, since the overall SINR will not be higher than $\gamma_{th}$ and the error probability target value $\epsilon_{th} = 10^{-3}$ will not be achieved.

Figs. 9 and 10 present the overall throughput comparison of the proposed SA OWC IoT system with capture (eq. (27)), and the SA system without capture effect (eq. (32)), in the FBL regime. Fig. 9 shows the throughput dependence on $p_a$ for various levels of error protection parameterized by the code rate $R$. A significant improvement in the system throughput is noticed in presence of the capture effect, especially for large code rates $R$. The results prove that the designed RA protocol represents an improvement from the point of view of the throughput, since the user data can be recovered even in presence of concurrent transmissions thanks to the successful exploitation of the capture effect.

Fig. 10 depicts the throughput dependence on $p_a$ for two values of the semi-angle $\Phi_{1/2}$. The throughput improvement achieved by employing SA with capture is only evident for the lower semi-angle of $\Phi_{1/2} = 30^\circ$. As a contrast, the throughput remains the same when the semi-angle is higher, i.e., $\Phi_{1/2} = 60^\circ$. It can be concluded that the semi-angle of the OWC system plays a crucial role with respect to the interference contribution and its effects. More specifically, the capture effect leads to significant throughput improvement under the specific condition of limited interference (i.e. lower semi-angle), as may be expected.

In summary, we can conclude that the geometric setup (including the semi-angle at half illuminance $\Phi_{1/2}$, the radius...
VI. CONCLUSION

In this paper, we have analyzed the uplink of an indoor OWC-based IoT system under the FBL regime and with a single AP. The system employs a SA-based access scheme, which exploits the capture effect, i.e., the possibility to decode user transmissions in the presence of interference from other users, which inherently exists in such setups. Based on the received SINR statistics, an analytical expression for the error probability in the FBL regime has been derived, as well as an expression for the overall throughput and the outage probability of the system under investigation. The derived expressions are used to obtain numerical results, which are further analyzed to assess the system performance behavior depending on the OWC framework and the channel model parameters.

The presented results have shown how the geometric setup of the OWC-based IoT system and the activation probability affect the error probability, the throughput and the outage probability performance. It has been proven that the OWC-based system geometry has a significant impact on the overall system performance, and should be taken into account during the design of any indoor OWC-based IoT system in order to assess and optimize the RA protocol performance. Our future work will include formulating and solving specific OWC-based IoT scenarios using optimisation methods that would provide optimal values of the system geometry parameters. Furthermore, we will work in the direction of establishment of a real world testbed, aiming to verify the effectiveness of presented analysis through the experimental results.
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