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Abstract. Through the analysis of the microgrid architecture under the access of the ubiquitous power Internet of Things and the current construction of the peak shaving auxiliary service market, the feasibility, necessity and economy of the microgrid participating in the peak shaving auxiliary service market are demonstrated. The thesis makes full use of information technology such as Internet of Things technology, computers, big data analysis, distributed applications, and mobile technology. It focuses on the safety management and control of the work site of power grid enterprises, and uses intelligent monitoring terminal equipment to access, such as access control (barrier), Authorize locks, intelligent safety monitoring robots and electronic fences to supervise and control production sites and operating equipment, standardize operating procedures, and improve on-site safety management and control capabilities and terminal operating equipment real-time supervision capabilities.

Keywords: Ubiquitous Power Internet of Things, trusted and secure access, physical security, computer.

1. Introduction
With the orderly progress of the ubiquitous power Internet of Things construction process, the number of devices connected to the power distribution side will reach a massive level, and the access method will be more flexible. At the same time, many new services will be derived, such as low-voltage visualization and demand-side response. These new services are transmitted through the power distribution communication network, which puts forward higher requirements on the economy, reliability, and safety of the power distribution communication network. However, the current research on the intelligent distribution and utilization communication network for the ubiquitous power Internet of Things lacks scientific and effective guidance methods, and it is impossible to quantify the performance of the communication network. Therefore, it is necessary to study the intelligent distribution under the background of the ubiquitous power Internet of Things. Analysis method of telecommunications network.

With the continuous deepening of the construction of the ubiquitous power Internet of Things, there is a gap and incompatibility between the overall perception of the entire power grid equipment operation information and operation standardization process management and control, and the traditional safety production organization and the application of new technologies and equipment. For these problems and contradictions, we must basically start with the cultivation of advanced safety concepts and safety technology innovations, and work hard to improve the level of intrinsic safety. This article focuses on the application of new technologies and new equipment in the intelligent...
management and control of production operations from the perspective of the Industrial Internet of Things, and effectively improves the level of intrinsic safety [1].

2. Overall scheme design of safe access

The development of the full-service ubiquitous power Internet of Things and the changes in the security situation have put forward new requirements for network security, especially the security of the IoT terminal layer. In terms of the protection system, there is a problem of compatibility and adaptation between the interconnected and interactive IoT business requirements and the isolation and blocking security system. In terms of technical requirements, the current national information system level protection and related security protection requirements can be generally applied to the application, platform, and network layers, but the protection requirements at the terminal layer are still unclear. The main security requirement is reflected in the need to establish a security authentication mechanism adapted to the terminal layer of the Internet of Things.

The State Grid Corporation's management information system has established a relatively complete unified authority management system, and the user authentication method is mainly based on user names/passwords or PKI digital certificates. However, the existing identity authentication and authority management facilities cannot meet the security and practicability requirements of a large number of IoT terminal devices, which are mainly reflected in: 1) Unified authority management is only for "people" and does not cover "things"; 2) The existing security authentication mechanism based on PKI digital certificate is difficult to apply in massive heterogeneous, multi-level cascaded IoT devices on site, and the key distribution and management costs are high. Therefore, it is necessary to establish a security authentication mechanism suitable for full-service ubiquitous power Internet of Things terminal equipment to solve the "who am I" problem when a large number of Internet of Things terminals interact with upper-level IoT agents and IoT platforms, and prevent illegal terminal access. And related network security incidents can be traced.

This article mainly studies the access authentication technology of the full-service ubiquitous power Internet of Things terminal layer equipment. The research mainly includes the following three parts: 1) Device discovery and identification technology for heterogeneous terminals of the power Internet of Things; 2) Internet of Things platform, edge The security transmission mechanism of identity information between IoT agents and multi-layer cascaded terminals; 3) Access authentication and key management technology for full-service ubiquitous power IoT terminal layer equipment. Figure 1 shows the implementation route of the trusted and secure access scheme [2].
3. Abnormal analysis technology of terminal layer business traffic

Aiming at the abnormal analysis of the business flow at the terminal layer of the power Internet of Things, this article establishes the network flow order based on the basic attributes of the network flow, and fully describes the external characteristics of the network flow. Based on the network flow order, deep learning methods are used to realize the self-learning of anomaly detection features, and the detection of abnormal traffic is carried out with the help of methods such as single-class classification. Because the method proposed in this paper only relies on the external characteristics of the network flow without analysing the content of the message, it can be applied to the anomaly detection of encrypted traffic [3]. The specific technical route is shown in Figure 2.
3.1. Queuing theory model of information collection business

The business data of intelligent power distribution and consumption information collection oriented to the ubiquitous power Internet of Things is uploaded to the power distribution IoT platform through the edge IoT gateway, and the processing process is similar to the process of queuing theory. With reference to the traditional queuing theory model, using edge IoT gateways as the business section, a queuing theory model including information collection services such as low-voltage centralized reading, environmental monitoring, power distribution equipment operation status monitoring, distribution transformer monitoring, and video monitoring is established. As shown in Figure 3.

\[ \lambda \text{ and } \mu \text{ respectively represent the average arrival rate of smart power distribution information collection service data and the forwarding rate of edge IoT gateway communication nodes; } \lambda_e \text{ is the actual arrival rate of data considering the packet loss rate; } k \text{ is the maximum number of data packets buffered by the edge IoT gateway. The edge IoT gateway processes and forwards the information collection business data. The processing principle is that the data buffer is full and discarded. The forwarding principle is first-come, first-served, and the forwarding time obeys exponential distribution. Therefore, the intelligent power distribution information collection business conforms to M/M/1/ k queuing theory model [4]. According to related theories of queuing theory, in a balanced state, the forwarding rate of communication nodes and the data arrival rate should be equal, so the edge IoT gateway predicts that the communication bandwidth } B \text{ should not be less than the forwarding rate } \mu, \text{ that is, } B \geq \mu. \]

3.2. Calculation method of data arrival rate of information collection service

(1) The method of calculating the arrival rate of low-voltage collective reading data. The edge IoT gateway integrates the original concentrator function and directly accesses the user-side smart meter data. The data arrival rate \( \lambda_i \) (unit: bit/s) of low-voltage collective reading data can be expressed by equation (1).

\[ \lambda_i = B_i \times N_i \times F_i \]  

In the formula: \( B_i \) represents the data flow of the user meter, bit/s; \( N_i \) represents the number of user meters connected to a single power distribution room (station area); \( F_i \) represents the concurrency factor of the user meter data sent to the edge IoT gateway, taking 5%.
(2) The method of calculating the arrival rate of environmental monitoring data. Environmental monitoring data collection is mainly completed with the help of various smart sensors. According to the actual requirements of the environmental monitoring of the smart power distribution room (station area), the arrival rate $\lambda_2$ of the environmental monitoring collected data can be expressed by formula (2)

$$\lambda_2 = \sum_{i=1}^{N} B_i \times N_i \times F_i$$

Where: $B_i$ represents the data flow of the i-th environmental sensor, bit/s; $N_i$ represents the number of the i-th environmental sensor in the power distribution room; $F_i$ represents the concurrency factor of all environmental sensors in the power distribution room, consider The most extreme case, that is, all sensors upload data at the same time, so $F_i$ takes 100%.

(3) The method of calculating the arrival rate of monitoring data of equipment operating status. The equipment operating state monitoring data arrival rate $\lambda_3$ can be expressed by equation (3).

$$\lambda_3 = \lambda_1 + \lambda_2 + \lambda_4 + \lambda_5$$

4. Case analysis
The maximum number of data packets cached by the edge IoT gateway $k$ is rounded down to $\lambda C_p$, refer to the general IP data packet size, the average data packet size is 512Byte, according to the bandwidth calculation method proposed in this article, according to formulas (1)-(3) Obtain the relationship between different bandwidth configurations of type I-V power distribution rooms and QoS indicators and bandwidth utilization [5]. Among them, $C_T$ is 1s and $C_{loss}$ is 0.1%. The results are shown in Figure 4-Figure 5.

![Image of Figure 4](image-url)

**Figure 4.** The relationship between queuing delay and predicted bandwidth
Figure 5. The relationship curve between packet loss rate and predicted bandwidth

From Figures 4 and 5, the following conclusions can be drawn: (1) The packet loss rate index is the main factor that affects the bandwidth utilization of the information collection service of various types of intelligent power distribution rooms. When the packet loss rate is set to meet the maximum constraint value of the information collection service, that is, at 10^{-3}, the bandwidth utilization of each type of intelligent power distribution room is the largest, and the optimal predicted bandwidth value can be obtained. The optimal predicted bandwidth values of the I - V intelligent power distribution room are 8.658, 7.705, 4.281, 4.172, 3.831 Mbit/s, and the bandwidth utilization rates are 82.3%, 83.4%, 81.9%, 81.7%, and 82.7% respectively. The extensions are 0.037, 0.030, 0.022, 0.021, 0.020s, respectively.

(2) The service queuing delay and packet loss rate decrease rapidly as the bandwidth of the edge IoT gateway increases, and the packet loss rate decreases faster than the queuing delay. The service QoS indicators can be controlled by adjusting the bandwidth configuration of the edge IoT gateway, but the bandwidth utilization will decrease as the bandwidth of the edge IoT gateway increases, resulting in a waste of communication resources [6].

(3) The queuing delay and optimal predicted bandwidth of various types of intelligent power distribution room information collection services are related to the actual configuration of the power distribution room. The better the predicted bandwidth value is, the larger the packet loss rate and bandwidth utilization rate and the actual configuration of the intelligent power distribution room are not obvious [7].

(4) All types of smart power distribution rooms have critical bandwidths. When the bandwidth configuration is lower than the critical bandwidth value, the QoS indicators of the information collection services of smart power distribution rooms cannot be met.

5. Conclusion
For terminal service traffic monitoring, this paper selects effective basic network traffic attributes, and through Fourier transform, normalization and other processing on the basic attributes, forms a uniform length network flow order vector for different traffic, which is the subsequent abnormal network traffic Lay the foundation for testing. In order to obtain effective anomaly detection features, this paper further optimizes the network flow order vector to improve the detection effect. For the plaintext traffic generated by the terminal, the abnormal monitoring of the service agreement can be continued. At the protocol grammar level, aiming at network malformed messages, a parallel parsing method of messages is implemented to improve the speed of message parsing. At the level of protocol semantics, anomaly detection based on business protocol modelling is implemented, which can effectively detect abnormal protocol instructions. Finally, combining the results of business traffic anomaly analysis and business protocol analysis, comprehensively considering the abnormal characteristics of the physical
layer, network layer, and protocol layer of the terminal device, a portrait of the terminal device is established, and the network access status of the terminal device is described. Based on device portraits, combined with specific attack scenarios, counterfeit and malicious terminal devices can be accurately identified, and the goal of security monitoring for heterogeneous full-service ubiquitous power IoT terminals can be achieved.
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