Abstract. Sponsorship of international terrorism and transnational criminal activity poses a significant threat to the financial system, and due to the rapid expansion of payment opportunities in the Internet, risks have increased significantly, which requires a study of foreign legal experience and the development of a law enforcement strategy to control the circulation of the cryptocurrency. The authors have come to the following conclusions. The use of cryptocurrencies is a promising way to maintain economic development by applying modern accounting and information technologies. International experience clearly demonstrates the importance and role of cryptocurrencies in the activities of transnational criminal groups relating to the financing of terrorism and human trafficking. In the context of globalisation and implementation of the European integration in Ukraine, the turnover of cryptocurrencies needs to be regulated at the legislative level. Thus, it is necessary to accelerate the approval of the Draft Law «On the turnover of cryptocurrency in Ukraine» No. 7183 as of 06 October 2017. It is advisable to introduce a system of registration (licensing) of crypto-currency exchange and exchangers at the national level. At the same time, it is necessary to impose an obligation on cryptoexchangers to collect information about customers. Also, it is necessary to regulate activities of companies that sell goods and services to customers for cryptocurrency, as it is accepted by PayPal, Braintree and other payment systems. Key terms: Electronic Money; Cryptocurrency; Virtual Currency; Bitcoin; Miners
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Current trends, concerns and peculiarities of the turnover of cryptocurrency

1. The use of cryptocurrencies is a promising way to maintain economic development by applying modern accounting and information technologies. International experience clearly demonstrates the importance and role of cryptocurrencies in the activities of transnational criminal groups relating to the financing of terrorism and human trafficking. In the context of globalisation and implementation of the European integration in Ukraine, the turnover of cryptocurrencies needs to be regulated at the legislative level. Thus, it is necessary to accelerate the approval of the Draft Law «On the turnover of cryptocurrency in Ukraine» No. 7183 as of 06 October 2017. It is advisable to introduce a system of registration (licensing) of crypto-currency exchange and exchangers at the national level. At the same time, it is necessary to impose an obligation on cryptoexchangers to collect information about customers. Also, it is necessary to regulate activities of companies that sell goods and services to customers for cryptocurrency, as it is accepted by PayPal, Braintree and other payment systems.

2. In Ukraine, Bitcoin is actively used by large companies as a payment method. However, there is a need for regulation of the turnover of cryptocurrencies at the national level to ensure the transparency of transactions and prevent money laundering.

3. The Ukrainian government is actively working on the legalization of cryptocurrencies, but there are still many challenges and obstacles to overcome. The authorities are considering the introduction of a special tax on cryptocurrencies to ensure their proper use.

4. The use of cryptocurrencies in Ukraine is still limited, but there are signs of growing interest among the population. The government is considering the introduction of measures to promote the use of cryptocurrencies, such as tax breaks and subsidies for businesses using them.
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A cryptocurrency (or virtual currency) is a digital resource intended for work as an exchange tool that uses cryptography to secure its transactions, control the creation of additional units, and test the transfer of assets [1]. The functioning of the system is decentralised in a distributed computer network [2].

An economic nature of cryptocurrencies is actively explored by scientists. Special attention should be paid to Matthew Ponsford’s article «Comparative analysis of Bitcoin and other decentralized virtual currencies: legal regulation in the People’s Republic of Korea, Canada and the United States» [3], in which the author considers diametrically opposed approaches to the circulation and regulation of cryptocurrencies. A group of Polish scholars conducted a study called «Fluctuations in prices and the use of Bitcoin», which clearly highlighted all the functionalities of the new form of money, their features and price formation [4].

1. Introduction

Current changes are leading to the emergence of new definitions in the 21st century. Financial systems of individual countries are being improved in the context of the development of IT technologies and the general computerisation of the economy. There appear new financial institutions, tools and forms of interaction between people. This has led to analog currencies, which is cryptocurrency. Today, there exist about 1,600 types of cryptocurrency (Bitcoin, Litecoin, Etherium, Peercoin), but the best known is Bitcoin due to its rapid development.

A cryptocurrency (or virtual currency) is a digital resource intended for work as an exchange tool that uses cryptography to secure its transactions, control the creation of additional units, and test the transfer of assets [1]. The functioning of the system is decentralised in a distributed computer network [2].

An economic nature of cryptocurrencies is actively explored by scientists. Special attention should be paid to Matthew Ponsford’s article «Comparative analysis of Bitcoin and other decentralized virtual currencies: legal regulation in the People’s Republic of Korea, Canada and the United States» [3], in which the author considers diametrically opposed approaches to the circulation and regulation of cryptocurrencies. A group of Polish scholars conducted a study called «Fluctuations in prices and the use of Bitcoin», which clearly highlighted all the functionalities of the new form of money, their features and price formation [4].

2. Brief Literature Review

The problems of circulation of cryptocurrencies were investigated by domestic scientists, in particular S. V. Vasilychenko, V. S. Gribenek, M. V. Shapochka, A. V. Koldovskiy, K. V. Chernega, E. Y. Molchanova, Y. M. Solodkovskyi and others. At the same time, the issues of economic analysis of the use of cryptocurrencies by criminal groups with the purpose of legalisation (laundering) of funds and other property obtained by criminal means, as well as the use of electronic payments in human trafficking and drug trafficking has not yet been sufficiently highlighted.

3. The purpose of the article is to disclose the economic essence of cryptocurrencies, to consider the legal foreign experience of the cryptocurrency turnover and to formulate theoretical provisions regarding the consideration of some issues of the use of cryptocurrencies by transnational criminal groups, using the example of Bitcoin to eliminate the corresponding negative consequences for Ukraine.
The German Ministry of Finance officially recognised Bitcoin as a financial instrument and made appropriate changes to the Banking Ode. As a result, Bitcoin is considered not as a ‘currency’, but as a ‘tradable commodity’. Estonia refuses to work with Bitcoin, so does the largest Scandinavian ‘SEB Bank’. In the USA, Bitcoin is seen as a means of payment in electronic commerce. In Vienna (Austria) the world’s first «Bitcoin bank» which specialises in the purchase and sale of the cryptocurrency was opened in Vienna (Austria). There are special ATMs that allow exchange of Bitcoin to the euro and vice versa in this bank. Japan has adopted a law according to which, from April 2017, Bitcoin and other cryptocurrencies have been considered as legal means of payment. In November 2017, the Office of Financial Control and Supervision in New Zealand equated operations with digital currencies to operations with the securities. In Australia, a law that regulates the activities of swap criminals has come into force.

Thus, cryptocurrencies have become a complete payment instrument and an investment asset in most countries of the world. The interest in using cryptocurrencies contributes to the investment attractiveness of payment infrastructures. However, Bitcoin and other digital currencies are adapted for use by organised criminal groups, since they are widely used in the international circulation and provide the necessary level of anonymity.

It is possible to define two main trends in using a cryptocurrency for criminal purposes: its use as an instrument of crime (use of virtual currency in the Darknet, so-called «dark» Internet as a monetary means in the purchase of weapons, drugs, legalisation of criminal incomes, etc., and consideration of a cryptocurrency as an object of criminal offences (embezzlement of cryptocurrencies from accounts, internet fraud, etc.).

The spread of virtual currencies favours the emergence of an increasing number of independent criminal entrepreneurs working on the principle of criminal provision of services, without any need to resort to complex criminal infrastructure.

A striking example of using a cryptocurrency as an instrument for committing crimes is the activity of illegal crypto-markets. The analytical report of Europol as of 30 September 2015 known as «Evaluation of the threat of organised Internet crime» reviews the activity of Silk Road, Silk Road 2.0, Evolution, etc., with the annual income of each exceeding USD 20 million. The Report also notes that currently the daily turnover of markets using virtual currency is from USD 300,000 to USD 500,000.

As an example, we can cite the operation of law enforcement bodies that use cryptocurrencies in the criminal activities of the organisation «Operation Shrouded Horizon». The investigation led by the US authorities united 20 countries, including Australia, Canada, Cyprus, Nigeria and the United Kingdom, and led to the arrest of 300 people. With the Tor network, criminals created a Darkode forum, popular among people interested in sale, purchase and exchange of malware, botnets, identify thefts, bank card numbers, information from hacked servers and other data. Soon after the series of arrests, Darkode started again using the so-called «Blockchain» to confirm the identity of participants and the virtual currency for calculations, which made it much more difficult to identify and investigate crimes.

In August 2017, the Security Service of Ukraine jointly with the National Police of Ukraine conducted a special operation, according to which 200 computers generating Bitcoin and violating the current legislation were discovered on the territory of the recreation complex of the Paton Electric Welding Institute of the National Academy of Sciences of Ukraine. The cryptocurrency was used as means of payment through exchange transactions for electronic money of an official payment system [15].

Issues relating the circulation of cryptocurrencies in Ukraine have been repeatedly raised at the national level. On 10 November 2014, on the website of the National Bank of Ukraine (NBU) there appeared an explanation concerning the legality of using the virtual currency/cryptocurrency Bitcoin in Ukraine [14]. Thus, according to the NBU’s definition, the virtual currency Bitcoin is not considered as money that is not provided with real value and cannot be used by individuals and legal entities on the territory of Ukraine as a means of payment, as this contradicts the norms of Ukrainian legislation.

According to the results of the meeting of the High Council of Experts under the NBU Council in October 2017, it was emphasised that the state bodies with the state control and regulation of financial markets have not yet decided on the framework for the functioning of the cryptocurrency market [15]. As a result, recommendations were formulated to minimise potential risks relating to a possible decrease in confidence in the national monetary unit, which is the only legal means of payment in Ukraine and the probability of using currency/cryptocurrency in the shadow economy.
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Given the relevance of this issue in our country, a Draft Law «On the Turnover of Cryptocurrencies in Ukraine» No. 7183 as of 06 October 2017 [16], which legalises bitcoin and creates a legal framework for its circulation as an official means of payment, was prepared. The Draft Law defines the conditions under which cryptocurrencies cannot be used, particularly in the case of its application against national security, incitement to overthrow the constitutional order, violation of territorial integrity of Ukraine, acts of terrorism, terrorism financing, money laundering, distribution of narcotic drugs and psychotropic substances, and other illegal acts.

5. Conclusions

1. The use of cryptocurrencies is a promising way to maintain economic development by applying modern accounting and information technologies. A specific feature of the circulation of Bitcoin is the absence of intermediaries (third parties): users interact directly with each other, which guarantees investors a phenomenal increase in profits. However, there exist challenges relating to criminal regulations regarding cryptocurrency transactions due to their scale.

2. International experience clearly demonstrates the importance and role of cryptocurrencies in the activities of transnational criminal groups relating to the financing of terrorism and human trafficking. Virtual currencies can be sold on the Internet anonymously, without any inking to a particular bank or financial institution while conducting transactions.

3. In the context of globalisation and implementation of the European integration in Ukraine, the turnover of cryptocurrencies needs to be regulated at the legislative level. Thus, it is necessary to accelerate the approval of the Draft Law «On the turnover of cryptocurrency in Ukraine» No. 7183 as of 06 October 2017.

4. In Ukraine, miners are actively using cryptocurrency as a means of payment. They carry out exchange transactions on electronic money of official payment systems, and then the so-called currency is converted and transferred to bank accounts of enterprises with attributes of fictitiousness. Further, this currency is converted to card accounts, becoming cash, which is a shadow scheme used similarly to conversion centers. After detecting criminal miners, law enforcement agencies mostly accuse them of illegal connecting to electricity grids, false entrepreneurship and tax evasion. Under such circumstances, it is necessary to develop a strategy of joint law enforcement activities to ensure control over the turnover of cryptocurrencies, which will strengthen special security forces in their fight against money laundering, human trafficking and terrorist financing.

5. To effectively counter the criminal turnover of cryptocurrencies, the international community must develop a unified strategy implemented in the following key areas:

- determination of the legal nature of cryptocurrency;
- establishment of universal jurisdiction of states with regard to criminals carrying out money laundering, terrorism financing, trafficking in drugs and weapons by using cryptocurrency;
- creation of a register of audits that are mandatory for dealing with financial flows from countries with ineffective regimes to combat money laundering and terrorism financing;
- extension of information available to financial intelligence units by providing them with simplified access to information about committed actions.

6. It is advisable to introduce a system of registration (licensing) of cryptocurrency exchange and exchangers at the national level. At the same time, it is necessary to impose an obligation on cryptocurrency exchangers to collect information about customers. Also, it is necessary to regulate activities of companies that sell goods and services to customers for cryptocurrency, as it is accepted by PayPal, Braintree and other payment systems, etc.
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