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Abstract. Network traffic generates data traffic accessed by users. These data sometimes have nothing to do with the work area of an office or institution. A lot of data traffic as an example at a university is caused by diverse and numerous user populations. They access various data. For this reason, it is necessary to monitor data traffic in order to control and make decisions for network administrators. To get data packages that are often accessed and the most dominant, it is necessary to build a monitoring system on the network. In building this system, stages are made using the feature selection method. The results of this method to get the detection of data packet engines and applications. Furthermore, these results can be displayed visually in the form of graphs. This result is a dashboard for network monitoring systems. This dashboard can be used to help a network administrator to consider network monitoring decisions.

1. Introduction

The use of the internet in a computer network in an institution or office has become a necessity for today's internet users. At any time during working hours, employees or students must always access the internet using their office computer network or institution. A large number of internet data packages will cause problems in internet usage. This is a concern for network administrators to monitor the use of data packages that are most frequently accessed by users. The most dominant type of data package and the percent amount will be considered by the network administrator in making decisions for network monitoring. Retrieval of data from data packages that are accessed by the user can be displayed visually in order to facilitate monitoring. This visual graphics display can be used as a dashboard of a built-in monitoring system to make a decision on the network.

Research conducted by several previous researchers stated that users have often used HyperText Transfer Protocol Secure (HTTPS) applications, such as those made [1]. They stated problems arising for the classification of the estimated package. From the paper [2] obtained the classification of traffic types as a way to optimize bandwidth so that internet connections are reliable and stable.

At this time a computer network in an institution or company uses heterogeneous networks. One of the meanings of heterogeneity is where the network uses different settings and operating systems. The research conducted by [3] uses the Nagios application to monitor the network with the characteristics of scalability, application (daemon) and data security. In addition, other studies monitor user quality bandwidth and service of quality (QoS) [4].
The dataset from capture results using the TCPDUM tool produces several attributes that must be selected as the basis for recognizing a data packet pattern. The feature selection is one method used in determining the correlation between attributes in one class. There have been many studies conducted using feature selection in identifying one type of data package in network and data science cases. One of them is the technique used is to use entropy and information gain in passing feature selection. Information gain is part of the selection method based on ranking attributes and based on the highest values and the relevance of the class. Research conducted by [5] and [6] uses FE algorithms to detect traffic and attacks.

Identification of data packets is needed to properly identify package patterns. For this purpose, a research on data packet detection with a feature selection method. Where is the case study in this paper takes traffic from Computer Science Faculty Universitas Sriwijaya This paper is also intended to produce a real-time system for monitoring and grouping https traffic on the network of Computer Science Faculty Universitas Sriwijaya. This research was conducted at the Computer Science Faculty Universitas Sriwijaya because of the large amount of data traffic that occurred but unknown packages and what applications were most accessed by the user. The speed of data access there is sometimes felt slow. Besides that, we also want to see the tendency of user behavior about what they often access.

2. Feature Selection

In paper [7] to find entropy values. In this study, the stages were carried out, namely determining the attributes of network traffic by capturing data. Next, find the relevant attributes of the data. The method used is the feature ranking method or information Gain (IG). This method is to find a ranking that will be validated. In the validation method used is the classification of Naive Bayes. The results will get the accuracy of each attribute from the data obtained.

The initial stages are pre-processing data to process data cleaning to produce accuracy. Then the process is continued by dividing the dataset into training data and testing data. This stage is a learning process that predicts dominant attributes. To get the data package pattern, this learning process is carried out.

The results of entropy and ranking of each attribute are obtained by using the information Gain (IG) method. Ranking results are obtained that the Source_port attribute is the first rank. This means that this attribute has a large contribution to the attribute service that is used as a class. While the three attributes are Header_length, Urgent_Pointer and Protocol are the three lowest ranks. This result means these attributes have no contribution.

The selection of attributes in this study uses the filtering method, where one method used is the Mutual Information [8],[9]. The advantages of this method are based on a simple principle, the more information obtained the better.

3. Result and Analysis

Data packet detection for feature selection produces two output stages, namely the detection of data packet engines and applications; visualization of detection of data packet engines and applications with PHP. These results are described as follows.

3.1. Detection of data packet engines and applications

Data packages are taken in real-time by building a network on the Fasilkom Unsri campus using public IP. The resulting data is obtained by using the TCPDUM application to obtain raw data. This is to prove that feature selection is correct. Then tested with a system that was built using python programs, MYSQL and PHP as media to display the results of monitoring into graphic form.

This research results in retrieving data packets and applications from engine detection. Learning systems need to be done to update the knowledge of the system so that it can detect the types of packages. Rules developed are the result of feature selection to update knowledge in identifying packages and applications. The experimental results shown in Figure 1 are graphs from the detection of data packet engines and applications.
In this study, the engine experiment was conducted four times to ensure that the rules built could recognize data packages and applications on the internet. From Figure 1, the results of the first experiment are shown by the blue line detected by the data packet engine and application. Where the dominant data packets that are accessed by users are Google, https, HTTP, YouTube, and others. In the second experiment, indicated by the red line, the dominant data packet accessed by the user is almost the same as the first experiment, but the percentage is higher. But for HTTP is almost the same as https, and Facebook starts to increase compared to the first trial, even higher than YouTube. The third experiment was shown by the green line and the fourth experiment which was shown by blue, almost the same pattern, but the percent was higher than the previous one. Significant results appear high percent data packet values accessed by the user, DHCP. Where the first and second experiments are not so high the DHCP value.

The amount of data from the engine that was built is shown in Figure 1. In the experiment that was carried out found for the type of data package on average the most https type package that is equal to 60.87 percent, Other 22.58 percent, HTTP 8.53 percent, DHCP 0.01 percent, DNS 0.00 percent, and SSH 0.00 percent. While the biggest average application is Google at 4.19 percent followed by YouTube at 2.30 percent and the last is Facebook at 1.53 percent.

This is a technological intervention for humans. The choice of consumer social actions also shows consuming the virtual world in various ways. Finally, cultural differences occur where a sense of security is a challenge. Facebook is known to still be one of the active social media used by consumers in the millennial and Z-generation categories. Facebook is still the user's goal to add and maintain relations with the real world and virtual interactions. Actually, here, technology is able to facilitate a number of people to create social capital regardless of form.

From the results of the experiment shows the engine has not been able to recognize packet types for DNS and SSH. This is evidenced by the results obtained from four experiments yielding 0.00 percent. Many applications still produce packages that have lost or cannot be identified as in the third experiment; there was 37.57 percent of the amount of data that has not been detected by the system.

3.2. Monitoring of detection of data packet engines and applications with PHP
This paper shows the monitoring of detection of data packet engines and applications with PHP. Figure 2 is the result of the detection of the data packet and application detection using PHP. The system built is a system that can calculate and analyze presentations from protocols and internet applications.

This system consists of two modules to send files to the MySQL database and one to do data calculations and analysis. The first module is used to read .csv files that will be stored in the database in table form. The goal for the calculation process is easier to do. The first module will transfer data to the results table in the form of id, Application Name and number of packages. The second module is used
for calculation and displays the visualization of the calculation of the number of packages and applications in the form of Percent.

Figure 2. Monitoring of engine detection Data packages and applications with PHP and Mysql.

Monitoring of the results of the experiment to facilitate analysis and monitoring system. The results of this visualization become a dashboard of the monitoring system built. From Figure 2 experiment 1 (a), application and protocol monitoring system, the dominant data package is https 63.38 Percent and other 24.30 percent. From Figure 2 experiment 2 (b), application and protocol monitoring system, the dominant data package is https 71.24 percent and HTTP 14.37 percent. From Figure 2 experiment 3 (c), application and protocol monitoring system, the dominant data package is https 46.14 percent and other 37.57 percent. From Figure 2 experiment 4 (d), application and protocol monitoring system, the dominant data package is https 62.70 percent and other 20.35 percent. If the results of this monitoring are analyzed by the network administrator, it can be used for decision making in network monitoring.

The virtual world is the choice of users to try new experiences. With a fluid user identity, it supports freedom of experimentation in this huge virtual world without limits and time. Here, there is its own culture where there are no moral values, religion, nor cultural values that influence the user's social interaction. Reference groups become external forces that influence consumer social behavior in cyberspace, such as lifestyle, the similarity in the background, and social status. The virtual world needs to be seen as the arena of class struggles that fight over each other. So, the need for the presence of the State and educational institutions that become social control in the virtual world, even with limited coverage. It is time to develop information technology aimed at social development.
4. Conclusion
The most common types of data packages from large to small are https, HTTP, DHCP, DNS, and SSH. For the average application from large to small are Google, YouTube, and Facebook. The engine built cannot recognize the type of package for DNS and SSH. Monitoring of the results of the experiment to facilitate analysis and monitoring system. The results of monitoring can be as a tool for network administrators because it is in the form of a dashboard of the monitoring system built. Display of data retrieval results appears in the form of a pie chart. It describes the data package and which applications are most dominantly accessed by the user. This description shows the active users in the network of Computer Science Faculty Universitas Sriwijaya. The use of this dashboard can be used in decision-making systems for network monitoring. With pie charts, network administrators more easily analyze user behavior on the computer network they are monitoring.
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