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ABSTRACT
A long list of documents have been offered as security advice, codes of practice, and security guidelines for building and using security products, including Internet of Things (IoT) devices. To date, little or no systematic analysis has been carried out on the advice datasets themselves. Towards addressing this, with IoT as a case study, we begin with an informal analysis of two documents offering advice related to IoT security—the ETSI Provisions and the UK DCMS Guidelines—and then carry out what we believe is the first systematic analysis of these advice datasets. Our analysis explains in what ways the ETSI Provisions are a positive evolution of the UK DCMS Guidelines. We also suggest aspects of security advice warranting special attention by those offering security advice. Such parties may find the systematic analysis method, which categorizes advice into predefined categories, to be of general interest beyond IoT itself.
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1 INTRODUCTION
Over the past two decades, the Internet of Things (IoT) has progressed from ideas to products to ubiquitous deployment. Among retail consumers, IoT devices for so-called smart homes have become popular. These consumer devices are typically controlled over networks, both locally and remotely, e.g., via smartphones. Example devices include smart lightbulbs, smart door locks, smart thermostats, web cameras, and smart speakers.

Perhaps unsurprisingly, given their network reachability, many of these devices have suffered from rather serious security vulnerabilities [2, 21]. With broad awareness of this state of affairs, over the past five to eight years in particular, a substantial number of organizations, including governments and industry associations, have offered IoT security guidelines and related advice documents, aiming to improve the state of affairs.

However, the advice documents themselves appear to have received little analysis, and many questions can be asked about the advice items they offer. (We view the advice items as datasets in the context of our analysis.) Is the advice understandable by target audiences, e.g., IoT device manufacturers? Are there other target audiences, and what expertise is expected of them? Is advice intended to be actionable, in the sense of specifying step-by-step details to follow, enabling reliable execution by advice recipients; or does it aim only to state desired end-goals or outcomes?

These questions are related to usability, but typically for IT workers other than end-users; the primary advice targets appear to be IoT manufacturers and software developers—but we find, typically not security experts, and expect few small to medium IoT device manufacturers employ deep teams of security experts. Note that here, the subject of analysis is security advice itself, not the resulting products per se. We believe that the quality and usability of such security advice is under-studied—both for IoT, and in general.

In this work we provide an informal and then a systematic analysis of advice from two documents addressing IoT security [10, 13]. For the systematic analysis we employ our security advice coding (SACoding) method, which involves qualitative data coding and has been used on a 1013-item advice dataset in previous work [5]. The datasets we explore herein are coarser (higher level), and our analysis includes comparing them. The SACoding method measures actionability (Table 1), which we view as a desirable characteristic of advice. We also consider how security advice in general might be improved.

Through this work and by analysis of these particular datasets, we aim to further understand various characteristics of popular security advice—hoping that this may illustrate characteristics important to advice-givers aiming to produce more well-targeted, actionable advice for advice recipients to rely upon.

2 DOCUMENT SUMMARIES
We first describe the relevant documents. Our aim is to provide an analysis and comparison of security advice datasets from two primary documents; we specifically focus on their primary advice content (rather than preamble and non-advice appendices). In what follows, DCMS refers to the UK government’s Department for Digital, Culture, Media and Sport; ETSI is short for the European Telecommunications Standards Institute.

The first primary document, which we call the DCMS 13 Guidelines (from October 2018), is officially the DCMS Code of Practice for Consumer IoT Security [10]. It consists of 13 IoT security guidelines.

The second primary document, which we refer to as the ETSI Provisions (from June 2020), is ETSI’s Cyber Security for Consumer IoT: Baseline Requirements [13]. It uses each of the high-level DCMS 13 guidelines as category headings, with minor editorial changes. Under these headings, it provides a larger, finer-grained set of items called “provisions” for advice recipients to follow.

Related to both of these primary documents is a large collection of advice [7] which we call the DCMS 1013-item dataset, and view as representative of current IoT security advice. This is a compilation of items of IoT security advice, pruned down (by removing identical items) from a slightly larger original set. The advice items in this dataset are referenced in a third document, the DCMS mapping...
document [11], which categorizes each of the 1013 items into one of the DCMS 13 guidelines that best suits it.

The mapping document is positioned as a “reference and tool for users of the Code of Practice [DCMS 13 Guidelines]” [11], suggesting that those looking to follow each guideline would consult this mapping document for how to find technical details supporting each. Likewise, the ETSI Provisions document suggests use of the DCMS 1013-item dataset for technical details, albeit without explaining how readers are expected to use it.

We now give more background on the two primary documents.

2.1 DCMS 13 Guidelines
The DCMS 13 Guidelines define 13 guidelines designed for pre-deployment stakeholders to use for improving the security of their products and services. These guidelines (examples are in Appendix, Table 5) are positioned as “practical steps”, and also as “outcome-focused”, giving stakeholders the flexibility to follow each guideline on their own terms rather than offering specific means to execute them [10]. (This leads to a contradiction, as we discuss shortly.)

As such, these are high-level guidelines (i.e., lacking in technical detail) that cover a wide variety of IoT security topics. The first three guidelines are intentionally ordered first to signal their priority as those that the DCMS suggests may have the greatest and immediate security impact for a stakeholder. Each of the 13 guidelines follow a basic four-part structure as we now summarize.

(1) Guideline Title. A short title conveys each guideline’s primary topic and general direction, compacted to fit on one line. The title is not always representative of the full recommendation given in the longer description. We refer to the title as the guideline category, generally representing the guideline’s theme.

(2) Guideline Description. For each guideline, a pink box highlights the core part of each guideline (or entire guideline if short), expressing what is intended for the advice follower to achieve. This text is the primary focus of our analysis. For example, DCMS-5 has description:

Security-sensitive data, including any remote management and control, should be encrypted in transit, appropriate to the properties of the technology and usage. All keys should be managed securely.

The description apparently aims to express the goal of the guideline more than how to follow it, consistent with the document positioning the guidelines as “outcome-focused, rather than prescriptive” [10], which suggests to us non-actionability. However, this appears to contradict other positioning of the guidelines as “practical steps”, which we associate with actionability.

(3) Further Description/Explanation. Supporting text accompanying each guideline gives a non-technical explanation of rationale, why the guideline is important, or what common problem it addresses. In a few cases this text notes additional avenues to solving a general problem. In some cases it expands on the guideline description; in others it goes off in independent directions.

2Table 1 gives explicit definitions of a few basic terms as used herein.

(4) Guideline Footnote. Two of the 13 guidelines have a brief footnotes section giving a short list of references indicating external sources for supplementary information, or further clarification of some aspect (e.g., the meaning of “competent industry bodies” [10], mentioning GSMA [17] and the IoT Security Foundation [20]).

The document’s end has more explanation for 6 of the guidelines, aiming to address frequent questions and positioning these as “additional explanatory notes” [10], perhaps suggesting that they are not needed in order to carry out the main advice. These sometimes include further advice or context on why the guideline is important.

2.2 ETSI Provisions
The ETSI Provisions document extends the 13 categories from the DCMS 13 Guidelines, and appears to be recognized by the DCMS as an extension of their work (DCMS lists it in their Secure by Design project [12], and contributes a subset of the content, notably the introductory material and guideline categories).

While portions of these two documents are similar, by our reading, the DCMS 13 Guidelines and ETSI Provisions differ in scope. The DCMS guidelines appear more as high-level advice to be followed at the discretion of a manufacturer [10], while the ETSI provisions are positioned [13] as “technical controls” with the intent to be measurable for compliance when combined with technical details such as those in the DCMS 1013 dataset, or advice from ENISA [14], the IoT Security Foundation [28], and the GSMA [16].

The ETSI Provisions document is built around the DCMS’ 13 guideline categories, plus an extra guideline category (on how to protect user data processed by an IoT device). We include this in our analysis, but exclude a further new section on how to report on implementation of provided advice (we view that as separate from advice items/categories per se).

Each category in the ETSI Provisions document has an optional category description (a few sentences on the category goal or scope) and from 1 to 16 “provisions”. Each provision has: (1) a one-sentence description of what is required by the advice follower or implementer. It may also have: (2) further description of the provision; and (3) examples or notes of where or how the provision would be applied, as context. Many provisions include all three; some have only the first.

3 INFORMAL COMPARISON AND CRITIQUE
Before a systematic comparison, we first informally compare and critique the DCMS 13 Guidelines and ETSI Provisions documents—expecting the latter to be an improvement, as an evolution. As we do so, we begin to characterize what we recognize as aspects of advice that make it more (or less) actionable.

3.1 Positioning of Documents
We first distill our view of the stated purpose and positioning of each document. A first criticism is that the positioning of both documents is unclear, and by our reading, contradictory in places.

The DCMS 13 Guidelines give four statements of positioning [10]:

(D1) This Code of Practice sets out practical steps for IoT manufacturers and other industry stakeholders to improve the security of consumer IoT products and associated services.
(D2) The guidelines bring together what is widely considered good practice in IoT security. They are outcome-focused, rather than prescriptive, giving organisations the flexibility to innovate and implement security solutions appropriate for their products.

(D3) A number of industry bodies and international fora are developing security recommendations and standards for IoT. This Code of Practice is designed to be complementary to and supportive of those efforts and relevant published cyber security standards.

(D4) The Code of Practice is supported by a mapping document and an open data JSON file that link each of the Code’s guidelines against the main industry standards, recommendations and guidance. This mapping gives additional context to the Code’s thirteen guidelines and helps industry to implement them.

D1 positions the guidelines as practical steps (which we interpret as: something to do, actions), but in D2 also as high-level outcomes (goals) to be reached by following the advice. D2 also mentions “good practice”, but it is unclear whether this implies a practice as we might define the term (see Table 1 for explicit definitions), or just generally “good things to do”.

By our definitions (Table 1), actions and outcomes are quite different. By D2, the guidelines intend to allow advice targets to select methods appropriate for their devices, suggesting the document should be used as a high-level set of outcomes to strive for rather than steps to follow. Readers may be misled about whether the guidelines alone suffice to reach security goals, or simply provide high-level statements of what should be done with external sources to provide further details (as apparently intended by D3–D4).

Now moving to the ETSI Provisions, they provide the following positioning statements [13]:

(E1) The present document brings together widely considered good practice in security for Internet-connected consumer devices in a set of high-level outcome-focused provisions. The objective of the present document is to support all parties involved in the development and manufacturing of consumer IoT with guidance on securing their products.

(E2) The provisions are primarily outcome-focused, rather than prescriptive, giving organizations the flexibility to innovate and implement security solutions appropriate for their products.

(E3) [...] the focus is on the technical controls and organizational policies that matter most in addressing the most significant and widespread security shortcomings.

(E4) Overall, a baseline level of security is considered; this is intended to protect against elementary attacks on fundamental design weaknesses (such as the use of easily guessable passwords).

(E5) The present document provides a set of baseline provisions applicable to all consumer IoT devices. It is intended to be complemented by other standards defining more specific provisions and fully testable and/or verifiable requirements for specific devices which, together with the present document, will facilitate the development of assurance schemes.

E1 and E2 suggest the advice is intended to be high-level and focused on outcomes; but E1 also positions these as “good practice”, which here again (as earlier), is a term whose meaning is unclear. E3 mentions that the focus of the advice is technical controls and organizational policies. The former suggests to us a substantial level of detail (compared to the DCMS guidelines), but less specific than technical specifications (for which E5 defers to supplementary external documents, as do the DCMS guidelines).

E4 positions the advice as protecting against “elementary” attacks, suggesting that the provisions are meant to address generic threats applicable to broad classes of IoT devices, versus advanced threats or those targeting specific environments (or users) or use cases. Recall that the DCMS 13 Guidelines are arranged in priority order by advice believed to be the most impactful.

The term provision itself is not explicitly defined in the ETSI Provisions, but based on context and our understanding of how it is used in the document, our informed guess is that this term is intended to align with what we call a practice (Table 1), as the provisions appear to be something that advice recipients are asked to execute to improve security. Despite our belief of this intent, in many cases the specified provisions lack “specific means” (as required by our explicit definition) to reach a goal.

As a summary regarding positioning (from our informal analysis), by our reading the DCMS and ETSI documents at first appear to be positioned similarly as high-level advice to be supported by more detailed advice, but on closer inspection the ETSI document is often clearer on how advice can be carried out. Both help in understanding the security landscape; the DCMS guidelines provide a high-level understanding of the general direction for security protections, while the ETSI document provides advice closer to our concept of practices for how to reach security goals.

### 3.2 Reference to External Advice

In our view, both documents fail to provide adequate direct reference to complimentary security advice as next-level information to support their high-level guidance, despite mentioning that their advice should be paired with such advice from external sources. We now give support for this view.

The DCMS 13 Guidelines document suggests (in statements D2, D3, and D4 above) that stakeholders should use advice in the DCMS 1013-item dataset (mapped to each guideline in the mapping document) for technical details to follow the guidelines. The DCMS 13 document itself, however, does not clearly indicate which advice items to use within the 1013-item dataset, and apparently expects stakeholders to sort this out for themselves.

However, our previous work [5] suggests a relatively small proportion of items in the 1013-item dataset are actionable on their own; to follow a guideline, the DCMS 13 document implicitly expects readers (advice recipients) to have sufficient knowledge to find appropriate advice items from within the large set. Whether...
the target audience actually has such knowledge has not, to our knowledge, been directly tested (this would in our opinion be informative).

The ETSI Provisions similarly do not provide specific implementation details for many provisions. The document does have a references section listing external sources, which some individual provisions reference. In most cases, the references are to relevant industry organizations, or entire documents (not specific pages or sections) from which readers would presumably independently locate and extract relevant information. Like the DCMS 13 Guidelines document, the ETSI Provisions suggests use of the 1013-item advice dataset [7] (among others) to provide next-level advice. This raises the same question as above, about specifically which next-level advice to use from within the 1013-item dataset.

As both documents suggest their guidelines and categories deliver good practice, e.g. from the 1013-item advice dataset, it is unclear what exactly is expected of advice recipients when the documents do not actually specify (actionable) practices. Can an IT employee at an IoT manufacturer reliably select a small number of relevant items from the 1013-item dataset and properly execute the advice? Advice recipients are apparently required (expected) to select next-level advice from a suitable dataset or document (that they decide is appropriate) in order to reach desired security goals.

3.3 Target Audience

The DCMS 13 Guidelines document targets device manufacturers, IoT service providers, mobile app developers, and retailers [10]; given an audience this broad, it is unclear what expertise advice recipients are expected to have. The document explicitly labels each guideline with one of these four targets (e.g., the first DCMS guideline “no default passwords” is labelled as applying to device manufacturers). Thus not all guidelines apply to all four targets. Specific subgroups within each target (e.g., departments) are not described.

In the ETSI document, the audience is described as “organizations involved in the development and manufacturing of consumer IoT”, much less specific than the DCMS audience; whether or not an evolution of the DCMS document, in this sense it does not improve.

We expect that following security advice would be the responsibility of relatively obvious subgroups, e.g., within manufacturer organizations (e.g., IT personnel in software development, or security positions); the DCMS document specifies the general targets, and we infer more specific audiences. While we are critical of the significantly more broad target description given in the ETSI document and suggest the audience should be specified, given the document’s appearance as an evolution of the DCMS document, we believe they are targeting similar audiences.

A question to consider is: Within technically proficient target groups, do these documents assume that those who will follow security advice will be, e.g., security experts (with extensive knowledge and experience in security), or more typical developers and IT specialists familiar with basic security but not themselves security experts? This is relevant, as both documents expect the reader to consult external sources for implementation details, the comprehension of which may depend on one’s security expertise. As we believe that it is beneficial for security advice to be actionable for the target audience, we argue that crafting advice specifically for target audiences is important. We add this to our list of desirable characteristics for advice, and return to it in our systematic analysis.

3.4 Distinct Advice Topics (fine-grained nature)

Within an individual DCMS guideline, numerous sub-topics are sometimes offered. Consider DCMS-3: Keep software updated [10]:

1. Software components in internet-connected devices should be securely updateable
2. Updates shall be timely and
3. should not impact on the functioning of the device.
4. An end-of-life policy shall be published for end-point devices which explicitly states the minimum length of time for which a device will receive software updates and the reasons for the length of the support period.
5. The need for each update should be made clear to consumers and an update should be easy to implement.

For constrained devices that cannot physically be updated, the product should be isolatable and replaceable.

This guideline has five distinct sub-topics (we inserted numbers {i} for exposition): {1} secure updates, {2} timely updates, {3} updates that do not interrupt device function, {4} published policy about update status, and {5} ability to isolate and replace a device if it can not be updated. Each sub-topic might have distinct practices associated with it, but the sub-topics are combined in one guideline. (The coding tree method used in our systematic analysis tags this guideline as Not Useful (M1), with a supplementary tag of Unfocused.)

In contrast, the ETSI document offers individual provisions that each have a distinct topic. For example, consider Provision 3-1 under the same DCMS-3 heading [13]:

“All software components in consumer IoT devices should be securely updateable” [Notes and examples omitted]

This provision is explicitly about secure updates, corresponding to {1} above. Other sub-topics {2}–{5} are handled through separate provisions in the ETSI document.

As a side note, given the 28 sub-topics in the DCMS 13 guidelines (this is the total number of sub-topics that we extract from the 13 guidelines in our systematic analysis), we might expect the ETSI document, if aiming to cover those same topics, to have about 28 provisions. However, the number of ETSI provisions (67) is more than twice this. The ETSI document uses IoT security advice documents found in the 1013-item dataset and additional reputable sources (noted in the ETSI Provisions introduction).

It is unclear whether ETSI’s increased number of advice items resulted from new topics being extracted from further sources, or if corresponding sub-topics found in the DCMS guidelines were more finely sliced. In either case, the ETSI Provisions have more specific, finer-grained items. Finally, that the major categories (the titles of each DCMS guideline) were largely retained while incorporating additional advice from further sources suggests that the original categories are largely representative of the general topics found to be important by IoT security advice-givers.

We believe it is reasonable to expect that advice recipients are able to extract sub-topics as we have above. Our systematic analysis below takes this into account by independently analyzing the DCMS guidelines from two perspectives: each guideline as presented in the source document, and with each sub-topic extracted and used as individual advice items (akin to ETSI’s provisions).
3.5 Technical Content (actionability support)

As discussed above, we view the positioning of both the DCMS 13 Guidelines and ETSI Provisions as somewhat self-contradictory, claiming to offer "practical steps" or "technical controls" (D1, E3), but also describing their advice as "outcome-focused" (D2, E2).

If the intention is to offer practical steps or technical controls, we would expect technical details included to provide advice targets clear instruction on how to execute the advice. If an advice item is vague about techniques expected to be used, the coding tree in our systematic analysis below is unlikely to categorize the item as an actionable practice, and we expect that some advice recipients will be unclear about how to execute it without technical details from a further external source. The DCMS guidelines (and sub-topics therein) often briefly mention a technical approach without explicit or obvious implicit steps or actions to take. Consider DCMS-4 as example guideline lacking, in our view, sufficient technical details to enable reliable execution [10]:

*Any credentials shall be stored securely in services and on devices. Hard-coded credentials in device software are not acceptable.*

Not using hard-coded credentials would generally be regarded as a clear, requiring no further technical detail. In contrast is the sentence requesting credentials be "stored securely" without explaining this (nor specific steps on how to achieve it). As technical details are largely absent from the DCMS 13 Guidelines, it appears the document (positioned ambiguously as discussed earlier) is intended as high-level advice with the expectation, per D4 above, that external references be sought for technical detail on how to execute advice.

ETSI provisions frequently suggest a technique or tool to use to achieve a goal, but often do not describe further execution detail. They often also include an example providing context or describing a real-world scenario where application of the provision would benefit security. While such examples do not appear intended to replace technical detail, they add context that may help advice recipients reliably follow the advice. Like the DCMS 13 Guidelines, the apparent intent is that the advice is generally to be supplemented by external sources for technical details.

3.6 Summary of Informal Comparison

From our informal analysis, we find the DCMS 13 guidelines and ETSI provisions are positioned differently. Being especially interested in whether IoT security stakeholders can reliably execute provided advice, we note that the ETSI document appears to contain more technical content and detail than the DCMS guidelines (suggesting improved actionability).

**Positioning.** Both documents propose what are described as "outcome-focused" advice for consumer IoT devices, suggesting they aim to deliver high-level advice, but this is also arguably contradicted by positioning the advice as "practical steps" (DCMS) and "technical controls" (ETSI), setting up an expectation to deliver details enabling advice recipients to execute the advice.

**Reference to external advice.** Both documents rely on often vague references to external sources for further technical details of how to execute advice or reach security goals, leaving it unclear about which sources to follow to reach these goals.

**Target audience.** Particularly in the ETSI Provisions, the target audience is vague, leaving unclear the required knowledge level of the audience expected to execute advice. The DCMS guidelines detail which of four general audiences each guideline targets.

**Distinct advice topics.** Both documents categorize their advice in similar ways using high-level categories. However, the ETSI Provisions separate individual sub-items within each category into finer-grained stand-alone provisions, whereas the DCMS guidelines have multiple subtopics within a single block of text.

**Technical content.** The DCMS 13 Guidelines provide little technical detail for how to follow advice, limiting its actionability. While the ETSI Provisions generally provide more technical detail, it appears that the intent of both documents is for advice recipients to reference external advice for further execution detail.

4 SYSTEMATIC ANALYSIS

As opposed to the informal analysis above, we now carry out a systematic analysis of these same security advice documents, applying the SAcoding methodology [5] to these datasets. In particular, this allows a determination of the proportion of each advice set that is actionable (by our definition). This baseline measurement of actionability allows comparison of the DCMS 13 Guidelines and ETSI Provisions. From this, we proceed to other observations on whether the ETSI Provisions improve over the DCMS 13 Guidelines, with an eye towards more formally cross-checking the preliminary view of improvement from the informal analysis.

4.1 Coding Tree Methodology (Overview)

We summarize here our security advice coding (SAcoding) methodology, previously introduced and used [5] on the 1013-item dataset of security advice items.3 It was designed using inductive coding [8]. Fig. 1 shows the coding tree, which a human coder uses to assign codes to advice items by answering questions Qi given in Fig. 2. The method does not analyze the quality of the technical content of advice, but rather classifies advice items into "type" categories, per the codes in Fig. 3.

We use the SAcoding tree on three datasets: two derived from the DCMS 13 Guidelines, and one from the ETSI Provisions. For the first of the two from the DCMS document, for an actionability assessment of the guidelines as documented, we extract each guideline as a whole (the entire guideline as one item). For the second set, we extract all sub-topics from each of the 13 guidelines, allowing assessment of each sub-topic as an independent advice item. From the ETSI Provisions we extract each provision (including associated examples and notes) from each of the 13 categories plus the extra category noted earlier. Each ETSI provision is largely self-contained, typically focusing on one topic, and need not be subdivided. These extractions result in three datasets that we will compare:

- DCMS Full guidelines (13 items)
- DCMS Sub-Topics guidelines (28 items)
- ETSI Provisions (67 items)

For each item in each dataset, using a software interface tool, one author applied the SAcoding method. This assigns a code (less formally, tag) to each item. Each code is pre-classified as actionable or not (as designated in Fig. 3), allowing a count of actionable advice.

---

3Our previous work [5] analyzed the V3 dataset [7]. V4 is now available.
Herein, a lightweight cross-check was added with a second coder (Fig. 2). Unshaded codes \( P4 - P6 \) are desirable (feasible) actionable practices; grey codes \((O1a, O1b, N1, N2, P2)\) are non-actionable but may be useful in some contexts. We view dark-shaded codes \((M1, M2, P1, P3)\) as non-desirable targets for advice.

**Q1.** Is the item conveyed in unambiguous language, and relatively focused?
**Q2.** Is it arguably helpful for security?
**Q3.** Is it focused more on a desired outcome than how to achieve it?
**Q4.** Does it suggest a security technique, mechanism, software tool, or specific rule?
**Q5.** Does it describe or imply steps or explicit actions to take?
**Q6.** Is it viable to accomplish with reasonable resources?
**Q7.** Is it intended that the end-user carry this item out?
**Q8.** Is it intended that a security expert carry this item out?
**Q9.** Is it a general policy, general practice, or general procedure?
**Q10.** Is it a broad approach or security property?
**Q11.** Does it relate to a principle in the design?

**Figure 2: SACoding tree questions [5].**

**Figure 1: SACoding tree [5].** Answering questions \( Q_i \) (Fig. 2) leads to advice items being assigned leaf node codes (Fig. 3). Unshaded codes \( P4 - P6 \) are desirable (feasible) actionable practices; grey codes \((O1a, O1b, N1, N2, P2)\) are non-actionable but may be useful in some contexts. We view dark-shaded codes \((M1, M2, P1, P3)\) as non-desirable targets for advice.

**M1. Not Useful (too vague/unclear or multiple items):** Advice that does not make sense from a language perspective (e.g., unclear due to grammar), or is not focused on a specific task/action to complete.

**M2. Beyond Scope of Security:** Advice that is not clearly an item that might benefit security.

**N1. Security Principle:** Advice framed as a general rule that applies broadly, and has historically improved security outcomes or reduced exposures.

**N2. Security Design Principle:** Advice that suggests a Security Principle, and more specifically, applies to the design phase of a product’s lifecycle.

**O1a/b. Desired Outcome:** Advice that suggests a generic, high-level end goal to be attained (without specifying a particular method by which to reach it).

**P1. Incompletely Specified Practice:** Advice that suggests a technical direction of a practice (e.g., a technical mechanism, specific rule), but lacking clear indication of steps to follow, and thereby considered "non-actionable".

**P2. General Practice or General Policy:** Advice that is not explicit about techniques or tools, but indicates a general approach; may be policy-related. Considered non-actionable (despite name) due to general, unspecific nature.

*P3. Infeasible Practice:* A practice that would require unreasonable resources (time, money), thereby failing most or all cost-benefit analyses.

*P4. Specific Practice—Security Expert:* A practice requiring a security expert to implement, e.g., in-depth knowledge or experience; often requires steps not clearly specified in advice to be inferred.

*P5. Specific Practice—IT Specialist:* A practice that typical IT workers could execute, using basic (vs security expert) professional knowledge of security.

*P6. Specific Practice—End-User:* A practice that typical end-users could execute, e.g., by directly interacting with a device, mobile app, or cloud service.

**Figure 3: SACoding tree codes, based on Barrera et al. [5].** Codes preceded by an asterisk (*) are considered actionable.

or instructions by the single coder are likely to be consistent across their coding of both datasets, and thus expect potential inconsistencies between different coders, while undesirable, are perhaps less relevant.

### 4.2 Results of coding

Recall that DCMS-i and ETSI-i indicate the same 13 category headers, conveying the same or very similar information (e.g., DCMS “Monitor system telemetry data” [10] versus ETSI “Examine system telemetry data” [13]); however the content of DCMS guidelines differs from that of ETSI provisions. We analyze the content.

Table 2 shows the results for tagging both the DCMS Sub-Topics set and the DCMS Full set. Only tags represented in the analysis results are listed in the table; unused tags are omitted. For the Full guideline tagging, only 1 of 13 guidelines (DCMS-i) was assigned an actionable tag (here, \( P9 \)). For Sub-Topics, 7 of 28 sub-topic items (25%) were tagged \( P9 \) (the only actionable tag that appeared in the results); the remaining 75% are non-actionable tags. Note that only 6 of the 11 tags available (from Fig. 3) appear in the Table 2 results.

Table 3 shows the results of tagging the ETSI Provisions, with 7 tags appearing across its 67 provisions (those in Table 2 plus \( P4 \); absent are \( P3, P6, M2, O1b \). A combined 43% of provisions were tagged with actionable tags (here including \( P4 \) and \( P5 \)).
Table 2: DCMS Sub-Topic and Full guideline coding results. 
\( n \) is number of sub-topics manually extracted. Sub-Topics are each assigned a code. Full column gives code assigned to overall guideline. * denotes actionable codes of Fig. 3.

| Guideline | \( n \) | P1 | P2 | *P5 | N2 | O1a |
|-----------|--------|----|----|-----|----|-----|
| DCMS-1    | 1      |    | 1  |     |    |     |
| DCMS-2    | 2      | 1  |    |     |    |     |
| DCMS-3    | 5      |    | 1  | 3   |    |     |
| DCMS-4    | 2      |    | 1  |     |    |     |
| DCMS-5    | 2      |    |    | 1   |    |     |
| DCMS-6    | 1      |    |    | 1   |    |     |
| DCMS-7    | 2      |    | 1  |     |    |     |
| DCMS-8    | 3      |    | 1  | 2   |    |     |
| DCMS-9    | 4      |    |    | 3   |    |     |
| DCMS-10   | 1      |    |    | 1   |    |     |
| DCMS-11   | 2      |    |    |     |    |     |
| DCMS-12   | 2      |    | 1  |     |    |     |
| DCMS-13   | 1      |    |    | 1   |    | P1  |
| Total     | (28)   | 11 | 2  | 7   | 1  | 7   |
| Proportion of Total | 39.3% | 7.1% | 25.0% | 3.6% | 25.0% |

Figure 4 shows the proportion of advice from the three datasets (DCMS Full and Sub-Topics, and ETSI Provisions) assigned each code. We give our interpretation of these results next.

4.3 Interpretation and Comparative Analysis

Based on our methodology, the ETSI Provisions improve over the DCMS 13 Guidelines in terms of proportion of actionable advice. As a first observation, the Incompletely Specified Practice (P1) code was used 15.4%, 39.3%, and 34.3% of the time for the DCMS Full, DCMS Sub-Topics, and ETSI Provisions sets, respectively (Fig. 4). The frequency with which code P1 was assigned (through the coding tree) signals to us a heavy reliance on external advice; due to a lack of technical detail within advice items themselves, and lack a direct reference to external sources for such detail, these items are not actionable by our definition.

Figure 4 shows that tags M2 (Beyond the Scope of Security) and P3 (Infeasible Practice) were not assigned to items in any of our three datasets. This matches our previous analysis [5], presumably for the same reason—when advice in that 1013-item dataset was tagged actionable, it was almost always feasible to carry out (cf. \( Q_6 \)); and advice intended as security advice was rarely assigned M2 at \( Q_2 \).

Table 3: ETSI Provisions coding results. \( n \) is number of provisions in category. Other column headings denote codes assigned using coding tree. *actionable codes from Fig. 3.

|       | P1 | P2 | *P4 | *P5 | O1a | N2 | M1 |
|-------|----|----|-----|-----|-----|----|----|
| ETSI-1| 5  | 2  |     |     |     |    | 3  |
| ETSI-2| 3  |    | 1   |     |     |    | 2  |
| ETSI-3| 16 | 5  | 4   | 5   | 1   |    | 1  |
| ETSI-4| 4  |    | 1   |     |     |    | 3  |
| ETSI-5| 8  | 5  |    | 1   | 1   |    | 1  |
| ETSI-6| 9  | 2  | 1   | 3   | 2   | 1  | 1  |
| ETSI-7| 2  |    | 1   |     |     |    | 1  |
| ETSI-8| 3  | 2  |    |     |     |    | 1  |
| ETSI-9| 3  |    | 1   | 1   |     |    | 2  |
| ETSI-10| 1 | 1  |     |     |     |    | 1  |
| ETSI-11| 4 | 2  |     |     |     |    | 2  |
| ETSI-12| 3 |    | 1   |     |     |    | 2  |
| ETSI-13| 1 |    | 1   |     |     |    | 1  |
| ETSI-DP| 5 | 1  |     |     |     |    | 4  |
| Total | (67)| 23 | 7  | 28  | 5  | 2  | 1 |
| Proportion of Total | 34.3% | 10.4% | 1.5% | 41.8% | 7.5% | 3.0% | 1.5% |
were intended to be digested as a whole (based on being formally
work indicates that the tree can provide more insightful output if
P5 (corresponding to code
( signalling these as candidates for clarification); beyond this, our
P5
( found to be 32–33% actionable in our previous analysis [5]), Fig. 4
shows our analysis found one of our three, the ETSI Provisions, is
more actionable. We attribute this improvement to the ETSI Pro-
visions having been refined into a finer-grained, focused set of 67
items. We next discuss the results of each set tagging.

4.3.1 DCMS 13 guidelines (tagging results and actionability). It is
unsurprising that the DCMS full guidelines considered in their en-
tirety (containing more than one topic) are so frequently tagged M1
(Not Useful—too vague/unclear or multiple items). The coding tree
methodology’s Q1 was designed to identify vague and unclear items
(signalling these as candidates for clarification); beyond this, our
work indicates that the tree can provide more insightful output if
such unfocused advice items are manually separated by preprocessing
into finer-grained advice items. If producing actionable security
advice is the goal of an advice giver, the advice items in source
documents themselves likewise should be refined into narrower
individual items dwelling on single topics rather than spanning
several topics. This is illustrated in Table 2 and Fig. 4.

Our tagging of the DCMS guideline Sub-Topics provided a more
granular look at the advice. While our view is that the guidelines
were intended to be digested as a whole (based on being formally
presented as a paragraph and within a highlighted section as noted),
our results shown in Fig. 4 (with higher actionability, when sub-
topics are rated individually than when grouped) indicate that it
may be more useful to present each sub-topic as a distinct piece of
advice—that is, if actionability is important to the advice giver. In
fact, this is the direction taken by the ETSI Provisions.

While Table 2 shows M1 as the most common code by far in the
Full dataset, it did not appear in the Sub-Topics set results. There,
sub-topics were extracted and apparently all items were understand-
able and contained only one topic (otherwise Q1 would trigger a
no, yielding M1). All M1 codes in the Full set were accompanied by the
Unfocused supplementary topic being selected by the coder.

Considering the sub-topics individually, 25% were categorized as
actionable (Table 2). This is an increase from 8% for the Full
guidelines (1 of 13 guidelines was tagged actionable). As a side
point, in both cases, some items were actionable by IT specialists
(corresponding to code P5, occurring proportionally as a ratio 1/13
and 7/28 for Full and Sub-Topics sets, respectively), but none were
tagged as P4 (requiring security experts). This suggests that the
sub-topics that are actionable were appropriate for IT specialists,
but not requiring the further expertise of security experts. While
not dominant in number, we view the occurrences of P5 (versus P4)
positively, as we expect IoT device manufacturers to typically have
IT specialists as developers. Thus, the subset of Sub-Topics advice
that is actionable matches what we interpret as the target audience.

4.3.2 ETSI Provisions (tagging results and actionability). For the
ETSI tagging, Fig. 4 shows that 42% of advice was tagged as P5
(Specific Practice—IT Specialist). One practice (1/67), in ETSI-4 of
Table 3, was tagged as requiring a Security Expert (P4). Of actionable
codes, 28/29 are P5, matching what we believe is the target audience
(IT specialists rather than security experts). A greater proportion
of the ETSI Provisions set were tagged as P5 than in the DCMS
Sub-Topics set (41.8% vs. 25%), implying the ETSI provisions are
more appropriate than the DCMS sub-topics for what we believe
is the ideal target audience for the advice. Combined, actionable
codes make up 43.3% of ETSI Provisions.

Comparing the ETSI Provisions advice set to the DCMS Full and
Sub-Topics sets, the ETSI Provisions set is significantly more
actionable, as shown by the Actionable bars in Fig. 4.

4.3.3 Comparative improvement. We now summarize the results
from our systematic comparative analysis of the two main advice
documents, supporting several aspects from the initial informal
analysis that suggest the ETSI Provisions improve over the DCMS
13 Guidelines.

(1) Actionability of advice. The ETSI Provisions are consider-
ably more actionable than the DCMS Sub-Topics and single guide-
lines. The actionability of the DCMS Sub-Topics (25%) more than
triples the corresponding 7.7% for the single guidelines, but is itself
almost doubled by ETSI Provisions (43% actionable). We attribute
this largely to the improvement in technical detail within the ETSI
Provisions (next item).

(2) Technical detail included more often. For the DCMS Sub-
Topics set, a combined 64% (18 of 28) evoked a yes at Q4 (Fig. 1),
suggesting they described a security technique, mechanism, soft-
ware tool, or specific rule. This is the coding tree’s first technical
branch toward an actionable code. 11 of these 18 items exited the
path toward an actionable code at Q5 (which asks: does the advice
item describe or imply steps to take), moving instead to P1 (Incom-
pletely Specified Practice). In the case of the DCMS Sub-Topics set,
this was typically because of a lack of technical detail in the advice.
In contrast, for the ETSI Provisions, 78% of the 67 items progressed
to an actionability branch at Q4, and 43% likewise at Q5. We inter-
pret the proportion of a dataset that is actionable as a signal of
how technically detailed the dataset is—an advice item reaching Q6
(beyond which all tags are actionable) has enough technical detail
to be considered actionable. Thus, we see significant improvement
in the level of technical detail in the ETSI Provisions set (43.3% of
provisions evoked a yes at Q6, versus 25% of DCMS sub-topics).

(3) Fewer incomplete practices. For the DCMS Sub-Topics set,
39.3% were tagged P1 (Incompletely Specified Practice). This drops
to 34.3% for the ETSI Provisions, suggesting that when these provi-
sions are able to make it to Q5 about technical steps, they continue
on the actionable path by specifying technical steps more frequently
than the DCMS Sub-Topics. (As evident from the tree, a yes at Q6
branches to actionable codes (P3–P6), while answering no yields the
P1 leaf.) While only 15.4% of the guidelines from the DCMS
Full set were tagged P1 (significantly fewer incomplete practices
than the other two sets), as discussed earlier, this is explained by
the early assignment of tag M1 rather than a specific improvement
in the DCMS Full advice dataset.
In summary, facilitated by the coding tree methodology, we analyzed two security advice documents from authoritative sources. We found that the ETSI Provisions improve on the DCMS 13 Guidelines in proportion of actionable advice, frequency of technical detail, and a reduction in the number of incomplete practices.

5 RELATED WORK

Literature on security advice has included discussion of usability, but most commonly related to end-users (and often in the Internet of Computers), and less often exploring impact on IT workers—which is our focus, including advice for pre-deployment stakeholders and a focus on IoT. We note here a small sampling of related work on security advice for both IT workers and end-users. For related work on security best practices and technical issues related to IoT practices, see Barrera et al. [5].

Redmiles et al. [25] measure the readability of security advice from both expert and non-expert online sources. In our work, readability is also crucial; the coding tree disqualifies vague or unfocused advice at the first branch of the tree. Other work by Redmiles et al. [26] collected and analyzed a large set of end-user security advice and found most advice was perceived as actionable, but users were unclear about which advice is most important to execute. Mannan and van Oorschot [23] reviewed security advice provided by major banks to provide secure access to online banking websites, and found much of the advice too difficult for online banking users to follow. Herley [18] suggests that end-users commonly reject security advice because following it brings greater costs than benefits.

DeKoven et al. [9] relate laptop and desktop end-users (vs. IoT or mobile phone users) following common security advice to security outcomes, i.e., whether hosts end up compromised; they note the lack of strong correlation between compromise and not following recommended advice. In contrast, the SAcoding method used herein primarily involves categorizing advice intended for product manufacturers, without attempting to analyze its content technically, or correlating the following of advice to security outcomes.

Complementary to security advice, Stevens et al. [29] investigate compliance with three security standards. They find that security concerns may remain even when standards are conformed to, suggesting the reviewed standards (cf. security practices compared herein) may be improved to reduce security issues. The stipulation of security advice (i.e., some authoritative entity requiring it, e.g., to comply with policy) is also discussed by Barrera et al. [5].

Acar et al. [1] note that software developers often find security advice lacking (out of date, missing concrete examples or important topics), and find technical detail or pointers to external advice frequently lacking in advice from major industry organizations. Renaud [27] notes in small and medium-sized enterprises, large volumes of security advice lead to uncertainty and confusion; and advocates for clearer, fewer, and simpler sets of security advice. Assal and Chiasson [3] note that available information resources for software development security practices vary in level of technical detail; and report frequent non-compliance with software development security advice, e.g., circumventing annoying or frustrating security features that hinder development speed. RFC 2119 [6] defines terminology (e.g., MUST, SHALL, SHOULD) defining how to interpret RFCs, while not directly about security advice, such well-defined (and well-adopted) terms clarify the expectation on advice followers. This is but a subset of papers on usability and utility of general security advice, both for end-users [15, 18, 26] and IT workers [1, 3, 27].

While our SAcoding method [5] used herein does not code qualitative data produced by users [8], the DCMS and ETSI advice datasets coded herein are comprised of qualitative data (security advice items). Many others have used qualitative coding methodologies for security-related topics; we mention here just a few. Huaman et al. [19] coded user feedback about password managers, such as issues with how password managers interact with websites (e.g., difficulty detecting input fields, website JavaScript preventing automated input). Naiakshina et al. [24] coded interview responses on how participants used secure password storage mechanisms; they found that participants prioritized web application functionality ahead of security, and that security advice for password storage was not being followed by participants. Krombholz et al. [22] coded verbalized participant thoughts during a system configuration task and found configuring TLS for a web server was too complex for participants, and suggested that default server configurations should be stronger.

6 CONCLUDING REMARKS

Given IoT’s popularity and rapid growth over the past two decades, many organizations have offered security advice to IoT security stakeholders. While the advice appears well-intentioned, it has been less clear how actionable that advice is for these stakeholders. We argue that actionable advice supports good security development practices, which have been found lacking in consumer IoT [2].

Our analysis of the DCMS 13 Guidelines and ETSI Provisions suggests that constructing sets of actionable security advice may not be as simple as the wide breadth of existing advice would make it seem. What is positioned to be widely “appropriate” advice may be ineffective for mismatched audiences (e.g., if expert level security advice is used by non-experts). Despite positive aspects, our analysis found both these documents leave room for improvement.

Using the SAcoding method, we found an improvement in actionability of IoT security advice from the UK DCMS 13 Guidelines to the ETSI Provisions. Such analysis provides a basis from which to begin measuring the quality of security advice, including characteristics beyond actionability. We encourage systematic assessment of other important elements of security advice documents and datasets. It would be interesting in follow-on work to recruit additional coders, industry experts and security practitioners, and compare their interpretations of both advice documents with our interpretations and results herein.

Our analysis suggests the following aspects be considered in creating security advice: target audiences, level of technical detail, references to external advice, granularity of advice items, and positioning. Our concluding thoughts on these follow.

Explicit declaration of target audience. An explicit declaration and characterization of target audiences of security advice is important in our view. This plays directly into whether advice is actionable, as advice is often tailored for a specific audience and their knowledge level. Without a declaration, unintended audiences
who use the advice may struggle to understand what is expected, or may lack the knowledge to successfully (reliably) execute advice.

**Appropriate level of technical details.** Related to suitting target audiences, advice documents should include a level of detail matching their positioning. In our view, that level should be sufficient to provide target recipients (implicitly or explicitly) unambiguous and clear steps for how to reach desired outcomes. This may be accomplished by advice itself containing details (such that an advice recipient can understand, e.g., the technical mechanisms suggested), or referencing external sources for next-level details (see next item). We note that the concepts of actionable practices and target audiences are embedded in the SACoding method.

**Explicit pointers to next-level detail.** Related to the previous item, if advice itself lacks sufficient technical detail to be directly executed by a target audience, it should specifically reference resources containing next-level details. This is a good general rule beyond IoT security advice—for example, applying also to security toolkit error messages for software developers, such as technical documentation related to certificate validation errors [30]. Related to this, we note that the likelihood of reliably executing advice diminishes if referenced documents themselves send advice recipients down a chain of further references, e.g., with critical details three levels deeper. Aside from overburdening advice recipients, later documents may also be written for different target audiences.

**Fine-grained advice items.** It appears beneficial to package advice as fine-grained items addressing narrower or single topics. Our systematic analysis comparing the DCMS Full and DCMS Sub-Topics datasets supports this—when blocks of advice text from the Full set were split into extracted sub-items for the Sub-Topics set, all Not Useful (MI) codes were replaced by codes conveying more meaningful information reflecting sub-item content. Analysis of the ETSI Provisions, which are finer-grained than the DCMS Full set, also supported this view; the provisions attracted in total just one Not Useful code among 67 items.

**Positioning.** We suggest that security advice documents clearly indicate whether their advice is intended to convey, e.g., practices, guidelines, or requirements; this may help avoid contradictions such as documents suggesting that advice that specifies only end-goals is also actionable. As discussed elsewhere [5], terminology used to convey security advice is important, and may signal how it is designed, or expected to be used. If we agree to associate definitions of the term practice with actionability, then documents accurately advertising practices (or best practices) are more likely to be reliably followed than those suggesting only desired outcomes.

We believe that more work is needed on both means to create reliably executable security advice, and on means to evaluate it; the two are clearly related. Better tools are needed to help those who provide guidance (advice-givers) to craft advice that can clearly and coherently guide advice recipients. As steps in this direction, we encourage use and refinement of new systematic methods that aim to measure or grade security advice. We expect that any advances improving security advice for IoT will naturally apply also to the Internet of computers, and vice versa.
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A  SYSTEMATIC ANALYSIS CODING DATA

Tables 4 and 5 resp. show our coding for the ETSI Provisions and both DCMS datasets (Full and Sub-Topics). These are included to allow comparison by others who may wish to carry out their own independent coding using SAcoding or any other method.

Table 4: Our coding of ETSI Provisions dataset (67 items), using the SAcoding method. Table 3 uses this data.

| Provision Code | Provision Code |
|----------------|----------------|
| 1-1 P5         | 4-1 P5         |
| 1-2 P1         | 4-2 P4         |
| 1-3 P1         | 4-3 P5         |
| 1-4 P5         | 4-4 P5         |
| 1-5 P5         | 5-1 P1         |
| 2-1 P5         | 5-2 N2         |
| 2-2 P2         | 5-3 P1         |
| 2-3 P5         | 5-4 P5         |
| 3-1 O1a        | 5-5 P2         |
| 3-2 P1         | 5-6 P1         |
| 3-3 P1         | 5-7 P1         |
| 3-4 M1         | 5-8 P1         |
| 3-5 P1         | 6-1 P1         |
| 3-6 P5         | 6-2 O1a        |
| 3-7 P1         | 6-3 O1a        |
| 3-8 P2         | 6-4 P5         |
| 3-9 P1         | 6-5 P5         |
| 3-10 P5        | 6-6 P5         |
| 3-11 P5        | 6-7 N2         |
| 3-12 P5        | 6-8 P1         |
| 3-13 P2        | 6-9 P2         |
| 3-14 P2        | 7-1 P1         |
| 3-15 P2        | 7-2 P5         |
| 3-16 P5        |                |
Table 5: Our coding of the DCMS Full guidelines (13 items) and Sub-Topics (28 items), using the SAcoding method. DCMS Full guidelines coded using guideline description (versus title, as included here). Table 2 is derived from this data.

| Guideline Full Code | Sub-Topic Code | Sub-Topic Text (from [10]) |
|---------------------|---------------|---------------------------|
| DCMS-1 P5 M1        |               | • DCMS-1 title: No default passwords |
| 1.1 P5              |               | All IoT device passwords shall be unique and not resettable to any universal factory default value. |
| DCMS-2 M1 P5        |               | • DCMS-2 title: Implement a vulnerability disclosure policy |
| 2.1 P5              |               | All companies that provide internet-connected devices and services shall provide a public point of contact as part of a vulnerability disclosure policy in order that security researchers and others are able to report issues. |
| 2.2 P1              |               | Disclosed vulnerabilities should be acted on in a timely manner. |
| DCMS-3 M1 P1 3.1 O1a |                | • DCMS-3 title: Keep software updated |
| 3.2 P1              |               | Updates shall be timely and [...] |
| 3.3 O1a             |               | [Updates] should not impact on the functioning of the device. |
| 3.4 P5              |               | An end-of-life policy shall be published for end-point devices which explicitly states the minimum length of time for which a device will receive software updates and the reasons for the length of the support period. The need for each update should be made clear to consumers and an update should be easy to implement. |
| 3.5 O1a             |               | For constrained devices that cannot physically be updated, the product should be isolatable and replaceable. |
| DCMS-4 M1 P1 4.1 P5 |                | • DCMS-4 title: Secure store credentials and security-sensitive data |
| 4.2 P5              |               | Any credentials shall be stored securely within services and on devices. |
| DCMS-5 M1 P1 5.1 O1a |                | • DCMS-5 title: Communicate securely |
| 5.2 O1a             |               | Security-sensitive data, including any remote management and control, should be encrypted in transit, appropriate to the properties of the technology and usage. |
| DCMS-6 M1 N2 P2 N2 |                | • DCMS-6 title: Minimise exposed attack surfaces |
| 6.1 N2              |               | All devices and services should operate on the ‘principle of least privilege’; unused ports should be closed, hardware should not unnecessarily expose access, services should not be available if they are not used and code should be minimized to the functionality necessary for the service to operate. Software should run with appropriate privileges, taking account of both security and functionality. |
| DCMS-7 M1 P1 7.1 P5 |                | • DCMS-7 title: Ensure software integrity |
| 7.2 P5              |               | Software on IoT devices should be verified using secure boot mechanisms. |
| DCMS-8 M1 P1 8.1 P5 |                | • DCMS-8 title: Ensure that personal data is protected |
| 8.2 P5              |               | Device manufacturers and IoT service providers shall provide consumers with clear and transparent information about how their data is being used, by whom, and for what purposes, for each device and service. This also applies to any third parties that may be involved (including advertisers). |
| 8.3 P1              |               | Where personal data is processed on the basis of consumers’ consent, this shall be validly and lawfully obtained, with those consumers being given the opportunity to withdraw it at any time. |
| DCMS-9 M1 P1 9.1 O1a |                | • DCMS-9 title: Make systems resilient to outages |
| 9.2 O1a             |               | As far as reasonably possible, IoT services should remain operating and locally functional in the case of a loss of network and [...] |
| 9.3 O1a             |               | [Devices] should recover cleanly in the case of restoration of a loss of power. |
| 9.4 P1              |               | Devices should be able to return to a network in a sensible state and in an orderly fashion, rather than in a massive scale reconnect. |
| DCMS-10 P1 10.1 P1 |                | • DCMS-10 title: Monitor system telemetry data |
| 10.2 P1             |               | If telemetry data is collected from IoT devices and services, such as usage and measurement data, it should be monitored for security anomalies. |
| DCMS-11 M1 P1 11.1 P1 |                | • DCMS-11 title: Make it easy for consumers to delete personal data |
| 11.2 P2             |               | Consumers should be given clear instructions on how to delete their personal data. |
| DCMS-12 M1 P1 12.1 P1 |                | • DCMS-12 title: Make installation and maintenance of devices easy |
| 12.2 P1             |               | Installation and maintenance of IoT devices should employ minimal steps and should follow security best practice on usability. |
| DCMS-13 M1 P1 13.1 P1 |                | • DCMS-13 title: Validate input data |
| 13.2 P1             |               | Data input via user interfaces and transferred via application programming interfaces (APIs) or between networks in services and devices shall be validated. |