A new chaotic map development through the composition of the MS Map and the Dyadic Transformation Map
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Abstract. In this paper, a new chaotic map is proposed, that is obtained from the composition of two chaotic maps, that is, the MS Map and the Dyadic Transformation Map. The composition process starts from the MS Map, followed by the Dyadic Transformation Map. The resulting composition is a new chaotic function. This is shown by the bifurcation diagram analysis result, Lyapunov Exponents, and the NIST randomness test. The bifurcation diagram shows that the best densities occur at $\lambda / g_{2019} \in (0.3, 5)$ and $g_{1870} = 3.8$. The Lyapunov Exponents has nonnegative values for $r / g_{1870} \in [1, 4]$. The NIST randomness test with initial value and parameters $x_0 = 0.6$, $r = 3.8$, and $\lambda = 3.5$ shows that the new chaotic map passes 14 out of 16 NIST tests.

1. Introduction

In this big data era, most data and informations are served digitally in various storage media that allows public access. These data and informations may be crucial, so their security is on demand. Therefore, a protection method is required for these digital assets, such as an encryption method.

Many algorithms are researched for data encryption, and one of them is the chaos based algorithms. Chaotic functions have been commonly used for keystream generation for data encryption [1]. Currently, many chaotic maps have been produced from researches applied in digital data encryption process [2-18]. Moreover, some observations shows that a random number generator (RNG) that utilizes chaotic maps can be resulted from the combination of two or more chaotic functions [19-20]. This is done for resistance improvement against various attacks when the chaos map is applied for digital data encryption.

Referring from the previous results, specifically that uses the MS Map [21, 22] and the Dyadic Transformation [16], in this paper, a new chaotic map which is the result of the composition of the MS Map and the Dyadic Transformation is developed. This composition is also chaotic, so it can serve as an new alternative as a chaotic RNG.

2. Research Method

The MS Map is a modified version of the Logistic Map, having the equation [21, 22]

$$f(x) = \frac{r x}{1 + \lambda (1-x)^2} (mod 1)$$  (1)
with \( x \mod 1 \) defined as
\[
x \mod 1 = x - \lfloor x \rfloor
\] (2)

Recursively, equation (1) can be represented as
\[
x_{n+1} = \frac{r\lambda x_n}{1 + \lambda(1-x_n)^2} \pmod{1}
\] (3)
with initial value \( x_0 \in (0,1) \).

As for the Dyadic Transformation, its equation is defined as [18]
\[
g(x) = \begin{cases} 2x, & 0 \leq x < 0.5 \\ 2x - 1, & 0.5 \leq x < 1 \end{cases}
\] (4)

Here, the new chaotic map is a composition of the form \( f \circ g \) with \( f \) and \( g \) respectively as in equation (1) and (4). Since the Dyadic Transformation is defined on two partitioned domains, so does the new map, that is,

a) For \( 0 \leq x \leq 0.5 \)
\[
(f \circ g)(x) = \frac{r\lambda 2x}{1 + \lambda(1-2x)^2} \pmod{1}
\] (5)

b) For \( 0.5 \leq x \leq 1 \)
\[
(f \circ g)(x) = \frac{r\lambda(2x-1)}{1 + \lambda(2-2x)^2} \pmod{1}
\] (6)

Therefore, the new map can be defined as
\[
(f \circ g)(x) = \begin{cases} \frac{r\lambda 2x}{1 + \lambda(1-2x)^2} \pmod{1}, & 0 \leq x < 0.5 \\ \frac{r\lambda(2x-1)}{1 + \lambda(2-2x)^2} \pmod{1}, & 0.5 \leq x < 1 \end{cases}
\] (7)

and can be written as the recursion
\[
x_{n+1} = \begin{cases} \frac{r\lambda 2x_n}{1 + \lambda(1-x_n)^2} \pmod{1}, & 0 \leq x_n < 0.5 \\ \frac{r\lambda(2x_n-1)}{1 + \lambda(2-x_n)^2} \pmod{1}, & 0.5 \leq x_n < 1 \end{cases}
\] (8)
with initial value \( x_0 \in (0,1) \). We name this newly recursion as the MSDT Map.

### 3. Result and Analysis
This MSDT Map exhibits chaotic behaviour. This is shown by the bifurcation diagram and the Lyapunov Exponent analysis [1,21,22,23]. Furthermore, referring to the sequence of numbers this map generates, the 16 NIST tests of randomness indicates that the sequence is random [24].

Here, the initial value and parameters of the MSDT map used for the test is \( x_0 = 0.6 \), \( r = 3.8 \), and \( \lambda = 3.5 \).

#### 3.1 Bifurcation Diagram
The bifurcation diagram is a diagram that shows asymptotically visited values of a system as a function of the parameters in the system (based on the following Algorithm 1), from which we can detect chaotic behaviors, that is, when the points are sufficiently dense, the system is chaotic [1,23].
**Algorithm 1.** Bifurcation Diagram:

**Input:** $x_0, \lambda$, dan $r$

**Output:** plots of $x_n$ values

1. Input initial values, parameter values, number of iterations ($i$)
2. For $n = 1$ to $i$
3. Calculate $x_n$ based on the MSDT Map function
4. Plot the value of $x_n$
5. Next $n$
6. Stop

![Bifurcation Diagram](image_url)

**Figure 1.** MSDT Map bifurcation diagram with $r = 3.8$ and $x_0 = 0.6$

As shown in Figure 1, the bifurcation diagram is dense for the initial value $x_0 = 0.6$ and the parameter values $r = 3.8$ and $\lambda \in (0.3, 5)$.

### 3.2 Lyapunov Exponent Graphic

The Lyapunov Exponent is the rate of separation of two infinitesimally close trajectories in a dynamical system.

**Definition 1.** [23]:

Suppose $X$ is a set. The mapping $f : X \to X$ is chaotic in $X$, if $f$ is sensitive to initial conditions, $f$ is topologically transitive, and its periodic points are dense in $X$.

A function $f$ is chaotic if its Lyapunov Exponent is positive.

The Lyapunov Exponent equation is defined as

$$ h(x_j) = \lim_{n \to \infty} \frac{1}{n} \sum_{j=1}^{n} \ln |f'(x_j)| $$  \hspace{1cm} (10)

For this purpose, we need the derivative $f'(x_j)$ from the chaos map, and the derivative from the MSDT map is

$$ (f \circ g)'(x) = \begin{cases} \frac{2r\lambda(1+\lambda(1-2x)^2)-(-4\lambda+8\lambda x)(r^22x)}{(1+\lambda(1-2x)^2)^2}, & 0 \leq x < 0.5 \\ \frac{2r\lambda(1+\lambda(2-2x)^2)-(-8\lambda+8\lambda x)(r\lambda(2x-1))}{(1+\lambda(2-2x)^2)^2}, & 0.5 \leq x < 1 \end{cases} $$  \hspace{1cm} (11)

According to Definition 1, a function is chaotic if its Lyapunov Exponent is positive. Figure 2 shows the graphic of the Lyapunov Exponent of the MSDT Map with $r = 3.8$ based on the following Algorithm 2.
Algorithm 2. Lyapunov Exponent Graphic:
Input : $x_0, \lambda, r$
Output : plot the value of $h(x)$
1. Input initial value, parameter values, number of iterations (n)
2. For $j = 1$ to $n$
3. Calculate $h(x_1)$ according to (10)
4. Plot the value of $h(x)$
5. Next $j$
6. Stop

![Lyapunov Exponent graphic](image)

As seen in Figure 2, for $r \in [1, 4]$, the map has positive Lyapunov Exponents. This means that the MSDT Map is chaotic in that interval.

3.3. NIST Randomness Test
This test is administered to level the randomness of the number sequence generated by the MSDT map as in equation (8). The NIST Test Suite is a statistical pack containing 16 tests developed to test the randomness of binary sequences [24]. Table 1 shows the test results for the MSDT map.

| Type of Test                          | P-Value   | Conclusion   |
|--------------------------------------|-----------|--------------|
| 01. Frequency Test (Monobit)         | 0.73386   | Random       |
| 02. Frequency Test within a Block    | 0.64962   | Random       |
| 03. Run Test                         | 0.06858   | Random       |
| 04. Longest Run of Ones in a Block   | 0.02275   | Random       |
| 05. Binary Matrix Rank Test          | 0.33069   | Random       |
| 06. Discrete Fourier Transform (Spectral) Test | 0.27081   | Random       |
| 07. Non-Overlapping Template Matching Test | 0.66691   | Random       |
| 08. Overlapping Template Matching Test | 0.13058   | Random       |
| 09. Maurer's Universal Statistical test | -1.0      | Non-Random   |
| 10. Linear Complexity Test           | 0.83337   | Random       |
| 11. Serial test:                     | 1.14e-09  | Non-Random   |
|                                      | 0.02930   | Random       |
| 12. Approximate Entropy Test         | 4.89e-15  | Non-Random   |
Table 1 shows that the MSDT chaos map passes most of the NIST randomness test. Therefore, this map is an excellent RNG with randomness quality over 82.4%.

4. Conclusion
The development done by composing the MS Map and the Dyadic Transformation Map successfully generated the chaotic MSDT Map. This is shown by the dense bifurcation diagram and the continuously positive Lyapunov Exponent for $x_0 = 0.6$, $r = 3.8$, and $\lambda = 3.5$, and a level of 82.4% in randomness from the NIST test result.
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