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Abstract: With the advent of intelligent construction, the intelligent surveillance system using computer vision technology has emerged as a prominent tool to identify unsafe behaviors on construction sites. At the same time, it is still viewed with suspicion by the construction industry, and its penetration rate remains low. To promote the successful implementation of the intelligent surveillance system, this study applied the technology acceptance model approach and developed an intelligent surveillance system acceptance model (ISSTAM) containing 12 variables from individual, organizational, environmental, and technical perspectives. Questionnaires were distributed to construction industry practitioners, 220 of whom provided valid data. Moreover, a structural equation model (SEM) was established for hypothesis testing. The research results suggest that job relevance, government action, training, and technical support positively and indirectly influence the use intention. Meanwhile, perceived usefulness, perceived ease of use, and cost savings directly and positively affect use intention, while privacy risk is verified to have a negative impact upon use intention. This study can help the government, organizations, and technology developers better apply the intelligent surveillance system to improve safety management levels.
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1. Introduction

The risks in the construction industry have led to high mortality and accident rates during the construction process, and as a result, it is considered the most unsafe industry [1,2]. In China, 773 safety production accidents occurred in municipal and housing engineering in 2019, resulting in 904 deaths [3]. Meanwhile, the 2020 data in the United Kingdom released by the Health and Safety Executive (HSE) reported 61,000 nonfatal work injuries and 40 worker deaths in the past two years. In the past five years, 47% of fatalities resulted from falls from heights [4]. Additionally, the number of deaths in the construction industry in America reached 975 in 2017 [5]. These accidents severely negatively impact project costs, project progress, corporate reputation, and social benefits. Obviously, safety supervision is of utmost importance in the construction industry. Heinrich et al. [6] reported that injuries and deaths caused by unsafe behaviors of workers on construction sites accounted for 88% of all safety accidents. As a direct cause of accidents, workers’ unsafe behavior has become one of the major research subjects of safety management [7]. Therefore, a method that can effectively reduce the unsafe behaviors of workers and the incidence of safety accidents is urgently needed.

The supervision and identification of unsafe behaviors of workers on construction sites are mainly carried out by safety experts, which has significant limitations [7]. Based on traditional video surveillance, the intelligent surveillance system uses computer vision technology, which has changed the traditional management mode and improved safety management efficiency and quality. The intelligent surveillance system can automatically
identify the unsafe behavior of workers through image or video recognition technology, realizing the comprehensive and real-time monitoring of each worker, which can protect the workforce and improve the quality and efficiency of safety management.

However, intelligent surveillance systems, which have been proven to have many benefits and high importance, are still viewed with suspicion by the industry. Problems such as cost and privacy have hampered the development of intelligent surveillance systems. In China, Jiangsu Province has taken the lead in applying information technology to safety management on smart construction sites, but only seven pilot projects used information technology for safety management in 2020 [8]. Seo et al. emphasized that the data collected by an intelligent surveillance system contains private information, which will have a negative impact on workers [9]. Ball argued that excessive monitoring of construction sites is harmful to workers [10]. Members of the European Parliament (MEPs) have opposed the widespread use of artificial intelligence because of privacy and dignity issues [11]. In addition, the complexity of computer vision technology makes it challenging to develop low-cost intelligent surveillance systems, which slows its adoption in developing countries [12]. Therefore, to ensure the acceptance and successful application of the intelligent surveillance system in the construction industry, it is essential to comprehensively investigate the factors that influence its acceptance.

Most of the existing research on intelligent surveillance systems focuses on the technical aspects, and no one has studied the factors affecting its acceptance. Therefore, to improve the application of intelligent surveillance systems, this study reviewed the current research progress of the intelligent surveillance system and the application of the technology acceptance model (TAM, Lansing, MI, USA). Subsequently, an intelligent surveillance system technology acceptance model (ISSTAM, Nanjing, China) was designed based on TAM, which was used to investigate workers and managers from personal, organizational, environmental, and technical dimensions to predict and explain the elements affecting the acceptance of intelligent surveillance systems among practitioners in the construction industry.

The structure of this study is shown in Figure 1. Section 1 is the introduction, which introduces the significance and necessity of this study. Past research is reviewed in Section 2. The intelligent surveillance system technology acceptance model and hypotheses are proposed in Section 3. Section 4 describes the data collection and validation process and discusses the findings. Finally, the conclusion and limitations are discussed in Section 5.

![Figure 1. Research framework.](image-url)
2. Literature Review

2.1. Intelligent Surveillance System for Construction Safety Management

In recent years, computer vision has been continuously developed and applied in the fields of object detection, object tracking, behavior recognition, and scene understanding, which provides a solid foundation for automatically extracting and identifying construction site information to capture on-site abnormalities and realize worker safety and health detection [13]. Many scholars have researched intelligent surveillance systems. Some studies were performed on safety management among workers to identify whether they wore personal protective equipment (PPE). Among them, most of the research has focused on identifying hardhats [14–16]. Meanwhile, Park and Brilakis [17] and Seong et al. [18] implemented research on the identification of safety vests to reduce the casualty rate on construction sites.

Additionally, recognition of worker behavior is another way for the intelligent surveillance system to realize automatic safety supervision. Han and Lee [19] proposed a framework to detect unsafe behaviors of workers using vision-based motion capture technology. Yu et al. [20] used an image-skeleton-based method to recognize workers’ dangerous behaviors in real time, and the feasibility was verified by identifying three types of dangerous behaviors. Konstantinou et al. [21] applied a tracking method based on computer vision for simultaneously tracking multiple workers, which achieved the purpose of adapting to the complexity of the construction site environment. As technical research becomes more in-depth, intelligent surveillance system technology will be perfected and mature, providing numerous benefits and potential.

2.2. Technology Acceptance Model

Davis [22] proposed the technology acceptance model (TAM), which is considered the most convincing method to understand and predict user acceptance, and it has been expanded and improved during the development process. Igbaria incorporated interorganizational and extra-organizational variables into TAM to explore the acceptance of computers by small firms [23]. Additionally, Venkatesh combined the social influence process with TAM and proposed TAM2, which determined specific external variables [24]. Figure 2 shows the core of these models, which presents the direct impact of external variables on perceived usefulness, as well as perceived ease of use. Furthermore, use intention is indirectly affected by external variables mediated by perceived usefulness (PU) and perceived ease of use (PEOU). Scholars in many fields have used TAM to understand the acceptance of emerging technologies, such as virtual reality [25], telehealth [26], and intelligent contracts [27].

![Technology acceptance model](image)

**Figure 2.** Technology acceptance model.

As more intelligent devices have been used in the construction industry in recent years, many scholars have applied TAM to comprehend construction practitioners’ acceptance of IT. Son et al. [28] developed an extended TAM to explore the elements affecting the successful implementation of mobile computing devices and found that user satisfaction is
a significant index of use intention. Another extended TAM named EITAM for the emerging information technology was built by Yang et al. [29] to explore the factors that promote the implementation of emerging IT among construction industry experts. Yuan et al. [30] developed a TOE-TAM composite model to research the acceptance of BIM among construction project owners from environmental, organizational, and technical aspects, affirming the crucial role of government policies and technical characteristics. Furthermore, Wong et al. [31] combined TAM with safety awareness and safety management practices to explain workers’ acceptance toward personal protective equipment (PPE).

2.3. Summary of the Review

After reviewing the previous research above, we conclude that intelligent surveillance systems have broad application prospects in the construction industry and play an essential role in construction site safety management. Therefore, it is vital to resolve the issue of the low adoption of intelligent surveillance systems in the construction industry. Although previous studies have provided many insights, there are still limitations.

First, most of the research on intelligent surveillance systems has focused on the technical level to improve the technology, but research on the acceptance of intelligent surveillance systems is still lacking. Additionally, although the technology acceptance model (TAM) has been widely adopted in the acceptance of information technology for safety management in the construction industry, the use of TAM to explore the acceptance of intelligent surveillance systems in the construction industry still constitutes a research gap.

Therefore, an extension of TAM was developed in this research to explain and predict the influential factors that affect the implementation of intelligent surveillance systems among construction practitioners.

3. Proposed ISSTAM and Hypotheses

3.1. Research Model

Based on the above discussion, an intelligent surveillance system technology acceptance model (ISSTAM), which is a modification of the TAM, is proposed in this section, and all abbreviation definitions are listed in Appendix B. The ISSTAM was derived from three essential variables and their relations in TAM: perceived usefulness (PU), perceived ease of use (PEOU), and use intention (UI). Based on a large number of related works and previously extended technology acceptance models, combined with the theory of social impact, computer anxiety, and innovation diffusion theory, and according to the characteristics of the construction industry and practical experience, nine external variables are integrated into ISSTAM. The external variables of ISSTAM were classified according to the Technology-Organization-Environment (TOE) framework [32] and previous research [33,34], including individual (technology anxiety, and job relevance), organizational (top management support, training, and cost savings), environmental (government action and subjective norm), and technical (technical support and privacy risk) issues, as shown in Figure 3. On the basis of ISSTAM, the following subsections put forward hypotheses about the correlation of variables in the research model.

3.2. Hypotheses of External Variables

To increase the penetration rate of intelligent surveillance systems in construction projects, it is necessary to investigate the individual, organizational, environmental, and technical levels to explore the main factors that significantly impact the user’s acceptance of intelligent surveillance systems. The external variables of ISSTAM include technology anxiety, job relevance (individual issue), top management support, training, cost savings (organizational issue), government action, subjective norm (environmental issue), technical support, and privacy risk (technical issue).
Figure 3. Proposed ISSTAM.

3.2. Hypotheses of External Variables

3.2.1. Subjective Norm

According to the diffusion of innovation theory [35], social forces and suggestions from others influence an individual’s decision to use an emerging information technology. Venkatesh and Davis [24] proposed TAM2, verifying that this variable positively impacts PU. Additionally, the path through which subjective norm positively affects perceived usefulness has been confirmed by many scholars [36,37], which leads to the following hypothesis:

**Hypothesis 1.** Subjective norm (SN) has a significant positive effect on perceived usefulness.

3.2.2. Job Relevance

Venkatesh and Davis [24] introduced job relevance as an external variable to the TAM2 model based on TAM. The job relevance of new technology is expected to increase users’ beliefs of its usefulness and their use intention [28,38]. Previous scholars have concluded that job relevance has a positive relationship with perceived usefulness [24,28,39,40].

**Hypothesis 2.** Job relevance (JR) has a significant positive effect on perceived usefulness.

3.2.3. Top Management Support

This variable was derived from social impact theory [41]. Top management is a crucial parameter for the individual’s intention to use information technology (IT) [42,43]. Igbaria, Zinatelli, Cragg, and Cavaye [23] discovered that various top management support methods could stimulate the individual’s potential to use a personal computer. Furthermore, previous empirical research has asserted that top management is highly related to perceived usefulness [28,39,44,45]. Thus, Hypothesis 3 is introduced:

**Hypothesis 3.** Top management support (TMS) has a significant positive effect on perceived usefulness.

3.2.4. Government Action

The vital influence of government policies and guidance on the adoption of new IT in the construction industry was confirmed in previous investigations [46]. If the government can provide subsidies, it can also reduce the resistance of project owners to the application of new IT [30]. Therefore, according to the TOE framework [32], this study incorporated government action as an external environmental variable into TAM. Government action includes four aspects: policy, subsidy, law and regulation, and pilot projects. Yuan, Yang, and Xue [30] developed a TOE-TAM composite structure to confirm that government action has an essential impact on PU and PEOU. Another empirical study proved that government action is highly correlated with PU and PEOU [46].

**Hypothesis 4a.** Government action (GA) has a significant positive effect on perceived usefulness.

**Hypothesis 4b.** Government action (GA) has a significant positive effect on perceived ease of use.
3.2.5. Training

The definition of training is in-depth instruction related to the system, and it can be provided by external and internal sources [28]. Igbaria, Zinatelli, Cragg, and Cavaye [23] divided this variable into external training and internal training to explore the acceptance of personal computers by small firms and found that only external training could positively promote perceived ease of use. The hypothesis below is derived from the results of past research [28,39,47].

**Hypothesis 5.** Training (T) has a significant positive effect on perceived ease of use.

3.2.6. Technical Support

Technical support related to trained personnel helps workers solve a particular technology problem [48]. Excellent organizational support, including technical support, can promote the acceptance of personal computers by improving attitudes [49]. Technical support in the form of training, guidance, and consultation can enable individuals to use technology correctly and improve work performance [23,50]. Some studies added technical support to the extension of TAM and found that it has an essential effect on PEOU [39,48,51].

**Hypothesis 6.** Technical support (TS) has a significant positive effect on perceived ease of use.

3.2.7. Technology Anxiety

The theory of computer anxiety was proposed by Presno [52] and has been applied in the early phase of the adoption of other new technologies. Technology anxiety is expected to reduce the user’s belief of the benefits of technology, thereby affecting the use intention [53]. Technology adoption is negatively affected by technology anxiety [54]. Previous studies have indicated that technical anxiety is a significant negative factor hindering perceived ease of use [37,55,56].

**Hypothesis 7.** Technical anxiety (TA) has a significant negative effect on perceived ease of use.

3.2.8. Cost Savings

The intelligent surveillance system is more expensive than traditional monitoring equipment, but it can protect the workforce, reduce safety incidents, and improve management efficiency, reducing project costs [57]. Cost savings can be defined as the potential of the technology to save project costs [58]. Research in the past reached the conclusion that high costs negatively influence use intention [58–60]. Additionally, Yang, Wang, and Sun [29] affirmed that expected benefits have an outstanding contribution to use intention. Thus, the following hypothesis on ISSTAM is developed:

**Hypothesis 8.** Cost savings (CS) has a significant positive effect on use intention.

3.2.9. Privacy Risk

The intelligent surveillance system has certain privacy problems, which may inadvertently infringe on the privacy of individuals in the video [61]. If individuals have concerns about the risk to privacy posed by the technology, it will have a negative impact on their trust in technology [62]. Zhou [63] and Ambrose and Basu [64] added privacy as an external variable to the extension of TAM. Past empirical research supports the following hypothesis [65,66].

**Hypothesis 9.** Privacy risk (PR) has a significant negative effect on use intention.
3.3. Hypotheses of Original TAM Variables

According to the purpose of this research, ISSTAM was developed based on TAM to understand the adoption of the intelligent surveillance system by construction industry practitioners. ISSTAM retained three variables and the relevant assumptions of perceived usefulness (PU), perceived ease of use (PEOU), and use intention (UI) in the original TAM. The definition of PU is the extent to which users believe that their job performance can be improved by using a certain technology, and the definition of PEOU is the extent of the effort that users assume is required to master a specific technology [22]. The TAM2 model proposed by Venkatesh and Davis [24] and TAM3 proposed by Venkatesh and Bala [55] explored the correlation between PU, PEOU, and UI. Additionally, many extensions of TAM presented in previous studies also tested hypotheses between these three variables. Thus, three hypotheses are adopted in this research:

**Hypothesis 10.** Perceived ease of use has a significant positive effect on perceived usefulness.

**Hypothesis 11.** Perceived usefulness has a significant positive effect on use intention.

**Hypothesis 12.** Perceived ease of use has a significant positive effect on use intention.

4. Data Collection and Analysis

4.1. Questionnaire Design and Data Collection

This study used a three-part questionnaire to test 13 structures in ISSTAM. In the first part, the basic information of participants was collected. The second part introduced the meaning and function of the intelligent surveillance system and used diagrams to explain it in detail. The following aspects were considered: (1) When an organization chooses to use IT, workers are forced to use it passively [28], so they do not care about IT costs. (2) Managers are the main body of top management support variables. The third part of the questionnaire was designed and distributed to workers and managers, respectively. The questionnaire for workers includes 34 measurement items to measure 12 structures (excluding H11), while the questionnaire for managers includes 35 items to measure the remaining structure, excluding H6. These measurement items for each variable were extracted from past studies, and the wording was selected according to the condition of the intelligent surveillance system. Subsequently, interviews and surveys were conducted with experts and three construction industry practitioners, and the content of the questionnaire was revised to control the reliability and validity. A 5-point Likert scale was conducted to measure each statement, with 1 representing strongly disagree and 5 representing strongly agree. Appendix A lists all measurement items.

The questionnaire was distributed in mainland China, and answers were received from construction industry practitioners from 11 provinces. To ensure the validity of collected answers, the data should be filtered and removed according to the following principles: (1) the response time should not be less than one minute; (2) the answers to each question must not all be the same or have strong regularity.

The data of 52 workers and 168 managers complied with these criteria. Table 1 presents the interviewee’s demographics. There were 72.73% male respondents and 27.27% female respondents. The respondents were mainly young people, as 78.64% were 20–29 years old. This also meant that most respondents had limited work experience. In addition, highly educated respondents accounted for the majority. According to previous studies [67], in the model test of reliability and validity, missing values should be replaced by the average of the measurement items.
Table 1. Demographic characteristics of the respondents.

| Characteristic | Category            | Frequency | Percentage |
|----------------|---------------------|-----------|------------|
| Gender         | Male                | 160       | 72.73%     |
|                | Female              | 60        | 27.27%     |
| Age            | 20–29               | 173       | 78.64%     |
|                | 30–39               | 26        | 11.82%     |
|                | 40–49               | 13        | 5.91%      |
|                | ≥50                 | 8         | 3.64%      |
| Education      | ≤High school        | 11        | 5.00%      |
|                | Junior college      | 19        | 8.64%      |
|                | Undergraduate       | 172       | 78.18%     |
|                | ≥Postgraduate       | 18        | 8.18%      |
|                | 0–5 years           | 177       | 80.45%     |
|                | 5–10 years          | 24        | 10.91%     |
|                | 11–15 years         | 8         | 3.64%      |
|                | ≥16 years           | 11        | 5.00%      |
|                | Worker              | 52        | 23.64%     |
|                | Security manager    | 6         | 2.73%      |
|                | Construction engineer| 23      | 10.45%     |
|                | Cost engineer       | 37        | 16.82%     |
|                | Project manager     | 8         | 3.64%      |
|                | Top management      | 11        | 5.00%      |
|                | Construction design institute | 10 | 4.55% |
|                | Other managers      | 73        | 33.18%     |

Meanwhile, an additional question was added to investigate the actual use of the intelligent surveillance system in the construction industry. The statistical results shown in Figure 4 demonstrate that the total number of people who have never used such systems is as high as 66% (presented by the yellow bar), highlighting the significance of studying the acceptance of the intelligent surveillance system.

Figure 4. Statistics on the actual use of the intelligent surveillance system.

4.2. Evaluation of ISSTAM

According to Anderson and Gerbing [68], a two-stage method was established for data analysis, as shown in Figure 5. The first stage is to test the reliability and validity of the collected data, which is the premise of constructing a structural equation model for path analysis. Firstly, the reliability was tested by Cronbach’s alpha coefficient, and then the Kaiser-Meyer-Olkin (KMO) and Bartlett’s test were used to verify whether confirmative factor analysis (CFA) was suitable for the validity test. Finally, this study used CFA to verify convergent and discriminant validity. The second stage was constructing a structural equation model (SEM) for hypothesis testing and path analysis. First, six indexes were used
to test the goodness of fit of the constructed structural equation model. Hypothesis testing and path analysis can be performed when the test is passed. The analysis was completed using IBM SPSS Statistics 26.0 (International Business Machines Corporation, New York, NY, USA) and IBM SPSS AMOS 26.0 (International Business Machines Corporation, New York, NY, USA).

Figure 5. Data analysis process and verification indicators.

The data were obtained by a questionnaire survey. The score ranged from 1 (strongly disagree) to 5 (strongly agree) on each scale. The mean and standard deviation (SD) of each item in the ISSTAM proposed in this study are presented in Table 2. The mean of the four items of technical anxiety is lower than 3, indicating that most of the respondents disagree with the content of these four questions.

4.2.1. Reliability Testing

Cronbach’s alpha is a standard indicator to measure the internal consistency of questionnaires, and the acceptable threshold is 0.7 [69]. In our investigation, the value of each measurement item (shown in Table 2) is between 0.85 and 0.95, which indicates the high reliability of the questionnaire.

4.2.2. Convergent Validity Testing

The method to test whether a sample is suitable for CFA is the KMO and Bartlett’s test. The KMO should be above 0.7, and the significance probability of the Bartlett value should be less than 1%. The results are shown in Table 3, showing that KMO = 0.85 > 0.7 and the significance probability of the Bartlett value is sig. = 0.000 < 1%. Therefore, this research is suitable for CFA.
Table 2. Reliability and validity analysis results.

| Variable             | Item   | Mean (SD)     | Factor Loading | AVE     | CR      | Cronbach's Alpha |
|----------------------|--------|---------------|----------------|---------|---------|------------------|
| Job relevance        | JR1    | 3.755 (1.13)  | 0.834          | 0.765   | 0.866   | 0.864            |
|                      | JR2    | 3.659 (1.17)  | 0.913          | 0.710   | 0.953   | 0.952            |
| Subjective norm      | SN1    | 4.095 (0.93)  | 0.985          | 0.827   | 0.926   |                  |
|                      | SN2    | 4.082 (0.93)  | 0.922          | 0.811   |         |                  |
| Top management       | MS1    | 3.923 (0.94)  | 0.916          | 0.596   | 0.854   | 0.855            |
| support              | MS2    | 3.865 (0.96)  | 0.872          |         |         |                  |
|                      | MS3    | 3.731 (0.96)  | 0.907          |         |         |                  |
| Cost savings         | CS1    | 3.690 (0.96)  | 0.710          |         |         |                  |
|                      | CS2    | 3.607 (0.96)  | 0.701          |         |         |                  |
|                      | CS3    | 3.625 (0.99)  | 0.855          |         |         |                  |
|                      | CS4    | 3.494 (0.93)  | 0.811          |         |         |                  |
| Training             | T1     | 3.909 (0.92)  | 0.757          |         |         |                  |
|                      | T2     | 3.900 (0.92)  | 0.817          |         |         |                  |
|                      | T3     | 3.891 (0.93)  | 0.764          |         |         |                  |
|                      | T4     | 3.977 (0.89)  | 0.932          |         |         |                  |
| Technical support    | TS1    | 4.009 (0.90)  | 0.952          |         |         |                  |
|                      | TS2    | 4.077 (0.91)  | 0.922          |         |         |                  |
|                      | TA1    | 2.950 (1.16)  | 0.809          |         |         |                  |
| Technology anxiety   | TA2    | 2.786 (1.21)  | 0.880          |         |         |                  |
|                      | TA3    | 2.727 (1.19)  | 0.880          |         |         |                  |
|                      | TA4    | 2.927 (1.19)  | 0.782          |         |         |                  |
| Privacy risk         | PR1    | 3.323 (1.08)  | 0.850          |         |         |                  |
|                      | PR2    | 3.509 (1.12)  | 0.873          |         |         |                  |
|                      | GA1    | 3.841 (0.97)  | 0.782          |         |         |                  |
| Government action    | GA2    | 3.964 (0.99)  | 0.863          |         |         |                  |
|                      | GA3    | 4.077 (0.92)  | 0.885          |         |         |                  |
|                      | GA4    | 3.914 (0.95)  | 0.857          |         |         |                  |
| Perceived usefulness | PU1    | 3.977 (0.95)  | 0.841          |         |         |                  |
|                      | PU2    | 4.064 (0.90)  | 0.866          |         |         |                  |
|                      | PU3    | 3.923 (0.94)  | 0.841          | 0.616   | 0.888   | 0.886            |
|                      | PU4    | 4.018 (0.92)  | 0.711          |         |         |                  |
|                      | PU5    | 3.859 (0.93)  | 0.642          |         |         |                  |
|                      | PE1    | 3.850 (0.86)  | 0.709          |         |         |                  |
|                      | PE2    | 3.555 (0.94)  | 0.727          |         |         |                  |
| Perceived ease of use| PE3    | 3.655 (0.92)  | 0.890          | 0.629   | 0.870   | 0.863            |
|                      | PE4    | 3.668 (0.91)  | 0.831          |         |         |                  |
| Use intention        | UI1    | 3.773 (0.95)  | 0.846          | 0.723   | 0.840   | 0.847            |
|                      | UI2    | 3.750 (0.91)  | 0.855          |         |         |                  |

Table 3. KMO and Bartlett’s test.

| Item                                | Value  |
|-------------------------------------|--------|
| KMO measure of sampling adequacy    | 0.85   |
| Approx. chi-square                  | 6303.605 |
| df                                  | 703    |
| Sig.                                | 0.000  |

CFA was then applied to test the validity. Three indicators were adopted to measure convergent validity of ISSTAM: factor loading, composite reliability (CR), and average variance extracted (AVE). According to Bagozzi and Yi [70], the acceptable thresholds for these indicators are: factor loading > 0.5, CR > 0.7, and AVE > 0.5. Table 2 shows the results of the convergent validity test. All values meet the standard, indicating the high convergent validity of the structure.
4.2.3. Discriminant Validity Testing

When the indicators of a given construct in the model are not correlated with other constructs, it has discriminative validity [28]. The Pearson correlation coefficient matrix of each factor shown in Table 4 was used to measure the discriminant validity. In Table 4, the data in bold are the square root of AVE, and the remaining data are the correlation coefficients between the latent variables. The criterion is that the square root of the AVE of latent variables cannot be lower than the other correlation coefficients. Therefore, the proposed ISSTAM was highly efficient.

Table 4. Pearson correlation coefficients.

|     | JR   | SN   | TMS  | T    | TS   | TA   | CS   | PR   | GA   | PU   | PEOU  | UI   |
|-----|------|------|------|------|------|------|------|------|------|------|-------|------|
| JR  | 0.874|      |      |      |      |      |      |      |      |      |       |      |
| SN  | 0.257| 0.954|      |      |      |      |      |      |      |      |       |      |
| TMS | 0.309| 0.184| 0.899|      |      |      |      |      |      |      |       |      |
| T   | 0.275| 0.810| 0.213| 0.820|      |      |      |      |      |      |       |      |
| TS  | 0.450| 0.373| 0.232| 0.261| 0.937|      |      |      |      |      |       |      |
| TA  | 0.225| 0.098| 0.120| 0.116| 0.083| 0.839|      |      |      |      |       |      |
| CS  | 0.369| 0.393| −0.005| 0.39 | 0.385| 0.219| 0.772|      |      |      |       |      |
| PR  | 0.149| 0.066| −0.036| 0.112| 0.266| 0.437| 0.219| 0.862|      |      |       |      |
| GA  | 0.441| 0.364| 0.248| 0.333| 0.337| 0.209| 0.327| 0.217| 0.848|      |       |      |
| PU  | 0.489| 0.280| 0.275| 0.340| 0.321| 0.172| 0.292| 0.161| 0.695| 0.785|       |      |
| PEOU| 0.334| 0.325| 0.195| 0.362| 0.372| 0.111| 0.285| 0.157| 0.617| 0.569| 0.793  |      |
| UI  | 0.335| 0.295| 0.172| 0.291| 0.322| 0.062| 0.370| −0.021| 0.506| 0.566| 0.660 | 0.851 |

Note: JR = job relevance; SN = subjective norm; TMS = top management support; T = training; TS = technical support; TA = technology anxiety; CS = cost savings; PR = privacy risk; GA = government action; PU = perceived usefulness; PEOU = perceived ease of use; UI = use intention.

4.3. Analysis of the Structural Model

A structural equation model (SEM) was established in this study for path analysis. Model fitting and hypothesis testing were implemented in IBM SPSS Statistics 26.0 (International Business Machines Corporation, New York, NY, USA) and IBM SPSS AMOS 26.0 (International Business Machines Corporation, New York, NY, USA).

4.3.1. Model Fit

Xiong et al. [71] determined the standards for judging the quality of SEM. This research used $\chi^2/df$, GFI (Goodness-of-Fit index), CFI (Comparative Fit index), TLI (Tucker-Lewis index), IFI (Incremental Fit index), and RMSEA (Root Mean Square Error of Approximation) as six indicators for testing the goodness of fit and acceptance level of ISSTAM. The test results of the six indicators of ISSTAM are shown in Table 5. Table 5 presents the criteria for each indicator and the measured values of this study. It can be seen that the six test results meet the criteria, so the proposed structural equation model is good.

Table 5. Goodness of fit of ISSTAM.

| Model Fitness | $\chi^2/df$ | GFI  | CFI  | TLI  | IFI  | RMSEA |
|---------------|-------------|------|------|------|------|-------|
| Criteria      | <3          | >0.80| >0.90| >0.90| >0.90| <0.08 |
| Fitness       | 1.698       | 0.810| 0.928| 0.918| 0.929| 0.056 |

Note: $\chi^2 = 1045.986; df = 616.$

4.3.2. Hypothesis Tests

The path analysis results used for ISSTAM hypothesis testing are presented in Table 6. In the fourth column of Table 6, $p < 0.05$ means that the hypothesis is true and that the effect between the two variables is significant. Path coefficient $>0$ means a positive correlation between the two variables, and a larger value represents a more significant effect; path coefficient $<0$ means that there is a negative correlation between variables, and a smaller
value represents a more significant effect. The results show that under the criteria of $p < 0.05$, 9 of 13 paths (excluding H2, H3, and H7) were significant. Job relevance had a notable impact on PU ($\beta = 0.191, p = 0.004$), supporting H1. However, subjective norm ($\beta = 0.035, p = 0.544$) and top management support ($\beta = 0.056, p = 0.340$) were found to have an insignificant impact on PU, so H2 and H3 were rejected. Government action was verified to have a significant effect on PU ($\beta = 0.468, p < 0.001$) and PEOU ($\beta = 0.518, p < 0.001$); therefore, H4a and H4b were accepted. H5 and H6 predicted that training ($\beta = 0.168, p = 0.010$) and technical support ($\beta = 0.146, p = 0.024$) significantly and positively affect PEOU, which were supported. Technology anxiety ($\beta = -0.029, p = 0.634$) was found to have an insignificant negative effect on PEOU, so H7 was rejected. H8 predicted the positive effect of cost savings on UI ($\beta = 0.195, p < 0.01$) and was accepted, while H9 was that privacy risk ($\beta = -0.181, p = 0.004$) negatively influences UI, which was accepted in our research. Additionally, PEOU ($\beta = 0.194, p = 0.014$) positively affected PU, while PEOU ($\beta = 0.484, p < 0.001$) and PU ($\beta = 0.263, p = 0.003$) directly and significantly affected UI. H10, H11, and H12 were all supported.

Table 6. Tests of hypotheses.

| Hypothesis | Path | Path Coefficients | $p$  | Result |
|------------|------|-------------------|------|--------|
| H1         | PU ← JR    | 0.191             | 0.004| Accepted |
| H2         | PU ← SN    | 0.035             | 0.544| Not accepted |
| H3         | PU ← TMS   | 0.056             | 0.340| Not accepted |
| H4a        | PU ← GA    | 0.468             | ***  | Accepted |
| H4b        | PEOU ← GA  | 0.518             | ***  | Accepted |
| H5         | PEOU ← T   | 0.168             | 0.010| Accepted |
| H6         | PEOU ← TS  | 0.146             | 0.024| Accepted |
| H7         | PEOU ← TA  | -0.029            | 0.634| Not accepted |
| H8         | UI ← CS    | 0.195             | 0.004| Accepted |
| H9         | UI ← PR    | -0.181            | 0.006| Accepted |
| H10        | PU ← PEOU  | 0.194             | 0.014| Accepted |
| H11        | UI ← PEOU  | 0.484             | ***  | Accepted |
| H12        | UI ← PU    | 0.263             | 0.003| Accepted |

Note: *** represents $p < 0.001$. PU = perceived usefulness; PEOU = perceived ease of use; UI = use intention; JR = job relevance; SN = subjective norm; TMS = top management support; GA = government action; T = training; TS = technical support; TA = technology anxiety; CS = cost savings; PR = privacy risk.

To acquire clear influence paths between latent variables, the standard path coefficients of ISSTAM were determined and are shown in Figure 6.

4.4. Discussion and Implication

4.4.1. Discussion

Unexpectedly, the research results show that H1 is not supported, implying that subjective norm has no significant effect on PU, contradicting previous studies’ conclusions [36,37]. This is probably because the majority of respondents were highly educated (more than 80%) and thus had strong safety awareness. Therefore, they tended to consciously and proactively adopt systems conducive to safety management. Moreover, the age structure of the respondents was relatively young. Young people think more independently and rationally, so their behavior is mainly guided by their rational thinking. This is consistent with the results of Gao et al. [72]. H2 is supported. Therefore, the positive effect of JR on PU is proven, which means that when the system is highly related to the profession of construction industry practitioners, the usefulness of the intelligent surveillance system can be perceived.
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4.4.1. Discussion

Unexpectedly, the research results show that H1 is not supported, implying that subjective norm has no significant effect on PU, contradicting previous studies’ conclusions [36,37]. This is probably because the majority of respondents were highly educated (more than 80%) and thus had strong safety awareness. Therefore, they tended to consciously and proactively adopt systems conducive to safety management. Moreover, the age structure of the respondents was relatively young. Young people think more independently.

Additionally, H3 is rejected, showing that the effect of top management support on PU was also found to be insignificant. This is consistent with Yuan, Yang, and Xue [30]. This is probably due to the amount of top management support and resource input not meeting workers’ needs. Additionally, according to the research of Eisenberger et al. [73], the supportive behavior of top managers not being perceived by workers is another probable cause. The results support H4a and H4b, and their path coefficients are the largest. Therefore, government action can be seen as the most critical factor affecting the acceptance of intelligent surveillance systems. Previous research has confirmed the key role of government actions during the implementation of Building Information Management (BIM) [30,46]. Similar conclusions were also obtained in this study. Formulating policies and laws, government subsidies, and pilot projects are principal methods of government action, aiding to encourage owners to adopt intelligent surveillance systems. Additionally, the positive effects of training and technical support on PEOU were also confirmed, supporting H5 and H6. According to the research results of Igbaria, Zinatelli, Cragg, and Cavaye [23], if managers can provide regular training on the use of intelligent surveillance systems and technical developers can solve users’ difficulties in a timely manner, users will improve their PEOU toward the technology, thereby promoting the adoption of the intelligent surveillance system.

However, H7 was found to be unsubstantiated. This finding is contrary to previous research and indicates that technical anxiety has no significant negative impact on PEOU. This may be because the hypothesis is unreasonable or that cognition of these factors is low at the early stages of emerging technology, as Davis mentioned when proposing TAM [29]. At the same time, cost savings directly and positively affected UI, confirming H8. The
intelligent surveillance system can protect the workforce, improve management efficiency, reduce safety risks, and reduce costs. Furthermore, compared to other smart devices for security management, its cost is lower, and it is more in line with the organization’s expected benefits, so the use intention of intelligent surveillance systems is improved [57]. Additionally, it is worth noting that privacy risk negatively influenced use intention, supporting H9. The lower the user’s concern about system privacy, the more inclined to use it. This is coherent with Rese, Ganster, and Baier [66]. Distrust of the system is negatively related to concerns about privacy [62].

Finally, H10, H11, and H12 are supported, which is consistent with the findings of TAM2 and TAM3 [74]. This shows that PU and PEOU act as a bridge between external variables and UI and positively influence UI. Greater use intention is gained as the construction industry practitioners’ beliefs that the system is valuable and easy to control increase [28]. Ensuring the intelligent surveillance system’s usefulness and ease of use is a vital prerequisite for its adoption by organizations. Additionally, the positive impact of PEOU on PU is the same as in previous studies, demonstrating that when users recognize the simplicity of the system, they regard it as more useful. The easy operation of the system is an influential guarantee for its successful popularization.

4.4.2. Theoretical Implications

This study verified that the use intention of construction practitioners is directly affected by their beliefs and found six external variables that directly (CS and PR) or indirectly (JR, GA, T, and TS) affect use intention. The results provide insights for practitioners in the construction industry who aim to use the intelligent surveillance system and enhance the penetration rate of intelligent surveillance systems on construction sites.

Firstly, the previous TAM and extended models have been commonly applied in the construction industry. However, past research has primarily focused on technology such as BIM or mobile IT, and research gaps on the acceptance of intelligent surveillance systems exist. Therefore, we developed ISSTAM for the development of intelligent surveillance systems, which is an innovative approach. We constructed an extended model that conformed to the logical content of the technology acceptance model and formed a clear interpretation of the influential elements for the adoption of intelligent surveillance systems in the initial stage of its development.

Secondly, most previous studies focused on one group of respondents or conducted unified surveys without distinguishing between different groups of people. In this study, considering the different concerns between workers and managers regarding the adoption of intelligent surveillance systems, the workers and managers were investigated separately to collect data more scientifically and realize a multidimensional and broader survey of construction industry practitioners.

Thirdly, ISSTAM considers market economy laws, incorporating factors such as policies, technology, system value, and environment, which cannot be ignored in the initial development of the intelligent surveillance system. At the same time, taking the owner’s investment mechanism into account, cost savings was integrated into the external variables for a more comprehensive analysis.

Finally, this research expanded TAM and classified the factors and elements that influence intelligent surveillance systems’ implementation in the construction field from four dimensions: individual, organizational, technical, and environmental. A structural equation model was established for path analysis and hypothesis testing, revealing the intrinsic motivation and mechanism of the adoption behavior of the intelligent surveillance system in the construction industry and providing deeper insights for the successful popularization of the intelligent surveillance system.

4.4.3. Practical Implications

Our research verified six external variables from four dimensions (individual (job relevance), organization (training and cost savings), environment (government action), and
technology (technical support and privacy risk)) that affect the acceptance of intelligent surveillance systems, aiming to provide a reference value for organizations, governments, and technology developers.

For the organization, workers’ acceptance must be considered when using new technologies. The intelligent surveillance system is closely related to safety management. Therefore, managers should emphasize the importance of safety in the construction process to improve workers’ perception of job relevance. In addition, if managers can organize regular and valuable training, it will positively influence workers’ beliefs about ease of use, thereby increasing their use intention. At the same time, managers, as supervisors, must fully protect the privacy of the supervised individuals in using the intelligent surveillance system to prevent workers from resisting its adoption.

Our research discovered that the government is the most important subject in promoting the adoption of intelligent surveillance systems. Formulating policies related to the use of intelligent surveillance systems can improve practitioners’ perception of usefulness and ease of use. At the same time, privacy-related laws can effectively eliminate users’ concerns about the privacy risks of intelligent surveillance systems and increase their use intention. In addition, government subsidies enable owners to reduce the cost of using intelligent surveillance systems, which is an important factor affecting owners’ use intention. Using the intelligent surveillance system for safety management in a pilot project can show owners the ease of use and usefulness of the system and indirectly promote their use intention.

For technology developers, it is vital to continuously optimize the technology and improve the recognition accuracy, solving the privacy problem at the source. Considering that a high percentage of construction workers are older and less educated, the system’s ease of use is an influential factor that affects their use intention. Therefore, technology developers should design an intelligent surveillance system that is simple and easy to master. Finally, technical support plays a crucial role in influencing the perceived ease of use. This highlights that companies that develop intelligent surveillance systems should also focus on product after-sales and provide timely technical support to solve user problems.

5. Conclusions

Despite the many benefits of intelligent surveillance systems, they are still hindered by real-world factors and are still viewed with suspicion by the construction industry. Among construction industry practitioners, 66% had never used such equipment, indicating intelligent surveillance systems’ current low adoption rate. This study is the first to apply TAM to the acceptance of intelligent surveillance systems. More importantly, this study validates the important factors hindering and promoting the acceptance of intelligent surveillance systems.

To explore the factors that affect the successful implementation of intelligent surveillance systems among construction practitioners, this research constructed an extension of TAM to discover the decisive elements increasing practitioners’ use intention, perceived usefulness, and perceived ease of use from different dimensions (individual, organization, environment, and technology). This research is the first comprehensive investigation of the acceptance of intelligent surveillance systems, explaining the intrinsic motivation and mechanism of action for practitioners in the construction industry to adopt intelligent surveillance systems.

The research findings provide many insights for promoting the successful implementation of intelligent surveillance systems. Government action is the most significant factor influencing practitioners’ beliefs of usefulness (path coefficient = 0.468) and ease of use (path coefficient = 0.518). Moreover, combining the results of this research and the actual situation, the negative effect of privacy risk cannot be ignored, which may cause resistance to the adoption of the surveillance system. Furthermore, the positive effects of training and technical support on PEOU were confirmed, and job relevance and cost savings made a significant contribution to PU. Additionally, the effect paths and internal mechanisms
between variables were also proved. PU and PEOU have a significant mediation effect between external variables and UI. Furthermore, PU was positively affected by PEOU. However, subjective norm \( (p = 0.544 > 0.05) \) and top management support \( (p = 0.340 > 0.05) \) had no positive effects on PU, and technical anxiety \( (p = 0.634 > 0.05) \) was also found to have no significant negative effects on PEOU. The research results will help construction industry practitioners to have a clearer understanding of the essential elements that affect the implementation of intelligent surveillance systems and guide organizations, governments, and technology developers to formulate strategies to promote the adoption of intelligent surveillance systems more effectively.

However, this study also has limitations. Firstly, the respondents have limited experience in using intelligent surveillance systems. The intelligent surveillance system has only been adopted in the construction field in recent years, so actual applications are still limited. Most practitioners have insufficient work experience in using an intelligent surveillance system. Secondly, the data in this study only came from China, so extensive research is needed in the future to verify the universality of ISSTAM in the construction industry in different countries. When this research was carried out, the intelligent surveillance system was still not mature or popular, so attempts were made to conduct more extensive and comprehensive research at four levels. Therefore, in the future, when more construction industry practitioners have used the intelligent surveillance system, the research can be more focused. For example, the research can be conducted only from the workers’ perspective, focusing on their psychology and active use intention rather than being forced to use the technology. At the same time, based on the results of this study, irrelevant variables can be removed, and new variables can be added in combination with the real-world situation in the future.
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### Appendix A. List of Measurement Items for Each Variable

| Variable                      | Item                                                                 | Reference |
|-------------------------------|----------------------------------------------------------------------|-----------|
| Job relevance                 | JR1 Usage of ISS is closely related to my daily work.                | [24,28,55]|
|                               | JR2 Usage of ISS is very important to my work.                       |           |
| Subjective norm               | SN1 People who are important to me think I should use ISS.           | [24,28,72]|
|                               | SN2 People who influence my behavior think I should use ISS.          |           |
| Top management support        | MS1 Top management encouraged me to use ISS.                         | [28,37]   |
|                               | MS2 Top management understands the benefits of ISS.                   |           |
|                               | MS3 Top management recognizes my efforts in using ISS.                |           |
| Cost savings                  | CS1 The price of ISS is reasonable.                                  | [59]      |
|                               | CS2 The cost of ISS would not become a financial burden.              |           |
|                               | CS3 ISS is cheaper than other safety supervision equipment.           | [53]      |
|                               | CS4 ISS has lower maintenance costs than other safety regulations.    |           |
| Variable          | Item                                                                 | Reference |
|-------------------|----------------------------------------------------------------------|-----------|
| Training          | T1 After training, my understanding of ISS has been greatly improved.  | [28]      |
|                   | T2 After training, I am confident in using ISS.                       |           |
|                   | T3 The training content is comprehensive and the training time is     |           |
|                   | long enough.                                                         |           |
|                   | T4 There are experienced and knowledgeable trainers to help me        |           |
|                   | understand and use ISS.                                              |           |
| Technical support | TS1 When I encounter difficulties in using ISS, it is easy to contact  | [28,37]  |
|                   | technicians and get help.                                            |           |
|                   | TS2 When I encounter difficulties in using ISS, technicians can provide|           |
|                   | effective help.                                                      |           |
| Technology anxiety| TA1 I feel nervous in the face of new technology.                     | [53,54,72]|
|                   | TA2 I am worried that it is difficult to learn new technology.        |           |
|                   | TA3 I am reluctant to use new technology because I am worried about   |           |
|                   | making big mistakes.                                                 |           |
|                   | TA4 When using a new technology, I worry that it might be broken in   |           |
|                   | some way.                                                            |           |
| Privacy risk      | PR1 I am worried that my privacy will be threatened.                  | [62]      |
|                   | PR2 I am worried that the video captured by surveillance would be     |           |
|                   | abused.                                                             |           |
| Government action | GA1 Government issues relevant guidance or compulsory policies.       | [30,46]  |
|                   | GA2 Government grants subsidies or bonuses.                          |           |
|                   | GA3 Government promulgates relevant laws and regulations.             |           |
|                   | GA4 Government launches a pilot project using ISS.                    |           |
|                   | PU1 Using ISS can increase the speed of work.                        | [24,28,72]|
|                   | PU2 Using ISS can improve the quality of work.                       |           |
|                   | PU3 Compared with other equipment, more work can be done with ISS.   |           |
|                   | PU4 Using ISS can improve safety of work.                            |           |
|                   | PU5 Using ISS can increase safety awareness.                         | [75]      |
|                   | PE1 Using ISS would be easy for me.                                  |           |
| Perceived         | PE2 Using ISS would not consume a lot of my energy.                  | [24,28,75]|
| usefulness        | PE3 ISS is very easy to control for me.                              |           |
|                   | PE4 I clearly know how to use ISS.                                   |           |
| Use intention     | UI1 Assuming I have access to the system, I intend to use it.        | [24]      |
|                   | UI2 Given that I have access to the system, I predict that I would use|           |
|                   | it.                                                                 |           |

Note: ISS refers to intelligent surveillance system.

Appendix B. List of Abbreviations

| Abbreviation | Definition                                          |
|--------------|----------------------------------------------------|
| HSE          | Health and Safety Executive                        |
| MEPs         | Members of the European Parliament                |
| TAM          | Technology acceptance model                        |
| ISSTAM       | Intelligent surveillance system technology acceptance model |
| PPE          | Personal protective equipment                      |
| IT           | Information technology                             |
| TOE          | Technology–organization–environment                |
| PU           | Perceived usefulness                               |
| PEOU         | Perceived ease of use                              |
| UI           | Use intention                                      |
| SN           | Subjective norm                                    |
| JB           | Job relevance                                      |
| TMS          | Top management support                             |
| GA           | Government action                                  |
| T            | Training                                           |
| TS           | Technical support                                  |
| Abbreviation | Definition |
|-------------|------------|
| TA          | Technology anxiety |
| CS          | Cost savings |
| PR          | Privacy risk |
| CFA         | Confirmatory factor analysis |
| CR          | Composite reliability |
| AVE         | Average variance extracted |
| SEM         | Structural equation model |
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