Detecting Telecommunication Fraud with Visual Analytics: A Review
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Abstract. The detection of anomalous events in large multivariate data is sought in many domains. Analysis of data is an important fraud detection procedure in detecting suspicious events and prevent attempts to defraud. While now the data is becoming more complicated and difficult as data scales and complexities increase than ever before, the rich insights within the data may be difficult to identify by traditional means and often remain hidden. People require powerful tools to extract valid conclusions from the data while maintaining trustworthy and interpretable results. Hence, various fraud detection approaches have started to exploit Visual Analytics (VA) techniques to reveal the hidden knowledge in such fraudulent activities. Interactive data visualization tools have substantial potential for making the detection of fraudulent transactions more efficient and effective by allowing the investigator to change the representation of data from text and numeric into graphics and filter out subsets of transactions for further fraud investigation. However, little research to date has directly examined the efficacy of data visualization techniques for fraud detection especially telecommunication fraud. In this paper, we present an overview of several fraud detection solutions that use data visualization techniques to detect fraudulent transactions in the telecommunication domain. The paper concludes by discussing how academic research might proceed in investigating the efficacy of interactive data visualization tools for fraud detection.
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1. Introduction
Various types of fraud exist based on the nature of the fraud committed, and the methods vary based on their nature or their type of exploitation [1, 2]. There is a several number of fraud detection problems growing continuously or unstoppable [2] that concern for organisations of all sizes, across all regions and in virtually many sectors [3] including insurance, credit card, money laundering, computer intrusion, and telecommunications [4, 5, 6, 7, 8]. Fraud has become a worldwide phenomenon and prime issue of concern in the society that affects private enterprises as well as public entities [9, 10, 11]. Fraud may be defined as a dishonest or illegal use of services, to avoid service charges [12], or it can simply mean any activity that results in a gain in monetary benefit or unlawful advantage [13]. Telecommunication fraud has been a major challenge to the growth of the industry [14, 15] that suffers major losses due to fraud [4] all over the world. Since the beginning of
commercial telecommunications, the fraudsters have been causing huge loss of revenue to both the companies who offered these services and their customers [13, 5, 16, 17, 18] and it can affect the credibility and performance of telecommunication companies [9]. Usually, the fraud events are difficult to identify due to their sophisticated approach used by the fraudsters [19].

Analyzing and identifying such types of anomalous events normally focusses on the outlier of the patterns and samples that do not conform to expected behavior either anomalies or outliers [20] that classified as fraud. Not every fraudulent event can be classified as an outlier because sometimes attacks are hidden in known patterns to avoid detection by simple rule-based approaches [21]. Traditional audit methods involving the use of statistical sampling are often ineffective for discovering fraud [22]. Hence, the data mining procedure is performed to detect fraudulent transactions [23, 24] and needs to be examined more closely using some tools that may require considerable skill, as anomalies in data may not be readily apparent, except to the expert investigator. Visual analysis may facilitate identifying suspicious patterns of transactions in data. Interactive data visualization programs allow the investigator to more easily change the variables being graphed or focus on a subset of the data, or its format has now become readily available such as Tableau software [22].

Fraud investigators have recently recognized the importance of data visualization for fraud detection, and are starting to implement this technique in practice [25, 26]. Data visualization is especially important in the early stages of fraud investigation to perform efficient and effective data analysis and desires to better understand the relationships that may be present in a complex multivariate aspects of datasets, and become a subject of interest to the Visual Analytics (VA) community [21]. This is a proactive detection approach to search for data patterns that suggest fraudulent activity in [24]. Besides, [27] describe fraud detection as an open VA problem that requires visual exploration, discovery, and analysis. However, many of the current solutions involve mainly data mining techniques. VA approaches have the potential to improve these solutions by integrating human analysis into the process utilizing visual representations and interaction techniques [28]. Despite that, VA approaches are barely explored in the field of fraud detection [21].

The remainder of this article starts with a brief description of some related works on detecting fraud with VA approaches in general. It followed by a description of the visualization methods and interaction techniques, in general, to give a better understanding of the VA to gain insights about fraudulent events. Then, a review of existing works that use visualization techniques as part of their solution for fraud detection in telecommunication application domains. This article then elaborates on the benefits and shortcomings of VA approaches, and identify open challenges before concludes with future research directions might be proceeded in investigating the efficacy of interactive data visualization tools for fraud detection.

2. Related Works
Detecting for known fraudulent schemes as the suspicious events are insufficient due to the fraud techniques constantly changing to produce new patterns, and difficult to detect [29]. To this end, VA approaches can be applied to increase the outcome of new pattern discovery. Examples of review provided by [17, 30] that present the event detection using available tools for statistical fraud detection and identified the most used technologies in credit card fraud, money laundering fraud, telecommunication fraud, and computer intrusion. They classified the different fraud detection types based on the techniques of outlier detection; such as neural networks, expert systems, model-based reasoning, data mining, state transition analysis, and information visualization. In [31] presents techniques for event detection from Twitter streams using text stream visualizations by comparing the data type, text representation, and temporal drawing approach. However, they focus on different data types, namely text. Some reviews that focus specifically on data mining techniques for fraud detection research were also conducted by [32, 33, 34, 35].
In another perspective focusing on surveys of visual approaches for fraud detection, [36] surveyed that more than 50 papers present visualizations of financial data. They classified the visualizations, and outline ways to generate ideas for designing visualizations of financial data. A study in [22] presents a theoretical framework to predict fraud detection by applying VA techniques. They evaluated various visualization techniques and stated that different analysis process uses different visualization respectively. Another survey of visualizations and VA approaches also presented in [37] for exploring financial data in general.

Most of the existing surveys are mainly data mining-oriented and utilized visualization only as a visual aid for input and output data, and very general from the application point of view. In contrast, [21] conducted a survey that oriented towards the particular nature and characteristics of an application domain specifically for financial fraud event detection in multivariate time-oriented data. They outlined general similarities and differences in fraud detection tasks and approaches in financial domains. However, it can be adapted to tackle similar problems in other application domains. Based on works of literature, this present study will provide a review of some benefits and shortcomings of VA approaches in the telecommunication domain. Open challenges will be identified and concludes with possible opportunities for future research directions using potential interactive VA approaches tools for fraud detection.

3. Visual Analytics (VA)
VA that builds on human’s natural ability is remarkable to absorb a greater volume of information in visual than in numeric form and to discover certain interesting patterns and relevant outliers in multidimensional datasets that more easily derive insights about data [21, 38]. The main application domains normally characterized by their specific tasks in the fraud detection area such as in telecommunication, stock market, insurance, bank, and internal fraud detection. The internal fraud detection is also known as occupational fraud that involves internal employees commit internal access violations. Methods that represent data visually for application domains are the core aspect of the VA area, whereby the visualization is combined with human factors to explore the data interactively to gain insights about fraudulent events by using interaction techniques [39].

3.1. Visualization Methods
Visualization techniques enable a fraud investigator to see, explore, and understand a large amount of information. However, the efficiency of VA techniques varies concerning different tasks to identify fraudulent events within large multivariate datasets. The visualization methods that are used in the identified fraud detection approaches are line plots, node-link diagrams, bar charts, scatter plots, pixel-oriented diagrams, treemaps, heat maps, radar charts, parallel coordinates, box plots, polygons, and 3D visualization [21].

3.2. Interaction Techniques
When it comes to VA, the interaction technique employed by a solution is a determinant factor. [22] uses the term interactive data visualization techniques to contrast with static data visualization, which enables analysts to specify the format used to display information, select the information, or both. It has a strong influence on how analysts will explore the proposed technique as well as on the usability of the approach. Two groups of interaction techniques are representation tools and data selection tools. The first group consists of encode, reconfigure and connect, and while the latter group consists of select, abstract/elaborate, filter and explore. Another interaction techniques being used in the identified fraud detection approaches are undo/redo, change configuration, and no integration [21]. When developing a VA solution, the interaction techniques should be chosen by the visualization
techniques and tasks [40]. Determining this set of techniques is a critical task during visualization design. It impacts the quality of the analysts’ insights and the efficiency of the solution.

4. **Telecommunication Fraud Detection with VA**

   The work of [41] is the pioneer researchers who started a study in fraud detection from 1997. They introduced a hybrid adaptive fraud detection that tailored to bank fraud and telecommunication fraud detection. Moreover, it is a data mining-oriented and uses line plots during the analysis process. A set of monitors is generated to profile legitimate customer behavior using a rule-learning algorithm. One of the first studies which use VA techniques in the context of telecommunication fraud detection with the integration of visual and automated analysis is proposed by [38] by building visual interfaces to explore the data. They utilized a node-link diagrams, bar charts, and line charts in their work. To improve the node-link visualizations during interaction, they used clustering techniques.

   [42] presents an online fraud detection system based on a hierarchical regime-switching generative model using real mobile communication network data. They determine the probability of detection and false alarms using line plots. Therefore, they can be classified which alarm needs to be either kept or discarded.

   A work presents an approach to fraud detection in telecommunication based by combining a machine learning method with a basic VA approach to generates user profiling in [43]. Line plots are used in further analysis to compare different user’s profiles and, thus, detecting suspicious behaviors. Another review on the history of fraud detection from a big company presented by [44]. They also describe classes of fraud in the domain and propose VA models that support fraud detection in each of the different classes.

   [45] presented the design and implementation of Kerberos for a system to detect fraud over Voice over IP (VoIP) networks. This work is a rather analytical approach that aims for real-time detection of frauds. Kerberos allows the construction of pre-defined detection rules and the configuration of alarms. This work was experimentally evaluated using real-world data and presents good performance with different configurations.

   The most recent work found in this domain was [46]. The authors conducted a study to prove that VA approaches are beneficial to identify new, unexpected patterns using an open-source network analysis tool, Gephi [47]. Gephi allows exploratory analysis by creating interactive visualizations in terms of dynamic and hierarchical graphs. The VA approach by using a node-link visualization diagram tool can provide new insights into attacker behavior. This approach is based on statistical analysis or rule-based clustering and was experimentally evaluated using real Session Initiation Protocol (SIP) attack data collected over several years.

   Besides [46], we could not find many recent papers dealing with fraud detection in the telecommunication domain. Although the major part of the selected papers from the telecommunication domain being not recent, we still consider the VA approaches to be relevant in fraud detection context. Figure 1 summarized the most VA methods used in the study of telecommunication fraud detection within the years 1997 to 2018 by the number of studies in each particular year, respectively.
It clearly shows that line-plots is preferred VA methods compared to others. Perhaps, it simple and easy to display information as a series of data points that would help in identifying the behavior pattern in fraud detection.

5. Challenges and Opportunities in Telecommunication Fraud and VA

In this section, we present telecommunication fraud detection challenges and VA opportunities to address the challenges. Figure 2 illustrates the challenges that intertwined the complexity of data and tasks to identify fraudulent events within multivariate time-oriented data.

5.1 Hidden Features

In telecommunication fraud detection, the data is always multivariate, temporal, and comprises huge amounts of data consists of daily call transactions of customers, which are extremely very difficult and complicated to be visualized [29, 48]. This is partly since the data is not only multivariate but usually also always time-oriented that covers long periods. Moreover, in reality, it is hard to obtain real telecommunication transaction data or user’s call information due to privacy and security reasons. Therefore, the datasets often have some features hidden or changed to preserve customers’ privacy [29] even the private data would add to the accuracy of fraud detection [49]. Consequently, fraud detection is not a well-explored area in scientific research. To this end, visual aggregation techniques are often needed to display such rich datasets [21]. However, during analysis, the exploration of individual cases or short period analysis might still be interesting tasks. Thus, interaction techniques such as elaboration, exploration, and/or filtering are usually applied to utilize these visual scalability.
5.2 Hidden Patterns
All cases of telecommunication fraud can be viewed as fraud scenarios that are related to the way access to the network was acquired. However, given the most of telecommunication services and the cleverness of the fraudsters’ one may be confronted with diverse fraud techniques [49]. New fraud techniques are always being re-adapted so that the attempt is hidden as non-suspicious patterns of events [21]. So, detection techniques designed to detect one suspicious case within large of time-oriented and multivariate datasets may fail to detect other types of fraud [22]. It’s a challenging task that requires the visual and automatic approaches in an interactive multiple-coordinated exploration environment such as using 3D approaches. According to the summary as shown in Figure 3 by [21] exposed that no work in telecommunication uses the 3D approaches compared to other domains. Furthermore, 3D approaches are getting less popular recently that could be due to the difficulties to represent and interact with multivariate temporal data, and the perception of the 3D views may cause misleading impressions that can lead the analysts to wrong data interpretations. However, a systematic investigation of various interaction and visualization techniques according to particular tasks would open new possibilities to explore and analyze fraudulent behavior.

5.3 Monitoring Solutions
Besides, another challenge in the fraud detection within large of time-oriented and multivariate datasets is to find a monitoring solution to predict any possible future fraud with similar already detected fraud happened [50]. The suited solutions need to avoid false-positive and false-negative identification, which would waste the time of analysis, and which miss actual recurrent frauds, respectively [51]. Automated methods often fail to detect fraudulent behavior [21], because fraudsters are constantly changing their behavior to deceive monitoring and detecting systems. The fraud investigator could solve this using the VA approach by actively playing an active role with various steps in the knowledge generation process such as select automatic or analytical approaches, fine-tuning the parameter settings, and interactive exploration of the typically huge volumes datasets [21, 28, 52].

![Figure 3. Visualization methods used in fraud detection in 40 articles from 1997 to 2018 [21].](image)
5.4 Computation Capabilities

Providing visual support to interpret and understand the data, including predictive probabilities associated with them, become important as many existing applications need to solve predictive problems [54] such as to predict customer behavior in telecommunication. A large and complex data through a combination of Machine Learning (ML) and VA with interactive data visualization allow detecting suspicious behavior [29]. While current research has focused mainly on the efficiency of the visualization techniques to enable interactive exploration, this merging approach still under-explored [53], which promises a good synergy for motivating future research direction. ML algorithms enable us to tackle the dimension reduction, clustering, classification, and regression or correlation analysis tasks that frequently adopted in VA applications, and require the capabilities of computation and user expert. A general model and framework can be constructed to blend these two domains to develop a more powerful VA system with integrated ML.

6. Conclusion

Investigation of fraud is often required more details. The abilities of humans and the computer to identify patterns can be leveraged, whereby the human detect patterns interactively and the computer search for like instances across massive datasets tirelessly. In particular, by exploiting people’s abilities to deal with visual presentations, it may revolutionize the way of understanding large amounts of data by only looking for any unusual patterns that make an effective strategy for identifying new class of fraud attempted by the fraudsters. Effectiveness of fraud detection depends on the investigator’s ability to detect patterns in data that are suggestive of fraudulent transactions. Interactive data visualization tools have substantial potential for making the fraudulent transaction detection process at various stages become more efficient and effective, as they allow the investigator to navigate large datasets, change the representation of data, and filter subsets of data for further examination. VA literally maps the connection between different alternative solutions, leaving the opportunity to view these options in the context of the complete knowledge discovery process in fraud detection while maintaining the efficiency and accuracy in the context of detecting fraudulent transactions with interactive data visualization tools, and integration with ML to create more impactful systems to gain insight into data analysis.
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