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Abstract—With the rapid growth of online services, the number of online accounts proliferates. The security of a single user account no longer depends merely on its own service provider but also the accounts on other service platforms (We refer to this online account environment as Online Account Ecosystem). In this paper, we first uncover the vulnerability of Online Account Ecosystem, which stems from the defective multi-factor authentication (MFA), specifically the ones with SMS-based verification, and dependencies among accounts on different platforms. We propose Chain Reaction Attack that exploits the weakest point in Online Account Ecosystem and can ultimately compromise the most secure platform. Furthermore, we design and implement ActFort, a systematic approach to detect the vulnerability of Online Account Ecosystem by analyzing the authentication credential factors and sensitive personal information as well as evaluating the dependency relationships among online accounts. We evaluate our system on hundreds of representative online services listed in Alexa in diversified fields. Based on the analysis from ActFort, we provide several pragmatic insights into the current Online Account Ecosystem and propose several feasible countermeasures including the online account exposed information protection mechanism and the built-in authentication to fortify the security of Online Account Ecosystem.

I. INTRODUCTION

With the rich information and functionalities associated with online accounts, the security of online accounts is increasingly critical. Recently, there are several appalling user privacy scandals and severe data breach incidents [1], [2] associated with online accounts covered by the media. The Multi-factor Authentication (MFA) [3] proposed for strengthening an individual account seems like a viable solution. However, this solution is still far from being a solid protection due to its limitation to a single account of a single service. The common wisdom has yet to realize the fact that different online accounts of one single user are highly coupled with each other. This could potentially form an fragile Online Account Ecosystem. The bottleneck of the security of the ecosystem resides at the weakest nodes within it, which can be characterized as lacking secure authentication steps and exposing much sensitive personal information. In practice, there is one factor that exposes this vulnerability the most, namely, the notorious insecure SMS-based authentication [4].

Although SMS-based Authentication Code (SMS Code) simplifies the authentication procedure and makes users free from forgetting the passwords, it may lead to a fatal threat to account security and user privacy that has been studied by many researchers. Several attacks have been conducted to steal SMS Code from the cellphones directly by cellphone trojans [5] and phishing link [6]. Moreover, some researches show that the communication between smartphones and base stations can be eavesdropped and decrypted using protocol weaknesses [7]–[9]. On the basis of the previous researches, in our Chain Reaction Attack, we implemented the passive SMS Code sniffing attack and the more covert active SMS Code MitM attack to show the vulnerability of the SMS-based authentication. Fig. 1 illustrates the scenario that attackers may fail to intrude a highly secure online payment platform directly but will succeed indirectly by hacking other less secure online accounts and collecting personal information from them to gain access to the online payment platform eventually.

In this paper, we first leverage the main vulnerabilities of Online Account Ecosystem and demonstrate Chain Reaction Attacks on several real online payment platforms. Then, we design and implement ActFort, a systematic framework to formulate and analyze the vulnerabilities of the Online Account Ecosystem regrading account dependency. By analyzing hundreds of mainstream websites, we summarize some important insights existing in the current Online Account Ecosystem.
We summarized our contributions as follows:

- We uncovered the essential security problem of Online Account Ecosystem which stems from the insecure SMS-based Authentication and interconnected dependencies of the online accounts.
- We provided a novel perspective of online account security that the security of one single service depends on the ecosystem and its "neighbours". This perspective can be extended to other attack surfaces beyond SMS Code.
- We proposed and evaluated the ActFort on hundreds of representative online services and demonstrated the Chain Reaction Attack on real online accounts.
- We provided some insights into the whole ecosystem based on the measurement results.

**Ethics.** Throughout this study, we have ensured that all of our experiments meet community ethical standards. First, We performed the attack experiments carefully and did not affect any other users. We only used our own cellphones and Internet accounts as targets. Second, we did not collect or obtain the personal information of any users; our small set of users only provided us with their cellphone number. Our attacks did not interact with their accounts in any ways that would reveal any additional information about them.

## II. Threat Overview

Most of the online account services adopt SMS Code as one of the credential factors in its login or password reset step for two reasons: accessibility [10], [11] and convenience [12], [13]. In practice, the SMS-based authentication can be mainly divided into 2 types, only SMS Code or SMS Code with other credential factors (e.g. legal name and citizen ID). Unfortunately, according to our research, both authentication methods are unsafe under certain circumstances. The fundamental cause of the loophole is the reciprocal transformation of sensitive personal information and authentication credential factors among various accounts.

It is worth noting that although we use SMS Code as our initial attack surface here, our attack can easily be extended to other factors as the major vulnerable point such as email authentication codes. The key idea of our work is to investigate account vulnerability introduced by dependencies among accounts on different platforms.

**Chain Reaction Attack.** As described in the previous section, online accounts are still vulnerable to attacks even with the secure setup of multiple factor authentication. Chain Reaction Attack is an attack strategy that exploits the dependency among accounts from different online services and leverage the credentials and account personal information to conduct a series of attacks. Similar to the chain reactions in chemistry, our attack achieves the ultimate goal of attacking a highly-secure account by compromising less-secure service accounts first, collecting information in those accounts, and utilizing the information gathered as credentials to take control of sequential accounts. The real-world Chain Reaction Attacks will be demonstrated in Chapter V.

The goal of the attacker is to gain the control of victims' accounts. We categorized our attacks into two:

- **Random Attack.** The attacker aims to attack arbitrary victims nearby and has no knowledge about the victims in advance. In practice, the attack can be conducted in the airports or the railway stations which have a large flow of people and are easy for the attacker to hide and escape.
- **Targeted Attack.** The attacker aims to attack the target victim and has some knowledge about the victim in advance (e.g. the home address and the cellphone number).

In our threat model, the attack has no access to the internal software/hardware of the victim's cellphone or computer. In addition, we assume the attacker can stay in the same cell in the communication network. The scope of the attack is limited to scenarios where the attacker is near the victim (within a distance of hundreds of meters) because the attacker needs to either intercept the SMS Code in the same cell or hijack the victim’s cellphone to complete a MitM attack. Although the attacker can remotely conduct phishing attacks to lure victims to give away SMS Codes using social engineering methods like phishing emails, this type of attack is less stealthy and requires victims’ response.

## III. System Design

### A. System Overview

In this part, we will illustrate the design and implementation of ActFort in details. To better analyze dependency vulnerabilities in Online Account Ecosystem and explore feasible Chain Reaction Attacks, we have designed and implemented ActFort, a systematic approach to examine the potential risks of online accounts as well as generate the transformation dependency graphs of current online services. The flowchart of ActFort is mainly simplified into the Authentication Process, Personal Information Collection, Dependency Graph Generation and Strategy Output.

The Authentication Process is designed for examining the registration requirements and conditions, analyzing the needed credential factors, excavating the vulnerable password reset path and determining the binding relationship for authentication.

The Personal Information Collection is utilized for collecting personal information and transferring it into
structured data, which are the prerequisites for Dependency Graph Generation.

The Dependency Graph Generation is used for developing the links between credential factors and personal information originated from different online accounts.

The Strategy Output is applied for targeting the potential vulnerabilities of online accounts and generating the potential attack path with data association rules.

During the measurement, we input the required reset credentials for accounts and the personal information that can be obtained once the accounts are compromised to the system, then the Dependency Graph Generation will construct the links for the current Online Account Ecosystem. Once the entire dataset we have has been processed by the system, we could have a thorough analysis on the ecosystem. Additionally, if we want to add an account to the system, Strategy Output will scrutinize the existing dependency graph to find potential attack path. The design details will be discussed in each module.

B. Authentication Process

In many online account services, users can choose username, e-mail address, cellphone number or linked account to sign up with a password. Thus, the following login or password reset can be varied due to the difference when signing up. For each online account, Authentication Process will first collect and analyze the registration requirement, recording each available signup approach and then sign up for accounts in these approaches respectively. Then Authentication Process will collect and trace the credential factors to construct the Authentication flow in each signup approach recursively.

The authentication flow construction will accept the top-down approach. The source of the authentication flow can rather be a simple login or a target action like making a payment or transfer. From the source, the flow will lead to the required steps to achieve the previous layer. To complete those steps, we might need to go further down to even lower layers until the requirement are satisfied. Note that the same credential factor could be used in different password reset paths.

In addition, the collected credential factors will be structured in order to form the paths of password reset and later be used in the transformation dependency graph generation. The binding relationship among online accounts will also be examined.

C. Personal Information Collection

In this module, personal information in different online accounts will be collected and classified to different categories. In practice, it can be mainly divided into five categories: identity information (e.g. real names and SSN/Citizen ID), account information (e.g. email address and binding account), social relationship (e.g. friend names and family members), property information (e.g. bankcard number and savings account number), and historical records (e.g. online shopping list and chat history).

Personal information from a compromised account becomes available credentials, building relations between accounts. This process can be considered as a transformation from personal information to credentials.

D. Transformation Dependency Graph Generation

First, we define Transformation Dependency Graph (TDG), a data structure used to represent all transformation dependency relations in the Online Account Ecosystem. We restrict our attention to transformation dependency relations in 2 categories. The first category is the relation between the credential factors and the personal information of different accounts. The other one is the linked/binding relation among the online accounts. For example, once the Gmail account is logged in, the Expedia account linked to that Gmail account can also be logged in without additional authentication.

For each node in the dependency graph, it represents an online account which contains personal information attribute (PIA) and credential factor attribute (CFA). The personal information attribute of each online account contains information relevant to real name, citizen ID, cellphone number, e-mail address, bankcard number, address, user ID, binding account, acquaintance name, device type, and other potential authentication required information. The credential factor attribute contains the credential factors of different authentication path for one online account. In the transformation dependency graph, there’s an attacker profile (AP) which contains information about an assumed attacker’s capabilities, such as SMS Code interception, social engineering database, and etc.

We denote the credential factor attributes as inputs and the personal information attributes as outputs. For each node, the number of input depends on the available...
authentication paths and the number of the output rely on the personal information. Once the input and output values are identified, we construct a directed dependency graph. An edge from an output of node $PI_{jn}$ to an input of node $CF_{sm}$ ($PI_{jn} \rightarrow CF_{sm}$) is added if one of outputs in $PI_{jn}$ overlap with the input value of $CF_{sm}$ from another account: Add $e(v_{im}, v_{jm})$ in $G = \{V, E\}$, if $PI_{jn} = CF_{sm}$.

On the basis of Transformation Dependency Graph, we can further explore the degree of the correlation of online accounts in the Transformation Dependency Graph. We first give three definitions on the correlation of online accounts.

**Definition 1.** If $u$ can provide all the credential factors needed for at least one authentication path of $v$ with the attack profile, $u$ is then called the full capacity parent node of the node $v$. The directed edge from $u$ to $v$ is called strong-directivity edge.

**Definition 2.** If $u$ can only provide partial credential factors needed for one arbitrary authentication path of $v$ with the attack profile, $u$ is then called the half capacity parent node of the node $v$.

**Definition 3.** If $u$, $w$ or the other nodes can jointly provide all the credential factors needed for at least one authentication path of $v$ with the attack profile, $u$, $w$ and other nodes are then called the couples nodes to each other. The directed edges from $u$ to $v$ and from $w$ to $v$ are called weak-directivity edges.

Based on the aforementioned definitions, We can formulate the correlation between the online accounts and the created edge can be divided into strong-directivity one and weak-directivity one. To conduct the correlation formulation, briefly, we identify $NVP_t$, namely the number of authentication paths of each online account $oa_i$, we extract the credential factors needed for each path $cp_{in}$ in $oa_i$ and then match $cp_{in}$ with $pi_j$ from other $oa_j$. If $pi_j$ overlap $cp_{in}$ with attack profile (AP), then we created strong-directivity edge $se_{ij}$ between $oa_j$ and $oa_i$. We apply this operation to all the nodes in $OA$ to obtain all the strong-directivity edges and full capacity parents for node $oa_i$. Then we match the individual credential factors of $cf_{ni}$ to the non-full-capacity parent nodes,e.g., $oa_c$ and $oa_d$, and if $oa_c$ and $oa_d$ can provide personal information overlap $cp_{ni}$ with attack profile (AP), then we created weak-directivity edge $we_{cn}$ between $oa_c$ and $oa_n$ as well as $we_{dn}$ between $oa_d$ and $oa_n$. We define the Couple File(CouF) to record the tuple $(oa_c, oa_d; oa_n)$ which refers that $oa_c$, $oa_d$, are couple nodes to $oa_n$. Finally, we obtain the strong-directivity and weak-directivity among all the online accounts in the Transformation Dependency Graph.

**E. Strategy Output**

On the basis of the Transformation Dependency Graph and correlation of online accounts, we develop the strategy engine to explore the potential attack paths of the online account ecosystem. The strategy engine provides online account providers with querying the attacks in two scenarios. The first one is when given a set of personal information as credentials in addition to SMS Codes (or the accounts that the attacker has compromised), the system should be able to output the possible accounts that can be attacked within the Online Account Ecosystem. This may occur when the attacker obtains the cellphone number and SMS Code or when the data breach happens in the Internet initially. The other scenario is when an attacker aims at a specific target account with its required reset credentials, the possible attack path starting from low-security-level accounts needs to be provided.

To solve the first question, we define the initial attacked online accounts as Online Account Attacked Set (OAAS). Then we collect all of the personal information of OAAS as an Initial Attack Database (IAD). Then we compare credential factors of each online account with factors in the IAD. If all credential factors of one authentication path can be found in the IAD, we consider that this online account can be attacked on this condition. Then we add the personal information from the attacked online account to the IAD and repeat the previous processes. Finally, we get all the potential account victims (PAV).

To solve the second question of attacking the specific online account ($oa_t$), we assume that attacker owns the ability to obtain cellphone number and intercept SMS Code. We initially search the full capacity parent nodes and the half capacity couple nodes of the target accounts. In addition, we merge each group of half capacity couple nodes of the target account as one full capacity node. If the credential factors of the full capacity parent nodes and the merged couple nodes are not cellphone number plus SMS Code, we iteratively assign the full capacity parent nodes and the merged couple nodes as target account and repeat the aforementioned process. When we meet the nodes whose credential factors are cellphone number plus SMS Code, We stop searching and return the account chain.

**IV. Measurement Study**

**A. Measurement Setup**

To evaluate the performance of ActFort, we conducted extensive experiments on 201 representative Internet services (top-ranked on www.alexa.com) both for the websites and for their mobile applications (if any).

The key aspects we investigated are summarized as follows:
• What are the credential factors used for authentication and their proportion in Online Account Ecosystem?
• What are the types of personal information that can be obtained from the online accounts and their proportion in Online Account Ecosystem?
• What are the most vulnerable online accounts within Online Account Ecosystem?

We manually set up test accounts and collected all possible Authentication Process methods and types of personal information leaked for all the services we investigated. Using Transformation Dependency Graph Generation, we automatically generated dependency graphs and obtained analysis and strategies. All the proposed attack paths were verified by us later. We also split our measurement into different domains (e.g. Fintech, Email, Social Network, etc.) to have a better understanding of different sections in Online Account Ecosystem.

B. Evaluation

1) Measurement Results: According to our analysis, there are 405 authentication paths in total. Figure 3 shows the proportion of online accounts whose authentication only involves SMS Code. Figure 3 also lists the proportion of other common credential factors used for online accounts. First, we note that the percentage of services using merely SMS codes for sign-in is significantly lower than for password resetting, which implies that attacking accounts using password resetting is easier. Additionally, according to our study, SMS Code takes up over 80% for the authentication and less than 20% website services demand extra information to authenticate users.

Furthermore, we found that these authentication paths can usually be divided into 3 types: general path (45% on the mobile applications while 58.65% on the websites), which uses basic authentication factors; info path (17% on the mobile applications while 13.45% on the websites), which requires factors like real names and phone numbers; unique path (17% and 16.35% on the mobile applications and the websites respectively), which uses factors like biometrics.

We also analyzed the personal information in the user interface in each online account after login. We found that varieties of information exposed on websites interface were similar to that on the mobile application. Table 1 shows that the top three of high percentile personal information are cellphone number, user real name, and email address. Most of the personal information appeared exceeds 40% except the device type and the bankcard number. This indicates that these online services pay insufficient attention to protecting users’ most privacy information on the user interface. However, unsurprisingly, protection of bankcard number is better than any of others. Although none of the online accounts expose the whole binding bankcard number, masked digits of bankcard number are inconsistent in different online accounts, which will be discussed later.

| Credential Factors   | Web Account, % | Mobile Account, % |
|----------------------|----------------|-------------------|
| Real Name            | 49.20          | 75.00             |
| Citizen ID           | 11.76          | 41.07             |
| Cellphone Number     | 54.01          | 87.50             |
| E-mail Address       | 59.36          | 64.29             |
| Address              | 51.34          | 64.29             |
| User ID              | 45.99          | 60.71             |
| Binding Account      | 44.92          | 57.14             |
| Acquaintance Info.   | 32.09          | 66.07             |
| Device Type          | 14.97          | 35.71             |

After obtaining credential factors and personal information from over 200 online services. We generated the dependency graph and explore the correlation among these online accounts. We found that there are four types...
of dependency relationship among all the evaluated accounts: (1) the account can be directly compromised with attack profile (cellphone number and SMS Code), (2) the account can be compromised with one layer middle account, (3) the account can be compromised with two-layer middle accounts (all full capacity parents), and (4) the account can be compromised with two-layer middle accounts (full capacity parents and half capacity parents). According to the evaluation on the online services, 74.13% of the website and 75.56% of the mobile applications can be compromised with the cellphone number and SMS Codes directly. 9.83% and 26.47% of the accounts can be compromised with one-middle-layer accounts respectively for websites and mobile apps. 5.20% of the website accounts and 20.59% of the mobile application accounts can be compromised with with two-layer middle accounts (all full capacity parents). Percentages of accounts can be compromised with with two-layer middle accounts (full capacity parents and half capacity parents) are 2.89% and 8.82% . Only 4.44% for website accounts and 2.22% for mobile application accounts can’t be compromised with the evaluated accounts. Note that the overall percentage can not be summed up to 100% since one service can have multiple reset combinations.

Figure 4 shows the connection graph of 44 online accounts. Red dots represent the fringe nodes, i.e., the online accounts which only need cellphone plus SMS Code for authentication. Blue dots represent the internal nodes, i.e., the online accounts which need extra credential factors except SMS Code. The directed edge represents that the source nodes can provides all the credential factors for the destination nodes besides cellphone number plus SMS Code.

On the basis of the generated graphs, we further explore the vulnerability of the nodes. As mentioned above, we could intercept SMS Codes sending to one specific phone such that we could login these accounts can be verified with only SMS Code and phone number. According to collected data, we found that authen-

2) Key Insights: According to the results of the measurement, we discover some interesting insights that explain the current situation of Online Account Ecosystem. The corresponding countermeasures will be discussed in the next section.

- **Emails are the gateway to the most of the vulnerabilities exposed.** Most Email accounts can be reset merely using SMS Codes. It is common that users use Email addresses to sign up for other services and a compromised Email account can be a gateway for attackers to conduct further attacks. From the Email history, there is a high possibility that Email accounts will reveal important information, such as signed-up services, social relationship and recent activities, which can be used to set up a subtle attack.

- **Asymmetry exists between mobile Apps vs websites and sign-in vs resetting passwords.** Several instances we found during the measurement suggest the asymmetry between mobile Apps and websites. For
example, the difficulties of authentication processes on Alipay’s web end and mobile end differ, where web end requires a more hard-to-get factor (namely bankcard number). Also, Gome (one of the largest electrical appliance retailers in China) covers part of users’ SSN on web end while exposes the same part of the information on the mobile end. Similarly, there are different requirements for sign-in and resetting passwords, which should be equally secure as for attackers.

- **Different domains have different levels of authentication.** Generally, Fintech services are deployed with the most strict authentications, which is also the main target for attackers to cause direct financial loss. To compromise a Fintech account, the attacker might need to collect as much personal information from other accounts as possible, sometimes even with the help of other illegal means like black market.

- **There is no unified rule for sensitive information/privacy protection in user info page.** Different Internet service providers cover different parts of SSN and bankcard numbers on their accounts. By attacking several service accounts and applying certain combining rules, the attacker could easily cipher covered SSN and bankcard numbers.

- **Biometric features and U2F security key are the most secure authentication.** A lot of highly secure services involve U2F security key or biometric authentication using features like fingerprints and facial features. This is usually the most robust node in Online Account Ecosystem, which is hard for attackers to mimic.

V. ATTACK STUDIES

In this section, we demonstrate how to conduct Chain Reaction Attack with the help of our system. To achieve our goal, Chain Reaction Attack involves 3 major steps, namely, attack path generation, SMS Code interception and high-value account intrusion. Note that we conducted our measurement throughout a long period of time and some of the cases shown here may not be consistent with the latest versions of some applications, but the key idea of Chain Reaction Attack can be demonstrated here and can be extended to other attack surfaces in the future for latest versions.

A. Attack Steps

1) **Attack Path Generation:** The attacker can either choose random targets or conduct precise attacks on specific targets. Both attacks require victims’ cellphone numbers and addresses (which means the attack would be conducted physically within a certain range of victims, see Section II). The difference between the two target selections lies in the way of obtaining the cellphone numbers of victims. When the attacker chooses the specific victim, he could utilize the existing illegal databases of leaked personal information to get the victims’ information [14]. While in a random attack, attackers can deploy phishing WiFi at airports and railway stations to get surrounding potential victims’ phone numbers.

2) **SMS Code Interception:** There are two feasible ways to intercept the SMS codes. The first one is low-cost Simple GSM Sniffing, as shown in Figure 6. In comparison, the second method, Active MitM Attack could strengthen the attacker’s concealment but with a relatively high cost and complex equipments, as shown in Figure 7. Note that during our case study, we chose the simple and low-cost GSM Sniffing using OsmocomBB with cheap equipment Moto C118 in the GSM network. Active MitM Attack can be realized using fake base stations powered by USRP [15] after the LTE network is downgraded to GSM forced by a 4G jammer [16].

OsmocomBB [17] is a free open source GSM baseband software implementation and it intended to completely replace the need for a propriety GSM baseband software. However, attackers can leverage it to intercept the SMS messages with specific firmware (e.g. Moto C118). Although GSM has its own encryption algorithm for SMS transmission, many GSM networks have no or weak data encryption. If the SMS transmission is encrypted with A5/1 algorithm [18], existing hacking method [19] can be used to obtain the session key.

We used one Thinkpad T440p model laptops, with Intel i5 4200M CPU and 4G RAM in the experiments. We connected 16 customized C118 cellphones to the laptop over USB cables. Each C118 could monitor one frequency point in the GSM network. We ran the customized OsmocomBB software to decode the GSM signals and Wireshark to filter the target SMS Codes with specific rules. Once the steps above were successfully completed, we could sniff SMS Codes transmitting through several nearby base stations. One caveat is that the victim can also receive the SMS Code and mitigate the stealthiness of the attack. Picking a perfect timing when victims’ vigilance is at a relatively low state like midnight could solve this problem in some degree.

3) **High-value Account Intrusion:** Many highly secure online account authentications and password re-
setting process request users to input not only SMS Code but also other credential factors. Therefore, to conduct the attack, the attacker must obtain extra personal information for authentication. The transformation dependency relationship of online accounts provides the attacker with possible attack paths. The attacker first compromises the least secure account(s). Subsequently, the acquired personal information from that account(s) helps facilitate an attack on another account. The follow-up accounts would disclose more vital information and enable further attacks.

B. Real Cases

As mentioned previously, cellphone numbers and victim addresses could be easily obtained through a few illegal existing methods. We can also use Simple SMS Sniffing to intercept SMS codes. The key part here is to find the feasible attack paths using ActFort. The following real cases use the attack paths provided by ActFort.

Case I. We used SMS code as a one-time token to directly log into Baidu Wallet account. Once we logged into the account, we were eligible to use QR code to make a payment in the app. There is no intermediate attack needed.

Case II. We tried to attack Paypal accounts. To reset Paypal login password, both SMS code and Email code were required for resetting the password. So we chose Gmail as an example in this case. Users are allowed to use a phone number to login or reset password in Google login session. Using SMS code to reset the Gmail account linked to the phone number, we successfully logged into the Gmail account and got the email address with a temporary token sent by Paypal. Now we could use compromised Paypal account to make transactions.

Case III. We deployed attacks on several Internet service providers to complete a chain attack. Alipay is one of the two mainstream mobile payment platforms in China. Note that unconformity of authentication factor combinations exists between the mobile application and the web client of Alipay, so we conducted our attacks on both platforms separately.

On the mobile application, Alipay provided several SMS-based combinations to reset password, such as face scanning, bankcard information and related questions. Despite how thoroughly-covered and secure-looking those choices were, once the very vulnerability within them was spotted (for us it was using citizen ID in addition to SMS code), the whole defense collapsed. Similarly, we used Citizen ID and SMS Code to reset the payment code. Citizen ID information is severely leaked and commonly traded in the black market in China, but instead of getting the ID in this specific way, we attacked another website to obtain it. We attacked Ctrip, a leading online travel agency in China. SMS code as a one-time login token. On the account page, we found user’s citizen ID information by simply clicking "EDIT" button for Frequent Travelers Info. With the citizen ID and a SMS Code), we were able to reset Alipay’s password and payment code and make transactions.

On the web client, there is an additional customer service option for resetting password. With the personal information gathered from other online services, this increases the attacker’s chance of compromising the account by applying social engineering.

VI. Related Work

A few existing methods could be utilized to conduct attacks on a single account. Gelernter et al. [6] presented PRMitM, a way to reset victims’ account using a malicious fake website and then collecting resetting challenges from victims. Collin Mulliner et al. [4] offered a trojan-based SMS attack on smartphones OS. By installing an SMS trojan on a victim’s cellphone, every time the victim receives an SMS-based one-time password, the attacker is able to get it and use it to launch an account attack. Ghost Telephonist [20] is an attack based on one vulnerability (the authentication step is missing) found in Circuit Switched Fallback in LTE networks, which enables the attacker to impersonate both the caller and the callee and could be considered as a tool for further attacks. With a large SMS dataset, Bradley Reaves et al. [21] analyzed the
security of SMS as a verification method and unveiled the potentially sensitive information leakage when those popular companies built their services on the basis of SMS.

There are also attack studies on other factors like account linking features and social authentication (acquaintance) described in our measurement. Ghasemisharif et al. [22] investigated the flaws caused by Single Sign-On and explored potential attacks among binding accounts. This finding agrees with the result from our measurement that linked accounts could be disastrous. To break social authentication provided by companies like Facebook, Polakis et al. [23] implemented face recognition with cloud service to obtain victims’ acquaintance information as sign-in factors. In 2019, Doerfler et al. [24] conducted a measurement on the current online login challenges. Their study focused only on a single web service for the analysis. Although their results suggest that using factors like device authentication and SMS codes or even a combination of them are relatively secure against malicious account takeover, our Chain Reaction Attack can still compromise those secure accounts at a very high chance.

However, different from our Chain Reaction Attack based on ActFort, the attacks introduced above merely focus on a single account, which means that every attack on a different website is considered independent. Though, these attacks can be integrated in the intermediate steps in our Chain Reaction Attack to overcome the difficulty of obtaining some unique factors and make our attack more feasible under some special situations, but in comparison, our work exploits an interactive vulnerability at a system level and could be more explosive if used by real-world attackers.

VII. DISCUSSION

A. Countermeasures

1) Sensitive Information Protection Principles: We proposed Online Account Information Protection Mechanism against Chain Reaction Attack according to the results of the measurement and the insights that we have. The key idea is to effectively cut some specific links in Information Flow with the help of our ActFort system.

Considering the online account reciprocal transformation loophole pattern that we have obtained in the last section, we conclude our protection principals for online account information as follows:

- Cover unified digits on SSN and bankcard numbers. We propose that all the Internet service providers should cover their users’ sensitive information and also cover them under a unified standard. By standardizing user information cover rules, the vulnerability of account interconnections within the Online Account Ecosystem will be alleviated.

- Make email service accounts more secure. Email accounts serve as one of our breakthroughs during our attack. However, most email service providers, e.g., Google and NetEase (163), do not pay enough attention to their account security and can be attacked by simply resetting password via SMS codes. In order to enhance the security of the whole ecosystem, we strongly recommend that email service providers should bring their authentication method to a higher level.

- Tackle the asymmetry existing between web end and mobile end. This kind of asymmetry should be avoided by developers. We reckon that within an enterprise there are usually different dev teams in the charge of different user terminals. Miscommunication can lead to asymmetry in security design, which expose user accounts to vulnerabilities.

2) Built-in Authentication: Due to the fragility of sending authentication codes via GSM SMS, it is necessary to find an alternative way to secure authentication code sending process. Companies like Duo [25] and Tencent [26] have designed applications to protect users’ access to other applications and services. There are also some services that start using instant message services like Whatsapp to deliver authentication codes. The user firstly is required to install a 3rd-party authentication application (3PAA). After installation and registration for 3PAA, the user needs to switch to the applications or services that are to be protected, finishing steps of authorizing 3PAA. Since 3PAA uses more secure protocols to transfer data, it is hard for attackers to decipher authentication codes. As long as user’s 3PAA is not hacked, security of authentication via this way stands out. However, the trust towards the 3PAA from users and the inconvenience should be considered in the actual implementation.

Hence, we propose a general diagram for Post-GSM built-in mobile authentication service in Fig. 8. This is similar to what Apple has been doing. Apple has
an option for users to get an authentication push on iOS devices for identifying themselves, which contains authentication attempt’s location information. This function is embedded in iOS, which does not use SMS service. To go a step further to prevent malware code sniffing attack in mobile OS, we believe that there could be an industry standard that requests mobile device manufacturers or mobile telecom carriers to build an authentication push mechanism via encrypted dataflow into their devices or systems without actually displaying and saving codes in places like message inbox. Additionally, there could be a system level API for APP developers to directly call the authentication without user intervene which also improve usability. Users are more likely to trust services provided by the device manufacturers, the mobile telecom carriers and the original systems.

B. Limitations & Future Work

Chain Reaction Attack is a SMS-based attack from a view of the entire online account ecosystem. This attack possibly affects the majority of the current online services. However, it has several limitations.

Due to the current deployment of online authentications, our attack relies heavily on SMS code interception as its primary step in most attack cases. SMS sniffing first restricts the attack range to hundreds of meters of the victim. Phishing attack can solve this distance problem but also involves more social engineering effort and reduces the level of stealthiness.

Theoretically, any weak factors (like email code) in the ecosystem can be the breakthrough point, depending on the attacker’s ability. This means Chain Reaction Attack is able to be expended to other forms of serial attacks beyond the our SMS-oriented attack.

Our ActFort measurement on top 200 web services does reveal several existing problems but hasn’t covered a larger amount of accounts because some parts of our system still involve manual operations. Future work could further automatize the process to measure the ecosystem more thoroughly.

VIII. Conclusion

In this paper, we introduce Chain Reaction Attack, which exploits vulnerabilities of interconnections and dependencies within Online Account Ecosystem. Taking SMS authentication code as the breakthrough of the attack, we are able to take full control of most online service accounts by resetting their passwords. To analyze the vulnerabilities systematically and provide website developers protection method for accounts, we design ActFort, a system that can automatically seek out dependencies among existing Internet service accounts. With the help of ActFort, we measure the mainstream Internet services and demonstrate real-world attack cases.
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IX. APPENDIX

A. SMS-based Authentication.

![Diagram of SMS-based Authentication](image)

Fig. 9. Diagram of SMS-based Authentication.

B. Active MitM attack

![Active MitM attack Diagram](image)

Fig. 10. Active MitM attack

C. Dependency Graph

![Dependency Graph Diagram](image)

Fig. 11. Transformation Dependency Graph.

![Example Structure of One Single Node in TDG](image)

Fig. 12. Example Structure of One Single Node in TDG.

### TABLE II

| Symbol | Definition |
|--------|------------|
| $OA = \{a_{ki}\}$ | Online accounts a victim owns. |
| $CF = \{c_{fm}\}$ | Credential factors set—$m^{th}$ credential of $i^{th}$ account. |
| $PI = \{p_{jnm}\}$ | Personal Info. set—$n^{th}$ personal Info. of $j^{th}$ account. |
| $DE = \{d_{fm}\}$ | Directed edges set—Directed link from $c_{fm}$ to $p_{jnm}$. |
| $VP = \{v_{p_{jkm}}\}$ | Verification paths set—$k^{th}$ path for $z^{th}$ account. |
| $CP = \{c_{p_{jkm}}\}$ | Credential factors needed for $v_{p_{jkm}}$. |
| $SE = \{s_{ej}\}$ | Strong-directivity edges set. |
| $WE = \{w_{ij}\}$ | Weak-directivity edge set. |