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Abstract With the exponential increase of digital data in cyber environments, security measures have gained more importance. Cybersecurity threats are revealed by national and international units, and the number of these threats is increasing daily. The elimination of cybersecurity risks is possible with an effective cybersecurity strategy. Since the concept of management is not sufficient, the implementation of this strategy is possible with cyber governance, which includes all stakeholders in the management processes. This study emphasizes the importance and necessity of cyber governance in ensuring cybersecurity. The research and results for cybersecurity governance have been examined. A descriptive research model was used to this end. In terms of research philosophy, a basic research model and a documentary research model have been created with regard to the application method. The universe of the research consists of studies obtained from Web of Science, EBSCO, Scopus, Google Scholar, and TR Index. Studies from the last 5 years have been downloaded with the determined keywords. The result showed that although there are studies that produce local solutions for cybersecurity governance in different countries, a general governance framework has not been established as yet. On the contrary, there is a latent struggle to retain the management of this area, not its governance.
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1 Introduction

With the widespread use of computer networks and the internet, cyberspace, which has become more mobile and shared, has started to turn into real-life itself. This transformation can be considered both the reward and the penalty of information age technology for national security. In cyber environments where intense data occurs, people inevitably use this data in a useful or harmful way, in addition to commercial and personal ways. Here, the concept of cybersecurity (CS) comes into play.

CS is described as “the set of tools, policies, security concepts, security assurances, guidelines, risk management approaches, activities, pieces of training, best practices and technologies used to protect the assets of institutions, organizations and users in the cyber environment” by Alkan (2012). The concept of CS no longer concerns only individuals or institutions, but also emerges as an international problem since threats in cyber environments are now more common, complex, and deeper. In cyber environments that make the world a single state, it has now become necessary to establish international law rules.

Today, new legal mechanisms and practices are developed to protect the rights and sovereignty of individuals, companies, institutions, and states against cyber threats and cyber terrorism. However, the changes in legal norms and legislation, as well as the strategies implemented in parallel with the information technology (IT) and the produced malware and techniques, are not in harmony with one other. Furthermore, the relevant stakeholders are not able to make decisions on an effective way of communication and governance. Thus, the resources can be wasted in the fight against cyber threats and the dominant actors are increasingly under the hegemony. This situation causes an inability to take necessary measures effectively and efficiently (Efe and Bensghir 2019).

The goals and organizational structures of management and governance processes differ from one other. Governance ensures that stakeholders’ needs, conditions, and options are balanced. It allows a determination of the management and administration in decision-making and prioritization, as well as a needs assessment to determine common institutional goals. At the same time, it ensures the observance of performance and compliance according to corporate purposes and orientation. Special governance responsibilities can be delegated to a number of specific units to the extent that institutional structuring, complexity, and capabilities allow. Management, on the other hand, fulfills the functions of planning, building, execution, and supervision according to the referral and direction made by the governance body. While governance concerns decision mechanisms, management refers to the implementation mechanism of decisions. According to this approach, although both take input from each other, they must be distinct. In other words, while governance is the mechanism that provides management and administration, management is the enforcement and action mechanism (Efe and Bensghir 2019).

Threats in cyberspace are increasing day by day; they harm institutions, individuals, and organizations. Since the concept of management is not sufficient alone to take measures to prevent these damages, the concept of governance, which includes all stakeholders in management processes, should be put into use. For this reason, the problem of putting the concept of cyber governance into a standard framework...
has emerged. In the concept of cyber governance, not only governments or institutions have roles, but also individuals and the private sector. Since each of these components has different purposes for using cyberspace, their definitions of roles in cyber governance are also different. International agreements, strategies, laws, metrics, and regulations must all be taken into account when establishing cyber governance standards, as they bring together such a diverse set of institutions and individuals with different roles. In addition, all of these arrangements must be performed in harmony. The regulations made should also cover data protection, security infrastructure, encryption, content protection, and all similar security sub-units that make up cyberspace. Since the scopes are so large, the rules determined should be kept wide while making the regulations. Therefore, informatics laws alone will not be enough. It is necessary to use the rules of international law for CS, to make decisions about problems and solutions, and to carry out detailed risk analyses.

Cyber governance is sometimes also used as internet governance. The concept of governance has recently been affecting management systems in the world and has come to the fore. Thus, as a reflection of this in cyberspace, the concept of cyber governance emerged as a natural result. To achieve success in cyber governance, it is necessary to provide features such as openness, transparency, participation, and accountability in the concept of governance, and human rights must also be protected. Today, countries such as the United States, Russia, and China, which steer technology in the world, attach importance to the concept of cyber governance and conduct studies in this direction. By foreseeing these studies, countries that carry out national studies will gain the ability to represent them on international platforms. Along with the concept of cyber governance, another issue that occupies the world agenda is who will control cyber environments.

Establishing an international legal standard for cyber governance is based on the universality of information law. However, today there are problems that information law cannot fully solve. The main ones include the following (Doğru 2016; Dülger 2004):

- Problems in commercializing electronic data.
- Responsibility of search engines and problems in internet law.
- Problems with the formation of the internet censorship network.
- Increase in crimes committed through social media.
- New generation peer bullying—the increase in cyberbullying.
- Failing to protect personal information in the digital environment.
- Violation of privacy and unauthorized access.
- There is no consensus on the definition and content of cybercrime, and classic criminal law is inadequate.
- With the widespread use of the internet, the common legal understanding determined by physical borders between countries is insufficient.
- There is no consensus on ethical rules in the digital world regarding intellectual property, user privacy, and information integrity.
- The technical, application, and legislative infrastructure of the e-signature is insufficient.
- Failure as yet to develop forensic informatics as an independent scientific discipline.
- The inability to prevent offenders from using computer systems for crimes such as money laundering and financing of terrorism through technology and the internet.
- Failing to prevent international cyber operations that cause all manner of rights violations.

Although new studies have been carried out in the field of IT law to overcome these problems, these studies have many theoretical, technical, and structural deficiencies. Cyber domains cover issues in all areas of civil society, military, social security, politics, economy, culture, technological development, security, and mobile technologies. For the management of all these different kinds of challenges, comprehensive rules must be found; written standards must be set and generally accepted. All institutions should be included in these processes and all employees in public and private institutions should grasp the importance of governance concepts. The elimination of CS risks is possible with the implementation of an effective CS strategy. The implementation of this strategy can be realized with the concept of cyber governance. Although the area covered by the concept of CS is cyberspace, the most important component of this concept is humans. Users should distinguish between security and insecurity in cyberspace and have technology literacy. Whether they are professional (business) users or personal users, all individuals are important for effective CS.

The aim of this study is to emphasize the importance and role of the concept of governance to ensure CS with all its elements. In addition, since the concept of cyber governance is a recent one, it is intended to be comprehended by both IT employees and all individuals who are not from this field but who are in any way a stakeholder of data sharing. Here, the concept of cyber governance should be designed to ensure that users in cyberspace act with a common consciousness. The plans, strategies, and technical studies that are only on paper will be insufficient in actual practice. This study and similar studies are important in terms of ensuring that the strategies determined to comply with national and international standards are accepted, understandable, compatible, and competent. With the work to be carried out and the planned training activities, cyber governance implementation will be provided and CS risks will be prevented.

2 Conceptual framework

2.1 Cyberspace

In the literature, cyberspace is sometimes called “cyber environment,” “cyber area,” and “cyber field” (and in public language even “virtual world”). Cyberspace means the environment that consists of information systems spread all over the world and space and the networks that connect them (Bakanlı 2013). While it is seen as appropriate to give this name to internet environments in research, cyber environments should be considered as a universe that includes all information systems and those...
who use these systems, especially with the spread of cloud computing and industry 4.0 technologies (Bıçakçı 2014). Components of the cyber environment are shown in Fig. 1 (Center 2014).

Technologies that produce digital data are used in the business world, in public spaces, at home, as well as in leisure activities—in short, at every stage of human life. Both corporate and personal data are transferred into cyberspace by all elements of the cyber environment specified in Fig. 1. The cyber environment has also been on the agenda on an international level and was defined as a new dimension by NATO in 2016, in addition to land, air, sea, and space. For this reason, it has also become an official operational area (NATO 2020).

### 2.2 Cybersecurity

The importance of CS is increasing every day and emerges as one of the most relevant disciplines required by all users, regardless of public, private, or personal background. The definition of CS according to the Maritime Transport and Communications Ministry of the Republic of Turkey (Bakanlığı 2013) is as follows: “Cybersecurity means the protection of the information systems that create the cyber environment from attacks, to secure confidentiality, integrity and accessibility of the information processed in this environment, the detection of attacks and CS incidents, the activation of reaction mechanisms against these detections and then returning the systems to their state before the CS incident”.

Cyber environments have now become real-life itself (Savaş and Topaloğlu 2019), and people spend most of the day in digital environments. For this reason, real-life threats can also be seen in digital environments. The number of cybercrimes is constantly increasing and almost every institution and every individual has been exposed to cyber attacks at some point. Due to these attacks and crimes, the importance given to the concept of CS has increased significantly in recent years. Data security in digital environments is one of the most important elements in providing CS. Cybercriminals who access computers with many different methods such as viruses, worms, Trojans, distributed denial-of-service (DDOS) attacks, and decoy methods damage users’ corporate or personal data and systems. In the same way that people take measures to keep their living spaces, homes, and workplaces safe, they also need to take measures to keep their data secure in cyber environments.

Companies around the world are trying to take software-based and hardware-based measures to ensure CS. In addition to these, measures are also taken in the di-
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mension of personnel training in order to prevent human-induced security problems. Another issue at the center of CS practices is ethics. Because important information of institutions and individuals is now recorded in the digital environment, possible CS issues can cause many problems for both. Corporate or personal privacy may be compromised. Corporate secrets can be exposed. CS risks may cause the disclosure of personal data. For these reasons, ensuring adequate security and making it sustainable is also an ethical problem itself (Macnish and van der Ham 2020).

Raising the awareness of users and employees is one of the most important factors in this regard. Currently, most cyber attacks are caused by people’s lack of knowledge. According to a Tessian report (2021), 88% of data breaches are caused by human error, so that humans are often considered as the “weakest link” in security. Nearly half of employees (43%) accept that they have made a mistake at work that had security repercussions for themselves or their company. One in four employees (25%) said they have clicked on a phishing email at work (Tessian 2021). To prevent this, businesses make enormous investments in CS, which is shown from a global perspective in Fig. 2 (Statista 2020).

Fig. 2 shows the CS expenditures of companies around the world between 2017 and 2020. The investments reached approximately 42 billion dollars in the middle of 2020. Since the outbreak of the COVID-19 pandemic, organizations worldwide have sent their employees into the home office for work. This decentralization of an organization’s IT landscape created new vulnerabilities for malicious actors to exploit, which is substantiated by IT professionals’ observation that there has been an increase in cyber attacks following the COVID-19 pandemic. As a result, cybersecurity remains a priority among business leaders to ensure operability of companies and data security (Statista 2020). From these investments, it is possible to understand the importance attributed to CS worldwide.

2.3 Management and governance

A different approach in terms of management is to bring resources together and perform the work in accordance with the organizational structure and purpose. The main factors discussed in this definition can be analyzed in four parts (Hitt 2005):
Management is the most important process for a business, including many activities and actions such as planning, decision-making, and evaluation. Resources are needed for the management to work. The goal is achieved by combining material and intangible resources. These resources include financial, material, workforce, and information. Management tries to work in a purposeful manner to achieve its goals. The two main factors in this study are human and organizational management. Management is provided by the establishment and operation of the organization.

Governance is defined as the structure or order created by the joint efforts of all relevant actors in a socio-political system (Bozkurt et al. 1998). In recent years, governance has been one of the most controversial issues in terms of democracy theory and the democratization process. In the 1990s, governance, which was brought to the agenda by international organizations such as the World Bank, the International Monetary Fund, the United Nations, the European Union (EU), and the Organisation for Economic Co-operation and Development (OECD), soon became the focus of great interest. While governance began to spread rapidly, it also became the subject of theoretical discussions (Ataay 2006). Governance is also seen as a process that is formed by interdependent positions and actors with conflicting and opposing interests, coordinating different network structures (Cope et al. 1997). Actors in society are partners for governance. For this reason, governance can be seen as a steering and control mechanism formed in the interaction of the economic, political, and social actors of the society. Therefore, governance is a process brought about by the interaction of different actors (Tekeli 1996).

Today, the term governance is used to express a complex system that includes the public administration, the private sector and non-governmental organizations, and the network and mutual interactions between them. In this process, the exis-
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tence of a wide range of actors, including non-governmental organizations, private entrepreneurs, and non-profit organizations, as well as central government and local government organizations, as well as their inclusion in the management system, comes to the fore (Eryılmaz 2000).

Governance is preserved in a triangle of participation, transparency, and accountability (Fig. 3a). In addition, it is possible to reach a compromise on economic, social, and political priorities with this triangle. This compromise brings together economic development.

Governance covers the private sector, civil society, and in particular the public, which includes political organizations and public sector organizations (Fig. 3b). Public organizations, one of the actors, focus on how to serve their citizens more effectively in this process. Governance creates a framework for development and establishes the basis of equality, peace, and justice by maintaining the rule of law, regulating socio-economic conditions, developing social and physical infrastructures, and providing social security nets. The private sector as the second actor covers private businesses in various sectors. These organizations ensure economic development and growth by creating employment and income sources, developing production, trade and human resources, and through service provision and corporate standards (Başkanlığı 2003). The third actor within the scope of governance is civil society, which establishes the foundations of freedom, equality, and responsibility through organizing and educating communities by serving as the interface between the individual and the state, ensuring the participation of groups in society in economic and social life, facilitating political and social interaction, increasing solidarity, and nurturing cultures (Özer 2006).

2.4 Cyber governance

Cyber governance can be defined as the operation of decision-making processes in a way that increases participation, transparency, and accountability in taking measures related to cyberspace, together with the mechanism of international agreements, strategies, laws, measures, regulations, and standards that interlock in the best way (Efe and Bensghir 2019).

Cyber governance in international relations is one of the most prominent issues of recent years. International organizations have searched for solutions regarding the challenges of cyber governance. In this regard, first steps have been taken by signing the “Cyber Crime Convention” by the Council of Europe (Önok 2013). In addition, international standardization has been adopted in this area. For example, the ISO/IEC 38500:2015 standard provides guiding principles for members of governing bodies of organizations on the effective, efficient, and acceptable use of IT within their organizations. The standard applies to the governance of the organization’s current and future use of IT. This governance also covers the management processes and decisions related to the use of IT. Moreover, the ISO/IEC 38500:2015 standard defines the governance of IT as a subset or domain of organizational or corporate governance. These processes can be controlled by IT specialists within the organization, external service providers, or business units within the organization (ISO 2015). As mentioned, although there are some steps for cyber governance standardization and
CS standardizations, such as ISO 22301, ISO/IEC 27001, 27002, 27031, 27032, 27701, there is not yet a framework standard consisting of the combination of cyber governance and CS as two separate subjects.

3 Proposed strategy

The research strategy is to collect data and analyze it using systematic processes and tools. The data obtained in the study include cyber governance and CS governance (CSG) articles published on different academic databases. The present study, by analyzing this data, aims to examine the steps taken in the field of CSG around the world by investigating the scope and results of these publications, and to determine the steps taken so far in CSG, which is a new subject. In this way, a due diligence study was conducted on the steps to be taken to ensure CSG, the deficiencies identified, and the work that can be done in the future.

3.1 Research model

In this study, a descriptive research model, one of the qualitative research methods, is used. A basic research model for research philosophy and a documentary research model, which is based on data (text, pictures, etc.) compiled from existing sources such as libraries, archives, museums, and the internet (University 2020), has been created in terms of application method. The research model used in this study is shown in Fig. 4.

The research model used in this paper consists of studies obtained from Web of Science (WoS), EBSCO, Scopus, Google Scholar, and TR Index. The studies used in the research were recorded in academic databases and classified according to the research subject. The studies related to cyber governance and CSG from the last 5 years in the databases have been searched with the determined keywords. The

Fig. 4 Research model. EBSCO Elton B. Stephens Company, TR Turkish Republic
obtained studies are arranged according to the research subject and then in historical order. These studies were classified as follows:

- **Author(s)
  - Research year
  - The subject of the study**

and the findings are presented in the fourth part, results and discussion in the fifth part, and recommendations in the sixth part of the study presented in this paper.

### 4 Findings and review

Within the framework of the model prepared for the research, cyber governance and CSG studies from to the last 5 years in five different indexes were searched using the determined keywords, and a research database was created. The number of studies obtained is shown in Table 1.

As seen in Table 1, there are not many studies including cyber governance and CSG keywords in the Turkish literature as yet. Among the studies reached within the scope of the research, there are also duplicate studies found by different academic indexes. For this reason, a matrix chart was prepared for the studies obtained, and these duplicate studies were only examined once in the study. The matrix created is shown in Fig. 5.

In Fig. 5, the rows and columns show mutually the number of the same studies indexed by different indexes. If the color intensity in a cell in the matrix is high, it means that the number in that cell is high. When it is examined, it is concluded that out of 14 studies downloaded with the keyword “cyber governance” over WoS, 12 of them were also included in Scopus, 10 of them were downloaded via EBSCO, and four of them have also been listed in Google Scholar. It is also seen that there is one study reached with this keyword using the keyword “cybersecurity governance” on Google Scholar. Similarly, the numbers of the studies accessed from all academic survey indexes in the table are listed on the matrix.

|   | SY (TR a) | SGY (TR) | CG | CSG |
|---|-----------|-----------|----|-----|
| WoS | 0         | 0         | 14 | 8   |
| Scopus | 0        | 0         | 16 | 11  |
| EBSCO | 0         | 0         | 10 | 5   |
| TR Index | 0      | 0         | 1  | 0   |
| Google Scholar | 7    | 3         | 20 \(^b\) | 20 \(^b\) |

SY Siber Yöneti¸sim, SGY Siber Güvenlik Yöneti¸simi, CG cyber governance, CSG cybersecurity governance

\(^a\) TR Turkish language

\(^b\) Since there are many indexes such as web pages, results from repetitive sites, as well as books and patents on Google Scholar, 20 studies with the most citations and that appear in the first 10 pages were included in the research.
| WoS | Scopus | EBSCO | TRindex | Google Scholar |
|-----|--------|-------|---------|---------------|
| Siber Yönetişim | 0 | 0 | 0 | 0 |
| Siber Güvenlik Yönetişimi | 0 | 0 | 0 | 0 |
| Cyber Governance | 0 | 0 | 0 | 0 |
| Siber Yönetişim | 0 | 0 | 0 | 0 |
| Siber Güvenlik Yönetişimi | 0 | 0 | 0 | 0 |
| Cyber Governance | 0 | 0 | 0 | 0 |
| Siber Yönetişim | 0 | 0 | 0 | 0 |
| Siber Güvenlik Yönetişimi | 0 | 0 | 0 | 0 |
| Cyber Governance | 0 | 0 | 0 | 0 |
| Siber Yönetişim | 0 | 0 | 0 | 0 |
| Siber Güvenlik Yönetişimi | 0 | 0 | 0 | 0 |
| Cyber Governance | 0 | 0 | 0 | 0 |
| Siber Yönetişim | 0 | 0 | 0 | 0 |
| Siber Güvenlik Yönetişimi | 0 | 0 | 0 | 0 |
| Cyber Governance | 0 | 0 | 0 | 0 |
| Siber Yönetişim | 0 | 0 | 0 | 0 |
| Siber Güvenlik Yönetişimi | 0 | 0 | 0 | 0 |
| Cyber Governance | 0 | 0 | 0 | 0 |

Fig. 5 Database matrix. WoS Web of Science, EBSCO Elton B. Stephens Company, TRIndex Turkish Republic Index
4.1 Studies on cyber governance

When a search was carried out with the keyword “cyber governance,” seven studies were found only on Google Scholar. Two of these studies are book review articles and one is a workshop review. The remaining four studies are article studies conducted by the researchers. In the search made on WoS with the keyword “cyber governance,” 14 studies were found. As shown in Fig. 5, 12 of these studies are joint studies with Scopus, nine with EBSCO, and four with Google Scholar. Apart from the studies accessed from common databases, there are four different studies accessed via Scopus.

When the studies obtained with cyber governance keywords were examined, six different topics were formed. Although there are some studies that touch upon the subjects included in other themes in some section, the following main topics were determined in the general evaluation process:

- Cyber law studies and prevention of cybercrime
- Governance of cyberspace
- Cybersecurity policies
- Regional governance studies
- Reflections of cyber governance in the field
- Workshop, policy, and book review studies

The distribution of the studies on these themes was realized as shown in Fig. 6.

![Fig. 6 Distribution of cyber governance studies in themes](image-url)
On the theme of cyber law studies and prevention of cybercrime: The necessity of a legal framework and potential roadmap for international cyberspace legislation is stated as a common topic, which includes some basic issues of international cyberspace law such as global cyber governance, state sovereignty, internet freedom, enforcement of armed conflict laws, and international cooperation in combating cybercrime (Xinmin 2016). It is important to address CS problems with a multidisciplinary perspective by evaluating cyberspace and CS problems within the framework of international relations discipline and security approaches. A platform must be created to discuss cyber problems for developing a common understanding within the framework of the governance logic. Also, non-state actors, international organizations, and even individuals must be included in this platform (Çelik 2018).

To prevent spying and stop cyber conflicts, it is stated that international institutions and organizations can reduce the cyber trust gap by determining the rules of the game if the phrase is true (Fliegauf 2016).

In these studies, the importance of incompatibility with technologies in criminal law and the uncertainties in legal provisions that cannot be regulated simultaneously with the passage of time and the flow of life are also highlighted (Walker-Munro 2020). To take national precautions as necessary in cyberspace and to solve the problems in the field of informatics law, initially, security and reliability in electronic government must be ensured. It is also necessary to strengthen the software and hardware infrastructure related to informatics law by integrating tools and applications that will provide ease of work (Efe 2016).

Emphasizing that the lack of boundaries of cyber environments does not mean that it will not be included in a legal regulation framework, the importance of producing solutions with common sense instead of closing the internet and all countries to the outside world in order to ensure cyber sovereignty in security is explained. It was stated that international societies should establish a new cyber governance system based on cyber sovereignty and equality in sovereignty, mutual respect, democracy, and transparency and the governance activities will be the future of cyber sovereignty (Wenhong 2020). In addition, in order to create innovative cyberculture, the use of social governance and the formation of social groups should be calculated. To provide this calculation, social processes should be monitored digitally and expert evaluations should be carried out. In this way, a series of measures can be defined in order to eliminate the deteriorated and corrupt relations in society (Hacimahmud et al. 2017).

In studies on the theme of governance of cyberspace: In a study conducted by Bayrak (2018), it was discussed whether cyberspace would be managed by states or other actors. In addition to this discussion, it has also been investigated which states will have a say in governance and what kind of governance style they will adopt. In this study, it was also mentioned that states such as the United States (US), Russia, and China, which adopt that managing cyberspace means managing the physical world, causes governance problems rather than governance (Bayrak 2018). It is stated by Akyeşilmen (2018) that cyber governance also lacks governing institutions such as international law, international organizations, great powers, and diplomacy that alleviate anarchy at the global level. In order to better understand
the challenges of developing an integrated global cyber governance system, the cyber governance researches of countries from various regions of the world, both developed and developing, have been studied and their challenges are also explained (Greiman 2015). It is also stated in the studies that the debate on the governance of cyberspace should not be perceived as another conflict between “the West and the Rest,” but as a struggle to embrace and protect human rights in cyberspace (Liaropoulos 2015).

The values of corporate assets accessible in cyberspace, the intentions of hackers and criminals, the discourses between the governing body and the management, the dynamic relationships between the state of cyber risk and controls, and the balance between corporate value and cyber risk are the cyber governance elements that really need to be highlighted (Kikuchi and Okubo 2019). Therefore, it is difficult to create a common understanding of cyber governance. Since the CS discourse brings an understanding such as military or state security, the humanitarian aspect is seen as incomplete. However, the most effective mechanism for the governance of this place is stated as protecting human rights (Liaropoulos 2015). In the studies, the definition of good cyber governance has been made by human rights and multiple stakeholders. In this definition, it has been stated that good cyber governance requires greater accountability and transparency. For good cyber governance, more stakeholders should be reached through mobile devices and the internet and a human rights-based approach should be developed. Technology should be used as an element that promotes and protects human rights.

In cyber governance studies, multistakeholder governance models were examined and suggestions were made for their improvement. Greater transparency in decision-making with a veto ban, allocating financial resources to empowering disadvantaged stakeholders, and fairly allocating leadership positions are among these improvements. It has been stated that cyberspace must be managed through a combination of formal and informal approaches. This combination has been defined as a flexible, incremental, and sectoral approach to strengthening the rule of law in cyberspace through international agreement, efforts to build trust and consensus through the development, dissemination, and institutionalization of norms for responsible behavior in cyberspace (Jayawardane et al. 2015). The fact that states cannot secure cyberspace on their own forces them to develop cooperation mechanisms with each other and international organizations as well as with the private sector. This reality has raised a number of problems with the most effective governance model (Liaropoulos 2017). Although the solution to the problems in cyber environments is seen as prohibitions, it has been stated that the applied bans are ineffective in cyber environments. For this reason, it was stated that the problems encountered with the governance techniques to be applied in the future can be overcome by improving troubleshooting responsibilities (Raymond 2016).

**Studies conducted on the theme of cybersecurity policies:** Regional and international CS policies and their applications are explained. It has been stated that information warfare in cyber environments is a new and poorly understood threat to the international community that can be used more widely as a foreign policy tool in the future. Lei (2019) stated that by analyzing cases in countries such as Rus-
sia and North Korea, information warfare can be used by weaker states as a tool against stronger ones. The use of information warfare is expected to become more widespread due to the weakness of existing legal and normative frameworks. Kahraman et al. (2019) stated that the CS policy of the Council of Europe addresses the steps taken against cyber incidents for developed European countries. They also stated that Turkey has taken steps against cyber incidents by publishing cyber security policies in recent years. In these studies, it was stated that in order to intervene in information warfare operations and CS elements, there is a need for a governance model that can bring all these variables together under the same roof, without remembering that there are different disciplines, sectors, actors, and components. States can take action to promote relevant international governance and develop policy frameworks to protect themselves against information wars. It is emphasized that a problem with economic, social, political, technical, cultural, and legal dimensions without any distinction between formal and informal, state and private, can be successfully solved as long as all these components are handled together (Kahraman et al. 2019; Lei 2019).

Unlike the studies that bring international recommendations, based on regional studies, studies suggesting national CS models have also been carried out. While creating the national CS strategy, it is expected to cover cyberspace, CS, stakeholder engagement, capacity building, cyber governance, cybercrime, and cyber defense elements. In cooperation with these national strategies and in line with cyber governance and cyber law, the aim is to develop international CS strategies. Therefore, in a study, the CS strategies of 10 leading countries and intergovernmental organizations in cyberspace were analyzed comparatively (Sabillon et al. 2016). In the studies, not only policy recommendations were made on the basis of the state, but also sectoral policy models were developed. In the model, where the accountability and responsibilities of companies against cyber risks arising from the use of cyberspace are defined, the need to determine how ready they are to address cyber risks is explained (Von Solms 2016).

**Studies on the theme of regional applications of cyber governance:** These studies focus on the cyber governance understanding of different countries. Among these studies, research conducted in China stands out. The main features of China’s approach to the governance of internet information were explained by the researchers. It is stated that the dialectical relationship between internet freedom and internet order should be clarified and a people-oriented, bottom-up participatory approach should be adopted towards the ecological governance of internet information (Wang et al. 2020). Researchers have stated that China supports internet sovereignty, but the strategies applied to realize this sovereignty are diverse, fragmented, and underdeveloped (Zeng et al. 2017). Considering the extent of China’s participation in cyber environments, internet usage, and other digital statistics, the researchers, who show China’s presence in the governance of cyber environments as a natural justification, have built the basic principles of global cyber governance on cyber sovereignty-based pluralism. There are also differences between the understanding of cyber governance between China and other countries. For this reason, negotiations between
China and other states should be held to create an alternative for multilateralism, democracy, and transparency in global cyber governance (Cuihong 2018a, b).

There are three situations in cyber environments: stable, medium stable, and unstable. International cyber governance and cyber strategic stability have become two areas that have emerged in international studies. It is stated that the active participation of Chinese scientists in related studies will contribute to the knowledge base and theoretical framework of international cyber governance. In the study, it was stated that an international order that helps cyber strategic stability can only be developed through effective dialogue and joint work based on common interests and concerns among all international stakeholders, and this will shape the cyber strategies of individual countries (Zhou 2019).

Studies conducted in European countries have also participated in regional research. In studies conducted in the Netherlands, Denmark, Estonia, and the Czech Republic, cyber governance classification has been made. The Netherlands has created a participatory managed cyber environment characterized by trust and equity. The Czech and Estonian models have been compared to a cyber-management organization with a sanctioned role for national CS centers. Denmark has adopted a model of the lead agency. According to the research, national computer emergency response teams (CERT)/computer security incident response teams (CSIRT) need to be deployed inside or outside the intelligence community to basically shape information sharing arrangements and potential roles during cyber crises. In addition, cyber capacity can be centralized in a single unit or spread across different sectors (Boeke 2018). In another study on the analysis of the Netherlands’ understanding of cyber governance, it was stated that a national understanding alone is not a complete solution for cyber governance and that it cannot be insensitive to the international arena (Claver 2018).

Many governments are trying to exercise domination in cyberspace as they do in physical spaces. The fact that private companies dominate in this complex ecosystem is annoying for many policymakers, just as their citizens have unlimited internet access. Governments are struggling to keep up with the pace of technological change—technology is evolving faster than law-making efforts. In a Russian example, which is supported by demographic factors, it is explained that the internet environment is rapidly becoming more international and less west-centered. Also, it has been argued that the inseparable intertwining of the internal and external relations of the Russian Federation plays an important role in determining the policies of global cyber issues to a large extent (Nocetti 2015). In a Malaysian-based study that emphasizes that governments need a transformative cyber governance security model to protect the information of valuable government agencies, it is stated that in order to have an open, stable, and vibrant cyberspace, governments should be more resistant to cyber attacks and the state agencies should be able to protect all interests in cyberspace (Perumal et al. 2018).

On the theme of the reflections of cyber governance in the field: Here, studies that apply to the cyber governance strategy are examined. It has been observed that these studies are mostly applications in the financial sector, and cyber governance mostly focuses on securing critical interfaces in this sector (Menacho and Martin...
Although cyber governance plays a very important role in the business world, it has been noted that companies have difficulty determining the best policies and strategies to implement both internally and with their corporate partners. However, the relations between the business of a company and its stakeholders are primarily affected by cyber governance strategies (Ribeiro 2019). Therefore, a participatory method should be followed in the decision-making mechanisms of cyber governance in the financial sector.

According to research in the commercial sector in Jordan, it is stated that banks should conduct an analysis of their needs before making a change in their information and communication technology environment, their transactions and supplies, or after any event that affects their security. Improvements must be made in the CS policy and program to comply with artificial intelligence applications (Al-Tahat and Moneim 2020). With the increasing cloud computing systems, the risks of commercial banks related to the use of cloud accounting are also discussed. In addition to the need to adopt cyber governance as a fundamental reference to banking policies, the requirements of special departments for human resource management within the bank that will have a leading intellectual orientation to deal with modern trends in cyber governance are also described (Ali et al. 2020).

Social networks and cyber democracy tools offer important opportunities for individuals to develop an ideal democracy model as a new means of participation and representation of individuals in decision-making processes and management mechanisms. Concepts such as e-democracy, e-governance, mobile management, e-participation, e-voting, and e-politics enable people to participate in decision-making mechanisms within the framework of governance. Thus, the importance of internet-based applications in the participation and representation of individuals in management processes within the context of developments in the globalization process and information technologies, whose effects on political, social, and economic life are deeply felt and mutually supportive (Öztürk 2019).

Studies on the theme of the workshop, policy, and book review: Here, researchers have discussed the literary steps in cyber governance. Differences of opinion arose at the meetings of the United Nations (UN) State Experts Group, which would further clarify how international law regulates cyberspace. In a study that stated that there is a fragmented normative structure for information and communications technologies (ICT), researchers stated that non-state actors are likely to start to play a more central role in their efforts to bring legal clarity to their management within the framework of the concept of governance (Henriksen 2019). It is stated in a study that by creating a more integrated section on cyber attacks, cyber conflicts, and CS, examining the security dimension of cyberspace under a single heading has been presented as a solution that can overshadow the dominance of “security” (Söker 2018). In another study, researchers focused on cyberspace and international relations/theory, and discussed and negotiated to understand and make sense of cyberspace (Altiner and Çakır 2017).

In another study related to book reviews, the subject of cyber ethics was discussed and the aim was to explain the truths, mistakes, as well as good and bad behaviors in cyberspace. In this context, the core values and virtues of cyber technology...
and certain new challenges arising from cyber society are mentioned (Güler 2019). Similarly, a study compiling research and perspectives on data governance, consumer privacy, and project status reporting was conducted by Keil et al. (2019). In the research carried out on the CS and Protection of Personal Data agreement in Africa in 2014, 5 years after the acceptance of the agreement, only 14 of the 55 member states signed the document and seven of them ratified it. It was declared that 15 states must ratify the convention for it to be in effect. In the study, it was stated that Africa should work with its members to encourage the creation of cyber legislation and ratify the convention to protect its citizens while acting within the framework of the rule of law and respect for human rights (Turianskyi 2020).

The distribution of research and researchers within each theme is shown in Table 2 chronologically.

### 4.2 Studies on cybersecurity governance

When the cybersecurity governance (TR) keyword was scanned, only three studies on Google Scholar were found. One of these studies was also found in the cyber governance search and is examined in the previous section. The studies obtained with CSG keywords were examined, and four different themes were formed. Even

---

**Table 2** The distribution of research on six themes

| $N$ | CLS&PoCc | GoCs | CsP | RGS | RoCGitF | WP&BRS |
|-----|-----------|------|-----|-----|---------|--------|
| 1   | Efe (2016) | Greiman (2015) | Sabillon et al. (2016) | Nocetti (2015) | Menacho and Martin (2018) | Altuner and Çakır (2017) |
| 2   | Fliegauf (2016) | Jayawardane et al. (2015) | Von Solms (2016) | Boeke (2018) | Öztürk (2019) | Söker (2018) |
| 3   | Xinmin (2016) | Liapopoulos (2015) | Kahraman et al. (2019) | Zeng et al. (2017) | Ribeiro (2019) | Güler (2019) |
| 4   | Hacimahmud et al. (2017) | Raymond (2016) | Lei (2019) | Claver (2018) | Al-Tahat and Moneim (2020) | Henriksen (2019) |
| 5   | Çelik (2018) | Liapopoulos (2017) | – | Cuihong (2018a) | Ali et al. (2020) | Keil et al. (2019) |
| 6   | Walker-Munro (2020) | Akyesilmen (2018) | – | Cuihong (2018b) | – | Turianskyi (2020) |
| 7   | Wenhong (2020) | Bayrak (2018) | – | Perumal et al. (2018) | – | – |
| 8   | – | Kikuchi and Okubo (2019) | – | Zhou (2019) | – | – |
| 9   | – | – | – | Wang et al. (2020) | – | – |

*CLS&PoCc* cyber law studies and prevention of cybercrime, *GoCs* governance of cyberspace, *CsP* cybersecurity policies, *RGS* regional governance studies, *RoCGitF* reflections of cyber governance in the field, *WP&BRS* workshop, policy, and book review studies
though some studies also touch upon the subjects included in other themes in some sections of these studies, the following main topics were determined in the general evaluation process:

- Analysis and control of CS
- CSG
- CSG strategies and methodologies
- Reflections of CSG in the field

The distribution of the studies on these themes was realized as shown in Fig. 7.

**In the studies on the analysis and control of CS:** The cyber role of internal auditors and internal audits in the context of CS and cyber hygiene has been evaluated. Cyber hygiene can be defined as the set of activities that must be carried out in order to ensure and maintain the digital security of an organization or individual. To prevent organizations from becoming victims of a cyber attack, cyber hygiene strategies are required. For this hygiene to mature, cyber hygiene should be considered as personal hygiene and integrated into the institution in this way (Güler and Arkin 2019). As mentioned before, the weakest link in CS is the human. The most important reason for being affected by cyber attacks is also the human. For this reason, providing personal cyber hygiene is as important as providing organizational cyber hygiene, because ensuring cyber hygiene is not only the responsibility of information specialists but also of all employees. To realize a secure ecosystem in the age of information society, it is necessary to develop the measures taken, increase the
importance given to the field, and improve the legal regulations. For the efficiency of CS strategies, it is also necessary to focus on public–private partnerships (PPP), which is one of the common denominators. PPP is exemplified in the approach of countries such as the EU, Japan, Turkey, and the US (Aldemir and Kaya 2020; Min et al. 2015).

In the study conducted by Mačák (2016), it was argued that the issue of CS increased by the reluctance of states to involve themselves in the making of international law and the allegations that international law failed to address the modern challenges posed by the rapid development of information and communication technologies. It has been mentioned that attempts are being made to fill this gap with a series of non-state-driven norms, such as Microsoft’s cyber norms proposal or the Tallinn Guide project. The researchers stated that it will be decided shortly whether international law will lead to the collapse of interstate cyberspace management or whether legal approaches will be recalibrated (Mačák 2016).

**Studies on the governance of cybersecurity:** These studies have suggested that the need for state institutions to expand their horizontal coordination mechanisms is increasing, because cyber threats are becoming more complex every day. This need is followed by the increasing demand for criminological research into the managerial aspects of CS networks (Rondelez 2018). The philosophical concept of distributed authority has changed the nature of power by increasing the spread of the information age from governments to non-state actors (such as companies, civil society, and academia) (Pontbriand 2020). The governance aspects of CS have been investigated in businesses that are multidisciplinary by nature, and the use of various cybernetics models has been proposed in national CS risk management processes for continuous and good CS management by taking advantage of multidisciplinary cooperation, speech, target guidance, and dynamic feedback control aspects of cybernetics (Tatar et al. 2016; Vinnakota, 2016).

**Studies on the theme of CSG strategies and methodologies:** In these studies, the aim is to make the CSG framework functional. In this context, how to protect against CS threats and vulnerabilities is explained (Machado 2015). It has been stated that the difficulties in CS will vary with the social science perspective and social science perception. To this end, steps should be taken to develop a range of community building and support mechanisms that can simultaneously support a micro-based approach to expose research and community elements to each other (Whyte 2018). Corporate officials and the board of directors have potential roles and responsibilities in data governance. Issues and challenges related to CSG are also discussed in the studies (Thuraisingham 2019). It is stated that although CS has become a part of our daily life and concerns, it has not yet been fully adopted as a disciplinary field in Europe for in-depth research. It is also stated that the EU is an important actor in CS and should contribute to filling this gap by questioning what forms of governance it uses in this field (Carrapico and Barrinha 2018). For organizations, various models called the Cybersecurity Governance Maturity model have been proposed and the results have also been evaluated (de Bruin and von Solms 2015; Von Solms 2016).
Regarding the theme of CSG’s reflections in the field: In one of the studies, the difficulties of CSG in the energy sector were shown, and current CS standards were explained. It is stated how CSG will be applied to systems and what the requirements for this application are (Lam 2016).

Protecting intellectual capital is a CS risk. Capital boards and senior management teams need to outline CS risks to understand their CS responsibilities and accountability (Renaud et al. 2019). In the age of information security, while providing basic protection against common attacks is sufficient, in the age of CS, organizations need to implement smart, innovative, and efficient controls to detect and prevent advanced and emerging cyber attacks. In the past, information security was more concerned with the security of data in physical environments. However, CS has led to the emergence of a security concept covering digital environments. Thus, a new dimension has been added to information security, which requires not only the security of data in physical environments, but also the security of data in digital environments. CS activities now require enterprise-wide governance efforts that involve all employees, not just IT departments or designated individuals. In addition, digital technologies are now included in business strategies and work in harmony. CS strategies should likewise be included in working strategies (Spremić and Šimunic 2018).

The WannaCry software attack is an example of contemporary CS issues as an ICT-mediated epidemic. This epidemic has shown how incompatible CS events are with traditional national security policy and democracy. It also drew attention to how security rings should be formed (Christensen and Liebetrau 2019). Countries take steps in this regard and determine convergent and divergent models according to the changing balances in the world (Eldem 2020).

The distribution of research and researchers within each theme is shown in Table 3 chronologically.

| N  | A&CoCs       | GoCs          | CsGS&M          | RoCsGitF       |
|----|--------------|---------------|-----------------|----------------|
| 1  | Min et al. (2015) | Tatar et al. (2016) | De Bruin and von Solms (2015) | Lam (2016)     |
| 2  | Mačák (2016)  | Vinnakota (2016) | Machado (2015)  | Spremić and Šimunic (2018) |
| 3  | Güler and Arkın (2019) | Rondelez (2018) | Von Solms (2016) | Christensen and Liebetrau (2019) |
| 4  | Aldemir and Kaya (2020) | Pontbriand (2020) | Carrapico and Barrinha (2018) | Renaud et al. (2019) |
| 5  | –             | –             | Whyte (2018)    | Eldem (2020)   |
| 6  | –             | –             | Thuraiasingham (2019) | –             |

A&CoCs analysis and control of cybersecurity, GoCs governance of cybersecurity, CsGS&M cybersecurity governance strategies and methodologies, RoCsGitF reflections of cybersecurity governance in the field.
5 Results and discussion

The use of cyber environments is spreading day by day. Especially with the widespread use of the internet and social media, cyber environments have become “the real-life itself.” With this increase in usage, threats in cyber environments are also increasing and both institutions and individuals are harmed by these environments. This damage can sometimes be material as well as moral or even reputational. Considering all these factors, the need to establish management mechanisms in cyber environments has arisen, just as there are management mechanisms in real life. This management action is not just about hardware protocols and structures.

The need for policies and strategies in which national and international standards are set for the management of cyber environments is constantly increasing in importance. As the digital divide shrinks with the growing penetration of the internet, a democratic divide remains in the way people use the internet for civic engagement (Fierro et al. 2020). A management model has become even more important in recent years; it has been emphasized in many studies that this should be done within the framework of the concept of “governance” that includes a libertarian and participatory technique in which all stakeholders are involved. The research on “cybersecurity governance” conducted within the scope of this study, and which can be defined as a subset of the concept of cyber governance, has also shown that the world agenda is increasingly placing more emphasis on this governance issue.

The literature review on CSG has shown that the steps taken by governments and international organizations towards CSG are not yet at a sufficient level. The subject of the studies has generally been on “general concept definitions” or included “country-based studies.” This shows that CSG, which is closely related to the whole world and will become more important with the increasingly widespread use of the internet, social media, the internet of things (IoT), cloud computing, and industry 4.0 needs the integrity of policies, rules, and strategies valid worldwide, not specific solutions. In a few studies, issues such as economy, education, and energy systems are covered, and again, these studies do not cover a common policy on the concept of CSG.

The result of the study has shown that although there are studies that produce local solutions for this issue in different countries around the world, a general governance framework has not yet been established. Although some international organizations try to create a framework, these plans are not fully accepted. Moreover, it has emerged as a result that states such as the US and China, which can be seen as pioneers in technology, are in an invisible struggle against the governance of cyberspace.

CSG, which is the focal point of the study, is almost expected in the queue of transactions since those cyber governance techniques are not fully implemented yet.

CS concerns all individuals and organizations with access to a network, including public, private sector, and individual users. All real-life threats also exist in cyber environments. Just as people want to secure their homes, workplaces, and living spaces, they should secure the data they use with ICT tools. The concept of CS is a concept that can be realized in the cooperation of all units. At this stage, the concept
of governance comes into play. All units and all elements involved in cyberspace have their duties and roles in ensuring CS. These tasks are given as an example:

- A manufacturer should not open the door to unauthorized access to information that should not be accessed by finding a gap in the equipment that was developed.
- A manager should not sign decisions that will create security weaknesses to the policies to be determined and implemented.
- A user must ensure personal cyber hygiene, receive the necessary training provided by a company, and comply with the measures taken.

Based on these sample tasks, the scope and framework of policies that should be implemented for CSG can be drawn. The CSG to be determined should be within the following scope:

- **It must be generally valid:** The determined policies must be valid for all institutions, individuals, and devices in cyber environments. Since all individuals, institutions, and devices are included in the elements that make up cyber environments, the policies that bring them together should have general validity. The results of this research showed that different countries are trying to produce solutions within themselves. In fact, in these studies, it has been observed that policies sometimes even change from one sector to another. For this reason, CSG should be seen as an area where common rules should be applied for all institutions, individuals, and devices, rather than seeing it as an individual (national/corporate) competition area.

- **It must be internationally recognized:** It must be of a type of policy that all states accept and implement, not one or a few. Another result of the study is that the researches are generally country- or sector-based studies in the current situation. In addition, the existence of a secret general governance struggle between countries should not be ignored. These situations may harm the adoption of the policies determined by different countries. For this reason, especially worldwide policymaking institutions need to step in and determine CSG policies, similar to other standards accepted by the whole world, instead of a country- or institution-based approach.

- **It must be adaptable:** The policies determined should be adaptable to the issues in the sub-domain of cyber environments (e.g. CS, cloud computing, IoT, etc.). The number of components in cyber environments is continuously increasing and therefore new subset areas are constantly being formed. In this rapidly developing digital world, instead of frequently updating the policies, it is necessary to prepare policies that are far-sighted, more comprehensive, and adaptable to subsets in cyber environments. Cyber environments are formed in hierarchical structures. Similarly, the policies determined should have a hierarchical structure. In general, they should be designed in a structure that gets narrower as one goes down to the private sector, and they should adapt to the needs of all sub-domains.

- **It must be participatory:** It is necessary to provide participants representing all of the public, private sector, and individual users to the policies to be determined. As stated in the study, there is participation in the nature of governance. Management systems in the world have recently been shifting to more of a governance model.
Since one of the most important formation elements of cyber environments is interaction, it is not appropriate to prepare the policies to be determined in these areas separately from the representatives of the public or private sector and individual representatives, at the desk or behind secret doors.

- **It must be inclusive**: The policies determined should be policies that cover all institutions, organizations, and users—and not a single group. It was also observed in this study that certain sectors were involved in determining policies suitable for them. The fact that these studies set an example means that many different sectors or institutions take initiatives to determine policies for themselves. This situation is against the nature of the general valid policies and will also contradict the physical structure and fiction of the cyber environments that interact with the whole world.

- **It must be developable**: CSG must be able to adapt to changing situations with the development of technology. Cyber environments, where life without the internet can no longer be imagined and which are used by people for almost every purpose such as business, social, education, and entertainment (Savaş et al. 2015) are created by rapidly developing and changing technologies, both in software and hardware. Policies determined for governance also need to keep up with this change.

- **It must be binding**: CSG must be binding against all elements using cyber environments and must be able to impose sanctions. Sanctions are also needed for the determined policies to be accepted and binding. Just as certain sanctions are applied to ensure the applicability of real-life rules, similarly, sanctions will be needed to carry out policies in cyber environments. For this reason, while the studies are carried out, not only the rules should be established, but also the sanctions to be applied to adhere to them should be planned. These sanctions can range from limiting access to real-life fines and prison sentences. For this, national and international patrols can be established. Real-life security forces can be adapted to digital environments and the framework of existing teams can be expanded. In fact, artificial intelligence and machine learning algorithms can be used for these processes.

The scope of the framework to be determined for CSG can be expanded to cover the basic elements above, and the content of each scope item can be determined with more precise lines.

### 6 Recommendations

The fact that even the number of users of important social media sites today is expressed in hundreds of millions can exemplify the life dimension in cyber environments. For example, considering Facebook, which has approximately 2.5 billion users from all countries, it will not be odd to think of the internet environment as a single state without a flag. When many innovative technologies such as IoT, artificial intelligence, the metaverse and robotic applications, mobile technologies, and cloud computing are added to internet usage, a scope that will force the limits of the mind about the dimensions of cyberspace will emerge. Just as there have
been ongoing struggles between states and even between states of the same nation throughout history, the struggle for management and governance in these environments also maintains its existence. There is an invisible struggle for superiority here. The consequences of this affect all users.

There is a need for a common understanding and governance framework to securely carry out business and transactions, establish institutions, and continue life in cyber environments, which is an indispensable area of life. This framework is not one that can be determined by individuals, individual institutions, or individual states. The support of the world’s regulatory and binding international organizations is needed. Of course, although the policies to be determined by these institutions on their own are generally valid, it is also possible that there is a technical inadequacy. Therefore, opinions from all stakeholders should be taken into the concept of democracy, including universities, the public, the private sector, and individual users. Technology centers should be involved. Only with such solutions can permanent and future-oriented steps be taken.

Conflict of interest S. Savaş and S. Karataş declare that they have no competing interests.
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