Research on KNN Algorithm of Charging Device Based on Attack Recognition Method
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Abstract. With the continuous improvement of the level of economic development and the increasingly serious environmental problems, new energy is gradually being respected by people, and more and more electric vehicles have been put on the market and gradually used widely. The development of electric vehicles has led to the development of charging devices. However, traditional charging devices operate in an open environment, and communication with other devices depends on information interaction with the network. With the development of network information today, network attacks are ubiquitous, and there are various risks in network information interaction. As long as there is a security loophole in the charging device, an attacker can use various means to attack the device and even invade the inside of the power grid, which directly affects the safe and stable operation of the power grid. Aiming at the potential threats in operation, a research on the nearest neighbor algorithm of charging device K based on attack recognition method is proposed here to improve the information security and operation reliability of charging device.

1. Introduction

As the world’s coal mine resources are increasingly depleted and environmental pollution is getting worse, countries are paying more and more attention to environmental protection, technological progress, and energy security. In the field of highway transportation, internal combustion engines that consume a lot of fossil energy are gradually being used in various other energy sources. The new energy vehicle industry with electrification as the technological background replaced by the power system ushered in good development opportunities.

In the past ten years, the technologies of pure electric vehicles, hybrid vehicles [1-4]and fuel cell vehicles and their related components have been greatly developed. The world’s automotive industry is experiencing the transition from traditional fuel vehicles to new energy batteries in the future.

The Chinese government attaches great importance to the development of clean and efficient automotive technology. China's self-developed electric vehicles and related components such as power batteries, drive motors and their controllers, charging systems, electronic monitoring systems, etc. have achieved staged results, and a number of related supporting equipment has also developed very well, and there is no shortage of charging devices in the middle. However, with the intelligence and informationization of the power grid, various network attack methods have emerged endlessly, and the charging devices are located in the public environment and are easily affected by various kinds of attacks, these attacks may sneak into the internal management system of the charging device, steal other user information, or modify their account balance for unlimited charging through virus invasion,
or even invade the power grid, causing a failure of the power grid. The existing security loopholes have become increasingly prominent, so it is urgent to improve the safety performance of the charging device in all directions.

The charging device[5-8]is an indispensable key device for the healthy development of electric vehicles. In addition to providing charging functions for electric vehicles, there are also communication modules, data storage modules, power modules, sampling modules, etc. Communication between power grids, and the charging device involves an open operating environment, and communication with other devices depends on information interaction with the network, so there are various risks, and most domestic devices use foreign chips. There may be a little-known backdoor in the chip. Once a network attack[9-12]occurs on the charging device, it will affect the normal operation of the charging device, cause the leakage of user information, and even paralyze the entire power grid.

2. Development Status

Figure 1 is an application scenario diagram of a charging device in the prior art. It can be seen from Figure 1 that the upper charging device is connected to the AC power distribution cabinet and the station-level operation monitoring system, which is an important bridge connecting the upper-layer AC power distribution cabinet to providing power to the user's electric vehicle. For the station-level operation monitoring system, it is an important source interface for providing data. The charging device uploads the status monitoring data during the charging process, analyzes the battery data of the electric vehicle, the energy billing, and the user information to the station-level operation monitoring system for data analysis and storage.
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**Figure 1.** Application scenario diagram of charging device

However, due to the current development of network information, there are various risks. Traditional charging devices may have certain hidden safety hazards. As long as there is a security loophole in the charging device, the attacker will use this as a breach. It will use repeated sending requests or use a large amount of useless data to cause network congestion, which will cause the device to fail to work properly, and even use the loophole to invade the system background and obtain users. Data or hijack the background. An attacker can also repeatedly send malformed attack data according to the transmission protocol defect of the charging device, so as to achieve the purpose of tampering with the electricity data to steal the electricity bill, manipulation of real-time electricity prices, tampering with the meteorological data, causing misjudgment of the environmental monitoring system, and further triggering higher-level control. The controller or dispatching center incorrectly allocates a large amount of system resources, which directly affects the safe and stable operation of the
power grid. Based on the actual work and research data, this paper analyzes the current shortcomings of electric vehicle charging devices, and proposes a research on the K nearest neighbor algorithm of charging devices based on the attack recognition method [13-16] to improve the performance of charging devices. Information security and operational reliability.

3. Attack Recognition Model

This paper proposes a research on the nearest neighbor algorithm of charging device K based on attack recognition method. The device model shown in Figure 2 includes a human-computer interaction interface, communication module, output interface, charging power module, and classification module connected to the main controller. The classification module is connected to an electricity meter and an IC card reader. The main controller is connected to an output interface and a charging power module through a CANBUS bus, and connected to a human-computer interaction interface and a communication module through an RS232 interface. The classification module is connected to the electricity meter, The IC card reader and human-computer interaction interface are connected, and the input end of the communication module connected to the station-level operation monitoring system includes an IC card reader, electricity billing, ambient temperature, and charging time.

Among them: the IC card reader is used to obtain the IC card user data and sent to the classification module; the classification module is used to generate the corresponding message for the data obtained through the meter and the IC card reader, and the KNN algorithm is used to refer to the message as a reference to the message classify and upload the classification results to the main controller and human-computer interaction interface; the main controller is used to complete the coordinated control function of other modules, receive input instructions, switch the working status of the charging pile, control the charging power module, and output through the output interface corresponding control instructions, as well as receiving attack alarms, log records sent by the classification module, and forwarding the data classified into the normal category through the communication module; the human-computer interaction interface enables the human-machine interaction between the user and the charging pile, the charging demand information input, and the charging process data display, attack alarm display function, and transmission of charging demand information to the classification module; the charging power module is used to achieve autonomous current sharing of the power modules in parallel, so that a standard power module can be connected in parallel to form a variety of chargers controlled by the master controller to achieve its control adjustment, and then output power. The main controller receives the primary command, adjust power, and the power transmitted to the output interface to output, and transmitting power to the meter.

The working principle of this model first requires the collection of a large amount of data. First collect the normal operation electricity billing data of the charging device, IC card user data, charging price/degree, charging device output power and other data, obtain the data to generate the corresponding message, and then Take different attack methods on the device (such as dos attack, user information stealing attack, power stealing attack, etc.), obtain the data again, generate the corresponding message, and then transmit the collected message to the KNN classification module. The classification is based on the classification module based on the KNN algorithm. When the data fields of real-time messages fall into the normal category, real-time data is sent to the main controller, and the main controller forwards the real-time data, that is, through the communication module. Sent to the station-level operation management system; finally, if there is abnormal attack data (such as power stealing attack) in the data field of the message, the classification module sends an attack alarm and generates a log record to the main controller, and classifies the network attack data, the classification results are transmitted to the main controller, and when the main controller receives the points from the KNN classification module. After the result, measures will be taken in a timely manner, such as displaying the attack type on the human-machine communication interface, uploading the attack information to the intelligent management module, and finally to the operation management system, and disconnecting the output interface to stop charging to the vehicle. To achieve the purpose of attack identification.
4. Implementation Steps

4.1. Overall Implementation Steps

The overall implementation steps of the charging device K nearest neighbor algorithm based on the attack recognition method proposed in this paper are shown in Figure 3. The specific algorithm implementation steps include the following steps (shown in Figure 4):

Step 1: Collect the normal database and the abnormal database after the network attack, and then integrate and classify the data in the normal database and the abnormal database respectively, and use all the classifications as the reference sample group to obtain the reference database; The normal data collected by the charging device in daily life is collected from the data field in the message; the normal data (the data field of the message) includes electricity billing data and IC card users data, charging price, input current, input voltage, charging capacity (degrees), output power of the charging device, etc.; the abnormal database can be obtained through abnormal data generated under a network attack on the normal database. The data field part of the attack packet includes the data mentioned above; each classification corresponds to a reference sample; the classification includes a normal class, a network attack class, and the network attack class includes a network attack class including a U2R attack, R2L attack, Trojan horse attack, user information stealing attack, power stealing attack, Unauthorized access attacks, forgery and other electrical quantities of data;

Step 2: Obtain the message of the charging device, extract the real-time data in the message, classify the real-time data and the reference database with the K nearest neighbor algorithm to classify the real-time data, and use the reference database as a reference to calculate the real-time data. The distance between each data and the samples in the reference sample group in the reference database. Select the K samples closest to the data in the sample, and count the number of categories to which the K samples belong. When the data appears in the nearest sample, the data with the highest ratio are classified into this category;
Step 3: Determine the classification of the data. When there is data in the real-time data that is classified as a cyber attack category, an attack alarm is generated and a log record is generated for storage, and the data classified as a cyber attack category is intercepted; the attack alarm is displayed on the charging device; at the same time, the real-time data classified as normal is forwarded (that is, no other processing is performed); when the real-time data is classified into the network attack category, the real-time data is forwarded (i.e., do nothing);

When an attack alarm is issued, the attack information is generated along with log records (including attack type, attack time, and data start and end addresses) and sent to the station-level operation monitoring system. When the station-level operation monitoring system receives the attack information, it sends it to the charging device. Control instructions; the control instructions include disconnecting the charging output interface and stopping charging with the vehicle.

4.2. Specific Algorithm Implementation Steps
As shown in Figure 4, the real-time data is classified by the K-nearest neighbor algorithm [17-20] in the second step by using the following methods:
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**Figure 4.** KNN algorithm implementation steps

(1) Establish a two-dimensional coordinate system as shown in Figure 5, where the X-axis uses the number of times a message is sent as a feature quantity, and the Y-axis represents the time interval between message transmissions as a feature quantity (normally sent by different messages under attack). The time interval difference is relatively small, but when the data is attacked, the time interval is significantly different from the normal message transmission interval). The reference database is used as the known category point. When a message of an unknown category is received, it passes the European Union. The distance is calculated from the unknown point (data field in the message) to all
known category points. In general, the data is transmitted in the device in the form of a message. The message format includes the slave address and function code, start address, number of registers, number of bytes, data field and check code, etc., where the data field is the data in the present invention, including electricity billing data, IC card user data, charging demand, charging price, input current, input voltage, amount of charge (degrees), output power of the charging device, etc.

Euclidean distance calculation formula in two-dimensional plane:

\[ d_n = \sqrt{(x_1 - x_n)^2 + (y_1 - y_n)^2} \]  

Among them, \( x_1 \) represents the abscissa of unclassified points, \( y_1 \) represents the ordinate of unknown category points, \( n \) represents the nth known category point (that is, known attack category or normal data), and \( d_n \) represents the nth unknown point and known distance between point categories;

(2) Sort the calculated Euclidean distance (shown in Figure 5) according to the increasing relationship between distances; as shown in Figure 4, assume that the R2L attack class is a green square, the UR2 attack class is a red diamond, and the normal class is yellow. Triangular, unknown points are circular; the distance between the unknown points to R2L attack class, UR2 attack class and normal class is calculated by euclidean distance and sorted according to the increasing distance relationship;

![Figure 5. Example of this classification](image)

(3) Then select K points with the smallest distance from the unknown point (as shown in Figure 6); the value of K ranges from 6 to 15, the initial value is 6, and it is adjusted according to the classification;

(4) Statistics are performed according to the classification corresponding to K points, and the number of points occupied by K points in each classification is counted. The classification with the largest number includes the unknown point in the classification; as shown in Figure 6, select When the K distance is 6, the R2L attack class has 3 known class points, the UR2 attack class has 2 known class points, and the normal data has 1 known class point. According to the nearest neighbor algorithm, we can know that the unknown points are classified in the R2L attack class;
5. Conclusions
Charging device is an indispensable key device for the healthy development of electric vehicles, but it runs in an open environment and its communication with other devices depends on information interaction with the network, so there are various risks, and most domestic devices The chip used is a foreign chip. There may be a little-known back door in the chip. Once a network attack occurs on the charging device, it will affect the normal operation of the charging device, cause leakage of user information, and even paralyze the entire power grid.

Aiming at the unknown attack of the charging device in an open environment, this paper proposes a research on the K nearest neighbor algorithm of the charging device based on the attack identification method. Through the early normal conditions and network attack message collection, a database is formed to obtain the charging device. Real-time message. After extracting the real-time data in the message, classify the real-time data and the reference database with the K nearest neighbor algorithm to classify the real-time data, and use the database as a reference to calculate each of the real-time data and the reference database. With reference to the distances of the samples in the sample group, select the K samples closest to the data in the sample, and count the number of categories to which the K samples belong. When the data appears in the nearest sample, the data belongs to the largest category, and the data is The data field (data) in the message of the charging device is classified by the K nearest neighbor algorithm into the classification, and the hidden attack lines in the real-time data of the charging device are classified to avoid the existence of an attacker through the charging device. Security vulnerabilities further invaded the upper-layer system, improving the information security and operation of the charging device Reliability, so as to achieve the purpose of attack recognition.
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