Sending-or-Not-Sending Twin-Field Quantum Key Distribution with Additional Space Multiplexing
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We propose to multiplex additional physical quantity such as photon polarization in Sending-or-Not-Sending (SNS) Twin-Field quantum key distribution (TF-QKD) in Fock space. Through multiplexing additional space such as photon polarization, we can post select events according to the outcome of observation to the additional quantity. This compresses the bit-flip error rate in the post selected events of SNS protocol. Calculation shows that the method using additional space multiplexing can improve the performance a lot in practical TF-QKD.

I. INTRODUCTION

Quantum Key Distribution (QKD) provides a promising approach to unconditional secure communication [1–10]. The decoy-state method [5,6] can keep the unconditional security of QKD even the imperfect single photon sources is used, and those security loopholes caused by imperfect detection devices can be closed by Measurement-Device-Independent (MDI)-QKD [9,11]. With the development in both theory and experiments on recent years [12–36], QKD is gradually mature to real world deployment over optical fiber and satellite [2,3,37,38]. Especially, the emergence of Twin-Field (TF)-QKD [19] have improved the secure distance drastically both in laboratory optical fiber experiments [39–44] and field test [45,47]. Note that, TF-QKD is also free from detection loophole.

Using fresh key is the most important application mode in practice. This requests a high efficiency with small data size. However, due to the finite-key effect [13,20–23,42,45,50], it’s not an easy job to make a satisfactory result with small data size. The SNS protocol [57] has its advantage in this scenario because it uses the traditional decoy-state analysis and hence the existing theories of finite-key effects can directly apply. However, the original SNS protocol uses small sending probability so as to control the bit-flip error rate. Applying the AOPP method [52,53,55] to the SNS protocol, we can compress bit-flip error significantly by post selection, even we use large sending probability. Theories for finite-key effects have been presented [52,53] for the AOPP method and they make it clear that the AOPP-SNS protocol can make a high key rate and long distance even with finite data size. So far the AOPP-SNS protocol has been implemented by a number of experiments [41,42,45,49,55], including the QKD experiments with the longest optical distance in field test [47]. Here we present another method, SNS protocol with additional space multiplexing (ASM). By multiplexing the additional space such as photon polarization in SNS protocol, this method can also compress the bit-flip error rate significantly and it has a better performance than all prior art methods in finite-key with small data size. This makes it a good candidate protocol for real application of QKD demanding fresh key.

This paper is arranged as follows. In Sec. II, we introduce our ASM method in detail. Then the security proof of this new method can be found in Sec. III and we give numerical simulation results in Sec. IV. An improved protocol of this method is given in Sec. V. This article is ended with concluding remarks.

II. SNS PROTOCOL WITH ADDITIONAL SPACE MULTIPLEXING

Besides the Fock space used for the SNS protocol, we consider an ASM method represented by physical quantity $\mathbf{R}$ which can be, e.g., polarization, spatial angular momentum, frequency, and so on. In each time window of the SNS protocol, Alice (Bob) randomly selects $\mathbf{R}$ value from the set $\mathbf{r}_1, \mathbf{r}_2, \ldots, \mathbf{r}_m (m \geq 2)$, if she (he) decides to send out a non-vacuum pulse. (Vacuum has no additional space.) In this way, they (Alice and Bob) can realize the SNS protocol with different values $\mathbf{r}_1, \mathbf{r}_2, \ldots, \mathbf{r}_m$.
FIG. 1: Schematic setup for SNS protocol with additional space multiplexing. There are two groups of detectors, left or right to the beam splitter. Charlie is supposed to announce the heralded time windows with the information of which detector has clicked. This has actually announced both the side (left or right to the beam splitter) of the clicked detector and the specific R value \( r_1, r_2 \ldots \) or \( r_m \) he has observed.

separately. By post selection with specific R, the bit-flip error is reduced and the performance of the protocol is improved. Say, at a certain time window, if Charlie’s measurement station is heralded with value \( r_1 \) of R while Alice (Bob) has sent a coherent state with a different R value, e.g., \( r_2 \), she (he) will request to discard the event of the time window. Surely, this type of post selection with ASM method can reduce wrong bits. As given in Fig. 1, \( r_i \) indicates different R value Charlie has observed.

Obviously, there are many different physical quantities as candidates of quantities for the ASM method, e.g., polarization, frequency, time bin, and so on.

For a better understanding the idea of using ASM method, here we restate our main idea using the specific R of polarization. At any specific time window, if Alice (Bob) decides to send a non-vacuum coherent state, she (he) will randomly choose its polarization from H or V. Charlie has two measurement ports after the beamsplitter, as shown in Fig 2. Each of them measures the photon polarization, H or V. Charlie announces the one-detector heralded event and the polarization he has detected, i.e., Charlie announces the information of a specific detector at a specific port that has clicked. In the case that Charlie’s announced polarization of his measurement outcome is different from the polarization of the non-vacuum coherent state sent out by Alice (Bob), she (he) requests to discard that event.

Here the complete protocol with ASM method of polarization:

**Step 1.** At any time window, Alice (Bob) randomly decides with probabilities \( p_v, p_x, p_y, p_z \) to send out a vacuum pulse of intensity \( \mu_x = 0 \), a non-vacuum pulse of intensity \( \mu_x > 0 \), a non-vacuum pulse of intensity \( \mu_y > \mu_x \), or a non-vacuum pulse of intensity \( \mu_z > \mu_x \). Each of them also chooses the polarization H or V randomly whenever she or he decides to send out a non-vacuum pulse (intensity \( \mu_x, \mu_y, \) or \( \mu_z \)).

Here we defined two time windows: heralded time window and **accepted** time window.

Heralded time window: a time window when there is one and only one detector clicks at Charlie’s measurement station. And the corresponding event is defined as a heralded event.

**Accepted** time window: a heralded time window that neither Alice nor Bob requests to discard the event happened at this time window. And the corresponding event is defined as an **accepted** event.

**Step 2.** Charlie announces those heralded time windows with the specific information of which detector has clicked. Note that in announcing which detector has clicked, Charlie has actually announced both the side (left or right to the beam splitter) of the clicked detector and the polarization (H or V) he has observed.

**Step 3.** At any heralded time window, if Alice (Bob) has decided to send out a non-vacuum pulse and the polarization she (he) has chosen for the pulse is different from the measurement outcome of polarization announced by Charlie, she (he) requests to discard the event happened at the time window.

**Step 4.** They each announces those time windows
which she (he) has chosen intensities $\mu_x$ and $\mu_y$. They also announce some time windows when Alice or Bob has decided to send out vacuum. They use the remaining survived events from the heralded time windows for code-bits. Alice assigns a bit value 1 if she has decided to send out a pulse of intensity $\mu_z$, and 0 if she has decided to send out vacuum, i.e., intensity $\mu_x = 0$. Bob’s definition of bit value is in the opposite of Alice’s. With decoy-state analysis, they can obtain the secure final key with the following key length formula:

$$N_f = n_1[1 - H(e_1^{\text{ph}})] - f n_t H(E_t) - \log_2 \frac{2}{\varepsilon_{\text{cor}}} - 2 \log_2 \frac{1}{\sqrt{2} \varepsilon_{PA} \varepsilon},$$

where $H(x) = -x \log_2 x - (1-x) \log_2 (1-x)$ is the binary Shannon entropy function, $f$ is error correction efficiency factor. Here $\varepsilon_{\text{cor}}$ is the failure probability of error correction, $\varepsilon_{PA}$ is the failure probability of privacy amplification, $\varepsilon$ is the coefficient when using the chain rules for smooth min- and max-entropies [59]. And $n_t$ is the number of code-bits, value $E_t$ is the bit-flip error rate of those $n_t$ code-bits. In our protocol here, an event can be counted for code-bit if the following conditions are satisfied:

1. It is from a heralded time window;
2. Alice and Bob has chosen intensity $\mu_z$ or $\mu_y$;
3. Charlie’s announced polarization observed by him is the same with the polarization of the pulse of intensity $\mu_z$ sent out by Alice or Bob;
4. Each one’s choice of intensity for the sent out pulse is never announced.

$e_1^{\text{ph}}$ is the phase-flip error rate of untagged bits and $n_1$ is the number of untagged bits. Values of $n_1$ and $e_1^{\text{ph}}$ can be verified by decoy-state analysis, as shown in Refs. [49, 57, 60]. They need to announce intensities of pulses they each has used in those time windows which are not announced to be heralded time windows by Charlie. This announcement, together with those announced information in Step 4 of our protocol, enables them to take the same kind of decoy-state analysis used in Refs. [49, 57, 60]. In estimating $e_1^{\text{ph}}$, they have to set the phase slice condition [51] in post selecting events from accepted time windows when both of them have chosen intensity $\mu_x$.

Note that $n_t$ and $E_t$ can be observed directly in the experiment.

We define $t_r$ time window: a time window when Alice sends out pulse of intensity $\mu_3$ and Bob sends out pulse of intensity $\mu_r$, where $t, r$ can be $v, x, y$ or $z$.

Remark. In Step 3 above, both Alice and Bob can decide to discard events when her or his polarization of pulse of intensity $\mu_z$ is different from Charlie’s observed polarization. This post selection plays a key role in compressing the bit-flip error rate of those $n_t$ survived code-bits. Those wrong bits from heralded $zz$ time windows are for sure rejected by this step if Alice and Bob have chosen different polarization. Here the result of bit-flip error rate compressing alone is not as effective as that of AOPP [58], but the phase-flip error rate does not rise as what happens in AOPP. This makes it possible of our protocol to produce advantageous results under certain conditions, especially when the fresh key can only be distilled from a small data size.

### III. SECURITY PROOF

Here we shall show the MDI security for our protocol with ASM method as presented in the earlier section. The original SNS protocol [57] takes MDI security and it is not limited to any specific additional space. Without loss of generality, we consider the security of this new protocol with polarization multiplexing as an example. We shall start from virtual protocols.

Protocol $\mathcal{H}$, a bit-flip error free protocol using polarization $H$ for non-vacuum pulses. With secret discussion in advance, there are only time windows when both of them send intensity $\mu_x$ and time windows when one side sends out intensity $\mu_x$ and the other side sends vacuum. In a 4-intensity protocol, there are also time windows that one side sends out intensity $\mu_y$ and the other side sends out vacuum. At all time windows, the non-vacuum pulses are prepared in polarization $H$. In protocol $\mathcal{H}$, they take post selection using polarization information. In particular, after sending out quantum states, there are following steps for classical communication and post selection:

**Step-1** Charlie announces those heralded time windows and the polarization ($H$ or $V$) he has observed, and also the position (right or left to the beam splitter) of the heralded detector.

**Step-2** Given any heralded time window with a polarization $V$ announced by Charlie, any party (Alice or Bob) who has sent out the non-vacuum pulse in the time window will announce rejection and the event at that time window is discarded; given any heralded time window with a polarization $H$ announced by Charlie, they (Alice and Bob) keep silent and the event at that heralded time window is accepted and will be used in further data processing later.

**Step-3** They take post data processing based on the accepted events above and they distill the final key with key length

$$n_\mathcal{H} = n_1(\mathcal{H}) \left[1 - H(e_1^{\text{ph}}(\mathcal{H}))\right].$$

Here $n_1(\mathcal{H})$ is the number of untagged bits from Protocol $\mathcal{H}$, and $e_1^{\text{ph}}(\mathcal{H})$ is their phase-flip error rate.

As shown in the Appendix A protocol $\mathcal{H}$ is MDI secure because it is equivalent to the original SNS protocol.

Replacing all polarization $H$ by polarization $V$ in protocol $\mathcal{H}$ above, we have protocol $\mathcal{V}$, which is the bit-flip error free protocol with polarization $V$. It has the following key length formula:

$$n_\mathcal{V} = n_1(\mathcal{V}) \left[1 - H(e_1^{\text{ph}}(\mathcal{V}))\right].$$
And \( n_1(\mathcal{V}) \) is the number of untagged bits from Protocol \( \mathcal{V} \), and \( e_1^{ph}(\mathcal{V}) \) is their phase-flip error rate.

Also, mixing the two protocols above, we have protocol \( \mathcal{M} \), where in some time windows they use protocol \( \mathcal{H} \) and some time windows they use protocol \( \mathcal{V} \). They use Step 2 and Step 3 in the real protocol in Sec. II to do post selection. In particular, Charlie announces the heralded time windows with polarization \( H \) or \( V \) he has observed. Given any heralded time window announced by Charlie, any party (Alice or Bob) who has sent out a non-vacuum pulse in the time window announces rejection if the polarization of the sent out non-vacuum pulse is different from polarization announced by Charlie, otherwise, he or she keeps silent. If both Alice and Bob keep silent, the event of the corresponding heralded time window is accepted. The secure key length formula is

\[
N_f = n_H + n_V
\]

(4)

Of course they can replace phase-flip error rate of each protocol by the averaged phase-flip error rate and use the following key length formula:

\[
N'_f = n_1 \left[ 1 - H(e_1^{ph}) \right],
\]

(5)

where

\[
\begin{align*}
n_1 &= n_1(\mathcal{H}) + n_1(\mathcal{V}), \\
e_1^{ph} &= e_1^{ph}(\mathcal{H})n_1(\mathcal{H}) + e_1^{ph}(\mathcal{V})n_1(\mathcal{V}).
\end{align*}
\]

(6)

We can use this because inequality \( N_f \geq N'_f \) always hold mathematically. Using this formula, they don’t have to know which bits belong to which protocol.

Now consider the real protocol where each side takes probabilities to send different types of intensities with 50% probability choosing polarization \( H \) or \( V \). In the protocol, after Charlie’s announcement, they take post selection by Step 3 in the real protocol in Section II then they each announced those time windows she or he has sent out intensity \( \mu_c \) or \( \mu_d \) and the corresponding polarization. After post selection in the real protocol, the survived events from heralded time windows of \( vv \), \( zz \), \( vz \), \( zv \) after post selection includes 2 kinds of subsets: Subset \( C_H \oplus C_V \) which is the post selected data from the mixing of Protocol \( \mathcal{H} \) and Protocol \( \mathcal{V} \), and subset \( T \) includes all other data. In particular, \( T \) includes heralded \( vv \) events (both sides send out vacuum), and heralded events where both side have sent out non-vacuum (intensity \( \mu_x \) or \( \mu_y \) with same polarization. Subset \( C_H \oplus C_V \) contains events of \( vz \) and \( vz \) only, there is no bit-flip error. Subset \( T \) contains code-bit events of \( vv \) and \( zz \), which shall be treated as tagged bits. Note that not all \( zz \) events can survive from the post selection. The \( zz \) events from heralded time windows when Alice and Bob have chosen different polarization have been rejected in the post selection.

If they only use data of subset \( C_H \oplus C_V \), they can simply apply Eq. (5) for final key length, which is secure. Regarding data in subset \( T \) as tagged bits, they can distill the secure final key with key length formula:

\[
\hat{N}_f = n_1 \left[ 1 - H(e_1^{ph}) \right] - f n_1 H(E_f).
\]

(7)

The notation \( n_1 \) is for the total number of bits in subsets \( C_H \oplus C_V \) and \( T \), and notation \( E_f \) is for the bit-flip error rate of these \( n_1 \) bits.

Thus the security of this new protocol with polarization multiplexing has been proved. Obviously, this security proof process can be applied to the more general additional space multiplexing cases using whatever physical quantity \( R \), which completes our security proof.

### IV. NUMERICAL SIMULATION

In the following, we use linear model [49] with standard optical fiber (0.2 dB/km) to simulate the observed values in the experiment. Without loss of generality, we consider symmetrical channel, also the intensity of pulses and the corresponding channel loss are not affected by additional space. In previous works, the original SNS protocol [57] has been improved, especially by the AOPP method [59, 58], which has been adopted in several experiments [41, 42] through laboratory optical fiber, and create the record for field test [43, 44] of all types of fiber-based QKD systems. We compare this work with AOPP, with the fluctuation and finite-key effects taken into consideration. In this work, We take \( \xi = 10^{-10} \) as the failure probability of Chernoff Bound [13, 62], and we set \( \varepsilon_{	ext{cor}} = \varepsilon = \varepsilon_{PA} = \xi \).

| \( d \) | \( \eta_0 \) | \( E_d \) | \( N \) |
|---|---|---|---|
| A | \( 1 \times 10^{-8} \) | 0.50 | 0.03 | \( 1 \times 10^9 \) |
| B | \( 1 \times 10^{-8} \) | 0.50 | 0.03 | — |
| C | \( 1 \times 10^{-9} \) | 0.50 | 0.03 | \( 1 \times 10^{10} \) |
| D | \( 1 \times 10^{-8} \) | 0.50 | 0.03 | \( 1 \times 10^{12} \) |

TABLE I: Device parameters used in numerical simulations. \( d \): the dark count rate. \( \eta_0 \): the detection efficiency of all detectors. \( E_d \): the misalignment error. \( N \): total number of time windows. The fiber loss is set as 0.2 dB/km, and we set the error correction efficiency factor as \( f = 1.1 \) in this work.

In Fig. 3 we compare the secure key rate of ASM method of polarization given by Eq. (1) (the dark solid line), the original SNS protocol [57] (purple dot-dash line), and the AOPP method [55, 58] (red dash line). The simulation results show that, given a small data size \( (N \sim 10^8) \), the secure key rate of the new protocol we present here, is about 70% higher than that of the original SNS protocol [57], and the secure distance is 25 km longer compared with AOPP method [55, 58]. Parameters are given in line A of Tab. I.
FIG. 3: (Color online) The optimized key rates of ASM method of polarization by Eq. (1) (the dark solid line), the original SNS protocol [57] (purple dot-dash line), and the AOPP method [35, 58] (red dash line). Devices’ parameters are given by row A of Table I.

FIG. 4: (Color online) Asymptotic key rates of ASM method of WDM, the total number of wavelength is \( m = 20 \) (dark solid line), \( m = 6 \) (red dash line), \( m = 3 \) (blue dotted line) and \( m = 2 \) (green dot-dash line) respectively, and that given by the original SNS protocol [57] (dash-dot-dot line). Note that the result of \( m = 2 \) is also the result of ASM with photon polarization. The simulation results show that, the secure key rate of the new protocol increases obviously with the increase of total number of wavelength. PLOB-1 is repeater-less key rate bound [63] with detector efficiency \( \eta_0 = 0.5 \), i.e., the relative limit of repeater-less key rate. PLOB-2 is repeater-less key rate bound with detector efficiency \( \eta_0 = 1 \), i.e., the absolute limit of repeater-less key rate. The absolute PLOB bound and the relative PLOB bound are the bounds with whatever devices and the practical bound assuming the limited detection efficiency, respectively. At the distance of 300 km, the secure key rate of \( m = 2 \) is about 80\% higher than the secure key rate of the original SNS protocol [57], and this number for \( m = 3 \), \( m = 6 \) and \( m = 20 \) are about 150\%, 300\% and 700\% respectively. Parameters are given in line B of Tab. I.

FIG. 5: (Color online) The optimized key rates of ASM method of WDM given by Eq. (1), the total number of wavelength is \( m = 20 \) (dark solid line), \( m = 6 \) (red dot-dash line), \( m = 3 \) (brown dash-dot-dot line) and \( m = 2 \) (blue dash line) respectively, and the original SNS protocol [57] (purple short dotted line), and AOPP method [53] (green dotted line). PLOB-1 is repeater-less key rate bound [63] with detector efficiency \( \eta_0 = 0.5 \), i.e., the relative limit of repeater-less key rate. PLOB-2 is repeater-less key rate bound with detector efficiency \( \eta_0 = 1 \), i.e., the absolute limit of repeater-less key rate. Devices’ parameters are given by row C of Table I.

In Fig. 4 we compare the secure key rate of ASM method of WDM in asymptotic case (the total number of wavelength is \( m = 20 \), \( m = 6 \), \( m = 3 \) and \( m = 2 \) respectively), with that given by the original SNS protocol [57] (dash-dot-dot line). PLOB-1 is repeater-less key rate bound with detector efficiency \( \eta_0 = 0.5 \), i.e., the relative limit of repeater-less key rate. PLOB-2 is repeater-less key rate bound with detector efficiency \( \eta_0 = 1 \), i.e., the absolute limit of repeater-less key rate. The absolute PLOB bound and the relative PLOB bound are the bounds with whatever devices and the practical bound assuming the limited detection efficiency, respectively. At the distance of 300 km, the secure key rate of \( m = 2 \) is about 80\% higher than the secure key rate of the original SNS protocol [57], and this number for \( m = 3 \), \( m = 6 \) and \( m = 20 \) are about 150\%, 300\% and 700\% respectively. Parameters are given in line B of Tab. I.

In Fig. 5 we compare the secure key rate of ASM method of WDM given by Eq. (1) (total number of wavelength is \( m = 20 \), \( m = 6 \), \( m = 3 \) and \( m = 22 \) respectively), with that given by the original SNS protocol [57] and AOPP method [53]. We can see that, the secure
key rate of the new protocol increases obviously with the increase of total number of wavelength, and when this number becomes larger like $m = 20$, the secure distance becomes shorter, for the influence of dark count becomes obvious. Parameters are given in line C of Tab. [1]

In Fig. [6] we compare the secure key rate of ASM method of WDM given by Eq. (1) (total number of wavelength is $m = 6$, $m = 2$ respectively, with that given by the original SNS protocol [57] and AOPP method [53]. PLOB-1 is repeater-less key rate bound [54] with detector efficiency $\eta_0 = 0.5$, i.e., the relative limit of repeater-less key rate. PLOB-2 is repeater-less key rate bound with detector efficiency $\eta_0 = 1$, i.e., the absolute limit of repeater-less key rate. Devices’ parameters are given by row D of Table I.

V. IMPROVED PROTOCOL

In our calculations above we have used our protocol in Sec. [II] which takes the same decoy-state analysis method with the prior works [49, 53, 60] for a fair comparison. Definitely, the recently proposed improved method of SNS protocol using decoy-state analysis after error correction [64] can also apply to the ASM method in this work. In this case, the announcements in Step 4 of our protocol in Sec. [II] are not necessary and the key rate can be further improved. They can choose the code-bit option $[x, y, z] ([y, z])$, i.e., using accepted events of all those heralded $lv$ and $vr$ time windows for code-bits, with $l, r \in \{x, y, z\} (l, r \in \{y, z\})$. The key length formulas such as Eq.(4), Eq.(B2) and Eq.(B10) in Ref. [64] can all be used here.

VI. CONCLUSION

Based on SNS TF-QKD protocol [57], we propose a new protocol with additional space multiplexing. Additional space like polarization and WDM are given here as examples. Our simulation results show that, our new method can achieve better performance at all distance points over original SNS protocol. Further, when the data size is small like $10^8$, this ASM method can improve the maximum distance of AOPP method by more than 20 km, and greatly improve the key rate at long distances. Our protocol can also apply to efficient quantum digital signature by taking the post data processing method such as Ref. [65, 66]. This will be reported elsewhere.
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Appendix A: Protocol $\mathcal{H}$ is MDI secure

Consider the post selection in Step-2 of Protocol $\mathcal{H}$ in Sec. [III]. Evidently, any independent third party can also make the same post selection result though the independent party does not know which party (Alice or Bob) has sent out a non-vacuum pulse at any time window. So we can replace Step-2 there by the following equivalent step:

Step-2’: (i) The independent party Adam announces rejecting the event from a heralded time window announced by Charlie if Charlie has announced a polarization $V$ for the measurement outcome in that time window.

(ii) If Adam announced rejection, any party from Alice and Bob will announce that he (she) has sent out a non-vacuum pulse in the time window if she/he has indeed sent out a non-vacuum pulse in the time window.

(iii) Adam announces to accept the event for further processing if Charlie has announced a polarization $H$ for
his measurement outcome in the corresponding heralded time window. 

Here the announcement of (ii) in Step-2' above does not affect the security because that’s an announcement about rejected events only. So, the security of protocol \( \mathcal{H} \) is equivalent to protocol \( \mathcal{H}_1 \) here but only takes the (i) and (iii) in its Step-2' for post selection. 

In Alice and Bob’s viewpoint, they can regard Adam’s announcement as the final form of Charlie’s announcement about the post selection, i.e., they regard Adam as Charlie’s processor and then output the final message after processing. In this viewpoint, protocol \( \mathcal{H}_1 \) is just the original SNS protocol wherever Charlie makes the post selection of events for Alice and Bob. This completes the MDI security of protocol \( \mathcal{H} \).
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