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Abstract. The next fifth generation mobile network (5G) is going to have a massive impact on almost new frontier technological applications in everything from smartphones to future vehicles, with highly heterogeneous, broadband access everywhere, faster speeds, lower latency and higher throughput. As moving to 5G, security architecture must also evolve, especially to seek for more efficient and secure handover authentication solutions. In this work, we design our security mechanism based on physical layer and upper layer cryptographic techniques, combining the advantages of these techniques to achieve a faster and more reliable authentication objective for 5G HetNets. In the cross-layer authentication solution, we firstly execute the handover authentication in physical-layer. Kolmogorov-Smirnov (K-S) hypothesis is adopted by exploiting the physical layer attributes of wireless channels. If it pass the initial authentication, then we implement the EAP/AKA authentication to achieve a more reliable security objective. Finally, the numerical simulation results and discussions are presented to show the feasibility of the proposed approach.

1. Introduction

The mobile data traffic is dramatically increased as anywhere and anytime wireless connectivity has become a reality in the recent few years. In the near future, some service scenarios such as autonomous driving vehicles, smart building, Internet of Things (IoT), and many other diverse user applications will result in an explosive increase of data traffic. The exponential growth of mobile traffic poses a stringent and urgent problem in the definition and development on the future 5G mobile networks [1]. 5G aims to achieve various attractive features, including the capability to support device to device (D2D) communication, to provide higher network capacity than 4G cellular network, and to serve mobile users with higher density [2]. In order to provide ubiquitous high-rate and seamless communication service, concepts of femtocells, microcells and relays are proposed, including massive multiple-input-multiple-output (MIMO) [3]. As a result, new technologies and application architectures in 5G will pose new challenges in security issue and use privacy protection. Since 5G network is heterogeneous and users join and leave more frequently in small cell, the handover authentication should be improved. Handover authentication and privacy protection approaches with low latency and robustness need to be developed for 5G HetNets.

Ensuring security of 5G HetNets has become increasing significant. To provision confidentiality, the typical solution is through upper-layer cryptographic protocols. The cyclic redundancy check
(CRC) technique is widely used. Dubrova et al. propose to use CRC to detect messages with double-bot errors [4]. The CRC codes is based on hash function. To implement the CRC codes, a linear feedback shift register (LFSR) is employed. However, the LFSR requires additional programmable and re-programmable connections. In [5], a pseudonymous authentication scheme is presented to provide secure and data confidentiality video reporting service in 5G vehicular networks. The proposed cryptographic solutions include a public key encryption, an attribute-based encryption and a pseudonymous authentication. However, it is complex to perform the cryptography for networks with limited computational and bandwidth resources.

Recently, research interest is growing in physical layer authentication by exploiting unique and inherent physical layer information. In contrast of conventional cryptographic approaches, physical layer authentication makes use of channel state information of communication channels to discover malicious attacks at less computational cost and is considered to deliver fast and efficient performance [6], [7]. Channel-based fingerprinting is the major research objective for many existing physical layer authentication schemes. Channel state information (CSI), the carrier frequency offset (CFO), the channel impulse response (CIR) and the receiving signal strength (RSS) can be employed to distinguish signals from an authorized transmitter and unauthorized transmitters [8], [9], [10], [11]. In these schemes, a suitable threshold is selected to achieve a successful detection in a sophisticated hypothesis test, like Neyman-Pearson test [12] and the binary test with Kalman Filter [13]. Particularly, by using RSSI signal, Liang et al. propose a logistic regression-based physical layer authentication to provide online authentication [14], which is claimed more efficient and secure than the conventional cryptographic scheme. However, this work is relying on the known channel model.

However, it is not robust and reliable to only rely on one physical layer attribute, since the chosen attribute may not have enough dynamic range. In order to achieve a more reliable security objective, we need to combine both the physical layer authentication and upper layers security together. With these considerations, in this paper, we will introduce a cross-layer collaborative authentication method to greatly reduce the time delay and computational complexity in comparison to traditional cryptographic methods. Additionally, our proposed technique adopts the more universal nonparametric Kolmogorov-Smirnov (K-S) test in the physical layer authentications. This is because the distribution forms of the physical layer attributes (PLAs’) diverse from scenario to scenario. The rest of this paper is organized as follows. Section 2 briefly introduces 5G network model. In Section 3 we provide a detailed description of the proposed cross-layer collaborative authentication scheme. Simulation results are reported in section 4 and our conclusions are drawn in Section 5.

2. 5G network model

The software-defined networking (SDN) enabled 5G network model is illustrated in Figure 1. The SDN controller embedded with the authentication management module (AMM) has global control over the whole 5G HetNets. The evolved network nodes (eNBs) and access points (APs) serve as the access nodes and they operate under the rules defined by the network controller. More specifically, all involved switches, the access points (APX) and the base stations (eNBX) forward their data through SDN protocols like Openflow and Simple Network Management Protocol (SNMP) [14]. More precisely, the AMM is implemented in the network controller to achieve seamless handover authentication. When a user firstly launch to the network, it will undergo a full authentication, such as the Extensible Authentication Protocol (EAP). Then AMM collects and analyses the physical layer attributes (PLAs) of the user by using specific protocols like traffic flow template (TFT). Besides, the SDN controller inspects and predicts the user location and prepares the relevant eNBX and APX for fast user connection. Thus, a SDN-enabled network is capable of facilitating 5G HetNets communication more efficiently.
3. The cross-layer collaborative authentication scheme

3.1 Physical-layer authentication

As a mean of non-cryptographic method, physical layer authentication exploits channel specific features for identities verifications and attack detections. Specifically, user specific physical layer characteristics are regarded as a unique digest of the specific user. The legitimate receiver can quickly distinguish between authorized and rogue transmitter by performing physical layer authentication. Physical layer authentication simplifies traditional authentication procedures in a lower computational cost manner. Physical layer authentication is especially suitable for 5G heterogeneous network with minimal overhead and low latency.

A mathematical model is established to facilitate the physical layer authentication analysis. Since the quality of the user equipment (UE)-AP mutual information keeps changing all the time, the PLAs of a specific UE served by the AP can be modelled as statistical variables. Here use the vectorised form of $x = [x_1, x_2, \ldots, x_j, \ldots, x_d]^T$ for these statistical variables, where $d$ denotes the number of available PLAs of the UE. Assume that the AMM maintains $N$ samples of the statistical vectors. The sampled PLA matrix can be defined as

$$S_r = \begin{bmatrix} x_1, x_2, \ldots, x_j, \ldots, x_N \end{bmatrix}$$  \hspace{1cm} (1)$$

When a handover is initialized, the AMM will collect another $N$ samples of PLAs for authentication. The PLA matrix for text can then be written as

$$S_t = \begin{bmatrix} x'_1, x'_2, \ldots, x'_j, \ldots, x'_N \end{bmatrix}$$  \hspace{1cm} (2)$$

Hence, the spoofing detection process can be simplified as: with the knowledge of $S_r$ and $S_t$, the AMM should detect whether they belong to the same UE. The mathematical model diagram for physical layer authentication process is illustrated in detail in Figure 2.

According to the aforementioned discussion, the PLAs’ distribution is unknown to the AMM. Then, we assume $x \sim f_r(\theta_r)$ and $x' \sim f'_r(\theta'_r)$ in the presence of $S_r$ and $S_t$, where $f_r$ and $f'_r$ are distribution function arrays which represent the PDFs of the UE’s PLAs and the distribution characteristic parameters are denoted as vectors $\theta_r$ and $\theta'_r$ respectively. Hence, the authentication model can be expressed as the following hypothesis test:
To be more specific, the hypothesis test can be abstracted as: when the distribution characteristic parameters are almost the same, we have hypothesis \( H_0 \); otherwise, hypothesis \( H_1 \) is acceptable if the distribution characteristic parameters are against a predefined threshold. Besides, from aforementioned definitions, we can see that the hypothesis test avoid quantitative estimation of \( \theta_r \) and \( \theta_t \). Consequently, the non-parametric K-S theory test is more suitable for networks with less parameter constraints. In this paper, we adopt K-S theory as the hypothesis test [15].

Subsequently, the empirical cumulative distribution functions (CDFs) of the \( i^{th} \) physical layer attribute from \( S_r \) and \( S_t \) can be described by

\[
F_{i,r}(x) = \frac{1}{N} \sum_{j=1}^{N} I_{[-\infty,x]}(x_{i,j})
\]

\[
F_{i,t}(x) = \frac{1}{N} \sum_{j=1}^{N} I_{[-\infty,x]}'(x_{i,j}')
\]

where \( I_{[-\infty,x]}(x_{i,j}) \) is the indicator function. We can consider that the indicator function is equal to 1 if \( x_{i,j} \leq x \) and is equal to 0 otherwise. The K-S statistic for the \( i^{th} \) attribute can be written as

\[
D = \sup_{x} \left| F_{i,r}(x) - F_{i,t}(x) \right|
\]

The decision threshold and the decision rule can be described by

\[
D \leq c(\alpha) \sqrt{\frac{2}{N}}
\]

where \( \alpha \) is the confidence level and \( c(\alpha) \) can be calculated according to

\[
c(\alpha) = \sqrt{-\frac{1}{2} \ln \frac{\alpha}{2}}
\]
During the authentication, each available PLAs need to be checked by the K-S test illustrated above. In order to achieve a more robust authentication performance, a voting rule is implemented in the final decision: the majority is adopted. The proposed K-S test based physical layer authentication procedure can be summarized and shown in Figure 3.

**Figure 3. Physical layer authentication procedure.**

### 3.2 Cross-layer authentication

Generally, cryptography techniques can achieve highly security objectives such as data confidentiality, non-reputation and data integrity. However, it comes at a cost of computation complexity and overhead for verification and authentication. It is especially not suitable for networks with dynamics features and low latency requirements. Physical layer authentication has the advantage of providing security without higher-layer encryption. It reduces complexity and overhead since it exploits inherent characteristics that are already existing at the terminals. Additionally, it is very difficult for an attacker to replicate the diverse features to launch a spoofing attack. However, because physical layer authentication relies heavily on channel characteristics, it might not suitable for implementation in weak channel scenario. By jointly considering these circumstances, we propose a cross-layer collaborative authentication mechanism, combining the advantages of upper layer and physical layer authentication to reduce latency and enhance the robustness of the authentication process as a double security insurance.

UE and the AP first to perform the K-S test physical layer authentication procedure based on the channel information attributes. If the UE has not passed the physical layer authentication, a faster security objective is achieved at the signal level with no additional upper layer authentication, significantly reducing authentication delay and computational overhead. Otherwise, if the UE has successfully passed the physical layer authentication, then UE and the AP continue to implement the EAP/AKA authentication to achieve a more reliable security objective. The proposed cross-layer authentication process framework is illustrated in Figure 4.

### 4. Performance evaluation

#### 4.1 Resource cost
4.2 Numerical results and discussions

Simulations are performed with MATLAB to evaluate the proposed authentication procedure. Based on the discussion above, the proposed K-S test is applicable to PLAs authentication when the distribution of PLAs is unknown. In the Simulations, we evaluate the performance of K-S test under different physical layer attributes scenarios. For the first scenario, we consider RSS difference authentication as discussed in [9]. In the simulation, we set $\sigma = 1.3$ for when legitimate user exists, and $\sigma = 9$ for scenario with illegal users, where the parameter $\sigma$ reflects the RSS difference distribution. The detection performance of authentication is evaluated by Receiver Operating Characteristic (ROC) curve, which reflects the relationship between successful authentication rate and false authentication rate. With different training size $N$, Figure 5 shows the ROC curves of the proposed authentication solution. We can see that a larger $N$ contributes to a lower identification error. For instance, the training size $N$ should be at least 20 to meet an 80% detection rate and the false alarm rate can be kept below 1%.

The second simulation is performed to evaluate our proposed scheme in the authentication scenario based on CFO, where the assumptions in [17] are used. A uniform distribution in the range of [-200,200] kHz is assumed for the CFO of the illegal users while the CFO of the legitimate users is set as 20 kHz. As the signal to noise ratio (SNR) can affect the CFO detection, the training sequence size $N$ can be increased to compensate introduced performance degradation. Figure 6 illustrates the improvement on the false alarm rate ($P_f$) with increasing $N$. The false alarm rate is defined as the probability of rejecting a legal user. In this simulation, we set $\alpha = 0.001$ for loose decision threshold. As shown in figure 6, higher SNR results in better authentication performance. It can be observed that the proposed authentication scheme achieves a high authentication rate with a small number of training data. In addition, the ROC curves for CFO verification under our proposed scheme are shown in figure 7. We set SNR to 5 dB in this simulation. It can be seen that a larger training size results in a more accurate detection performance. For instance, with 10 samples of training data, a detection rate above 80% is achieved with a $P_f$ as low as 1.3%.
Figure 5. Simulated ROC curves for RSSI authentication.

Figure 6. Simulated false alarm rate versus SNR under different training data size.

Figure 7. Simulated ROC curves for CFO authentication.
The presented two numerical simulation results demonstrate that the proposed authentication can achieve a low false acceptance rate and high successful authentication rate under various physical layer attributes.

4.3 Network performance
As the mobility and number of user equipment will increase dramatically in the 5G scenario, future 5G network is supposed to support massive handover operations more frequently. Assume a number of $N_{auth}$ handover authentications should be processed by the AMM during a specific time slot, within which a $p$ percentage handover requests are from legal users, the total processing time of the proposed cross-layer authentication scheme can be written as

$$t_{proc} = N_{auth} \{t_{ks} \ast tpr \ast p + (t_{ks} + t_{eap})\} \{p(1-tpr) + (1-p)\}$$

(9)

where $tpr$ is the true positive rate of the physical layer K-S test; $t_{ks}$ and $t_{eap}$ are the processing time for physical layer K-S authentication and upper layer EAP/AKA authentication respectively. In order to enhance the network security, the false positive rate of the K-S test should be maintained to be zero in our proposed authentication scheme. For such purpose, the K-S test parameter in equation (8) is carefully chosen. The handover processing time of the proposed cross-layer authentication scheme is simulated and the result is shown in Figure 8. The simulation parameters are based on [9]. The processing time is normalized to the traditional EAP/AKA based authentication scheme. It is observed that with the percentage of legal user increase, the handover processing time of the proposed authentication scheme decrease, resulting in a more efficient network performance. It is also shown that a larger $N$ (number of frames used for physical layer K-S test) corresponds to a better network performance enhancement. As a matter of fact, the key parameter that determines the network performance is the true positive rate $tpr$ of the K-S test.

![Figure 8. Simulated handover processing time of the proposed cross-layer authentication scheme by using RSSI in the physical layer K-S test.](image)

5. Conclusion
In this article, an upper layer assisted physical layer authentication scheme is presented for SDN enabled 5G HetNets. Firstly, in the physical layer authentication, the nonparametric K-S test based authentication algorithm is developed. When served as an auxiliary authentication method, the adopted K-S test based scheme can generate reliable security performance. Furthermore, the EAP/AKA authentication is implemented to achieve a more reliable security objective. The performance of the proposed schemes has been demonstrated through numerical simulations. When compared with the
traditional cryptographic methods, the proposed authentication scheme performs with better efficiency in terms of computational resource requirement under 5G HetNets application.
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