1. Introduction

Inductively coupled RFID (Radio Frequency Identification) systems [1] are being widely used for marking of goods and animals, in access control system, bus tickets and data acquisition systems etc. In these applications the reading range of RFID transponder is not extremely long and the quality factor $Q$ of the transponder resonant circuit is relatively small. Mostly $Q/11005 \leq 15$ [2] for identification cards in accordance with the standard ISO 14443. The requirements for accurate tuning of the transponder resonant frequency are not generally critical.

If the required reading range of the RFID transponder must be essentially longer, for example, if underground engineering networks are marked by the RFID transponders [3], the reading range can be increased by increasing of transponder coil area together with increasing of transponder resonant circuit quality factor [4]. Then inaccurate tuning of the transponder resonant frequency can make the data transfer from the transponder to the RFID reader impossible because the amplitude modulation of carrier signal fades out on the critical resonant frequency of the transponder.

2. Mathematical model of inductively coupled RFID system

The mathematical model was created to calculate system parameters in design process of RFID system, to analyse the influence of inaccurate tuning of reader and transponder resonant frequencies and to estimate maximum reachable reading range. The model goes out from the general schematic diagrams depicted in Figs. 1 and 2. Simplification of the model is given by the neglecting of RFID transponder chip nonlinearity. These chips usually include a voltage limiter in the form of two anti-serially connected Zener diodes in parallel to the transponder resonant LC circuit which limit the voltage across the chip to values about 14 - 15 V peak - to - peak. Therefore, this mathematical model is suitable to calculate RFID features when the limiter is not in operation, i.e. when the distance between RFID reader and transponder is relatively long.

2.1 Dynamic model

Let the transponder have two-state (0 and 1) modulator and the modulation frequency is 1/64 of carrier frequency, i.e. $f_{mod} = 1/64$. We denote $R(t) = R_P$ if the modulator is in state 0 and $R(t) = R_D$ if the modulator is in state 1. Let the modulator be controlled by the $Data(t)$ function according to equation (1). The resistance of RFID chip is then given by function (2). Let the excitation signal of the RFID reader be given by function (3).

$$Data(t) = \frac{\text{Sign} \left( \sin \left( 2\pi \frac{f_{mod}}{64} t \right) \right)}{2} + 1 \quad (1)$$

$$R(t) = Data(t)R_P + (1 - Data(t))R_D \quad (2)$$

$$u(t) = U \sin(2\pi f t) \quad (3)$$

The model in Fig. 1 can be described by a system of 2nd order linear differential equations (4) which has not constant coefficients [5].
2.2 Static model

This model considers only steady states of the RFID system modulation process. This is symbolically represented by selection of resistance value $R$ (see Fig. 2) from two elements $\{R_P, R_M\}$ i. e.

\[
L_i \frac{d^2 i_1(t)}{dt^2} + R_e \frac{di_1(t)}{dt} + \frac{1}{C_r} i_1(t) - M \frac{d^2 i_2(t)}{dt^2} = \frac{du(t)}{dt}
\]

\[- M \frac{d^2 i_2(t)}{dt^2} + L_i \frac{d^2 i_2(t)}{dt^2} + R_i \frac{di_2(t)}{dt} + \frac{1}{C_r} i_2(t) = 0 \]

\[
\frac{1}{C_r} i_1(t) - \frac{1}{C_r} i_2(t) = 0
\]

\[
\frac{1}{C_r} i_1(t) = R(t) \frac{di_1(t)}{dt} - \frac{1}{C_r} i_1(t) = 0
\]

Going out from Fig. 2 we can create the next system of equations

\[
\begin{align*}
R_P + j\omega L_s + \frac{1}{j\omega C_s} & - j\omega M L_1 = U \\
- j\omega M I_1 + \left(R_T + j\omega L_T + \frac{R}{1 + j\omega C_T}\right) I_2 & = 0
\end{align*}
\]

which can be solved by application of the Cramer’s rule. Then the loop currents $I_1, I_2$ are given by (6) and (7).
The voltage at the demodulator input in Fig. 2 is given by (8) for modulator switched to logical zero and by (9) for modulator switched to logical one. Note that $M$ is the mutual inductance of reader and transponder coils $L_R$ and $L_T$, $k_{LR}$ and $k_{LT}$ is coupling factor and $\omega = 2\pi f$ is angular frequency.

Going out from equations (8) and (9) we can calculate the modulation depth of amplitude modulated signal at the input of RFID reader demodulator:

$$m_{AM} = \left|\frac{U_{ioam} - U_{iobm}}{U_{ioam} + U_{iobm}}\right|$$  \hspace{1cm} (10)

3. Measurement of the RFID chip parameters

To determine the resistances $R_P$ and $R_M$ a measurement of RFID transponder chip EM4100 (manufactured by EM Microelectronic - Marin SA, Switzerland) was performed according to Fig. 3.

The equivalent resistances $R_P$ and $R_M$ are calculated from the measured voltages $U_{2M}$ and $U_{2P}$ (see Table 1) for $R_S = 110 \Omega$ according to equations (11) and (12).

$$R_P = R_S \left(\frac{U_{2P}}{U_{2M}} - 1\right)$$  \hspace{1cm} (11)

4. Graphical results

The calculations according to equations (4) and (10) were performed for these parameters of RFID system:

- Voltage of signal generator $U = 10 \text{ V}$, frequency $f = 125 \text{ kHz}$
- $C_S = 1.621 \text{ nF}$, $L_S = 1 \text{ mH}$, $R_S = 15.7 \Omega$, i.e. reader resonant frequency is $125 \text{ kHz}$, quality factor of $L_R C_S$ tuned circuit is $Q_S = 50$
- $C_T = 1.621 \text{ nF}$ (or variable if the resonant frequency of transponder is variable), $L_T = 1 \text{ mH}$, $R_T = 7.85 \Omega$
- $R_P = 16 \text{ k\Omega}$, $R_M = 1.6 \text{ k\Omega}$ (chapter 3)
- $k = 0.01$ or variable

4.1 Dynamic model

By numerical solving the system of differential equations (4) for parameters given above the time responses of signals at the
input of reader demodulator were obtained. These time responses are shown in Fig. 4 for nominal resonant frequency of transponder \( f_T = 125 \text{ kHz} \) and in Fig. 5 for detuned transponder \( f_T = 136 \text{ kHz} \). In case of detuned transponder the amplitude modulation of signal fades out and the transponder becomes unreadable.

4.2 Static model

The fade of amplitude modulation in RFID reader under condition of transponder detuning to the critical resonant frequency is evident from the three dimensional graph of function (10) which is shown in Fig. 6.

By substituting (16) into (8) and (9) we can calculate the dependence of AM modulation depth \( m_{AM} \) on distance \( x \) between the RFID transponder and the RFID reader and on the transponder resonant frequency \( f_T \). The 3D graph is shown in Fig. 7.

Similar, if we substitute (13) into (8), (9) and then (10) we can calculate the dependence of modulation depth on the resonant frequency \( f_R \) of the reader LC circuit and coupling factor \( k \) or distance \( x \) respectively, see Fig. 8 and Fig. 9.

From the series of 3D graphs it is evident that detuning of transponder causes its unreadability due to fall of amplitude modulation, i. e. certain critical frequency exists which is dependent on distance (or coupling factor) and on other parameters of RFID system especially on quality factors of tuned LC circuits. The detuning of the reader antenna LC circuit is not so critical because the surfaces of 3D graphs in Figs. 8 and 9 do not cross zero plane of modulation depth.

The critical frequency \( f_C \) can be calculated from equation (14) substituting (15) into (8) and (9). The equation (14) has two solutions \( f_{C, HIGH}, f_{C, LOW} \) whose dependency on coupling factor \( k \) is
shown in Fig. 10. After substituting (16) into (8) and (9) we can obtain dependency of critical frequencies on distance $x$ between reader and transponder coils. It is shown in Fig. 11.

The equation (16) describes coupling factor of two circular coils as a function of their radiuses $r_R$, $r_T$, angle $\theta$, and distance $x$ [6]. The calculations of graphs in Figs. 7, 9 and 11 were performed for $r_R = 0.1$ m, $r_T = 0.1$ m, and $\theta = 0^\circ$, i.e. both coils are parallel.

\[
C_e = \frac{1}{(2\pi f_0)^2 L_e} \tag{13}
\]

\[
|U_{\text{out}}| - |U_{\text{cor}}| = 0 \tag{14}
\]

\[
C_T = \frac{1}{(2\pi f_0)^2 L_T} \tag{15}
\]

\[
k = \frac{r_R^2 - r_T^2 \cos \theta}{\sqrt{r_R^2 r_T^2 - (r_R^2 + x^2)^2}} \tag{16}
\]

5. Comparison of calculated and measured critical frequencies

To compare the results of mathematical model described in chapters 2 and 4 with real properties of inductively coupled RFID system the measurement of critical frequencies and their dependency on distance between transponder and reader was performed. The measured circuits were arranged according to Fig. 1 where transponder capacitor $C_T$ was replaced by parallel connection of fixed and variable capacitor to enable the tuning of transponder resonant frequency. The critical frequencies were found when the amplitude modulation became extinct. The modulator and its resistances $R_P$ and $R_M$ were replaced by RFID chip EM 4100 (chapter 3).

\[
\begin{array}{|c|c|c|c|c|}
\hline
\text{Distance } x [\text{m}] & \text{Measured critical frequency } f_{\text{C_LOW}} [\text{kHz}] & \text{Calculated critical frequency } f_{\text{C_LOW}} [\text{kHz}] & f_{\text{C_HIGH}} [\text{kHz}] & f_{\text{C_HIGH}} [\text{kHz}] \\
\hline
0.20 & 102.12 & 199.22 & 94.19 & 139.15 \\
0.25 & 103.84 & 154.39 & 102.47 & 133.35 \\
0.30 & 107.16 & 138.63 & 106.01 & 130.61 \\
0.35 & 109.51 & 130.39 & 107.50 & 129.41 \\
0.40 & 111.76 & 126.08 & 108.15 & 128.88 \\
0.45 & 113.25 & 123.53 & 108.44 & 128.63 \\
0.50 & 113.90 & 121.96 & 108.59 & 128.51 \\
\hline
\end{array}
\]

The results of calculations according to equation (14) and measurements are listed in Table 2 and displayed in Fig. 12. The nominal working frequency used in experiment and calculations has nonstandard value 117.7 kHz which is given by used inductor $L_R$ and capacitor $C_R$. Other parameters were set as follows:
6. Conclusion

The method of RFID transponder critical frequency calculation can be useful at the design of transponder LC circuit. Especially, it can be useful to determine the acceptable manufacturing tolerances of transponder resonant frequency. Moreover, the required bandwidth of modulated signal from transponder must be considered. Note that the required bandwidth is about 4 kHz for the used RFID chip EM 4100 (with Manchester coding and with data transfer rate 1/64 of carrier frequency 125 kHz).

The used mathematical model is simplified by neglecting the nonlinearity of transponder (RFID chip) modulation circuits, which is evident from Table 1. Therefore, the results of critical frequency calculations in Figs. 10 and 11 must be considered as informative and their validity must be limited to the lower values of the coupling factor or higher values of the distance between the transponder and reader. This limitation of linear mathematical model is evident by comparison of calculated and measured results in Fig. 12. Moreover, high difference between measured and calculated critical frequencies \( f_{C_{HIGH}} \) in Fig. 12 (upper curves) is probably caused by external overvoltage suppressors connected to the used RFID chip, because capacity of the suppressor is not constant and is dependent on the applied voltage. At higher resonant frequencies the capacity of overvoltage suppressors becomes dominant compared to external capacitor \( C_T \). This limitation will be subject to further improvement of the mathematical model.
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