Using audio noise for generating random key stream
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Abstract. Stream ciphers systems are widely used in cryptography applications due to low possibility of propagating errors, ease of implementation and high processing speed. A stream cipher is an encryption process where random binary stream keys combine with the plaintext to produce cipher text. The stream cipher systems encrypt bits of plaintext individually by adding bits from a key stream to plaintext bits. The security of a cipher text fully depends on the key stream. Therefore, generating a long unpredictable sequence of binary bits used as the encryption key is the main topic in stream cipher systems. This paper focuses on generating a stream of binary keys using audio noise and subjected the generated keys to several local randomness tests such as; frequency test, serial test, Poker test and Autocorrelation test. The randomness tests show that the generated keys contain good statistical characteristics and high security makes them suitable to be used in stream cipher systems.

1. Introduction
The Encryption is the process of converting clear and understandable text into incomprehensible codes to prevent unauthorized people from accessing or understanding this information. On the other hand, the decryption is the process of converting the encrypted text to its original form using the appropriate keys [1]. In today's era, the world is connected to each other through open networks where these networks are used to transmit information electronically to individuals or organizations (military or civilian). To keep this information confidential against the manipulation of hackers and thieves, sensitive information must be transmitted in encrypted form [1]. The Encryption keys used for encryption and decryption messages are based on complex algorithms. The encryption algorithm is a mathematical formula used to encrypt the plaintext or decrypt the encrypted text to get the original plain text. The strength and effectiveness of the encryption process depends on two basic factors; the algorithm and the length of the encryption key [1]. The encryption algorithm works in conjunction with a secret key that is used to encrypt the plaintext [1]. Figure (1) illustrates the operation of the encryption algorithm. The stream cipher systems encrypt bits of plaintext individually by adding bits from a key stream to plaintext bits. The security of a cipher text fully depends on the key stream. Therefore, generating a long unpredictable sequence of binary bits used as the encryption key is the main topic in stream cipher systems [2].

Several works have been suggested to design effective random generator. For example, the authors introduced a new method for generating key stream. The new method based on combined the AES algorithm with variable feedback generator. The proposed system improves the statistical properties of the resulting key stream [3]. In [2] the authors designed Pseudo-random generator (PRG) using Artificial Neural Network for generating a sequence of random binary bits. The design of PRG
includes two stages. In the first stage, the PRG has been implementing using FPGA technology. The randomness of resulting stream key has been checking in the second stage using the MatLab software. To give the required nonlinearity for the generated random binary key, the authors in [4] constructed a generator of the binary key stream based on the reverse the permutation. The empirical test was performed on the output of new generator show that the generated keys have good cryptographic properties and can be used in cryptographic systems. Meanwhile, [5] designed a new random generator with novel PS-LFSR substructure that not only has good random properties but also appears the same speed in data processing that has shown by Lee and Moon. The authors in [6] suggested a new random generator. The new generator has been built by mixing a number of shift registers with a mutual clock control structure to increase the nonlinearity of the resulting binary bit sequence. The researchers in [7] introduced a new random generator (NRG) for producing 32-bit or 64-bit in each iteration. The new NRG is appropriate for software encryption operations that need high-speed. Li and Moon [8] introduced a parallel shift register structure for generating random numbers suitable for a higher speed than the traditional encryption. Although the new design is convenient for encrypted the high-speed communication, the resultant key stream lacks good randomization. This research aims to generate a sequence of random binary bits by using the audio noise and study the complexity of resulting binary sequences by exposing them to a series of statistical tests to ensure that they contain good statistical characteristics. The statistical tests used in this study are frequency test, serial test, Poker test, and autocorrelation test.

2. Encryption systems
The Encryption system divided into two parts; the cryptosystem and crypto-analysis. The cryptosystem deals with design and construction of cryptographic systems (the ways in which plaintext is converted to encrypted text and vice versa with the secret key). The crypto-analysis studies the cipher text, ciphers, and cryptosystems with the intent of recognition how they work and finding and developing the methods for defeating or weakening them. The cryptosystems are divided into two categories: the public key and secret key encryption systems, which are then divided into stream and block cipher systems [1]. Figure (2) illustrates the classification of Encryption systems.
2.1. Stream Cipher System
Stream cipher system is one of the encryption systems that shared the same secret key in encryption and decryption operations. For example to encrypt the message $m := m_1 m_2 m_3 ... m_i$ where $m_i \in [1]$ with stream key $k := k_1 k_2 k_3 ... k_i$ where $K_i \in [9]$ This achieved by adding (XOR operation) bits from the stream keys to plaintext bits individually. Figure (3) illustrates the encryption and decryption operation.

$$E^*(k, m) = k \oplus m$$ (ciphertext)
$$D^*(k, c) = k \oplus c$$ (plaintext)

Where

$E^*$: represents the encrypted operation
$D^*$: represents the decrypted operation
Stream ciphers are sometimes referred to as one-time pads ciphers where every key stream bit is only used once [10]. Designing of encryption systems should be taken into consideration the following criteria [11]:

- The ease of implementation.
- The Speed of generating encryption keys.
- Complexity (high security).

The stream cipher system has many different properties made it be ideal and highly confidential. These include the ease of use in practical applications, high speed of implementation and lack of errors [10]. For the high complexity of the encryption system, the sequence of encryption keys used in encryption must be characterized by high randomness [4, 12].

2.2. Randomization of key stream

One aspect of measuring the quality of a cryptographic algorithm is based on its randomization. Randomization means not to predict the sequence of keys if it is possible to know part of them (it achieves a non-predictive property because there is no relationship between successive elements) [13]. There is no complete random sequence (infinite random) but there are some conditions that must be provided to be sequential keys are acceptable and then called pseudo random-sequence or pseudo-noise sequence [14].

2.3. Randomness tests

The generated stream key must contain good statistical properties to eliminate the statistical properties in the plaintext so that it is difficult to obtain plaintext from the encrypted text [15]. There are several statistical tests used to analyze a set of distribution data to measure the randomness of them. These tests called local statistical tests such as; frequency test, serial test, poker test, run test and Autocorrelation test [15, 16].

2.3.1 Frequency Test

The frequency test based on determines the number of ones and zeros that occurrence in the generated binary bit sequence. This test considers acceptable if the value of \( X^2 \) does not exceed the threshold (with freedom degree equal to 1, the value of \( X^2 \) not exceed 3.84) [2, 17]. The equation used in this test is:

\[
X^2 = \frac{(n_0 - n_1)^2}{n}
\]

Where

- \( n \) represents the length of generated binary sequence (numbers of bits).
- \( n_0 \) represents the numbers of zeros in the n-bit sequence.
- \( n_1 \) represents the numbers of ones in the n-bit sequence.

2.3.2. Serial Test

The serial test determines the number of occurrences of two bits at a time (01, 10, 00, and 11). This test gives indications if binary numbers do not depend on their predecessor. For a stream key with length equal to n bits, the result of this test must not exceed the threshold (with freedom degree equal to 1, the value of \( X^2 \) not exceed 5.99 (\( X^2 \leq 5.99 \)) [2, 17]. The equation that used in this test is:
Where

\[ n \] represents the length of generated binary sequence (numbers of bits).

\[ n_{00} \] represents the number of occurrence of (00) bits in the n-bit sequence.

\[ n_{01} \] represents the number of occurrence of (01) bits in the n-bit sequence.

\[ n_{10} \] represents the number of occurrence of (10) bits in the n-bit sequence.

\[ n_{11} \] represents the number of occurrence of (11) bits in the n-bit sequence.

2.3.3. Poker Test

The poker test divides the generated binary sequence into bit patterns (with length equal to m) and checks the occurrence of each \(2^m\) and \(m\) bit patterns for different values of \(m\). The generated stream key with n bits divided into number of blocks (\(F\)), each block has a length equal to \(m\) bits and then calculates the \(X^2\) of the generated stream key. The threshold in the Poker test is \((X^2 \leq 14.0671)\) [14, 17]. The equation that used in this test is:

\[
X^2 = \frac{4}{n-1} \sum_{i=0}^{1} \sum_{j=0}^{1} \left( n_{ij} \right)^2 - \frac{2}{n} \sum_{i=0}^{1} \left( n_{i} \right)^2 + 1
\]  

(2)

Where

\( n \) : represents the length of generated binary sequence (numbers of bits).

\( m \) : represents the number of bits in each block.

\( F \) : represents the number of blocks.

\( X_i \) : represents the number of blocks that contain number of ones = \(i\) and number of zeros = \(m-i\).

\[ F = \frac{n}{m} \]

2.3.4. Auto Correlation Test

This test uses to measure the randomness of the generated stream key with following binary sequence \((a_1a_2a_3\ldots a_n)\). The threshold of this test is when \((X^2 \leq 3.841)\) for each value of \(d\) [2, 17]. The equations used in this test are:

\[
A(d) = \sum_{i=1}^{n-d} a_i \cdot a_{i+d} \quad 0 < d < n - 1
\]

(4)

\[
X^2 = \frac{(A(d) - \mu)^2}{\mu}
\]

The value of \(\mu\) can be calculated as:

\[
\mu = \frac{n^2(n-d)}{n^2}
\]

Where

\( n \) : represents the length of generated binary sequence (numbers of bits).

\( a_i \) : represents the bits of the generated stream key.

\( d \) : represents a value between 0 and \(n-1\) \((0 \leq d \leq n-1)\)

3. Methodology

The experimental results involve two stages. The first stage is to record the noise audio and then converted it to the sequence of the binary bits. The second stage is to investigate the
randomness of the resulting keys using several statistical tests to ensure if they have good cryptographic characteristics

4. Results and discussion

4.1 Generating the key stream

The audio noise is recorded as (.wav) file format and then converted to a series of binary bits using Matlab programming. Figure (4) shows the audio file and converting operation it to sequence of binary bits. Figure (5) shows the resulting sequence bits.

Figure 4. audio file and matlab codes.

Figure 5. the sequence of binary bits.

4.2 Statistical tests

In order to decide the generated sequence binary key has good statistical properties and it's appropriate to use in cryptographic systems, the generated stream key must be tested by a set of statistical tests to
measure the strength of the key in terms of its randomness. The more randomness of generated stream key means the more difficult it is to know the plaintext of the attacker or the enemy. To check the randomness of the generating stream key, a portion of the resulting binary sequence bits is taken and subjected to a series of statistical tests, for example when taken the following binary sequence:

\[
0010011101001000110100111011000
\]

This binary sequence will be subjected to the following statistical tests to measure its randomness. The randomized of generated stream key are tested by subjecting the resulting keys to set of statistical tests using Matlab programming.

To determine the value of \( (X^2\text{-distribution}) \) for the **Frequency test**:

Length of this binary sequence is 31 bits
\[
n = 31, \quad n_0 = 14, \quad n_1 = 17
\]

\[
x^2 = \frac{(n_0 - n_1)^2}{n} = \frac{(17 - 14)^2}{31} = 0.2903
\]

To determine the value of \( (X^2\text{-distribution}) \) for the **Serial Test**

\[
n = 31, \quad n_0 = 14, \quad n_1 = 17
\]
\[
n_00 = 8, \quad n_01 = 8, \quad n_10 = 8 and \quad n_11 = 6
\]

\[
x^2 = \frac{4}{30} \left| n_00^2 + n_01^2 + n_10^2 + n_11^2 - \frac{2}{31} (n_0^2 + n_1^2) \right| + 1
\]

\[
x^2 = 0.109
\]

To determine the value of \( (X^2\text{-distribution}) \) for the **Poker test**

\[
F = \frac{n}{m} = \frac{31}{5} = 6
\]
\[
x_0 = 0, \quad x_1 = 2, \quad x_2 = 1, \quad x_3 = 2, \quad x_4 = 1, \quad x_5 = 0
\]
\[
\nu = \frac{\sum (n - d)}{n^2} = \frac{14^2(31 - 1)}{31^2} = 6.111 \quad for \ d = 1
\]
\[
\nu = \frac{\sum (n - d)}{n^2} = \frac{14^2(31 - 2)}{31^2} = 4.942 \quad for \ a = 2
\]

\[
x^2 = \frac{(A(d) - \nu)^2}{\nu} = 0.00227 \quad for \ d = 1
\]

To determine the value of \( (X^2\text{-distribution}) \) for the **Auto correlation Test**

\[
n = 31, \quad n_1 = 14, \quad n_0 = 17
\]
Table 1. shows the value of $X^2$ – distribution for each local randomness test (with a 0.05 significant level and degree of freedom equal to 1). In each test, the value of $X^2$ – distribution does not exceed the allowable threshold.

| Test           | Frequency | Serial | Poker | Autocorrelation |
|----------------|-----------|--------|-------|-----------------|
| $X^2$          | 0.2903    | 0.109  | 2     | 0.00277         |

5. Conclusion
The main aim of this work is to presents a new method for generating a sequence of random binary keys that are used for encrypting sensitive information. The stream key was generated by recording the audio noise as (.wav) file format and converting the recorded file into a sequence of binary bits using MatLab codes. The resulting binary bits are tested by several local statistical tests to measure their randomness and strength. The resulting randomness tests show that the value of $X^2$ – distribution are (0.2903, 0.109, 2.0 and 0.00277) for Frequency, Serial, poker and Autocorrelation tests respectively. All the results randomness tests are not exceeding the value of the threshold. Thus, the generated stream key has met the required conditions of randomness and valid for encrypting the messages in stream cipher systems.
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