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Abstract—Wireless sensor networks (WSN) groups specialized transducers that provide sensing services to Internet of Things (IoT) devices with limited energy and storage resources. Since replacement or recharging of batteries in sensor nodes is almost impossible, power consumption becomes one of the crucial design issues in WSN. Clustering algorithm plays an important role in power conservation for the energy constrained network. Choosing a cluster head can appropriately balance the load in the network thereby reducing energy consumption and enhancing lifetime. The paper focuses on an efficient cluster head election scheme that rotates the cluster head position among the nodes with higher energy level as compared to other. The algorithm considers initial energy, residual energy and an optimum value of cluster heads to elect the next group of cluster heads for the network that suits for IoT applications such as environmental monitoring, smart cities, and systems. Simulation analysis shows the modified version performs better than the LEACH protocol by enhancing the throughput by 60%, lifetime by 66%, and residual energy by 64%.

Index Terms— WSN, IoT, CH selection, Residual energy, Lifetime, Energy efficient.

I. INTRODUCTION

INTERNET of Things (IoT) is an ecosystem of interconnected devices and objects via the internet enabling them to send and receive data. It is an invisible but intelligent network that senses, controls and can be programmed [1], by employing embedded technology to communicate with each other. The IoT provides immediate access to information related to any device with high productivity and efficiency [2].
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Till date, about 5 billion smart devices are already connected and by 2020 about 50 billion devices to be connected [1]. The number of people actually communicating may exceed the number of devices/machines connected to them virtually. This will generate huge traffic where humans may become the minority of generators and receivers of traffic [3]. This gives the reason for exploring IoT for various research areas owing to its challenges and opportunities.

WSN acts as a medium that bridges the virtual digital world to the real world. Tiny sensors or actuators connected with each other are responsible for sensing and transferring the values to the Internet. WSN comprises sensor nodes deployed in a network field to monitor various physical and environmental parameters. The routing path of data from the sensing node to the sink node or base station (BS) should be designed in an energy efficient manner since recharging the sensor battery is practically impossible [4].

Different from the ad-hoc network, WSN meant for IoT application faces numerous challenges in terms of a number of sensor nodes, hardware, mode of communication, battery power and computational cost to name a few. Apart from sensing, the sensors used in the IoT paradigm are assigned with additional functionalities and has to face new challenges in terms of QoS (quality of service), security and power management [5]. Some of these issues are addressed by adopting various technological changes in primitive protocols and schemes used for WSN. QoS requirements in IoT based WSN faces significant challenges like extreme resource content, redundancy in data, dynamic size of the network, less reliable medium heterogeneous network, and multiple BS or sink nodes [6]. The key security issues in WSN includes data authenticity and confidentiality, data integrity and freshness in data [7].

Reduction of power consumption has always been a crux issue in designing WSNs. Recent research outcome has come up with different ideas to reduce energy and extend network longevity for proper utilization of resources. Routing algorithm plays a crucial role in the process. Clustering builds a hierarchy of clusters or groups of sensing nodes that collects and transfers the data to its respective cluster head (CH). The CH then groups the data and sends the fused to sink node or base station (BS) which acts as middleware between the end user and the network. Among the clustering algorithm, LEACH (Low Energy Adaptive Clustering Hierarchy) is a classical protocol that considers energy for hierarchical routing of data [8]. The network is grouped into clusters, and
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the sensor node transmits its data to the corresponding CH. The protocol randomly selects CHs in a stochastic manner for each round. The CH communicates with each node of the cluster called member nodes to collect the sensed data. The CH assigns TDMA (Time Division Multiple Access) schedules to its corresponding cluster member. The member node can transmit data during the allotted time slot. The data is then checked for redundancy and compressed before communicating with the sink node.

The CHs directly communicate with BS in LEACH protocol; hence the power consumption in sending data from CH to BS will be more as compared to the communication between the CHs. As a result, the CHs will exhaust its energy within a short period of time. Multi-hop communication, on the other hand, can be helpful to overcome this problem, but still not effective in cases of small networks.

E lecting a CH is a sophisticated job as various factors have to be considered for selection of best node in the cluster [9]. The factors include the distance between nodes, residual energy, mobility and throughput of each node.

LEACH algorithm enhances the lifetime of the network in comparison to direct or multi-hop transmission but still has many limitations. The election of cluster heads is done randomly which does not ensure proper distribution and optimal solution. The nodes with lesser energy have equal priority as that of those with a higher energy level to be elected as CH. So, when a node of low residual energy gets selected to serve as CH, it dies out quickly resulting in shorter network span [10].

The paper aims to select the CH considering important parameters like the initial energy, remaining energy of the individual node and the optimal number of CHs in the network. The modification is done in the classical LEACH algorithm. With the completion of each round, the residual energy of the non-CH nodes are checked, and the one with the higher energy level in comparison to others has a higher probability for CH selection for the current round. This would prevent the network to die out too early thereby enhancing the network lifetime.

The paper is structured as follows: Section II provides the required background and related work. Our proposed system model and algorithm are discussed in Section III. Section IV discusses the simulation results and analysis. Finally, the article is concluded in Section V.

II. RELATED WORK

One of the major issues of IoT is to handle a large number of sensors that will be deployed, in terms of the cost of servicing and maintenance [11]. Further replacing sensor batteries which are already located in the network field can be a tedious job [12]. For instance, in case a sensor is to be deployed on a certain animal or species, it requires the battery of the sensor to outlive the animal which is far more achievable. This leads to another important challenge which is power management. Reliable end-to-end data transmission with proper congestion control and low packet loss ratio are some of the other major concerns in WSN [13].

The primary goal of any sensor network is to route the data assembled by sensors and forward it towards the BS. The simplest method to communicate data is direct transmission where the nodes have to direct its data to the base station or sink node. However, if the distance between sink and network is large, the node will die out quickly due to unnecessary energy consumption [14]. Clustering algorithm reduces the unwanted power consumption in delivering data to BS by grouping the network into clusters. Each cluster is assigned a CH that sends data to BS. An important phase in the clustering algorithm is the CH election process that should guarantee uniform energy distribution among the sensor nodes [15].

LEACH protocol has intensively been modified by researchers to improve the network performance. Technical researchers are contributing vigorously in enhancing existing algorithms for better performance of the IoT system [16]. An energy-efficient trust derivation method was discussed in [17] for WSN-based IoT networks. The scheme uses risk strategy analysis to reduce network overhead by deriving an optimal number of recommendations. The energy-aware scheme maintains adequate security and also reduces the latency of the network. A time-based CH selection is proposed in [18] called TB-LEACH that sets well-distributed clusters and enhances the lifetime by 20 to 30%. The distance between nodes and BS are considered for threshold based CH selection in [15] that improves lifetime by 10%.

Thein et al. in [14] have modified the probability for the selection of CH based on the residual energy of each node. The paper also considers the optimal value of CH but for fixed values like 1 and 6. The network lifetime enhances by 40-50%. Another CH selection method for aggregation of data is discussed in [19] that eliminates redundancy and enhances the network lifetime. The threshold value is modified by considering a hotness factor that defines the relative hotness of a particular sensor node to that of the network.

CH is selected using particle swarm optimization (PSO) in [20]. The criteria for selection have an objective function in terms of node degree, intra-cluster distance, residual energy, and a number of optimal CHs. The model performs better in terms of various network metrics in comparison to various routing protocols. PSO-ECHS is discussed in [21], where PSO based CH selection is made using parameters like node-to-node distance, distance to BS and residual energy. Another optimization technique called Grouped Grey Wolf Search Optimization is used in [22] for security-aware CH selection to improve the network lifetime.

An improvement of LEACH was proposed in [23] where residual energy plays an important role in CH election. A simple Multi-hop approach to LEACH was also studied, and it is found that both protocols perform better than LEACH by extending lifetime after a certain period of time. A non-probabilistic multi-criteria based CH selection was presented in [24] where the network is divided into separate zones. The CH or zone head is selected using the ANP (Analytical Network Process) decision tool. A set of parameters have been collected from where the best parameters have been selected for zone head selection.
The IoT, being a ubiquitous network, connects smart devices and objects to the cloud. WSN provides a platform for the collection and communication of data to monitor and control the physical world for the betterment of the society [25]. Communicating wireless technologies drains more power as compared to the devices meant to receive or sit idle. The rising number of smart devices connecting to the internet has made energy conservation a surplus parameter in IoT designing. Developing energy-efficient techniques for deployment of sensor networks have always been a challenging task for researchers. When incorporated with IoT, power becomes a more crucial issue owing to the number of devices being connected in large scale.

To maintain IoT standards, researchers have focussed on device energy-conserving techniques such as clustering where the choice of CH should be done judiciously. Various methods for efficient CH selection was studied from the above literature that enhances the network performance. However, important parameters like residual energy, initial energy and an optimum number of clusters in the network, have not been considered to the best of our knowledge for modification in the threshold value for CH selection.

III. SYSTEM MODEL

The rapid increase in population density in urban areas requires modern infrastructures with suitable services to meet the requirements of the city inhabitants. Hence latest advances in communication technologies such as IoT has been in demand to provide a framework for the development of smart cities [26].

This section presents an environmental monitoring scenario that uses WSN as an integral part of IoT. The nodes are grouped in four different rooms to form clusters as shown in Fig 1. Let there be eight sensor nodes in each room where only one node can become the CH (marked red) for each instant of time. The sink node collects data from the CHs of each room and sends the fused information to the end user.

For the system model, some reasonable assumptions have been adopted as follows:

- Nodes are deployed randomly and transmit its data periodically
- Each room has a CH that communicates with the BS either in the single hop or multi-hop communication.
- The BS receives the data from each CH and spread it to the cloud.

The environment-monitoring applications [27] requires the proper routing of data so that the network energy can be used effectively. In case a node with lesser residual energy is elected as CH in one of the room, it will lead to the end of transmission of data from that room. As a result, the end user will not receive complete information for monitoring of environmental conditions. The communication model used in [28] shown in Fig. 2 has been considered to study the behavior of the proposed model.

\[ E_{tx}(k,d) = E_{tx_{ele}}(k) + E_{tx_{mp}}(k,d) \]  

For short distance communication as to that of between nodes and CHs within the room considers the free-space model and for longer distance transmission like between CHs and sink follows multi-path fading model [29]. For symmetrical propagation channel, the power consumption in transmitting ‘k’ bits of data in a packet to a sensor placed ‘d’ meters away can be written as [30]:

\[ E_{tx}(k,d) = E_{tx_{ele}}(k) + E_{tx_{mp}}(k,d) \]
\[ E_{\text{ele}}(k, d) = \begin{cases} E_{\text{ele}} \times k + E_{\text{init}} \times k \times d^2, & d \leq d_0 \\ E_{\text{ele}} \times k + E_{\text{ele}} \times k \times d^2, & d > d_0 \end{cases} \]  

(2)

\[ E_{B_i}(k) = E_{B_i, \text{ele}}(k) + kE_{\text{ele}} \]  

(3)

Where \( E_{\text{ele}} \) is the per bit energy consumption by receiver or transmitter, \( E_{\text{ele}} \) is a transmission parameter for multi-path fading and \( E_{\text{ele}} \) is for the free-space model [31].

LEACH is a primitive single-hop clustering protocol that saves an enormous amount of energy as compared to non-clustering algorithms [32]. Once the nodes are deployed, sensors group together to form clusters with one CH in each cluster for data aggregation. The protocol is implemented in rounds. Clusters are formed dynamically and the cluster heads are elected randomly. Each node in the cluster has equal probability to be elected as CH which intends to balance the energy dissipation. The residual energy is checked constantly by the sink until the lifetime ends, i.e. all nodes die out their battery power. The steps involved for each round in LEACH is depicted in the flowchart given in Figure 3.

With 'n' sensor nodes in the field, let there be 'm' clusters. In LEACH algorithm, \( P \) represents the probability for a node to opt for CH. Before the start of the first round, each node 'i' generates a random number between the interval \([0, 1]\). If the number is found to be less than the threshold value \( T(n) \) given by the equation (4), then that node will become CH for that round.

\[ T(n) = \begin{cases} P & \text{for all } n \in \mathbb{U} \mathbb{G} \\ 0 & \text{Otherwise} \end{cases} \]  

(4)

With each round, the CH changes based on the electing probability which indicates that all the nodes in the cluster have the same chance to be elected as CH irrespective of its residual energy. Equi-probable CH election process gives rise to the possibility of electing a CH with minimal residual energy which will die out quickly as compared to the one with comparative higher energy level. Therefore, the residual energy of each node is included in the equation of election probability of CH such that the nodes with higher energy level have a greater chance to be elected as CH. This in return ensures equal distribution of power in the network thus enhancing network lifetime.

In order to combat this problem, an advanced algorithm is proposed called R-LEACH. The algorithm is divided into rounds with each round consisting of cluster formation and steady-state stages.

IV. PROPOSED WORK

The proposed protocol represents a hierarchical clustering algorithm that involves two stages: set-up and steady-state stages. In the initial set-up phase, the sensor nodes are deployed in the network and are sub-divided into clusters headed by a CH responsible for the collection of data from sensing nodes. The data is fused to reduce the volume by removing any redundant bits. Actual data routing occurs during the steady-state stage, where the collected data is forwarded to the BS by the CHs of the network.

Set-up stage:

For the first round, the clusters and CHs are formed using normal LEACH algorithm, where CHs are selected using equation (4). After data transfer, each node in the network expends some amount of energy which is different for every node. The expenditure of power depends on the distance separating the sending and receiving nodes represented as ‘d’. Hence for the next round, the CH is selected using a modified equation given as

\[ T(n) = \begin{cases} \frac{P}{1 - P(r \mod \frac{1}{P})} \times \frac{E_{\text{residual}}}{E_{\text{initial}}} & \text{for all } n \in \mathbb{U} \mathbb{G} \\ 0 & \text{Otherwise} \end{cases} \]  

(5)

Where \( E_{\text{residual}} \) is the remaining energy level of the node and \( E_{\text{initial}} \) is the initial assigned energy level. The optimal number of cluster \( k_{\text{opt}} \) can be written as in [33].

\[ k_{\text{opt}} = \sqrt[4]{\frac{k}{2\pi E_{\text{ele}} d^2 (2m - 1)E_0 - mE_{\text{DA}}} \} \]  

(6)

‘M’ represents the network diameter and \( E_0 \) is the initial energy supplied to each node.

Once the CHs for the current round are selected, they send their CH announcement information to member nodes in the respective clusters. The sensing nodes check the signal strength of the request message and decide the CHs it wants to join. The CH then broadcasts TDMA (Time Division Multiple Access) schedules for the member nodes to transmit data in different time slots to avoid data collision. The process then continues for the rest of the rounds till all the nodes in the network exhaust all its energy.

Steady-state stage:

![Flowchart of R-LEACH](image-url)
During the time slot assigned to each node, transmission of data to CHs occurs. Only the transmitting node remains active and all other nodes in the cluster will turn-off its radio to save energy. After all the nodes in the cluster have finished transferring data, the CH will start processing the data. The CH receives and then aggregates the data to remove any redundancy and compress the information as much as possible for fair utilization of bandwidth. The CHs then forwards the data to the sink or BS in either single-hop or multi-hop communication. The entire process is depicted in a flowchart as shown in Fig. 4.

V. SIMULATIONS

The network parameters considered for MATLAB simulation for the network model are described in Table 1. The packet size is considered to be 4000 bits. 100 nodes are deployed randomly with BS placed in the center of the network area as shown in Fig. 5.

| Parameters          | Value                     |
|---------------------|---------------------------|
| Network diameter    | 100 meters²               |
| Total number of nodes (n) | 100 nodes               |
| Total network energy (E₀) | 0.5 J                  |
| Energy dissipation: receiving (E_{amp}) | 0.0013 pJ/bit/m²         |
| Energy dissipation: free space model (E_{fs}) | 10 pJ/bit/m²            |
| Energy dissipation: power amplifier (E_{amp}) | 100 pJ/bit/m²           |
| Energy dissipation: aggregation (E_{DA}) | 5 nJ/bit               |

The number of actual data packets sent to sink is shown in Fig. 7. Since the CHs are selected based on the remaining energy of each node, it effectively reduces the energy dissipation in transferring data. As a result, data transmission frequency increases and more packets are successfully transmitted to the BS as compared to that in LEACH protocol. The average energy expenditure of the network is shown in Fig. 8. The residual energy depletes faster in LEACH than that of R-LEACH. Since the energy for modified LEACH depletes at a slow rate, the network lifetime also extends to more number of rounds.

A. Network Analysis

The simulation result in Fig.6 shows the network life for both the LEACH and R-LEACH protocols.

The first node for LEACH dies out at 1092 round whereas for R-LEACH it is at 1382 rounds. Similarly, the last node for LEACH dies out at 1510 rounds whereas for R-LEACH it is at 2474 rounds. LEACH protocol assumes CHs dissipates the same energy for each round that leads to inefficient CH selection and affects the network lifespan. R-LEACH selects CHs considering the residual energy of nodes and an optimal number of clusters together thereby enhancing the network lifetime to more number of rounds.
Throughput represents the ratio between actually transmitted data packets to the successfully received data at BS or sink. The higher the ratio, the better is the performance. Fig. 9 show the graph of the throughput of the two protocols. It is clear that due to the modification in the threshold value of CH selection, the throughput is increased by 60% for R-LEACH. Hence, it can be concluded that the modified protocol performs better than LEACH protocol and can be used extensively for homogeneous networks.

B. Variation of energy and its effect on Network metrics

Network Stability and Network Lifetime are two important parameters to deliver good network performance in an IoT-based environment consistently. Network Stability is the time from the beginning of the network till the death of the first node (FND) and Network Lifetime is determined by the time elapsed between FND and LND (death of the last node) in the network. To study the behavior of proposed R-LEACH protocol with respect to these metrics, we analyze the parameters like FND for network stability, LND for network lifetime and HND in the network. For a fair comparison with recent methods proposed for IoT based WSN like IGHND [24], GHND [34], CBDAS [35], we consider the packet size to be 2000. The initial energy $E_0$ of 0.25, 0.5 and 1 J are considered for network analysis.

The result in Fig.10 shows R-LEACH provides a more stable network for all the energy values than other routing protocols for an IoT based sensor network. LEACH does not consider energy level for the threshold value of CH selection; hence the first node dies out after less number of rounds in all cases. CBDAS and GHND are grid-based WSNs that consider few parameters for CH selection and perform better than LEACH protocol. IGHND divides the network into zones and selects a zone head considering parameters like residual energy, average distance, and priority of a node. None of the methods considers the optimum value of clusters in the network resulting in inefficient CH selection. R-LEACH takes into account both the important parameters which result in an improved stable network.
VI. CONCLUSION

Since energy and lifetime are two major constraints in designing any routing protocol for WSN, much research has been done to achieve the goal. Choosing an energy-efficient routing algorithm that distributes the load in the network evenly is a challenging process. LEACH protocol ensures an adaptive routing algorithm that distributes the load in the network evenly but still has some limitations. A modified CH selection algorithm has been suggested in this paper that aims to extend the network lifetime by controlling the energy dissipation in the network. The enhanced routing protocol can be used effectively in scenarios like environmental monitoring using IoT as the protocol delivers a better result for homogeneous networks in comparison to LEACH. Simulation result shows improved network performance for metrics such as residual energy, packets sent to BS, throughput and lifetime. The current work can be extended by considering more parameters for CH selection in a network with mobile nodes that changes its position frequently. The proposed model can also be tested on different realistic scenarios for a WSN based IoT system.
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