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Abstract—The intrinsic integration of the nonorthogonal multiple access (NOMA) and reconfigurable intelligent surface (RIS) techniques is envisioned to be a promising approach to significantly improve both the spectrum efficiency and energy efficiency for future wireless communication networks. In this paper, the physical layer security (PLS) for a RIS-aided NOMA 6G networks is investigated, in which a RIS is deployed to assist the two “dead zone” NOMA users and both internal and external eavesdropping are considered. For the scenario with only internal eavesdropping, we consider the worst case that the near-end user is untrusted and may try to intercept the information of far-end user. A joint beamforming and power allocation sub-optimal scheme is proposed to improve the system PLS. Then we extend our work to a scenario with both internal and external eavesdropping. Two sub-scenarios are considered in this scenario: one is the sub-scenario without channel state information (CSI) of eavesdroppers, and another is the sub-scenario where the eavesdroppers’ CSI are available. For the both sub-scenarios, a noise beamforming scheme is introduced to be against the external eavesdroppers. An optimal power allocation scheme is proposed to further improve the system physical security for the second sub-scenario. Simulation results show the superior performance of the proposed schemes. Moreover, it has also been shown that increasing the number of reflecting elements can bring more gain in secrecy performance than that of the transmit antennas.

Index terms—Reconfigurable intelligent surface (RIS), power allocation, beamforming, nonorthogonal multiple access (NOMA), physical layer security.

I. INTRODUCTION

With the rapid development of the society, industry and economy, the demand for data and access are exploding. It is forecasted that the connections will grow to 28.5 billion and the global mobile data traffic will reach 2.5 exabytes per day by 2022 [1]. From 1G to 5G, every generation of mobile communications was driven by the exponential growth of the data and access demands. Currently, in most communities, 5G networks have begun to be gradually deployed and various 5G mobile devices have appeared in the market. As one of the key technologies proposed in 5G, nonorthogonal multiple access (NOMA) have been widely investigated, owing to its ability to significantly improve the spectrum efficiency (SE) of wireless communication systems. Especially for power-domain (PD) multiplexing NOMA, multiple users are allowed to share the same spectrum resources and uses serial interference cancellation (SIC) technology to realize multi-user detection. NOMA can meet the data traffic needs of different users in the same resource block in time-domain, frequency-domain and code-domain [2].

On the other hand, to further satisfy the traffic requirements of the emerging data-intensive applications, the relevant researchers have shown great interest in 6G technologies. The forward-looking vision of 6G had been present in [3]–[5]. As a new technology, reconfigurable intelligent surface (RIS) have attracted much attention [6–8]. Specifically, RIS consists of massive low-cost passive reflectors, which can reflect the signal independently by controlling its amplitude or phase to achieve passive beamforming for signal enhancement or nulling [8]. Its typical applications including wireless coverage extension, secure communication, wireless information and power transfer and so on. Importantly, the coverage performance can be significantly improved by properly adjusting the angle of reflection of each RIS element [9]. This is a promising approach to solve the “dead zone” problem in mmWave communications [8]. Particularly, compared to the conventional relays, RIS only reflects the received signals passively instead of performing the amplify-and-forward (AF) process actively, and works in full-duplex without self-interference. Thus, RIS has no additional transmission power consumption, which can effectively improve the system energy efficiency (EE) with high SE. Inspired by the merits of both NOMA and RIS, the intrinsic integration of the NOMA and RIS techniques were applied to improve the performance of the wireless system [10].

In addition, due to the broadcast nature of the radio signals, wireless communications are more vulnerable to eavesdropping than wired ones. Therefore, physical layer security (PLS) without relying on the higher layer encryption algorithms, is getting more attention in the designs of future wireless

1Also known as Software Controlled Metasurface, Intelligent Wall, Passive Intelligent Mirror (PIM), Smart Reflect Array, Intelligent Reflecting Surface (IRS), Large Intelligent Surfaces (LIS) in the literature.
networks [11], [12]. PLS takes advantage of the dynamic nature of wireless communication channels to ensure that legitimate users can successfully decode the data while preventing eavesdroppers from decoding the data. Compared with traditional cryptography, PLS does not require secret keys and complicated encryption processing, showing wide prospects in future wireless networks [13].

Many relevant researchers are making outstanding contributions in aforementioned areas. Inspired by these studies, we consider a RIS-aided communication system with imperfect CSI, the authors of [14] presented an Energy-efficient design for RIS which makes the EE of the RIS system 300% higher than that of AF relay system. In a MIMO system with RIS-aided, beamforming technique was proposed in [17]. To enhance the link quality of wireless communication, Robust design is important in communication systems. Under the RIS-aided communication system with imperfect CSI, the authors of [19]–[21] made robust transmission design under the different conditions. RIS was applied to a simultaneous wireless information and power transfer (SWIPT) aided system and multicell MIMO communications by the authors of [22], [23], respectively.

Recently, NOMA and RIS techniques were integrated to improve both the EE and SE of the wireless networks. In [24], RIS technique was applied in NOMA transmission to make the directions of users’ channel vectors align effectively. For continuous phase shifts and discrete phase shifts of RIS elements, the authors of [25] presented different algorithms to improve the performance of the system. The downlink transmit power minimization problem for IRS-empowered NOMA network was considered in [26]. The Bit Error Rate (BER) performance of the RIS assisted NOMA system was analyzed in [27]. In [28], RIS-assisted NOMA system was compared with traditional orthogonal multiple access (OMA) system with/without RIS and traditional NOMA system without RIS and simulation results shown that RIS-assisted NOMA system has better rate performance than others. In [29], an RIS-assisted uplink NOMA system was considered, where the authors maximized the sum rate of all users under individual power constraint. RIS based unmanned aerial vehicles (UAV) assisted MISO NOMA downlink network was investigated in [30].

Security has always been one of the key indicators to evaluate the quality of a communication system. To improve the PLS of a wireless network with an eavesdropper, the RIS was deployed near the eavesdropper to cancel out the effective signal received by eavesdropper in [8], which can effectively reduce the information leakage to improve the PLS of the system. Under the constraint of secrecy rate, beamforming was used to minimize the transmitted power of the system in [31]. When the channel of eavesdropper is superior to the user’s and both channels are highly correlated in space, joint beamforming was used to improve the secrecy rate of the user in [32]. The secrecy outage probability (SOP) was derived in RIS-aided wireless communication system and the effect of the number of the reflectors in the RIS on the secrecy performance was analyzed in [33]. Two algorithms were presented in [34] to enhance the PLS of RIS-aided MISO system. When the system contains multiple legitimate users and multiple eavesdroppers, a minimum-secrecy-rate maximization problem was solved to improve the secrecy performance of the whole system in [35]. In [36], artificial noise (AN) was added into the wireless network and simulation results shown that it is beneficial to the secrecy performance of the system if AN is used appropriately. An RIS assisted MISO network with independent cooperative jamming was studied in [37] and the EE of the system was balanced while ensuring secrecy transmission.

B. Motivations and Contributions

Through the above analysis, we can observe that current research interests of RIS are the general applications of RIS, the intrinsic integration of the NOMA and RIS, and PLS of RIS-aided wireless networks. However, to our knowledge, few papers have studied the PLS for RIS-aided NOMA networks.

PD multiplexing NOMA technology enables the system to use non-orthogonal transmission at the transmitting end. Then, the receiving end detects users according to the different power of users’ signals, that is, eliminate multi-access interference (MAI) through SIC. Compared with the traditional orthogonal transmission, complexity of the receiver is increased, but SE of the system can be greatly improved. In the context of 6G, RIS, as a revolutionary new technology, can improve the EE of the system by reflecting the received signals passively to the users. RIS can also solve the “dead zone” problem in mmWave communications. Inspired by the merits of both NOMA and RIS, we consider a NOMA system with two NOMA users which are located in the “dead zone” of the communication because of the obstruction between BS and users. Therefore, RIS is adopted for collaborative transmission to improve the coverage performance of the system. The RIS-aided NOMA system inherits the advantages of NOMA and RIS and is expected to be applied in 6G networks.

As is known to all, security has always been one of the key indicators during the designs of wireless communication systems. Therefore, this paper investigates a joint beamforming and power allocation scheme to improve the PLS of a RIS-aided NOMA network with two NOMA users. In the scenario with multi-users, the proposed beamforming method and power allocation scheme can also be used to adjust the order of SIC to let eavesdroppers be the preferred demodulated users.
first consider the scenario with internal eavesdropping and then extend our work to the scenario with both internal and external eavesdropping. For the internal eavesdropping scenario, we consider the worst case that the near-end user (NU) is untrusted and may try to intercept the information of far-end user (FU). The contributions of this paper are mainly as follows:

- For the scenario with internal eavesdropping, we first establish a joint beamforming and power allocation optimization problem to improve the system PLS. A suboptimal algorithm is proposed to solve this problem. To be specific, the problem is solved in two steps, where step 1 focuses on beamforming optimization to enhance the channel of FU, and step 2 is responsible for power allocation to optimize the secrecy rate of the system. An alternate iterative algorithm is presented to obtain the beamforming vector of base station (BS) and the phase shifts of RIS in step 1. After step 1, FU is enhanced and the order of SIC could be switched, i.e., the NU was first demodulated. The simulation results show that the proposed algorithm can significantly improve the secrecy performance of the system.

- For the scenario with both internal and external eavesdropping, there are two sub-scenarios. One is the sub-scenario without channel state information (CSI) of eavesdroppers, another is the sub-scenario where the eavesdroppers' CSI are available. For the both sub-scenarios, a noise beamforming scheme is introduced to be against the external eavesdroppers, i.e., AN is used to prevent external eavesdroppers from eavesdropping NU. Depending on whether the eavesdroppers' CSI are available or not, two algorithms based on the Schmidt orthogonalization are presented respectively to obtain the noise beamforming matrix which can allocate AN into the null space of the channel for NOMA users. An optimal power allocation scheme is proposed to further improve the system physical security for the second sub-scenario.

- For the both scenarios, simulation results show that increasing the number of reflecting elements of RIS or transmit antennas of BS have a positive impact on the system secrecy performance where increasing the number of reflecting elements have larger impact than that of transmit antennas.

C. Organization and Notations

The remainder of this paper is organized as follows. In Section II, we analyze the model of RIS-aided NOMA networks without external eavesdroppers. The model of RIS-aided NOMA networks with external eavesdroppers is considered in Section III. Simulation of the model is shown in Section IV. Finally, conclusions are given in Section V.

Notations: Superscripts $(\cdot)^T$, $(\cdot)^*$ and $(\cdot)^H$ represent transpose, conjugate and conjugate transpose, respectively. Diag $(\cdot)$ is diagonal matrix with main diagonal $(\cdot)$. $|\cdot|$ and $\|\cdot\|$ represent the absolute value of scalar and 2-norm of complex vector, respectively. $\mathbb{C}^{N \times N}$ denotes $N \times N$ complex matrices. $x \in \mathbb{C}^N(a, b)$ represents that $x$ is complex Gaussian variable with mean $a$ and variance $b$. $y \in \mathbb{U}(c, d)$ represents that $y$ is a $(c, d)$ uniformly distributed random variable. Rank $(\cdot)$ is the rank of the matrix $(\cdot)$.

II. SECRECY DESIGN AGAINST INTERNAL EAVESDROPPING

In this section, we consider a RIS-aided downlink NOMA transmission model with an untrusted near user. A suboptimal joint beamforming and power allocation scheme is proposed to improve the system PLS.

A. System Model

As shown in Fig. 1(a), the model consists of a BS with $N_s$ ($N_s \geq 2$) transmit antennas, a RIS with $N_r$ reflecting elements and two single-antenna users ($U_1$, $U_2$), where $U_1$ is closer to RIS than $U_2$. There is no direct transmission path between BS and users because of the obstruction among themselves. The obstruction will block the signal from BS to users. In traditional transport schemes, relays are generally used for collaborative transmission. But relay not only consumes additional energy, but also adds additional computational complexity. In our scenario, RIS is adopted for collaborative transmission. BS sends the signal to the RIS, and the RIS reflects the signal to the users through the reflecting surface. We assume that the CSI between transport nodes can be accurately estimated. The channel coefficients of the BS-RIS link, RIS-$U_1$ link and RIS-$U_2$ link are denoted as $H_{R S} \in \mathbb{C}^{N_r \times N_s}$, $h_{RU_1} \in \mathbb{C}^{N_r \times 1}$ and $h_{RU_2} \in \mathbb{C}^{N_r \times 1}$, respectively. The acquisition of CSI between the RIS and BS/users is discussed in [8].

Each reflecting element of RIS will reflect the signal from the BS to the users. All of them can adjust the phase of themselves. The obstruction, such as the huge building in the typical urban communication environment, some candidate frequency bands of mmWave include 24, 28, 39 and 60GHz. These signals with high frequency have poor diffraction performance. When some candidate frequency bands of mmWave include 24, 28, 39 and 60GHz. These signals with high frequency have poor diffraction performance. When

The mixed signal from BS to RIS is denoted by

$$x = w \left( (1 - \alpha) P x_1 + \sqrt{\alpha} P x_2 \right),$$

where $x_1$ and $x_2$ are the signal for $U_1$ and $U_2$, respectively, and $w \in \mathbb{C}^{N_s \times 1}$ is the transmit beamformer of the BS. $P$ and $\alpha \in (0, 1)$ are transmit power and power sharing factor at BS. Then, the signals received at $U_1$ and $U_2$ can be expressed as

$$y_1 = h_{RU_1}^H \Phi H_{R S} w \left( (1 - \alpha) P x_1 + \sqrt{\alpha} P x_2 \right) + n_1,$$

$$y_2 = h_{RU_2}^H \Phi H_{R S} w \left( (1 - \alpha) P x_1 + \sqrt{\alpha} P x_2 \right) + n_2.$$

Our system model is suitable for the signal with high frequency, such as some candidate frequency bands of mmWave include 24, 28, 39 and 60GHz. These signals with high frequency have poor diffraction performance. When the base station sends signals to the user, these signals are easily blocked by obstruction, such as the huge building in the typical urban communication system.

The structure and element spacing of the transmit antennas have considerable impact on the channel coefficients. We assume that the elements in each channel coefficient are independently and identically distributed (i.i.d) under the design of the transmit antennas.
can be respectively expressed as the signal of $U$ with $U$ between system, BS will assign more power to where $h$ directly decodes $(A \text{ WGN})$ at user $i$ channel quality between where $\beta$ is the SNR of $U$, and external eavesdroppers. Because $U_1$ is closer to RIS than $U_2$, the transmission channel quality between $U_1$ and RIS is superior to that between $U_2$ and RIS. Between BS and RIS, two users share a transmission channel. Therefore, the integrated transmission channel of $U_1$ is better than $U_2$. In the traditional NOMA system, BS will assign more power to $U_2$ (weak user). $U_2$ directly decodes $x_2$ by treating $x_1$ as noise. $U_1$ needs to decode $x_2$ first, and then decode $x_1$ after subtracts $x_2$ by the SIC. We consider the worst case that $U_1$ will maliciously eavesdrop on the signal of $U_2$. In this scheme, the order of SIC will be switched to protect $U_2$ from eavesdropping by $U_1$. BS will allocate more power to $U_1$. In this case, $x_1$ is the first signal to be decoded by users. As a result, the SNR at $U_1$ and $U_2$ can be respectively expressed as

$$\gamma_{1,x_1} = \frac{h_1 (1 - \alpha) P}{h_1 \alpha P + N_0}, \quad \gamma_{2,x_1} = \frac{h_2 (1 - \alpha) P}{h_2 \alpha P + N_0},$$

$$\gamma_{1,x_2} = \frac{h_1 \alpha P}{N_0}, \quad \gamma_{2,x_2} = \frac{h_2 \alpha P}{N_0},$$

where $h_i = \|H_{Ri}^H \Phi H_{RS}^H w\|^2$ is the integrated transmission channel gain of $U_i$ and $\gamma_{i,x_j}$ is the SNR of $U_i$ to decode $x_j$ with $i, j = 1, 2$. The secrecy rate of the system is given by

$$R_S = \max \left[ 0, \log_2 (1 + \gamma_{2,x_2}) - \log_2 (1 + \gamma_{1,x_2}) \right].$$

### B. Joint Beamforming and Power Allocation

In this subsection, we propose a joint beamforming and power allocation scheme to improve the system PLS. Our goal is to maximize the secrecy rate by adjusting the value of $\Phi$, $w$, $\alpha$. In addition, to guarantee the communication quality of the users, data rate requirements are also taken into account. The joint beamforming and power allocation problem can be given by

$$\begin{align*}
\max_{\Phi, w, \alpha} & \quad \log_2 (1 + \gamma_{2,x_2}) - \log_2 (1 + \gamma_{1,x_2}) \\
\text{s.t.} & \quad \log_2 (1 + \gamma_{1,x_1}) \geq R_{1,th}, \\
& \quad \log_2 (1 + \gamma_{2,x_2}) \geq R_{2,th}
\end{align*}$$

where $R_{i,th}$ is the minimum transmission rate threshold of $U_i$ for $i = 1, 2$. However, due to the complexity of the objective function, it is hard to obtain the global optimally solution. Therefore, a suboptimal algorithm is proposed to solve this problem, which can effectively improve the secrecy performance of the system.

The problem is solved in two steps, where step 1 focuses on beamforming optimization and step 2 is responsible for power allocation:

**Step 1:** We adopt a beamforming method to improve the integrated channel condition of $U_2$. Specifically, an alternate iterative algorithm is presented to determine $\Phi$ and $w$ to maximize the $h_2$. The optimization problem can be given by:

$$\begin{align*}
\max_{\Phi, w} & \quad \|H_{R_2}^H \Phi H_{RS}^H w\|^2
\end{align*}$$

**Step 2:** Then, we design an optimization equation to calculate the optimal power sharing factor $\alpha$. The optimization problem can be given by:

$$\begin{align*}
\max_{\alpha} & \quad (\log_2 (1 + \gamma_{2,x_2}) - \log_2 (1 + \gamma_{1,x_2})) \\
\text{s.t.} & \quad \frac{h_{1} (1 - \alpha) P}{h_{1} \alpha P + N_0} \geq \gamma_{1,th} \\
& \quad \frac{h_{2} \alpha P}{N_0} \geq \gamma_{2,th}
\end{align*}$$

where $\gamma_{i,th} = 2^{R_{i,th}} - 1$ for $i = 1, 2$.

**Step 1:** Because $U_1$ is NU, the integrated channel condition of $U_1$ is better than that of $U_2$, which leads to the secrecy rate to be zero. So, we maximize $h_2$ to enhance the channel condition of $U_2$ by adjusting $\Phi$ and $w$. The optimization problem is given by [8]. However, it is still too difficult to obtain the closed form solution to [8]. To this end, an alternate iterative algorithm is presented to find the appropriate value of $\Phi$ and $w$. Before applying the algorithm, we set

$$\begin{align*}
H_{R_2}^H \Phi_{H_{RS}}^H w_{k} & \equiv (a_1 e^{j \theta_1}, a_2 e^{j \theta_2}, \cdots, a_{Nr} e^{j \theta_{Nr}}), \\
H_{RS} w_k & \equiv (b_{k1} e^{j \theta_{k1}}, b_{k2} e^{j \theta_{k2}}, \cdots, b_{kN_r} e^{j \theta_{kN_r}})^T
\end{align*}$$

where $a_i, b_{ij} \in [0, \infty)$, $\beta_i, \theta_{ij} \in [0, 2\pi]$ are the amplitude and phase of corresponding vectors respectively for $i, j = 1, 2, \cdots, N_r$; $k = 0, 1, 2, \cdots$. The proposed alternate iterative algorithm is shown in Algorithm 1. The detailed derivation process in Algorithm 1 and the theoretic proof of the stationary convergence of solution are given in Appendix A.
Algorithm 1: Alternate Iterative Algorithm for $w$ and $\Phi$

1: **Initialization:** $\varepsilon = 0.0001$, $h_2 = 0$, $k = 0$, $\varphi_i = -\beta_i$,
where $i = 1, 2, \ldots, N_r$;
2: $w_k = \frac{(h_{R,U}^H \Phi H_{R,S})^H}{\|h_{R,U}^H \Phi H_{R,S}\|^2}$;
3: $h_k^2 = \|h_{R,U}^H \Phi H_{R,S}w_k\|^2$;
4: while $h_k^2 - h_2^2 \geq \varepsilon$ do
5: $h_k = h_k^2$;
6: $k = k + 1$;
7: $\varphi_i = -\beta_i - \theta_{(k-1)}$, for $i = 1, 2, \ldots, N_r$;
8: $w_k = \frac{(h_{R,U}^H \Phi H_{R,S})^H}{\|h_{R,U}^H \Phi H_{R,S}\|^2}$;
9: $h_k = h_{R,U}^H \Phi H_{R,S}w_k$;
10: end while
11: $w = w_k$;

Obviously, the objective function is non-convex. The proof is given in Appendix B. As a result, the solution obtained by Algorithm 1 is actually locally optimal solution. However, Algorithm 1 has high searching efficiency, simple structure and convenient use. Moreover, simulation shows that the gap between the proposed algorithm and the optimal one is no more than $0.5\%$ with a $94\%$ probability and the gap is no more than $5\%$ with a $99\%$ probability. Therefore, Algorithm 1 can be safely adopted in practical systems.

Applying Algorithm 1, $h_2$ is significantly enhanced. However, the event $h_1 > h_2$ may still happen with a certain probability when the channel condition of $U_1$ is far better than $U_2$. When $h_1 > h_2$, the secrecy rate is zero and the system is outage. In the sequel, we assume that $h_2 > h_1$ always holds and the outage probability will be presented in simulation section.

**Step 2:** Then, we need to optimize the power sharing factor $\alpha$. An optimization equation could be constructed as (9). By simplifying (9), we have

$$\max_{\alpha} \frac{h_2 \alpha P + N_0}{h_1 \alpha P + N_0} \quad \text{s.t.} \quad \frac{h_1 P - \gamma_{1,th} N_0}{h_1 P (\gamma_{1,th} + 1)} \leq \alpha \leq \frac{N_0 \gamma_{2,th}}{h_2 P}.$$  \hfill (10)

Observing the two constraints, it can be found that if \( \frac{h_1 P - \gamma_{1,th} N_0}{h_1 P (\gamma_{1,th} + 1)} < \frac{N_0 \gamma_{2,th}}{h_2 P} \), $\alpha$ has no feasible region, i.e., the problem (10) has no solution. Only when \( \frac{h_1 P - \gamma_{1,th} N_0}{h_1 P (\gamma_{1,th} + 1)} \geq \frac{N_0 \gamma_{2,th}}{h_2 P} \), the problem has an optimal solution.

By taking the derivative of the objective function of (10) with respect to $\alpha$, it can be easily proved that the objective function is an increasing function of $\alpha$. So we can get the optimal solution, which is

$$\alpha^* = \frac{h_1 P - \gamma_{1,th} N_0}{h_1 P (\gamma_{1,th} + 1)}.$$  \hfill (11)

III. SECRECY DESIGN AGAINST BOTH INTERNAL AND EXTERNAL EAVESDROPPING

In this section, we consider a RIS-aided downlink NOMA transmission model with both untrusted near user and $M$ unknown external eavesdroppers. Two scenarios are considered: a) the scenario without CSI of eavesdroppers; b) the scenario where the eavesdroppers’ CSI are available. For the both scenarios, a noise beamforming scheme is introduced to be against the external eavesdroppers. Moreover, an optimal power allocation scheme is proposed to further improve the system physical security for the second scenario.

A. System Model

As shown in Fig. 1(b), there exist both internal untrusted near user and $M$ external eavesdroppers. There is also no direct transmission path between the external eavesdroppers and the BS. The external eavesdroppers will eavesdrop on the signal reflected from RIS. We assume that external eavesdroppers are eavesdropping independently and are only interested in the $\gamma_2$. In MIMO wireless communication system with RIS aided, AN was used to enhance the system security performance [38]. In order to prevent the external eavesdroppers from eavesdropping, we also use AN to interfere with external eavesdroppers.

$$v = (v_1, v_2, \ldots, v_{N_v})^T$$ is the AN vector where $N_v$ is the number of the noise $v_i \in \mathcal{CN}(0, \frac{(1-\psi)P}{N_v})$ and all the $v_i$ are independent of each other for $i = 1, 2, \ldots, N_v$. The noise beamforming matrix is denoted as $T = [t_1, t_2, \ldots, t_{N_v}]$, where $t_i \in \mathbb{C}^{N_s \times 1}$ is unit column vector for $i = 1, 2, \ldots, N_v$.

The mixed signal sent from BS to RIS is denoted by

$$x = w \left( \sqrt{(1-\alpha) \psi P x_1} + \sqrt{\alpha \psi P x_2} \right) + T v.$$  \hfill (12)

$\psi \in (0, 1]$ is the power sharing factor between the effective signal and AN. RIS reflects $x$ from BS to the users. The signals received at $U_1$ and $U_2$ can be expressed as

$$y_1 = h_{R,U_1}^H \Phi H_{R,S} w \left( \sqrt{(1-\alpha) \psi P x_1} + \sqrt{\alpha \psi P x_2} \right) + h_{R,U_1}^H \Phi H_{R,S} T v + n_1,$$  \hfill (13)

$$y_2 = h_{R,U_2}^H \Phi H_{R,S} w \left( \sqrt{(1-\alpha) \psi P x_1} + \sqrt{\alpha \psi P x_2} \right) + h_{R,U_2}^H \Phi H_{R,S} T v + n_2,$$  \hfill (14)

where $h_{R,U_i}^H \Phi H_{R,S} T v$ is the AN interference received by $U_i$, and other symbols have the same meaning as the model of Section II. In this model, $U_1$ will still maliciously eavesdrop on the signal of $U_2$.

B. Joint Beamforming and Power Allocation without Eavesdroppers’ CSI

In this scenario, the CSI of the external eavesdroppers are not available. In this subsection, the integrated channel condition of $U_2$ is still need to be enhanced to make sure that the secrecy rate not be zero. So, $\Phi$ and $w$ can be achieved by Algorithm 1 in Section II. In this subsection, our main goal is to determine the noise beamforming matrix $T$. To this end, a Schmidt orthogonalization based method is developed.
The noise beamforming matrix \( T \) is used to allocate AN into the null space of the channel for NOMA users, i.e., \( h_{RU, j}^H \Phi_{RS} T = 0 \). The problem can be converted into getting \( Nv \) linearly independent unit vectors \( t_j \) to make \( h_{RU, j}^H \Phi_{RS} t_j = 0 \) for \( j = 1, 2, \cdots, Nv; i = 1, 2 \). The author of [39] design a method to project AN into the null space of the target vector. Based on the Schmidt orthogonalization, a method denoted as Algorithm 2 is presented to find \( t_i \).

**Algorithm 2:** Set \( Nv = Ns - 2 \). Randomly generate \( Nv \) column vectors \( p_i \) to make \( \text{Rank}(c_1, c_2, p_1, p_2, \cdots, p_{Nv}) = Ns \) be true where \( c_j = (h_{RU, j}^H \Phi_{RS}) \). Then, \( Nv \) unit vectors \( t_i \) orthogonal to \( c_i \) will be obtained by Schmidt orthogonalization for \( i = 1, 2, \cdots, Nv; j = 1, 2 \).

Then, the signals received at \( U_1 \) and \( U_2 \) can be rewritten as

\[
y_1 = h_{RU, 1}^H \Phi_{RS} w \left( \sqrt{(1 - \alpha)} \psi P x_1 + \alpha \psi P x_2 \right) + n_1, \\
y_2 = h_{RU, 2}^H \Phi_{RS} w \left( \sqrt{(1 - \alpha)} \psi P x_1 + \alpha \psi P x_2 \right) + n_2, \tag{15}
\]

The SNR at \( U_1 \) and \( U_2 \) can be respectively expressed as

\[
\gamma_{1,x_1} = \frac{h_1 (1 - \alpha) \psi P}{h_1 \alpha \psi P + N_0}, \quad \gamma_{1,x_2} = \frac{h_1 \alpha \psi P}{N_0}, \tag{16}
\]

\[
\gamma_{2,x_1} = \frac{h_2 (1 - \alpha) \psi P}{h_2 \alpha \psi P + N_0}, \quad \gamma_{2,x_2} = \frac{h_2 \alpha \psi P}{N_0}. \tag{17}
\]

where \( \gamma_i,x_j \) is the SNR of \( U_i \) to decode \( x_j \) with \( i, j = 1, 2 \).

We assume that the value of \( \psi \) is prescribed since the eavesdroppers’ CSI are not available, and the optimization problem can be given by:

\[
\max_{\alpha} \left( \log (1 + \gamma_{2,x_2}) - \log (1 + \gamma_{1,x_2}) \right) \text{ s.t. } \begin{cases}
\frac{h_1 (1 - \alpha) \psi P}{h_1 \alpha \psi P + N_0} \geq \gamma_{1,th} \\
\frac{h_2 \alpha \psi P}{N_0} \geq \gamma_{2,th}
\end{cases}. \tag{18}
\]

Similar to the solution of [39], only when

\[
P \geq \left( \gamma_{1,th} + 1 \right) \frac{N_0 \gamma_{2,th}}{h_2 \psi} + \frac{\gamma_{1,th} N_0}{h_1 \psi}
\]

holds, the problem has an optimal solution, which is

\[
\alpha_{\Delta} = \frac{h_1 \psi P - \gamma_{1,th} N_0}{h_1 \psi P (\gamma_{1,th} + 1)} \tag{19}
\]

\[
\gamma_{E,x_2} = \frac{h_{RE} \alpha \psi P}{(1 - \alpha) \psi P h_{E, R} + N_0}. \tag{20}
\]

\[\phantom{\text{max}_{\alpha}}
\]

**C. Joint Beamforming and Power Allocation with Eavesdroppers’ CSI**

In this scenario, if the external eavesdroppers are untrusted legitimate users, not NOMA users, the CSI of the external eavesdroppers are available. The channel coefficient between RIS and the \( i_{th} \) external eavesdropper is denoted as \( h_{RE, i} \in C^{N \times 1} \) for \( i = 1, 2, \cdots, M \). Similar to the previous subsection, \( \Phi \) and \( w \) can be obtained through Algorithm 1. Based on the Schmidt orthogonalization, Algorithm 3 is presented to find \( T \) which not only can allocate AN into the null space of the channel for NOMA users, but also can project AN on the channel of the external eavesdroppers as much as possible.

Before applying the algorithm, set \( c_i = (h_{RU, i}^H \Phi_{RS})^T \) and \( d_j = (h_{RE, j}^H \Phi_{RS})^T \) for \( j = 1, 2, \cdots, M; i = 1, 2 \).

**Algorithm 3:** According to the number of external eavesdroppers, the algorithm is divided into two cases.

**Case I:** Set \( Nv = M \) while \( M \leq Ns - 2 \) is true. For each \( d_i \) and \( t_i \), an optimization equation could be constructed as

\[
\max_{d_i, t_i} \left( \frac{c_i^T t_i}{t_i} \right) \text{ s.t. } c_i^T t_i = 0, \quad c_i^T t_i = 0.
\]

According to the knowledge of the Schmidt orthogonalization, a vector \( \omega_i \) which is orthogonal to \( c_i \) and \( e_j \) can be obtained by decomposing \( d_j \), i.e., \( d_j = \omega_i + k_i c_1 + k_i^2 c_2 \), where \( k_i \) is easy to be obtained for \( i = 1, 2, \cdots, Nv; j = 1, 2 \). Then, we can get \( t_i = \frac{\omega_i}{\|\omega_i\|^2} \).

**Case II:** Set \( Nv = Ns - 2 \) while \( M > Ns - 2 \) is true. Sort \( d_i \), i.e., if \( i < j \), \( \|d_i^T w\|^2 \geq \|d_j^T w\|^2 \) is true for \( i = 1, 2, \cdots, M; j = 1, 2, \cdots, M \). With a small sequence number as priority, select \( Nv \) column vectors \( d_i \) to make \( \text{Rank}(c_1, c_2, d_1, d_2, \cdots, d_N, \cdots, d_M) = \text{Rank}(c_1, c_2, d_1, d_2, \cdots, d_N, \cdots, d_M) \) for \( i = 1, 2, \cdots, Nv \) and \( 1 \leq l_1 < l_2 < \cdots < l_Nv \leq M \). By doing the same process as Case I to these column vectors, i.e., construct a series of optimization equations with each \( d_i \) and \( t_i \) for \( i = 1, 2, \cdots, Nv \), \( T \) can be obtained by solving these optimization equations.

Then, our main goal is to maximize the secrecy rate by adjusting the power sharing factors \( \alpha \) and \( \psi \). There will be a high computational complexity if we consider multiple external eavesdroppers for power allocation at the same time. So, we only consider the eavesdropper with the best channel condition, which is denoted as \( E \).

The signals received at \( E \) can be expressed as

\[
y_E = h_{RE}^H \Phi_{RS} w \left( \sqrt{(1 - \alpha)} \psi P x_1 + \alpha \psi P x_2 \right) + h_{RE}^H \Phi_{RS} T v + n_E
\]

where \( n_E \in C^{N \times 1} \) is the AWGN at \( E \) and \( h_{RE} \in C^{N \times 1} \) is the channel coefficients of the RIS-E link. We consider the worst case that \( x_1 \) has being decoded by \( E \). The SNR at \( E \) can be expressed as

\[
\gamma_{E,x_2} = \frac{h_{RE} \alpha \psi P}{(1 - \alpha) \psi P h_{E, 2} + N_0}. \tag{21}
\]

\[
\gamma_{E,x_2} = \frac{h_{RE} \alpha \psi P}{(1 - \alpha) \psi P h_{E, 2} + N_0}. \tag{22}
\]
where \( h_{E1} = \| h_{RE}^T \Phi_{RS} w \|^2 \), \( h_{E2} = \| h_{RE}^T \Phi_{RS} T \|^2 \). The secrecy rate of the system is given by

\[
R_S = \max \left[ 0, \log \left( 1 + \gamma_{2,x_2} \right) - \log \left( 1 + \max \left( \gamma_{1,x_2}, \gamma_{E,x_2} \right) \right) \right].
\]

The optimization problem can be given by:

\[
\max_{\psi,\alpha} \left( \log \left( 1 + \gamma_{2,x_2} \right) - \log \left( 1 + \max \left( \gamma_{1,x_2}, \gamma_{E,x_2} \right) \right) \right)
\]

\[\text{s.t.} \quad \frac{h_1 (1 - \alpha) \psi P}{h_1 \alpha \psi P + N_0} \geq \gamma_{1,th} \quad \text{(a)}\]

\[\frac{h_2 \alpha \psi P}{N_0} \geq \gamma_{2,th} \quad \text{(b)}\]

\[0 < \psi \leq 1 \quad \text{(24)}\]

The boundary constructed by (24 a) and (24 b) can be expressed as

\[
\alpha = \frac{h_1 \psi P - N_0 \gamma_{1,th}}{h_1 \psi P (1 + \gamma_{1,th})},
\]

\[
\alpha = \frac{N_0 \gamma_{2,th}}{h_2 \psi P} \quad \text{(25)}
\]

The two-dimensional optimization region for \( \psi \) and \( \alpha \) is shown in Fig. 2 in which the shaded region (\( D_R \)) is the feasible region of \( (\psi, \alpha) \). Points \( B \) (\( B_x, B_y \)), \( C \) (\( C_x, C_y \)) and \( D \) (\( D_x, D_y \)) are intersection points between the constraint boundaries. The coordinates of points in Fig. 2 are shown in Appendix C.

![Fig. 2. Optimization Region for \( \psi \) and \( \alpha \).](image)

The target function \( f_R (\psi, \alpha) \) can be expressed as:

\[
\begin{cases} 
\log \left( 1 + \gamma_{2,x_2} \right) - \log \left( 1 + \max \left( \gamma_{1,x_2}, \gamma_{E,x_2} \right) \right), & (\psi, \alpha) \in D_R \\
0, & \text{otherwise}
\end{cases}
\]

\[
\gamma_y \geq B_y \quad \text{(27)}
\]

\( C_y \geq B_y \) is required to ensure \( (\psi, \alpha) \) has feasible region. That is, only when

\[
P \geq \frac{(1 + \gamma_{2,th} \gamma_{1,th}) h_1 + h_2 \gamma_{1,th} N_0}{h_1 h_2}
\]

holds, the equation has an optimal solution.

Compare the values of \( \gamma_{1,x_2} \) and \( \gamma_{E,x_2} \), a bound respect to \( \psi \) can be found as:

\[
O_{\text{bound}} = \frac{h_1 - h_{E1}}{h_{E1}} N_v N_0 + \frac{P h_1 h_{E2}}{h_{E1}},
\]

(28)

Then, according to the value of \( O_{\text{bound}} \), the solution of problem (24) is divided into three cases

\[
\begin{align*}
\text{case I} & : 1 \leq O_{\text{bound}} \\
\text{case II} & : O_{\text{bound}} < D_x \\
\text{case III} & : \text{otherwise}
\end{align*}
\]

\[
\quad \text{(29)}
\]

**Case I:** When \( O_{\text{bound}} \geq 1 \), i.e., \( h_1 \geq h_{E1} \), \( \gamma_{1,x_2} \geq \gamma_{E,x_2} \) always holds. In this case, the internal eavesdropper \( U_1 \) plays a major role in eavesdropping. The system model reduces to the system model without external eavesdroppers in Section II. Thus, (24) can be simplified as (9). The optimal solution is point \( C \) in the feasible region, i.e., \( \psi^\Delta = C_x, \alpha^\Delta = C_y \).

**Case II:** When \( O_{\text{bound}} \leq D_x, \gamma_{1,x_2} \leq \gamma_{E,x_2} \) is true. In this case, the external eavesdropper \( E \) dominates the system PLS. Then (24) can be simplified as:

\[
\begin{align*}
\max_{\psi,\alpha} \left( 1 + \frac{h_2 \alpha \psi P}{N_0} \right) \left( 1 + \frac{h_{E1} \alpha \psi P}{N_v N_0} \right)^{-1} \\
\text{s.t.} \quad \alpha \leq \frac{\gamma_{1,th}}{\gamma_{2,th}}, & \frac{\gamma_{1,th}}{\gamma_{2,th}} \quad \text{(30)}
\end{align*}
\]

By taking the partial derivative of the objective function of (30) with respect to \( \alpha \), it can be easily proved that the objective function is a monotone function with respect to \( \alpha \). The optimal solution of the equation must lie on the boundaries of the feasible region. There are three boundaries on the feasible region, they are (25), (26) and \( \psi = 1 \), respectively.

For each boundary, the problem (30) can be solved by substituting the boundary into the objective function of (30). Specifically, \( D \) (\( D_x, D_y \)) and \( C \) (\( C_x, C_y \)) are the optimal solution on the boundary in (26) and \( \psi = 1 \), respectively. For the boundary in (25), \( G \) (\( G_x, G_y \)) is a stagnation point (maximum point), and \( D \) (\( D_x, D_y \)) and \( C \) (\( C_x, C_y \)) are also boundary points.

To sum up, the optimal solution \( (\psi^\Delta, \alpha^\Delta) \) of the problem (30) in this case can be given by

\[
\begin{align*}
(G_x, G_y) & : G_x \in [D_x, 1] \\
\arg \max_{\psi,\alpha} (f_R (D_x, D_y), f_R (C_x, C_y)) & : \text{otherwise}
\end{align*}
\]

\[
\quad \text{(31)}
\]

**Case III:** When \( O_{\text{bound}} \in (D_x, 1) \), \( \psi = O_{\text{bound}} \), a vertical dotted line in Fig. 2 divides the feasible domain into two parts: \( \gamma_{1,x_2} \geq \gamma_{E,x_2} \) and \( \gamma_{1,x_2} < \gamma_{E,x_2} \). Point \( A (A_x, A_y) \) is the intersection between \( \psi = O_{\text{bound}} \) and (25). When \( \psi = O_{\text{bound}} \) holds, \( \gamma_{1,x_2} = \gamma_{E,x_2} \) is true.
In the part of $\gamma_{1,x_2} \geq \gamma_{E,x_2}$, (34) can be simplified as:

$$\max_{\psi, \alpha} \left( \log \left( 1 + \frac{h_1 (1 - \alpha) \psi P}{h_1 \alpha P + N_0} \right) \right)$$

$$\begin{align*}
\text{s.t.} & \quad h_1 (1 - \alpha) \psi P \geq \gamma_{1,th} \\
& \quad \frac{h_2 \alpha P}{N_0} \geq \gamma_{2,th} \\
& \quad D_x < \psi < O_{\text{bound}}
\end{align*}$$

(32)

It is easy to find that $A (A_x, A_y)$ is the optimal solution in this part.

In the part of $\gamma_{1,x_2} < \gamma_{E,x_2}$, (34) can be simplified as:

$$\max_{\psi, \alpha} \left( 1 + \frac{h_2 \alpha P}{N_0} \right)^{-1}$$

$$\begin{align*}
\text{s.t.} & \quad \alpha \leq \frac{h_1 \psi P - N_0 \gamma_{1,th}}{h_1 \psi P (1 + \gamma_{1,th})} \\
& \quad \alpha \geq \frac{N_0 \gamma_{2,th}}{h_2 \psi P} \\
& \quad O_{\text{bound}} < \psi < 1
\end{align*}$$

(33)

Similar to the Case II, the optimal solution $(\psi^*, \alpha^*)$ of the problem (33) in this case is

$$\begin{cases}
(G_x, G_y) \\
\arg \max_{\psi, \alpha} (f_R (A_x, A_y), f_R (C_x, C_y))
\end{cases}$$

$$G_x \in [O_{\text{bound}}, 1]$$

otherwise

(34)

IV. Simulation Results

In this section, numerical results are presented to verify the proposed schemes. As shown in Fig. 3 cartesian coordinates is established with BS as the origin where Eav, U1 and U2 are distributed in the positive X-axis and RIS is above the X-axis. Eav is the $i_{th}$ external eavesdropper for $i = 1, 2, \cdots, M$.

![Simulation model](image)

Fig. 3. Simulation model.

The channels from RIS to U1 and U2 are LoS, and the users will receive not only reflected signal from RIS but also the multipath signals from the environment, so does the channel from RIS to BS. The channels between nodes are

For the convenience of simulation, we assume users and external eavesdroppers are stay in a line with BS. In fact, our proposed scheme can also apply to other scenarios, i.e., users and external eavesdroppers stay in arbitrary locations of plane in the manner of our model.

Rician channels. We assume that the $K$ factor of the Rician channel and the path loss exponent of channel are 10 and 2, respectively, e.g., $h_{RS}^j \sim \mathcal{CN} \left( \sqrt{K/(K+1)} , 1/(K+1) \right)$ is the element of the $\mathbf{H}_{RS}$ of BS-RIS link for $i = 1, 2, \cdots, N_r$; $j = 1, 2, \cdots, N_s$. Then, the channel coefficients are weighted according to the path loss. We normalize the distance between nodes, i.e., set $d_{R_s} = 0.5$ and then adjust other distance parameters proportionally. We set $P = 25 \text{ dBm}$, $N_0 = 0 \text{ dBm}$ and $R_{1,th} = R_{2,th} = 1 \text{ bps/Hz}$. Unless otherwise specified, these parameters are used in the following simulations. Since we care more about the relative values between the different algorithms rather than the absolute values, thus all the average secrecy rates are normalized in the following numerical results.

A. Scenario with Internal Eavesdropping

In this subsection, we consider the scenario without external eavesdropping. In this scenario, alternate iterative algorithm (see Algorithm II) is proposed for beamforming (BF) to enhance the channel condition of U2. In Fig. 4 we plot the SOP of the model against $d_{U_2}$ with $d_{R_s} = 0.5$ and $d_{U_1} = 2$. Additionally, the results without BF design, i.e., $\Phi = \mathbf{I}_{N_r}$ and $\mathbf{w} = \mathbf{e}_{N_s} N_s^{-1/2}$ are also presented for the comparison purpose, which is denoted as Algorithm 4. As shown in Fig. 4 the SOP increased with the increase of $d_{U_2}$ because the channel conditions for U2 will deteriorate as U2 moves away from RIS. The SOP obtained by Algorithm 4 is generally much higher than that of Algorithm 1, which show that the channel condition of U1 is better than that of U2, i.e., $h_1 > h_2$ with a high probability. Moreover, from Fig. 4 we can see that SOP decreases to a large extent by increasing $N_r$ from 16 to 32, while the performance gain is limited by increasing $N_s$. This observation shows that increasing the number of reflecting elements can bring more gains in secrecy performance than that of BS antennas. Finally, since Algorithm 4 does not perform beamforming operation, we can find that the values of $N_r$ and $N_s$ have little effect on the SOP of the system.

The average secrecy rate under the proposed joint power allocation and beamforming scheme (Algorithm I, Problem 1) are shown in Fig. 5 against $d_{R_s}$ with $d_{U_1} = 1$ and $d_{U_2} = 3$. For comparison, two contrasting schemes are also considered. For the downlink of multiuser MIMO systems, the authors of [40], [41] use the technology of space-division multiple access (SDMA) to optimize the transmission performance of the system. A transmit preprocessing technique is used to decompose the multiuser channel into multiple single-user channels without inter-user interference in [41]. According to the algorithm of [41], transmit preprocessing vectors are used to avoid mutual eavesdropping between two users in Scheme I. In this scheme, the rest of the power is allocated to U2 after meeting the minimum transmission rate threshold of U1. For Scheme II, only beamforming design is adopted with

$\forall N_r \in \mathbb{C}^{N_r \times N_r}$ and $\mathbf{e}_{N_s} \in \mathbb{C}^{N_s \times 1}$ are the identity matrix and a column vector with all elements equal to one, respectively, i.e., $\mathbf{I}_{N_r} = \text{diag} (1, 1, \cdots, 1)$ and $\mathbf{e}_{N_s} = (1, 1, \cdots, 1)^T$. 
fixed power allocation $\alpha = 0.05$ (Algorithm 1). Fig. 5 shows that our proposed scheme is better than Scheme I. Compared with Scheme II, the result shows that our power allocation scheme can further improve the secrecy rate of the system. Generally speaking, our scheme can effectively improve the secrecy performance compared with Scheme I and Scheme II.

The impact of the value of $N_r$ and $N_s$ on the system is also provided in Fig. 5. Similarly, we can find that more performance gain can be achieved by increasing the number of reflecting elements (i.e., $N_r$). Moreover, we can also observe that there are three extreme points in our proposed scheme, one of which is the local minimum point and the others are the local maximum points. When RIS moves to the vicinity of $U_1$ or BS, the average secrecy rate reaches local minimum or local maximum, respectively. This observation can provide a useful guideline for the deployment of RIS.

In our model, the performance of the system is greatly affected by the values of $h_1$ and $h_2$, especially the difference value between them. Therefore, relative mean values of $h_1$ and $h_2$ are simulated to analyze the trend of system performance in Fig. 5. Based on the Fig. 5, the average value of $h_1$ and $h_2$ against $d_{R_x}$ are shown in Fig. 6. With the influence of Algorithm 1, the channel condition of $U_1$ is optimal when RIS is near the BS, that is, $h_2$ reaches the maximum. $h_1$ and $h_2$ decrease when the RIS is away from the BS to the left, resulting in a decline in system performance. When the RIS moves from BS to $U_1$, $h_2$ decreases while $h_1$ remains flat. And when the RIS moves from $U_1$ to $U_2$, the downward trend of $h_2$ gradually flattens out and even increases, while $h_1$ starts to decrease. But when RIS moves to the right by more than a value, the value of $h_1$ cannot meet the minimum transmission rate threshold of $U_1$ because of the limitation of power. In this case, the performance of system decreased. The result shows that our analysis is consistent with the trend of system performance in Fig. 5.

In this article, we assume that all the CSI of channels between nodes are perfect. But it is a challenge to obtain the perfect CSI due to the time-varying characteristics of the channel and the limited signal processing capability of RIS. The authors of [19]–[21] studied the robust performance optimization method of RIS under the condition with imperfect CSI. Our proposed scheme is also suitable for the scenario with imperfect CSI. But the imperfect CSI still has an impact on the results obtained by our proposed scheme. It is necessary to analyze the secrecy performance of the system with imperfect CSI. Therefore, we consider a scenario with imperfect CSI. Specifically, there are errors in the CSI between transport nodes. The estimated channel can be modeled as $\hat{h} = h + e$, where $h$ is the real CSI of channel and $e \in CN(0, \sigma_e^2)$ is the error of estimation [42]. The variance of $h$ is denoted as $\sigma_h^2$. We set $t = \sqrt{\sigma_e^2/\sigma_h^2}$ to determine the value of $e$. Based on Fig. 5, our proposed scheme is applied to the scenario with perfect
CSI and imperfect CSI, respectively. The relative error against $t$ with $d_{R_e} = 0.5$, $d_{U_1} = 2$ and $d_{U_2} = 3$ are shown in Fig. 7. We can see that the relative error of the system increased with the increase of $t$. But, when the estimation error reaches 0.1, the relative error is only 0.025, i.e., there is small relative error in our system. The result shows that our proposed scheme is suitable for the scenario with imperfect CSI.

Fig. 7. Relative error against $t$ with $d_{R_e} = 0.5$, $d_{U_1} = 2$ and $d_{U_2} = 3$.

B. Scenario with both Internal and External Eavesdropping

In this subsection, the scenario with both internal and external eavesdropping is considered. AN is used to interfere with external eavesdroppers. We assume that there are 10 eavesdroppers in the simulation model, i.e., $M = 10$. The eavesdropper is uniformly distributed in a certain range, i.e., $d_{E_i} \in U(1,1.5)$ for $i = 1, 2, \cdots, M$.

In the scenario without eavesdoppers’ CSI, Algorithm 2 is used to generate noise beamforming matrix $T$ to assist transmission for all the schemes in this scenario. The average secrecy rate against $\psi$ with $d_{R_e} = 0.5$ and $d_{U_1} = 2$, $d_{U_2} = 3$ are shown in the Fig. 8. In Fig. 8 the proposed scheme refers to joint power allocation and beamforming scheme (Algorithm I, Problem (19)), and Scheme III refers to the scheme with only BF (i.e., Algorithm I) with fixed power allocation $\alpha = 0.05$. As shown in Fig. 8 power allocation designs can significantly increase the system performance, especially for the case where RIS equipped more reflecting elements. We can see from Fig. 8 that the point of $\psi = 1$, i.e., AN is not used in this point, is lower than most other points. Therefore, it is necessary to use AN to improve the secrecy performance of the system.

In addition, from Fig. 8 we found that the performance undergone great changes against $\psi$, illustrating that the value of $\psi$ has a big impact on secrecy performance. Therefore, it is necessary to optimize $\psi$ when the CSI of eavesdroppers are known. In the scenario with eavesdroppers’ CSI, the average secrecy rate against $d_{U_2}$ with $d_{R_e} = 0.5$, $d_{U_1} = 2$ and $N_s = N_r = 16$ are shown in Fig. 9. In Fig. 9 the proposed scheme refers to joint power allocation and beamforming scheme (Algorithm I, Problem (24)), and Algorithm 3 is used to generate noise beamforming matrix $T$. Base on the proposed scheme, Algorithm 2 is used to generate $T$ in Scheme IV to prove the better performance of Algorithm 3. AN is not used in Scheme V which refers to the scheme with power allocation and beamforming scheme in Section II (Algorithm I, Problem (9)). Scheme VI refers to the scheme with BF (i.e., Algorithm I) and Algorithm 3 with fixed power allocation $\alpha = 0.05$, $\psi = 0.5$. In Algorithm 3, according to the number of external eavesdroppers, the algorithm is divided into two cases. In order to fully show the performance of the two cases in Algorithm 3, we set $M = 10$ and $M = 20$ respectively in the simulation, i.e. $M \leq N_s - 2$ (Algorithm 3, case I) and $M > N_s - 2$ (Algorithm 3, case II). We can see

Fig. 8. Average secrecy rate against $\psi$ with $d_{R_e} = 0.5$ and $d_{U_1} = 2$, $d_{U_2} = 3$.

Fig. 9. Average secrecy rate against $d_{U_2}$ with $d_{R_e} = 0.5$, $d_{U_1} = 2$ and $N_s = N_r = 16$. 
from Fig. 9 that Algorithm 3 has better secrecy performance than Algorithm 2 by comparing with the Scheme IV and the performance of the system deteriorated with the increase of eavesdropping. By comparing Scheme V and Scheme VI, we can find that AN and joint power allocation can improve the secrecy performance to a great extent.

Then, we consider a scenario with dynamic users, i.e., users and eavesdroppers move randomly over a range, rather than standing still at a certain point. Instead of being confined to a line with BS, they move randomly in the plane. In this scenario, eavesdroppers, $U_1$ and $U_2$ are uniformly distributed in the circle with $(2, 0)$, $(3, 0)$ and $(4, 0)$ as the center and 0.5 as the radius, respectively. The average secrecy rate against $P$ with $d_{Rx} = 0.5$, $d_{Ry} = 1$ and $N_s = N_r = 16$ are shown in Fig. 10. We can see that the performance of the system increased with the increase of $P$. When the power increases to a certain value, the power gain of scheme V is obviously lower than that of other schemes. Because if we do not use AN in the system, it is no longer the power that limits the performance of the system, but the impact of external eavesdropping on the system. We can find from Fig. 10 that our proposed scheme can apply to the scenario with dynamic users and can significantly improve the secrecy performance of the system.

![Graph](image)

Fig. 10. Average secrecy rate against $P$ with $d_{Rx} = 0.5$, $d_{Ry} = 1$ and $N_s = N_r = 16$.

V. CONCLUSIONS

In this paper, PLS for RIS-aided NOMA system was investigated. We first consider the scenario with only internal eavesdropping, i.e., NU is untrusted and may try to intercept the information of FU. A joint beamforming and power allocation scheme was proposed to improve the PLS of the system. Due to the complexity of the problem, a suboptimal joint beamforming and power allocation scheme was proposed to solve the question. Then, our work was extended to the scenario with both internal and external eavesdropping. There are two sub-scenarios: one is the sub-scenarios without CSI of eavesdroppers, another is the sub-scenarios where the eavesdroppers’ CSI are available. For the both sub-scenarios, AN is used to prevent the external eavesdroppers from eavesdropping. Depending on whether the eavesdroppers’ CSI are available or not, two algorithms based on the Schmidt orthogonalization are presented respectively to obtain the noise beamforming matrix which can allocate AN into the null space of the channel for NOMA users. In addition, an optimal power allocation scheme is proposed to optimally allocate the power for jamming and transmitting signals for the second sub-scenario. It has been also shown that increasing the number of reflecting elements of RIS or transmit antennas of BS will improve the secrecy performance of the system. Specifically, increasing the number of reflecting elements can bring more gain in secrecy performance than that of transmit antennas. The simulation result shows that there is small error of our proposed scheme in the scenario with imperfect CSI, which prove that our scheme is suitable for the scenario.

APPENDIX A

The detailed derivation process in Algorithm 1 is given as follows:

We regard $\Phi$ and $w$ as variables of two different dimensions, respectively. First, the initial value is assigned to the $\Phi$, i.e., $\varphi_i = -\beta_i$ for $i = 1, 2, \cdots, N_r$. Then, take $w$ as the variable to obtain the maximum value of objective function $\left\|h_{RU}^H \Phi H_{RS}w\right\|^2$, i.e.,

$$w_0 = \arg \max_{w} \left\|h_{RU}^H \Phi H_{RS}w\right\|^2 = \frac{\left(h_{RU}^H \Phi H_{RS}\right)^H}{\left|h_{RU}^H \Phi H_{RS}\right|^2}.$$  

Then alternate iteration loop is performed for $\Phi$ and $w$. In the $k_{th}$ loop, a new value of $\Phi$ can be obtained by

$$\max_{\Phi} \left\|h_{RU}^H \Phi H_{RS}w_{k-1}\right\|^2,$$

i.e., $\varphi_i = -\beta_i - \theta_{(k-1)l}$ for $i = 1, 2, \cdots, N_r$ and then we can get

$$w_k = \arg \max_{w} \left\|h_{RU}^H \Phi H_{RS}w\right\|^2 = \frac{\left(h_{RU}^H \Phi H_{RS}\right)^H}{\left|h_{RU}^H \Phi H_{RS}\right|^2}.$$  

Execute the loop until $|h_2^k - h_2^{k-1}| < \varepsilon$ is true where $h_2^k = \left|h_{RU}^H \Phi H_{RS}w_k\right|^2$ for $k = 1, 2, \cdots$. The accuracy of error is denoted as $\varepsilon$. When the loop is completed, the resulting $\Phi$ and $w_k$ are the phase shifts matrix and beamforming vector of the system.

It is necessary to prove the convergence of the algorithm results, i.e., prove that the sequence $h_2^k$ is convergent. It is well known that if a sequence is increasing and bounded above, then it must be convergent. From the algorithm derivation, it is easy to find that the sequence $h_2^k$ is increasing. According to the nature of the norm,

$$0 \leq \left\|h_{RU}^H \Phi H_{RS}w\right\|^2 \leq \left\|h_{RU}^H \Phi\right\|^2 \left\|H_{RS}w\right\|^2.$$
is true. It is easy to find that $\| h_{RU2}^H \Phi \|^2$ and $\| H_{RS} w \|^2$ are bounded in their feasible region, respectively. So $\| h_{RU2}^H \Phi H_{RS} w \|^2$ is bounded, i.e., $h_2^*$ has an upper bound. So, the sequence $h_2^*$ is convergent.

**APPENDIX B**

It is hard to directly prove that the objective function is non-convex because of massive variables. So, we treat all variables as constants except $\varphi_i$, where $\varphi_i$ is the phase shift of the $i_{th}$ element of RIS. Then, the objective function $\| h_{RU2}^H \Phi H_{RS} w \|^2$ can be simplified as $\| q_1 e^{j\varphi_1} + q_2 \|^2$ where $q_k$ is a constant for $k = 1, 2$. We can find a $\varphi_i$ to make $q_1 \neq 0$ be true. Further, function can be simplified as:

$$\| q_1 e^{j\varphi_1} + q_2 \|^2 = \| q_1 e^{j\varphi_1} + q_2 \|^2 = \| q_1 \|^2 + \| q_2 \|^2 + 2 \text{Re} (q_1 q_2^* e^{j\varphi_1}) = \| q_1 \|^2 + \| q_2 \|^2 + 2 \text{Re} (e^{j\mu + j\varphi_1}) = \| q_1 \|^2 + \| q_2 \|^2 + 2 \text{Re} (\varphi_1)$$

where $q_1 q_2^* = \varphi e^{j\mu}$. Obviously, the function is non-convex in range of $\varphi_i \in (0, 2\pi)$. So, the objective function $\| h_{RU2}^H \Phi H_{RS} w \|^2$ is non-convex.

**APPENDIX C**

The coordinates of points in Fig. 2 are shown as follow:

$$A_x = \frac{(h_1 - h_{E1}) N v h_0 + P h_1 h_{E2}}{P h_1 h_{E2}}$$

$$A_y = ((N v h_1 - N v h_{E1} - h_{E2} \gamma_{1,th}) N_0 + P h_1 h_{E2}) \left( (h_1 - h_{E1}) N v h_0 + P h_1 h_{E2} \right)^{-1} \times (1 + \gamma_{1,th})^{-1}.$$  

$$B \left( B_x, B_y \right) = \left( 1, \frac{N_0 \gamma_{2,th} h_0}{h_2 P} \right)$$

$$C \left( C_x, C_y \right) = \left( 1, \frac{P h_1 - N_0 \gamma_{1,th}}{h_1 P (1 + \gamma_{1,th})} \right)$$

$$D_x = \frac{(\gamma_{2,th} (1 + \gamma_{1,th}) h_1 + h_2 \gamma_{1,th}) N_0}{h_1 P}$$

$$D_y = \frac{\gamma_{2,th} h_1}{\gamma_{2,th} (1 + \gamma_{1,th}) h_1 + h_2 \gamma_{1,th}}$$

$$G_y = (-h_2 (1 + \gamma_{1,th}) (-N_0 \gamma_{1,th} + h_1 P) h_{E2} - N_0 h_1 h_{E2} \times (h_1 \left( (h_1 E_{\theta_2} \gamma_{1,th} + h_1 E_{\theta_2} + N v h_{E2} - h_{E1} N v) \times (N_0 + P h_2 h_{E2}) - N_0 \gamma_{1,th} h_{E2} (h_1 E_{\theta_2} \gamma_{1,th} + h_1 E_{\theta_2} + N v h_{E2} - h_{E1} N v)ight)^{\frac{1}{2}} \times (1 + \gamma_{1,th})^{-1} \left( -P h_2 h_{E1} (1 + \gamma_{1,th}) h_{E2} - N_0 h_2 h_{E2} \times N v \left( (h_1 - h_{E1}) \gamma_{1,th} + h_1 \right) \times (h_0 h_{E2}) (N v N_0 + P h_{E2}) h_1 - N_0 h_2 h_{E2} \times N v h_{E2} \times h_{E1} N v \times (N_0 + P h_2 h_{E2}) - N_0 \gamma_{1,th} h_{E2} (h_1 E_{\theta_2} \gamma_{1,th} + h_1 E_{\theta_2} + N v h_{E2} - h_{E1} N v)ight)^{\frac{1}{2}} \times (1 + \gamma_{1,th})^{-1} .$$
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