Penetration testing using Kali Linux: SQL injection, XSS, Wordpress, and WPA2 attacks

Gunawan, T.S.¹, Lim, M.K.², Kartiwi, M.³, Malik, N.A.³, Ismail, N.⁴

¹Electrical and Computer Engineering Department, International Islamic University Malaysia, Malaysia
²Information Systems Department, International Islamic University Malaysia, Jalan Gombak, Kuala Lumpur, 53100, Malaysia
³Electrical Engineering Department, Faculty of Science and Technology, UIN Sunan Gunung Djati, Jalan A.H. Nasution 105, Bandung, Indonesia

Abstract

Nowadays, computers, smart phones, smart watches, printers, projectors, washing machines, fridges, and other mobile devices connected to the Internet are exposed to various threats and exploits. Of the various attacks, SQL injection, cross site scripting, Wordpress, and WPA2 attack were the most popular security attacks and will be further investigated in this paper. Kali Linux provides a great platform and medium in learning various types of exploits and penetration testing. All the simulated attack will be conducted using Kali Linux installed on virtual machine in a computer with Intel Core i5 and 8 GB RAM, while the victim's machine is the host computer which run Windows 10 version 1709. Results showed that the attacks launched both on web and firewall were conducted successfully. © 2018 Institute of Advanced Engineering and Science. All rights reserved.
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