Algorithm for assessing the quality of service in special-purpose networks during operation
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Abstract. This article is to show an algorithm for assessing the quality of service in special-purpose networks, regardless of the type of traffic being transmitted and the network architecture. This method allows to obtain a detailed assessment of the quality of service, as well as to adjust the values of the characteristics of the network during the evaluation. The values used in the calculations are entered in the database to aid in the design of new networks.

1. Introduction
Based on the tasks performed by special-purpose networks (SPN), they are subject to increased requirements regarding reliability, security, timeliness and quality of service (QoS) in the process of information transfer. When assessing the QoS in SPN, it is often resorted to the methods of general-access telecommunications networks with similar traffic. The existing methods [1-4] of calculating the QoS in specialized networks differ in the choice of characteristics for estimating this parameter, which leads to a number of assumptions and a decrease in the accuracy of the estimation, as well as ignoring the influence of unused network properties on the quality of service indicator [5-8].

The purpose of this article is to develop a method for assessing the QoS that would be suitable for all SPN, regardless of their architecture and the type of traffic being transmitted, as well as using a full set of characteristics that somehow affect the QoS [9-11].

At the initial stage, it is necessary to configure the network so that during its operation the maximum possible load is provided, and also to prepare and record the initial data. After setting up the parameters of the SPN, an algorithm for calculating and evaluating the QoS parameters is started, consisting of several steps [12, 14].

In the framework of this study, characteristics are selected that allow an accurate assessment of the quality of network service, the methods and procedure for calculating them are determined, an algorithm is created for assessing the quality of service in special-purpose networks.

2. Estimation of reliability of a special-purpose network
First of all, the reliability of the used SPN (\(R_P\)). In this case, the reliability parameter is a property of communication that characterizes the ability to provide the required accuracy of message reproduction at delivery points [8]. Reliability is a collection of event probabilities. In this method, the probabilities of such events are used to evaluate this parameter: the transmitted message is accepted / not accepted (\(A_P / N_A\)), by the user, received with an error (\(E_P\)), or non-transferable data is received (\(NT_P\)).

\[
P_R = \{P_A, P_N, P_{EN}, P_{NT}\}
\]

(1)
Comparison of the given probabilities with the established requirements and, if necessary, their normalization will be considered as an estimate of the QoS of the SPN for reliability.

3. Evaluation of network architecture parameters
At this stage, emphasis is placed on the architecture of building a SPN, the number of nodes and branches used, the number of transmission paths, and the directions of communication [13,15]. Based on these properties, the distributed load is calculated on the branches of the network \( Z_i \).

\[
Z_i = Z + 0.6742 \sqrt{Z}
\]

(2)

where \( Z \) – average load;
\( i \) – branch ordinal number.

Next, the probability of loss and load on the direction of communication is determined:

\[
P_e = \sum_{j=0}^{n} P_j \cdot E_j(Z_j)
\]

(3)

where \( n \) – number of channels in the direction of communication;
\( j \) – channel sequence number;
\( P_j \) – probability of presence of effective channels in the direction of communication;
\( E_j(Z_j) \) – probability of loss in service with load \( Z \) on the communication channel.

It is also necessary to calculate the survivability of the network [5-6] \( W_{SN} \) – this is a characteristic of the network's ability to ensure the establishment of connections and the transmission of messages between sources and consumers of information in the event of failure of its elements or areas without standardizing the QoS.

\[
W_{SN} = 1 - \prod_{i=1}^{L} \left( 1 - \prod_{k=1}^{n} W_k \prod_{i=1}^{L} W_i \right)
\]

(4)

where \( I \) – number of independent communication directions;
\( n \) – number of switching centers in transit;
\( W_k \) – probability of survival of the switching center;
\( L \) – the number of branches in the path;
\( W_i \) – probability of branch survival.

Ultimately, the characteristics calculated by the formulas (2), (3) and (4) are compared with the required values to the investigated special-purpose network.

4. Assessment of the general system of quality indicator
At this stage, the QoS is evaluated with respect to information exchange and management, as well as the systems corresponding to them. It forms a general quality indicator system (GQIS):

\[
GQIS = [Y_{IE}, Y_c, Y_{SIE}, Y_{SC}]^T
\]

(5)

where \( Y_{IE} \) – quality information exchange (IE) system;
\( Y_c \) – quality management system;
\( Y_{SIE} \) – system of the quality indicator of the IE system;
\( Y_{SC} \) – quality system of the management system.

Elements from which the GQIS is formed, in turn, depend on the following parameters:
\[ Y_{IE} = \left[ t_{d0}(r), P(t_{d0}(r) \leq t_{ds dm}(r)), P_{d_{se}}, P_{s_{se}}, C_{IE} \right]^T \]  \hspace{1cm} (6)

where \( t_{d0}(r), P(t_{d0}(r) \leq t_{ds dm}(r)) \) – average time and probability of timely delivery of data of different priorities \( r = 1, R \);

\( P_{d_{se}} \) – authenticity of IE;

\( P_{s_{se}} \) – information security indicator while providing IE;

\( C_{IE} \) – vector of resources for IE.

\[ Y_{CC} = \left[ T_{cc}, P(t_{dc} \leq t_{dc dm}), P_{c}, C_{CC} \right]^T \]  \hspace{1cm} (7)

where \( T_{cc} \) – average duration of the communication parameter control cycle;

\( P(t_{dc} \leq t_{dc dm}) \) – timely delivery of management messages;

\( P_{c} \) – an indicator of information security while providing management;

\( C_{CC} \) – resource cost vector for management provision.

\[ Y_{SIE} = \left[ V_{SIE}, H_{SIE}, C_{SIE} \right]^T \]  \hspace{1cm} (8)

where \( V_{SIE} \) – vector of IE system capacity [7];

\( H_{SIE} \) – vector of the stability indicator of the IE system;

\( C_{SIE} \) – vector of resource costs for the construction and operation of the IE system.

\[ Y_{SC} = \left[ V_{SC}, H_{SC}, C_{SC} \right]^T \]  \hspace{1cm} (9)

where \( V_{SC} \) – vector of control system capacity;

\( H_{SC} \) – control stability index vector;

\( C_{SC} \) – vector of resource costs for the construction and operation of a control system.

As an allowed value of the GQIS as a generalized probabilistic indicator, we take the value equal to 0.8.

5. Algorithm

This algorithm of the method for assessing the quality of service in a special-purpose network is shown in the Fig 1.
Figure 1. Algorithm for assessing the quality of service in special-purpose networks

At the initial stage, data is collected on a special purpose network (type, data transmission rate, length, number of communication branches, modulation type, etc.). After all the necessary information for the calculations is provided, the simulation modeling of the future network is launched. If the parameters amenable to preliminary calculation meet the above standards, it is possible to proceed to the organization of a special-purpose network. If any parameter (s) do not meet the specified requirements, an adjustment is made and the choice of the optimal elimination of the nonconformity. To save resources and time, successful network models are stored in a database for use as standards.
6. Conclusion
This method covers such basic segments of a special-purpose network as: a radio relay communication line, a fiber-optic communication line, a telephone communication line, a satellite communication line. Ultimately, a holistic method was developed for assessing the quality of service in special-purpose networks, covering a large area of calculations and parameters used, which increases its accuracy and efficiency.
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