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Editor’s Introduction

While quantum computing faces many implementation challenges, practical quantum communication technologies exist today. This means quantum networking services such as quantum key distribution (QKD) can already be utilized. Adoption of quantum technologies into existing infrastructure will likely evolve into fully-fledged quantum networks that grow in tandem with advances in quantum computing. This article describes the unique challenges, evolving stakeholders, and possible architectural components of the coming quantum internet.
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Quantum computing poses the greatest threat ever faced by modern cryptography. Numerous articles and blog posts explain its devastating impact to the encryption schemes we use for secure communication on the internet every day [1, 2, 3]. An entire field of research known as post-quantum cryptography (PQC) has emerged to prepare for the day when theoretical quantum computers become a reality [4]. The National Institute of Standards and Technology (NIST) has already begun a standardization process of PQC algorithms with the intent to begin replacing the Internet’s infrastructure with cryptography strong enough to withstand quantum computers as soon as possible [5]. Much like their predecessors, the security of these post-quantum schemes is based on assumptions of computational complexity; there is no guarantee that new classical or quantum algorithms will ever be able to crack them. Quantum networking and cryptography, on the other hand, turns the same fundamental strengths utilized by quantum computing against it to provide a provably secure communication alternative. Though general-purpose quantum computing is not currently practical, quantum networking can already offer its security benefits using today’s technologies. This implies the initial users of the quantum internet will be classical rather than quantum computers; however, quantum computers, once practical, will require quantum networks for their communication. Thus, the quantum internet’s purpose and benefits will evolve over time as it serves the needs of both classical and quantum devices.

QUANTUM BASICS

Before proceeding into the future evolution of the quantum internet, let us explore the fundamentals. Simply put, a quantum computer is a device that utilizes the laws of quantum mechanics for computation, and a quantum network, therefore, is a network that uses these laws for communication. Much like bits in classical computing, qubits represent the logical units of quantum computing. Qubits are physically represented in quantum hardware by subatomic particles such as photons or quantum dots. It is the use of subatomic particles that introduces the laws of quantum mechanics into the computer, and these principles provide the fundamental differences between classical and quantum computation:
• The no-cloning theorem states that unknown qubits cannot be copied (see Figure 1). Though the classical internet often employs the ability to copy strings of bits received on one device to other devices, this simply cannot be done on a quantum internet. Therefore, devices in quantum networks must perform blind computations.

• Superposition of qubits allows a quantum computer to exist in many quantum states at once (see Figure 2). This capability lies at the heart of quantum algorithms and provides a performance advantage over classical computers because a quantum computer can evaluate multiple possibilities simultaneously—often called quantum parallelism [6].

• Measurement is used to find out information about a qubit, but this process destroys the qubit’s superposition and forces it into a single state. The exact properties of an arbitrary qubit cannot be known. Thus, the ability to transmit superposed qubits over a quantum network without measurement is essential for the receiving quantum device to utilize the property of superposition to speed up algorithms.

• Quantum errors can occur while measuring, storing, or transmitting qubits. A measured qubit collapses to a particular state with a certain probability so the exact state cannot always be perfectly predicted. Qubits in storage or transmission are also particularly susceptible to error caused by other particles in their surrounding environment that alter their properties; this makes reliable quantum computers difficult to build [7].
error correction seeks to overcome these obstacles, but it must use creative techniques that do not violate the no-cloning theorem.

- Entanglement describes a mysterious phenomenon between qubits where they are so closely linked that their states can no longer be described independently (see Figure 3). Furthermore, measurement of one of the qubits predicts the state of the other qubit. This amazing capability was discovered by Einstein, Podolsky, and Rosen [8] and they found entanglement could exist between two qubits irrespective of their physical distance.

![Figure 3. Entanglement](image)

- Quantum teleportation utilizes an entangled pair of qubits that allows one party to send an exact replica of a qubit to another. In the process, the sender’s original qubit is destroyed; thus, no violation of the no-cloning theorem occurs. The entangled pair of qubits are also destroyed and cannot be re-used. Finally, the sender must send two classical bits of information to the receiver for the receiver to correctly recover the teleported qubit. Though teleportation sacrifices three qubits the outcome is extraordinarily valuable: A qubit correctly replicated across a physical distance without the need to physically send the qubit itself provides the ability for quantum machines to share entire superposed qubits.

**QUANTUM NETWORKING**

The quantum internet’s fundamental purpose is the transfer of qubits. Three primary methods exist to transfer qubits represented by photons: via electro-magnetic waves across open air, through fiber-optic cables, or from satellite to satellite in space. An open-air transfer demands the least cost but requires a line-of-sight between devices. The fiber-optic approach utilizes a common, existing networking technology, but qubit states decay rapidly as the distance of transmission increases resulting in unreliable transfers. Satellites offer more reliable transfers over long distances because less interference exists in space but launching and maintaining a satellite constellation involves great costs.
The quantum internet also requires the ability to transmit classical bits: Quantum teleportation, for example, requires the transfer of two classical bits to correctly recover the teleported qubit. Fortunately, the same fiber-optic cables used to transfer qubits can also be used to transfer classical bits even though the devices on either end are distinctly quantum or classical. This means much of the classical internet’s infrastructure can be used in the quantum internet.

**EVOlution of the Quantum Internet**

The necessary technologies for quantum networking exist today, but the quantum internet will evolve with each new quantum development. These advances will affect both the userbase and capabilities of the quantum internet across three stages.

**Stage 1: Classical devices use quantum key distribution.** In today’s classical internet, traffic must be encrypted using secret keys known only to the sender and receiver. However, these keys must be safely shared, and the security of the current classical key distribution protocols is based on mathematical problems and assumptions around how hard they are to solve with computers [4]. Quantum key distribution (QKD), on the other hand, offers key distribution protocols whose security is based on unbending laws of quantum mechanics. QKD protocols are practical to implement; in fact, companies already sell QKD devices. The networks to support QKD protocols are also quite simple because most quantum communication protocols do not require storage of qubits for long periods. As a result, these can operate at room temperature and on existing optical networks and free space channels. China holds the record for the largest QKD network in existence—the Micius satellite network—which allows communication over 4,600 kilometers using an integrated ground-satellite approach [9]. The Toshiba research laboratory in Cambridge holds the record for longest quantum transmission over optical fiber for their 600-kilometer result [10]. The experimental successes in quantum key distribution demonstrate a quantum internet could already provide more secure key distribution alternatives to existing devices on the classical internet, which implies that the early quantum internet will be used primarily for QKD.

**Stage 2: Classical and quantum devices use entanglement services.** Scaling has been a constant issue with quantum networking because classical repeater techniques cannot work; entanglement offers a solution. In classical communication, long distances are divided by repeater devices that are placed along short segments of fiber optic cable to receive series of bits and repeat them down the line. The no-cloning theorem prohibits this capability for quantum transmissions; therefore, quantum repeaters must accomplish the same goal but without the...
need to copy qubits. Quantum repeaters achieve this using entanglement swapping to establish a pair of entangled qubits between communicating parties to facilitate quantum teleportation between them. In this process, each intermediate repeater transmits entangled pairs over short fiber distances to its neighbors, and these entangled pairs are continuously swapped down the line to the final device. Unfortunately, quantum repeaters are currently difficult to implement because they require quantum memories to store volatile entangled qubits until the entanglement swapping operations can be completed. The implementation of hardware to store quantum memories remains an active and promising area of research. The current record for successful storage of a qubit is approximately one millisecond, which may be just enough to start seeing practical quantum repeaters [11].

Entanglement established by quantum repeaters provides an important security advantage over the QKD networks possible in Stage 1. Without entanglement, the effective transmission range of quantum networks is limited. To overcome this obstacle, early QKD networks employed trusted relay nodes placed between communicating parties that establish intermediate keys; however, this means intermediate devices contain parts of the overall key material. Quantum repeaters, on the other hand, have no knowledge of the final key qubits being teleported; they never possess any qubit other than the entangled pairs used to facilitate teleportation. Once quantum repeaters become practical, the classical devices using the Stage 1 quantum internet will be able to distribute keys across the world without physically sending sensitive key qubits anywhere.

Simple quantum computers will also be able to join the quantum internet in this stage to utilize the entangled qubits established by quantum repeaters. Using entanglement, a team of Austrian researchers demonstrated the ability to reliably teleport arbitrary qubits for the first time using a special quantum error correction technique [12, 13]. Teleportation of arbitrary qubits allows quantum computers to share pure quantum states. The quantum computers of this stage do not even need to be fully practical, standalone computers. Instead, entanglement services allow even basic or specialized quantum computers, which can only physically support a small number of qubits, the ability to combine their resources [14]. Note, as well, that entangled qubits can interact regardless of physical distance; so, distributed quantum computers with entangled states are not necessarily bound by the same performance constraints as distributed classical computers.

Stage 3: Quantum computers communicate. Ironically, the quantum internet will likely have existed long before general-purpose quantum computers, though not for lack of effort. Governments and private entities have invested in both research and development of quantum computing as well as training a largescale workforce that is ready to take advantage of this new technology.² The United States passed the National Quantum Initiative Act in 2018 with a budget
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of more than $1 billion. This act calls for a coordinated research and development effort between U.S. government agencies and organizations for the “economic and national security of the United States” [15]. Within the past five years, several prototypes of quantum computers have emerged [16, 17, 18]. Researchers and students can access the latest quantum backends upon request. Many companies have proposed extremely ambitious and optimistic timelines for scaling up of this new technology with practical computers available by 2030 [19, 20]. However, skeptics of this field have wondered if the smaller prototypes can ever be scaled up to have enough qubits to do something useful that cannot already be done with special purpose algorithms and classical hardware [21]. Whether powerful quantum computers exist or not, the quantum internet offers many uses in Stages 1 and 2. However, if the dream of large quantum computers is realized one day, the Stage 3 quantum internet will benefit from the same achievements.

ARCHITECTURE OF THE QUANTUM INTERNET

Like its classical predecessor, the quantum internet will begin as a series of local networks that are combined over time. Many of the architectural concepts may be familiar; others, designed to solve specifically quantum problems, may not [22].

Quantum transmission. Whether it occurs over fiber-optic links or open-air, quantum transmission requires a point-to-point connection because qubits cannot be copied or broadcasted to several devices at once. Efficiently establishing such a point-to-point connection in fiber will require switching and multiplexing to allow multiple quantum devices to utilize the same fiber-optic cable while ensuring the correct devices are the only recipients of their intended qubits. Figure 4 depicts a simple, local quantum network with a quantum switch to connect devices. Note that both classical computers (with integrated quantum components such as QKD devices) and quantum computers may share the network. The switch is the crucial component used to physically link the quantum fiber-optic channels between devices. Physically switching between devices will require control information in order to properly set up paths through the network. Classical rather than quantum channels will best transmit such control information; thus, every device also connects to the switch via a fiber optic cable used for classical transmission.

A simple procedure for desktop 1 in Figure 4 to transmit a qubit to Server 2 may be:

1. Desktop 1 sends “Switch to Server 2” to the switch on the classical channel.
2. After switching the quantum channel to Server 2, the switch replies “Ready.”
3. Desktop 1 sends its qubit to Server 2 via the quantum channel (through the switch).
Quantum repeaters. As the physical distance spanned by quantum networks increases quantum repeaters will be required. As shown in Figure 5, multiple quantum repeaters connected by switches may provide more concurrent and reliable service: Routing/switching algorithms for the quantum internet must handle scenarios where a repeater goes offline or is currently in use [23]. Note the classical channels required by the quantum repeaters used to facilitate entanglement swapping. Though repeaters offer the most cost-effective choice, satellite networks as shown in Figure 6 offer stunning capabilities. A satellite network utilizes open-air channels to beam information between ground stations and satellites. Less interference in space provides the performance advantages, and satellite constellations will likely facilitate intercontinental quantum communication. As always, classical channels are required for command and control.
Figure 5. Repeater network

Figure 6. Satellite network
**Performance.** The quantum internet’s performance is limited by the separate capabilities of the classical and quantum channels. Classical channel performance will coincide with the well-researched capabilities of standalone classical networks. Quantum channel performance limitations, on the other hand, will require further analysis as the quantum internet takes shape. Entangled qubits represent an important resource because they are consumed so often. Recall that quantum teleportation destroys an entangled pair of qubits for every single transmission, and entanglement swapping among quantum repeaters—necessary to create the end-to-end entangled pair—also destroys each intermediate entangled pair in the process. Quantum repeaters should have the ability to generate their own entangled qubits rather than rely on external entanglement providers because transmission of entangled qubits to repeaters would consume network resources. Ideally, quantum repeaters will continuously generate entangled pairs to prevent bottlenecks. Simple network-layer routing algorithms have already been studied to efficiently utilize repeater networks with constantly available entangled pairs [24, 25, 26], but further practical research in this area is required to maximize resource utilization.

Apart from the demand for entangled qubits, quantum network throughput will be reduced by the requirement for extra qubits to perform important verification functions. Entanglement swapping requires additional qubits for purification to ensure the final entangled state does not decay after multiple intermediate swaps. Network layer health and security checks will require transmission of extra qubits to verify devices are functioning and uncompromised [27]. Application layer quantum protocols consume additional qubits to perform quantum error correction, and QKD protocols often sacrifice qubits to perform random checks to ensure an eavesdropper is not present. These requirements, though limiting throughput, each serve an important purpose and should be considered essential to any quantum network implementation.

**CONCLUSIONS**

Implementing the quantum internet now could provide value to existing classical devices today while also preparing the way for the powerful quantum computers of tomorrow. Governments, companies, and researchers have all devoted enormous efforts to further all quantum technologies because they truly believe in their value. On the other hand, some groups are less optimistic. The National Security Agency (NSA), for example, doubts pure quantum cryptography will ever be more useful than classical post-quantum schemes [28]. However, this reservation simply highlights an important foundational principle: Some problems will best be solved by classical computers, and others by quantum computers. Perhaps classical post-quantum cryptographic schemes are more practical for key distribution today, but there are no guarantees that these schemes will always remain secure against classical or quantum computers. Other skeptics, like Mikhail Dyakonov, a theoretical physics researcher, have questioned whether practical quantum computers can ever be built. In his 2018 article, Dyakonov pointed out that among the plethora of quantum research publications, one can find very few containing practical
hardware implementations. He also speaks for most naysayers by discussing the difficulties with error handling and correction that drastically hamper quantum systems [21]. These are very real and fundamental roadblocks to achieving general-purpose quantum computing. However, these obstacles do not prevent further advances in quantum networking and cryptography. In fact, a renewed focus on perfecting what we can already achieve with quantum technologies may provide the impetus we need to overcome these challenges. Each person contributing to the quantum internet offers new insights that just might become breakthroughs in other areas. Though it is difficult to implement powerful quantum computers today, smaller quantum devices could work together over the quantum internet to combine their processing power. One day we may even start using small, distributed quantum computers to help solve the very issues that prevent us from designing and building more powerful devices.
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