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With the advance of optimization and merger colleges and universities, a university often contains more than one campus. The traditional centralized education management system has been unable to meet the needs of use. The model detects the intrusion by dividing the clusters in the clustering result into normal clusters and abnormal clusters and analyzing the weighted average density of object $x$ to be detected in each cluster and the weighted overlapping distance of $x$ and each centre point. We verified the intrusion detection performance of the model on the KDD Cup 99 dataset. The experimental results show that the model established in this paper has certain theoretical value.

1. Introduction

The educational administration information system of colleges and universities mainly manages the relevant educational administration information of colleges and universities. Relying on the basic platform of campus network, it plays an increasingly important role in teaching and management application [1, 2]. By combining intrusion detection algorithms, this paper solves the problems of $k$-mode algorithm based on rough set theory and applies the improved algorithm to intrusion detection [3]. Firstly, aiming at $k$ pattern clustering in initial class centre selection, an initial class centre selection algorithm unweights based on weighted density and weighted overlap distance is proposed. Secondly, this article further improves the model on the basis of the above [4].

As an important part of China’s education, intrusion detection helps systems respond to cyberattacks by monitoring and analyzing user and system activity and statistically analyzing system vulnerabilities, detecting known intrusions and alarms, auditing new anomalous behaviors, and assessing integrity of critical data files. System administrators’ security management capabilities have been extended through auditing and monitoring, intrusion identification and response, reducing the workload of system administra-

tors [3]. In addition, the intrusion detection system dilutes the restrictions on professionals in network security, making it easy for nonprofessional personnel to manage network systems. In addition, the intrusion detection system can respond to the discovered network intrusion, illegal operation, timely and proactive response and management [5].

2. Related Work

Database technology management is about the existing problems of intrusion detection systems. Data mining technology has been widely used in the field of intrusion detection in recent years. Among them, cluster-based unsupervised intrusion detection has attracted extensive attention. At present, many kinds of clustering algorithms have been applied to intrusion detection [6]. As an effective extension of $k$-means algorithm, it can effectively process classified data. It inherits the characteristics of efficient $k$-means algorithm. The algorithm to implement has been widely applied in many fields. Therefore, $K$ pattern algorithm has a very broad application prospect in the field of intrusion detection. However, there are few researches on applying $K$ pattern [7].

At present, it is in a difficult existing problem of intrusion detection systems. Data mining technology has been widely used in the field of intrusion detection in recent years.
Among them, cluster-based unsupervised intrusion detection has attracted extensive attention. At present, many kinds of clustering algorithms have been applied to intrusion detection. As an effective extension of K-means algorithm, it can effectively process classified data. It inherits the often cannot handle the concurrent operation efficiently [8, 9]. Distributed practical optimal allocation algorithm detection helps systems respond to cyberattacks by monitoring and analyzing user and system activity. In order to count and analyze system vulnerabilities and detect known intrusions and alarms, this article adopts the audit strategy. With characteristics of efficiency, the algorithm is simple and easy to implement, which has been widely applied in many fields. Therefore, K pattern algorithm has a very broad application prospect in the field of intrusion detection. However, there are few researches on applying K pattern [10].

3. Methodology

3.1. Distributed Database Data Distribution Algorithm. Distributed database refers to the use of high-speed computer network which will be physically dispersed multiple data storage units [11], which is a proactive and proactive network security defense strategy that can make up for the shortcomings of traditional static security policies and thus becomes a reasonable complement to traditional static defense strategies such as firewalls [12]. Intrusion detection is to detect known intrusions and alarms by monitoring and analyzing user and system activities and by counting and analyzing system vulnerabilities [13]. In addition, the model also helps the system respond to cyberattacks by reviewing new abnormal behaviors and evaluating the integrity of key data files [14]. The traditional centralized database performs data query operations based on SQL language. However, in distributed database, query operations need to take into account a number of factors, and the performance of query programs in different schemes varies greatly. This paper proposes and studies ion detection, which conducts statistics and analysis of system vulnerabilities by monitoring and analyzing user and system activities. In addition, this mode can help the system respond to network attacks by detecting known intrusions and alarms and considering the relevance during the audit. The administrator’s security management functions will include the following permissions, auditing and monitoring [15]. In addition, intrusion identification and response have been expanded, thereby reducing the workload of system administrators; SQL has its advantages of high scalability and high concurrency [16].

System databases have data distribution; suppose \( S = (S_1, S_2, \ldots, S_m) \), which are sites and sites connected to each other through the network. The set of program transactions running on the network is set to \( T = (T_1, T_2, \ldots, T_p) \), as a basis for the operation of the program transaction [17, 18]. The dataset on the network is set to \( D \), then \( D = (D_1, D_2, \ldots, D_p) \). Then, the problem that the data distribution algorithm needs to deal with translates into designing an algorithm \( D_p \), a reasonable copy of the site in different \( S \) configurations so that the overall system achieves the highest total performance, the total cost to a minimum, and the program at this time marked \( C(D_1, S_1, T_1) \) [19, 20]. The allocation clusters have performed the allocation, in which communication costs within need to be defined and clarified. In addition, for the above definition, the internal equation is included as shown in [21, 22]

\[
\text{ArgC}_i = \frac{\sum_{j=1}^{n} \sum_{j=1}^{p} \text{CC}(S_i, S_j)}{n \times (n-1)},
\]

(1)

\[
\text{ArgCC}(C_i, C_j) = \frac{\sum_{j=1}^{m} \sum_{j=1}^{p} \text{CC}(S_i, S_j)}{m \times n}.
\]

The total communication cost of all the clusters in the system can be defined as

\[
\text{AllACC} = \frac{\sum_{i=1}^{n} \sum_{j=1}^{n} \text{ACC}(C_i, C_j)}{n \times n}.
\]

The above cost to optimize the allocation is based on genetic algorithm data [23, 24]. For the principle of genetic algorithm research and application, many related references are discussed in detail; the length of the space is not discussed in detail [25]. The improvement of only allocation is shown in Figure 1; Figure 1 is reproduced from Liu et al. [26].

The method of generating of chromosomes and adopted some project will use to make the initial population cover as much as possible, improving the probability of finding the optimal solution, improving chromosome selection strategy, and adding the optimal selection algorithm [27]. The traditional genetic algorithm uses the method of roulette, which may result in the loss of some excellent chromosomes [28]. This problem is solved by adding the traditional centralized database that performs data query operations based on SQL language. However, in distributed database, query operations need to take into account a number of factors, and the performance of query programs in different schemes varies greatly [29]. This article proposes and studies ion detection, which monitors and analyses user and system activities and counts and analyzes system vulnerabilities [30]. In addition, the relevant model established in this article can detect known intrusions and alarms and conduct audits. At the same time, we also consider the relevant best selection algorithm to help the system respond to network attacks. Dynamic changes in the probability of crossover and mutation are not only to ensure the generation rate of new chromosomes to ensure the diversity of chromosomes but also to ensure that good chromosomes are not damaged. The algorithm is not easy to fall into the local optimum [31]. The determination of the dynamic probability is related to the change of fitness. The definitions of chromosomes and fitness functions are given in [32].

3.2. College Teaching Management Distributed Database Platform Data Processing Technology Model. The data input function is involved in many subsystems of the system. It is the realization process of the basic energy that the educational system normally uses. The main process is that the user inputs the data through the system manually; the file is read and analyzed automatically. The Chinese database management system network downloads and uses other ways to get the data and saves it to the database. For the set, the data
will be saved directly to the database table, and for distributed database systems, you also need to consider the data allocation problem. In the above, we designed a data distribution algorithm based on clustering and genetic algorithm in distributed database [33, 34].

In this section, we discuss the implementation and application of data allocation algorithm with practical application. Theoretically, the aspects to be considered in calculating the cost after data allocation include the cost of transaction processing and the cost of data storage [35]. However, the cost of data storage is negligible due to the low data storage cost at present, and only the cost of transaction processing is considered. In the above, we studied the problem of communication cost after clustering. In fact, the data operation needs to be considered in data distribution, including the query cost and the cost of local and remote update. The cost of a local query is calculated as the product of the average search cost within the cluster and the average number of searches for that cluster, multiplied by the data size, which is shown in [36]

\[
\text{CLRsum}(T_k, D_i, C_j) = \text{CLR}(T_k, D_i, C_j) \times \text{Size}(D_i),
\]

\[
\text{CLUsum}(T_k, D_i, C_j) = \text{CLU}(T_k, D_i, C_j) \times \text{CountU}(T_k, D_i, C_j) \times \text{Size}(D_i),
\]

\[
\text{CLUsum}(T_k, D_i, C_j) = \sum_{k=1}^{m} \sum_{i=1}^{n} \sum_{j=1}^{p} \text{CLU}(T_k, D_i, C_j) \times \text{CountU}(T_k, D_i, C_j) \times \text{Size}(D_i).
\]

The cost of remote communication sympathy detection can be achieved by monitoring and analyzing user and system activities. At the same time, in order to conduct statistics and analysis of system vulnerabilities, we will detect known intrusions and alerts and audit Nally. In addition, we will multiply the data size to help the system respond to cyberattacks. The relevant mathematical principles are shown in

\[
\text{CRCsum}(T_k, D_i, C_j) = \sum_{k=1}^{m} \sum_{i=1}^{n} \sum_{j=1}^{p} \text{Urate}(T_k, D_i, C_j) \times \text{CRC}(T_k, D_i, C_j) \times \text{Size}(D_i),
\]

\[
\text{Cost}(T_k, D_i, C_j) = \text{CLRsum}(T_k, D_i, C_j) + \text{CLUsum}(T_k, D_i, C_j) + \text{CRUsum}(T_k, D_i, C_j).
\]

The research of distributed database data allocation algorithm based on genetic algorithm is to minimize the cost of data processing. That is to say, minimizing equation (5) to achieve this goal, we first use the above formula for calculating the cost of communication between sites to separate different sites into a cluster. In the educational management information system, the division of clusters is relatively simple, because the geographical differences between different campuses in the school are more obvious. In other words, divide a campus into a cluster, or divide a teacher into a cluster. Then, according to the steps of the genetic algorithm, equation (5) is used as the fitness function.
4. Result Analysis and Discussion

According to the above test results, the system has effectively improved and shortened it, realizing the effectiveness of the system. During viewing the existing problems of intrusion detection systems, data mining technology has been widely used in the field of intrusion detection in recent years. Among them, cluster-based unsupervised intrusion detection has attracted extensive attention. At present, many kinds of clustering algorithms have been applied to intrusion detection. Table 1 is reproduced from Liu et al. (2019).

As an effective extension of k-means algorithm, K-mode algorithm can be effective but often cannot handle the concurrent operation efficiently. Distributed practical optimal allocation algorithm is detection which helps systems respond to cyberattacks by monitoring and analyzing user and system activity and statistically analyzing system vulnerabilities. The traditional centralized database detects known intrusions and alarms in the design, usually adopts the audit process, and performs data query operations based on the SQL language.

However, in distributed database, query operations need to take into account a number of factors, and the performance of query programs in different schemes varies greatly. This paper proposes and studies ion detection through monitoring and analysis of user and system activities. In addition, in order to complete the task of counting and analyzing system vulnerabilities, we will detect consistent intrusions and alerts and will further complete audits and consider reclassified data to help the system respond to cyberattacks. It inherits the characteristics of being efficient. The algorithm to implement has been widely applied in many fields. Therefore, K pattern algorithm has a very broad application prospect in the field of intrusion detection. However, there are few researches on applying K1. The fitting curve of parameter identification is shown in Figure 2. The centralized database has less storage time to optimize the department within a certain amount of time, but the centralized database and time operation are not the time of the centralized database storage. Table 2 lists the prediction error results of different models.

Experiments show warehousing applying data allocation optimization algorithm in which obviously all the data are stored with attention. At present, many kinds of clustering algorithms have been applied to intrusion detection. As an effective extension, it usually cannot handle concurrent operations efficiently. The best distribution algorithm for

| Error                  | Linear regression model | Model 1 | Model 2 | Model 3 |
|------------------------|-------------------------|---------|---------|---------|
| Maximum relative error ($E_{\text{mic}}$) (%) | 41.6 | 38.8 | 26.2 | 13.3 |
| Average relative error ($E_{\text{ave}}$) (%) | 5.1 | 13.3 | 5.8 | 3.7 |
| Root mean square error (RMSE) | 8.9 | 8.0 | 7.3 | 4.1 |

| Number of queries (10000) | General distributed database query asked (seconds) | Optimize the distribution of database query asked (seconds) |
|--------------------------|-------------------------------------------------|--------------------------------------------------|
| 1                        | 0.2                                             | 0.3                                              |
| 10                       | 4.7                                             | 1.2                                              |
| 20                       | 10.9                                            | 4.8                                              |
distributed practical use is ion detection, which can help the system respond to cyberattacks by monitoring and analyzing user and system activities. In addition, in order to complete the statistics and analysis of system vulnerabilities, we will detect known intrusions and alerts. At the same time, we will adopt audit methods, k-means algorithm, and K-mode algorithm to effectively process classified data. It inherits related data slowly, and it also performs a series of related operations.

In addition, we use statistics and analysis of system vulnerabilities to detect known intrusions and alerts. At the same time, we will further adopt auditing, using an optimized average speed. The distributed database optimization query method comparison experiment is shown in Table 3.

In data query, the traditional centralized database performs data query operations based on SQL language. However, in distributed database, query operations need to take into account a number of factors, and the performance of query programs in different schemes varies greatly. This paper proposes and studies ion detection which helps systems respond to cyberattacks by monitoring and analyzing user and system activity. At the same time, we will conduct statistics and analysis of system vulnerabilities and detect known intrusions and alerts. In order to conduct a further review and consider relevant factors, we will give the best solution at the end to greatly reduce the occurrence of related error rates.

This article is to verify the probability and mutation probability. The above probability coefficients are compared through experiments, and the optimal selection operator is given below. In addition, we will obtain the results by using different probability coefficient values. For further observations, we found that when \( a = 0.9 \), the evolution is very fast, but it quickly enters premature development, becoming a local optimum. It is impossible to conduct an effective search. When \( b = 0.2 \), the change is small; it is local and inextricable. The related test results and analysis are shown in Figure 3. Figure 3 and Table 1 are reproduced from Liu et al. (2019).

Through research, we found that when \( b = 0.4 \) in the relevant index, the index has too much change, so it cannot be eliminated. Through further research, it is found that related measures can eliminate certain effects, but this affects the speed of evolution. Only when \( a = 0.8 \) and \( b = 0.3 \) can there be high-speed evolution, and it is not easy to enter the “premature” search efficiently and stable state. \( f \) is the minimum value of the overall fitness function, and \( f \) is the fitness value that usually cannot effectively handle concurrent operations. The best distribution algorithm for distributed practical use is ion detection, which can monitor and analyze user and system activities. At the same time, we will further carry out relevant statistics and analysis to prevent system vulnerabilities. In order to detect known intrusions and alarms and audits used by individuals to help the system respond to network attacks, comparison of database indicators for different research methods is shown in Figure 4.

Through further analysis, we found that the research on Figure 4 also jumped out of the premature state with changes in adaptability. We found that in order to make the search wider, we can learn to find better results. In order to further understand that niche operators and sorting preference operators are a better algorithm, the text needs to further compare the two algorithms. In order to conduct a further review and consider relevant factors, we will give the best solution at the end to greatly reduce the occurrence of related error rates.

5. Conclusions

Distributed database system used in various industries in the production and life of society is the basis for data processing applications. The distributed database system is used in various industries in the production and life of the society, and it is the basis of data processing applications. In this paper, a centralized management system in multicampus university teaching system applications exists in data redundancy; query efficiency is low and so on. Distributed database technology is used to build educational system basic data.
platform for the program, with the use of distributed database reliable high sex.

High operating efficiency and other features are used to solve the multicampus college database construction issues. In-depth study of the application of the teaching system is done in colleges and universities; MySQL database management system is used to achieve a concrete realization of a distributed database. In addition, in order to adapt to related needs, we need to analyze the functions and performance of the system. On this basis, we established the functions and logical and physical deployment models of the school’s administrative management information system and designed the system’s data architecture scheme. Through analysis, we believe that the use of Java language in the development environment concretely realizes the main functional blocks of the system. In addition, the focus of related research in this article is to realize data by implementing the main functions and supporting functions of the system for the application of the education system. Finally, the test case verifies the system functions and performance indicators to meet actual needs.
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