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It is well known that transmission control protocol (TCP) performance degrades severely in IEEE 802.11-based wireless ad hoc networks. We first identify two critical issues leading to the TCP performance degradation: (1) unreliable broadcast, since broadcast frames are transmitted without the request-to-send and clear-to-send (RTS/CTS) dialog and Data/ACK handshake, so they are vulnerable to the hidden terminal problem; and (2) false link failure which occurs when a node cannot successfully transmit data temporarily due to medium contention. We then propose a scheme to use a narrow-bandwidth, out-of-band busy tone channel to make reservation for broadcast and link error detection frames only. The proposed scheme is simple and power efficient, because only the sender needs to transmit two short messages in the busy tone channel before sending broadcast or link error detection frames in the data channel. Analytical results show that the proposed scheme can dramatically reduce the collision probability of broadcast and link error detection frames. Extensive simulations with different network topologies further demonstrate that the proposed scheme can improve TCP throughput by 23% to 150%, depending on user mobility, and effectively enhance both short-term and long-term fairness among coexisting TCP flows in multihop wireless ad hoc networks.
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1. INTRODUCTION

It is well known that TCP performance degrades significantly in IEEE 802.11-based multihop wireless ad hoc networks [1–5] due to the TCP instability problem and the unfairness problem. The former may cause dramatic drop of the TCP throughput to zero, while the latter may lead to substantial throughput variation of the coexisting TCP flows. These two problems are closely related to the unreliable broadcast and the false link failure.

In ad hoc networks, there is no request-to-send/clear-to-send (RTS/CTS) to reserve channels and to avoid the hidden terminal problem for broadcast frames. In addition, no Data/ACK handshake has been devised for the sender to distinguish whether the broadcast is successful or not. Since many important network management and control signaling messages are delivered by broadcast in ad hoc networks, for example, the Address Resolution Protocol (ARP) request messages and route request messages, the low success rate of broadcast transmissions may significantly downgrade the whole network functionality and efficiency.

On the other hand, when a node (sender) fails to transmit data to its next-hop receiver for a certain period of time, the node simply assumes that the link is broken. The source node (in this paper, the sender refers to the node who transmits or broadcasts to its one-hop neighbors, and the source node is the node who transfers data through an end-to-end connection) is thus notified to discover a new route to the destination based on the assumption that the link failure event is due to user mobility and node failure, and so forth. However, a link failure event can be caused not only by user mobility and node failure, but also by link-layer contention. The later case is also referred to as the false link failure, where the intermediate node that fails to relay the data will also inform the source node to discover a new route by mistakenly assuming that the link is broken. The route discovering procedure is very time consuming and imposes great overhead to the network. The procedure also relies on broadcast, and a low success rate of broadcast transmissions will prolong the route discovering procedure.

These two problems interact with TCP’s congestion control mechanism (window backoff and timeout), and have
significant impact on TCP performance. Thus, to enhance TCP performance in the ad hoc networks, it is critically important to improve the success rate of broadcast transmissions and to detect and recover from false link failures promptly. Since it is impractical to use RTS/CTS for broadcast and link error detection frames, we propose to send control messages in a narrow-bandwidth, out-of-band channel, called busy tone channel, to reserve the data channel for broadcast and link error detection frames only.

Busy tone assisted schemes have been proposed in the literature for different purposes. In [6], a receiver-initiated busy tone scheme was proposed, where receivers set up busy tone during the receiving period to prevent transmission from hidden terminals. The receiver-initiated scheme is not applicable for both the broadcast frame which potentially has multiple receivers and the link error detection frame which may have no receiver at all. A dual busy tone scheme was proposed in [7], which uses two busy tone channels together with the RTS/CTS scheme to solve the hidden terminal and exposed terminal problems for unicast transmissions. This scheme requires both the sender and the receiver transmitting in two busy tone channels to protect RTS and data packets, and it is not suitable to protect the broadcast frame and the link error detection frame. Different from the previous approaches, our scheme allows the sender to send short control messages in the busy tone channel to protect broadcast and link error detection frames.

The main contributions of this paper are as follows. First, we propose a busy tone assisted broadcast and link error detection scheme with low overhead and good energy-efficiency, where only the sender needs to transmit two short messages in the busy tone channel before sending broadcast or link error detection frames in the data channel. Second, the success rates of the broadcast and link error detection frames are evaluated for both the proposed scheme and the standard IEEE 802.11 scheme. Numerical results demonstrate that the proposed scheme can effectively enhance the success rate of broadcast and link error detection frames. Third, by using NS-2, the TCP performances with and without using the proposed scheme are evaluated. Extensive simulation results with different network topologies demonstrate that the proposed scheme can improve TCP throughput by 23% to 150%, for both high-mobility and low-mobility cases, and enhance both short-term and long-term fairness among coexisting TCP flows in multihop wireless ad hoc networks.

The rest of the paper is organized as follows. Section 2 gives a brief introduction on the system model by discussing two severe problems in IEEE 802.11-based ad hoc networks and their negative impacts on TCP performance due to using a single channel. The busy tone assisted scheme is presented in Section 3, followed by its performance analysis in Section 4. In Section 5, simulation results are given to verify the performance gain of the proposed scheme. Related work is discussed in Section 6 and Section 7 concludes the paper.

2. SYSTEM MODEL

In the IEEE 802.11 standard, a wireless ad hoc network is defined as an independent basic service set (IBSS) deploying the distributed-coordination-function-(DCF-) based carrier sense multiple access with collision avoidance (CSMA/CA) medium access mechanism. CSMA/CA is effective and efficient in single-hop wireless networks such as infrastructure-based WLANs. However, it faces great challenges in the multihop scenarios. Here, we identify two problems, the unreliable broadcast problem and the false link failure problem, which result in the most serious impact on TCP performance.

2.1. Unreliable broadcast

Broadcast is very important in carrying critical information in the network, such as the routing information, ARP message, and node advertisement message, and so forth. Unlike wired networks, it is very difficult to provide reliable broadcast in wireless ad hoc networks due to the high bit error rate, wireless medium contention, and so forth. In the IEEE 802.11 standard, since no RTS/CTS is devised for broadcast frames, comparing with unicast frames, broadcast frames are more vulnerable to the hidden terminal problem. Furthermore, unlike unicast frames, there is no Data/ACK handshake for broadcast frames. Therefore, the broadcast senders cannot tell whether the broadcast frame is correctly received by all intended receivers or not.

If broadcast fails, some important network functions may fail. For instance, a route failure may happen if either the broadcast ARP request message or the route request message fails to be delivered. Consequently, the data transmission is frozen. Therefore, how to provide reliable broadcast in wireless ad hoc networks is critical.

2.2. False link failure

Link failure in wireless ad hoc networks may be due to node mobility, power attenuation, node failure, all of which can discontinue the sender forwarding packets to the next hop, and lead to the source searching for a new route to the destination. However, if a sender fails to transmit a frame due to link contentions, the source node may unnecessarily start to search for a new route by assuming a link failure event. We call it false link failure, as illustrated below.

As shown in Figure 1, node A attempts to transmit a data frame to node B while node C is transmitting a data frame to node D. Since node C is out of the carrier sensing range of node A, node A tries to send RTS to node B. Node B cannot receive the RTS frame successfully due to the collision with the data frame sent by node C. Thereafter, node A retransmits the RTS using an exponential backoff algorithm.
However, since the transmission time of a data packet (e.g., with 1500 bytes) is usually much larger than the transmission time of the RTS (about 20 bytes), node A may fail to send RTS to node B for several times consecutively. Thus, false link failure may happen even when the traffic load is not heavy. Since all routes via this link need to be recalculated, false link failures bring significant overhead to the network.

### 2.3. Impacts on TCP performance

TCP faces two major problems in ad hoc networks, which are not encountered in wired networks [1–5]. The first is the throughput instability problem: the throughput of a TCP flow fluctuates severely and even frequently drops to zero. The second is the unfairness problem: when there are several TCP flows competing in the network, some flows tend to dominate the channel and the other flows are starved, even when all nodes are static. By examining the interactions between TCP and the IEEE 802.11 MAC protocol, the false link failure problem and unreliable broadcast problem play an important role for both the TCP instability problem and the unfairness problem.

#### (1) TCP instability problem

As shown in Figure 2, a TCP connection is established between node A and node F. When node D is transmitting a frame to node E, since the transmission is out of the sensing range of node B, node B attempts to send RTS to node C. At node C, the RTS sent by node B collides with the packet sent by node D. After retransmitting RTS seven times, node B assumes that a link failure occurs, which is a typical false link failure event.

Thereafter, the intermediate nodes discard all packets transmitted via the route and notify the source node of the route failure. The source node then broadcasts a route request message to search for a new route. Here, we consider Dynamic Source Routing (DSR) protocol as an example. Furthermore, due to the unreliable broadcast problem, the broadcast route request message and ARP request message can easily get lost due to link-layer contention. If either the route request message or ARP request message is lost, the new route cannot be established successfully.

As an on-demand routing protocol, DSR searches for a new route only when any packet is ready to be sent. On the other hand, TCP will retransmit the packet until the current transmission timeouts. TCP exponentially increases the timeout value after each retransmission. Therefore, it may take a fairly long time (several seconds) to resume the TCP transmission when a route failure happens. Until a new route is established successfully, the TCP sending rate drops to zero, leading to the TCP instability problem.

#### (2) TCP unfairness problem

TCP suffers from severe unfairness problem due to many factors, such as hidden terminal and exposed terminal problems, capture effect, the adoption of the binary exponential backoff (BEB) scheme, and variation of hop lengths, and so forth. Besides, the false link failure and unreliable broadcast in the MAC layer that may cause serious impacts on the TCP throughput performance have not been fully addressed in the literature.

As illustrated in Figure 3, there are two flows competing with each other: flow 1 between node A and node D, and flow 2 between node E and node F. Due to the collision of the RTS (sent by node A) and the data frame (sent by node E), node A may trigger route failure. Due to the unreliable broadcast problem, it takes a long time for flow 1 to establish a new route and resume transmission. During this period, flow 2 completely captures the channel, which causes severe unfairness.

### 2.4. Why single channel is not sufficient

Since the RTS/CTS scheme is not applicable for broadcast transmission, is it possible to increase the carrier sensing range, to avoid the hidden terminal problem? To discuss this issue, we first define the transmission range, sensing range, and interference range as below [8].

The transmission range is the range (with respect to the transmitting station) within which a transmitted frame can be successfully received by receivers. The physical carrier sensing range is the range within which the signal-to-noise-ratio (SNR) is greater than or equal to the threshold by which the other stations can detect the transmission. The interference range is the range within which any station in the receiving mode can be interfered with the transmitter and thus loss of the packets. The interference range is usually larger than the transmission range, and it is a function of the distance between the sender and receiver.

To avoid the hidden terminal problem, the carrier sensing range should be set to be larger than the maximum interference range plus the transmission range. However, the sensing range is limited according to the physical sensitivity of the receiver (the receive threshold) and the sender.
transmission power. Increasing the transmission power will increase the maximum interference range, and thus it is not applicable. Since both unicast data frames and broadcast frames share the same channel, increasing sensing range by using more sensitive receiver may lead to more serious exposed terminal problem and may reduce network capacity.

From the above discussions, it is very difficult, if not impossible, to efficiently solve the problems with a single channel.

3. BUSY TONE ASSISTED SCHEME

3.1. Channel architecture

To alleviate the false link failure problem and unreliable broadcast problem, we introduce the busy tone assisted scheme. Besides the wide-bandwidth data channel, a separate narrow-bandwidth busy tone channel is used for control purpose. We assume that these two channels are completely orthogonal, and thus the interference between these two channels is negligible. With different transceivers working in different channels, each node can transmit or receive in both the data channel and the busy tone channel simultaneously.

We can set the carrier sensing range in the busy tone channel equal to the maximum interference range plus the transmission range in the data channel to solve the hidden terminal problem for broadcast frames, as explained in Section 3.2. On the other hand, for broadcast, the exposed terminal problem is less severe than that for unicast or multicast since all nodes within the transmission range need to receive the broadcast frame successfully. Therefore, increasing the sensing range in the busy tone channel only will not significantly exaggerate the exposed terminal problem.

For simplicity, we assume the transmission range, the carrier sensing range, and the maximum interference range for each channel to be the same. Our scheme can be easily extended to the case that these three ranges are different for each channel.

The unicast data transmission scheme in the data channel remains mostly unchanged, which uses RTS/CTS to alleviate the hidden terminal and exposed terminal problems. In addition, all nodes should monitor the busy tone channel. Only the sender of broadcast frames or link error detection frames takes advantages of the busy tone channel to reserve the data channels, and all the other nodes should not transmit if a node has made a successful reservation.

3.2. Broadcast

In the study, time is slotted. The duration of each slot is $T$, which is long enough to include the one-hop propagation delay, carrier sensing delay, processing delay, and transmit/receive turnaround time. There are two different busy tone messages used for broadcast: PILOT and broadcast notification (BN). Once receiving a PILOT in the busy tone channel, a node sets a timer $T_{\text{rand}}$, which is equal to $\beta T$, where $\beta$ is a system parameter. Before timeout, the node cannot initiate any broadcast.

To initiate a broadcast, the node sends a PILOT in the busy tone channel first, and then monitors the busy tone channel for a random delay time $T_{\text{rand}}$. The random delay time $T_{\text{rand}}$ equals $N_{\text{rand}} T$, where $N_{\text{rand}}$ is a random number. To give a higher priority to link error detection frames, $N_{\text{rand}}$ is chosen as follows: $0 \leq N_{\text{rand}} \leq \alpha$ for link error detection frames as discussed in Section 3.3, and $0 \leq N_{\text{rand}} \leq \beta$ for normal broadcast frames, where $\alpha$ is a system parameter and $\alpha < \beta$. PILOT and random backoff $T_{\text{rand}}$ are used to resolve collisions among competing broadcast frames. Once receiving a PILOT, any node is not allowed to initiate broadcast in order to reduce competition among broadcast frames, but it is still allowed to use the data channel for on-going data transmission.

If the busy tone channel is idle during $T_{\text{rand}}$, the sender sends BN in the busy tone channel to reserve the channel for the incoming broadcast frame. After broadcasting BN, the sender waits for time $T_{\text{max}}$, and then broadcasts the data packets in the data channel. $T_{\text{max}}$ is set to be large enough to finish all on-going data/ACK transmissions starting before BN: $T_{\text{max}} = 3\text{SIFS} + tx(\text{RTS}) + tx(\text{CTS}) + tx(\text{MTU}) + tx(\text{ACK})$, where SIFS stands for the short interframe spacing, $tx(\text{MTU})$ is the transmission time of a maximum transmit unit, $tx(\text{RTS})$, $tx(\text{CTS})$, $tx(\text{ACK})$ represent the transmission time of RTS, CTS, and ACK, respectively.

Once receiving the BN, a node reserves the interval $[T_{\text{max}} + t, T_{\text{max}} + T_{\text{mb}} + t]$ in its local table, where $t$ is the time when it receives BN, $T_{\text{mb}}$ is the maximum broadcast duration time. Therefore, the node must stop data transmission before $T_{\text{max}} + t$, and it must keep silent during $[T_{\text{max}} + t, T_{\text{max}} + T_{\text{mb}} + t]$.

The steps taken by a broadcast sender are given as follows.

(1) Before broadcasting, the sender first checks whether its timer $T_{\text{rc}}$ is active. If the timer is active, it should defer broadcasting until timeout.

(2) If the timer $T_{\text{rc}}$ is not active, the sender should check whether or not any reserved interval in its local table overlaps with its own requested broadcasting interval. The sender’s own broadcasting interval is calculated as $[\text{PIFS} + tx(\text{PILOT}) + tx(\text{BN}) + T_{\text{max}} + t, \text{PIFS} + tx(\text{PILOT}) + tx(\text{BN}) + T_{\text{max}} + T_{\text{mb}} + t]$, where PIFS stands for point interframe spacing which equals SIFS + 1 slots, and $t$ is the current time instance. If the sender’s own broadcasting interval overlaps with any reserved interval in its local table, it should exponentially back off.

(3) If there is no reserved interval that overlapped with its own broadcasting interval, the sender should sense the busy tone channel for PIFS. If the busy tone channel is idle, it transmits PILOT in the busy tone channel and then waits for a random delay time $T_{\text{rand}}$; otherwise, it should exponentially back off.

(4) If the channel is idle after $T_{\text{rand}}$, the sender broadcasts BN to notify the incoming broadcast attempt to all its neighbors, and then waits for $T_{\text{max}}$; otherwise, it should exponentially back off.

(5) After waiting the maximum duration time $T_{\text{max}}$, the sender senses the data channel for PIFS. If the data channel is idle, the sender broadcasts in the data channel; otherwise, it should exponentially back off.
By reserving the channel before broadcasting, the proposed scheme reduces the collision probability of the broadcast packets. The hidden terminal problem can be eliminated because the sensing range of the busy tone channel equals the sensing range plus the transmission range of the data channel.

3.3. Link error detection

Busy tone channel is used to identify the false link failures. Instead of triggering the link failure right after retransmitting for the maximum times, the sender enters the link error detection phase and tries to identify whether it is a real link failure or not.

The procedure of link error detection is similar to the broadcast procedure with only a few differences which enable them to incorporate well. Steps (1) to (4) are the same as that of the broadcast procedure.

(5) After waiting the maximum duration time $T_{\text{max}}$, if the data channel is sensed idle for PIFS, the sender launches a control frame SI (status inquire) in the data channel to the suspected failed node in order to probe for the status of that node; otherwise, it should exponentially back off.

(6) If the receiver receives the SI, it should reply with a control frame SR (status response) in the data channel after SIFS.

(7) If the sender receives the SR correctly, it marks the link as available, exits link error detection phase, and resumes data transmission. Otherwise, it discards the data frame, marks the link as unavailable, exits link error detection phase, and reports link failure to the source node.

3.4. Collision due to mobility

Because the sender should wait $T_{\text{max}}$ before it broadcasts a data packet, a mobile node which is outside the sensing range of the sender may move into the two-hop neighborhood of the sender and cause collision after $T_{\text{max}}$. However, since $T_{\text{max}}$ is very small and the node can only move a very small distance during $T_{\text{max}}$, the probability of collision due to user mobility is negligibly small, as illustrated in the following example.

As defined earlier, $T_{\text{max}} = 3\text{SIFS} + tx(\text{RTS}) + tx(\text{CTS}) + tx(\text{MTU}) + tx(\text{ACK})$. If the channel bandwidth is 2 Mbps, and the maximum packet size is 1500 byte,

$$T_{\text{max}} = 3 \cdot 10 \cdot 10^{-6} + \frac{(20 + 14 + 14 + 1500)8}{2 \cdot 10^6} + 4 \cdot 192 \cdot 10^{-6} \approx 7 \text{ms}.$$ (1)

Even with a speed at 120 km/hour, the moving distance within 7 milliseconds is only about 0.2 m. Moreover, we can slightly increase the sensing range by $2\sqrt{7}T_{\text{max}}$ to eliminate the collision due to mobility, where $V$ is the maximum speed of mobile nodes.

4. PERFORMANCE ANALYSIS

The objective of the proposed scheme is to improve the success rate of broadcast and link error detection frames by reducing the collisions due to hidden terminals. Therefore, we compare the collision probability of broadcast frames of the proposed scheme with that of the legacy IEEE 802.11 MAC. The collision probability for link error detection frames can be obtained in a similar way, which is not presented here due to space limitation.

We assume that the node spatial distribution is two-dimensional Poisson distribution with $\lambda$ as the average number of nodes per unit area. Therefore, the probability that $i$ nodes appear in a circular region with radius $R$ is

$$p(i, R) = \frac{(\lambda\pi R^2)^i e^{-\lambda\pi R^2}}{i!}. \quad (2)$$

For each time slot, the node broadcasts with probability $p$ and keeps silent with probability $1 - p$.

4.1. Collision probability of the busy tone scheme

For the proposed scheme, since there is no hidden terminal problem, the broadcast fails only if multiple nodes broadcast simultaneously within the two-hop neighborhood. Here, simultaneously means two events occurring at the same time slot. If only one node sending PILOT in one slot, all its two-hop neighbors can know the broadcast, and they should refrain from initialize broadcasts to avoid collision. The probability of only node $S$ sending PILOT within the circular region with radius $2R$ is

$$P_1 = \sum_{i=0}^{\infty} p(1 - p)^i \frac{(4\lambda\pi R^2)^i e^{-4\lambda\pi R^2}}{i!}.$$ (3)

After broadcasting the PILOT, node $S$ further randomly chooses $N_{\text{rand}}$ between 0 and $\beta$. The probability that the sender $S$ eventually succeeds to broadcast when its PILOT has collided with PILOTs from other $N$ nodes is

$$P' = \sum_{n=1}^{\beta} \frac{1}{\beta} \left(1 - \frac{n}{\beta}\right)^N.$$ (4)

This is because $S$ can succeed only if the chosen $N_{\text{rand}}$ is smaller than those chosen by the other $N$ nodes.

Therefore, the probability of node $S$ successfully broadcasting given that its PILOT has collided with PILOTs from other nodes is

$$P'_2 = \sum_{i=1}^{\infty} \left(p \sum_{N=1}^{\infty} \left( \frac{i!}{N!(i-N)!} p^N (1-p)^{-N} \sum_{n=1}^{\beta-1} \frac{1}{p} \left(1 - \frac{n}{\beta}\right)^N \right) \right) \times \frac{(4\lambda\pi R^2)^i e^{-4\lambda\pi R^2}}{i!}.$$ (5)

The success probability of a broadcast frame (there is no collision to this frame) is

$$\text{Pr\{Success\}} = P_1 + P'_2.$$ (6)
4.2. Collision probability of IEEE 802.11 MAC

For the IEEE 802.11 MAC, we need to consider the hidden terminal problem, which is illustrated in Figure 4.

All nodes within the carrier sensing range \( R \) can directly sense the broadcast of sender \( S \) and refrain themselves from transmission. However, all of the hidden terminals located between \( R \) and \( 2R \) cannot sense the broadcast and may broadcast during the period when sender \( S \) is broadcasting. Therefore, we divide the whole circular region with radius \( 2R \) into two areas: the carrier sense area and the hidden terminal area, as indicated in Figure 4.

The hidden terminal area is

\[
A_H = 4\pi R^2 - \pi R^2 = 3\pi R^2.
\]

The probability that only sender \( S \) broadcasts within the carrier sense area in a particular slot is

\[
P_C = \sum_{i=0}^{\infty} p(1-p)^i \left(\frac{\lambda \pi R^2}{i!}\right)^i e^{-\lambda \pi R^2}.
\]

The probability that none of the nodes broadcast within the hidden terminal area is

\[
P_H^0 = \sum_{i=0}^{\infty} (1-p)^i \left(\frac{3\lambda \pi R^2}{i!}\right)^i e^{-3\lambda \pi R^2}.
\]

Considering the hidden terminal problem, the broadcast of sender \( S \) can be successful if (a) there is no other packet scheduled for transmission during the interval \((t-T, t+T)\) in the hidden terminal area, where \( t \) is the time instance when sender \( S \) broadcasts, \( T \) is the number of slots to transmit the broadcast packet; or (b) even if there is another transmission, none of the one-hop neighbors of \( S \) is in the transmission range of the other transmission. The probability that nobody is located in the collision region when \( i \) nodes transmit in the hidden terminal area in a vulnerable time slot is \( P_H^i \), and the probability that \( i \) hidden terminals transmit in a vulnerable time slot is \( P_H^i \).

With the two-dimensional Poisson distribution given the existence of a hidden terminal, the probability that the hidden terminal’s distance to \( S \) equals \( x \) is \( 2x/3R^2 \), where \( R \leq x \leq 2R \). Therefore, \( P_H^i = \int_{2R-x}^{2R} 2x/(3R^2) e^{-\lambda y} dy \), where \( y = 2R^2 \arccos(x/2R) - x \sqrt{R^2 - x^2/4} \) is the intersection area of two circles with radius \( R \), and the distance between the two centers is \( x \).

The probability that a broadcast frame is successfully delivered is

\[
\Pr\{\text{Success}\} = P_C \left(\frac{p_H^0}{1} + \sum_{i=1}^{\infty} P_H^i P^i_E\right)^{2T}.
\]

Since the collision region is no larger than \( \pi R^2 \) and \( P_H^i \geq P_H^i E \), \( P_E^i \) can be bounded by \( P_E^i \geq e^{-\lambda \pi R^2} \) for \( i \geq 1 \). The lower bound of the success probability is \( P_C(1 - P_H^i) e^{-\lambda \pi R^2} \), and the upper bound is \( P_C(1 - P_H^i) P^i_E \), and the upper bound is \( P_C(1 - P_H^i) P^i_E \). According to the numerical results in Section 4.3, the derived upper and lower bounds of the success probability are quite tight.

4.3. Numerical results

The analytical results are visualized by numerical results with the following parameters: \( \beta = 4 \) and \( T = 30 \).

Figure 5 shows the relationship between \( \lambda \pi R^2 \) and broadcast success rate, where the broadcast probability \( p \) is 0.005. It can be seen that the success rate decreases as the density increases because more nodes compete for a channel, leading to more collisions. The success rate with the proposed scheme decreases slowly while the success rate with the IEEE 802.11 MAC quickly drops to zero since IEEE 802.11 suffers from the hidden terminal problems especially when the node density is high.

Figure 6 shows the relationship between broadcast probability \( p \) and broadcast success rate, where \( \lambda \pi R^2 \) equals 5. The success rate with the proposed scheme decreases slightly when \( p \) becomes larger, while the success rate decreases exponentially with the IEEE 802.11 MAC.
The numerical results in Figure 6 show that the proposed scheme can dramatically enhance the success rate of delivery of broadcast and link error detection frames. On the other hand, given a fixed number of broadcast requests, $p$ is inversely proportional to the success rate. Therefore, given the same number of broadcast requests, the lower $p$ makes the proposed scheme well outperform the IEEE 802.11 MAC.

5. SIMULATIONS

We further evaluate the TCP performance with the proposed scheme by using the NS-2 simulator. The following parameters are used in the simulations. The sensing range of the data channel $R$ is 250 meters, and the link-layer buffer size is 50 packets with a drop-tail first-in-first-out (FIFO) queue. DSR is taken as the routing protocol. The bandwidth of the wireless links is 1 Mbps, and the data packet size is 1000 bytes. TCP newReno [9] is used for large file transfers (infinite backlog).

5.1. Throughput

We consider three different topologies: the static chain topology, the static cross-topology, and the random mobile topology.

The static chain topology with 10 hops is illustrated in Figure 7. There is only one single flow transmitting from node 0 to node 10. The distance between the neighboring nodes is 200 m, and each simulation lasts for 100 seconds.

Ideally, since all nodes are static with only one single flow, there should be no route failure due to mobility and no competition with other TCP flows, and the throughput of TCP should be stable. However, as shown in Figure 8, the TCP throughput over IEEE 802.11 seriously fluctuates and frequently drops to zero, which shows a typical TCP instability phenomenon. On the other hand, with the proposed scheme, TCP has a fairly stable throughput, and the average throughput of TCP with the proposed scheme is 109 Kbps, which is around 250% of that with IEEE 802.11.

We further examine the average throughput of TCP over chain topologies with different hops, varying from two to ten. The results are shown in Figure 9. The TCP throughput decreases as the hop number increases because more serious link contention is caused. For the two-hop chain topology, the throughput of the proposed scheme is almost the same as IEEE 802.11 because the false link failure does not occur. As the hop number increases, the performance with the proposed scheme becomes much better than that with IEEE 802.11. The simulation results demonstrate the effectiveness of the proposed scheme to detect and recover from false link failures.

In the second scenario, we consider a static cross-topology with 12 nodes as shown in Figure 10. In this scenario, all nodes are static and placed in two lines with the...
distance between neighboring nodes 200 m. Two TCP flows are transmitted: flow 1 is from node 0 to node 6 starting at 10 seconds, while flow 2 goes from node 7 to node 12 starting at 15 seconds. Each simulation lasts for 100 seconds.

As shown in Figures 11 and 12, both TCP flows’ throughputs with the proposed scheme are more stable than those with IEEE 802.11, and the throughputs do not drop to zero. The aggregate throughput of the two flows with the proposed scheme is around 200% of that with IEEE 802.11.

With the random mobile topology, the random waypoint mobility model [10] is deployed. There are 50 nodes moving randomly in a rectangular area of $1500 \times 1500$ m$^2$ with the maximum speed of 10 m/s and the mean pause time of 2 seconds. At most, three TCP flows coexist with arbitrary source and destination pairs. Each simulation lasts for 150 seconds. To ensure fair comparison, in each experiment, the same topology and mobile pattern with the same set of source and destination pairs are used for both MAC schemes.

With the proposed scheme, the average aggregate throughput can achieve around 23% improvement, which is less than that with the static topologies. This is because in random mobile topology, link failures due to node mobility are frequent and network partitions are common, which also affect TCP performance.

5.2. Fairness

We examine fairness in a strict sense: only the throughput of TCP flows traversing a similar path and facing similar contentions is compared.

With the cross-topology, the two competing flows are symmetric. Therefore, ideally, they should achieve the same throughput. However, as shown in Figures 11 and 12 with IEEE 802.11, one flow tends to dominate the channel for a while and the other starves during that period. With the proposed scheme, none of the TCP flows starves during the whole simulation period and their average throughputs are approximately the same.

To evaluate the fairness issue, we adopt the Jain’s fairness index ($FI$) [11], which is defined as follows:

$$FI = \frac{\left( \sum_{i=1}^{N} T_i \right)^2}{N \sum_{i=1}^{N} T_i^2},$$

where $T_i$ is the throughput of TCP connection $i$, and $N$ is the
Figure 12: Instantaneous throughput of flow-2 in cross-topology.

Figure 13: instantaneous fairness index in cross-topology (two flows).

total number of connections. $FI$ takes the value between 1 (best) and $1/N$ (worst).

The instantaneous fairness indexes of TCP flows with the proposed scheme and with IEEE 802.11 are shown in Figure 13. It can be seen that the proposed scheme achieves better short-term and long-term fairness than IEEE 802.11. With IEEE 802.11, the fairness problem is mainly due to extensive link contention, which generates extensive false link failures and causes a specific TCP flow being starved.

We further evaluate TCP fairness with two other topologies. The first one is an 8-hop chain topology with two competing flows transmitting in opposite directions, as shown in Figure 14. With the chain topology, node 3 and node 4 are in the same interference area, and node 2 and node 5 cannot sense the transmission of each other. Therefore, the transmission from node 2 to node 3 and the transmission from node 5 to node 4 may interfere with each other and cause false link failures.

The second topology is a cross-topology with 12 nodes, as shown in Figure 15. The distance between neighboring nodes is 200 m except the distance between nodes 2, 3, 8, and 9, which are in the same contention area with a radius of 100 m. Totally, four TCP flows compete with each other with the source destination pairs as (0, 2), (5, 3), (6, 8), and (11, 9), respectively. With the cross-topology, potentially more link contention exists and more severe unfairness problem could be introduced.

As shown in Figures 16 and 17, the proposed scheme can detect and recover false link failure quickly and achieve higher $FI$ than IEEE 802.11 in both topologies.

6. RELATED WORK

The TCP instability problem in 802.11-based wireless ad hoc networks was first reported in [1], and it was further investigated in [2]. The TCP unfairness problem in multihop wireless ad hoc networks was reported in [4], and it was further investigated in [5]. However, the important role of unreliable broadcast on TCP fairness problem has not been addressed until the recent research in [12].

In [2], it was observed that increasing retransmission limits in the MAC layer will result in significant improvement in TCP performance. However, as indicated by the authors, increasing retransmission limit may lead to longer link breakage detection latency especially in a mobile environment. Moreover, packets from other flows sharing the same queue may be delayed as well.

In [13], a solution to alleviate this problem by modifying the 802.11 backoff algorithm was proposed with the assumption that CTS loss is always due to collision. Thus, the
sender retransmits RTS after backoff for a relatively long time comparing with that defined in the IEEE 802.11 standard. However, this assumption is not always true, and thus this solution may not work well in a mobile environment.

Since the throughput instability problem is a common problem suffered by various wireless ad hoc routing protocols, such as DSR, AODV, DSDV, and so forth, a solution of continuously using the previous route until a new route is established was proposed in [3]. However, it cannot solve the fairness problem for a new setup flow.

A multichannel scheme was developed in [12] to reduce collisions in the MAC layer with split channels. However, split channels schemes need to divide the whole bandwidth among different channels, which may result in lower throughput. How to divide the bandwidth elegantly among these channels needs further investigations.

In [6], a receiver-initiated busy tone scheme was proposed. In [7, 14], dual busy tone channels are used to alleviate the hidden terminal problem for unicast data transmission, and the false link failure problem is unsolved. Here, we use a sender-initiated busy tone channel to protect broadcast and link error detection frames.

In [1, 2, 5, 15], it was noticed that a small congestion window limit (CWL) can achieve better TCP performance, and usually the CWL should be set around 1 or 2 packets. The recent work of [16] further demonstrated that the upper bound of CWL is approximately 1/5 of round-trip hop-count. An adaptive CWL setting algorithm was also proposed. Reference [17] found that TCP always increases its window much larger than the optimal size and leads to throughput degradation. The authors proposed using Link RED and adaptive pacing schemes to help TCP window being stabilized around the optimal size, by dropping extra packets and increasing the MAC layer backoff time. The end-to-end enhancement, RED queue management, and adaptive pacing schemes are orthogonal to our proposed scheme, and they can be deployed together to enhance TCP performance in ad hoc networks.

### 7. CONCLUSIONS

By examining the interactions between TCP and the IEEE 802.11 MAC protocol, we have identified that the false link failure and the unreliable broadcast have significant negative impacts on TCP performance in terms of throughput stability and fairness. We have proposed a sender-initiated busy tone scheme to alleviate these impacts. The proposed scheme can improve TCP performance without any modification on the TCP protocol. Both analytical and simulation results have demonstrated that the proposed scheme can effectively improve the reliability of broadcast frames and promptly detect and recover from false link failures. Consequently, higher TCP throughput and better fairness can be achieved.
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Motivations
Ad hoc networking technologies have big potentialities for innovative applications of great impact on our everyday life. To exploit these potentialities, simulation modeling and theoretical analyses have to be complemented by real experiences (e.g., experiences/measurements on real prototypes) which provide both a direct evaluation of ad hoc networks and, at the same time, precious information for a realistic modeling of these systems.

The need for more experimental activities stimulated a new community of researchers combining theoretical research on ad hoc networking with experiences/measurements obtained by implementing ad hoc network prototypes. This community is growing as witnessed by several workshops organized worldwide. In particular, this special issue is tightly coupled with the REALMAN workshop series, http://www.cl.cam.ac.uk/realm. REALMAN workshops constitute a unique forum for presenting and discussing measurement studies and experiences based on real ad hoc networks testbeds and prototypes. Following the success of the first edition (REALMAN 2005), REALMAN 2006 will be the satellite workshop of the most prestigious symposium for mobile ad hoc networks, ACM MobiHoc 2006.

Aims and scope of the Special Issue
The aim of this special issue is to present, from an experimental perspective, architectures and protocols for implementing (mobile) ad hoc networks. This special issue constitutes a unique forum to present measurements/experiences/lessons obtained by implementing ad hoc networks testbeds and prototypes. The special issue will investigate the whole protocol stack from enabling technologies to middleware and applications.

Original contributions are solicited, related to system and protocol development, measurement, and testing, in all areas related to ad hoc networking. Specifically, topics of interest include, but are not limited to:
- Mobile ad hoc networks
- Opportunistic and delay tolerant networks
- Sensor networks
- Mesh networks
- Vehicular networks
- Protocol implementation and testing
- Middleware platforms for ad hoc networks
- Ad hoc networking for pervasive environments
- Situated and autonomic communications
- Location services
- Positioning and tracking technologies and services
- Measurement studies
- Mobility models based on real data
- Enabling technology Measurements (802.11, 802.15, etc.)
- Experiment-based social and/or economic analysis of mobile ad hoc networks
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Sensor networks have been researched and deployed for decades already; their wireless extension, however, has witnessed a tremendous upsurge in recent years. This is mainly attributed to the unprecedented operating conditions of wireless sensor networks (WSNs), that is,

- a potentially enormous amount of sensor nodes,
- reliably operating under stringent energy constraints.

The wireless sensor networks’ virtually infinite degrees of freedom have ignited feverish research activities, having led to thousands of publications, white papers and patents in less than a decade, with new contributions emerging on a daily basis. The rich mathematical and technical toolboxes already available from the design of wireless cellular and ad hoc systems clearly aided the birth of new ideas tailored to the problems in WSNs.

To date, and this may very well change in forthcoming years, the main problem in deploying WSNs is their dependence on scarce battery power. A main design criterion is hence to extend the lifetime of the network without jeopardizing reliable and efficient communications between the sensor nodes as well as from the nodes to one or several data sinks. A prominent example of today’s non-optimized WSN deployment experiences is that the start-up alone costs the network half of its battery power.

Optimizing every facet of the communication protocols is hence vital and imperative; such stringent design requirements can be met by a plethora of approaches, for example, optimizing each layer of the protocol stack separately (traditional) or jointly (cross-layer), for each node separately (traditional) or for an ensemble of nodes (distributed and cooperative), and so forth. This has led to copious novel distributed signal processing algorithms, energy-efficient medium access control and fault-tolerant routing protocols, self-organizing and self-healing sensor network mechanisms, and so forth.

In the light of the above, the main purpose of this special issue is twofold:

- to obtain a coherent and concise technical synthesis from the abundance of recently emerged material in the area of WSNs,
- to promote novel approaches in analyzing, designing, and optimizing large-scale WSNs, preferably inspired by approaches from other disciplines, such as physics or biology.

As for the first one, very few papers are currently available which synthesize the large amount of fairly dispersed technical contributions; a coherent exposure, also touching upon open research issues, will certainly be appreciated by the academic and industrial research community. As for the second one, we believe that novel approaches, potentially inspired by entirely disjoint disciplines, may help considerably in dealing with networks of thousands of nodes.

Topics of Interest

Topics of interest in the area of energy-constraint WSNs include (but are not limited to):

- Network capacity w/o imperfections
- Joint source and channel coding
- Cooperative and distributed signal Data fusion and aggregation processing
- Novel PHY, MAC, and network paradigms
- Cross-layer and cross-functionality design
- Security, robustness, and reliability
- Self-healing, self-stabilization, and self-organization
- Applications, architectures, and topologies
- (Macroscopic) information flows
- Physically and biologically inspired approaches
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The adoption of multiple-antenna techniques in future wireless systems is expected to have a significant impact on the efficient use of the spectrum, the minimisation of the cost of establishing new wireless networks, the enhancement of the quality of service, and the realisation of reconfigurable, robust, and transparent operation across multitechnology wireless networks. Although a considerable amount of research effort has been dedicated to the investigation of MIMO systems performance, results, conclusions, and ideas for future directions remain fragmental. Recent trends in MIMO research include reconfigurable multiple-antenna transceivers, cross-layer optimisation and efficient radio resource management for smart antenna networks, antenna technologies for reconfigurable multiple-antenna terminals, and smart antenna deployment issues.

The objective of this special issue is to invite contributions on the most recent developments and promising future directions in the field, with emphasis on reconfigurable transceiver design, efficient resource management, realistic performance evaluation, and implementation aspects.

Topics of interest include (but are not limited to):

- Reconfigurable MIMO transceivers
- Adaptive/reconfigurable coding
- Channel estimation for multiple-antenna systems
- Characterization of wideband MIMO channels
- Realistic performance evaluation and implementation aspects for multiple-antenna techniques
- Antenna array design and implementation
- Efficient radio resource management and cross-layer optimisation for multiple-antenna systems
- Network planning and business models with smart antennas
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With the widespread infusion of digital technologies and the ensuing ease of digital content transport over the Internet, multimedia data distribution is experiencing exponential growth. The use of emerging technologies and systems based on wireless networks has further facilitated the ubiquitous presence of multimedia data. These rapid advances are neither without cost nor without negative impact. With the increasing sophistication and ubiquity of sharing and dissemination of data over a plethora of networks, the complexity and challenges of untrustworthy behavior as well as cyber attacks may grow significantly. Moreover, the emerging unstructured, mobile, and ad hoc nature of today’s heterogeneous network environment is leading to problems such as the exploitation of resources due to selfish and malicious behavior by users and their agents in the networks.

Trust and digital rights management (DRM) of data and the underlying systems and networks have therefore become of critical concern. Moreover, satisfying users’ quality of service (QoS) requirements while implementing trust and DRM mechanisms may overburden the already resource-constrained wireless networks.

The objective of this solicitation is to encourage cutting-edge research in trust and digital rights management in wireless networks and systems. Dissemination of research results in formulating the trust and DRM issues, and emerging solutions in terms of technologies, protocols, architecture, and models are expected to contribute to the advancement of this field in a significant way. Topics of interests include but are not limited to:

- DRM issues (copyright protection, tracking, tracing, fingerprinting, authentication, concealment, privacy, access control, etc.) in wireless multimedia
- Wireless multimedia traffic modeling, analysis, and management
- Tradeoff between QoS, security, dependability, and performability requirements
- Context, behavior, and reputation specification, modeling, identification, and management
- Trust and DRM models, architectures, and protocols
- Trust and DRM in applications (telemedicine, ubiquitous commerce, etc.)
- Trust and DRM in wireless ad hoc, mesh, sensor and heterogeneous networks
- Trust and DRM technologies for wireless multimedia (digital watermarking, encryption, coding, and compression, and their interplay)
- Test beds for experimental evaluation of trust and DRM models.
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Synchronous languages were introduced in the 1980s for programming reactive systems. Such systems are characterized by their continuous reaction to their environment, at a speed determined by the latter. Reactive systems include embedded control software and hardware. Synchronous languages have recently seen a tremendous interest from leading companies developing automatic control software and hardware for critical applications. Industrial success stories have been achieved by Schneider Electric, Airbus, Dassault Aviation, Snecma, MBDA, Arm, ST Microelectronics, Texas Instruments, Freescale, Intel, etc. The key advantage outlined by these companies resides in the rigorous mathematical semantics provided by the synchronous approach that allows system designers to develop critical software and hardware in a faster and safer way.

Indeed, an important feature of synchronous paradigm is that the tools and environments supporting development of synchronous programs are based upon a formal mathematical model defined by the semantics of the languages. The compilation involves the construction of these formal models, and their analysis for static properties, their optimization, the synthesis of executable sequential implementations, and the automated distribution of programs. It can also build a model of the dynamical behaviors, in the form of a transition system, upon which is based the analysis of dynamical properties, for example, through model-checking-based verification, or discrete controller synthesis. Hence, synchronous programming is at the crossroads of many approaches in compilation, formal analysis and verification techniques, and software or hardware implementations generation.

We invite original papers for a special issue of the journal to be published in the first quarter of 2007. Papers may be submitted on all aspects of the synchronous paradigm for embedded systems, including theory and applications. Some sample topics are:

- Synchronous languages design and compiling
- Novel application and implementation of synchronous languages
- Applications of synchronous design methods to embedded systems (hardware or software)
- Formal modeling, formal verification, controller synthesis, and abstract interpretation with synchronous-based tools
- Combining synchrony and asynchrony for embedded system design and, in particular, globally asynchronous and locally synchronous systems
- The role of synchronous models of computations in heterogeneous modeling
- The use of synchronous modeling techniques in model-driven design environment
- Design of distributed control systems using the synchronous paradigm
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Video coding systems have been assuming an increasingly important role in application areas other than the traditional video broadcast and storage scenarios. Several new applications have emerged focusing on personal communications (such as video-conferencing), wireless multimedia, remote video-surveillance, and emergency systems. As a result, a number of new video compression standards have emerged addressing the requirements of these kinds of applications in terms of image quality and bandwidth. For example, the ISO/MPEG and ITU standardization bodies have recently jointly established the new AVC/H.264 video coding standard.

In such a wide range of applications scenarios, there is the need to adapt the video processing in general, and in particular video coding/decoding, to the restrictions imposed by both the applications themselves and the terminal devices. This problem is even more important for portable and battery-supplied devices, in which low-power considerations are important limiting constraints. Examples of such application requirements are currently found in 3G mobile phones, CMOS cameras and tele-assistance technologies for elderly/disabled people.

Therefore, the development of new power-efficient encoding algorithms and architectures suitable for mobile and battery-supplied devices is fundamental to enabling the widespread deployment of multimedia applications on portable and mobile video platforms. This special issue is focused on the design and development of embedded systems for portable and mobile video platforms. Topics of interest cover all aspects of this type of embedded system, including, not only algorithms, architectures, and specific SoC design methods, but also more technological aspects related to wireless-channels, power-efficient optimizations and implementations, such as encoding strategies, data flow optimizations, special coprocessors, arithmetic units, and electronic circuits.

Papers suitable for publication in this special issue must describe high-quality, original, unpublished research. Prospective authors are invited to submit manuscripts on topics including but not limited to:

- Power-efficient algorithms and architectures for motion estimation, discrete transforms (e.g., SA-DCT, WT), integer transforms, and entropy coding
- Architectural paradigms for portable multimedia systems
- Low-power techniques and circuits, memory, and data flow optimizations for video coding
- Adaptive algorithms and generic configurable architectures for exploiting intrinsic characteristics of image sequences and video devices
- Aspects specifically important for portable and mobile video platforms, such as video transcoding, video processing in the compressed domain, and error resilience (e.g., MDC)
- Ultra-low-power embedded systems for video processing and coding
- Heterogeneous architectures, multithreading, MP-SoC, NoC implementations
- Design space exploration tools, performance evaluation tools, coding efficiency and complexity analysis tools for video coding in embedded systems
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Smart Antennas—State of the Art brings together the broad expertise of 41 European experts in smart antennas. They provide a comprehensive review and an extensive analysis of the recent progress and new results generated during the last years in almost all fields of smart antennas and MIMO (multiple input multiple output) transmission. The following represents a summarized table of content.

Receiver: space-time processing, antenna combining, reduced rank processing, robust beamforming, subspace methods, synchronization, equalization, multiuser detection, iterative methods

Channel: propagation, measurements and sounding, modeling, channel estimation, direction-of-arrival estimation, subscriber location estimation

Transmitter: space-time block coding, channel side information, unified design of linear transceivers, ill-conditioned channels, MIMO-MAC strategies

Network Theory: channel capacity, network capacity, multihop networks

Technology: antenna design, transceivers, demonstrators and testbeds, future air interfaces

Applications and Systems: 3G system and link level aspects, MIMO HSDPA, MIMO-WLAN/UMTS implementation issues

This book serves as a reference for scientists and engineers who need to be aware of the leading edge research in multiple-antenna communications, an essential technology for emerging broadband wireless systems.
Ultra-wideband (UWB) communication systems offer an unprecedented opportunity to impact the future communication world.

The enormous available bandwidth, the wide scope of the data rate/range trade-off, as well as the potential for very-low-cost operation leading to pervasive usage, all present a unique opportunity for UWB systems to impact the way people and intelligent machines communicate and interact with their environment.

The aim of this book is to provide an overview of the state of the art of UWB systems from theory to applications.

Due to the rapid progress of multidisciplinary UWB research, such an overview can only be achieved by combining the areas of expertise of several scientists in the field.

More than 30 leading UWB researchers and practitioners have contributed to this book covering the major topics relevant to UWB. These topics include UWB signal processing, UWB channel measurement and modeling, higher-layer protocol issues, spatial aspects of UWB signaling, UWB regulation and standardization, implementation issues, and UWB applications as well as positioning.

The book is targeted at advanced academic researchers, wireless designers, and graduate students wishing to greatly enhance their knowledge of all aspects of UWB systems.