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Abstract

Due to the massive use of wireless Internet of Things (IoT), the advent of multimedia-big-data in recent decades poses numerous obstacles for successful contact with the virtual era. Mobile Adhoc Network-based IoT (MANET IoT) framework is increasingly common in this regard owing to its increased communication protocols and economic efficiency. MANET comprises arbitrary, battery-driven, roaming nodes that do not have architecture that can handle the traffic and control the IoT network. In MANET-IoT, energy usage and traffic management for the handling of MBD information are significant issues. For rapid and precise response, it is essential to route or forward information like the locations of happenings and defected in a disaster. However, it is difficult to transfer this information to the Wireless Sensor Network in disaster areas because the current networks are a disaster that has been removed. In these situations, the transmission of opportunistic knowledge may play a vital role. Current opportunistic protocols need large messages for the restoration of the cluster that leads to more energy consumption and packet loss. To overcome these issues, this work proposes the reliable, energy-efficient opportunistic protocol known as Opportunistic Density Clustering Routing Protocol. This method sends information opportunistically in emergencies and disasters through a density-clustering protocol. Results from simulations demonstrate that the designed protocol exceeds several well-known current routing mechanisms for network energy usage and dissemination of information.
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1 Introduction

In today’s world, the need for efficient knowledge sharing and control is critical in the rapid growth and extensive usage of IoT. Most significant is the management, due to the massive use of Mobile-IoT media networks and applications, of multimedia-big data (MBDs) in...
IoT [1]. Ensures and strategies for heterogeneous IoT communications and networks, therefore, need to be built. Mobile Adhoc Network-based IoT (MANET IoT) [2] is an evolving approach for IoT to tackle MBD with an effective IoT communication protocol. Sensor nodes exchange information through mobile multi-hop connections with one other on MANET-IoT scheme [3]. These networks do not have a predetermined network, such as Access Point (AP) or Base Station (BS), which implies that any node functions as a router to forward packets to other nodes. Clusters may have adjustable sources, like energy and memory, in an ad hoc network. The ad-hoc routing protocol should be in line with nodes with higher levels of mobility which can alter network architecture. A straight routing protocol can provide many oversight details in a wide range of networks. In fact, with variable nodes with various resources, the functions within the node may vary to enable ad hoc network routing.

One solution to the above scenario is cluster-based routing. Cluster-based networking is one approach to have multiple nodes with varying resource levels. Cluster-based routing has been developed to minimize the number of routing details within the network. Clustering is intended to combine the sensor node into many clusters that enable the hierarchy of cross-clusters. This will improve current routes’ life and thus reduce the downtime power. The portion of a cluster contains Cluster Head (CH) for control of the cluster communication; Gateway Node (GN) for communicating data between groups; and Standard Nodes (SN) [4]. Standard nodes may either send packets to their head node or transfer them to GN. In conjunction, the overall interaction can be minimized by involving cluster head and gateway nodes in the routing of refresh messages that can be important if the volume of the network is high. Mobile ad-hoc network clusters have been extensively studied and the benefits of cluster analysis have been indicated by various techniques.

One potential methodology of hierarchical clustering, commonly used in wireless sensor networks (WSNs) [5] is Density Clustering Opportunistic Routing Protocol (ODCR). The purpose of this technique is to lower energy usage and prolong the network life through fixed node expectations. Opportunistic data sharing is used in the proposal ODCR protocol, which involves both (a) density-dependent clustering and (b) isolated nodes. Each node would likely remain in a cluster in a density-based cluster and share data between the cluster nodes. But on another view, isolated nodes (not in clusters) send network packets to a node between multiple nodes based on their likelihood of transmitting data. The Time to Return (TTR) factor amongst nodes is evaluated by clusters of this method. A node’s power use varies widely depending on every cluster node’s position.

We conduct an experiment with a practical disaster zone model to test how well the opportunistic routing protocol is being suggested. The findings demonstrate that in opportunistic forwarding [6] or routing the suggested ODCR protocol improves network life and efficiency and decreases the packet loss ratio in comparison with state of art forwarding protocols and clustering protocols like LEACH, LORA, and TEEN. The major contribution of the proposed approach is specified as follows:

1. Incorporates edge computing with incident management opportunistic networking for MANET-IoT
2. Network detectors accumulate and dynamically analyze data to minimize the amount of information transferred
3. The sensors build clusters based on densities [7], where even the sensors represent cluster—heads with the nearest nodes. This method decreases the number of data collectors and transceivers and similarly delivers energy across sensor nodes
4. The node which is not included in any group transfers information to the forwarder nodes opportunistically. These nodes reach the cluster that is nearest to them when moving.

5. If a node leaves the cluster due to network congestion, the process of restoring a cluster begins based on its property called Node’s Minimum Connectivity (NMC) [8]. This property guarantees the energy and restoration of the clusters compared with the current cluster restore process. Protocols involving all the nodes after every round during cluster restore.

The paper is organized into 6 sections. Section 2 describes the related works on existing network protocols for MANET and Sensor Networks. Section 3 describes the principle of the proposed approach Density Clustering Opportunistic Routing Protocol (ODCR). Section 4 describes the result analysis of the proposed approach and its comparison with existing routing protocol approaches. Section 5 depicts the conclusion of the proposed ODCR approach on multimedia big data and its future directions. Concluding remarks and suggestions for further work are given in Sect. 6.

2 Related Works

To monitor the effectiveness of the technique used and to verify its reliability in networking [9], routing protocols should be assessed. It is complicated and expensive to use an actual ad hoc network in an experiment, and such tests do not usually produce meaningful results. The actual network doesn’t offer the convenience to vary the various environmental parameters and causes the problem of extracting results as well. This is because most of the performance evaluation work depends on the theory of simulation. The simulation makes it much easier under several conditions to evaluate the protocols.

The simulator, which is a device designed with a particular language, allows various environmental variables to be varied, including the increase of active units, the number of moving units, the speed of the movements, the network area, and the distribution of the units within that territory. Originally, each unit is positioned in the simulator space arbitrarily. Over a certain amount of time, a unit stays in its present position and then selects a new speed and a new place to which it travels. This same action is replicated by every group until around the end of this process. One of the major issues of sensor networks is energy efficiency [10]. As such, it is also very expensive and often difficult to recharge energy sources. Consequently, to operate, the sensors must conserve energy as much of it as feasible. Every sensor network performs an important role in the transfer of data because sensor networks perform in a hop-based routing mode [11].

Traditional routing involves unicast traffic that transfers the packet from one node to another node in the hop-by-hop network. Extremely Opportunistic Routing (ExOR) technique defined by IEEE 802.15 as a unicast routing scheme to improve bit rates in wireless multi-site networks [12]. It is worth noting that coding procedures is not introduced by ExOR, but it still enhances system performance.

The source node splits the data into groups (called generations or lots) through ExOR, and then notifies the packets by assigning a preference between the transmitters. If a packet is received by the highest priority transmitter, it waits for some time according to the priority and then for an ACK. Alternatively, packet recognition is the responsibility of a lower priority transmitter. A transmitter can, however, transmit even packets which are not recognized by higher-priority nodes.
A very well recognized clustering protocol for wireless communications, the Low Energy Adaptive Clustering Protocol (LEACH) [13]. This protocol selects a random cluster head (CH) across all nodes based on a metric known as CH likelihood. Used this Time Division Multiple access Scheme (TDMA) the membership of each node sends information to their CH. All data, fine aggregate, are collected by the CH and transferred to the ground station for further analysis. In LEACH data is sent regularly from the cluster members and the cluster creation occurs after each round that is not energized. In Threshold Sensitive Energy Efficient Sensor Networks Protocol (TEEN) [14] a node can detect and transfer a value based on the least parameter rule system on the sensor (i.e. pressure, humidity). If the significance of the attribute increases by a certain threshold and the next time the node detects and communicates another outcome of interest, it is assigned to the node. Therefore in the TEEN Protocol, there are fewer amounts of sensed and broadcast cases.

The LEACH and TEEN protocols, however, might not be working well in emergencies and disasters. Another well-defined existing protocol is Load-balancing Opportunistic Routing for Asynchronous (LORA) duty-cycled in sensor networks [15]. This method establishes candidate domains for all potential data forwarder candidates to prevent overflowing from source to a group of pre-defined forwarder nodes. The source node selects a candidate based on a metric determined using directional spread, selection of the transmission distance, perpendicular allocation, and the distribution of residual electricity. As well this method seems to be computationally costly and may not make it possible for clusters to acquire more power. Every node determines locally, utilizing greedy ways, about the forwarder node and generates lots of data to make such a determination. Epidemic routing protocols are used by cooperative communications in that node sends or forum messaging to all the other domains that generate a huge overhead communication ranking, too.

These routing platforms are filtering mechanisms identified by the end-to-end redirector and offer priority to the transmitting applications using the destination sequence number. In contrast to conventional best approach routing, ExOR and MORE show that opportunistic routing [16] increases energy and throughput efficiency. Each packet manager, on the other hand, separately decides its applicant along the routing path, known as the hop-by-hop redirection package. Another interesting opportunistic protocol is proposed by Zaho et al. [17] called Energy-Efficient Opportunistic Routing Protocol (EEOR). This protocol seeks to decrease the node or the entire channel’s energy usage, but the retained energy balance and the transmission delay from end to end are not taken into account. Throughout this procedure, the candidate’s preference and prioritization program are optimized to minimize energy usage. In addition, EEOR considers the data transmission case to be adjustable. The EEOR takes less effort to send and receive data than that of the ExOR method, and the total EEOR forwarding list size is smaller than the EXOR.

EEOR performs better than EXOR throughout the event of total energy. EEOR performs better than ExOR by contrasting both protocols for packet size and end-to-end latency. Fradj et al. [18] proposed another opportunistic protocol known as Range-based Opportunistic Protocol (ROR). The ROR protocols aim to decrease energy consumption, increase the life of the sensor array, increase the amount of transmitted data and eventually decrease the number of control packets. ROR’s basic principle is to decrease the number of candidates selected to preserve the optimal energy for the networks.

Soft computing approaches [19] in opportunistic routing protocols are recent evolving strategies in WSN. This is a proactive routing protocol in which each asserts a routing table includes the target, the default route chosen, and the list of participating nodes. The steps involved in SAODVR routing are as follows:
• *Step 1* Each node transmits information about the effectiveness of the links regularly.
• *Step 2* A node decides the predefined path and the collection of transition nodes that can be transmitted, based on this evidence.
• *Step 3* Based on such knowledge, thus it transmits data packets.
• *Step 4* The transfer category nodes store the packet and show a timer for the transmission.
• *Step 5* The node that is nearest to the target but has a tiny timer transfers the packet sooner.
• *Step 6* To prevent dual transfers, the other nodes will delete the associated packet from their buffers.

Some of the routing techniques in IoT networks are listed in [20–22]. In addition, WSN convergence scenarios in IoT Networks and cluster-based routing for the IoT environments have been proposed.

### 3 Proposed Density Clustering Opportunistic Routing Protocol

This approach depends on Density Clustering Opportunistic Routing Protocol (ODCR). It will broadcast and forward the stored data to the nearest node. This allows the data collected to be forwarded or transmitted to the nearest node or nearest node to the endpoint, as the nodes are deployed and which lose network access. The flow of the proposed approach is given in Fig. 1.

#### 3.1 Parameters

*The Node’s Minimum Connectivity (NMC)* symbolizes the connectivity energy between two nodes as they are traveling. This property also reflects a node’s efficient transmission of data packets. The NMC of two nodes $m$ and $n$ is denoted as

\[
NMC_{mn} = \frac{R - D}{V_m + V_n}
\]

where $R$ is the communication range between the node $m$ and $n$, $D$ is the distance between two nodes, $V_m$ and $V_n$ are the velocities of node $m$ and $n$. The Global NMC (GNMC) is denoted as a network that is formed based on the nodes having the same GNMC between its nodes. Weight $W$ represents node is stable or non-stable. It is calculated as below.

The number of neighbor nodes for $m$ is

\[
Y = |\text{neighbors}(m)|
\]

\[
X = \sum_{n\in\text{neighbors}(m)} \frac{NMC_{mn}}{GNMC}
\]

\[
\text{Weight} = X - Y
\]

#### 3.2 Cluster formation based on form

Equation (3) denotes weight calculation for each node. If the weight of the node $n$ is equal to or closer to zero, then Node’s Minimum Connectivity (NMC) of that particular node...
Fig. 1 The flow of ODCR protocol

1. Every node computes weight and broadcast.
2. For every node $n$ in network:
   - Weight $n$ Minimum?
     - Node $n$ elects itself as CH and broadcast.
     - Neighbor nodes to $n$ join its cluster.
     - Each node perform routing.
3. Isolated node due to mobility:
   - Performs cluster restoration.
with all its neighbors is equal to \textit{Global NMC (GNMC)}. This implies that the node \( n \) is stable and good to become cluster head (CH). Algorithm 1 represents the selection of cluster heads.

\begin{algorithm}
\caption{Cluster Head selection}
\begin{algorithmic}[1]
\STATEx \textit{INPUT:} A node \( n \), \textit{GNMC}, minimum nodes of the cluster
\STATE Identify neighbors of the node \( n \) as \( N1 \).
\STATE Find the weight of node \( n \) and other nodes based on equation (2)-(4)
\STATE If \(|N1| \geq \text{minimum} \) number of nodes then
\hspace{2em} 3.1: Select \( n \) as core points
\hspace{2em} 3.2: If \( \text{weight}(n) \leq \text{weight}(y) \), for every \( y \) in \( N1 \)
\hspace{2em} \hspace{2em} 3.2.1: Select \( n \) as \( CH \)
\hspace{2em} \hspace{2em} 3.2.2: Minimum number of nodes = \(|N1|\)
\hspace{2em} 3.3: Else choose \( n \) as border points
\hspace{2em} 4: For every \( y \) in \(|N1|\) do
\hspace{3em} 4.1: If \( y \) does not belong to a member of the cluster
\hspace{4em} \hspace{2em} 4.1.1: If \( \text{NMC}_{ny} \geq \text{GNMC} \) include \( y \) in the cluster \( cl \leftarrow \{y\} \)
\hspace{4em} \hspace{2em} 4.1.2: Else set \( y \) as noise to \( cl \)
\hspace{4em} 4.2: Return Cluster Head
\hspace{4em} 4.3: Repeat the above steps till all the required clusters are formed.
\end{algorithmic}
\end{algorithm}

\textit{OUTPUT:} Cluster Head (CH)

The CH selection process denotes each node \( n \) computes its weight, identifies total neighbor nodes present, and broadcasts that information to all nodes. The nodes which contain the lowest weights are assumed to be \( CH \). All other nodes who have lower weight but not selected as CH are said to form a cluster.

### 3.3 Routing Technique

As clusters are formed, nodes begin to gather information and thus data transfer or routing begins. If, due to movement recognized as a noise node, a node disconnected from a cluster, it is important to restore the cluster before it can send information.

**Case 1** When a node \( n \) has some information to relay, it passes data to its CH because it is a member of the cluster. If the node \( n \) is disconnected, or a cluster boundary node, the connection is first attempted to restore and afterward data transferred. It also moves data to a nearby node on an opportunistic basis.

**Case 2** When the node \( n \) obtains the data information from various nodes, if the node \( n \) is a part of the cluster then it interacts with CH and forwards the packets to CH. And if node \( n \) is a boundary node, it is indeed a noise that is either an element of a cluster or not the CH transfers data to the next hop to the endpoint. When a node \( n \) is a cluster member, the data is passed to the CH. If \( n \) is not part of a cluster, it needs to be
within two adjacent Clusters’ contact ranges. The node n then transmits a message that retrieves the nearest cluster and enters a cluster by preserving connection.

**Case 3** The node could also lose communication with other nodes thus becoming disconnected. The topology of the disaster network is given in Fig. 2.

The diagrammatic representation of opportunistic forwarding is given in Fig. 3.

In these, node z does not belong to the cluster hence when it receives data or senses any event it will forward that to the nearest neighbor. The message is now forwarded to node y. But y is also disconnected but when it mobiles it will reach the cluster region and able to transfer the data to node x. The node x forwards the data to the nearest neighbor in the cluster thereby transfers the data to the destination (see Fig. 4).

---

**Fig. 2** Topology of disaster network

**Fig. 3** Message forwarding using opportunistic

**Fig. 4** Transmission based on cluster
3.4 Selection of Forwarding Node and Restoration of Clusters

The forward node needs to be selected during routing. To do this every node retains the \( NMC \) value against its subsequent nodes and transfers information towards the next node having maximum \( NMC \). Since the proposed protocol refers to disaster conditions in which every node moves to the emergency or disaster at about the same pace, where it continues to interact with a certain number of nodes. Therefore the source node which activates the data transfer can be abled, through contact with these nodes, to transfer information to the receiver.

Because nodes in opportunistic networks are much more likely roaming, they enter or are disconnected at the cluster frontier. The restoration of the cluster is therefore necessary. The \( x \) boundary node begins the restoration of the cluster by choosing the best nominee for the preservation of the relation from their noisy neighbors. This is represented in Figs. 6
and 7 at two conditions when the node \( x \) is not a part of the cluster and when the node \( x \) is the cluster’s border node.

**Case 1** When the anode \( x \) is the border node of the cluster, this should execute the restoration of the clustering algorithm. The Global NMC referred as GNMC should be maintained by the node with maximum communication range as \( R \) of node \( y \) is given below.

\[
NMC_{y,x} = GNMC = \frac{R - D}{V_x + V_y}
\]

where \( V_x \) and \( V_y \) denotes the border node’s velocity and \( D \) refer to the distance among two nodes \( x \) and \( y \). \( R \) implies the range of communication of all the nodes in the cluster. The above Eq. (5) can be used to increase the restoration of connectivity. The cluster-based transmission is specified in Fig. 5.

**Case 2** When the anode \( x \) is isolated, the protocol identifies the minimum NMC between \( NMC_{y,x} \) and \( NMC_{Cluster,x} \). The range \( R \) has to be increased to maintain GNMC. This scenario is depicted in Fig. 6. Here the node \( x \) is referred to as noise, \( x \notin Cluster \) and it is in the sensing range of all its neighbors.

The boundary nodes from one of the clusters start the restoration process on clusters to repair the connections. The boundary node is usually enabled for the cluster that has a CH minimum weight to link to the other cluster. The steps involved in cluster rest. The oration is given in Algorithm 2.

---

**Algorithm 2. Cluster Restoration**

*INPUT: A node \( n \), GNMC, cluster’s minimum node*

1: Identify \( x \) where \( NMC_{y,x}=maximum \) in which \( x \) consider being noise

2: Compute \( x = Identify\_Best(y,x) \) were \( NMC_{y,x}=maximum \) and \( x \) in \{noise\}

3: If a node \( x \) is member(Cluster) then

3.1: Increase \( R \) of \( y(getNMC(x,y), \text{GNMC}) \)

4: Else \( \text{temp}=min(getNMC(x,y), getNMC(x,Cluster)) \)

4.1 Increase \( R \) of \( y(temp, \text{GNMC}) \)

*OUTPUT: Cluster Head (CH)*

---

**4 Results and Discussions**

The performance analysis and results of the proposed enhanced ODCR protocol are described in this section.

**4.1 Experimental Setup**

The proposed ODCR protocol is simulated in NS-3 [23]. The simulation result witnessed that the proposed approach is better in performance when compared to LEACH, LORA, and TEEN protocol.
This section describes the network model, energy model, mobility model of the proposed approach. The simulation parameters are listed in Table 1.

**Sensor Network Model** The proposed sensor network model consists of $N$ nodes denoted by Graph $S(E, V)$ where $E$ denotes a set of edges and $V$ denotes a set of vertices. Consider two nodes $x$ and $y$ communicate with each other in the communication range $R$.

The network of the proposed approach is sensor-based opportunistic double range property [24] denoted with $R = N \times S$ where $N \geq 2$ and $S$ denotes sensing range. We allow a network of 4.0 km$^2$ (about 2 × 2 km), as the disaster areas around which rescue personnel have to be linked to restoration activities are a genuine area. Figure out that, given the scenario in which rescue crews are roaming slowly or moving in a particular part of the region, the pace of mobilization of rescue workers is expected about 5 m/s or 300 m/min.

**Mobility Model** BonnMotion [25] mobility generation generates random movement of the nodes, which randomly brings every node into the simulation range from $2000 \times 2000$ square meters. The sequence of mobility generation is Random Possibility (RP) which is provided by Bonn Motion. The mobility patterns produced pauses for a certain time each node at its actual position before moving at a predetermined rate to some other completely random spot. In low frequency and controlled sensors, the IEEE 802.15.4 basic Zigbee approach is used. The same sensors are considered here for performing the simulation.

**Energy Model** When data is transmitted between sender and receiver certain energy is consumed for the nodes. The energy consumption model of the proposed approach is specified below. Energy consumption to transfer the data packet of size $N$ over the distance $K$ is specified as

$$E_{TX} = N \times E_{elec} + N \times E_{fs} \times K^\alpha$$  \hspace{1cm} (6)$$

Similarly, Energy consumption to receive the data packet is

$$E_{RX} = N \times E_{elec}$$  \hspace{1cm} (7)$$

where $E_{elec}$ is energy dissipated in transmitter electronic circuit; $E_{fs}$ is energy dissipated in RF amplifiers.

The variable (exponent of path loss) is defined according to the surroundings. Excluding obstruction to the line of view, for free space $= 2$. This energy storage system shows that the energy usage of a device is directly related to the data apparent size traveled by a data packet.

| Table 1 | Simulation parameter of the proposed approach |
|---------|-----------------------------------------------|
| Parameters | Value                                      |
| Simulation area | $2000 \times 2000$ m$^2$                  |
| Total number of nodes | 100                                        |
| Communication range | 200 m                                     |
| Protocol for transport | UDP                                       |
| MAC protocol | IEEE 802.11                                 |
| Speed of mobility | 5 m/s                                     |
| Model of mobility | Random                                    |
| Each round’s duration | 200 s                                     |
| Type of bit rate | Constant Bit Rate (CBR)                   |
| Size of the data packet | 1 kb or 128 bytes                        |
| The transmission rate of data | 250 kbits/s                              |
4.2 Efficiency Analysis on Energy

In this section, the energy of the proposed approach is compared against well-known TEEN, LORA, and LEACH protocols. The cluster forming process starts after several cycles in LEACH and TEEN protocols in which all nodes take part in restore or update. And from the other hand, only if a node has become a boundary node or becomes disconnected the cluster reconstruction is started in this ODCR protocol. Furthermore, this cluster restoration process involves only boundary nodes and two nearby CHs. The remaining nodes stayed in their respective clusters and are not involved in the process of clustering.

Consequently, in comparison to the current protocols of the LEACH and TEEN, the proposed ODCR is still more energy-saving and lesser packet drop ratio and higher efficiency. The parameters to be considered for this analysis are $N$, number of nodes; $C$, number of clusters:

\[
\text{Average nodes} = \frac{N}{C} \quad (8)
\]

Average message transferred for the formation:

\[
\text{Cluster} = N \times M \quad (9)
\]

where $M$ is total messages to be transmitted and received.

Restoration of Cluster in ODCR Protocol Assume the number of nodes involved in cluster restoration is 3, where $N > 3$. The average number of messages in the proposed ODCR protocol in cluster restoration = $3 \times M$. The order of cluster restoration is $O(n)$. It is confirmed that the average transmission of a message in the proposed ODCR protocol is less than the existing TEEN and LEACH protocol.

The time complexity of the existing LORA protocol is about $O(n^2)$ which is computationally high compared to the existing ODCR protocol. Since sensor network, energy demand is directly proportional to the number of messages sent the ODCR model energy consumption is projected to be much smaller than that of LEACH, TEEN, and LORA protocols. Likewise, as there are far more messages transmitted. The risk of loss of packets would be greater than those of the ODCR protocol in LEACH, TEEN, and LORA protocols.

4.3 Performance Analysis

The performance parameters to be considered for the proposed ODCR protocol are:

- **Energy** Complete energy absorbed over a channel by sensor nodes in the number of runs
- **Throughput** The quantity of data transferred by a node per every second. The unit is considered as Gigabytes/second
- **Packet Delivery Ratio** This is the probability of the total number of packets delivered to the destination to the total packets involved in the transmission
- **End to End Delay** Delay includes the time needed for a full message between time to time from the origin to reach its destination. It reduces the network’s efficiency.
Table 2 represents the various performance metrics such as throughput, packet delivery ratio, energy, and an end-to-end delay of the proposed ODCR protocol. The proposed approach is run for every 100 nodes.

Figure 7 represents the energy consumption of the proposed approach. From the analysis, it is proved that the proposed approach has lower energy consumption compared to existing LORA, LEACH, and TEEN protocols.

The energy of ODCR protocol is calculated using the Eqs. (6) and (7). The energy consumption on transmitting a message to destination in LORA protocol is $O(n^2)$ and the energy consumption of proposed ODCR is about $O(n)$.

Figure 8 illustrates the throughput analysis of the proposed approach with existing protocols. The throughput of this scheme ODCR is greatly increased when compared to LEACH, LORA, and TEEN approach. This is due to the suggested ODCR protocol that implements cluster recovery and easily generates clusters based on the worst network movements’ situation. The existing approaches face serious connectivity loss that results in lower throughput which is not the scenario in ODCR.

Figure 9 demonstrates the packet delivery ratio of the proposed ODCR. The result analysis denotes that the proposed approach has 50% greater packet delivery ratio comparing with LEACH protocol. Also, it is 20% more packet delivery ratio compared to LORA protocol.

Figure 10 represents the End to end delay of the proposed ODCR protocol. End-to-end delay reveals transmission delay from origin to destination. This delay indicates delays in the propagation and latency of each network intermediate node. To analyze the effect of delay in nodes on transmission the ODCR protocol is proposed.

From the result, it is implicit that ODCR has a much lower end-to-end delay compared to LEACH, TEEN, and LORA approaches. The ODCR has 50% lower delay compared to LEECH, LORA, and TEEN on approximation.

| No | Performance metrics | Number of nodes | LEACH | TEEN | LORA | Proposed ODCR |
|----|---------------------|----------------|-------|------|------|---------------|
| 1  | Energy (Watts)      | 25             | 32.554| 31.25| 37.650| 25.18         |
|    |                     | 50             | 26.625| 26.560| 41.69 | 19.225        |
|    |                     | 75             | 22.736| 23.562| 29.35 | 15.25         |
|    |                     | 100            | 18.873| 19.736| 19.112| 11.25         |
| 2  | Throughput (bps)    | 25             | 21.578| 23.252| 22.561| 24.648        |
|    |                     | 50             | 23.562| 26.786| 25.531| 26.361        |
|    |                     | 75             | 23.896| 28.664| 24.650| 28.982        |
|    |                     | 100            | 24.582| 31.765| 28.638| 32.237        |
| 3  | Packet delivery ratio (%) | 25    | 81.23  | 86.36 | 86.76 | 91.16         |
|    |                     | 50             | 82.29  | 83.45 | 87.12 | 90.12         |
|    |                     | 75             | 81.56  | 85.78 | 84.36 | 87.33         |
|    |                     | 100            | 81.13  | 84.71 | 83.12 | 88.26         |
| 4  | End-to-end delay (s) | 25             | 0.428  | 0.386 | 0.361 | 0.201         |
|    |                     | 50             | 0.500  | 0.398 | 0.378 | 0.292         |
|    |                     | 75             | 0.576  | 0.378 | 0.436 | 0.313         |
|    |                     | 100            | 0.592  | 0.435 | 0.486 | 0.323         |
5 Conclusion

The scheme illustrated in this paper denotes an energy-efficient, dynamic, and Density Clustering Opportunistic Routing Protocol (ODCR) for MANETs. Regular nodes in WSNs transmit messages to cluster heads and this data is collected periodically by the base
station. To achieve this proposed protocol is mainly designed to transmit data and information sensor nodes and varied wireless network nodes in emergency and disaster conditions.

The performance of the proposed ODCR approach is evaluated in terms of throughput, packet delivery ratio, end-to-end delay, and energy calculation. The ODCR protocol is compared with other existing approaches such as LORA, TEEN, and LEACHES

![Packet delivery ratio of ODCR](image)

**Fig. 9** Packet delivery ratio of ODCR

![End to end delay of ODCR](image)

**Fig. 10** End to end delay of ODCR
concerning discussed performance metrics. Result analysis witnessed that the proposed ODCR routing protocol provides enhanced results compared to LORA, LEACH and TEEN approaches.

In the future, there is a plan to incorporate a reinforcement learning approach in ODCR protocol to achieve higher sensor efficiency for the Internet of Things to process multimedia big data. In this approach, every node connects to a sensor network based on spatial clusters and shares information on certain cluster nodes, or forwards data to each node whenever a node with such a high likelihood of data being sent to the destination is sometimes encountered. The performance of the proposed approach will be compared with localization error, latency, and other performance metrics.
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