Blockchains: A Systematic Multivocal Literature Review

BERT-JAN BUTIJN, Tilburg University, The Netherlands
DAMIAN A. TAMBURRI, Eindhoven University of Technology, The Netherlands
WILLEM-JAN VAN DEN HEUVEL, Tilburg University, The Netherlands

Blockchain technology has gained tremendous popularity both in practice and academia. The goal of this article is to develop a coherent overview of the state of the art in blockchain technology, using a systematic (i.e., protocol-based, replicable), multivocal (i.e., featuring both white and grey literature alike) literature review to (1) define blockchain technology, (2) elaborate on its architecture options and (3) tradeoffs, as well as to understand (4) the current applications and challenges, as evident from the state of the art. We derive a systematic definition of blockchain technology, based on a formal concept analysis. Further, we flesh out an overview of blockchain technology elaborated by means of Grounded-Theory.
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1 INTRODUCTION

In 2008, Satoshi Nakamoto, a person or group of people, introduced the concept of a peer-to-peer (P2P) version of electronic cash that allows for online payments to be made directly from one party to another without any trusted financial institution [66]. The Nakamoto article preludes the rise of Bitcoin, ushering in the dawn of blockchain technology (BCT). BCT utilizes the concept of a digital distributed ledger (i.e., a record or “book” of transactions), which enables the participants of a P2P network to record transactions that are publicly verifiable. In essence, BCT ensures trust between parties without any trusted intermediary when performing transactions [85]. BCT

---

1To this day the identity or identities of Satoshi Nakamoto remains unknown [90].
has gained considerable scholarly attention [91]. For this very reason, we seize the opportunity to conduct and report a systematic and multivocal study of the state of the art in BCT for the benefit of further well-founded research as well as practice. As said, we operate a multivocal systematic study, namely, we not only focus on research literature but also consider the so-called grey literature (i.e., books, technical reports, whitepapers, and more), which may carry important information concerning the BCT software architecture landscape [72].

We flesh out the results of our study starting from a rigorous definition of what BCT is and is not. Indeed, the terms BCT and distributed ledger technology (DLT) are frequently used interchangeably despite attempts to semantically discern them on their distinctive underlying architectures [35]. Second, using the well-known 4+1 software architecture framework by Kruchten [47] as a lens for analysis, the study outlines the design options available in the state of the art for BCT architectures.

Third, through the scenario perspective several applications are presented to illustrate how BCT could be harnessed for different scenarios. By categorizing and summarizing the current applications of BCT practitioners gain more insight in the rich palette of possibilities BCT has to offer. Fourth, with this study we highlight the properties of BCT and elucidate their arising tradeoffs. Insights on these properties and their tradeoffs aids practitioners in making design choices while providing scholars means to assess blockchain architecture.

Fifth, the research delineates a comprehensive and data-driven overview of the challenges in the field of BCT. Following, this study thoroughly discusses the relation amongst BCT concepts based on a rigorous and systematic analysis of the literature. Establishing this relations can help practitioners further develop BCT while scholars are provided with more accurate measurements to gauge its benefits. The discussion is further strengthened by presenting highlights and observations in-depth attained from the papers under review. Finally, this research presents a systematic overview of all current research gaps to help direct future research endeavors.

1.1 Related Work

Several previous related surveys exist in the state of the art, even though none of them have the scope, breadth, and width we adopt in our research design. We report the most closely related here below and highlight the novelty of our work. Yli-Huumo et al. [91] review and map the extant literature to indicate research gaps. This review, however, predominantly features literature related to Bitcoin and corresponding issues. On one hand, the synthesis operated by Yli-Huumo et al. is only loosely systematic, and, on the other hand, the field of BCT has been rapidly developing since the publication of their study [91]. By comparison, our work also fleshes out the architecture of other blockchain networks, and provides a more up-to-date and systematic overview of BCT developments.

In Reference [80] a literature review on cryptocurrencies is presented, which is, however, not focused on BCT architectures. Moreover, in this work we focus not only on the cryptomarket but consider use-cases for blockchain other than cryptocurrency. The same issue recurs with other reviews focused on the literature related to smart contracts, i.e., programs that can be deployed and run on a blockchain [2] and their applications [57]. For example, Bartoletti and Pompianu [7] focus on smart contract applications, and review the platforms and design patterns for such smart contracts. In our own work, we build from these foundations and include a comparison of smart contracts with the architecture principles of BCT.

Furthermore, there are several literature reviews that examine the use-cases and specific applications of BCT, e.g., Karafiloski et al. [39]. Several other sector- and domain-specific reviews also exist, e.g., for the Internet of Things (IoT) [18, 41], or Multi-Agent Systems (MAS) [14]. While other papers review how BCT could be utilized for the aforementioned domains, these reviews do
not present BCT applications based on a rigorous scientific evaluation—in our work we set out to operate a systematic synthesis of architecture elements as well as the alternatives in architecture decision-making spanning multiple domains and encompassing reference literature from, e.g., Supply-chain management [44,84], usage of BCT by governments [9], BCT in healthcare [48], and more.

By contrast, the work of Tama et al. [78] presents a brief critical review of BCT and some applications for multiple fields. Our work, however, provides a more elaborate overview of BCT applications for these fields, and in addition an in-depth insight into the architecture of blockchain technology that has been obtained through a Grounded-Theory approach. Furthermore, our study includes a definition of BCT based on formal concept analysis. What is more, Casino et al. [15] present a review of BCT as a basis for multi-purpose applications design. Rather than concentrating solely on BCT applications, our work in addition provides a rigorous definition of blockchain based on formal concept analysis and offers an extensive multi-vocal catalogue and accompanying descriptions of anything that was published about blockchain technology. The catalogue presented in this article follows the well-known 4+1 view framework [47] for architecture description to aid anyone in framing, operating, deciding upon or describing blockchain architectures in general. Hence, the scope of our work is much broader, not only discussing applications of blockchain but in addition its architecture in depth. Finally, we provide a data-driven, in-depth, and evidence-based overview of research gaps in the field of BCT.

1.2 Structure of the Article
The remainder of this article is organized as follows: The next section reviews the background and basic notions of BCT. The methodology section (Section 3) elaborates on the approach taken to attain the results of this study. In the section thereafter (Section 4) a definition of BCT that has been constructed based on the literature is presented. Following, the study presents BCT software architecture from multiple perspectives in Section 5. In Section 6 reviews the scenarios for using BCT found in the literature to provide insight into the applications for which BCT is used. The characteristics of BCT and architectural tradeoffs are presented in Section 7. Challenges of BCT are presented in Section 8, along with an outlook. The results of the research are discussed thereafter (Section 9). Based on the discussion of the results, in Section 10 suggestions for future research are presented. In Section 11 the limitations of this research and potential threats to validity are addressed. Section 12 concludes the article.

2 BACKGROUND AND BASIC NOTIONS
As previously stated, BCT first appeared in 2008, featured in the seminal paper “Bitcoin: A Peer-to-Peer Electronic Cash System” by Nakamoto [66]. The paper proposes a P2P electronic cash system that allowed for the execution of transactions between one party and another without requiring a trusted third party to act as a safeguard and check the validity of the transaction. A year later in 2009, the Bitcoin network was launched [94].

2.1 Historical Setting
The first solution that Nakamoto suggested to enable the transactions of digital coins is that owners of a coin wishing to commit a transaction should digitally sign a hash of the previous transaction and the public key of the next owner, both is added to the end of the coin. An electronic coin as such is defined as a chain of digital signatures. By verifying the signatures of a coin the payee can verify the historical chain of ownership. However, this provides a payee with no guarantee that the coin has not already been double spent as there is no way to verify that the previous owners did not sign any earlier transactions. Double-spending refers to spending the same currency in
two distinct transactions at the same time. In traditional settings, a centralized trusted third party (e.g., bank or mint) verifies whether the owner of a coin did not double spend the same coin. To verify transactions traditional trusted third parties maintain a centralized ledger that records all transactions and the order in which they were enacted. Moreover, the trusted third party needs to be aware of all transactions as there is no other way to confirm the absence of a transaction.

2.2 Terms and Definitions

In order for transactions to be executed without a trusted third party there also needs to be full awareness, and a single history of these transactions. In the Bitcoin paper, two solutions are proposed to accomplish the aforementioned goals: (1) Transactions should be publicly announced to all participants in the network. These objectives are attained by employing a distributed ledger on a P2P network. Specific network participants called nodes each store a local copy of the ledger. (2) Nodes need to reach a consensus about the history of the transactions, and the order in which they were received. This raises another problem, however: Some of the nodes in the network might behave maliciously and try to change the communication contents. In the literature, this problem is referred to as the Byzantine Generals Problem [49]. Non-malicious nodes need to be able to distinguish the information that has been tampered with from the correct information by reaching a consensus over the consistency of the distributed ledger to determine the validity of a transaction. Consequently, this requires proof that when the transaction was executed, the majority of nodes have reached a trustworthy consensus that it was the first received. In essence, these requirements are introduced to ensure that the system to a certain extent can tolerate malicious behavior by nodes participating in the network, to which is commonly referred to as Byzantine fault tolerance [71].

In the seminal Bitcoin paper [66] several concepts are presented to satisfy these requirements starting with the use of a timestamp server. The server takes a hash of the block of transactions that are required to be timestamped and publishes the hash on the network. What the timestamp proofs is that the data existed at a certain point in time. The hash is chained to the previous hash, because the latter time stamp is included in the former. As a result, each additional hash reinforces the ones before it, and as more blocks are added the chain will grow ever stronger. The next concept presented enables nodes to reach a consensus on whether the distributed ledgers are consistent with one another, thus that all transactions are valid. A naive way of accomplishing this would be to let the majority of nodes vote over its consistency. However, that would make the blockchain prone to Sybil attacks whereby a malicious attacker creates or copies multiple identities to control the network.

Bitcoin diminishes the possibility of a Sybil attack by employing a Proof-of-Work (PoW) consensus protocol, which stipulates that not the majority of IP-addresses count as the majority vote of the network but rather the majority of computational power. While it might be easy for an attacker to create several nodes in a network, amassing large amounts of computational power might prove to be more difficult. The PoW consensus algorithm distributes accounting rights and rewards through a computing power competition in which all nodes of the network can participate. Nodes try to be the first to solve a computational hard mathematical puzzle by finding the right nonce (a random number) for the block-header based on information of the prior block. This process is called mining and the nodes executing the calculations are referred to as miners in the Bitcoin nomenclature. The first miner to finish creates the next block and is rewarded by receiving an amount of Bitcoin. However, because the mining process is probabilistic two or more blocks might be created and propagated by distinct miners simultaneously. These phenomena are known as forks. In the event of a fork, nodes as a rule always trust the longest chain of blocks as the chain holding the truth with regard to transaction validity (which is analogous to the most computational work). Other nodes
wait until new blocks are proposed after the occurrence of the fork to determine which chain will become the longest chain. Consequently, transactions are not confirmed before a longest chain has formed.

*The longest chain rule* is a safeguard to secure the blockchain against the possibility to delay the propagation of transactions, which in turn, opens the possibility of introducing fake transactions. As the computational power and interests of the miners might vary the PoW consensus protocol increases or decreases the difficulty of the mathematical problem in such a way that the interval between the generation of new blocks, referred to as *block interval time* remains constant at 10 minutes. Tampering with the transactions recorded on the Bitcoin blockchain would therefore require an attacker not only to be the first one to generate the latest block, but also to control the longest chain.

After the introduction of the genesis PoW-based consensus protocol for Bitcoin many others have been introduced for blockchain such as the following: (1) *Proof-of-Stake* (PoS), which replaces PoW-based mining with a mechanism that makes the chances of mining a block proportional to the amount of stake (currency) a miner has [29, 52, 77, 92]; (2) *Delegated-Proof-of-Stake* (DPoS), where the chances of mining a block are also based on a miner stake but allows for the delegation of voting on the correctness of a block [64, 93]; (3) *Proof-of-Elapsed-Time* (PoET), which uses dedicated hardware to create consensus [61, 90]; and (4) *Zero Knowledge Proofs* (ZKP), which aims to provide users performing transactions with more privacy [35, 89, 92]. The advent of blockchain also revived the interest in preexisting consensus protocols such as *Practical Byzantine Fault Tolerance* (PBFT), which could be utilized for a similar purpose as ZKPs [25, 89, 93].

Furthermore, Bitcoin was envisioned as a *public blockchain network* that anyone willing can access, and that is *permissionless*, meaning that everyone connected to the network can request transactions or become a miner to check the validity of transactions. By contrast, in the past decade *private blockchain networks* have been introduced that allow only selected participants from one organization to join the network, which can also perform only actions that are *permissioned* on the network. Finally, *Consortium blockchain networks* can be considered a hybrid approach as the number of participants that can join the network is restricted, but they can be from different organizations. Among the connected participants, the permissions they are granted on the network might differ [74, 89, 93].

Although the Bitcoin technology introduced the concept of BCT to allow for electronic payments using *cryptocurrency* (digital coins) between anonymous peers, nowadays other blockchain networks such as Ethereum offer the possibility to deploy *smart contracts*, that is, programs that can be deployed, run, and verified correct over a blockchain. Smart contracts use triggers, conditions and business logic to enable more complex programmable transactions [89] for the automation of (business) processes [27, 29, 75].

### 3 RESEARCH METHODOLOGY

To attain our results, we conducted a systematic Multivocal Literature Review (MLR) on blockchain technology. Specifically, we address the following research questions:

- **RQ1** How can blockchain technology be systematically defined?
- **RQ2** What applications of blockchain technology have currently been published and how can these applications be classified?
- **RQ3** What are the properties of blockchain technology and what are their tradeoffs?
- **RQ4** What are the challenges for blockchain technology?
- **RQ5** What are the current research gaps in the field of blockchain technology?
The first research question rotates around providing a systematically-derived definition for blockchains while RQ2 focuses on the applications for which BCT is utilized. RQ3 seeks to offer an overview of the notable properties of BCT (architectural or otherwise) as well as their tradeoffs. The fourth research question focuses on delineating the challenges in the field of BCT. Finally, RQ5 aims at presenting research gaps that future research endeavors can address.

3.1 Data Preparation Approach

The benefit of a MLR approach is that, beyond typical systematic literature reviews [43] (SLRs), which use academic peer-reviewed articles alone, a multivocal literature review (MLR) also allows for the inclusion of Grey Literature (GL). GL is typically produced by practitioners, such as private industry, governments, academics and industry, and any party that is not controlled by commercial publishers or peer-review. Generally, therefore, grey literature is not published in books or scientific journals. However, this literature can provide invaluable insights into the state of the practice in a field [28]. Given that at the moment of writing the field of BCT is still relatively in its infancy, we therefore deem it appropriate to include relevant literature created by practitioners in the field of BCT for a better understanding of the field. Including GL in our review allows us to combine and synthesize academic literature with the state-of-the-art in practice.

In conducting our MLR we set out to identify (a) all relevant academic peer-reviewed articles (scientific literature) and (b) all relevant grey literature for this study. To reduce the possibility of researcher bias, a predefined protocol for the identification of both the relevant scientific literature (SL) and grey literature (GL) needs to be established [28]. While carrying out our systematic literature review we followed three steps: (1) create a selection of articles to review, (2) conduct the review, and (3) analyze the data. A process model of the methodology used for this research is depicted in Figure 1.

3.2 Search Strategy

The first step has been carried out using the protocol for systematic reviews suggested by Kitchenham [43]. The protocol suggests three stages for a literature review: (1) elaborate the search string, (2) apply the string on chosen search engines; and (3) filter out and extract primary papers based on pre-established exclusion criteria from search results. The implementation of these steps is presented in Figure 2.

The search string was determined by deriving relevant keywords from the research questions. Before carrying out our systematic search, we conducted a preliminary pilot study by experimenting with the search terms to select more results. This process yielded the following search terms:
(1) "Blockchain" ∨ "Blockchains" ∨ "Distributed" ∨ "Decentralized" (2) "Ledger" ∨ "Technology" ∨ "Database" (3) "Applications" ∨ "Use Case" ∨ "Implementation" ∨ "Example" ∨ "Case Study" (4) "Architectural" ∨ "Architecture" ∨ "Form" ∨ "Fabric" ∨ "Structure" "System" ∨ "Design" (5) "Choices" ∨ "Options" ∨ "Decisions". When combined, the preceding terms were used in the following search string:

\[
(1 \land 2) \land 3 \lor (4 \land 5)
\] (1)

In the next stage (2), the search string has been applied to the following scholarly search engines: ACM Digital Library, SCOPUS, IEEE Xplore Digital Library, Science Direct, SpringerLink and Wiley InterScience, EBSCO electronic library, JSTOR knowledge storage, and ProQuestABI/Inform throughout March in 2018. The final stage (3) of the systematic review, the initial results were screened against inclusion and exclusion criteria that are shown in Figure 2 (Selection based on in-and-exclusion criteria). For brevity’s sake we have not included a more elaborate description and rationale behind these criteria in the paper, but they can be accessed online (see Appendix A for more details).

For the second part of the MLR, to identify all relevant Grey literature, we established another protocol to filter and extract the GL using the guidelines suggested by Garousi et al. [28]. The protocol has been conducted in three stages: (1) search process, (2) source selection, and (3) study quality assessment. The implementation of these steps can be found on the right-and side of Figure 2.

---

The \( N = \) followed by a number) in Figure 2. represents the number of papers included or excluded based on the selection criteria.
In the first stage, we applied the search string to the Google search engine. The search process yielded 8,330,000 results when applying the first search string ("Blockchain" ∨ "Ledger" ∨ "Applications"). Because of the significant amount of results we initially limited our review to the first eight pages (20 results per page) provided by the Google search engine. Incrementally the next pages thereafter have been reviewed using inclusion and exclusion criteria related to the type of grey literature source (e.g., books, magazines or video files), (see Figure 2). Thereafter the pages were incrementally reviewed by title and abstract, starting from the first results page using the inclusion and exclusion criteria depicted in Figure 2 (selection based on in-and exclusion criteria). If <50% of the results on a page were not relevant for this research, then the search was stopped there. We further refined the GL studies we obtained from the first eight Google pages using the same inclusion and exclusion criteria.

During the second phase, we assessed the quality and relevance of the sources of the primary GL we obtained, since it cannot be assumed that the quality of GL is guaranteed. Exclusion criteria suggested by Garousi et al. [28] have been used for this purpose (see Figure 2).

The exclusion criteria used consist of seven quality categories ranging from the authority of the producer to the objectivity of the study that can be found in Figure 2 under assessment of quality grey literature. Combined these quality categories encompass 17 criteria that have been assessed one by one for each GL item. An overview of all the quality categories, quality criteria, and how many of these criteria had to be satisfied to include the item can be found in Table 1.

The authors of this study (viz., the first two authors of this study) have indicated whether a GL item (a) satisfied or (b) did not satisfy a criterion. In the cases where one of the criteria could not be assessed (e.g., because this information was missing) we have assessed these criteria as if they did not satisfy the criterion. GL items that did not satisfy the threshold for each quality category were excluded from the sample. After the selection process we merged the grey-and scientific literature into one sample as the literature under review.

### 3.3 Data Analysis

This section details the analysis methods enacted to address our research questions.

#### 3.3.1 Formal Concept Analysis

To address RQ1, a Formal Concept Analysis (FCA) approach was adopted. FCA is a systematic approach to derive a formal ontology or concept hierarchy from a set of objects and their attributes [82]. A complete description of the FCA method employed to attain our definition of BCT can be found in Appendix B.

#### 3.3.2 Grounded-Theory Analysis

For steps 2 and 3 of the MLR, and to address RQs 2, 3, and 4, a Straussian Grounded-Theory (GT) approach [30] was adopted. In the scope of Straussian GT, a series of systematic steps are enacted to allow a theory to emerge from the data (hence, “grounded”) using codes. For our research each code represents a concept or theme related to BCT. Whenever a paragraph in the literature under review represented one of these concepts or themes, the related appropriate code has been attached. In GT this process known as “coding” and includes the phases that are described in Appendix C.

### 3.4 Inter-Rater Reliability Assessment

We employed Krippendorff coefficient (or K-α) [33] to evaluate the inter-rater reliability of the inclusion and exclusion of SL items, the in-and exclusion of GL items, the quality assessment of the GL, and the coding process of the pilot study. The coefficient measures the agreement between two ordered lists of codes that have been applied as part of content analysis. The methods used to asses the inter-rater reliability between the raters, and the results thereof can be found in Appendix D.
Table 1. Quality Criteria Grey Literature

| Category                  | Exclusion Criteria                                                                 | Criteria to Satisfy |
|---------------------------|-------------------------------------------------------------------------------------|---------------------|
| Authority of the producer | The publishing organization is reputable, or the individual author is associated with a reputable organization | 2/3                 |
|                           | The author has published other work in the field                                     |                     |
|                           | The author has expertise in the area (e.g., job title)                               |                     |
| Objectivity of the study  | The statement of the sources is objective                                           | 3/3                 |
|                           | There are no vested interests                                                        |                     |
|                           | Conclusions are supported by data                                                   |                     |
| Methodology               | The source has a clearly stated aim                                                | 4/6                 |
|                           | The source has a clearly stated methodology                                         |                     |
|                           | The source is supported by authoritative, documented references                     |                     |
|                           | Limits are clearly stated                                                            |                     |
|                           | The work covers a specific question                                                 |                     |
|                           | The work refers to a particular population                                          |                     |
| Date                      | The item has a clearly stated date                                                  | 1/1                 |
| Position related sources  | Key related GL or formal sources have been linked/discussed                         | 1/1                 |
| Novelty                   | The item enriches or adds something unique to the research                          | 1/2                 |
|                           | The item strengthens or refutes a current position                                   |                     |
| Impact                    | The GL source should have citations and backlinks to substantiate the arguments made in the study | 1/1                 |

3.5 Sample Selection Results

This section outlines the sample results of our search strategy (Section 3.2). First, the section presents the distribution of the sample between grey and scientific literature, along with the distribution the publication venues per year. Thereafter, the section showcases a frequency analysis of the topics discussed in the papers under review along with an overview of these trends per year. Finally, the distribution of these topics between grey and scientific items is presented and discussed.

3.5.1 Publication Venues and Distribution Literature. After the assessment of the GL, the search strategy yielded a total of 33 GL items and 78 of scientific peer-reviewed papers selected for this study. From this point onward, we no longer distinguish the results whether they were derived from GL or SL but flesh out results over the total of 111 studies be the object of this research. Figure 3 depicts the number of SL and GL per publication year. The results depicted for the year 2018 have only been collected until March 2018 and therefore might skew the results.

Figure 3 shows that from 2008 until 2013 BCT has gained little attention from either practitioners or scholars. The figure show an overall increase in the SL and GL published from 2014 onward. Furthermore, the statistics show that there is a growing interest from the scientific community for research in BCT. More specifically, from 2017 onward twice as many articles have been published.
as compared to the years before. However, these results also indicate that research in the field of BCT is still in its infancy given that from 2008 to 2016 little scientific work has been published. The search and selection results also indicate an increase in the amount of practitioners literature being published. Furthermore, the sources from which these research items were identified for this study are diverse (see Figure 4), ranging from articles in technical magazines, books, and technical
reports alike. The majority of items, however, were published in conference proceedings and reflect white literature.

In the years directly following 2008, i.e., the introduction of BCT, publications on the topic were almost evenly distributed among different sources (e.g., books, conference papers). However, as of 2016, books on BCT have not been found by this research. Although the publication of conference papers shows an increase in 2017, articles published in scientific venues are more gradually increasing in frequency.

3.5.2 Topics in the Field of BCT. Figure 5 shows the the main topics of the papers under review, as elicited using a Grounded-Theory approach. More specifically, the blocks in Figure 5 represent the topics found in the literature, while the number on the arrows between the blocks represents the weight of the topic, in terms of number of papers where those topics were coded. The direction of the arrow itself depicts under which of the composed main topics the sub-topics are categorized. Among the items selected for this study, BCT-based applications are strongly represented (see left-hand side of Figure 5) while items on BCT architecture and are represented slightly less, with a ratio of 2/3.

In terms of applications, five sub-themes can be distilled: (1) cryptocurrencies, (2) smart contracts, (3) papers that provide an overview of BCT, (4) literature that suggests applications of BCT for specific domains, and, finally, (5) literature that presents general applications for BCT. Interestingly, Figure 5 again shows that the applications of BCT for a specific domain and general applications of BCT has gained considerable attention. On the one hand, literature on BCT for specific domains encompasses complex domains such as e-government, the financial sector, and relief development [17], while literature on the general topic of smart contracts is rather limited. However, the specific technical architecture literature over BCT reflects five categories: (1) security and fraud detection, (2) smart legal contracts, (3) securities and insurance, (4) record-keeping, and (5) the Internet of Things (IoT). Among these categories the majority of papers has been published on utilizing BCT for record-keeping, that is, registering certain data on the blockchain to ensure its immutability. Another major focus of research on BCT applications is security and fraud detection, and these items focus on using blockchain for safe distribution of data among peers.
more detailed description of the contents of literature of applications for BCT can be found in Section 6.

3.5.3 Trends in Publications on BCT. Four key trends in the literature under review can be observed (see Figure 6). First, there is a balance in the distribution among topics even though the overall number of works on BCT is steadily increasing.

Second, two exceptions are (a) works related to applications for specific domains and (b) general applications research, as previously discussed—for these, the years 2016 to 2018 have seen a tremendous increase in research and practical work.

Third, publications on blockchain-based smart contracts have seen a rise only from 2016 onward. A similar observation can be made for items related to cryptocurrency as only one paper was published in 2015, with three papers being published in 2018.

Last, since 2014 an increasing amount of papers on the topic of consensus protocols have been published, a trend that continues to date.

What is more, in terms of past publications by both practitioners and scholars have predominantly been focused on applications for BCT (see Figure 7) with more of the grey literature being published on applications (72%) as compared to scientific literature (55%).

With respect to engineering research focus, scholars have focused their efforts on consensus protocols, whereas practitioners have mostly presented works on blockchain platforms or overviews of BCT architecture.

4 A SYSTEMATIC DEFINITION OF BLOCKCHAIN TECHNOLOGY

So far we have referred to BCT as a single technology; however, BCT is a clever combination of several technologies and elements and there is no consensus on the definition of a blockchain [35], with a precise definition of blockchain technology often subject to controversial and subjective opinion [76]. Stemming from the data available to us, we strived to construct a rigorous definition of BCT based on (a) the identified software elements drawn from literature, (b) relations among
Blockchain technology is a form of distributed ledger technology, deployed on a peer-to-peer network where all data are replicated, shared, and synchronously spread across multiple peers. The technology allows actors participating in the network to perform, sign, and announce transactions by employing public key cryptography. Transactions are executed following a consensus protocol operated by specific nodes to ensure the validity of transactions requested by other peers in the network, and to synchronize all shared copies of the distributed ledger. During a consensus protocol execution, the data of valid transactions, along with other required metadata concerning the network, and the hash of the previous block are bundled into a block using hashing functions. The essential and key property reflecting BCT architectures is that each block contains the hash of their predecessor, therefore linking all prior transactions to newly appended transactions; the blocks therefore form a chain with the aim of establishing a tamper-proof historical record.

5 BLOCKCHAIN TECHNOLOGY: ARCHITECTURE ELEMENTS

This study examines the blockchain architecture landscape, arranging the elements found in the literature through the well-known 4+1 software architecture framework introduced by Kruchten [47]. The Kruchten framework delineates the comprehensive interplay of relations, properties and software elements in BCT and encompasses five views, namely (1) logical view, (2) development view, (3) process view, (4) physical view, and (5) a use case view. In Appendix E, a more elaborate description of these views is provided.

---

3Public-key cryptography is the commonly used to describe the exchange of information using a set of private and public keys. Hence, when constructing a definition the term “public-key cryptography” has been used instead of private and public keys as an attribute of BCT.
Using the logical view, we first delineate the architectural elements to present the functionalities that various end users ultimately use from a blockchain. Further on, the development view describes how building BCT can be divided into smaller chunks of programmable code. Subsequently, the process view shows how IT systems behave during run time and is of interest to system integrators that need to know about the thread of control to execute operations utilizing BCT. Beyond that, the physical view is of interest to system engineers that maintain overall blockchain system, also, given that BCT completely resides on a P2P network its different arrangements is discussed in the physical view. The use-case view of the 4+1 model is recapped later in Section 6.

5.1 Logical View

The logical view emphasizes on the functional requirements and services the system should provide to its end users [47]. Decomposition of the architecture aids in identifying the elements that are common across the system. We used an ontology for BCT as proposed in References [23, 31] to organize the discussion of its main elements. A more elaborate, and in-depth description of BCT elements is provided online (see Appendix F how to access the material).

Blockchains are transaction oriented. Transactions in a blockchain system are executed using public key cryptography. Cryptographic Hash functions are used for the purpose of many operations, such as signing transactions (SHA-256 in the Bitcoin case [66]). The peers in the P2P network, also referred to as nodes are devices capable of processing and verifying transactions. Depending on the permissions all nodes or a specific subset of nodes validate transactions. The permissions. There exists at least three categories of blockchain networks [89, 93]; Public, private, and consortium networks that have different arrangements in terms of their permissions. On a blockchain transactions are stored in blocks. Each block is linked to its predecessor known as parent block by including its blockheader hash to form an integral chain of blocks that can be traced back to the first, or genesis block. Hence the term “blockchain” technology. Novel blocks are generated using a consensus protocol. Provided that the transactions included in the newly proposed block are valid, each new block enhances the security guarantees of the block before it [64, 66, 67]. Updates and changes to the software of a blockchain are called forks.

5.2 Development View

Existing blockchain networks can be leveraged to build decentralized applications (DApps) upon that use their services. Developers seeking to build their own blockchain platform have to program multiple software packages. Enabling transactions forms the basis for any blockchain network. A wallet needs to be programmed to allow clients of the platform to interact with other peers in the network. An address propagation method should be installed for nodes to interact. Next the nodes need to connect via peer discovery. Another aspect is the mechanism for propagating transactions [10].

Data with regard to transactions can be stored in two ways: As a first method, like Bitcoin, one can choose to add data into transactions. Another second method is to add data into contract storage like Ethereum [88]. Finally, an existing consensus protocol can be selected to process transactions or the protocol can be designed from scratch. Online material that can be found via a link in Appendix F further describes the development view.

5.3 Process View

The process view specifies which thread of control execute the operations of the classes identified in the logical view. The consensus protocol is at the heart of all BCT processes, since it allows for the enactment of transactions and ensures that the distributed ledger remains consistent. Online
materials to whom a link is provided in Appendix F delineates the steps, issues, and potential variants of the consensus protocols discussed in this section more in detail.

5.3.1 Practical Byzantine Fault Tolerance (PBFT). PBFT is mostly used in a private setting for permissioned blockchains, because it assumes authenticated nodes [25, 89, 93]. The protocol itself is exclusively based on communication, and nodes go engage in multiple rounds of communication to reach consensus [25]. Nodes do not get a reward for achieving consensus, rather in the event of malicious behavior by an authenticated node it can be held legally accountable [35, 73]. A primary leader node mines the blocks. The leader can be changed by other nodes via a “view-change” voting protocol, in the occurrence of a crash or when it exhibits malicious behavior [18, 64].

5.3.2 Proof-of-Work (PoW) is often referred to as the Nakamoto consensus protocol [37, 54, 56, 70]. The PoW consensus protocol is designed for the case where there is little to no trust amongst users of the system [90]. Public blockchains need to have a high degree of Byzantine fault tolerance as users cannot trust one another.

Consensus in PoW is achieved through a hashing competition between miners. Competing miners need to commit computing power to calculate the solution to the same mathematical problem. To incentivize miners to participate in the consensus process the miner that is the first to find the solution to the mathematical problem reserves the right to publish the next block, and is rewarded by an amount of cryptocurrency [11, 65, 89, 90]. In addition, the miner to win the competition with its peers is also be able to collect the transactions fees that were paid by clients.

Finding the solution to a PoW problem is a computationally arduous process for which there are no shortcuts [67, 90]. The solution to the problem is hard to find, yet easy to check once they have been found [56]. Given that only one miner can win the competition and is rewarded the other nodes have simply wasted resources (CPU power and energy) in their attempt [29, 64, 77, 89, 90]. In addition, because the difficulty of PoW problems increases over time makes it even harder to win the competition [90].

5.3.3 Proof-of-Elapsed Time (PoET). PoET is designed to address the inefficiency of PoW and replaces it with a protocol that is based on trusted hardware. A node that uses trusted hardware, however, can be checked for certain properties such as whether it is running a certain software. This aids in relaxing the trust model in settings were the Byzantine’s Generals Problem might be present [25]. Sawtooth Lake, a project by Hyperledger, leverages Intel’s Software Guard Extensions (SGX) to establish a validation lottery that makes use of their CPUs capability to render a timestamp that is cryptographically signed by the hardware [36].

5.3.4 Proof-of-Stake (PoS). As a response to the limitations of PoW the BCT community has turned toward Proof-of-Stake (PoS). The PoS consensus protocol has been introduced for public settings [64] with the aim to safeguard against Sybil attacks and malicious behavior by untrusted nodes [25]. The PoS protocol offers a more efficient and environmental friendly alternative to PoW as computing power is partially substituted by virtual resources (e.g., cryptocurrencies) that miners must invest to propose blocks [29, 52, 77, 92]. Rather than using computer power as a scarce resource to generate security, Proof of Stake uses the scarcity of the coin itself. Therefore nodes that participate in a PoS consensus protocol are more commonly referred to as forgers instead of miners [6, 53].

The idea behind the PoS model is that the more assets (e.g., cryptocurrency), or stake a node has, its incentive to undermine the system diminishes, because subverting the system would inherently mean that the worth of the nodes’ stake would decrease [61, 90]. Logically, this implies that one cannot participate in the consensus protocol without owning a stake [29]. A shared commonality of all PoS variants is that nodes that have more stake have a higher chance of generating new
blocks [52, 64, 90, 93]. In other words, the more skin a forger puts in the game the higher its reward will be.

5.3.5 Delegated-Proof-of-Stake (DPoS). Delegated Proof-of-Stake introduces another variant of PoS [64, 93]. In DPoS, stakeholders elect delegates, referred to as witnesses to forge and validate blocks in round-robin fashion [53].

Compared to PoW and PoS, DPoS is more energy efficient. Further, because the voting about the validity of a block is delegated and fewer nodes are needed to validate, the blocks can be confirmed more quickly. Hence, as compared to PoW and PoS, DPoS has a low latency. Moreover, parameters including block size and block intervals can be adjusted by committee members of the governance board. When a delegate acts malicious this dishonest delegate can be voted out by all the other nodes [53, 93].

5.3.6 Zero-Knowledge-Proofs. Recently, different Zero-Knowledge-Proofs (ZKP’s) based BCT networks have been proposed to preserve users’ anonymity and confidentiality of transactions [89]. In general, ZKP’s aim to confirm a statement about a transaction such as “This is a valid transaction” without revealing anything about the transfer (statement) itself or the parties involved [35, 89, 92]. Zerocoin was the first initiative with the aim of providing transaction unlinkability using ZKP’s [25]. Similarly to Bitcoin, Zerocoin uses the PoW consensus protocol to validate transactions. A cryptographic mixer is implemented for Zerocoin to conceal the links between a zerocoin and the corresponding Bitcoin.

Building on the ZKP approach as a foundation, Zcash extends the privacy guarantees and improves the efficiency (throughput and latency) of Zerocoin. Zcash uses a variant of the PoW called Equihash. Transactions made using Zcash, including the split and merge transactions, are fully private [25]. Zcash employs a technique called Zero-Knowledge-Succinct Non-Interactive Argument of Knowledge (zk-SNARKS) to provide these privacy guarantees [64, 92] that are a specific type of ZKP.

5.4 Physical View

The physical view is concerned with the topology of software components and their physical connections. Electronic devices known as nodes constitute to a blockchains’ P2P network and are the only physical connection to the non-digital world. P2P networks on which blockchain platforms are run have different arrangements; First, the network can be categorized on the basis of permissions (authorization). Second, networks can be categorized with regard to their accessibility. Permissions to perform operations on the blockchain might differ ranging from allowing anyone to read, write and to partake in the consensus protocol to only one of these permissions. Control over these permissions can be confined to a distinct group of nodes or all nodes.

As the name suggest Permissionless grant permission to all nodes in the P2P network to read and write transactions. Permissioned blockchain platforms have confined and idiosyncratic permissions for their nodes [63, 75, 89, 90].

The P2P network can also be described from the perspective of network accessibility. In the literature three categories of P2P networks can be distinguished that are coupled to a permission model [13, 23, 35, 59, 89, 93]. A Public blockchain, like Bitcoin or Ethereum have open network access meaning that anyone willing is allowed to join the network. Private blockchains are blockchains networks that are owned by one organization. Contrary to public blockchains access is confined. Consortium blockchains are similar to private blockchains in the sense that nodes first need to be authenticated before granted access to the network. However, consortium blockchains allow nodes from different organizations to access the blockchain network [64, 74, 89]. A more elaborate
description of both models and blockchain networks can be found in online materials accessible via a link in Appendix F.

6 BLOCKCHAIN USE-CASE VIEW: MAIN USAGE SCENARIOS

The use-case view aims at providing a description of an architecture by illustrating an essential set of use cases and scenarios for their usage. Our data suggest there are mainly three flavours of BCT applications: (1) cryptocurrencies, (2) smart contracts, and (3) general-purpose applications. Following these versions we further categorize BCT applications [77]. For instance, the general-purpose applications of BCT can be arranged into five additional categories that encompass: (1) Security and Fraud Detection, (2) Securities and Insurance, (3) Record-Keeping, (4) Internet-of-Things, and (5) Smart Legal Contracts. A complete catalogue of BCT applications can be found in Appendix F.

7 BLOCKCHAIN TECHNOLOGY: MAIN ARCHITECTURE PROPERTIES

The scope of our analysis revealed eight essential architectural properties with a directed mutual influence relation evident from the state of the art. In fact, stemming from the relations our GT analysis we marked with a $\leadsto$ operator the mutual implication relation evident between the following couples of properties:

- **Decentralization $\leadsto$ Disintermediation.** In traditional centralized transaction systems each transaction needs to be validated by a (trusted) third party (e.g., a bank). The decentralized workings of BCT enables the direct transfers of digital assets between two counter parties without this third party leading to direct disintermediation [29, 67, 75, 93].

- **Programmability $\leadsto$ Automation.** BCT allows for the execution of pre-defined conditions that are automatically executed once certain conditions have been met. BCT enabled smart contracts extend this concept further by allowing (Turing complete) programmability of transactions [19, 36, 75]. The Bitcoin blockchain predominantly offers a service to exchange cryptocurrency and, accordingly provides limited support for smart contracts. Blockchains like Ethereum or Kadena offer a fully programmable smart contract environment [35, 61, 67, 75]. Offering smart contracts as a service, however, adds another layer of complexity; smart contract execution puts a higher strain on the data storage requirements, throughput and latency of a blockchain network [21, 23, 35]. Furthermore, arbitrary code leaves room for human errors, and thus increases the chances of bugs [23, 29, 54]. In sum, the degree of automation depends on the services provided, which is closely linked to the design of a blockchain platform but at the cost of additional complexity.

- **Transparency $\leadsto$ Auditability.** Each node in a blockchain P2P network holds a complete copy of the distributed ledger making all transactions transparent [11, 29, 77, 87]. However, for permissioned blockchains permissions to read the ledger can be confined to increase transaction privacy. Decreasing the transparency of the transaction records makes permissioned blockchains less auditable [59, 87, 89]. In short, the auditability of the network depends on the permission arrangement of the P2P network.

- **Immutability $\leadsto$ Verifiability.** The entire history of transactions performed is recorded and stored in blocks. Given that these blocks are cryptographically chained using hashes, the record becomes immutable [59, 67, 75, 76, 79]. Provided that the entire history of transactions is auditable, the proof that any transaction has (not) taken place in the past is thus verifiable, since blockchains are append only [29, 76, 81]. An insecure consensus protocol that allows for the introduction of blocks containing double spend transactions could jeopardize the immutability of the ledger. Therefore the immutability of a blockchains
distributed ledger depends on how transactions are processed during the consensus protocol [67, 75, 90].

8 BLOCKCHAIN TECHNOLOGY: CHALLENGES AND OUTLOOK

Despite being a promising novel technology, currently BCT faces several challenges that inhibit widespread adoption. This section highlights and discusses the challenges evident from the literature.

8.1 Latency

One of the challenges BCT faces is that most consensus protocols have a high latency, meaning that the time between the submission of transactions and their confirmation is high [29, 31, 35, 61, 65, 89]. This is due to the fixed blocktime interval for most blockchain networks. Effectively this means that on average it takes the Bitcoin network roughly 60 minutes before transactions are settled and can be regarded as final [35, 89]. Ethereum has made significant progress in this area using the Greedy Heaviest Observed Subtree (GHOST) protocol by increasing the block interval to 14 s and transaction finality after 12 blocks [29, 89].

What is more, currently the finality for clearing and settling transactions is a legally defined moment. When using BCT to enact transactions settlement finality is probabilistic; the longer a transactions is considered settled by network participants, the less likely it will become that the transaction will be reversed or declared invalid [35, 63]. Clearly, these two arrangements are at odds. A direction that is currently being explored to concurrently address the throughput and latency issues of BCT is that of sharding the mining network. ELASTICO [55] is an example of a consensus protocol that shards the mining network. When sharding the network miners are uniformly partitioned into smaller committees that process a specific set of transactions. Accordingly transactions can be processed in parallel and thus throughput capacity can be increased.

8.2 Throughput

The maximum throughput of transaction has also been shown to be a challenge [35, 64, 87, 89, 93]. The concurrent throughput challenges for BCT are closely related to those of the latency. At the time of writing the Bitcoin network can reach a throughput of seven transactions per second [25, 35].

Yet again this problem is related to the blocktime interval but also to blocksize. The size of a block determines how many transactions can be included. For Bitcoin the size limit of a block is 1 MB [89]. Recently, there have been proposals to increase the throughput of the Bitcoin blockchain by increasing the blocksize from 1 to 8 MB [89]. Proponents and opponents of this proposal have interchanged various arguments that so far has reached no conclusive upper-hand [79]. By implementing the GHOST protocol Ethereum has managed to improve its throughput capacity to 15 transactions per second, because the block time interval is smaller (14 s). Rather than following the longest chain, in GHOST a miner weights the branches in terms of the computational power spend to create them and chooses the better one to follow. Another promising novel development is the introduction of off-chain payment channels such as Raiden,4 Bitcoin Lightning,5 and Sprites [62] that enables two parties to directly and privately maintain a two-party micro payment channel. Khalil and Gervais [40] extend the concept of off-chain payment channels by suggesting a novel approach that enables the refunding of existing payment channels when they are depleted without performing a transaction on the blockchain network. Recently the segregated witness

4www.raiden.network.
5www.lightning.network.
(SegWit) proposal has been suggested in the Bitcoin community to change the internal design of blocks to increase the throughput of transactions. The proposal entails separating (segregate) signatures (witnesses) from the remainder transaction data. In this manner, the size of the witnesses does not add to the data size limit of the blocks [89].

8.3 Data Storage

Another challenge that is pointed out by both practitioners and scholars alike is how to cope with the evergrowing need for data storage space [29, 35, 50, 77, 94]. This challenge mainly stems from the fact that to verify transactions, a node needs to be aware of the whole blockchains’ history. If Bitcoin were to process an equal number of transactions as Visa, then the amount of storage required would grow by 214 PB per year [77]. Some suggestions for improvement of data storage have been made such as the introduction of lightweight clients that do not download the complete record of transactions. Instead, lightweight clients download only the blockheaders to validate transactions. To verify transactions these nodes use a technique called Simplified Payment Verification (SPV) [90, 93].

8.4 Data Privacy

Preserving privacy of participants and confidentially of their data has turned out to be a fundamental challenge [22, 35, 60, 65, 76, 87, 89, 93]. Although transparency is one of the key characteristics of especially public blockchain networks it is at odds with privacy. For public blockchains by design every transaction needs to be visible to every participant for the sake of public verifiability [3, 35, 90], though they can be encrypted and the identity of the user is hidden. To address this problem private and consortium blockchains such as Hyperledger [3] and Corda [12] with a permissioned model have been introduced [67]. Another approach solve this problem is the usage of mixers and ZKP (see Section 5.3.6) [5]. In a study [35] 57% of the respondents stated that implementing privacy-enhancing techniques in their BCT systems is planned for the future. Out of these respondents 78% have expressed the desire to implement zero-knowledge proofs (ZKP). A second privacy challenge is that a blockchain ledger is immutable; Once a transaction has been stored in a block it cannot be removed. Further, in permissionless blockchain every node is able to view all transactions and, consequently explore the entire history of transactions. The General Data Protection Regulation (GDPR), however, enforces restrictions on how information about EU citizens may be used and stored [68]. One of the rules that would be difficult to comply with is the “right to be forgotten” that allows an individual to demand the erasure of information under certain conditions. Clearly, the immutability of a blockchains ledger is incongruent with the right to be forgotten [36, 76].

8.5 Governance

The governance of a blockchain with regards to updating its fundamental rules is problematic [67, 90, 92, 94]. A prime example is the ongoing debate within the Bitcoin community about the block size, which has ended in a stalemate [59, 79]. Even for centralized systems updating software can be difficult let alone when a system has many users, geographically dispersed, as can be the case with BCT [90]. Another classic example of the governance problems blockchain currently faces is the response of the Ethereum community to the DAO hack.6 Due to unintended flaws in the semantics of a contract an attacker was able to obfuscate a large amount of Ether worth an

---

6The term hack must be qualified; The attacker exploited a vulnerability in the smart contract that allowed a split function (enabling the withdrawal of funds from the contract) to be called repeatedly to withdrawal more funds than entitled to. For further reading about the DAO hack the author recommend reading Annex B in Reference [36].
estimated $50 million.\textsuperscript{7} In response to the attack, a hard fork was proposed to recover the Ether, to which 89% of Ether-holding voters gave their consent. Some of the remainder non-consenting voters rejected this fork of the blockchain mostly for philosophical reasons, including the principle that a blockchain is immutable. These voters decided to use the unforked Ethereum blockchain resulting in a split into two separate currencies: Ether (containing the hard fork) and Ethereum Classic (no hard fork) \textsuperscript{67, 90}. Another governance issue that needs to be addressed is that of key management; BCT is decentralized and as such when a user forgets their private key there is no central authority to recover it \textsuperscript{36}. As a solution to this problem He et al. \textsuperscript{34} present a wallet-management system based on semi-trusted social networks to recover wallets and the keys they hold. However, the true Achilles heel with regard to private key management is related to the wallets that store these keys; if the hardware on which a user wallet gets lost, targeted with malware, or is attacked, then the private key might get lost or stolen \textsuperscript{5}.

\subsection*{8.6 Usability}

A more practical challenge that hampers the widespread adoption of BCT is the current lack of end-user support (BCT is hard to use and to understand) and adequate developer support (few developers tools available) \textsuperscript{60, 65}. In line with these observations, research by Tapscott and Tapscott \textsuperscript{79} indicates that many Dapps are not accessible to the average person and that interfaces are user-unfriendly. Further, in their study they suggest that there are approximately between 1,000 and 2,000 developers that understand how to develop Dapps. However, one of their interviewees stated that this number could perhaps increase by establishing creative educational programmes.

\section*{9 DISCUSSION}

Our GT-based analysis was used to populate the illustrated 4+1 views, properties, and challenges of BCT. First, this section grounds the insights on the 4+1 views of BCT architecture elements, properties, and challenges through discussion. More specifically, the GT-driven 4+1 perspectives on BCT are deepened by discussing coding frequencies and trends of the concepts in literature. Second, the section presents observations we made in the scope of our analysis derived from examining the distribution of the topics found in the sample and synthesizing their contents.

\subsection*{9.1 A Grounded-Theory of Blockchain Technology}

The first step of in the data analysis procedure was to apply an open code each time the literature reflected a concept (see Section 3.3). A frequency analysis of the open codes (how often certain codes have been applied) unravels which concepts are deemed important. Blockchain challenges were mentioned most, followed by smart contracts, and consensus protocols. These results show that blockchain challenges are widely discussed in the papers under review and that the technology has not yet come to full fruition. The frequency analysis further showed that smart contracts are most frequently discussed, and can therefore be deemed a key concept for BCT future evolutions.

The third most often applied code is that of consensus protocols and among them PoW. These findings resonate with the number of papers on the topic of PoW consensus protocols (see Section 3.5). Taken together, these findings show that literature is still predominantly focused on the PoW consensus protocol, whereas several other consensus protocols nowdays exist.

Surprisingly, the term permissioned blockchain is more often mentioned than permissionless blockchain, which is not mentioned as one of the top 10 concepts. However, these results can also

\textsuperscript{7}Tapscott and Tapscott \textsuperscript{79} argue that the total worth of the obfuscated Ether was around $70 million, whereas Gatteschi et al. \textsuperscript{29} suggest that it was the equivalent of $60 million.
be attributed to the perception that blockchains generally are public and permissionless and as such that permissioned blockchains are an exemption to be specifically mentioned.

9.1.1 Grounding the Logical View of BCT. BCT encompasses several software elements that combined create the architectural properties of BCT. The results of the axial coding revealed what the intricate relation among software elements and properties.

The software elements of BCT work in concert to allow for secure transactions on a P2P network (see Section 5.1). We found that there is a strong dependency among these elements, which has been depicted in Figure 8 by the middle row of blocks: During a consensus protocol nodes verify transactions, which is not possible without the availability of a distributed ledger. In turn, the distributed ledger employs the concept of chained blocks that depends on a Merkle Tree to summarizes the transactions. Because each software element is implemented to yield a particular property (see Section 7) these properties also are also connected. This relation is shown as the top row of blocks in Figure 8.

Decentralization requires a consensus protocol and distributed ledger but in addition immutability of the transaction records. The immutability of transaction records is dependent on the degree of transparency of a ledger (see Section 7). However, transparency does not only guaranty the immutability of the distributed ledger, but also leads to auditability of the transaction records (bottom row Figure 8). Verifiability of a blockchain requires auditability as without no proof can be provided that a transaction has not already been spend.
An interesting observation is that programmability does not seem to have a direct relation to the other properties of blockchain. Every blockchain has a certain degree of programmability [89]. However, arbitrary programmability of transactions requires the concept of smart contracts, which is optional for blockchain design [88]. The discussion of these results illustrates the complex relation among BCT software elements and properties. Considering these relations will be of importance to obtain the appropriate design when implementing BCT.

9.1.2 Grounding the Process View of BCT. Another relation that emerged from the axial coding process is the relation between BCT challenges and consensus protocols. In Figure 9, this relation is shown simultaneously with the introduction of consensus protocols in chronological order.

Our results from the axial coding process show that each consensus protocol developed after the PoW protocol aims to tackle a particular BCT challenge. Furthermore, unsatisfied with prior protocols to address the challenges of BCT novel consensus protocols were introduced over time. For instance, the development of cryptographic mixers clearly aimed at providing more transaction privacy. To facilitate fully private transactions, however, ZKP-based protocols were introduced. While both approaches increase or facilitate fully private transactions these protocols were not designed to achieve faster throughput as compared to PoW.

However, PoS-based protocols have aimed at improving throughput and latency performance as compared to PoW. Among the first of these attempts were the coin- and chain-based PoS variants (see Section 5.3.4). As the performance aspects of these PoS variants were still considered unsatisfactory BFT-based PoS, DPoS- and sharding-based protocols were introduced [53, 90]. None of the PoS, DPoS, or sharding consensus protocols address privacy of transactions.

Taken together the results show that there are have been desperate attempts to address BCT challenges. A uniform approach that simultaneously addresses specific sets of problems is still lacking. This implication might have some important ramifications for future research efforts, for example, several research efforts by practitioners and scholars have led to consensus protocols that only pursue to improve one favorable property while a unified agenda to develop a consensus protocol that is designed with both privacy and performance aspects (throughput and latency) in mind is still lacking.

9.1.3 Grounding the Physical View of BCT. The grounded view describes the design patterns of a blockchain network. As discussed in Section 5.3 the design of the P2P network that supports
the blockchain can differ. The frequency of the codes concerning BCT networks have been examined to establish a notion of their importance. What becomes clear from these statistics is that surprisingly permissioned blockchain networks are more mentioned than permissionless BCT networks. A closer examination of the papers in which the codes were used reveals that permissioned networks are predominantly employed to contrast the properties (negative and positive) of permissionless networks. Public networks are the third code that is most often applied, followed by private networks. These paradoxical networks are discussed in tandem to contrast their properties while Consortium networks are mentioned least. It must be noted, however, that the terms consortium and private networks are often discussed in the same context.

The trends on BCT networks also sheds an important light on the developments in the field of BCT. These trends have been constructed by counting each time a paper was coded the network type in a given year. Thereafter the result has been divided by the total number of papers in the sample for a particular year. We deemed this last step appropriate to account for the fact that over time more work on BCT has been published. Analysis of the trends regarding BCT networks codes (see online materials in Appendix C for more details) showed that in time more papers were mentioning private and consortium networks combined with permissioned models. When closer examining this trend we found that over time more papers were discussing private, consortium and permissioned networks. The literature under review states that these network types were introduced as a response to the current challenges public oriented networks face (e.g., privacy and throughput). Therefore this trend can be explained by the fact that in time public blockchain challenges and limitations became more evident and thus alternatives were introduced.

9.1.4 Grounding the Use-Case View of BCT. The axial coding process of papers concerning BCT applications revealed that these applications have a distinct focus to which they have been categorized (see Figure 5). A large strand of literature is focused on cryptocurrencies and improving the interoperability between chains using different coins, or fluctuations in the prices of cryptocurrencies. The focus of these papers lies on transactions carried out using a blockchain or between chains and what influences these transactions. For these papers therefore the cryptocurrency itself becomes the specific focus of study as they are the embodiment of blockchain transactions. This contrast with other papers that see cryptocurrency as a means to an end and tend to have a more general focus on employing the technology as a whole. Several papers suggest the use of BCT to enhance the utility of IoT devices. Here, BCT primary serves to improve, amongst things, security and connection of these devices. In turn, IoT devices could potentially be used for a wide array of other applications. Discerning whether BCT is the application or rather a means to an end helps to categorize papers in the field of BCT.

Another observation resulting from the axial coding process is that the general application categories found in the literature sample utilize different properties of BCT. Record keeping applications mostly benefit from the decentralized nature of BCT. Whereas applications related to security and fraud detection seem to employ BCT for the sake of verifiability. For securities and insurance applications the auditability of the transactions is most important. Thus, besides categorizing applications based on their primary focus, one should also taken into account which of BCT’s properties are predominantly utilized. This observation is important to take note of when developing BCT-based applications as some properties can be deemed more valuable for the design than others and can therefore traded-off against each other.

9.1.5 Grounding the Properties and Challenges View of BCT. BCT has been developed to attain certain properties yet also gave rise several challenges. We juxtaposed the results of a frequency analysis conducted using the codes applied for BCT properties and challenges to discuss their
Fig. 10. Trends in BCT challenges from 2008 to 2019.

relation. The frequency of the codes related to BCT properties and challenges can be found in Appendix C.

Challenges related to privacy on a blockchain is mentioned most of all codes related to challenges. The immutability is the most frequent applied code related to BCT properties. Paradoxically, whereas privacy the most discussed challenge for BCT, the transparency of the ledger is mentioned as the second most important property of BCT. The decentralized nature of BCT is the single least applied code. Automatic execution is the least recurring code of related to a property of BCT. However, papers that predominantly discuss properties from the perspective of Bitcoin do not mention smart contracts, which is related to the concept of automatic execution.

A further analysis of the relation between the throughput and latency codes applied reveals that the coding of these two concepts coincides, resulting in an almost equal number of times these codes are applied. Governance of blockchain networks as a challenge is almost as frequently discussed as the technical issues of BCT (throughput and latency). The data storage and usability codes are less frequently used in comparison to the other codes concerning BCT challenges. Of these two codes, usability is least often mentioned as a challenge. These results can be explained by the fact that most papers either focus on the applications for BCT or on architectural aspects without regarding the users perspective.

An analysis of the applied frequency of codes over time reveals the trends in BCT challenges. Again, the analysis has been conducted by counting each time a paper was coded a certain challenge in a given year. After obtaining the results these have been divided by the total number of papers for a particular year. The weighted number of codes per are challenge and year are depicted in Figure 10 to provide a fine-grained perspective. The figure shows an overall decline between 2008 and 2019 in the mentioning of all challenges. What is interesting, however, is that when the

---

Footnote: For the years 2013 and 2019, only one paper has been included in the literature sample that imbalances the standardized weighted frequency of the codes for these years. Hence, in the scope of this analysis the results for 2013 and 2019 should be regarded as outliers.

ACM Computing Surveys, Vol. 53, No. 3, Article 61. Publication date: June 2020.
codes are weighted (i.e., per year in relation to total number of papers) the results demonstrate that throughput and latency are the most important challenges to address. From publications in 2016 challenges related to BCT governance and usability first emerge. This shows that from 2016 onward blockchain became mainstream adopted as the usability of BCT (for non-programmers) for the first time were discussed in References [63, 83]. Moreover, in that same year governance emerged from the literature under review [1, 63, 73, 83] as a challenge. This literature discusses that novel updates to existing platforms were required due to several reasons yet that this turned out to be a challenge. In tandem, the governance issues from a legal perspective are discussed, which means that BCT is was no longer regarded as a novelty but mainstream and a technology that needed to adhere to legal standards (see Section 8.5).

### 9.2 Highlights and Observations

**9.2.1 Chaining Data Using Blocks.** From the FCA conducted for this research we found that what sets blockchain apart from other forms of distributed ledgers is that transactions are stored in blocks. On the one hand, transaction data are stored in blocks to ensure the integrity of the distributed ledger. However, storing data in blocks also has its drawbacks. Blocks have fixed data sizes and can only contain a limited number of transactions. Transaction that do not fit in the current block that is created have to wait to be processed and included in the next block. Given that both blocktime and blocksize for most blockchain networks are fixed these two parameters determine throughput capacity of a blockchain network [67]. The SegWit proposal (see Section 8) might partially solve this problem by expanding the size of blocks. However, to increase the throughput of public blockchain protocols further future expansions of the blocksize will be required. What the consequences are for the security of the network remains unknown, however, because there has been no empirical investigation to test these configurations.

Nodes on a blockchain network need to keep a complete history of all transactions made on a blockchain network to validate them. Because the number of transactions that have been made on a blockchain is growing over time the data storage demands grow in parallel. Consequently, in the long term it will be unsustainable for every node to keep the entire history of transactions [77]. Conversely, if only few nodes would be able to meet the store demands, then it would defeat the purpose of decentralization. A similar trend can be observed with regards to Bitcoin mining. Initially nodes mined blocks individually. However, due to increased mining requirements (CPU power) they eventually started collaborating in mining pools and mining became more centralized as a result. To address this problem some blockchains are utilizing the concept of checkpoints [53, 59]. Whether this solution aides in securing the network from attacks remains unknown. Another proposed solution is the use of lightweight clients. However, at least some nodes need to be full weight clients that keep track of all transactions and thus still have to burden themselves with storing large amounts of data.

**9.2.2 Consensus in the Wild.** Besides the consensus protocols discussed in the results section (see Section 3.5) we reported more consensus protocols such as Proof of Work or Knowledge (PoWorKs) [6], Proof of Vote (PoV) [52], Proof of Sequential Work (PoSW) [20]. However, none of these protocols is supported by mature implementations, practical application, or empirical evidence of operational characteristics. For the sake of completeness, however, Table 2 offers an overview of all primary consensus protocols (without any derivation, e.g., PoSW with respect to PoW) and their claimed features in the respective literature. The table articulates every consensus protocol (ID in column 1) using (a) the trust-level required in the P2P network setting, (b) the scalability (i.e., whether the network can scale in terms of the number of nodes [38]), (c) the
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Table 2. A Complete Reference over Consensus Protocols

| ID   | Trust-level | Scalability (#Nodes) | Byzantine Fault-Tolerance | Throughput | Latency | Example | Source |
|------|-------------|----------------------|---------------------------|------------|---------|---------|--------|
| PBFT | High        | Weak                 | <33.3% of faulty replicas | <2000      | <10 s   | Hyperledger Fabric v0.6<sup>9</sup> | [13, 64, 93] |
| RAFT | High        | Weak                 | <51% of faulty nodes      | >10k       | <10 s   | Corda<sup>10</sup> | [13, 64] |
| PoW  | Low         | Strong               | <51% of computing power   | <100       | >100 s  | Bitcoin<sup>11</sup> | [64, 93] |
| PoET | Low         | —                    | <51% of computing power   | —          | —       | Hyperledger Sawtooth<sup>12</sup> | [13] |
| PoS  | Low         | Strong               | <33% of stake             | <1000      | <100 s  | Tendermint<sup>13</sup> | [13, 64, 93] |
| DPoS | Medium      | Strong               | <51% of validators        | <1000      | <100 s  | Bitshares<sup>14</sup> | [64, 93] |
| ZKP  | Low         | Strong               | <51% of computing power   | —          | —       | Zcash<sup>16</sup> | [25] |

Instances are described along their characteristics, an implementation example, and the source for argument of the claims.

throughput, i.e., how many transactions per second the protocol can successfully process, and (d) the latency, i.e., the time it takes to successfully confirm the transaction.

An interesting observation with respect to consensus protocols in Table 2 is that there seems to be a lack of systematic and empirical studies to test the claims around the proposed consensus protocols and their architectural properties. Of the papers reviewed, none based their statements on these properties and how they behave under different circumstance on the results of empirical testing. An exception is a study by Dihn et al. [25] that provides a framework to benchmark private blockchains. Public blockchains, however, remain untested. Nevertheless, some general observations can be made: With the introduction of PoW, a shift is made from protocols that require high trust among nodes to a more trustless setting. This is not surprising given that one of the main aims of the original Bitcoin protocol was to make it expandable beyond a fixed number of authenticated nodes. Accordingly, an increase in byzantine fault tolerance of consensus protocols can also be observed. However, the results also demonstrate that an increase in the byzantine fault tolerance is coupled with a decrease in throughput and latency. For instance, the Tendermint PoS variant has a higher throughput and lower latency as the Bitcoin PoW protocol, yet it is also less byzantine fault tolerant (<33% to <51%).

<sup>9</sup>www.hyperledger.org/projects/fabric.<sup>10</sup> www.corda.net.<sup>11</sup> www.bitcoin.com.<sup>12</sup> https://www.hyperledger.org/projects/sawtooth.<sup>13</sup> www.tendermint.com.<sup>14</sup> www.bitshares.org.<sup>15</sup> ZCash uses an Equihash variant of the PoW protocol; for Equihash the Blocktime differs from that of the Bitcoin PoW no direct data are provided in literature on its throughput and latency.<sup>16</sup> www.z.cash.
For the PoET and ZKP proof-based consensus protocols there are no data available with regard to their properties. Moreover, although it is stated in References [18, 25], ZK-SNARK techniques incur large overheads in terms of storage space, and there is little evidence to substantiate these claims.

The gradual shift from PoW toward PoS-based consensus can have some important ramifications for the security of blockchains. With the exception of Reference [53], little efforts have been made to investigate the unresolved security issues of PoS variants and how to resolve them. One such problem is how to determine the deposit forgers are required to make to participate in the consensus protocol (see Section 5.3.4). If the gains of introducing invalid transactions outweigh the losses of a deposit, then the solution is will not be effective. Sharding of consensus seeking is a novel development mentioned in the papers under review. Yet we view that there are many unaddressed questions concerning blockchain sharding. When sharding a consensus protocol the nodes in the network will be distributed between several shards. How this distribution should take place remains unclear, however. Provided that a secure manner has been found to distribute the nodes, then it should be determined how many nodes must encompass a shard to make it secure as small shards (with few nodes) are easy to attack.

9.2.3 Blockchain Hybrids Emerging. Our literature suggests that more recently several interesting combinations of public blockchains with a permissioned model are under experimentation. We observe from the coding process that the terms permissioned/private blockchain and permissionless/public blockchain are used interchangeably. Based on our extensive review, we propose that blockchain-oriented networks should be categorized based on both (1) network authentication coupled to permissions (permissioned/permissionless) and (2) accessibility of the network (public, consortium, private). Although the first blockchain network (Bitcoin) was public and permissionless, from the coding process it can be observed that in the papers under review permissioned and private/consortium blockchain networks are often mentioned (see online materials in Appendix C). One of the main reasons remarked in literature is that public blockchains have to utilize consensus protocols that can be regarded as slower than the ones that could be employed for private/consortium blockchains. Furthermore, having more control over the permissions each participant in the network has is another reason mentioned. We observe that private/consortium and permissioned networks are often regarded as a substitute to their public counterpart because of these challenges.

9.2.4 Mainstream Adoption of Blockchain Technology. An increase of academic works on the topic, and the overall increase of literature produced every year can be observed (see Section 3.5). These results show that BCT has been embraced by the mainstream. The usability of BCT for end-users and developers [60] could, however, hamper the further adoption of BCT. Tools to develop blockchains/smart contracts seem to be absent. Especially for users that aim to employ smart contracts to define simple transaction logic a more simple and user friendly approach that does not involve programming would benefit the mainstream adoption of smart contracts and blockchain.

The results of this research show that governance of blockchain both in terms of the general ecosystem and at the platform level are a challenge currently. In many countries the use of BCT for applications or cryptocurrency has an opaque legal status. Making policy and regulation is difficult, since a blockchain networks operate internationally and are not bound to a single jurisdiction [65, 79]. Implementing updates or changes for a public blockchain network are a platform level governance challenge caused by decentralized decision making involving many participants. A solution to this problem might be the centralization of update permissions. However, that solution would be at odds with decentralized principles of blockchains and introduce several security hazards.
9.2.5 Safe Executability of Legally Binding Smart Contracts. Smart contracts are an important application for BCT, as can be inferred from the number of times the code has been applied (see Section 9.1). All primary studies focus on discussing the security of Ethereum smart contracts. This trend is highlighted also in related work [2]. The most obvious implication of this shortcoming is that more rigorous, generalizable, and formalized approach to analyzing the safe and secure executability of smart contracts is required. A preliminary investigation of safe concurrent smart-contracts’ executability Dickerson et al. [24] who describe an abstract solution to this problem without any rigorous evaluation. The trend toward sharding blockchain consensus can have implications for the execution of smart contracts what these exactly are remains unknown till date. Conversely, the word “contract” in the smart term definition contract would imply for its legally bound enforceability under specific operational conditions [19].

9.2.6 Blockchain: Properties versus Challenges. BCT offers some interesting properties such as disintermediation, programmability, transparency, and verifiability that could potentially be beneficial for many applications (Section 7). However, the technology also has its drawbacks (Section 8). The work of Mougayar [65] provides a decision-making framework based on business parameters to aid in identifying the problems that BCT can streamline. Our work strives to provide a technical perspective to compound the business side explored by works such as Mougayar [65]. Gatteschi et al. [29] suggest that when considering to adopt BCT one should ask (1) whether a shared database is required, (2) whether multiple parties write the data, (3) whether disintermediation is needed, and (4) whether it is required to see the linkage between transactions. In a similar vein, Wüst and Gervais [87] argue that when deciding whether to adopt and design blockchain the contingencies depicted in Figure 11 should be considered. They argue that if a trusted third party (TTP) always is available, then there is no need for a blockchain. Thereafter, one has to make an analysis of the network participants to decide which type of blockchain network is most appropriate.

Besides the considerations presented in References [29, 87] from the results of this study we observe the following. First, a blockchain can disintermediate the transactions made on a P2P network between untrusted participants. However, as a result the throughput of most consensus
protocols for blockchains is low and their latency high (see Table 2). If these properties do not satisfy the requirements of the application, then these consensus protocols are not the most suitable solution. Visa, for instance, handles 2,000 transactions per second [77, 81], while most protocols currently cannot process transactions at that rate. Furthermore, when all network participants can trust each other a consensus protocol is not required. In such situations, other solutions such as distributed databases [69] or P2P network [4] offer a less costly and faster way to exchange data or transactions. Second, not all blockchain platforms allow for the deployment of smart contracts that enable the programmability of transactions. Moreover, currently blockchain-based smart contracts present some unresolved problems such as ensuring security [2] and legal enforceability [19]. In the past three decades, several approaches have been suggested to develop contracts that are executed electronically [45, 51] known as electronic contracts that currently have a higher maturity for these applications. Third, transparency and verifiability are a double-edged sword. In fact, these properties ensure the correctness of the distributed ledger; however, transparency is not always desirable. More transaction privacy could be guaranteed by using ZKP’s, yet it is suggested that these incur additional overhead. An alternative is to perform the transactions on a blockchain network with a permissioned model. This could create censorship resistance that jeopardizes the security of the blockchain (see online materials accessible via a link in Appendix F).

9.3 Addressing Our Research Questions

9.3.1 RQ 1: How can blockchain technology be systematically defined. The first research question for this study concerned how blockchain technology can be defined—the RQ is addressed in five consecutive sections. First, in Section 4 the study defines BCT based on a FCA. The results of the FCA show that the most mentioned attributes of BCT are transactions, chains, distributed ledger, block, P2P network, consensus protocol, hash function, public key, node and private key. The analysis shows that what sets distributed ledger technology apart from BCT is the storage of transactions in blocks. In presenting this definition we present both scholars and practitioners with an understanding of the BCT phenomenon that can provide common ground for discussion. In Section 5.1 describe and flesh out the interplay between the logical elements of BCT. This description aids in understanding how the combination of individual software elements constitute to BCT. The development view presented in Section 5.2 provides DApp developers and platform developers with some guidance what the main components of BCT are. In Section 5.3, we elaborate on the workings of consensus protocols. Essentially, our synthesis of the literature shows that increasing the throughput and decreasing the latency of transactions results in a less secure consensus protocol. By providing this overview practitioners can make more informed decisions about the design of their blockchain platform. Furthermore, the section also pointed out the idiosyncratic problems and lack of identification thereof. Scholars can use this information to focus future research endeavors. We are confident that by creating an understanding of current consensus protocols practitioners will be inspired to improve these protocols or, using the lessons learned, create new consensus protocols with more favorable properties. The arrangement of the P2P network is discussed in Section 5.4, which has important ramifications for the architectural properties of the blockchain. More informed decision-making can aid practitioners in making the optimal choice when adopting blockchain technology.

9.3.2 RQ 2: What applications of blockchain technology have currently been published and how can these applications be classified? In Section 6, we present the three main versions of blockchain applications, and we further explain them in online material (See Appendix F). First, we discuss cryptocurrency including interoperability and, briefly, off-chain payment channels. We continue to discuss smart contracts in online material (see Appendix F for access), including current security
issues and trends. In doing so we provide both practitioners and scholars with trends for these two applications. Finally, the online materials (Appendix F shows a wide array of BCT-based applications. An interesting trend that can be observed is that almost all of these applications use a form of cryptocurrency to exchange assets and smart contracts to automatize processes. The oversight provides an insight into the rich palette of blockchain applications.

9.3.3 RQ 3: What are the properties of blockchain technology and what are their tradeoffs? The architecture properties of blockchain technology are discussed in Section 7. The systematic analysis presented in Section 7 couples properties to architectural design. When discussing BCT, the literature generally posits certain properties. However, the analysis shows that these properties depend on the architectural design of a blockchain. Understanding the implications of certain design decisions is therefore crucial. In Section 9.1.1, we discuss the relation between BCT software elements and properties.

9.3.4 RQ 4: What are the challenges for blockchain technology? The challenges of BCT are presented in Section 8 along with some directions that are currently being pursued to address these challenges. Section 9.1.5 discusses these challenges and their relative importance to establish a notion of their urgency. The identification of these challenges aid in formulating a future research roadmap and establishes and outlook how they are addressed currently.

In the following section, we address the fourth and final research questions by presenting future opportunities for research.

10 RESEARCH GAPS AND ROADMAP

The field of BCT is rapidly developing, yet the results of this study point out four main research gaps that provide opportunities for future research. The research gaps and opportunities for future research have been identified using the results of the GT coding process (Section 9.1) combined with the descriptive (Section 3.5) and in-depth analysis of the papers under review (Section 9.2).

10.1 Consensus Protocols

Despite the fact that several publications discuss consensus protocols, few claims regarding the performance of these protocols are substantiated with evidence. One of the research gaps identified by this study is that evidence is lacking, because the consensus protocols suitable for public blockchains remain untested. Similar to the approach presented in Reference [25] for private blockchains, feature research endeavors could empirically test the properties of consensus protocols for public blockchains. Addressing this research gap is especially important, since the results of this study suggest that throughput and latency issues are still the major concern, and have a relative high urgency (see Section 9.1.5). Moreover, these empirical results aid practitioners making more informed architectural design choices. There is a trend toward developing consensus protocols based on sharding that could be further explored in future research, as with the exception of Reference [55] little work on this topic has been published. In the same vein, a shift toward using PoS-based consensus protocol for public blockchains can be observed (see Section 9.1.2). However, most published works on consensus protocols only specifically discuss PoW or provide a broad overview (see Section 3.5). Only three works [42, 53, 70] have been published on the topic of PoS, and only one of these, Reference [53], addresses the security of PoS protocols. More research on how PoS consensus protocols can effectively ensure the integrity of public blockchains is needed. Especially since there are still open issues to address such as determining deposits required for staking [53] during a PoS-based protocol.
10.2 Data Storage and Privacy

Privacy has been shown to be a fundamental issue for BCT (see Section 9.1.5). As a remedy zk-SNARKs have been proposed (see Section 5.3.6 and Section 9.1.2). It has been claimed zk-SNARKs incur large overheads in terms of storage space. However, there is little evidence to substantiate this claim. Future studies could focus on investigating this claim and, if proven to be true, investigate manners to decrease this overhead. Although zk-SNARKs facilitate private transactions in our sample no studies were found that investigate their effects on performance aspects (throughput and latency). Forthcoming research efforts could determine the impact of zk-SNARKs on performance, which aids in further developing ZKP protocols in general. There is little work on how blockchains can become made GDPR compliant (see Section 8.4). However, we posit that, like any other technology, BCT has to operate within the current legal framework. The increasing amount of data storage space required by nodes is an unaddressed challenge. Some efforts have been made to address this problem such as the introduction of lightweight clients. The results of our study show that currently data storage is not perceived as a challenge with a high importance (see Section 9.1.5). Yet we posit that in time the problem might become more urgent when the throughput of consensus protocols will increase and in parallel, the amount of data required to be stored [77]. Thus, future research should investigate more efficient ways to store data or determine if data can be omitted from the ledger.

10.3 Smart Contracts

From the results of this study smart contracts emerge as an important concept related to BCT (see Section 9.1). All of the works in our sample investigates to smart contracts deployed on the Ethereum blockchain platform. Yet, more rigorous, generalizable, and formalized approaches to analyzing the safe and secure executability of smart contracts is lacking. Novel research could focus its efforts on ensuring the security and safety of smart contracts for platforms other than Ethereum. Literature related electronic contracts (e.g., References [16, 46, 58]) could be a potential inspiration how to address the security issues of smart contracts. Furthermore, further work is required to establish the viability and implementation of legally enforceable smart contracts. Given the trend toward sharding the consensus protocol research should be conducted how cross-shard smart contract validation can be performed.

10.4 Usability

This study has shown that multiple applications for BCT have been explored. However, the usability of BCT and smart contracts in particular remains limited, since user-friendly blockchain-oriented tools are not widely available to non-programmers. The trends in challenges mentioned (see Section 9.1.5) suggest that over time this will become a more pervasive problem. Providing tools and approaches to ease the development of DApps or smart contract could open up BCT to a broader audience. Therefore, user-friendly tools for smart contract development would be helpful.

11 LIMITATIONS AND THREATS TO VALIDITY

Using the guidelines provided by Wohlin et al. [86] the limitations and threats to validity for this study were identified and are discussed in this section.

External Validity. First, developments in the field of BCT are introduced at a fast pace. Hence, some of these developments may exist but have not been published yet. Some papers on the topic are so novel that they have not been indexed yet and not included in the selected items. Another issue is that the terminology is still evolving and universal definitions for concepts such as BCT-based smart contracts have not yet been formalized. This issue has been addressed by including
search terms that are being used interchangeably in the search string (e.g., distributed ledger and blockchain technology) to ensure that all potential aliases of blockchain technology were covered. Items that were found using the search terms have been assessed thoroughly based on various dimensions of quality employing inter-rater reliability. Another threat to validity stems from including aliases of BCT is that findings of the study could also be related to distributed ledger technology. As a strategy to mitigate these threats we set out to define BCT based on a formal concept analysis using literature that specifically mentioned BCT in its introduction and background section.

**Internal and Construct Validity.** Second, to attain the results of the research questions a Glaserian-Straussian GT [30] Grounded-Theory coding approach has been used. Although an inter-rater measurement has been employed, the risk of observer bias is still present. Some additional codes were added to the list established during the pilot study. On these codes, however, no inter-rater assessment has been performed. Furthermore, the current body of knowledge on the topic of BCT to day remains limited. Many proposed consensus protocols in the field of BCT have not been rigorously empirically tested in terms of their properties. A prime example being the PoS consensus protocol for which a thorough assessment of the properties (e.g., throughput and latency) of its many variants is lacking in literature. In the same vein, with the notable exception of Li et al. [53], not much research has been carried out with regard to the security of the PoS variants. In addition, in Section 5.3 we have discussed several consensus protocols found in literature from a process view, indicating their process flow, idiosyncratic security issues and other properties. For the sake of space, only the consensus protocols that were recurring more than 3 times in at least two different papers across our primary studies were included in this study. However, as mentioned, this study has also identified other consensus protocols that were not discussed in full for space sake. Third, the findings of this research are partially based on grey literature sources. Inherent to grey literature is that the quality and accuracy of these sources can be disputable. To mitigate this threat we assessed each grey literature item obtained through our search strategy using multiple criteria based on the guidelines provided by Garousi et al. [28]. Furthermore, the assessment of the grey literature by the first and second authors of this study has been subjected to an inter-rater reliability test (see Section 3.4).

12 CONCLUSIONS

This study was enacted to (1) analyze how blockchain technology can be defined, (2) provide a systematic overview of the state-of-the-art concepts around that definition, and (3) distill a grounded research roadmap around the topic. In Section 4, using a Formal Concept Analysis (FCA) [82] approach, a systematic definition of BCT was distilled.

Beyond the operational definition above, using the well-known 4+1 software architecture viewpoint framework [47], the architecture elements of BCT were fleshed out; specifically, our results recap (1) the way a platform can be designed, (2) how transactions are processed, and (3) the architectural arrangements typically used for the P2P network underlying BCT. The third aim of this research was to flesh out what blockchain-based applications have been discussed in the state of the art and how these can be categorized. The study reveals that there are three types of use cases for BCT: (1) cryptocurrencies, (2) smart contracts, and (3) an array of more general applications that can be sub-categorized into five categories, namely (a) security and fraud detection, (b) securities and insurance, (c) record-keeping, (d) Internet-of-Things (IoT), as well as (e) smart legal contracts. As a fourth objective of this study, we set out to determine the architecture properties of blockchain technology and their tradeoffs. Data analysis reveals eight coupled architectural characteristics—these properties are tradeoffs exercised during blockchain architectural design. The fifth objective of this research was to identify the challenges for BCT. In the future,
six main challenges for blockchain technology need to be addressed: (1) decreasing latency for the conformation of transactions, (2) increasing the throughput of transactions that is related to the design of the consensus protocol, (3) decreasing data storage requirement, (4) protecting the privacy of blockchain users, (5) data governance of blockchain networks, and (6) the usability of the technology.

Finally, an analysis of the papers under review demonstrates that there are four research gaps that need to be addressed by future research concerning (1) consensus protocols, (2) data privacy and storage, (3) smart contracts, and (4) the usability of blockchain for end users. In our own research agenda, we plan to further analyse the results and data stemming from our study to further provide architectural and decision-making instruments for practitioners and academics alike. Furthermore, we plan to focus around the social and societal concerns around BCT, namely its privacy-by-design aspects as well as its end-user acceptance and maturity.

APPENDIX

A IN-AND EXCLUSION CRITERIA AND REPLICATION PACKAGE
All in- and exclusion criteria used for literature, data, and resources used in the scope of this study were bundled up and made available for replication purposes. The package in question is available online here: https://drive.google.com/drive/folders/163pHkUcEHv0tlRKq7MF1pzK0-sM9COGB?usp=sharing.

B FORMAL CONCEPT ANALYSIS METHOD
The approach taken for this study to attain the results of our FCA are available at: https://drive.google.com/drive/folders/1susTjFs8ze9mR957zy8N5--UHQGbkdN?usp=sharing.

C GROUNDED-THEORY ANALYSIS METHOD
For this study, a Grounded-Theory approach has been taken. A complete overview of all the steps in we conducted for our analysis can be found online via https://drive.google.com/drive/folders/1n4qXkyBns6CW3BXomPgDUtko3uZ0VH3V?usp=sharing.

D INTER-RATER RELIABILITY ASSESSMENT METHOD
The results of the coding process have been assessed for inter-rater reliability. The steps, analysis, and the outcomes of the analysis can be found at: https://drive.google.com/open?id=1WVd_7PMvCBLhJ4mTRZrt3cvCRz5wxNy7.

E A 4+1 OVERVIEW OF BLOCKCHAIN TECHNOLOGY
Further reading based upon the results of this study on the 4+1 view of blockchain technology can be found online: https://drive.google.com/drive/folders/1lmMq25SCg0LNLQ5j7ndONpTtCQJ5Et4O?usp=sharing.

F A CATALOGUE OF USECASES FOR BLOCKCHAIN TECHNOLOGY
A more elaborate catalogue of the usecases for blockchain technology is available online via https://drive.google.com/drive/folders/1fESobEURkRIreco3moM1lzypaS7jG1LL?usp=sharing.

G A GROUNDED THEORY OF BLOCKCHAIN TECHNOLOGY: TRENDS AND FIGURES
All figures and tables related to frequency analysis and trends are available online via https://drive.google.com/open?id=1FhLn1LS0hV6vWjCx_udmKXGsV52b5zM0.
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