Enhancement IDEA Algorithm with Digital Image as Key Encryption and Decryption
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Abstract. Cryptography is one type of protection that is widely used to secure information, encryption, and decryption and the use of keys is a common process used to secure information; and also the cryptographic processes have a classic problem that is the distribution of keys that are vulnerable to interception when the sender sends the key to the receiver, the cryptographic protocol (Authentication) could be used to minimize key distribution problem because there is no need for key exchanges. Shamir's Three-Pass Protocol, Secret Splitting, Bit-Commitment Protocol and Blind Signature are few cryptographic protocols that can be used to help with key distribution issues, this article performs systematic approach to protocol cryptography for security level and the using other algorithms to combine with protocol.

1. Introduction

Data security [1]–[5] is still a very serious concern until today, with many technological developments and algorithms being undertaken to secure data from irresponsible parties [6]–[9]. Security can be done in various ways such as cryptography and steganography [10], [11], e.g. cryptography using AES, RSA, MMB, GOST[12] and IDEA algorithms [13], while LSB [14], EOF, Pixel Value Differencing for steganography [11]. Utilization of the algorithm can be done independently or can be combined, or also could be applied to certain processes such as on network communications.

International Data Encryption Algorithm or IDEA is a block cipher algorithm with 128 bit key length and 64 bit encryption block [13], [15], [16]. IDEA was originally a powerful and reliable algorithm for securing data, and like an algorithm if it has advantages it also has weaknesses and on IDEA algorithm the weakness lies in the key rotation especially linear factor [15], [17], this weakness can be overcome by modifying the key scheduling from IDEA algorithm [13], [17]. Another technique that can be used is a key that is used instead of a common text but an image that has the composition of pixel values [8], [18], [19], hashing values and also byte code so that have different variables to be key.

Digital image used as a key in the process of encryption and decryption is done by reading the value of hashing as the key [18], [20], this process would make it difficult for cryptanalyst to know the keys used. One of the reason because the keys that do not have a pattern, in addition to perform the decryption process also requires a digital image used. Digital image as a key is expected to be one of the solutions to improve the security of the IDEA algorithm.
2. Methodology

2.1 Cryptography

Cryptography can be defined as a science that studies mathematical techniques related to aspects of information security such as confidentiality, data integrity, sender/data receiver authentication, and data authentication. Cryptanalysis is the study of how to solve cryptographic mechanisms[21]–[24].

The IDEA algorithm used in this study has several cryptographic mathematical foundations used for the process of encryption and decryption[15], [16], [25], [26]:

a. Modular Arithmetic

Modular arithmetic is a mathematical operation that is widely implemented in cryptographic methods. In the IDEA method, the modular arithmetic operation used is the modulo $2^{16}$ addition operation and the modulo $2^{16} + 1$ multiplication operation. Modulo operation involves numbers 0 and 1 only so that it is identical to the bits on the computer. Example,

- $(65530 + 10) \mod 2^{16} = 65540 \mod 65536 = 4$
- $(32675 \times 4) \mod (2^{16} + 1) = 131060 \mod 65537 = 65523$

b. Invers Multiplication

Inverse multiplication used on the IDEA method is not like the inverse of the multiplication operation in mathematics. This multiplication cannot be explained mathematically, but by using the following algorithm:

```vbnet
Function InverseA As Double) As Double
n = 65537
G0 = n
G1 = A
V0 = 0
V1 = 1
While (G1 <> 0)
    Y = Int(G0 / G1)
    G2 = G0 - Y * G1
    G0 = G1
    G1 = G2
    V2 = V0 - Y * V1
    V0 = V1
    V1 = V2
Wend
If (V0 >= 0) Then
    Inverse = V0
Else
    Inverse = V0 + n
End If
End Function
```

c. Inverse Addition

Inverse addition in the IDEA method using the following algorithm:

- Inverse sum = $65536 - \text{pnBil}$
- Example: Inverse sum of 32654 is $65536 - 32654 = 32882$

d. XOR Operation

XOR is an Exclusive-OR operation denoted by a "$\oplus$" sign. The XOR operation will return a bit value of "0" (zero) if XOR two bits of the same value and will result in a "1" bit value if XOR two bits of a different bit value.

e. Permutation

Permutations in cryptography are often used to move the position of a number of bits to a predetermined position in the permutation table. Permutations in the IDEA algorithm are used as the process of establishing sub keys.
f. Bit Shift
   The bit shift is a shift operation against a sequence of bits as much as desired.

g. Bit Rotation
   Rotation of bits is the operation of rotation to a sequence of bits as much as desired, there are 2 operations
   that can be used left rotation and right rotation.

h. Modulo Multiplication
   Multiplication with zero always produces zero and has no inverse. Multiplication modulo \( n \) also has no
   inverse if the number multiplied is not relatively prime to \( n \). In IDEA, for multiplication operations, a 16 bit
   number consisting of zeros is all considered a number 65536, while other numbers remain in accordance
   with the unidentified numbers it represents, example:
   \[
   (32542 \times 10) \mod 65537 = 325420 \mod 65537 = 63272
   \]
   \[
   (3154 \times 25) \mod 65537 = 78850 \mod 65537 = 13313
   \]

2.2 Digital Image

Digital image is a two-dimensional image that is displayed on certain media as a set of digital values called pixels
[18], [27]-[29]. In a mathematical overview, the image is a continuous function of the intensity light in a two-di

Digital image is the image \( f(x, y) \) where discrete spatial coordinates are coordinated and quantization level
discretization. Digital image is a function of light intensity \( f(x, y) \), where \( x \) and \( y \) are spatial coordinates. The
function at each point \( (x, y) \) represents the brightness level of the image at that point. The digital image is a matrix
in which the row and column indices represent a point on the image and the matrix element (pixel element)
represents gray level at that point [28], [30], [31].

The pixel value form digital image used as key for encryption and decryption process has a 3x3 matrix size, see example of the following RGB image pixel.

![Figure 1. Pixel Image Sample](image)

The pixel value in Figure 1 will be the key to the encryption and decryption process performed on the IDEA
algorithm, the pixel value will be taken randomly for the encryption process and when the decryption process
also requires the same image.

3. Results and Discussion

Security analysis on IDEA algorithms using images as key requires several sets of rules that must be met as follows:

a. Maximized digital image size of 200x200
b. The key for encryption and decryption is obtained from randomly generated RGB image pixels by 3x3 pixel
   reading from left to right horizontally.
c. Key authentication is derived from digital images or not before encryption and decryption processes.
d. Encryption and decryption process is completed by using IDEA algorithm.

The key used from digital image with 3x3 matrix as follows:

**Table 1. 3x3 Matrix Key**

|   |   |   |
|---|---|---|
| 78 | 77 | 89 |
| 25 | 55 | 56 |
| 56 | 55 | 00 |

RGB Pixel value is then read from the left (78) to the right (00) horizontally and obtained the following result: 787782555656500. THOMPSON is a message to be secured using IDEA algorithm, the process as below:

**ROUND 1**

01) \( L#1 = (X1 \times K1) \mod (2^{16} + 1) = 0101010001001000 \times 0011011100111000 \mod (2^{16} + 1) = 1101010110010011 \)

02) \( L#2 = (X2 + K2) \mod 2^{16} = 0100111110100110 + 0011011110011011 \mod 2^{16} = 1000011010000100 \)

03) \( L#3 = (X3 + K3) \mod 2^{16} = 0101000001010011 + 0011100000111001 \mod 2^{16} = 1000100010001100 \)

04) \( L#4 = (X4 \times K4) \mod (2^{16} + 1) = 0100111110100110 \times 0011001000110101 \mod (2^{16} + 1) = 1001011110011001 \)

05) \( L#5 = L#1 \ XOR \ L#3 = 1101010110010011 \ XOR \ 1000100010011100 \ XOR \ 1000101100011111 \)

06) \( L#6 = L#2 \ XOR \ L#4 = 1001011110011001 \ XOR \ 1000100010001100 \ XOR \ 1000101100011101 \)

07) \( L#7 = (L#5 \times K5) \mod (2^{16} + 1) = 0101110100001111 \times 0011010100110101 \ mod (2^{16} + 1) = 1001111100010001 \)

08) \( L#8 = (L#6 + L#7) \mod 2^{16} = 0001000100011110 + 1001111100011001 \mod 2^{16} = 1011000000101110 \)

09) \( L#9 = (L#8 \times K6) \mod (2^{16} + 1) = 1011000000101110 \times 0011010100110110 \mod (2^{16} + 1) = 1000101100011010 \)

10) \( L#10 = (L#7 + L#9) \mod 2^{16} = 1001111110001001 \times 1000101100011010 \mod 2^{16} = 0010101000111111 \)

11) \( L#11 = L#1 \ XOR \ L#9 = 1101010110010011 \ XOR \ 1000101100011010 \ XOR \ 1001111100011111 \)

12) \( L#12 = L#2 \ XOR \ L#9 = 1000100010001100 \ XOR \ 1000101100011010 \ XOR \ 0001001111101101 \)

13) \( L#13 = L#2 \ XOR \ L#10 = 1000011010000100 \ XOR \ 0010101000110110 \ XOR \ 1010110010100011 \)

14) \( L#14 = L#4 \ XOR \ L#10 = 10010111110011001 \ XOR \ 0010101000110110 \ XOR \ 1011111111011111 \)

Next encryption rotation:

\( X1 = L#11 = 01011111010000101 \)
\( X2 = L#12 = 0000001111011010 \)
\( X3 = L#13 = 1010110010100011 \)
\( X4 = L#14 = 1011111101111110 \)
ROUND 2

01) L#1 = (X1 * K1) mod (2^16 + 1) = 0101010001001000 * 0011011100111000 mod (2^16 + 1) = 1101010110010011

02) L#2 = (X2 + K2) mod 2^16 = 10010111110011001 + 001101111011010011 mod 2^16 = 100001110100010010

03) L#3 = (X3 + K3) mod 2^16 = 010100000011011001 + 0011000000111001 mod 2^16 = 1001010001101011

04) L#4 = (X4 * K4) mod (2^16 + 1) = 10011011001110110 * 0011010000110101 mod (2^16 + 1) = 1001010011111001

05) L#5 = L#1 XOR L#3 = 1101010110010011 XOR 1001010011111001 = 0101110100011111

06) L#6 = L#2 XOR L#4 = 10010101001000000100 XOR 100010111100110010 = 0001000100011011

07) L#7 = (L#5 * K5) mod (2^16 + 1) = 01011110110011110 * 00110101011110101 mod (2^16 + 1) = 1001111110001001001

08) L#8 = (L#6 + L#7) mod 2^16 = 00010011010010110 + 100111111000101101 mod 2^16 = 1011000001011110

09) L#9 = (L#8 * K6) mod (2^16 + 1) = 101100001010110110 * 0011010011011100 mod (2^16 + 1) = 1000011011010110

10) L#10 = (L#7 + L#9) mod 2^16 = 1001111100010001001 + 1000011010001110 mod 2^16 = 000100111000100111

11) L#11 = L#1 XOR L#9 = 1101010110010011 XOR 10001011000011100 = 0101111010001101

12) L#12 = L#3 XOR L#9 = 10000100010001100 XOR 1001010011010110 = 0000000111001101

13) L#13 = L#2 XOR L#10 = 10000011010000100 XOR 0010101000111011 = 1010110101100011

14) L#14 = L#4 XOR L#10 = 1001011111010101001 XOR 0010101000111011 = 1011110110111110

Next encryption rotation:
X1 = L#11 = 0101111101000101
X2 = L#12 = 0000001111001101
X3 = L#13 = 1010110101000011
X4 = L#14 = 1011110110111110

ROUND 3

01) L#1 = (X1 * K1) mod (2^16 + 1) = 0101010001001000 * 0011011100111000 mod (2^16 + 1) = 1101010110010011

02) L#2 = (X2 + K2) mod 2^16 = 10010111110011001 + 001101111011010011 mod 2^16 = 100001110100010010

03) L#3 = (X3 + K3) mod 2^16 = 010100000011011001 + 0011000000111001 mod 2^16 = 1000100001100011

04) L#4 = (X4 * K4) mod (2^16 + 1) = 10011011001110110 * 00110010001110101 mod (2^16 + 1) = 1001010011111001

05) L#5 = L#1 XOR L#3 = 1101010110010011 XOR 1001010011111001 = 0101111010001101

06) L#6 = L#2 XOR L#4 = 10010101001000000100 XOR 100010111100110010 = 0001000100011011
07) \( L^#7 = (L^#5 \times K_5) \mod (2^{16} + 1) = 0101111010001111 \times 00110110110001 \mod (2^{16} + 1) = 1001111100010001 \)

08) \( L^#8 = (L^#6 + L^#7) \mod 2^{16} = 0001000100011101 + 10110110000100 \mod 2^{16} = 1011000000101110 \)

09) \( L^#9 = (L^#8 \times K_6) \mod (2^{16} + 1) = 1011000000101110 \times 00101010110101 \mod (2^{16} + 1) = 1000101100010110 \)

10) \( L^#10 = (L^#7 + L^#9) \mod 2^{16} = 0101111000100100 + 1000101100010110 \mod 2^{16} = 0010101001000111 \)

11) \( L^#11 = L^#1 \oplus L^#9 = 1000100010001100 \oplus 1000101100010110 = 0000001110011010 \)

12) \( L^#12 = L^#3 \oplus L^#9 = 1010110010100011 \oplus 1000101100010110 = 1010110010100011 \)

13) \( L^#13 = L^#2 \oplus L^#10 = 1000011010000100 \oplus 0010100100011111 = 1010110010100011 \)

14) \( L^#14 = L^#4 \oplus L^#10 = 1000101110001101 \oplus 0010101000011111 = 1010110110111110 \)

Next encryption rotation:
\( X_1 = L^#11 = 0101111010000101 \)
\( X_2 = L^#12 = 0000001110011010 \)
\( X_3 = L^#13 = 1010110010100011 \)
\( X_4 = L^#14 = 1011110101111110 \)

Encryption rotation will loop until eight rotation and the last result as below:

01) \( Y_1 = (X_1\times K_1) \mod (2^{16} + 1) = 0111011100010010 \times 11001100011000 \mod (2^{16} + 1) = 110111010111100 \)

02) \( Y_2 = (X_2 + K_2) \mod 2^{16} = 11010001000000100 + 00000011100001101 \mod 2^{16} = 1000111101000001 \)

03) \( Y_3 = (X_3 + K_3) \mod 2^{16} = 11001001001000100 + 1000110100011101 \mod 2^{16} = 0111110101011101 \)

04) \( Y_4 = (X_4 \times K_4) \mod (2^{16} + 1) = 0110101110011110 + 1000110101001101 \mod (2^{16} + 1) = 1001110000100000 \)

Encryption Result:
\( Y_1 = 11011101110000100 = ÚÅ \)
\( Y_2 = 1001110110011011 = Ÿ‰ \)
\( Y_3 = 0110101010100111 = e\)  
\( Y_4 = 1001110000010000 = œ \)

Cipher text = ÚÅŸ‰e œ

The chipertext result is then decrypted by following predefined rules, here is the decryption process for round 1:

01) \( L^#1 = (X_1 \times K_1) \mod (2^{16} + 1) = 1101101011000100 \times 01110110110001 \mod (2^{16} + 1) = 0111011011000100 \)

02) \( L^#2 = (X_2 + K_2) \mod 2^{16} = 1101101100011101 + 01110110110001 \mod 2^{16} = 110100100111101 \)

03) \( L^#3 = (X_3 + K_3) \mod 2^{16} = 0110101110011110 + 01110110110001 \mod 2^{16} = 110110110010000 \)
04) \( L#4 = (X4 \times K4) \mod (2^16 + 1) = 1001110000010000 \times 111010100110011 \mod (2^16 + 1) = 0110101101001110 \)

05) \( L#5 = L#1 \text{ XOR } L#3 = 011101110010010 \text{ XOR } 1101110001010000 = 101011111000010 \)

06) \( L#6 = L#2 \text{ XOR } L#4 = 1001000100111101 \text{ XOR } 0110101011001110 = 1111101001110011 \)

07) \( L#7 = (L#5 \times K5) \mod (2^16 + 1) = 1010111110100010 \times 110001101001110 \mod (2^16 + 1) = 0010100001101110 \)

08) \( L#8 = (L#6 + L#7) \mod 2^16 = 1111101001110011 + 0010100011000110 \mod 2^16 = 0010001110100001 \)

09) \( L#9 = (L#8 \times K6) \mod (2^16 + 1) = 001000011000001 \times 110001101001110 \mod (2^16 + 1) = 0000011011001011 \)

10) \( L#10 = (L#7 + L#9) \mod 2^16 = 0010100001100110 + 0000011011001011 \mod 2^16 = 0010111110011001 \)

11) \( L#11 = L#1 \text{ XOR } L#9 = 0111011100010010 \text{ XOR } 0000011011001011 = 0111000111101101 \)

12) \( L#12 = L#3 \text{ XOR } L#9 = 1101100001100001 \text{ XOR } 0000011011001011 = 1101111110101011 \)

13) \( L#13 = L#2 \text{ XOR } L#10 = 1001000100111011 \text{ XOR } 0010111110011001 = 1011111010100010 \)

14) \( L#14 = L#4 \text{ XOR } L#10 = 0110101100111010 \text{ XOR } 0010111110011001 = 010001001101111 \)

Next decryption rotation
\( X1 = L#11 = 01110001111101101 \)
\( X2 = L#12 = 1101111010011011 \)
\( X3 = L#13 = 1011111010100010 \)
\( X4 = L#14 = 0100010011010111 \)

Rotation is done until round 8 and produces the following output transformation:

01) \( Y1 = (X1 \times K1) \mod (2^16 + 1) = 110101010110010011 \times 1001100011010100 \mod (2^16 + 1) = 01010100011000100 \)

02) \( Y2 = (X2 + K2) \mod 2^16 = 10000110100000100 + 1100100011001001 \mod 2^16 = 01001111101001101 \)

03) \( Y3 = (X3 + K3) \mod 2^16 = 1000100010001100 + 1100011111000111 \mod 2^16 = 01010000010010111 \)

04) \( Y4 = (X4 \times K4) \mod (2^16 + 1) = 1001011110011001 \times 010010101100100010 \mod (2^16 + 1) = 01001111101000110 \)

Decryption result
\( Y1 = 010101000010000 = TH \)
\( Y2 = 0001001111011001 = OM \)
\( Y3 = 0101000001100110 = PS \)
\( Y4 = 01001111101001110 = ON \)

Plain text = THOMPSON
4. Conclusion

The experiment performed to improve the encryption and decryption of the IDEA algorithm use the random Pixel value of the image, and from the examination it is found that the process of decryption with different images cannot be done due to the different pixel images, in the experiment at key generator it requires a lot of time to read pixel images randomly, for future development can be done optimization by using a special algorithm image processing so that the combination of algorithms make the key generation much faster with maximum results.
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