Innovative technologies for evaluating user interfaces of information security systems in the digital educational environment
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Abstract. The article is concerned with solving of the practical and theoretical issues of usability characteristics assessment of systems of information protection from unauthorized access digital educational environment. A comparative analysis of innovative technologies of usability characteristics assessment used to assess the quality characteristics of software user interfaces is carried out. The considered methods can be applied to assess the functional quality of systems of information protection in terms of ease of use for users of various categories. Apart from that, the security administrator applies special requirements to the systems of information protection interface. A qualitative and quantitative assessment of usability characteristics for this category of users is required in connection with the significant influence exerted by the administrator on the information security processes and the dependence of his work efficiency on the systems of information protection usability characteristics.

1. Introduction

The tasks of providing security of the information circulating in digital educational environment (DEE) are performed by the information security system (ISS), which is an independent software or hardware and software installed as a part of the protected DEE at the stage of its technical implementation [1,2].

The ISS quality and functional effectiveness depend on its ergonomic management [3]. One of the ways to obtain the maximum possible coordination between the ISS technical component and the features of the operator is to develop a user-friendly program interface [4,5]. An analysis of the software documentation of various ISS [6,7] and of the experience in operating the protected AS indicated that the main operator (user) that interacts with the ISS through an interface is the security administrator. Thus, the aim of this article is to analyze the basic innovative technologies of ergonomic assessment of the ISS user interfaces from the point of view of ease of use for security administrators and of their features during a design of the protected DEE.
2. Materials and methods

Innovative technologies of assessment of the ergonomic indicator «usability» of user interfaces can be divided into the following 4 categories [8]:

- The interview method is a method of collecting information by way of interviewing or questioning the system operators. This method allows to give a correct assessment of the user’s attitude to the system interface in general, or to its components, as well as to identify the problems that are encountered by operators during the product operation.

- Expert methods. Usability experts, together with professional user interface designers, test the product, identify, according to their opinion, any errors, weak points and problems and make recommendations. This is one of the most economical methods, but it requires confidence in the professional competence of experts. Heuristic evaluation can be applied at various points of the system’s life cycle, since during the analysis process the experts do not use this system as such (they don’t perform the operations and actions that the operator is supposed to perform during the system operation).

- Analytical methods are methods that allow to obtain a quantitative assessment of the «usability» indicator of user interfaces. The most common analytical methods are those based on the Hick’s law and Fitts’s law, as well as the GOMS model and its modifications.

Hick’s law is used to obtain the quantitative assessment of the time required by the system operator to make a decision related to the choice of one of a number of options (the more options, the more time required for choice). The latent period of the operator’ intellectual activity when he performs any operation of the set of possible options on the object starts with the moment when he chooses this object or this action.

In accordance with Hick’s law, while choosing from n options, the time required to choose the necessary one is proportional to the logarithm to base 2 of the number of options plus 1. In this case, the condition of equal probability of all options must be fulfilled.

Fitts’s law states that the time required to reach the element is directly proportional to the distance to the element and inversely proportional to the size of the element [9].

Thus, the total time of operation executed by the operator can be calculated by means of the combined application of the Hick’s and Fitts’s laws.

One of the common approaches to the quantitative analysis of user interfaces is the use of the GOMS innovative technology (Goals, Operators, Methods and Selections rules). The most common innovative technology from the GOMS family is the Keystroke-Level Model [10], which is a fast and efficient way to estimate the time an operator takes to perform an operation. As a result of laboratory studies, it was found that despite the fact that for each operator of the «man-machine» system the execution time of a given elementary action can be individual, the measuring for each individual operator can be replaced using standard values of time intervals for each elementary action. In accordance with this innovative technology, any operation performed by the operator consists of six elementary actions. Table 1 shows the indicated elementary actions, their description and standard values of their execution time.

Thus, the execution time of an operation is the sum of the values of time spent on performing elementary actions:

\[ T_{\text{Total}} = T_K + T_P + T_H + T_a + T_R + T_D \]

(1)

Using the above-discussed Keystroke-Level Model innovative technology, we will carry out a quantitative analysis of the «Create New User» operation performed by the security administrator of the «Guardian of NT 3.0» information security system. The «User manager» program interface of «Guardian of NT 3.0» ISS, whereby the security administrator performs the «Create user» operation, is illustrated in figure 1.

The «Create New User» operation consists of the following elementary actions:
• Hand movement to the input device (to the mouse).
• Cursor movement to the «New User» object of the «User Manager» tool interface.

Table 1. Elementary actions of the «man-machine» system operator: designation, description and execution time.

| No | Designation of elementary action | Description                                                                 | Execution time, sec |
|----|---------------------------------|-----------------------------------------------------------------------------|---------------------|
| 1  | K                               | Pressing a key or a button. This parameter depends on the motor skills of the operator. | 0.2                 |
| 2  | P                               | The time required to move the mouse pointer to an interface element. This parameter depends on the distance to the element and its size in accordance with the Fitts’s law. | 1.1                 |
| 3  | H                               | The time required to move the operator’s hand to the data input device.      | 0.4                 |
| 4  | M                               | The operator time required to decide to perform an elementary action.        | 1.35                |
| 5  | R                               | System response time. This parameter is taken into consideration only when the operator has to wait for system’s response. |                     |
| 6  | D                               | The time taken to draw (manually) $n_D$ straight line segment with total length of $l_D$. | $0.9n_D + 0.16l_D$  |

Figure 1. The interface of «User Manager» tool of «Guardian of NT 3.0» ISS.

• Clicking on the given object. The «New User» dialog box will appear on the screen.
• Cursor movement to the «User name» object.
• Clicking on the given object.
• Hands movement to the keyboard.
• Entering the «a», «b», «u», «k», «o», «v» characters in the «User name» field.
• Hands movement to the input device (mouse).
• Cursor movement to the object «Create a user profile on this computer».
• Clicking on the given object (a checkmark will appear).
• Cursor movement to the «Full name» field.
• Clicking on the given object.
• Hands movement to the keyboard.
• Pressing the «Caps lock» key, entering the “B” character, pressing the «Caps lock» key, entering the «a», «b», «u», «k», «o», «v» characters, pressing the space bar, pressing the “Caps lock” key, entering the «A» character, pressing the «Caps lock» key, entering the «d», «e», «x», «a», «n», «d», «a» characters.
• Hand movement to the input device (mouse).
• Cursor movement to the «Description» field.
• Clicking on the given object.
• Hands movement to the keyboard.
• Pressing the «Caps lock» key, entering the «C» character, pressing the «Caps lock» key, entering the «b», «i», «e», «f» characters.
• Hand movement to the input device (mouse).
• Cursor movement to the «Access authorization» object.
• Clicking on the given object.
• Cursor movement to the «Confidential» element.
• Clicking on the given item.
• Cursor movement to the “Password” field.
• Clicking on a given object.
• Moving hands to the keyboard.
• Entering the «b», «i», «e», «f», «2», «0», «2», «0» characters in the «Password» field.
• Hand movement to the input device (mouse).
• Cursor movement to the «Confirm» field.
• Clicking on the given object.
• Moving hands to the keyboard.
• Entering the «b», «i», «e», «f», «2», «0», «2», «0» characters in the «Confirmation» field.
• Hand movement to the input device (mouse).
• Cursor movement to the «Create» object.
• Clicking on the «Create» object.

Figure 2 shows the interface of the «New User» dialog box of the «User Manager» tool of the «Guardian of NT 3.0» ISS at the instant of performing the elementary action «Clicking on the «Create» Object».

The record of the Keystroke-Level Model with respect to the elementary action M policy, will look like this:

```
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In accordance with expression (1), we obtain the time during which the security administrator of the «Guardian of NT 3.0» ISS performs the «Create New User» operation:

\[ T_{Total} = 14 \times 1.35 + 10 \times 0.4 + 10 \times 1.1 + 58 \times 0.2 = 45.5 \text{ sec} \]

Thus, this innovative technology allows you to calculate the time that the same security administrator needs to perform a given operation in different ISS, and in accordance with the obtained results to select ISS for the designed protected AS.

4. Experimental methods. The experiment, namely the execution by the operator of the tasks of operating the product through its interface, is carried out in laboratories, including the virtual ones or under normal operating conditions. In this regard, the experts have the opportunity to obtain more accurate qualitative and quantitative evaluation of user interfaces, particularly from the point of view of the «usability» parameter. This innovative technology ensure good results in the phases of technical implementation and operational testing of user interfaces. Similar experiments were carried out in [10, 11], however, an analysis of open reference sources has demonstrated the lack of attempts to carry out experimental assessments of the ISS user interfaces.

3. Results and arguments

All the above-mentioned innovative technologies of user interface assessment can be used to obtain qualitative and quantitative evaluation of the ISS user interfaces from the point of view of usability for security administrators while designing the protected DEE. However, there are several limitations and disadvantages of using these methods.

When we apply the interview method to obtain a ISS user interface evaluation, it is necessary to pay attention to the fact that, until now, there are no valid, reliable and well-structured questionnaires used within the framework of this method for secure administrators of the protected DEE of ISS. As a result, using this method during test of the «ISS – Security Administrator» system, the analysis managers and experts on their own develop the questionnaires for security administrators that would allow to obtain an evaluation of the ISS interface. The process of developing such questionnaires demands much effort and does not give any guarantees that this effort results in a high-quality and reliable questionnaire.

The application of the expert method during assessment of the ISS user interface does not allow to identify the serious interface structural problems regarding the configuration of the entire ISS, but only minor local problems in a limited number [12]. And considering that this method does not assume an analysis of the security administrator’s behavior, testing, mathematical calculations etc., the results obtained by the information protection expert may seem rather subjective and baseless.

The disadvantage of analytical methods application within the framework of evaluation of ISS interfaces is the approximate and averaged nature of the calculations. Despite the fact that the above-considered laws demonstrate a rather high degree of compliance with practical data, Hick’s law is applicable only to simple and quick decisions in the appropriate context, and Fitts’s law in certain circumstances reproduces incorrectly the time spent on movements by certain categories of users. The Keystroke-Level Model, in its turn, does not take into account errors made by security administrators during ISS operation, their mental workload or tiredness[9].

Considering that the experimental methods mean testing the «ISS – Security Administrator» system under conditions most closely resembling the real ones, it becomes possible to obtain the most accurate qualitative and quantitative assessments of the analysed ISS interface in regard to the ease of use for the security administrator. However, the technical equipment by which the analysis of the ISS interface is carried out is expensive and requires highly qualified staff performing the configuration.

When performing the assessment of ISS user interfaces, as a rule, the problem of choice arises regarding the most suitable innovative technology of assessment of the «usability» parameter of ISS performance. The right choice will significantly increase the efficiency of the process of evaluating the «usability» ISS DEE parameter. At present time, there are no comprehensive innovative technology that would ensure a systematic approach to the assessment of ISS user interfaces, therefore, the solution to the problem is a combination of the considered innovative technologies.
4. Conclusion
Thus, the article examines the expert, analytical and experimental innovative technologies of user interface assessment, as well as an interview technology, the use of which in combined form during designing the protected DEE will make it possible to choose between the proposed ISSs in terms of ease of use for a security administrator or to increase the «usability» parameter of the already implemented ISS at different stages of its life cycle.

The balanced application of the considered innovative technologies will allow to implement a professionally designed ISS, to increase the functional effectiveness of the «ISS-Security Administrator» system. This will allow the security administrator to avoid a large number of errors during the ISS operation and to reduce the time required to carry out the security operations regarding the protected DEE. The results can be used, for example, when designing software for the following tasks: data flows in an IP-based networks [13], information security risk estimation for cloud infrastructure [14].
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