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Abstract—Wireless signals are commonly used for communications. Emerging applications are giving new functions to wireless signals, in which wireless sensing is the most attractive one. Channel state information (CSI) is not only the parameter for channel equalization in communications but also the indicator for wireless sensing. However, due to the broadcast nature of wireless signals, eavesdroppers can easily capture legitimate user signals and violate user privacy by measuring CSI. Moreover, the advancement of hardware simplifies illegal eavesdropping since smart devices can track over-the-air signals through walls. Therefore, this work considers a waveform-defined privacy (WDP) solution that can hide CSI phase information and therefore protect user privacy. Besides, the proposed waveform solution achieves better performance due to the use of a unique modulation mechanism. Additionally, by tuning a waveform parameter, the waveform can also enhance communication security.
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I. INTRODUCTION

Wireless signals are nowadays everywhere in our daily life. Its ubiquitous deployment not only enables communication-only applications but also boosts wireless sensing applications [1] such as human activity detection, health monitoring and presence detection. Recently, an IEEE group is working on a specific standard, termed IEEE 802.11bf [2], which aims to use existing WiFi signals to realize sensing functions.

Traditionally, received signal strength indicator (RSSI) is used for coarse sensing. Recently, channel state information (CSI) [3], [4], [5] is applied in fine sensing since CSI has both amplitude and phase information at each sub-carrier. The basic idea is to take advantage of measured CSI, in which its variations will be used to sense the change of surrounding environment. Therefore, researchers [6] are working on improving sensing accuracy such as improving sensed data quality and using artificial intelligence (AI) for better feature extraction. However, user privacy is ignored. Due to the broadcast nature of wireless signals, an eavesdropper can easily capture over-the-air signals in non-line-of-sight (NLOS) conditions such as behind walls. Since low-cost hardware software-defined radio (SDR) and advanced AI are already available on the market, an eavesdropper will therefore easily track human activities or other private user behaviours. The privacy issue will be the main obstacle for ubiquitous deployment of wireless sensing. So far, researchers are mainly focusing on improving sensing accuracy and there are no sufficient efforts on protecting sensing privacy. It is of importance to find a new solution that can protect privacy when signals are omni-directionally broadcasted.

Most of existing research focus on using CSI amplitude [3], [4] to learn and track activity patterns and user locations due to its stable characteristics than CSI phase. Due to multipath effects, signal power fading would happen on some sub-carriers. When a person moves with a specific pattern, the signal power fading will change accordingly. Therefore, CSI coefficient amplitude can be used to indicate the movement and location patterns. However, the limited bandwidth of low-frequency wireless signals would merely achieve coarse sensing resolution. For fine resolution sensing, additional information such as CSI coefficient phase should be considered [5], [7]. The better sensing resolution indicates the more sensitive user privacy. Therefore, this work will focus on solutions that can prevent fine resolution sensing.

Wireless sensing highly relies on received signal CSI, therefore a privacy protection solution is to intentionally tune signal waveform characteristics such that an illegal eavesdropper will get incorrect CSI estimation. The tuning aims to change the sign of modulated symbols on some sub-carriers. Therefore, signal spectrum amplitude will not change but the phase of some CSI coefficients will be tuned. Since phase information will determine fine resolution of sensing, its manipulated variations at an eavesdropper will efficiently hide private user behaviours. In addition, by simply tuning sub-carrier spacing without changing sub-carrier bandwidth [8], communication security can be enhanced by the waveform-defined security (WDS) framework. Therefore, waveform design can jointly enhance communication security and protect sensing privacy.

The main contributions of this work are as the following.

• Propose a waveform-defined privacy (WDP) solution for wireless sensing by designing a tailored signal waveform.
• The proposed waveform solution ensures reliable communications in terms of bit error rate (BER).
• By simply tuning orthogonal waveform features, a non-orthogonal waveform can jointly protect privacy for wireless sensing and enhance communication security.

II. WAVEFORM-DEFINED PRIVACY MECHANISM

A. Privacy Protection

This work aims for multicarrier communication scenarios, therefore Fourier transform is required for multicarrier modu-
luation. Assume an $N$-dimension symbol vector $S$ where $N$ is the number of sub-carriers, the modulation at the transmitter is operated in a matrix format as the following

$$X = FS,$$

where $F$ indicates the sub-carrier matrix, which could be replaced by inverse fast Fourier transform (IFFT) in orthogonal frequency division multiplexing (OFDM). The received signal at a receiver side is expressed as

$$Y = HF^*S + Z,$$

where $H$ indicates a multipath channel matrix and $Z$ represents additive white Gaussian noise (AWGN). The original signal can be recovered in (3) by multiplying (2) with $F^*$

$$R = F^*HFS + F^*Z = GS + W,$$

where $R$ indicates the demodulated symbol vector, $G$ represents a composite matrix, which is a diagonal matrix when cyclic prefix (CP) is added in the transmitted signals.

In wireless local area network (WLAN) communications such as 802.11a, the entire frame is termed physical layer conformance procedure (PLCP) protocol data unit (PPDU), which includes legacy preamble and data field. The legacy preamble, consisting of legacy short training field (L-STF), legacy long training field (L-LTF) and legacy signal (L-SIG) field, is used for frequency compensation, phase correction, timing synchronization, channel estimation, automatic gain control (AGC) adjustment, modulation and coding scheme (MCS) notification, etc. The PLCP service data unit (PSDU) in the data field is responsible for carrying data symbols. Typically, the training symbols in legacy preamble are predefined and fixed. A receiver will estimate CSI based on legacy preambles and recover data symbols using the obtained CSI.

Traditionally, randomly symbols will be allocated to $S$. However, this work will intentionally manipulate and rearrange each symbol in the vector $S$ such that $S(2)=S(1), S(4)=S(3), ..., S(N)=S(N-1)$. Assume the original training symbol vector is $S_t = [S(1), S(2), ..., S(N-1), S(N)]$, therefore the WDP training symbol vector is obtained as $S_{t} = [S(1), -S(1), ..., S(N-1), -S(N-1)]$. The CSI coefficient estimations at a legitimate user and an eavesdropper are computed in (4) and (5) respectively in the following

$$h(k) = R_t(k)/S_t(k),$$

$$h_a(k) = \sqrt{\text{Re}(h(k))^2 + \text{Im}(h(k))^2},$$

$$h_p(k) = \tan^{-1}\left(\frac{\text{Im}(h(k))}{\text{Re}(h(k))}\right),$$

$$\bar{h}(k) = R_t(k)/\bar{S}_t(k),$$

$$\bar{h}_a(k) = \sqrt{\text{Re}(\bar{h}(k))^2 + \text{Im}(\bar{h}(k))^2},$$

$$\bar{h}_p(k) = \tan^{-1}\left(\frac{\text{Im}(\bar{h}(k))}{\text{Re}(\bar{h}(k))}\right),$$

where $k = 1, 2, ..., N$, $R_t(k)$ indicates the $k^{th}$ demodulated training symbol, $S_t(k)$ is the $k^{th}$ original training symbol, $\bar{S}_t(k)$ is the $k^{th}$ WDP training symbol, $h(k)$ and $\bar{h}(k)$ are the $k^{th}$ estimated complex CSI coefficient at an eavesdropper and a legitimate user, respectively. $h_a(k)$ and $\bar{h}_a(k)$ indicate the $k^{th}$ CSI coefficient amplitudes at the eavesdropper and the legitimate user, respectively. $h_p(k)$ and $\bar{h}_p(k)$ indicate CSI coefficient phase at the eavesdropper and the legitimate user, respectively.

When $k$ is an odd number belonging to $[1, 3, 5, ..., N-1]$, both the legitimate user and the eavesdropper will estimate the same CSI coefficient. Assume $R_t(k) = c + di$, $S_t(k) = a + bi$ and $\bar{S}_t(k) = a + bi$, where $|a|=|b|=1$ for QPSK modulations, the complete computations for one CSI coefficient at an odd-index $k$ are the following

$$h(k) = \frac{(ac + bd) + (ad - bc)i}{a^2 + b^2},$$

$$h_a(k) = h_a(k),$$

$$h_p(k) = \bar{h}_p(k).$$

When $k$ is an even number belonging to $[2, 4, 6, ..., N]$, the eavesdropper will estimate a different CSI coefficient. Assume $R_t(k) = u + vi$, $S_t(k) = p + qi$ and $\bar{S}_t(k) = -(a + bi)$, where $|a|=|b|=|p|=|q|=1$ for QPSK modulations, the complete computations for one CSI coefficient at an even-index $k$ are the following

$$h(k) = \frac{(up + vq) + (vp - uq)i}{p^2 + q^2},$$

$$\bar{h}(k) = \frac{-(ua + vb) - (va - ub)i}{a^2 + b^2},$$

$$h_a(k) = h_a(k),$$

$$h_p(k) = \bar{h}_p(k).$$

Therefore, based on the expressions in (6) and (7), it is apparent that the eavesdropper and the legitimate user will estimate the same CSI coefficient amplitude and phase at odd-index sub-carriers while different CSI coefficient phase will be obtained at even-index sub-carriers.

B. Communication Reliability

Wireless sensing privacy is protected by modulating opposite-sign symbols on adjacent even-index and odd-index sub-carriers. Its communication reliability is studied in this section. Considering the mathematical expression in (8), the computations for the first demodulated symbol and the second demodulated symbol are given in (8a) and (8b), respectively.

$$R'(1) = \sum_{k=1}^{N-1} S(k)[G(1, k) - G(1, k + 1)] + W(1),$$

$$R'(2) = \sum_{k=1}^{N-1} S(k)[G(2, k) - G(2, k + 1)] + W(2).$$
A general expression for each demodulated symbol is given as
\[
R'(\varphi) = \sum_{k=1}^{N-1} S(k)[G(\varphi, k) - G(\varphi, k + 1)] + W(\varphi). \tag{9}
\]

Therefore, the general expression for the new composite matrix is defined as
\[
G'(\varphi, k) = G(\varphi, k) - G(\varphi, k + 1), \tag{10}
\]
where \(\varphi = 1, 2, 3, ..., N\). Since symbols at even-index sub-carriers are opposite-sign copies of the symbols at odd-index sub-carriers, therefore effective demodulated symbols \(R'(\varphi)\) should be indexed as \(\varphi = 1, 3, 5, ..., N-1\). The signal power for odd-index effective symbols can be further increased via additional receiver side operations as the following.
\[
R''(1) = R'(1) - R'(2) = \sum_{k=1}^{N-1} S(k)[G(1, k) - G(1, k + 1) - \sum_{k=1}^{N-1} S(k)[2G(1, k) - G(1, k + 1)] - W'(1), \tag{11}
\]
where \(W'(1) = W(1) - W(2)\). Since \(G\) is a Toeplitz matrix, therefore \(G(1, k)=G(2, k + 1)\) and a new expression is given as
\[
R''(1) = R'(1) - R'(2) = \sum_{k=1}^{N-1} S(k)[2G(1, k) - G(1, k + 1)] + W'(1). \tag{12}
\]

Then a general expression for \(R''\) is given as
\[
R''(\xi) = R'(\xi) - R'(\xi + 1) = \sum_{k=1}^{N-1} S(k)[2G(\xi, k) - G(\xi, k + 1)] + W'(\xi). \tag{13}
\]

Thus a new composite component is expressed as
\[
G''(\xi, k) = 2G(\xi, k) - G(\xi, k + 1) - G(\xi + 1, k). \tag{14}
\]

### III. Communication Security

Traditionally, data can be secured via advanced encryption methods such as quantum random number generation (QRNG) and quantum key distribution (QKD) \[9, 10, 11\]. In this case, even though data is captured by eavesdroppers, they cannot easily understand the hidden messages. However, encryption cannot prevent adversarial attacks such as using AI to intentionally manipulate over-the-air signals such that a legitimate user cannot recover received signals using a correct decryption key. Fortunately, waveform design can deal with the security challenge as well. By tuning the traditional OFDM waveform to a non-orthogonal waveform \[12\], a WDS framework \[8\] can work efficiently together with the proposed WDP scheme. In this case, communication security and sensing privacy can be achieved simultaneously via waveform design.

As defined in \(\text{[1]}\), \(F\) is an \(N \times N\) sub-carrier matrix with elements equal to \(e^{j2\pi nk/\delta}\). It is clear that adjacent sub-carriers (e.g. sub-carrier index \(n_1, n_2\)) are orthogonally packed and an eavesdropper will easily decode the signal. One defence idea is to introduce a bandwidth compression factor \(0 < \alpha < 1\) in \(e^{j2\pi nk/\alpha\delta}\). The continuous and fractional features of \(\alpha\) will complicate signal decoding since an eavesdropper will not be able to detect the exact value of \(\alpha\). Therefore, the computation of \(\text{[3]}\) at an eavesdropper will fail since the exact \(F^*\) is not available. With a mismatched demodulation matrix \(F^*\), signals cannot be properly recovered by an eavesdropper.

### IV. System Modelling and Simulation Results

To simplify system modelling, this work considers single-antenna multicarrier communication scenarios covering both OFDM and the non-orthogonal signal waveforms, in which the number of data sub-carriers is 64 and the total number of time samples is 128. As explained in Section II half of sub-carriers are used to carry opposite-sign copies of original symbols, therefore the effective number of data sub-carriers is 32.

To test the CSI hidden capability of using the proposed signal opposite-sign modulation scheme, a randomly modelled multi-path channel is defined as the following
\[
h(t) = 0.8655\delta(t) + 0.255e^{j\pi\delta}(t - 3T_s) - 0.4312e^{j\pi\delta}(t - 5T_s), \tag{15}
\]
where the channel has three paths and the maximum time delay is 5\(T_s\) where \(T_s\) indicates the time interval of one time sample. The channel model is static and its power delay profile (PDP) is configured intentionally such that a signal experiences multi-path frequency selective channel distortions. The channel model could be any other configurations.

The spectral amplitude and phase characteristics at the legitimate user are illustrated in Fig. 1 in which each impulse represents a CSI coefficient amplitude at a specific sub-carrier. It is apparent that the CSI amplitude illustration is non-flat and the signal experiences multi-path effects. In addition, its phase coefficient at each sub-carrier location is different and can be extracted for sensing purposes. On the other hand, the CSI coefficient amplitude and phase at an eavesdropper are illustrated in Fig. 2. It is obvious that the eavesdropper can extract the same CSI amplitude information as the legitimate user. However, it will obtain different CSI phase information. This is due to the manipulated symbols at even-index sub-carriers. To ensure a convincing CSI estimation at the eavesdropper side, an eavesdropper can rely on practical spectrum analyzers to check their estimated CSI. However, the eavesdropper cannot easily recognize the difference since the estimated CSI
amplitude shows similar spectral shape to the one obtained at the legitimate user. Therefore, the eavesdropper will not notice the CSI coefficient phase variations and will fail to get valid sensing information.

Communication reliability is first studied in an AWGN channel. Fig. 3 shows BER performance for traditional OFDM and the proposed OFDM-WDP signals. Due to the enhanced signal quality at each odd-index sub-carrier according to the calculation in (13), the proposed OFDM-WDP outperforms the traditional OFDM by approximately 3 dB at BER = 10^{-4}. It is noted that the proposed waveform outperforms single-carrier waveform since the proposed WDP signal employs a repetition coding similar modulation pattern where the even-index symbols are opposite-sign copies of odd-index symbols.

Considering the multi-path channel model in (15), the BER performance for each signal waveform under the frequency selective channel distortion is compared in Fig. 4. To show stable and convincing BER performance, ideal CSI is assumed to be known at equalization. It is obvious that the proposed WDP signal is robust at the legitimate user while the performance at the eavesdropper is significantly degraded. This is due to the CSI phase errors at even-index sub-carriers at the eavesdropper in Fig. 2.

Communication security is studied in Fig. 5 and Fig. 6. The values of bandwidth compression factor $\alpha$ are defined as 0.95, 0.9, 0.85, 0.8, 0.75. It is shown in Fig. 5 that the signals at $\alpha = (0.95, 0.9, 0.85)$ achieve the same performance as the proposed OFDM-WDP signal. With further reduction of $\alpha$, performance loss starts to appear. On the other hand, Fig. 6 reveals that when an eavesdropper has no information of the exact value of $\alpha$, signals will not be correctly decoded and error floors appear.

V. CONCLUSION

In wireless sensing, applications are typically relying on signal power variations rather than the exact data carried by signals. However, signal power merely shows signal strength without showing its phase information. Therefore, pure amplitude information is suitable for coarse sensing applications. For fine sensing applications, additional phase information
is required, which is normally obtained by measuring signal CSI. This work proposed a waveform-defined privacy (WDP) modulation framework such that legitimate user privacy is protected by hiding CSI phase information. Results revealed that by modulating opposite-sign symbols on adjacent even-index sub-carriers and odd-index sub-carriers, an eavesdropper can extract correct CSI coefficient amplitude information but fail to obtain correct CSI coefficient phase information. In terms of communication reliability, results revealed that the repetition coding similar symbol modulation mechanism helps to achieve better BER performance than traditional orthogonal signals. In addition to sensing privacy and communication reliability, results also verified that communication security is ensured by simply tuning waveform parameters such that an eavesdropper cannot properly decode signals.
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