A Blockchain Approach to Mitigate Information Security in a Public Organization for Ecuador
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Abstract. It was analysed in a general way and the security problem of the public organizations of Ecuador was determined. The objective is to generate a prototype in a blockchain diagram, based on an algorithm using flowchart techniques to provide robustness against failures, third-party attacks and mitigate information vulnerabilities. The deductive and exploratory research method was used in order to analyse the information available in the medium and scientific articles. Resulted an algorithm developed through flow diagram techniques to improve the processing of information in a public organization in Ecuador from the use of the Blockchain technology and the use of the SHA 256 algorithm. It was concluded that access to the data to a generic public organization of Ecuador will have an alternative to improve the security of the information with the implementation of the blockchain.

1. Introduction

The public Organizations of Ecuador and several countries of the world have problems of integrity in the security of the information; to solve this problem, one of the alternatives is the implementation of safety rules based on blockchain technology[1].

The blockchain is a technology that originated from bitcoin, providing robustness against faults and attacks, as well as functions for the origin of data[2].

The blockchain provides a unique data storage between pairs of replicated transactions and enables new forms of distributed software architectures, where an agreement can be established on how to share decentralized and transactional data in a large network of third party participants[3].

Why is it necessary to identify the operation and perform the analysis of blockchain technology as an alternative to mitigate the security of information of a Public Organization of Ecuador?

The objective is to generate a prototype in a blockchain diagram, based on an algorithm using flowchart techniques to provide robustness against failures, third-party attacks and mitigate information vulnerabilities.

The articles related to the subject analyzed are:
Blockchain Meets IoT: an Architecture for Scalable Access Management in IoT[1]; Integrating blockchain for data sharing and collaboration in mobile healthcare applications[2]; Evaluating Suitability of Applying Blockchain[3]; The use of authentication technology blockchain platform for the marine industry[4]; An Overview of the Emerging Technology: Blockchain[5]; Blockchain Based E-Voting Recording System Design[6]; Blockchain Application in Food Supply Information Security[7]; The applicability of blockchain in the Internet of Things[8]; Blockchain-based efficient privacy preserving and data sharing scheme of content-centric network in 5G[9]; A Blockchain Framework for Insurance Processes[10]; Decentration Transaction Method Based on Blockchain Technology[11]; A comprehensive integration of national identity with blockchain technology[12]; Checking laws of the blockchain with property-based testing[13]; A Decentralized Solution for IoT Data Trusted Exchange Based-on Blockchain[14]; Distributed Blockchain-Based Data Protection Framework for Modern Power Systems against Cyber Attacks[15].

The method used in this research is deductive and exploratory with the purpose of analyzing the information available in the medium and scientific articles.

It is concluded that access to data to a generic public organization in Ecuador will have an alternative to improve information security with the implementation of the blockchain in their systems of security.

2. Material and Methods

2.1 Materials

The information of the published articles was used to analyze the situation of a generic Company of the Public sector of Ecuador in terms of information security.

In this phase, all the articles that have to do with the investigation were analyzed. The basic structure of the blockchain technology shown in Fig. 1 was analyzed.

Fig. 1. Basic structure of the blockchain

The requirements of the blockchain technology are defined, establish procedures for the protection of access, protect the information of modifications or eliminations of third parties[4].

Some of the characteristics of Blockchain: Immutable, it means that it is really difficult to alter; irreversible, that what has already been done cannot be undone; distributed system means that a copy of the ledger is present with all its members; without centralized authority, it does not depend on a central server to master and, therefore a peer-to-peer system; elasticity, this characteristic shows that it is not prone to any kind of attack of consideration[5].

Blockchain is a public and distributed database in which all transactions are registered that work through a distributed network of computers, that is, it does not require any central authority or third parties to act as intermediaries[6]; it works just like a ledger but in this case the notes are public and decentralized.
Blockchain is formed by a block chain designed exclusively to avoid its alteration once the data has been published. There are several information security algorithms, but for the present work, those detailed in Table 1 were considered.

Table 1. Types of hashing algorithms

| Hash Algorithms | Description |
|-----------------|-------------|
| MD5             | (Message Diggest Algorithm 5) Creating digital signatures |
| SHA-1           | (Secure Hash Algorithm) |
| RSA             | (Rivest, Shamir, Adleman) encryption key |
| SHA 256         | Secure Hash Algorithm 256 |

The authors propose a solution for integrity and non-repudiation using blockchain technology that provides everyone with decentralized trust; the blockchain that can be described as a public book that is impossible to alter. Each user or node has exactly the same ledger as all other users or nodes in the network[7]; This ensures consistency to users.

This transfer does not require a centralized intermediary to identify and certify the information, but it is distributed in multiple independent nodes that register and validate it without the need for trust between them; once entered, the information cannot be deleted, only new records can be added, and will not be legitimized unless most of them agree to execute[8].

The Hash SHA256 of the encrypted resource. Although we cannot obtain the information directly through the transaction, the integrity and authenticity of the encrypted information can be verified by the Hash value[9].

SHA-256 is used in the creation of public keys or addresses and in Bitcoin mining. Mining or mining is the term used to refer to adding blocks to the chain of blocks in Bitcoin. Therefore, the responsibility of the miner is to deal with the accepted transactions and add them to the blockchain public ledger. In Bitcoin, a work test function is used to guarantee the consensus of the network.

The blockchain processing involves the following steps according to Fig. 2 and the reference[10]:

1. The blockchain, as its name suggests, is a chain of blocks. Each of these blocks contains the encoded information of a transaction in the network.
2. Each block of the chain carries the package of transactions and two codes, one that indicates which is the block that precedes it (except the source block, of course), and another for the block that follows it, that is, they are interlinked or chained so they are called hash codes or pointers.
3. The process of validating the information. In the process of mining or checking, when there are two blocks that point to the same previous block, it simply wins the first one to be decrypted by most of the nodes, that is, that most points in the network must agree to validate information.

Therefore, although blockchain generates multiple block chains, the longest chain of blocks will always be legitimized.
The authors propose an architecture where security is granted through the blockchain technology, which are data integrity and the robustness of the against errors and malicious attacks; according to the analysis, the algorithm to be used is the SHA 256[11].

The algorithm SHA 256 performs the encryption of the information sent or requested by the users. A prototype is proposed where it shows that the integrity of the data and privacy is guaranteed; using the SHA 256 encryption algorithm and the blockchain technology to each data upload or download transaction.

2.2 Methods
For this research, the deductive method was applied to determine the correct use of Blockchain technology in a generic public organization in Ecuador.

1. In the first phase, a general structure of the blockchain was analyzed.
2. In the second phase the specific process that makes it blockchain was analyzed.
3. In the third phase, the different types of most relevant hash algorithms were analyzed.
4. In the fourth phase it was determined to choose the algorithm SHA 256 for encryption for the creation of public keys or addresses.

3. Results
From the analysis performed, an algorithm was obtained using flow diagram techniques for the treatment that can be offered to the public organization of Ecuador using the Blockchain technology and the use of the SHA 256 algorithm.
Fig. 3. Blockchain operating process (Algorithm)

The steps that were used in the prototype can be seen in Fig. 3:

1. **Start**: The main activities were loaded into the memory so that the information system can create the processing objects.
2. **Message or Transaction**: Once the system was started, the necessary data that the process requires was entered, after which you can send or make any transaction.
3. **Encryption of data**: It is done through the SHA-256 algorithm.
4. **Broadcast**: The message or transaction is sent to all the nodes in the network.
5. It is asked if the package was received or not in all the nodes of the network, if not, it is sent again to all the nodes of the network if the next step is continued.
6. **Confirmation**: A message is received that was received successfully from all the nodes in the network.
7. **Transaction block or message**: The transaction block adheres to the chain created by the blockchain that will provide transparency and reliability of the data[12].

8. **Mining process**: Here you get the record created by the blockchain process where all the transactions are generated and validated by the mining process that takes place when two blocks point to the one where the first one wins to be decrypted[13].

9. **End**: The process was completed successfully. And the resources were free for a subsequent execution.

   The proposed flow chart will help to ensure several failures either by employees, third parties or people who want to harm the organization. This diagram will guarantee the integrity of the data and mitigate the security of the information.

4. **Discussion**

   The results obtained in the research were the authors' criteria on the security of information in systems that determine integrity and security as a priority.

   In the research the prototype of an algorithm was obtained using flowchart techniques on the use of the blockchain as an alternative to mitigate the security of the information in a generic public organization of the Ecuador.

   The prototype raised, can be taken as a reference for other companies apart from the Public Company of Ecuador.

   It was concluded that the Blockchain technology can efficiently assure the information that is shown to the user, because when combining peer-to-peer technology a new form of digital exchange is created so that unexpected changes of the information do not occur[14][15].

5. **Future Work and Conclusions**

   In order to determine the vulnerabilities and risks of the information, the evaluation of each process and systems available to the generic public organizations of Ecuador must be done prior to the implementation of the blockchain as an alternative to get better the security of the information.

   From the research carried out, the following can be concluded:

   1. The access to the data to a generic public organization of Ecuador will have an alternative to improve the security of the information with the implementation of the blockchain in their systems the security.

   2. Blockchain becomes a fundamental rule to provide security, robustness against failures and attacks from third parties.

   3. That the integrity of the information in the generic public organizations of the Ecuadorian state have a higher priority over confidentiality and authenticity.
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