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Abstract. Blockchain has emerged as one of the most promising and revolutionary technologies in the past years. Companies are exploring implementation of use cases in hope of significant gains in efficiencies. However, to achieve the impact hoped for, it is not sufficient to merely replace existing technologies. The current business processes must also be redesigned and innovated to enable realization of hoped for benefits. This conceptual paper provides a theoretical contribution on how blockchain technology and smart contracts potentially can, within the framework of the seven principles of business process re-engineering (BPR), enable process innovations. In this paper, we analyze the BPR principles in light of their applicability to blockchain-based solutions. We find these principles to be applicable and helpful in understanding how blockchain technology could enable transformational redesign of current processes. However, the viewpoint taken, should be expanded from intra- to inter-organizational processes operating within an ecosystem of separate organizational entities. In such a blockchain powered ecosystem, smart contracts take on a pivotal role, both as repositories of data and executioner of activities.
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1 Introduction

Blockchain is speculated to radically transform how companies conduct their business and thereby, their processes. Investment and attention to this technology has increased significantly the past years. It has been called the "next Internet" and described to impact business processes with a similar magnitude as process automation did for manufacturing and service industries in the 1990s. Although is often frowned upon due to its connection with the volatile and speculative nature of Bitcoin, many companies are interested in the underlying technology and investing in better understanding its usage beyond cryptocurrencies.

At the core of blockchain, lies the concept of a distributed ledger. In essence, distributed ledgers stores its records, such as transactions, on a public ledger. This ledger is not hosted at one centralized and trusted institution but distributed. Every participating node therefore, holds a full copy of the ledger. Any
change needs to be agreed by the majority of the nodes before it is accepted and populated across all ledgers. As such, verification is not dependent on one central party but on the participants. Once a transaction is recorded in the chain, it is immutable. The benefits of blockchain to enable proof of identity, enable cross-border collaboration, secure and immutable records of asset transfer or movement of goods, has been explored by both incumbents and start-ups.

However, we have learned from history that introduction of new business enabling technologies does not automatically result in ability to capitalize on innovations emerging therefrom. For instance, the productivity of factories only improved marginally with the introduction of electric motors. It would take about 30 years before the productivity improved significantly because factory managers simply replaced the steam engines with electric ones. It was not until the processes were changed that the potential benefits of the new technology could be fully utilized [1]. The same argument can be made for blockchain. If these technologies are simply used to replace existing solutions, the added value will be noticeable but comparatively marginal. However, if business processes are redesigned with consideration to the enabling powers of blockchain technology, significant gains in efficiency can be achieved. Therefore, the business process management perspective is crucial for successful integration of blockchain based solutions in companies [11].

Although blockchain technology has not yet matured, it has gained traction and hold potential to impact BPM research [10]. In light of this context, it is worth examining how experiences with transformational process improvements [3] can potentially be applied to blockchain. In this paper, we focus on its potential impact to enable creation of novel business processes. To this end, the main research question of this paper is as follows: "How can blockchain technology impact business processes redesign?" In discussing this questions, we focus on exploring the principles of business process re-engineering (BPR) [7] and how these could potentially guide and be used to better understand improvement opportunities when innovating processes on blockchain platforms. We use an example inspired by a prototype showcased by IBM [1]. This case concerns the manufacturing and insuring of a customized high-end guitar. Then we consider how this process could be innovated, guided by the seven principles of BPR.

The remainder of the paper is structured as follows. Section 2 introduces the conceptual foundations of blockchain and smart contracts. Section 3 introduces the example case of the stolen high-end guitar. In Section 4, we examine each one of the seven principles of BPR followed by a discussion in Section 5. Finally, we conclude the paper and outline possible venues for future work in Section 6.

---

1 https://www.ibm.com/blogs/insights-on-business/government/blockchain-asset-registration/
2 Conceptual Foundations

Blockchain can be understood as a write-only, shared database [21]. In contrast to conventional databases, a blockchain is intended to store information in an append-only fashion, disallowing any change to already stored information. To this end, the blockchain is implemented using a sophisticated consensus algorithm that run over a peer-to-peer network. The consensus algorithm is used to decide, as a result of executing transactions, what information to add into the blockchain. The information added by transactions is gathered into blocks connected to together as a chain using crytographical pointers (hence the term blockchain). These pointers makes it virtually impossible, or else prohibitively computationally expensive, to change the contents already stored in the blockchain.

Blockchain was initially introduced to enable a digital currency called Bitcoind [12]. In the case of Bitcoin, the intent of transactions, e.g. transfers of cryptocurrency between digital wallets, is encoded using a fairly simple scripting language. The possibility of having a digital ledger, i.e. blockchain with programming capabilities, intersects with Nick Szabo’s earlier idea of a smart contract [17]. However, the simplicity of Bitcoins scripting language has been found to have limitations. In addressing some of these limitations, the so-called second-generation of blockchains have evolved. These incorporate more expressive programming capabilities. Although the use of smart contracts is still under development, from both commercial implementations and legal perspective, the provision of more expressive programming capabilities has opened other possibilities, which we describe further below.

One of the main use cases for smart contracts is as a digital asset. Blockchains and smart contracts have been found to be a convenient way to represent the legal rights over assets. This is enabled by the concept referred to as tokenization. Both tangible assets such as diamonds [18] or real estate [16] as well as intangible ones such as cryptocurrencies [14] can be represented and captured with tokenization. In this context, a smart contract is intended for storing information about the asset (e.g. cryptographic hash values to represent digital information such as photos, serial numbers and additional information) and information to bind the asset with its owner.

Smart contracts can also be used for encoding business logic. The expressive power of blockchain programming languages have been found suitable for encoding the logic behind business processes [9]. A smart contract can be associated with a running instance of a business process, storing case related information and encoding the control flow and business rules thereof.

Furthermore, smart contracts can be used for identity validation. Smart contracts are used in keeping track of the participation of stakeholders on business transactions and in allowing access to only authorized stakeholders at any given step of the process. The validation of validation is performed by means of digital signatures that are controlled by cryptographic protocols and verified within smart contracts.
3 Process Re-engineering of an Insurance Case

In this Section, we first present the illustrating example we use for discussing each one of the principles of BPR. We also broadly outline the development of context within which BPR has been proposed. Following this, we introduce the viewpoints made possible with the enabling technology of blockchain and smart contracts.

3.1 Introduction of the Insurance Case

The insurance case used as example is based on an IBM case[2]. In this example, the customer orders a custom-made guitar from a dealer. The dealer manages the order and forwards it to the manufacturer who produces and ships the guitar to the dealer. Following this, the dealer makes sure the guitar gets to the customer. As it is an expensive guitar, the customer takes out an insurance. We also assume that the guitar gets stolen at some point. The customer files a police report which is handled by the police department. Then the owner files a claim with the insurance company. The claim is handled and eventually approved. Figure 1 depicts the main process of this insurance case. We can also assume that each the guitar, being high-end custom-made one, is tagged with a unique id and possibly has a small gps tracker embedded in the neck of the guitar. We use this simple example to illustrate the applicability of the seven principles of business process re-engineering[7]. In so doing, we will introduce slightly more complex situations and variations.

3.2 Evolution of the Context of BRP

Michael Hammer began his famous paper by stating that "managers can release the real power of computers by challenging centuries-old notions about work"[7]. At the core, the idea is that processes can be changed to achieve significant improvements but only if they are supported by information technology. A mere replacement of existing technology with a new one does not yield drastic improvements. This notion is supported by others such as[1]. Hammer’s scope was to use information technology within the boundaries of an organization to change the processes. The example of Ford’s accounts payable process illustrate this point. The different divisions, once operating as separate entities, were united with the support of an common mainframe system.

Extending this idea, Champy[2] took the concept of re-thinking how work is done across organizational boundaries. He defined four levels of re-engineering. At the first level, a company re-designs its own processes. This first level corresponds with Hammer’s ideas. At the second level, the company redesign processes in collaboration with one type (supplier, customer, or partner) of external business organization. The third level is essentially the same but with the exception
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[2] https://www.ibm.com/blogs/insights-on-business/government/blockchain-asset-registration/
of the re-design taking place with two types of external businesses (for instance supplier and customer). At the highest level (the fourth level), the processes of the company are redesigned in close collaboration with all the types of external business organizations (supplier, customer, and partner). The scope of the fourth level includes the most important adjacent external companies. In short, Hammer began with the company in focus and Champy extended the scope to include the most important "neighbors".

3.3 The Context within the Framework of Blockchain and Smart Contracts

The scope of both Hammer and Champy was aligned with what was feasible to achieve at that time considering the capabilities of information technology. However, blockchain has the potential to break the technological "glass ceiling". This has two implications worth considering when challenging decade-old notions about work.

The first regards an ecosystem of entities. It is now possible to consider processes across an ecosystem of organizations. This is in contrast to processes being confined to a company or its immediate neighbors. In the example presented above, the ecosystem includes manufacturer, dealership, insurance com-
pany, police, and in particular, the customer. Commonly, collaboration across an ecosystem requires a trusted third party or an integration platform. Both of these alternatives incur costs that outweigh the benefits, in particular if transaction volumes are below a certain threshold. However, with the blockchain technology it is possible to extent process redesign from an intra-company and inter-company to an ecosystem. Such an ecosystem includes for instance, governmental agencies, private corporations at different points of the supply chain, non-governmental agencies, and perhaps regulatory institutions.

The second is a shift in focus is from company to customer. Process redesign has traditionally considered the internal processes of a company. Although this has been extended across organizational boundaries, it is still confined to an overall process such as a supply chain flowing through several companies. Even when processes are improved for the benefit of the customer, it is from the perspective of the company. With blockchain technologies, it will be possible to take the viewpoint of the customer. For instance, in the insurance case presented above, each organization such as the dealer, police, and insurance company has optimized their processes and made it easy for the customer to interact with them. The customer might have an excellent and seamless experience with each organization but still, they have to take the reports from one entity to another. While the touch points are optimized, the customer process (journey) is not.

The principles of business process re-engineering aimed at using the power of information technology to rethink work. Again we are presented with information technology that can push the frontier of process innovation further [11]. In this context, we examine the applicability of the seven principles of BPR in the setting of the insurance case when engined with blockchain technology and smart contracts.

4 Applying the Principles of BRP

BPR projects have been critically reviewed. Studies show that BPR projects have failed [8] or delivered results less than expected [5] while others conclude positive results [13]. The failures does not seem to be attributed to the BPR principles but rather to factors such as lack of partnership and communication between for instance IT and other departments of the company [6]. At the heart of BPR lies the idea of breaking foundational patterns of thinking underlying existing business processes. Only a transformational restructuring where old assumptions are challenged, can lead to significant gains in performance. The enabling factor that allow for processes to be restructured in a revolutionary way is technology. In this light, blockchain has been heralded as the technology that can uproot conventional process structures. Therefore, we examine each and one of the principles outlined by Hammer [7] to understand how current processes could be innovated if supported by blockchain technology with smart contracts.
4.1 Principle 1 - Organize around outcomes, not tasks

The first principle concerns the division of work for one process instance. Hammer uses the example of an electronics company where different departments performed the five different required steps. One department was responsible for determining customer requirements, another translated them into codes followed by a third who disseminated the information to different plants and warehouses. Then another division assembled the product and finally, a fifth one delivered and installed the equipment. This way of organizing around tasks in a sequential manner, led to errors, rework, and delays. Oftentimes, excessive efforts were put in overseeing and tracking progress of a case.

The insurance example follows a similar pattern. Let us assume that the guitar gets stolen and the insurance company covers the costs of replacing it. Here, the owner has to take the case to the police (first division), and then wait for the report. Once the report is generated and received, the owner will take it to the insurance company (second division). Finally, the insurance company will send the funds to the dealership (third division) once a new guitar has been ordered. The customer is made responsible for overseeing and tacking the progress, many times at the cost of time and frustration. Should the police recover the guitar and apprehend the thief, the insurance company would file a claim of compensation as well. That would involve the police, the court (fourth division), and the insurance company. If the thief is found guilty but unable to pay, the enforcement authority (fifth division) will be involved to confiscate assets of the thief to be sold. In short, taking the ecosystem and the customer perspective, be it the buyer of the guitar or the insurance company trying to get compensated, we see similarities.

In redesigning the processes of the electronics company, the work was organized around outcome (not tasks) by means of "customer service representative". In a similar manner, the insurance company used in Hammer’s paper, "case managers" responsible for the application-to-policy process, were introduced. Such new roles were made possible due to shared databases as the case managers could access and record all the data required. Blockchain technology enables replacing the case managers with the concept of smart contracts. A set of connected smart contracts can become the new "case managers". Note that it will require several different types of smart contracts, each created when triggered by an event, and linked to each other to collectively function as the case manager.

In the example of this paper, a smart contract is created when a new guitar is ordered (smart contract for provenance). As it progresses through manufacturing, it gets populated with additional data. Once the guitar is completed and full payment made, the customer is registered as the owner (smart contract for asset registry). When the guitar is stolen, a new smart contract is used to file a claim with the police. The police issues a report which is taken as input by the insurance company. Once the guitar has been reported stolen, it is marked as stolen in the smart contract (asset registry), rending the guitar very difficult to fence. The claim (using smart contract for registry and report) is investigated and approved. As such, a smart contract for payout is created which the owner
can use to order and pay for a new replacement guitar. Tracing and tracking progress is inherently present with the smart contracts. Such a solution also allow for provenance to ensure that the guitar is manufactured according to the quality required. Although this example is trivial, it illustrates the potentiality of smart contracts to replace case managers. The role once occupied by a humans, can now be replaced with a set of smart contracts. These contracts will make no mistakes, will not fluctuate in their performance, will not be complicit in fraud, and can manage very large volumes of transactions.

4.2 Principle 2 - Have those who use the output of the process perform the process

Hammer noted that organizations created specialized departments to manage specific processes. He uses the example of internal departments being as customers when turning to the central purchasing departments for needed items. For expensive and unique items, such a solution is good but for most ordinary items such as pencils, the cost of managing the process is higher than the cost of the pencils. The second principles states that the internal departments who use the output of the purchasing process (pencils) should perform the process (place the order) themselves.

In a way, this principle pushes the work to the consumer of the output. Today, this principle has matured and is visible in the concept of self-service. For instance, rather than a clerk at an insurance company registering the data, the customer does the work by filling in the data via an on-line portal. In supermarkets, customers can themselves scan their products and pay at self-service stations. With such solutions, both customers and companies are benefiting. The companies reduce costs and the customers find it more convenient (filling in the data at a time of their own choosing or not needing to wait in line to buy groceries).

In an ecosystem as in the example used in this paper, we see a number of specialized departments (entities) who perform the process. The output is then used by another entity. For instance, the police report is used by the insurance company and the payout is used by the dealer. Across different entities, it is not possible to apply this principle. For instance, it is not reasonable to have the guitar owner (user of the claim assessment process), do the work. Nor is it legally sound for the insurance company to generate a police report. However, it is in the guitar owner’s interest to have all these sub-processes performed so to receive compensation for the stolen guitar. In this regard and in light of self-service, the guitar owner can initiate the overall process of getting compensation. This in contrast to initiate a set of sub-processes. For instance, the guitar owner has to go to the police, file and receive a police report, take it to the insurance company, file a claim, and regularly check the progress. Instead, with the use of smart contracts, the guitar owner can trigger the overall process by initiating a smart contract for stolen guitar. In this process, the owner links the smart contract proving ownership to the insurance smart contract. Following this, the smart contracts can take the process further. The smart contracts become the extended
arm of the customer. They represent the customer (who uses the output) and

drives (performs) the process on his or her behalf. As such, the smart contracts

initiate the sub-process with for instance the police department.

4.3 Principle 3 - Subsume information-processing work into the

real work that produces the information

Yet another inherited rule born of the idea of specialized division of labor, is

the separation of data collection and the processing of that same data. Hammer

noted that companies had structures were one division collects and records the

data while another actually uses the data. In the Ford example, the accounts

payable department collected the information from two other divisions and re-

onciled the data with that provided from the vendors. In the redesigned process,

the goods receiving department used the shared database to process the infor-

mation rather than just entering and forwarding it. As such, the processing of

the information was subsumed with producing the data.

The recording and production of data can be subsumed in an automated

manner with the concept of smart contracts. A smart contract can be designed
to have two main components tightly linked to each other. The first is a registry

of data. For instance, the owner buys a guitar tagged with an unique id. An

ownership (asset) smart contract is created where the id of the guitar and the

owner's personal data is recorded. As such, the smart contract functions as a

depository of data (ownership). On the other hand, smart contracts also include

automated execution of business rules. This aspect allows smart contracts to

execute a process or in other words, processing information. For instance, a

smart contract for a certain asset, holds information about the guitar (by means

of a unique id) and its owner. Should the current owner sell the guitar, the

smart contract needs to be updated. As such, the seller and buyer updates

the info. The smart contract will execute a set of related automated business

rules (information-processing work for verification and transfer of ownership)
and record the update in its depository of data (work that produce data).

Furthermore, other related processes could be triggered as well. For instance,
when the guitar changes owner, the previous owner may wish to cancel his or
her insurance. In an ecosystem enabled by blockchain, one transaction can, such
as when change of ownership where data is updated, automatically trigger can-

celation of existing insurance. As such, the smart contacts not only capture new

data (change of ownership), processes that information (update the owner in its
depository of data), but also set in motion related processes where information
is updated and processed. Again, these triggered processes would in most cases
subsume the information-processing into the real work.

4.4 Principle 4 - Treat geographically dispersed resources as though

they were centralized

Hammer noted that with the advances in information technology, dispersed ge-

ographical locations could be treated as if they were all located at the same
place. He uses the example of Hewlett-Packard whose manufacturing units had separate purchasing departments. By using a shared database, all could access the same data and become "as one". This enabled them to use the volume of orders to negotiate better agreements with vendors.

In our example, the organizational unit are geographically dispersed. However, with blockchain, they can be treated as if they were centralized. From an ecosystem and customer viewpoint, a blockchain based solution enables considering the whole process as taking place under one roof. The blockchain would integrate all the different entities. The family of smart contracts would correspond to the shared database referred to by Hammer. Furthermore, the customer would perhaps only have one portal or interface for the whole process. Rather than visiting the police department, then the insurance company, or make re-visits for complementary information or receiving update on the progress, the customer uses the blockchain based solution to conduct all activities, receive notifications on updates, progress report, and information (notification) on when and what further action is required. In other words, the customer gets the same access as the "case manager" in Hammer's example.

4.5 Principle 5 - Link parallel activities instead of integrating their results

Hammer illustrates that parallel processing takes shape in two different ways. One is when separate divisions perform the same activity. The other is when different divisions produce outcomes that in the end must be integrated. The idea is to link these processes rather than integrating their end results. Hammer clarifies this principle by suggesting to "coordinate parallel function during the process - not after it's completed" [7]. To remedy this, Hammer propose using communication networks, shared databases, and other means by which coordination between processes can happen during the process execution. At the end of the day, the need of inter-process communication by means of technology is proposed.

In the case of the stolen guitar, the owner has to secure a police report and take the outcome of this process to the insurance company. With blockchain technology and smart contracts, it is possible to link parallel processes across separate entities within an ecosystem. For instance, the owner of the stolen guitar can initiate an insurance claim that triggers both the generation of the police report as well as the processes within the insurance company. Assuming that most of the processing is automated, the claim can be processed while the police report is being generated. In a similar manner, with the claim approved, a smart contract for claiming financial compensation can be created. If the thief is caught, the claim is already in place. This allows insurance companies to secure that their interest is always represented in court. In regards to inter-process communication, smart contracts could assume the role of facilitating inter-process communication. Considering that in an ecosystem, different entities exist, the communication is often carried out via "emails" (corresponding to movement of papers in for instance the Ford case). With smart contracts at
the core of connected ecosystem, communication between different entities is automated, efficient, and error-free.

4.6 Principle 6 - Put the decision point where the work is performed, and build control into the process

The sixth principle of BPR concerns cutting unnecessary controls and checks in a process. In the examples used by Hammer, work is conducted by certain resources whereas the decisions are taken by others. For instance, accountants, auditors, managers, supervisors regularly check and monitor the work of others. By empowering those closest to the activity and who do the work with decision authority, processes can be improved.

In an ecosystem, traces of this old pattern remains but in different form. In the case of the stolen guitar, the insurance company examines data about the owner, confirms the coverage and terms, review of the police report, and if this might be a fraudulent claim. However, these decisions are not taken where the work is done. The data about the owner is entered at a different point, the police report at another point, and the claim at yet another point. With the concept of smart contracts, data is verified when entered (where the work is conducted). The consensus algorithm that accepts a smart contract does the job of taking decisions about validity. When the customer buys a guitar, he or she is entered as the verified owner (smart contract for asset registry). If the guitar would be sold, the new owner is registered on the smart contract. Similarly, the controls can be built in the smart contracts. For instance, most straightforward cases can be automatically processed but given a set of business rules, certain cases are filtered out and sent for closer review.

4.7 Principle 7 - Capture information once and at the source

Hammer points out that when information is difficult to transmit, it makes sense to capture it several times and at different locations. However, when it can be distributed easily with for instance shared database structures, it no longer makes sense. Hence, the principle of capturing information once and at the source. In our example, the owner has to show proof of purchase, police report, and fill in information for the insurance claim. In many countries, these activities are still paper based. In each case, as the information is coming from outside of the organization, it has to be entered into the system. The same data is entered in the information systems of the police department as well as in the systems of the instance insurance company. Such data entry activities are costly, time consuming, error prone, and carries with it the risk of fraud requiring examination of authenticity of documents.

In an ecosystem, the concept of smart contracts can enable capturing information once and at the source. The data is captured once in the smart contract and by the entity initiating it (source). Updated data is also only captured once and at the source. Furthermore, blockchain technology ensures authenticity, traceability of data, and integration with companies own information systems.
5 Discussion

Blockchain technology provides the fundamental platform needed to connect separate entities within an ecosystem. We have examined how blockchain could potentially contribute to the redesign of business processes in light of BPR principles. In this exercise, smart contracts carry a pivotal role. Such contracts are the necessary component that enable execution of inter-organizational processes. In the example of this paper, we have modeled the as-is process in a very simple way. However, modeling an overview of the to-be state, was challenging. Figure 2 gives a very simple overview of a potential solution but falls short of being a business process. In a potential solution upon blockchain technology, the customer makes an order via dealership. This is captured with a smart contract that is used when manufacturing the guitar. Once completed, a smart contract is created to denote who the owner is. The contract for ownership is also connected to the "order" contract. The customer can then use the contract to insure the guitar. Should the guitar get stolen, the owner triggers a smart contract for stolen property. This contract, connected to the asset contract (ownership), is used as input for the claim assessment and enriched with for instance the police report. To keep the overview simple, we did not capture the insurance payout or the processes related to the claim of the insurance company against the thief.

In trying to model the potential to-be process, challenges arise. One is the complexity of the models. If the above process would be fully represented in a model, it would be a very complex model. Some form of process architecture would be helpful in modeling ecosystems. Another concern is the perspective. From what or whose perspective(s) should one model such processes? The perspective of the customer seems to be central. While customers are often modeled as a black or gray box [3], they need to be brought into light much more.
However, the core of the process lies smart contracts as "repositories of data" and "automated business rule execution". As such, the data perspective gains more importance as does the business rules. It does not seem that the current BPMN standard can adequately capture inter-organizational processes powered by blockchain technology. As such, there is a need to find a better way to model novel inter-organizational processes in an ecosystem [10].

Hammer proposed re-defining the job description and the activities performed by the roles. For instance, the first principle calls for creation of case managers or customer representatives. The second principle calls for empowering those who use the output to perform the process while the third principle seeks to subsume processing of data with production of data. The sixth principle suggest taking decisions where the activity is performed. These are all, in one way or another, redefining the role of process participants. In an ecosystem on the blockchain, this traditionally "human" role can be automated with smart contracts. Smart contracts can become the "case manager" of the customer (guitar owner). At the same time, these contracts can be the aid of the customer to drive the process. In this execution of the process, creation of data is subsumed with its processing and decisions are taken where the activity is performed. Furthermore, smart contracts can become the a conflict resolution point. Given the business rules, disputes are settled in an impartial and speedy manner. Smart contracts hold the data, keep a track of progress, and trigger activities when needed. In short, what is done manually by human resources in an inter-organizational process today, is done by smart contracts in an ecosystem on a blockchain. To enable this, smart contracts need to support two functions. The first is to act as a depository of data. Contracts must be able to create, read, update but perhaps not delete data. The other function of automated execution of business rules. These functions enable smart contracts to replace the humans in inter-organizational processes.

Most current use cases of blockchain aim at solving a specific problem. For instance, the problem of lack of monitoring within supply chain is used as an example in [20] or transparency [4]. Within financial industries, banks explore blockchain for clearing and settlement of financial assets [15]. Such a viewpoint might carry the risk of emulating the current as-is processes rather than redesigning them. For instance, a supply chain process might have issues with lack of transparency. This is due to lack of technology for monitoring the process across the different steps. By developing a blockchain based solution to digitally connect the various monitoring steps, even if it is enhanced by sensors along the chain, is replacing existing technology (manual work such as inspection and validation of documents) with an automated one. This is perhaps not surprising considering that current redesign heuristics is based on recurring patterns [19] and we simply do not yet have such patterns to learn from. If this holds true, processes are not truly redesigned but perhaps essentially replacing electronic data interchange (EDI) with smart contracts. With a redesign perspective, it might be possible to see opportunities where functionality is "moved" from the IT systems of the companies to the smart contracts and the ecosystem. Another example might be to open up a "market" within the ecosystem. In the example
of this paper, the ecosystem could be used by the customer to request quotes from insurance companies. Insurance companies would give their offer and the guitar owner would choose the most suitable insurance policy.

6 Conclusion

Although blockchain technology has numerous challenges [21] that must be solved, its potential power has attracted much attention. The promise it holds is particularly relevant for the BPM community. If blockchain technology replaces existing processes (as some preliminary signs might indicate), the potential gains will be limited. It is therefore, important to consider how blockchain and smart contracts can enable process redesign. In this regard, the BPM community is in a strong position to offer assistance via research.

This paper set out to explore "how blockchain technology can impact business process redesign". In so doing, we examined and analyzed the applicability of the seven principles of BPR as introduced by Hammer [7]. We note that the blockchain technology enable separate organizational entities to interact as if existing within an ecosystem. We also found that smart contracts can potentially play a pivotal role in achieving efficiency gains. Their capability to act as repository of data and executor of activities, enable rethinking processes by for instance questioning where functionality should be placed (within a company IT system or in the ecosystem). Furthermore, such contracts enable automating manual activities such as data entry and dispute settlement.

Process redesign is not a trivial task. When analyzing processes, models play an important role. Limitations in modeling inter-organizational processes in a blockchain based ecosystem with links to smart contracts, poses a challenge. The role of smart contracts in enabling opening of market spaces in an ecosystem, and its capabilities of taking on functionalities traditionally within IT systems, are equally interesting questions. These considerations and limitations open interesting venues for future work.
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