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1. INTRODUCTION

Coronavirus disease (COVID-19) is an infectious respiratory disease that originated from the city of Wuhan, China, in December 2019 and spread worldwide (Zhu et al., 2020). COVID-19 has affected almost all the countries in the world, significantly disrupting the noble sustainable development goals (SDGs) of the United Nations (UN) (Gallagher et al., 2020) and prompting the World Health Organization (WHO) to declare the virus a global pandemic in March 2020. COVID-19 has caused a great deal of panic around the globe, which has resulted in, among other things, supply chain disruption for food and other goods.

Since COVID-19 is a global issue, researchers around the world from fields as varied as biomedicine, virology, data analytics, and artificial intelligence have contributed to combating this pandemic, spurring the online publication of over 24,000 articles on COVID-19 in less than 4 months (Hao, 2020). Moreover, in this global crisis, worldwide activities and businesses are heavily dependent on digital technologies (ITU News, 2020a; Ting et al., 2020). The applications of digital technologies are numerous, ranging from tactile robotics to assist medical doctors and nurses
at hospitals, drones to monitor crowds, artificial intelligence and deep learning to analyze and model healthcare trends, the Internet of Things (IoT) for supply chain automation, and virtual learning for education (Chamola et al., 2020). All of these crucial applications, as well as many others, require reliable and high-speed communication networks, placing tremendous pressure on these networks. In light of the pandemic, the International Telecommunication Union (ITU) conducted an emergency meeting of the Broadband Commission for Sustainable Development, which directed governments, industries, and society at large to improve the capacity of communication networks at critical location such as hospitals and transportation hubs (ITU News, 2020d). In addition, the Commission also stressed the importance of communication technologies for disseminating critical information in a timely manner, supporting e-learning for more than 1.5 billion students, training workers to improve productivity through digital means, and promoting e-businesses.

With all this support of communication technology when we need it the most, it is also fighting against ongoing conspiracy theories linking fifth-generation (5G) wireless networks to the spread of COVID-19 (Kaur, 2020). On the basis of this theory, people around the globe have attacked and burnt 5G towers (The Guardian, 2020). To limit the spread of such misinformation, researchers from the wireless communications community have responded by showing the importance of 5G in the pandemic crisis and by minimizing the health risks of 5G operating frequencies (Ahmadi et al., 2020; ITU News, 2020b; Popovski, 2020).

Nevertheless, the technological innovations during the pandemic have been instrumental so far, with most countries still battling severe health and socioeconomic impacts. For example, countries like the US, China, South Korea, and many others across the globe are using digital technologies to track the spread of COVID-19, conduct quality contract tracing, and, in some cases, using the mobile Apps to ensure adherence to containment or lockdown measures. Across the globe, it is not unusual for governments, academia, business, and the general population to rely on video conferencing technologies like Zoom, Skype, and others to sustain communications amid lockdowns and restricted movements. Moreover, using advanced technologies like drones and robots, countries like China have managed to deliver essential medical supplies to even remote areas, thus ensuring the medical personnel are protected and also that there is reduced human-to-human contact. Technologies such as thermal sensors, smart helmets, and robots are now prevalent in different nodes like airports, subways and bus stations, supermarkets, and other public places and are assisting in detecting individuals who may have signs (e.g., high body temperatures) of the virus. Based on such contributions of digital technologies in the fight against the COVID-19 pandemic and sustaining some economic activities, it is vital to emphasize the role of these technologies.

2. FIGHTING THE PANDEMIC

In the presence of a global pandemic, the top priority is to prevent the spread of disease. Wireless communication and positioning technologies have significant impacts on healthcare, education, and the economy. In this section, we cover these technologies from various perspectives, including COVID-19 spread monitoring, healthcare automation, telemedicine, virtual learning, and digital inclusiveness, which are the biggest challenges we are facing at this point in the pandemic.

2.1. Monitoring the Spread

According to the WHO, limiting mass gatherings, keeping social distancing, and contact tracing are crucial to minimize the spread of the virus. Both outdoor and indoor monitoring are essential to limit the transmission of the virus. In the following, we discuss various technologies that can facilitate both outdoor and indoor tracking of the virus spread.

2.1.1. Outdoor Monitoring

A Variety of wireless communication and positioning technologies, including drones, cellular positioning systems, and global positioning systems (GPS), can be used to monitor the transmission of the virus outdoors (Nguyen et al., 2020). For example, in metropolitan areas, networks of drones can monitor crowds to maintain social distancing (see Figure 2) (Richardson, 2020); to this end, various countries have introduced “pandemic drones” to enforce social distancing. These pandemic drones
can also monitor body temperatures, and the presence of flu, sneezing, and coughing in public places (IANS, 2020; Krauth, 2020; Meisenzahl, 2020). Once the drones collect critical data, this must be communicated to the authorities in real time so that timely actions are taken. Pandemic drones with 5G connectivity can assist with the data collection and reporting because of 5G's high transmission speed and low latency. Satellite communications is another major technology that is of great benefit in monitoring, modeling, and responding to the COVID-19 spread. Outbreaks of COVID-19 usually occur in clusters in specific regions and then continue to spread. As such, their spread can be modeled using high-quality geospatial data. Also, satellite imagery can identify populations that are at risk and track their healthcare and testing facilities (Zolli, 2020).

Another key methodology in fighting this pandemic is contact tracing of infected patients. For this purpose, Google and Facebook initiated a joint venture to share with researchers user's GPS-based mobility data (Waltz, 2020). Also, Google and Apple are collaborating to build a contact tracing system that uses Bluetooth signals to sense nearby smartphones and alert their users if they encounter a possible COVID-19 patient. This sort of geospatial data can be quite helpful for public-health researchers to understand the virus spread (eHealth Network, 2020). To illustrate the benefits of contact tracing, researchers from National Tsing Hua University used Facebook's data to show that limiting human mobility decisively reduces the transmission of the virus (Chang et al., 2020). In a slightly different approach, Kinsa Health distributed more than a million smart thermometers in the US to remotely collect temperature and geospatial information from individual households in order to predict the spread of the virus (McNeil, 2020). The data from these intelligent thermometers was used to identify sudden fever spikes among clusters of patients, the presence of which indicate a local outbreak of COVID-19. In this way, regions of possible infection can be narrowed down, preventing the spread of the virus. Analogously, researchers at John Hopkins University launched a mobile application through which users can upload their body temperature and other symptoms for use by government officials and health experts in timely response and the prediction of future outbreaks (Eisenberg, 2020).

2.1.2. Indoor Monitoring
In outdoor working environments, outdoor positioning technologies can maintain social distancing and safe working distances for critical workforces. However, in indoor environments, maintaining safe distances may be more
challenging due to the unavailability of GPS signals indoors. Novel solutions are needed to monitor quarantined people and maintain safe working distance in indoor environments. Various indoor positioning technologies such as radio frequency identification (RFID), Wi-Fi, visible light, Zigbee, and Bluetooth constitute promising solutions for monitoring quarantined people and maintaining safe working distances in indoor environments (Saeed et al., 2019b). One novel solution recently developed for this purpose is Proximity Trace, a sensing-and-communication technology for workforce distance monitoring while maintaining essential business activities (Proximity Trace, 2020). In Proximity Trace, a tag that transmits real-time alerts when the workers are in close contact is attached to each worker’s hat or worn on a lanyard (see Figure 3). A central gateway collects interaction information from all workers. This technology offers both passive and active solutions: in the passive approach, each worker’s interactions are tracked if they test positive for the virus; while in the active approach, workers are informed using sound or visuals to maintain social distancing.

Additionally, indoor localization and tracking methods that take sensing measurements from the users in proximity and create network graphs can promote safe working distances and perform contact tracing. For instance, multidimensional scaling-based data visualization tools take proximity information as an input and create a network graph (Saeed and Stojkoska, 2016; Khan et al., 2017; Saeed et al., 2018). These indoor monitoring solutions can help industries eager to start regular operations while still controlling the spread of COVID-19.

2.2. Healthcare Automation

The COVID-19 outbreak is proving a catalyst for 5G innovation, especially in healthcare automation. 5G-enabled medical robots can deliver drugs, check the patients’ temperatures, and disinfect hospital rooms, reducing the exposure of medical personnel to the virus. Such robots can make up for the shortage of personal protective equipment among doctors and nurses. In one example, Ava Robotics’ introduced iRobot to hospitals in order to allow doctors in quarantine at home to work virtually in emergency rooms without risk of contracting the virus (Ackerman, 2020). The connected robots also enable hospitals to continuously collect patient information and share it with remote data centers to significantly improve the efficiency of healthcare systems. The exchange of information from these robots and their navigation requires reliable and low-latency communication such as that provided by 5G technologies. China has advanced the use of 5G-enabled healthcare automation by implementing a 5G+ remote consultation system across its various hospitals (Xiaoxia, 2020). In this system, the medical staff at a hospital can consult with the expert’s miles away through remote video connections. Figure 4 illustrates an example of such a connected healthcare system.

2.3. Virtual Education and Conferencing

The COVID-19 pandemic is reshaping almost every aspect of our world, including “education.” Across the world, schools have been closed for months, and the pandemic has forced schools to take classes online as social distancing measures continue. At the moment, online learning is the only option...
to continue education; however, online learning with cutting edge technologies is a much better option than traditional offline classrooms. The essential requirements for e-learning are a good internet connection and access to a digital device; however, not all students and teachers have digital devices and high-speed connections, creating the problem of digital divide. Moreover, a large portion of the global population has either limited or no internet access at all. To respond to this disparity, governments around the globe need to distribute digital devices and provide internet access to low-income households (Lageard, 2020). In
section 2.4, we discuss various solutions to the connectivity problem that can bring the internet to remote areas.

Besides wireless networks coverage, connection speed is a key factor in efficient e-learning; this is where 5G can play a significant role. 5G can enable seamless augmented reality (AR) and virtual reality (VR) (Ethirajulu, 2020), whereby students can attend virtual classrooms (see Figure 5). In addition to education becoming virtualized, conferences and meetings across the world are also going online. As with the e-learning, videoconferencing requires reliable, and high-speed internet connections (Nordrum, 2020). Online conferences/meetings are also more enjoyable with the aid of VR. One example of VR-based conferencing is the recent IEEE conference on virtual reality and 3D user interfaces (Gent, 2020). Another recent example is an online virtual fabrication lab for students training in the manufacturing of semiconductor devices (Hussain, 2020). In summary, 5G technology can facilitate these AR and VR solutions through its extremely low latency, high bandwidth, and high reliability.

2.4. Connectivity Matters the Most
The use of wireless communication technologies is not limited to health automation and containing the spread of the virus; wireless technologies are also helping people around the globe to stay connected, making social distancing a little less lonely. During the pandemic, connectivity matters more than ever because it enables workforces to work remotely, students to continue their education, and e-businesses to deliver basic needs (Amon, 2020). The pandemic is validating the need for and importance of 5G as the future of connectivity. 5G will enable telecommuting and virtual presence in a new way, integrate remote education as a part of everyday life, and allow remote healthcare and diagnostics (ITU News, 2020c). Moreover, rapid changes in user demands during this pandemic are forcing mobile network operators (MNOs) to switch from a “competitive” mode to “collaborative” mode, providing the needed peak capacities in certain areas. MNOs can collaborate in the short term with governments to access any unallocated spectra to satisfy increasing traffic demands.

Nevertheless, as mentioned earlier, in order to provide connectivity to the unconnected, it is necessary to invest more in digital inclusiveness solutions. Providing low-cost connectivity solutions for rural and underprivileged areas is one of the expectations from 6G technologies (Dang et al., 2020; Saarnisaari et al., 2020; Yaacoub and Alouini, 2020). In the following, we briefly discuss these 6G solutions.

2.4.1. Tethered Drones and Balloons
The new trend in wireless communications is enabling connectivity from the sky. Tethered drones/balloons, also known as flying base stations, can provide connectivity in suburban and rural areas (Reynolds, 2020). The drone/balloon is attached by a cable to the ground, where the cable/tether maintains the drone/balloon position and also provides power to the on-board

FIGURE 5 | Concept of e-learning using AR/VR.
payload (Kishk et al., 2020a). This way, the drone/balloon can stay in the air longer, reducing overall maintenance costs and providing uninterrupted connectivity (Kishk et al., 2020b). Drone/balloon-based solutions can either provide direct access to users or work as backhaul networks for terrestrial networks.

2.4.2. High Altitude Platforms (HAPs)

Because of their high altitude compared to the tethered drones/balloons, HAPs can provide connectivity to large rural areas. HAPs consist of balloons and drones positioned in the stratosphere at around 20 km from earth. Recently, Google and Facebook have invested in HAP-based solutions to bring internet connectivity to remote areas of the world. One well-known HAP project is Google’s Loon (balloons), which expands cellular network coverage for rural and underserved areas (Google, 2020). Another big HAP project is Facebook’s Aquila project, which consisted of solar-powered drones in the stratosphere providing internet to remote regions (Facebook, 2020). However, Facebook canceled this project in 2018, as it required aerospace industry expertise. Thereafter, Facebook collaborated with Airbus to use Airbus’ solar-powered drone, Zephyr, to provide internet access to rural areas (Zephyr, 2020). Both projects offered promising solutions to connect the unconnected. Figure 6 shows the use of balloons and solar-powered drones in Google’s Loon and Facebook Zephyr, respectively. Among other HAP projects, Thales Stratobus is also promising that supports the highest payload among stratospheric HAPs embarking various sensors and telecommunication equipment (up to 250 kg with a power rating of 5 kW) (Thales, 2020). The Stratobus airships also have an additional advantage of stationary positioning, i.e., staying at a fixed point at 20 km altitude for a whole year.

2.4.3. Emerging Satellite Networks

In the space arena, several industrial partners are joining the race to provide broadband internet access around the globe via thousands of satellites in low Earth orbit (LEO) (Saeed et al., 2020a). Amazon’s Project Kuiper (Kuiper, 2020), for example, is planning to deploy 3,236 LEO satellites at altitudes between 590 and 630 km. Starlink (Starlink, 2020) supported by SpaceX, will install 12,000 LEO satellites, while OneWeb (OneWeb, 2020) and Telesat (Telesat, 2020) will place up to 900 satellites in the latter half of 2020. Such a large number of satellites has spurred the mass production of satellite components, resulting in a significant reduction in satellite manufacturing costs. Finally, Astranis (Astranis, 2020) and Gapsat (Gapsat, 2020) are making efforts toward a massive deployment of mini-GEO satellites to improve satellite internet capacity worldwide.

2.4.4. Broadband Urban Wireless Connectivity

Beyond enabling or improving connectivity in rural areas, broadband internet is experiencing surging demand in urban and suburban regions. Typically, buried underground fiber-optic cables provide broadband internet; however, these may not be viable in dense urban environments. Therefore, Facebook introduced Terragraph, an integrated backhaul access technology for urban environments by taking the idea of routing in their fiber backbone and applying it into Terragraph technology (Terragraph, 2020). Facebook is testing Terragraph worldwide, claiming an average internet speed of 500 Mbps. One major challenge of the Terragraph technology is that it requires strict line-of-sight conditions since it is operating in the 60-GHz band.

2.5. Challenges and Possible Solutions

In fighting the COVID-19 pandemic, we cannot ignore the positive impact of wireless communication technologies. However, wireless technologies also pose various challenges, with privacy, security, and misinformation. In the following, we discuss each of these issues and their possible solutions separately.
2.5.1. Privacy
Although contact tracing technologies can be quite helpful in curbing the spread of the virus, these also invade people's privacy (McGee et al., 2020). User location information is accessed and monitored by these applications and can be employed by governments for surveillance purposes. Global human rights activists warn that the use of these applications during the pandemic may morph into standard surveillance protocols in the future. Before implementing these applications, governments need to answer a few questions about the use of such data. For example, do users know that their information is being collected, and, once the pandemic is over, can users remove their data? How long will governments retain the data collected during the COVID-19 pandemic? Who will be able to access user data and what are the guidelines for sharing such data? Analogously, the use of drones for monitoring social distancing or tracking sick people in public places raises privacy concerns. Aerial surveillance in general raises serious concerns regarding the infringement of individuals' rights to privacy and freedom (Marketplace Tech, 2020).

The collection of mobile phone data, notably location data, can help curb the spread of viruses but invade people's privacy. Therefore, in some countries, Bluetooth low energy (BLE) technology is preferred since it is less invasive of privacy (Episerver, 2020). In BLE technology, when two users cross each other, their contact tracing Apps broadcast their IDs and record the IDs of nearby users. During this process, the devices exchange information such as time and distance. This information is either kept by the device or shared with a central entity; when a user is infected with COVID-19, all the data gathered by the user's device is added to the cloud system where all other users can get this information. In this approach, if users are identifiable with all the data handled by a central entity, it creates a privacy issue. However, if the user is not recognizable and the central entity is only processing the data for a match, it is viable (Ahmed et al., 2020; Rossello and Dewitte, 2020). Nevertheless, decentralization of the processing can lead to a better privacy preservation approach with the help of distributing AI techniques.

2.5.2. Security
The unprecedented use of fixed and mobile broadband connections during the COVID-19 pandemic is highlighting major cybersecurity risks (Hakak et al., 2020). According to the report of Akamai (Leighton, 2020), in March 2020, global internet traffic increased by 30%, which is 10 times more than the monthly average. This record-breaking level of internet use has created a spike in malicious attacks including phishing emails, malware inserted into COVID-19-related resources, and even the sale of phony cures for COVID-19 (Davies, 2020). In addition, many business employees work remotely from home, and it is challenging to provide authentication for all users. As more businesses move online and follow e-commerce practices, a corresponding increase in cyberattacks is expected (Woollacott, 2020). Also, the automation of industries in which devices are more connected than ever offer opportunities for cybercriminals. New digital technologies that are evolving at rapid rates during the pandemic may need to be classified as high cybersecurity risks.

As the COVID-19 pandemic continues to promote the remote working culture, the cybersecurity risks are continuously growing. In Lallie et al. (2020), the authors have highlighted the timeline of such cyberattacks during the pandemic. The businesses and organizations can safeguard against these cyberattacks by following the Trusted Cyber-Infrastructure (TCI) considerations, such as raising awareness for the employees against COVID-19 related frauds, using multi-factor authentication to access the organizational data, regularly updating the browsers, holding transparent communication with the employees, keeping confidentiality at home, and developing secure collaboration tools for the transfer of data (Trusted CI, 2020). These are some of the near-term solutions to curb the cybersecurity issues during the pandemic. Moreover, cybersecurity professionals and public services can join together to reduce the fraudulent risks, such as the “COVID-19 CTI League” (CTI, 2020), which comprises volunteers mitigating cybersecurity risks amid COVID-19.

2.5.3. Is 5G Really Harmful? Combating the Misinformation
The COVID-19 pandemic has breathed new life into anti-5G conspiracy theories. In a recent interview, the British conspiracy theorist David Icke linked the COVID-19 outbreak to 5G technology. In the interview, he made the claim that Wuhan was the first Chinese city to roll out 5G just before the virus outbreak. However, the claim was false: Wuhan was among several Chinese cities, including Beijing, Shanghai, and Guangzhou, to roll out 5G just prior to the pandemic. Also, the WHO has found no evidence that 5G adversely affects health (ITU News, 2020b). In several countries the fear of 5G has prompted acts of vandalism in which cell towers have been attacked and set on fire (The Guardian, 2020). In order to ensure that communication technology services continue to progress, these conspiracy theories need to be strongly refuted (or regulations adjusted) and the refutations publicized in the media, as wireless communications are now being forced to compete with misinformation. In order to combat this misinformation, researchers around the globe have been working with wireless communication technologies to provide clarifications to fight this misinformation. For example, Peter Popovski, professor of wireless communications at Aalborg University, formulated several key arguments to assuage fears around this new technology: at the moment most wireless devices do not have 5G, and no evidence has been found of 5G adversely affecting human health (Chiaraviglio et al., 2020; Popovski, 2020; Saeed et al., 2020b). The WHO also concluded that, to the best of our knowledge, the radiations from 5G and other communication technologies are not harmful to human health (WHO, 2020). Indeed, wireless communication technologies have been vital in keeping societies functioning during the COVID-19 global lockdown.

With global connectivity, the misinformation spreads more quickly, creating an infodemic. In this regard, the WHO is working with various data analytic companies that collect information from multiple social media platforms and apply
This helps the WHO to gain insights regarding the health topics discussed over the social media and to develop timely messages in response. In some countries where the digital divide problem, the WHO is collaborating with UN Global Pulse to use artificial intelligence and big data to handle the humanitarian issues and disseminate the information in real-time over radio broadcasting (UN Global Pulse, 2020).

3. SURVIVAL OF THE ECONOMY

The extraordinary actions taken across the globe to control the spread of COVID-19 have come at the cost of unprecedented economic loss. There is great contention among the policymakers over saving more lives vs. saving the economy. In this section, we detail the impact of COVID-19 on the global economy and outline the role of wireless communication technologies in rescuing the economy.

3.1. Impact of COVID-19 on the Global Economy

Because of the COVID-19 pandemic, economies around the world are crumbling. The price of every commodity has fallen significantly (World Bank, 2020). Governments are having to make calculated trade-offs between the lives of people who will die of COVID-19 and economic damage (Atkeson, 2020). Over the past 3 months, the world’s biggest stock markets have been in the deficit because the investors have had to re-calculate future projections for the economy. The financial crisis of 2007–2008 saw a steady downturn in the economy; however, in the current pandemic, due to strict lockdowns, investors are not purchasing, leading to a global economic recession with low gross domestic product (GDP) growth so far in 2020 (see Fig. 7). The downturn began when the Chinese government shut-down its manufacturing sector to prevent the spread of the virus. Since China manufactures one-third of the world’s products, the shut-down caused production delay, leading to the disruption of supply chains throughout the world (McKibbin and Fernando, 2020). For instance, the automotive industry relies on specific tools and machinery from China to manufacture automobiles; because of the shutdown of China’s manufacturing sector, each of these components has experienced a 1–3 months’ delay. This has meant that auto manufacturers have not been able to launch new vehicles on time and have lost billions of dollars in sales. The same is true for other industries, in which the drops in sales can lead to layoffs and bankruptcies. One such example is the collapse of OneWeb, a leading small-satellite project with 74 satellites already in orbit providing internet access from space (Amos, 2020). OneWeb was not able to secure new investment during the COVID-19 pandemic.

In order to combat this global pandemic and prepare for continuous disruptions, industries need to respond strategically by moving toward a low-touch or touch-less economy. In such a crisis, a schema such as the COVID-19 strategy matrix can
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be followed (Table 1) (Board of Innovation, 2020). For example, industries such as e-commerce can still generate ample revenues in the short term and need only keep up with supply; however, the outlook for sectors such as tourism is very uncertain. In the long run, therefore, these sectors must look either at fresh starts or at abandonment. The COVID-19 strategy matrix is shown in Table 1, which relates the impact of COVID-19 to corresponding response strategies for different industries. Now is also the right time for the stakeholders to invest more in research and development (R&D), following the example of the most innovative companies in the global financial crisis of 2007–2008, whose increased investment in R&D has since paid off handsomely in increased growth and profits (Board of Innovation, 2020). Through the development of novel smart solutions, R&D in digital technologies can pave the way for a low-touch economy (Field and Murphys, 2020). Recently, the G20 leaders published a joint statement revealing that digital technologies can significantly help in reducing the transmission of the virus and minimize both the economic and social impact of the COVID-19 pandemic (G20 Summit, 2020). These digital technologies can also monitor the state of the economy. For example, using visible and infrared images from satellites to monitor activity in hot spots, and from an analysis of the resultant geospatial data researchers at WeBank have shown that China's economy is recovering from the first wave of the pandemic. Similarly, Ursa space systems is employing images from their synthetic-aperture radar satellites and data analytics to visualize the impact of COVID-19 on global oil inventories (Werner, 2020). With strict lockdowns, many companies are taking an interest in satellite imagery to collect information about operational activities in areas of concern.

### 3.2. Automation of Industries and Supply Chain

As mentioned earlier, two primary reasons for the crumbling of global economies are the shutting down of whole industries and the disruption of supply chains. However, recent advances in the Internet of Things (IoT) can contribute to streamlining supply chains and reducing the impact of the COVID-19 pandemic, as well as playing a significant role in the automation of industries that can further improve the supply chain. For instance, the Industrial Internet of Things (IIoT) can enable smart and adaptive manufacturing by employing smart sensors and reliable connectivity to interconnect and digitalize traditional factories (Sisinni et al., 2018). This allows for the self-organizing, remote monitoring, and collaborative control of conventional industries (see Figure 8). The primary reason for establishing IIoT is that intelligent machines can efficiently collect, communicate, and act in real time. To accomplish this, IIoT requires stable and uninterrupted, massive and ubiquitous high-speed connectivity, latency below 1 ms, and ultra-reliability in order to support real-time monitoring and provide automation. These metrics are characteristics of 5G technology; ergo, the concept of IIoT can be realized by using 5G (Cheng et al., 2018). Moreover, 5G connectivity can potentially transform supply chains by helping companies to precisely measure consumer demand and react in real-time to changing situations.

### 3.3. E-Commerce

In the midst of the COVID-19 outbreak, e-commerce is emerging as a critical strategy for preserving jobs. For example, restaurants that have closed due to lockdowns can survive by starting online delivery services. Indeed, in some cases, e-commerce is creating new opportunities; Amazon recently announced that it was hiring over 175,000 people to assist existing staff and fulfill customers’ delivery demands (Amazon, 2020). The combination of 5G and technologies such as IoT, AI, blockchain, and AR/VR are poised to transform the e-commerce industry (Kshetri, 2018). With 5G connectivity, IoT will enable the fast transfer of data to improve the consumer experience, track real-time inventory, and effectively manage orders. Likewise, AR/VR with 5G connectivity will allow the merchandisers to virtually place physical objects on remote shelves. 5G can offer e-commerce enterprises a unique high-resolution viewing experience, ultimately elevating their capacity. A recent report from Adobe Digital claims that 5G will increase e-commerce revenues by $12billion or more by the year 2021 (Sterling, 2020), since most enterprises are moving toward e-commerce.

### 3.4. Supporting At-Risk Occupations

For people employed in essential service sectors, working remotely and maintaining social distancing are luxuries. Hence, essential service workers have a high risk of being exposed to the virus. The US Department of Labor has defined an occupational risk score (see Figure 9) based on the characteristics of a particular job, such as the amount of contact with others, the degree of physical proximity, and the risk of exposure to the virus (Lu, 2020). According to this risk score, dental hygienists, bus drivers, and economists are at high risk.
medium, and low risk, respectively. Digital technologies can play significant roles in providing low-touch or touchless solutions for occupations that are at medium or high risk. For example, supermarket workers can be equipped with smart wearable sensors to maintain minimum distances in order to avoid possible contamination with the virus. Similarly, teledentistry with AR/VR capabilities can be used by dental hygienists for contactless procedures. This way, many at-risk workers can be protected, reducing unemployment.

3.5. Flattening the Curve
Across the globe, the terminology “flatten the curve” refers to governments’ strategy to reduce the spread of the virus, without taking into account the economic consequences of this choice. However, every economic recession also costs lives. Unemployment is already rising; in the US alone, millions of people have lost their jobs in the first 3 weeks of March 2020. Unemployment has been shown to increase the death rate by increasing the incidence of heart disease. Sustainable health systems, healthy nutrition, and clean water may not be available during a deep recession. Hence, long-term shutdowns can indeed “flatten the curve” but can also cost lives. In poorer countries in which the workforce survives on daily incomes, lockdowns can lead to starvation. According to a recent statement from the UN World Food Program (WFP), prolonged shutdowns can lead to “hunger pandemics” (WFP, 2020). As the virus is exhibiting exponential growth in most countries, epidemiological modeling of its spread and socioeconomic impact is essential. As discussed in previous sections, wireless communication technologies, can undoubtedly help in “flattening the curve”, which can in turn lead to the reopening of business and industry. Also, the epidemiological modeling will guide the policymakers to take actions regarding socioeconomic and health considerations.

4. THE NEW NORMAL

The post-pandemic era, or the “new normal,” is going to be very different from the “old normal,” ushering in a technological revolution. Although by themselves, digital technologies cannot end the pandemic, researchers are delving deeper to discover their true potential. In this section, we cover the wireless communication technologies that have developed during the pandemic and that can be employed in the post-pandemic era.

4.1. The Rise of Telehealth
COVID-19 is a game-changer for the healthcare industry. According to Statista, forecasted revenue for the telehealth sector worldwide will be around $332.7 billion by 2025 (Statista, 2020). These numbers cannot be achieved without efficient and reliable wireless connectivity. IoT, robotics, and AR/VR with high-speed connectivity will truly revolutionize the healthcare industry. These technologies will not only enable medical specialists to analyze patients’ data but also allow them to perform remote surgery and other procedures (Marr, 2020). Moreover, these technologies will also reduce travel expenses since the best doctors can be accessed online from anywhere in the world. Telehealth can also maintain the productivity of clinicians who are unable to offer patients in-person visits.

4.2. A More Connected World
The COVID-19 pandemic is demonstrating the true potential of connectivity and interconnected technologies. Across the globe,
audio/video applications, such as Google Hangouts, Zoom, and Skype, are keeping people connected and enabling e-learning and teleconferencing. Our dependence on these applications during COVID-19 can pave the way for a remote workforce and a blended education system in the future. Similarly, the blend of 5G and AR/VR can further develop virtual labs, classrooms, and conferencing.

In addition, solutions developed during the pandemic to provide connectivity to rural areas can lead in the long run to overcoming the digital divide.

4.3. Improved Cybersecurity

Besides jeopardizing healthcare systems and the economy, the COVID-19 pandemic is increasing cybersecurity threats. This is mainly due to people’s greater dependence on the internet for working remotely during the global lockdown. This dependence creates vulnerabilities to malicious attacks, such as phishing emails, malware insertion in COVID-19-related resources, and even the sale of bogus cures for COVID-19 (Davies, 2020). Moreover, the businesses move online and follow e-commerce practices, more cyberattacks are expected (Woollacott, 2020). Also, industrial automation, in which the devices are more connected than ever, provides opportunities for cybercriminals. While we focus on opportunities “flattening the curve” to prevent the spread of the virus, the increase in cybersecurity threats should also be mitigated. With this in mind, the awareness and cybersecurity tools developed during the pandemic can help online businesses become more robust in the “new normal.”
4.4. The IoT Revolution
In the COVID-19 era, IoT networks are seeing astonishing growth, which will result in the automation of many sectors, including health, manufacturing, consumer electronics, and transportation. With the roll out of 5G, the role of IoT will further increase, leading to applications beyond our imagination, from smart cities and smart oceans to smart space (Saeed et al., 2019a). Rapidly-growing research in the IoT field will also help humanity to better prepare for natural calamities and pandemics in the future.

5. CONCLUSION
Wireless communication technologies are playing a significant role in winning the fight against pandemic’s disruption of everyday life and in looking forward to the “new normal.” In this paper, we discussed the variety of global challenges stemming from the COVID-19 pandemic, and we highlighted the need for wireless communication technologies in facing challenges such as monitoring the spread of the virus, enabling healthcare automation, and allowing virtual education and conferencing. Moreover, we have also discussed the hazards posed by these technologies, such as privacy, security, and the threat of misinformation. Additionally, we also showed that wireless communication technologies are assisting in the survival of the global economy by aiding industries, supply chains, and e-commerce with automation. Finally, we highlighted several use cases that revolutionized wireless communication technologies during the pandemic, promising a technological transformation in the future.

This article motivates the researchers to investigate various wireless communication technologies for the pandemic response. Moreover, government agencies may take necessary initiatives to develop digital solutions outlined in this paper for the frontline workers to ensure their safety. Also, numerous promising wireless communication technologies such as tethered drones/balloons, high-altitude platforms, and small satellite networks can be further explored to counter the digital divide problem amid COVID-19. As we advance, the use of wireless communication technologies opens up for exciting new opportunities like global smart healthcare systems, connected world, and smart education systems. Therefore, it is necessary to further investigate digital technologies amid COVID-19 that will lead to the future resilient and sustainable smart communities, as envisioned in UN “Sustainable Development Goal 11: Make cities and human settlements inclusive, safe, resilient and sustainable” (United Nations, 2020).
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