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ABSTRACT:
Permissioned blockchain is the blockchain network that requires access to be part of the network. Participant's actions are governed by the control layer that runs on top of the blockchain. This type of blockchains is preferred by individuals who need role description, identity, and security within the blockchain.

Secure multi-party computation (MPC) is a part of cryptography that involves the modeling of procedures for two or more participants who want to work together. These participants involve sharing of input and required computational data for a particular function without sharing their confidential data actively to each other and achieving a common goal which is beneficial to both as the outcome achieved is only revealed to the participants and is highly required for their functional purpose.

In this work, SPDZ (Speedz) implementation is explored leveraging additive secret sharing on the private blockchain (Hyperledger fabric). SPDZ protocol is chosen over any other computational protocol as it is highly secured from any active deceptive n-1 participant among the n participants. In this work, a backend is developed that uses a fabric SDK node.js library that interacts with the Hyperledger Fabric network. The proposed solution is shown through a demonstration. This paper concludes that for business-to-business scenarios, using SPDZ protocol on permissioned blockchain provides more security against adversaries as permissioned blockchain provides transparency over the participants of the network. As a result, permissioned blockchain is a more secure choice for enterprises to compute confidential data rather than permissionless blockchain.
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1. INTRODUCTION

Since the '80s \cite{1} \cite{2} scholars are working on the secure multi-party computation which is a cryptographic technique that allows two or more parties to share their inputs which are secret and computed via a trusted party that is not handled by either of the participants. The cryptographic message which is the replacement of the virtual entrusted party has to guarantee the security of the data and come over with precise output.

MPC is primarily being conceptually \cite{15,17,19,28,29,34} worked upon for decades, but recently its practical execution in the real world is endeavoring its way. Its practical implementation requires the execution of the theoretical protocol to improve notable performance and not abandoning the security levels when applying it in the practical world. In this trending blockchain, this research paper is one of its applications.

For the MPC protocol, this paper assumes that the identities of n parties are well-known and that each pair of channels has an authenticated and private communication channel. Normally, a Byzantine opponent has power over a certain number of parties, allowing them to deviate from protocol. They can exchange information with one another, avoid sending messages, send incorrect messages, and so on. These parties' primary aim is to deviate from the protocol by acquiring knowledge of private inputs or producing incorrect output from the function. It is presumed that the opponent is semi-honest if one party strictly follows protocol but is interested to learn secret knowledge about the other party. The adversary-controlled groups are dishonest or misleading,
while the others are honest or semi-honest. Static and adaptive adversaries are the two forms of an adversary. An adaptive adversary is not limited to choosing a collection of dishonest parties at the outset of the protocol; a static adversary is not.

This research paper operated on SPDZ (Speedz) [11], this protocol works on the execution of Multiparty protocol with additive secret shares and is secure from active static adversaries. This protocol is actively secure which detects the deception of n-1 among the n participants. The SPDZ protocol is linearly predicting in the online process for the n number of participants, and its expense is equivalent to the Shamir secret exchange protocol [14], which is categorized as passive security, making SPDZ more realistic with low procedure costs.

This research paper works on the implementation of Speedz a multiparty computation on Hyperledger Fabric [12] a private blockchain and to help drive the investigation, a working demonstration is also shown. Since most of the secure computation results were only stated as mathematical theorems and one had to read the relevant papers and implement them from scratch but this paper approach demonstrates how simple it is for different parties to coordinate and evaluate a function over their sensitive data without exposing it.

1.1 MEASURES OF EFFECTIVENESS

Typically, MPC protocol effectiveness is measured by the following metrics.

**Resource Costs:** This involves latency (total number of rounds of communication), computation cost, and communication cost (size of each message and the total number of messages sent).

**Fault Tolerance:** This criterion computes how much space a protocol allows has for an adversarial attack. They comprise how much bulk the protocol can tolerate, types of fault that are adversarial distributed, crash fault, Byzantine fault or random fault, how many nodes can adversary controls without offering correctness, and how many bits in messages can adversary corrupts.

1.2 BYZANTINE AGREEMENT (BA) AND MPC

MPC problem and Byzantine Agreement (BA) are closely coupled, in which there are a group of n participants and each participant has a different input value, and they all want to agree on one. Shostak, Pease, and Lamport [30] demonstrated that perfect-secure BA can be obtained if one-third of the parties are compromised. The following are some similarities between BA and MPC:

1. BA is much simpler than MPC as in BA privacy of inputs need not be maintained.
2. MPC protocols are closely coupled with broadcast channel usage. Unfortunately, where there are a larger number of parties, this broadcast channel provision is highly troublesome.

1.3 Paper Organization

The below is the format for the rest of the paper: Section 2 examines related work, with a focus on MPC on a blockchain. In Section 3, preliminaries are discussed which are publicly verifiable secret sharing, Speedz protocol overview, private blockchain over public blockchain, and Hyperledger fabrics (v2.0) basis. Section 4 contains the proposed SPDZ protocol on Hyperledger Fabric, backend architecture, and SPDZ protocol on Hyperledger Fabric demonstration. Finally, conclusion in Section 5.

2. RELATED WORK

Because of the large body of work, this paper does not seek a rigorous review of the MPC literature; instead, it focuses on scalable MPC on the blockchain.

Work on MPC in the recent past is primarily focused on protocol security inimical to passive adversaries used in Yao circuits [3] which is based upon two-party protocol and secret sharing techniques [4,5] which consists of multi-party contracts. Recently Active security [6, 7, 8] has gathered popularity and its real-time application gives more accurate outcomes but it increases the cost of operation when conducted between more than two-party transactions. An idea of covert security [9, 10] was introduced in 2007. In this security prototype, any corrupt party that tries to diverge from the contract is identified with higher accuracy of about 90% and this accuracy forces the adversary to act genuinely.

R Cleve’s research [21] from 1986 demonstrated that it was difficult to achieve justice in the protocol when the majority of the malicious participants are involved. Rational multi-party computation (RMPC) [22] was introduced by Joseph Halpern and Vanessa Teague in 2004, which modifies the objective of conventional cryptography using the principle and approach of Game Theory. Under the conventional adversary model, the main point is to incorporate the idea of the logical adversary. The adversary is considered to be “self-interested”
when participating in the real-world protocol. It has a set of motivations and will always be driven by a set of interests. The adversary's tactics, actions, and abilities are all redefined by these functions. A mixed-behavior model was suggested by Anna Lysyanskaya et al. [23]. In this model, none of the parties are truthful. All of the participants are logical and self-centered, and they are only concerned with how to best serve their own interests. In their model, however, a trusted intermediary detects the presence of an attacker. Adam Groce et al. demonstrated that for arbitrary functions, equal justice is possible when both parties are logical, and cryptographic consequences can be avoided by using Game theory [24]. Mehrdad Nojoumian et al. created a new socio-rational secret sharing scheme by combining the rational and social secret sharing schemes [25]. In the reputation system, each user is assigned a reputation value, this system is kept in mind to build the public trusted network. The reputation value is updated in real-time based on the actions of the participants, and the reputation value is used to punish or reward the participants. The connection between stable two-party computation and Game Theory was investigated by Gilad Asharov et al. [26]. A number of two-party games was formed from the stable two-party computation protocol. In stable two-party computation, the analysis shows the connection between anonymity, Nash equilibrium, and correctness. MPC fairness is the primary concerned in the described above Game theory-based RMPC, but it is unable to address the issue of stability. Furthermore, alike MPC protocols are primarily designed to either they do not have a real context environment or have a centralized trustworthy third-party framework and to attain fairness.

With the advent of blockchain technology, embodied by Bitcoin [27], from the viewpoint of economics scholars started to incorporate economic rewards in Bitcoin into the MPC, owing to its features of trustability and decentralization, and due to its reward structure, it is entangled with Game Theory. It gives parties a sufficient and genuine reason to engage in MPC protocols. Based on the Bitcoin network, Marcin Andrychowicz et al. [16], [20] was the first to propose a secure two-party lottery protocol. The protocol's participants are compensated economically (such as Bitcoin) [32]. The two-party protocol was only specified in their work, not a multi-party protocol, and the initialization process requires several interactions with the Bitcoin network. Several ideal functionalities are described by Iddo Bentov and Ranjit Kumaresan [33], e.g., $F^*_{lt}$ (secure computation with penalties functionality), $F^*_{lt}$ (secure lottery with penalties functionality), $F^*_{lt}$ (secure computation with penalties functionality), $F^*_{lt}$ (claim-or-refund functionality). They just need to call a constant round $F_{CR}$ in the MPC protocol they build. Ranjit Kumaresan and Iddo Bentov investigated Bitcoin usage to inspire participants to complete accurate computations [36]. Secure computation with limited effusion, non-communal reward, fair secure computation, and confirmable computation are all aspects of their work. Moreover, Ranjit Kumaresan et al. spoke about how to make a decentralized poker game with Bitcoin [18]. Also, Ranjit Kumaresan et al. in 2017, proposed how to optimize the stable computation model using the penalty mechanism and strengthened the earlier suggested scheme [34]. En Zhang et al. in 2020, proposed a fair hierarchical threshold secret sharing mechanism that makes use of smart contracts, and the schema was implemented on Ethereum [39]. Juntao Gao et al. in 2021, proposed a fair and instant data trading schema based on bitcoin, it uses bitcoin script to requires the payee to provide the payer the data encryption key or he will not receive Bitcoin, and to guarantee fairness, the transaction’s script will expose the account’s private key if the same account was spent twice [37]. All of the previously mentioned work is constructed on the Bitcoin protocol, which focuses solely on justice in MPC and some modifications are done to the protocol to suit their needs [38]. The Bitcoin blockchain, as all know, has significant drawbacks in realistic implementation scenarios. Bitcoin's scripting language isn’t Turing Complete, so it can’t handle more finite and complex functions. Furthermore, owing to the transaction validation time of six blocks having a high transaction cost and lasting nearly an hour, the applications build on the Bitcoin protocol are still in the theoretical phase.

This research paper is primarily focused on enterprises solution. Since enterprises have confidential data and they cannot work on a public blockchain so in this paper it has been shown how enterprises can implement multiparty computation on permissioned blockchain. In section 3.3, the advantages of private blockchain over public blockchain and the motive for choosing private blockchain over the public blockchain are discussed in detail.

3. PRELIMINARIES

3.1 PUBLICLY VERIFIABLE SECRET SHARING

Schoenmakers [31] suggested the first publicly verifiable secret sharing (PVSS). The most noticeable characteristic of a non-communal PVSS is the lack of a secret channel between each participant and the secret provider. Over a public channel, each and every share are encrypted and sent with the commitment confirmation. and can be confirmed publicly.
Init: A public algorithm is used to generate the necessary system parameters. The earliest participants must produce a set of keys (Pk, Sk) using an asymmetric encryption algorithm, retain the private key Sk, secret, and should reveal public key Pk, publicly. 

Distribute: The Dealer selects a secret s selected by the distributor is to be distributed amidst n parties {P1, ..., Pn}. For each member, the dealer will create and encrypt the secret share s_i (i = 1, ..., n) with the respective participant’s public key Pk. Then on the public channel, the ciphertext would be transmitted with the commitment c_i = COMM(s_i). Via a non-interactive verification algorithm PVSS (EnPk_i (s_i), c_i), anybody can verify if they had received the correct share or not. 

Reconstruct: The party P_i decrypts the ciphertext with his private key and collects his share s_i. Each party is responsible for disclosing its own share. Anyone may use the algorithm verify(s_i, c_i) to ensure that s_i is accurate, preventing dishonest participants from yielding invalid shares. A reliable multi-party computation protocol could be created by PVSS. Participants only need to work locally on their own shares in an addition gate because of its additive homomorphism function. When using a multiplication gate, the parties are forced to use PVSS to distribute a secondary dispersion of a worthless intermediary value.

3.2 Speedz OVERVIEW

In this section, Speedz (SPDZ) [11] protocol is briefly described. In this paper, it is presumed for the procedure that is to be performed between n participants of characteristic p in a fixed finite field F_p. Each player P_i has a secret value a, uniform share a∈F_p of secret value a = a_1 + ... + a_n, notion of a constant MAC key γ(a) := a·a. Let participant gives an input a∈F_p is <>-shared if P_i holds a triplet (a_i, a_c, γ(a)), where γ(a) is an additive secret sharing of γ(a) := a · a, i.e. γ(a) = γ(a_1) + ... + γ(a_n) and a_1 is an additive secret sharing of a, i.e. a = a_1 + ... + a_n.

This is the lucid definition of MAC for scholars who are familiar with SPDZ. In this protocol diverse values that are <> shared are “partially opened”, that is linked values a_c are disclosed and not the linked shares of MAC. Each party can perform linear operations (scalar multiplication and addition) on the <> sharing’s without involving interaction with other parties and they can compute it by themselves. However computational multiplication is not direct, but that is not discussed in this paper as this paper only showing implementation of SPDZ addition on the private blockchain.

3.3 BLOCKCHAIN

A permissionless blockchain is referred to as a public blockchain. The public blockchain network is open for all, which allows them to read, write, and interact with public blockchains. Public blockchains are decentralized, meaning nobody has power over the network, and the data is protected in the sense that it cannot be altered until it has been validated. Since a user is unknown, it needs to provide an incentive for good behavior in the public blockchain network. To guarantee that everyone in the system acts ethically and respects the rules, economics, and game theory incentives are provided. Scenarios are created by group consensus in which ethical parties are awarded incentives, while deceptive participants are forced to work or pay a cost that they will never be able to recoup.

A Private Blockchain, on the other hand, is a permissioned blockchain. It authorizes the participates of the network and the transactions they can do. It is authorized that who can write and read data on a private blockchain. In this process, the initial step is to establish one's identity. It is the need to know who is connected to the blockchain. If the user is anonymous, defining rules for the type of data the user can commit and read from the ledger becomes complicated, if not impossible. This is in stark contrast to a public network such as Ethereum, which strives to protect and maximize privacy.

Permissioned Blockchain advantage is that it is known who a user is, what organization they're affiliated with, and what their job is. It is presumed that they'll behave equally because if they don't, an administrator would know who's misbehaving and they'll know they'll pay the price.

As a result, the public and private blockchains have somewhat different features. Many people believe that they compete with one another, but this is not the case. They only exist to have various forms of solutions. The following are some of the advantages of private blockchains:

- Faster Transactions

The output is faster when the nodes are distributed locally but there are fewer nodes participating in the ledger.
• Enterprise Permissioned
  Blockchain resource access is controlled by the organization, making it private and/or permissioned.
• Better Scalability
  The ability to add resources and nodes by request can be a huge benefit.

3.4 HYPERLEDGER FABRIC BASICS
In Hyperledger fabric [12] the ledger is accessible by the nodes called peers that belong to an organization. In Hyperledger fabric the process of making transactions held in two phases. There has to be an entry of a client who requires any transaction to be executed. With a transaction proposal, this client has to approach endorsing peers. These peers have to validate the proposal by executing it on a smart contract which is referred to as chaincode in fabric. The endorsing peers in the fabric network have to determine whether the transaction has to be endorsed or not and return the endorsement response which has to be reflected in their state of the ledger. It has to be necessary that the endorses must look towards an identical transaction and if it is not then this proposal be endorsed or not and return the endorsement response which has to be reflected in their state of the ledger. Once the client receives a sufficient number of endorsements then the endorsed transaction is sent to the ordering service. This ordering service sends this transaction to all the participant peers which will update their ledger accordingly. Once the ledger gets initialized the endorsement policy can determine the required number of endorsements for the transaction to be processed. There has to be a single endorsement policy in the channel for all transactions for example there has to no less than one endorser peer from each organization or organization that can mutually construct their endorsement policy.

4. PROPOSED WORK
4.1 PROPOSED Speedz PROTOCOL ON HYPERLEDGER FABRIC
In this work Speedz (SPDZ) protocol on the private blockchain is proposed which uses encryption and decryption keys generated by the Hyperledger Fabric network. The proposed SPDZ protocol is described below.

1. The Hyperledger fabric functionality generates keys (pk, sk), a set of public and private keys for each organization (which is used to authenticate admin and also to encrypt and decrypt private share).

2. Pre-Processing Phase: Each party $P_i$ does the following
   a. Generate shared secret key $[\alpha_i]$
   b. His secret data $[[x_i]]$ is defined as
      <$\alpha_i$> = ($x_i^1, x_i^2, ..., x_i^n$),
      MAC<sub>$\alpha_i$</sub> = <$x_i^1, a_i>$ = ($m_i^1, m_i^2, ..., m_i^n$),
      $<\alpha_i>$ = ($\alpha_i^1, \alpha_i^2, ..., \alpha_i^n$), where n = number of participating organizations. Mac and secret share keys are randomly generated.
      Each party $P_i$ will compute an additive sharing triplet ($x_i^j, m_i^j, a_i^j$) such that
      $[[x_i]] = \sum_{i=1}^{n} x_i^j$. $[[x_i, a_i]] = \sum_{i=1}^{n} m_i^j$.
      $[[\alpha_i]] = \sum_{i=1}^{n} \alpha_i^j$
   c. Encrypt each ORG<sub>i</sub> share, secret key, and MAC with its respective organization public key and commit $P_i$’s additive sharing triplet ($Enc_{pk_i} (x_i^j), Enc_{pk_i} (m_i^j), Enc_{pk_i} (\alpha_i^j)$) to the ledger.

3. Online Phase: After all participating parties commit their secret shares to the ledger. Each organization will reveal its secret share key $a_i^j$
   a. Each party $P_i$ use his additive sharing triplet and decrypt its secret share $x_i^j$ of ORG<sub>j</sub> with its private key
      $x_i^j = Dec_{pk_i} (Enc_{pk_i} (x_i^j))$
      $a_i^j = Dec_{pk_i} (Enc_{pk_i} (\alpha_i^j))$
      $m_i^j = Dec_{pk_i} (Enc_{pk_i} (m_i^j))$
   b. Compute
      $d_i^j = m_i^j - a_i^j, x_i^j \forall j \in \{0, 1, ..., n\}$
c. Compute partial additive duplet which is defined as
\[ d_i = \sum_{j=1}^{n} d_{ij} \]
\[ \Delta_i = \sum_{j=1}^{n} \Delta_{ij} \]
and each party \( P_i \) will commit its partial additive duplet share \((d_i, \Delta_i)\) to the ledger.

4. **Open phase**: When all parties commit their partial additive duplet share. Now, it’s an open phase where all parties can see a partial additive duplet share of all parties
   a. Each party \( P_i \) will locally compute
      \[ d = d_1 + d_2 + \ldots + d_n \]
      which is defined as
      \[ d = \sum_{i=1}^{n} d_i \]
      if \( d \neq 0 \), then abort otherwise continue
   b. Party \( P_i \) can locally compute additive secret which is defined as
      \[ \text{Additive secret} = \sum_{i=1}^{n} \Delta_i \]

### 4.2 DETAILS OF HYPERLEDGER FABRIC IMPLEMENTATION

**DATA ENCRYPTION**: In the data encryption module confidential data of organizations is divided into random pieces and keep it in the ledger in the encrypted form. The concern to be dealt with is that how the encrypted data has to be placed in the ledger and how to make the transaction proposal of any client appear identical among all the peers of the organizations. The best way is that the client has to put his transaction proposal data in encrypted form in order to keep his data confidential from the peers of the other participant. This encrypted data has to be assisted by the encrypted keys which have to be given access to the client. Every participant organization has its privileged client who has all organization’s public key access. These organizations’ public keys will be used under the proposed SPDZ protocol which is discussed in detail under section 4.1 that will generate the encrypted triplet and forward it in the transaction proposal to the endorsing peers.

**SOFTWARE MODULES**: Fabric’s chaincode is composed in Node.js, the backend is also written in Node.js using Fabric SDK library [13], organizations can also have their own backend written in any language under the condition that it should have the ability to interact with the fabric network. This backend will interact with the fabric network and provide all the API’s used by the organizations for registering its client and providing crypto material, creating and joining the channel, installing chaincode on their peers, instantiate and invoke chaincode on the channel and perform the transaction, there are other services as well which are used by the organization. These are the generation of the secret key, MAC, dividing confidential data, secret key, MAC between the total number of organizations that have joined the channel and then encrypt each data with respective organization’s public key and send a transaction proposal for endorsement, computation of additive secret duplet, check whether to abort or compute additive secret.

**THE ENDORSING PEERS**: The architecture of the fabric is so designed that it makes the duty for the client to choose among the target peers for the transaction proposal when invoking the chaincode from the fabric SDK, but in this work, the service discovery feature of the Hyperledger Fabric is used because there may be a scenario where maybe some peers of some organization are not online for endorsement. So, Service Discovery provides us with the endorsement policy of the chaincode, and the availability of the peers, and orderers for the endorsement at that time.

### 4.3 SECURITY CONCERNS
The security-related features discussed below are addressed in this work implementation, and in any production system as well they must be taken care of.

**ENDORSEMENT POLICIES**: The requirement of creating the endorsement policy occurs in order to assure that the confidential data that belongs to the organization does not get modified without the endorsement of that organization and in this paper demonstration, an endorsement policy is set in which at least one peer from each organization will endorse the transaction. In order to make the organization's data secure the only best option is that every organization should endorse every transaction. The endorsement policy will be validating for every transaction.

**CLIENT CONSENT**: There has to be a policy that authorizes the client under the fabrication backend. In this paper demonstration, each organization will designate some clients as privileged clients that have access to all organization public keys and can insert organization confidential data. Unprivileged clients have a hold on to
perform get queries on the ledger’s state. For example, invoking partial results of their organization, verifying that protocol aborts in case of wrong data are committed to the ledger, query the final outcome of the additive secret sharing.

**VALIDATING TRANSACTION.** In the process of endorsement, it is hard to validate the encrypted data from the client. In order to face this issue, it is implemented in this paper demonstration which involves the non-interaction zero-knowledge proof [1] of actual endorsement.

### 4.4 ARCHITECTURE

The implementation comprises two phases, firstly it consists of a Fabric network and the second is the backend that interacts with the fabric network. This is elucidated in fig. 1. Demonstration in section 4.5 involves three organizations holding two peers each. Let their identification details can be ca_n.org_n.demo.com, peer_n.org_n.demo.com, couch_n.org_n.demo.com, \( n \in \{0, 1, 2\} \). A raft consensus (five orderers) and CouchDB over goleveldb for each peer for storing data is used by us and that gives an advantage of performing complex queries in the database.

The below architecture has a layer of the backend, and it assumes that each organization can have its separate backend. This backend will interact with the fabric network. This layer was developed via Hyperledger Fabric Node.js SDK [13] and utilizes the express.js framework. In order to rationalize coding, a demonstration in section 4.5 is executed on a single backend web server. This server works for all the three participant organizations (but in this paper, it is suggested that every participant organization can have its own backend in the production system). Each organization is free to write its own backend in any language. It just has the capabilities to interact with the fabric network.

In this paper, it is presumed that each organization separate backend so each organization can separately maintain their organization’s peers’ asymmetric keys, and other organizations don’t have any access to those.

![Fig. 1: High-level architectural diagram for the implementation of the SPDZ protocol on Hyperledger Fabric](image)

### 4.5 PROPOSED SPDZ PROTOCOL ON HYPERLEDGER FABRIC DEMONSTRATION

The normal flow of this research work is as follows:

1. Let’s say there are three organizations named A, B, C. And they want to know how many total cabs wherein service in rush hour.

2. Each organization runs its own Peer, CA on their organization’s server. By consortium, all organizations join the fabric network. A channel will be created and all organizations join that channel which has an endorsement policy such that each transaction should be endorsed by at least one peer from each organization.

3. All organizations will install chaincode on their peers and instantiate chaincode on the channel so clients can start invoking chaincode. Each organization if want can write its own chaincode in any language and install it on its peers.
4) An admin of the organization performs a transaction of its public key on the ledger so that other organizations can use it for the encryption of data.

5) In preprocessing phase, each organization will interact with its middleware and generate a secret key and MAC and divide its confidential data, secret key, and MAC between the total number of participating parties and encrypt each data with its respective organization’s public key. Send additive secret triplet in transaction proposal to peers for endorsement. If the endorsement fulfills that is at least one peer from each organization will approve the transaction then this will be committed to the ledger. Since every secret is in the encrypted form and the other party does not have verifiability of the data so zero-knowledge proof [1] is used.

\[ A: \]
\[ x_1 = 45, a_1 = 26, Mac = x_1, \alpha = 1170 \]
\[ x_1 = -90, a_1 = 10, m_1 = 170 \]
\[ x_2 = 56, a_2 = -6, m_2 = 400 \]
\[ x_3 = 79, a_2 = 22, m_3 = 600 \]

\[ B: \]
\[ x_1 = 35, a_2 = 64, Mac = x_2, \alpha = 2240 \]
\[ x_2 = -270, a_3 = 13, m_2 = 1200 \]
\[ x_2 = 0, a_3 = 41, m_3 = 540 \]
\[ x_3 = 305, a_3 = 10, m_3 = 500 \]

\[ C: \]
\[ x_1 = 70, a_3 = 148, Mac = x_3, \alpha = 10360 \]
\[ x_3 = -220, a_3 = 90, m_3 = 450 \]
\[ x_3 = -144, a_3 = 50, m_3 = 9000 \]
\[ x_3 = 434, a_3 = 8, m_3 = 910 \]

6) In the online phase, all organization will reveal their secret key (\( \alpha \)) but not the MAC. Each organization \( P_i \) will compute \( d_j \) \( \forall j \in \{0, 1, \ldots, n\} \). And compute additive secret duplet which is defined as:

\[ d_i = \sum_{j=1}^{n} d_j^i \]
\[ \Delta_i = \sum_{j=1}^{n} x_i^j \]
where \( n = \) total number of participating parties. Each organization then sends a transaction proposal of additive secret duplet for endorsement.

\[ A: \]
\[ d_1^i = m_1^i - a_1^i x_1^i = 170 - 26(-90) = 2510 \]
\[ d_2^i = m_2^i - a_2^i x_2^i = 1200 - 64(-270) = 18480 \]
\[ d_3^i = m_3^i - a_3^i x_3^i = 450 - 148(-220) = 33010 \]
\[ d_1 = d_1^1 + d_1^2 + d_1^3 = 54000 \]
\[ \Delta_1 = x_1^1 + x_2^1 + x_3^1 = -90-270-220 = -580 \]

\[ B: \]
\[ d_1^i = m_1^i - a_1^i x_1^i = 400 - 26(56) = -1056 \]
\[ d_2^i = m_2^i - a_2^i x_2^i = 540 - 64(0) = 540 \]
\[ d_3^i = m_3^i - a_3^i x_3^i = 9000 - 148(-144) = 30312 \]
\[ d_2 = d_2^1 + d_2^2 + d_2^3 = 29796 \]
\[ \Delta_2 = x_1^2 + x_2^2 + x_3^2 = 56+0-144 = -88 \]

\[ C: \]
\[ d_1^i = m_1^i - a_1^i x_1^i = 600 - 26(79) = -1454 \]
\[ d_2^i = m_2^i - a_2^i x_2^i = 500 - 64(305) = -19020 \]
\[ d_3^i = m_3^i - a_3^i x_3^i = 910 - 148(434) = -63322 \]
\[ d_3 = d_3^1 + d_3^2 + d_3^3 = -83796 \]
\[ \Delta_3 = x_1^3 + x_2^3 + x_3^3 = 79+305+434 = 818 \]

7) In the open phase, each organization can individually compute

\[ d = \sum_{i=1}^{n} d_i \ ] \( \forall i \in \{0, 1, \ldots, n\} \)

If \( d \neq 0 \) then one or many participating parties are corrupted and wrong data is committed so protocol abort and additive secret will not be calculated. And the probability of happening this is 1/p.

\[ d = d_1 + d_2 + d_3 = 54000 + 29796 - 83796 = 0 \]

8) Otherwise, parties compute additive secret by adding all partial additive secret which is defined as
Additive secret = \( \sum_{i=1}^{n} d_i \)
Additive secret = \( \Delta_1 + \Delta_2 + \Delta_3 \)
= -580 - 88 + 818 = 150
\( x = x_1 + x_2 + x_3 = 45 + 35 + 70 = 150 \)

5. CONCLUSION
At present, data trading faces several problems including fairness, latency, and legality. Although many solutions are proposed but are limited to the permissionless blockchain. In this paper, it has been shown that how enterprises can use permissioned blockchain and perform data trading more securely and fairly. In SPDZ schema there are three phases, first phase is the pre-processing phase in which each participant will divide its confidential data, secret key, and MAC between the total number of participating parties and encrypt each confidential data with its respective organization’s public key. Send additive secret triplet in transaction proposal to Hyperledger fabric peers for endorsement and only when endorsement will be fulfilled then only it will be committed to the ledger. The second phase is the online phase in which each participant will share its secret key with every organization of the network and each participant will compute additive secret duplet and partial additive secret and send transaction proposal for endorsement. If an endorsement is fulfilled protocol will move to the last phase otherwise protocol will abort. The last phase is the open phase in which all additive secret duplet shared by all the participants are added and if that is not equal to zero than one or more than one participant has corrupted in the protocol so the protocol will be aborted otherwise additive secret will be revealed by the protocol to all the participants in the permissioned network.

In this work, architecture is designed that supports SPDZ additive secret sharing on Hyperledger fabrics, a permissioned blockchain, and designed a demonstration structure using the fabric. This research work identifies that Hyperledger Fabrics has the capability with which one can easily implement SPDZ as an invulnerable multi-party computation protocol. This work can be extended by enhancing this paper's solution by supporting multiplication using the SPDZ protocol on secret data.
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