Enhancement three-pass protocol security with combination caesar cipher and vigenere cipher
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Abstract. Key-based security is still the most widely used form of security today with a key distribution process between senders and receivers that is commonly performed and also it is a classic problem in cryptography where key must be shared to other parties (sender or receiver) and maybe known when third parties do sniffing process or man in the middle attack. Three-Pass Protocol is one solution that can be used to overcome the problem of key distribution, because the sender and receiver can encrypt and decrypt without need to exchange keys. Security in Three-Pass Protocol uses XOR logic so that the resulting ciphertext will be very easy to decrypt by those who are not responsible, to improve data security in the Three-Pass Protocol process which is use Caesar Cipher and Vigenere Cipher algorithms in the encryption and decryption process in the Pass Protocol scheme, and ciphertext encryption results are quite difficult to read and require a long time to decrypt them.

1. Introduction

Key distribution is still a classic problem found in all symmetrical and asymmetrical cryptography both directly and indirectly [1,2], the key distribution is definitely done for the encryption and decryption process between the sender and receiver, this is vulnerable to sniffing by irresponsible parties [3–6]. There are many ways that can be used to overcome key distributions, one of which uses the Three-Pass-Protocol technique. The use of Three-Pass-Protocol in the key distribution process is quite good because the sender and receiver do not need to exchange keys and for encryption and decryption process are used a combination both algorithm [7–10].

Three-Pass-Protocol is used as a communication medium between senders and receivers to exchange information [5,11], the Three-Pass-Protocol communication standard uses XOR logic and because it is less safe it needs to be replaced by using the Caesar Cipher algorithm and Vigenere Cipher so that the information sent is more awake [12,13]. In addition to increasing the security of the information sent, it can also minimize the key distribution between the two parties so that the information sent cannot be decrypted by irresponsible parties if the key is unknown [14-16].

The use of Three-Pass Protocol with a combination of Caesar Cipher and Vigenere Cipher algorithms to overcome the problem of key distribution is expected to provide a good solution for safe
communication, this is possible because the encryption process is done twice and the key used is different for each algorithm and not the existence of a key distribution process carried out.

2. Methodology
The security method used is using two algorithms namely Caesar Cipher and Vigenere Cipher which are combined for the encryption and decryption process, the communication process between sender and receiver is done using the Three-Pass-Protocol technique so that the sender and receiver do not need to send each other keys [17,18]. The combination of Caesar Cipher algorithm and Vigenere Cipher gives ciphertext which is quite complicated for some parties because the process occurs as much as 2 x the encryption process for plaintext and when the message delivery process is done with Three-Pass-Protocol the sender or receiver will do the encryption process again.

![Diagram of Three-pass-protocol process](image)

**Figure 1.** Three-pass-protocol process.

The following is the security process of Three-Pass-Protocol with the Caesar Cipher algorithm and Vigenere Cipher in general.

- Determine the plaintext you want to secure (Sender)
- Sender (S₁) encrypts (E₁) using Caesar Cipher and then generates Ciphertext (C₁). C₁ results are then encrypted using the vigenere cipher algorithm and produces Ciphertext (C²). C² is sent to the receiver (R₁)
- Receiver encrypts (C²E²) using Caesar Cipher and then generates Ciphertext (C².3), results C².3 then encrypted using the vigenere cipher algorithm and produces Ciphertext (C².4). C².4 sent to sender (S₁)
• Sender ($S^1$) performs the decryption process in stages starting from the decryption of the Vigenere Cipher algorithm and continued with Caesar Cipher, and the ciphertext is sent back to the receiver.
• Receiver does the decryption process again gradually starting from vigenere cipher and continued with caesar cipher so that it returns the plaintext
• The process of encryption and decryption is done by the receiver and the sender does not make a key exchange due to using each key.

3. Results and discussion
Testing Three-Pass-Protocol with the Caesar Cipher algorithm and Vigenere Cipher, for example the security testing can be seen as follows:

3.1. SENDER Phase-1
Plaintext = aasec conference is the best
For encryption using the Caesar Cipher algorithm, the key index 23 is used with the following results:
Ciphertext Caesar Cipher:
\[ \text{Ciphertext} = \text{xxpbz zlkcbobkzb fp qeb ybpq} \]
Then re-encrypted with vigenere cipher with Bali as key
\[ \text{Ciphertext} = \text{yxaja zwsdbzljzm nq qpj zbay} \]
Then this result is sent to the receiver.
This phase is carried out the encryption process first by the sender, the secured message is encrypted using the caesar cipher algorithm and continued with vigenere cipher. Ciphertext encryption results are sent to the receiver via the Three-Pass Protocol communication media.

3.2. RECEIVER Phase-1
Plaintext = yxaja zwsdbzljzm nq qpj zbay
Encryption with Caesar Cipher algorithm with key index 12, the results are as follows:
\[ \text{Ciphertext} = \text{kjmvm liepnlvxlz yc bvb lnmk} \]
Then re-encrypted with the vigenere cipher algorithm with Sanur as key, the results are as follows:
\[ \text{Ciphertext} = \text{cjzpd dirjedvfp rc pvm dnze} \]
Then this result is sent to the sender
This phase is carried out by the encryption process reviewer, the existing ciphertext is encrypted using the caesar cipher algorithm and continued with vigenere cipher. Ciphertext encryption results are sent to the sender via the Three-Pass Protocol communication media.

3.3. SENDER Phase - 2
\[ \text{Ciphertext} = \text{cjzpd dirjedvfp rc pvm dnze} \]
Encryption with Vigenere Cipher algorithm with Bali as key, the results are as follows:
Ciphertext = bjohc dxjesnife jb pke cnow

Then re-encrypted with the cipher cipher algorithm with key 23, the result is as follows

Ciphertext = emrkf gamlhvqmih me snh fqrz

Then this result is sent to the Receiver

3.4. RECEIVER Phase – 2
Ciphertext= emrkf gamlhvqmih me snh fqrz

Encryption with Vigenere Cipher algorithm with Sanur key, the results are as follows:

Ciphertext = mmeqo oazrdqzoq ue ftq nqef

Then it is re-encrypted with a caesar cipher algorithm with key 12, the result is as follows

Ciphertext = aasec conference is the best

Based on the above process it appears that the information sent by the sender and until the receiver receives it without the need to exchange keys even uses each key to minimize the possibility of keys being stolen by irresponsible parties.

4. Conclusion
The use of the Three-Pass-Protocol scheme on information security is quite good so that no key exchange is needed, the caesarean and vigenere algorithms used are classic algorithms which can be decrypted by irresponsible parties even though it takes time. The use of cryptographic algorithms in the Three-Pass-Protocol scheme is very important, especially algorithms with the use of strong mathematical computing, making it increasingly difficult for those who are not responsible for decrypting it.
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