Open and Programmable 5G Network-in-a-Box: Technology Demonstration and Evaluation Results
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Abstract—The fifth-generation (5G) mobile/cellular technology is a game changer for industrial systems. Private 5G deployments are promising to address the challenges faced by industrial networks. Programmability and open-source are two key aspects which bring unprecedented flexibility and customizability to private 5G networks. Recent regulatory initiatives are removing barriers for industrial stakeholders to deploy their own local 5G networks. To this end, this demonstration showcases an open and programmable 5G network-in-a-box solution for private deployments. The network-in-a-box provides an integrated solution, based on open-source software stack and general-purpose hardware, for operation in 5G non-standalone (NSA) as well as 4G long-term evolution (LTE) modes. The demonstration also shows the capability of operation in different sub-6 GHz frequency bands, some of which are specifically available for private networks. Performance results, in terms of end-to-end latency and data rates, with a commercial off-the-shelf (COTS) 5G device are shown as well.

Index Terms—5G, Industry 4.0, IoT, LTE, private networks, programmability, NSA, OAI, open-source.

I. INTRODUCTION

The industrial connectivity landscape is radically changing with the emergence of fifth-generation (5G) mobile/cellular technology which has unprecedented capabilities, particularly in terms of providing a unified wireless interface for diverse legacy and emerging applications [1]. Private deployments of 5G technology provide several benefits for industrial networks such as dedicated coverage, exclusive capacity, and intrinsic control [2]. Programmability in private 5G networks is important for fine-grained control and necessary customization for meeting the requirements of industry verticals. A prominent example is network slicing which has been shown to provide strict performance guarantees for industrial communication [3]. On the other hand, a number of recent projects around software, architecture, and management aspects of 5G have adopted the open-source model [4]. Such openness not only promotes innovation but also paves the way for developing white box 5G technology.

A number of recent regulatory initiatives worldwide have opened shared licensed spectrum for private networks which empower industrial stakeholders to run their own local 4G/5G networks. Notable examples of shared licensed spectrum include the 3.7 - 3.8 GHz band in Germany, the 4.6 - 4.9 GHz band in Japan, and the 3.5 GHz band in the U.S. In private deployments, in-a-box integrated solutions are desirable so that local networks can run in isolation while the enterprise retains control of on-premises equipment, without relying on external data centres. Such integrated in-a-box solutions also provide portable and rapidly deployable communication infrastructure for government and military services.

A. Demonstration Overview

This demonstration showcases an open and programmable 5G network-in-a-box solution for private deployments. It demonstrates a prototype implementation based on open-source software stack and general-purpose hardware for the radio access network (RAN) and the core network. It also demonstrates end-to-end connectivity and performance, with a commercial off-the-shelf (COTS) device, in different sub-6 GHz frequency bands, some of which are specifically opened for private networks.

B. Novelty and Distinguishing Aspects

To the best of our knowledge, this is one of the first technology demonstrations of 5G network-in-a-box solution operating in 5G non-standalone (NSA) and 4G long-term evolution (LTE) modes. Our core contribution is a prototype implementation of integrated in-a-box programmable solution for 5G NSA and 4G LTE operation in different frequency bands. We are also the first in terms of demonstrating successful end-to-end 5G NSA connectivity with a COTS 5G dongle and operation in recently-opened shared licensed spectrum for private networks in the U.K. [5]. We also provide one of the first empirical evaluations of 5G NSA performance[6] in terms of end-to-end latency and throughput based on an open-source software stack.

1A recent demonstration [6] shows connection procedure of 5G NSA, based on an open-source stack, with a COTS phone. However, end-to-end performance of 5G NSA is largely unexplored.
II. DESIGN AND IMPLEMENTATION ASPECTS

A. Network Configuration

Our 5G network-in-a-box solution is based on the NSA configuration of 5G New Radio (NR), which is illustrated in Fig. 1. In the NSA mode, the 5G base station (gNB) co-exists with a 4G base station (eNB) and a 4G core network, also known as evolved packet core (EPC). The EPC consists of a mobility management entity (MME), a home subscriber server (HSS), and a serving and packet data network gateway (S-PGW). All control-plane functions are handled via the eNB whereas all user-plane functions are supported by the gNB. The two base stations are connected via a 1 Gigabit Ethernet (GE) interface. The eNB and the gNB are separately connected to the core network via 1 GE interfaces.

B. Hardware and Software Specifications

The eNB and the gNB front-ends are based on Ettus B210 software-defined radio (SDR) platforms, connected via USB 3.0 interfaces to respective servers. The eNB/gNB front-ends use wideband antennas. We use open-source software stack for the eNB, the gNB and the EPC based on OpenAirInterface (OAI) specifications. The software stack for each network entity is running on a dedicated mini PC kit. The eNB stack is running on an Intel NUC 10th Gen i7 mini PC with 16 GB RAM. The gNB stack is running on a higher specification Intel Core i9 Ghost Canyon Extreme NUC mini PC with 32 GB RAM. The EPC stack is running on an Intel NUC 10th Gen i5 mini PC with 16 GB RAM. We use Ettus OctoClock-G CDA-2990 for time synchronization of the eNB and the gNB USRPs. A prototype of our 5G network-in-a-box solution is shown in Fig. 2.

C. COTS Devices

Our 5G network-in-a-box solution supports 4G/5G COTS devices. Our primary COTS device is a dongle which is based on Quectel RM500Q-GL module, an M.2 to USB adapter, and antennas connected to the module by UFL to SMA cables. This module (shown in Fig. 3) is compatible with 3GPP Release 15 and supports 5G NSA operation as well as 4G LTE operation in several sub-6 GHz frequency bands.

In addition to the dongle, we have tested successful 5G NSA connection and end-to-end data transfer with a COTS phone (Samsung S10 5G).

III. OPERATIONAL CAPABILITIES AND PERFORMANCE

Our 5G network-in-a-box solution is capable of operating in 5G NSA and 4G LTE modes in different sub-6 GHz frequency bands. For this demonstration, we have conducted successful operation in the following bands.

- **5G NSA Mode** – band 78 (3.3 GHz – 3.8 GHz) for gNB, with band 7 (2.6 GHz) and band 3 (1.8 GHz) as anchors. The anchor bands refer to those used by the 4G base station in NSA mode.
- **4G LTE Mode** – band 3 (1.8 GHz) and band 40 (2.3 GHz). Note that dedicated spectrum within bands 3 and 40 has been been allocated for private networks in the U.K. [5].

In terms of duplexing mode, bands 78 and 40 support time division duplexing (TDD), whereas bands 7 and 3 support frequency division duplexing (FDD). We have conducted end-to-end performance evaluation in terms of latency and throughput, with the 5G dongle.

A. Operation in 5G NSA Mode

Our 5G NSA implementation uses 40 MHz bandwidth and a sub-carrier spacing of 30 kHz. Fig. 4 shows the cumulative distribution function (CDF) of the round-trip latency between the 5G dongle and the EPC. The average round-trip latency of 5G NSA is 10.01 msec and a minimum value of 6.9 msec has been observed.

2https://gitlab.eurecom.fr/oai/openairinterface5g/-/tree/develop
3https://github.com/OPENAIRINTERFACE/openair-epc-fed/tree/master

4In our demonstration, the eNB/gNB transmit at very low power as per the regulatory requirements for license-free operation in licensed bands.
The better throughput of band 40 is due to higher bandwidth. The mean throughput in bands 3 and 40 is 5.31 Mbps and 8.73 Mbps, respectively. The higher latency of band 40 is mainly due to TDD mode of operation. The mean latency in bands 3 and 40 is 31.45 msec and 47.31 msec, respectively. The higher latency of band 40 is mainly due to TDD mode of operation.

Fig. 4. Latency performance of 5G NSA and 4G LTE modes.

We have conducted throughput evaluation based on TCP iPerf test between the 5G dongle and the EPC. Fig. 5 shows the CDF of the downlink (DL) throughput for 5G NSA. Similar throughput performance has been observed with both anchor bands. The mean throughput in 5G NSA mode for anchor bands 3 and 7 is 22.14 Mbps and 22.21 Mbps, respectively. A maximum throughput of 30.7 Mbps has been observed for 5G NSA mode. Further throughput enhancement for 5G NSA is under investigation in the OAI community.

B. Operation in 4G LTE Mode

We have evaluated the performance of 4G LTE mode in band 3 and band 40 with a bandwidth of 5 MHz for the former and 10 MHz for the latter. This bandwidth is approximately the same as that available for private networks in these bands. Fig. 4 shows the CDFs of round-trip latency performance (between the dongle and the EPC) of 4G LTE mode. Compared to 5G NSA mode, the achieved latency is significantly higher. The mean latency in bands 3 and 40 is 31.45 msec and 47.31 msec, respectively. The higher latency of band 40 is mainly due to TDD mode of operation.

Fig. 5 shows the CDFs of DL throughput performance of 4G LTE mode based on TCP iPerf test. The mean DL throughput in bands 3 and 40 is 5.31 Mbps and 8.73 Mbps, respectively. The better throughput of band 40 is due to higher bandwidth.

IV. REMARKS

This demonstration shows a 5G network-in-a-box solution for private deployments. Based on programmable hardware and open-source software stack, our integrated solution is capable of operating in different sub-6 GHz frequency bands, in 5G NSA as well as 4G LTE modes. While the device ecosystem around private 5G is still in infancy, our demonstration shows a COTS dongle which can support 5G NSA (and 4G) operation in dedicated spectrum for private as well as public/commercial networks. Further, it shows the latency and throughput performance of the OAI-based 5G/4G stack in different frequency bands. Last but not least, it highlights the potential of general-purpose hardware and open-source software for developing white box 5G solutions. Such solutions are becoming increasingly important as governments worldwide aim to diversify 5G supply chain with emphasis on open, resilient, secure, and innovative markets.

V. DEMONSTRATION SETUP

Our demonstration setup consists of the 5G box and the 5G dongle (based on the Quectel RM500Q-GL module). We will demonstrate live connectivity and traffic exchange between the dongle and the network. The programmability of our solution will be demonstrated in the form of on-the-fly operation in 5G NSA and 4G modes in different frequency bands. We will also show live performance results for latency and throughput in different scenarios.
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