Two-Way Contact Network Modeling for Identifying the Route of COVID-19 Community Transmission
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Abstract: In this study, we address the problem originated from the fact that “The Corona 19 Epidemiological Research Support System,” developed by the Korea Centers for Disease Control and Prevention, is limited to analyzing the Global Positioning System (GPS) information of the confirmed COVID-19 cases alone. Consequently, we study a method that the authority predicts the transmission route of COVID-19 between visitors in the community from a spatiotemporal perspective. This method models a contact network around the first confirmed case, allowing the health authorities to conduct tests on visitors after an outbreak of COVID-19 in the community. After securing the GPS data of community visitors, it traces back to the past from the time the first confirmed case occurred and creates contact clusters at each time step. This is different from other researches that focus on identifying the movement paths of confirmed patients by forward tracing. The proposed method creates the contact network by assigning weights to each contact cluster based on the degree of proximity between contacts. Identifying the source of infection in the contact network can make us predict the transmission route between the first confirmed case and the source of infection and classify the contacts on the transmission route. In this experiment, we used 64,073 simulated data for 100 people and extracted the transmission route and a top 10 list for centrality analysis. The contacts on the route path can be quickly designated as a priority for COVID-19 testing. In addition, it is possible for the authority to extract the subjects with high influence from the centrality theory and use them for additional COVID-19 epidemic investigation that requires urgency. This model is expected to be used in the epidemic investigation requiring the quick selection of close contacts.
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1. Introduction

The Korea Centers for Disease Control and Prevention (KCDC) developed “The Corona 19 Epidemiological Investigation Support System (COVID-19 EISS)” to track the confirmed COVID-19 cases on 10 April 2020 [1]. This system, referred to as Table 1, was setup to supplement the shortcoming of the conventional manual process of collecting and analyzing the relevant information of confirmed cases, which involves writing official documents between 28 related organizations and wired communications. This system identifies the transmission route by analyzing the GPS line of the confirmed case using the location information obtained from mobile base stations and the credit card payment of the confirmed COVID-19 case to help the investigation of the authority. The government announced that the authority could obtain many-sided identification of the movement paths of the confirmed cases in less than 10 min via real-time information exchange between related institutions [2].
Table 1. Before and after comparison of the construction of COVID-19 EISS [2].

| Division                              | Before                                      | After                                         |
|---------------------------------------|---------------------------------------------|-----------------------------------------------|
| Tracking analysis of confirmed COVID-19 cases | Manual analysis via epidemic investigators (about 24 h) | Automatic analysis via the system (within 10 min) |
| Access control of personal information | Handwritten, manual, limited in control      | Automatic control via digitized records        |
| Inter-institutional work system        | Individual contacts made to each institution, excessive work and delays in contacts owing to manual nature of requests | Real-time information exchanges between 28 institutions via the system |

This system is beneficial because it has computerized the collection of various information, which was previously performed manually. However, from an analytical perspective, the system provides only a basic geographic information analysis, which is relatively new to the field of Social Network Analysis (SNA). SNA refers to the technique that identifies the location and behavior of nodes on a network, and analyzes the structural characteristics and effects on the relationship between each node [3].

Currently, the location information of the confirmed case provided by each carrier is not obtained GPS data of the mobile phone, but from the base station access information (latitude and longitude), which has an inconsistent accuracy, ranging from an estimated 50 to 200 m in urban areas. Consequently, to perform a proper spatial analysis, it is imperative for the authority to identify confirmed COVID-19 cases within 200 m of the base station access information. The above system extracts culprits from the area within the radius of a certain distance provided by a global commercial program such as ESRI [4] ArcGIS PRO. However, the spatial analysis algorithm that calculates distance, coordinates, and angle from the nearest point seems to have been almost nonexistent. Furthermore, even in the base station data, each component, such as base station radius error, is different from each carrier, and some carriers are reluctant to reveal their customers’ information of the latitude and longitude, which can lead to many errors in the location information analysis process.

However, to analyze the transmission route that confirms the relationship between cases who have been contacted in the past, the SNA algorithm and visualization technology with timeline analysis should be applied. Notwithstanding, there is no function available for the network analysis algorithm (centrality, subgroup, Equivalence, 2-mode network analysis, etc.), infographic presentation, and analysis of big data in this system.

Finally, the quarantine authorities randomly check the access information of the confirmed case from the mobile base stations to identify the transmission route, and then classify contacts via face-to-face epidemic investigation. If the contact is identified as an infected individual, the transmission route is obtained by analyzing the movement path of the second confirmed case and repeating the epidemic investigation. To trace contacts, after obtaining the movement path of the first confirmed case, it is necessary to conduct epidemic investigations for the contacts individually. This explains why it takes tremendous time and effort for the authority to find the transmission route of the infection.

Contributions. In this study, we will attempt to deal with the model to trace the transmission route of COVID-19 confirmed cases via SNA. In the community spread case, close contacts are identified based on the first confirmed case. As it is traced back to the past, it takes the selectivity process, extracting the second and third contacts of close contacts. By means of this process, the contact network [4] can be modeled for the confirmed cases and contacts of community spread. If the source of infection is identified on the contact network, this model offers the following:

- The transmission route between the first confirmed case and the source of infection can be extracted.
The contacts present on the route are supposed to be designated as the priorities for COVID-19 testing.

The quarantine authority could use the centrality theory to recognize the influence of confirmed cases and contacts in the contact network for the epidemic investigation.

That is, the priorities for COVID-19 testing from the contact network can quickly be identified. The contact network model proposed in this study is not to deny COVID-19 EISS, but to propose a function to quickly extract the priorities for COVID-19 testing. I shall not dwell on how effective this model is added to the actual system.

Chapter 2 deals with related work. We discuss research about SNA, COVID-19, epidemic investigation. After that in chapter 3 background theory is described to help the reader understand this paper. This chapter contains close graph model, clustering algorithm, and centrality analysis. The next chapter 4 deals with contact network modeling. This describes how the model will work and how it is structured. The different algorithm is explained and how it is used in the model. In chapter 5 the results from the experiment are listed and discussed. This shows how we can extract the priorities for COVID-19 testing. Chapter 6 is a conclusion that evaluates results and suggests future work.

2. Related Work

SNA is composed of a node and a link, with two nodes directly connected by a link. The social network can improve cost efficiency by extracting the shortest distance and minimum cost path via path analysis between the nodes [5] by modeling the connection structure and the status of nodes on a graph [6]. The social network is utilized in a variety of fields, such as a road network for analyzing spatial structures, a capital network for financial transactions, and a friend-to-friend network for the relationship and the interaction of the behavior. Regarding the spread of the infection, referred to as Table 2, studies have been conducted to verify the transmission route of the infection and identify its hub by plotting the patient variance using a heat map containing data from patients that hospitalized for colds [7]. In recent months, many attempts have been made to mitigate the spread of COVID-19 infections by utilizing social networks in each field owing to the declaration of COVID-19 announced as a global pandemic by the World Health Organization (WHO). To prevent this disease from spreading, a method was suggested to involve deleting links on the spreadable path after the identification of main nodes (Hub, Pulsetaker, and Gatekeeper) in SNA [8]. In addition, to control the spread of COVID-19 inside the company, the method is proposed to designate self-quarantine subjects in case a person was identified to have close contact with infected patients [9]. In relation to COVID-19 pandemic, there is also a study analyzing the average number of contacts by the trend of confirmed cases in China, Italy, and United States [10]. To prevent the spread of COVID-19, the spatially explicit model for the lockdown strategy has been proposed from a geographical perspective [11].

Generally, recent studies on the spread of COVID-19 tend to focus on the level of isolating confirmed cases and contacts by simply using the link composed by the social network from a spatial perspective. Currently, there is no study on modeling a method to predict the transmission route by tracing back to the past point while concentrating on the confirmed COVID-19 case spatiotemporally, in the community spread case. The purpose of this study is to propose the method that prevents infection from spreading by swiftly identifying the transmission route of COVID-19 and conducting COVID-19 testing for the visitor to the infected area from a spatiotemporal perspective.

There is a research that tracks the movement path of the confirmed case based on IoT with anonymous RFID information stored in the blockchain [12]. The location information from the mobile device is very useful to track the movement paths of the confirmed cases and the contacts. There is a research to track the location of the contacts by using the confirmed case’s mobile application anonymizing personal information [13] via polling, to prevent the personal information exposure after the confirmed case is identified [14]. Countries, such as the United Kingdom, Australia, Singapore, and Korea, developed the mobile applications to identify the location of the confirmed case. In particular, the
UK developed the contact tracking app that can be converted to an Apple and Google model [15]. And Sarkar et al. [16] has proposed a data driven decision-making and smartphone-based contact tracing app model for the organizations to combat of COVID-19. And there is also a proposal for an application function that enables non-confirmed persons to respond by monitoring confirmed cases via a crowdsourcing solution [17]. However, there is an issue as to whether the disclosure of the confirmed case’s location does not violate the Personal Information Protection Act [18]. The Korean government stipulates that the public health safety is immune from the Personal Information Protection Act to actively mitigate the community spread.

Table 2. Summary of previous works to prevent COVID-19.

| No. | Reference             | Summary                                                                                         | Limitation                                                                                   |
|-----|-----------------------|--------------------------------------------------------------------------------------------------|------------------------------------------------------------------------------------------------|
| 1   | Ljubic et al. [7]     | Identification of the hub and verification of the transmission route by plotting the patient variance via heat map | Only representation of the specific region data at a specific time                           |
| 2   | Gambetta [8]          | Deletion of the links on the spreadable path after identifying the main nodes in SNA            | Limitation to SNA and not able to present how to get the weights                            |
| 3   | Goncalves [9]         | Self-quarantine of close contacts with the infected patient to prevent the spread of COVID-19 in the company | Schematization of SNA limited to a specific time.                                             |
| 4   | O’sullivan et al. [11]| Proposal of the lockdown strategy to prevent the spread of COVID-19 from a spatial perspective. | Necessity to Consider the route of COVID-19 community transmission                           |
| 5   | Garg et al. [12]      | Path tracing of the confirmed case after storing anonymous RFID information in the blockchain | Necessity to disclose information at the national level to use privacy data                  |
| 6   | Trivedi et al. [19]   | Proposal of forward tracking model                                                               | Difficulty tracking the transmission route before the confirmed case                         |

Because this paper is for the purpose of the epidemic investigation, the forward COVID-19 contact tracing of the confirmed case [19,20] (see Figure 1) is outside the scope of the research. In other words, this is similar to other studies in that it uses location information of mobile devices, but differs from other studies in that the contacts are extracted by using the backward COVID-19 contact tracing from the time of the first confirmed case to the past from a spatial perspective.

![Figure 1. Comparison with other researches.](image-url)
3. Background Theory

3.1. Close Graph Modeling

Any objects in Euclidean space can be expressed as a graph \((G = (V, E))\). This graph is generally represented by a set of nodes (nodes, vertices, objects) \(V\) and edges (edges, links, edges) \(E\). The nodes in this graph are used to represent objects in Euclidean space while the links represent the relationships between these nodes. The distance between the nodes is calculated by the use of the Euclidean distance. Using the inverse distance weighting method [21], the proximity between nodes shows that if two nodes are closer to each other, it will attain a higher weight \((w)\) value. The closer two nodes are, the bigger the weight. Therefore, the shortest path between these nodes can be obtained by converting to a reversal graph [22] and applying the minimum cost algorithm.

3.2. Clustering Algorithm

Hierarchical clustering [23] is a popular method for analyzing clusters in multidimensional multivariate statistical analysis. Following the assumption that \(n\) objects are present in separate clusters, the distance between nodes in each cluster is measured to gradually combine similar clusters and form one final cluster. This method is mainly used to calculate the similarity between the nodes in network analysis [4]. Multiple entities on coordinates can be clustered via the hierarchical clustering technique. Therefore, it is evident that individuals bound by the same clustering have the high proximity to each other. Even if the nodes are projected to more than three-dimension, hierarchical clustering makes it possible to group nodes on coordinates.

3.3. Centrality Analysis

From the centrality analysis of the social network, the influence of nodes on the network can be found out. It is mainly utilized as a method for extracting information on how nodes affect the core of a social network after deriving the centrality of these nodes via the weight and direction of the path. The representative types of centrality analysis are degree, betweenness, and closeness centrality.

Degree centrality is an index that indicates the degree of connection between nodes. The influence of a node can be measured using the total number of links and weights directly connected to each node, and the node with the highest index becomes the center of the contact network. Betweenness centrality is an index that represents the influence of a node over the flow information between every pair of nodes as the role of bridge or hub [24]. Closeness centrality is the index based on the distance between nodes, indicating how far a node is from another node.

4. Contact Network Modeling

4.1. Overview

Figure 2 shows how the contact network is created. After obtaining cases of GPS dataset together with time, GPS data first can be clustered at each time point by tracing back to the past from the time of the first confirmed case. Close contacts are identified based on the first confirmed case, followed by the generation of a weighted graph. If contacts are included in the same cluster, it is inferred that both the degrees of contact and weight are significantly high. The contact network is finalized when the trace has moved to the point in time when the source of infection occurred. This contact network can be used to extract the transmission route between the first confirmed case and the source of infection and to analyze the centrality.
4.2. One-Way Contact Network Modeling

The location information of subjects over time can be projected to the Euclidean space. Therefore, the proximity data between the nodes in this space using hierarchical clustering [23] at each time point can be secured. Figure 3 shows two-dimensional nodes, \(\{B\}, \{C\},\) and \(\{D\}\) close to \(\{A\}\), can be represented at the time \(T\). At the time \(T - \Delta t\), the nodes \(\{G\}, \{H\},\) and \(\{I\}\), close to \(\{D\}\) which is a close object to \(A\), can be obtained. At the time \(T - 2\Delta t\), the nodes \(\{M\}, \{N\},\) and \(\{O\}\) close to \(\{G\}\) can be obtained. It can be observed that the nodes \(\{A\}\) is influenced by nodes \(\{B, C, D\}\), \(\{D\}\) by \(\{G, H, I\}\), and \(\{G\}\) by \(\{M, N, O\}\), respectively. The connection status of nodes in the Euclidean space can be modelled at every time point and a one-way link between the adjacent nodes bound to the same cluster can be created, as shown in Figure 3. Tracing back to the past time \(T - n\Delta t\) from the time \(T\), the connection of the cluster centered on the overlapping nodes can be represented.

Figure 2. Process of modeling contact network.

Figure 3. Example of merging clusters by time.
When cluster paths at each time point are merged and expressed as a graph centered on the overlapping nodes, this graph is illustrated as a one-way link relationship between the nodes, as shown in Figure 4. By tracing back to the past per unit time $\Delta t$ from the time $T$, how the nodes are connected to each other can be kept track of. The contact network of nodes influencing the current viewpoint can be modelled based on the assumption that the degree of proximity is the same as the degree of contact. Looking at the contact network illustrated in Figure 3, which path the X node at the past time has reached to the A node at the time $T$ can be found. The intermediate transit nodes {[W, O, G, D]} on this path are the main contact nodes. This can be presented schematically as follows:

![Contact Network Model Diagram]

Figure 4. Example of one-way contact network model.

Assuming a contact network regarding COVID-19 community spread is modeled, visitors during the COVID-19 outbreak can be identified provided the first outbreak has occurred and has led to regional infections. Here, a visitor to the infected area corresponds to a node, and a link expresses the existence of contact between each node [10].

At this point, if you trace back to the past point and sequentially cluster the first confirmed case with the close contact, the close contact with the second contact, the second contact with the third contact, etc., one-way contact network model can be constructed, as shown in Figure 4. If the existence of the source of infection at the time $T - n\Delta t$ is already confirmed, it can be observed that the first confirmed case at the time $T$ is likely to have been infected with COVID-19 via an intermediate contact from the source at the time $T - n\Delta t$. In addition, the contacts on the transmission route of the COVID-19 infection can be identified as a priority for COVID-19 testing, and investigations on the COVID-19 epidemic can be conducted in a timely manner.

4.3. Two-Way Contact Network Modeling

As in the “one-way contact network modeling” method, clusters grouped at each time point have only one overlapping node per cluster. It would be ideal if the contact network is constructed via the overlapping nodes. However, when data is clustered at each time point, various cases could occur such that the same node is continuously clustered into the same group or into different groups and then included in the same group again. Because the clustering is configured differently at each time point, it is necessary to create a model that can reflect various situations (Algorithm 1).

If two nodes are continuously grouped in the same cluster at the time $T$ and $T - \Delta t$, we can assume that the proximity between two nodes is high. If two nodes are included in
the same cluster at the time T, they can be connected with a link $E^T$ and the weight $w^T$ calculated by the inverse distance weight method can also be assigned to the link. After calculating the Euclidean distance between two nodes $X$, $Y$, the inverse distance weight $w_{XY}$ can be obtained by converting the distance value into a reciprocal number. Therefore, the bigger the value of the weight, the higher the degree of the proximity.

\begin{algorithm}
\caption{Inverse distance weight matrix algorithm.}
\begin{algorithmic}[1]
\State Initialize the list of clusters to contain the cluster consisting of all nodes.
\Repeat
\For {$i = 1$ to number of trials, $j = 1$ to number of trials}
\State Calculate the Euclidean distance between node $i$ and node $j$.
\State Convert the distance value into a reciprocal number.
\State Accumulate the value to both the element $(i, j)$ and $(j, i)$ in the $n$-by-$n$ matrix $E$.
\EndFor
\Until the list of clusters is all clusters.
\end{algorithmic}
\end{algorithm}

$$w_{XY} = \frac{1}{\sqrt{\sum_{i=1}^{n} (x_i - y_i)^2}} (X = \begin{bmatrix} x_1 \\ x_2 \\ \vdots \\ x_n \end{bmatrix}, Y = \begin{bmatrix} y_1 \\ y_2 \\ \vdots \\ y_n \end{bmatrix}) \quad (1)$$

The weight value of the link increases by adding the weight at the time $T$ to the weight at the previous time $T - \Delta t$. If two nodes are frequently included in the same cluster until $T - n\Delta t$, the weight of the link between two nodes will become higher and higher owing to the accumulation of the weights.

As illustrated in Figure 5, two bidirectional links are created in three nodes $\{B, C, D\}$ around $\{A\}$ at the time $T$, and the total link has the weights $[w_{AB}^T, w_{AC}^T, w_{AD}^T, w_{BC}^T, w_{BD}^T, w_{CD}^T]$. At the time $T - \Delta t$, if $\{A\}$ and $\{B\}$ are grouped in the same cluster again, the weight between two nodes also increases to $[w_{AB}^T + w_{AB}^{T-\Delta t}]$. Because $E$ is newly included in the cluster grouping $\{A\}$ and $\{B\}$, the weights $[w_{AE}^{T-\Delta t}, w_{BE}^{T-\Delta t}]$ are constructed between $\{E\}$, $\{A\}$, and $\{B\}$. Additionally, because $\{C\}$ and $\{D\}$ belong to the different cluster, the weight of the link between two nodes also increases to $[w_{CD}^T + w_{CD}^{T-\Delta t}]$. If $\{A\}$, $\{B\}$, and $\{D\}$ are included in the same cluster again at the time $T - 2\Delta t$, the corresponding weights increase to $[w_{AB}^{T}, w_{AB}^{T-\Delta t}, w_{AB}^{T-2\Delta t}, w_{AD}^{T}, w_{AD}^{T-\Delta t}, w_{BD}^{T}, w_{BD}^{T-\Delta t}]$. In addition, $\{M\}$ is added to the cluster including $\{A\}$, $\{B\}$, and $\{D\}$ nodes, and a link connected from $\{M\}$ is created, and each link newly has a weight. $\{E\}$ and $\{F\}$ are also grouped in the other cluster and have the new link between them.

By applying this to the COVID-19 regional infection case, the two-way contact network can be setup for community COVID-19 spread. At the time $T$ the first confirmed case occurred, the cluster of close contacts was created by focusing on the confirmed case and at $T - \Delta t$, a secondary contact cluster, which came into contact with the first confirmed case and close contacts, could be created. If this is sustained until $T - n\Delta t$, the two-way contact network centered on the first confirmed case can be created. By tracking back to the past time $T - n\Delta t$ from the time $T$, the weight between two contacts is accumulated and increased if they are included in the same cluster. In the contact network, the bigger weight means the higher degree of contact between two nodes and the more possibility of infection transmission. Therefore, it remains possible to predict the transmission route of infection and targets present on the route via a contact network.
4.4. Prediction of the Transmission Route

The transmission route can be predicted via a weighted contact network. Because the weight indicates the degree of contact between the nodes, the transmission route between the first confirmed case and the source of infection can be predicted, focusing on the link between the high degrees of contact. And the shortest path algorithm was used to obtain the transmission route using weights (Algorithm 2). Because the contact network has a significantly high value of weight owing to its degree of contact, the contact network to adapt the shortest path algorithm can be reversed, as shown in Figure 6. First, the maximum value of the weight (max) is obtained from the total weights. Secondly, one is added to the maximum value of the weight to prevent the maximum reverse value of the weight from being zero (i.e., max’ = max + 1). Finally, the reversal contact network containing the converted value of the weight is created by subtracting each value of the weight from max’ for the entire link [22].

Algorithm 2 Reverse weight matrix algorithm.

1: Initialize the training dataset n-by-n matrix E.
2: for i = 1 to number of trials, j = 1 to number of trials do
3: Find the maximum element (i, j) in the n-by-n matrix E.
4: Assign it to Max.
5: End for
6: Increase Max by 1.
7: for i = 1 to number of trials, j = 1 to number of trials do
8: Subtract element (i, j) in the n-by-n matrix from Max.
9: Assign the value to element (i, j) in the n-by-n matrix E’.
10: End for
11: Return E’

By converting to the reversal contact network and applying the Dijkstra algorithm [25] to obtain the shortest path, the transmission route between the nodes with high degrees
of contacts is created. Because of the generation of the shortest path graph for the entire contact network, the transmission route from all visitors can be predicted, and the contacts on this route can be identified as the priorities for COVID-19 testing.

Figure 6. Example of creating reversal contact network.

5. Experiment
5.1. Data Acquisition

Various types of unstructured data can be downloaded using the Google takeout service (http://takeout.google.com, accessed on 24 March 2021). In this experiment, we use the “LocationHistory.json” file, which can be downloaded after selecting “Location History” on the Google takeout web. This includes the GPS information of the Google Android phone user according to the timestamp (ms) flow. Therefore, the location information of the user, including latitude (latitudeE7) and longitude (longitudeE7), can be secured from the json file. In the event of the COVID-19 confirmed case, if the “LocationHistory.json” file is obtained from Google Android phone users after acquiring a list of visitors to the area where the COVID-19 confirmed case occurred, the GPS location information belonging to the visitors to the COVID-19 infected area can also be obtained.

For the acquisition of information belonging to the visitors, we assumed that the number of people visiting the infected area is 100. Because it is not easy to acquire Google GPS data for 100 people on the same day and time, we put the case that 100 days of data for 1 person is interpreted as daily data for 100 people. Therefore, a total of 63,057 location information (hourly, latitude, longitude, etc.) for 100 people are obtained after processing 100 days of Google GPS data for 1 person. (The code is publicly available https://github.com/skku-df-lab/covid19sna, accessed on 24 March 2021) Because the real GPS data is processed, the simulated data can be used in the proof of the concept stage to deduct the possibility of modeling the contact network. Google GPS information contains rather inaccurate location data such that the accuracy value over 1000 is excluded from the dataset to isolate the inaccurate information [26]. The experiment with 54,430 location information data was conducted.

Data recorded in an approximately 30 min time step from 9:00 a.m. to 1:00 p.m. were selected from a total of 54,430 data, and 857 GPS data were obtained for 100 subjects. Figure 7 shows the 3D presentation of spatiotemporal tracking data of all subjects. This algorithm was implemented in Python 3.8.3. All experiments were run on a system with Windows 10, Intel(R) Core(TM) i5-8250U CPU @ 1.60 GHz, 8 GB RAM (Samsung, Korea).
5.2. Creation of Contact Network

In this experiment, hierarchical clustering was used to cluster the GPS dataset for each time point, and the number of clusters used to reduce the link spreading speed between contacts was set to 20 to generate 20 clusters every hour. Figure 8 shows the results of clustering Google GPS data by tracking back to the previous time point every 30 min from 1:00 p.m. to 9:00 a.m. The clustered Google GPS data were tracked to the past per 30 min interval to generate graphs sequentially. Subject 1 was assumed to be the first confirmed case at 1:00 p.m., and the proximity of subjects 2, 4, and 5 included in the same cluster as the confirmed case was inferred to be high and they were classified as close contacts. After that, we traced back to the past time point in 30 min decrements (13:00 → 12:30 → ... → 9:00). Then, the second and third contacts with the first confirmed case and close contact are sequentially identified, followed by the generation of a graph over time.
On the graph, the link at each time interval has a weight. The value of this weight is obtained using the inverse distance weighting method. First, the Euclidean distance $d(i, j)$ between two nodes is obtained by using vector values of latitude and longitude obtained from Google GPS data. Additionally, utilizing the inverse distance weighting method, the weight $w_{ij}$ of the links between two nodes can be converted to the higher value of the weight as the degree of proximity increases.

$$w_{ij} = \frac{1}{\sqrt{(\text{latitude}_i - \text{latitude}_j)^2 + (\text{longitude}_i - \text{longitude}_j)^2}}$$ (2)

Gradually, a graph focusing on the first confirmed case No. 1 is created for each hour, and its results are illustrated in Figure 9. From 1:00 p.m., this graph traces back to the previous time point every 30 min and creates the contact network for local contacts centered on the first confirmed case.
Various interpretation can be derived from the contact network. In other words, the transmission route of the COVID-19 infection from the source of infection to the first confirmed case can be predicted, and the subjects present on the route as the priorities for COVID-19 testing can be identified.

The Dijkstra algorithm for the shortest path can be used to generate the transmission route from the source of infection to the first confirmed case. Because the contact network has a significantly high value of the weight owing to its high contact degree, it is necessary to first convert the contact network into a reversal contact network to use the shortest path algorithm. Owing to the smaller value of the weight on the reversal contact network as its the contact accuracy is higher, we utilize the shortest path algorithm to establish the transmission route according to the contact accuracy focusing on the first confirmed case No. 1.

In Table 3, assuming that the contact No. 100 is the source of infection in the region where the local infection occurred, when the number of clusters \( n \) is 20, the route of transmission that appears in the contact network is \([100 \rightarrow 92 \rightarrow 1]\) and the priorities are \([1, 92, 100]\). If \( n = 40 \) and the source of infection is 81, the transmission route is \([81 \rightarrow 88 \rightarrow 93 \rightarrow 3 \rightarrow 1]\), and the priorities for COVID-19 testing are \([1, 3, 81, 88, 93]\).

**Table 3.** Transmission route based on first confirmed case (No. 1).

| \( n \)  | Source of Infection | Route of Transmission | Priorities |
|---------|---------------------|-----------------------|------------|
| \( n = 20 \) | 100 | 100 \( \rightarrow \) 92 \( \rightarrow \) 1 | 1, 92, 100 |
|         | 81 | 81 \( \rightarrow \) 88 \( \rightarrow \) 1 | 1, 81, 88 |
|         | 51 | 51 \( \rightarrow \) 1 | 1, 51 |
| \( n = 30 \) | 100 | 100 \( \rightarrow \) 97 \( \rightarrow \) 4 \( \rightarrow \) 1 | 1, 4, 97, 100 |
|         | 81 | 81 \( \rightarrow \) 92 \( \rightarrow \) 1 | 1, 92, 81 |
|         | 51 | 51 \( \rightarrow \) 1 | 1, 51 |
| \( n = 40 \) | 100 | 100 \( \rightarrow \) 97 \( \rightarrow \) 83 \( \rightarrow \) 1 | 1, 83, 97, 100 |
|         | 81 | 81 \( \rightarrow \) 88 \( \rightarrow \) 93 \( \rightarrow \) 3 \( \rightarrow \) 1 | 1, 3, 81, 88, 93 |
|         | 51 | 51 \( \rightarrow \) 1 | 1, 51 |

**5.4. Analysis of the Centrality**

The main targets affecting the entire contact network can be identified using the centrality analysis of the contact network, such as degree, betweenness, and closeness centrality. The centrality analysis is implemented in Python 3.8.3, with relevant libraries NetworkX 2.4 and Pandas 1.0.3.

The value of degree centrality is large when the central node is connected to a number of links to other nodes. The value of degree centrality for each node represents the number of links to other nodes. The value of degree centrality for each node represents the number of links to other nodes.
of links that a contact is connected to other contacts, and it can be interpreted that the higher
the degree of connection between contacts, the more widely contacted other contacts [27].
Table 4 shows that it can be observed that the degree centrality of contact No. 51 is the
highest, and it is located at the center of the contact network.

Table 4. Example of a top 10 list for degree centrality.

| No. | Confirmed Case and Contacts | Degree Centrality |
|-----|-----------------------------|-------------------|
| 1   | 51                          | 0.9375            |
| 2   | 48                          | 0.916667          |
| 3   | 27                          | 0.90625           |
| 4   | 34                          | 0.90625           |
| 5   | 90                          | 0.90625           |
| 6   | 93                          | 0.90625           |
| 7   | 97                          | 0.90625           |
| 8   | 59                          | 0.895833          |
| 9   | 4                           | 0.895833          |
| 10  | 30                          | 0.885417          |

The value of betweenness centrality can also be extracted from the contact network of
the COVID-19 regional infection. Degree centrality is the degree of activation connected to
a node, whereas betweenness centrality refers to the accessibility to other nodes. Therefore,
if the contact with a low degree centrality has a high betweenness centrality, it can be con-
sidered as a significant hub for COVID-19 spread [28]. Contact No. 37 in Table 5 has a low
degree centrality, but a high betweenness centrality. Therefore, it can be considered to have
the high spread power because it acts as a hub connecting nodes in the contact network.

Table 5. Example of a top 10 list for betweenness centrality.

| No. | Confirmed Case and Contacts | Betweenness Centrality |
|-----|-----------------------------|------------------------|
| 1   | 51                          | 0.041447               |
| 2   | 37                          | 0.01886                |
| 3   | 61                          | 0.01864                |
| 4   | 34                          | 0.017763               |
| 5   | 58                          | 0.016447               |
| 6   | 93                          | 0.01557                |
| 7   | 27                          | 0.014254               |
| 8   | 97                          | 0.012939               |
| 9   | 59                          | 0.011842               |
| 10  | 43                          | 0.010746               |

Closeness centrality can be obtained from the contact network by focusing on con-
firmed cases in the COVID-19 area, thus indicating that the physical contact distance
between other contacts is closer to the contact with the higher proximity. In this experi-
ment, the top 8 ranked values of degree centrality are included in a top 10 list to closeness
centrality in Table 6, which indicates that the contacts who have high values of centrality
are in close proximity with many other contacts. Designating the top-ranked contacts as
the priorities for COVID-19 testing, an epidemic investigation as speedily as possible to
prevent the spread of the COVID-19 infection can be conducted.
Table 6. Example of a top 10 list for closeness centrality.

| No. | Confirmed Case and Contacts | Closeness Centrality |
|-----|-----------------------------|-----------------------|
| 1   | 51                          | 0.941211272           |
| 2   | 48                          | 0.9230804             |
| 3   | 93                          | 0.916229278           |
| 4   | 34                          | 0.914371979           |
| 5   | 27                          | 0.914314556           |
| 6   | 97                          | 0.914307752           |
| 7   | 90                          | 0.914299063           |
| 8   | 59                          | 0.906200428           |
| 9   | 94                          | 0.905670685           |
| 10  | 37                          | 0.899784127           |

6. Conclusions

After the World Health Organization declared a global pandemic as the COVID-19, numerous studies have attempted to prevent the spread of the infection. However, most of the studies for predicting the transmission route of confirmed COVID-19 cases has not been proposed from a spatiotemporal perspective. In this study, we propose the way that the authority can rapidly predict the priorities for COVID-19 testing by tracking back to the past from the time of the first confirmed case and identifying the route of transmission. After securing a list of visitors to the infected area of COVID-19, the authority can obtain the Google GPS information from their mobile device to model the contact network focused on the first confirmed case. Using the contact network, the authority extracts the transmission route from the source of infection to the first confirmed case and identifies the contacts with high proximity on the route as the priorities for COVID-19 testing. Furthermore, applying centrality analysis to the contact network will help them to identify super-spreaders in the epidemic investigation requiring urgency.

In this study, the contact network is modeled by means of the distance between nodes in Euclidean space. The nodes can be expressed as the multi-dimensional vector such that the contact network consisting of the vector can include various information. If the authority adds data like pharmacy visit history other than longitude and latitude to the element of the vector, it will be probable to increase the accuracy of the results to track the confirmed cases. We just use the simulated data set extracted from the Google Android phone. However, if the authority configures the contact modeling with real GPS data, such as data from mobile base stations and the information of visitors’ credit card payment in the infected area, more accurate experimental results will be able to be obtained. However, “LocationHistory.json” containing GPS information is downloaded from the Google Cloud server synchronizing the mobile device. If the GPS function of the mobile device is deactivated or the smartphone is turned off, there is a limitation that GPS data cannot be obtained.

Up to now we have looked at the contact network centered on a region where the community spread occurred. However, if multiple community spreads occur simultaneously in the near future, more research is needed to construct an expanded contact network that interacts with other regions. It is to be hoped that additional research to prevent the spread of COVID-19 will be conducted based on the way of establishing the contact network proposed in this study.
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