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Abstract. The article is devoted to solving the problem of keeping the authenticity of digital data during long-term keeping in the digital economy. The study gives a brief description of the problem stated in the topic of the article. The existing methods of confirming the authenticity of digital data, their advantages and disadvantages are described. Definitions of authenticity, long-term keeping and other concepts and definitions are given. The article describes an algorithmic method for solving the problem of keeping the authenticity of digital data during their long-term storage. An algorithm for inventory of electronic signatures is described, which is the key to solving the problem of authenticity of digital data using electronic signatures. An assertion is made that the proposed algorithm, which has been tested by practice, will solve the problem posed in the article. The prospects of practical application of the algorithm are considered.

1. Introduction
The problem of the long-term keeping of digital data (DD) in the digital economy is extremely relevant, as shown in many scientific papers (for example, [1, 2, 3]). The leading world economies are busy solving the problem of DD security (Universal Electronic Records Management (ERM) Requirements. U.S. National Archives and Records Administration (2017) https://www.archives.gov/records-mgmt/policy/universalemrequirements, National Archives Announces a New Model for the Preservation and Accessibility of Presidential Records. U.S. National Archives and Records Administration (2017) https://www.archives.gov/press/press-releases/2017/nr17-54). For the Russian economy, the solution to this problem is also relevant, especially since the DD is “a key factor of production” (Program “Digital Economy of the Russian Federation” approved by the order of the Government of the Russian Federation at July 28, 2017 № 1632-r). Of course, the problem of the long-term keeping of DD is a complex problem, and it is wrong to reduce it only to the problem of maintaining authenticity. The problems of long-term keeping also include problems: independence, interpretability, authenticity, reliability, loss of semantics, resistance to external influences, security. More details about the general statement of the DD keeping problem are described in [4, 5]. However, one of the most important problems in the long-term keeping of DD is the problem of maintaining their authenticity, i.e. confidence after years and decades that DD is unchanged and possibly guaranteed confirmation of authorship.
This article is devoted to solving the problem of maintaining the authenticity of DD during long-term storage. An algorithm for keeping authenticity is proposed, with the help of which the posed problem can be solved within the framework of software for hardware and software DD storage systems.

We give the basic concepts and definitions used in the text of the article. Definitions marked with the symbol “*” were introduced as part of this study.

- **Electronic archive (EA)*** – a structured repository of immutable digital data: electronic originals of documents (electronic images of paper documents), created on the basis of laws and rules for maintaining archives in a specific territory (in a specific country);
- **Long-term keeping (storage)*** – keeping over a period of time during which digital data “is maintained as an accessible and authentic evidence (evidence)” (GOST R 54989-2012 /ISO TR 18492:2005 2013 Ensuring long-term keeping of electronic documents);
- **Authentic digital data** – digital data “the accuracy, reliability and integrity of which is maintained over time” (GOST R 54989-2012 /ISO TR 18492:2005);

The definitions “Digital Signature (DS)”, “Enhanced Qualified DS (EQDS)”, “Certification Authority (CA)” correspond to Federal Law of the Russian Federation of April 6, 2011 N 63-FZ «About electronic signature».

2. Literature and problem review

From a review of the technologies for building EA in different countries, one can see that there are three approaches to solving the problem of maintaining authenticity.

The first approach involves organizing a “super-protected” DD archive in which multiple backups of EA software and hardware, organizational measures to limit access to data should completely solve the problem of maintaining authenticity (examples of the USA, Australia, Great Britain see [6, 7, 8, 9, 10]). The second approach is related to the fact that ensuring authenticity rests with an DS (German example [11]). The third is associated with the use of blockchain technologies [2, 12, 13].

The disadvantages of the first approach are related to the fact that the "superprotected" EA:

- may “lose” part of the data during data migration;
- there is also the opportunity to change data during migration;
- operation logs may also be lost (changed) during migration;
- availability of data hashing functions in the system, storage of checksums, etc. in the Russian Federation, for example, will not be a guaranteed confirmation of data integrity since Software for government agencies in the Russian Federation, containing crypto-conversion of information, must be certified;
- high costs of technical support due to the need to constantly ensure a high degree of protection and redundancy of technical equipment and communication channels.

The disadvantages of the second approach (the use of DS):

- data loss during migration, however, its probability will be lower, because not only DD, but also operations with them can be certified by DS;
- the need to integrate EA with third-party certified DD encryption tools;
- certificates and public keys of DS have a limited validity period.

Disadvantages of the third approach (use of blockchain technologies):

- high energy intensity of crypto conversions;
- lack of certified solutions for use in the Russian Federation;
- problems with the long-term storage of block chains, similar to the problems of long-term keeping of DD: authenticity, interpretability, independence from the cryptographic protection algorithms used in a specific implementation of the blockchain.

It can be argued that in the context of the emerging digital economy of the Russian Federation, the second approach looks much more practical. Really:

- has certified cryptographic tools, technologies of work with them over the years worked;
• a third party (in relation to the developers and users of EA) appears uninterested in the violation of authenticity (cryptographic provider), which allows more to guarantee a solution to the problem;
• DD certified by electronic devices are relatively independent of EA software and can migrate to any software and hardware environment, which increases the integrity of data authenticity, even if the EA software environment fails;
• no need to separately organize long-term storage, authenticity, interpretability of block chains;
• relative independence from cryptographic protection algorithms is achieved.

However, to rely only on the DS is not necessary. There are several reasons for this.

Firstly, certificates and public keys of an DS have a limited validity period, so after a year or 5 years when accessing DD from an expired DS, you can receive a message about the incorrectness of the DS, which will cast doubt on the authenticity of the data.

An DS is convenient to use in electronic document management systems, since in them the time for working with data is limited by the life cycle of documents, however, in systems that provide long-term storage, problems with expired certificates and signature keys are guaranteed to occur.

The recently adopted Federal Law of the Russian Federation of December 21, 2013 N379-FZ 2013 «On amendments to certain legislative acts of the Russian Federation» actually equates an electronic document certified by a strengthened qualified notary public with a paper signed and stamped document. However, it does not stipulate how to store the electronic document later, how long it will be valid, how notarial registries maintained in electronic form will be stored for a long time, etc.

It can be argued that only the use of EQDS is not enough, because to the end there is no certainty about the point in time at which the DS was installed. Thus, it is necessary that the DS contains a confirmed time stamp. Only such an electronic notary will confirm the point in time when the electronic signature was installed and prove its validity at the specified point in time.

Secondly, without a certificate of DS verification of the signature is impossible. The certificate is stored in the CA, but there is no guarantee that the CA (and the certificate base) will not cease its activities before the expiration of the DD storage period.

Thus, it can be argued that the key certificate chain of DS must be contained within the DS or transferred to the EA together with the DS. Only in this case, in the presence of all certificates of electronic signature, is there at least some guarantee that after decades the authenticity of digital certificates certified by electronic signature can be confirmed. It should also be taken into account that when checking the ES, you may need a certificate revocation list (CRL) that is current at the time of signing. It should also be stored in EA, as according to the law N 63-FZ «About electronic signature», the CA must keep certificates for at least their expiration date, which is no more than 5 years. However, this period may be significantly lower than the period of storage of DD.

Thirdly, over the period of long-term keeping of DD, cryptographic protection standards may change, and the cryptographic means of electronic signature verification, which was established several decades ago, may disappear or cease to function.

3. Inventory algorithm for digital signatures

To solve the problem of ensuring the keeping of authenticity, an algorithm for inventory of DS was proposed. The main idea of the algorithm is the organization of periodic new certification of a new DS while maintaining the details of the author of the DS from the old DS. The limiting value of the frequency of certification with a new DS is equal to the validity period of the certificate of DS. Since cryptographic protection tools change more slowly, this approach guarantees the independence of DD from specific cryptographic protection tools.

The proposed algorithm is presented at figure 1.

The DS inventory algorithm can be described as follows.

Step 1. The “old” DS installed on DD is checked using the available certified cryptographic protection tools.
**Figure 1.** Digital signature inventory algorithm.

**Step 2.** In case of confirmation of its authenticity, the time stamp (TmSt) of the DS is verified, which confirms the moment of installation of the DS.

**Step 3.** In the case of a positive result of checking the TmSt, the fact of a positive DS verification is recorded in the electronic audit log and certified by a special archive DS indicating authorship of the EA checking officer.

**Step 4.** Next, the author information is extracted from the certificate of the "old" DS.

**Step 5.** A “new” DS is generated, in which data about the author of the “old” DS is recorded, a new DS is re-certified the DD, including the “old” DS. The chain of “old” DSs is maintained in case of the need for a detailed analysis of all stages of the inventory.

**Step 6.** The fact of certification of a “new” DS is recorded in the electronic audit log of the electronic inventory system, log information is certified by the special archive DS indicating the authorship of the EA checking officer.

**Step 7.** If at least one check at the steps of the Step 1 - Step 4 algorithm did not give a positive result, then the fact of authenticity violation is recorded in the DS audit log, DD is marked as having
not passed the DS inventory procedure. In this case, a detailed investigation of the causes of the violation of authenticity is necessary.

It should be noted that the DS inventory procedure does not exclude the substitution or destruction of DD by administrative personnel operating the EA, but guarantees the impossibility of carrying out this operation by input operators.

Additional protection against malicious acts by administrative personnel is the mandatory automatic maintenance of an audit log. Replacing DD and the audit log is a more difficult task, especially when dividing access rights to these objects.

In the process of performing the inventory algorithm, the correctness of the DS of DD is confirmed. The new DS, as more cryptographic resistant, will eliminate or at least significantly reduce the risk of the appearance of fake DD in the future, certified by the old "correct" DS.

The power of computers is constantly increasing, so theoretically over time it is possible to fake DD (a collision of the first kind), when DD are selected for electronic devices in an acceptable time. Fighting this collision requires constant complication of cryptographic algorithms and increasing bit depth of DS keys. By certifying the DD of the new DS, it is possible to guarantee their authenticity during long-term keeping.

Of course, questions still remain, for example, the interaction of EA and CA. Especially often they encounter it when digital information is stored in EA, signed by DS, which are issued by different CAs, for example, in various regions of the Russian Federation. In this case, situations arise when the EA cannot verify the DS of the received DD due to the lack of CA root certificates. As one of the intermediate solutions, it can be proposed to organize the storage in EA of all certificates of DS, CRL and many other additional information on the basis of which an investigation can be conducted and the authenticity of DD can be established.

4. Implementation of algorithm

The ideas laid down in the creation of the DS inventory algorithm were put to practical use in the framework of creating a large geographically distributed information system – the electronic archive for the Pension Fund of the Russian Federation. This information system has been operating for over 16 years in 80 regions of the Russian Federation. The system stores more than 50% of the personalized records of the Pension Fund of the Russian Federation.

The results of practical application in the framework of a large geographically distributed information system give reason to argue about the successful solution of the problem of ensuring the integrity of DD authenticity over a sufficiently long storage period. During the operation, cryptographic protection algorithms, technical and software of the information system have changed. However, the DD has been completely retained.

Practical testing of the algorithm was also performed in a number of implementations of long-term keeping systems of primary electronic documents.

5. Conclusion

Despite the fact that recently there have appeared regulatory documents regulating many issues of long-term keeping (for example, GOST R 54989-2012 /ISO TR 18492:2005), nevertheless, all technological issues of ensuring long-term keeping, in particular, the keeping of authenticity, are assigned to information system developers.

As a solution to the problem of keeping the authenticity of DD, this article proposes an algorithm for DS inventory, which can be implemented in a software and hardware environment for long-term keeping.

The proposed algorithm has been tested by practice in a number of software projects of electronic archives intended for long-term keeping of digital data of electronic documents.

In further studies, it is planned to implement software implementations of the presented algorithm for various types and formats of DD, as well as to develop an inventory algorithm for digital storage media for long-term keeping systems.
In the future, the proposed algorithm may become part of an integrated technology for the long-term keeping of digital data.
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