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Abstract—Goal: As the Coronavirus Pandemic of 2019/2020 unfolds, a COVID-19 ‘Immunity Passport’ has been mooted as a way to enable individuals to return back to work or be admitted to current off-limits locations. While the quality of antibody testing and the likelihood of even attaining COVID-19 immunity continue to be researched, we address the issues involved in providing tamper-proof and privacy-preserving certification, both for COVID-19 immunity and in general. Methods: We developed a prototype mobile phone app and requisite distributed server architecture that facilitates instant verification of tamper-proof test results. Personally identifiable information is only stored at the user’s discretion, and the app allows the end-user selectively to present only the specific test result with no other personal information revealed. Behind the scenes it relies upon (a) the 2019 World Wide Web Consortium standard called ‘Verifiable Credentials’, (b) Tim Berners-Lee’s decentralized personal data platform ‘Solid’, and (c) a consortium Ethereum-based blockchain. Results: Our mobile phone app and distributed server architecture enable the mixture of verifiability and privacy in a manner derived from public/private key pairs and digital signatures, generalized to avoid restrictive ownership of sensitive digital keys and/or data. For the test certificate Holder, Issuer (e.g. doctor, pharmacy) and Verifier (e.g. employer), it is ‘just another app’ which takes only minutes to use. Conclusions: The app and distributed server architecture offer a prototype proof of concept that is readily scalable, applicable generically, and in effect ‘waiting in the wings’ for the biological issues, plus key ethical issues raised in the discussion section, to be resolved.

Index Terms—blockchain, COVID-19, coronavirus, decentralized, immunity certification.

Impact Statement—As soon as COVID-19 antibody testing and likelihood of immunity surpass quality thresholds, our tamper-proof and privacy-preserving certification can be rapidly deployed. Our approach is applicable to any certification scenario.

I. INTRODUCTION

The Coronavirus/COVID-19 pandemic of 2019/2020 is still taking its terrible toll as we write this [1]. Tests for the presence of antibodies could offer a way for people who can prove COVID-19 immunity to go back to work [2, 3]. There are, however, challenges concerning the biological premise of ‘immunity’: the strength and longevity of COVID-19 immunity after infection are matters of current debate and research, as are the sensitivity and robustness of the relevant tests [4, 5].

Given the scale of the pandemic and financial fallout, it is plausible that ‘COVID-19 antibody test certification’ (henceforth ‘CATC’), if shown to be robust, will be of great demand. Bearing in mind the possible ethical implications of such certification, raised in [6] and our Discussion, we feel that for either the current pandemic or a pandemic of the future, the concept of certification has a place, particularly when the recipient is employed in healthcare or other key sectors.

But what form should certification take? A signed or stamped letter is the centuries-old default, and straightforward to roll out at scale, as long as there is some point-of-test proof of identity. But paper certificates have two problems: (a) recent studies show that SARS-CoV-2 can survive on plastic, stainless steel and cardboard (and presumably paper) for a number of hours, facilitating transmission via paper certificates [7]; (b) for such a sensitive and likely high-value certificate, a paper version is too vulnerable to alteration or forgery. A digital certificate would make considerably more sense, provided that it can be:

- Privacy-preserving
- Un-forgeable
- Easy to administer
- Easily verifiable while still preserving privacy
- Scalable to millions of users
- Cost-effective
- Approved by an ethics watchdog
- Acceptable to the public

Modern smartphone apps and several key technologies such as public key cryptosystems and immutable blockchain records offer some tantalizing prospects, if they can satisfy the above criteria. Below, we look at the methods by which this can be achieved, assuming a scenario involving testing by a known authority (e.g. doctor or pharmacist).
II. MATERIALS AND METHODS

A. Digital certification via ‘Verifiable Credentials’

Verifiable Credentials [8], is a W3C standard that builds upon Public Key Infrastructure (PKI), the public/private key pairs that facilitate digital signatures in widespread use today. The W3C extensions standardize the definitions of document formats to make them machine-readable and communicable, and to generalize PKI, which tends to be costly and highly centralized. The generalization involves a distributed registry for cryptographic keys, typically residing in a blockchain — this allows every public key to have its own unique address, known as a Decentralized Identifier (DID). The key roles and transactions are illustrated in Fig. 1.

The ‘Issuer’, which might be a bank, company, or Government body such as the UK National Health Service (NHS), can issue credentials such as certificates and licenses. ‘Holders’ (typically citizen end-users) can store them in their own preferred way, for example in digital wallets that are part of a mobile phone app. ‘Verifiers’, such as employers, or establishments seeking proof of some attribute, can ask the Holder to present such proof concerning these credentials — known as ‘verifiable presentations’, which are collections of evidence (such as credentials or pieces of data derived from credentials). Verifiers also check digital signatures against what is known as a ‘verifiable data registry’: this is the blockchain where the DIDs mentioned above reside.

B. Decentralized Verification of Data with Confidentiality

We pointed out in [9] that the over-centralization of data, particularly its consolidation into ‘silos’ by name-brand IT services and social network providers, is of increasing concern. Decentralization is an ideal starting point for storing sensitive data, including medical, financial, and other personal data — but only if security and privacy are significantly better than what can be offered by traditional centralized systems.

We identified a promising approach to widespread deployment, known as Solid, initiated by Sir Tim Berners-Lee [10, 11]. Solid aims to decentralize the Web by transferring control of data from a central authority to users, thereby allowing users to retain complete ownership of their data, which they store in what are called ‘Solid Pods’ — analogous to a personal web server that is hosted either locally on a mobile phone, or hosted with a cloud provider of the individual’s choice, or both. The key distinction from centralized approaches is that even in the provider-hosted case, the provider’s access to the data is limited by the user’s preferences.

In [12] we proposed an approach combining Solid Pods and distributed ledgers, of the type familiar to the blockchain community, to facilitate the complete decentralization of data. The key ingredients of this combination are illustrated in Fig. 2. Our methods give users total control over their data while maintaining the integrity of the stored information through blockchain-based verification.

As in Fig. 1, ‘Holder’ is the primary individual who is self-motivated to obtain the certificate of COVID-19 immunity in order to be admitted to a workplace or other location. Holders own, manage, and control their own Solid Pods, which contain their personal data. In Fig. 2, our Holder’s Solid Pod contains a scanned image of a physical ID such as a driving license and the Holder’s signed and countersigned certificate of COVID-19 Immunity certification — represented in Fig. 2 as a ‘document’ in which is embedded a special QR code. The Holder is free to store the Solid Pod data on his/her mobile, on a personal favorite cloud provider, or both, as shown in the ‘Hosted’ arrows in Fig. 2. At any time, Holders can move or delete data, as it remains under their ownership. One-way encoded ‘hashes’ of the data (only a few bytes in size) are held, as shown by the dotted arrow in the upper right of Fig. 2, on a blockchain to support independent verification.
In our design, we use a ‘Consortium blockchain’, shown in the red circle in Fig. 2: this is not a fully public blockchain like Ethereum or Bitcoin, but rather a blockchain shared specifically by a consortium of known providers who have signed up to the Ethics Guidelines we describe in the Discussion Section. The Open University-led Consortium blockchain is a private Ethereum network known as OpenEthereum (formerly Parity Ethereum) [13, 14] which uses a ‘Proof of Authority’ consensus mechanism [15] wherein several nodes can be in the mutually-agreed privileged position of being allowed to confirm transactions. This contrasts with Bitcoin and other early blockchains which use the slow and ecologically unfriendly Proof of Work, wherein massive computing power enables nodes to have a better chance of confirming transactions. This gives us the kind of distributed scalability that increases security, but without the specter of international public availability that may serve as a disincentive for individuals to participate.

III. RESULTS

A. COVID-19 Antibody Test Certification: App characteristics

Our ‘COVID-19 antibody test certification’ (CATC) app builds upon the Verifiable Credentials approach mentioned above, plus our own expertise developed over the past 5 years in the area of blockchain-based certification [16, 17]. The result combines the following characteristics:

- Wholly resident on the end-user’s smartphone, yet usable as an optional augmentation of a plain paper printout (analogous to train e-tickets augmenting printed tickets).
- Converts printed output (via next item) from a ‘CATC Authority’ which could be either the UK NHS or a trusted pharmacy.
- One-tap scan of the above printed QR code to store antibody test results.
- One-tap display of CATC evidence on request to show to employer or authority.
- One-tap verification of the above by employer or authority.
- CATC result is owned by the user.
- The app only reveals verifiable CATC results without revealing any personally sensitive information, at the discretion of the user.
- The details of Verifiable Credentials, Solid Pods, and Ethereum blockchain are hidden: From the user’s point of view, it is ‘just another app’.

B. Use case scenario

In the scenario below, we assume that the main ‘interested party’, i.e. the ‘Credential Holder’ or ‘End User’, is someone who wants to get tested for the presence of COVID-19 antibodies, with the hope of obtaining a COVID-19 Antibody Test Certificate. The actions of this person follow the ‘Holder’ starting in the top middle of Fig. 3. In the top left of Fig. 3 we see the ‘Issuer’, who is a trusted pharmacy that is capable of carrying out the required blood test and issuing a certificate with the result of the test, in both paper and digital form. Beginning at the top right of Fig. 3 we see the actions of the ‘Credential Verifier’, in this case an employer in a key industry such as an NHS Hospital, keen to re-admit staff back to work after a period of illness. The sequentially numbered steps are explained below:

1. ‘Onboarding’ step: Prior to the blood test and subsequent steps, we assume that everyone has the mobile phone app installed and ready to go. The Issuer, Holder, and Verifier use the same app, but tap on their role at the beginning. Issuers enter pre-assigned codes to receive their DID, based on the UK Pharmacy Registry1, and can use the app across multiple mobile phones. Verifiers similarly download the app, but a DID is not necessary for one-way verification.

2. The Issuer needs to authenticate that the Holder is who they say they are, and thus requests that the Holder display both a physical document and a digital document as explained in step 3.

3. The Holder presents (a) a physical ID, such as a Driving License or a Passport, to be specified by the Pharmacy (this is allowed Physical Evidence as described in [8]), and (b) a QR code ‘QR 1’ which is scanned by the Issuer using the Issuer’s

---

1 Our prototype simulates the official Pharmacy registry - enquiries about API access are underway.
mobile phone app. At this point there is a choice: the Issuer can (a) tap to accept the ID, in which case the Holder’s photo will be ‘burned’ into the upcoming steps so that at the final step of verification (step 8), there will be no need to display the same physical ID, or (b) leave the Holder to display the physical ID once again at verification time.

4. The blood test is performed, with results available within approximately 2 hours.

5. Assuming a positive outcome for this example, the Issuer prints the result and scans the printout QR code ‘QR 2’. This step ensures that the Issuer retains control of a familiar testing and certification sequence.

6. The Issuer taps the app button to generate a digitally-signed test result as a new QR code ‘QR 3’ for transmission to Holder, who in turn scans this new QR code and with one tap digitally counter-signs it as acknowledgement of receipt, creating Holder’s own ‘QR 4’.

7. The Holder now has the signed and counter-signed COVID-19 Antibody Test Certificate ready for showing to any Verifier (‘QR 4’) — and the paper version from step 5 as a fallback.

8. The Holder can now present a provably valid certificate of immunity to the Verifier. To avoid someone else impersonating the Holder, the Holder must present not only the certificate, but also some proof of identity. There are several ways to proceed:

• If the Holder’s ID photo had been ‘burned’ into the digital certificate at Step 3, then the Holder needs to present only the QR code ‘QR 4’ created at Step 6.
• Alternatively, the Verifier can confirm the identity of the Holder by visually inspecting a physical ID card, and then scanning the QR code ‘QR 4’ to verify the certificate.
• The physical printout from Step 5 is also shown in Step 8: this is always available as a fallback option in case of mobile phone loss or a preference of the Holder or Verifier.

9. The Verifier’s app automatically verifies both signatures and confirms acceptance of the COVID-19 Antibody Test Certificate, at which point the Verifier can announce a successful result and safely admit the Holder, for example, to work.

Time to complete steps 2-9: approximately 3 minutes end-to-end, plus duration of blood test.

IV. DISCUSSION

A. Rollout and scale

For a full-scale rollout, it would be necessary to ‘stress-test’ our prototype, and ideally be joined by a major IT partner and Pharmacy as well as other universities, appropriate NHS departments, hospitals, and GP practices acting as participating entities in the consortium blockchain. The technology itself is inherently scalable: transactions on the consortium blockchain typically take under 5 seconds to be confirmed after entry by the Issuer, after which other steps such as verification are instantaneous. This scales well, as the architecture is inherently distributed across both servers and mobile phone apps. Collaborative possibilities are promising, as new initiatives in this niche are rapidly emerging [18].

B. Other uses

The app and distributed server architecture are readily scalable and applicable generically. For example,

• Workers in key industries (such as delivery drivers) could demonstrate that they are authorised to do their jobs.
• People could avoid over-reliance on paper e.g. for picking up pre-ordered goods.
• Utility/building/repair staff seeking access to a place of residence, even in ‘normal’ healthy times, could ‘prove their roles’.
• People could demonstrate that they are eligible to use different methods of transport or to visit public places such as libraries, theaters, or holiday destinations.
• Passenger Pick-Up Drivers (as ‘Holders’) could be authenticated by passengers (as ‘Verifiers’) with a quick QR scan, independently of dedicated company-specific apps.
• Diverse loyalty cards could have a digital wallet incarnation with far less ‘friction’ to set up, and lower likelihood of personal information being hijacked.

C. Ethics

New technologies bring new challenges for society. Commentators have argued (e.g. in [5]), that certification of the type we have envisaged, even when totally private and tamper-proof, would entail multiple risks, notably: (a) disenfranchising the poor and others who do not have access to the technology or the tests, or have access but ‘fail’ the test, (b) motivating the disenfranchised to catch the disease deliberately in the hope of getting back to work sooner, or (c) becoming a stepping-stone for future governments to deploy the same concept either to enable or to enforce discrimination based on immunity and other arbitrary conditions. To avoid this technology becoming ‘weaponized’ for discriminatory purposes, we advocate several measures including optional rather than mandatory use, adherence with UK NHS Information Governance guidelines [19, 20] and oversight by an Ethics Committee. This issue is analyzed in detail in the Supplementary Materials.

V. CONCLUSIONS

The perceived need for a COVID-19 Antibody Test Certificate, if shown to be biologically robust and to conform to proposed ethical guidelines, has motivated us to develop a mobile phone app based around Verifiable Credentials, distributed storage of cryptographic public/key pairs, and the decentralized verification of data with confidentiality. This has enabled us to provide a facility that is ‘just another app’ from the viewpoint of the end-user, healthcare professionals, employers and other relevant authorities — thereby providing a tamper-proof record owned entirely by the end-user, and allowing the end-user selectively to reveal solely the proof of
test results without surrendering other personal information, and requiring only mobile phone app downloads from everyone in the loop. This app and its secure digital certificate thus become a powerful adjunct/enhancement to traditional paper-based certification from the NHS or Pharmaceutical testing authority — and without the need for the costly installation of special “e-ticket reader” hardware: the same mobile phone app is sufficient for the task at hand, regardless of which of the three roles is involved. Many other uses of secure and private certification via mobile phone app and distributed servers are additionally made possible.

SUPPLEMENTARY MATERIALS

Our companion document includes (a) Introduction with more about ‘The premise of immunity’; (b) Materials and Methods with more details about the design; (c) Results with ‘How we did it’ behind the scenes; and (d) Discussion with further observations about rollout and ethical issues.

ACKNOWLEDGMENTS

We gratefully acknowledge the assistance of Ben Hawkridge, Pasquale Iero, Michelle Bachler, Kevin Quick, and Harriet Cornish of KMi, plus Open University Professor of Biology David Male for timely advice about immunology, and external readers Mia Eisenstadt and Zaid Hassan for their input regarding ethical considerations.

REFERENCES

[1] Coronavirus COVID-19 Global Cases by the Center for Systems Science and Engineering (CSSE) at Johns Hopkins University. [Online]. Available: https://gisanddata.maps.arcgis.com/apps/opsdashboard [Accessed: Apr. 2, 2020].

[2] ‘Immunity passports’ could speed up return to work after Covid-19 BBC News. [Online]. Available: https://www.theguardian.com/world/2020/mar/30/immunity-passports-could-speed-up-return-to-work-after-covid-19 [Accessed: Apr. 2, 2020].

[3] No 10 seeks to end coronavirus lockdown with ‘immunity passports’ The Guardian 3rd April, 2020. [Online]. Available: https://www.theguardian.com/politics/2020/apr/02/no-10-seeks-to-end-covid-19-lockdown-with-immunity-passports [Accessed: Apr. 3, 2020].

[4] Malapati, S. Will antibody tests for the coronavirus really change everything? Nature (News) 18 April 2020. [Online]. Available: https://www.nature.com/articles/d41586-020-01115-z [Accessed: Apr. 19, 2020].

[5] How Does The Human Body Fight A Viral Infection? Malce, D., Golding, J. and Bootman, M. Open University OpenLearn Module. [Online]. Available: https://www.open.edu/openlearn/science-maths-technology/biology/how-does-the-human-body-fight-viral-infection [Accessed: Apr. 7, 2020].

[6] The Guardian view on immunity passports: an idea whose time has not come | Editorial The Guardian 3rd April, 2020. [Online]. Available: https://www.theguardian.com/commentisfree/2020/apr/03/the-guardian-view-on-immunity-passports-an-idea-whose-time-has-not-come [Accessed: Apr. 3, 2020].

[7] van Doremalen, N. et al. Aerosol and Surface Stability of SARS-CoV-2 as Compared with SARS-CoV-1, April 16, 2020 New England Journal Medicine 2020; 382:1564-1567 DOI: 10.1056/NEJMc2004973 (first published March 17th 2020). Available: https://www.nejm.org/doi/full/10.1056/NEJMc2004973?query=feature_d_home [Accessed: Apr. 18, 2020]

[8] Verifiable Credentials Data Model 1.0 W3C.org, 19 November, 2019. [Online]. Available: https://www.w3.org/TR/vc-data-model/ [Accessed: Apr. 7, 2020].

[9] Domingue, J., Third, A., and Ramachandran, M. (2019). The FAIR TRADE Framework for Assessing Decentralized Data Solutions. In: Companion Proceedings of The 2019 World Wide Web Conference, pp. 866–882. [Online]. Available: http://oro.open.ac.uk/60149/ [Accessed: Apr. 14, 2020].

[10] Sambra, A., Mansour, E., Hawke, S., Zereba, M., Greco, N., Ghanem, A., Zagidulin, D., Aboulnaga, A., and Berners-Lee, T., Solid: A Platform for Decentralized Social Applications Based on Linked Data, Technical Report, MIT CSAIL & Qatar Computing Research Institute, 2016. [Online]. Available: https://pdfs.semanticscholar.org/5ac9/354fd06287f0ff65b5878d04c79c513c4.pdf [Accessed: Apr. 15, 2020].

[11] Solid MIT. [Online]. Available: https://solid.mit.edu/ [Accessed: Apr. 10, 2020].

[12] Ramachandran, M., Chowdhury, N., Third, A., Domingue, J., Quick, K. and Bachler, M. (2020). Towards Complete Decentralized Verification of Data with Confidentiality: Different ways to connect Solid Pods and Blockchain. In Companion Proceedings of the Web Conference 2020 (WWW ’20 Companion), Taipei, Taiwan, April 20-24, 2020. ACM, New York, NY, USA, 5 pages. [Online]. https://doi.org/10.1145/3366424.3385759 and http://oro.open.ac.uk/69607/1/DecentWeb-FinalCamReady.pdf [Accessed: Apr. 13, 2020].

[13] openethereum/openethereum: Fast and feature-rich multi-network Ethereum client. [Online]. Available: https://github.com/openethereum/openethereum [Accessed: Apr. 14, 2020].

[14] Transitioning Parity Ethereum to OpenEthereum DAO. [Online]. Available: https://www.parity.io/parity-ethereum-openethereum-dao/ [Accessed: Apr. 14, 2020].

[15] What is Proof of Authority Consensus? (PoA) Staking Your Identity [Online]. Available: https://blockonomi.com/proof-of-authority/ [Accessed: Apr. 14, 2020].

[16] Sharples, M. and Domingue, J. (2016) The Blockchain and Kudos: a Distributed System for Educational Record, Reputation and Reward. 11th European Conference on Technology Enhanced Learning, Lyon, France, Springer. [Online]. Available: https://doi.org/10.1007/978-3-319-45153-4_48 [Accessed: Apr. 14, 2020].

[17] Mikroyannidis, A., Third, A., Domingue, J., Bachler, M. and Quick, K. (2020). Blockchain Applications in Lifelong Learning and the Role of the Semantic Blockchain. In Sharma, R., Yildirim, H., and Kurubacak, G. (Eds.), Blockchain Technology Applications in Education, IGI Global, 2020, 16-41

[18] COVID-19 ‘Immunity Passport’ Unites 60 Firms on Self-Sovereign ID Project [Online]. Available: https://www.coindesk.com/covid-19-immunity-passport-unites-60-firms-on-self-sovereign-id-project [Accessed: Apr. 19, 2020].

[19] NHS Information Governance. [Online]. Available: https://www.england.nhs.uk/ig/about/ [Accessed: Apr. 9, 2020].

[20] About the NHS IG Toolkit. [Online]. Available: https://www.igt.hsic.gov.uk/resources/About%20the%20IG%20Toolkit.pdf [Accessed: Apr. 9, 2020].

SUPPLEMENTARY MATERIALS REFERENCES (CONTIGUOUS NUMBERING)

[21] WHO head: ‘Our key message is: test, test, test’ BBC News. [Online]. Available: https://www.bbc.co.uk/news/av/world-51916707/who-head-our-key-message-is-test-test-test [Accessed: Apr. 2, 2020].

[22] Thanh Le T, Andreadakis Z, Kumar A, Gómez Román R, Tollefsen S, Mikroyannidis, A., Third, A., Domingue, J., Quick, K. and Bachler, M. (2020). Towards Complete Decentralized Verification of Data with Confidentiality: Different ways to connect Solid Pods and Blockchain. In Companion Proceedings of the Web Conference 2020 (WWW ’20 Companion), Taipei, Taiwan, April 20-24, 2020. ACM, New York, NY, USA, 5 pages. [Online]. Available: https://pdfs.semanticscholar.org/5ac9/354fd06287f0ff65b5878d04c79c513c4.pdf [Accessed: Apr. 15, 2020].

[23] Pethick, A. Developing antibody tests for SARS-CoV-2. The Lancet, Vol. 395, Issue 10230, P1101-1102, Apr. 4, 2020. [Online. DOI: 10.1016/S0140-6736(20)30788-1 [Accessed: Apr. 14, 2020].

[24] WHO officials say it's unclear whether recovered coronavirus patients are immune to second infection. [Online.

[25] WHO head: 'Our key message is: test, test, test' BBC News. [Online]. Available: https://www.bbc.co.uk/news/av/world-51916707/who-head-our-key-message-is-test-test-test [Accessed: Apr. 2, 2020].

[26] Tannah Le T, Andrekaidis Z, Kumar A, Gómez Román R, Tollefsen S, Saville M, and Mayhew S. The COVID-19 vaccine development landscape. Nature Reviews: Drug Discovery, April 2020. [Online]. Available: https://www.nature.com/articles/d41573-020-00073-5 [Accessed Apr. 9, 2020].

[27] Thanh Le T, Andreadakis Z, Kumar A, Gómez Román R, Tollefsen S, Saville M, and Mayhew S. The COVID-19 vaccine development landscape. Nature Reviews: Drug Discovery, April 2020. [Online]. Available: https://www.nature.com/articles/d41573-020-00073-5 [Accessed Apr. 9, 2020].

[28] Pethick, A. Developing antibody tests for SARS-CoV-2. The Lancet, Vol. 395, Issue 10230, P1101-1102, Apr. 4, 2020. [Online. DOI: 10.1016/S0140-6736(20)30788-1 [Accessed: Apr. 14, 2020].
whether-recovered-coronavirus-patients-are-immune-to-second-infection.html [Accessed: Apr. 13, 2020].

[25] If You Get Coronavirus And Recover, Do You Develop Immunity? NPR Radio/Web. [Online]. Available: https://www.npr.org/sections/goatsandsoda/2020/03/20/819038431/do-you-get-immunity-after-recovering-from-a-case-of-coronavirus [Accessed: Apr. 7, 2020].

[26] How Does The Human Body Fight A Viral Infection [particularly COVID-19]? Male, D., Golding, J. and Bootman, M. Open University OpenLearn Module. [Online]. Available: https://www.open.edu/openlearn/science-maths-technology/biology/how-does-the-human-body-fight-viral-infection [Accessed: Apr. 7, 2020].

[27] Global Progress on COVID-19 Serology-Based Testing. [Online]. Johns Hopkins Bloomberg School of Public Health, Center for Health Security. Available: https://www.centerforhealthsecurity.org/resources/COVID-19/serology/Serology-based-tests-for-COVID-19.html [Accessed: Apr. 19, 2020].

[28] About Sovrin.org https://sovrin.org/ [Online]. Available: [Accessed: Apr. 7, 2020].

[29] A Protocol and Token for Self-Sovereign Identity and Decentralized Trust. Sovrin.org White Paper, January 2018. [Online]. Available: https://sovrin.org/wp-content/uploads/2018/03/Sovrin-Protocol-and-Token-White-Paper.pdf [Accessed: Apr. 7, 2020].

[30] Verborgh, Ruben. (2017) Paradigm shifts for the decentralized Web [Online]. Available: https://ruben.verborgh.org/blog/2017/12/20/paradigm-shifts-for-the-decentralized-web/ [Accessed: Apr. 10, 2020].

[31] Zero-knowledge proof. [Online]. Available: https://en.wikipedia.org/wiki/Zero-knowledge_proof [Accessed: Apr. 7, 2020].

[32] Delight, A.S. (2017) Zero Knowledge Proof of Age Using Hash Chains. [Online]. Available: https://www.stratumn.com/thinking/zero-knowledge-proof-of-age-using-hash-chains/ [Accessed: Apr. 10, 2020].

[33] Angel, S. and Walfish, M. (2017) Verifiable Auctions for Online Ad Exchanges. ACM SIGCOMM ’13, August 12–16, 2013, Hong Kong, China. [Online]. Available: https://cs.nyu.edu/~mwalfish/papers/vex-sigcomm13.pdf [Accessed: Apr. 10, 2020].

[34] RDF — Semantic Web Standards [Online]. Available: https://www.w3.org/RDF [Accessed: Apr. 13, 2020].

[35] Solid HTTPS REST API Spec. [Online]. Available: https://github.com/solid/solid-spec/blob/master/api-rest.md [Accessed: Apr. 15, 2020].

[36] Getting Started with Streetcred ID. [Online]. Available: https://docs.streetcred.id/docs/getting-started [Accessed: Apr. 14, 2020].
Supplementary Materials

COVID-19 Antibody Test Certification: There’s an app for that
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I. INTRODUCTION

In this supplementary paper we first discuss the underlying premise of immunity, and then, in the Materials and Methods section, provide details of how we deal with privacy and the design of key aspects of onboarding, certification, and verification. In the Results section, we describe ‘How we did it’ behind the scenes. In the Discussion section, we expand on rollout and the complex ethical issues raised by the research.

The premise of immunity: Throughout most of the COVID-19 pandemic, the World Health Organisation (WHO) has advocated a ‘test-isolate-trace’ approach [21]. In parallel, there has been a worldwide cooperative effort to develop a vaccine [22] and to develop numerous serological tests for the presence of antibodies [23]. If immunity is strongly implied by the outcomes of these latter tests, then individuals could be allowed to get back to work, particularly in healthcare and other key areas [2, 3]. The WHO, however, has warned that the very premise of COVID-19 immunity is itself uncertain: ‘With regards to recovery and then reinfection ... we do not have the answers to that. That is an unknown’ [24]. Some immunologists have indeed argued that COVID-19 immunity could be very weak, because ‘reinfection is an issue with the four seasonal coronaviruses that cause about 10% to 30% of common colds’ [25]. Others in that same discussion argue that immunity could be valid for ‘a year or two’, a view shared by immunologists have indeed argued that COVID-19 immunity could be very weak, because ‘reinfection is an issue with the four seasonal coronaviruses that cause about 10% to 30% of common colds’ [25]. Others in that same discussion argue that immunity could be valid for ‘a year or two’, a view shared by Male, who with Golding and Bootman has written a clear exposition on the life-cycle of infection, antibody detection, and likely immunity to COVID-19 [26]. A related challenge is the quality of the testing: test sensitivity (% positive detection for the right antibodies, so high sensitivity means few false positives) and specificity (% negatives correctly detected, so high specificity means few false negatives) are undergoing great scrutiny even as we write this [27], and are naturally a matter of concern, because they must be sufficiently high to make the approach worthwhile. In the meantime, our research aims to find an approach to achieve highly robust certification, so that it is ready to deploy as-and-when the ongoing biological research satisfies the necessary quality criteria.

II. MATERIALS AND METHODS

A. The design of robust privacy

Several important guidelines concerning privacy were set out by the Sovrin Foundation, a nonprofit organisation with over 70 corporate partners including IBM, Cisco and others, which has the aim of ‘driving greater interoperability and a new trust model for securely sharing private information’ [28]. We adopt a variation of the three principles set out in the Sovrin.org White Paper [29], in particular modifying their item 2 as shown below.

1) Pairwise-unique DIDs and public keys

‘Imagine that when you open a new account with an online merchant, instead of giving them a credit card number or phone number, you gave them a DID created just for them. They could still use this DID to contact you about your order, or to charge you a monthly subscription, but not for anything else. If [...] your DID were compromised in any way, you would just cancel it and give them a new one—without affecting any other relationship. [consequently…] a pairwise-pseudonymous DID is not worth stealing.’ [29]

2) Minimum and Encoded Data Storage / User’s Choice

According to [29], no private data should be stored on the ledger, even in hashed form, to make it future-attack-proof. Sovrin accepts, as do we, the need for pseudonymous identifiers (DIDs), pseudonymous public keys, and agent addresses (e.g. the mobile phone app endpoints) to be stored in a decentralized ledger, but in addition we offer the user a choice regarding whether and where to host personal information (mobile phone, favorite cloud provider, or both), plus the barest minimum for verification purposes, namely hashes (irreversible encodings) of private data. This has the following benefits:

• Serves as a user-storage ‘vault’ for later recovery in case of loss.
• This ‘vault’ (i.e. the Solid Pod) can reside on the user’s phone, or on a favorite cloud provider, or both — it is always the user’s choice.
• To facilitate later independent verification, it uses a blockchain with distributed nodes run by a consortium of trusted providers so that there is neither a single point of failure nor a single ‘owner’ even of the hash of the certificate.
• Even so, it only stores a hash on the aforementioned consortium blockchain — a non-reversible but provably correct encoding of the certificate rather than the certificate itself.
This is a powerful privacy-preserving and tamper-proof approach that we call Minimum and Encoded Data Storage / User’s Choice. Verborgh [30] has a deeper discussion of the nature and importance of these types of emerging paradigm shifts.

3) Selective disclosure

It is essential that users (certificate Holders) should only have to reveal just the portions of their own personally-held private data that are relevant to specific transactions (e.g. proving that you are 18 years of age or older, in order to make certain purchases or access certain locations, but without revealing your actual age or date of birth). This is made possible by the technology known as cryptographic zero knowledge proofs [31, 32, 33], so named because they provide, to the Verifier who wishes to know, proof of something specific (such as ‘Age ≥ 18’), but with the Verifier having no knowledge of any other details, in this case actual age or date of birth. The ‘secret sauce’ of zero knowledge proofs, as illustrated in [32, 33], is that a mathematical function works through a proof of some fact (such as age being greater than or equal to X, or the existence of a certain credential), in such a way that the actual steps involved in executing the proof only reach a positive outcome if the fact is true (for example, the positive outcome may require a certain number of steps to execute): so the proof is valid, but still only indirect (e.g. counting the steps executed) without touching the raw data [31, 32].

B. The design of onboarding, certification, verification

This section describes the operations that underpin the functioning of the scenario described in the main paper. For simplicity, the processes are divided into three broad categories: onboarding, specifying how entities open their accounts and verify their identities; certification, explaining how the test is conducted followed by issuing the certificate; and verification, describing how the obtained certificates are verified.

1) Onboarding

There are three entities involved in the operations: Issuers, Holders and Verifiers. The onboarding process lets all of them install the app and configure. The configuration process for each of them is distinct and requires specific documentation.

**Issuers:** The onboarding of a potential Issuer (Fig. S1) begins with the person downloading and installing the app. The app then instructs the Issuer to complete an in-app form. Because the Issuer has the ability to test, validate and issue certificates to individuals, the app employs two factor verification for all potential Issuers. We anticipate using the API provided by the General Pharmaceutical Council, or an equivalent, to cross-check the registration and the branch information of the likely Issuer (this is simulated in our prototype — enquiries about API access are underway), followed by email verification. The former requires the person to input appropriate information into the form, while the latter asks the potential Issuer to provide a valid official email address at the company’s registered domain name. The app requires the person to tap on a link that it sends to that email address to complete the registration. Data provided by the potential Issuers resides on each Issuer’s Solid Pod.

**Holders:** The process of onboarding Holders (Fig. S2) involves adding an identification document such as a driving license or passport. The document number is used to generate the DID that acts as the anchor for the Holders. A potential Holder first downloads and installs the app followed by adding a photo of the identification document. This document resides in the Holder’s Solid Pod. This photo document is deemed permanent (but remains on their personal Solid Pod) and once submitted, cannot be changed again. The app then provides the Holder with the DID, leaving the owner of the account ready for testing and certification.

**Verifiers:** Amongst three entities, the process of onboarding the Verifiers is the most straightforward. Anyone
willing to act as a Verifier can download the app and start verifying. There is no need to create an account for verifying a Holder’s certificate. As the Verifier submits no data, the steps of the Verifier onboarding timeline (Fig. S3) do not involve Solid Pods.

2) Certification

The certification process requires a Holder to visit an Issuer with the exact document used for identification at the time of onboarding. At this point there is a choice: either (a) The Issuer matches this document with the copy stored in the Holder’s Solid Pod, viewing it on the app and tapping to accept the ID, in which case the Holder’s photo will be ‘burned’ into the upcoming steps so that at the final step of verification, there will be no need to display the same physical ID, or (b) simple visual inspection of the physical ID, which means that the Holder will need to display the physical ID once again at verification time. In Fig. S4, we see the ‘behind the scenes’ view of certification, including the Holder’s Solid Pod with the ID.

The app is designed to work in a completely decentralized environment. Its functionalities run across the Issuer’s, Holder’s, and Verifier’s phones as well as on the hosting servers, but does not have access to the user’s data from a central database. Every time the app needs to execute an operation, it reads the data from a particular user’s Solid Pod (and only with the user’s permission). In Fig. S4, at (A) we see that the app reads the data (certificate) from the Holder’s Solid Pod, and at (B) compares the certificate’s hash with its hash on the blockchain and confirms that on the Issuer's phone display.

Once the identity is confirmed, via physical document checks and Verifiable Credentials demonstrating ownership of the relevant DIDs, the Issuer conducts the immunity test and initiates the process of generating a certificate at (C). A certificate is a set of data in RDF format2 containing the test results and a Verifiable Credential for that successfully tested Holder. While the hash of the certificate goes onto the blockchain at (D), the original document resides in the Solid Pod (E). It is notable that neither the blockchain nor a third-party centralized server stores the personal data of the Holder.

The Holder reserves the right to keep a copy of the certificate in a cloud server of his or her choice. In the event of losing the phone, the Holder can retrieve the data from the cloud and restore the certificate in the regenerated local Solid Pod of the replacement phone. This certificate is visible on the Holder’s app in the form of a QR code, giving an easy-to-scan option for Verifiers.

3) Verification

The process of verifying a certificate is an on-demand action. A Verifier cannot validate a certificate unless requested. It requires a Holder to go to a Verifier for this

---

2 Resource Description Framework: the W3C standard model for data interchange on the Web [34].
A Verifier can be an employer or other individual or organisation to whom the Holder wants or needs to present the certificate. Fig. S5 shows the main data flows involved in Verification.

In Fig. S5, we see that once requested, at (A), the app reads the QR code from the Holder’s phone. This QR code (which is generated from the data that itself is stored in the Solid Pod) has two components: the certificate and a URL pointing to the hash on the blockchain. At (B), the app extracts these components and at (C) locally generates a temporary hash of the certificate. Finally (D), the app fetches the hash stored on the blockchain and compares it with the local hash. The matching of the hashes indicates the validity and the authenticity of the certificate stored in the Solid Pod of the Holder. At the same time, the physical identity of the Holder can be confirmed by the Verifier by means of visual inspection of a physical ID card, if that is the route the Holder prefers, or alternatively the Holder’s photo ID will already have been ‘burned’ into the mobile phone app certificate because that was the path elected at the time of the Holder interacting with the Issuer, as mentioned previously. The digital identity of the Holder can be confirmed by verifying the Verifiable Credential (embedded in the certificate) based on the relevant Holder DID.

III. RESULTS

A. How we did it, Part 1: The main implementation infrastructure

The components of our implementation communicate with each other via current or in-development Web standards — Hypertext Transfer Protocol Secure (HTTPS), RDF (primarily in the JSON-LD format), Verifiable Credentials, and Decentralized Identifiers — and via blockchain protocols (specifically, Ethereum protocols). The volumes of data and computational requirements are typically small and can be handled by a mobile device (full blockchain nodes are an exception, due to the potential size of the full chain data).

The main software functions required by the implementation are as follows, and represented as lozenges in Fig. S6:

Generate QR codes: Implemented using standard libraries on a mobile phone to generate QR codes for identity and immunity certificates.

Generate hashes: Implemented using standard libraries on a mobile phone. Certificates are transformed into a canonical RDF format before hashing, in order to ensure robust reproducibility of hashes, for verification.
**Communicate with Blockchain:** The Parity library is used to communicate with our consortium blockchain. A light client library can handle read/write interactions with the blockchain without requiring a phone to maintain a full copy of the blockchain. This is shown using the thin dotted lines in Fig. S6.

**Communicate with Solid Pods:** Communication with Solid takes place using the Solid REST API [35], to read and write personal data regarding the Holder to and from their Solid Pod with user permission. This is shown in thick dotted lines in Fig. S6, just for a few cases (one between the mobile phone app in the upper right and a cloud hosted Solid Pod; one between the locally hosted Solid Pod on the left and that same cloud hosted Solid Pod; one between the locally hosted Solid Pod on the left and the locally hosted Solid Pod on the lower right).

**Manage Issuer and Holder Credentials:** Issuer and Holder credentials are stored in public/private key wallets containing DIDs. The authorization for an Issuer to create certificates can be represented as a Verifiable Credential issued by the relevant regulatory authority to the Issuer, which any participating party can verify. Currently we use Streetcred ID [36] to generate DIDs for the Issuers, Holders and Certificates.

**Generate Verifiable Credentials:** Certificates are created at issue time, and their contents asserted as the Claim elements in Verifiable Credentials to be stored in the Holder’s Solid Pod, with metadata describing the relevant blockchain records forming the Proof. This provides a sharable data structure which permits anyone to check its authenticity.

---

Fig. S6. Overall implementation architecture.
B. How we did it, Part 2: The mobile phone app

The mobile phone app can provide all the necessary UI elements for the Issuer, Holder and Verifier to perform their actions. At the time of writing, the main functionalities of the mobile phone app include the ability to scan and generate QR codes and generate hashes for text and images. For the QR code scan and generate functions to work, the mobile phone app is packed with necessary libraries to support QR code functionality. The mobile phone app also contains the hashing libraries. As the mobile phone app needs to communicate with a server, an active internet connection is necessary for HTTPS server calls.

For speed of implementation for the current prototype, a Node.js Express server does all the heavy lifting for the app, with the functionalities explained above. This is a temporary solution, however, given the urgency of the current situation.

IV. DISCUSSION

A. More about rollout

The architecture presented in this paper and Supplementary Material above is all built on standard library modules, and therefore joining a consortium blockchain to help roll this out at scale is relatively straightforward, subject to suitable testing and deployment. The key hurdles are primarily Issuer credentials and the critical mass of the consortium blockchain. In the case of Issuer credentials, we mentioned in section II.B.1 about Onboarding that we use two factor authentication for Issuers, and an API provided by the General Pharmaceutical Council to cross-check registration — this of course is subject to approval, and enquiries are already underway. As for the consortium blockchain, a strong consortium of industrial and academic partners needs to be established, after which addition of new members is just a matter of approval by the existing consortium and the distribution of training and instruction materials. Alternatively, ‘parallel’ consortia can be created by cloning our approach. Given related ongoing work [18] that we mentioned in the main paper, we are optimistic that critical mass can be achieved.

B. Ethical considerations

It should be clear from the previous sections that the concepts underlying Verifiable Credentials and Decentralized Verification of Data with Confidentiality are diametrically opposed to any kind of central data storage or ‘Big Brother’-style snooping and data collection, and indeed provide excellent and agreed standards for avoiding such snooping and data collection. To be clear, in the approach we advocate in this paper,

*Personally identifiable information is stored entirely under the Holder’s control (on a mobile phone, on the Holder’s cloud provider of choice, or both), and additionally for later verification purposes in minimal (a few bytes) encoded form (hash) on a consortium blockchain. Moreover, the app allows the user selectively to present only the specific test result, with no other personal information revealed.*

How is it possible that no personal information is stored in a database? What about the certificate itself? That’s the beauty of Verifiable Credentials, Zero Knowledge Proofs and our approach of Minimum and Encoded Data Storage / User’s Choice: taken together, this combined approach offers cryptographically signed, verifiable, un-tamperable proof that the certificate being shown was really granted by a known testing authority to the person in question, even without showing the name, address, phone number or even UK NHS number of the person holding it.

Everything in this app is decentralized. Anyone wishing to abandon involvement in this kind of certification can just delete the Verifiable Credentials stored on their Solid Pods. There will be no records whatsoever, as if they had never been on the system. Deleting data on the Solid Pods will also turn the hashes on the blockchain into ‘orphans’ (no data pointing to the hash), i.e. the hashes will become meaningless: it is not possible to recover the original data from a hash.

This almost-too-good-to-be-true approach does raise a fresh concern, raised briefly in the main paper: the same techniques we are advocating seem to open up what we call the ‘Private Verifiable Credentials Paradox’: your digital mobile phone app certificate is so much more private and tamper-proof than the old paper or database versions that it could (deliberately or accidentally), be weaponized for discrimination against your fellow citizens. In other words, the problem, according to critics, is not that the architecture is too poor, but that it is too good.

Clearly, the more powerful methods of today and tomorrow have the potential to open up a Pandora's Box of Bad Use, if not by the modern democracies in which we may have grown up, then by some authority in another time or place - as the world has witnessed all too tragically in the past. We started this project with the noble aim of facilitating a way to get people back to work and heading towards recovery from the devastating impact of the Coronavirus Pandemic of 2019/2020. If COVID-19 antibodies can indeed be shown reliably to confer immunity, and the overwhelming support for the ‘test-test-test’ mantra of the World Health Organization continues to hold, then people are going to get tested, in overwhelming numbers, and certificates are going to be issued in one form or another.

But we are not adopting a ‘give-up-and-accept-our-fate-in-the-hands-of-bad-actors’ approach. Yes, a secure digital certificate could hypothetically be weaponized to a greater degree than a paper one, but the actual degree could be something of a mind-set illusion. Any certification method has such potential, and therefore, rather than casting the technology in terms of ‘good vs evil’ we think our approach is best considered as something that involves a trade-off between (a) the advantages of getting people back to work using good privacy-preserving fraud-prevention methods and (b) the disadvantages of discriminatory (mis)use of such methods. Our approach to this trade-off is strongly to nudge things...
towards (a), and therefore we propose the following concrete steps to achieve this:

- App usage should be strictly opt-in/optional: a paper certificate must always be allowed by default, just as with, say, train or airline tickets. This helps introduce the concept and technology in a gentle manner: people will ultimately decide what they prefer for themselves.
- Implementations must comply with UK NHS Information Governance (IG) guidelines [19, 20]. Compliance should in principle be straightforward, because (a) in our approach, personally identifiable information is stored entirely under the Holder's control, and additionally for later verification purposes in minimal hash-encoded form on a consortium blockchain, and (b) the app allows the user selectively to present only the specific test result, with no other personal information revealed. Even so, the UK NHS IG documents provide a strong guiding framework for ensuring continuing compliance, particularly with respect to relevant EU GDPR requirements such as ‘Right to erasure’ and ‘Right to data portability’: our architecture by its very design avoids database storage of personally identifiable information, but oversight of possible misuse/abuse of this and related technologies needs to be maintained, as the next three bullet points suggest.
- COVID-19 Antibody Test Certificates should only be applied to workers in healthcare and other comparable key sectors, as defined by the appropriate UK Parliamentary process (for example, the list of key exceptions to mandatory business closure during the current pandemic was specified by the UK Ministry of Housing, Communities, and Local Government), with input from an Ethics Committee mentioned next.
- An Ethics Committee, comparable in scope and composition to the UK NHS Research Ethics Committees, should have oversight of actual deployment of the approach advocated herein.
- The approach should be reviewed on a 3-monthly basis.

Ethical standards are a challenge to uphold, but uphold them we must, as we see this as the best way to negotiate a path towards a ‘pandemic end game’ in a manner acceptable to the widest possible audience.

V. CONCLUSIONS

Will such an app be suitable as part of a ‘pandemic exit strategy’ for helping get people back to work in key sectors? There are many issues to be addressed first, including the rigorous scrutiny and approval of antibody tests, agreement concerning ethical oversight and acceptance by the public. Our approach is intended to ensure that the procedures for creating tamper-proof, verifiable, privacy-preserving certificates are ‘ready to go’ while waiting for antibody/immunity tests to achieve the required state of robustness and acceptance. We believe that, just as with train e-tickets, end-users will ‘vote with their feet’ and deploy the app in large numbers once its benefits have been demonstrated. To take a stance against what we call the ‘Pandora’s Box of Bad Use’, we proposed ethical guidelines at the end of the Discussion, which we believe are essential for the principled development and deployment of the prototype described in this paper.