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Abstract—Frequency diverse array (FDA) has gained remarkable attention in both radar and communication applications over the years due to its unique range-dependent beamforming. On the other hand, extremely less attention is paid to the exploitation of FDA in electronic countermeasures (ECM). Hence, this paper proposes a symmetric frequency diverse array via Chebyshev window function in ECM applications. Specifically, we utilize Chebyshev window function to design the coefficient of both transmit weights and frequency diverse increments to uncouple range-angle response of the true target to counteract deceptive ECM signals. In addition, we consider a real constraint scenario, i.e., the propagation of the electromagnetic signal arriving at the true target position. The attribute of the proposed scheme is that it is able to discriminate between true target location and false target(s) location. This implies that the generated false target(s) by the jammer can be suppressed significantly in either angular or range profile mismatch. Further, we adopt Swerling 1 model to devise generalized Neyman-Pearson design rule to evaluate the probability of detection of the proposed scheme. Numerical results illustrate the achievements of the proposed scheme.

1. INTRODUCTION

Phased-arrays (PA) are commonly employed in many applications, especially in modern communications, radar, and navigation systems [1–3]. The directional gain of the PA is able to detect or track weak targets along pre-specified direction while suppressing strong sidelobe interferences along other directions. Therefore, the utilization of PA has gained massive support in the past years in both military radar and civilian applications. Nevertheless, with technological advancement of military radar, electronic countermeasures (ECM) has emerged rapidly posing threat to PA antenna technology [4]. The PA beamforming is angle-dependent only (i.e., for all the range cells, it is fixed at a particular angle). This implies that it cannot estimate range-dependent targets as a result of inherent range ambiguity [5].

Recently, radar systems face more challenging tasks in electronic warfare ECM applications, particularly, using deceptive signals/jamming [6–8]. The main object of the deceptive ECM is to generate deceptive signals to confuse/disrupt the radar system from detecting and/or tracking the true target(s) from the false ones.

Over the past years, digital radio frequency memory (DRFM) technology [9, 10] has been utilized to prevent hostile radar systems from achieving its deceptive purposes. However, it is realized that different jamming may cause serious degradation to the radar sensing performance. From the above contexts, it has become necessary for the modern radar systems to devise techniques with distinct advantages in the electronic counter countermeasure (ECCM).
Numerous researches have worked on ECCM primarily focusing on combating deceptive jamming [11–16]. According to the authors’ knowledge, only a few works are reported in ECCM applications using FDA technology, for instance [4, 17, 18] but ignore the propagation process of the radiated target signal. It should be mentioned that PA can be employed in ECCM applications. However, it is only angle dependent (i.e., 1-dimensional view). Therefore, there is a need to further investigate ECCM methods by exploiting the promising potentials of FDA (i.e., two-dimensional view range-angle beamforming).

Current works on FDA mainly focus on radar and communication applications, for instance [19–31]. Considering the extremely limited literature on FDA technology in ECCM applications, we propose Chebyshev window function to compute both the frequency diverse increment and transmit weights along symmetric array elements to counteract deceptive ECM signals. Taking the real constraint scenario into account, (i.e., propagation of the electromagnetic signal arriving at the true target position), we can discriminate between the true target and false target(s). Thus, the generated false targets by the jammer can be suppressed in either angular or range profile mismatch. We analyze SINR using minimum variance distortionless response (MVDR). In addition, we utilize generalized Neyman-Pearson rule to design multiple hypotheses to detect the true target detection from the false target(s), noises, and interferences. Herein, we adopt Swerling 1 model (i.e., target’s statistical features have time variations).

The rest of the paper is organized as follows. Section 2 presents symmetrical FDA Chebyshev window function technique. In Section 3, analysis of interference and deceptive jamming signals suppression is provided. Section 4 gives the performance evaluation. Section 5 provides simulation results, and finally, conclusions are drawn in Section 6.

2. SYMMETRICAL FDA CHEBYSHEV WINDOW FUNCTION TECHNIQUE

Consider the symmetrical FDA geometry shown in Fig. 1 with odd number of elements $P = 2N + 1$. The radiation frequency $f_n(t)$ is determined as [30]

$$f_n = f_0 + \Delta f_n; \quad -N \leq n \leq N$$

and the nonuniform frequency diverse increment is $\Delta f_n = \beta_n \Delta f$, with $\beta_n$ being the $n$th element coefficient computed by Chebyshev window function [32]. The benefits of using Chebyshev window-based tapering are: 1) simple computation, 2) enhanced sidelobe levels suppression, and 3) produces sharp mainlobe towards the true target location. The proposed frequency diverse increment $\Delta f_n$ is written in Eq. (2)

$$\Delta f_{N-n} = \Delta f \left\{ \frac{\cos \left( P \cos^{-1} [\Upsilon \cos \left( n\pi / P \right)] \right)}{\cosh \left( P \cosh^{-1} (\Upsilon) \right)} \right\}; \quad n = 0, 1, \ldots, 2N$$

where $\{ \}$ is a general Chebyshev window equation and $\Upsilon = \cosh \left[ (P)^{-1} \cosh^{-1}(10^\varepsilon) \right]$ with $\varepsilon$ utilized to control the sidelobes level in the true target coverage area.

![Figure 1. Standard FDA antenna geometry.](image-url)
factor is given in Eq. (3), where \( r_n = r - nd \sin \theta \) denotes the target range from the nth element; \( \theta \) is the direction; and \( c \) is the light speed.

\[
AF(\theta, r, t) = \sum_{n=-N}^{N} w_{T,n} \exp j \left[ 2\pi f_n \left( t - \frac{r_n}{c} \right) - j2\pi \alpha_n \Delta f \left( t - \frac{r_n}{c} \right) \right]
\]

Note that for the transmitted signal to arrive at the true target location \((\theta_0, r_0)\), we consider \( t \in [\frac{r_0}{c}, T + \frac{r_0}{c}] \) with \( T \) being the pulse duration [31]. Referring to Eq. (3), we can rewrite the symmetrical FDA transmit beamforming as

\[
\tilde{b}_{FDA}(\theta, r, t) = \left| \sum_{n=-N}^{N} w_{T,n} \exp \left\{ j\frac{2\pi f_0 nd \sin \theta}{c} \right\} \alpha_n \right|^2
\]

It should be noted that the weighting vector \( w_{T,n} \) in Eq. (4) can be designed to synthesis the desired transmit beampattern. Hence, we employ Chebyshev window function to compute the \( w_{T,n} \) given in Eq. (5)

\[
w_{T,N-n} = \frac{\cos \left( P \cos^{-1} \left( \tilde{Y} \cos \left( n\pi/P \right) \right) \right)}{\cosh \left( P \cosh^{-1} \left( \tilde{Y} \right) \right)}; \quad n = 0, 1, \ldots, 2N
\]

where \( \tilde{Y} = \cosh^{-1}(P) \), with \( \varepsilon \) used to control the sidelobes level for the weights. It is important to note that \( \varepsilon \) and \( \varepsilon_1 \), respectively, can be used to regulate the sidelobes levels appropriately to provide more degrees of freedom for the proposed scheme.

### 3. Analysis of Interference and Deceptive Jamming Signals Suppression

One of the main object of the radar system is to obtain the true target information, especially in a coverage scenario free from jammers or multiple interference sources. In case a radar system is jammed, the jamming signals suppress the desired target signals. Thus, erroneous information may be obtained. Therefore, there is a need for the radar system to devise methods to precisely estimate and/or distinguish between true target signals and false signals. In this section, interference and jamming signal characteristics are discussed.

Suppose that a true target is located at \((\theta_0, r_0)\). We also assume multiple interference sources at \((\theta_i, r_i)\) and repeated jammer generated false targets \((\theta_k, r_k)\). The received baseband signals at the receiver array are

\[
x(t) = \alpha_0 \phi_0 a(\theta_0, r_0) s(t - \tau) + \sum_{i=1}^{D} \alpha_i \phi_i b(\theta_i, r_i) s(t - \tau_i) + \sum_{k=1}^{K} \alpha_k \phi_k b(\theta_k, r_k) s((t - t_k) - (t - \tau_k)) + v(t)
\]

where \( \alpha_0 \) and \( \alpha_i \) are the complex amplitudes of the desired target and the ith interference source, respectively, and \( \alpha_k \) denotes the complex amplitude of the kth false target. \((\theta_k, r_k)\) is the kth false targets angular-range pair, \( t_k \) the observing time of the jammer, and \( \tau_k \) the time delay of the jammer. \( v(t) \) is the noise term with \( \sigma_v^2 \) variance. \( \phi_0 \), \( \phi_i \), and \( \phi_k \) are a constant for a given kth false target, true target, and the ith interference source, respectively, and the receive steering vector is \( b(\theta, r) \).

In radar systems, the reflected signal is utilized to detect the presence of a target. Since the probability of detection is related to the signal-to-noise ratio (SNR), we employ a matched filter whose impulse response is determined by the transmitted signal in a way that will result in the maximum SNR at the output of the filter when that signal and noise are passed through the filter. Therefore, after matched filtering, it yields

\[
y(\tau) = \alpha_0 u(\theta_0, r_0) + \sum_{i=1}^{D} \alpha_i u(\theta_i, r_i) + \sum_{k=1}^{K} \alpha_k u(\theta_k, r_k) + v(\tau)
\]
In Eq. (7), the first, second, third, and fourth terms on the right hand side represent the true target, interference sources, deceptive signals, and noise, respectively.

4. PERFORMANCE EVALUATION

4.1. Analysis of Signal-to-Interference-Plus-Noise Ratio (SINR)

We employ minimum variance distortionless response (MVDR) which can be expressed in the following optimization form:

$$\min_{w_R} w_R^H R_{i+v} w_R$$

s.t. $w_R^H u(\theta_0, r_0) = 1$ \hspace{1cm} (8)

where $w_R$ is represented by received weight, and $R_{i+v}$ denotes the covariance matrix representing the interference-plus-jamming-plus-noise which is given in Eq. (9) [33].

$$\hat{R}_{i+v} = \sum_{i=1}^{D} \sigma_i^2 u(\theta_i, r_i) u^H(\theta_i, r_i) + \sum_{k=1}^{K} \sigma_k^2 u(\theta_k, r_k) u^H(\theta_k, r_k) + \sigma_v^2 I$$ \hspace{1cm} (9)

![Figure 2. 2-dimensional range-angle beamforming illustrations: (a) Symmetrical FDA Chebyshev window function design for only time-dependent frequency increment at $t = 0.0025$ sec; (b) Symmetrical FDA Chebyshev window function design for both time-dependent frequency increment and transmit weight at $t = 0.0025$ sec; (c) log-FDA [35] for comparison purpose.](image-url)
The output SINR of the proposed scheme can be evaluated as
\[
SINR_{\Delta} = \frac{|w_R^H u(\theta_0, r_0)|^2}{w_R^H R_{ii} w_R}
\] (10)

### 4.2. True Target Probability of Detection

In order to evaluate the probability of detection performance, we describe the coverage region by devising multiple hypotheses taking into account Swerling 1 model. Then, we have the following forms:

\[
\begin{align*}
H_0 : y &= v \\
H_1 : y &= w_{T,a}(\theta_0, r_0) \otimes b(\theta_0, r_0) + v \\
H_2 : y &= z_1 + v \\
H_3 : y &= z_2 + v
\end{align*}
\]
(11)

where \(\otimes\) denotes the Kronecker product, and \(z_1 = \sum_{i=1}^{D} \alpha_i u(\theta_i, r_i)\) and \(z_2 = \sum_{k=1}^{K} \alpha_k u(\theta_k, r_k)\), respectively, denote interference and deceptive ECM signals. The Neyman-Pearson rule can be analyzed from the likelihood ratio test [34] as

\[
\begin{align*}
\Psi_1 &= \log \frac{P_r(y; H_1)}{P_r(y; H_0)} \quad H_0 \gtrless \xi \\
\Psi_2 &= \log \frac{P_r(y; H_1)}{P_r(y; H_2)} \quad H_2 \gtrless \xi \\
\Psi_3 &= \log \frac{P_r(y; H_1)}{P_r(y; H_3)} \quad H_3 \gtrless \xi
\end{align*}
\]
(12a, 12b, 12c)

where \(\xi\) represents the threshold for the true target detection. It should be noted that Eqs. (12a), (12b), and (12c) can be viewed as a unique permutation framework to test whether the true target exists or not in the coverage region.

### 5. SIMULATION RESULTS

The parameters for the simulation environment are: \(f_0 = 10\) GHz, \(N = 15\), and \(\Delta f = 30\) kHz, true target position \((25^\circ, 750\) km\). The transmit weights and frequency increment values are computed via Chebyshev window function as shown in Fig. 1. The sidelobes level is fixed at \(\varepsilon = \varepsilon_1 = 25\) dB. Note that the wave propagation will arrive at the true target location at \(t \in [0.0025\) sec, 0.0035 sec\] and \(T = 0.001\) s.

In Fig. 2, we plot the transmitted beampatterns of our proposed FDA Chebyshev window function. More importantly, we compare frequency increment designed based on Chebyshev window function only with that of frequency increment and transmit weight based on Chebyshev window function, respectively shown in Fig. 2(a) and Fig. 2(b). We notice that both figures have focused beamforming towards the true target. Importantly, the beamforming in Fig. 2(b) outperforms the one in Fig. 2(a) in terms of sidelobe levels which has been suppressed significantly in the surveillance region. In Fig. 2(c), we show the log-FDA beamforming [35] for comparison purpose. It is evident that the beamforming of our proposed scheme outperforms log-FDA beamforming [35].

Fig. 3 depicts how the proposed scheme is able to distinguish between true target at \(t = 0.0025\) sec and false target position \((25^\circ, 900\) km\) at \(t = 0.003\) sec. Note that the same angle direction but different ranges are assumed. As demonstrated in the figure, it is evidently clear that the proposed scheme has the potential in ECCM applications. Thus, true target can be differentiated from the false target(s) in the coverage region.

In plotting the output SINR, we consider the following: a true target with a fixed power of 12 dB, two generated false targets, namely, \((25^\circ, 900\) km\) and \((10^\circ, 600\) km\), with fixed power of 20 dB. Furthermore,
we assume that one interference is located at $(15^\circ, 650 \text{ km})$ with interference power fixed at 15 dB. Fig. 4 depicts the performance of the output SINR versus signal-to-noise ratio (SNR). It can be noticed in the figure that in the presence of deceptive ECM signals, the proposed scheme outperforms log-FDA [35] and standard FDA. Also, the figure does indicate that the standard FDA performance is degraded significantly compared to log-FDA [35] because of the range-angle dependent coupling effect.

In Fig. 5, we evaluate the proposed Chebyshev based FDA radar detection performance and compared with other radar systems. Note that we adopt the same parameters used in Fig. 4. We also set the probability of false alarm $P_{fa} = 10^{-5}$. As shown in the figure, the proposed Chebyshev based FDA radar, log-FDA [35], and standard FDA show a satisfactory detection estimation performance. However, our proposed Chebyshev based FDA radar yields better results than the other two radar systems. This is because the proposed Chebyshev based FDA produces more focused transmitted energy towards the true target location. We notice that for a probability of detection (Pd) of 0.9, the proposed scheme, log-FDA, and standard FDA SNRs are around $-13 \text{ dB}$, $-5 \text{ dB}$, and $4 \text{ dB}$, respectively. This implies that the proposed Chebyshev based FDA radar has the ability to detect and estimate the true target information along range-angle domain if present.
6. CONCLUSION

This paper proposes a symmetrical FDA using Chebyshev window function to compute the coefficients of both transmit weights and frequency increments. In doing so, we can directly estimate the true target range-angle from the proposed symmetrical FDA Chebyshev window function peak output. In addition, we achieve a low sidelobe with its mainbeam focused in the true target range-angle location. With this unique advantage, the proposed scheme has the ability to counteract the deceptive ECM signals. Further, we design multiple hypotheses using Neyman-Pearson-based rule to detect the true target from the deceptive ECM signals, interference, and noise. The numerical results show that the proposed symmetrical FDA Chebyshev window function is very attractive in ECCM applications. In our subsequent work, we plan to investigate new detection algorithms to enhance the proposed detection scheme in ECCM applications.
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