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ABSTRACT  The number of online social network (OSN) users is increasing daily and attacks and threats against over the time spent on online networks has been increasing equally. Attacks against OSN users exploit not only system vulnerabilities but also user-induced vulnerabilities, which naturally affect the hacker’s attack strategy as well. This study is designed to investigate the effect of social media user behaviors on their vulnerability level in terms of security and privacy. The study was conducted survey methods, which was applied to social media users in two countries - Turkey and Iraq. This study documents and analyzes the behaviors of 700 OSN users in two countries. This study examines the behaviors of social media users from two nationalities, investigating whether there is a relationship between social media users’ behaviors and security and privacy threats. Research findings demonstrate that there is a significant relationship between OSN users’ behaviors and their attitudes towards security and privacy. Additionally, Turkish social media users pay more attention to their behaviors in terms of privacy and security awareness than Iraq users.

INDEX TERMS  Cyber Attack, Cyber Security, Online Social Network (OSN), Social Media, User Online Behavior

I. INTRODUCTION

Online Social Networks (OSN) have become an integral part of the lives of billions. People from different regions of the world and from different age groups visit these networks, which have achieved remarkably widespread penetration, and continue to develop their prevalence. Social networks allow social media users to create user profiles, add other users, and see each other’s activities. Facebook (FB), Twitter, and many other Social Network users can do different types of activities on these sites such as post photos and update and comment on nearly anything every minute. Emerging through the Internet, these have started to spread over the so-called social network sharing sites. In a sense, this development has solidified and stabilized in the form of the modern communication channel we understand as “Social Network Sites”, networks operating through channels which enable interaction between people using multi-media data sharing. In the second quarter of 2019, Internet, social media, and mobile user statistics were published on the ‘We Are Social’ and ‘Hootsuite’ websites. In the report stated that 4.38 billion Internet users in the world make up 56% of the world population, while 45% of these (3.48 billion) are reported to be social media users. In 2018, Kemp found that 42% (3.19 billion) of 4.02 billion Internet users were social media users. Nielsen’s social networks report “Global Faces and Networked Places” observed that two thirds of the world’s Internet population spends time on social networking sites, an amount of time that corresponds to 10% of total Internet time. Social media is an integral part of our lives. With the widespread use of social networks, however, security problems that users may face in these networks have become important. Cranor et al. research into online privacy attitudes showed that social media users express a high level of concern about privacy on the Internet. Also, users are concerned with the way their data will be used. The best example to cite in support of their claims is Facebook. In 2010, Facebook made all kinds of information in all user accounts...
available to application developers (NGOs, academicians, analysis companies, software developers, etc.). In 2014, on the other hand, a personality test application was launched on Facebook via the Global Science Research Company. This application enabled Facebook developers to access the data of their Facebook friends in addition to their personal data. In this way, approximately 50 million Facebook users’ profiles were hacked. Facebook provided the following explanation after the incident: “People knowingly shared their information and there was no entry to any system; passwords and sensitive information were not stolen or hacked” [6]. Here, it is clear that the behaviors of users of Online Social Networks (OSN) have a big impact on information security. In this context, this study analyzes the behavior of social network users in terms of information security and privacy. We aim to determine the relationship between the behaviors of OSN users and security/privacy. In this context, users belonging to two different cultures (Turkish and Iraq) are included in the study. Hence, the effect of the different cultures is also investigated in terms of security and privacy awareness. The rest of the paper is organized as follows: Section 2 introduces related work. Section 3 describes our work. Section 4 presents our results. Finally, conclusion and future work is given in Section 5.

II. RELATED WORK

Christofides et al. [7] studied awareness of users’ privacy on social networking sites and how this awareness is reflected in their attitudes, observing that although users have some awareness of privacy issues, they still reveal a lot of information about themselves. The reason for this was reported as being their desire to build their own identities. O’Brien and Torres [8] subsequently supported these findings with their 2012 study on the awareness of OSN users on privacy and how their behavior was affected by this awareness. In the study, they observed that the level of trust in social networking sites was low. In particular, they found that users older than 30 years of age were the least trusting group. However, they also observed that low trust levels did not affect what OSN users shared on social media. The youngest group (those between 18 and 21 years of age) was the one divulging the highest amount of information about themselves. Although users between the ages of 26 and 29 spent less time on social media compared to others, the number of their friends on social media accounts was found to be higher. At the same time, the 26 - 29 age group was found to be more cautious in using protective security tools, with a rate of 92.3%. On the other hand, a major finding of the study was that OSN users neglect security issues to ensure social interaction. The authors additionally remarked that both social media tools and OSN users are responsible for the protection of privacy.

In addition, the rate of profile updates shows that OSN users do not feel uncomfortable about privacy. On the other hand, [9] observed that most of social media users are aware of security settings, but they do not change the default privacy settings. Madden [10] observed that half of social media users have difficulty in managing their privacy settings. In all, 48% of OSN users have difficulty managing the privacy controls on their social media accounts while 49% OSN users say that it is “not difficult at all”. However, [11] reached analyzing the threats related to user activities, they observed that 68.90% of the users updated their privacy settings against threats and dangers that may come from the social media environment. They concluded that users generally are aware of and think about privacy settings, in addition to the fact that young users post more information at a higher rate than all other age groups. The authors observed that young online social network users are concerned about the confidentiality of information. In particular, 90% of them keep their privacy settings up to date. Nonetheless, a review of the literature suggests that a definitive judgment has not yet been reached on the variable observations of user behaviors regarding security settings. Within the context of technology developing at breakneck speed and ever easier access to the Internet, use of social media and the time spent on social media increase constantly. Ellison et al. [12] considered the time OSN users spent on social networks, observing that users who spend 10 to 30 minutes a day on social media have between 150 and 200 friends in their social media profiles. They also found that the users preferred to be friends on social media with their existing friends, people living with them, neighbors, or classmates, rather than meeting and being friends with new people on social media. However, [13] reached results in their study different from those of Ellison, Steinfield, and Lampe. They observed that 31% of social network users are using it to get to contact with new people, otherwise 21% of users using it to keep in touch with their beloved friends and only 14% of them using it for general socializing as given in Fig. 1. A Secure Life published the results of a 500-person survey conducted in September 2019 via Pollfish. According to the results of the research, 26% of social media user have created a fake social media profile. Ghafari et al. [14] have completed a broad analysis on trust prediction and presented challenges faced during the trust prediction process in OSN, addition to this the state-of-the-art have been classified in pair-wise trust prediction in OSN.
popular web application attacks. The main concept of XSS
attacks is to exploit the security of the web-client in the web
application through executing malicious code to aggregate
sensitive data and users' cookies [24]. XSS can attack OSNs
and separate among users as a viral worm [25]. In April
2009, the XSS based worm, Mikeyy, rapidly transmitted
through tweets across Twitter and infected many users’
profiles [26]. Phishing attacks, the final threat to users
handled here, are a type of social engineering used to
obtain users’ private and sensitive data by representing a
legitimate TP. A survey [27] revealed that those users who
interacted on OSN web pages are more likely to fall for
phishing scams because of their social and trusting nature.
For example, the phishing attack on FB drew users to fake
FB login pages. Then, it propagated itself through users by
asking friends to click on a link posted on the main user’s
profile page [28]. As OSNs allow their users to publicly
exchange and share personal information with others easily,
users become a good target for attackers. The leakage of
personal and sensitive information, naturally, might have
negative implications for the OSN users, however. The
OSNs allow Third Party Application (TPA) providers to
design applications for the OSN, and to run them on its
platform, such as the Application Programming Interface
(API) in FB. These TPAs are extremely common through
OSN users. Since the users connect and permit TPAs to
access their privacy information, these apps can reach user’s
information automatically. In addition, TPAs are able to
post on users’ profiles or a user’s friend’s profile, or may
be able to reach other users’ data without those users’
knowledge [29]. This causes security and privacy breaches
and exposure to many kinds of attacks. Although different
models and a variety of types of solutions are proposed
to improve the users’ privacy and security, these solutions
couldn’t help users in protecting themselves from hackers
and other threats [30], [31]. This is because most theories
and models suggested by researchers require OSN users to
have skills and experiences in the security field. This lack
of awareness among users decreases the usability of the
suggested models and doesn’t have an impact on reducing
the effect of OSN based threats. Although many studies
[32] have analyzed the behavior of OSN users from different
perspectives, the issue of their relationship with security and
privacy threats that may be caused by user behavior is still
a relatively new one. In this study, the behaviors of users
that might cause privacy and security attacks are analyzed.
In addition, data on the behaviors of users from different
cultures were collected by a questionnaire. The collected
data were analyzed in relation to security-privacy threats. In
order to reach users from different cultures, we administered
surveys to social media users living in Turkey and Iraq with
different demographic characteristics.

### III. OUR WORK

In this study, we first use our previous study [33], which
collects common user behaviors affecting each user’s level of
security and privacy vulnerability. Some common behaviors
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of OSN users that make them easy prey for hackers [34], [35]. These behaviors may include trusting friends or strangers, spending more time on OSNs, tagging, Check-In places, downloading unknown files, playing online games, downloading apps, joining many groups, adding, accepting, and making friends with unknown users, sharing too much personal information and too many photos, clicking on links and attractive videos and photos, and chatting, calling, and exchanging data through OSNs. Then behaviors belonging to the specific attack are identified to measure user OSN usage characteristics for different kind of threats. After identifying these behaviors, we prepared a questionnaire to collect data from different cultures.

A. INPUT DATA PREPARATION

In order to collect data on user behavior, we applied the field research method in the study and obtained data using the questionnaire technique. The population, sampling, data collection tools, data analysis, and research hypotheses were determined within the framework of this methodology in the study. The population of the study consisted of social media users from different cultures, Turkey and Northern Iraq. Due to the large population of the research and time and cost constraints, we were able to reach a total of 1000 social media users – 500 Turkish and 500 Iraqi OSN users selected by simple random sampling. This number is thought to represent the population of the study. We prepared a questionnaire as a data collection tool. Including 30 questions in total, the questionnaire consisted of three sections: user characteristics, privacy, and confidentiality. Two different data sets were obtained from the questionnaire and they were identified as (30x343) KR and (30x357) TR. The questionnaire was prepared according to scenarios for an attack or a vulnerability. However, the questionnaire data of 343 Iraqi and 357 Turkish users were used in the study after excluding the forms in which questions went answered, clear answers were not obtained, or questions were answered incorrectly. In total, 700 questionnaires were recorded. Research findings can be generalized with a ± 5% sampling error within a 95% confidence interval. The questionnaire items, on a five-likert type scale, indicated the relevance of the expressions in the questionnaire on a scale from 1 to 5. The range of the scale was calculated on the basis of the following formula: (a = array width/the number of group interviews) and the scale was formed accordingly. In the five-point Likert scale, the items are ranked as “completely disagree (1,00-1,80)”, “not agree (1,81-2,60)”, “uncertain (2,61-3,40)”, “agree (3,41-4,20)” and “completely agree (4,21-5,00)”.

B. USER PROFILES: DEMOGRAPHY

In this section, we give the OSN user properties of the participants in this study. Specifically, we provide their main profiles in terms of demography, OSN usage frequency, and number of friends on social media. The nationalities of the 700 individuals who participated in the study are shown in Table 1, while their demographic information including gender, age, and educational status is given in Table 2.

The study comprised 51% Turkish, and 49% Iraqi, participants. This distribution showed that the research sample was based on an equal distribution in terms of nationality. Table 2 shows gender, age and educational level of the participants. In addition to demographic questions, the participants were asked how many hours they spend on social media and how many friends they have on their accounts.

Table 3 shows the frequency distribution of the number of hours a day OSN users spend on social media.

As can be seen in Table 3, 250 (35.7%) participants spend 1 - 2 hours on social media per day, 214 (30.6%) participants spend 2 - 4 hours, 139 (19.9%) participants spend 4 – 6 hours, 52 (7.4%) participants spend less than 1 hour, and 45 (6.4%) participants spend more than 7 hours. Table 4 shows the frequency distribution of the number of OSN users' social media friends.

Table 1: Distribution of OSN Users by Nationality

| Nationality | Frequency | Percentage | Valid | Cumulative |
|-------------|-----------|------------|-------|------------|
| Turkish     | 357       | 51         | 51    | 100        |
| Iraqi       | 343       | 49         | 49    | 100        |
| Total       | 700       | 100        | 100   | 100        |

Table 2: T-Test on Internet Usage Levels of OSN Users by Nationality

| Gender | Male | Female | Percentage | Valid | Cumulative |
|--------|------|--------|------------|-------|------------|
| Male   | 120  | 193    | 237        | 150   |
| Female | 280  | 72     | 76         |       |

| Age     | School | High School | Undergraduate | Master’s Degree | PhD |
|---------|--------|-------------|---------------|-----------------|-----|
|          | 258    | 0           | 94            | 3               | 2   |

Table 3: Frequency Distribution of How Many Hours a Day the OSN Users Spend on Social Media

| Frequency | Percentage | Valid | Cumulative |
|-----------|------------|-------|------------|
| Less than 1 hour | 7.4 | 7.4   |
| 1 - 2 hours     | 35.7 | 35.7  |
| 2 - 4 hours     | 30.6 | 30.6  |
| 4 - 6 hours     | 19.9 | 19.9  |
| 7 hours and more| 6.4 | 6.4   |
| Total           | 100  | 100   |
Leakage attacks and Threats Targeting Children attacks include Fraud attacks, Phishing, XSS. Modern Threat Information channel(s) toward the victim. In this paper, we consider three OSN users. Through these channels, attackers can victimize OSN to find open channels to access or to connect with OSN. The attacker uses different techniques to breach the users' confidentiality. The attacker uses different techniques to breach the users' confidentiality. The attacker uses different techniques to breach the users' confidentiality.

In this study, due to their behavior identification common usage, we selected three types of classical attacks used by the attackers. We investigated the behaviors of these attacks to identify the channel or the process that an attack pursues to penetrate systems. In most cases, attackers try to find open channels to access or to connect with OSN users. Through these channels, attackers can victimize OSN users. Each attack has its own policy to find an open channel(s) toward the victim. In this paper, we consider three main group of attacks which are Classic Threat (Internet Fraud attacks, Phishing, XSS), Modern Threat (Information Leakage attacks) and Threats Targeting Children attacks (Cyber Bullying attacks).

1) Internet fraud: The phrase of internet fraud, refers to any access by using internet to fraud or obtain advantage of online users, and also recognized as "cyber fraud". The attacker uses social engineering techniques to attempt to trick OSN users into making strong friendship or installing software that can spy on what the user type. In the earlier period, fraudulent utilized traditional in person social networks, such as weekly group meetings, to continuously promoting sturdy relations with their possible victims. Recently, according to the North American Securities Administrators Association [36], 2011 by the growing publicity of OSNs, scam genius have overturned to OSNs to set up a trust relationships with their OSNs victims, and then they get advantages of private information that are shared in the online user’s profiles. In the latest years, for instance, scammers have been hacking into the accounts of FB users who journey in a foreign country. Once they handle to log into a victim’s account, the fraudulent cunningly ask the user’s friends for assisting to transmitting money to the fraudster’s bank account.

2) Phishing is another method that attackers use to steal the user’s ID and password. Attackers may drop an interested link that direct users for another re-logging [27], [30]. Once the re-logging is done, the user credential “ID and password” is not confidential any more, since the attacker has a copy of them (Phishing).

3) Cross-site scripting (XSS) attacks: Cross-site Scripting (or XSS) is one of the most popular web application attacks. The main concept of XSS is to exploit the security of the web-client in the web application through executing malicious code to aggregate sensitive data and cookies of users. XSS can attack OSN and separate among users as a viral worm [25]. During April 2009, the XSS based worm, called Mikeyy, rapidly transmitted through tweets across Twitter and infect the profile of many users [26]. Setting and managing cookies are another issue that opens channels for attackers. Through existing cookies, an attacker can find or learn the type of cookies that are accepted by the user’s browser. Then, the attacker can design such cookies and use them maliciously. Such a scenario is related to the Cross-site Scripting and Cross-site request forgery attacks [24], [37].

4) Information Leakage attack is another popular type of OSN attack, in which the attacker tries to collect information to breach the users’ confidentiality. The attacker uses different techniques to breach the user’s privacy and get them to disclose individual information. This process occurs when the user does not change his/her privacy setting, and on daily bases he/she shares many sensitive data over OSNs [38]. OSN allows their users to publicly exchange and share personal information with others easily. Therefore, users become a good target for attackers.

Table 4: Frequency Distribution of the Number of Friends of the OSN Users in Social Media

| Frequency | Percentage | Valid Percentage | Cumulative Percentage |
|-----------|------------|------------------|-----------------------|
| 1 - 100   | 54         | 7.7              | 7.7                   |
| 101 - 200 | 108        | 15.4             | 15.4                  |
| 201 - 300 | 158        | 22.6             | 22.6                  |
| 301 - 400 | 202        | 28.9             | 28.9                  |
| Over 400  | 178        | 25.4             | 25.4                  |
| Total     | 700        | 100              | 100                   |

As can be seen in Table 4, 202 (28.9%) participants have social media friends in the range of 301 - 400 friends, 178 (25.4%) participants have 400 and above social media friends, 158 (22.6%) participants have 201 - 300 social media friends, 108 (15.4%) have 101 - 200, and 54 (7.7%) have 1 - 100 social media friends.

C. RESEARCH HYPOTHESES

In order to inspect the attack behavior performance results based on nationality, we used the following hypotheses. Our aim is to explore the effect of the cultures on user behaviors in terms of security and privacy awareness.

- H1: There is a significant relationship between the nationality of OSN users and the frequency of Internet use.
- H2: There is a significant relationship between the nationality of OSN users and the frequency of using pseudonyms in their social media accounts.
- H3: There is a significant relationship between the frequency of OSN users’ use of social networks and their use of protective security tools.
- H4: There is a significant relationship between parents’ follow-up of their children’s activities on OSN and their nationality (Iraqi/Turkish).
- H5: There is a significant relationship between the time spent on the Internet and the number of followers.
- H6: There is a relationship between the behaviors of OSN users and their attitudes towards privacy/security.

D. CONSIDERED ATTACKS BASED ON USER BEHAVIORS

In this study, due to their behavior identification common usage, we selected three types of classical attacks used by the attackers. We investigated the behaviors of these attacks to identify the channel or the process that an attack pursues to penetrate systems. In most cases, attackers try to find open channels to access or to connect with OSN users. Through these channels, attackers can victimize OSN users. Each attack has its own policy to find an open channel(s) toward the victim. In this paper, we consider three main group of attacks which are Classic Threat Internet Fraud attacks, Phishing, XSS), Modern Threat (Information Leakage attacks) and Threats Targeting Children attacks (Cyber Bullying attacks).

1) Internet fraud: The phrase of internet fraud, refers to any access by using internet to fraud or obtain advantage of online users, and also recognized as "cyber fraud". The attacker uses social engineering techniques to attempt to trick OSN users into making strong friendship or installing software that can spy on what the user type. In the earlier period, fraudulent utilized traditional in person social networks, such as weekly group meetings, to continuously promoting sturdy relations with their possible victims. Recently, according to the North American Securities Administrators Association [36], 2011 by the growing publicity of OSNs, scam genius have overturned to OSNs to set up a trust relationships with their OSNs victims, and then they get advantages of private information that are shared in the online user’s profiles. In the latest years, for instance, scammers have been hacking into the accounts of FB users who journey in a foreign country. Once they handle to log into a victim’s account, the fraudulent cunningly ask the user’s friends for assisting to transmitting money to the fraudster’s bank account.

2) Phishing is another method that attackers use to steal the user’s ID and password. Attackers may drop an interested link that direct users for another re-logging [27], [30]. Once the re-logging is done, the user credential “ID and password” is not confidential any more, since the attacker has a copy of them (Phishing).

3) Cross-site scripting (XSS) attacks: Cross-site Scripting (or XSS) is one of the most popular web application attacks. The main concept of XSS is to exploit the security of the web-client in the web application through executing malicious code to aggregate sensitive data and cookies of users. XSS can attack OSN and separate among users as a viral worm [25]. During April 2009, the XSS based worm, called Mikeyy, rapidly transmitted through tweets across Twitter and infect the profile of many users [26]. Setting and managing cookies are another issue that opens channels for attackers. Through existing cookies, an attacker can find or learn the type of cookies that are accepted by the user’s browser. Then, the attacker can design such cookies and use them maliciously. Such a scenario is related to the Cross-site Scripting and Cross-site request forgery attacks [24], [37].

4) Information Leakage attack is another popular type of OSN attack, in which the attacker tries to collect information to breach the users’ confidentiality. The attacker uses different techniques to breach the user’s privacy and get them to disclose individual information. This process occurs when the user does not change his/her privacy setting, and on daily bases he/she shares many sensitive data over OSNs [38]. OSN allows their users to publicly exchange and share personal information with others easily. Therefore, users become a good target for attackers. The Leakage...
Table 5: Correlations between the Scales

| R       | Correlation |
|---------|-------------|
| 0.00 - 0.25 | Very Weak |
| 0.26 - 0.49 | Weak       |
| 0.50 - 0.69 | Medium     |
| 0.70 - 0.89 | High       |
| 0.90 - 1.00 | Very High  |

Table 6: T-Test on Internet Usage Levels of OSN Users by Nationality

| Nationality | N  | X   | SS  | Sd  | t   | p   |
|-------------|----|-----|-----|-----|-----|-----|
| Turkish     | 357| 3.20| 1.230| 669.436| -3.849| <0.05*|
| Iraqi       | 343| 3.52| .958 |       |     |     |

*p < 0.05

Table 7: T-Test on the Use of Pseudonyms in Social Media according to the Nationality of OSN Users

| Nationality | N  | X   | SS  | Sd  | t   | p   |
|-------------|----|-----|-----|-----|-----|-----|
| Turkish     | 357| 1.98| 1.371| 467.411| 5.119| <0.05*|
| Iraqi       | 343| 1.58| .540 |       |     |     |

*p < 0.05

E. DATA ANALYSIS

We analyzed the data obtained from the study in two ways. First, we used Excel to analyze user behaviors in response to the three types of threats. Here, we classified user behaviors into three groups in terms of their robustness to the attacks: Secure, Moderate, and Insecure. We also investigated results based on nationality to analyze the effect of culture on user behavior data. We used SPSS 22.0 software to evaluate the data. In this context, seven research hypotheses are investigated. Descriptive statistical methods (Number, Percentage, Mean, Standard deviation) were used to evaluate the data. In addition, Chi-square analysis was used to compare the grouped variables. The results were evaluated at a 95% confidence interval and 5% significance level. Statistical techniques such as arithmetic mean (x) and t-test were used in data analysis. The relationship between the variables of the study was tested with Pearson’s correlation analysis. The correlation between the scales is given in Table 5.

This study adopts a Quantitative Research method to meet the research objectives. The aim of this research is to arrive at statistically-valid conclusions for our research questions in order to clarify the relationship between user behaviors and their security-privacy vulnerability status.

IV. RESULTS

A. EVALUATION OF HYPOTHESIS DATA

H1: There is a significant difference between the nationality of OSN users and frequency of Internet use. Table 6 shows the independent sample t-test results, which are used to determine whether there is a significant difference in the frequency of Internet use according to the nationality of OSN users, which is one of the sub-objectives of the study.

Analysis of Table 6 demonstrates that there is a significant difference between the attitudes of Turkish and Iraqi social media users about the frequency of their Internet use \( t(669.436) = -3.849, p < 0.05 \). In addition, the arithmetic mean values were examined to determine the group that had the highest average and it was observed that the social media usage frequency of the Iraqi OSN users (X = 3.52) was higher than that of the Turkish users (X = 3.20). The difference is considered statistically significant at the level of 0.05. Consecutively, it is understood that Iraqi social media users use social media more frequently than Turkish users.

H2: There is a significant difference between the nationality of OSN users and the frequency of using pseudonyms in their social media accounts.

Table 7 shows the independent sample t-test results, which are used to determine whether there is a significant difference between the nationality of OSN users and the use of pseudonyms in their social media accounts, which is another of the sub-objectives of the study.

Table 7 demonstrates that there is a significant difference between the Turkish and Iraqi social media users in terms of pseudonym use in their social media accounts \( t(467.411) = 5.119, p < 0.05 \). The arithmetic mean values were examined to determine the group that had the highest average, and it was observed that more Turkish OSN users (X = 1.98) used pseudonyms on social media than Iraqi users (x = 1.58). The difference is considered statistically significant.
at the level of 0.05. It can thus be understood that a higher number of Turkish social media users use pseudonyms than Iraqi users.

H3: There is a significant relationship between the frequency of OSN users’ use of social networks and their use of protective security tools.

Furthermore, we conducted analysis in this study to determine whether there was a significant relationship between OSN users’ frequency of social network use and their use of protective security tools, another of the sub-objectives of the study. Since Skewness and Kurtosis values are between -1 and 1 for these two variables, the data show normal distribution. We used Pearson’s correlation test to find the relationship between these variables. The results of the correlation analysis are given in Table 8.

As seen in Table 8, there is no significant relationship between OSN usage frequency and users’ use of security and privacy in browser settings (r = 0.057, p > 0.05). Accordingly, there is no relationship between OSN usage frequency and users’ checking security and privacy in browser settings. This result shows that usage frequency of the user does not have an affect on the knowledge of security and privacy setting in OSN.

H4: There is a significant relationship between social media users supports on parental follow-up and the nationalities of the users (Iraqi/Turkish).

This correlation analysis showed that there was a low level of positive correlation between the social media users views on parental follow-up and the nationalities of OSN users (r = 0.076, p < 0.05), at 0.05 significance level.

In addition, the results of the cross analysis in Table 10 showed that 17% of Turkish users strongly agree and 29% agree with the statement “parents’ should follow-up on their children’s OSN activities”. Iraqi OSN users (19%) mostly disagree with the statement “parents follow their children’s OSN activities”.

H5: There is a significant relationship between time spent on the Internet and number of followers.

One of the aims of the study was to determine whether there is a significant relationship between the time spent on the Internet and the user’s number of followers. Pearson’s correlation test was used to find the relationship between these variables. The results of the correlation analysis are given in Table 11.

According to the results of the correlation analysis, a significant and positive correlation was found between the time spent on the Internet of OSN users at a significance level of 0.01 and the number of followers (r = 0.426, p < 0.01). This can briefly be interpreted as follows: The number of followers increases as the time spent on the Internet increases.
of followers in the OSN may increase as OSN users spend more time on the Internet, or, vice versa, as the time spent on the Internet by OSN user’s decreases, the number of followers in the OSN may decrease.

H6: There is a relationship between privacy and security behaviors for OSN user.

The main purpose of the study was to determine whether there is a significant relationship between the behaviors of OSN users and their attitudes towards privacy and security. Pearson’s correlation test was used to find the relationship between these variables (privacy and security). The results of the correlation analysis are given in Table 12.

According to the first result of the correlation analysis, a significant low and positive relationship was found between the behaviors of OSN users and their attitudes towards security ($r = 0.124$, $p < 0.01$) at a significant level of 0.01. This can be interpreted as indicating that the more social media users pay attention to their behaviors on the OSN, the greater their awareness of security attitudes on the OSN. According to the second result of the correlation analysis, a moderate and positive relationship was found between the behaviors of OSN users and their attitudes towards privacy ($r = 0.308$, $p < 0.01$) at a significant level of 0.01. In other words, the more OSN users pay attention to their social media behaviors, the more they increase their awareness of privacy. According to the last result of the correlation analysis, a significant, low level, and positive correlation was found between the behaviors of the OSN users and their attitudes towards privacy ($r = 0.082$, $p < 0.05$) at the significance level of 0.05. This can be interpreted as follows: As the OSN users’ awareness of security increases, their awareness of privacy increases as well. It is predicted that the reason for the weak level of relationship may be due to the other independent variables which affecting our independent variables and which we do not include in the scope of the research.

**Table 12: Correlation Test for OSN Users between Privacy and Security**

|          | 1   | 2   | 3   |
|----------|-----|-----|-----|
| 1-) Behavior | r   | p   | N   |
|           | 0.124** | 0.001 | 700 |
| 2-) Security | r   | p   | N   |
|           | 0.308** | 0.082* | 700 |
| 3-) Privacy | r   | p   | N   |
|           | 0.000 | 0.030 | 700 |

**p < 0.01 * p < 0.05. r: Pearson’s correlation coefficient p: Significance N: Number of OSN users**

In this section, we analyze the relation between each attack scenario and OSN users’ behaviors that may cause security and privacy treats. Our methodology starts with a comprehensive investigation of the most common threats and attacks that may prey on OSN users’ vulnerabilities. Our work has analyzed these attacks and threats in terms of user behavior. Then, survey questions are formulated to check the behavior of a user for a specific attack. For example, one of the attacks is malware. The literature demonstrates that malware bears a strong relationship with the duration that a user will be online [35]. Therefore, a suitable question to check the vulnerability of a user is “When finishing your activities on OSN, do you disconnect from the internet?” The answer of this question, as well as all others, has five levels: "strongly agree, agree, fair, disagree," and "strongly disagree". Through a number, the user will define the vulnerability level of him/her against a wide range of attacks. When a user asks thirty questions, the work gets thirty user reactions to three kind of attack types. All of the users attack related behaviors are collected and grouped into three ranges: insecure, moderate, and secure where the insecure range indicates the user behaviors are vulnerable to the attack, moderate range indicates unidentified user behavior for the attack and secure range indicates the user behaves more securely on social media compared to the other groups. We expect secure people may experience fewer attacks compared to the other groups. In this study, we focus specifically on three group of attacks: Classic Threat (Internet Fraud attacks, Phishing, XSS), Modern Threat (Information Leakage attacks) and Threats Targeting Children attacks (Cyber Bullying attacks).

Fig. 2 gives user behaviors considering to Internet Fraud attacks without differentiating nationality. It shows that for this kind of attack, 50% of users have reliable behaviors on social media while 42% of users have unreliable behaviors. Additionally, 8% of users have not identified in terms of security risk for this attack.

Fig. 3 presents user behavior distribution based on the
of users have not identified in terms of security risk for this attack.

Fig. 7 suggests that three vulnerability ranges for XSS (Cross Site Scripting) attack based on nationalities. It shows that 36% of Turkish users are vulnerable to this attack while 42% of Iraqi users are insecure. In the secure group, we observe once again a noticeable gap between these two cultures. 54% of Turkish users have reliable behaviors on social media while 45% of Northern Iraqi users have reliable behaviors on social media. According to this result, Turkish users have more secure behaviors than Iraqi users and Iraqi users have more insecure behaviors than Turkish users in terms XSS (Cross Site Scripting) attacks.

Fig. 8 shows general user behaviors for an Information Leakage attack. It shows that 40% of users present secure behavior for this kind of attack. It is also given that 55% of user presents more vulnerable compared to the other groups. Additionally, behaviors collected from 5% of users have not identified.
users have more insecure behaviors than Turkish users and Turkish users have more secure behaviors than Iraqi users in terms of Information Leakage attacks.

Fig. 10 shows general user behaviors for a CyberBulling attack. It shows that 30% of users presents secure behavior for this kind of attack. It is also given that 65% of user presents more vulnerable compared to the other groups. Additionally, behaviors collected from 5% of users have not identified.

Fig. 11 suggests that three vulnerability ranges for CyberBulling attack based on nationalities. It shows that 42% of Turkish users are vulnerable to this attack while 89% of Iraqi users are insecure. In the secure group, we observe once again a noticeable gap between these two cultures. 51% of Turkish users have reliable behaviors on social media while 8% of Northern Iraqi users have reliable behaviors on social media. According to this result, Turkish users have more secure behaviors than Iraqi users and Iraqi users have more insecure behaviors than Turkish users in terms of CyberBulling attacks.

V. CONCLUSION

In this paper, we aimed to analyze social media user behaviors in terms of security and privacy. In order to investigate user behaviors, we conducted surveys in two different countries: Turkey and Iraq. Then we analyzed data obtained from Turkish and Iraqi social media users so as to present the region and culture effect on user behaviors. Then, we identified the vulnerability level (insecure, moderate, and secure) of the two cultures for Internet Fraud, Information Leakage and Behavior, CyberBulling attacks based on their behaviors.

Our behavior analysis results show that Iraqi social media users use social media more frequently than Turkish users. Moreover, it was observed that a higher number of Turkish social media users use pseudonyms on social media than Iraqi users. We observed that the number of followers in the OSN environment increased as the time spent on the Internet by OSN users increased. This can be interpreted as meaning that social media users pay attention to and value the number of followers in today’s world, one in which the perception of popularity on social media is associated with the number of followers.

In addition, when the views of social media users on parental follow-up are examined that Turkish OSN users believe that parents should follow the activities of their children on the OSN more frequently than Iraqi users. The data obtained in our study revealed, simply, that cultural differences affect social media usage habits. We conclude that Iraqi social media users have a higher level of vulnerability than Turkish users for all types of attacks that were included in this study. These results have verified the hypothesis that there is a significant relationship between behavior and exposed threat and their attitudes towards privacy/security.
Further, it seems that the more OSN users pay attention to their behaviors on social media, the greater their awareness of security and privacy will be. As security awareness among OSN users increases, a concurrent increase in their awareness about privacy increases seems also to take place. The boundaries of this study are made by considering 2 cultures (Iraq, Turkey) since we could only able to reach the data of these 2 cultures for this study. As a future work, we have a plan to include more cultures to be analysed and compare the difference. Additionally, we plan to investigate the effect of user profiles such as education, age etc. on user behaviors to deepen the analysis of our results. Our paper gives some new knowledge and insights to Security and Privacy Area in terms of user behaviors by considering different kind of security attack scenarios. Based on our resource findings, two different recommendations are obtained.

- It is quite essential that security specialists, software security coders should have well elaborated our results. Then, they should adapt new security and privacy solutions based on user behavior and treatment strategies after security attacks by considering our paper results.
- Both, governments (Iraq, Turkey) and private sector, are invited to set up, and keep renewing, the foundation and facilities for a competent system of social media communications by enhancing security and privacy rules.
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