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Abstract. During the Covid-19 pandemic, almost all jobs and activities to be limited, relying on the internet network. Data security in an internet network is most important and needs to be a concern for internet users. The internet network is a public network, which is vulnerable to security attacks. Attacks may occur to retrieve user data in the form of a username and password. This study conducts system design to improve the security of the username and password data when logging into web applications. Login using One-Time Password (OTP) verification by implementing the AES algorithm and Blowfish to encrypt the verification code. The verification code uses an SMS gateway. Testing is done by looking at security performances and comparing the performance of the Blowfish and AES algorithm. The results of the design research show that OTP is running well where the AES algorithm performance has advantages in terms of encryption and decryption speed compared to the Blowfish algorithm with a difference of ± 0.015 milliseconds for encryption and ± 0.04 milliseconds for decryption.

1. Introduction

The development of communication devices makes it easier for a person to communicate over long distances by sending text, voice, image, and video information over the internet network [1]. Especially during the Covid-19 pandemic, almost all jobs and activities to be limited to using the internet [2]. Without having to go out of the house. The internet is a network of computers that are connected. Communication across public networks such as the internet has the potential for data theft or alteration by unauthorized parties [3]. Therefore, tools for the login security of data must be available. Confidentiality of information data sent or received is the most important thing so that only certain people can access that information data. One of the problems in information data security [4] is that when a user identifies himself in a web application [5], the web application needs to verify the user's identity. The way to authenticate users on the web application is by using a password [6]. Static passwords are codes that frequently use multiple times to log into web applications, leaving them vulnerable to account security.

Based on the results of sharing vision research to 151 social media [7] respondents, it shows that 13.6% of the passwords are known to others, and 9.9% of account theft. The 2017 Data Breach
Investigation Report (DBIR) contained 81% of hacks using passwords [8]. Some of the criminal techniques used to get passwords are sniffing [9], which is a wiretapping activity carried out on the network, so that to maintain the confidentiality of information data, data security is required. Data security guarantees the login security of applications in the internet network. The application of login security can provide through login verification. This verification means providing a code via another device such as an SMS, token [10], or something else [11].

This study aims to design a login security application using One Time Password (OTP). OTP is a login verification code that is only used for one login. The OTP verification code is sending through a gateway server equipped with an encryption algorithm. Previous research about One Time Password (OTP) are studies modified 256 bit AES algorithm to activate new applicant accounts [12], key renewal with Shannon security AES [13], using multi authentication with Blowfish Algorithm, [14], RSA, AES [15] [18]. This research has not yet compared the performance of OTP encryption data. Therefore, this research will try to compare them.

2. Methodology

The research method begins with designing an OTP system, then evaluating it by looking at security performance and comparing the performance of the encryption algorithms of AES and Blowfish. Algorithm performance is measure by time speed. Time speed is a comparative parameter that aims to calculate the speed of the OTP encryption, decryption process and Avalanche effect.

3. Result and Discussion

Following the analysis of user needs in designing the OTP system, for the first time, the user registers the name, password, email, and cellphone number used to send OTP messages. Next, verify to activate the account and log in using the username and password when registering initially.

Before successfully logging in to the user page, the OTP insert menu will appear. Check the SMS from the cellphone that was register earlier. Enter the OTP code into the OTP Key insert menu. The system will validate the OTP code. This OTP is only used for one login. If successful, it will enter the application user page. When sending an OTP message on a public network, the message is encrypted using the Blowfish Algorithm and AES into an OTP key code. So that OTP messages are not stolen [16] by third parties or attacker.
Figure 2. OTP Application

In the testing of the application has been running well. When the web application is running, the user can enter a username and password on the login page. The system will perform user validation. If valid, the system will send an OTP code to the user via the mobile number registered in the database. Enter the OTP code on the Insert-OTP-Key menu display. If successful, the user will enter the user page (dashboard).

Furthermore, testing the performance of the encryption algorithm by comparing the AES and Blowfish algorithms [17]. The encryption algorithm's performance is shown in Figure 3 below.
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Figure 3. Performance of Algorithm Encryption in OTP data

Figure 3 the performance of algorithm encryption in OTP data. Performance testing was conducted 30 times by looking at the speed aspect of the OTP message encryption process. The average encryption speed of the AES algorithm is 0.099735267 millisecond, and the Blowfish algorithm is 0.1151553 millisecond. From this value, it means that the AES algorithm is superior to the Blowfish algorithm in terms of encryption speed. As for the decryption shown in Figure 4 below.
Figure 4. Performance of Algorithm Decryption in OTP data

Figure 4 the performance of algorithm decryption in OTP data. Performance testing was carried out 30 times by looking at the speed aspect of the OTP message decryption process. The average decryption speed of the AES algorithm is 0.100144433 milliseconds, while the average decryption speed of the Blowfish algorithm is 0.145523033 milliseconds. From this value, it means that the AES algorithm is also superior to the Blowfish algorithm in terms of decryption speed.

Figure 5. Performance of the Avalanche effect in OTP data

Figure 5 performance of the avalanche effect in OTP data. The Avalanche effect is one of the comparative parameters used in determining the level of encryption algorithm security. The results of the encryption can be said to be good if one input bit produces changes in the output. Testing was done by looking at the comparison of changes in one character bit from two ciphertext inputs with a symmetrical key "password" as much as 30 times. The results obtained an average percentage of 37.45% for AES and 31.46% for Blowfish. From this percentage, it means that the AES algorithm is superior to the Blowfish algorithm in the avalanche effect comparison with a percentage difference of ± 6%.

4. Conclusion

One-Time Password (OTP) can increase the security of username and password data when logging into web applications. The OTP application implements the AES and Blowfish algorithms to encrypt the verification code. Verification code using an SMS gateway. Testing is done by looking at security
performance and comparing the encryption and decryption speed performance of Blowfish and AES algorithms. The results of the research design show that OTP is running well where the performance of the AES algorithm has advantages in terms of encryption and decryption speed compared to the Blowfish algorithm with a difference of ± 0.015 milliseconds for encryption and ± 0.04 milliseconds for decryption. The avalanche effect generated by the AES algorithm is superior to the Blowfish algorithm in the avalanche effect comparison with a percentage difference of ± 6%.
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