Position and time deception based on satellite navigation technology and experimental verification

Zongmin Liu¹, Guangming Wang¹, Jun Yang¹, Chao Zhou¹) and Chao Ma¹

Abstract Due to the characteristics of open system and weak signal power of satellite navigation signal, it is very easy to be affected by navigation deception and other interference. At present, most studies divide the influence of deception signal on the receiver into two independent aspects: positioning and timing. There is a lack of research on accurately controlling the positioning and timing of the receiver in the process of deception. In this paper, the principle of accurately controlling positioning and timing in navigation deception are analyzed, three deception scenarios are proposed and verified by experiments. The experiments show that: 1) it is feasible to introduce a step or linear position deviation to the receiver without excessively affecting the timing results; 2) it is feasible to introduce a step or linear time deviation to the receiver without excessively affecting the positioning results; 3) it is feasible to perform position spoofing and time spoofing on the receiver at the same time, the positioning results of the receivers were successfully pulled off by 1.5m. 
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1. Introduction

With the construction of global navigation satellite system and the great progress of receiver technology in low cost and low power consumption[1-4], the all-weather and high-precision positioning and timing services are widely used in production and life[5,6]. However, due to the weakness of satellite navigation signal and the disclosure of data format, the receiver is vulnerable to jamming and spoofing [7-10]. In order to improve the anti-interference performance of the receiver, many researchers have given solutions by different technical means, such as adding array antenna[11], integrated circuit design[12], and et.al[13]. Compared with the jamming effect that making the receiver unable to work, spoofing can make the receiver output wrong positioning and timing results, which is more threatening and harmful[14-17]. At present, there are many researches in the field of anti-spoofing, which are conducive to improve the security of the receiver[18-21]. This paper focuses on navigation spoofing.

In the previous study, the impact of spoofing signals on receivers is divided into two independent aspects: position and time, which are mainly for position sensitive devices: UAV[16], car[22] and ship[23], and time sensitive systems such as smart grid and financial transaction system[24-26].

As a navigation receiver manufacturer, it is necessary to have a deeper understanding of the navigation spoofing position and time mechanism to provide users with better and intact navigation and positioning services. This paper analyzes the principle and possibility of precise control of position and time in navigation spoofing, and conducts experimental verification of the theory. The experimental results show that it is possible to accurately control the position and time of the receivers.

2. Navigation deception principle and system model

2.1 Receiver positioning and timing principle

Pseudorange is one of the most basic measurements in GNSS, and the pseudorange measurement of multiple visible satellites is the key to realize receiver positioning and timing [27]. The process for the navigation receiver is shown in Fig. 1. Take GPS as an example, the digital signal processing unit in the receiver carries out the process of capture, tracking, word and frame synchronization. We can get the launch time of the navigation signal \( t_i(\text{m} - \tau_i(t)) \) (The subscript i represents the clock time of satellite i, \( \tau_i(t) \) represents the propagation delay), satellite orbit parameter, satellite clock error and atmospheric delay (including ionospheric delay \( I_n(t) \) and tropospheric delay \( T_n(t) \)). The reception time \( \tau_n(t) \) can be obtained by multiplying the difference between the signal transmitting time \( t_i \) and receiving time \( t_n \) and the speed of light \( c \).
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Because the satellite clock and receiver clock are not consistent with the system time (GPST), there are ionospheric error, tropospheric error, multipath effect, receiver noise and other factors, the pseudorange observation equation is as follows:

$$\rho_i = c(t_i - t_0) = \tau_i + c(\delta t_s - \delta t_i) + I_{on} + T_{ro} + \varepsilon_\rho$$ \hspace{1cm} (1)

Where \(\tau_i\) represents the true geometric distance between satellite \(i\) and the receiver, \(\delta t_s\) and \(\delta t_i\) represent the clock difference of satellite \(i\) and receiver clock relative to system time (GPST), respectively. \(c\) is the speed of light. \(I_{on}\) and \(T_{ro}\) represent ionospheric and tropospheric errors, and \(\varepsilon_\rho\) is for the other unconsidered error terms. Among the error terms of the pseudorange observation equation, satellite clock error \(\delta t_s\), atmospheric delay parameter \(I_{on}\) and \(T_{ro}\) can be obtained by navigation message and mathematical model, and the corrected pseudorange measurement value can be expressed as:

$$\rho_{ei} = \rho_i + c \cdot \delta t_s - I_{on} - T_{ro}$$ \hspace{1cm} (2)

According to the above equation, except for error term \(\varepsilon_\rho\), the corrected pseudorange measurement value \(\rho_{ei}\) only includes the geometric distance \(\tau_i\) between the satellite and the receiver and the clock difference \(\delta t_i\) of the receiver. Satellite position \(p_i(t)\) can be obtained by calculating orbit parameters, so there are only four unknown parameters in the pseudorange equation, namely the three-dimensional position \(p_i(t) = (x, y, z)^T\) and the clock difference \(\delta t_i\). When no less than four sets of pseudoranges can be obtained, positioning and timing can be achieved by solving the pseudorange equations. Taking four visible satellites as an example, the pseudorange equations are shown as follows:

$$\begin{bmatrix}
\rho_{1}(t) \\
\rho_{2}(t) \\
\rho_{3}(t) \\
\rho_{4}(t)
\end{bmatrix} = 
\begin{bmatrix}
p_{1}(t) - p_{1}(t - \tau_{1}(t)) \\
p_{2}(t) - p_{2}(t - \tau_{2}(t)) \\
p_{3}(t) - p_{3}(t - \tau_{3}(t)) \\
p_{4}(t) - p_{4}(t - \tau_{4}(t))
\end{bmatrix} + c
\begin{bmatrix}
\delta t_s \\
\delta t_s \\
\delta t_i \\
\delta t_i
\end{bmatrix} +
\begin{bmatrix}
\varepsilon_1 \\
\varepsilon_2 \\
\varepsilon_3 \\
\varepsilon_4
\end{bmatrix} \hspace{1cm} (3)$$

2.2 Principles of Navigation Spoofing

Navigation spoofing principle is that the spoofing signals occupy the tracking loop of receiver by power advantage, which makes the receiver carry out position and timing calculation corresponding to the spoofing signals[28]. According to the way of signal generation, navigation spoofing can be divided into generative spoofing and meaconing[17,29]. We only discuss generative spoofing in this article.

The core of the navigation spoofing device is the GNSS simulator[30], which can generate high fidelity spoofing signals. The general composition of the generative spoofer is shown in Fig. 2, including the receiving antenna, embedded receiver, navigation signal simulator, power amplifier and transmitting antenna. The receiving antenna and embedded receiver are used to synchronize the real-time ephemeris and time so that the spoofer is synchronized with the current navigation constellation. Under the guidance of the spoofing strategy, the navigation signal simulator generates spoofing signals according to the ephemeris and time reference information calculated by the embedded receiver, and then the spoofing signals are amplified by the power amplifier and transmitted by the directional transmitting antenna.

The working principle of the spoofer is shown in the Fig. 2, which including three main modules: time synchronization module, delay calibration module and signal generation module. The time synchronization module refers to the clock taming unit that can output a high-precision time reference, the main purpose of which...
is to synchronize the spoofing device with the GPS time [27]. In addition, it also takes on the functions of navigation message resolution and ephemeris acquisition. The function of the delay calibration module is to ensure that the phase of the transmitted spoofing signal is consistent with the real signal at the spoofing target, so as to improve the spoofing success rate [31]. The function of the signal generation module is to generate spoofing signals consistent with real signals through mathematical simulation and digital signal generation [32]. The following will be analyzed around mathematical simulation.

Because the pseudorange measurement determines the positioning and timing results of the receiver, accurate imitation of the pseudorange is the key to navigation spoofing. Under the condition that the satellite ephemeris is not changed, the pseudorange simulation process for a given spoofing position is as follows:

The spoofing location is \( p_s(t) = (x_s', y_s', z_s')^T \). The position \( p_i(t) = [x_i(t), y_i(t), z_i(t)]^T \) of satellite \( i \) can be calculated by ephemeris, ionospheric delay \( I_{in}(t) \) and tropospheric delay \( T_{tn}(t) \), then the corresponding pseudorange \( \rho_i(t) \) and modified pseudorange \( \rho'_i(t) \) can be expressed as [27]:

\[
\rho'_i(t) = \|p'_i(t) - p_i(t - \tau'_i(t))\|_2 + c \cdot [\delta I_i(t) - \delta t_i(t)] + T_{tn}(t) + \varepsilon_i \quad (6)
\]

\[
\rho_i(t) = \|p'_i(t) - p_i(t - \tau'_i(t))\|_2 + c \cdot \delta I_i(t) + \varepsilon_i
\]

The propagation delay \( \tau'_i(t) \) can be calculated by the receiving time \( t \) and spoofing position \( p'_i(t) = (x_s', y_s', z_s')^T \) inversely:

\[
\tau'_i(t) = \frac{\|p'_i(t) - p_i(t - \tau'_i(t))\|_2}{c} + [I_i(t) + T_{tn}(t) + \varepsilon_i(t)] \quad (7)
\]

The ionospheric and tropospheric delay are relatively stable, and the receiving time can be calculated directly. We only need to iteratively solve the geometric distance \( \|p'_i(t) - p_i(t - \tau'_i(t))\|_2 \) and the specific steps are as follows ([k] is the number of iterations, \( k = 0,1,2,\ldots \)) [32]:

The first iteration, the propagation delay \( \tau'_i(t)[0] \) is assumed to be zero, that is, the position of the satellite at the time of signal transmitting is the position at the time of signal receiving, then the initial geometric distance can be expressed as \( r_i(t)[0] \):

\[
r_i(t)[0] = \|p'_i(t) - p_i(t)\|_2 \quad (8)
\]

\( \tau'_i(t)[k] \) iteration:

\[
\tau'_i(t)[k] = r_i(t)[k-1]/c \quad (9)
\]

\( \tau'_i(t)[k] \) iteration:

\[
r_i(t)[k] = \|p'_i(t) - p_i(t - \tau'_i(t)[k])\|_2 \quad (10)
\]

Repeat steps (2) and (3) until

\[
|r_i(t)[k] - r_i(t)[k-1]| < \varepsilon_i \quad (11)
\]

The determination of the iterative convergence threshold \( \varepsilon_i \) can be selected according to the accuracy requirements. Meanwhile, the iterative process also requires the backtracking of the satellite position and ionospheric and tropospheric delay models. Due to the relative motion of satellite and the spoofing target, the carrier frequency of the actually received navigation signal will have a certain deviation. Therefore, besides the calculation of the pseudorange of the signal, it is also necessary to calculate the carrier doppler [33].

3. Experimental platform construction

Based on the establishment of the indoor navigation environment, which can complete the amplification and real-time forwarding of the outdoor real signal, we combined the existing equipment to build a complete set of spoofing experiment platform indoors, which is shown in Fig. 3. The Receive antenna 1 provides the satellite ephemeris and time reference for the deception device, and the Receive antenna 2 provides the real navigation signal for the receiver under test (from the indoor transponder); The PC communicates with the deception device through the network port to set the deception strategy (such as position deviation and time deviation) and control the deception signal, at the same time connect with the receiver through the serial port to record the observation data; The output of the spoofing signal and the input of the receiving antenna 2 are combined first, and then output to the receiver after the power divider (when the spoofing signal switch is turned off, it is the normal positioning state, when the spoofing signal is turned on, it is the spoofing state); different receivers The 1PPS output and the time reference (provided by the timing receiver of the time synchronization unit in the spoofing device) are input to the oscilloscope for real-time detection of the influence of the spoofing signal on the time output of the receiver.

The receivers tested are u-blox-LEA-M8T, Unicorecomm-UB4B0 and NovAtel-OEM628LE, the oscilloscope used is KeySight's DSO4404A, and the connection diagram of each channel is shown in Fig.
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The receivers tested are u-blox-LEA-M8T, Unicorecomm-UB4B0 and NovAtel-OEM628LE, the oscilloscope used is KeySight's DSO4404A, and the connection diagram of each channel is shown in Fig.
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![Fig. 3 Photos of the experimental platform. (a) The physical connection diagram of the field experiment. (b) Connection of each channel of the oscilloscope.](image)

4. Experimental verification

4.1 Experiment of Position Deception under Time Invariant Condition

There are two methods for position deception: step position deviation (SPD) and linear position deviation (LPD). SPD means applying an instantaneous position offset to receiver by directly transmitting the deception signal corresponding to the preset deception position, while LPD refers to the method that deviating the position of the receiver in a constant speed from its original position to the preset deception position. We release the spoofing signal at the 40s and keep it on until the end in all experiments this paper.

We conducted experiments with position deviation value of 15m through SPD and deviation speed of 1m/s through LPD, which are shown in Fig. 4. The curves of different colors with circle markers respectively represent the location shift and time shift of different receivers during the whole experiment; the dotted line indicates the location shift corresponding to the selected deception method (Subsequent experiments all use this representation).

![Fig. 4 Experiment of position deception under time invariant condition. (a-b) The location/time shift of receivers under a position deviation value of 15m. (c-d) The location/time shift of receivers under a position deviation speed of 1m/s.](image)

The above experiment shows that the receivers’ location shift can always converge to their ideal curves, though Unicorecomm-UB4B0 and u-blox-LEA-M8T acted slowly in Fig. 4(a). However, it’s worth noting that the timing result of the receiver hardly changed, which shows that position deception under time invariant condition is feasible.

4.2 Experiment of time deception under position invariant condition

Similar to the methods of position deception, there are also two methods for time deception: step time deviation (STD) and linear time deviation (LTD). STD means
applying an instantaneous time offset to receiver by adding a step delay to all signal channels in the spoofing device, while LTD refers to the method that deviating the time of the receiver in a constant speed by adding a linear delay. We conducted experiments with time deviation value of 50ns through STD and deviation speed of 30ns/s through LTD in Fig. 5, the dotted lines indicate the ideal time shift of receivers under selected time deception method.

The above experiment shows that the receivers can always converge to their ideal curves in a short time (less than 20s) under a time deviation value of 50ns, the position result of the receivers hardly changed (less than 8m); their time shift fit well around the ideal curves under a time deviation speed of 30ns/s. while the receivers’ positioning result produced a change with an amplitude less than 20m, but it stabilized in the subsequent process. The above experiment also proved that receiver can be introduced into an arbitrary time shift without obviously affecting its position output in the position deception method of LTD.

4.3 Experiment of position deception under time variant condition

On the basis of 4.1 and 4.2, the position deception under the condition of time invariance and the time deception under the condition of position invariance have been strongly confirmed. In fact, it is also possible to control the deception of both at the same time.

Taking the simultaneous SPD and STD on the receiver as an example, we have carried out the corresponding experimental verification, as shown in Fig. 6(a-b). In the 40s of the experiment, a spoofing signal with a position deviation of 15m and a time deviation of 50ns was introduced, and it was maintained until the end of the experiment. It can be seen that the positioning and timing results of the three receivers were successfully deceived in the final stage of the experiment, which proves that position deception under time variant condition is feasible.

In order to make the receivers’ positioning and timing results produce a larger-scale deviation at the same time, we synchronously carried out experiment with position deviation speed of 1m/s in LPD and time deviation speed of 10ns/s through LTD in Fig. 6(c-d), both the Location Shift curves and Time Shift curves are quickly converged to their corresponding ideal curves, and maintain good linear trend. Finally, the positioning results of the receivers were successfully pulled off by 160m, and their timing results were pulled off by 1.5μs at the same time. The experimental results in this section show that it is feasible and controllable to perform time spoofing and position spoofing on the receiver at the same time.

5. Conclusions

Aiming at the problem of insufficient research on the relationship between position deception and time deception and lack of experimental verification, theoretical analysis and experimental verification are carried out in this paper. An experimental platform was built and the theoretical part was verified. The experimental results show that: Under the proposed deception strategy, our deception equipment successfully achieved the ideal deception effect in three spoofing
scenarios.

Since the focus of this paper is to analyze the effect of deception on the positioning and timing results of the receiver, it weakens the analysis of the deception success conditions. In fact, this is affected by many factors, such as deception signal power, receiver type, etc. In the next step, we will consider how to conduct integrated controllable deception research based on location and time on the basis of ensuring the success rate of deception.
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