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Abstract
Learning analytics involve big data collection, analysis processes, and technology that are used in higher education institutes and academic libraries to support student success and perform organizational assessment. Since these processes require the input of personally identifiable student and patron information to be effective, there are major ethical and legal considerations that must be addressed concerning privacy. This article demonstrates that privacy concerns about learning analytics can be mitigated by requiring informed consent from participants, establishing protocols for the collection and management of personally identifiable information, and advocating privacy rights of patrons. By synthesizing and expanding on viewpoints from the literature, this article offers recommendations pertaining to the collection, analysis, and management of patron data that are gathered for the purpose of learning analytics.
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Introduction

The development of learning analytics technology and practices in higher education and academic libraries presents enticing opportunities to support student success and perform organizational impact assessments. However, learning analytics also raise serious ethical and legal questions related to the handling of personal and private patron data. This article demonstrates that privacy concerns about the adoption of learning analytics in academic libraries can be mitigated by requiring informed consent from participants, establishing protocols for the collection and management of personally identifiable information, and advocating privacy rights of patrons.

In order to satisfy the above-stated objective, relevant literature was reviewed with the aim to familiarize ourselves with the ideas and efforts of leaders in the field. In addition to scholarly works, grey literature such as frameworks, program documentation, and policy statements that have been produced to support the implementation of learning analytics are consulted as well. In the first section of this article, an overview of learning analytics technology and practices is provided. The second section focuses on the need for informed consent from participants. In the third section, the necessity for protocols in the collection and management of patron data is explored. The fourth and final section concentrates on the professional duty of librarians to advocate privacy rights of patrons. As a result of an expansion on points of view synthesized from the literature, we contribute recommendations that pertain to the collection, analysis, and management of library patron data that are harvested for learning analytics in higher education.
Overview of Learning Analytics

Learning analytics is understood as “the measurement, collection, analysis and reporting of data about learners and their contexts, for purposes of understanding and optimising learning and the environments in which it occurs” (Long & Siemens, 2011, p. 34). Learning analytics technology and practices are developed to help administrators, instructors, and students interpret and respond to learning behaviours. As a result, stakeholders are better positioned to evaluate past choices of students and identify institutional trends, and as Kim et al. (2016) demonstrate, they can even perform predictive analytics to anticipate future challenges. In its most rudimentary form, learning analytics benefit instructors that teach courses in which learning management systems are utilized to facilitate student engagement and discussions. These systems present instructors with visualizations such as charts and dashboards so that they can readily identify detached or “at-risk” students (Jones & Salo, 2018; Verbert et al., 2013). With this information, instructors can then consider a variety of intervention strategies to help students achieve success.

It is no small task to describe the technology that supports learning analytics since there are vast differences among those systems employed. Oakleaf (2018) declares that “many are ‘home grown’ by individual higher education institutions, and even more are offered by vendors either as single offerings or suites of learning analytics ‘solutions’” (p. 11). Rubel and Jones (2016) concur that “learning analytics is not limited to particular technologies and methods. Rather, it is a technology-enhanced practice that encompasses many different tools and techniques to analyze various types and amounts of student data” (p. 144). Notwithstanding the fact that decisionmakers in
higher education and academic libraries have a breadth of options from which to choose when adopting learning analytics systems, the goal of every implementation – “to understand and optimize learning and the environment in which it occurs” (Pardo & Siemens, 2014, p. 443) – remains constant.

To meet this goal, data that are relevant to learning behaviours are collected, analyzed algorithmically, and put to effective use. Techniques associated with big data analytics are employed to harvest and compute data that are generated as a result of these behaviours. According to Picciano (2012), big data “is a generic term that assumes that the information or database system(s) used as the main storage facility is capable of storing large quantities of data longitudinally and down to very specific transactions” (p. 12). Even though Dziuban et al. (2012) describe designing a modest learning analytics system with MySQL, Kumari and Babu (2019) expound that tools such as relational databases are ill-equipped to analyze vast, unstructured, and intricate data sets. Jones and Salo (2018) elucidate that the “Big Data ethos” is:

- to develop boundless datasets to be used in ways that are often unanticipated at time of collection. Individuals, organizations, and institutions implementing Big Data initiatives argue that taking an 'n = all’ approach and aggregating all the data they can get will optimize their data-driven projects (pp. 305-306).

In simple terms, learning analytics practitioners better their chances of finding “interesting, possibly actionable results” among correlations by aggregating greater amounts of diverse behavioural data (Jones, 2019, p. 417). Furthermore, these data sets are used to train algorithms and identify unexplored connections between student behaviours and success. Pardo and Siemens (2014) make clear that the “technology
evolves together with the capacity to record the events occurring in a learning environment. “Every interaction and resource accessed can be captured and stored [emphasis added]” (p. 438). The story goes that learning analytics betoken an unlimited potential to understand and assist student success if practitioners input just the right data points.

In higher education, students interact digitally with numerous resources and services. “Digital breadcrumbs”, or metadata records of their activities, constitute the data that are harvested for learning analytics. Rubel and Jones (2016) clarify that digital trails consist of records of logins and logouts, clickstreams, time stamps of activities such as accessing resources, and records of engagement such as interactions in forum posts. Siemens (2013) illustrates the granularity of breadcrumbs by introducing into the equation behaviours as innocuous as briefly pausing while reading online. By amassing all this information, learning analytics systems create unique profiles of students that are further refined as they progress throughout their education. The findings of a large-scale empirical study into the use of learning analytics in academic libraries across the United States indicate that the captured data include materials usage tracking and records from research consultations, reference, and instruction interactions with staff (Perry et al., 2018). It is interesting to note that the collected data may be inclusive of student behaviours that are wholly unrelated to study habits, grades, or online engagement. Oakleaf (2018) states that information about co-curricular and extracurricular involvement is harvested as well. This is because engagement in areas such as athletics and student associations not only contribute to health and well-being, but also can influence institutional metrics such as attrition and retention (Oakleaf, 2018). We
live in a digital era where it is conceivable for data streams to capture any and all forms of behaviour that students exhibit while participating in campus life.

**Requiring Informed Consent from Participants**

It may interest privacy advocates that learning analytics occur in higher education without either the knowledge or consent of students. Rubel and Jones (2016) expound that “learning analytics is still an emerging technology and practice, and because it is used primarily by instructors and administrators, students have little awareness about its purpose, its goals, and the data it collects” (p. 154). In their study, Perry et al. (2018) report that 58% of academic library survey respondents declared that they do not inform patrons that data associated with their behaviours are collected and analyzed. In a recent study involving 100 undergraduate participants from eight higher education institutes in the United States, Jones et al. (2020) learned that none of the students remember consenting to data collection and use. These results contrast with findings from unrelated research that more than 90% of full-time instructors (n = 502) surveyed from colleges and universities in the United States agreed that they felt obligated to protect student privacy (VanScoy et al., 2020). Students and library patrons may feel that behavioural data collection and analyses are an affront to their rights, yet Jones and Salo (2018) show that the *Family Educational Rights and Privacy Act* (FERPA) in the United States relinquishes institutes from “seeking student consent for data collection, [or] retaining and analyzing student data with impunity because the data is generated as part of the educational process” (p. 306). In their framework designed for ethical implementations of learning analytics, Slade and Prinsloo (2013) recommend
that higher education institutes obtain informed consent from students to participate in behavioural data collection and analyses.

Given that key stakeholders may be unfamiliar with established learning analytics systems, it seems befitting to review the grey literature of Jisc, a UK-based not-for-profit organization that includes learning analytics as part of its portfolio of digital solutions. The *Code of Practice for Learning Analytics* (Sclater, 2014), for example, reveals that Jisc and its partner institutes and libraries are legally accountable for the data practices associated with learning analytics as per the *General Data Protection Regulation* (GDPR) in Europe. Notwithstanding this fact, the GDPR does not require consent for either the collection or use of student behavioural data unless those data comprise special category data such as race and ethnicity, political and spiritual beliefs, or sexuality (Sclater, 2020; Sclater & Bailey, 2015). For the sake of comparison to federal legislation in Canada, the fair information principles that are enumerated in the *Personal Information Protection and Electronic Documents Act* (PIPEDA) demand that organizations obtain consent to collect personal and private data. However, since public colleges and universities in Canada do not engage in trade and commerce, these institutes are not subject to PIPEDA. Instead, provincial legislation in areas such as privacy and education govern their activities. Reminiscent of the Freedom of Information and Protection of Privacy Act (FIPPA), legislation in Ontario permits educational institutes to collect, analyze, and store personal and private information such as behavioural data if it is deemed necessary to deliver educational services or other activities (*Freedom of Information and Protection of Privacy Act*, 1990).
It is distressing that there is little to no recourse for students to opt out from the collection and use of their behavioural data. Oakleaf (2018) writes that “at many institutions all data is used for analysis, regardless of whether students opt-out or not” (p. 63). According to Perry et al. (2018), more than 25% of academic library respondents who participate in learning analytics declared that there are no means for students to opt out of data collection practices. Policies that pertain to informed consent and the ability for library patrons to opt out would address not only privacy concerns, but moreover, they would recognize and value the autonomy of students who choose to pursue higher education. Rubel and Jones (2016) propose that interactive dashboards could enable students themselves to manage the specific sources and types of data that are used in learning analytics. Their pioneering recommendation is notable and worth further exploration in environments where neither informed consent nor the option to opt out from the collection of personal and private behavioural data is required.

**Establishing Protocols for the Collection and Management of Data**

Learning analytics is by no means out of place in the climate of accountability that permeates higher education and academic librarianship. Several authors (Cox, 2018; Dougherty, 2009; Jones, 2019; White & Blankenship, 2007) note that libraries must demonstrate their worth in order to justify the support that they receive. Lilburn (2017) writes that this need aligns with neoliberal agendas that not only seek to quantify outputs and improve efficiency, but that neoliberalism “influences and informs decisions concerning the criteria and methods used to describe and assess malleable concepts such as relevance, quality, and excellence” (p. 104). A hallmark of neoliberalism in library service structures is the commodification of patrons and their data (Mathios,
2019). Even though varied metrics such as in-house materials usage statistics (Rose-Wise & Irwin, 2016), circulation statistics (Rose-Wiles et al., 2020), and reference transaction statistics (Beirne & Aldridge, 2012; Dubnjakovic, 2012; Empey, 2010; LeMire et al., 2016; Ryan, 2008) continue to be used to gauge the value of libraries, these methods are ill-suited to establish with confidence authentic correlations between student success and the utilization of library resources and services. Thorpe et al. (2016) write that “changes in student use of the library, both physically and virtually, mean that gate counts, room use counts, in-house print collection tick marks, and attendance for library instruction sessions are insufficient measures for showing student engagement with the library” (p. 373). If academic libraries are increasingly called upon to prove their relevance within higher education ecosystems, then a need exists to adopt instruments to definitively measure the impact that library resources and services have on student success. Organizations that choose learning analytics to serve this purpose must establish and adhere to clear protocols for the collection and management of patron behavioural data.

Organizational protocols that address the collection, use, and management of patron data for learning analytics should prioritize the security of personally identifiable information. Oakleaf (2018) opines that:

personally identifiable information has value to the individuals who generate it, those who maintain it, and others who may use it. Because anything of value may be misused or misappropriated, it is reasonable to be concerned that bad things could happen if individual-level data is […] mismanaged (p. 61).
For academic libraries and their parent institutes to gain insights from learning analytics, fine-grained personal data must be collected and used to establish correlations between learning behaviours and student success. Rubel and Jones (2016) explain that “individual linkage is key for analytics to be most useful to institutions and students. In other words, for learning analytics to be useful for individual students, data must retain unique identifiers” (p. 144). Leaders in library organizations that endorse learning analytics may take into consideration both their present and future facility to aggregate sought-after demographic and behavioural data. Michalak and Rysavy (2019), for example, confess that “one of the major reasons we decided to make the move to a new [integrated library system] was for enhanced reporting capabilities. Symphony did not collect the [personally identifiable] data we were looking for” (p. 775).

Once libraries determine the breadth of data that they require, and moreover, by what means they should go about collecting it, their focus should shift to the ways in which they will responsibly steward data sets that contain personally identifiable patron information.

Stakeholders must ask key questions of themselves and the systems that they hope to employ before adopting learning analytics. Fortunately, effort has already been committed to discern what sorts of questions demand resolution. For example, the SHEILA Project (2018), an initiative that aims to advance the responsible use of learning analytics in European universities, published a framework that helps institutes to address their specific needs prior to developing plans and policies to actualize learning analytics. This framework not only assists decision makers to strategize ways to satisfy their data-driven goals, but it also guides institutes to conform to current
GDPR requirements. Similarly, Drachsler and Greller (2016) offer the DELICATE checklist, a matrix that prioritizes trust throughout the design and implementation of learning analytics systems. As a result of such emerging tools, higher education institutes and academic libraries are formulating forward-thinking policies for the responsible adoption of learning analytics.

Ethical and legal questions about the collection and custodianship of student data form the basis for discussions that are advanced by vendors of learning analytics products as well. The abridged Jisc Code of Practice for Learning Analytics, for example, focuses on key principles that address nothing but the ethics and legality of learning analytics: responsibility; transparency and consent; privacy; validity; access; enabling positive interventions; minimising adverse impacts; and stewardship of data (Sclater & Bailey, 2015). These same eight facets are reiterated in the Jisc Model Institutional Learning Analytics Policy (Sclater, 2016a), an advisory document that is further complemented by the user-oriented Jisc Model Student Guide to Learning Analytics (Sclater, 2016b). Finally, the Jisc Senior Managers’ Guide to Learning Analytics (Sclater, 2020) conceptualizes learning analytics in operational ways for decision makers in organizations. For instance, this latter document details how Jisc collects data from student records systems and virtual learning environments, but it stresses that institutions maintain control of their data. Furthermore, Jisc asserts that the systems and processes that it supports not only conform to ethical standards, but moreover, that they comply with the most robust data protection measures that are required by law: “Being clear about which data sources are being used, what they will be used for and who will have access to them is not only good practice but is also
required under the GDPR” (p. 13). By converging best practices that are proposed by thought leaders in the field, and by ensuring strict compliance with legislation and directives that pertain to data protection, higher education institutes and academic libraries can demonstrate that they prioritize the establishment of transparency and trust in programs that are designed to meet their data-driven needs. As a result, patrons can remain confident that their personally identifiable information and behavioural data will not be exposed to risk.

**Advocating Privacy Rights of Patrons**

A significant consideration to address concerning learning analytics in academic libraries is that some of the most pertinent information about patrons, that is, their distinctive reading habits and research behaviours, is not readily accessible in library systems. In general, librarians are unwilling to capture fine-grained behavioural data even though links can indeed be formed between digital resource usage data and unique student-level (Holzmann, 2020) and department-level (Yu & Shieh, 2014) identifiers by mining and analyzing data from proxy server logs. Paradoxically, this information is collected, managed, analyzed, and purportedly owned by the third-party aggregators and vendors from whom libraries license content. Lynch (2019) writes that:

> platform providers know a tremendous amount of information about what is being read, and the patterns of reading. Particularly to the extent that they can associate this information with who is doing the reading, they have frighteningly detailed data (p. 9, emphasis in original).

According to Jones and LeClere (2018), vendor conduct of this sort not only disregards traditional information flows, but moreover, it is a “violation of contextual integrity” if
libraries are understood as safe places in which intellectual freedom is exercised (p. 362).

Some members of the library cadre are disinclined to let vendors have their way with data pertaining to the information behaviours of patrons. Jones and Salo (2018) propose that librarians advocate privacy rights and “require vendors to disclose behavioral data they gather, how long they keep it, and what they do with it” (p. 316), and Dowling (2017) posits that “vendor policies should be posted online where libraries can link to them and patrons can find them” (p. 35). Clickwrap or clickthrough notices, normally utilized as end-user agreements, may serve the purpose of notifying patrons that their distinctive information seeking behaviours are tracked, stored, and analyzed by electronic resource vendors. On the other hand, mutually beneficial, collaborative efforts between librarians and vendors for the optimal use of patron data could also be pursued. Oakleaf (2018) recognizes that it is inevitable that vendors will “determine how to monetize and/or productize” patron behavioural data, but this same author also suggests libraries pay vendors for the right to use that data in their own learning analytics initiatives (p. 66).

Even if the metrics produced through learning analytics processes are now commonly used to inform assessment and decision-making in higher education, various scholars observe a reluctance on the part of academic libraries to adopt student behavioural data collection and analysis techniques for either their own or broader institutional use (Lynch, 2019; Oakleaf, 2018). Jantti and Heath (2016) comment that, consequently, “the critical act of student engagement with library information resources is omitted from learning analytics by default” (pp. 203-204). Technological and legal
limitations may be valid explanations for the slow uptake of learning analytics in academic libraries, but a more probable cause is the professional ethics to which librarians adhere. Jones (2019) posits that “practices that collect, aggregate, analyze, and act on data revealing students’ intellectual behaviors and interests is antithetical to the library profession’s commitments to user privacy and intellectual freedom” (p. 419). These commitments are defined no clearer than through guiding documents that are produced by organizations such as the Canadian Federation of Library Associations (CFLA) and the American Library Association (ALA).

In the “Code of Ethics” (CFLA, 2018), a set of guidelines that was adopted from the International Federation of Library Associations and Institutions (IFLA), librarians are led to take up absolute positions in defence of privacy: “The relationship between the library and the user is one of confidentiality and librarians and other information workers will take appropriate measures to ensure that user data is not shared beyond the original transaction” (p. 2). Notwithstanding a level of ambiguity that could be construed in applications of “appropriate measures”, librarians advocating patron privacy in their dealings with vendors would certainly keep within the spirit of the guidelines. The professional commitment of librarians for safeguarding confidentiality about patron information behaviours is explicit in the “Library Bill of Rights” (ALA, 1996), and yet the question remains – why do some academic libraries implement systems to collect and analyze student behavioural data? One respondent in Jones (2019) retorts that they “need to put the priorities of the institution ahead of the priorities of ALA” (p. 416). The ALA provides clarification to its stance on privacy in interpretive documents that specifically address the collection and use of patron data by vendors. For example, in
policy such as “Privacy: An Interpretation of the Library Bill of Rights” (ALA, 2019), libraries are not only urged to negotiate with vendors for the retention of user data, but moreover, they are encouraged to advocate vendor compliance with the NISO Consensus Principles on Users’ Digital Privacy in Library, Publisher, and Software-Provider Systems (NISO, 2015), a document that expressly addresses the need for organizations to weigh potential benefits against harms when collecting and analyzing patron data.

Opponents of learning analytics may argue that the collection and analysis of student and patron data transgresses research ethics protocols, and that learning analytics should be held to the same standards in academia as any other behavioural study. Multiple researchers recognize a discrepancy between learning analytics practices on the one hand, and research ethics and review board requirements on the other (Drachsler & Greller, 2016; Jones, 2019; Jones et al., 2020). Pardo and Siemens (2014) in particular bring to light concerns about intersections of the two: “Although educational institutions typically have human research ethics committees or institutional review boards that already process the requests to carry research initiatives involving the collection of personal data, learning analytics poses some new boundary conditions” (p. 442). Ethical quandaries emerge if review boards are not informed of the potential risks associated with big data practices in learning analytics. Interviewees in Jones (2019) relate that learning analytics are “often exempted from more thorough IRB review because the work [is] considered common educational research done to improve teaching and learning methods and tools” (p. 417). A need exists to distinguish between
instances of researcher-led learning analytics *projects* and institute-wide *operations*.

Drachsler and Greller (2016) clarify that:

> ethical approval is typically only required for “experiments”. If a system is rolled out directly and becomes part of the operational infrastructure of an institution, ethical approval is not always sought. The rollout of the new system then has to comply with the privacy and data protection laws according to national legislation (p. 92).

Institutional governance should demand reviews to safeguard the privacy of participants for the reason that these bodies have an ethical responsibility to minimize potential harms. However, by operationalizing the big data processes that are necessary to perform learning analytics in higher education institutes and academic libraries, decision makers and key stakeholders are accountable to legal authorities beyond the campus.

**Recommendations**

Learning analytics presents new challenges and opportunities for higher education institutes and academic libraries alike. By utilizing big data techniques, administrators and librarians can not only gain insights into student behaviours, but they can identify correlations between those habits and student success. However, since learning analytics impose privacy concerns about the collection, management, and use of personally identifiable data and unique information-seeking behaviours, the following recommendations are offered for decision makers to consider when strategizing for the adoption of learning analytics in their organizations.
First, higher education institutes and academic libraries that adopt learning analytics should inform students and patrons about the types of data that are collected as well as the ways that their data will be put to use (ALA, 2019; NISO, 2015; Oakleaf, 2018; Slade & Prinsloo, 2013). This information could be displayed nearby computer workstations or on terminal screens in languages that are relevant to the local community of users. Libraries should then elicit informed consent from patrons prior to collecting behavioural data (ALA, 2019; NISO, 2015; Slade & Prinsloo, 2013). Not only should libraries document patron consent, but more importantly, patrons should be empowered to opt out of data collection and analysis if they choose (ALA, 2019; NISO, 2015; Slade & Prinsloo, 2013).

Second, care should be taken by higher education institutes and academic libraries to responsibly manage the personally identifiable student and patron data that is necessary for learning analytics to be effective. Specifically, there should be clear protocols that delineate who will have access to the data, as well as how long the data will be kept (Dowling, 2017; NISO, 2015; Pardo & Siemens, 2014). Furthermore, policies should enforce patron confidentiality whenever it is feasible (ALA, 2019; NISO, 2015), and as such, data should be anonymized if personally identifiable information is not necessary to perform the intended function (Oakleaf, 2018).

Third, librarians should advocate patron privacy rights when dealing with third-party vendors and content providers (Dowling, 2017; Jones & Salo, 2018; Lynch, 2019; NISO, 2015). These entities may include organizations that design the learning analytics systems that are employed, as well as content publishers and vendors that collect user data such as search histories and research behaviours. Advocating privacy
rights with vendors should be essential to license negotiations in libraries going forward (ALA, 2019). There seems to be little point to either maintaining transparency with students about learning analytics on campus or dedicating efforts to safeguarding personally identifiable patron information if libraries are unwilling to defend the privacy of patrons against misuse from external agents.

**Conclusion**

Learning analytics practices and technology enable higher education institutes and academic libraries to explore correlations between student behaviours and student success. These insights not only help stakeholders to support at-risk students, but they are utilized to perform organizational impact assessments. However, the adoption of learning analytics in institutes and libraries raises serious ethical and legal questions about the handling of personal and private student and patron data. This article demonstrated that privacy concerns about the adoption of learning analytics can be mitigated by requiring informed consent from participants, establishing protocols for the collection and management of personally identifiable information, and advocating privacy rights of patrons. By uncovering, synthesizing, and further exploring findings from the literature, this article proposes best practices for collecting, analyzing, and managing patron behavioural data that are gathered for the purpose of learning analytics.
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