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Abstract
From a consumers’ perspective, Blockchain Technology (BCT) holds the potential to decrease transaction costs, improve privacy and redesign social interactions, which potentially leads to enhanced consumer power in transactional relationships. Nevertheless, only a few consumers use Blockchain-based applications consciously. By combining earlier research about BCT acceptance with different conceptualisations in the technology acceptance field (i.e. the Technology Acceptance Model and Rogers’ Diffusion Theory), a Blockchain-specific model to explain the usage intention has been developed and validated by conducting an online survey among 157 German consumers. While most of them have recognised the technology’s existence and confirmed its general relevance, many consumers do not know how to access and profit from BCT. Integrating the results of a Structural Equation Model and Pairwise Comparisons between typical attributes of Blockchain-based applications, specific beliefs about BCT usage are found to have a remarkable impact on consumers’ acceptance. Based on the results, strategies to promote the acceptance of BCT among consumers are discussed from a marketer’s, developer’s and researcher’s point of view.
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1. Introduction

More than ten years after Satoshi Nakamoto (pseudonym) released his famous white paper [1] leading the way for the Bitcoin Blockchain and several follow-up applications based on distributed ledgers, the technology i has recently been recognised by the “business world” and is in ongoing exploitation [2]. However, only about 4% of consumers are already using Blockchain technology (BCT) consciously [3].

This is particularly surprising, because consumers could already profit from a wide range of Blockchain based applicationsiii in terms of improvements in security, availability of applications or cost reductions and thereby increase their independence from banks, technology groups or individual states [4, 5, 6]. Furthermore, it is often advocated that BCT could reinforce consumers’ data sovereignty by allowing them to share their data anonymously or for specific purposes only [7]. Beyond these specific functionalities, BCT offers consumers new opportunities to select favourable social systems for their interaction with others by “configuring” or choosing Blockchain-based solutions on the basis of their preferred set of assets, rules, norms or social coordination mechanisms [for this and below: 8]. In consequence, the technology probably changes economical structure not only by lowering transaction costs, but by lowering transaction costs, but by enforcing rules based on algorithms that are only partly asserted by trustworthy institutions so far and thereby constitutes new ways to build consensus (e.g. about what is of value) in the digital space. Concretely, BCT might enable consumers to take more active positions in transactions (e.g. by selecting “smart contracts”) [6] or to foster their influence on prices and conditions on many markets due to increased market transparency [9].

The question now is why despite this potential the majority of consumers still hesitates to use Blockchain-based applications: maybe they are not aware of the technology’s properties, perceive a lack of well-designed applications or are well-informed, but not convinced by the technology. Anyhow, when aiming at pushing the diffusion of Blockchain-based applications, it is essential to identify the reasons for consumers’ current lack of acceptance concerning the underlying technology, especially because it is expected to strongly affect developers’ risk of market introduction [10].

To do so, it is worth defining what is actually meant by “acceptance”: starting at verbal definitions of the term, it refers
to an attitudinal degree of affirmation regarding an object, e.g. a technology [11]. Nevertheless, the construct is often measured by actual usage or adoption, which is a possible, but not an inevitable consequence\(^iv\) of a positive attitude towards usage that typically constitutes the intention to use a technology [12]. Anyhow, a usage intention, which we consider as “acceptance” in this paper in accordance with common acceptance theories and models,\(^v\) can be regarded as a preliminary step for actual usage [13]. Therefore, it is very important to understand the attitudinal dimensions that drive the intention to use BCT, which will be the focus of this paper. In particular, it targets at identifying perceptions of BCT that are critical for its acceptance by consumers and further analyses their quantitative influence on usage intention to derive strategies for enhancing acceptance.

After discussing earlier publications that deal with acceptance aspects in the Blockchain field (part 2), common theories and models addressing technology acceptance are integrated and combined with Blockchain-specific beliefs into a novel research model that aims at explaining the acceptance of BCT among consumers (part 3). The methodology to empirically check the model’s validity is presented in part 4. Therefore, an online survey among 157 German participants was conducted to test the research model. Survey’s results are described in part 5. Conclusions are drawn and reflected in part 6.

2. Acceptance Research in the Blockchain Field

Different surveys from 2015-2018 report that about 50% of all consumers are aware of Bitcoin [4, 14, 15] and about 30% of BCT [3, 15]. In consequence, a lack of awareness does not explain low adoption rates. Henry et al. [14] further investigated the knowledge of central BCT characteristics among US-Americans in 2017, which was very low and thus might be critical for further adoption.

Qualitatively, Folkinshteyn and Lennon [for this and below: 17] combine case studies and an interview with a Blockchain expert (Lasha Antadze) for identifying acceptance determinants of the Bitcoin and the Blockchain technology used as a financial software platform from developers’ and end users’ perspective. Their analysis results in a roughly structured accumulation of (potential) acceptance drivers. Baur et al. [18] follow a comparable approach by interpreting interviews with consumers and professionals to find usage determinants of cryptocurrencies, but furthermore assess the current state of perception concerning common acceptance determinants, in particular with regard to the Bitcoin. Woodside et al. [for this and below: 19] discuss BCT’s status of adoption among firms from a management perspective by combining secondary data. For the purpose of this paper, in particular their discussion of drivers (e.g. transparency, costs, user control) and drawbacks (e.g. regulatory status, privacy and security) of BCT’s adoption is addressed in addition to consumer-focused investigations, whereby it should be noted that adoption motives of firms probably differ from consumers’ ones. On the level of applications, Francisco and Swanson [20] develop a conceptual model to explain the use of Blockchain-based Supply Chains that particularly puts a spot on the relevance of a system’s transparency.

Quantitatively, Queiroz and Fosso Wamba [for this and below: 21] consider the level of transparency as a direct determinant of the intention to adopt BCT among US-American and Indian Supply Chain professionals. Surprisingly, their survey does not reveal a significant effect of the transparency on the usage intention and only partly confirms the relevance of some common acceptance constructs (in particular of “Facilitating conditions” and “Social influence”) as well as of the trust among the stakeholders of a Blockchain for the adoption intention. Authors provide low awareness of BCT and cultural differences as possible explanations for their results. Abramova and Böhme [for this and below: 4] estimate a Structural Equation Model to explain Bitcoin usage of consumers. In particular, they specify risks and carve out the level of decentralisation, perceived security and control as well as characteristics regarding transaction processing as Blockchain-specific acceptance determinants. However, it remains open to discussion if these beliefs are also relevant for the acceptance of the underlying BCT and which additional perceptions might be crucial in this context. Kumpajaya and Dhewanto [22] further empirically validate a more generic model explaining Bitcoin-usage in Indonesia that explicitly incorporates “knowledge” as relevant acceptance predictor.

To sum it up, most of the few publications addressing Blockchain acceptance among consumers identify and structure (potential) acceptance drivers, but forego the empirical examination of their actual effect on usage (intention) or predominantly focus single applications only, in particular the Bitcoin Blockchain or Supply Chain solutions. This paper helps to close the resulting research gap by developing and empirically testing an acceptance model on BCT layer. Some of the earlier publications thereby serve to identify Blockchain-specific beliefs that are expected to influence consumers’ usage
intention. These beliefs are either incorporated by specifying more generic beliefs for a BCT context (cf. Table 1; all tables in the appendix) or represent newly developed Blockchain-specific variables in the research model (cf. Table 2).

3. Conceptual Framework and Research Model

This part is concerned with deriving the research model and its hypothesis, displayed in Figure 1. At the basic level, the research model is grounded on the “Theory of Reasoned Action” (TRA) developed by Martin Fishbein. The theory offers an empirically confirmed [23] framework for explaining the execution of behaviours that can be considered as a result of predominantly cognitive consideration and thus appears to be suitable for the initial or enduring usage of BCT due to the appreciable consequences and efforts technology changes imply [24].

The TRA distinguishes different types of beliefs to be crucial for forming a behavioural intention: “Behavioural Beliefs” are defined as the perceived probability that a behaviour (e.g. technology usage) leads to a specific outcome, e.g. privacy [for this and below: 13]. By forming Behavioural Beliefs, an overall “Attitude Toward the Behaviour” (ATB) is formed spontaneously. In addition to ATB, the TRA incorporates “Normative Beliefs”, referring to the extent that others appreciate a behaviour or are likely to perform it, as influencing factor. Although Blockchain-based applications are “social” by design, these beliefs are not considered in the following, because most consumers are not expected to know many reference persons already using BCT or to feel social pressure to do so [20]. The “Theory of Planned Behaviour”, an extension of TRA, further adds “Control Beliefs”, which describe the felt control over performing a behaviour that might be restricted by factual or perceived barriers (e.g. lacking confidence). But due to many freely accessible Blockchain based applications, factual barriers should not be of notable relevance for BCT and perceived barriers will be captured by another variable (“Trialability”, details later) to some extent.

Based on TRA, Davis specified Behavioural Beliefs determining the usage of technological innovations and integrated them into the “Technology Acceptance Model” (TAM) [25, 26], which has already been validated in a Blockchain context [22]. According to the TAM, one can assume that the “Perceived Usefulness” (PU), defined here as “the perceived likelihood that the technology will benefit the person in performance of some task” [26, p. 1063], has a direct positive influence on the usage intention of BCT:

H1: Perceived Usefulness positively influences the intention to use Blockchain technology

It is noteworthy that PU should be considered relative to other technologies, because individuals continuously compare the functional benefits of currently used technology to technological alternatives [27]. The same holds for “Perceived Ease of Use” (PEOU), capturing expected mental and physical efforts necessary to learn and use a technology that lead to a general perception of a technology’s “simplicity” [25, 26, 27]. PEOU is especially relevant for the initial use of a technology and therefore, due to the low percentage of actual BCT users, expected to have a remarkable impact on overall acceptance of BCT [26]. Inside the TAM, it has a direct as well as an indirect positive effect on usage intention mediated by PU [28], but will be incorporated into the research model otherwise (cf. H4).

Over time, several modifications of the TAM emerged: Pavlou in particular added “Perceived Risk” (PR), defined as “consumer’s subjective belief of suffering a loss in pursuit of a desired outcome” [29, p. 77], which has a direct negative impact on the intention to force an online transaction [for this and below: 29]. This “outcome” can refer to costs, performance, security or privacy. Following Pavlou, PR is particularly
important in the context of online transactions due to the impersonality, the limited possibilities to check the quality of goods and services in advance and potential interventions by third parties and thus appears to be indispensable in a BCT context. Because the reduction of risks in a transactional context is an essential idea of BCT constituting its usefulness [30], PR probably should be interpreted as a determinant of PU:

H2: Perceived Risk negatively influences Perceived Usefulness

Because of its confirmed validity for strongly differing applications (for meta-analysis, see [31]), the TAM is considered to be an appropriate model for gathering general information about perceptions associated with or for figuring out a general level of satisfaction regarding a technology [for this and below: 32]. However, whenever aiming at collecting information about specific perceptions that promote or impede a technology’s acceptance, the quite generic TAM should be combined with other conceptualisations that allow a theory-based enrichment with context-specific constructs. To do so, further beliefs are derived in the following:

Firstly, “Trialability” is introduced, referring to the (perceived) extent to which possibilities to experiment with an innovation are available [33]. Thus, it can be considered as expression of a Control Belief inside the TRA [34]. The variable is included, because it is especially important at early stages of diffusion, which is the case if only a few, very “innovative” consumers are using an innovation [33, 34]. As introductorily mentioned, this holds for BCT. The variable stems from the so-called “Diffusion Theory” by Rogers [for this and below: 33]. In contrast to the TAM, it explicitly models the dynamic process of technology adoption every individual passes through as part of a social system, before, while and after adopting a (technological) innovation [34], thus allowing acceptance determinants to vary in importance over time. According to Rogers, Trialability fosters adoption (respectively usage):

H3: Trialability positively influences the intention to use Blockchain technology

Trialability is furthermore used as a “bridge” to incorporate PEOU into the research model: the easier learning and using of a technology is perceived, the easier it is to try and the more likely consumers are expected to confidently state that they know possibilities to initially use it, i.e. expressing a higher Trialability [33]:

H4: Perceived Ease of Use positively influences Trialability

All theory-based beliefs discussed correspond to more specific beliefs in the context of Blockchain-based applications, which are repeatedly mentioned in earlier Blockchain-related research and called “subordinate beliefs” in Table 1. The perception of these subordinate beliefs is strongly related to actual (technical) characteristics of Blockchain-based applications. Table 1 lists some of these relations that make clear how important certain (technical) properties are for the formation of certain beliefs and thus that perceptions cannot be detached from technical specifications and vice versa. In the following, Blockchain-specific Behavioural Beliefs in the sense of TRA are introduced that are constituted by typical characteristics of Blockchain-based applications (cf. Table 2).

Stemming from increased efficiency [4] and the introductorily mentioned possible enhancement of consumers’ position in many markets, BCT might improve their buying conditions in the internet (including price, terms of delivery/return, etc.). Because these improvements are not expected for all applications, the variable is not incorporated in PU. However, the more consumers believe that BCT provides improved outcome, the higher PU should be:

H5: Perceived Improvement of Buying Conditions positively influences Perceived Usefulness

Felt Independence from Institutions is designed to capture a consumer’s perceived ability to take decisions independent from the influence of existing institutions [35]. This independence is potentially empowered by BCT use, because peer-to-peer transactions become possible without any bank involved [4, 17], centrally offered services of technology groups (e.g. search engines) are challenged by Blockchain-based solutions [36] and if participants, respectively servers, of a Blockchain are widely distributed over multiple states, their consensus is beyond the control of single states [4, 17]. This independence is not only part of the ideology many Blockchain-based solutions (e.g. the Bitcoin system) are based on [37]. It can also be considered from a risk perspective: because dependency gives institutions the possibility to intervene or to exploit consumers’ vulnerability, it entails uncertainty and perceived risks [29]. H6 follows:

H6: Felt Independence from Institutions reduces the Perceived Risk
Besides beliefs, earlier Blockchain-related research extracted a lack of actual knowledge of the technology as acceptance predictor [22]. This evidence is supported by the TRA considering knowledge as “background factor” [13]. The Diffusion Theory even describes an “Awareness stage” that is critical for the decision to even form an attitude towards a technology later on [for this and below: 33]. In this stage, having heard of an innovation, individuals seek for further information about it if they realise a potential need satisfaction by using it. Thereby, consumers acquire different types of knowledge: while “How-to-Knowledge” (HTK) refers to ways an innovation can be used, “Principles Knowledge” (PRK) is about underlying functional principles. This differentiation can be applied to BCT: beyond knowing how to come in touch with the technology, which is strongly addicted to Trialability, HTK should, in a BCT context, predominantly be about coming along with interfaces, which is widely captured by PEOU. But the functional principles (decentralisation, etc.) of BCT are not just background information, because their understanding can be regarded as necessary to understand the technology’s potential to satisfy needs and to reason its existence. Thus, PRK is explicitly considered as direct antecedent of the usage intention, leading to:

H7: The level of Principles Knowledge positively influences the intention to use Blockchain technology

4. Methodology

To validate the research model, an online survey was conducted in July 2018. A link was sent to e-mail distribution lists of student organisations as well as sport clubs and was distributed on Social Media (convenience sample). Due to the chosen channels, participants were relatively young (in average 33 years old) measured against the German population. The survey was named “future technologies in everyday life” to avoid self-selection, i.e. that mainly people who are interested in BCT participate in the survey and thus bias in particular the awareness and knowledge measurement.

The survey is structured as follows (cf. Table 3): after some general questions concerning the use, intention to use and perceived relevance of BCT and selected reference technologies^5, the participants were asked to state, how clearly they know the functional principles of BCT. Only participants who expressed a vague understanding of the technology’s

The latent variables of the Structural Equation Model (SEM) are designed by applying the C-OAR-SE procedure for scale development [40]. In consequence, the variables “Usage Intention”, “Trialability” and “Perceived Improvement of Buying Conditions” are classified as concrete attributes leading to a single-item-measure. All other constructs besides PEOU and PRK are formed by beliefs regarding the BCT. Thereby, technology’s characteristics serve to reason subordinate beliefs and thus specify the formative measurement of theory-based constructs (cf. Table 1). In contrast, PEOU, although also affected by the technology’s characteristics, usually is not formed by different, widely independent attributes, but more of general disposition reflected in multiple, highly correlated beliefs and therefore measured in a reflective manner. Because specific beliefs regarding the BCT and its applications are supposed to be perceived relative to the status quo, these are measured “compared to existing IT applications” (cf. Table 7). In consequence of the adaptive survey design, only 32 participants expressed these specific beliefs, which still is a sufficient number to get meaningful results for the SEM [41].

In general, constructs were measured relying on validated scales, if possible (see Table 4 for details), and backward-translation was executed for the survey’s presentation inside this paper. To calculate the SEM, path-based weighting is used and a Bootstrapping including 5000 random subsamples performed
using the software “Smart PLS”. Thereby, actual users are assumed to also have an intention to use BCT.

Finally, to motivate the presumably already exhausted participants to reveal their knowledge of BCT, “Gamification” elements have been integrated [42] in form of a “Blockchain-Quiz” consisting of ten true/false questions whereby the first five have been designed to measure How-to-Knowledge and the other five for measuring Principles Knowledge (for details, see Table 5). The questions have been designed to capture Blockchain-based applications most commonly used by consumers (and thus have a focus on public (permissionless) Blockchains) and to be as easy to understand while maintaining as much precision as possible. To further differentiate the participants’ knowledge, they were asked to state their confidence for every answer to calculate “Confidence Ratings” that weight correct answers with strong confidence higher than correct answers with low confidence. Incorrect answers are handled contrariwise. This approach is especially used to calculate a Principles Knowledge Score for each participant which is called “Principles Knowledge” in the following.

Therefore, the calculation scheme by Hassmen and Hunt [43] is used. Due to the fact that the quiz has been designed as an appendix after the primary survey, results should be generalised carefully with respect to average knowledge levels (presumably they are overestimated), because the decision to take part in the quiz might actually be a knowledge predictor [14]. But to distinguish between participants having comparably high and low knowledge levels, which is the main purpose of the quiz, this is not a problem.

5. Results
5.1. Descriptive Statistics on Usage, Knowledge and Perception of the Blockchain Technology

Looking at Figure 2, a majority of 61.1% has already heard of BCT, which is the lowest percentage of all tested technologies, but higher than earlier surveys [3, 16] indicated. Comparatively high awareness might be a consequence of the relatively young and educated participants or technology’s high media coverage prior to the survey [30]. Nevertheless, only five (3.2%) respondents state to use BCT and 19 (12.1%) more to have the intention to do so in the future.

As discussed earlier, limited knowledge might be an adoption barrier. Results of the Blockchain Quiz, displayed in Table 5, reveal that only 59% of all true/false-questions are answered correctly. In total, HTK seems to be very low, it is even not possible to show that in average, the amount of correct answers (2.55 of 5) is different from random guessing (p > 0.1 (t-test)). Regarding PRK, 3.36 of 5 answers are correct, which is definitively a higher number than expected by random guessing (p < 0.01 (t-test)), but also capable of improvement.

Asking for associations to the stimulus “Blockchain” (cf. Figure 3) many of the 61 participants who entered an answer think of cryptocurrencies (n = 9) or Bitcoin in particular (n = 14) or refer to essential ideas of BCT like “Decentralisation” (n = 11) or “Linkage/chaining of data” (n = 7). Also noteworthy is the repeated mentioning of the high energy consumption (n = 5).

![Figure 2: Awareness and usage of selected technologies.](image_url)

![Figure 3: Associations to the stimulus “Blockchain”.](image_url)
Referring to the general perception of BCT, participants think that it is generally useful, but are not convinced that it delivers value to them personally (cf. Table 6, items 1 and 2). Generally, the technology is perceived as complex and hard to understand, leading to a low PEOU. A notable risk perception can be observed, which however is not extraordinarily high. Trialability is basically very low, but perceived very differently as the high variance indicates. As anticipated, social norms currently are negligible.

Regarding specific beliefs (cf. Table 7), the answers’ general proximity to the scale centre indicates that participants evaluate specific attributes of Blockchain-based applications similar to those of currently used IT applications. This holds in particular for the independence from technology groups as well as for perceived transaction costs and buying conditions. Independence from individual states or banks and privacy protection are only perceived slightly better. In contrast, transparent process documentation, the protection against transactions’ manipulation and the perception of legal risks positively stand out.

5.2. Pairwise Comparisons (PC) (Indirect Proof of the Research Model)

As Figure 4 reveals, security aspects, especially the protection of personal data and against fraud, seem to be very important in the context of automated online transactions compared to other properties. The possibility to specify further criteria (e.g. the delivery date) in combination with an option to refuse the app’s recommendation, called “Freedom of decision (customisable attributes)”, and the additional consideration of manufacturers’ stores for price comparison, called “Independence from ordering platforms”, are also relevant. In contrast, the app’s permanent availability and low costs of payment execution appear to be relatively unimportant. However, this result should not be misinterpreted, because the importance of availability might only be realised if problems occur and referring to costs, these might have become elusive, because no concrete values were introduced.

5.3. Structural Equation Model (SEM) (Direct Proof of the Research Model)

Figure 5 (on the next page) displays the estimated SEM. Evaluating model’s quality, the coefficients of determination (R²) can be interpreted as “satisfying” regarding Usage Intention (R² = 0.294) and PR (R² = 0.327) and as “substantial” for PU (R² = 0.513) due to the many potential determinants [41].

Considering multicollinearity between constructs and the items in case of formative variables, variance inflation factors should be regarded [44]; all range from 1.0 to 1.8 (for details, see Table 8), which is far below widely accepted maximum values of 5 or 10. For addressing PEOU, factor loadings indicate sufficient internal consistency (all above 0.7) [41]. Bootstrapping reveals that all hypothesis can be confirmed at 10% significance level and besides H5 all even at 5%. In consequence, validity of the SEM can be assumed.

In addition to path coefficients (cf. Figure 5), that already allow a first indication of effect sizes, F² is calculated for each relationship (cf. Table 9). Considering direct determinants of Usage Intention, Trialability, which clearly depends on PEOU (F² = 0.200), emerges as strongest (F² = 0.192), while PU (F² = 0.111) and PRK (F² = 0.059) have a comparatively small, but unambiguous effect on it. Perceived Improvement of Buying Conditions has a remarkable influence on PU (F² = 0.723) and the Felt Independence from Institutions reduces PR strongly (F² = 0.485). Finally, it appears suitable to model PR as a determinant of PU having an indirect effect on Usage Intention only (F² = 0.137). Looking at items’ weighting factors to form latent variables, summarised in Table 8, indirect conclusions can be drawn [44]: “Felt Independence from Institutions is surprisingly dominated by perceived independence from individual states (γ = 0.435) and technology groups (γ = 0.660), whereby it should be noted that the latter’s effect might be affected by privacy improvements addicted to independence from technology groups [9]. PR extensively consists of the

---

Figure 4. Pairwise Comparisons.

| Protection against subsequent manipulations | 0.01 |
| Protection of personal data | 0.01 |
| Freedom of decision (customisable attributes) | 0.01 |
| Independence from ordering platforms | 0.01 |
| Low costs of payment execution | 0.01 |
| Permanent availability (base category) | 0.01 |

Legend: values represent parameters of a Bradley-Terry-Luce-Test with “Permanent availability” as pre-defined base category. * / ** - significantly different from base category at 10% / 1% level

Figure 5. Table 8.
perception, that predominantly criminals use BCT ($\gamma = 0.505$), but obviously other influence factors also contribute to BCT’s application being perceived as generally “risky” ($\gamma = 0.485$) and associated to potential losses ($\gamma = 0.330$). Lastly, PU strongly depends on the expected transaction costs ($\gamma = 0.322$), which is in line with findings regarding Perceived Improvement of Buying Conditions, as well as on perceived privacy protection ($\gamma = 0.341$) and a general value perception of BCT usage ($\gamma = 0.536$).

5.4. Integration of Results

To sum it up, consumers miss possibilities to try out BCT which they perceive to be very complex. Maybe because of their low knowledge of the disrupting ideas or principles the technology is based on, they do not realise how they can personally benefit from it. Finally, the following four beliefs regarding BCT are found to be specifically critical for stimulating acceptance:

- Expected Improvement of Transaction Conditions (derived from SEM)
- Perceived Privacy Protection (derived from PC and SEM)
- Felt Independence from Institutions (derived from SEM and indicated by PC)
- Perceived Fraud Protection (derived from PC and SEM)

6. Discussion

The results allow for concluding implications from the perspective of multiple stakeholders. The stated lack of legal certainty, for example, emphasises the importance of closing gaps in the law, e.g. in Data Protection Law [45] or Contract Law [46]. But in the following, the focus will be on suitable communication strategies to form desirable beliefs about BCT and on recommendable directions of the technology’s further (technical) development. Final remarks, moreover, discuss conclusions for future research.

6.1. Communication Strategies Towards Consumers

(Persuasive) communication is a well-established instrument to form desirable beliefs [13]. The following recommendations are relevant for all institutions that might be interested in stimulating the diffusion of BCT (e.g. governmental ministries) or of applications based on BCT (e.g. start-up companies), because the general attitude towards the technology’s usage profits from application’s image whenever referring to BCT (e.g. in advertising) and vice versa (“image transfer”). Although target groups for communication should be defined context- and application-specific, general recommendations can be derived from the results by applying the already introduced Diffusion Theory (cf. part 3), which differentiates human stereotypes, called “Adopter Types”, by their innovativeness [for this and below: 33]. The first to adopt are “Innovators”, typically interacting with other Innovators, who are adventuresome, risk-seeking and have the ability to understand complex innovations. They serve as “gatekeepers” for a technology’s diffusion and inspire “Early Adopters”, who regularly catch up on new trends and enjoy to be local opinion leaders. Members of the “Early Majority” carefully weigh up innovations’ usage and thereby refer to Early Adopters, who in consequence are crucial for reaching a critical mass.
Now comparing the percentage of actual BCT users (3.2%) with the estimated percentage of innovators in the population (ca. 2.5%[46]) [for this and below: 33], one can conclude that the Innovators already use BCT by a majority. In contrast, Early Adopters (ca. 13.5% of the population) typically have already formed an intention to use the technology, but hesitate to use it (which is true for 12.1% of respondents) and thus are critical for the technology’s further adoption, especially considering their influence on later Adopters. Early Adopters, for example, could be targeted by using methods discussed in the context of “Influencer Marketing” due to their increased use of Social Media, reasoned by their intense need for social participation. As regards content, possibilities to use BCT might be communicated (increasing Trialability) by emphasising improvements through the technology with respect to critical beliefs carved out in part 5 (Expected Improvement of Transaction Conditions, etc.). Thereby, it might be advisable to refer to technical characteristics for enhancing Principles Knowledge, which entails the challenge to explain complex principles as comprehensibly as possible. However, most crucial for communication success might be the derivation of tangible benefits and additional possibilities through the use of BCT from technical characteristics. Early Adopters, for example, possibly need to realise that BCT enables them to choose the way and rules of social interaction independent of technology groups or states.

6.2. Further Development of Blockchain-Based Applications

General recommendations for further development address business model creators just as frontend- and backend developers of Blockchain-based applications. First of all, a focus on usability to increase PEOU and to enhance the user experience [47] as well as the passing-on of savings due to Blockchain usage to consumers to some extent (leading to improvements of transaction conditions for them) is generally advisable. The relevance of “Independence from Institutions” further invites small providers of Blockchain-based applications to use the technology to communicate increased Independence from Institutions to gain competitive advantage. Privacy protection can be ensured by anonymity, which, however, is not guaranteed only because pseudonyms are used [17] and might be opposed to legal certainty. Anyway, only putting data “on-chain” that are necessary for the functionality of an application and informing users about (reasons for) use of data [48] could also increase perceived privacy protection. To counter consumers’ perceived risk to be defrauded, certifications for Blockchain solutions offered by trustworthy organisations based on transparent criteria [49] and insurances covering overestimated risks [4] are promising options. Continuing the development of solutions for the protection of private keys could further contribute to perceived risk reduction [50].

6.3. Research Implications and Final Remarks

From a researcher’s perspective, a new, Blockchain-specific acceptance model has been developed, which delivers an explorative starting point for further acceptance research addressing BCT and some interesting findings for technology acceptance research in general. In particular, the interpretation of PEOU as an essential determinant of Trialability in the context of emerging technologies that has only occasionally been applied in the past [34] and the consideration of PR as influencing factor of PU whenever risk reduction is a constituting idea behind a technology’s usage might inspire future research.

Of course, this paper faces many limitations: first of all, only usage intention and not actual usage is explained and no representativeness for the German population ensured. Furthermore, it leaves the explicit consideration of hedonic usage motives and expected changes of the interaction in social systems to future research. Although many of the indicated effects are probably valid for consumers from other countries than Germany, cultural differences, in particular in terms of technology usage habits, as well as country-specific requirements depending on legal circumstances and the technical infrastructure [21] might restrict international transferability. Moreover, technical trade-offs in Blockchain designs (e.g. between usability and security) leading to limits in evoking desirable perceptions at the same time have not been regarded [51]. Finally, some might argue that it only makes sense to research the acceptance of specific applications and not of the underlying technology because of the diversity of applications and designs. However, even for acceptance research on the application level, which is expected to increasingly follow in the future, this paper provides indications for research designs as well as for critical beliefs determining consumers’ acceptance that is considered to be of outstanding importance to help the Blockchain technology fulfil its potential.

Appendix:
### Table 1. Derivation of theory-based beliefs.

| Theory-based belief                  | Corresponding theory | Subordinate beliefs relevant in Blockchain context (selection) | Corresponding characteristics of Blockchain applications (selection) [51] |
|-------------------------------------|----------------------|---------------------------------------------------------------|---------------------------------------------------------------------------|
| Perceived Usefulness                | TAM                  | Perceived increase of transparency [17, 18, 19, 22]           | Availability (+) Consistency (+) Vulnerability Resistance (+) |
|                                     |                      | Expected reduction in transaction costs* [4, 17, 18, 19, 22]  | (low) direct, monetary transaction costs (+) (low) indirect transaction costs (+) (e.g. required time depending on transaction validation speed and the effort that is necessary to find a transaction partner) |
|                                     |                      | Perceived improvement of privacy protection* [4, 17]         | Confidentiality (+) (e.g. enabled by pseudonymity, applied encryption methods or user-managed data exchange) Integrity (+) |
| Perceived Ease of Use               | TAM                  | Usability perception [17, 18]                                 | Interoperability between applications (+) Exchangeability of cryptocurrencies (+) Response time (-) Support for constrained devices (+) |
| Perceived Risk                      | TAM, extended        | Perception of fraud risks [4, 17, 18, 19, 22]                 | Confidentiality (-) Consistency (-) Integrity (-) (especially tamper-resistant logging) Decentralisation (-) Vulnerability resistance (-) |
| Trialability                        | Diffusion Theory     | Accessibility [4, 17, 18, 19, 22]                            | Availability (+) Interoperability between applications (+) Required bandwidth (-) Support for constrained devices (+) |

For more detailed discussion of risks associated with BCT usage, see [4]

### Table 2. Derivation of technology-based beliefs.

| Technology-based belief              | Subordinate beliefs relevant in Blockchain context (selection) | Constituting characteristics of Blockchain applications [51] For argumentation regarding independence, compare [4] |
|-------------------------------------|---------------------------------------------------------------|----------------------------------------------------------------------------------------------------------------|
| Felt Independence from Institutions | Independence from technology groups*                         | Possible consequence of disintermediation and… decentralisation by taking over services of technology groups or banks enabled by BCT (independence from technology groups and banks) or respectively… the international distribution of power to change consensus (independence from states) |
|                                     | Independence from banks*                                     | These processes are enabled by BCT’s characteristics, especially by Availability, Confidentiality, Consistency, Integrity, Encryption, Resilience, Vulnerability resistance, (low) costs of transactions, Ease of Node Adoption, Support for constrained devices |
|                                     | Independence from states*                                    |                                                                                                               |
| Perceived Improvement of Buying Conditions | Expected price                                              | Directly based on (low) monetary costs (of transactions), (high) transaction validation speed and indirectly by transparency-induced (potential) gain of power in transactional relations as a consequence of market transparency and disintermediation [9] |
|                                     | Expected terms and conditions                                |                                                                                                               |

Table 3. Adaptive design of the online questionnaire.
### Part of the online questionnaire

| Abbreviation | Number of participants | Understanding of functional principles (of BCT) (referring to “Perceptual Awareness Scale” [55]) |
|--------------|------------------------|-------------------------------------------------------------------------------------------------|
| General technology use | GT | 157 | none |
| BCT: general beliefs | BG | 73 | vague |
| BCT: specific beliefs | BS | 32 | relatively clear |
| Pairwise Comparisons (attributes of a new app) | PC | 102 | clear |
| Personal data | PD | 128 | none |
| Blockchain-Quiz (appendix) | QU | 49 | vague |

Legend: displayed | BCT = Blockchain technology
not displayed | The number of participants includes all who answered at least one question of the part.

### Table 4. Measurement models in the Structural Equation Model.

| Latent variable | Type of measurement | Item's description (cf. Table 6 and Table 7) | Questionnaire part (cf. Table 3) | Origin of item's scale (BC = measured in a Blockchain context) |
|-----------------|---------------------|---------------------------------------------|----------------------------------|-------------------------------------------------------------|
| Perceived Usefulness | Formative | BCT use valuable | BG | [29] |
| | | Privacy protection | BS | [22 (BC)] |
| | | Low transaction costs | BS | |
| | | BCT useful | BG | |
| Perceived Ease of Use | Reflective | BCT easy to understand | BG | [26, 29, 56] |
| | | BCT easy to learn | BG | [20 (BC)] |
| Perceived Risk | Formative | BCT use risky | BG | ~ [29] |
| | | Damage from BCT use | BG | [22 (BC)] |
| | | Criminal users of BCT | BG | |
| Felt Independence from Institutions | Formative | Independence from technology groups | BS | / |
| | | Independence from banks | BS | |
| | | Independence from states | BS | |
| Perceived Improvement of Buying Conditions | Reflective | / | BS | / |
| Trialability | BG | [56] |
| Principles Knowledge | QU | / | [43] |
| Usage Intention | GT | / | (dichotomous) |

Legend: BCT = Blockchain technology All scales used were translated into German and thereby partially slightly modified.

### Table 5. Blockchain-quiz – questions and results.

| Question Nr. | Question text | Correct answer | Share of correct answers | Ω Confidence rating | Score (Ω = average / SD = standard deviation) |
|--------------|---------------|----------------|--------------------------|---------------------|----------------------------------------------|
| 1 | Recipient’s public key is needed to initiate a transaction | true | 49% | 1,77 | Ω = + 6,3/SD = 31,0 |
| 2 | Recipient’s private key is needed to initiate a transaction | false | 27% | 1,98 | Ω = - 2,8/SD = 31,7 |
| 3 | Private and public keys consist of numbers and letters | true* | 84% | 2,27 | Ω = + 30,9/SD = 21,4 |
| 4 | On prevalent Blockchains, transactions are approved by an authorised participant (central authority) | false | 63% | 2,06 | Ω = + 19,6/SD = 28,0 |
| 5 | New transactions are immediately incorporated into the Blockchain | false | 33% | 2,06 | Ω = - 6,1/SD = 33,5 |
| Total | | | 51% | 2,03 | Ω = + 9,57/SD = 68,1 |
| Principles 6 | Each block has one specific predecessor | true | 79% | 1,91 | Ω = + 21,6/SD = 26,2 |
| 7 | Usually, multiple transactions are assigned to a block | true | 62% | 1,72 | Ω = + 18,0/SD = 25,5 |
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| Item Nr. | Item Text | Item description | Average (ranges from 0 to 4) | Standard deviation (in scale points) |
|----------|-----------|------------------|-----------------------------|--------------------------------------|
| 8 | Usually, a transaction is distributed to multiple blocks | false | 60% | 1,60 | $\bar{\Omega} = + 15,0/SD = 24,7$ |
| 9 | On public (permissionless) Blockchains, all transactions are typically visible for all participants | true | 79% | 1,64 | $\bar{\Omega} = + 24,8/SD = 20,6$ |
| 10 | If “proof-of-stake” consensus mechanism is applied, a miner's asset influences his chance to create an upcoming block | true | 57% | 1,34 | $\bar{\Omega} = + 9,4/SD = 24,5$ |

Total: 67% 1,64 $\bar{\Omega} = + 88,8/SD = 67,5$

Total HTK + PRK: 59% 1,84 $\bar{\Omega} = + 136,5/SD = 107,7$

Legend: “if displayed in conventional hexadecimal system. Questions partly inspired by Henry et al. [14].

“Confidence Rating” is scaled from 0 (very unconfident) to 4 (very confident). Score ranges from -60 to +50 for each question, in consequence from -300 to +250 for HTK and PRK and from -600 to +500 in total.

Table 6. Beliefs about Blockchain technology (BCT).

| Item Nr. | Item Text | Item description | Average (ranges from 0 to 4) | Standard deviation (in scale points) |
|----------|-----------|------------------|-----------------------------|--------------------------------------|
| 1 | The use of Blockchain technology is valuable for me | BCT use valuable | 1.98 | 1.09 |
| 2 | The technology is useful | BCT useful | 3.25 | 0.70 |
| 3 | Blockchain technology is easy to understand | BCT easy to understand | 1.24 | 0.90 |
| 4 | Technology’s application is easy to learn | BCT use easy to learn | 1.69 | 1.09 |
| 5 | The application of Blockchain technology is risky | BCT use risky | 1.57 | 1.16 |
| 6 | Using the technology can cause substantial damage for me | Damage from BCT use | 1.64 | 0.98 |
| 7 | Blockchain technology is predominately used by criminals | Criminal users of BCT | 1.23 | 0.81 |
| 8 | I know how to try out Blockchain applications | Trialability | 1.77 | 1.42 |
| 9 | Others expect me to use Blockchain technology | Social Norm (not part of SEM) | 0.80 | 1.06 |

Legend: items were measured in questionnaire part “BG” (cf. Table 3).

SEM = Structural Equation Model. Corresponding question: how strongly do you agree with the following statements concerning the Blockchain technology?
n = 70; participants stating “cannot judge” were filtered out. In consequence, actually considered responses for each item range from 45 to 64. Scale points are named the following: 0 (minimum) – fully disagree | 1 – rather disagree | 2 – neither agree nor disagree | 3 – rather agree | 4 (maximum) – fully agree

Table 7. Specific beliefs about Blockchain technology (BCT).
19 “…hold legal risks” | Legal risk | 2.60 | 1.00
20 “…hold the risk to loose money due to fraud” | Fraud risk | 2.10 | 1.15
21 “…lack maturity and thus their usage could cause substantial damage to me“ | Maturity risk | 1.86 | 1.11

Legend: items were measured in questionnaire part “BS” (cf. Table 3).

n = 32; participants stating “cannot judge” were filtered out. In consequence, actually considered responses for each item range from 23 to 29.

Corresponding question: how do you evaluate Blockchain applications generally regarding the following characteristics compared to currently used IT applications?

Scale points are named the following: 0 (minimum) - much less pronounced | 1 – little less pronounced | 2 – equally pronounced | 3 – little more pronounced | 4 (maximum) – much more pronounced

Table 8. Accuracy of the Structural Equation Model.

| Latent variable | Item description (cf. Table 6 and Table 7) | Coefficient $\beta$ (formative) / factor loading $r$ (reflective) | VIF (formative) / reliability coefficient $\rho$ (reflective/1-item) |
|-----------------|---------------------------------------------|-------------------------------------------------|--------------------------------------------------|
| Perceived Usefulness (PU) | BCT use valuable | $\beta = 0.536$ | VIF = 1.372 |
| | | | |
| | Privacy protection | $\beta = 0.341$ | VIF = 1.238 |
| | | | |
| | Low transaction costs | $\beta = 0.322$ | VIF = 1.174 |
| | | | |
| | BCT useful | $\beta = 0.217$ | VIF = 1.444 |
| | | | |
| Perceived Ease of Use (PEOU) | BCT easy to understand | $r = 0.873$ | $\rho = 0.843$ |
| | | | |
| | BCT use easy to learn | $r = 0.833$ | |
| | | | |
| Perceived Risk (PR) | BCT use risky | $\beta = 0.485$ | VIF = 1.365 |
| | | | |
| | Damage from BCT use | $\beta = 0.330$ | VIF = 1.425 |
| | | | |
| | Criminal users of BCT | $\beta = 0.508$ | VIF = 1.140 |
| | | | |
| Felt Independence from Institutions | Independence from technology groups | $\beta = 0.660$ | VIF = 1.079 |
| | | | |
| | Independence from banks | $\beta = 0.254$ | VIF = 1.783 |
| | | | |
| | Independence from states | $\beta = 0.435$ | VIF = 1.689 |
| | | | |
| | Perceived Improvement of Buying Conditions | $r = 1.000$ (single item) | |
| | | | |
| | Trialability | $r = 1.000$ (single item) | |
| | | | |
| | Principles Knowledge | $r = 1.000$ (single item) | |
| | | | |
| | Usage Intention | $r = 1.000$ (single item) | |

Legend: VIF = variance inflation factor.

Table 9. Effect sizes of the Structural Equation Model.

| Hypothesis | Relation | $F^2$ | effect strength | Hypothesis | Relation | $F^2$ | effect strength |
|------------|----------|-------|-----------------|------------|----------|-------|-----------------|
| H1 | PU $\rightarrow$ Intention | $F^2 = 0.111$ | small | H5 | Conditions $\rightarrow$ PU | $F^2 = 0.723$ | strong |
| H2 | PR $\rightarrow$ PU | $F^2 = 0.137$ | small | H6 | Independence $\rightarrow$ PR | $F^2 = 0.485$ | strong |
| H3 | Trialability $\rightarrow$ Intention | $F^2 = 0.192$ | medium | H7 | Principles Knowledge $\rightarrow$ Intention | $F^2 = 0.059$ | small |
| H4 | PEOU $\rightarrow$ Trialability | $F^2 = 0.200$ | medium | | | | |

Legend: PU = Perceived Usefulness  PEOU = Perceived Ease of Use  PR = Perceived Risk
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This paper refers to “Blockchain technology”, because most consumers are expected to be more familiar with the commonly used term “Blockchain” than with the more broadly defined, but much more abstract concept of “distributed ledgers”.

Referring to a survey among German consumers by Yougov Deutschland GmbH, only 4% of consumers use the Internet to deal with cryptocurrencies like Bitcoin as the most commonly used Blockchain-based application among consumers [3]. The low percentage of users is replicated in the present study (3.2%, cf. part 5).

Besides payments based on cryptocurrencies, consumer-oriented apps relying on BCT already offer a wide range of services, for example, cloud or messaging services [52].

This evidence, which is discussed regularly under the heading of “Intention–Behaviour-Gap”, can be traced back to various causes, e.g. unexpected problems or emotions occurring in real situations that have not been anticipated when hypothetically forming an intention [13].

Many well-known acceptance theories and models like the “Unified Theory of Adoption and Usage of Technologies” (UTAUT) or the “Technical Acceptance Model” (TAM) use intention as an acceptance variable.

This does not imply that these processes need to be conscious or cannot include spontaneous components or emotions [13]. Anyhow, to explain spontaneously initiated and predominantly affective decisions to perform a behaviour of interest, the theory should not be used [24].

Alternatively, it can be interpreted as further Behavioural Belief, addicted to the expected outcome of trying out BCT.

The theory specifies four more beliefs (“Relative advantage”, “Compatibility”, “Complexity” and “Observability”) that determine overall evaluation of an innovation that show analogies to PEOU (Complexity) or PU (Relative Advantage) and have been used for investigations until today, but are not significant in all applications [34]. In consequence, only Trialability is explicitly taken into account.

Authors discuss “Perceived customer dependence” from a sales perspective [35].

93.4% of the participants had a graduation qualifying for university entrance (for comparison with the German population, see [53]).

Reference technologies were selected comparing the “Hype Cycle for Emerging Technologies” of the consulting company “Gartner, Inc.” from the years 2015 to 2017. The aim was to select emerging technologies in different stages of diffusion [54].

Reference technologies were selected comparing the “Hype Cycle for Emerging Technologies” of the consulting company “Gartner, Inc.” from the years 2015 to 2017. The aim was to select emerging technologies in different stages of diffusion [54].

Earlier surveys focussing the Bitcoin Blockchain yield a negative correlation between age and awareness as well as between age and usage (intention) [14, 15], which can broadly be replicated by the present data (r (Spearman rank coefficient) of age and awareness = 0.24, p < 0.05; r (rank coefficient) of age and usage intention = -0.16 (p < 0.1)).

But interestingly eleven declare to actually own or have owned cryptocurrencies (and only four of these eleven seem to be aware of the fact that they thereby use BCT), which indicates that cryptocurrencies and BCT are not necessarily connected in consumers’ perception. Because respondents were further asked to specify the cryptocurrencies they own and all stating to own some have Bitcoin or Ether as Blockchain-based cryptocurrencies in their portfolio, this can definitely not be a sophisticated statement based on the fact that not all cryptocurrencies are based on Blockchains. Anyhow, a generalisation of this incident is not possible due to the low numbers of users participating in the survey.

The higher an item’s weighting factor, that can be interpreted as regression coefficient [44], the more it determines the influence of the corresponding latent variable on others (and ultimately on Usage Intention).

The classification assumes a normal distribution based on earlier research and is not completely sharp because of “innovativeness” being a continuous variable [33]. Anyhow, it allows a rough estimation of the percentage that different Adopter Types represent in the population.