Extending loophole-free nonlocal correlations to arbitrarily large distances
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One of the most striking features of quantum theory is that it allows spatially separated observers to share correlations that resist local hidden variable (classical) explanations, a phenomenon referred to as Bell nonlocality. Besides their foundational relevance, the nonlocal correlations enable distant observers to accomplish classically inconceivable information processing and cryptographic feats such as unconditionally secure device-independent key distribution schemes. However, the distances over which nonlocal correlations can be realized in state-of-the-art Bell experiments remain severely limited owing to the high threshold efficiencies of the detectors and the fragility of the nonlocal correlations to experimental noise. Instead of looking for quantum strategies with marginally lower threshold requirements, we exploit the properties of loophole-free nonlocal correlations, which are experimentally attainable today, albeit at short distances, to extend them over arbitrarily large distances. Specifically, we consider Bell experiments wherein the spatially separated parties randomly choose the location of their measurement devices in addition to their measurement settings. We demonstrate that when devices close to the entanglement source are perfect and witness extremal loophole-free nonlocal correlations, such correlations can be extended to devices placed arbitrarily far from the source, with almost-zero detection efficiency and visibility. To accommodate imperfections close to the source, we demonstrate a specific analytical tradeoff: the higher the loophole-free nonlocality close to the source, the lower the threshold requirements away from the source. We utilize this analytical tradeoff paired with optimal quantum strategies to estimate the critical requirements of a measurement device placed away from the source in the simplest non-trivial scenario and formulate a versatile numerical method applicable to generic network scenarios. Our results demonstrate that the properties of already feasible short-distance loophole-free nonlocal correlations can be exploited to extend them to longer distances, enabling device-independent information processing and cryptography fuelled by long-distance loophole-free nonlocal correlations to become near-term commonplace technologies.

Introduction:— Spatially separated observers cannot communicate faster than the speed of light, à la relativity. However, they can share quantum correlations born of local measurements performed on entangled particles which resist local hidden variable (classical) explanations. This phenomenon is called Bell nonlocality [1, 2]. The nonlocal correlations enable the observers to accomplish classically inconceivable information processing and cryptographic feats such as unconditionally secure 1 device-independent (DI) 2 quantum key distribution [3–8] and randomness expansion [9–12]. The efficacy of these applications necessitates loophole-free certification of nonlocality. The most challenging loophole impeding practical long-distance DI cryptography is the detection loophole [13], exploiting which a malicious adversary can fake nonlocal correlations if a sufficient fraction of the entangled particles remains undetected.

A measurement device’s detection efficiency, η, is the probability with which the device detects an incoming system emitted by the source. In Bell tests, closing the detection loophole amounts to having a detection efficiency above a characteristic threshold value, η∗, often referred to as the critical detection efficiency, below which local hidden variable models can simulate the considered nonlocal correlation. In symmetric Bell tests, wherein all detectors are equally inefficient, η∗ is a characteristic property of the target nonlocal correlation. For instance, in the simplest bipartite symmetric Bell scenario, quantum correlations that maximally violate the Clauser-Horne-Shimony-Holt (CHSH) Bell inequality [14] have a critical detection efficiency, η∗ ≈ 0.828 [15]. However, the effective detection efficiency, η, depends not only on the properties of the measurement device but also on the losses incurred during transmission. In photonic Bell experiments, the effective detection efficiency decays exponentially with the length of the optical fiber, l, such that η = η010−αl, where η0 is the detection efficiency of the measuring apparatus due to the use of imperfect detectors, and α is the attenuation coefficient typically ≈ 0.2dB/km at a wavelength of 1550nm (third telecom window) [16]. Therefore, the lower the critical detection efficiency of a nonlocal correlation, the further away the measurement devices can be from the source while retaining loophole-free nonlocal behavior. Consequently, the detection-loophole is practically unavoidable in photonic Bell experiments and DIQKD systems when using
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1 Security guaranteed solely by the laws of physics, specifically, those of quantum mechanics.
2 A device-independent inference is based exclusively on the observed measurement statistics, without requiring any characterization of the measurement devices, essentially independent of the underlying physical description.
optical fibers of about $5\text{km}$ [17] and $3.5\text{km}$ [18] in length, respectively. Another crucial quantity for long-distance loophole-free Bell tests is the visibility, $\nu$, of the entangled quantum systems, which quantifies the amount of noise added during transmission and due to imperfections in the source. Analogously to the critical detection efficiency, each nonlocal quantum strategy has a characteristic threshold value of visibility, $\nu^*$, below which the consequent correlations cease to be nonlocal.

Over the years, several proposals have identified nonlocal quantum correlations with lower critical detection efficiencies. For instance, in the symmetric CHSH scenario, one can reduce it down to $\eta^* = 2/3$ by using a pair of almost-product partially entangled qubits [19]. However, this lower critical detection efficiency comes at the cost of very high susceptibility to noise with $\nu^* \approx 1$. The other proposals fall into one of the two categories, (i.) the ones which increase the complexity of the quantum set-up by either utilizing entangled quantum systems of higher local dimension [20–23], or by increasing the number of spatially separated parties [24–26], and (ii.) the ones which invoke theoretical idealizations such as perfect detectors for a measuring party [27–30]. While the latter are clearly of little practical significance, the former necessitates more intricate state preparation procedures, which invariably lead to a higher susceptibility to noise and experimental fragility.

Consequently, long-distance loophole-free nonlocal correlations remain elusive, even in the near-term future. This is reflected in the current state-of-the-art combinations of $(\eta, \nu)$ reported in photonic Bell experiments over distances $\leq 400\text{m}$, $(0.774, 0.99)$ [31], $(0.763, 0.99)$ [12], and $(0.8411, 0.9875)$ [11]. On the other hand, if DI cryptography is to become a near-term commonplace technology, operationally certifiable robust nonlocal correlations must be sustained over distances orders of magnitude larger ($\gg 100\text{km}$). Due to the sheer enormity of this gap, the traditional approach of looking for nonlocal quantum correlations with marginally lower critical detection efficiency seems futile. Instead, in this work, we exploit the properties of strong nonlocal correlations, which can be readily attained today, albeit at short distances, to extend them to arbitrarily large distances.

Specifically, we consider a generalization to the standard Bell experiments, wherein each round, the measuring parties randomly choose the location (distance from the source) of their measurement devices in addition to their measurement settings. It then follows from relativity, and specifically from the so-called non-signaling condition, that the behavior of any particular measurement device remains unaffected by the changes in the location of spatially separated measurement devices. Based exclusively on this relativistic fact and the operational validity of quantum mechanics, we demonstrate that nonlocal correlations can be operationally certified arbitrarily far away from the source, which is to say, with arbitrarily inefficient measurement devices, when devices close to the source operate flawlessly and witness extremal nonlocal correlations. We then proceed to derive an analytic trade-off specific to the CHSH scenario: the higher loophole-free nonlocality close to the source, as measured by the violation of the CHSH inequality, the lower the threshold value for local hidden variable explanations away from the source. We utilize this trade-off to estimate the critical detection efficiency and visibility of the measurement device placed away from the source when the devices close are imperfect, thereby demonstrating the robustness of the effect. We also find optimal tilted quantum strategies that minimize these requirements.

Moreover, utilizing certifiable randomness as a measure of the nonlocal behavior of a device, we present a versatile numerical technique based on the Nieto-Silleras hierarchy of semi-definite programs [32, 33], to estimate the critical requirements of individual measurement devices in generic network scenarios with several spatially separated measured devices. Finally, we discuss experimental setups utilizing relay switches to demonstrate this effect, more complex network scenarios entailing multiple measurement devices, the possibility of DI cryptography schemes fuelled by this effect, and the key challenges that lay on the way.

**Preliminaries:**— Let us consider the simplest bipartite Bell scenario entailing a source, $\mathcal{S}$, distributing entangled quantum systems, ideally in a two-qubit pure state, $|\psi\rangle \in \mathbb{C}^2 \otimes \mathbb{C}^2$, to two spatially separated parties, Alice and Bob. The parties have measurement devices with binary inputs, $x, y \in \{0, 1\}$, specifying the measurement settings, and produce binary outcomes, $a, b \in \{+1, -1\}$,
respectively. In ideal circumstances, the measurement devices perform measurements corresponding to binary outcome projective observables, \( a_x \in B(C^2) \), \( b_y \in B(C^2) \). The three tuple, \( Q \equiv (|\psi\rangle, \{a_x\}, \{b_y\}) \), constitutes a quantum strategy (entailing operational instructions) which ideally results in the experimental behavior, \( p \equiv \{p(a, b|x,y) = \frac{1}{4} \langle \psi | (I + a a_x) \otimes (I + b b_y) | \psi \rangle \} \in \mathbb{R}^{16} \). In general, up to local-relabeling, a given behavior, \( p \), is said to be nonlocal if and only if it violates the CHSH inequality,

\[
C(p) \equiv \sum_{x,y} (-1)^{x+y} \langle \hat{a}_x \hat{b}_y \rangle \leq 2, \tag{1}
\]

where \( \langle \hat{a}_x \hat{b}_y \rangle = \sum_{a,b} ap(a, b|x, y) \). The inequality (1) holds for all behaviors, \( p \in \mathbb{R}^{16} \), which admit local hidden variable explanations (\( L \)), such that, \( p(a,b|x,y) = \sum_{\lambda \in \Lambda} p(\lambda)p^{A}(a|x)p^{B}(b|y) \), where \( \lambda \) is the local hidden variable, \( \Lambda \) is a measurable hidden variable state space, \( p(\lambda) \) specifies the probability of the system occupying the state corresponding to \( \lambda \), and for a specific \( \lambda \), the conditional probability distributions, \( \{p^{A}(a|x)\} \) and \( \{p^{B}(b|y)\} \), represent stochastic response schemes specifying the outcome probabilities for Alice and Bob, respectively.

However, the actual measurement devices may be imperfect and sometimes fail to detect the incoming quantum system, an event referred to as the “no-click” event, and the effective probability with which a measurement device, \( D \), “clicks”, is referred to as its detection efficiency, \( \eta_D \in [0,1] \) \(^3\), where \( \eta_D = 1 \) signifies perfect detectors. We consider a generalization of the simplest Bell experiment, depicted in FIG. 1, wherein Bob’s measurement device, \( B \), is at a fixed distance from the source throughout the experiment and has an unvarying effective detection efficiency, \( \eta_B \). Alice, on the other hand, randomly chooses the spatial location of her device based on an additional input bit, \( i \in \{0,1\} \). When \( i = 0 \), she places her measurement device, \( A_0 \), close to the source achieving an effective detection efficiency, \( \eta_{A_0} \), whereas when \( i = 1 \), she places her device, \( A_1 \), further away from the source, attaining a lower effective detection efficiency, \( \eta_{A_1} \leq \eta_{A_0} \). Additionally, to account for imperfections in the source and noise added during transmission from the source, we associate effective visibilities, \( \nu_B, \nu_A \in [0,1] \) to each measurement device, such that the quantum state shared between the measurement devices, \( (A_i, B) \), is,

\[
\rho(\nu_i) = \nu_A \nu_B |\psi\rangle \langle \psi | + \nu_A (1 - \nu_B) (\rho_B \otimes \frac{I}{2}) + (1 - \nu_A) \nu_B (\frac{I}{2} \otimes \rho_A) + (1 - \nu_A)(1 - \nu_B) \frac{I_4}{4},
\]

where \( \rho_A = \text{Tr}_B(|\psi\rangle \langle \psi |) \), \( \rho_B = \text{Tr}_A(|\psi\rangle \langle \psi |) \), \( I \) is the two-dimensional identity operator, and \( I_4 = I \otimes I \). Analogously to the detection efficiencies, the effective visibility of Alice’s measurement device decreases with the distance from the source, such that \( \nu_{A_1} \leq \nu_{A_0} \).

Treating the no-click event as an additional outcome, \( \perp \), the parties observe the experimental behavior in the form of conditional probability distributions, \( p_{(exp)} = \{p(a,b|(x,i),y)\} \in \mathbb{R}^2 \), where \( a, b \in \{+1, -1, \perp\} \). A convenient way to post-process the experimental behavior, \( p_{(exp)} \), which avoids considering additional outcomes and as well as the fair-sampling assumption, is to assign a valid outcome, say +1, to each no-click event, such that, the effective distribution reduces to \( p^{(\perp \rightarrow 1)}_{(exp)} = \{p(a,b|(x,i),y)\} \in \mathbb{R}^2 \) \(^{31, 34}\). One of the benefits of such a post-processing is the applicability of well-studied reliable means of quantifying loophole-free nonlocal correlations such as the observed value of the CHSH expression,

\[
C_{A_i,B}(p^{(\perp \rightarrow 1)}_{(exp)}) \equiv \sum_{x,y} (-1)^{x+y} \langle \hat{a}_{(x,i)} \hat{b}_y \rangle \tag{3}
\]

where \( \langle \hat{a}_{(x,i)} \hat{b}_y \rangle = \sum_{a,b} ap(a, b|x, i, y) \).

The measurement devices \( (A_i, B) \) are said to share loophole-free nonlocal correlations if the behaviour \( p^{(\perp \rightarrow 1)}_{(exp)} \) does not allow for a local hidden variable explanation of the form,

\[
p(a,b|(x,i),y) = \sum_{\lambda \in \Lambda} p(\lambda)p^{A}(a|x,i)p^{B}(b|y), \tag{4}
\]

for all \( a,b \in \{+1, -1\} \) and \( x,y \in \{0,1\} \), where \( \lambda \) is a local hidden variable, \( \Lambda \) is a measurable hidden variable state space, \( p(\lambda) \) specifies the probability of the shared system occupying the state corresponding to \( \lambda \), and for a specific \( \lambda \), the conditional probability distributions, \( \{p^{A}(a|x,i)\} \) and \( \{p^{B}(b|y)\} \), represent stochastic response schemes specifying the outcome probabilities for Alice and Bob, respectively. As assigning a local pre-determined outcome to the “no-click” event cannot increase the local hidden variable bound, 2, of the CHSH expression, the experimental violation of the CHSH inequality (1), \( C_{A_i,B}(p^{(\perp \rightarrow 1)}_{(exp)}) > 2 \), constitutes a sufficient operational condition for certifying loophole-free nonlocal correlations between the spatially separated measurement devices, \( (A_i, B) \). However, as we demonstrate below, this threshold requirement for the certification of loophole-free nonlocal correlations between \( (A_i, B) \) reduces drastically when \( (A_0, B) \) witness loophole-free violation of the CHSH inequality (1). Specifically, let us suppose that the measurement devices close to the source \( (A_0, B) \) witness a loophole-free violation of the CHSH inequality \( C_{A_0,B}(p^{(\perp \rightarrow 1)}_{(exp)}) > 2 \), this implies that their behaviour must spring from an underlying quantum set-up, i.e., from quantum measurements \( \{M^{(a,i=0,\lambda)}_a \in B_+(\mathcal{H}_A), M^{(b,\lambda)}_b \in B_+(\mathcal{H}_B)\} \) on shared entangled states...
\( \{ \rho_\lambda \in B_+(H_A \otimes H_B) \} \), where \( H_A, H_B \) are arbitrary underlying Hilbert spaces, such that, for all \( a, b \in \{ +1, -1 \} \) and \( x, y \in \{ 0, 1 \} \),

\[
p(a, b|(x, i = 0), y) = \sum_{\lambda \in \Lambda} \rho_\lambda \text{Tr}(\rho_\lambda M_a^{(x,i=0),\lambda} \otimes M_b^{y,\lambda}). \tag{5}
\]

In particular, this implies that Bob’s outcome must spring from genuine quantum measurements \( \{ M_b^{y,\lambda} \in B_+(H_B) \} \) on his part of entangled states \( \{ \rho_\lambda^{(B)} = \text{Tr}_A \rho_\lambda \} \) shared with Alice, such that, \( p_\lambda^B(b|y) = \text{Tr}(\rho_\lambda^{(B)} M_b^{y,\lambda}) \).

As the source as well as the the internal workings of Bob’s measurement device, \( B \), remain unaffected by the changes in the location of Alice’s measurement device, i.e., by the choice \( i \), if the behaviour Alice’s other device were possess a local hidden variable explanation of the form \( (4) \), i.e., it obtains its measurement outcomes from the post-processing of a shared local hidden variable \( \lambda \), then,

\[
p(a, b|(x, i = 1), y) = \mathcal{L}(\lambda) \sum_{\lambda \in \Lambda} \rho_\lambda \text{Tr}(\rho_\lambda^{(B)} M_b^{y,\lambda}). \tag{6}
\]

Notice, in the local hidden variable models invoked here, the local hidden variable \( \lambda \) is implicitly assumed to be independent of the location of Alice’s measurement device, i.e., \( p(\lambda, i) = p(\lambda)p(i) \). As we treat \( i \in \{ 0, 1 \} \) as an additional Alice’s input, this assumption follows from the so-called “measurement independence” or “free-choice” assumption invoked while describing local hidden variable models in standard Bell experiments. In particular, this assumption has interesting cryptographic consequences, which are deferred to the discussions section, towards the end of the manuscript. Now, we are prepared to present our central result.

**Perfect devices close to the source:**— Let us first consider the ideal case wherein the measurement devices located close to the source, \( (A_0, B) \), are perfectly effective, i.e., \( \eta_B = \eta_{A_0} = \nu_B = \nu_{A_0} = 1 \). Then, via the following the Theorem, we demonstrate that extremal loophole-free nonlocal correlations witnessed close to source can be extended to a measurement device placed arbitrarily far away from the source.

**Theorem 1 (Nonlocality at arbitrary distance).** If the measurement devices close to the source, \( (A_0, B) \), are perfect, i.e., \( \eta_B = \eta_{A_0} = \nu_B = \nu_{A_0} = 1 \), and witness maximally nonlocal correlations, such that, \( C_{A_0,B}(\mathcal{P}_{\exp}) = 2\sqrt{2} \), then such nonlocal correlations may be operationally extended to Alice’s other measurement device placed arbitrarily far away from the source, i.e., loophole-free nonlocal correlations (such that there does not exist any local hidden variable explanation of the form \( (6) \)) between \( (A_1, B) \) can be operationally certified for any non-zero values of \( (\eta_{A_1}, \nu_{A_1}) \).

**Proof.** Let the parties employ the maximally nonlocal isotropic two qubit strategy, \( \mathcal{Q}_{\text{iso}} = \left\{ |\phi^\pm\rangle, \{ \sigma_x, \sigma_y \}, \{ \frac{1}{\sqrt{2}}(\sigma_x \pm \sigma_z) \} \right\} \), where \( |\phi^\pm\rangle = \frac{1}{\sqrt{2}}(|00\rangle \pm |11\rangle) \). Consequently, the measurement devices witness the maximum quantum violation of the CHSH inequality \( (1) \), such that \( C_{A_0,B}(\mathcal{P}_{\exp}) = 2\sqrt{2} \).

The loophole-free observation of such extremal nonlocal quantum correlations not only discards local hidden variable explanations of the form \( (4) \) for the measurement devices \( (A_1, B) \), but also uniquely identifies the effective underlying shared quantum states \( \{ \rho_\lambda \} \) and the local measurements \( \{ M_a^{(x,i=0),\lambda}, \{ M_b^{y,\lambda} \} \) to be equivalent to the ones in \( \mathcal{Q}_{\text{iso}} \), respectively, up to auxiliary degrees of freedom and local isometries for all \( \lambda \), a phenomenon referred to as DI self-testing [35]. In particular, this implies that the effective states \( \{ \rho_\lambda^{(B)} \} \) of Bob’s local subsystem on which the anticommuting observables act non-trivially are equivalent to the maximally mixed qubit state, \( \frac{1}{2} I \), such that Bob’s measurement outcomes must be intrinsically random, i.e., \( <b_y> = 0 \) for all \( y \in \{ 0, 1 \} \). As the internal workings of Bob’s measurement device, \( B \), remain unaffected by the changes in the location of Alice’s measurement device, her effective subsystem and observables remain unaffected by Alice’s choice of \( i \).

Now, if Alice’s other device, \( A_1 \), were to be classical, i.e., it obtains its measurement outcomes from the post-processing of a shared local hidden variable, \( \lambda \), such that, the behavior witness by the measurement devices \( (A_1, B) \) allows for a local hidden variable explanation of the form \( (6) \), then the outcomes of \( A_1 \) cannot be correlated to that of Bob, which results in,

\[
C_{A_1,B}(\mathcal{P}_{\exp}) = \sum_{\lambda \in \Lambda} \rho_\lambda \text{Tr}(\rho_\lambda^{(B)} M_b^{y,\lambda}) = 0,
\]

where \( \langle \hat{a}_{(x,1)} \rangle_\lambda = \sum_x a p_\lambda^A(a|x, 1), \langle \hat{b}_y \rangle_\lambda = \sum_y b p_\lambda^B(b|y), \) and the second equality follows from the fact that the maximal quantum violation of the CHSH inequality, \( C_{A_0,B}(\mathcal{P}_{\exp}) = 2\sqrt{2} \) self-tests, and hence, can only be attained by a unique quantum behavior, which in-turn implies that, \( \forall \lambda : \langle \hat{b}_y \rangle_\lambda = \langle \hat{b}_y \rangle_\lambda = 0 \).

Now, if \( A_1 \) were to behave honestly with the strategy, \( \mathcal{Q}_{\text{iso}} \), but imperfectly, i.e., with detection efficiency \( \eta_{A_1}, \) visibility \( \nu_{A_1} \), they observe,

\[
C_{A_1,B}(\mathcal{P}_{\exp}) = 2\sqrt{2}\eta_{A_1}\nu_{A_1},
\]

which violates \( (7) \), and certifies loophole-free nonlocal correlations between \( (A_1, B) \), for any non-zero values of \( (\eta_{A_1}, \nu_{A_1}) \).

Theorem 1 brings forth the principal effect we employ to extend ideal loophole-free nonlocal correlations. However, as perfect measurement devices close to the source
are but a theoretical idealization, i.e., the pre-requisites of Theorem 1, namely, \( \eta_A = \eta_B = \nu_0 = 1 \), cannot be achieved in the actual experiments, we now consider cases wherein the devices close to source although better than the one placed further way, are not perfect.

**Imperfect devices close to the source:** To account for such realistic cases and the estimation of the critical requirements, \((\eta_A, \nu_A)\), of Alice’s other measurement device, \(A\), we present a trade-off specific to the CHSH inequality (1) via the following Theorem, namely, the higher the loophole-free nonlocality witnessed close to source, the lower the threshold requirements of the measurement device away from the source.

**Theorem 2 (A specific analytical trade-off).** If the measurement devices close to the source, \((A_0, B)\), witness loophole-free nonlocal correlations such that, \(C_{A_0 B}(p_{(\text{exp})}) > 2\), then loophole-free nonlocal (such that there does not exist any local hidden variable explanation of the form (6)) correlations between \((A_1, B)\) can be certified whenever the following inequality is violated,

\[
C_{A_1 B}(p_{(\text{exp})}) \leq \frac{\sqrt{8} - \left(C_{A_0 B}(p_{(\text{exp})})\right)^2}{\mathcal{L}(A_1)}. \tag{9}
\]

**Proof.** Let us assume that the parties share an arbitrary behavior, \(p \in \mathbb{R}_{+}^{32}\). We now recall that if the measurement devices, \((A_0, B)\), violate the CHSH inequality, \(C_{A_0 B}(p) > 2\), then the outcomes of \(B\) must be intrinsically random, which is to say, that they cannot be predicted perfectly \([36]\), specifically,

\[
\forall y \in \{0, 1\}: \quad \left| \langle \hat{b}_y \rangle \right| \leq \frac{1}{2} \sqrt{8 - (C_{A_0 B}(p))^2}. \tag{10}
\]

Now, if Alice’s other device, \(A_1\), were to be classical, i.e., it obtains its measurement outcomes from the post-processing of a shared local hidden variable, \(\lambda\), such that, the behavior witnessed by the measurement devices \((A_1, B)\) allows for a local hidden variable explanation of the form (6), then the value of the CHSH expression can be bounded from above in the following way,

\[
C_{A_1 B}(p) = \sum_{\lambda \in \Lambda} p(\lambda) \sum_{x, y} (-1)^{xy} \langle \hat{a}_{(x, 1)} \rangle_{\lambda} \langle \hat{b}_y \rangle_{\lambda} = \sum_{\lambda \in \Lambda} p(\lambda) \sum_{x} \langle \hat{a}_{(x, 1)} \rangle_{\lambda} \langle \hat{b}_y \rangle_{\lambda} + \langle \hat{b}_y \rangle_{\lambda} = \sum_{\lambda \in \Lambda} p(\lambda) \left( \left| \langle \hat{b}_y \rangle_{\lambda} \right| + \left| \langle \hat{b}_1 \rangle_{\lambda} \right| \right) \leq \sum_{\lambda \in \Lambda} p(\lambda) \left( \left| \langle \hat{b}_0 \rangle_{\lambda} \right| + \left| \langle \hat{b}_1 \rangle_{\lambda} \right| \right),
\]

\[
= 2 \sum_{\lambda \in \Lambda} p(\lambda) \max_{y \in \{0, 1\}} \left| \langle \hat{b}_y \rangle_{\lambda} \right| \tag{11}
\]

where the first inequality follows from the observation that \(\left| \langle \hat{a}_{(x, 1)} \rangle_{\lambda} \right| \leq 1\), for all \(x\) and \(\lambda \in \Lambda\).

Let us now split the hidden variable state space, \(\Lambda\), into the following four disjoint subspaces,

\[
A_0 = \left\{ \lambda \in \Lambda \big| \max_{y \in \{0, 1\}} \left| \langle \hat{b}_y \rangle_{\lambda} \rangle \right| = \left| \langle \hat{b}_0 \rangle_{\lambda} \right| \right\},
\]

\[
A_1 = \left\{ \lambda \in \Lambda \big| \max_{y \in \{0, 1\}} \left| \langle \hat{b}_y \rangle_{\lambda} \rangle \right| = -\left| \langle \hat{b}_0 \rangle_{\lambda} \right| \right\},
\]

\[
A_2 = \left\{ \lambda \in \Lambda \big| \max_{y \in \{0, 1\}} \left| \langle \hat{b}_y \rangle_{\lambda} \rangle \right| = \left| \langle \hat{b}_1 \rangle_{\lambda} \right| \right\},
\]

\[
A_3 = \left\{ \lambda \in \Lambda \big| \max_{y \in \{0, 1\}} \left| \langle \hat{b}_y \rangle_{\lambda} \rangle \right| = -\left| \langle \hat{b}_1 \rangle_{\lambda} \right| \right\}. \tag{12}
\]

This allows us expand the RHS of (11) such that,

\[
C_{A_1 B}(p) \leq \frac{2}{\mathcal{L}(A_1)} \left( \sum_{\lambda \in A_0} p(\lambda) \left| \langle \hat{b}_0 \rangle_{\lambda} \right| - \sum_{\lambda \in A_1} p(\lambda) \left| \langle \hat{b}_0 \rangle_{\lambda} \right| \right)
\]

\[
+ \sum_{\lambda \in A_2} p(\lambda) \left( \left| \langle \hat{b}_1 \rangle_{\lambda} \right| + \sum_{\lambda \in A_3} p(\lambda) \left| \langle \hat{b}_1 \rangle_{\lambda} \right| \right)
\]

\[
= 2 \left( p(A_0) \left| \langle \hat{b}_0 \rangle_{A_0} \right| + p(A_1) \left| \langle \hat{b}_0 \rangle_{A_1} \right| \right)
\]

\[
+ p(A_2) \left| \langle \hat{b}_1 \rangle_{A_2} \right| + p(A_3) \left| \langle \hat{b}_1 \rangle_{A_3} \right|, \tag{13}
\]

where \(p(A_j) = \sum_{\lambda \in A_j} p(\lambda)\), and \(\langle \hat{b}_k \rangle_{A_j} = \frac{1}{p(A_j)} \sum_{\lambda \in A_j} p(\lambda) \langle b_k \rangle_{\lambda}\) for all \(j \in \{0, 1, 2, 3\}\) and \(k \in \{0, 1\}\). Now, we can use (10) to further upper bound (13), such that,

\[
C_{A_1 B}(p) \leq \frac{2}{\mathcal{L}(A_1)} \sum_{j \in \{0, 1, 2, 3\}} p(A_j) \sqrt{8 - (C_{A_0 B}(p_{A_j}))^2},
\]

\[
\leq \sqrt{8 - \left( \sum_{j \in \{0, 1, 2, 3\}} p(A_j) C_{A_0 B}(p_{A_j}) \right)^2},
\]

\[
= \sqrt{8 - (C_{A_0 B}(p_{(\text{exp})}))^2}. \tag{14}
\]

where \(p_{A_j} = \frac{1}{p(A_j)} \sum_{\lambda \in A_j} p(\lambda) p_{\lambda}\), and \(p_{\lambda} \in \mathbb{R}_{+}^{32}\) is the joint behavior for a specific \(\lambda\), the second inequality follows from the fact that the function, \(\sqrt{8 - (C_{A_0 B}(p_{A_j}))^2}\), is concave in its argument, \(C_{A_0 B}(p_{A_j})\), and the final equality follows from the operational requirement that averaging \(p_{A_j}\) over our ignorance of the hidden variable \(\lambda\) reproduces the observed behavior, \(p\), i.e., \(p = \sum_j p(A_j) p_{A_j}\), and \(C_{A_0 B}(p) = \sum_j p(A_j) C_{A_0 B}(p_{A_j})\).

Finally, plugging the precondition that the parties observe the post-processed experimental behavior, \(p_{(\text{exp})}\), into (14) yields (9).

\(\square\)

As \(\sqrt{8 - (C_{A_0 B}(p_{(\text{exp})}))^2}\) is a monotonically decreasing function of \(C_{A_0 B}(p_{(\text{exp})}) \in (2, 2\sqrt{2}]\), the inequality (9) implies that any amount of loophole-free violation of the CHSH inequality (1) witnessed by \((A_0, B)\),
reduces the threshold value of the CHSH expression for \((A_1, B)\). Specifically, when \((A_0, B)\) witness maximally nonlocal correlations, \(C_{A_0B}(\mathbf{p}_{\langle\perp\rangle}) = 2\sqrt{2}\), the threshold value reduces to zero \((\ref{eq:threshold})\), whereas when \((A_0, B)\) fail to violate the CHSH inequality, \((A_1, B)\) must violate the CHSH inequality \((\ref{eq:chsh})\) on their own, to certify loophole-free nonlocal correlations.

In what follows, we use Theorem 2, as a convenient tool to estimate the critical parameters, \((\eta_A^*, \nu_A^*)\), for the loophole-free certification of nonlocal correlations between \((A_1, B)\).

Analytical estimation of critical parameters:—

Given a quantum strategy, \(Q\), and the tuple of experimental parameters, \((\eta_B, \eta_{A_0}, \nu_B, \nu_{A_0})\), we retrieve the experimental behavior, \(\mathbf{p}_{\langle\perp\rangle}\), as a function of \((\eta_{A_1}, \nu_{A_1})\). Now, the critical parameters, \((\eta_{A_1}^*, \nu_{A_1}^*)\), are simply the ones for which the inequality \((\ref{eq:critical})\) is saturated.

To demonstrate our methodology, we first consider the asymmetric case wherein, \(B\) is placed extremely close to a perfect source, such that \(\eta_B = 1, \eta_{A_0} = \eta, \) and all devices have perfect visibility, \(\nu_B = \nu_{A_0} = \nu_{A_1} = 1\). The parties employ the maximally nonlocal isotropic strategy, \(Q_{iso}\), such that, \(C_{A_0B}(\mathbf{p}_{\langle\perp\rangle}) = 2\sqrt{2}\eta\), where \((A_0, B)\) observe a loophole-hole violation for \(\eta \in (\sqrt{2}, 1]\), and \(C_{A_1B}(\mathbf{p}_{\langle\perp\rangle}) = 2\sqrt{2}\eta_{A_1}\), which when plugged into \((\ref{eq:critical})\) yields, \(\eta_{A_1}^* = \sqrt{1-\eta^2}\). This relation is plotted in FIG. 2, serves to bring up the central insight that the closer to the source \(A_0\) is placed, the higher will be its effective detection efficiency, \(\eta_{A_0}\), and consequently, the lower will be the critical detection efficiency of \(A_1\), \(\eta_{A_1}^*\), i.e., the further away \(A_1\) can be placed from the source, whilst retaining loophole-free nonlocal correlations with \(B\).

For the symmetric case, wherein \((A_0, B)\) are equidistant from the source, such that, \(\eta_B = \eta_{A_0} = \eta,\) and all devices have perfect visibility, \(\nu_B = \nu_{A_0} = \nu_{A_1} = 1\), if the parties employ the isotropic strategy, \(Q_{iso}\), then \(C_{A_0B}(\mathbf{p}_{\langle\perp\rangle}) = 2\sqrt{2}\eta^2 + 2(1-\eta)^2\), where \((A_0, B)\) observe a loophole-hole violation for \(\eta \in (\sqrt{2}, 1]\) and \(C_{A_1B}(\mathbf{p}_{\langle\perp\rangle}) = 2\sqrt{2}\eta_{A_1}\eta + 2(1-\eta_{A_1})(1-\eta)\). We plot the values of \(\eta_{A_1}^*\), which saturate \((\ref{eq:critical})\) against the effective detection efficiency \(\eta\) in FIG. 2.

Up till this point, we have relied exclusively on the isotropic strategy, \(Q_{iso}\). Next, we address whether we can further lower the critical requirements of \(A_1\) by employing better quantum strategies.

Optimal quantum strategies:—

Given the effective detection efficiencies of the measurement devices close to the source, \((\eta_{A_0}, \eta_B)\), the parties now use the tilted strategies, \(Q_{A_0, \eta_{A_0}, \eta_B}\), which attain maximum quantum violation of the following tilted CHSH inequality,

\[
C_{A_0B}(\mathbf{p}) \equiv \eta_{A_0} \eta_B C_{A_0B}(\mathbf{p}) + 2(1-\eta_A) \eta_{A_0} \langle \hat{a}_{0(0)} \rangle + 2(1-\eta_{A_0}) \eta_B \langle \hat{b}_0 \rangle + 2(1-\eta_{A_0})(1-\eta_B) \leq \frac{2}{\epsilon}.
\]

Notice that, given the detection efficiencies, \((\eta_{A_0}, \eta_B)\), the strategy, \(Q_{A_0, \eta_{A_0}, \eta_B}\), attains the maximum loophole-free violation of the CHSH inequality \((\ref{eq:chsh})\) for \((A_0, B)\), as \(C_{A_0B}(\mathbf{p}_{\langle\perp\rangle}) = C_{A_0B}(\mathbf{p}_{\langle\perp\rangle})\), where \(\mathbf{p}_{\langle\perp\rangle} \in \mathbb{R}_{\geq 0}^3\) is the ideal experimental behavior corresponding to the quantum strategy, \(Q_{A_0, \eta_{A_0}, \eta_B}\). As the threshold value for loophole-free certification of the nonlocal behavior of \(A_1\), \(\sqrt{8 - C_{A_0B}(\mathbf{p}_{\langle\perp\rangle})}\), is a monotonically decreasing function of \(C_{A_0B}(\mathbf{p}_{\langle\perp\rangle})\), the tilted strategies, \(Q_{A_0, \eta_{A_0}, \eta_B}\), minimize it, and hence, are optimal for lowering the critical requirements of \(A_1\). In general, one can use the heuristic see-saw semi-definite programming method to numerically find these strategies. In an up-
coming work, we describe a much more precise method for obtaining these strategies based on self-testing of the tilted CHSH inequalities (15). In FIG. 2 we plot the resultant curves for $\eta_{A_1}^*$ against the asymmetric case, $(\eta_{A_0} = \eta, \eta_B = 1)$, as well as for the symmetric case, $\eta_{A_0} = \eta_B = \eta$, demonstrating the advantage of the tilted strategies, $Q_{\eta_{A_0}, \eta_B}$, over the isotropic strategy, $Q_{iso}$.

While Theorem 2 unitizes the value of the CHSH expression as a measure of nonlocal correlations shared between $(A_1, B)$, and provides a convenient method for the estimation of critical parameters of $A_1$, its applicability is limited to the simplest Bell scenario, as well as to the choice of the post-processing strategy, specifically, assigning a pre-determined valid outcome whenever the measurement device fails to detect the incoming quantum system (the “no-click” event). We now describe a much more broadly applicable numerical method for the estimation of the critical parameters of individual measurement devices in generic network Bell scenarios.

A versatile numerical tool:— For generic Bell scenarios, a more versatile measure of the nonlocal behavior of an individual measurement device, for instance, $A_1$, which takes into the raw three-outcome experimental behavior, $p_{(exp)}$, is the amount of certifiable randomness, $H_{\min}(G_x(p_{(exp)}))$, where $H_{\min}(\cdot)$ is the min-entropy, and $G_x(p_{(exp)})$ is maximum guessing probability [33],

$$G_x(p_{(exp)}) = \max_{p_a} \sum_{a \in \{\pm 1\}} p_a(\tilde{a}|x, 1)$$

s.t. $\sum_{a \in \{\pm 1\}} p_{\tilde{a}} = p_{(exp)}$ \quad (16)

$\forall \tilde{a} \in \{\pm 1\}: p_{\tilde{a}} \in Q$,

where $p_{\tilde{a}}(\tilde{a}|x, 1) = \sum_{b \in \{\pm 1\}} p_{\tilde{a}}(\tilde{a}, \tilde{b}|x, 1, y), \{p_{\tilde{a}} \in \mathbb{R}^2\}$ are convex decompositions of the raw experimental behavior $p_{(exp)} \in \mathbb{R}^2$, wherein we have absorbed the convex coefficients into the respective decompositions, and $Q$ is the convex set of quantum behaviors $^4$, $p \equiv \{p(\tilde{a}, \tilde{b}|x, i, y)\} \in \mathbb{R}^2$.

Observe that, for any behavior possessing a local hidden variable explanation for $A_1$ of the form (6), we can, without loss of generality, take the response schemes to be deterministic, i.e., $p_{A_1}^{\lambda}(a|x, i = 1) = \{0, 1\}$. This observation in-turn implies that for an experimental behavior $p_{(exp)}$ possessing a local hidden variable explanation for Alice’s device $A_1$ similar to (6), the outcomes of $A_1$ can always be perfectly guessed if one has access to the local hidden variable $\lambda$, such that $G_x(p_{(exp)}) = 1$. On the contrary, if the outcomes of $A_1$ cannot be guessed perfectly (prior to the specific round of the experiment), i.e., the guessing probability optimization yields $G_x(p_{(exp)}) < 1$, no local hidden variable explanation for the experimental behavior, similar to (6), exists. Consequently, the critical parameters for witnessing loophole-free nonlocality, $(\eta_{A_1}^*, \nu_{A_1}^*)$, correspond to the threshold values of $(\eta_{A_1}, \nu_{A_1})$, for which, $G_x(p_{(exp)}) < 1$.

This measure is particularly well-suited for generic network Bell scenarios entailing many spatially separated parties, wherein we are interested in the certification of the nonlocal behavior of individual measurement devices when other measurement devices may or may not be already witnessing loophole-free nonlocality. Moreover, apart from the direct relevance to DI randomness certification, $H_{\min}(G_x(p_{(exp)}))$, constitutes a crucial ingredient in the security proofs of more complex DI cryptography protocols.

The optimization problem (16) is extremely arduous to solve because of the constraint $p_{\tilde{a}} \in Q$. Instead, to retrieve progressively tightening upper-bounds on the maximum guessing probability, $G_x(p_{(exp)})$, and the estimation of the critical parameters $(\eta_{A_1}^*, \nu_{A_1}^*)$, we employ the Nieto-Silleras hierarchy of semi-definite programs [32, 33], which relaxes the constraint $p_{\tilde{a}} \in Q$, to $p_{\tilde{a}} \in Q_L$, where $Q_L$ are the convex relaxations of the quantum set, $Q$, corresponding to Navascués–Pironio–Acín hierarchy, $L \in \mathbb{N}_+$ denotes the level of the relaxation, such that, $Q \subset Q_{L+1} \subset Q_L$ for all $L \in \mathbb{N}_+$, and $L$.

$^4$ All behaviors realizable with quantum resources, specifically, by performing local measurements on a shared entangled state.
FIG. 4. Symmetric generalization:— The graphic is a schematic depiction of the next generalization to the generalized or routed Bell experiment depicted in FIG. 1. Along with Alice, in each round of the experiment, Bob chooses the location of his measurement device, \( B_j \), based on a randomly chosen input bit, \( j \in \{0,1\} \). When \( j = 0 \), Bob places his measurement device, \( B_0 \), close to the source with an effective detection efficiency and visibility, \( (\eta_{B_0}, \nu_{B_0}) \). When \( j = 1 \), he places his measurement device, \( B_1 \), further away from the source, with a lower detection efficiency and visibility, \( (\eta_{B_1}, \nu_{B_1}) \), such that \( \eta_{B_1} < \eta_{B_0}, \nu_{B_1} < \nu_{B_0} \). Our results imply that in rounds with \( i = j = 1 \), loophole-free nonlocal correlations can be certified between the measurement devices, \( (A_1, B_1) \), placed arbitrarily far away from each other.

\[
\lim_{L \to \infty} Q_L = Q \quad [37].
\]

In FIG. 3 we plot the critical detection efficiency of \( A_1, \eta^*_{A_1} \) versus its visibility \( \nu_{A_1} \), for an experimentally relevant case, while keeping the “no-click” as an additional outcome, \( a, b \in \{\pm 1, 1\} \), and using the second level of the Nieto-Silleras hierarchy, i.e., with the relaxed constraint \( p_{\tilde{a}} \in Q_2 \). In FIG. 3, we also plot the corresponding curve retrieved analytically using (9) and the assignment strategy, \( \bot \mapsto +1 \). The plot serves to demonstrate the advantage of the numerical technique, and in particular, of keeping the entire raw experimental behavior over the analytical technique and the post-processing strategy of assigning a valid outcome to the “no-click” event.

Discussion:— In this work, we formulated a novel scheme to overcome the most significant impediment in realizing long-distance loophole-free nonlocal correlations, namely, the detection loophole. Our scheme exploits the properties of short-distance loophole-free nonlocal correlations, which can be readily attained in present-day Bell experiments to extend them to longer distances. Specifically, we considered Bell experiments wherein the involved parties randomly choose the location of their measurement devices in each round. To demonstrate the considered effect, we stuck to the most straightforward generalization of the Bell-CHSH experiment, wherein only Alice randomly chooses the location of her measurement devices based on an input \( i \in \{0,1\} \). However, our approach can be applied to more complex scenarios as well. For instance, consider the case wherein, along with Alice, Bob randomly chooses the location of his measurement device, \( B_j \), based on an input \( j \in \{0,1\} \), in each round of the experiment (FIG 4). When \( i = j = 0 \), both parties place their devices close to the source and witness strong loophole-free nonlocal correlations. Consequently, in the rounds when a party places their measurement device close to the source while the other places their device away from the source, i.e. when either \( i = 0, j = 1 \) or \( i = 1, j = 0 \), loophole-free nonlocal correlations can be certified at arbitrarily low detection efficiency and visibility. This observation, in turn, enables the certification of loophole-free nonlocal correlations between measurement devices placed arbitrarily far away from the source and each other when \( i = j = 1 \).

Physically moving the measurement device during the experiment is arduous and impractical. Therefore, experiments aimed at showcasing the considered effect could employ relay-switches, which alter the path of the quantum system transmitted from the source actively, which is to say, based on inputs from the involved parties, in each round of the experiment. We call such Bell experiments “routed” Bell experiments, specifically for the simple case depicted in FIG. 1, such a relay switch can be placed between the source and the measurement device \( A_1 \). In each round of the experiment, Alice transmits her choice of \( i \in \{0,1\} \) to the relay switch, which then transmits the quantum system from the source to either the measurement device, \( A_0 \), placed close to the source or \( A_1 \), placed further away, based on the input from Alice, \( i \).

The generalized or routed Bell experiments introduced in this work are closely related to the EPR steering scenarios [38]; however, the “trust structure” is different. Specifically, in bipartite steering scenarios, the measurement device of one of the spatially separated parties, referred to as the “steering party”, is completely characterized or “trusted.” On the other hand, our treatment of the generalized or routed Bell experiments is completely device-independent, i.e., all devices along with the source remain completely uncharacterized or “untrusted”. We use the fact that the devices close to the source witness nonlocal correlations, specifically, a violation of CHSH inequality, to characterize Bob measurement device \( B \) subsequently. We then use this characterization of Bob’s measurement device to derive operational consequences of local hidden variable models for \( A_1 \), such as (9). Finally, we demonstrate the operational quantum violation of these consequences.

Besides increasing the distance over which loophole-free nonlocal correlations can be sustained, our scheme enables the certification of nonlocal behavior of off-the-shelf measurement devices. Finally, it follows from the proof of Theorem 1 that the parties can extend extremal loophole-free nonlocal correlations to an arbitrarily large
number of additional measurement devices placed away from the source. These observations together enable novel applications, such as a central hub equipped with expensive state-of-the-art measurement apparatus witnessing strong loophole-free nonlocal correlations and distributing them to an arbitrary number of remotely located commercial off-the-shelf measurement devices, making loophole-free nonlocality much more broadly accessible. To summarize, we anticipate our findings to significantly accelerate the advent of DI information processing as a near-term commonplace technology.

Aside from the direct application of the routed Bell experiments introduced here to Device Independent Randomness Certification with very inefficient detectors, the fact that local hidden variable explanations of the form (4),(6) are isomorphic to quantum explanations entailing local measurements on separable states implies that the violation of their operational consequences, such as the violation of the trade-off (9), in routed Bell experiments can enable Device Independent Entanglement Certification and Quantification [39] at arbitrarily large distances. Moreover, the scheme proposed in this work can implement DIQKD protocols, enabling remote measurement devices to share a secret key ⁵. Although naive DIQKD protocols based on this scheme are secure against passive source-based attacks and eavesdroppers placed between the source and Alice’s closest measurement device A₀, they are susceptible to active device-controlling attacks by eavesdroppers placed between Alice’s measurement devices (A₀, A₁). Specifically, in the Appendix, we demonstrate that for a measurement device with N inputs and N’ outputs, there exist two distinct active attacks which render any DIQKD protocol insecure whenever the detection efficiency of such a measurement device is below \( \min \left\{ \frac{1}{N}, \frac{1}{N'} \right\} \). In our set-up this translates to a minimum detection efficiency of \( \frac{1}{2} \) for all measurement devices for completely secure DIQKD. Therefore, a crucial open question remains whether the generalized or routed Bell experiments introduced in this work can be used to implement improved DIQKD protocols with lower critical detection efficiency and visibility requirements than standard DIQKD protocols.

Furthermore, while the bipartite quantum strategies considered here are well suited to the routed Bell experiments, tripartite no-signaling quantum strategies are an interesting alternative natural generalization to the local hidden variable models described in (6). Specifically, probability distributions explainable via such local hidden variable models can be interpreted as those stemming from local measurements performed on a shared tripartite classical-quantum-quantum state. It then follows that the most obvious modeling of the fully quantum case is promoting the classical register of Alice’s distant device to a quantum register such that the devices measure a tripartite quantum-quantum-quantum state. However, such tripartite quantum strategies have an additional implicit no-signaling constraint between Alice’s devices compared to the bipartite quantum strategies considered in the article. Consequently, even the most straightforward experimentally implementable quantum strategy for the generalized or routed Bell experiments wherein the source shares (potentially noisy) maximally entangled states to the devices cannot be accounted for by such tripartite quantum strategies, nor could such strategies violate the trade-off (9). Nevertheless, it is interesting to explore in more detail the role of tripartite quantum strategies, especially strategies involving genuine tripartite entanglement in routed Bell experiments. Finally, it would be interesting to replace the guessing probability maximization (16) with the minimization of conditional von Neumann entropies [41] and investigate the behavior in the context of the generalized or routed Bell experiments introduced in this work.

NOTE ADDED

After completion and communication of the first version of our manuscript we were informed of an independent work [42] which resolves the open question of enabling DIQKD protocols based on the routed Bell experiments introduced in this article with lower critical requirements than standard DIQKD schemes. In particular, the novel scheme employs jointly-measurable measurements for Alice’s device A₁ as classical models, instead of the local hidden variable models invoked here.
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⁵ A notable DIQKD protocol involving local Bell tests to avoid the detection loophole was proposed in [40]. However, the protocol utilized an intricate entanglement swapping protocol as a subroutine, making it vulnerable to noise.
Appendix A: Active attacks on DIQKD

In this section, building up on the results contained in [46, 47], we retrieve a generic lower bound on the threshold detection efficiency $\eta > \min\{\frac{1}{N}, \frac{1}{N'}\}$ of any spatially separated measurement device $N$ settings and $N'$ outcomes for the security of any DIQKD protocol. To this end, we describe the following two distinct active attacks,

**Attack 1 (First lower bound on detector efficiency for QKD).** Let the Bell experiment involve two parties: Alice with $N$ choices of setting $x \in [N]$ and $N'$ outcome alphabet $a \in [N']$, and Bob with $M$ settings $y \in [M]$ and $M'$ outcomes $b \in [M']$. There exists an active attack which allows the eavesdropper to reproduce any no-signalling probability distribution as long as the detector efficiencies satisfy $\eta_A \leq \frac{1}{N}$ and $\eta_B \leq \frac{1}{M}$.

**Proof.** Let the probability distribution that the honest, non-local devices would observe with perfect detectors be $p_{NL}(a,b|x,y)$, where $a \in [N']$ and $b \in [M']$ are the outcomes of Alice’s and Bob’s measurements and $x \in [N]$ and $y \in [M]$ their respective settings. Taking into the account detectors’ inefficiencies the observed probability distribution is:

\[
p(a,b|x,y) = \eta_A \eta_B p_{NL}(a,b|x,y)
\]

\[
p(a,\bot|x,y) = \eta_A(1-\eta_B)p^{(A)}_{NL}(a|x)
\]

\[
p(\bot,b|x,y) = (1-\eta_A)\eta_B p^{(B)}_{NL}(b|y)
\]

\[
p(\bot,\bot|x,y) = (1-\eta_A)(1-\eta_B),
\]

where $\bot$ is the symbol assigned to the outcome if the detector doesn’t produce any outcome, and $p^{(A)}_{NL}(a|x)$ and $p^{(B)}_{NL}(b|y)$ are the marginal probability distributions for Alice and Bob respectively.

Let’s now consider a model which distributes four classical variables $\lambda_A, \lambda_B, \lambda_X, \lambda_Y$ to the parties. $\lambda_X$ and $\lambda_Y$ are uniformly distributed and have values corresponding to the possible choices of settings, i.e. $p(\lambda_X = x) = \frac{1}{N}$ and $p(\lambda_Y = y) = \frac{1}{M}$. The remaining two have the alphabets corresponding to the outcomes and are sampled using the distribution $p(\lambda_A = a, \lambda_B = b | \lambda_X = x, \lambda_Y = y) = p_{NL}(a,b|x,y)$. This model, for instance, could be realized by an eavesdropper intercepting and measuring the transmission from the source. The outcomes are generated locally with the following strategy. If $x = \lambda_X$ then $a = \lambda_A$ otherwise $a = \bot$, if $y = \lambda_Y$ then $b = \lambda_B$ otherwise $b = \bot$. It is easy to check that the following strategy reproduces probability distribution (A1) with $\eta_A = \frac{1}{N}$ and $\eta_B = \frac{1}{M}$.

**Attack 2 (Second lower bound on detector efficiency for QKD).** Let the experiment involve two parties: Alice with $N$ choices of setting $x \in [N]$ and $N'$ outcome alphabet $a \in [N']$, and Bob with $M$ settings $y \in [M]$ and $M'$ outcomes $b \in [M']$. There exists an active attack which allows the eavesdropper to reproduce any no-signalling probability distribution as long as the detector efficiencies satisfy $\eta_A \leq \frac{1}{N'}$ and $\eta_B \leq \frac{1}{M'}$.

**Proof.** Unlike the previous case, the source distributes now a genuine non-local probability distribution and two hidden variables $\lambda_A, \lambda_B$ to the parties. $\lambda_A$ and $\lambda_B$ are uniformly distributed and have values corresponding to the possible outcomes, i.e. $p(\lambda_A = a) = \frac{1}{N}$ and $p(\lambda_B = b) = \frac{1}{M}$.

The outcomes are generated locally with the following strategy. The devices make measurements on the non-local system and record the outcomes $a$ and $b$ for postprocessing. If $a = \lambda_A$ the outcome $a$ is returned, otherwise the returned outcome is $a = \bot$. Analogous strategy is employed by Bob’s device.

We notice that the eavesdropper with access to the hidden variables knows the outcomes of both parties whenever they are different from $\bot$, which in QKD protocols is enough to know all the generated key. The efficiencies generated by this strategy are $\eta_A = \frac{1}{N'}$ and $\eta_B = \frac{1}{M'}$, respectively.

We note that in both of these attacks the Eavesdropper has to actively intercept and measure the transmission from the source to obtain the distributions $p(\lambda_A = a, \lambda_B = b | \lambda_X = x, \lambda_Y = y) = p_{NL}(a,b|x,y)$ for the first attack, and non-local distribution in the second attack, justifying the qualifier “active”. As a consequence of these attacks, we obtain the desired lower on the detection efficiency $\min\{\frac{1}{N}, \frac{1}{N'}\}$ of a spatially separated measurement device with $N$ inputs and $N'$ outputs for the security of DIQKD protocols.
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