Applying blockchain technology in the corporate bond model for default risk assessment under the marketization principle
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Abstract
This work expects to solve the problem that the traditional corporate bond model for default risk assessment has low accuracy and poor data collection and storage robustness. Firstly, this work uses the mature Kealhofer, McQuown, and Vasicek (KMV) model to evaluate the default risk of corporate bonds. Secondly, Blockchain (BC) technology’s Information Security (SEC) performance in default risk assessment is studied. Finally, it analyzes the default disposal mechanism of Chinese bond corporates. The Wind database is selected to verify the proposed model. The results show that the proposed BC-based corporate bond model for default risk assessment has a good fitting effect and can meet practical needs. The BC-based data encryption only needs 14.1 ms to obtain a key from an 821-bytes public key. The encryption time and decryption time of the Number Theory Research Unit (NTRU) system are 7.9 ms and 2.9 ms, respectively. Therefore, BC technology shows good performance in data encryption and can improve ISEC. According to the KMV model, corporate bonds have certain default risks. The Distance to Default (DtD) of corporate bonds is 20.8% lower than that of companies. Thus, corporates have higher default risk. Therefore, methods are needed to reduce the default risk and improve the earnings. The finding provides important technical support for effectively reducing the default risk of bond corporates in China and ensuring the healthy development of bond markets.
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1 Introduction
China’s decades-long economic boom has consolidated the national financial system, improved the capital market, and offered many new financing channels for Chinese corporates. It drives domestic economic development (Wang 2020). As a result, new and favorable policies have been stipulated to stimulate the economic sectors, particularly the bond market (Tao et al. 2019). The international and domestic factors contribute greatly to a more dynamic bond market. For example, the virtual market expansion also brings volatile virtual currency issues, such as a lack of comprehensive regulation (Gabor 2018). Led by the developed countries, the virtual economy has swiftly developed while bringing higher and more uncertain risks. To catch up with the global economy, China is also promoting a virtual economy, and the need for virtual market construction is of utmost importance (Wei 2019). Over time, more drawbacks and restrictions of the traditional economic models have been exposed (Abe et al. 2019), failing to meet social development needs and people’s pursuit of higher living standards. Under such a background, the new economic norm seems inevitable (Li et al. 2018a, b).

As China has deepened its economic transformation from a planned to a market economy, the recent decades have also witnessed the Western financial crisis and the world economic recession. In particular, the corporate bond has become a significant index in the financial market development, especially in the stock market (Székely-Doby 2020). Under an overall bullish market, the bond market will face a repayment crisis and default. If this continues long, the rigid payment processing mode will lead to a corporate bond default (Chanson et al. 2019). Corporate bond default has
been the major concern of market regulators, multi-party markets, and entities since the beginning of 2018 (Xin et al. 2018). The corporate bond default affects the continuous operation and development of corporates, the quality of upstream and downstream industrial chains, economic benefits, the sentiment of financial markets, and resource allocation. Overall, China’s corporate bond default rate is lower than the average world level, but its impact is greater due to the short history and imperfect default disposal mechanism. Therefore, it is necessary to analyze the corporate bond default further, innovate the default disposal mechanism, and reduce default risks (Pukała et al. 2017). Big data can provide more comprehensive credit information but require more computational resources to analyze and process. The data acquisition and storage are often under Network Security (NetSEC) risks (Chen et al. 2020). Many defense mechanisms for NetSEC are proposed, with the application of BC technology being the most successful, improving network robustness and security (Liang et al. 2019). Information Security (ISEC) is always the corporate’s top priority, especially with the development of digital offices. There is an urgency for feasible data protection methods. In particular, BC technology can build trust solutions for banks and public sectors and ensure data authenticity and ISEC (De 2019). It has been proved that BC has high security, strong stability, non-tamper ability, and audibility. It can record transactions efficiently to protect bond corporates (Liu et al. 2019).

The above research results reveal that many studies focus on Bond Default Disposal and applying BC in NetSEC and ISEC. However, the traditional corporate bond model for default risk assessment has low accuracy and poor robustness. Accordingly, this work gives a literature review in Sect. 2 to clarify the current situation of corporate bonds. In Sect. 3, the mature Kealhofer, McQuown, and Vasicek (KMV) model evaluates the corporate bond default risk. Then, based on BC technology, it evaluates the KMV model’s ISEC performance in default risk assessment. Finally, it analyzes the Chinese corporate bond default disposal mechanism. The Wind Database is selected to verify the proposed BC-based KVM model. The innovation is to use the KMV model to evaluate the corporate bond default risk and use BC for ISEC protection. The purpose is to provide important technical support for effectively reducing China’s corporate default risks and ensuring the healthy development of the bond market.

2 Literature review

In the bond market, bond defaults greatly affect corporate management, which has gained much attention from many researchers. Barth et al. (2017) analyzed the exhaust emission of Volkswagen, focusing on the stock–bond and credit default other than the loss in the stock market. The results showed that European corporates’ stocks, bonds, and credit swaps negatively impacted global competitors and suppliers. However, it did not affect most non-European corporates (Barth et al. 2017). Aragon and Li (2019) studied bonds’ mutual funding default risk. The results showed that the liquidity change of the mutual funds could gain higher returns and realize the win–win situations. However, an abnormal capital outflow of the counterparty easily exposed the investors to risks in the credit default swap transaction (Aragon and Li 2016). Chen et al. (2018) proposed a structural credit model to study the relationship between the bond default and rigidity and its impact on corporate bond pricing. The results proved that the interaction between the default and the flowability of funds was very important in credit spreads (Chen et al. 2018). The Z critical value scoring model contained five financial ratios. Many empirical data proved that the Z critical value of bond default could measure the bond default risk (Xiong and Wang 2018).

Black and Scholes designed an option pricing model in 1973 for the first time. The structure model of the default risk of bond pricing was based on the option pricing model, namely the Black Scholes Merton (BSM) model (Corianò and Costantini 2018). They argued that the corporate value was the core factor of a bond default for the first time. Its equity value was regarded as an option jointly determined by the bond market and debts.

In 1993, based on the B-S-M model, KMV Corporate proposed a KMV model for evaluating the default risks of borrowers. KVM has become one of the world’s most famous credit risk models after being improved by Longstaff and Zhou. The model mainly measures and predicts the Distance to Default (DtD) and probability through the stock price of the corporates. Cheng et al. (2020) applied the Genetic Algorithm (GA) and KMV model to the credit risk analysis of the real estate industry. They analyzed the overall DtD of 108 corporates and China’s economic development. They proved that the GA-KMV model fitted the economic development trend well and has good applicability (Cheng et al. 2020). Zeng et al. (2021) utilized the KMV model for insurance corporates’ credit risk measurement. The empirical results found that in the Corona Virus Disease 2019 (Covid-19) outbreak season, the DtD of listed insurance corporates in China decreased to varying degrees. Thus, Covid-19 led to a temporary credit risk increase in the insurance industry. As a result, the KMV model performed excellently in default risk assessment (Zeng et al. 2021).

With much earlier development, foreign research on bond default risk factors is more extensive and in-depth. Black and Scholes studied the assets and liabilities of defaulted bond issuers. They believed that the issuer’s asset was the root cause of bond defaults. If the corporate’s total asset dropped below the bond value at maturity, the corporate would not pay, resulting...
in bond defaults. Factors such as mismanagement, strategic failures, business problems, and over-investment would affect the corporate default risk (Moshood et al. 2020). Bond ratings could directly reflect the issuer's solvency and indirectly reflect the bond default risk (Beck et al. 2017).

In summary, there are many studies on bond default disposal, BC, and few focus on ISEC of corporate bond defaults. Therefore, the KMV model can analyze and predict the corporate bond default risk by considering the DtD. Then, the BC technology is introduced to analyze corporate bond trading, providing a default risk disposal mechanism, and improving their disposal mechanism.

3 Application analysis of KMV model and BC

3.1 KMV model

KMV model, proposed by KMV Corporate of US, can estimate the default rate of borrowing corporates. It evaluates the credit risk of the loan based on the market value of the debtor's assets under the given liability. However, assets are sometimes not traded, and the market value cannot be directly observed accordingly. In this case, the model can help evaluate the loan's risk and provide solutions to the loan repayment from the perspective of the owner of the borrowing corporate (Schwerin 2018; Lee and Yu 2021).

The option model of Business Service Management (BSM) believes that corporate assets are affected by asset value and volatility (Chang et al. 2020). The process is shown in Eq. (1):

\[
dV_A = \mu V_A dt + \sigma_A V_A dz
\]

In Eq. (1), \( \mu \) represents the expected return on assets, \( V_A \) represents the value of the asset, \( \sigma_A \) represents the volatility of asset value, and \( dz \) represents the stochastic Wiener process. If the face value of the debt is \( D \) in period \( T \), Eq. (2) can be obtained:

\[
V_E = V_A N(d_1) - D e^{-rT} N(d_2)
\]  

In Eq. (2), \( r \) represents the risk rate and \( V_E \) represents the corporate's asset value. Then:

\[
d_1 = \frac{\ln(V_A/D) + (r + 0.5 \sigma_A^2)T}{\sigma_A \sqrt{T}}
\]

\[
d_2 = d_1 - \sigma_A \sqrt{T} = \frac{\ln(V_A/D) + (r - 0.5 \sigma_A^2)T}{\sigma_A \sqrt{T}}
\]

Among them, \( T \) represents time, and \( D \) represents the face value of the debt in period \( T \). The asset value and volatility are two variables. It is necessary to connect the stock volatility with the asset's volatility (Rupande et al. 2019). This is achieved by Eq. (5):

\[
\sigma_E = \frac{\sigma_A}{\sqrt{T}} N(d_1) \sigma_A
\]

When \( N(d_1) = \frac{dV_E}{dV_A} \), the asset value and volatility can be obtained based on Eqs. (2) and (5).

When corporate bonds are issued, the default point and DtD must be calculated to predict the default risk (Dar and Qadir 2019), which can be achieved by Eq. (6):

\[
DD = \frac{\ln(V_A/D) + (\mu_A - 0.5 \sigma_A^2)T}{\sigma_A \sqrt{T}} = \frac{E(V_A) - DP}{E(V_A)\sigma_A} = \frac{V_A - DP}{V_A \sigma_A}
\]

\( DD \) represents the DtD, and \( DP \) represents the corporate's default point. In the KMV model, \( DD \) is defined as the distance between the mean value of the future market value of enterprise assets and the default point, expressed by the number of SDs of the market value of assets from the default point. In other words, to reach the default point, the percentage of decline in the asset value to the SD is called the DtD. The greater the \( DD \) is, the smaller the default risk is (Zhang et al. 2022). The main structure of the BC system is presented in Fig. 1.

3.2 BC technology

BC is an evolving shared distributed ledger that can prevent tampering. Also, it can save transaction records, such as the exchange of assets or data in public or private networks or the sharing and synchronization between users. It records and permanently stores this information in a continuous encrypted hash BC through an internally distributed ledger. This process makes it possible to update and save the distributed ledger records without third-party intervention. The advantage of BC technology is that the ledger record can be changed or canceled only when transaction participants reach an agreement. At the same time, the consensus mechanism in the BC can provide users with a unified dataset, reducing the error data and obtaining the real-time data as much as possible. Transaction participants can change the consensus mechanism according to their actual needs, ensuring the flexibility of asset transactions (Murphy 2018; Lomoro et al. 2020).

The BC system includes a data layer, a contract layer, a network layer, a consensus layer, an incentive layer, and an application layer. Its structure is unfolded in Fig. 1.

Figure 1 suggests that the mode of data organization and asymmetric encryption algorithm is significant in data weighing. At the same time, timestamp, Merkle tree,
and hash functions are also indispensable. The function that can compress any message length into a fixed-length binary string in a limited time is called the cryptographic hash function. The output of the function is called the hash value. The BC widely uses cryptographic hash functions for public–private key generation, block construction, and consensus. Merkle hash tree refers to a binary tree or multi-tree based on the hash value. The leaf node of the tree stores the encrypted hash value of each block’s transaction information, and the non-leaf node stores the hash value jointly calculated by its leaf nodes. After the data layer completes the task, the network layer verifies and disseminates the data. An integral BC cannot be separated from the consensus layer, and the consensus mechanism includes Proof of Work (PoW) and Delegated Proof of Stake (DPoS). The consensus layer encapsulates the consensus algorithms of network nodes. PoW is proof that a certain amount of work has been completed, mainly featuring computational asymmetry. However, the PoW mechanism consumes too many computing resources, the node computing power resources are extremely uneven, and the computing speed is slow. In view of the above problems, a Proof of Stack (PoS) consensus mechanism is proposed, which can avoid too long and too large a stack affecting the normal BC operation and effectively improve the network-independent maintenance. PoS solves the complete separation between miners and BC communities caused by PoW’s pure reliance on computing power. Nevertheless, this mechanism easily leads to rich accounts having greater bookkeeping rights. To this end, the share authorization certification mechanism (DPoS) introduces the role of the witness. It elects bookkeepers through voting and election rules. It improves the consensus efficiency and can quickly eliminate unhealthy nodes. The incentive layer aims to form the BC mechanism, which includes issuance and distribution mechanisms. Before application, the contract layer is also needed. It relies on intelligent contracts and provides services by script code and algorithmic mechanisms. Finally, the application is carried out after a series of work is done. The application layer’s corresponding application scenarios are the main content, typically including programmable currency, programmable finance, and programmable society (Li et al. 2018a, b; Egan et al. 2020).

The data blocks support the BC system, divided into block headers and bodies. The block header mainly includes the version number, the hash value of the previous block, the root of the Merkle tree, the time stamp, the value of the target hash, and the random number. Usually, only miners with a specific version number can signal the protocol decisions they support. By comparison, the hash value of a block is an important part of the BC. The blocks are connected by the previous block’s hash value to form a complete BC, and the previous block’s hash value plays a connecting role in this system. The root of the Merkle tree is a unique hash value generated by Merkle for all transactions in the leaf nodes of the Merkle tree. Time stamping technology is a major innovation in the BC system. It can add a dimension to the BC’s big data and network, thereby forming multiple chains and making it easy to trace the data. Finally, while the target hash value is closely related to the workload proof mechanism, the random number increases with the workload proof, which is less than the target hash value (Li et al. 2018a, b).

The Merkle tree can verify the transaction’s version consistency, timeliness, and modification. Additionally, data
verification can be performed, and blocks can be verified through audit nodes to check if there are specific records. Then, the data synchronization is conducted. The Merkle tree compares each node in the distributed system before the data are sent to timely and effectively identify transaction changes (Feng et al. 2019; Cowling et al. 2018). The Merkle tree is shown in Fig. 2.

### 3.3 Hash functions

The hash function performs two operations through mapping conversion. It outputs a fixed-length binary value, which is not limited by the input length. The model of the hash function is drawn in Fig. 3.

The hash function is mainly used for message digest and digital signature. However, the hash function is also under NetSEC threats with the continuous improvement of computer performance. Therefore, the hash algorithm obtains the Merkle root value. It is highly sensitive to the transaction response and the block header's hash value change, thereby protecting the block information (Kaposty et al. 2017; Weber et al. 2019).

### 3.4 Verification experiment design

All experimental data are obtained from Wind Database (He and Du 2022). This database covers the data and information of global financial markets, including stocks, bonds, futures, foreign exchange, funds, indexes, warrants, and macro industries. It can continuously provide accurate, timely, and complete financial data for financial institutions, government organizations, corporates, and media. This work selects the corporates bond data from the Wind Database and preprocesses the data to eliminate duplicate issuers. During 2018–2019, 251 corporates have issued 1,730 corporate bonds. Then, 30 corporates are selected as experimental samples. The KMV model analyzes the corporates' bond default risks by calculating the DtD.

The default disposal of China’s bond market from 2018 to 2019 based on the Wind database is listed in Table 1:

The BC-based data recording, storing, and protection system is deployed on Intel Core i7-7700 K, 8 GB Memory, Ubuntu 14.04LTS operating system, and QT 5.10.1. The Number Theory Research Unit (NTRU) encryption system is selected to encrypt the data and calculate the key generation time.

### 4 Results

#### 4.1 The result of data processing

Since this work aims to explore the law of DtD of corporate bonds, all corporates are treated as a whole, and the specific names of corporates are ignored. Figure 4 displays...
the calculation results of bond DtD of each corporate and company.

As Fig. 4 suggests, the DtD of corporate bonds is 20.8% lower than that of companies, and the Standard Deviation (SD) is 17.2% lower. The DtD of corporate bonds is relatively small, which indicates that the default risk is high. This may be because the corporate bond issuance does not require guarantee measures, failing to filter out unqualified corporates. Under this situation, the state strengthens control and supervision measures to ensure the rational use of funds and reduce the default risks.

There are differences between corporate bonds and company bonds in five aspects: issuing subject, issuing conditions, guarantee form, issuing pricing, and issuing status. For example, corporate bonds are issued by joint-stock limited corporates or limited liability corporates, and non-corporates shall not issue corporate bonds. The company bond issuers are the institutions of central government departments, wholly state-owned or state-controlled. It has narrower restrictions on issuers than corporate bonds, and the issuance conditions of corporate bonds are relatively loose. Corporate bonds take the form of unsecured, while banks or groups must guarantee company bonds. Because of the difference between corporate bonds and company bonds, their asset and equity volatility are also different, as illustrated in Figs. 5 and 6.

Figures 5 and 6 show that the asset and equity volatility trend is roughly the same, proving that the proposed default risk assessment model has a good fitting effect. In Fig. 5, there are three peaks in the corporate bond curve and two peaks in the stock fluctuation. Although the number of peaks is different, the fluctuation trend is basically the same. In Fig. 6, the fluctuations of corporate bonds and stocks show obvious consistency.

### 4.2 Bond default and data protection

Corporate bonds have developed for a long time, and there are a small number of new risks in the market, which have little influence on people’s lives. Thus, many bonds are redeemed, which prevents substantial defaults from occurring in the credit market and guarantees creditors’ rights. The main reasons for bond default are analyzed in Table 2. The key generation time for public keys of different lengths is explained in Table 3. Then, the evaluation results of encryption and decryption performance are described in Table 4.

In order to intuitively reflect the relationship between public key length and key generation time, Fig. 6 is transformed into a histogram in Fig. 7. Then, Table 4 is converted into a histogram in Fig. 8.
Figure 7 shows that the key generation time changes continuously with the length of the key. When the public key length is increased from 557 to 821 bytes, the corresponding key generation time is also increased from 9.6 ms to 14.1 ms. Overall, the key generation time is short. On this basis, the evaluation results
of encryption and decryption performance are also obtained in Table 4:

In Fig. 8, when the NTRU system inputs the 821-byte public key, the encryption time and decryption time are 7.9 ms and 2.9 ms, respectively. Thus, the encryption and decryption by NTRU are fast, and key generation times also show a linear upward trend as the key length increases. Thus, although the decryption time is shorter than the encryption time, NTRU still shows higher efficiency in the encryption process. When the data are encrypted in this way, the same and different public key lengths are compared, and the equations corresponding to the five properties are as follows:

\[ T = E_{pk}(m, r) \]  \hspace{1cm} (7)
\[ T = E_{pk}(m_1, r_1) \cdot E_{pk}(m_2, r_2) \]  \hspace{1cm} (8)
\[ T = E_{pk}(m, r_1, r_2) \]  \hspace{1cm} (9)

\[ T = E_{pk}(a, m_1) \]  \hspace{1cm} (10)
\[ T = E_{pk}(m_1 + m_2) \]  \hspace{1cm} (11)

In the above equations, \( k \) represents the key, \( pk \) denotes the public key, and \( T \) is the ciphertext. \( m \) and \( r \) are two unequal length statements. \( m_1, m_2 \) and \( r_1, r_2 \) are the plaintexts representing two pairs of equal lengths, respectively, and \( E_{pk}(\cdot) \) indicates the input with public key \( pk \) and the plaintext \( m \) and \( r \). Then, the ciphertext is output. \( a \) stands for that adversary \( A \) gets the public key \( pk \) and outputs the plaintext.

The data are used for the experiment, and the results can be obtained. Table 5 shows specific data, and Fig. 9 presents the comparison:

Figure 9 shows that the time spent by different calculation methods varies. In the case of the same public key length, the five different calculation methods' processing time varies greatly. When the public key length is 821 bytes, the processing times of methods 1–5 are 8.8 ms, 9 ms, 9.1 ms, 9.5 ms,
and 9.9 ms, respectively. When the key length increases, the processing method will affect its processing time, which grows exponentially. This proves that the BC shows good performance in data encryption, regardless of the length of the public key.

### 4.3 Disposal mechanism

In case of default, bankruptcy liquidation or debt restructuring must be considered, which affects the subsequent disposal mechanism. Moreover, the types of corporate bond defaults are different, and flexible ways should be employed to dispose of them instead of the single way. Diversified disposal mechanisms ensure the minimum losses and the interests of investors.

The bond corporate default risks probably fall into the following categories: the liquidity risks that the corporate suffers in the process of operation; the management risks of the corporate; the management risks that the corporate suffers from the senior leaders; the risks of products in the corporate received in the industry, and the systemic risk suffered by the corporate.

Different default disposal mechanisms should be formulated against different default risks. The existing disposal mechanism is enumerated in Table 6:

The economic pressure in the bond market is extremely great, causing diverse socio-economic problems. Against different types of bond defaults, managers need to adopt different risk-handling methods to guarantee investors' basic rights and economic interests and minimize losses.

### 5 Discussion

The existing research indicates that the default of bond corporates has an important impact on the sustainable operation and development of the corporate. The overall default rate of China's credit bonds is relatively low globally. However, due to the short history and imperfect disposal mechanism, the default situation of corporate bonds is still tricky. Many researchers have proved that the KMV model has good performance in default risk assessment, and this work also proves this through empirical analysis. In view of the imperfection of China's default disposal mechanism, a corporate database is established in response to the problem. In order to issue bonds, corporates can rely on the established database to analyze the DtD, predict the default rate, and reduce the default risk. The proposed BC-based KMV model has certain advantages in bond default. The latest research on bond default by Bougias et al. (2022) also believes that the KMV model is well applied in bond default research (Bougias et al. 2022). This work also conducts data encryption research based on BC technology. The encryption time and decryption time are 7.9 ms and 2.9 ms, respectively. Compared with the latest research on BC encryption by Alhazmi et al. (2022), this work's data encryption and decryption practice are acceptable (Alhazmi et al. 2022). As mentioned above, investors also face certain risks in credit default transactions, so BC technology is used to protect the ISEC. Using BC in ISEC demands a multiple-party agreement to replace the regulator's role and avoid risks under supervision. The most important thing is that many problems appear with a bond default. Ultimately, the corporate is subjected to a greater challenge. At this time, the default corporate must take the corresponding legal responsibilities, raise default risk awareness, control risks, and reduce losses.

The marketization principles are as follows: (1) a strict information disclosure mechanism should be set up. While private data are protected by BC technology, disclosing some publishable data is also necessary. If the data are not sufficient, true, effective, and legal, the issuance of its claims will be restricted. (2) a special trustee should be responsible

| Table 3 | The key generation time |
|---|---|---|
| Public key length/Byte | Generation time/ms |
| 557 | 9.6 |
| 609 | 11.7 |
| 821 | 14.1 |

| Table 4 | Encryption and decryption performance evaluation results |
|---|---|---|
| Public key length/Byte | Encryption time/ms | Decryption time/ms |
| 557 | 4.2 | 2.05 |
| 609 | 5.6 | 2.3 |
| 821 | 7.9 | 2.9 |

Fig. 7 The key generation time
for the bond operation. The claims are ensured to be reason-
ably planned and used, avoiding the increase of the default
risks for the relevant stakeholders’ sake. (3) while the BC
technology protects the privacy information, the credit data
are also preserved to prevent tampering, providing reliable
evidence for the disposition of corporates after the default.

Different disposal mechanisms are given according to
the types of bond defaults. Investors can hardly obtain the
relevant information during the default period. Thus, to
minimize market fluctuation from corporate defaults, it
needs to continuously strengthen the market constraints
and provide basic protection for investors using BC tech-
nology. Meanwhile, it is necessary to add quantitative
and clearly stated data to the subsequent investigation,
and legal measures should be taken to reduce the risks
according to the severity. The default disposal mechanisms
should be constantly improved, and the subjective initia-
tive of all parties should be encouraged, which can clarify
their respective rights and obligations. Besides, the corre-
spending managerial personnel should be allowed to ana-
lyze financial products in the market and reduce the default
risks by market access.

Table 5  The comparison of NTRU homomorphic time

| Public key length/Byte | Processing time/ms |
|-----------------------|--------------------|
|                       | Method 1  | Method 2  | Method 3  | Method 4  | Method 5  |
| 557                   | 2.7       | 2.75      | 2.71      | 2.9       | 2.8       |
| 609                   | 6.7       | 7         | 7.3       | 7.5       | 7.7       |
| 821                   | 8.8       | 9         | 9.1       | 9.5       | 9.9       |
Table 6  Disposal mechanisms of defaults

| Disposal mechanism     | Description                                                                 |
|------------------------|----------------------------------------------------------------------------|
| Debt rescheduling      | Settling the debt                                                          |
| Application for loan   | Financing more units and institutions or applying for subsidies or interest-free loans from the Government |
| Rational allocation of assets | Disposal and distribution of existing corporate assets and attracting investment |
| System perfection      | Continuous improving the corporate structure to reduce expenditures within a reasonable range |

6 Conclusions

The traditional corporate bond model for default risk assessment has low accuracy and lacks a technology-supported ISEC mechanism. This results in low efficiency, poor quality, and high risk. Based on the above problems, this work uses the mature KMV model to evaluate the default risk of corporate bonds. Additionally, the ISEC protection performance of BC technology in default risk assessment is studied. Finally, it analyzes the disposal mechanism of Chinese bond corporates, and the Wind database is selected to verify the model. The experimental results show that the risk assessment model has a good fitting effect and can meet the actual needs. The proposed BC-based data encryption takes only 14.1 ms to obtain a key from the 821-byte public key. The encryption time and decryption time of the NTRU system are 7.9 ms and 2.9 ms, respectively. It suggests that BC technology shows good performance in data encryption and can improve ISEC. It is urgent to take different disposal methods for different bond defaults to reduce the default risk better. However, there are still some deficiencies. For example, the influencing factors of BC technology in data protection are not considered, and case studies for specific corporates are not conducted. In the follow-up study, the application of BC in the bond market will be further studied, and case analysis will be added. Under the new normal of the economy, based on the principle of marketization, the innovative research on corporate bond default in China and its resolution mechanism is of great significance. It can help reduce the default risks and improve the corporate bond-oriented default risk resolution mechanism. The theoretical significance of this work is to broaden the research of the KMV model in bond default, and the practical significance is to lay a foundation for applying BC technology in bond default. This work is expected to introduce supply chain management to realize further intelligent management of bond default.
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