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Abstract. Aiming at the security problem of the SCADA system introduced into cloud computing that lacks a credible identity authentication mechanism, this paper proposes a cloud computing-based SCADA system access point authentication scheme. In this scheme, a cloud service security access protocol for SCADA system is proposed. The protocol uses password based identity authentication technology to screen the identity of the terminal node, and effectively identifies the illegal access point by authenticating the access point. By this method, the user’s private information is prevented from being intercepted and tampered maliciously.

1. Introduction
The main components of SCADA (Supervisory Control And Data Acquisition) system include Remote Terminal Unit, monitoring computer, Programmable Logic Controllers, communication infrastructure and Human Machine Interface, etc. [1], can be used to collect and monitor data in many fields such as electricity, water supply, logistics and transportation, and process control.

In order to cope with the big data computing performance challenges faced by SCADA systems, reference [2] introduced cloud computing into SCADA systems. Cloud computing has the characteristics of distributed computing and can store data in the cloud, which makes cloud computing-based applications have flexible scalability and easy management characteristics. The introduction of cloud computing into the SCADA system can effectively solve the performance problems caused by big data. However, the SCADA system based on cloud computing still has the security flaw of lack of a trusted identity authentication mechanism [3].

The security of the network depends on the weakest link in the entire security chain. The connection point with the industrial control system environment can be accessed by multiple equipment and system suppliers, and the security is low. With the rapid increase in the number of access points and the lack of effective authentication mechanisms, companies cannot judge whether the personnel who establish and manage connections through these access points are safe [4]. With the increase in the number of devices connected to the industrial Internet of things, this problem will only become more prominent. The new access terminal may bring a variety of security risks to the whole system, such as illegal occupation of enterprise network and resources, full of virus Trojans, disclosure of enterprise secrets, illegal access and personnel intrusion through the new terminal [5]. Therefore, in order to ensure that the hardware, software and information of the SCADA system will not be destroyed by natural and man-made factors, we must first solve the network security problems caused
by the access of the terminal [6].

In reference [6], the method of unique matching between physical equipment and address is used, and the firewall access rules are set up to set the program access port through the firewall to realize the filtering of the program and the security authentication of the intranet access terminal. Reference [7] proposes to use Trustzone security extension technology to build a highly trusted mobile terminal system, so as to achieve secure access, and experiments show that the scheme is efficient, flexible and easy to expand. Reference [8] proposed a system security access technology based on identity authentication for wind farm SCADA, described the system framework and structure design, and built a security access control model to realize the safe and smooth operation of wind farm SCADA system.

In reference [9], aiming at the problems of data tampering and data leakage in the micro grid SCADA system in remote areas, a self-authentication identity authentication protocol is proposed. In addition, the protocol can reduce the traffic and reduce the communication cost, which is more suitable for the application scenarios of "remote areas". According to the special demand of "civil air defense" in the power Internet of things, reference [10] proposes to build a cloud service platform to achieve trusted identity authentication, so that it can provide a trusted identity database including the Internet and the national network information network.

In view of this situation, this paper proposes an access point protection scheme of SCADA system based on cloud computing, which can realize secure access when the equipment terminal is connected to the cloud and SCADA system, verify the connection's identity, ensure the legitimacy of the terminal before allowing the terminal to access the communication server, so that its access behavior is regulated.

2. Access Point Authentication Scheme

How to avoid the attack risk caused by the introduction of new terminals has become a problem that must be solved. In view of this, this paper proposes an access point authentication scheme of SCADA system based on cloud computing, which ensures that only legitimate and trusted user terminals can enter the SCADA system to obtain data and information through access point authentication. This paper intends to use cloud service security protocol to realize the identity identification of access point.

Cloud-based SCADA systems collect and display data from PLC or RTU, which is essentially an one-way communication and provides status information within the facility. There are many access points in the system, including remote workers, control systems, third-party suppliers, subcontractors, contractors and customers, etc., which are prone to multiple vulnerabilities when facilities are connected to multiple access points. The main access point needs to upgrade, monitor, repair or access the system to obtain remote connection permissions, such as accessing data through wireless local area network, or using facilities such as personal computers, personal digital assistants and modems to remotely access SCADA systems.
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Figure 1. SCADA architecture based on cloud computing

If users want to enter the network to obtain or transmit information, they must first verify the security of the access point and set the access point as the first line of protection. The participating
entities of the cloud service security access protocol are users such as PC, PDA and Modem, control system and third-party providers. The process of protocol implementation is shown in figure 2.
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Figure 2. Sequence diagram of secure access protocol

1) when the user (U) needs to access the data in the system, it needs to initiate an access request to the third-party provider (T). The user sends an access request to the user, which includes the unique identification (device_ID) of the user's ID (UID), device, the local certificate issuance timestamp (TP), and the digital identity certificate (DIC). These messages are combined to form an authentication request message:

\[ U \rightarrow T: \text{sigCK}_{\text{pri}}(\text{UID}, \text{device_ID}, \text{Tkpub}, \text{TP}, \text{DIC}) \]

\[ T \rightarrow U: \text{sigTK}_{\text{pri}}(\text{nonceT}, \text{TKpub}) \]

Where \( \text{sigCK}_{\text{pri}}() \) means to sign with the private key of the identity key of the device; \( \text{Tkpub} \) means that the public key provided by the third-party vendor; \( \text{sigTK}_{\text{pri}}() \) means that it is signed with the identification key provided by the third party.

There are a variety of devices connected to the cloud-based SCADA system, and a unique identifier based on attribute characteristics can be set for each device, which can be used as the basis for device access and identity authentication for matching verification, and cooperate with password-based authentication methods to verify the legitimacy of the access point.

Because mobile devices and remote terminals are mobile and need to reestablish connections frequently, in order to further enhance secure access, add a timestamp to the admission authorization certificate as a fresh factor and set the certificate survival time, so that the authorization certificate is timely and effectively prevent the risk of replay attacks caused by frequent terminal replacement.

2) The third-party supplier sends access authorization to the third-party supplier after passing the legitimacy certification. The user needs to verify the time stamp of the certificate when applying for access. If the time difference between the time stamp and the current time is within the specified period, if it is not satisfied, the verification will fail, the access will be invalid, and no result will be returned. If it is satisfied, the verification will continue.

3) After the completion of verification, the third-party supplier will send the authenticated user information to the control system (C), and the control system will recognize the legitimacy of this user.

The access point obtains the value of the unique identifier of the device, uses the device's identity certification private key to sign the random number and device_ID generated by the third-party provider, and obtains the message \( = \text{sigCK}_{\text{pri}}(\text{UID}, \text{nonceT}) \), and the third-party provider uses the public key to transfer massage. After being encrypted with the key certificate, the information is sent to the control system.

4) At this time, the user can carry the authentication certificate to initiate an access request to the control system.

5) The control system confirms the certificate again and returns the verification result.

6) Users can smoothly access the SCADA system for normal data interaction, and upgrade, monitor, repair or access the data in the SCADA system according to their own authority and
responsibilities.

There is no need to consider the security of the communication channel between the user and the server and the security of the server itself in the cloud environment, this article uses the cloud service secure access protocol, which can resist malicious server attacks. Realize convenient and reliable access point identity authentication. Through identity authentication, prevent users from malicious interception and tampering, and prevent the disclosure of private information during user identity confirmation, thereby shielding illegal intrusions or attacks; granting permissions to safe users.

In addition, set up firewall access rules for LAN users. Establish a security gateway erected between the external and internal networks to protect the internal network and prevent the intrusion of illegal programs. The program needs to access the network through a specific port. If the port corresponding to the program is blocked, it can be prevented from running. Use firewall software to track the records, record the port numbers through which the data passes during each visit, and summarize the range of port numbers for SCADA access programs. Define firewall access control rules to allow legitimate users to access and filter out illegal users.

3. Performance analysis

3.1. Security analysis

In reference [6], the device and filtering are carried out through the firewall, the operating system is simplified, the physical input device is shielded, a unique number is set for the legitimate visitor terminal in the intranet, and recorded in the firewall together with the physical address. In reference [7], Trustzone technology is used to build a trusted mobile terminal architecture, but the anonymity of application service providers and cloud service providers is not taken into account. Reference [9] uses a recoverable message signature scheme to create a protocol design with message recovery. It has been proved that this method can effectively achieve data secrecy, effectively resist attacks such as replay, forgery and tampering, and has more efficient operation efficiency. Reference [10] designs a secure access control model for the system database, which designs a credibility calculation module, and creates an identity authentication module on the basis of PKI. Through identity authentication and credibility calculation, secure access to the wind farm system is realized to ensure the security of data transmission. As can be seen from Table 1, the scheme in this paper has the dual protection of network and physical equipment, anonymity and good applicability at the same time.

| Scheme                | Equipment Protection | Network Protection | Anonymity | Applicability | Duration of Authorization | Tampering |
|-----------------------|----------------------|---------------------|-----------|---------------|--------------------------|-----------|
| reference [6]         | √                    | --                  | --        | ×             | --                       | --        |
| reference [7]         | --                   | √                   | ×         | √             | --                       | √         |
| reference [9]         | --                   | √                   | √         | ×             | --                       | √         |
| reference [10]        | --                   | --                  | --        | --            | --                       | --        |
| The proposed scheme   | √                    | √                   | √         | √             | √                        | √         |
3.2. Performance analysis

The system designed in this paper is compared with the trusted mobile terminal system constructed by trustzone technology proposed in reference [7] and the secure access protocol mentioned in reference [9]. According to the local software and hardware environment, the same experimental operation is carried out, and the average delay time of user access request in 100 experiments is taken as the reference result, and because the authorization has a certain period of validity, the system designed in this paper is compared with the trusted mobile terminal system constructed by trustzone technology and the secure access protocol mentioned in reference [9]. Users do not have to apply for permission multiple times during a trial, so they have a certain tolerance for delay. Figure 3 shows that the protocol proposed in this paper can effectively reduce the delay time when multiple users initiate requests at the same time.

4. Conclusion

This paper proposes an access point authentication scheme for cloud-based SCADA systems, which uses password-based methods to authenticate user legitimacy and grant permissions. The cloud service security access protocol is used to identify the newly added remote access points of the SCADA system. Firewall access rules are set up to protect the access points within the LAN.
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