Coverless Video Steganography Based on Inter Frame Combination
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Abstract. In most coverless image steganography methods, the number of images increases exponentially with the increase of hidden message bits, which is difficult to construct such a dataset. And several images in semantic irrelevance are usually needed to represent more secret message bits, which are easy to cause the attacker’s attention and bring some insecurity. To solve these two problems, a coverless video steganography method based on inter frame combination is proposed in this manuscript. In the proposed method, the hash sequence of a frame is generated by the CNNs and hash generator. To hide more information bits in one video, a special mapping rule is proposed. Through this mapping rule, some key frames in one video are selected. In the selected frames, one or several frames are used to represent a piece of information with equal length. To quickly index out the corresponding frames, a three-level index structure is proposed in this manuscript. Since the proposed coverless video steganography method does not embed one bit in video, it can effectively resist steganalysis algorithms. The experimental results and analysis show that the proposed method has a large capacity, good robustness and high security.
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1 Introduction

In traditional image steganography methods [1–5], secret information is embedded in images to achieve covert communication. This process of embedding information results in the image being modified. It is possible that such marked image, which is modified by traditional image steganography methods, can be detected by the state-of-the-art steganalysis algorithm under a certain payload. Based on this, the idea of coverless information hiding is proposed. “Coverless”
does not mean that no carrier is needed when secret information transmission, but represent the secret information by the carrier itself without any modification [6].

The existing coverless image steganography methods based mapping rules can be roughly divided into two categories: spatial domain and frequency domain. Spatial domain-based methods usually extract features based on pixels, and then use these feature sequences to map secret information. For example, Zou et al. proposed a method based on the average value of sub image pixels [7]. In Zou’s method, the image is first divided into several blocks and the average pixel value of each block is calculated. Then an 80-bit hash sequence is generated by comparing the average values of neighboring blocks. Finally, the 80-bit hash sequence is mapped to the secret information. This method is simple and effective, but its robustness needs to be further improved. Frequency-domain-based methods usually transform pixel domain into frequency domain firstly, and then extract corresponding features of the frequency domain. Finally, these feature sequences are mapped with secret information. For example, the DCT based method of Zhang et al. [8] and the DWT based method of Liu et al. [9]. In Zhang’s method, an 8 × 8 block discrete cosine transform of the image is performed. Then the hash sequence is generated by dc coefficients in these blocks. Finally, the dc coefficients based hash sequence is mapped to the secret information. In Liu’s method, the image is divided into 4 × 4 blocks and discrete wavelet transform is performed in each block. Then the hash sequence is generated by these DWT coefficients of low-frequency. Finally, the DWT coefficients based hash sequence is mapped to the secret information. These frequency domain-based methods greatly improve the robustness. However, these mapping based coverless image steganography methods exist two problems need to be solved. The first problem is that the image database will increase exponentially when the secret information bits hidden in an image increase. This brings great difficulty to the construction of database. The second problem is that many semantically irrelevant images are usually selected when more secret information bits need to be hidden, which brings some security challenges.

Pan et al. [10] proposed a video coverless steganography algorithm based on semantic segmentation. Specifically, the hash sequence of a video frame was generated according to the semantic segmentation network based on deep learning and the statistical histogram. The video with the key frame corresponding to the secret information was transmitted as a marked carrier. Pan et al. used video as a carrier of coverless steganography scheme firstly, and brought a new idea to the field of coverless steganography. However, these problems existing in coverless image steganography were still unsolved in the method of Pan et al.

To solve these problems mentioned above, a coverless video steganography method based on inter frame combination is proposed in this manuscript. The contributions of this manuscript are summarized as follows.

1) It is easier to construct a video dataset to the coverless information hiding task by the proposed method.
2) The proposed method greatly increases the capacity that a carrier can represent.
3) The experimental results and analysis show that the proposed method has good robustness and high security.
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**Fig. 1.** The framework of the proposed method.

## 2 The Proposed Method

In this section, we discuss the proposed coverless video steganography method. The framework of the proposed method is shown in Fig. 1. Firstly, we build the video dataset constructed from short videos. Secondly, hash sequences of video frames are obtained by CNNs and the hash generator. Finally, these hash sequences and video frames are built the index structure to map secret information. For the sender, the secret information is divided into multiple pieces of information with the same length. For each piece of secret information, it can be mapped one or several key frames in one video according to the mapping rule and index structure. To extract the secret information correctly, we record the ID of key frames mapped with each piece of secret information as key information and send it to the receiver along with the cover video. On the receiving end, the receiver can locate the key frames according to the key information and extract the secret message correctly.

### 2.1 Generating Hash Sequence

In this manuscript, we use the CNNs provided in [11] to extract the 4096-dimensional deep features of video frames. Then, each 4096-dimensional deep feature is blocked and fused to a feature map with length of $M$, which direction is the Zigzag-scan rule as shown in Fig. 2.
After the feature map got, we can obtain the hash sequence $H$ as shown in Eq. (1).

$$H = \{h_1, h_2, h_3, ..., h_M\}$$  \hspace{1cm} (1)

Where, $h_i (1 \leq i \leq M)$ is calculated according to Eq. (2) and Eq. (3).

$$h_i = \begin{cases} 1, & B_i > B_{i+1} \\ 0, & B_i \leq B_{i+1} \end{cases} \quad 1 \leq i \leq (M - 1) \hspace{1cm} (2)$$

$$h_i = \begin{cases} 1, & B_i > B_1 \\ 0, & B_i \leq B_1 \end{cases} \quad i = M \hspace{1cm} (3)$$

Where, $B$ represent the block of feature map. And $B_i (1 \leq i \leq M)$ follows the direction of Zigzag-scan rule.

### 2.2 Mapping Rule

To hide more information bits in one cover video, we design a mapping rule based on inter frame combination. When $M$ is defined, we know that a video frame can hide $M$-bit information. Under an ideal assumption, we hope that a video can represent $2^M$ information changes. We denote $N_1$ as the number of frames in a video. If each frame represents a $M$-bit information, then the video can represent at most $N_1$ information changes. If $N_1$ is less than $2^M$, the video can not guarantee that any length of information can be hidden. In fact, there are only a few hundred frames in some short videos, which are much less than $2^M$.

To improve the ability of a short video to hide information, we use a combination of two and three frames in the same video to represent a $M$-bit secret information. We denote $N_2$ and $N_3$ as the number of combinations of two and three frames, which are shown in Eq. (4) and Eq. (5).
The number of combinations that a video can hide $M$-bit information has expanded to $N$, as shown in Eq. (6)

$$N = N_1 + N_2 + N_3$$

We denote $H_{f_i}$ as the hash sequence of the frame with ID $= f_i$ ($1 \leq f_i \leq N_1$). The hash sequence of two and three frames is calculated by Eq. (7) and Eq. (8), where $\oplus$ is the symbol for modular two plus.

$$H_{f_i, f_j} = H_{f_i} \oplus H_{f_j}, \ 1 \leq f_i, f_j \leq N_1$$  

$$H_{f_i, f_j, f_k} = H_{f_i} \oplus H_{f_j} \oplus H_{f_k}, \ 1 \leq f_i, f_j, f_k \leq N_1$$

Based on the inter frame combination, we establish a three-level index structure to improve the retrieval efficiency. The index structure is shown in Fig. 3. It is worth mentioning that the 1st level has the highest priority and the 3rd level has the lowest priority.
2.3 Information Hiding

On the sending end, suppose there is a $L$-bit secret information needs to be hidden. The process of information hiding is illustrated as follows.

1) Dividing $L$-bit secret information into $n$ segments, which are denoted as \( \{L_1, L_2, \ldots, L_n\} \). And the length of each segment $L_t \ (1 \leq t \leq n)$ is $M$. If $L$ is not divisible by $M$, add 0 at the end. These 0 are recorded. $n$ is the number of segments as shown in Eq. (9).

\[
    n = \begin{cases} 
        \frac{L}{M}, & \text{if } L \mod M = 0 \\
        \frac{L}{M} + 1, & \text{otherwise}
    \end{cases}
\]  

(9)

2) Indexing the frames corresponding with $L_1$ according to the three-level index structure. Selecting a video with the frame corresponding with $L_1$, and recording the frame ID as the key information.

3) Based on the video selected in step 2), indexing the frames corresponding with $L_j \ (2 \leq j \leq n)$. And recording frames ID as the key information.

4) If the video selected in step 2) can not hide all $L$-bit information, return to the step 2) to select another video that can hide all $L$-bit information.

2.4 Information Extraction

On the receiving end, the receiver can extract the secret information as follow steps.

1) The receiver locates the key frames in the cover video according to the key information.

2) For each key frame combination, the deep features are extracted by CNNs. And the hash sequences are calculated by hash generator. Finally, a $M$-bit secret information is obtained according to Eq. (7) and Eq. (8).

3) Connecting all the extracted $M$-bit information in order.

4) Cropping the excess zeros to get the final $L$-bit secret information according to the zero padding record.

3 Experiment Results and Analysis

In this manuscript, we select Hollywood dataset to verify the proposed method. The Hollywood dataset contains 937 short videos with 24fps (frame per second).

3.1 Capacity

In this section, we discuss the capacity of one video frame. The capacity of one video frame depends on $M$. The comparison results with some coverless information hiding methods are shown in Table 1.
Table 1. Hidden bit number comparison in one frame.

| Methods          | [10] | [12] | [13] | [14] | Proposed method \((M = 16)\) |
|------------------|------|------|------|------|-----------------------------|
| Capacity         | 8 bit| 8 bit| 8 bit| 7–14 bit| 16 bit                     |

3.2 Robustness

In this section, we conduct the robustness experiments comparison with [10]. The attacks are shown in Table 2. In Table 2, the crf parameter is the constant rate factor of H.264 coding. The theoretical range of crf parameter is \([0, 51]\). Typically, \(crf = 18\) is considered visually lossless and \(crf = 23\) is the industry default. Therefore, we set \(crf = 18\) and \(crf = 23\) in this experiment.

Table 2. Kind of attacks used in the comparison experiment.

| Attack          | The special parameters                      |
|-----------------|---------------------------------------------|
| JPEG compression| The quality factors \(Q: 90\)                  |
| Gauss noise     | The mean \(\mu: 0\), the variances \(\sigma: 0.001, 0.005\) |
| Speckle noise   | The mean \(\mu: 0\), the variances \(\sigma: 0.01, 0.05\) |
| H.264           | Constant rate factor \(crf: 18, 23\)         |

The results of robustness experiments are shown in Table 3. The robustness is represented by the accuracy of information bit recovery.

Table 3. The accuracy of information bit recovery.

| Attack          | Size       | Literature [10] | Proposed |
|-----------------|------------|-----------------|----------|
| JPEG compression| \(Q(90)\)  | 0.8833          | 0.8589   |
| Gauss noise     | \(\sigma(0.001)\) | 0.3055          | \(0.5089\) |
|                 | \(\sigma(0.005)\) | 0.2975          | \(0.5171\) |
| Speckle noise   | \(\sigma(0.01)\) | 0.4959          | \(0.5250\) |
|                 | \(\sigma(0.05)\) | 0.3002          | \(0.5152\) |
| H.264           | \(crf(18)\) | –               | \(0.4986\) |
|                 | \(crf(23)\) | –               | \(0.4990\) |

3.3 Security Analysis

In this manuscript, no one bit is embedded in the selected carrier by the proposed method. In other words, there is no modification in the selected carrier. Therefore, the proposed method can resist all steganalysis algorithms and has high security.
4 Conclusion

A novel coverless video steganography method is proposed in this manuscript. The proposed method solves two problems that the existing coverless image steganography and coverless video steganography have not settled, which are the difficulty of constructing a dataset and the large number of transmission carriers. Besides, large capacity, good robustness and high security are achieved by the proposed coverless video steganography method.
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