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Abstract

Brazil is home to over 200M people, the majority of which have access to the Internet. Over 11M Brazilians live in favelas, or informal settlements with no outside government regulation, often ruled by narcos or militias. Victims of intimate partner violence (IPV) in these communities are made extra vulnerable not only by lack of access to resources, but by the added layer of violence caused by criminal activity and police confrontations. In this paper, we use an unintended harms framework [15] to analyze the unique online privacy needs of favela women and present research questions that we urge tech abuse researchers to consider.

1 Introduction

This paper focuses on the peculiarities of IPV as it intersects with technology, and the unintended harms of technology-based mitigations into a specific population: women1 from Brazilian favelas. Brazil is the largest country in Latin America, home to over 200M people, with steep ethnoracial inequalities [7] and wide-spread Internet access [2, 23, 34]. Of special note are Brazil’s favelas, i.e., low-income urban settlements, largely characterized by high population density, informal buildings, and lack of government regulation [40], many of which are controlled by narcotraffickers or militias (for example, 850 out of the 1,025 favelas in Rio de Janeiro are not “pacified” [20], i.e., they are unfortunately plagued by local urban violence, wherein there are constant confrontations between drug traffickers and the police). According to the 2010 Brazilian Census [11], approximately 6% (11.4M) of Brazilians live in favelas—while cities such as Rio de Janeiro and São Paulo (the largest city in Latin America) have 22.2% and 11%, respectively, of its residents living in favelas.

Brazil is also home to 40% of all femicide in Latin America [32] and ranks third in terms of global spyware usage [10, 31]. Due to the steep social inequalities in the country, the online privacy threats IPV victims face are not the same. The favela woman is made more vulnerable by the constant clash between the drug traffic that rules her community and the police forces that seek to gain power. In this skirmish, she is left wanting for resources that could enable her peace, with very few ever seeking help from law enforcement [17, 39], primarily because of her distrust towards the police, who either do not have the resources to counter the favela’s leadership or is corrupt, enabling the narco leaders.

Using the framework presented by Chua et al. [15] to aid in the identification of unintended harms that go beyond the technology sphere, we consider the unique reality of Brazilian favelas as a case study to explore the online privacy needs of women in these communities. Prior to developing solutions to solve specific problems, we must first seek to understand the concerns of the problem’s target population. As such, this exercise is then used to present several relevant research questions that may help guide future works on online privacy protection of IPV victims in a targeted fashion, considering culture and the reality in which they are immersed. Our goal is to join the chorus of researchers [21, 33, 36] positing that one-size-fits-all solutions might not be effective and need to consider the reality of specific vulnerable populations.

This paper is organized as follows. Section 2 describes the unique characteristics of Brazilian favelas, the dire state of IPV within them, and summarizes the sparse related works on technology abuse as IPV in Brazil. Section 3 contrasts the unintended harms caused by common mitigations for tech abuse if applied to the the Brazilian favela reality, and proposes research questions. Section 4 concludes the paper.

2 Brazilian Peculiarities and the Favela Woman

Favelas are informal settlements in Brazil developed due to an unmet need for affordable housing and established with no outside (i.e., governmental) regulation [6]. As such, society associates favelas with precarious social problems, and its residents are often highly marginalized and stigmatized. Approximately 2/3 of those living in favelas identify as black or brown and 60% have suffered from some
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1This paper tackles IPV from the lens of female victims and male perpetrators. However, refer to RQ4 in Sec. 3.1 for the limitations involving this gendered framing.
form of racial/socioeconomical prejudice [28]. Residents of these communities also earn an average monthly income of US$1813 [28], significantly low when compared to the national average monthly income of US$523 for white Brazilians [7]. The education level of favela residents is also notable: only 27% have completed the equivalent of a high school education [28].

A 2013 survey with over 750 participants in four cities (Rio de Janeiro, San Francisco, Brisbane, and London) [1] found that, of those who had never been to a favela, 64% had a negative perception of favela communities and 65% held a neutral perception of the people that live in favelas. These numbers change dramatically with respect to people who had personally visited a favela: only 29% had a negative perception of favelas and 71% had a positive view of favela residents. Another study with 1,003 residents across 12 favelas in Rio de Janeiro [28] found that 94% of residents considered themselves happy and optimistic, and a whopping 2/3 would not move out of a favela, even if their income doubled.

Even so, favelas are very much a product of their environment. This section illustrates how the high rates of IPV coupled with the proliferation of internet usage makes Brazil, and especially its favelas, worthy of focused research into technology abuse.

### 2.1 An Epidemic of Violence

Domestic violence in Brazil is an epidemic. According to a 2015 report [41], Brazil ranked fifth in terms of highest worldwide femicide rate. Most alarmingly, a 2014 study [5] estimates that 66% of young Brazilian women (ages 16–24) have suffered from some form of violence or control from an intimate partner. Forty-three percent of this sample also confessed to having witnessed their mother being abused (either verbally or physically) by her partner.

Between 2003 and 2013, the femicide rate rose by 19.5% for black and brown women [41] (the predominant races of favela dwellers). In 2013, there were only 500 Delegacias da Mulher (specialized police departments responsible for handling IPV) in Brazil [3] and in 2019, only 2.4% of Brazilian cities were home to women’s shelters [16]. The favela victim of IPV is even more vulnerable and fragile compared to the average Brazilian as she is extremely limited in her access to resources that would allow her to escape an IPV situation [4, 35, 39].

de Seixas Filho et al. [17] interviewed 80 women in the Complexo do Alemão, one of the largest favelas in Rio de Janeiro, and concluded that this community had both alarmingly high rates of violence against women and scarce services for them. Of the women interviewed, 85% reported having suffered IPV, but only 10% went on to fully report their cases to the police, due to lack of information, fear of her aggressor, and/or lack of faith in the justice system. In 91% of these IPV cases, their aggressor was a current or former partner.

Brazilian favelas, however, are not uniformly the same. The Complexo da Maré, home to 16 favela communities and over 140,000 residents, is not pacified (i.e., they face constant violence between the invading police forces and the criminals in power). A recent study interviewed staff workers at a Reference Center for Women’s Care (CRAM) located in the Maré [39] and found that the goal of the women who suffer IPV in this community was solely the end of their partners’ abuse towards them, without ending their relationship with their partners (due to financial dependence or simply love) nor involving law enforcement. Not only did some of the victims have little faith in the justice system, but they also feared that the police would invade the Maré on their behalf—risking retaliation from narcos, especially since many of their partners were themselves involved in the drug trade. As such, escaping to shelters or using the justice system are only seen as last-case scenarios; instead, the women often resort to asking the drug gangs for help in the hopes that “correctional measures” outside of the Brazilian criminal justice system will be taken towards their abusers. The authors emphasize that these highly complex scenarios have no easy or quick solutions and attempting to simplify the problem could instead exacerbate it. As such, the vulnerability of women in favelas is further entangled in their constant violations of rights by their partners, the State, or the drug traffickers that rule their communities. Abuse that is not physical in nature (e.g., threats, harassment, or humiliation) are rarely seen in Brazil as a form of abuse by both men [3] and women [17, 39] alike. This is especially alarming as moral and psychological violence are oftentimes precursors to physical violence in IPV situations [3, 12, 29]. de Seixas Filho et al. conclude that providing women with knowledge and information is an urgent need in favelas, calling for the use of technology and the internet as the only ways to reach many favela women.

### 2.2 A Plugged-In Society

Despite these social inequalities, the use of internet-connected devices is nearly universal in Brazil. Among adults ages 18–55, 92% own or have access to smartphones; this rate varies among generations, but ages 18–34 take the lead, wherein a whopping 85% own a smartphone [34]. (This is especially concerning given that tech abuse victimization is highest among women under the age of 25, as detailed in Sec. 2.3.) SMS texting was never accessible for the average Brazilian, as the cost of SMS was as much as 55 times higher than in North America, a price far too expensive for most Brazilians [37]. This problem was solved with the advent and popularization of WhatsApp, allowing people to send messages for free. By 2016, 96% of Brazilians who owned a smartphone used WhatsApp as their primary method of communication [37]. Now, WhatsApp is not only a personal communication medium for Brazilians, but used by (small and large) businesses and government agencies for communication. For example, it is common for Brazilians to schedule
appointment to services or for medical doctors to communicate with their patients informally via WhatsApp. These rates all reflect Brazil’s ranking of the world’s fifth highest number of Internet users [23].

Although favelas are markedly of lower SES, they nonetheless are still highly connected communities. A 2013 study conducted in 63 favelas in several metropolitan cities in Brazil [2] found that 9 out of 10 favela residents owned a smartphone, and half had access to the Internet—a number that rises to 78% for those between the ages of 16 and 29. Of note, 1 in 4 residents admit to sharing their WiFi with a neighbor due the favelas’ culture of sharing.

2.3 An Unstudied Enigma

In October of 2019, Brazil ranked third in terms of global spyware usage [10, 31]. But research that touches on technology abuse perpetrated by intimate partners in Brazil is scant. It is slightly easier to find research in Brazil on related topics, e.g., stalking victimization, which can involve real-world contact (e.g., physically following a victim or showing up to their workplace) and/or contact in the online domain (e.g., sending unwanted texts or tracking someone’s location).

In this vein, nonprofit Instituto Avon [5], found that 32% of young Brazilian women (ages 16–24) have had an intimate partner check their email or social media without their permission, and 15% were forced to reveal their Facebook passwords to their partner. Boen and Lopes [13] interviewed 205 university students in Campinas (located in the state of São Paulo) and found that most victims of stalking were women, with 87.5% of stalkers being someone known to the victim. Alarmingly, 50.4% of the students surveyed reported experiencing a stalking incident—a significantly higher number compared to the 16.7% reported by the CDC [12]. This could be due to the sample’s average age of 24.7, which can nonetheless highlight that stalking is more prevalent amongst the young (also supported by the CDC). But as the authors acknowledge, this study was conducted on a small and specific subgroup of students from a private university. It can be reasonably assumed that the students were of relatively high SES compared to the Brazilian favela population, due to access to both higher and privatized education.

Security and privacy research in Brazilian favelas is nearly nonexistent, with Arora and Scheiber [9] as a clear exception. The authors used a myriad of ethnographic methods on 22 Brazilian and 22 Indian youths living in favela-like dwellings or peri-urban areas. They found that all youths struggled to define privacy, while the Brazilian participants were more cautious and distrustful of the Internet than their Indian counterparts. Yet in the context of relationships, the Brazilians nonetheless were comfortable with sharing their cellphone PIN/password with their partners. This mentality is supported by [5], wherein 51% of participants revealed that they share the PIN/password for their mobile devices with their partners. Although a good first step, the context of technology abuse as a form of IPV was outside the scope of Arora and Scheiber and therefore remains an unstudied enigma.

3 The Privacy Needs of the Favela Woman

Chua et al. [15] proposed a framework for identifying a series of unintended real-world harms of countermeasures in cybersecurity, summarized into seven broad categories: (1) Displacement of harm onto others; (2) Insecure Norms that encourage potentially greater harm; (3) Additional Costs that burden the stakeholder; (4) Misuse of the countermeasure to create new harms; (5) Misclassification that can incorrectly label non-malicious content/individuals as malicious; (6) Amplification causing an increase of the very behavior targeted for prevention; and (7) Disruption of other or more effective countermeasures. We use this framework to exemplify and emphasize the idea that the favela woman’s reality comes with a plethora of nuanced and delicate considerations that the cybersecurity community must consider whilst developing solutions to related problems. Tech abuse as a form of IPV is still an open problem with no best practices available [25]; as such, the countermeasures detailed below are not exhaustive.

Check the suspect device’s privacy settings. Although data is not specific to favelas, Brazil is listed among countries where less than half of the population possesses basic computer skills (e.g., copy and paste, sending email with attachment) [8]. This countermeasure may therefore displace harm to individuals without computer or privacy literacy, such as young Brazilians in favelas [9]. This could also create an insecure norm by giving victims a false sense of privacy. WhatsApp Web, for example, allows WhatsApp to be used on other devices, detectable only if the victim were to routinely monitor the app’s settings for the addition of suspicious devices.

Attempt to leave or move away from abusive partner. This yet again displaces harm to the favela woman, who may have nowhere to escape; not only do most people in favelas prefer to remain in their communities [28], but the favela woman in IPV situations will only consider leaving her partner or fleeing to a shelter in worst-case scenarios [17, 39]. Moving away would also come with additional costs of possibly tremendous psychological, financial, and social repercussions. This act may also trigger a misuse of the countermeasure, placing the favela woman in greater harm if her partner is a member of the favela’s narco network, wherein escaping could be used as a reason for further abuse (e.g., losing contact with her children, gang revenge, social isolation from other favela residents).

Seek police help. This countermeasure has an inherent misclassification between what the police and the favela woman believe will be the best solution; as such, IPV victims in favelas rarely report their abuser to the police [17, 39]. This may also cause an amplification of violence, as police are simply not welcome in favelas, and may incur the ire of narcos in the favela, risking not only her life, but also coming at the additional cost of social isolation from other residents.
Decrease technology use. As explained in Sec. 2.2, WhatsApp is ingrained into the Brazilian lifestyle. Isolation from WhatsApp means losing her support circle and would be misused by the abuser to further isolate his victim. This could also come with the additional cost of loss of income as 47% of favela residents have “informal jobs” [27], and access to WhatsApp to communicate with clients is pivotal. Internet has also become necessary in favelas to study and seek an education, and of the low SES Brazilians that have access to the Internet, 85% access the Internet exclusively through their smartphones [38]. Therefore, this could disrupt other countermeasures, as removing access to the Internet would further isolate victims from opportunities of growth and help.

Replace or discard suspect device(s). Similarly, low SES favela women that are financially dependent on their abuser would not be able to incur this additional cost nor might it be worth the risk of amplification of violence as retaliation.

Do not share phone with others. This would displace harm onto the favela woman, as there is a culture of sharing within favela communities [5, 9, 28, 38]. Smartphones are also sometimes shared within families as the only way to access the Internet [38], and misclassifying who she cannot trust with her phone could lead to the additional cost of losing some in her social support circle or an amplification of violence.

3.1 Discussion and Research Questions

Although other works [14, 19, 26] have been equally critical of these aforementioned mitigations, research also shows that privacy and security solutions must be targeted [15, 21, 33, 36, 42]. As such, this exercise raised several questions that can help guide future work on technology abuse in IPV scenarios: (1) What available tools or mitigations can be leveraged for the favela woman? Examples such as EasyTro [22], which helps U.S. IPV survivors file temporary restraining orders, or Havron et al.’s [21] clinical computer security approach to provide personalized technology abuse help from technologists, can be starting points, but must be heavily adapted to fit the needs of the favela woman. Technology can also create “invisibility cloak” capabilities for communication and location privacy that does not raise red flags for abusers and, if confronted, gives the victim plausible deniability. Ideas include adding random noise to real location in a way that is believable (e.g., [30]), or the implementation of ephemeral (Snapchat-like) communication in WhatsApp without having to resort to known ephemeral apps.

(2) How can information be disseminated to affect change within the very populations we aim to help? Women in favelas want to be informed, and are able and willing to do so via technology [17], but many have low education levels [28], low privacy literacy [9], and lack an awareness of their own rights [17, 39]. Practical guides that break technical solutions down to fine grained levels while using language appropriate for the average favela woman’s educational level are needed.

(3) What biases are researchers bringing to the tech abuse discussion? As noted in Freed et al. [18], we, as researchers, must navigate our own biases as the IPV survivor is the ultimate authority on their situation. Outsiders have an inherently negative bias of favelas [1], and it may be more difficult for us to be welcomed into favelas and earn the trust of victims in self-reporting their perceptions. Without researchers’ access to their reality, effective solutions cannot be developed or evaluated. We must work within the limitation that the favela woman is unlikely to leave her abuser or the favela [17, 39].

Several works [3, 9, 17, 39] also address that the domestic sphere in Brazilian society is tethered to the patriarchy with many women complicit in it. Monetary costs are undoubtedly a factor, but many of the additional costs described in Sec. 3 focus on the impacts of social isolation, and as such, we cannot undervalue the social component of the favela.

(4) What other vulnerable populations are in the favela? This paper focused on tech abuse from a lens of women as its primary victim. But it is also imperative to recognize that men as victims are largely under-reported and underrepresented in this context. This mindset can also be heteronormative, leading to the exclusion of the LGBTQ+ community, which, in Brazil, faces high victimization rates of discrimination, violence, and homicide [24].

(5) How exactly is technology abused in favelas? Much of the works cited about IPV in favelas were conducted in Rio de Janeiro, and problems faced in Rio may not necessarily transfer into other regions of Brazil. Sec. 2.3 also focused largely on the problems of stalking victimization and online harassment. Cyberbullying and revenge porn, for example, might be promising research interests for favelas. Arora and Scheiber [9], for example, found that Brazilian youths from favelas held views that women victim of revenge porn are at fault for their own victimization.

(6) How can research in favelas be propagated into other communities? Favelas are not necessarily “unique” to Brazil; informal settlements can be found in several countries all over the world. While they all share commonalities that can undoubtedly be leveraged, each country or region’s socio-political background is different. Solutions and mitigations that help ameliorate the problem in these regions will undoubtedly provide insight and innovations focused on privacy, with great potential of benefiting other ethnic groups in the U.S. and abroad.

4 Conclusion

This paper aimed to show that technology abuse in Brazilian favelas, though highly under-reported and not fully studied, is an issue worthy of attention. The presence of high rates of femicide and intimate partner violence (IPV), coupled with high rates of Internet use is on par with the requirements of technology abuse. But public and academic awareness of this issue is still scarce. Via the use of an unintended harms framework, we highlighted the unique vulnerabilities of the favela woman in scenarios of IPV and technology abuse, and
suggested research questions to help guide future works.
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