Research on FDI Attacks in Edge Computing Environment
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Abstract. The False Data Injection (FDI) attack in the smart grid can bypass the bad data detection mechanism and make the control center make an incorrect estimate of the system status. The smart grid under the edge computing architecture is more likely to be maliciously attacked by the terminal because it is close to the terminal. For this reason, this paper proposes a method combining PCA and ReliefF algorithm to achieve the purpose of dimensionality reduction. It can solve the overfitting problem caused by the high dimensionality of traditional machine learning attack signal detection, and it is suitable for terminals with low computing power.

1. Introduction

The smart grid under the edge computing (EC) architecture has the advantages of low latency, lightweight, high security and high reliability, and can provide computing and storage resources. Using advanced digital information and communication technology, online monitoring and real-time information control of important operating parameters of all links of the power grid became available under enables that the big data analysis can be integrated to achieve a more environmentally friendly, safer and more efficient Power management [1], but the system is also facing potential network attack risks [2]. Due to nearby terminals, malicious attacks on terminals will be easier in the EC system. This new network architecture brings new security protection requirements. False data injection attacks can tamper with the measurement information collected by the supervisory control and data acquisition (SCADA) system, so it can also tamper with the measurement data collected by the smart grid. If the attacker knows the topology of the system, he can construct a hidden FDI attack vector without changing the measurement residuals to attack the system. The state estimation has an impact. The traditional bad data detection (BDD) method cannot detect hidden and false data intrusion attacks. This will affect the important decisions of the power grid and pose a security threat to the state estimation of the smart grid.

The machine learning methods have made some progress in detecting hidden FDI attacks. But they are all obtained on the premise that the training set and the test set are highly similar. These methods are likely to have poor learning effects [3]. Moreover, the power system is often highly complex, and the dimensionality of its historical data is often hundreds or even thousands of dimensions. Therefore, in the use of machine learning methods to detect hidden FDI attacks, it is particularly important to avoid overfitting of training results through dimensionality reduction and reduce model training time[4]. Through the dimensionality reduction method, the measurement data is pre-processed by dimensionality reduction, and then used to train the neural network to obtain a suitable detection model, which is of great significance to realize real-time and efficient FDI attack detection [5].
innovation of this paper is that the PCA and ReliefF algorithms are used to reduce the dimensionality of the measured data. Also the EC provides the resources to process the PCA and ReliefF algorithms.

2. FDI Attacks Scheme for the Power System

In power system state estimation, the types of measurement data include: node injected active and reactive power, branch active and reactive power, and node voltage amplitude [6]. Due to the existence of measurement noise, there will be a small amount of bad data in the measurement data, which will reduce the accuracy of state estimation. When there are many bad data, it may even cause non-convergence of state estimation. Therefore, in practice, the identification of bad data will be added on the basis of state estimation. The commonly used bad data identification method is mainly based on residual detection [7]. To ensure the success of the attack, it is necessary to make the attack vector constructed based on nonlinear state estimation able to avoid the identification of bad data. Ideally, the attacker initiates a false data injection attack, inputs the attack vector into the original measurement vector, and obtains a new measurement vector. The measurement vector received by the state estimation program is actually the new measurement vector after the attack. The measurement of [8] has already deviated from the actual measurement, and the state estimation value obtained from this will also deviate [8]. After the attack, as long as the residual error is less than or equal to the bad data detection threshold, the false data injection attack can avoid the bad data identification link and achieve the purpose of successfully tampering with the state estimation result [9].

The empirical rule of using part of the network information is to construct the FDIA injection vector to satisfy Kirchhoff’s circuit law, and only the selected voltage angle difference is given [10]. Specifically, the voltage angle difference of the line connecting the damaged bus and the non-damaged bus is used to calculate the feasible power flow of the respective lines, so the power injection of the damaged bus is obtained. For other buses, it can be calculated by the algebraic sum of all connected buses. Using the above ideas, the following attack vectors can be constructed.

1) Initialize the system state vector $[V_0^{\theta}] = [V_0^P, V_0^Q, \theta_0]$, where $V_0$ is the initial attack voltage distribution.

2) Use the current $[V\theta]^{T}$ to calculate the attack vector $[PQpq]^{T}$ (bus real/reactive power injection and line flow).

3) Check the constructed attack vector based on the real power bus injection and the upper and lower bounds of real/reactive power flow.

If all the boundaries are satisfied, $[V\theta]^{T}$ is used as the attack vector. Otherwise continue.

4) Calculate the incremental state vector $[\Delta V\Delta \theta]^{T}$ by solving the optimization problem

$$\text{minimize} \sum_{i=1}^{10} l_i^{T} S_i$$
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5) Update the attack vector $[V\theta]^{T} \leftarrow [V\theta]^{T} + [\Delta V\Delta \theta]^{T}$ and go to step 2.

By repeating this process, can construct an attack vector for AC state estimation [11], but with the continuous expansion of the power grid, the dimensionality of the measurement data has also doubled,
which in turn leads to the challenge of dimensionality disasters in machine learning detection methods. So that the training results are at risk of over-fitting, so dimensionality reduction is required in advance [12].

3. Performances
Firstly, the voltage phase angle attack is simulated, and the ordinary attack method is used to destroy the data based on the time seed random number, so that its authenticity is lost, which can affect the system state estimation [13].

Then attack the voltage phase angle according to the hidden attack in the technical route, and get a comparison chart with the original voltage phase angle, and finally verify that the ordinary residual detection method cannot detect the hidden data attack. From the perspective of the BDD detection mechanism, if the attacker knows the topology of the system, he can construct a hidden FDI attack vector without changing the measurement residuals, which will affect the system state estimation. Therefore, the traditional BDD detection method cannot detect hidden falsehoods. Data intrusion attacks, experimental results verify this.

**Figure 1.** The model of FDI attack under the EC

**Figure 2.** Contrast diagram of concealed attack and original voltage phase angle.
Aiming at the problems of long training time and high computational complexity for high-dimensional data, literature [14] proposed a combination of PCA and ReliefF algorithm (PCA-RF) to reduce the dimensionality of the data, but the PCA algorithm is an unsupervised reduction. In the dimensionality algorithm, there is a risk of deleting features that are beneficial to classification in the process of dimensionality reduction, thereby reducing the classification recognition rate. Therefore, a principal component analysis algorithm based on multi-resolution analysis and ReliefF (MulRF-PCA) [15] can be used. First, use multi-resolution analysis to extract the features of the current model, and then use ReliefF algorithm to assign weights to each feature. Delete the unfavorable features for classification, and finally perform dimensionality reduction and decorrelation through the PCA algorithm to achieve better recognition performance under lower complexity [16].

4. Conclusion
Taking edge computing as the application background, this paper conducts preliminary research on false data attacks, which is a new idea in the field of edge computing. Attack signal detection methods that can reduce traditional machine learning have over-fitting problems caused by high dimensionality, and can also be applied to smart terminals with low computing power. Later, the identification algorithm can be verified in the real power grid system.
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