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Abstract

Since the cyberspace consolidated as fifth warfare dimension, the different actors of the defense sector began an arms race toward achieving cyber superiority, on which research, academic and industrial stakeholders contribute from a dual vision, mostly linked to a large and heterogeneous heritage of developments and adoption of civilian cybersecurity capabilities. In this context, augmenting the conscious of the context and warfare environment, risks and impacts of cyber threats on kinetic actuations became a critical rule-changer that military decision-makers are considering. A major challenge on acquiring mission-centric Cyber Situational Awareness (CSA) is the dynamic inference and assessment of the vertical propagations from situations that occurred at the mission supportive Information and Communications Technologies (ICT), up to their relevance at military tactical, operational and strategical views. In order to contribute on acquiring CSA, this paper addresses a major gap in the cyber defence state-of-the-art: the dynamic identification of Key Cyber Terrains (KCT) on a mission-centric context. Accordingly, the proposed KCT identification approach explores the dependency degrees among tasks and assets defined by commanders as part of the assessment criteria. These are correlated with the discoveries on the operational network and the asset vulnerabilities identified thorough the supported mission development. The proposal is presented as a reference model that reveals key aspects for mission-centric KCT analysis and supports its enforcement and further enforcement by including an illustrative application case.
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1. Introduction

The cyberspace is defined as the global domain consisting of all interconnected communication, information technology and other electronic systems, networks and their data; recently being consolidated as fifth domain in the modern theater of warfare, joining land, sea, air and space. There, Joint Functions (JFs) like cyber maneuvers, fires, Command and Control (C2), intelligence, information, sustainment, or force protection are enforced in the context of Defensive Cyberspace Operations (DCOs) and /or Offensive Cyberspace Operations (OCOs); supporting or supported by kinetic domain actuations. Despite these dependencies, the cyberspace is completely different from...
kinetic domain mainly because a man-made nature, being partially nonphysical (digital) and exempt of conventional geographical boundaries [2]. It is described by the high reachability of CIS (Communication and Information System) assets, the short time effects on cyber Courses of Action (CoAs) against their large preparatory time, the growing asymmetrically of their impact (typically vertically/propagating to collateral hybrid dimensions), or their intangibility; the later making difficult the cyber damage assessment calculation [3].

In contrast with state-of-the-art dual use cybersecurity enablers, raw cyber defence effectors suited for military operations shall embrace a mission-centric vision, where cyber assessment and decisions must be complaint with the military operational context, including among other mission goals and tasks on which the cyber actuations act, their interdependencies, phasing, joint/combined actuations, vertical propagations between technical, tactical, operational and strategic levels, etc. This demands a clear transposition between raw impact on Communication and Information System (CIS) dimensions (typically Confidentiality, Integrity and Availability) up to their mission-level implications, being examples of the latter the potentially consequent delays in the execution of tasks, loss of surprise factor, or reduction of the commander’s agility in making new decisions and planning CoAs [4].

Accordingly, an essential aspect on the effectiveness of the capabilities for supporting cyber defence operations is their ability to consider which mission dependencies are essential in order to adequately valuate/assess each cybernetic or procedural asset, and the dynamically change of the valuation as the mission progress. In this context, Key Cyber Terrains (KCTs) are defined as systems, devices, protocols, data, software, processes, cyber personas, and other networked entities that comprise, supervise, and control cyberspace [4], posing military advantage, and if jeopardized, potentially causing mission failure [5]. But despite the relevance of the KCT concept, it was vaguely publicly explored by the research community, where cultural and cross-domain misunderstanding has led to ambiguities and misperception, typically approached from an excessively civilian perspective; and mostly overlooking its mission-centric implications.

With the motivation of contributing to the research on mission-centric KCT discovery and assessment, this papers reviews and in-depth analyzes the KCT concept and its implications. This is conducted thorough a Cyber Situational Awareness (CSA) perspective, and under the assumption that its relevance will increasingly grows towards achieving and accurate cross-domain Common Operational Picture (COP) [6]. The conducted research extends the work preliminary presented to the research community and cyber defence practitioners in [7], compiling the widely received feedback and increasing its original scope from raw technological aspects up to the KCT mission implications. Given the high interest it aroused, the paper strengthens the introduced KCT conceptualization, extends the KCT discovery and assessment reference model, details its mission-centric implications and provides an extended description of the analytical and empirical evaluations. The following enumerates the main contributions of the conducted research.

- The paper presents an in-depth review of the current landscape on cyber defense and mission-centric cyber risk management, emphasizing the existing efforts towards KCT analysis.
- A reference framework for dynamically recognize critical assets on the cyberspace is proposed, which reveals a subset of key pillars that may guide further research actions.
- The traceability between widely adopted kinetic terrain factors and their transposition to military operations
on the cyberspace, is explored.

- The proposal reviews the DOTMLPF-I (Doctrine, Organization, Training, Materiel, Logistics, Personnel, Facilities, and Interoperability) dimensions for KCT assessment related capability development.
- The application of the proposal for KCT analysis at offensive and defensive military thinking is discussed
- The proposal has been instantiated and analytically validated under an illustrative use case, which details all the required data processing activities.

This paper is organized into seven sections, being the first of them the present Introduction. Section II reviews the state-of-the-art on mission-centric cyber defence and KCT assessment. Section III presents the conducted research design principles. Section IV introduces a novel dynamic KCT identification scheme. Section V analyzes the foreseen KCT assessment capability development dimensions. This section also discussed the proposal application at both offensive and defensive thinking. Section VI details the proposal application on a case of study. Finally, Section VII presents the achieved conclusions and suggestions for future work.

2. Background

In recent decades a plethora of Risk Management (RM) and impact analysis frameworks have risen up in order to prompt the organizational awareness against cyber threats on which their business depends, leading from a better understanding that range from revealing potential attack paths and vulnerability mitigation plans, up to the analysis of their operational consequences. In order to facilitate the understanding of the conducted research, the following briefly reviews the state-of-the-art on cyber risk management, their relationship with military solutions for acquiring mission-centric Cyber Situational Awareness (CSA), and the existing capabilities for cyber asset assessment; the latter including the discrimination of the essential cyber terrains for military actions.

2.1. Cyber Risk Management

According to the National Institute of Standards and Technology (NIST), a Risk Management Framework (RMF) is a process to integrate security and risk management capabilities [8]. They comprise six major stages: 1) preparing the organization towards managing risks; 2) categorizing the adopted information systems; 3) selecting the most suitable security controls; 4) security controls implementation and documentation; 5) security control assessment; authorization the information system operation; and 6) continuous monitoring the security controls effectiveness, as well as any system-level or environmental variation [9]. Beyond the NIST RMF approach, the cybersecurity community has joint efforts towards developing, integrating and validating complementary risk management solutions, which are tailored to the different operational and environmental contexts. This result in alternative widely accepted and implemented frameworks, as is the case, among others, of NIST 800-30, OCTAVE Allegro, ISO 31000, ISO 27005, MEHARI, or Magerit.

With a heavy focus on guiding the development of Risk Assessment (RA) actions, the NIST 800-30 reference model highlights four mandatory steps [10]: 1) to scope the risk assessment process by identifying the model application context [11]; 2) in order to calculate security risks assuming their uncertainly degree, the potential threats
and vulnerabilities shall be identified, including their related impact and occurrence likelihood [12]; 3) in order to facilitate decision-making and countermeasure enforcement, the risk assessment results shall be communicated to the convenient response actors [13]; and 4) to support the related risk management activities by dynamically monitoring and maintaining the risk assessment procedures [14].

Complementary, OCTAVE Allegro (Operationally Critical Threat, Asset, and Vulnerability Evaluation) entails another example of widely adopted risk management framework, which aims on streamlining and optimizing the process of assessing information security risks so that an organization can obtain sufficient results with a small investment in time, people, and other limited resources [15]. This is conducted thorough a preliminary definition of the risk measurement criteria, developing a tailored information asset profile, identifying the organizational information asset containers and their areas of concern, discovering the potential threat scenarios; and from them conduct the risk analysis and selection of most suitable mitigation actions.

The International Organization for Standardization (ISO) published its principles and generic guidelines on managing risks faced by organizations through its 31000 family of standards [16]; which defined risk management as an integral process to be enforced by the protected organizations. In the ISO 27005 [17] the risk management standards and guidelines are adapted to the Information System Security particularities. As answer to ISO/IEC 27005:2011 guidelines, proposals like MEHARI (Method for Harmonized Analysis of Risk) [18] facilitate an organization compliance for their Information Security Risk Management (ISRM) processes (e.g., ISO 27001 2013 revision), providing both documental supports and practical tools for their enforcement.

Another world-wide spread AR and RM methodology, with significant relevance for the military sector (e.g., NATO) is MAGERIT [19]. Developed by the Spanish Public Administration and supported by the EAR/PILAR linked software, MAGERIT guides the ISO 31000 adoption and implementation based on each organization particularities. MAGERIT is based on six steps: to characterize assets and their inter-dependencies; to identify threats; to estimate the impact; to estimate the risk defined as the impact weighted by the likelihood of the threat; to select safeguards and measure its effectiveness; and to calculate residual impact and residual risk.

According to [12], the risk management approaches can be categorized as qualitative and quantitative, which depends on the nature of the information on which security decisions rely. In this context, the qualitative models focus on the analysis of the likelihood of a specific risk event occurs, as well as its impact on the overall business operations and goals [20], being the approaches described above examples of qualitative-base RA/RM solutions. In contrast, and with a much lower presence at design, adoption and standardization/harmonization RA/RM actions, quantitative methods operate on numerical terms where Bayesian Decision Networks (BDN) [21] guide cybersecurity benefit-cost analytics. Another examples of quantitative RA/RM are AVARCIBER [22] for extending the specific parameters of ISO 27005 [17].

Despite the maturity of these methodologies on civilian applications, none of them has been conceived for supporting mission-centric RM/RA by design, which evidences a huge gap between the military needs and the background delivered by civilian industry and research institutions. Solutions like MAGERIT partially cover needs related with the management of the CIS technological plane, but they do not properly support the assessment of vertical propagation from cyber situations to the mission businesses and goals.
2.2. Mission-centric Cyber Situational Awareness

Situational Awareness (SA) is a human “brain state” that refers to being conscious of the operational context and the development of planned/ongoing actions with the aim on selecting and planning more effective reactive/proactive CoAs. This term has been actively revisited by Mica Endsley, who proposed the most adopted SA model in recent decades [23]. The Endsley’s model layered the SA into three mayor phases: Perception of the operational environment; Comprehension of the perceived information so the inference of new related knowledge is possible; and the Projection of the SA at different future time horizons. Other authors like Bedny and Meister [24] and Smith and Hancock [25] proposed alternative models of SA, which have been widely modified since their publication. A well-known abstraction of the SA paradigm is the OODA (Observe Orient Decide Act) loop model proposed by former USAF colonel John Boyd [26] for supporting fast decision-making, actually constituting the core pillar of the C2 solutions.

By following the coining SA philosophy, the research community has put significantly effort towards adapting these cognitive models to the cyberspace, referring to the resultant mind state as Cyber Situation Awareness (CSA). As Jajodia et al. stated in [27]: to protect critical network infrastructures and missions, we must understand not only the vulnerabilities of each individual system, but also their inter-dependencies and how they support missions, which gains difficulty when operating on emerging technological ecosystems [28, 29], combining the perception of both insider and outsider threats [30] or facing adversarial evasion tactics [31, 32]. At the same time, they proposed a framework to obtain mission-centric SA (Cauldron) combining data fusion, network paths of vulnerabilities, alert correlation, mission impact analysis and recommended reactive/proactive mitigation actions [33, 34]. Based on the three Endsley’s SA levels, McGuinness and Foy [35] added a fourth layer towards developing an alternative CSA model grounded on Perception, Comprehension, Projection and Resolution. On the other hand, Lenders et al. [36] made evolve the John Boyd’s OODA loop to a cyber perspective. Buckshaw et al. [37] proposed MORDA (Mission Oriented Risk and Design Analysis of Critical Information) based on attack trees, adversary models, user models, service provider models and analysis models to define a quantitative risk assessment and management by means of Multiple Objective Decision Analysis algorithms and SMEs (Subject Matter Expert).

As response to the increasing need for standardized CSA solutions, MITRE developed a related framework fitted to the NATO Communications and Information Agency [38] which comprised Threat Intelligence, Dependency and Impact Analysis, Analysis of Alternatives and Emerging Solutions module to be aware of threats and actors, dependencies and possible countermeasures against discovered threats. Public convergence actions, as is the case of the project H2020 PROTECTIVE, are exploring the context awareness to assess assets critically, the later relying on three basic features: Mission Impact Management, Asset State Management, and Mission and Asset Information Repositories. Complementary, research like [39] is exploring the definition of intelligence systems for critical infrastructure protection under hybrid scenarios (physical and cyber data sources), the latter by taking advantage of three main modules: Data Gathering, Data Analysis and Data Visualization. Finally, in [40] Franke and Brynielsson analyzed both CSA approaches: on one hand industry control and critical infrastructure and in other hand military. They concluded that first approach has been widely researched whereas military CSA application has much less bibliographical coverage.
2.3. **Key Cyber Terrains**

Occidental military doctrines define a Key Terrain as *any locality, or area, the seizure or retention of which affords a marked advantage to either combatant* [11]. This definition aligns with the SA purpose of being aware of the environment and hostile actors in order to take some advantage to accomplish each mission goal. When developing CSA, the Key Terrain concept embraces the cyber domain with the aim on identifying those cyber-dependant components that play crucial roles for a mission development advantage. They are referred to as Key Cyber Terrains (KCT). But in contrast with conventional kinetic terrains, KCTs are more difficult not only to defend but also to identify due to their ICT (Information and Communication Technology) nature [4], which affects reachability. For example, the location and temporal components that characterize physical environments might be completely vanished in the digital World, where hostile actors may remotely gain control of critical infrastructure from thousand kilometers, change systems policies in milliseconds and use advanced concealing techniques to avoid being discovered by conventional Intelligence, Surveillance and Reconnaissance (ISR) procedures.

Consequently, the cyberspace entails a fast and dynamic environment with a fuzzy sense of control. Therefore its analysis should be addressed with a more complex and dynamic approach. For example, in [42] is suggested a KCT identification framework based on the traditional Key Terrain analysis OCOKA (Observation and Fields of Fire, Cover and Concealment, Obstacles, Key Terrain and Avenues of approach) [43]. This KCT framework deals with the identification of the potential exploitable assets; identification of avenues of approach, that is, attack vectors; and the deployment of obstacles and camouflage techniques to limit avenues of approach. In [44] five levels where KCT can be identified were defined, thus extending those preliminary declared by the US DoD (Department of Defense) on kinetic encounters: supervisor, cyberperson, logical, physic and geographical.

Price et al. [45] suggested a mission-centered criticality and dependency analysis to assist defence analysts to acquire CSA via Multi-Attribute Decision Making (MADM) guided by the TOPSIS (Technique for Order of Preference by Similarity to Ideal Solution) method. They conclude that families (sets of assets) are more relevant for mission severity than the single asset assessment. In [46] three strategies for supporting Cyber-Physical Key Terrains under simulated movement models were proposed: centrality analysis, dynamical systems (Markov Models) and agent-based modelling. They concluded that although centrality and dynamical systems strategies can approach agent-base modelling, the latter shows much more flexibility to represent each use case model. Complementary, the Massachusetts Institute of Technology (MIT) [47] remarked the importance of KCT discovery on military missions, and suggested three different for its proper development: manual identification by SMEs; logs and network capacities analysis; and perturbational analysis.

Beyond the theoretical frameworks and basic empirical demonstrations presented in the bibliography, the research on KCT discovery and management presents an essential, but rarely explored topic. Few proposals addressed the KCT related challenges from a mission-centric perspective, most of them heavily relying on up-to-down procedures that difficulty adapt to the dynamism required on real operational environments. On the other hand, they usually are not linked to mission assessment capabilities, so the vertically propagated impact on a KCT (technical war plane) to the upper war levels (tactical, operational, strategy) have been barely taken into consideration; in this way, failing when correlating the impact on KCTs regarding the mission goals.
3. Design Principles

This section describes the main consideration taken into account during the conducted research, highlighting objectives, assumptions and limitations.

3.1. Objectives

The principal objective of the conducted research has been to design a system able to dynamically discover and score assets deployed on the cyberspace considering the propagated criticality of them regarding the mission tasks. As secondary goals, it was stated that: 1) when calculating the criticality score, the proposal shall be able to consider the potential horizontal/vertical propagation between task and assets dependencies; 2) the assessment process shall be continuous and dynamic, since it is assumed that the ICT ecosystem on which the mission depends evolves over time; 3) the outcomes of the proposal shall be clear and understandable, so they can contribute to the acquisition of cyber situational awareness.

3.2. Assumptions and requirements

The design requirements to develop the research are stated as follows:

- The proposal implementation will require to be able to reach the analyzed assets, since it shall relay on well-known network discovery and port scanning applications.

- In order to perform a deep active scanning against cyber assets, the KCT discovery system requires to have enough privileges. This is due that it must be allowed to perform advanced scanning options.

- The network scanning results are stored into the system by the scanning procedures as XML files (or other common data representation formats). No data treatment policies were applied on them (e.g., anonymization, filtering, aggregation, etc.), so they can be processes in raw for further analytic actions.

3.3. Limitations

Some limitations have been foreseen at the early stage of the research, or during the core research actions, highlighting:

- The Concept of Operation (COP) as a set of missions is not supported in the current system development state. In further more mature versions it shall be properly aligned with the military standards and the Joint Operations doctrines.

- The proposed model does not implement threats, risks nor impacts assessment process. In further developments, the system would work with these models due to the integration with impact assessment and risk management modules.

- The proposal configuration heavily relies on a top-to-down mission planning (similar to those in the state of the art, and as suggested by the doctrines). It is expected that alternative approaches may imply a higher degree of automatism (e.g., machine learning, prediction, etc.), which preliminary were out of the scope of the conducted research due to the doctrinal barriers inherent in adopting unsupervised or semi-supervised capabilities on military enablers.
4. Dynamic Key Cyber Terrain identification scheme

The following describes a novel methodology for mission-centric KCT discovery, emphasizing its core elements, the KCT discovery procedure steps, and the scoring system applied for inferring the criticality of each analyzed cyber asset.

4.1. KCT Discovery Components

In the grounds of the design principles described in Section 3, the following introduces a novel KCT identification system able to dynamically value each cyber terrain. This is dynamically conducted from a mission-centric perspective, by design assuming its application for supporting the acquisition of cyber situational awareness. The proposal is decoupled into the following core modules as represented in Fig. 1:

4.1.1. Mission/Task Configuration Module

The Mission/Task Configuration Module (MTCM) feeds the KCT assessment functionalities with information provided by mission planning enablers, Joint Command and Control (JC2) systems and/or any other capability able to enrich the mission-centric vision of the operational environment [48]. Beyond linking theses capabilities with the rest of the knowledge management effectors, the MTCM is able to operate on an own abstraction of the mission topology, thus reducing the dependencies with external functionalities to only communication of significant events concerning changes on the mission map (e.g., status of the mission lines of development, re-tasks, enforced CoAs, etc.). This abstraction relies on dynamic sequences of tasks and phases represented via Business Process Model and Notation (BPMN) [49], so it can be easily transposed to standardized representations, as is the case of the the Military Scenario Definition Language (MSDL), Simulation Interoperability Standards Organization (SISO) [50] or dual-use approximations to modeling businesses for growing technological enablers [51]. Note that these abstractions are not mandatory for the proper functioning of the proposed KCT Assessment method, but they significantly enhance its interoperability. On these grounds, the MTCM models the tasks, CIS-related operational assets, their relationships, dependency degrees and planned/ongoing tasks’ severity. From this, the KCT Discovery Module (KDM) will compute the mission-level severity propagation of the impact of cyber threats, between operational dependencies.

4.1.2. Assets Discovery Module

The Assets Discovery Module (ADM) comprises the functionalities related with automatically identifying and mapping the cyber assets spotted on the mission operational network, in order to have a complete knowledge about physical and virtual infrastructure on which the success on the planned/ongoing mission relies on. On these grounds, the ADM main purpose is to automatically discover cyber assets in the mission operational network, like devices or services running on the network through active port scanning. In order to be successfully identified, a CPE (Common Platform Enumeration) should be extracted, which allows to use Vulnerabilities Database Access Module (VDAM) for retrieving CVSS asset scores. Discovery events are reported by cyber sensors and telemetry services grouped into four classes [14]: discovery, removal, modification and notification.

The Discovery events report situations related to incorporation of new assets, as is the case of instantiating of new Virtual Network Functions (VNFs) or deploying new nodes. The ADM updates its asset inventory each
time a Discovery event is communicated. As opposite, Removal events report situations related with their deletion, which may be triggered by multiple causes ranging from intentional elimination of virtual resources up to the lost of assets due to hostile actions. Each asset deletion implies its removal from the asset inventory. Since conducting mision-centric KCT assessments requires that the ADM registers each asset modification (not only instantiation or removal) that may impact on its value for the mission purpose, the Modification events continuously report and refresh the ADM inventory based on changes like variations of the asset location, software updated, etc. Finally, the Notification events report to the ADM any other discoverable situation related with the assets that may be useful for their valuation, as is the case of the presence of unused resources or detection of requests for special configurations.

4.1.3. Traffic Analysis Module

The Traffic Analysis Module (TAM) is in charge of monitoring and analyzing traffic from the operational network in order to infer CIS-level characteristic of the mission development that are not noticeable by the discovery reports managed by the ADM. The TAM monitoring capabilities may deploy active or passive measurement tools able to capture the traffic crossing monitoring points (e.g., packet-based, flow-based, etc.) and/or host-based linked information; and export them to standardized models that facilitate further management and analysis [52]. These capabilities may be complemented by cyber sensors like Network-based Intrusion Detection Systems (NIDS), Host-based Intrusion Detection Systems (HIDS) or SIEM (Security Information and Event Management). In complex operational contexts, the perception of the CIS environment may be supported by external Network Operations Center (NOCs) or Security Operation Center (SOCs) [53]. It is worth to highlight that as a first implementation of the proposed solution, the conducted experimentation implemented basic telemetry services for network monitoring,
which exported packet-based observations as Pcap files. They allowed to assess whether or not each communication between assets is encrypted by using protocols like TLS (Transport Layer Security), as well as to determine if an asset requires high availability. The Analytics conducted by the TAM may vary according to the operational context and the analytical resource availability, typically addressing traffic prediction, traffic classification, failure management or detection/correlation of cyber threats. It may aim on reactive or proactive targets, the second facilitating the identification and assessment of vertical/horizontal propagation of situations topologically, but also in time (thus supporting the decision of anticipative CoAs) [33].

4.1.4. Vulnerabilities Database Access Module

As highlighted in [54] the new generation of cyber threats are rapidly evolving, resembling multi-vectoried and often multi-staged modus operandi. The first refers to the possibility of horizontal/vertical propagation towards inferring diverse impacts, ranging from raw CIS-level consequences, up to complex strategical/operational hybrid consequences across the Political, Military, Economic, Social, Informational and Infrastructure (PMESII) spectrum [55]. On the other hand, multi-staged threats can be understood from the defensive perspective of a “kill chain” as a sequence of stages required for an attacker to success. The proper detection, assessment and management of these treats require a continuously adapted related knowledge-base, which shall guide the cyber defence automatism and human decision-making. In this context, the Vulnerabilities Database Access Module (VDAM) of the proposal, addressed the activities involved in feeding the rest of the KCT assessment functionalities with the needed Cyber Threat Intelligence (CTI). This component intermediates between external CTI repositories (CERTs, Bug Hunting Platforms, SOCs, etc.), by importing, updating and if needed removing the acquired knowledge. In the context of the conducted experimentation, this module provided an interface to request to NIST’s NVD web service the CVEs (Common Vulnerabilities and Exposures) and the CVSS (Common Vulnerability Scoring System) associated to the assets discovered in the operational network.

4.1.5. KCT Discovery Module (KDM)

Based on the feeds of the aforementioned components, and by integrating the mission-level perspective at the analysis of the CIS-level context, the KCT Discovery Module (KDM) conducts the calculations toward assessing the critically of each mission operational asset. This process requires to retrieve topological information as well as traffic and vulnerabilities metrics to obtain a final score for the asset’s criticality for both tasks and mission perspective. The result is represented in a dashboard via Graphical User Interface (GUI) for the commander to be dynamically aware of the mission and tasks KCTs in order to make decisions. Since the KDM entails the core capability of the proposed scheme, its will be discussed in more detail at Section 4.2.

4.1.6. Internal Repository (IR)

The Internal Repository (IR) of the proposal implements the capabilities for organizing, storing and retrieval the acquired local knowledge, including its management, verification and update. Given the dynamism inherent in real operational environments, the databases that may comprise the IR shall consider the fast management and retrieval of large information volumes, with high heterogeneity and high dimensionality; if required, distinguishing natural/raw data lakes from persistence of analytical information storage and managers. For simplicity, in the
context of the conducted experimentation a relational database was implemented as persistence layer, which stored and facilitates the retrieval of all information needed to compute the final assets score: mission topology, dependencies, severity, vulnerabilities, traffic information, etc. However, and beyond experimental purposes, advanced data management architectures and systems should be considered at real deployment, which shall adopt the data security and classification mechanism that guarantee the confidentiality, integrity, and availability of the information to be analyzed (e.g., NATO STANAG 4774/4778 for security data labeling). In this regard, the defence community is increasingly interested on adopting non perimeter-based data securization (e.g., zero trust, data-centric security, etc.)

4.2. KCT Discovery Methodology

The process of discovering KCT entails seven stages that cyclically iterate in convergence with the Observe-Orient-Decide-Act (OODA) loop (see Fig. 2). Introduced by the USAF Colonel John Boyd, the OODA loop was designed aiming on facilitating human decision-making at complex operational circumstances, as is the case of air combat operations. Accordingly, an **Observe** stage analogous to the Perception layer of the Endsley’s model gathers information from the operational environment, which is where the proposed KCT assessment methodology is fed by CIS-level, mission-level and CTI data sources. Then the **Orient** conducts reasoning actions towards inferring new knowledge from the preliminary one. This is when the main functionalities on ADM, MTCM, TAM operate, creating a baseline that makes converge the acquired CIS-level operational picture regarding the mission-centric context. At the **Decide** stage the KDM functionalities will calculate the mission-centric valuation per CIS asset, revealing the critical terrains that can be tagged as KCT. Finally, at **Act** stage the proposal will notify to commanders and linked cyber defence experts the KDM findings, these will be persistently recorded at the IR, and if required, re-calibration indications may be communicated to cyber sensors and external data sources. The following describes the implemented procedure step-by-step:

1. Monitorization. Aligned with the Perception layer of the Endsley’s model, these preliminary steps initiates
the KCT discovery loop by continuous monitoring the operational environment, including network, mission and the status related indicators of the deployed assets. This stage also includes the reception of feeds from external data sources, among them CTI, and information from NOCs, SOCs etc. and other facilities linked to the planned/ongoing mission.

2. Asset Discovery. During this step the ADM performs an active scan of the operational network to discover the assets in the network. Once all machines have been discovered, a port scanning is initiated not only to discover the service but also to determine the service version and even operating system. Applications as Nmap, Nessus or OpenVAS would be suitable to implement this scanning, moreover they are capable to retrieve assets’ Common Platform Enumeration (CPE) intel supported by the external intelligence collected at Monitorization stage. Once the CPE is retrieved, a NIST National Vulnerability Database (NVD NIST) allows to request the CVEs and CVSS scores associated. This request is arranged by VDAM with the information extracted from the network scanning. At the end if the stage and from the perceived information, new knowledge about the operational assets and their vulnerabilities and scores is inferred and stored in IR.

3. Mission/Tasks Configuration. At this phase the cyber assets have been discovered and scored regarding their published vulnerabilities. In case some asset could not be identified automatically, the MTCM allows to manually insert assets into the system according to its CPE name, WFN (Well-Formed CPE Name) [59]. The MTCM main functionality is to let a commander build the mission topology within inter-dependencies, so it is possible to define the operational tasks, its severity in the mission-centric context, and its inter-task relations and dependency degrees. It is also needed to specify the assets used per mission task and CoA, including the dependency degrees on them. Finally, in order to propagate intermediate computations for KCT discovery, inter-assets dependencies shall be provided.

4. Traffic Analysis. Based on the feeds of the Monitoring phase, the TAM analyzes network operational traffic supported by CTI towards computing a traffic score regarding availability, confidentiality and integrity measures.

5. KCT Discovery. In this step the KDM performs computations using task severity, task dependencies and asset dependencies, in order to calculate the criticality of the assets, for which the traffic score and linked vulnerability scores are considered. A deeper description of this calculation is described in the next section.

6. Internal Repository. Beyond the locally stored data that enables the calculations on the different proposed modules, at this stage the discovered assets and their criticality based on the mission context are permanently stored by the IR.

7. Notification. This phase includes the functionalities required to communicate the acquired cyber situational awareness on the deployed assets and their degree of criticality. This facilitates the decision and planning of related CoAs (if required), their inclusion on the Common Operational Picture (COP), the notification of the identified threats to the users, and if corresponds, their communication to external collaborators, stakeholders, authorities (local and international cybersecurity agencies, CSIRTS, Law Enforcement Agencies (LEAs), etc.) in compliance with the assumed common cyber defence policies.

8. Calibration. If supported by the deployed infrastructure, this stage groups the functionalities related with re-configuring the monitorization and comprehension capabilities towards verifying, evidence collection and/or
presenting a more detailed analysis of the explored CIS terrains. For example, if a novel CIS asset is discovered but the consumed CTI does not provide much detail, the calibration functionalities may demand to query additional information on the external data sources.

4.3. KCT Scoring and decision-making

The conventional analysis of kinetic terrains tends to rely on the stages summarized by the KOCOA mnemonic acronym: Key Terrain/Decisive Terrain; Observation and Fields of Fire; Concealment and Cover; Obstacles; and Avenues of Approach/Withdrawal [60]; which shall converge towards describing a mission-centric network map [61]. In analogy with the observation, concealment, recognition of obstacles and avenues of approach/withdrawal (e.g., firewalls and port blocks); the existing advanced on cybersecurity have the potential of providing insight about the field (network and linked CIS asset), avenues of approach (by identifying nodes and links, which connect endpoints to specific sites), their vulnerabilities and dependent risks sores, and the capability of cyber commands on enforcing effective countermeasures. According to widely adopted procedures, as is the adoption of the CVSS scoring system, the raw CIS-level analysis has into account features like the adversarial skills required for weaponizing each vulnerability, the supportive tools that the attackers require, potential collateral damage (vertical/horizontal hybrid propagation), likelihood of an attack to success, or CIS-level valuation of the victim capabilities [62]. The Table 1 highlights the dimensions approached by the proposed methodology and the cyberspace factors to be considered for a mission-centric KOCOA terrain analysis.

But as remarked in [63], "a critical omission in previous research efforts is the failure to tie key terrain to objectives or missions", which need to create a convergence system withing the role of each studied assets, the aforementioned described of the cyber field, and the capability of the attacker on vertically propagate threats from the CIS asset to tactical, operational and strategic dimensions. In order to close this state-of-the-art gap, the following describes a global procedure for calculating the criticality of the mission terrains based on the operational network traffic features, linked vulnerabilities and dependent mission objectives and tasks. This is addressed thorough calculation of each asset linked Task Asset Criticality Score (TACS) and decisions made on them.

4.3.1. Task Asset Criticality of mission assets

Before establishing whether an asset is a KCT or not, they ought to be scored. The score system proposed is formed by four main calculations: Traffic Base Score (TBS), Vulnerability Base Score (VBS), Asset-Task Aggregated Score (ATAS), and Task Severity Aggregated Score (TSAS). These contributions make possible to define the equation that indicates each asset criticality on a task, based on not only technical characteristics but also strongly influenced over mission-oriented aspects. It is referred to as Task Asset Criticality Score (TACS), which is expressed as follows:

\[
TACS_{a,t} = TSAS_t \cdot \left( \frac{3}{5} \cdot ATAS_{a,t} + \frac{1}{5} \cdot TBS_a + \frac{1}{5} \cdot VBS_a \right) \]

where \( a \) is the analyzed CIS operational asset and \( t \) is a mission task that depends on it. Note that for all of the metrics, the possible range values are constrained between 0 and 1. Thus, the Task Asset Criticality Score (TACS)
| Cyberspace Factor | KCT assessment considerations | Examples |
|-------------------|------------------------------|----------|
| **Key Terrain and Decisive Terrain** | The cyber assets which MACS exceed the Mission Threshold (MTH) are considered mission KCTs. Decisive terrains are KCTs which MACSs reaches their maximum value, so if jeopardized the mission fails. | Critical Lines of Communications (LOCs), tactical cloudlets, cyber command and control services, etc. They may dynamically change as the mission evolves. |
| **Observation and Fields of Fire** | The TBS is computed in the TAM by analyzing the cyber field on which a planned/ongoing mission occurs (network traffic), inferred from a CIS-level topology of the operational environment. | Hosts, networks, services, cyber personas, etc. and linked cyber assets that may be jeopardized in terms of confidentiality, integrity or availability. |
| **Concealment and Cover** | The TBS considers the confidentiality, integrity and availability dimensions that describe the field capabilities for addressing a secure use of the network. | Cyber bulletproof services, anonymization, cryptography, of security policies, intrusion prevention systems, etc. |
| **Obstacles** | The calculation of VBS relies on vulnerability metrics that have into account barriers like the attack complexity by the analyzed vectors based on the deployed securization, degree of user interaction or privileges required (see CVSS base metrics [62]). | Black lists, sandboxes, access control systems, firewalls, blockers, recovery services, etc. Any technological, organizational or human thread prevention. |
| **Avenues of Approach and Withdrawal** | The VBS assesses each cyber terrain by taking into account the qualities intrinsic to the asset vulnerabilities, evolution and how each potential attack surface may be weaponized by the attacker. | Vulnerabilities, open network regions, gateways. DNS services, physical interfaces, network slices, multitenancy, etc. |
| **Mission-centric vertical propagation** | The ATAS provides the final dependency degree between each asset and a given task. Based on this, the TSAS provides information about how important is a task based on commanders’ predefined task severity in addition with the propagated severity of its dependent tasks weighted by the dependency degree paths. | Dependencies between cyber assets (services, communication channels, databases, etc.) regarding mission tasks and their impact (delays, loss of surprise factor, reduced decision-making agility, etc.). |

Table 1: KCT discovery and assessment factors

is a normalized score between 0 and 1 to assess the assets criticality. The next subsections describe in detail each of the scores computed for composing the Task Asset Criticality Score (TACS).

### 4.3.2. Traffic Base Score

The considered Traffic Base Score (TBS) is computed in the TAM by analyzing the cyber field on which a planned/ongoing mission occurs: the network traffic. This may be served by well-known techniques like packet analysis, pattern detection or events triggered from an IDS or SIEM. The TBS approaches the challenge of summa-
rizing the network status as a cyber field based on its confidentiality, integrity and availability during the supported operation, being the TBS calculated as described below:

\[
TBS_a = \frac{1}{3} \cdot \text{Avail}_a + \frac{1}{3} \cdot \text{Conf}_a + \frac{1}{3} \cdot \text{Int}_a
\]

where \(a\) is the CIST asset for which TBS is calculated, and the confidentiality, integrity and availability dimensions describe its capabilities for addressing a secure use of the network. Note that in the context of the conducted experimentation, and since TBS may present a diverse scope of scoring procedures (as it can be calculated from diverse sources of data), the TBS computation has been implemented in a simple but easily understandable way: by inferring the risk dimensions from packet inspections of the incoming/ongoing traffic on the analyzed CIS operational asset.

In this context, the **Availability** (\(\text{Avail}\)) metric aims on inferring the CIS operational asset needs for availability within the mission. The Availability computation is simplified by calculating the percentage of traffic and asset that are being used during the mission. This traffic is identified by observing the tuple integrated by the incoming/ongoing IP addresses and ports. They serve for tracking the packet-based traffic associated to the different network connections (identified by IP Address-port tuple) between the different assets through the operational network and allows to estimate a metric related to its availability needs. With experimental purpose, a sigmoid function has been proposed, which is applied to the traffic volume in order to spread near low values for better differentiation. A ranking-reward process has been applied in order to give more importance to the assets that are being more used in the network. Accordingly:

\[
\text{Avail}_a = \frac{3}{5} \cdot \text{Sigmoid} + \frac{2}{5} \cdot \text{RR}
\]

for **Sigmoid**:

\[
\text{Sigmoid} = \frac{1}{1 + 100 \cdot e^{-0.1x}}
\]

where \(x\) is the percentage of traffic. For the **Ranking Reward (RR)**:

\[
\text{RR} = \text{Sigmoid} + \left(1 - \frac{\text{Rank}}{\text{Connections}}\right) - \text{Sigmoid} \cdot \left(1 - \frac{\text{Rank}}{\text{Connections}}\right)
\]

where \(\text{Rank}\) is the position of the connection in the most-used connection ranking and \(\text{Connections}\) is the total number of connections that are present in the network.

On the other hand, **Confidentiality** (\(\text{Conf}\)) serves as flag that indicates the degree in which, whether or not, protocols or mechanisms for assuring confidentiality are implemented in the cyber communications of the analyzed CIS operational asset. In order to conduct a simple and easily understandable experimental implementation, confidentiality has been calculated based on the presence of TLS protocol in the communication while taking into account whether or not the communication uses a Cipher Suite stated as **confidentiality secured**. Based on this, the confidentiality is expressed as follows:

\[
\text{Conf}_a = \frac{3}{5} \cdot \text{Confidentiality TLS set} + \frac{2}{5} \cdot \text{Confidentiality Secured}
\]
where $TLS$ set is a flag that indicates if the connection is using TLS connection and $Confidentiality$ Secured is a flag activated if the TLS protocol is using a confidentiality secured Cipher Suite.

Analogously, the network traffic Integrity ($Int$) indicates the degree in which the same mechanisms assure integrity, so the presence of TLS integrity flags and a Cipher Suite integrity secured will support the following calculation:

$$Int_a = \frac{3}{5} \cdot Integrity\ TLS\ set + \frac{2}{5} \cdot Integrity\ Secured$$

**4.3.3. Vulnerability Base Score**

The Vulnerability Base Score (VBS) is related with the kinetic KOCOA analysis on concealment and cover, obstacles, and avenues of the enemy approach. In the grounds of the CVSS scoring system (base metrics), the VBS analyzes each cyber terrain by taking into account the qualities intrinsic to the asset vulnerabilities, their expected evolution over lifetime, and how each potential attack surface may be weaponized by the attacker based on elements like complexity or potential access vectors. During the conducted experimentation the VBS has been directly retrieved from VDAM through requests to the NVD NIST CVE web service. In this repository each asset (characterized by a CPE entity) is related to a list of vulnerabilities (CVE) and their scores (CVSS). In this approach it is taken into account the maximum value of each of the CVSS Base Score value related to the asset identified as follows:

$$VBS_a = \frac{1}{10} \cdot Max\{CV SS\ Base\ Score_{a,1}, ..., CV SS\ Base\ Score_{a,n}\}$$

where $a$ is a considered cyber asset and $n$ the number of CVSS associated to the asset $a$.

**4.3.4. Asset-Task Aggregated Score**

The Asset-Task Aggregated Score (ATAS) provides the final dependency degree between each asset and a given task, being computed at the KDM. ATAS takes into account the analyzed task’s dependency for each asset on

Figure 3: Top-level mission-centric dependencies.
which its proper execution relies on, as well as the linked assets’ inter-dependency paths. This dependency path is computed as suggested in Book III of Magerit methodology [19], but bearing in mind the mission-centric aspects (relationship between tasks and goal). In compliant with Magerit’s guidelines, the resulting dependency trees shall consider information and services at the top, where the KDM includes two additional layers: Tasks and Objectives. The resulting hierarchy is illustrated in Figure. 3, which may be varied by cyber defence experts if the circumstances demand it. Alternatively, and if the top-level dependencies tree shall consider hybrid aspects (e.g., cyber persons, social implications, etc.) [55], additional levels may be considered. Note that in order to facilitate the understanding of the proposal, these hybrid elements were not considered during its implementation and empirical validations. However, it is important to extend these graphs when strategically and operationally thinking on the cyberspace, which is discussed in wider detail at Section 6. The asset-task dependencies may be direct (e.g., in Figure. 3, Mission Task 1 → Information 1); which occur were there are not transitive assets to be taken into account; and independent (e.g., in Figure. 3 Mission Task 1 ⇒ Equipment 1), where the degree of dependency is propagated. The resulting Asset-Task Score (ATS) is propagated based on each dependent value and inter-dependencies, being expressed as follows:

\[
ATAS(t, x) = 1 - \prod_{i=1}^{n} (1 - \text{degree}(t \Rightarrow x)_i)
\]  

(9)

where \(x\) is a mission asset, \(t\) refers to the particular task on which ATAS is calculated, and \(n\) is the total number of dependency path that connect \(t\) with \(x\). In coherency with Magerit, the degree of dependency is modelled as a continuum between 0.0 (independent assets) and 1.0 (fully dependent assets). This value is provided by the ADM when the assets are discovered.

An example of ATAS calculation can be described from the example presented at Fig. 3. Based on this, let the following paths:

\[
\text{degree}(\text{Mission Task 1} \rightarrow \text{Information 1} \rightarrow \text{Services 1}) = 0.3
\]  

(10)

\[
\text{degree}(\text{Mission Task 1} \rightarrow \text{Information 2} \rightarrow \text{Services 1}) = 0.5
\]  

(11)

it is possible to conclude that:

\[
ATAS(\text{Mission Task 1}, \text{Services 1}) = 1 - (1 - 0.3) \times (1 - 0.5)
\]  

(12)

since these are the only dependency paths that define the dependencies between Mission Task 1 and Services 1.

4.3.5. Task Severity Aggregated Score

The purpose of the Task Severity Aggregated Score (TSAS) is to evaluate the total severity associated with a task, which will vary depending on the tasks that depend on it according to the degrees of mission-level dependencies identified by the mission manager. TSAS presents values between 0 and 1, being calculated similarly to ATAS at the KDM. This metric provides information about how important is a task based on commanders’ predefined task severity in addition with the propagated severity of its dependent tasks weighted by the dependency degree paths.
Let the mission task $t$, the TSAS correlates its cumulative severity against each other $y$ task ($CS_{t,y}$), which is expressed as follows:

$$CS_{t,y} = \text{severity}(y) \times \text{degree}(t \Rightarrow y)$$  \hspace{1cm} (13)$$

being $TSAS_t$ calculated as described below:

$$TSAS_t = 1 - (1 - \text{severity}(t)) \prod_{i=q}^{i=q}(1 - CS_{t,i})$$  \hspace{1cm} (14)$$

where $q$ is the total number of tasks on which $t$ relies on, hence $CS_{t,i}$ expressing the cumulative severity regarding each of them.

### 4.3.6. Task/Mission Asset Criticality Score

As stated at the beginning of this section, the four metrics previously defined, are used to compute the assets’ criticality for each task (TACS) (Equation [1]). Once TACS is calculated for each task and asset, a basic Task Threshold (TTH) is defined in order to set whether an asset is critical and consequently a KCT for that task. The assets which TACS is above that Task Threshold is identified as a task KCT.

$$TTH_t = \text{Avg}\{TACS_{1,t}, ..., TACS_{A,t}\} + k \cdot \text{StdDev}\{TACS_{1,j}, ..., TACS_{A,t}\}$$  \hspace{1cm} (15)$$

where $t$ is the task to calculate the threshold, $A$ the total number of assets involved in the task $t$, and $k$ is a tuning parameter (between 0 and 1) used to adjust the sensitivity of the KCT identification. $k$ value should be selected in the implementation depending on the commander’s chosen approach: optimistic (values around 1), medium (values around 0.5) or pessimistic (values around 0). Selecting a medium approach it is more appropriate since it might avoid possible false-negatives and false-positives.

From a global mission perspective, it is also suggested in this methodology to calculate the mission KCTs to have an overview of critical assets in order to help commanders or decision-makers to select possible CoAs. Thus, a Mission Threshold (MTH) is defined in a similar way to TTH:

$$MTH = \text{Avg}\{TTH_1, ..., TTH_T\} + k \cdot \text{StdDev}\{TTH_1, ..., TTH_T\}$$  \hspace{1cm} (16)$$

where $T$ is the total number of tasks in the mission and $k$ a tuning parameter with the same objective as stated for the Task Threshold.

One asset has associated as much Task Asset Criticality Scores (TACS) as tasks using that asset. To calculate Mission Asset Criticality Score (MACS) for the asset it is needed to select the maximum value of the scores set.

$$MACS_a = \text{Max}\{TACS_{1}, ..., TACS_{M}\}$$  \hspace{1cm} (17)$$
where $M$ is the total number of tasks in which an asset $a$ is used. Accordingly, in the context of the conducted implementations and experimentation, every asset which MACS exceed the Mission Threshold (MTH) is considered mission KCT. This criteria may be statically or adaptive modified based on the operational circumstances, and even tailored to pessimistic, average or optimistic scenarios. For example, in the TACS Equation 1 described at section 4.3.1, the weighs given to each element the assessment of Task-Active Dependencies is greater against other metrics since it was assumed by design that the identification of KCT should respond to a large extent to criteria related to mission needs ($\frac{3}{5}$ at $ATAS_{a,t}$), resulting in a less weighing for the more technical aspects of the mission ($TBS_a$ and $VBS_a$), but without neglecting the latter. Hence alternative $TACS_{a,t}$ computations may be built as

$$TACS_{a,t} = TSAS_t \cdot (Mw \cdot ATAS_{a,t} + Bw \cdot TBS_a + Tw \cdot VBS_a)$$

where $Mw$ is the custom weight for $ATAS_{a,t}$, $Bw$ is the custom weight for $TBS_a$, and $Tw$ is the custom weight for $VBS_a$; so $Mw, Bw, Tw \in [0 \cdots 1]$.

5. Capability development and military thinking

Beyond the technical effectiveness achievable by the proposed mission-centric CKT analytics, their evolution and end-user consideration are constrained by intrinsic tactical, operational and strategical challenges, returning in benefits and drawbacks that shall be explored and when possible, mitigated. In order to contribute to this exercise while facilitating a better understanding of the topics and novelties described above, the following presents a challenge-directed KCT capability building analysis on the presented solutions. This is complemented with a discussion on their potential relevance in terms of military offensive and defensive thinking, the latter aiming on facilitating the identification of future doctrine-level implications and disruption.

5.1. KCT Capability Building Analysis

As widely adopted by defence practitioners, the DOTMLPF-I construct presents the most common measures of the status of a military capability thorough the analysis of the Doctrine, Organization, Training, Materiel, Logistics, Personnel, Facilities, and Interoperability of the targeted solution [64]. They are discussed as follows:

5.1.1. Doctrine

As pointed out in [65], there is a huge gap concerning the cyber defence doctrine, that ranges from cyber related definitions and taxonomies, to Rules of Engagement (RoE), and just ad/in/post bellum considerations. Despite of this, the concept Key Cyber Terrain is analogous to its preliminary meaning at kinetic operations, which facilitates the understating of their commonalities. However, the NATO Joint Publication for Cyberspace Operations [61] points out a pair of major differentiating aspects that may be complemented by other insights on related doctrine, as is the case of the fact that an adversary may occupy the same terrain or use the same process in cyberspace, potentially without knowing of the other’s presence; or the fact that each cyber terrain has a virtual component, identified at logical network or even cyber-persona layers. Overall, joint mission planning shall foresee the accessibility to key terrain in blue, gray, and red cyberspace for each plan. Similarly to [66], KCTs became decisive terrains when their seizure and retention are mandatory for successful mission accomplishment.
5.1.2. Organization

As common in all cyber defence application, the proper discovery and assessment of cyber terrains require at least to establish cross-functional entities and governance procedures for harnessing related expertise and information. When supporting joint or combined operations, KCT discovery services shall address difficulties inherent in monitoring and collecting information from CIS environments with multiple security domains and policies, where related communication and informational procedures must be compliant with common harmonization, regulation and standardization procedures. Based on this, the organization constitutes one of the most critical aspects of a success KCT analysis, where additional factors may be considered, among them the potential need on involving specific technical skills, the independence of the KCT analytical team from other resources, the fact that some CIS assets on which the mission may directly or indirectly rely on shall be explored, or the need for assistance by external actors (e.g., local CERTs, NOCs, SOCs, etc.) [67]. When closer to the strategic level, the need for a stronger organizational ability increases. This tends to decrease when approaching to operational, tactical and technological levels, the latter usually increasingly skills and more complex technological enablers.

5.1.3. Training

Against the growing global need for cybersecurity and cyber defence experts, there is an exacerbated shortage of professionals with the Knowledge, Skills and Abilities (KSA) required for conducting military operations on the cyberspace, where the proposed KCT is expected to contribute. Nowadays, cyber preparedness is mostly: 1) traditional training and lifelong learning approaches, either using fully theoretical or limited hands-on adversarial approaches, that fail to equip professionals with real-life KSA to understand a complex cyber operational picture; 2) limited access to advanced evidence-based cost and impact analyses, resulting in questionable selection of cybersecurity measures from the cost/level of protection; and 3) limited coverage of cyber education and training able to transform mission-centric KCT user needs into tailored exercises and scenarios [68, 69]. A proper KCT analysis also suggests the need for training professionals capable of bridging the gap between the technological, human, legal and commercial aspects of the cyberspace, which depict the side context on which each cyber terrain operate [3].

5.1.4. Materiel

The material required for the proper adoption of the proposed methodology suggests the need for deploying specialized third-party solutions, which are expected to be matured thorough years of development and adoption by cybersecurity practitioners. For example, one of the main challenges for the cyber defence material is to enable capabilities for monitoring and discovering the different indicators (periodic reports, alerts, events, etc.) from both physical and virtual changes on the CIS environment [70]. They among others may bring functionalities for discovering the incorporation of new assets on the operational environment while identifying their vertical/horizontal dependencies, recognize removal or modification events on them, and/or notify any other situation that may be relevant for KCT analysis like bandwidth status, presence of unused resources or requests for special configurations. On the other hand, the required material shall be able to detect threats and outliers and infer mission-centric risks on the operational environment, thus demanding the connectivity with IDSs, SIEMS, SOCs, CERTs, mission planners and any other related data source; the latter also including the support to the connectivity with external data sources (API managers, Kubernetes, federated databases, etc.) [71]. Another example is the possibility on relying
on premade materiel able to facilitate the human understanding of the deployed assets while visually highlighting KCT and their dependencies [6]. Although this paper presents the KCT discovery and assessment proposal as abstracted as possible of its dependent technological background, it is assumed that the aforementioned cyber sensors, aggregators and information exchange functionalities are available and fully operational on the theatre of operations, so it can receive the adequate inputs on which its functionalities operate.

5.1.5. Leadership

At KCT assessment, the leadership factor significantly differs from the decisions and actuation skills inherent to orchestrating incidence response teams at operational level. On the contrary, KCT assessment leaders shall be able to coordinate the personnel involved in the management of the information feeds, their analysis, and the transference and integration of the acquired knowledge to a common operational picture. As usual in cyber defence, leaders involved in KCT assessment must have a strong background in security and be recognized for its technical expertise [72].

5.1.6. Personnel

The professionals involved in KCT assessment shall be part of well-trained teams deployed as close as possible to the CIS environment on which the cyber operation occurs. As indicated at Organization, Training and Personnel, they require the capabilities of understanding and adapting to the dynamic nature of the cyberspace, as well as the multiplicity of factors that may impact on the data flows to be processed, including their information security and ethical implications [73]. Since the cooperation between military cyber experts and civilians is mandatory, the KCT assessment involved personnel shall be familiar with the information exchange and good practices between cross-sectorial teams, which as commented may include Computer Emergency Response Teams (CERTs), NOC engineers and the military staff involved in the ongoing/planned related operations. Given the well-known shortage of cybersecurity suitably qualified staff and the fast evolution of the sector, KCT assessment involved personnel shall be continuously trained and specialized on the raising CIS enablers, information exchange procedures and adversarial tactics for thwarting the network monitoring and analysis actions.

5.1.7. Facilities

The facilities that hold the physical and virtual infrastructure for KCT discovery and assessment must ensure a proper safety and security condition, hence embracing confidentiality, integrity and availability against both kinetic situations (electrical issues, coverage against natural threats, etc.) up to cyber situations (miss configurations, cyber attacks, data leaks, etc.). These facilitates may be external (e.g., assistant SOCs, NOCs, etc.) or owned (e.g., military CERT’s, tactical bare-metal orchestrating cloudlets, antennas, etc.). In analogy with other cyber defence capability, the man-made nature of the cyberspace and its well-known reachability and unpredictability features depict an trend towards adopting distributed infrastructure able to distribute C3 services thorough the operational edge while increasing their resiliency against healing, optimization and protection issues [74].

5.1.8. Interoperability

The assessment of cyber terrains demands doctrinal and technical interoperability, which intensifies when operating at cross-domain networks during joint, combined or military-civilian cooperative scenarios [75]. In this context,
cyber intelligence and information sharing is essential to infer a common cyber operational picture, which will reveal the deployed CIS assets dependencies, status and mission-centric effectiveness required for KCT analytics. From the doctrinal and operational perspective, and as preliminary introduced in Doctrine, Leadership and Personnel, the actors involved in KCT assessment must harmonize their modus operandi towards conducting agile, secure and cross-domain singularity compliance joint functions. On the other hand, the technological interoperability demands standardized, harmonized or certificated communication mechanisms (communication platforms, semantics, data models, protocols, STANAGs, etc.).

5.2. KCT assessment at Offensive thinking

According to the JP 3-12 [61], offensive cyberspace operations are missions that intend to project power in and through foreign cyberspace, which literally may exclusively target adversary cyberspace functions or create first-order effects in cyberspace to initiate carefully controlled cascading effects into the physical domains. On these grounds, targeting KCTs and/or decisive terrains is prioritized, as long as the cost-benefit results of the offensive actions allow it. This analysis requires their previous identification and assessment in analogy with the method described at previous sections, but transposing the ally mission-centric context to the adversarial regions on the cyberspace (i.e. the enemy’s terrains). Based on this, some of the scoring metrics presented above have to be slightly reframed as summarized in Table 2, where the enemy’s networks and CIS assets are enumerated and their dependencies regarding the ally offensive steps substitute the variables described at Section 4.

Based on [66], beyond the classical goals in offensive missions (defeat, destroy, or gain control on tactical objectives), commanders may target adversarial KCT for: 1) secure decisive ally kinetic or cyber terrains; 2) deprive the enemy of the digital resources provided by the KCT; 3) gain information on assets linked to the KCT; 4) Deceive and divert a kinetic or cyber enemy force supplied by the KCT; 5) Fix an enemy force in position; 6) disrupt an enemy attack by causing the triggering of contingency CoAs or power reduction; and 7) set the conditions for successful future operations.

5.3. KCT assessment at Defensive thinking

Defensive cyberspace operations tend to focus on safeguarding the ongoing/planned mission assurance by impeding and recovering from adversarial actuations on the cyberspace [61], which may be approached by enforcing internal and/or external cyber defensive measures. In both cases, the proper discovery and assessment of KCT entails an essential success factor. At internal operations, KCTs are ally CIS assets within the protected perimeter, so the proposed mission-centric analytics explore the significance of each ally asset regarding the ally mission tasks which proper execution relies on them. The Table 3 summarizes the adoption of the KCT scoring systems described at Section 4 when applied to internal defensive measures.

On the other hand, external cyber defensive maneuvers are conducted out of ally network, in cyberspace regions owned by neutral or hostile actors. These responses require very precise objectives, planning and Rules of Engagement (ROE), since the hybrid propagation of the actors may be confused by just ad/in bellum by neutral actor and/or difficult further ally steps. When the external maneuvers entail to weaken the attacker power, KCTs may be assessed as considered at offensive cyber maneuvers (see Section 5.2) so the indications summarized in
The Task Asset Criticality Score (TACS) is computed based on the offensive mission task $t$ that targets the $a$ CIS asset owned by the adversarial.

The Traffic Base Score (TBS) is computed based on the capabilities of the adversarial for addressing a secure use of its network asset $a$.

The Vulnerability Base Score (VBS) analyzes the CIS asset $a$ owned by the adversary by taking into account the qualities intrinsic to the asset vulnerabilities, their expected evolution over lifetime, and how each potential attack surface may be weaponized by the ally forces.

The Asset-Task Aggregated Score (ATAS) shall provide the final dependency degree between the targeted adversarial asset $x$ and a given $t$ ally offensive task, where a 0.0 score indicates non-relevance a 1.0 score reveals that $x$ shall be jeopardized for $t$ success.

The Task Severity Aggregated Score (TSAS) shall compute the score that quantifies the relevance of an ally offensive task $t$ based on the propagated severity degrees of the dependent tasks on the same offensive mission.

The Mission Asset Criticality Score (MACS) presents the most critical offensive task on which the enemy CIS asset $a$ is targeted.

| KCT Score | Offensive reframing |
|-----------|---------------------|
| $TACS_{a,t}$ | The Task Asset Criticality Score (TACS) is computed based on the offensive mission task $t$ that targets the $a$ CIS asset owned by the adversarial. |
| $TBS_a$ | The Traffic Base Score (TBS) is computed based on the capabilities of the adversarial for addressing a secure use of its network asset $a$. |
| $VBS_a$ | The Vulnerability Base Score (VBS) analyzes the CIS asset $a$ owned by the adversary by taking into account the qualities intrinsic to the asset vulnerabilities, their expected evolution over lifetime, and how each potential attack surface may be weaponized by the ally forces. |
| $ATAS(t,x)$ | The Asset-Task Aggregated Score (ATAS) shall provide the final dependency degree between the targeted adversarial asset $x$ and a given $t$ ally offensive task, where a 0.0 score indicates non-relevance a 1.0 score reveals that $x$ shall be jeopardized for $t$ success. |
| $TSAS_t$ | The Task Severity Aggregated Score (TSAS) shall compute the score that quantifies the relevance of an ally offensive task $t$ based on the propagated severity degrees of the dependent tasks on the same offensive mission. |
| $MACS_a$ | The Mission Asset Criticality Score (MACS) presents the most critical offensive task on which the enemy CIS asset $a$ is targeted. |

Table 2: KCT scoring at offensive operations

The Task Asset Criticality Score (TACS) is computed based on the defensive mission task $t$ that aims on protecting or reinforcing the $a$ CIS asset, which may be within the ally network or external.

The Traffic Base Score (TBS) is computed based on the deployed capabilities for safeguarding the usability of the protected network asset $a$.

The Vulnerability Base Score (VBS) analyzes the protected or reinforced CIS asset $a$ by taking into account the qualities intrinsic to the asset vulnerabilities, their expected evolution over lifetime, and how each potential attack surface may be exploited by the attacker.

The Asset-Task Aggregated Score (ATAS) shall provide the final dependency degree between the protected or reinforced asset $x$ and the $t$ defensive task, where a 0.0 score non-dependence a 1.0 score reveals that $x$ shall be completely protected $t$ success.

The Task Severity Aggregated Score (TSAS) shall compute the score that quantifies the relevance of the $t$ defensive task based on the propagated severity degrees of the dependent tasks on the same defensive mission.

The Mission Asset Criticality Score (MACS) presents the most critical defensive task on which the CIS asset $a$ is targeted.

| KCT Score | Defensive reframing |
|-----------|---------------------|
| $TACS_{a,t}$ | The Task Asset Criticality Score (TACS) is computed based on the defensive mission task $t$ that aims on protecting or reinforcing the $a$ CIS asset, which may be within the ally network or external. |
| $TBS_a$ | The Traffic Base Score (TBS) is computed based on the deployed capabilities for safeguarding the usability of the protected network asset $a$. |
| $VBS_a$ | The Vulnerability Base Score (VBS) analyzes the protected or reinforced CIS asset $a$ by taking into account the qualities intrinsic to the asset vulnerabilities, their expected evolution over lifetime, and how each potential attack surface may be exploited by the attacker. |
| $ATAS(t,x)$ | The Asset-Task Aggregated Score (ATAS) shall provide the final dependency degree between the protected or reinforced asset $x$ and the $t$ defensive task, where a 0.0 score non-dependence a 1.0 score reveals that $x$ shall be completely protected $t$ success. |
| $TSAS_t$ | The Task Severity Aggregated Score (TSAS) shall compute the score that quantifies the relevance of the $t$ defensive task based on the propagated severity degrees of the dependent tasks on the same defensive mission. |
| $MACS_a$ | The Mission Asset Criticality Score (MACS) presents the most critical defensive task on which the CIS asset $a$ shall be protected or reinforced. |

Table 3: KCT scoring at defensive operations
Table 2 should be considered. On the opposite, when the external cyber maneuver aims on reinforcing the security perimeter or deploying attack prevention countermeasures, the external terrains can be computed as own, so the indications in Table 3 can be adopted individually, or together with those analyzed at external maneuvers [61].

6. Case of study: Offensive Cyberspace Operation (OCO)

This section describes an illustrative use case that applies the proposed methodology in order to clarify how KCTs are identified for a mission. The use cases is focused in hypothetical asset discovery, mission topology definition, traffic analysis, and KCT discovery on real traffic traces. The scenario is developed to show both offensive and defensive thinking for the methodology validation approach.

6.1. Mission description

A military mission narrative is proposed below to set the context, objective, assets and tasks to be carried out during the mission. In the context of an espionage operation against an enemy state, a mission is defined to gather information on the next actions that the enemy state is going to carry out in the coming months. To this end, a mission is designed to infiltrate an enemy facilities where it will connect to the internal network to access and transfer information from its servers. Beforehand, a UAV flight is carried out to obtain photographs in order to choose the possible infiltration routes.

6.2. Asset Discovery and VBS

Let us assume that during a multi-domain military operation, an operational network scanning using ADM discovered six cyber assets: A1, A2, A3, A4, A5, A6. The VDAM has retrieved their CVSS Base Score [62] to compute their VBS as summarized in Table 4.

| Cyber Asset | Vulnerability Base Score |
|-------------|--------------------------|
| A1          | 0.65                     |
| A2          | 0.95                     |
| A3          | 0.33                     |
| A4          | 0.64                     |
| A5          | 0.26                     |
| A6          | 0.62                     |

Table 4: Vulnerability Base Scores (VBS)

6.3. Mission topology definition

After the asset discovery stage, the commander may define the mission topology (see Fig. 4) as depicted in the MTCM. For the current mission six tasks with their associated severities and inter-task dependency degrees were identified. In addition, relationships among assets and mission tasks, and the cyber assets inter-dependencies shall be also defined.
6.4. Traffic analysis

A mission simulation considering both kinetic and cyber domains has been conducted in the grounds of Indra’s Synthetic Mission Generator (ISMG) in order to analyze traffic-based characteristic as discussed in Section 4. On these results, the TAM module detects traffic involving A1 and A2 is using a secure TLS Cipher Suite whereas A5 and A6 are using a TLS non-secure cipher suite. A3 and A4 are not using ciphered protocols. In addition, traffic percentage is calculated to determine the availability requirements of the assets. Finally, with this information the assets traffic scores are calculated as illustrated in Table 5 by implementing the Equation ??.

| Cyber Asset | Traffic Base Score |
|-------------|--------------------|
| A1          | 0.589              |
| A2          | 0.494              |
| A3          | 0.103              |
| A4          | 0.331              |
| A5          | 0.256              |
| A6          | 0.471              |

Table 5: Traffic Base Scores (TBS)
6.5. *KCT Discovery*

The last step to discover the KCTs is to calculate the Task/Mission Asset Criticality (TACS and MACS). This step requires previously computed Traffic (TBS) and Vulnerability (VBS) scores, as well as computing Asset-Task Aggregated Score (ATAS). By the use of these three metrics, the final criticality asset score for the task is computed weighted by the Task Severity Aggregated Score (TSAS).

Firstly, the Asset-Task Aggregated Score (ATAS) is calculated per asset and task (Table 6). The outcome indicates how important the cyber asset is at that time snapshot, bearing in mind the cyber assets inter-dependencies.

| Asset | T1  | T2  | T3  | T4  | T5  | T6  |
|-------|-----|-----|-----|-----|-----|-----|
| A1    | 1.0 | 0.75| 0   | 0   | 0   | 0   |
| A2    | 0.9 | 0.714| 0  | 0   | 0   | 0.6 |
| A3    | 0   | 0.2 | 0   | 0   | 0   | 1   |
| A4    | 0   | 0   | 0.285| 0.45| 0.468| 0   |
| A5    | 0   | 0   | 0.95| 0   | 0.8 | 0   |
| A6    | 0   | 0   | 0   | 0.9 | 0.6 | 0   |

Table 6: Asset-Task Aggregated Scores (ATAS)

After that and taking into account the task severity inter-dependencies, the Task Severity Aggregated Score (TSAS) is computed as illustrated in Section 4.3.4 (see Table 7).

| Task | Severity | Task Severity Aggregated Score |
|------|----------|--------------------------------|
| T1   | 0.7      | 0.889                          |
| T2   | 0.2      | 0.272                          |
| T3   | 0.4      | 0.633                          |
| T4   | 0.8      | 0.842                          |
| T5   | 0.6      | 0.672                          |
| T6   | 0.3      | 0.300                          |

Table 7: Task Severity Aggregated Scores (TSAS)

As a result of the previous metrics calculations (TBS, VBS, ATAS and TSAS), it is possible to obtain the final criticality score of each asset involved on each task. For that, the Equation 1 takes into place to compute the Task Asset Criticality Score (TACS) (see Table 8). TACS is designed in order to strengthen the mission-centric perspective of the asset’s criticality over asset’s technical characteristics.

Once TACS is calculated for each task and asset, the Task Threshold (TTH) might be computed in order to decide whether or not an asset is KCT and thus is tagged as critical for the task success (see Table 8). The threshold is calculated as defined in Equation 15. In section 4, was mention the need of setting the value for the tuning parameter $k$ in order to adjust the sensitivity of the system to identify KCTs. In this implementation a medium approach is being performed ($k = 0.5$) to avoid possible false-positives and false-negatives (Equation 19).
\[ TTH = \text{Avg}\{TACS, \ldots TACS\} + \frac{1}{2} \cdot \text{StdDev}\{TACS, \ldots TACS\} \]  
\[ (19) \]

Finally, from a mission perspective, the Mission Criticality Asset Score (MACS) is obtained from the maximum value of the asset for all tasks (see Table 9) and the Mission Threshold (MTH) is computed in an analog way as followed for Task Threshold, using a medium approach (Equation 20).

\[ MTH = \text{Avg}\{TTH_1, \ldots, TTH_N\} + \frac{1}{2} \cdot \text{StdDev}\{TTH_1, \ldots, TTH_N\} = 0.511 \]  
\[ (20) \]

In view of the results in Table 8 and Table 9, it is possible to state that the KCTs for the Task 1 is A1; for Task 2, are A1 and A2; for Task 3 is A5; for Task 4 is A6; for Task 5 is A6 and for Task 6 is A3. From the global mission perspective, assets A1, A2 and A6 are identified as KCTs for the overall mission, which represent the most valuable terrains to be taking into consideration at C2 and decision-making actions.

| Cyber Asset | MACS |
|-------------|------|
| A1          | 0.754|
| A2          | 0.737|
| A3          | 0.206|
| A4          | 0.391|
| A5          | 0.426|
| A6          | 0.638|

Table 9: Mission Asset Criticality Scores (MACSs)

7. Conclusion

The identification of Key Cyber Terrains (KCT) is crucial at cyber-oriented missions’ operation, since they allow commanders and decision-makers to notice what might be essential to preserve with the objective of achieving a
mission success. An in-depth review of the state of the art revealed important gaps and challenges concerning the assessment of each cyber asset critically while assuming mission-centric conditions in dynamic operational contexts. As response, the conducted research introduced a novel approach for dynamically infer KCTs bearing in mind each mission task and overall goals. However, and despite the foreseen effectiveness of the solution, this paper describes the outcomes of an early research that assumed important limitations, most of them being expected to be explored as part of future works. On the other hand, emerging topics like adversarial machine learning may be studied as potential weapons able to thwart the cyber terrain scoring systems targeting to mislead decision-makers. Although the methodology is design purely for a military perspective it might be applied for a dual-use, not only for a military application, but also for civil or emergencies since the model is aware of tasks regardless their purpose.
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