Performance analysis of generated spoofing under integrated navigation conditions
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Abstract. Based on the establishment of the loosely coupled integrated navigation model, this paper realizes generated spoofing by superimposing position increments in the positional state variables of the integrated navigation system. Theoretically deducing the delivery process of the position increment of the spoofing signal in the integrated navigation, thereby analyzing the influence of position increment on global satellite navigation system (GNSS) and GNSS/INS. The generated spoofing is divided into constant slanting and point-by-point slanting. The simulation analyzes the performance of the two spoofing strategies in the presence or absence of spoofing detection and the effect of different values of integrated navigation parameters on spoofing performance. The simulation results show that the point-by-point slanting and the constant value slanting are better in the presence or absence of spoofing detection, respectively. The value of the integrated navigation parameters will affect the spoofing performance.

1. Introduction

With the gradual opening up of low-altitude airspace by national policies, commercial-grade unmanned aerial vehicle (UAV) represented by “DJI” have been widely used in our lives [1]. However, the criminals use the advantages of the strong mobility, fast speed and small size of the UAV are engaged in illegal activities pose a serious threat to the security of the country and the people. Common attacks against non-cooperative UAVs include acoustic interference, navigational spoofing, hacking techniques, laser cannons, and radio control. Their characteristics and effects are different [2]. Navigational spoofing is divided into forwarded spoofing and generated spoofing: the forwarded spoofing uses the navigation spoofing device to forward the received real satellite navigation signal with high quality, increasing the time when the navigation signal reaches the UAV. Thereby changing the pseudorange information in the navigation and positioning equation, and spoofing the navigation system to locate the false position. The generated spoofing use the navigation spoofing device to directly generate spoofing signal and transmit them to the UAV. It ignores the real signal and works under the spoofing signal, thereby solving the wrong position information and achieving the purpose of spoofing [3, 4].
When the UAV has only GNSS, the navigation spoofing device can take over the navigation system of the UAV and achieve arbitrary spoofing. However, most UAVs use the GNSS/INS, including GNSS and inertial navigation system (INS). GNSS/INS overcome the shortcomings of each individual system [5, 6], and improve the positioning accuracy and anti-spoofing of the UAV. At the same time, due to the rapid development of the navigation spoofing technology, the spoofing detection method came into being, and mainly detect the UAV's motion state or navigation signal [7, 8]. Once the spoofing signal is detected, the navigation system will switch to the pure inertial navigation mode causing spoofing failure [9]. The spoofing detection method greatly increase the difficulty of the navigation spoofing. Therefore, how to spoof quickly and concealed the UAV to the fraudulent position becomes an urgent problem to research.

2. Generating spoofing principle

Generated spoofing is based on receiving the real navigation signal at the current moment and measuring the real motion parameters of the UAV and the spoofing requirements. The spoofing signals have the same characteristics to the real signal but has higher power. Then UAV ignores the real signal and works under the spoofing signal, thereby solving the wrong position. This article assumes that the spoofing signal has been generated based on the spoofing requirement and successfully cut into the UAV. The generated spoofing model is shown in Figure 1.

![Figure 1. The generated spoofing model](image)

Take GPS civilian signal as an example [10], the navigation spoofing signal is:

\[ S_c(t) = k A_c D_s(t) C(t+\Delta \tau) \cos(\omega(t+\Delta \tau) + \varphi) \]  

(1)

Where \( k \) is the power amplification factor; \( A_c \) represents the amplitude of \( C/A \) code; \( D_s(t) \) is the ephemeris information of the false satellite signal; \( C(t) \) represents the \( C/A \) code; \( \Delta \tau \) represents the delay of the spoofing signal relative to the real signal; \( \omega \) is the angular frequency of \( L1 \); \( \varphi \) is the initial phase of the \( L1 \) frequency carrier.

3. Loosely coupled integrated navigation model

The GNSS/INS is divided into loose coupling, tight coupling and deep coupling according to the degree of coupling. Since loose coupling is easy to implement in engineering, this paper only discusses the loosely coupled integrated navigation system. In the loosely coupled integrated navigation system, the position and velocity of GNSS and INS are calculated separately, and the difference between the position and speed of GNSS and INS is taken as the measured value. The optimal estimation value of the relevant state variables is obtained by Kalman Filter estimation, and the INS is corrected by the optimal estimation value and the position of the GNSS/INS is output, thereby realizing the data fusion of GNSS and INS [11]. The loosely coupled integrated navigation system model is shown in Figure 2.
Since the height and vertical speed of the UAV are provided by the barometer measurement and will not be deceived, they are not considered in the modeling and analysis. The loosely coupled integrated navigation system selects the error variable of INS as the error state quantity, mainly include position error, speed error, attitude angle error, gyroscope constant deviation, and accelerometer constant deviation.

The error state quantity of the INS is recorded as:

$$X = \begin{bmatrix} \delta L & \delta \lambda & \delta V_x & \delta V_y & \phi_x & \phi_y & \phi_z & e_{bx} & e_{by} & e_{bz} & \nabla_{bx} & \nabla_{by} & \nabla_{bz} \end{bmatrix}$$ \hspace{1cm}(2)$$

Where $\delta L$ and $\delta \lambda$ are the position error vector, $\delta V_x, \delta V_y$ are the velocity error vector, $\phi_x, \phi_y, \phi_z$ are the attitude angle error vector, $e_{bx}, e_{by}, e_{bz}$ are the gyroscope constant zero offset vector, $\nabla_{bx}, \nabla_{by}, \nabla_{bz}$ are the accelerometer constant zero deviation.

The equation of state and the measurement equation of the integrated navigation system can be expressed as:

$$\dot{X}_i = F_{i,i-1}X_{i-1} + G_{i,i-1}W_i$$ \hspace{1cm}(3)$$

$$Z_i = \begin{bmatrix} P_{INS,i} - P_{GNNSS,i} \\ \nu_{INS,i} - V_{GNNSS,i} \end{bmatrix} = H_iX_i + V_i \hspace{1cm}(4)$$

Where $F$ is the state transition matrix, $G$ is the system noise matrix, $W$ is the process noise, $H$ is the measurement matrix, $V$ is white noise.

General process of Kalman Filter Equation:

1. One-step prediction equation of state
   $$\hat{X}_{i,i-1} = F_{i,i-1}\hat{X}_{i-1}$$ \hspace{1cm}(5)$$

2. One-step prediction of mean square error
   $$P_{i,i-1} = F_{i,i-1}P_{i-1}F_{i,i-1}^T + G_{i-1}Q_{i-1}F_{i,i-1}^T$$ \hspace{1cm}(6)$$

3. Filter gain equation
   $$K_i = P_{i,i-1}H_i^T( H_iP_{i,i-1}H_i^T + R_i)^{-1}$$ \hspace{1cm}(7)$$

4. Filter estimation equation (optimal estimate)
   $$\hat{X}_i = \hat{X}_{i,i-1} + K_i(Z_i - H_i\hat{X}_{i,i-1})$$ \hspace{1cm}(8)$$

$Z_i - H_i\hat{X}_{i,i-1}$ can be rewritten as:
\[ Z_i - H_i \hat{X}_{i,i-1} = H_i(\hat{X}_i - \hat{X}_{i,i-1}) + V_i \]  

(9) Filtered mean square error update matrix

\[ P_i = (I - K_i H_i) P_{i,i-1} \]  

(10)

Where \( \hat{X}_{i,i} \) is the filter estimate of the state variable \( X_{i,i} \), \( \hat{X}_{i,i-1} \) is a one-step prediction of the state variable \( X_i \) using the value of \( \hat{X}_{i,i-1} \). \( P_{i,i-1} \) is based on the mean square error matrix \( P_{i,i} \) at the previous moment and the system noise variance \( Q_i \), \( H_i P_{i,i} H_i^T \) and measurement noise covariance \( R_i \) are the mean square error matrix of \( H_i(\hat{X}_i - \hat{X}_{i,i-1}) \) and \( V_i \) in the innovation equation \( \hat{X}_i - \hat{X}_{i,i-1} \), respectively. \( \hat{X}_i - \hat{X}_{i,i-1} \) is called the innovation equation \([12]\) and \( V_i \) is the measurement error.

It can be known from formulas (5) to (10), \( R_i \), \( P_i \), \( Q_i \) affect the size of the filter gain \( K_i \). The larger \( K_i \), the greater the weight of \( \hat{X}_i - \hat{X}_{i,i-1} \) and the smaller the relative weight of the estimate \( \hat{X}_{i,i-1} \), the greater the confidence that the Kalman filter trusts the measured values.

4. Generated spoofing for integrated navigation systems

4.1 Spoofing satellite navigation system

When the UAV uses only the GNSS, once it is deceived, the calculated navigation information includes location increment and speed increment. This article only analyzes the location information, regardless of the speed information. Therefore, under the generated spoofing, false position information can be expressed as:

\[ \begin{bmatrix} P_{i,i}^{\text{GNSS}} \\ V_{i,i}^{\text{GNSS}} \end{bmatrix} = \begin{bmatrix} L_{\text{au}} + \Delta L_i^{\text{GNSS}} \\ \lambda_{\text{au}} + \Delta \lambda_i^{\text{GNSS}} \end{bmatrix} \]  

(11)

Where \( L_{\text{au}}, \lambda_{\text{au}} \) is the real location information, \( \Delta L_i^{\text{GNSS}} \), \( \Delta \lambda_i^{\text{GNSS}} \) is the location increment caused by spoofing.

Once the spoofing signal is cut into the UAV, the navigation spoofing device will take over the navigation system. When the position increment \( \Delta P_i \) is superimposed on the position state variable, the position of the navigation system is pulled off \( \Delta P_i \). When the UAV is only equipped with GNSS, the position increment \( \Delta P_i \) is equal to the position offset \( \Delta P_z \), because there is no other navigation system assistance. It is shown that the navigation system position output can be changed by superimposing the position increment, and the position offset is predictable. By changing \( \Delta L_i^{\text{GNSS}} \) and \( \Delta \lambda_i^{\text{GNSS}} \), the deceiver can pull the UAV to any spoofing position in any direction.

4.2 Spoofing integrated navigation system

The INS is free from spoofing, so the spoofing of the GNSS/INS is essentially deceiving the GNSS. Under the spoofing attack, the GNSS position include additional spoofing-induced the superimposed position increment. Therefore, the volume measurement \( Z_i \) of the GNSS/INS can be expressed as:

\[ \begin{bmatrix} L_{\text{INS}} - L_{\text{GNSS}} \\ \lambda_{\text{INS}} - \lambda_{\text{GNSS}} \end{bmatrix} = \begin{bmatrix} L_{\text{INS}} - (L_{\text{au}} + \Delta L_i^{\text{GNSS}}) \\ \lambda_{\text{INS}} - (\lambda_{\text{au}} + \Delta \lambda_i^{\text{GNSS}}) \end{bmatrix} \]  

(12)

Due to the superposition of the position increment of the GNSS, the INS is corrected incorrectly, and the GNSS/INS outputs the wrong position. The location of the GNSS/INS \( P_{i,i}^{\text{GNSS/INS}} \) is expressed as:
Where $L'_i$ and $\lambda'_i$ are the spurious state of the latitude state and the longitude state variable; $\hat{L}'_i$ and $\hat{\lambda}'_i$ are the optimal estimate of the latitude and the longitude state variable.

Therefore, the position increment caused by spoofing is transmitted during the estimation process, and the erroneous optimal estimate continuously modifies the INS. The wrong optimal estimate is iteratively accumulated, and finally the position offset of the GNSS/INS is obtained. In the GNSS/INS, the position increment $\Delta L_{\text{GNSS}}^p$ and $\Delta \lambda_{\text{GNSS}}^p$ in the spoofing signal and the optimal estimated value $\hat{L}'_i$ and $\hat{\lambda}'_i$ are not equal, which makes it impossible to predict the positional offset and increases the difficulty of spoofing.

5. Spoofing performance analysis

5.1 Spoofing strategy

Under spoofing attacks, position increments are superimposed on the position state variable to achieve spoofing. The position increment in the spoofing signal can be defined as:

$$\begin{align*}
\Delta L_{\text{GNSS}}^p &= L(t) + a \\
\Delta \lambda_{\text{GNSS}}^p &= \lambda(t) + b
\end{align*}$$

(14)

Where $L(t)$ and $\lambda(t)$ is a time-varying function, $a$ and $b$ is a constant. We have designed two different spoofing strategies based on the way they are superimposed:

(1) Constant slanting: When $L(t)$ and $\lambda(t)$ are equal to 0, $P_{\text{GNSS}}^{p}$ is a constant. Taking the UAV's planned trajectory as a reference. Superimposing position increments on the position state variables of the GNSS, so that it is always positioned at the spoofing position. Under spoofing attacks, the GNSS/INS measurement is the difference between the error location of the GNSS and the position of the INS. Obtained the wrong optimal estimate after Kalman filter estimation, which causes the INS to get incorrect corrections. The GNSS/INS is gradually pulled to the false position to achieve constant slanting.

(2) Point-by-point slanting: When $a$ and $b$ are equal to 0, $P_{\text{GNSS}}^{p}$ is a time-varying function. Taking the actual position of the UAV as a reference. Superimposing a relatively small position increment on the position state variable of the GNSS. Adjusting the position increment in the spoofing signal in real time to ensure that the magnitude of each pull is small. The GNSS/INS is slowly pulled to the false position to achieve point-by-point slanting.

5.2 Performance analysis of different spoofing strategies

This paper assumes that the UAV is at rest, analyzes the feasibility and advantages and disadvantages of two spoofing strategies when there is no means of spoofing detection. The method of spoofing detection is to determine the optimal estimate. When the optimal estimated value exceeds the set threshold, the navigation system will switch to the pure inertial navigation mode, and spoofing cannot be achieved. Since the average speed of general commercial UAV can only reach 20m/s, the spoofing threshold is set to 30m.

Scene (1): When there is no spoofing detection means, the spoofing signal is cut in the 1s. The constant slanting is used, that is, the positional increment is superimposed by 2000 meters, so that the GNSS is always positioned at the fraud position. When the point-by-point slanting is used, that is, superimposing a relatively small position increment on the latitude state variable. In the case of no spoofing detection, the constant slanting and the point-by-point slanting diagram are shown in figure 3 and figure 4, respectively.
In figure 3, GNSS is always positioned in the fraud position. The deflection speed is faster within 10s, the maximum position offset reaches 710m at 2s. After 20s, GNSS/INS gradually approaches the fraud position, resulting in a decrease in the measured value and a slower pull speed. Finally, GNSS/INS was deflected to within 100 meters of the spoofing position in 42s. It can be seen from figure 4 that by adjusting the position increment in real time, GNSS/INS gradually approaches the deceiving position with a small positional offset, and finally needs 744s to be slowly pulled to within 100m of the spoofing position.

Comparing the above two figures, both spoofing strategies are feasible, but the constant slanting can pull the GNSS/INS to the spoofing position faster than the point-by-point slanting. It shows that the spoofing performance of the constant slanting is better when there is no spoofing detection.

Scene (2): When there is a spoofing detection method, the spoofing signal is cut in 50s, the static UAV is pulled to the latitude direction by 2000m. In the case of spoofing detection, the constant slanting and the point-by-point slanting diagram are shown in figure 5 and figure 6, respectively.

In Figure 5, the upper graph shows the spoofing distance, and the lower graph shows the optimal estimated value. The GNSS/INS has only a small positional offset before the spoofing signal is cut. After the spoofing signal is cut in the 50s, the position of the superimposed position is too large, and the optimal estimated value reaches 38m, which exceeds the set threshold. The navigation system switches to the pure inertial navigation mode, causing in spoofing failure, the location of GNSS/INS remains unchanged. It can be seen from figure 6, since the real-time adjustment position increment ensures that the position offset is small, the optimal estimator never exceeds the spoofing detection threshold by 30m, and finally the GNSS/INS can be slowly biased to the spoofing position.

Comparing the above two figures. When the constant slanting is used, although the pull speed is fast, it is easy to trigger the spoofing detection threshold, which causes the navigation system to switch to the pure inertial navigation mode, causing in spoofing failure. When the point-by-point slanting is used, although the pull-off speed is slow, the spoofing signal is controllable, and the GNSS/INS can be...
slowly biased to the spoofing position. It shows that when there is a spoofing detection method, the
spoofing performance of the point-by-point slanting is better.

5.3 The effect of navigation parameter on spoofing performance

\( R \) is an important parameter in the filtering process, it represents the accuracy of the GNSS. The
higher the accuracy of the GNSS, the smaller the measurement noise covariance \( R \), the larger the filter
gain \( K_i \), and the greater the weight of the innovation equation \( \hat{X}_i - \hat{X}_{i-1} \), then the more
the Kalman filter trusts the measured value, that is, the more the GNSS/INS trusts the GNSS. The values of
the integrated navigation parameters are shown in Table 1:

| Gyro random offset | Accelerometer bias | Inertial navigation sampling period | Satellite navigation positioning accuracy | Satellite navigation speed measurement accuracy | Satellite navigation sampling period |
|--------------------|-------------------|-----------------------------------|------------------------------------------|-----------------------------------------------|------------------------------------|
| 0.005°/h           | 5*10^-5g          | 10ms                              | 3m/s                                     | 0.01m/s^2                                    | 1s                                 |

The measurement noise covariance is infinitesimal, 0.01R, R, 50R, 100R, infinity, and the spoofing
strategy of constant slanting is applied to the stationary UAV. The simulation results are shown in
Figure 8.

Figure 7. Spoofing performance at different R values

When \( R \) is equal to infinity, the Kalman Filter only trusts the measured value, that is, the
GNSS/INS only trusts the GNSS. At this time, the GNSS/INS is equivalent to only the GNSS., and
only 8.2s can pull the GNSS/INS to the spoofing position within 100m; When 0.01*R and R, it takes
250s and 428s respectively to pull the GNSS/INS to the spoofing position within 100m; When 50*R
and 100*R, it takes 810s or more; When equal to infinity, the Kalman Filter only trusts the predicted
value, that is, the GNSS/INS only trusts the INS. At this time, the GNSS is equivalent to only the INS.
Since the INS is not subject to spoof, it is impossible to pull the GNSS/INS to the spoofing position.
Therefore, under the integrated navigation conditions, the higher the accuracy of the GNSS, the
smaller the measurement noise covariance, and the more the GNSS/INS trusts the GNSS, the faster the
deflection speed.

5.4 Spoofing trajectory control

Once the navigation system is taken over by the navigation spoofing device, the trajectory of the
UAV is precisely controlled by adjusting the position increment in the spoofing signal in real time.
Assuming that the UAV is in a stationary state, generative spoofing is implemented for the GNSS/INS,
and its output trajectory is controlled to be a rectangle. A schematic diagram of the fraudulent
trajectory control is shown in Figure 8:
As shown in Figure 9, under spoofing attacks, the GNSS/INS output trajectory is OABCD, and the O point is the start and end points. During OE spoofing, since the skew is performed only in the latitude direction, the longitude state variable difference between GNSS and INS is zero, and no correction is made in the longitude direction. Therefore, it is only necessary to pull the GNSS from the O point to the A point, so that the GNSS/INS can be pulled from the O point to the E point. During EF spoofing, since the UAV is stationary, the position of the INS is always at point O. There is a difference between the latitude/longitude state variables of GNSS and INS, so it is necessary to simultaneously perform the pull-off in the latitudinal direction and the longitude direction to achieve the GNSS/INS from the E point to the F point. The same is true during FG and GO. Through the simulation of the spoofing trajectory control, the controllability of the generated spoofing is strong, and the spoofing signal can be designed according to the spoofing requirement, thereby realizing precise positional deviation.

6. Conclusion

This paper theoretically derives the transfer process of position increment in integrated navigation. Simulation analysis of the performance of two spoofing strategies and the impact of different values of integrated navigation parameters on spoofing performance. Thereby, it can achieve the purpose of the spoofing trajectory control of GNSS/INS. Obtained the following three conclusions: (1) when there is no spoofing detection, the spoofing performance of the constant slanting is better. Although both spoofing strategies are feasible, the pull-off speed of constant slanting is far more than point-by-point slanting. (2) when there is spoofing detection, the spoofing performance of point-by-point slanting is better. The constant slanting easily triggers the spoofing detection threshold, which causes the spoofing to fail. Although the point-by-point slanting is slow, it can pull the GNSS/INS to the spoofing position and is not found. (3) the higher the accuracy of the GNSS, the more the GNSS/INS trusts the GNSS, resulting in the faster the GNSS/INS is deflected, the better the spoofing performance.
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