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ABSTRACT

Most studies of risk management examine only exogenous risks – that is, those external to the policy-making process such as the impact of climate change, extreme weather events, natural disasters or financial calamities. But there is also a large second area of concern – “internal risks” or those linked to adverse or malicious behavior on the part of policy makers. This behavior to deceive or “game” the intentions and expectations of government is a part of the policy world which also requires risk management. The paper reviews three archetypal cases of efforts to manage this side of policy risk in the UK, the US and Australia and draws lessons from them about how best to deal with or manage this “darkside” of policy-making.

1. Introduction: internal and external risks in policy-making

Effective risk management in government needs to address both external and internal risks including the oft-observed behavior in policy-making that (a) policy-makers are often driven by malicious or venal motivations rather than socially beneficial or disinterested ones and (b) policy targets or “policy takers” have proclivities and tendencies toward activities such as gaming, free-ridership and rent-seeking (Howlett 2022).

That is, risks are not all exogenous to the policy process. Most studies of policy risk management, however, examine “external” risks such as the impact of climate change, extreme weather events or financial calamities. But there is a large second area of concern which exists: “internal risks.” These are those risks related to adverse or malicious behavior of policy makers or to policy “takers” evading or otherwise undermining government initiatives (Howlett 2020a; Leong and Howlett 2021).

Ignoring these risks does a disservice to both policy design and policy studies by failing to address a significant area of policy risk that contributes to many policy failures and continuing policy problems. Both these risks, as well as external ones of the types cited above, must be curbed if policies are to achieve their aims (Hoppe 2018; Feldman 2018).
2. Internal threats to policy resilience and robustness

External risks stemming from causes such as wars, famines, pandemics and other kinds of crises are well studied and understood (Boin et al. 2005; Boin and ’t Hart 2010). These kinds of risks are the subject of most current risk management regimes, both in the public and private sector, which monitor and observe the external environment for signs of financial and other threats to supply chains, product lines, legal liability and other dynamics that can affect profitability and shareholder value (e.g. FATF 2021; Human Rights Watch 2021; Pandemic Prevention Institute 2021). And some internal risk factors, such as fraud, malfeasance, dishonesty, and other actions on the part of public officials or general public are addressed by other means, such as audits and accountancy practice, performance reviews and hiring and other kinds of personnel and corporate compliance “best” practices.

Neither of these literatures, however, is tied very well to that on public policy, being a feature instead of studies of public and business management and administration.

But both internal and external risks are aspects of policy-making and policy design which can contribute to instability and the unpredictability of a policy outcomes, ultimately often contributing to policy failure (Leong and Howlett 2021). Because of the incorporation of instruments that come with high risk of failure, and by creating situations leading to the implementing of such tools, internal and external risks often lead to unstable policy results. When these risks are clearly understood and mitigation measures adopted in policy designs, however, better outcomes are more likely (Howlett 2020a).

One way that this can be achieved is through the use of tools that singly or in combination are less “volatile” or combine together in positive rather than negative or counter-productive ways. Another is ensuring that instead of being rigid and stiff, policies should be agile and flexible. And a third is to ensure some level of accountability, including risk management processes in designed into a policy from the outset.

This means that policy design, as well as implementation, may require more redundancy in the form of resources, capabilities, and planning to allow for enough flexibility as and when required that they may remain robust over different circumstances. Ensuring feedback and allowing adjustments of assessments and policy elements tarting from the initial stages of policy making has been suggested by many in the research community as a valuable way to ensure policy dynamics evolve in a positive fashion (Pierson 1992, 1993; Baumgartner and Jones 2002; Jacobs and Weaver 2010).

Risk management processes generally go through a cycle of risk identification, assessment, mitigation (or response) and review (Hussain et al. 2018; Persson and Mathiassen 2010).

This process may translate into different steps in different organizations (Aven and Renn 2010a; Aven and Renn 2010b; Burnaby and Hass 2009; Harvey 2012; Hopkin 2018). In general, consultants such as PricewaterhouseCoopers’s urgesan approach to managing risk which involves carrying out the following steps (PwC n.d.):

- assessing risk,
- conducting assessment,
- analyzing collaboration between risk and compliance functions,
- designing and reviewing migration plans
This is similar to the model proposed by other major accounting and auditing firms. Deloitte, for example, approaches risk management using the following procedure (Deloitte 2009):

- identifying risk,
- assessing and measuring risk
- responding to risk
- designing implementing and testing controls
- monitoring and escalating

Compared to external risks, the academic literature has generally been slow to realize the problem of internal risks, jeopardizing these efforts. Many countries, however, have risk management regimes in place which apply such frameworks to their external risks. And some governments have developed several means through which internal risks may be assessed and addressed. Three case studies of these efforts are presented below.

3. Methodology and case selection

Case selection for this study began with a review of risk management practices among OECD countries. Documentary evidence was required and out of the 36 OECD countries, six countries where English is used as the official language – Ireland, Canada, New Zealand, the United States, Australia and the United Kingdom – were selected for more detailed analysis.

A database of administrative agencies that existed in each country to deal with risk assessment and management, was constructed including detailed information on the location of risk management within government organization, their personnel and budgets, mandates, and other important institutional variables.

Secondary research was then conducted and data collected from each country’s official central government’s official website through the examination of organization charts, government reports, and documents. At this point, countries that did not have a substantial amount of information publicly available on internal risk management related agencies and procedures (Canada, Ireland and New Zealand) were excluded from the final list, leaving Australia, the US and the UK as countries where publicly available information details organizational structures and processes for internal risk management.

4. Models of internal policy risk management

The risk management frameworks followed by the central governments of the US, the UK and Australia were found to be broadly similar. But important differences also exist. This section sets out the processes and structures uncovered in this study and explores the similarities and differences in the pattern of practices found.
4.1. The United States: an early starter but lately, a laggard

The US federal government requires that all federal agencies comply with the Federal Managers Financial Integrity Act (FMFIA Act) and with Office of Management and Budget (OMB) and Government Accountability Office (GAO) standards for internal control (also called “management control” in OMB documents) of regulations and operations (Hardy 2010).

The GAO’s “Green Book” (GAO 2014) delivers the standards for internal risk management in the federal government through the five components of internal control listed below. These components apply to staff at all organizational levels and to all categories of objectives of the organization.

The components of GAO’s internal control (GAO 2014) are:

1. Control Environment – This environment influences how objectives are defined in the system and how risk mitigation activities are structured. Agencies are expected to provide the discipline and structure that achieves high quality of internal risk management.
2. Risk Assessment – All federal agencies are expected to undertake assessment which provides the basis for developing appropriate risk responses.
3. Control Activities – These are the actions management takes in order to achieve objectives and respond to internal risks in the system. The response is usually channeled through policies and procedures developed specifically for this purpose.
4. Information and Communication – in this component, the organization is expected to develop and use quality information to support its internal control system.
5. Monitoring – Since internal risk management is a dynamic process that has to be adapted continually, this component assesses the quality of risk management performance over time and promptly resolves the findings of audits and other reviews.

This generally complies with the principles of external risk management cited earlier. But the US does not have a single national internal risk management framework. Rather there are several commonly used frameworks.

First, there is the GAO Risk management framework, cited above, which was developed from the Government Auditing Standards, GAO’s Green Book, guidance from OMB, work on President’s Management Agenda, and the ERM approach of the Committee of Sponsoring Organizations of the Treadway Commission (COSO) (NIST 2018) This framework is flexibly designed to be applicable to departments of various levels.

Second, there are International Standard 31000 (ISO 2018) procedures. These provide a standard risk management framework for use across various entities, sectors and organizations. A US Technical Advisory Group approved ISO 31000:2009 as the standard for the practice of risk management in the United States, and it has also been adopted by other governments, including Australia. ISO 31000 practices include consultative workshops; control identification and verification; targeted surveys; and
direct staff engagement in order to identify and control risks. The application of these guidelines can be customized but are expected to provide a common approach to managing any type of risk, including both external and internal ones.

Third, there is the COSO Enterprise Risk Management (ERM) – Integrated Framework. This was first issued in September 2004 and provides a set of risk management standards for businesses (COSO 2004). It expands on internal control processes, hoping to provide a more robust and extensive focus on risk in order to better align risk appetite and strategy; enhance risk response decisions; reducing operational surprises and losses; identify and manage multiple and cross-enterprise risks; and seize opportunities for improvement. The updated COSO ERM framework published in 2017, provides “a framework for US federal boards and management in entities of all sizes.” It highlights the importance of considering risk in both the strategy-setting process and in driving performance (COSO 2017).

Due to these somewhat competing and over-lapping systems, risk management programs in the US are often extensive but often limited to specific business lines or managed on an isolated agency by agency basis. In most agencies, risk management is included in functions like “Strategic Planning” and “Budget.” This is intended to strengthen responses and future risk preparedness, especially in emergency and crisis prevention scenarios, but integration is still lacking in many agency management activities which differ in terms of the kinds of risks controlled for, and the level of engagement of stakeholders. And, as this description highlights, they tend to emphasize the identification and mitigation of external risks.

4.2. The United Kingdom: gradual construction of a coherent internal risk policy regime

In UK, the risk management process is also structured along with textbook principles (HM Government 2020). It is a system that focusses on:

1. Risk identification and assessment – how to determine and prioritize how risks should be managed in an organization
2. Risk Treatment – the selection, design and implementation of risk treatment options in order to support achievement of intended outcomes and manage risks to an acceptable level.
3. Risk Monitoring – the design and operation of integrated risk monitoring, and
4. Risk Reporting – timely, accurate and useful risk reporting is done to enhance the quality of decision-making and to support the organization in meeting their responsibilities.

The Treasury publishes primary reference and overviews of good practice for corporate governance in central government departments (generally referred to as “the code”) (HM Treasury 2017). This guidance on various aspects of corporate governance is contained in publications such as, Managing Public Money, the Audit and risk assurance committee handbook (HM Treasury 2016), the Ministerial Code, the Civil Service Code, the Code of conduct for board members of public bodies (HM Treasury 2019).
When it comes to external risks, this system is fully operational. There is strong crisis management and emergency planning framework in the UK which features a six-stage process (Plan, Rehearse, Implement, Maintain, Evaluate, Recover) for responding to external risks (Government Communication Service 2018). For managing internal risks, however, the situation is different. And while the UK does have a single national strategy of risk management, like the US it too is de-centralized and exists mainly in the form of Treasury guidelines which individual agencies and managers are expected to follow in their own ways.

Unlike the US, however, when it comes to internal risks the British system does highlight these and expects them too to be subject to risk management activities. Thus in its report on Management of Risk (HM Government 2020) the Treasury notes that “inherent risks” exist in policy and governance and that these require whole-system-thinking, aligned incentives, positive relationships and collaboration. These are expected to exist alongside relevant technical knowledge to support multi-disciplinary approaches.

UK Treasury codes set out best practices in this area, suggesting that matters of internal risks, for example, should be the central focus of the organization’s board, and not simply a committee matter. And it suggests that all boards should be supported by an “audit and risk assurance committee.” It further mandates that the committee should consist of a suitably experienced non-executive board member (the chair of the committee); an internal audit service (operating to Public Sector Internal Audit Standards); and sponsor teams of the key ALBs. Similarly, the code mandates that a board’s regular agenda should include scrutinizing and advising on risk management and that such Boards must enough information and resources to efficiently set the organization’s risk appetite while maintaining “a clear framework of governance and risk management” within the organization.

Audit and Risk Assurance Committees in specific government agencies are expected to support the Boards to meet these obligations. Such committees are expected to be established in all Executive departments, Non-Departmental Public Bodies and other ALBs and are to undertake the task of internal audit, risk mitigation, work with the External Auditor, and deal with organization’s financial and reporting issues.

In fact to stress the significance of these risk factors the UK government code suggests maintaining two separate committees with following responsibilities:

i. an audit committee – with focus on assurance arrangements over: governance, financial reporting, annual reporting, accounts, including the governance statement;
ii. a risk assurance committee – with a focus on ensuring the are resources for adequate and effective risk management.

4.3. The commonwealth of Australia: a fast learner

Unlike the US and more similar to the UK, in managing external risks and emergency preparedness the Australian Government Crisis Management Framework is another example of a simple, centralized and government-wide management scheme. It
provides ministers and senior officials with guidance on their respective roles and responsibilities and sets out the arrangements that link ministerial responsibility to the work of key officials, committees and facilities (AU Dept. of the Prime Minister and Cabinet, 2017).

Commonwealth policy sets out nine elements of an agency’s Assurance Review Framework (AU. Dept. of Finance 2017), which are expected to guide the establishment and operation of an appropriate system of risk oversight and management. These elements are:

i. Establishing a risk management policy;
ii. Establishing a risk management framework;
iii. Defining responsibility for managing risk;
iv. Embedding systematic risk management into business processes;
v. Developing a positive risk culture;
vi. Communicating and consulting about risk;
vii. Understanding and managing shared risk;
viii. Maintaining risk management capability; and
ix. Reviewing and continuously improving the management of risk.

This extends to both internal and external risks but in managing internal risks, an important characteristic of the Australian Government, unlike in the UK and US, is that its internal risk management system is uniform and evenly distributed throughout each agency’s organizational structure.

The Commonwealth resource management framework (AU Dept. of Finance 2019) governs how officials use and manage public resources. The PGPA Act 2013 is the cornerstone of this framework which states that the accountable authority must establish and maintain an appropriate system of risk oversight and management for the entity, and an appropriate system of internal control for the entity to ensure public resources they are responsible for are properly managed. The PGPA Act provides flexibility to establish those systems and to create an operating environment that supports the proper use and management of public resources.

Under this framework, the “Risk and Internal Control” covers the risk management framework as well as compliance reporting and internal control systems (AU Dept. of Finance 2020).

These tasks include reporting on compliance, fraud control, audit committees, reporting to Joint Committee of Public Accounts and Audit (JCPAA), Model Accountable Authority Instructions, and Australian Government Assurance Reviews. These latter include Implementation Readiness Assessments (IRA), Gateway Reviews Processes and Assurance Reviews Processes.

The system is still de-centralized, however, as all the Divisions, Branches, and Sections within an agency are supposed to maintain local “risk assessment” with their own section. The same is true for all levels down to Projects, Programmes, and Portfolios as well. Beyond that level, separate thematic risk assessments are also carried for special topics like security, fraud, and safety. For such topics, separate risk assessment procedures often using specialized methods are employed.
Within the broader Australian Government, there are also some agencies that manage a category of risk on behalf of the whole government. The Australian Signals Directorate is one such agency that assesses Government information security risks, and is assigned with the task of treating them according to the Australian Government Information Security Manual (the ISM). The manual includes information on security measures and functions similar to risk management measures for the government, although specific to security issues.

4.4. Analysis

This review of three leading OECD countries shows that progress has been made toward the management of internal or inherent risks but sometimes in an ad hoc and decentralized way. Table 1 compares risk management process in USA, UK and Australia.

In the UK, risk assessment only became a governmental matter at the end of the twentieth century after getting high public attention due to a series of major policy disasters (Dunlop 2017). The timelines of UK government publications shows that as more researchers and scientists become involved in the risk analysis processes, after this time and increased the more attentive Government became to risk management issues in its existing protocols. Most innovations happened during the first half decade of the 21st century, when major transformations took place (Grant 2009) and risk assessment developed as an integral part of the government policies. After this initial period constant improvement was observed in the subject of risk assessment both in governmental organizations and scientific communities; a process which continues today but which still prioritizes external over internal sources of risk.

Table 1. Risk management process in USA, UK and Australia compared with the general risk management cycle.

| Risk management processes | USA's risk management structure | UK's risk management structure | Australia's risk management structure |
|--------------------------|--------------------------------|-------------------------------|--------------------------------------|
| Risk identification      | • Control environment          | • Risk identification and assessment | • Establishing the risk management policy |
|                          |                               |                               | • Establishing risk management framework |
|                          |                               |                               | • Defining responsibilities |
|                          |                               |                               | • Embedding risk management into business processes and systems |
| Assessment               | • Risk assessment             |                               | • Developing a positive risk culture |
|                          |                               |                               | • Establishing communication and consultation about organization’s risk |
| Mitigation               | • Control activities          | • Risk treatment               | • Understanding and managing shared risk |
|                          | • Information and communication |                               | • Maintaining risk management capability |
|                          |                               |                               | • Reviewing and continuously improving the management of risk |
| Review                   | • Monitoring                  | • Risk monitoring              | • Risk reporting |
|                          |                               | • Risk reporting               |                                      |
The corporate governance structure in USA, on the other hand, is highly focused on internal control and financing, while risk management is a joint function of the department’s financial officer, the office of Inspector General and staff, along with guidelines from OMB’s Circular, GAO’s Green Book and other programmes. The result is a patchwork of risk assessment and management processes. Agencies generally follow the Government Performance and Results (GPRA) and the GPRA Modernization Act (GPRAMA) and produce annual performance reports to report their strategies, goals and operations to the Congress. But currently, agencies do not (and are not required to) have an independent risk management framework as in the UK or Australia.

The risk management system in the Australian government is the most developed. Today, assessment of both external and internal risks is an important part of governance in Australian agencies. Throughout the corporate structure, risk management regulations are strongly embedded and responsibilities assigned to every layer of management. The main responsibility, however, falls on management Board members who are required to establish risk and audit committees to focus on risk to organization’s overall working and environment. Audit committee meetings are also joined by Australian National Audit Office (ANAO), which makes “risk management and assessment” a regular exercise. In some agencies, external (private) companies are also invited to provide risk support and help improve the risk assessment process. All the agencies act as per the PGPA Act and base their risk management framework on international standards or national standards.

5. Conclusion: existing risk management regimes and their focus on external risk

Dealing with risks requires hard choices to be made both in policy formulation and implementation. Policy volatility or the propensity for policies to fail, is affected by both external and internal factors. Although the former may be better explored in policy literature, the latter has also seen important work such as Hatvani 2015; Kiliç, Kuvat, and Boztepe 2021; Vijayakumar and Nagaraja 2012.

There is therefore a need to “design in” correctives such as stricter accountability mechanisms, verification and monitoring plans right at the outset of policy-making to ensure these are locked in and left in place while a programme or policy matures (Plaček, Půček, and Ochrana 2018; Vine and Sathaye 1999). As many governments have come to realize recently, without better internal risk management, it is difficult to offset policy risks. That is, there is just as much of a need to better assess and address the internal risks of failure right at the outset when a policy is first considered, as there is with the more familiar “external” risks (Falco 2017; Taylor et al. 2019).

In response, in practice, many governments have begun to create guidelines and agencies to systematically anticipate and mitigate these kinds of risks. But as the three cases set out above show, this process has been very uneven and varies by jurisdiction. Robust (internal and external) risk management is vital for the government for meeting their critically important missions and each of the case study governments recognized this.
External risk management has attracted high attention after catastrophic incidences like natural disasters or man-made situations like security threat and, most recently, health-related crises and pandemics but internal risks remain problematic and require more research and implementation in practice. And this is true not only in developing or under-resourced governments but also in the wealthier and generally better organized OECD countries.

Notes
1. ISO 31000:2009 is now replaced by ISO 31000:2018 (ISO, 2018) which also provides guidelines on managing risk faced by organizations.
2. Partnerships established between departments and arm’s-length bodies (ALBs) are also governed by similar codes of good practice. These ALBs are organisations that deliver a public service, are not ministerial government departments, and operate at a greater or lesser distance from Ministers. The term can include non-departmental public bodies (NDPBs), executive agencies, non-ministerial departments, public corporations, NHS bodies, and inspectorates (House of Commons, 2014).
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