PoW-BC: A PoW Consensus Protocol Based on Block Compression
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Abstract

Proof-of-Work (PoW) is the first and still most common consensus protocol in blockchain. But it is costly and energy intensive, aiming at addressing these problems, we propose a consensus algorithm named Proof-of-Work-and-Block-Compression (PoW-BC). PoW-BC is an improvement of PoW to compress blocks and adjust consensus parameters. The algorithm is designed to encourage the reduction of block size, which improves transmission efficiency and reduces disk space for storing blocks. The transaction optimization model and block compression model are proposed to compress block data with a smaller compression ratio and less compression/decompression duration. Block compression ratio is used to adjust mining difficulty and transaction count of PoW-BC consensus protocol according to the consensus parameters adjustment model. Through experiment and analysis, it shows that PoW-BC improves transaction throughput, and reduces block interval and energy consumption.
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1. Introduction

In recent years, blockchain technology has received more and more attention. Blockchain is a decentralized distributed ledger technology, and consensus can be reached without a third-party trust institution. Because of its characteristics of transparent, trustable, tamper-proof, traceable, and highly reliable, blockchain has shown a great application prospect in many industries [1-4].

“Consensus is the backbone of the blockchain and any other decentralized and distributed technology.” wrote by C. Thompson [5]. There are different consensuses for different types of blockchains, such as proof-of-stake (PoS) [6, 7], Delegated proof-of-stake (DPoS) [8], Practical Byzantine Fault Tolerance (PBFT) [9, 10]. The first and still most common blockchain consensus protocol is proof-of-work (PoW) [11], which is adopted by Bitcoin [12, 13] to achieve consensus. Its core idea is to ensure the consistency of data and the security of consensus by introducing the computing power competition of distributed nodes [14]. But it has some drawbacks, such as large energy consumption and high cost. The miners do millions of computations per second, and PoW is costly and energy intensive [15]. To quote the MIT Technology Review: It's been estimated that Bitcoin guzzles about as much electricity annually as all of Nigeria [16].

Many innovative methods have been proposed to solve the problem of PoW consensus protocol. Y. Sompolinsky et al. present SPECTRE, which can operate at arbitrarily high block creation rates, and implies that its transactions confirm in mere seconds [17]. Z. Wang et al. propose a consensus protocol based on the credit model, which drew on the idea of personal credit risk assessment and a node credit model based on BP neural network was designed [18]. Y. Sompolinsky et al. address a security concern through the GHOST rule, a modification to the way Bitcoin nodes construct and re-organize the block chain, Bitcoin's core distributed data-structure [19]. R. Zhang focuses on PoW consensus protocols, and extend a powerful method based on Markov decision processes to multiple utility functions [20].

Besides, there are also other consensus protocol which adopts PoW in the initial stage of blockchain operation. I. Bientov et al. propose proof-of-activity (PoA) [21], which builds upon the Bitcoin protocol by combining its PoW component with a PoS type of system. Proof-of-stake-velocity (PoSV) [22] is proposed as an alternative to PoW and PoS to secure the peer-to-peer (P2P) network and confirm transactions of Reddcoin, a cryptocurrency created specifically to facilitate social interactions in the digital age. K. Karantias et al. put forth the first cryptographic definition of what a proof-of-burn (PoB) [23] protocol is. It consists of a function which generates a cryptocurrency address and a verification function checks address. However, in these consensus protocols, PoW is only used to realize token allocation in the initial stage of blockchain.

On the other side, the scalability of block structure and size is being studying. Researchers at the Massachusetts Institute of Technology (MIT) have developed a cryptocurrency named Vault [24, 25], which allows a node to join the network by downloading only a fraction of total transaction data. The Bitcoin Core development team proposed BIP 152 (Bitcoin Improvement Proposal) for compact block relay [26]. With BIP 152, a transmitting node sends a compact block summary content to a node, and the data-receiving node uses the information received and the transactions in its memory pool to rebuild the entire block. Proposed by Andrew Clifford et al, the Xthin (extremely thin) block technology compresses block size to 1/24 of the original number of bytes [27]. Txilm Block presented by D. H. Ding et al, which is a type of lossy block compression with salted short hashing [28]. All the above work
attempts to improve the scalability from the perspective of reducing the block size or improving the block data structure but are highly dependent on transactions in node’s mempool. Sometimes, transmission times need to be increased.

This paper proposes an improved PoW consensus protocol: PoW-BC (proof-of-work-and-block-compression) consensus protocol. In this protocol, we put forward transaction optimization model and block compression model to reduce block size. Block compression ratio is an index to adjust mining difficulty and transaction count of PoW-BC consensus protocol according to the consensus parameters adjustment model.

The structure arrangement of this paper is as follows: The second part introduces overall architecture of PoW-BC consensus protocol and system architecture. The third part introduces transaction optimization model, block compression model and consensus parameters adjustment model. In the fourth part, PoW-BC consensus flow is described. In the fifth part, the experiment is performed adopting PoW-BC consensus protocol, and we analyze the compression ratio, compression and decompression duration, mining difficulty, transaction throughput, energy consumption and security. The sixth part summarizes this paper and outlines future work.

2. Overall Architecture

2.1 PoW-BC Consensus Protocol

PoW-BC consensus protocol is an improvement of PoW consensus protocol. The improvement points include transaction optimization, block compression, consensus parameters adjustment. This model is shown in Fig. 1.

![Fig. 1. PoW-BC consensus protocol](image-url)

The transaction optimization model reduces the size of each transaction according to the data structure of coinbase transaction and common transaction. Furthermore, the block compression model makes the size of block smaller adopting an efficient data compression algorithm. And then, mining difficulty and transaction count of a block adjust to a new value according to the consensus parameters adjustment model. Every miner constructs a block using their own adjusted PoW-BC consensus parameters.
When a new block generates, it is broadcasted to every node in P2P network. Each node receiving a new block verifies this compressed block, and this new block is stored on the chain if it passes block verification.

### 2.2 System Architecture

The system architecture of a common blockchain system includes data layer, network layer, consensus layer, incentive layer, contract layer and application layer [29-31]. Data layer defines the data structure of blockchain, and includes distributed storage, digital signature, etc. Network layer includes P2P network, data transmission mechanism, data verification mechanism, etc. Consensus layer mainly achieves various consensus algorithms of network nodes. Incentive layer introduces economic factors into the blockchain, mainly including issuance mechanism and distribution mechanism of economic incentives. Contract layer is the basis of the programmable characteristics of blockchain. Application layer encapsulates various application scenarios and cases of blockchain. Among them, data layer, network layer and consensus layer are indispensable layers for a standard blockchain project.

The blockchain with PoW-BC consensus protocol improves almost all layers. Transaction optimization and block compression are adopted at the data layer. Any transaction and new block are verified by each block-receiving node at the network layer. When mining, miner adjusts mining difficulty and transaction count according to block compression rate. The system architecture is shown in **Fig. 2**.

![Fig. 2. The system architecture](image)
There are the following main difficulties and challenges in the process of the system architecture:

1) Present or find an efficient data compression algorithm, which can compress block data with a lower compression ratio and less compression/decompression time. Block compression model is described in detail in section 3.2.

2) Design a improved PoW consensus protocol, which address some shortcomings of PoW consensus protocol combined with block compression. We propose a PoW-BC consensus parameters adjustment model in section 3.3.

3) Implement a compressed block verification method. When receiving a new block, each node should verify compressed block data easily. This method is described in section 4.4.

3. Modelling

3.1 Transaction Optimization Model

In the Bitcoin blockchain, each block includes block size (4 Bytes), block header (80 Bytes), transaction counter (1 - 9 Bytes) and list of transactions. The size of first three items is very small, and it is hard to further optimize them. The number of transactions is very large, and each transaction contains a lot of information, part of which can easily get from the chain or is unnecessary. The size of transaction data reduces through optimizing transaction data structure.

There are two types of transaction: common transaction and coinbase transaction, which is always the first transaction appearing in every block. Two types of transaction are optimized respectively, and the optimization of coinbase transaction is shown in Table 1.

| Data Item         | Size before optimization | Optimization                                          | Size after optimization |
|-------------------|--------------------------|-------------------------------------------------------|-------------------------|
| Number of inputs  | CompactSize              | Always 0x01, and delete                               | 0                       |
| Previous output hash | 32 Bytes                | All bits are zero, and delete                         | 0                       |
| Previous output index | 4 Bytes                | All bits are ones: 0xFFFFFFFF, and delete             | 0                       |

Number of inputs, previous output hash and previous output index of a coinbase transaction are all fixed values, and they are meaningless. So, we can delete them. The optimization of common transaction is shown in Table 2.

| Data Item      | Size before optimization | Optimization                                      | Size after optimization |
|----------------|--------------------------|---------------------------------------------------|-------------------------|
| Previous output hash | 32 Bytes                | Replace with block height and transaction index    | block height: 1 or 3 or 5 Bytes; transaction index: 1 or 3 Bytes |
| Previous output index | 4 Bytes                | Set to CompactSize type                           | 1 or 3 Bytes            |

The size of previous output hash is 32 Bytes, and it can be replaced with the height of block, which includes previous output transaction, and transaction index. The size of previous output
index is 4 Bytes, and it can be set to CompactSize [32] type. The size of a common transaction reduces by 25 - 33 Bytes.

When optimized transactions are verified, previous output hash can be queried from blockchain according to block height and transaction index.

### 3.2 Block Compression Model

The block compression model reduces the size of block adopting an efficient data compression algorithm. The benefits of block compression include: much faster transmission in P2P network, much smaller disk space for storing blocks. There are several definitions related to the block compression model.

1) **Definition 1: Block Decompression**

Block decompression is to recover compressed block into original block. The block after decompression should be the same as that before compression, so we adopt a lossless compression algorithm to compress and decompress block data.

2) **Definition 2: Compression Ratio**

Compression ratio is defined as the ratio between compressed data size and uncompressed data size. It is a measurement of the relative reduction in size of data representation produced by a data compression algorithm. Block compression ratio $R_{\text{blockCompress}}$ is expressed as the division of compressed block size $S_{\text{blockCompress}}$ by uncompressed block size $S_{\text{block}}$.

$$R_{\text{blockCompress}} = \frac{S_{\text{blockCompress}}}{S_{\text{block}}} \times 100\%$$  \hspace{1cm} (1)

3) **Definition 3: Compression and Decompression Duration**

Compression and decompression duration are the amount of time we spend on the process of data compression and decompression. It is one of the important indexes to judge efficiency of compression algorithm. The shorter the compression and decompression time, the higher the compression efficiency.

4) **Definition 4: Compression Algorithm**

Compression algorithm is a method for reducing data size. There are many popular categories and types of compression algorithm, each of which works in a different manner, and some of which have results that differ in important ways. By combination of several compression algorithms, the size of compressed data is smaller.

The deflate algorithm [33] is a lossless data compression algorithm combining LZ77 algorithm [34] and Huffman coding [35]. It has a lower compression ratio and shorter compression/ decompression time compared with other algorithms, which includes gzip [36], lzw [37], zlib [38]. We adopt it as block compression algorithm in this paper.

### 3.3 Consensus Parameters Adjustment Model

In PoW consensus protocol, each miner has the same consensus parameters, and hash rate is one of the main bases for whether miners can construct a new block.

Each miner can self-adaptive adjust consensus parameters in PoW-BC consensus protocol according to block compression ratio. Consensus parameters include mining difficulty and transaction count of a block.

Because of transaction optimization and block compression, more transactions can be included in a block under the premise of block size limit of 1 MB, especially when the Bitcoin network is congested.
Mining difficulty is the relative amount of resources required to compete for constructing a new block. It is calculated dynamically at the end of roughly two-week epochs (or 2016-block periods) depending on whether the total estimated hash rate consumed by the network has increased or decreased. When hash rate of the whole network improves, mining difficulty increases to ensure that the average block interval is 10 minutes. A shorter block interval may result in security problems including increased fraud risks, more and longer forks [11, 12]. In this model, the lower the block compression rate, the easier it is to construct a block, namely smaller mining difficulty and block interval. Mining difficulty after adjustment $D_{adjusted}$ is:

$$D_{adjusted} = D_{base} \times \frac{T_{blockInterval}}{T_{baseBlockInterval}}$$  \hspace{1cm} (2)

wherein $D_{base}$ is mining difficulty before adjustment, $T_{baseBlockInterval}$ is block interval of the Bitcoin blockchain, and it is 10 minutes. $T_{blockInterval}$ is block interval after adjustment, and the expression is:

$$T_{blockInterval} = T_{const} + T_{transVerify} + T_{consensus}$$  \hspace{1cm} (3)

wherein $T_{const}$ is minimum block interval, and is a constant. $T_{consensus}$ is time for completing PoW-BC consensus. $T_{transVerify}$ is the sum of transmission time of new block broadcasted to the whole network and verification block time of receiving node. When $T_{transVerify}$ is 40s, more than 90% of nodes can receive block [39]. Stale block rate is not too large when block interval is 2.5 minutes [40], which is also block interval of Litecoin [41], so $T_{const}$ is configured to 110s.

When a compressed block includes more transactions, more time is needed to verify transactions. The expression of $T_{transVerify}$ is:

$$T_{transVerify} = \begin{cases} 
40, & T_{transVerify} < 40 \\
\frac{T_{baseTransVerify} \times S_{blockCompress}}{R_{blockCompress}}, & T_{transVerify} \geq 40 
\end{cases}$$  \hspace{1cm} (4)

wherein $T_{baseTransVerify}$ is the sum of transmission time and verification block time of receiving nodes when a new block of 1MB size is broadcasted to the whole network.

Consensus time is adjusted according to block compression ratio, and consensus time after adjustment $T_{consensusAdjusted}$ is:

$$T_{consensusAdjusted} = T_{consensus} \times R_{compressed}$$  \hspace{1cm} (5)

wherein $T_{consensus}$ is consensus time before adjustment. According to (2), (3), and (5), $D_{adjusted}$ is expressed as:

$$D_{adjusted} = D_{base} \times \frac{110 + T_{transVerify} \times (490 - T_{transVerify}) \times R_{blockCompress}}{600}$$  \hspace{1cm} (6)

$D_{adjusted}$ is smaller than $D_{base}$, so it is easier to construct a block for miners after compressing block.
4. PoW-BC Consensus

The above three models are the basis of PoW-BC consensus protocol, and PoW-BC consensus flow is shown in Fig. 3.

Node receives this transaction after a user submits a transaction. The transaction is pre-processed by mining node and put into mempool (is where all the valid transactions wait to be confirmed by the Bitcoin network); The miner packages transactions and compresses block data, then constructs a new block after completing consensus. The transactions which has been packaged into this new block, should be deleted from mempool. After that, this new block is broadcasted to each node in P2P network; The block-receiving node verifies this new block.

![Fig. 3. The PoW-BC consensus flow](image)

The process of PoW-BC consensus includes transaction pre-processing, transaction package, block generation, block verification and storage.

4.1 Transaction Pre-processing

Every transaction is broadcasted to each node. It is verified and optimized by each data-receiving node, and then it is put into mempool and waits for confirmation. Detailed steps are shown below:

1) **Transaction verification**

When a transaction is received, mining node verify the validity of transaction data. Each node saves a record of transactions in mempool, when a user submits a new transaction, it executes a sequence of checks to make sure the transaction is valid. The transaction signature script and public key script are checked by the Forth-like scripting system in Bitcoin blockchain, and transaction input is verified if public key script is true. This transaction is broadcasted to neighbor nodes of mining node after it is verified.

2) **Transaction optimization**

Transaction is further processed adopting transaction optimization model, which is described in detail in section 3.1. Then transaction is put into mempool to wait for confirmation.

Transaction pre-processing completes before PoW-BC consensus, so it does not increase the consensus time.
4.2 Transaction Package

When a new block is received, mining node starts to construct next block, and transactions waiting for confirmation in mempool need to be packaged. The transaction package and block compression are shown in Fig. 4.

![Fig. 4. The transaction package and block compression flow](image)

The process of transaction package and block compression is shown below:

1) **Transaction collection**
Firstly, transactions, which have been packaged into previous block, should be delete from mempool. In general, miners are more willing to choose transactions with higher transaction fee and collect more transactions. Finally, the size of block including transactions cannot exceed 1MB.

2) **Block compression**
Now, block has included many transactions, but it doesn't have a correct nonce and timestamp. As described in section 3.2, block is compressed to a smaller size adopting a block compression algorithm.

3) **Compression ratio calculation**
Compression ratio, defined in section 3.2, is an important index in PoW-BC consensus protocol. Its value can be calculated according to (1). Because of block compression, more transactions can be packaged into a block.

4.3 Block Generation

Block generation includes mining difficulty adjustment, PoW-BC consensus and new block broadcasting. Mining difficulty is adjusted according to (4) and (6) in section 3.3, then miners start a mining until a correct nonce is calculated. When a new block generates, it is broadcasted to the P2P network of blockchain.

A detailed algorithm of the PoW-BC consensus process is shown in Fig. 5.
Algorithm: The PoW-BC consensus

Input: rCompression: The block compression ratio
Output: result: The result of this consensus

// Get adjusted mining difficulty according to (4) and (6).
1: dAdjusted ← GetDifficulty(rCompression)
// Calculate target hash by adjusted mining difficulty for comparing with block hash in mining.
2: hashTarget ← GetTargetHash(dAdjusted)
// Initialize the parameter value of nonce, timestamp and miningFlag.
3: nonce ← -1
4: timestamp ← GetNowTimestamp()
5: miningFlag ← false
// Start PoW consensus.
6: for i=0; i<maxNonce; i++
// Receive a message that another miner has completed a new block.
7: receivingBlock ← SubscribeNewBlock()
// Verify the received new block. If passed verification, return and end this consensus. If not, continue this consensus.
8: if receivingBlock != null && IsValidBlock(receivingBlock)
9:   return false
10: end if
// Do hash calculation using a new value.
11: nonce ← i
12: timestamp ← GetNowTimestamp()
13: hash ← GetBlockHash(blockData, nonce, timestamp)
// A nonce value that meets POW requirements is found.
14: if hash <= hashTarget
15:   miningFlag ← true
16:   break
17: end if
18: end for
// Do not find a nonce value that meets POW requirements.
19: if miningFlag == false
20:   return false
21: else
// Update block data using found nonce and timestamp.
22: newblock ← UpdateBlock(blockData, nonce, timestamp)
// Broadcast this new block to nodes in p2p network.
23: BroadcastBlock(newblock)
// Store this new block in local node.
24: StoreBlock(newblock)
25: end if
26: return true

Fig. 5. The algorithm of PoW-BC consensus

If a mining node receives a new block constructed by another miner, it will stop this round of mining after this new block is verified.
4.4 Block Verification and Storage
Each new block is broadcasted to P2P network of blockchain, and verified by every block-receiving node. If a new block passes verification, it is stored on chain by node, and is broadcasted to neighbor nodes of this block-receiving node. A detailed algorithm of block verification and storage is shown in Fig. 6.

Algorithm: The block verification and storage

Input: blockData: The new block data
Output: result: The result of block verification
// Decompress block data adopting block compression model in section 3.2.
1: blockItem ← DecompressBlock(blockData)
// Verify mining difficulty using block compression ratio.
2: if IsValidDifficulty (blockItem.rCompress) == false
3: return false
4: end if
// Verify block header according to POW consensus using nonce and other block data.
5: if IsValidBlockHeader(blockItem.header) == false
6: return false
7: end if
// Verify all transactions in block.
8: for i=0; i< blockItem.TxCount; i++
// Verify each transaction.
9: if IsValidTx(blockItem.Tx[i]) == false
10: return false
11: end if
12: end for
// Broadcast this block to nodes in p2p network.
13: BroadcastBlock(blockData)
// Store this block in local node.
14: StoreBlock(blockData)
15: return true

Fig. 6. The algorithm of block verification and storage

Compared with PoW, block verification and storage of PoW-BC has some more steps: firstly, compressed block should be decompressed, then mining difficulty is verified according to block compression ratio by forum (1). In the process of each transaction verification, previous output hash needs to be queried by block height and transaction index, which is described in section 3.1.

5. Experiment & Analysis

5.1 Experiment Design
We evaluate performance, security and efficiency of PoW-BC consensus protocol by experiment. We implemented a prototype of the PoW-BC consensus in GO programming language, consisting of approximately 8200 lines of code. We choose the deflate algorithm as the compression/ decompression algorithm for compressing and decompressing block data.
Bitcoin blocks of different heights are randomly chosen to demonstrate experimental data, and the experimental blocks is shown in Table 3.

| Block Height | Transaction Count | Block Size (Bytes) | Mining Difficulty |
|--------------|-------------------|--------------------|-------------------|
| 100000       | 4                 | 957                | 14484.16          |
| 100001       | 12                | 3308               | 14484.16          |
| 200000       | 388               | 247533             | 2864140.51        |
| 200001       | 32                | 11068              | 2864140.51        |
| 300000       | 237               | 128810             | 8000872135.97     |
| 300001       | 512               | 241334             | 8000872135.97     |
| 400000       | 1660              | 948994             | 163491654908.96   |
| 400001       | 1298              | 979159             | 163491654908.96   |
| 500000       | 2701              | 1048581            | 1873105475221.61  |
| 500001       | 2645              | 1066602            | 1873105475221.61  |
| 600000       | 1925              | 870371             | 13008091666971.9  |
| 600001       | 505               | 196097             | 13008091666971.9  |
| 622950       | 1590              | 1145300            | 13912524048945.9  |
| 622951       | 1507              | 105690             | 13912524048945.9  |

In the experiment, we evaluate different blockchain parameters, such as compression ratio, compression and decompression duration, mining difficulty, throughput and energy consumption. Security is also analyzed.

### 5.2 Compression Ratio

Compression ratio is one of indexes to evaluate compression algorithm. The smaller the compression ratio, the more the data size is reduced. In the experiment, we compress randomly selected blocks adopting transaction optimization model and deflate compression algorithm, the analysis of the block compression ratio is shown in Fig. 7.
Block compression ratio is between 85.73% and 90.43% after adopting transaction optimization model. Furthermore, Block compression ratio is between 30.53% and 42.16% after adopting block compression model.

Transaction average compression ratio $R_{txCompress}$ is the ratio between the sum of all transactions compression rate to the total number of transactions in blocks. The equation is:

$$R_{txCompress} = \frac{\sum_{r=1}^{N_{block}} N_{tx}(r) \times R_{blockCompress}(r)}{\sum_{r=1}^{N_{block}} N_{tx}(r)} \times 100\%$$

wherein $N_{tx}$ is the number of transactions in a block, and $N_{block}$ is the number of blocks. The result of $R_{txCompress}$ is 34.81% in the experiment.

Each node disk space for storing blocks is smaller because of block compression. Block storage average compression ratio $R_{storageCompress}$ is the ratio between the size of all block data after compression and before compression. The equation is:

$$R_{storageCompress} = \frac{\sum_{r=1}^{N_{block}} S_{blockCompress}(r)}{\sum_{r=1}^{N_{block}} S_{block}(r)} \times 100\%$$

Namely, it is expressed as the division of all compressed blocks size by all uncompressed blocks size. The result of $R_{storageCompress}$ is 34.28% in the experiment. Up to Apr. 30, 2020, the blocks count of Bitcoin blockchain is 628220, and the blockchain size is 320GB [42]. Each full node only needs 110GB to store all blocks after adopting this model.

### 5.3 Compression and Decompression Duration

Compression duration is one of the most important indexes to evaluate the efficiency of compression algorithm. For mining node, shorter compression duration, higher efficiency. Compressed block needs to be decompressed for verifying by each node, so the shorter decompression duration, the better. The compression and decompression duration are shown in Fig. 8.
Compression duration is between 0 and 320ms, and decompression duration is between 0 and 57ms. Compression duration is negligible compared with 10 minutes, which is the average block interval of the Bitcoin blockchain. Decompression duration is shorter, and it can be negligible.

5.4 Mining Difficulty

According to (2), mining difficulty is directly proportional to block interval. Block interval and mining difficulty adjustment ratio is shown in Fig. 9.
Block interval after mining difficulty adjustment is between 287.39s and 339.73s, and average block interval is 308.73s. Mining difficulty ratio after and before adjustment is between 47.90% and 56.62%, and average mining difficulty adjustment ratio is 51.46%. Block interval is smaller, then more blocks are generated in a certain period.

5.5 Transaction Throughput

Transaction throughput is one of the main indexes to measure the performance of a blockchain system, and it is represented as the number of transactions per second. The forum of transaction throughput $N_{tps}$ is:

$$N_{tps} = \frac{S_{block}/S_{tx}}{T_{blockInterval}}$$  \hspace{1cm} (9)

Before consensus parameters adjustment, average size of transaction $S_{tx}$ is 250 Bytes [43], and average block interval $T_{blockInterval}$ is 10 minutes, so $N_{tps}$ of Bitcoin blockchain is:

$$N_{tps} = \frac{1024 \times 1024 / 250}{60} = 6.99 tps \approx 7 tps$$  \hspace{1cm} (10)

After consensus parameters adjustment, average transaction compression ratio $R_{txCompress}$ is 34.81%, and average block interval is 308.73s, so $N_{tps}$ of Bitcoin blockchain is:

$$N_{tps} = \frac{1024 \times 1024 / (250 \times 34.81\%)}{308.73} = 39.03 tps \approx 39 tps$$  \hspace{1cm} (11)

Bitcoin's transaction throughput adopting PoW-BC is 5.6 times larger compared with PoW.

5.6 Energy Consumption

In PoW consensus protocol, all mining nodes in P2P network need to find a nonce by hash algorithm for generating a new block, and this process consumes a lot of power. The power consumption of constructing a block $N_{powerConsumption}$ is:

$$N_{powerConsumption} = \frac{N_{hashRate} \times N_{powerPerHash}}{N_{btcPerHour}}$$  \hspace{1cm} (12)
wherein $N_{\text{hashRate}}$ is the sum of hash rate in the whole P2P network of Bitcoin blockchain, $N_{\text{powerPerHash}}$ is power consumption per hash calculation, $N_{\text{btcPerHour}}$ is the number of Bitcoin generated per hour.

According to the statistics of bitcoinblockhalf.com, up to Apr. 30, 2020, Bitcoins generated per day are 1800, and hash rate is 110.25Exahashes/s. Take the Antminer S19 Pro, produced by Bitmain Technology Holding Company, as an example, its hash rate is 110TH/s, and its power is 3250 W. The power consumption of constructing a block $N_{\text{powerConsumption}}$ is:

$$N_{\text{powerConsumption}} = \frac{110.25 \text{EH/s} \times 3250 \text{W}}{(1800/24) \text{h}} = 43432 \text{kWh}$$  \hfill (13)

Adopting PoW-BC, the values of $N_{\text{hashRate}}$ and $N_{\text{powerPerHash}}$ do not change, but $N_{\text{btcPerHour}}$ becomes large because block interval become small. The average block interval is 308.73s according to mining difficulty analysis in section 5.4, so average block interval reduces to 51.46% (308.73/600), and power consumption also reduces to 51.46%.

Besides, transaction fee reduces because of transaction compression and the size of transaction become smaller. Generally, transaction fee is based on the byte size of a transaction: 0.0001BTC per 1KB (Calculated as 1KB when less than 1KB). Transaction average compression ratio is 34.81%, described in section 5.2, and transaction fee also reduces to 34.81%.

5.7 Security

Security is particularly important in blockchain systems, and there are many types of attacks in blockchain systems. We list several possible attack vectors and their solutions adopting PoW-BC consensus protocol.

1) Block Fork

PoW-BC consensus is more prone to block fork than PoW consensus, because block interval is shorter. As block fork of blockchain leads to resource waste, each node inquiries whether neighbor nodes receive a new block at a certain frequency in PoW-BC consensus protocol, in order to reduce the risk of block fork.

When block fork occurs, there are two status: if the height of block fork chains is different, the principle of taking the longest chain as the main chain is still followed. If the height of block fork chains is the same, the chain whose latest block with the smallest compression ratio is taken as the main chain.

2) 51% Attack

A 51% attack refers to an attack on a blockchain by a group of miners who control more than 50% of the network's mining hash rate. It is an attack most commonly on a blockchain adopting PoW, such as Bitcoin.

In PoW consensus protocol, if a group of miners control more than 50% of the network's mining hash rate, it can launch 51% attack. But in PoW-BC consensus protocol, even if a group of miners control more than 50% of the network's mining hash rate, it may not be able to launch 51% attack, because the number and order of transactions are different in a new block, which is packaged by each miner. Block compression ratio is not the same, which is a fine adjustment of mining difficulty, and weakens the weight of mining hash rate.

3) Block Compression Ratio Attack

When a miner constructs a new block, it uses a wrong or false block compression ratio. As described in section 4.4, each new block is verified by every block-receiving node. If a new
block does not pass verification, it is not stored on chain by node, and is not broadcasted to the neighbor nodes of this block-receiving node.

4) Empty Block Attack

When a new bitcoin block is constructed, the miner can get some mining rewards. A miner can choose to include transactions in each block without any additional effort, and get fees attached with these transactions. Since there is no reason for miners to leave this additional income, miners will include transactions with every block.

In PoW-BC consensus protocol, compression ratio of empty block is not smaller than that of block including more transactions, so block interval is not affected by transactions count of a block.

5.8 Schemes Comparison

The decentralization, security, scalability, and energy consumption are fully considered at the time of design for this consensus. PoW, PoS and DPoS are main consensus schemes in blockchain projects, we compare PoW-BC with them as follow.

Comparison with PoW

1) Decentralization: The group of miners with large mining hash rate reduces the degree of PoW decentralization. PoW-BC consensus adjusts mining difficulty, and weakens the weight of mining hash rate.

2) Scalability: As adopting block compression, disk space for storing blocks is smaller, consensus period is less and transaction throughput is larger in PoW-BC scheme.

3) Security: PoW consensus offers superior security as high attack cost are required, and PoW-BC consensus follows high security of PoW.

4) Energy Consumption: Large energy consumption is main drawback in PoW consensus, power consumption also reduces with the decrease of mining difficulty in PoW-BC consensus.

5) Comparison with PoS and DPoS

In PoS and DPoS consensus, large energy consumption caused by mining is avoided, and consensus period is shortened. It requires lower performance of nodes in p2p network. But the degree of PoS and DPoS decentralization is reduced, and blockchain system is more prone to fork.

The transaction optimization and block compression model can also be applied to PoS and DPoS consensus. Stake value can be adjusted according to the parameter of the compression ratio, and it can improve the degree of PoS and DPoS decentralization.

6. Conclusion

PoW consensus protocol is commonly adopted in blockchain systems, but it has some shortcomings, such as large energy consumption and high cost. PoW-BC consensus protocol is designed to overcome these disadvantages of PoW.

In this paper, we present a transaction optimization model and block compression model to compress block data with a smaller compression ratio and less compression/decompression duration. In consensus parameters adjustment model, block compression ratio is used to adjust PoW-BC consensus parameters to improve PoW consensus protocol. Through experiment and analysis, in the premise of ensuring blockchain secure and reliability, PoW-BC consensus protocol improves transaction throughput and transmission efficiency, reduces disk space for storing blocks, block interval and energy consumption.
The future work of this paper is to import other data compression algorithms, which has a smaller compression ratio to block data. And block compression model can be applied to PoS, DPoS, and other blockchain consensus protocol.
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