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**Abstract**

Diagnostic and contact tracing apps are a needed weapon to contain contagion during a pandemic. We study how the content of the messages used to promote the apps influence adoption by running a survey experiment on approximately 23,000 Mexican adults. Respondents were randomly assigned to one of three different prompts, or a control condition, before stating their willingness to adopt a diagnostic app and contact tracing app. The prompt emphasizing government efforts to ensure data privacy, which has been one of the most common strategies, reduced willingness to adopt the apps by about 4 pp and 3 pp, respectively. An effective app promotion policy must understand individuals’ reservations and be wary of unintended reactions to naive reassurances.

**Introduction**

Many public policies aiming for societal benefit require that individuals undertake actions with positive external effects but private costs—real or perceived. In such cases, compliance rates will tend to fall short of the level needed to attain the policy’s goals. Typical examples include vaccination (where the risks are overwhelmingly perceived rather than real), energy consumption, and water use. In the context of the current COVID-19 pandemic, the adoption of contact tracing and self-diagnostic apps is an important instance of this type of policy. Widespread adoption could effectively contain or stop the spread of the disease-causing virus, but individuals have been hesitant to download and use the apps, largely due to privacy concerns [1–5]. These fears have also affected policy-makers decisions [6, 7], as it happened in South Carolina [1] and in Norway [8].

From the policy maker’s perspective, the challenge is how to motivate individuals to comply, while complying with the highest ethical standards [9–11]. A common approach is to take action to mitigate the potential risks to the individual and to reassure the public that the risks are low. However intuitive, the strategy of explicitly addressing the public’s worst fears may be counterproductive insofar as it fails to credibly allay the fears and instead focuses attention on them. The present study tests this general proposition in the context of the adoption of COVID-19 diagnostic and contact tracing apps.
Contact tracing is a cost effective technological tool to reduce infection rates [12, 13]. It works by notifying those who have been in contact with known virus carriers and asking them to self-isolate for a few days. More than 45 governments worldwide have launched apps that allow individuals to: (a) run a self-diagnostic, and (b) receive information about whether they have been in recent contact with an infected person [14–16]. Large technology companies including Apple and Google have added to the effort by building on their existing technology and reach within communities [17]. Despite the potential impact of the apps, very few people have downloaded them. Downloads and intentions to use have been lower than acceptance levels, highlighting an intention-behavior gap [18]. Those who have adopted them tend to be the same than those who have widely adopted other preventive measures [19]. In the US states that have adopted the technology, downloads have ranged from about 10% in Virginia to 1% in Wyoming [1], and there is no widespread support for government action encouraging everyone to download and use contact tracing apps [20]. In the case of Mexico, the country in which we conduct our research, the diagnostic app (COVID-19MX) never gained much interest from the population. In the rest of the developed world, uptake has also been limited to a minority of the population: ranging from about 40% in Iceland, 26% in Australia to less than 2% in France [21, 22]. These adoption rates fall very short of what is needed for the apps to be effective [22–25]. One of the most commonly cited concerns is data privacy, with people fearing that contact-tracing apps may be tracking their whereabouts and accumulating personal information [5]. Data protection and privacy were some of the main topics discussed by the media in Germany, Austria and Switzerland, and many articles raised questions of whether authorities could be trusted to uphold data protection and privacy [3, 26].

Governments have taken many steps to improve the working of the apps and to ensure data privacy [7]. They have also focused their advertisement campaigns on the work they have been doing to ensure privacy [27–30]. Data privacy is one of the main concerns experts show when making recommendations for increasing adoption [21]. Still, focusing too much on data privacy in the public discourse, even if that is in fact the main concern preventing people from downloading and using these apps, may backfire. There is evidence, for example, that mentioning crime, even in the context of decreasing trends can provoke a ‘knee-jerk’ reaction that focuses people’s mind on the existence of crime instead of focusing on the trend [31]. One of the potential mechanisms behind this effect may be ‘priming’: subtle cues in the environment may have significant, reliable effects on behavior [32]. Priming is increasingly used to study the effects of the environment on preferences [33], including affecting attitudes that enhance gender gaps [34]. Importantly for our research, priming may affect decisions regarding download of apps [35], and priming for privacy may led to increased concern while choosing apps [36]. Kahneman (2012) [37] presents a thorough discussion regarding the replicability and power of priming studies, and [38] presents recent evidence suggesting that priming effects are real.

Importantly, that negative reaction could affect the likelihood of adoption. Seen from this perspective, the mere mention of data privacy issues may be triggering in some respondents a perception of threat that makes it less likely, not more, that they will adopt a contact tracing app. This kind of behavior may be undergirded by well known cognitive biases, including attribute substitution [39] and availability heuristics [40]. Continuous emphasis on data privacy and security—even if the goal is to reassure—may generate an overestimation of data privacy risks [41].

Following on these behavioral principles, we test whether different messages make a difference for stated willingness to adopt diagnostic and contact tracing apps. We run a survey experiment in a sample of over 23,000 individuals from Mexico recruited through Facebook advertisements and email campaigns to participate in a COVID-19 survey. We randomly...
allocated respondents to four treatment conditions including a pure control and three treatment vignettes. These vignettes were designed to compare the effectiveness of a data-privacy-oriented message, similar to those governments are using, to other messages used by both the public and the private sector on the willingness to download the diagnostic and contact tracing apps. We assume that these vignettes may act on judgment and behavior by activating mental concepts through subtle cues, that is, through priming [33].

The Treatment 1 group received a vignette focusing on the role of Facebook as a tool to connect people. The Treatment 2 group was exposed to a vignette highlighting the work the Mexican government has been doing to make it possible for citizens to conduct bureaucratic procedures online rather than in person, which increases welfare. The Treatment 3 group was exposed to a vignette that emulated the adoption-promotion messages that many countries are providing their citizens: “the government is working hard to ensure data privacy protection.” Treatments 1 and 2, thus, do no mention privacy concerns, while Treatment 3 does. Respondents in every group, including the control, were then asked whether they would be willing to download a COVID-19 diagnostic app, and, separately, whether they would be willing to download a contact tracing app.

We find, consistent with expectations based on behavioral research, that highlighting the fact that the government is working hard to ensure data privacy decreases the average respondent willingness to adopt by about 3 percentage points for the contact tracing app and 4 percentage points for the diagnostic app, in comparison with the control condition. In contrast, the other two treatments either had no effect (Treatment 1) or increased willingness to download the app (Treatment 2). Treatment 2, which focused on government efforts to move bureaucratic procedures online and emphasized the resulting gains in convenience, in fact increased stated willingness to download the diagnostic app by about 2 percentage points.

The results are robust to softening the data privacy message provided in Treatment 3: a message focusing on the work the government was carrying out to provide data security and stating that “the data privacy of Mexicans is a priority for the government,” showed the same negative effects in a separate sample of about 1,000 Mexicans.

Our results suggest that the most obvious approach to increasing adoption—directly addressing privacy issues—may not be the best, and in fact it may have counterproductive effects. A focus on fixing data privacy issues may activate data privacy fears or, alternatively, signal that data privacy is a more important issue than one believed. A different approach—such as one that highlights the goodwill of government or the convenience of online apps—may be potentially more effective. In other words, highlighting value to the citizen, rather than risk, might be a more effective way to motivate adoption. It also helps to increase trust and highlights the role of civic virtue in public health [42]. Beyond the specific context of the COVID-19 pandemic, our results provide experimental evidence that straightforward priming can importantly influence (self-reported) behavior intentions.

**Methods**

**Participant recruitment and data**

We conducted a survey experiment embedded within a larger survey focusing on COVID-19 experiences, attitudes, and behaviors. The survey was approved by the IRB of the Instituto Tecnológico Autónomo de México (ITAM) on July 1, 2020, under the name “Social and Behavioral Drivers of Individual Compliance with Preventive Measures during the COVID-19 Epidemic in Mexico” (memorandum letter of approval available upon request from the authors.) In the same survey, we also included the survey experiment described and analyzed in Martínez et al., (2021) [43]. Therefore, recruitment methods and sample description are the
same for both articles. The survey experiments have been designed to be orthogonal to each other to ensure there is no cross-contamination, and randomization into treatment and controls is independent of each other. We obtained written informed consent from all participants in this study. No minors were recruited.

The questionnaire was pre-tested on a small sample of colleagues and acquaintances, and subject to the IRB’s recommendations. Survey respondents were recruited through a Facebook ad campaign and a separate email campaign. The Facebook ad campaign targeted a general audience composed of individuals over 18 years of age living in the Mexican states of Sonora and Guanajuato, it was associated with the official Facebook account of the Inter-American Development Bank (IDB), and it was run by the Knowledge, Innovations and Communications Department of the IDB. The ads can be found in S1 and S2 Figs in the Supplementary Material. The ad was very simple, consisting of a photograph and a short text inviting people to share their COVID-19 related experiences. The campaign took place between July 7 and July 21, 2020. The second recruitment channel consisted of an email sent by various ministries of the Guanajuato state government in Mexico, using, their email distribution lists on Sendy. The list of ministries that participated in this recruitment process by providing their contact lists are the following: Ministry of Economic Development, Ministry of Tourism, Ministry of Health, and Ministry of Education. This email campaign consisted of two rounds of invitations that took place on July 10 and July 17, 2020 and no exclusion criteria were applied.

The Facebook ads directed respondents to a dedicated project webpage within the IDB website where respondents were able to access the baseline survey. The invitations from the government ministries did not direct respondents to the dedicated project webpage within the IDB website, but instead led respondents directly to the baseline survey. The survey was programmed in Qualtrics and could be completed either on a computer or a mobile device. The baseline survey itself stated on the welcome page that participation was voluntary and that respondents could end the survey at any time and for any reason. It also stated that only those who were at least 18 years of age should respond, even though neither the survey nor the treatments contain any age-inappropriate content. At the end of the survey, we asked respondents whether the individual recommended using her responses in our analysis or not according to how confident the person felt about the quality of her own responses. We made it clear that there were no consequences for selecting “Do not use.” A total of 52,507 people clicked on the Facebook ad, yielding 15,542 complete and usable surveys. In addition, 14,059 people clicked on the email ad, yielding 7,642 complete and usable surveys. For purposes of the present study, we pooled all usable survey responses from both recruitment channels, for a total of 23,184 respondents. We separately recruited a third sample of about 1,000 respondents via a different email sent out by the Government of Sonora to their preexisting mailing list. We use this smaller sample for robustness test (S2 Table shows summary statistics for this sample).

A majority of respondents indicated that they would be willing to download the app. About 92% of respondents answered that they would probably or surely download the tracing app. The equivalent figure for the diagnostic app is 88% (S3 Fig in the Supplementary Material displays the distribution of responses for the control group). These numbers exceed the typical fraction of people who actually download these kinds of apps in countries where they are available, and they suggest that one or more of the following possibilities are at work: (i) People are not overly concerned about privacy; (ii) people feel that the diagnostic app is either more intrusive or less useful (or both) than the contact tracing app; (iii) social desirability bias is inflating the fraction of people who state that they would download either app. Note that the high fraction of people who report willingness to download the apps in the control condition creates the potential for a ceiling effect constraining the ability of treatment arms T1-T3 to increase take-up.
The first column of Table 1 provides basic descriptive statistics for the control group. The average respondent is female (67%), completed secondary education (about 58% of the individuals in the sample have completed secondary education or higher), and reported knowing someone who had previously been exposed to COVID-19 (65%), and someone who has died
of COVID-19 (57%). About 12% of the sample reported having attended a party in the last 7 days, 43% reported having visited family members in the last 7 days, 72% reported that it is risky to perform activities in enclosed spaces such as gyms or restaurants, and 36% thinks that their neighbors keep social distance from others.

The population in our sample is more female and more educated than the average Mexican person as per the 2010 Mexican Population Census. For example, the proportion of females in the census is 51%. Moreover, the share of Mexicans with superior (post-secondary) or university education is about 22%, which is appreciably lower than in our sample. We cannot precisely estimate age in our sample because respondents were asked to select an age bracket. Our median respondent is in the category [25–39] and the median Mexican person is 29 years old. However, older individuals appear to be underrepresented in our sample, as 15% of the population is 55 years or older, in comparison with about 10% in our sample (by design, we do not sample minors) (Mexican census and demographic data are available from INEGI at https://www.inegi.org.mx/). The sample recruited using Facebook is similar in the age distribution and other demographic variables to the sample recruited via the state government’s email list (the main difference is that the Facebook sample is closer to the population mean in the share of women answering the survey). This suggests that any self-selection into our sample is similar when recruiting via Facebook vs. government email. Both recruitment methods likely over-represent individuals who use computers and smartphones, namely the younger and more educated. However, we have no reason to suspect that this slant towards the younger and more educated affects the external validity of the results, since our recruited population likely resembles the population of those who could potentially download and use the health apps.

**Experimental design**

Every individual in our sample was randomized into one of four treatment conditions, including a pure control. In the three other conditions, individuals were exposed to a priming vignette followed by a related question, which differed across the treatment conditions. Subsequently, all individuals were asked two outcome questions about their willingness to download, respectively, a COVID-19 diagnostic app and a contact tracing app. Those in the control condition were not shown a vignette/related question—they were only asked the two outcome questions.

The design of the vignettes aimed to test different approaches to promoting app adoptions, including the currently popular approach of reassuring the user about her data privacy, as well as two alternative approaches. One of the alternative approaches focuses on the usefulness of the most popular social networking app, Facebook, while the second alternative approach focuses on the convenience of using online means to conduct business with government. In each vignette, the related question at the end aimed to reinforce the priming effect.

The vignette/related question in Treatment 1 (T1) specifically highlights the usefulness of Facebook as a tool to keep in touch with friends. The original Spanish text is provided in the Supplementary Material. The text reflects the spirit and tone of Facebook’s own campaigns: “Facebook was built to bring people close together and build relationships” [44, 45]. The objective of this vignette was to highlight the usefulness of mobile apps and their popularity, despite their widely-publicized failure to guarantee full data privacy (for an overview of Facebook data privacy problems see [46–48]).

**T1:** *Facebook is the most popular social networking tool in Mexico and in the world. It allows its users to share pictures, news, and personal information with their friends. In addition,
through its mobile app, it allows frequent contact with loved ones. Do you agree that the Facebook mobile app increases contact with your loved ones?

[Yes/No]

The vignette/question in Treatment 2 (T2) focuses on the convenience of online services and on government efforts to move bureaucratic procedures online. This is based on actual efforts by the Mexican government aiming to: “provide information, services, and a platform for participation to the population...[and to revolutionize] the relationship between the citizen and the state” [49]. The Mexican government’s digital strategy has also been copied and pursued by regional and local governments [50].

**T2:** The government of Mexico has shifted many in-person bureaucratic procedures to online platforms. In addition, thanks to mobile apps, some of those procedures can be performed from any location. For example, Mexicans can now pay fines online at any time and from any location. Do you agree that online services increase the welfare of Mexicans?

[Yes/No]

Treatment 3 (T3) highlighted government efforts to address and mitigate data privacy concerns.

**T3:** Online platforms and mobile apps, which can be used to make online purchases and pay for services, can have security issues. The government of Mexico is working very hard to protect data privacy so no Mexican is worried or affected by it. Is data protection an important issue for you?

[Yes/No]

As a robustness check, we later present an alternative vignette also built around privacy concerns but using a different rhetorical structure. The goal of the robustness analysis is to ensure that it is the emphasis on data privacy concerns, and not some other idiosyncratic feature of the vignette, that is driving the effects we find.

The outcome questions were:

**Diagnostic application:** If a federal government app were available for your smartphone that could help you to identify coronavirus symptoms, and inform you what to do, at no cost, and with no data usage, would you download it to your phone?

[Definitely yes / I think so / I don’t think so / Definitely not]

**Contact Tracing application:** If, in addition to the previously-described features, the app could also alert you if you had been in contact for more than 15 minutes with an infected person, and it notified the people who were near you if you became infected, without identifying personal information (yours or others'), would you download the app?

[Definitely yes / I think so / I don’t think so / Definitely not]

Table 1 explores balance on covariates across the four treatment conditions, focusing only on covariates collected in the baseline survey prior to treatment assignment. The first column of the table provides means and standard deviations for those eventually assigned to the control group. The next three columns (2–4) provide the differences between that group and each
one of the other treatment groups. Only 4 out of 45 coefficients are significant at the 5 percent level or higher, and the sizes of these differences are substantively small. We take this as evidence that the randomization was successful. As mentioned previously, in addition to the main sample, we recruited an additional sample of about 1,000 respondents, which we use to test for robustness. S2 Table verifies balance on predetermined covariates across treatment arms for this sample.

**Estimation strategy**

Due to randomization, average causal effects can be estimated by regressing each of the two outcome variables (respectively derived from each of the two outcome questions) on a set of treatment-condition indicators, minus an omitted reference category (the control group). We estimate the following linear regression model:

\[
y_i = \alpha + \beta_1 T_{1i} + \beta_2 T_{2i} + \beta_3 T_{3i} + u_i,
\]

where \(y_i\) is the value of a dependent variable (either stated willingness to download the diagnostic app or stated willingness to download the tracing app) for individual \(i\). For the main analysis, we code the dependent variables as dichotomous variables taking the value of 0 for responses “definitely no” and “I don’t think so” and the value of 1 for responses “I think so” and “definitely yes.” Thus, Eq 1 can be interpreted as a linear probability model. We also present results of ordered logit models using the original four response categories.

The variable \(T_{1i}\) takes the value of 1 if respondent \(i\) was assigned to the vignette emphasizing Facebook’s usefulness to keep in contact with others, and the value of 0 otherwise; \(T_{2i}\) similarly indicates assignment to the vignette focusing on the government’s efforts to shift bureaucratic procedures online; and \(T_{3i}\) indicates assignment to the vignette about the government’s efforts to protect data privacy. The coefficients \(\beta_n\), \(n = 1, 2, 3\), respectively estimate the causal effects of treatment assignment—in comparison with assignment to the control—on the probability of answering either “I think so” or “definitely yes.” These coefficients estimate intent-to-treat effects, since we do not observe whether respondents actually read or paid attention to the assigned vignette. Therefore, our estimates constitute lower bounds to treatment-on-the-treated effects.

**Results and discussion**

Estimates for the analysis with the dichotomized dependent variables are shown in Table 2. Columns 1 and 5 display Eq 1 estimates with no additional controls, respectively for the contact tracing app and diagnostic app outcome questions. Columns 2–4 and 6–8 also control for a broad set of pre-treatment variables, with the goal of adjusting for potential imbalances (however small) and potentially increasing the precision of the treatment effect estimates. The set of control variables includes: age, sex, and educational attainment, whether the respondent or somebody she knows has been exposed to or has died because of COVID-19, beliefs regarding the probability of being infected and/or having to go to the hospital, whether the respondent attended a party or visited family recently, her evaluation of the risk of contagion associated with indoor activities, and beliefs about whether others around her practice social distancing. Columns 3 and 7 additionally control for state fixed effects, and columns 4 and 8 control for municipal fixed effects, instead. The results change very little across specifications. Fig 1 presents dot plots of regression coefficients corresponding to columns 2 and 6 in the table. The dot plots also display the coefficients for all the control variables.

Individuals assigned to treatment T3, which refers to government efforts to ensure data privacy, are 4 percentage points less likely to state they are willing to download the diagnostic...
app, and 3 percentage points less likely to state willingness to download the contact tracing app, than those in the control group. Treatment T1, which refers to the usefulness of Facebook to keep in touch with others, has no effect. Interestingly, treatment T2—emphasizing government efforts to move procedures online—increases stated willingness to download the diagnostic app by about 2 percentage points, but does not impact willingness to download the contact tracing app, suggesting that indirectly emphasizing potential benefits may be a better way to motivate app adoption than talking about efforts to mitigate privacy risks. Equality-of-coefficients tests at the bottom of the table show that the treatment effect estimates mentioned in this paragraph are both statistically different from the control and statistically different from each other.

The results from the ordered logit model are shown in Fig 2. These estimates reveal that the negative treatment effect of the privacy issues treatment (T3) on the dichotomized stated likelihood to download either app reflects a reduction in the likelihood of answering “definitely yes” (about 6.5—7.5pp) alongside an increase in the likelihood of all other answer categories—with the biggest increase in the “I think so” category (about 4pp).

The coefficient estimates corresponding to the control variables (Fig 1) highlight baseline differences in stated willingness to download the apps across population subgroups. Older and more educated individuals are less likely to answer that they would download the apps. Women, those who were directly exposed or knew somebody who was exposed to (or died...
Fig 1. **Treatment effects and coefficient estimates.** This figure shows the Average Treatment Effects and the coefficients for the control variables. It corresponds to columns [2] and [6] in Table 2.

https://doi.org/10.1371/journal.pone.0253490.g001

Fig 2. **Treatment effects—Ordered logit.** These figures show the change in probabilities associated to each treatment for the two dependent variables. Correspond to the margins of the coefficients in columns [1] and [4] in S1 Table.

https://doi.org/10.1371/journal.pone.0253490.g002
because of COVID-19, and those who thought it risky to carry out activities indoors with other people were all more likely to say that they would download the apps. In contrast, those who reported having attended a party in the previous 7 days were less likely to respond that they would download the apps. The direction of the effects of the control variables, elicited prior to the treatment assignment, is consistent with the idea that those with the greatest reason to be concerned about COVID-19 are more likely to download the apps, as might be expected. This is consistent with the idea that answers to the outcome questions about hypothetical download behavior have real substantive content.

Robustness

In order to check whether something idiosyncratic about the wording of the data privacy treatment—rather than the fact that it draws attention to data privacy—is driving the results, we conducted a second survey experiment in a smaller sample of about 1,000 individuals. In that experiment, we added a fourth treatment. Individuals assigned to the new treatment received the following vignette:

**T4:** Ensuring citizen data privacy is of utmost importance for governments around the world, and Mexico is no exception. The data privacy of Mexicans is a priority for our government. Do you agree that protecting your privacy is a priority of the government? [Yes/No]

This vignette aimed to emphasize, even more than T3, the actions that the government was taking to ensure data privacy, and to highlight that providing security was an explicit priority of the government.

Fig 3 summarizes the regression results (the full regression estimates are provided in S3 Table in the Supplementary Material). The results for treatments T1-T3 are very similar to those in the main analysis, serving as a replication exercise. Moreover, the results for the new

![Fig 3. Treatment effects—Sonora Sample. This figure shows the treatment effects and coefficients for the two dependent variables. Correspond to columns [1] and [4] in S3 Table.](https://doi.org/10.1371/journal.pone.0253490.g003)
privacy treatment (T4) are virtually identical to those of the main privacy treatment (T3) for both of the willingness-to-download outcome questions. Respondents assigned to T3 and T4 were about 4—6pp less likely to state willingness to download either app. The fact that results are almost identical for T3 and T4 provides support for the idea that priming respondents about data privacy, regardless of the specific wording used, is the likely driver of the observed effect.

Conclusion
During a pandemic, according to most experts, in order to control the spread of the virus, it is important to know who has the virus and who has been in contact with people who has it. That way, individuals infected can be isolated and receive adequate care. In order to achieve the levels of information necessary for the policy to be effective, governments have developed apps for self-diagnostic and for contact tracing. Individuals who suspect having the virus can seek professional help and isolate themselves to avoid potentially infecting others. Also, individuals can be informed when they have been in contact with somebody with a positive test. But for these apps to work, they have to be downloaded and used by a large fraction of the population. During the COVID-19 pandemic, governments have been relatively unsuccessful at getting citizens to download and use these apps. In order to increase take up, many resorted to highlighting their efforts to ensure data privacy. However, those very messages of reassurance may prime individuals to worry about data privacy and as a result reduce their willingness to download the apps.

In this paper, we bracket the issues that concern the ethics of the apps, their content, and the characteristics of the roll-out [9–11]. We concentrate instead on evaluating the informational content of the campaigns surrounding the roll-outs, and we present experimental evidence that stressing efforts to address concerns about data privacy may backfire. Mentioning privacy concerns appears to generate a ‘knee-jerk’ reaction against the download of the apps. This reaction is robust to two different wordings of the prime. Overall, our findings suggest that mentioning privacy concerns, instead of reassuring citizens, could convey the message that data privacy is something that citizens should be worrying about. It is also possible that the mere mention of “data privacy” might trigger a fear reaction. Discerning between these, and related, hypotheses about the precise mental processes at work is beyond the scope of this paper, but an interesting direction for future research. Additionally, future research may also want to test different messages regarding how the government might handle data privacy. For example, it is possible that messaging that explains how privacy is protected in a particular app may be persuasive, even if general statements about data privacy are not.

In contrast, avoiding mention of privacy concerns but focusing instead on the benefits of online government services increased the rate of stated willingness to download the apps. This positive effect may be due to the fact that this treatment highlights the government’s positive record at making life easier for citizens by substituting online procedures for time consuming, in-person ones. It is also possible that this treatment indirectly emphasizes the benefits of using online services in general, thereby leading individuals to focus on the benefits of the apps rather than on their risks. The findings presented here may travel well to other related policy areas where safety is a concern, such as vaccination. More broadly, our results demonstrate the effectiveness of priming individuals as a means to influencing their (self-reported) intended behavior.

We have reason to believe that our results are likely to travel beyond Mexico’s frontiers. According to data collected by [51], data privacy concerns among the Mexican public are very
similar to those in a sample of ten Latin American countries. The issue of data privacy is neither more nor less salient than in other countries in the region. The strength of legal protections of data privacy in Mexico is typical for the region, and above the regional mean according to V-DEM 2020 data; and the same is true for governmental cybersecurity capacity [52]. Moreover, trust in the government in Mexico is also about average (and above the median) for the region, according to the latest round of the Latinobarometer survey [53]. In sum, Mexicans are quite typical in terms of trust in government, concerns about data privacy, and the relevant legal environment.
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