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Abstract—Intelligent reflecting surfaces (IRS) can improve the physical layer security (PLS) by providing a controllable wireless environment. In this paper, we propose a novel PLS technique with the help of IRS implemented by an intelligent mirror array for the visible light communication (VLC) system. First, for the IRS aided VLC system containing an access point (AP), a legitimate user and an eavesdropper, the IRS channel gain and a lower bound of the achievable secrecy rate are derived. Further, to enhance the IRS channel gain of the legitimate user while restricting the IRS channel gain of the eavesdropper, we formulate an achievable secrecy rate maximization problem for the proposed IRS-aided PLS technique to find the optimal orientations of mirrors. Since the sensitivity of mirrors’ orientations on the IRS channel gain makes the optimization problem hard to solve, we transform the original problem into a reflected spot position optimization problem and solve it by a particle swarm optimization (PSO) algorithm. Our simulation results show that secrecy performance can be significantly improved by adding an IRS in a VLC system.

Index Terms—Visible light communication, physical-layer security, intelligent reflecting surface, mirror array.

I. INTRODUCTION

Security and privacy guarantees attract special attention in the sixth generation (6G) networks [1] [2]. Inherited from the fact that light cannot penetrate through walls or opaque objects, visible light communication (VLC) is considered as a secure alternative for the 6G indoor wireless networks [1]. Furthermore, by employing light-emitting diodes (LEDs), VLC can provide both illumination and high-rate data communication simultaneously. However, due to the open and broadcasting nature of VLC, user’s confidential information may still be intercepted when VLC systems are deployed in public areas, such as shopping centers, libraries, coffee shops, hospitals, train stations, etc. During the past few years, physical-layer security (PLS) techniques are introduced to VLC networks in an effort to enhance the overall system security by complementing existing upper-layer encryption security techniques. For the single-input-single-output (SISO) VLC system, upper and lower bounds on secrecy capacity are derived in [3]-[5]. Based on Polar Codes, a physical-layer secure coding scheme is proposed to enhance the secrecy performance of SISO VLC system [6]. For a multiple-input-single-output (MISO) VLC system, beamforming [3] [7] [8] and jamming [9]-[11] are two main categories of PLS techniques. More specifically, beamforming schemes perform better than jamming schemes when the eavesdropper is an authorized user and the CSI of eavesdropping channel is perfectly known. By contrast, jamming schemes are most commonly adopted for the cases when the CSI of the eavesdroppers is not available, for example, when eavesdroppers are malicious users not registered in the network [9]. However, both beamforming and jamming techniques require the cooperation of multiple transmitters, which means energy consumption is increased to enhance the secrecy performance of VLC systems.

Recently, as an eye-catching architecture for 6G networks, intelligent reflecting surfaces (IRS) have received significant research attention in radio frequency (RF) systems [2]. Consisting a number of low-cost passive reflecting elements, an IRS can reconfigure the wireless propagation environment via intelligently controlled reflection [12]. By adjusting the reflecting coefficients of reflecting elements, IRS can achieve fine-grained three-dimensional (3D) passive beamforming toward the intended receiver. Based on the idea of passive beamforming, a new PLS technique is proposed for the RF systems with existence of eavesdroppers [13]-[16]. It has been proved that secrecy performance can be significantly improved with the help of IRS by jointly optimizing the reflecting coefficients. In the same spirit, the IRS can also provide new horizon for the design of PLS technique in VLC secure systems.

In VLC systems, IRS can be implemented by programmable metasurfaces or by mirror arrays [17]. The phase gradient of each metasurface and the orientation of each mirror can be controlled intelligently to reflect the incident optical signal towards a receiver. Recently, the irradiance (power density) expressions of two types of reflectors are derived in [17] to characterize the focusing capability of IRS in the VLC system. According to the results in [17], the mirror array outperforms the metasurface in VLC system. Inspired by [17], in this paper, we propose an IRS aided secure VLC system to explore the secrecy improvement brought by IRS in VLC. The main contributions of this paper are summarized as follows.

• Using an intelligent controllable mirror array as IRS, we model the reflected channel gain in a VLC system. We derive a lower bound on the achievable secrecy rate for the IRS-aided peak-constrained VLC system employing intensity-modulation/direct detection (IM/DD).

• To enhance secrecy performance of the SISO VLC system, we use an optimized intelligent rotation scheme for the mirrors to enlarge the difference between the
channel gain of the legitimate user and the eavesdropper. Hence, we treat the orientation of each mirror as the optimization variable and formulate an achievable secrecy rate maximization problem for the proposed IRS-based PLS technique.

- Due to the sensitivity of mirrors’ orientations to the IRS channel gain, it is hard to find the optimal combination of mirrors’ orientations. To handle this problem, we transform the orientations optimization problem into a reflected spot finding problem. Since the maximum IRS channel gain is achieved when the reflected spots of different mirrors focus on the same position, we just need to find only one position of the reflected spot for the mirror array, which greatly reduce the complexity of the problem.

The rest of this paper is organized as follows. The system model is introduced in Sec. II. The problem formulation and the solution are introduced in Sec. III. Simulation results and discussion are presented and discussed in Sec. IV. Finally, the paper is concluded in Sec. V.

II. SYSTEM MODEL

In this paper, we consider a typical indoor space, whose size is $x_r \times y_r \times z_r$ ($m \times m \times m$), as shown in Fig. 1. An extended planar source having uniform radiant emittance over its area $w_s \times l_s$ is deployed on the ceiling of the room and considered as an optical access point (AP). The system includes two users: a legitimate user (i.e. Bob) and an eavesdropper (i.e. Eve). A mirror array consisting of $N_n \times N_n$ identical rectangular mirrors is installed on the one wall. The size of each mirror is $w_m \times h_m$. The orientation of each mirror can be rotated independently. The rotation angle of the mirror $(i, j)$ includes yaw angle $\beta_{i,j}$ and roll angle $\alpha_{i,j}$, as shown in Fig. 2.

A direct current (DC)-biased IM/DD scheme is considered, in which the LED is driven by a fixed bias $I_{DC}$. The optical transmitted signal $s \in \mathbb{R}$ is a zero-mean current signal superimposed on $I_{DC}$ to modulate the instantaneous optical power emitted from the LED, where $\mathbb{R}$ represents the set of real numbers. To avoid clipping distortion, the signal $s$ needs to satisfy the peak-power constraint characterized by $|s| \leq A$, where $A$ is a constant [3].

Due to the broadcast nature of visible light, Eve may wiretap the confidential message of Bob transmitted by AP via both line-of-sight (LoS) links and IRS links. Therefore, the received signal of Bob and the wiretap signal of Eve are expressed as

$$y_{\text{Bob}} = (h_{\text{LoS}, \text{Bob}} + h_{\text{IRS}, \text{Bob}})s + n_{\text{Bob}},$$

and

$$y_{\text{Eve}} = (h_{\text{LoS}, \text{Eve}} + h_{\text{IRS}, \text{Eve}})s + n_{\text{Eve}},$$

respectively, where $n_{\text{Bob}} \sim \mathcal{N}(0, \sigma^2)$ and $n_{\text{Eve}} \sim \mathcal{N}(0, \sigma^2)$ represent the VLC noise of Bob and Eve, which contains shot noise and thermal noise. The VLC noise is regarded as additive white Gaussian noise with zero-mean and variance $\sigma^2 = N_0 B$, where $N_0 \approx 10^{-22} \, \text{A}^2/\text{Hz}$ [19]. In addition, $h_{\text{LoS, Bob}}$ and $h_{\text{LoS, Eve}}$ represent the DC channel gain of LoS links of Bob and Eve, while $h_{\text{IRS, Bob}}$ and $h_{\text{IRS, Eve}}$ represent the IRS channel gain of LoS links of Bob and Eve.

For a LoS link, the channel gain is expressed as [18]

$$h_{\text{LoS}, k} = \int_{-w_s/2}^{w_s/2} \int_{-l_s/2}^{l_s/2} \frac{\eta (L_a + 1) \delta \varpi T}{2 \pi \sigma_k^2(x,y)} \cos^{L_a}(\psi_{k,\text{LoS,in}}(x,y)) \cos(\psi_{k,\text{LoS,in}}(x,y)) dx dy,$$

where $k \in \{\text{Bob}, \text{Eve}\}$, $d_k(x,y)$ is the distance between AP and the user $k$, $L_a = -2 \ln 2/\ln(\cos(\phi_{1/2}))$ denotes the order of Lambertian emission, $\phi_{1/2}$ is the semi-angle at half illumination of LEDs, $\delta$ is the physical area of the detector in a PD, $\varpi$ is responsivity of a PD, $\eta$ is the current-to-light conversion efficiency of the LED, $T$ is the gain of the transimpedance amplifier, $\psi_{k,\text{LoS,in}}(x,y)$, and $\psi_{k,\text{LoS,in}}(x,y)$ are the angle of incidence and irradiance between the AP and the user $k$, respectively. In addition, the function $g(\cdot)$ represents the gain of an optical concentrator, which is characterized by

$$g(\psi_{k,\text{LoS,in}}(x,y)) = \begin{cases} \frac{a^2}{2 \sin^2 \varphi_c}, & \text{if } \psi_{k,\text{LoS,in}}(x,y) \leq \varphi_c, \\ 0, & \text{if } \psi_{k,\text{LoS,in}}(x,y) > \varphi_c, \end{cases}$$

where $a$ denotes the refractive index, and $\varphi_c$ is half of FoV at a receiver.

In this paper, our objective is using an optimized intelligent rotation scheme for the mirrors to improve the secrecy performance of the VLC wiretap channel in [1] and (2).
III. PROBLEM FORMULATION AND SOLUTION

A. IRS Channel gain

For a VLC IRS system implemented by an intelligent mirror array, the IRS channel gain of user k is derived as

$$h_{IRS,k}(\alpha,\beta) = \sum_{i,j=1}^{N_m} \eta \pi \delta T E^k_{i,j}(\alpha,\beta) g(\theta^k_{R_{i,j}}) \cos(\theta^k_{R_{i,j}}),$$

where $E^k_{i,j}(\alpha,\beta)$ represents the irradiance at user k contributed by the mirror (i, j), based on geometrical optics and trigonometric analysis, $E^k_{i,j}(\alpha,\beta)$ is expressed as [17]

$$E^k_{i,j}(\alpha,\beta) = \left( \frac{L_a+1}{2e} \right)^{\frac{m_i}{2}} \int_{-h_m/2}^{h_m/2} \frac{w_m/2}{w_m/2} \cos(L_a)(\theta^k_{R_{i,j}})$$

$$\times \frac{e^3}{2} \frac{e^3}{R_{i,j}} \frac{N^2_i}{P_k-R_{i,j}} \frac{w_m/2}{\|P_k-R_{i,j}\|^2}$$

$$\leq \frac{e^3}{2} \left( \frac{S_1}{2} \right)^2 \frac{e^3}{R_{i,j}} \|I\|_2$$

$$\leq \frac{e^3}{2} \|I\|_2$$

where $\rho$ denotes the reflection efficiency, $e_n(n \in \{1,2,3\})$ denotes the nth column in the 3 x 3 identity matrix, $\|\cdot\|_2$ denotes the l2-norm, and $\mathbb{I}(\cdot)$ denotes the binary indicator function. In addition, $S$, $P_k$, $R_{i,j}$, and $I$ represent the space coordinates of the center of AP, the position of the user k, the differential point of the mirror in the ith row jth column (i.e. the mirror (i, j)), and the pre-reflection image of $P_k$ in the source plane, respectively. According to [17], the local Cartesian coordinate system is defined with the origin at the mirror center and the above space coordinates are given as

$$R_{i,j} = R^T_{i,j} \begin{bmatrix} x' & y' & z' \end{bmatrix}^T,$$

$$S = \begin{bmatrix} -x + \frac{w_m}{2} + (j-1)h_m & y \cr -x - \frac{w_m}{2} + (i-1)h_m & z \cr x - (x + \frac{w_m}{2} + (j-1)w_m) & y_k \cr h_d - (z + \frac{w_m}{2} + (i-1)h_m) = 0 \end{bmatrix},$$

$$P_k = \begin{bmatrix} e^T_{i,j} R_{i,j} + e^T_{i,j} (S-R) e^T_{i,j} I \cr e^T_{i,j} R_{i,j} + e^T_{i,j} (S-R) e^T_{i,j} I \cr e^T_{i,j} S \end{bmatrix},$$

$$I = \begin{bmatrix} e^T_{i,j} R_{i,j} + e^T_{i,j} (S-R) e^T_{i,j} I \cr e^T_{i,j} R_{i,j} + e^T_{i,j} (S-R) e^T_{i,j} I \cr e^T_{i,j} S \end{bmatrix},$$

where $R^T_{i,j}$ represents the rotation matrix between the coordinate system in Fig. 2a and Fig. 2b. $x$, $y$, and $z$ denote the distance between the center of AP and the top left corner of the mirror array on x-axis y-axis and z-axis, respectively. $x$, $y$, and $h_d$ denote the distance between the center of AP and the position of user k on x-axis y-axis and z-axis, respectively, as shown in Fig. 1.

In [6], the binary indicator function $\mathbb{I}(\cdot)$ is used to indicate that the pre-reflection image of $P_k$ (i.e. the point I) locates within the boundaries of optical AP. In addition, $\mathbb{I}_{i,j}$ denotes the normal vector of the surface of the mirror (i, j) after rotation. According to Fig. 2, $\mathbb{I}_{i,j}$ can be expressed as

$$\hat{N}_{i,j} = \begin{bmatrix} \sin(\beta_{i,j}) \cos(\alpha_{i,j}) \\
\cos(\beta_{i,j}) \cos(\alpha_{i,j}) \\
\sin(\alpha_{i,j}) \end{bmatrix}. \quad (8)$$

Furthermore, $\hat{R}_{i,j} I$ represents a unit vector along $R_{i,j}I$, which can be calculated by

$$\hat{R}_{i,j} I = 2 \cos(\theta') \hat{N}_{i,j} - (P_k - R_{i,j})/\|P_k - R_{i,j}\|_2. \quad (9)$$

where $\theta'$ represents the angle between the vector $\hat{N}_{i,j}$ and the reflected light from $R_{i,j}$ to $P_k$, which can be calculated by

$$\theta'_{R_{i,j}} = \hat{N}_{i,j}^T (P_k - R_{i,j})/\|P_k - R_{i,j}\|_2. \quad (10)$$

Similarly, $\hat{R}_{i,j}^T P_k$ in (6) represents the the angle between the vector $\hat{N}_{i,j}$ and the reflected light from $P_k$, which can be calculated by

$$\theta_{R_{i,j}} = \hat{N}_{i,j}^T (P_k - I)/\|P_k - P\|_2. \quad (11)$$

B. Secrecy rate maximization problem

Considering the peak power constraint of the transmitted signal, a lower bound of the achievable secrecy rate is given by [3]

$$R_{secrecy}(\alpha,\beta) = \frac{1}{2} \log \frac{\pi c \rho^2 (h_{IRS,Bob}(\alpha,\beta) + h_{LoS,Bob})}{(h_{IRS,Eve}(\alpha,\beta) + h_{LoS,Eve}) + 3 \pi c \rho^2 (h_{IRS,Bob}(\alpha,\beta) + h_{LoS,Bob}) + 3 \pi c \rho^2 (h_{IRS,Eve}(\alpha,\beta) + h_{LoS,Eve})}. \quad (12)$$

In this paper, we propose a novel PLS technique for the VLC system with the help of IRS. The key of the proposed PLS technique is how to intelligently control the orientation of each mirror to enhance the IRS channel gain of Bob while restricting the IRS channel gain of Eve simultaneously. Therefore, the ratio in (12) can be enlarged by IRS, which results in the improvement of the achievable secrecy rate. To maximize this improvement, we formulate the proposed IRS aided PLS into an achievable secrecy rate maximization problem, which is expressed as

$$\max_{\alpha,\beta} R_{secrecy}(\alpha,\beta) \quad (11a)$$

subject to (s.t.)

$$- \pi/2 \leq \alpha_{i,j} \leq \pi/2, \quad (11b)$$

$$- \pi/2 \leq \beta_{i,j} \leq \pi/2, \quad (11c)$$

where the orientation matrices of the mirror array are treated as optimization variables.

For an IRS VLC system with $N_m \times N_n$ mirrors, the problem (11) is a non-convex problem with $2 \times N_m \times N_n$ optimization variables. Since the reflected spot of the optical AP in the receive plane is sensitive to the orientation of the mirror, the IRS channel gain of the mirror (i, j) is sensitive to both $\alpha_{i,j}$ and $\beta_{i,j}$. Because the aim of the problem (11) is to find the optimal combination of $\alpha_{i,j}$ and $\beta_{i,j}$ for each mirror and find the optimal combination of orientations of all mirrors in the mirror array, the sensitivity of the variables on the
objective function makes the high dimensional problem more intractable.

Considering the combination of $\alpha_{i,j}$ and $\beta_{i,j}$ has one-to-one correspondence to the position of the reflected spot in the receive plane, we propose a reflected spot finding (RSF) method to reduce the dimension of the optimization variables in problem (11). Instead of optimizing two angles of orientation of each mirror, we try to find the optimal position of reflected spot in the receive plane.

In the local Cartesian coordinate system with the origin at the mirror center $R_{i,j}$, the space coordinates of the center position of the reflected spot can be expressed as

$$Q = \begin{bmatrix}
x_q - \left( x_s + \frac{w_m}{2} + (j-1)w_m \right) \\
y_q - \left( y_s + \frac{h_m}{2} + (i-1)h_m \right)
\end{bmatrix},$$

(12)

where $x_q$, $y_q$, and $h_q$ represent the distance between the center of AP and the center position of the reflected spot on x-axis y-axis and z-axis, respectively. According to the Snell’s law of reflection, the reflected ray, the incident ray, and the normal vector of the surface of the mirror all lie in the same plane. In addition, the angle between the incident ray and the normal vector is equal to the angle between the reflected ray and the normal vector. Therefore, for a target center position of reflected spot $Q$, the normal vector of the surface of the mirror $(i,j)$ after rotation can be calculated as

$$N_{i,j} = \frac{N_{i,j}}{\|N_{i,j}\|},$$

(13)

where

$$N_{i,j} = \frac{\mathbf{S} - R_{i,j}}{\|\mathbf{S} - R_{i,j}\|} + \frac{Q - R_{i,j}}{\|Q - R_{i,j}\|}.$$  

(14)

Furthermore, based on the obtained normal vector, the rotation angles can be calculated as

$$\begin{cases}
\beta_{i,j} = \sin^{-1} \left( \frac{N_{i,j}^T \mathbf{e}_3}{\|N_{i,j}\|} \right) \\
\alpha_{i,j} = \sin^{-1} \left( \frac{N_{i,j}^T \mathbf{e}_1}{\cos(\beta_{i,j})} \right)
\end{cases}$$

(15)

By substituting (13) into (6) and then substituting (6) into (5) and (10), we can obtain the achievable secrecy rate as a function of the center position of the reflected spot $Q$, i.e. $R_{\text{sec}}(Q)$. Further, treating the function $R_{\text{sec}}(Q)$ as a new objective function, we transform the problem (11) into

$$\max_{x_q, y_q, h_q} R_{\text{sec}}(Q)$$

(16a)

s.t.

$$-x_0 + x_s \leq x_q \leq x_r - x_0 + x_s,$$

(16b)

$$0 \leq y_q \leq y_r,$$

(16c)

$$h_q = h_d,$$

(16d)

where $x_0$ denotes the distance between the left edge of the room and the left top corner of the mirror array on the x-axis, as shown in Fig. 1. The constraints (16b)-(16d) are used to limit the reflected spot locates within the boundaries of the receive plane.

Since the maximum IRS channel gain is achieved when all the mirrors focus on the same reflected spot, we just need to find one position of reflected spot for the mirror array in problem (16). In other words, just $x_q$, $y_q$ and $h_q$ need to be optimized and then the coordinates of $Q$ for each local Cartesian coordinate system can be obtained. Therefore, compared to problem (11), the dimension of optimization variables in the transformed problem by adopting the proposed RSF method is reduced from $2 \times N_m \times N_n$ to 3.

C. The modified PSO algorithm

In this paper, the particle swarm optimization-initialization intervention (PSO-II) algorithm is leveraged to solve the non-convex problem (16). The PSO is a heuristic algorithm which imitates swarms behaviour in birds flocking and fish schooling [21]. In this paper, the position of each particle represents a potential solution of the problem (16), which is a three-dimensional variable including $x_q$, $y_q$, and $h_q$. The fitness of each particle is defined to measure the optimality of potential solutions, which is calculated by the objective function (16a). Each particle searches for the maximum fitness by iteratively updating its position and velocity as follows

$$V_{\lambda}^{n+1} = \zeta V_{\lambda}^{n} + c_1 r_1 (W_{\lambda, \text{gbest}}^{n} - W_{\lambda}^{n}) + c_2 r_2 (W_{\lambda, \text{gbest}}^{n} - W_{\lambda}^{n})$$

(17)

$$W_{\lambda}^{n+1} = W_{\lambda}^{n} + V_{\lambda}^{n+1},$$

(18)

where $V_{\lambda}^{n}$ and $W_{\lambda}^{n}$ are the velocity and position of particle $\lambda$ at the n-th iteration, respectively. Furthermore, $W_{\lambda, \text{gbest}}^{n}$ and $P_{\lambda, \text{gbest}}^{n}$ are the best position record of particle $\lambda$ and the entire swarm, respectively. In addition, $\zeta$ is the inertia weight, $c_1$ and $c_2$ are the learning factors, $r_1$ and $r_2$ are random numbers uniformly distributed in the range $[0, 1]$.

Since the non-convex objective function is sensitive to the position of the reflected spot, the convergence of PSO is poor if the positions of particles are initialized purely randomly as the conventional PSO. Therefore, we adopt PSO-II to improve the convergence performance, in which we intervene the initialization by choosing the position of Bob as one of potential solution of problem (16). The pseudocode of the PSO-II algorithm is shown in Algorithm 1.

IV. Simulations Results and Discussion

In this section, we present the simulation results to evaluate the secrecy performance of the IRS aided VLC system. The main system parameters are summarized in Table I. We calculate the integrals in (3) and (6) by a discretization method, and the area of each discrete element is $10^{-4} \times 10^{-4}$ m².

To show the improvement of secrecy performance by adding IRS in the VLC system, we present Fig. 3 and Fig. 4 in which we compare the following three mirror orientation control methods.

- The proposed RSF method: We solve the problem (16) to obtain the optimal center position of the reflected spot and then determine rotation angles of mirrors by formula (15).
Focus on Bob (FoB) method: We choose Bob’s position as the center position of the reflected spot, and then determine rotation angles of mirrors by formula (15).

Without IRS (w/o IRS): Only LoS links are considered in the system without IRS.

Fig. 3 and Fig. 4 show the channel gain and the achievable secrecy rate for various positions of Eve, respectively, where the IRS contains 5 x 5 mirrors and the size of each mirror is 0.1 x 0.1 m². To control mirrors orientations, the IRS gain of Bob is positive while the IRS gain of Eve is zero for most cases except 0.1 < x_{Eve} < 0.3. This is because we consider a light source with an area, which cannot be described as point source, and the reflected spot in the receive plane is also an area. When Eve is close to Bob, Eve can also receive the optical signal reflected by IRS. Therefore, the difference between the sum channel gain of Bob and Eve is enlarged by IRS in most cases except 0.1 < x_{Eve} < 0.3 and the corresponding achievable secrecy rate is improved, as shown in Fig. 3 and Fig. 4 respectively.

Although the FoB method enhances the secrecy performance with low complexity, the insecure area still exists. If we optimize the center position of the reflected spot according to the proposed RSF method, the insecure area can be further reduced. As shown in Fig. 4 except the position of Bob and Eve are overlapped, the achievable secrecy rate is positive for all the cases. In other words, by controlling the mirrors’ orientation more intelligently, Bob can always receive the reflected signal while Eve cannot. This is because by choosing an optimized center position of the reflected spot, we can make Bob still locate in the area of the reflected spot while Eve is removed out of the area of the reflected spot.

Fig. 5 shows the impact of the size of the mirror array and the size of each mirror on the achievable secrecy rate when x_{Eve} = 0.1. Each mirror is a square. Since the eavesdropping channel is stronger than the legitimate communication channel in this figure, the VLC system without IRS is insecure and the achievable secrecy rate is zero. For an IRS VLC system using the FoB method, when the mirror size is small, the achievable secrecy rate increases with the size of mirror increasing. This is because a large size mirror can increase the effective receive area. When the area of the reflected spot is large enough and the center of the reflected spot still lies in Bob, Eve in the neighbourhood of Bob can also receive the reflected signal.

### Algorithm 1: The PSO-II Algorithm

**Input:** Swarm size $\lambda_{\text{max}}$, maximum iterations $n_{\text{max}}$.

**Initialization:**
- Position of the 1st particle: $W_1 = [x_{gbob}, y_{gbob}, h_{gbob}]$;
- Position of the other particles: $W_n = [x_q, y_q, h_{gbob}]$, $2 \leq \lambda \leq \lambda_{\text{max}}$;
- Velocity of each particle: $V_n = [-\lambda, 1 \leq \lambda \leq \lambda_{\text{max}}$;
- Particle’s best known position: $W_{\lambda, \text{pbest}} = [x_q, y_q, h_{gbob}]$;
- Swarm’s best known position: $W_{\lambda, \text{gbest}} = [x_q, y_q, h_{gbob}]$.

**While** $n < n_{\text{max}}$

**For** each particle

- Update the velocity and the position according to (17) and (18);
- Calculate the fitness of each particle by (16a);
- Update the swarm’s best known position as $W_{\lambda, \text{gbest}} = \max W_{\lambda, \text{pbest}}$;
- Update the particle’s best known position as $W_{\lambda, \text{pbest}} = \max W_{\lambda, \text{gbest}}$.

**End if**

**End for**

**End while**

**Output:** $x_q, y_q$ and $h_{gbob}$ in the swarm’s best known position $W_{\lambda, \text{gbest}}$.

### TABLE I

**SIMULATION PARAMETERS**

| Name of Parameter | Value of Parameter |
|-------------------|--------------------|
| Room size, $x_r \times y_r \times z_r$ | $5 \times 5 \times 3$ m³ |
| AP size, $w_A \times l_A$ | 0.01 x 0.01 m² |
| The position of AP, $(x_s, y_s, z_s)$ | (-0.26, 2.5, 0.5) m |
| The position of Bob, $(x_{gbob}, y_{gbob}, h_{gbob})$ | (0.2, 2, 3) m |
| The position of mirror array, $x_0$ | 2.24 m |
| Peak power constraint, $P_0$ | 140 mA |
| Refractive index of lens at a PD, $n$ | 1.5 |
| Physical area in a PD, $\delta$ | $10^{-4}$ m² |
| Semi-angle at half power, $\phi_{1/2}$ | 70 deg. |
| Gain of the transimpedance amplifier, $T$ | 1 V/A |
| Current-to-light conversion efficiency, $\eta$ | 0.44 W/A |
| Responsivity of a PD, $\omega$ | 0.54 A/W |
| Reflection efficiency, $\rho$ | 0.8 |
which leads to the achievable secrecy rate reduces to zero. In contrast, for the proposed RSF method, since the position of the reflected spot is optimized adaptively, the system can maintain secure all the time.

V. CONCLUSION

In this paper, we proposed a novel PLS technique for VLC system with the help of IRS which is implemented by a mirror array. By intelligently controlling the orientation of each mirror, we enlarge the difference between the channel gain of Bob and Eve and improve the secrecy performance. This work is the first step to explore the IRS in the secure VLC system. In the future, IRS aided PLS can be extend to more scenarios, such as multiple APs, multiple users, etc.
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