Detection and prevention from different attacks in VANET: A Survey
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Abstract. Routing attacks will have distressing effects over the network and bequest a significant challenge once planning strong security mechanisms for vehicular communication. In this paper, we examine the effect and malicious activities of a number of the foremost common attacks and also mention some security schemes against some major attacks in VANET. The attacker's aim is only to modify the actual route or provides the false data about the route to the sender and also some attackers are only flooding unwanted packets to consume resources in available network. Various routing approaches are also mentioned in the paper because the routing of data is very important to deliver the traffic information to leading vehicles. It's advised that a number of the ways that to approach this made field of analysis issues in VANET might be to fastidiously design new secure routing protocols in which attacks are often rendered meaningless and because of the inherent constraints found in the network, there's a desire for light-weight and sturdy security mechanisms.
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1. Introduction

The wireless communication is the revolution in communication in between sender and receiver. The wireless network consists of towers, exchange offices, servers and mobile users [1]. The numbers of users are connected to tower/s and then the signals that are goes miles away [1,2]. The satellites also have very important role in communication [3]. In near living conditions associated with the location, the natural sensing process closes the sensor nodes and converts them into an electrical signal. Sensor’s signal contains some properties about substance situated and events occurring within the vicinity of the mobile nodes. Wireless Mesh Network (WMN) is a very secure network since it links all the nodes within each other's range [4]. The main in WMN is extra overhead for establish link with all in the range nodes. In some applications involving unattended operations [2][4], an outsized range of those non-reusable sensors is often networked. A WSN includes many sensing nodes. These sensors are able to interact flexibly with each other or with the external base station (BS) [4].

In the area of wireless communication, VANET has been the important research area in wireless connection. The parent field of ad-hoc network is known as VANET. Attacks can also easily influence the open network and security restrictions must be established and stopped from attacking the network [4]. VANET is a part of MANET which without relying on the opposite
infrastructure, organizes its own communication system [5]. The primary common application of MANET is a limited amount of knowledge exchange between various computers in the military due to its easy and basic communication mechanism. In distant and seldom hostile areas, it incorporates, by hand and gloves, space-dispersed autonomous small devices monitoring environmental or physical conditions. In recent advancements, development of micro-level and less costly sensors is feasible economically and technically. Before going into VANET, it is necessary to discuss its background related to the wireless communication i.e., shown in figure 1.
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Along with certain improvements, VANET is analogous to MANET. VANET consists of handheld nodes, side-of-road units [6]. Remote nodes are devices embedded in automobiles called on-board data sharing networks between Road Side Systems. RSUs are fixed installed devices that links between the MN and the servers or the Internet for connectivity purposes. There are many services provided by VANET, but most notably, road safety services are distributed over the Internet to reduce road fatalities by data sharing.

Many applications are used by VANET to create contact between vehicles. It is possible to relay information about congested areas from one car to another vehicle, warning drivers of collisions or potential traffic jams. Drivers are told that they are heading to a place where an accident or traffic jams are occurring. When this information taken as an input for the system of vehicle navigation to escape a crowded area, the system often produces alternate routes. Real-time travel information regarding vehicle is obtained and analysed by the RSU [7]. First the RSU produces traffic information that includes data like average pace of the vehicle, vehicle density, and traffic jam incidents. Finally, it is transmitted to relatively distant vehicles by the RSU. After the traffic information is obtained, the vehicles evaluate it with road condition data.

2. Types of communication in VANET

Communication modes are of two types, which are differentiated as follows:

The first is vehicle to RSU or vehicle to Infrastructure (V-I) and second one is vehicle to vehicle (V-V) communication. In vehicle to infrastructure communication the road unit is needed for transmutation. The node or vehicle interacts with the RSU and collects information from the network. The V-RSU communication is more superior because it enhances the possibility reliable communication. The main target is to increase vehicle safety. Suppose, any vehicle detects an abnormal situation or condition, it can also inform other vehicles[8].
In vehicle-to-vehicle communication, as shown in figure 3, vehicles communicate between each another. While for Vehicle-to-RSU communication, vehicles form an Ad-Hoc network, called VANET mentioned in figure 2. VANET is a distinct kind of Mobile Ad-Hoc Network (MANET) instead of nodes which has vehicles. VANET is a self-organizing and both centralized and decentralized network composed of high-speed moving vehicle [7]. In vehicle-to-vehicle communication chances of malicious actions is more compared to Vehicle to RSU communication. The message or information is more accurate in V-RSU communication. The vehicles that are using the highway have no need to ensure traffic status because high mobility speed is there. It is also possible to gain traffic information at that time of also down the speed of vehicle/s. The communication is only in between the vehicles mentioned in figure 3.
Many applications are used by VANET to create contact between vehicles. Information on congested roads may be conveyed from one car to another vehicle, warning drivers about crashes or possible traffic delays. Drivers are advised they are going to a location where there is an accident or traffic congestion. The method also generates alternative routes as this information is used as an input for the system of vehicle navigation to avoid a crowded area. The real-time movement data of a vehicle is obtained and processed by the RSU [9]. First the RSU produces traffic information that involves data such as vehicle average speed, vehicle number, and traffic jam incidents. Finally, it is communicated by the RSU to comparatively distant cars. After receiving the traffic information, the cars evaluate it along with the road condition data.

3. Network Model

In VANET [10], network artefacts can be separated into three groups. These groups include servers for application and authorization, facilities on the road side, and nodes/vehicles.

3.1. Application and Authorization Servers

These are powerful workstations, responsible respectively for managing and providing service data. The authority knows all the keys and is accountable for maintenance planning. For cars, device servers provide operation details. The government or foreign operators will fund them. We assume there are powerful processing capabilities for authorization and application servers. So, here we ignored computation time.

3.2. Road Side Infrastructure

Road Infrastructure consists of power supplies located near roads and responsible for the collection and dissemination of data. Through wired networks, RSUs are connected to power and communicate via radio with vehicles.

3.3. Nodes/ Vehicles

Nodes or Vehicles are moves in the road and communication with the RSU or also their information exchange information is received by RSU in network. Every vehicle is presumed to be fitted with a differential GPS receiver with a meter-order accuracy and an on-board computer (OBU) [11] responsible for all communication and computing tasks.

4. VANET Mobility Factor

Movement of vehicles are connected with cars, railways, bicycles, motorcycles and everything on the roads that moves with the wheels [12] [13]. For cars in the VANET, many factors influence their mobility, for example:

4.1. A. Street Construction

The highways, directions, traffic signals and signs on road determine traffic. Intersections and one or more roads, one-way or two-way, often affect it. In the simulation, intersections result in slower speeds, high knot density, and require to assign a probability value to predict each vehicle's rotation direction. Overtaking is banned on single-lane roads and speed is restricted and reliant on potential cars, whereas overtaking is permitted on multi-lane roads and driving is considered easier and safer.

4.2. Block Size

One of the small areas surrounded by streets can be considered. The size helps to assess intersections and how much the car decelerates and slows. Furthermore, streets with less intersections allow cars with more intersections to drive to higher speeds than city blocks. Vehicles are needed for slowing down more often and more accurate agility details will be considered.
4.3. Motion Control Mechanism
As mentioned in the first paragraph, streets differ in their designation. Traffic lights and stop signs are the major signs that consist predetermined location and help make any proposed mobility model more realistic [10]. They will summon the tail and slow down.

4.4. Interdependent Vehicle Traffic
Movement of vehicles effect the surrounding vehicles. Vehicle will be slow down, accelerate, change lanes, or even stop.

4.5. Average Speed
The higher the vehicle speed, the faster it will change position or location. In addition, speed limits affect the average vehicle speed. This can lead to changes in the connection to the network or network topology [11].

5. Routing Protocols in VANET
Routing protocols may be divided into several types based on their characteristics [14, 15]. Most popular method for differentiating VANET routing protocols depends on obtain and preserve routing information. Routing protocols are classed as follows:

5.1. Proactive Protocols
They monitor the networks topology all the times and the routes will be evaluated for all destinations continuously. Routes are stored by performing interchange of routing tables periodically in network, like the wired network. An advantage of this protocol is that routes must be decided and maintained in the buffer so whenever routing takes place these routes are used immediately so that the overall delay in the system must be reduced. To get the information of route and making a session is not very time consuming. This protocol has a disadvantage that whenever the topology changes, it reacts to those changes, though traffic is not affected, and results in the unwanted use of the bandwidth even there is not transfer of data. The protocols of this type are Optimized link state routing protocol and Destination sequenced distance vector routing protocol.

5.2. Reactive Routing
This protocol, often known as on demand routing protocols, only perform route determination on demand. In data transfer, reactive protocols select a route only at the start of a connection. It is done by launching the discovery of route by flooding it with packet known as route requests packets. once the route is created, the details are kept in the database of routing until the destination is unable to reach or the route expires. Because routing information is not updated on a regular basis, routing overhead is decreased dramatically during topology changes. The delay experienced during route finding is one of these systems’ drawbacks. These protocols, however, must be particularly efficient for highly mobile networks. AODV i.e., Ad hoc On-demand Distance Vector routing protocol and DSR i.e., Dynamic Source Routing (DSR) are two routing methods that fall under this category.

5.3. Hybrid Protocols
The benefits of both proactive and reactive routing systems are combined in hybrid routing strategies. On-demand routing offers less routing costs than traditional routing, however it suffers from routing latency. Table-driven routing guarantees great quality in static topologies but cannot be used to mobile networks. Combining the best features of both, a few hybrids routing protocols have been devised, in which routing is launched with certain proactive routes and subsequently satisfies demand from other nodes via reactive floods. Hybrid protocols make use of hierarchical network designs. In a dynamic network, typical routing protocols of this category include Zone Routing Protocol (ZRP).
6. **Types of attacks in MANET**

   It defines the intrusion as an action which tries to harm the main components of the security system [4]
   1) The integrity
   2) Availability of a resource
   3) Confidentiality
In the same work, the intruder therefore was defined as a private or group of people who take the action in the intrusion. The plainness of the many routing protocols for wireless sensor networks makes them a simple target for the attacks [16] [17]. The routing attacks are classified into the subsequent categories are:

   **6.1. Modified, or Replayed Routing Information**
   While sending the info, the data in transition could also be spoofed, altered, destroyed or resent. Due to short range communication of the nodes i.e., sensor nodes, an attacker having very huge power of the communication and the processing range can attack sensors parallelly and changes the sent information.

   **6.2. Selective Forwarding**
   In this reasonably attack the suspicious node may decline to forward every message it gets, acting as region or it could forward some messages to the incorrect receiver and simply drop others

   **6.3. Sinkhole Attack**
   The attacker aims to draw in all traffic. In case of a flooding-based protocol the compromised node may hear requests for routes, and then reply to the requesting node with messages restraining a bogus route with the shortest way to requested destination.

   **6.4. Sybil Attack**
   The malicious node will present itself as the multiple nodes. The attack of this kind aims to decrease the use and decrease the effectiveness of algorithms used. It is often performed against dispersed storage, routing, aggregation of data, correct resource allocation, voting and mischief detection [11].

   **6.5. Wormhole Attack**
   In this attack [12] the node that is malicious, tunnels messages from the one side of network on link, that normally not exists, to another side of network. The only sort of that kind of attack is to convince the nodes that they're neighbors. The attacks of this kind can be utilized with the select forwarding and eavesdropping

7. **Literature Survey**
   The contribution of various researchers in field of VANET security is discussed in this section. These previous works are providing the idea of novel security scheme in VANET. Also found the research gad in recent work i.e. mention it in table 1.
The framework, in particular, is based on the Dirichlet distribution, foundation for platoon service requests and platoon management. Computation. Furthermore, vehicle communications serve as the communications safeguard manner. The private key cryptography specially designed to defend VANET in a unique vehicle architecture of the security is called hybrid key cryptography, communications protection in ad hoc vehicle networks. The method is based on IWD (intelligent water droplets), and the confidence model is applied. In dynamic moving networks, where nodes move at fast rates and the network architecture is unstable, IWD offers the following advantages: it is employed in systems that can adapt to shifts and have a highly crucial high processing speed. Trust is the most important aspect in establishing a trusted vehicle environment that promotes safety in car networks.

This research developed a Swarm-based technique for detecting routing attacks on VANET networks. The method is based on IWD (intelligent water droplets), and the confidence model is applied. In dynamic moving networks, where nodes move at fast rates and the network architecture is unstable, IWD offers the following advantages: it is employed in systems that can adapt to shifts and have a highly crucial high processing speed. Trust is the most important aspect in establishing a trusted vehicle environment that promotes safety in car networks.

This research focuses on hybrid device to device message authentication (HDMA) technique for the 5G-supported VANETs is suggested, which employs a unique group signature-based technique for the mutual authentication between V2V communication. In addition, to decrease the calculation overhead of the modular exponentiation process, an already calculated lookup database is used.

In this research a hybrid architecture, consisting of automobiles, boulevard side units (RSUs), a server, and a trust authority (TA), is described, allowing for feedback storage and integrity ranking computation. Furthermore, vehicle communications serve as the foundation for platoon service requests and platoon management. The framework, in particular, is based on the Dirichlet distribution, which ensures great accuracy and dynamics.

Table 1 Related Work Overview

| S.No. | Reference | Worked Done | Drawbacks |
|-------|-----------|-------------|-----------|
| 1     | [18]      | This research highlights key flaws for the protocols suggested for V-to-I and V-to-V communication and suggests an alternative protocol suite. Authentication of driver, key exchanges, data exchange, change of offline password, protocols for vehicle complain are part of our suite. V-to-I protocol for key exchange allows handoff capabilities to provide ongoing authentication when cars move from one RSU area to other. | In different groups, how they decide the direction of vehicles because no direction information not transfer with traffic request packets. Performance measure in average speed of vehicles but actually vehicles speed is random. |
| 2     | [19]      | In this research focus is on hybrid device to device message authentication (HDMA) technique for the 5G-supported VANETs is suggested, which employs a unique group signature-based technique for the mutual authentication between V2V communication. In addition, to decrease the calculation overhead of the modular exponentiation process, an already calculated lookup database is used. | Storage or computation overhead for revocation is high. In city scenario security is important but on highways guidelines available. |
| 3     | [20]      | This research developed a Swarm-based technique for detecting routing attacks on VANET networks. The method is based on IWD (intelligent water droplets), and the confidence model is applied. In dynamic moving networks, where nodes move at fast rates and the network architecture is unstable, IWD offers the following advantages: it is employed in systems that can adapt to shifts and have a highly crucial high processing speed. Trust is the most important aspect in establishing a trusted vehicle environment that promotes safety in car networks. | Trust based scheme is based on bandwidth and delay. But due to high packet dropping delay and bandwidth shows satisfactory values. How to reach to malicious node is not mentioned. The attacker identification is not possible because trust is calculated at receiver end and here the receiver is attacker. |
| 4     | [21]      | This method outlines the suggested safety method for vehicle communications protection in ad hoc vehicle networks. The architecture of the security is called hybrid key cryptography, specially designed to defend VANET in a unique vehicle communications safeguard manner. The private key cryptography public key cryptography used to encode and decode facts distinguishes this security method. For security, AES and RSA are employed. | Both techniques are old and enhance overhead in dynamic network. Never identified dropping but performance of key exchange secure communication. The detection of attacker and prevention are not elaborated. |
| 5     | [22]      | The author focuses largely on the hole formation assault in this research, in which malevolent or attacker drivers inside the network scatter the links by lowering or increasing their own speed to generate holes. The Stable Routing Protocol (RRP) protect messages from hole formation attacks between the source and destination. To protect against the vulnerability created by the VANET malicious drivers, RRP comprises of an attacker node or normal node security module and a recovery module. | From attacker nodes, loss is not mentioned and also number of attacker nodes which are flood the wrong information in traffic. The overhead of control also is not calculated which consist the request packets from attacker and reply information of packet. |
| 6     | [23]      | The initial purpose of this research is to prevent erroneous information management concerns and the incompatible aims of protection and traceability. They suggest identity-based batch substantiation (IBV) techniques to provide anonymous verification, message integrity, anonymity, and traceability. The suggested IBV system may be utilized for both V2I and V2V communications. Second, the IBV system can handle our specified problems, such as forging, anti-traceability assaults, and loss of identity privacy. | The vehicles in network are always accelerating with random velocity but here the performance is evaluated in different fixed speed scenarios. The signature generation scheme is enhancing the overhead in communication then the better is to follow the accurate accepting message guidelines or standard communication guidelines. |
| 7     | [24]      | In this research a hybrid architecture, consisting of automobiles, boulevard side units (RSUs), a server, and a trust authority (TA), is described, allowing for feedback storage and integrity ranking computation. Furthermore, vehicle communications serve as the foundation for platoon service requests and platoon management. The framework, in particular, is based on the Dirichlet distribution, which ensures great accuracy and dynamics. | Volume of traffic information packets is dropped because of presence of attacker or other issues. Then how to differentiate the attacker drop or other drop measurement. The dependency on platoon head vehicles is more. That means at initial level, if the platoon is fail then the further security will also not sure effectively work against attacks. |
8. Optimal Route Selection in VANET

The optimized routing algorithm or route section in Vehicular ad-hoc network (VANET) is a critical issue, but some researchers have proposed some concepts of optimal routing [25][26]. There may fields in VANET on which they already authors doing hard work but without routing, it is challenging to transfer the traffic information to the far vehicles. So, optimal routing approaches also depends on the specific stream in the research field. This paper focuses on the authentication techniques in VANET, so optimal routing provides better performance but the security approach role is essential. The same is with other streams like congestion, location tracking and resource sharing.

9. Conclusion and Future work

In VANET, mobile nodes are equipped by the wireless technology and acting as computing nodes will move on roads. Network is self-organizing and provides better communication and coordination in vehicles by already maintained interaction among vehicles (V - V) and among vehicles (V - RSU). The vehicles are easily misguided by malicious vehicles because they only flood the incomplete data to leading vehicles. The procedure of VANET communication is completely different from MANET. In our paper, the focus is to how possible to deliver the complete traffic information in VANET. The overview is required to observe that what is needed to make the vehicle's communication more effective in a dynamic environment. The attacks and its role are completely different but the aim is only one i.e., to lost all valuable traffic information. The RSU is able to find the misbehaviour. Previous work promotes the new idea of modelling the security algorithm for secures vehicle communication. In previous work, the different security schemes were used against the attacker and almost all are very effective to prevent the network from attacks in VANET. IOT devices with Machine learning model can bring very big change in the VANET in future to make the process faster and more effective [27,28,29]. In the futuristic approaches, possible Artificial Intelligence and Machine learning techniques also may play a vital role in this work and for detecting the abnormal node based on the type of data sent with the packet [30,31,32]. More security features can be applied for accurate detection of attacks using some method [33]. The security schemes also have some drawbacks because it not possible to prove security effectiveness in all criteria. The classification of routing is discussed to know about the routing protocols techniques. The routing techniques performance measurement depends on the load in the network. The various researchers' contribution is useful for detection and secure communication.
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