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Abstract

It is widely recognized that one of the factors determining current and future socioeconomic development is the level of digitalization shaping a new type of society, the information society. One area of ICT application within information society is e-Government. A relatively low level of development of e-Government services in Poland was behind the search for the causes of this phenomenon. Among many technological, organizational, human, economic, social, and cultural factors determining the development of e-Government, many researchers indicated trust as one of the most critical factors. Mistrust is perceived as a basic limitation for the implementation of e-Government solutions. The author’s object of interest was e-Declaration technology, which enables the electronic filling and sending of tax returns to the tax authorities. This article investigates the relationship between the features of technology users and their trust in the e-Declaration technology and their future intention to use the technology. The researched user traits refer to their general trust, overall trust in technology and science development, and their experience and trust in the internet. Data was collected with the use of the CATI (Computer Assisted Web Interview) technique. Altogether, 1,054 completed questionnaires were selected, containing 100% of the answers. The regression analysis was preceded by an analysis of correlations between variables. The hypotheses were confirmed using the Kruskal–Wallis non-parametric test. The obtained results confirmed positive relationships between Trust in e-Declaration (T) and all tested constructs: General Trust (GT), overall Trust in Science and Technology (TST), Trust in the Internet (TinI) and Internet Experience (IE). Results also confirmed the positive impact of Trust in e-Declaration (T) on the Future Intention (FI) to use the technology. In the adopted regression model, Trust in the Internet was recognized as a key factor in the success of e-Government development. Therefore, the Polish government, which offers solutions in the field of e-Government and wants to increase trust in the technology as well as extend future adaptations of the technology, should concentrate on building trust in the internet and the development of technology and science in general.
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The dynamic development of technologies and their increasingly widespread applications always raise questions about the future scope of the use of a given technology [Nazarko, 2017; Nazarko et al., 2017]. This question seems particularly important at the stage of implementation of new emerging technologies [Hengstler et al., 2016]. The answer to the question “What will the future scope of technology be?” will be of interest to the producers and users of technologies [Halica, 2018]. To describe technology acceptance processes, many theoretical models have been developed, such as the Technology Acceptance Model (TAM), Unified Theory of Acceptance and Use of Technology (UTAUT) and D&M IT Success model. The most popular, the Technology Acceptance Model (TAM), was developed by Davis [Davis, 1985]. The main premise of the model was that the use of (technical) systems depended upon the motivation of their users, which was influenced by other external features and capabilities of the system [Davis, 1985]. Over the past 30 years, the original TAM model underwent many modifications, in which the authors added further variables. Many other researchers have introduced a variable of trust in technology into models explaining the current and future use of technology [Gefen, 2004; Gefen et al., 2003; Wu et al., 2011]. Also, research in the UTAUT model confirms that the most frequently considered external variables for the model include trust in technology [Williams et al., 2015]. As proposed by Tams et al., trust in technology can be understood as beliefs about the desirable or beneficial features of a technology [Tams et al., 2018].

Researchers have shown that trust in technology influences various technology acceptance levels, such as online recommendation agents, business information systems, mobile-commerce portals, and knowledge management systems [Lankton et al., 2015]. Lack of trust is one of the most important barriers to e-service adoption, especially when personal or financial information is involved [Pavlou, Fygenson, 2006; Belanger, Carter, 2008].

Trust in technology can be considered at different stages of the technology acceptance process. Two types of trust can be remarked upon: pre-use trust before the application or implementation of the technology and post-use trust which is considered after the application or implementation of the technology [Rousseau et al., 1998; McKnight et al., 1998; Komiak, Benbasat, 2008; Lin et al., 2014]. Pre-use trust influences the intentions of potential users to deploy the technology, while post-use trust influences the intentions of potential users to continue to use the technology. According to the research conducted by many authors, trust as a constructor in technology acceptance models was treated as a determinant of the attitude towards the use of the technology [Gefen, 2004; Gefen et al., 2003; Lean et al., 2009]. Research conducted by Wu et al. [Wu et al., 2011] confirmed the existence of statistically important relationships between trust and attitudes.

Meng and his colleagues [Meng et al., 2008] studied factors determining trust in technology in mobile-commerce. The model consisted of four categories of variables determining trust including general trust, trust in mobile technologies in general, trust in the seller measured by ability (competence), reliability, and friendliness, and institutional trust [Meng et al., 2008]. The author’s model was not subject to empirical verification.

Chen et al. were interested in a technological explanation in the field of e-Government. As factors determining trust in technology, the authors studied: general trust in technology, trust in the administration, trust in government websites, and previous user experience in using e-Government solutions [Chen et al., 2015].

Alzahrani et al. [Alzahrani et al., 2017] developed a theoretical model, in which, among the determinants of trust in e-Government, they indicated user experience, general trust, internet experience, and education.

Research related to the determinants of trust allowed the author to distinguish four groups of factors: (i) institutional-organizational factors, (ii) technical factors, (iii) factors related to user characteristics, and (iv) the environment. Authors are often interested in the determinants of trust that reflect the characteristics of technology users. The author of this article intends to limit the determinant without referring to the factors connected with the functionality and usefulness of technologies. Among the variables that are of interest to the author and which determine trust in a particular technology are general trust, trust in science and technology, and trust and experience in using the Internet. Moreover, the model includes relations between trust in technology and the future intentions of users.

The literature study carried out allowed for defining the following scientific questions: How do the characteristics of technology users determine the trust of Polish society toward e-Government and future the adoption of e-Government?

The aim of the article is to examine the relationship between the characteristics of technology users and their trust in technology and the future intention to use the technology. The researched features of the users refer to the general trust of the users and the general trust in the development of technology and science or trust in the Internet.

**Literature Review and Theoretical Model**

From a sociological point of view, general trust (social — the object of interest of sociologists) will affect trust in a specific technological solution. General trust is the belief that, as a rule, people are trustworthy. Research conducted by Chopra and Wallace...
shows that every human being is characterized by a different level of general trust, conditioned by cultural and sociological factors [Chopra, Wallace, 2003]. Trust propensity (general trust) reflects an ability to rely upon others in different situations [Kumar et al., 2017]. Zhou [Zhou, 2011] indicated that users with high general trust tend to have positive inclinations towards new technological solutions. Research conducted by Lee and Turban confirmed the moderating effect of individual general trust (individual trust propensity) on consumer trust towards internet shopping [Lee, Turban, 2001]. Lippert and Swiercz also included general trust as one of the characteristics that affect trust in technology [Lippert, Swiercz, 2005]. Agag and El-Masry tested relationships between general trust and consumer trust towards online travel websites [Agag, El-Masry, 2017], and proved the existence of positive relationships between the mentioned variables. Considering the above, the authors formulated the following hypothesis:

**Hypothesis (H1).** General trust (GT) will positively influence the Trust in e-Declaration technology (T)

In addition to general trust that reflects a person’s willingness to rely upon others in a particular situation, the relationship between technology users and science and technology developments, in general, seems to be very important as well. Not always a high level of general trust coincides with a belief in the potential of technology development to improve human life. The results of the World Values Survey\(^1\) confirm that societies with a relatively high level of general trust already have a much lower level of trust in the positive impact of technology and science on improving life and the world in general. For example, in the Scandinavian countries (Finland, Sweden, Norway), where the level of general social trust is very high (58.0%, 60.1%, and 73.7% of the population of these countries, respectively, believe that “Most people can be trusted”), the belief that “Science and technology are making our lives healthier, easier” is already much lower. A total of 36.0% of respondents in Finland, 33.5% in Norway and 38.0% in Sweden believe in this statement, which at the level of 8–10. In contrast, only 22.2% of the population in Poland positively reacted to the statement “Most people can be trusted” and as many as 61.2% of the population assessed the statement “Science and technology are making our lives healthier, easier” at the level of 8 to 10. Therefore, the author proposed an additional variable reflecting the belief of technology users in the very fact that science and technology can make our lives better, healthier, more comfortable, turning the world into a better place. Considering the above, the authors formulated the following hypothesis:

**Hypothesis (H2).** General trust in science and technology (TST) will positively influence the Trust in e-Declaration technology (T)

The internet — being the infrastructure of e-Government — is still a source of uncertainty for some users, and a lack of trust would affect the use of e-services [Carter, Bélanger, 2005]. Voutiroti [Voutiroti, 2013] also included the variable of Internet trust in the UTAUT model and demonstrated a statistically significant link between trust and user intentions in the use of e-Government solutions. Also, Lee and Turban [Lee, Turban, 2001], while building a model of trust in online shopping, considered the variable of internet trust and studied its impact upon trust in online shopping technology. Agag and El-Masry tested the relationships between consumer experience and consumer trust towards online travel websites [Agag, El-Masry, 2017]. Considering the above, the authors formulated the following two hypotheses:

**Hypothesis (H3).** Trust in Internet (Tini) will positively influence the Trust in e-Declaration technology (T)

**Hypothesis (H4).** Internet experience (IE) will positively influence the Trust in e-Declaration technology (T)

In the face of many studies on the factors shaping trust in technology, fewer research publications examine how and why trust determines subsequent adoption behaviors [Tams et al., 2018]. From a psychological point of view, trust can help the user to exclude undesirable, unexpected technology performance and, thus, increase intentions to use the technology [Gefen et al., 2003]. Developing their model for the adoption maturity of e-Government solutions, Joshi and Islam pointed out that trust was an important element for the sustainable adoption of e-Government solutions [Joshi, Islam, 2018]. Also, the research conducted by Hernandez-Ortega proved that trust in technology positively influences the intentions to continue using technology [Hernandez-Ortega, 2011]. Weerakkody et al. [Weerakkody et al., 2013] confirmed the previous conclusions regarding the positive impact of trust upon the adoption and continued use of electronic government services. According to Agag and El-Masry, trust influences consumer intentions to purchase a trip online [Agag, El-Masry, 2017]. Similar results were obtained by Kumar et al. studying mobile banking technology [Kumar et al., 2017]. Kaur and Rampersad indicated that trust in driverless cars played a crucial role in the adaptation process of such technology [Kaur, Rampersad, 2018]. Research conducted by Khalilzadeh et al. [Khalilzadeh et al., 2017] in relation to near-field communication mobile pay-

\(^1\) Available at: http://www.worldvaluessurvey.org/wvs.jsp, accessed 10.07.2017.
ment technologies did not show a statistically significant relationship between trust and intentions of user behavior [Khalilzadeh et al., 2017]. Voutinioti [Voutinioti, 2013] demonstrated statistically significant links between trust and user intentions in the use of e-Government solutions. Different results concerning the relations between the studied constructs (trust and intentions) indicate that the type of technology determines the character of these relations. Considering the above, the author formulated the following hypothesis:

**Hypothesis (H5). Trust in e-Declaration technology (T) will positively influence the future intention to use e-Declarations (FI)**

Figure 1 presents the conceptual model that reflects links between all theoretical variables and hypotheses.

### Research Methodology

#### Data

The conducted research focuses on the e-Declaration - an electronic technology for submitting tax returns. This service and ICT tools were created by the Ministry of Finance. In 2018, the inhabitants of Poland filled more than 11 million tax returns electronically.

Research data was collected using a survey method. The conducted research was quantitative and allowed for verifying the accepted research hypotheses. The process of data collection was carried out with the use of the CAWI technique.

The survey respondents were Polish residents who had used the e-Declaration system within the last two years, i.e. sent their tax return via the Internet. The research process was carried out by employees of the Ministry of Finance (MF). As part of this collaboration, the author developed a research questionnaire, which was validated by employees of the Ministry of Finance. The task of the Ministry of Finance was to randomly send an e-mail message with a link to the electronic survey to taxpayers registered in the MF database.

The study assumed the acquisition of a representative sample, which allowed the results to be generalized for the entire population. The minimum sample size was 1,067, assuming a confidence level of 0.95 (1-α) and a maximum permissible error of 3% calculated for the general population of about 11 million taxpayers using the e-government system. The survey was conducted in May 2018. Successive (due to the technical limitations of the mailbox) lots of e-mails from the dedicated account ankietaPB@mf.gov.pl, allowed for the ongoing monitoring of the status of survey completion. As soon as 1,067 completed questionnaires were received, the e-mail dispatch was suspended. After the analysis of the returned questionnaires and the elimination of forms with data gaps, 1,054 completed questionnaires containing 100% of answers were selected.

Of the 1,054 respondents, 484 (45.9%) were women, and 570 (54.1%) were men. The share of respondents aged 26–40 was 52.1% (549 persons), followed by 29.5% (311 persons) aged 41–60. The number of respondents in the age groups of 18–25 and over 61 years of age constituted about 9% of the respondents each (9.1% — 96 persons and 9.3% — 98 persons).

#### Measures

Since some constructs could not be directly observed, a series of measures were used in each case. Based on the literature study, four items have been identified for measuring Trust in the e-Declaration, and two for the Future Intention to Use (Table 1). To measure the general trust and trust in science and technology, questions included in the research carried out by the Institute for Comparative Survey Research as part of the World Values Survey were used. All constructs were measured using a seven-point Likert scale to access the degree to which a respondent agreed or disagreed with each of the items (1 = totally disagree; 7 = totally agree). Cronbach’s alpha coefficients of the constructs were used to verify the reliability of the scale and proved the acceptable reliability of the scale ranging from 0.738 to 0.926 (Table 1). Descriptive statistics and composite reliability for the constructs and items are presented in Table 1.

The mean value of the indicated constructs is shown in Figure 2. The low evaluation of general (social) trust coincides with the results of global research, according to which Polish society belongs to countries characterized by a relatively low level of social trust (World Values Survey).
The structure of the assessments of the variables is presented in Figure 3.

In the case of the variable Internet Experience (IE), as many as 94.5% of respondents answered on a scale of 5 to 7, thus assessing their experience in this area very highly. Compared to the other observed variables, the respondent assessments of the variable Trust in the Internet (TinI) indicates a slightly lower level of trust among respondents. Almost one in four respondents (23.6%) rated their trust in the internet from 1 to 3 on a 7-degree scale. The phenomenon observed during the research is a relatively lower level of trust in relation to a specific technology (e-Declaration: variables T1–T4) than the general trust in science and technology (TST1, TST).

### Research Results

Table 2 shows variables of the Spearman's correlation coefficients. Between all constructs and Trust in the e-Declaration significant correlations were found, but the strength of the relationship was weak or moderate. The hypotheses were confirmed using the Kruskal-Wallis non-parametric test. The results of the test are presented in Table 3. The results of testing the relationships between constructs showed that all tested relationships were statistically significant. Trust in the e-Declaration (T) was statistically significant due to the General Trust (GT), general Trust in Science and Technology (TST), Trust in the Internet (TinI), and Internet Experience (IE) as well. Thus, the relations reflected in hypotheses H1–H4 were confirmed. The research also confirmed that Trust in the e-Declaration (T) had a statistically significant impact on the Future Intentions (FI) of users, which allowed for supporting hypothesis H5.

Correlation analysis which confirmed statistically significant relationships between the variables General
Trust, general Trust in Science and Technology, Trust in the Internet, Internet Experience, and Trust in the e-Declaration allowed for conducting a multiple regression analysis. The constructed regression model turned out to be statistically significant (F = 78.373; p<0.001) and all predictive factors explained 23% of the dependent variable (R²=0.23). Trust in the Internet (β=0.25; t=9.897; p<0.001) and general Trust in Science and Technology (β=0.23; t=6.641; p<0.001) have a significant positive impact upon the Trust in the e-Declaration.

Discussion

The correlation analysis confirmed statistically significant relationships between the Trust in the e-Declaration (T) and all the examined variables General Trust (GT), general Trust in Science and Technology (TST), Trust in the Internet (TinI), and Internet Experience (IE). At the same time, a statistically significant relationship between Trust in the Internet and Trust in the e-Declaration (T) and Future Intentions to Use the e-Declaration (FI) was confirmed.

The obtained research results allowed for verifying the hypothesis H5 indicating a relationship between Future Intentions to use the e-Declaration and Trust in the e-Declaration. Similar results were obtained by many other researchers [Weerakkody et al., 2013; Voutinioti, 2013; Kumar et al., 2017; Kaur, Rampersad, 2018; Ejdys, Halicka, 2018].

The conducted research confirmed that the variable General Trust (GT) has a statistically significant impact on Trust in the e-Declaration (T), which allowed one to support the hypothesis H1, which is consistent with the results of other authors [Lippert, Swiercz, 2005; Agag, El-Masry, 2017]. To some extent, this relationship may explain the relatively low level of digitalization of public services in Poland. Polish society has one of the lowest levels of social trust. In Poland, only 22.2% of the population positively reacted to the statement “Most people can be trusted”, which is very low when compared to other countries such as Finland, Sweden, and Norway where the level of general social trust is very high (58.0%, 60.1%, and 73.7% of the population of these countries, respectively, believe that most people can be trusted) (World Values Survey). Therefore, the process of building trust in technologies determining the scope of their future use is largely determined by the general level of social trust.

The results obtained by the author confirmed a statistically significant relationship between general Trust in Science and Technology (TST) and the Trust in the e-Declaration (T), which allowed the hypothesis H1 to be supported. The conducted research confirmed that the variable General Trust (GT) has a statistically significant impact on Trust in the e-Declaration (T), which allowed one to support the hypothesis H1, which is consistent with the results of other authors [Lippert, Swiercz, 2005; Agag, El-Masry, 2017]. To some extent, this relationship may explain the relatively low level of digitalization of public services in Poland. Polish society has one of the lowest levels of social trust. In Poland, only 22.2% of the population positively reacted to the statement “Most people can be trusted”, which is very low when compared to other countries such as Finland, Sweden, and Norway where the level of general social trust is very high (58.0%, 60.1%, and 73.7% of the population of these countries, respectively, believe that most people can be trusted) (World Values Survey). Therefore, the process of building trust in technologies determining the scope of their future use is largely determined by the general level of social trust.

In the model, two important relationships were studied between Trust in the Internet and Trust in the e-Declaration and between Internet Experience and Trust in the e-Declaration. Hypotheses H3 and H4, reflecting these relationships, were supported. The obtained results were consistent with the results of other authors. According to other researchers [Carter, Bélanger, 2005; Voutinioti, 2013], the Internet, as a new medium of technological applications, is an important factor determining trust in specific solutions, and the decisive factor is Trust in the Internet and Internet Experience possessed by its users.

The conducted regression analysis allowed for answering the question “What factors should be considered to increase the level of trust in a technology?” The highest B coefficients in the regression equation, and, thus, statistically significant dependencies were recorded for two variables, namely, Trust in the Internet (TinI) and general Trust in Science and Technology (TST). Therefore, the Polish government, which offers solutions in the field of e-Government and wants to increase trust in such solutions, should concen-
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Table 3. Results of the Test Hypotheses

| Relation between Constructs | Test statistic | P  | Hypothesis Testing |
|-----------------------------|---------------|----|--------------------|
| H1: General Trust vs. Trust in the e-Declaration | 114.64 | *** | Support |
| H2: General Trust in Science and Technology vs. Trust in the e-Declaration | 158.20 | *** | Support |
| H3: Trust in the Internet vs. Trust in the e-Declaration | 237.05 | *** | Support |
| H4: Internet Experience vs. Trust in the e-Declaration | 39.926 | *** | Support |
| H5: Trust in e-Declaration vs. Future Intention to Use the e-Declaration | 207.73 | *** | Support |

Note: The adopted level of the statistical significance was 0.05
Source: elaborated by the author.

Conclude on building trust in the Internet and trust in the development of technology and science in general. Trust in the Internet is considered a critical factor in the success of e-government development [Belanger, Carter, 2008; Lee et al., 2011]. One of the tools for building trust in the Internet is SLA (Service Level Agreement) agreements defining the level of services. In Poland, for example, for the ePUAP (Electronic Platform for Public Administration Services) offering e-Government services, the SLA availability rate in 2015 was 96.38%.

Conclusions

This article covers issues that are particularly important in the context of explaining the reasons for the relatively low level of digital interaction between Poles and public institutions. The share of Polish citizens engaged in digital interactions with public institutions is only 30%, while in Scandinavian countries, it amounts to 88.0% in Denmark, 85.0% in Norway, and 82.0% in Finland. According to available Eurostat data, in 2013, only 12.0% of Polish citizens submitted electronic tax returns, while in other countries, this indicator was as follows: Denmark — 63.0%, Iceland — 61.0%, Norway — 50.0%, and Sweden — 46.0%. The delay in this development of Polish society in relation to other Western European countries is often the cause of inappropriate comparative analyses on an international scale.

Research conducted by Alzahrani et al. confirmed that in many countries, citizens still did not trust the services provided by the government, which has a significant negative impact upon the process of its further adaptation and dissemination [Alzahrani et al., 2017]. The study aimed to show the relationship between the determinants of trust in the studied e-Government technology and the impact of this trust upon future intentions to use e-Government technology. The author’s object of interest was the technology enabling taxpayers to fill and send tax returns via the Internet (e-Declaration).

Table 4. Results of Multiple Regression Analysis

| Model | Unstandardized Coefficients | Standardized Coefficients | t  | Sig. p-value |
|-------|-----------------------------|--------------------------|----|--------------|
|       | B        | Standard Error | Beta |               |
| Constant | 2.359 | 0.263       |         | 8.976 | 0.000 |
| Internet Experience | 0.069 | 0.041  | 0.051 | 1.704 | 0.089 |
| Trust in the Internet | 0.250 | 0.025 | 0.314 | 9.897 | 0.000 |
| General Trust | 0.029 | 0.021 | 0.040 | 1.355 | 0.176 |
| General Trust in Science and Technology | 0.233 | 0.035 | 0.212 | 6.641 | 0.000 |

Model Summary:

| R  | Adjusted R² | Standard Error | df1 | df2 | Mean Square | F | Sig. |
|----|-------------|----------------|-----|-----|-------------|---|------|
| 0.480 | 0.227 | 1.165 | 4 | 1041 | 106.306 | 78.373 | 0.000 |

Dependent variable: Trust in e-Declaration. Predictors: Internet Experience, Trust in the Internet, General Trust, and General Trust in Science and Technology

Source: elaborated by the author.

---

2 Digital Economy and Society Index, 2017. Available at: http://ec.europa.eu/eurostat/web/digital-economy-and-society/data/database, accessed 07.08.2019.
3 Digital Economy and Society Database, 2017. Available at: https://ec.europa.eu/digital-single-market/en/scoreboard/poland, accessed 19.03.2019.
The conducted research confirmed that the future scope of the use of e-Government solutions will be determined by the trust of the users of the proposed solutions. Ensuring a high level of security in using the Internet is a key factor shaping trust in technological solutions offered by the government.

In the context of the obtained results, future research efforts should focus on clarifying the tools of building trust in the Internet and general trust in science and technology. An important tool for building social trust in the Internet is an awareness of threats, risks, and measures to mitigate those perceived risks. User experience with the use of e-Declaration technology with a lack of undesirable or accidental events (loss of data) will gradually build trust in such technological solutions. Also, the popularity of using other ICT solutions in other areas of life will force users to use e-Declaration solutions. Unfortunately, the processes of building both interpersonal trust and trust in technology are time-consuming processes and it is often necessary to wait a few years for the expected results in behavior changes of the users.

It also indicates the direction in which technological innovation in the area of e-government should develop so that it is aligned with the Responsible Research and Innovation paradigm [Nazarko, 2016].

Research on the dynamics of changes in the level of trust in science and technology of Polish society may prove to be an interesting research topic. Currently, the relatively high level of trust of Polish society in technology and science is inversely proportional to the low level of interpersonal trust.
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