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Abstract

To detect false data injection attacks (FDIAs) in power grid reconstruction and solve the problem of high data dimension and bad abnormal data processing in the power system, thereby achieving safe and stable operation of the power grid system, this study introduces machine learning methods to explore the detection of FDIAs. First, through the utilization of the standard IEEE node system and the simulation of FDIAs under the condition of non-complete topology information, the construction of the attack data set is completed, and the MatPower tool is applied to simulate and analyze the data set. Second, based on the isolated Forest (iForest) abnormal score data processing algorithm combined with the Local Linear Embedding (LLE) data dimensionality reduction method, an algorithm for data feature extraction is constructed. Finally, based on the combination of the Convolutional Neural Network (CNN) and the Gated Recurrent Unit (GRU) network, an algorithm model for FDIAs detection is constructed. The results show that in the IEEE14-bus node and IEEE118-bus node systems, the overall distribution of the state estimated before and after the attack vector injection is consistent with the initial value. In the iFores algorithm, the number of iTree n and the number of samples affect the extraction of abnormal score data. When the number of iTree n is determined to be 100, and the corresponding number of samples w is determined to be 10, the algorithm has the best detection effect. The FDIAs detection algorithm model based on CNN-GRU shows good detection effects under high attack intensity, with an accuracy rate of more than 95%, and its performance is better than other traditional detection algorithms. In this study, the bad data detection model based on deep learning has an active role in the realization of the safe and stable operation of the smart grid.

1. Introduction

Since 2019, the development and promotion of the ubiquitous power Internet of Things have promoted the enhancement of the intelligent power system; thus, the consequences of information security accidents caused by network attacks also become more serious [1]. For example, due to network attacks, a power bureau suffered severe economic losses [2]. The Supervisory Control And Data Acquisition (SCADA) industrial control system, which is
widely utilized in power systems, is extremely vulnerable to hacker attacks [3]. In addition, the Sichuan-Chongqing Power Grid of China was severely damaged due to the shutdown of the Sichuan Ertan Hydropower Plant caused by abnormal signals. The concept of False Data Injection Attacks (FDIAs) was proposed in 2009. Then, the traditional state estimation bad data detection was widely applied [4, 5]. FDIAs greatly affect the normal and stable operation of power systems. Therefore, how to accurately detect FDIAs based on the attack characteristics is the focus and difficulty of the power system research. The detection of FDIAs has been studied all over the world. Research has shown that the classification of power measurement values can complete the construction of attack vectors at the lowest cost [6]. The design of multiple state variables and power measurement attack vectors can make the detection of FDIAs more operable [7]. Much work has been done on the topology information of the power network. Some scholars found that even under the condition of incomplete network topology information, FDIAs can still achieve the construction of attack vectors [8]. With the help of some power measurement vectors, some scholars have applied the subspace method under the premise of not fully understanding the network topology to the construction of FDIAs attack vectors. Globally, due to power outages caused by attacks, the concept of power CPS and attack, and a collaborative plan for the prevention of FDIAs have been proposed [9]. A greedy algorithm for power measurement data has significantly improved the detection efficiency of FDIAs [10]. Based on the Kalman filtering, some scholars have completed the design of FDIAs detection methods [11]. In summary, based on FDIAs, a variety of new types of FDIAs have appeared one after another, and they can be attacked at a low cost. This poses a growing threat to the safe and stable operation of power systems. Some FDIAs are implemented by injecting attack vectors into the false data of power measurement; however, it is difficult to complete the attacks on state variables. Similar traditional detection methods are difficult to detect FDIAs with massive data.

On this basis, this study innovatively introduces the isolated Forest (iForest) algorithm and Local Linear Embedding (LLE) method based on machine learning, and completes the feature extraction of FDIAs data. Then, based on Convolutional Neural Network (CNN) and Gated Recurrent Unit (GRU) network, an algorithm model for FDIAs detection is established. This study aims to expand the application of machine learning methods in power systems, thereby providing a reference for the FDIAs detection in bad data detection of power systems.

2. Literature review

2.1 Research on FDIAs worldwide

Scholars worldwide have discussed and studied FDIAs. Mohammadpourfard et al. (2017) used the actual load data provided by independent system operators in New York and tested them on the IEEE 14-node and IEEE 9-node systems, respectively; the results showed that the method had a positive role in improving the stability of the power grid [12]. Beg et al. (2017) proposed a framework for detecting possible FDIAs in the physical DC microgrid of the power electronic dense DC microgrid and transformed the detection problem into the identification of changes in a group of inferred candidate invariants [13]. Ganjkhani et al. (2019) proposed a new bad data detection processor for identifying FDIAs in power system state estimation. The results show that the data detection processor could accurately detect false data injected into the system [14]. Moslemi et al. (2018) used malicious data market participants to interfere with the operation of the electricity market by using pre-designed FDIAs, as well as false electricity transactions in the current market; the attack design was robust to market uncertainty [15]. Hossein and Taghi (2018) proposed three indicators for detecting FDIAs; these indicators were based on three factors: the performance of the traditional power system, the relationship
between the angle and the voltage change in each bus, and the performance of the neighbor bus; after testing, it was found that the three indicators showed good results in the attack detection of the smart grid [16].

2.2 Research on FDIAs in China

In China, many scholars have also discussed and studied FDIAs. Wang et al. (2019) used the measured value in the phasor measurement unit as the object of attack and defense in the power system and adopted the load reduction caused by the line fault to quantify the consequences of the attack to achieve effective defense against FDIAs [17]. Chen et al. (2019) revealed the potential connection between data attacks and physical consequences in the smart grid and analyzed the ways in which attackers launched malicious data attacks; this attack mechanism integrated the construction of optimal data attacks and identification of key lines, which had greater security and probability of occurrence [18]. By replacing the traditional pre-calculated thresholds with adaptive thresholds, Wang et al. (2019) proposed a distributed isolation scheme for adjacent grid partitions of FDIAs and verified the effectiveness of the scheme [19]. Shang et al. (2019) proposed a formal model of multi-device FDIA in the air traffic control system for location verification; it was found that the model had low cost and strong concealment, and could obtain better time synchronization to bypass the current anomaly detection [20]. Zhang et al. (2018) discussed and analyzed the physical consequences of unobservable FDIAs designed by the internal information of the power system subnet, and established a multiple linear regression model to learn the relationship between the external network and the attack subnet from historical data; taking the IEEE 14-node and IEEE118-node systems as examples, the vulnerability of the attack model was illustrated [21].

The above analysis can reveal that FDIAs had a great influence on the smart grid. Although there have been many research results in this field, there is little research work on applying artificial intelligence-based machine learning methods to them.

3. Methods and experiments

3.1 Construction of FDIAs data set

In the detection of bad data, the bad data detection mechanism based on state estimation and power flow calculation rely on the setting of the threshold to eliminate the bad measurement data value. However, no matter how small the threshold setting is, it still cannot avoid the attacker escaping the detection of bad data by constructing the injection vector [22]. Under the FDIAs based on complete topology information, if the data attacker has completely mastered the power grid topology, the construction of the attack vector is very easy to realize. However, in reality, only the core personnel of the control center can fully master the complete network topology of the power system; most attackers can only master the local network topology and local power system parameters. Existing studies have found that based on the conditions of incomplete network topology information, FDIAs can still be successfully constructed. In the process of attack detection, FDIAs under incomplete topology information is considered, which is more practical. Therefore, based on the condition of non-complete topological information, the sample data is finally obtained by constructing false injection attack vectors and combining power measurement data.

If the attack detection model can be successfully implemented, the training set and test set of normal and negative power measurements, as well as the training set and test set of the post-attack positive and negative power measurement, are the basis. This study uses a standard IEEE node to obtain the measurement data in a normal state. Then, the FDIAs under the condition of the incomplete topology information of the attacker is simulated to obtain positive
and negative data samples before and after the attack. By generating standard IEEE14-bus node and IEEE118-bus node systems with the help of MatPower tools, the required measurement data are obtained, and 20,000 measurement data at the corresponding time are generated in each of the two node systems. Besides, the measurement data after the FDIAs attack are constructed; thus, in the course of training and experiments, the IEEE14 and IEEE118 node systems each contain 40,000 pieces of power measurement data, and the measurement data of different node systems include 30,000 training samples and 10,000 test samples, respectively. The injection vector of FDIAs is represented by \( a \), the measurement matrix is represented by \( H \), the corresponding attack vector is represented by \( b \), and the corresponding measurement error is represented by \( e \); then, after the attack is launched, the corresponding measurement value \( z_b \) is:

\[
z_b = Hx + b + e
\]  

(1)

The measurement value is decomposed into \( d \) sub-regions; then, the linear expression of the state estimation can be expressed as:

\[
\begin{bmatrix}
z_{b1} \\
z_{b2} \\
\vdots \\
z_{bd}
\end{bmatrix} =
\begin{bmatrix}
H_1 \\
H_2 \\
\vdots \\
H_d
\end{bmatrix}
\begin{bmatrix}
x \\
b_1 \\
\vdots \\
b_d
\end{bmatrix}
+ 
\begin{bmatrix}
e_1 \\
e_2 \\
\vdots \\
e_d
\end{bmatrix}
\]

(2)

Where: \( z_{bi} \) represents the measurement data corresponding to the \( i \)-th sub-region in the measurement matrix \( H_i \) after being attacked, \( b_i \) represents the attack vector in the corresponding sub-region, and \( e_i \) represents the measurement in the corresponding sub-region error. At this time, the residuals of all regional state estimates are expressed as:

\[
r = \sum_{i=1}^{d} r_i = \| z - H\hat{x} \|^2_2
\]

(3)

Where: \( r_i \) corresponds to the residual of the \( i \)-th area, \( \hat{x} \) represents the state variable in the area. Then, the best attack vector is constructed so that the residual after being attacked is the smallest, the corresponding expression is:

\[
\min \sum_{i=1}^{d} r_i + \lambda \| \beta \|
\]

(4)

Where: \( \lambda \) represents the regularization parameter, \( \beta \) corresponds to the optimization amount; thus, under the condition of incomplete network topology information, the correspondence between \( a \) and \( b \) is:

\[
\begin{bmatrix}
\hat{a}_1 \\
\hat{a}_2 \\
\vdots \\
\hat{a_d}
\end{bmatrix} =
\begin{bmatrix}
\hat{H}_1 \\
\hat{H}_2 \\
\vdots \\
\hat{H}_d
\end{bmatrix}
\times
\begin{bmatrix}
a_1 \\
a_2 \\
\vdots \\
a_d
\end{bmatrix}
\]

(5)
To find the optimal solution of $a$, solving the following function can obtain the attack injection vector of FDIAs under the condition of non-complete network topology:

$$
\min \sum_{i=1}^{d} ||b_i - H_ia_i||^2 + \lambda \|\theta\|
$$

(6)

Where: $\theta$ represents the optimized variable, and the vector $a$ is injected into the standard IEEE14-bus node and IEEE118-bus node systems. This vector can annotate the measurement data samples under attack and normal measurement data samples under the Python environment, and finally, generate training samples and test samples. It is expressed as data set $D$:

$$
D = \{X, Y\} = [(x_1, y_1), (x_2, y_2), \ldots, (x_{4000}, y_{20000})]
$$

(7)

Where: $X$ corresponds to the sample of the attack detection measurement data, and $Y$ represents the label of the sample category.

### 3.2 Data feature extraction based on iForest and LLE

The measurement data in the power system have the characteristics of high dimensionality and nonlinear structure [23]. They are difficult to be directly applied to the training and detection of the model. In the dimensionality reduction of high-dimensional data, machine learning is widely utilized. If only the dimensionality reduction processing is performed on the measurement data, it cannot ensure the pertinence of attack detection. Considering that the attack method of FDIAs is tampering with the measurement data, and the data after the attack is random, the data before and after the attack has data distribution or outliers. Therefore, in the data processing stage, this study uses the method of abnormal score extraction to quantify the outlier characteristics of the measured data. iForest is an integrated learning algorithm for anomaly detection. It can calculate anomaly score data without building a data model. At the same time, the algorithm has the characteristics of high calculation efficiency and high detection stability [24]. The algorithm consists of a large number of iTrees; the entire process is completed in the multiple sampling of the measurement data set, which is applicable to large-scale complex power measurement data. After being established, the iForest can output the abnormal score corresponding to each piece of power measurement data. The basic principle is that if the average traversal depth of power measurement data sample $x$ in all iTrees is greater, the corresponding abnormal score will be smaller, and vice versa. Therefore, the quantitative equation for the anomaly score is defined as follows:

$$
c(\mu) = \begin{cases} 
2H(\mu - 1) - (2(\mu - 1)/n), & \mu > 2 \\
1, & \mu = 2 \\
0, & \mu < 2 
\end{cases}
$$

(8)

$$
H(t) = \ln(t) + \zeta
$$

(9)

Where: $\zeta$ represents Euler’s constant, and the expression of the iForest anomaly score corresponding to each data sample $x$ is:

$$
iscore(x) = 2e^{H(h(x))}/h(x)
$$

(10)

Where: $h(x)$ represents the path length of $x$, and $Eh(x)$ represents the average path length on all iTree.
In the detection of FDIAs, when the abnormal score iscore(x) is used as an independent feature, the abnormal score power measurement data after feature extraction is still in a high-dimensional state; thus, further feature extraction is needed.

LLE is an unsupervised dimensionality reduction method for nonlinear structural data. The local reconstruction weight matrix is established by considering the data points in the locally linear structure [25], thereby considering the maintenance of the structure and the search for the low-dimensional mapping under the high-dimensional data. Due to the few parameter settings in the realization process, it is easy to realize; thus, it is consistent with the characteristics of the high-dimensional data of electric power. The completion of data dimensionality reduction includes the search for the distance between sample points and adjacent points in high-dimensional space, and the construction of local reconstruction weight matrix and the establishment of mapping from high-dimensional space to low-dimensional space. The calculation for the distance between the original high-dimensional data point \(x_i\) and the adjacent point is:

$$d_{ij} = \sqrt{\sum (x_{ik} - x_{jk})^2}$$

Where: \(k\) represents the number of adjacent points. Based on the Lagrangian multiplier method, the construction of the local reconstruction weight matrix is:

$$\omega_{ij} = \frac{\sum_{m=1}^{k} (Q^i)^{-1}_{pm}}{\sum_{p=1}^{k} \sum_{q=1}^{k} (Q^i)^{-1}_{pq}}$$

Where: \(\omega_{ij}\) represents the local weight matrix, and \(Q^i\) is the singular matrix. To realize the data mapping from the high-dimensional space to the low-dimensional space, the establishment of the objective function is:

$$\min P(Y) = \sum_{i=1}^{N} \left| y_i - \sum_{j=1}^{k} \omega_{ij} y_j \right|^2 = \sum_{i=1}^{N} \sum_{j=1}^{N} M_{ij} y_i^T y_j$$

$$M = (I - W)^T (I - W)$$

Where: \(y_i\) and \(y_j\) correspond to data points in low-dimensional space, \(I\) is the identity matrix, and \(W\) is the local reconstruction weight matrix.

On this basis, the advantages of iForest and LLE in anomaly detection and high-dimensional data reduction are combined, and a feature extraction method for iForest-LLE power measurement data for FDIAs detection is proposed. The implementation process of the iForest-LLE algorithm is shown in Fig 1. First, the anomaly score iscore(x) corresponding to each piece of data extracted by the feature is regarded as an independent feature, and then LLE is used to reduce the dimensionality of the data in the specified dimension r for high-dimensional data. The classification of features is comprehensively calculated, and the measurement data feature \(P\) for data attack detection is defined as:

$$P = [ID, iscore(x), f_1, f_2, \ldots, f_r]$$

Where: \(ID\) corresponds to the number of the data sample, and \([f_1, f_2, L, f_r]\) is the new attribute corresponding to the power measurement data after LLE dimensionality reduction processing.
3.3 Data attack detection model based on CNN

Machine learning uses computers to simulate human learning behaviors. It has the ability to classify and predict. It belongs to the field of artificial intelligence. It has been widely used in fields such as speech recognition, image processing, and data mining. Its implementation includes supervised and unsupervised learning, in which the prediction accuracy of supervised learning is the highest [26]. In addition, its tasks include classification and regression. Therefore, it is the most used. At the same time, the detection of FDIAs is essentially a typical classification task. In general, the selection of algorithms and the quality of training data are critical in predicting the effect. Most machine learning algorithms, including neural networks, decision trees, and support vector machines, can consider both classification and regression tasks, but the final effect is very different. In recent years, deep learning methods have been gradually applied to the detection of data integrity attacks. Due to the complex scenes and high noise characteristics of the power system network environment, the detection performance of traditional shallow machine learning algorithms will be affected and reduced when the amount of data is relatively large. Meanwhile, the deep learning algorithm can achieve the classification of a large number of extracted data features; therefore, the efficiency is higher, and it will be more reliable. On this basis, this study organically combines CNN and GRU and proposes a data integrity attack detection model based on the hybrid neural network.

The traditional CNN method is often used to extract image space features [27]. At the same time, the data integrity attack is closely related to the topology information of the power grid structure. Combining CNN and GRU can realize the synchronous feature extraction of the corresponding space and time for the attack sample. The implementation of the FDIAs attack detection model based on the CNN-GRU hybrid network constructed in this study is shown in Fig 2 below.

The detection model mainly includes a training phase and a detection phase, in which the training phase completes feature extraction based on the original data of the attack samples to obtain an appropriate data integrity attack signature database; the detection phase inputs the collected real-time data into the hybrid network and completes the classification of related data with the help of softmax classifier. The traditional CNN network is composed of a data input layer, a convolutional layer, a pooling layer, a fully connected layer, and a data output
layer. In the design of the CNN-GRU hybrid network, 100 GRU structures are added before the fully connected layer of the traditional CNN network, thereby realizing the processing of the timing characteristics of the input data. A separate GRU is composed of an update gate and a reset gate. After the CNN-GRU hybrid network is trained, it can detect power data integrity attacks. First, the initial measurement data set \( \{z_t\} \) is preprocessed. Then, the matrix \( Z \) is obtained by processing the measured value vector

\[
Z = \begin{bmatrix}
  z_{1,1} & z_{1,2} & \cdots & z_{1,m} \\
  z_{2,1} & \cdots & \cdots & z_{2,m} \\
  \vdots & \vdots & \ddots & \vdots \\
  z_{n,1} & z_{n,2} & \cdots & z_{n,m}
\end{bmatrix}
\]  

As the input of the hybrid network, the data are normalized, and the pre-processed input layer data are input into the convolutional layer; the result of the convolutional layer is input into the pooling layer. In addition, the data are divided into non-overlapping areas according to the size of the window. Afterward, the appropriate window size is selected according to the size of the data to perform the pooling operation, thereby achieving the dimensionality reduction of the feature. After repeating the previous steps many times, the final results are input into 100 GRU network structures; finally, the data are input into the fully connected layer through the update gate and reset gate. The classification is completed through the softmax classifier, and the final result is output. The realization of the corresponding detection process of the detection model is shown in Fig 3 below.

### 3.4 Selection of evaluation indicators

In this study, accuracy \((Ac)\) is selected as the evaluation indicator for power data integrity detection. The meaning of \(Ac\) is the ratio between the number of all correctly judged samples and the overall number. The higher the \(Ac\) value is, the more effective the algorithm model is.
Ac is defined as:

\[
Ac = \frac{TN + TP}{TN + FN + TP + FP}
\]  

(17)

Where: TN represents the number of normal data identified as normal data, TP represents the number of problem data identified as problem data, FN represents the number of normal data identified as problem data, and FP represents the number of problem data identified as normal data.

To verify the effectiveness of the detection model, the IEEE 14-bus node and IEEE 18-bus node system are selected as the test environments; in addition, the MatPower tool is chosen. Based on the selected evaluation index, the attack dataset, iForest-LLE data feature extraction, and data attack detection models are simulated and analyzed. In the analysis of the effect of the attack detection model, the traditional Deep Belief Network (DBN) algorithm is chosen for comparative analysis [28].

4. Results

4.1 Simulation analysis of attack data set

The MatPower tool is utilized to set the FDIAs vector a to 3 and perform injection attacks on the IEEE14-bus node and IEEE118-bus node systems, respectively. The corresponding state estimates of the node system before and after the attack are changed, as shown in Fig 4 below.

As shown in the figure, after the IEEE14-bus node system is injected with the attack vector, the corresponding state estimate is shifted upward from the initial amount. The distribution of the corresponding state estimates is still consistent with the starting value.

4.2 Simulation analysis of data feature extraction based on iForest-LLE

To verify the accuracy and efficiency of iForest in extracting abnormal scores, the distribution, and variation of the Receiver Operating Characteristic (ROC) curve of iForest under different iTree numbers n and sampling numbers w are shown in Fig 5(A) and 5(B) below.
As shown in the figure, when the corresponding number \( n \) of iTree is 10, iForest shows a relatively poor effect. When the corresponding number \( n \) of iTree is above 100, the detection effect of iForest is better. When the sampling number \( w \) corresponding to iTree is smaller than 10, the iForest algorithm model exhibits poor performance. When the sampling number \( w \) corresponding to iTree is greater than 10, the impact of the increase in the corresponding sampling number on the algorithm model is at a lower level. Therefore, the final determined number \( n \) of iTree in iForest is 100, and the number \( w \) of samples is 10.

### 4.3 Verification of data attack detection model

To verify the performance of the attack detection model, the Ac distribution and changes in the detection model in the IEEE14-bus node system under different attack intensities are shown in Fig 6 below.

As shown in the figure, in the IEEE14-bus node system, the Ac of the detection method proposed in this study eventually tends to 99%, and the corresponding convergence speed under different attack intensities is different. When the corresponding attack intensity (AI) is 0.1, the initial Ac value corresponding to the detection model is relatively low, which is around 92%, and the corresponding convergence speed is relatively slow. Ac increases with the increase in AI, and the corresponding convergence speed also becomes faster.

To further verify the effectiveness of the detection model proposed in this study, it is compared with other traditional detection methods. The AI is set to 1.0, and the distribution and changes of Ac in the IEEE14-bus node system are shown in Fig 7 below.

As shown in the figure, the Ac value of each detection algorithm training phase is close to the test phase; at the same time, the Ac of each detection algorithm is distributed at above 90%. Furthermore, the performance of the detection algorithm model proposed in this study is

![Changes in state estimates before and after a node system undergoing an attack.](https://doi.org/10.1371/journal.pone.0237994.g004)
Fig 5. Distribution and changes of iForest ROC curve. (a) the different number \( n \) of iTree; (b) the different number \( w \) of samples.

https://doi.org/10.1371/journal.pone.0237994.g005
superior to other traditional detection algorithms in terms of Ac and convergence speed. Its initial Ac is around 95%, and it eventually approaches 99%. This further validates the advantages of the proposed power data integrity detection algorithm model.

5. Discussion

The detection of FDIAs requires sufficient data samples as support. According to the actual situation, in this study, the data set is constructed based on the condition of incomplete network topology information. After the attack, the distribution of the state estimate value is consistent with the original distribution. Due to the attack, the value of the power measurement is changed, but as an entity, most of the state estimation residuals are consistent with the initial value. The state estimation residuals have not changed much compared with those before the attack. Therefore, in the IEEE14-bus node system and the IEEE118-bus node system, based on the incomplete network topology information conditions, it is still possible to achieve an injection attack against false data. Because of the high-dimensional and non-linear characteristics of power system data, comprehensively considering data dimensionality reduction and abnormal data processing, this study introduces the iForest algorithm and LLE construction to extract data features and realizes data dimensionality reduction operation and processing of abnormal score data. In the extraction of abnormal scores by the iForest algorithm, the learning scale of the algorithm is determined by the number corresponding to iTree. The analysis has found that the larger the number is, the better the improvement effect of the algorithm stability performance is, and the number of iTree samples can represent the size of the corresponding subspace of data samples. The fineness of iForest and iTree is determined by this parameter, and the analysis finds that the set value is not better when it gets larger. In the

Fig 6. Ac distribution and changes in the detection model in the node system under different attack intensities. https://doi.org/10.1371/journal.pone.0237994.g006
impact analysis of data feature extraction, the extraction of anomaly scores by the iForest algorithm has a greater impact on the realization of the data feature extraction effect.

The traditional method for the detection of bad data in the power system can bypass the detection of bad data based on the residual error. By injecting false data into the measured values of the power system, an attack against the integrity of the power data can be achieved. However, the increase in the amount of data will lead to a reduction in detection accuracy and an increase in processing time. Considering the advantages of deep learning algorithms in the classification of massive data features, in addition to that the detection of FDIAs in power systems is a classification problem, the CNN-GRU hybrid network is introduced to construct the FDIAs detection model. The increase in AI led to the improvement of the accuracy of the model detection. CNN-GRU-based power data integrity attack detection shows good results, attacks targeting IEEE14-bus nodes system are easy to detect, and the performance and detection effect of the hybrid network-based algorithm detection model is superior to traditional detection methods, which expands the ideas of utilizing deep learning methods for the detection of bad data during the smart grid reconstruction process.

6. Conclusion

This study takes the detection of FDIAs as the starting point and selects the stable operation of the power system in the smart grid reconstruction as the research object. Through the establishment of attack datasets, feature data extraction methods based on isolated forests and locally linear embedding, and FDIAs detection models based on CNN, it is found that FDIAs can also be achieved under the condition of non-complete network topology information; the
iForest algorithm has a greater influence in the extraction of anomaly scores; the introduction of machine learning and unsupervised dimensionality reduction methods have significantly improved the accuracy of FDIAs detection. However, the detection model proposed in this study is only suitable for attack detection under the condition of incomplete network topology information. In the future, the detection effect of other types of power data attack methods will be evaluated and the proposed method will be improved further.
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