Universal single-server blind quantum computation for classical clients

Hai-Ru Xu\(^1\) and Bang-Hai Wang\(^1\)

\(^1\)School of Computers, Guangdong University of Technology, Guangzhou 510006, People’s Republic of China

(Dated: December 7, 2021)

Blind quantum computation allows a client without enough quantum technologies to delegate her quantum computation to a remote quantum server, while keeping her input, output and algorithm secure. In this paper, we propose a universal single-server and almost-classical-client blind quantum computation protocol. In this protocol, the client interfaces with only one server and the only ability of the client required is to get particles from the trusted center and forward them to the server. We present an analysis of this protocol and modify it to a universal single-server and fully-classical-client blind quantum computation protocol by improving the ability of the trusted center. Based on our protocols and recent works, a new “Cloud + Certificate Authority (CA)” style is proposed for the blind quantum computation.
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I. INTRODUCTION

Quantum computation has been recognized as a novel computing model which is based on the theory of quantum mechanics. Some experimental results show that quantum computation features a faster computing speed than classical computation and solves tough computation problems for classical computers [1–3]. Blind quantum computation (BQC), which combines notions of quantum cryptography and quantum computation, was put forward to help clients without enough quantum power to acquire quantum computation with keeping their data and algorithm private [4–12].

The idea of BQC was derived from Childs’ work in 2005 [4]. The Childs’ work uses the quantum circuit model and requires the client to own quantum memory and to be able to implement the SWAP gate. Broadbent, Fitzsimons and Kashe (BFK) presented the first universal BQC protocol in 2009 [5]. Based on measurement-based quantum computation, the BFK protocol does not require the client to have any other quantum power and memory than with single-qubit states [5]. After that, more and more improved and stronger protocols were proposed [7–19]. Morimae and Fujii proposed a fault-tolerant BQC protocol which makes blind quantum computation more feasibility [7]. Morimae put forward a protocol for verification for the measurement of BQC [8]. Mantri et al. discussed the optimality of BQC protocols [9]. Li et al. proposed a BQC protocol with identity authentication [19]. At the same time, the theoretical work are expected to be applicable to physical implementation. Recently, the BFK protocol has been demonstrated experimentally in a quantum optics setting system [6]. We refer the reader to Ref. [20] for a recent review on BQC.

It is crucial for the implementation of BQC to make the client classical. The BFK protocol [5] can be upgraded to two-server BQC protocol [10] with the client being classical, if the trusted center is introduced. However, communication is not allowed between the servers. To solve the servers-communication problem, Li et al. put forward a triple-server [11] BQC protocol, which makes the client almost classical. That whether a fully classical client can delegate a quantum computation to an untrusted quantum server while fully maintaining privacy is one of the big open questions in quantum cryptography [21–23]. For our purpose, we focus BQC with the trusted center in this paper. We first present a single-server BQC protocol makes the client almost classical without improving the ability of the trusted center. And the client can be fully classical if the trusted center can discard qubits instead of the client. Based on recent works and our protocols, we propose a new “Cloud + CA” style for the blind quantum computation.

II. PRELIMINARIES

A. Measurement-based quantum computing and the technology of entanglement swapping

1. Measurement-based quantum computing

Different from the quantum circuit model, where quantum computations are implemented by unitary operations, the measurement-based quantum computing is processed by employing a sequence of measurements to designated an entangled resource state, usually a cluster state which is a special graph state (a kind of multipartite entangled state, related to a graph in mathematics) in designated bases [24–26]. These measurements are performed on a universal resource state—the cluster state—which is independent of the algorithm to be implemented. The measurement-based quantum computing is also called one-way quantum computing because the resource state is destroyed by the measurements.

Concretely, a measurement-based quantum computation proceeds as follows (see, e.g., [24] and references therein). (i) A classical input is provided to specify the
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data and the program. (ii) A two-dimensional (2D)-cluster state $|C\rangle$, which serves as the resource for the computation, of sufficiently large size is prepared. (iii) A sequence of adaptive one-qubit measurements $M$ is performed on certain qubits in the cluster state. The measurement bases depend on the program and on the outcomes of previous measures in each step of the computation. The measurement directions, which have to be chosen in each step, is computed by a simple classical computer. (iv) The state of the system has the form $|\psi_{\text{out}}^{a}\rangle$ after the measurements, where $a$ indexes the collection of measurement outcomes of the different branches of the computation. The state $|\psi_{\text{out}}^{a}\rangle$ in every branch are equal to the desired output state up to a local operation (Pauli), and the measured qubits are in a product state $|\delta^{a}\rangle$, which still depends on the measurement outcomes. The measurement-based quantum is universal because any quantum computation can deterministically be realized even though the results of the measurements in each step of the computation are random.

Besides these measurement-based BQC protocols, there are other types of BQC, for instance, BQC based on nonlocal games and self-testing of EPR pairs [27] [28].

2. The technology of entanglement swapping

The technology of entanglement swapping [29–33] is used in our protocol, as well as in the triple-server protocol. As one of the most significant technology of quantum mechanics, entanglement swapping is an essential resource of quantum information, which was used in quantum dense coding, quantum teleportation [34, 35], quantum cryptography [36, 37], and quantum repeaters [38, 39]. Entanglement swapping allows two or more independent systems to build up entanglement with each other by switching their photons.

Here, the four Bell states are denoted by $|\psi_{z,x}\rangle = (I \otimes X^{z}Z^{x})(|0\rangle|0\rangle + |1\rangle|1\rangle)/\sqrt{2}$, where $(z, x) \in \{0, 1\}^{2}$. $X = |0\rangle\langle 1| + |1\rangle\langle 0|$, and $Z = |0\rangle\langle 0| - |1\rangle\langle 1|$. Suppose there are two EPR pairs $(A, B)$ and $(A', B')$ denoted in the Bell states $|\psi_{z,x}\rangle_{A,B}$ and $|\psi_{z,x}'\rangle_{A',B'}$, respectively. If we perform joint measurement on particles $B$ (A) and $B'$ ($A'$) in the Bell basis, the particles $A'$ ($B'$) would be entangled and the combined state of them is one of the four Bell states, as shown in Fig. 1. The accurate form is determined by the result of the joint measurement outcome.

The Bell state $|\psi_{0,0}\rangle = (|00\rangle + |11\rangle)/\sqrt{2}$ is to perform entanglement swapping in our protocol. Two Bell states $|\psi_{0,0}\rangle_{A,B}$ and $|\psi_{0,0}\rangle_{A',B'}$ will be as an example to show the entanglement swapping process as follows. The combined state of the two Bell states is $|\psi\rangle_{A,B;A',B'} = |\psi_{0,0}\rangle_{a,b} \otimes |\psi_{0,0}\rangle_{A',B'}$. After swapping $B$ and $A'$, the combined state is

$$|\psi\rangle_{A,B;A',B'} = \frac{1}{2}(|\psi_{0,0}\rangle_{0,1} + |\psi_{0,1}\rangle_{0,0}) + |\psi_{1,0}\rangle_{0,1} + |\psi_{1,1}\rangle_{0,1})_{A,A',B,B'}.$$ 

It is not difficult to conclude that the state of $(A, A')$ ($(B, B')$) will collapse to the corresponding one of the four Bell states if $(B, B')$ ($(A, A')$) is measured. For example, if $(B, B')$ is measured in Bell basis and the result is $(0, 1)$, the state of $(A, A')$ will collapse to $|\psi_{0,1}\rangle$.

![FIG. 1. The procedure of swapping entanglement. Two solid line segments with arrows at both ends denote connected entangled particles $(A, B)$ and $(A', B')$, respectively. The dashed line segment with arrows at both ends denotes connected entangled $(A, A')$ after the bell state measurement on $(B, B')$ is made.](image)

B. Universal BQC protocols

Before proceeding to our protocol, we briefly review the BFK BQC protocol in Ref. [5], modified double-server BQC protocol in Ref. [10] and triple-server BQC protocol in Ref. [11].

Suppose that the client, Alice, requires to implement quantum computation on the $m$-qubit graph state corresponding to the graph $G$. The quantum operation that Alice wants to perform is to measure the $i$th qubit in the basis $\{|0\rangle \pm e^{i\phi_{i}}|1\rangle\}$, where $\phi_{i} \in S \equiv \{k\pi/4 | k = 0, 1, \ldots, 7\}$. Let us recall the single-server BFK BQC protocol.

**Step A** Alice produces $m$ qubits and sends them to the server, Bob. This state of single qubit is $|\theta_{i}\rangle = |0\rangle + e^{i\phi_{i}}|1\rangle (i = 1, 2, \cdots, m)$, where $\theta_{i}$ is uniformly chosen from the set $S$.

**Step B** Alice asks Bob to prepare a brickwork state based on the graph $G$ specified by her. The brickwork state is a new universal family of graph states which, unlike cluster states, only requires $(X, Y)$-plane measurements. For more details, we refer to [5].

**Step C** Bob generates the brickwork state $|G(\theta)\rangle$ by employing controlled-Z gates on the received qubits according to $G$.

**Step D** Alice randomly choose $r_{i}$ and computes $\delta_{i} = (\theta_{i} + \phi'_{i} + r_{i}\pi) \mod 2\pi$, where $\phi'_{i}$ is obtained by the previous measurements and $\phi_{i}$, and then sent $\delta_{i}$ to Bob if Alice needs Bob to measure the $i$th qubit of $|G(\theta)\rangle$ for $i = 1, 2, \cdots, m$. 


Step E Bob performs a measurement on the $i$th qubit in the basis $\{|\pm \delta_i\rangle\}$ for $i = 1, 2, \cdots, m$, and informs Alice about the measurement result.

We sketch the proof of that this protocol is unconditionally secure (see Ref. [5] for more details). The universality of the brickwork state guarantees that Bob can at most learn the dimension $(j, k)$ of the brick work state, giving an upper bound on the size of Alice's computation. Alice sends Bob classical information, $\delta_{x, y} = (\phi'_{x, y} + \theta_{x, y} + r_{x, y} \pi)$, where $\theta_{x, y}$ is chosen with a uniformly random, $r_{x, y} \in \{0, 1\}$ is uniformly random, and the actual measurement angles $\phi'_{x, y}$ is a modification of the initial $\phi_{x, y}$ that depends on previous measurement outcomes. Bob gets $\delta_{x, y}$ during the protocol, but Bob does not know $r_{x, y}$ since $r_{x, y}$ is independent of everything else, and the quantum system initially sent from Alice to Bob consists of copies of the two-dimensional completely mixed state, which is fixed and independent of $\phi_{x, y}$.

The BFK BQC protocol shows that the server, Bob, cannot get any information about Alice’s input, output, or algorithm. However, Alice has to prepare single qubits in the BFK (single-server) BQC protocol. To solve this problem, a double-server BQC protocol was presented [5] [10] in which Alice can be fully classical. For the double-server BQC protocol [5] [10], Alice can delegate her quantum computation to two quantum servers, Bob1 and Bob2, who share Bell pairs but cannot communicate with each other. The trusted center prepares Bell pairs and distributes them to Bob1 and Bob2, respectively. Alice sends classical message to Bob1. And Bob1 measures his part of Bell pair according to classical message and sends the measurement result to Alice. Alice can achieve quantum computation by running the single-server BFK protocol [5] with Bob2.

Although it is great to learn that the client could be classical in double-server protocol, the noncommunication problem between the two servers makes the protocol less practical. In order to solve this problem, Li et al. [11] proposed a triple-server BQC protocol with entanglement swapping [29–33]. In this protocol, three quantum servers can communicate with each other. The client only needs to be capable of getting access to quantum channels. It can be seen that the client can delegate her quantum computation to quantum servers while keeping her data private [11] (see also Fig. 2). Here, the trusted center prepares $n = 2(2 + \delta)m$ (\(\delta\) is some fixed number) Bell pairs and distributes the first qubit of them to Bob1 and Bob2 and the second qubit to Alice. Alice randomly transmits the particles to Bob3 and records the position, or discards them. Bob3 implements Bell state measurement on the particles according to classical information of Alice and sends the outcome to Alice. Alice sends classical messages to Bob1 and Bob1 measures his particles in the basis according to these messages and sends the measurement results to Alice. Based on the results, Alice sends classical information to Bob2. And Bob2 keeps a part of his qubits according to this information. Alice can achieve quantum computation by running the single-server BFK protocol [5] with Bob2.

III. UNIVERSAL SINGLE-SERVER AND ALMOST-CLASSICAL-CLIENT BLIND QUANTUM COMPUTATION PROTOCOL AND ANALYSIS

A. Universal single-server and almost-classical-client blind quantum computation protocol

Based on the previous works, we propose a single-server BQC protocol where Alice can perform her quantum computation on one quantum server Bob and keep her input, output and algorithm private. Alice does not need any quantum power, such as owning quantum memory, performing SWAP gate, or generating any quantum state. What she need is to be capable of getting access to quantum channel. The steps are described as follows (see also Fig. 3).

Step 1 The trusted center Trent prepares $2n$ Bell states, \(|\psi_{0,0}(B_k, A_k)\rangle\) \((k = 1, 2, \cdots, 2n)\), where $n = (2 + \delta)m$ ($\delta > 0$ is some fixed number), and distributes the
particles \( B_k \) of each Bell state to Bob. After Bob gets all the particles, Trent distributes the other particles \( A_k \) to Alice.

**Step 2** Alice randomly forwards the particles \( A_k \) to Bob and records the position of them, or simply discards them. Bob places these particles in quantum registers following the incoming sequence.

**Step 3** Suppose that the \( 2m \) particles are \( A_{s_1}, A_{s_2}, \ldots, A_{s_m} \) and \( A_{s_1}, A_{s_2}, \ldots, A_{l_m} \), where \( 1 \leq s_i \leq n < t_i \leq 2m, i \in \{1, 2, \ldots, m\} \). Alice notifies Bob to perform Bell state measurements on particles \( A_{s_i} \) and \( A_{t_i} \), \( (i, j) \in \{1, 2, \ldots, m\} \) and gives their positions in the sequence of the particles which are from Alice. By the technology of entanglement swapping introduced above, Bob measures the particles and submits the outcome \( (z_s', x_t') \in \{0, 1\}^2 \) to Alice.

**Step 4** Based on the measurement outcome \( (z_s', x_t') \) \( (i \in \{1, 2, \ldots, m\}) \), Alice can know that the combined state of particles \( B_{s_i} \) and \( B_{t_i} \) from Trent, is just \( |\psi_{z_s', x_t'}(B_{s_i}, B_{t_i})\rangle \) and get the value of \( z_s' \) and \( x_t' \). (We refer the reader to Ref. [11] for more details.)

**Step 5** Alice sends \( n \) classical message \( \{\tilde{\theta}_k = (-1)^{z_k}x + z_k\pi\}_{k=1}^n \) to Bob, where \( \theta_k \) is randomly selected from the set \( S \). Here \( (z_k, x_k) \) depends on Alice at step 4, where \( k \in \{1, 2, \ldots, n\} - \{s_1, s_2, \ldots, s_m\} \), \( (z_k, x_k) \in \{0, 1\}^2 \). And \( \theta_k \in S \) are selected to make \( \tilde{\theta}_1, \tilde{\theta}_2, \ldots, \tilde{\theta}_n \) uniformly distributes over all the elements of the set \( S \).

**Step 6** Bob measures his first \( n \) qubits from Trent in the basis \( \{\pm \theta_k\}, k = 1, 2, \ldots, n \), and sends the measurement outcome \( \{b_k\}_{k=1}^n \) to Alice. Alice simply keeps the result \( (b_{s_1}, b_{s_2}, \ldots, b_{s_m}) \) of the particles entangled with particles in another \( n \) qubits from Trent.

**Step 7** Alice sends classical message \( \{t_j\}_{j=1}^m \) to Bob and notifies him to keep only particles \( \{B_{t_j}\}_{j=1}^m \). Bob relabels these particles as \( B_{t_1}, B_{t_2}, \ldots, B_m \) in order, and here the combined state of these particles is \( \otimes_{j=1}^m |\theta_{s_i} + b_{s_i}\rangle \).

**Step 8** Alice and Bob start the BFK protocol from the second step (Step B above), taking \( \theta_i = \theta_i + b_{s_i}\pi \), \( (i = 1, 2, \ldots, m) \).

Numbers of blind quantum computation protocols have been presented in recent years, including single-, double-, triple-, and multiple-server protocols [10]. In the single-server protocol, the client needs to prepare single qubits. Although the client can be classical in the double-server protocol, the two servers, who share Bell state from the trusted center, are not allowed to communicate with each other. Recently, the triple-server protocol solves the noncommunication problem. Three servers, however, make the implementation of the computation sophisticated and unrealistic. Different from the single-server BQC protocol [11], only one server instead of three servers is involved in the proposed protocol. Comparisons among the BFK BQC protocol [5], the two-server BQC protocol [10], the triple-server BQC protocol [11], and the proposed protocol from the number of servers, communications between servers, a trust center required or not required, and the required power of client (fully classical, quantum state preparation or quantum channel) as shown in table 1.

**B. Analysis**

We show that this protocol is secure. Steps from Step 1 to Step 7 in this protocol can be treated as the first step in BFK protocol [5]. Similarly, \( \theta_i + b_{s_i}\pi \), \( (i = 1, 2, \ldots, m) \) is produced in these steps to replace \( \theta_i \) in [5]. Therefore, according to the proof of security of BFK protocol (Theorem 3) [5], the protocol is secure if Bob cannot get any information about \( \theta_i + b_{s_i}\pi \). In the process, Bob can get the outcome \( (z_s', x_t') \) and the combined state \( |\psi_{z_s', x_t'}(B_{s_i}, B_{t_i})\rangle \), but he does not know which the two corresponding particles \( B_{s_i} \) and \( B_{t_i} \) are. Although Bob gets classical message \( \{\tilde{\theta}_k\}_{k=1}^n \), which are uniformly distributed on all the eight elements of the set \( S \), he still cannot get any information about \( \{\theta_i\}_{m=1}^m \), because he has no idea about the corresponding \( \{s_i\}_{m=1}^m \) and \( \{t_j\}_{j=1}^m \) which are randomly selected by Alice. Then Alice keeps \( \theta_i + b_{s_i}\pi \) private and makes the protocol secure.

Furthermore, if Bob sends wrong measurement result to Alice in purpose, Alice can detect the case. In Step 1, Trent generates \( h \) decoy Bell states \( |\psi_{z, x}(A_{h_1}, A_{h_2})\rangle \), where \( (z, x) \in \{0, 1\}^2 \). Trent sends the first particle of Bell states to Alice, and then sends the other particles to her after she has received all the first particles, and tells her the state of these Bell states. In Step 2, Alice randomly forwards the particles of decoy Bell states to Bob and records the position of it, or simply discards them. Bob places these particles in quantum registers following the incoming sequence. In Step 3, Alice asks Bob to perform Bell measurement on particles of \( l (l < h) \) decoy Bell states, and Bob sends result to Alice. In this case, Alice can check the result from Bob and the state information from the trusted center Trent. If Bob spoils, he can get through Alice’s detection with the probability \( \frac{1}{2} \) of every Bell state. He will be detected if Alice finds that at least one output is incorrect, so the probability of an incorrect output being accepted is \( \frac{1}{2^n} \).

**IV. UNIVERSAL SINGLE-SERVER AND FULLY CLASSICAL-CLIENT BLIND QUANTUM COMPUTATION PROTOCOL AND NEW STYLE FOR THE BLIND QUANTUM COMPUTATION**

**A. Universal single-server and fully classical-client blind quantum computation protocol**

The client requires to get qubits from the trusted center and forwards them to quantum server in our protocol above. The client can be fully classical if the first three
TABLE I. Resource requirement of BQC protocols

| BQC protocol          | Number of servers | Communications between servers | Trust center required | Quantum power of client |
|-----------------------|-------------------|-------------------------------|-----------------------|-------------------------|
| BFK BQC protocol      | 1                 | Prohibited                    | N                     | Preparation of single qubits |
| Two-server protocol   | 2                 | Allowed                        | Y                     | No quantum ability       |
| Triple-server protocol | 3                 | Allowed                        | Y                     | Access to quantum channels |
| Proposed protocol     | 1                 | Allowed                        | Y                     | Access to quantum channels |

Steps are changed as follows.

Step 1' Trent prepares $2n$ Bell states $|\psi_{0,0}(B_k, A_k)\rangle (k = 1, 2, \cdots, 2n)$, where $n = (2 + \delta)m$ ($\delta > 0$ is a fixed number), and distributes the particles $B_k$ of each Bell state to Bob. After Bob gets all the particles, Trent randomly selects particles from the second particles $A_k$ ($k = 1, 2, \cdots, 2n$) and discards them, and sends the rest particles of $A_k$ to the server Bob.

Step 2' The trusted center notifies Alice which particles of $A_k$ are discarded and which are sent to Bob, and keeps this information secret to Bob.

Step 3' Suppose that the $2m$ particles are $A_{s_1}, A_{s_2}, \cdots, A_{s_m}$ and $A_{t_1}, A_{t_2}, \cdots, A_{t_m}$, where $1 \leq s_i \leq n < t_i \leq 2n, i \in \{1, 2, \cdots, m\}$. Alice notifies Bob to perform Bell state measurements on particles $A_{s_i}$ and $A_{t_j}$, $(i, j) \in \{1, 2, \cdots, m\}$ and gives their positions in the sequence of the particles which are from Alice. Bob implements measurement on the particles and submits the outcomes $(z_{s_i}, x_{t_j}) \in \{0, 1\}^2$ to Alice.

In the above modified protocol, the trusted center Trent instead of Alice sends the second particles of Bell states to the server and just notify Alice which particles are forwarded to the server and which are discarded. During this procedure, Alice can achieve quantum computation without the ability to possess quantum memory and access quantum channel.

B. New style for the blind quantum computation

Since it is believed to be impossible for the blind quantum computation with only classical client and single (untrusted) server [21][23], the trusted center is essential if the client is classical and only one server is involved. The role of the trusted center in the future BQC protocol might be similar to Certificate Authority (CA) in “E-commerce” today [30][41]. CA is a trusted third party trusted both by the party who is the subject of the certificate and by the party who relies on the certificate, while the trusted center in BQC protocol can be treated as a third party trusted both by classical clients and quantum servers. Therefore, the blind quantum computation may work in “Cloud + CA” style in the future, our single-server and almost-classical-client or single-server and classical-client blind quantum computation protocols might becomes a key ingredient of real-life application because the blind quantum computation is unconditionally secure.

V. CONCLUSIONS

In conclusion, we propose a universal single-server BQC protocol for the classical client. In our protocol, the client is almost classical. In other words, he doesn’t require any quantum technology or resources, and only receives and sends qubits. Furthermore, our protocol can delegate quantum computation to one quantum server, while keeping the input, output and algorithm private. The client will be fully classical if the trusted center helps the client send particles to the server and tells the client which particles are sent or discarded.

The client interfaces with only one server in our schemes instead of three servers in the triple-server protocol [11]. Although all the three servers can be treat as one big server since communication among servers is allowed, it will make the BQC procedure complex for client to interact with three servers and the limitation of quantum resource may not allow us to possess plenty of quantum servers. Our protocols are as secure as the triple-server protocol, and that only one server makes it easier to implement and more practical. Since it is believed to be impossible for blind quantum computation with only classical client and single (untrusted) server, blind quantum computation may work in the “Cloud + CA” style in the future. To consider the practical application, the “Cloud + CA” style may be worked for blind quantum computation in the first generation of quantum computations. Our protocols might become a key ingredient for real-life application in the first generation of quantum computations.
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