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The Common Vulnerability Scoring System is at the core of vulnerability management for systems of private corporations to highly classified government networks, allowing organizations to prioritize remediation in descending order of risk. With a lack of justification for its underlying formula, inconsistencies in its specification document, and no correlation to exploited vulnerabilities in the wild, it is unable to provide a meaningful metric for describing a vulnerability’s severity, let alone risk. As it stands, this standard compromises the security of America’s most sensitive information systems.
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1 INTRODUCTION

Common Vulnerability Scoring System (CVSS) is a deeply rooted information security standard used to gauge the severity of Common Vulnerabilities and Exposures (CVEs) on a scale of 1 (Low) to 10 (Critical). Its first iteration, CVSS v1, was introduced in late 2005 by the National Infrastructure Advisory Council [25, 37]. There were other vulnerability scoring systems in the 2000s, but unlike them, CVSS was sponsored by the National Institute for Standards and Technology (NIST) [39]. CVSS v1 was deemed non-viable and quickly replaced with CVSS v2 in 2007, with all the CVE’s CVSS scores subsequently backfilled with CVSS v2 scores [44]. CVSS v3.1, the most recent version released in 2019, shares the same rating scheme as CVSS v3, released in 2015, with only a few differences in features and intent [47]. Currently, the standard is maintained by the Forum of Incident Response Teams (FIRST) through the CVSS Special Interest Group (CVSS-SIG). Since CVSS v3 and CVSS v3.1 have identical scoring formulas, CVSS v3 will be used to refer to both of them. Additionally, the Common Platform Enumeration (CPE) system is used to describe classes of applications, operating systems, and hardware devices. Each CVE is given a list of affected CPEs and a CVSS score. CVSS, CVE, and CPE are standards contained under the umbrella of the Security Content Automation Protocols, a series of tools, languages, metrics, and identification schemes used to help manage and document security content [43].

The National Vulnerability Database (NVD) is a complement to Security Content Automation Protocol systems, particularly CVE. Acting as a centrally managed repository of CVEs, the NVD and has been curated by NIST since 2005 [12]. The NVD experienced many growing pains in its first few years, as a vendor agnostic
A database for cataloging computer vulnerabilities was a novel idea. While slow at times, the NVD has performed well at its purpose, and is used worldwide as a primary source for computer vulnerabilities. Currently, the NVD contains over 150,000 CVEs and is growing rapidly with the proliferation of software, vulnerability testing capabilities, and the expansion of CVE reporting infrastructure as shown in Figure 1 below [1]. While these standards and systems complement each other as they all originated from NIST, it is important to note that the NVD, CVE, and CPE are currently U.S. initiatives, while CVSS is now an international standard [44].

2 RELATED WORK

This work relies on research related to the efficacy of CVSS, its original purpose, as well as other risk scoring systems. Full context of the ecosystem surrounding CVSS is needed to understand how it has developed and its current impact on the industry.

The search for related works was guided by four questions. Are there any other systems that try to capture the severity or risk imposed by a single vulnerability? Is CVSS being used correctly? How effective is CVSS v3 at measuring the severity/risk? Where is CVSS mandated for use? As for the scope of publication venues, review was not limited to academic publications as there are many valuable insights from information technology companies and the security practitioners using the standard. This is especially the case for security practitioners as their security operations expertise and time spent applying the standard may allow for a more useful perspective on CVSS than an academic researcher could provide. Special effort was also given to researching CVSS documents related to FIRST and NIST due to their involvement in the standard’s creation and proliferation.

As this article discusses CVSS v3’s role as a measure of risk, an awareness of the different documents defining information system related risk would be useful. For instance, the International Organization for Standardization defines risk as the “effect of uncertainty on objectives” in their ISO Guide 73 [30]. Various NIST publications such as the Federal Information Processing Standards 200 discuss risk and risk reduction controls as well [28]. In the context of this article, the definition of risk given in the NIST SP 800-30 Rev 1 Guide for Conducting Risk Assessments will be used, which states that “Risk is a measure of the extent to which an entity is threatened by a potential circumstance or event, and is typically a function of: (i) the adverse impacts that would arise if the circumstance or event occurs; and (ii) the likelihood of occurrence” [48, 53]. This definition is the most appropriate to frame the discussion in this article as it is a product of NIST like CVSS and CVE and it is more precise than the ISO 73 definition.

Building on the introduction, a closer look at the vulnerability rating systems that preceded and coexist with CVSS would be helpful for contextualizing it. Keeping in mind that CVSS was not successfully launched until 2007, in 2001, the Computer Emergency Response Team Coordination Center (CERT/CC) released the Vulnerability Note Field Descriptions, which outlined a set of metrics for describing a vulnerability’s severity [15, 38]. SANS’s similar solution came in 2003, and there were various vendor specific severity scores throughout this time in the early 2000’s as well [27, 39]. Other more recent and notable scoring systems include DREAD, the SSVC (previously TEMSL), which uses decision trees for scoring, and CVSS adaptations to specific problem sets and industries, such as RSS-MD, IVSS, and RVSS [11, 19, 51, 52, 54].

Papers relating to the Exploitation Prediction Scoring System (EPSS) as well as any other studies on exploit predication are also highly relevant. This line of research dates back to 2010 with the article Beyond Heuristics: Learning to Classify Vulnerabilities and Predict Exploits, and with more high quality information security data sources available than ever before, research avenues for finding cyber-attack predictors and vulnerability remediation mechanisms have flourished in the past few years [13, 31]. Additionally, any exploit prediction work related to Kenna Security (recently acquired by Cisco) is pertinent to this article as they were responsible for creating the datasets used in several volumes of research demonstrating CVSS’s inefficiencies, as well as proposing the EPSS [32, 33]. Interestingly, the EPSS is now supported by FIRST, the maintainers of CVSS [10].

There are myriad articles notable for critiquing CVSS and discussing its performance as a risk score. Much of these critiques are summed in the 2018 whitepaper, Toward Improving CVSS [50]. This article was written...
by several individuals involved in the development of CVSS at the CERT/CC, prompting an updated version of the standard to be released a couple months later. Another notable work, Comparing Vulnerability Severity and Exploits Using Case-Control Studies, determined that CVSS’s scoring system produced no tangible reduction in risk [5]. In fact, multiple major tech companies have commented on miscellaneous issues with CVSS. For instance, a letter written to the CVSS-SIG from the company Risk-based Security titled CVSSv2 Shortcomings, Faults, and Failures Formulation provides an excellent analysis of some of the technical issues that beset CVSS v2 [23]. A RedHat security architect has also written about CVSS’s poor risk assessment performance in a blog post titled Why CVSS does not equal risk: How to think about risk in your environment [46]. Just as well, the chief architect for Capitol One’s container product, Critical Stack, wrote an article on their issues with CVSS [42]. The McAfee Corporation also posted a case study of a false negative where the authors, with decades of combined InfoSec experience, state that CVE-2017-3735 was rated too highly due to structural issues in CVSS [49]. Gunter Ollman, a well-known security executive has felt it necessary to write an article in Security Weekly entitled Stop Using CVSS to Score Risk to articulate his concerns with CVSS [41].

To better understand how CVSS has become ubiquitous it would be useful to have a familiarity with the articles that describe and mandate its use across the government and industry. One of the most widely cited examples of CVSS being mandated is the Payment Card Industry (PCI) Data Security Standard that forces members of the PCI to use CVSS for patch management [45]. Although, it is most likely the many government documents mandating its use that have helped stimulate its spread. Examples of this include the Department of Defense (DoD) Joint Special Access Program (SAP) Implementation Guide (JSIG) for securing top-secret programs, the Binding Operational Directive 19-02, which specifies vulnerability remediation policies for internet accessible systems, the DoD Instruction 8531.01 DoD Vulnerability Management, which establishes and renews CVSS-based vulnerability management practices across the DoD Information Network, and last, the FedRAMP Vulnerability Scanning Requirements created the vulnerability management practices for cloud-based federal systems [2, 3, 9, 20].

In general, this article aims to contribute to the field of vulnerability management by demonstrating that CVSS is not a misunderstood and misused system created to rate the severity of a vulnerability, but was intended from the beginning and has always been a measure of vulnerability risk, thereby changing the narrative surrounding the standard and allowing it to be more properly evaluated [50]. This article builds on a body of CVSS v2 efficacy
research, coming to similar conclusions for CVSS v3 using different methods. This work also fills a literature gap on CVSS v3 efficacy testing as most of the CVSS efficacy research, including the literature published on EPSS, utilized CVSS v2 data [5, 23, 32, 33]. There are also fewer articles analyzing the source documentation and historical context of CVSS as is done here. Lastly, this article contributes to the conversation by attempting to convey CVSS’s far reaching impact on national security.

3 A RISK SCORE WITHOUT ACCOUNTABILITY
CVSS has consistently been used as a risk score. It requires little effort and is inexpensive to say that a CVE with a CVSS score of 9 needs to have priority patching over one with a 7 without consideration for the context surrounding the vulnerability. The CVSS-SIG recognized this issue and after many complaints, particularly those outlined in Toward Improving CVSS, developed and released the specification documents for CVSS v3.1 in June of 2019 [1, 50]. The title of Section 2.1 in the CVSS v3.1 User Guide plainly states that “CVSS Measures Severity, not Risk” [26]. While the CVSS-SIG never goes as far to say what the distinction is, this move, intended to separate CVSS from its perception as a risk score, contradicts the documents originally used to launch the standard. For example, CVSS v2, the first widely deployed version, was launched in June 2007. Two months later, the lead NIST architects of CVSS v2 released the document The Common Vulnerability Scoring System and Its Applicability to Federal Agency Systems. The introduction thereof states that “IT management must identify and assess vulnerabilities across many disparate hardware and software platforms. They (IT management) need to prioritize these vulnerabilities across many disparate and software platforms. They (IT management) need to prioritize these vulnerabilities and remediate those that pose the greatest risk. The Common Vulnerability Scoring System (CVSS) is an open framework that addresses this issue” [38]. The authors of CVSS make it clear here, and in the rest of this document, that the primary intention behind CVSS is IT risk management. As such, CVSS has been mandated for use by the Payment Card Industry, Department of Homeland Security, and the DoD to treat risk as well as being recommended by NIST for the same purpose [2–4, 45, 48]. Stating that CVSS is not a risk score does not change the fact that this is its original purpose and primary application.

The CVSS-SIG’s attempt to separate CVSS from its perception as a risk score is also contradicted by CVSS v3.1’s own specification document. Under Section 3.1 “CVSS Measures Severity Not Risk” the authors state that a real risk assessment system considers “factors outside the scope of CVSS such as exposure and threat” even though CVSS has facilities for measuring both [26]. The intention behind the Environmental Score of CVSS was to allow users to modify the CVSS score depending on the environment a vulnerability is found in, specifically, characteristics of a vulnerability’s environment “that affect Exploitability, Scope, or Impact can be reflected via an appropriately modified Environmental Score” [37]. The Environmental Score’s basis for modifying a vulnerability’s severity based on Exploitability and Scope clearly align with the exposure risk assessment factor described above. Furthermore, measurements for threat can be found in the Exploit Code Maturity (ECM) metric, a member of CVSS v3’s Temporal Metric Group [37]. Potential values of the ECM include Not Defined, High, Functional, Proof of Concept and Unproven. Naturally, the ECM of a CVE relates directly to the threat of exploitation of a vulnerability, as the measure of exploitability is a measure of threat [37]. If the ECM is High, then this vulnerability is much more likely to be successfully exploited than if the ECM is just functional. Denying this is analogous to comparing a soldier with a musket to one with a modern rifle and judging them to be equal threats. With Exploit Code Maturity, CVSS is able to take in vectors for threat and vulnerability into its formula, the two fundamental factors for modeling cyber risk as conveyed by NIST and the Committee on National Security Systems [48, 53]. Exploit Code Maturity is an inappropriate metric if CVSS is meant to be solely a vulnerability score. The effort to change the standard from being perceived as a risk score in the CVSS v3.1 specification document is a clear attempt to shirk CVSS’s responsibility as a means of measuring risk, not because it is not a risk score, because it performs poorly.

This issue is further exacerbated by FIRST’s stated intentions for CVSS v4 in their presentation, The State of CVSS for the 2020s. At the top of the list of improvements for CVSS is “Threat Intelligence Metrics” with the example given of “Likelihood of Attack” [22]. There is no reason to have this metric, or any other threat
intelligence metric in the standard if it is a technical severity score. The only value that threat intelligence metrics have for a CVE is capturing the risk a CVE introduces in an environment.

4 CONTEXTUAL ISSUES OF VULNERABILITY RATING

The issues regarding CVSS’s inability to account for a vulnerability’s context are well known and widely documented in academic papers, forums, and blogs [35, 41, 42, 46, 49, 50]. As mentioned above, the Environmental Score is the component of CVSS v3 meant to grapple with this issue, although it lacks the granularity required to be effective. The Environmental Score allows for score creation based on the confidentiality, integrity, and availability requirements of a system’s information. The metrics and values for each of these scores can be found in Table 1 [37]. Changing the value of any of these variables allows you to move the score up or down one increment, which is simply not enough for a large and diverse environment. Take a typical pharmaceutical company; the availability value for a system managing assembly line manufacturing would be the same as a web server, high. While they both require high availability, the requirement for a manufacturing system would be much higher than that of the web server in a business value comparison. Even if the Environmental Score is used, it would have to be supplemented with a compensatory control, such as GxP. Although this is just one example, any number of scenarios can be suggested where a three value system is not helpful for this application in a modern enterprise environment. A method that explicitly takes into account the value lost from a computer unable to provide its service for the duration of its mean time to recovery may be more useful.

| Metric Value | Numerical Values |
|--------------|------------------|
| Not Defined (X) | 1 |
| High (H) | 1.5 |
| Medium (M) | 1 |
| Low (L) | 0.5 |

Quantification of the Confidentiality Impact in the Impact Metrics is also a weakness in CVSS’s rating scheme. The Confidentiality Impact is defined roughly as the amount of data that a vulnerability gives you access to in its context, but this approach is incapable of accounting for the value of the data that may be leaked due to a vulnerability. Take CVE-2014-3566, aka POODLE; it is a man in the middle vulnerability with a CVSS v3 score of 3.4, which allows the attacker to decrypt a small amount of ciphertext traveling over SSL 3.0. The revealed information from this vulnerability could be benign or sensitive personally identifiable information, either way, CVSS is unable to account for it with the Confidentiality Impact metric. An argument could be made that this is where the Environmental Score is meant to be applied, but it would not be useful for three reasons. One, when POODLE was disclosed, SSL 3.0 was utilized by nearly every device connected to the internet, it would be impractical to apply the Environmental Score to all of them in an organization [40]. Two, it is often difficult to predict what kind of data is being transported over a particular system, which is necessary to determine the Confidentiality Requirement of the Environmental Score. Three, the vulnerability is already so low that, even if the Confidentiality Requirement is set to High, the CVSS v3 Environmental Score still only comes out to 4.2, just barely a medium severity vulnerability according to CVSS’s severity levels shown in Table 2 [24, 37]. Despite the fact that POODLE is not severe according to CVSS, it is one the highest profile vulnerabilities of the recent decade. With, at the time, over one million public IP addresses vulnerable to the attack, the government recognized its impact quickly and not three days after POODLE’s original disclosure did the Cybersecurity and Infrastructure Security Agency issue a bulletin on the vulnerability urging people to disable SSL 3.0 [18, 29]. Examples like this where elements of the greater context of a vulnerability cannot be taken into account make CVSS prone to false negatives and positives.
Table 2. CVSS Severity Rating

| Metric Value | Severity Level |
|--------------|---------------|
| 0–4          | Low           |
| 4–7          | Medium        |
| 7–9          | High          |
| 9–10         | Critical      |

5 CVSS SEVERITY MEASUREMENT EFFICACY

Vulnerabilities that are more severe should in principle mean that they are more attractive candidates to develop exploitation and weaponization mechanisms for. As severity has a direct relationship to the value that exploitation of a vulnerability provides an attacker, a more severe vulnerability would in principle allow a greater impact on a given environment [21]. This in mind, if CVSS is an accurate gauge of a vulnerability’s severity, there should be a linear correlation between the CVSS v3 score of a CVE and the likelihood of that CVE having been presently or historically weaponized. For the purposes of this article, a weaponized vulnerability refers to a vulnerability that has been exploited in the wild.

CVSS’s predictive capability for weaponization will be tested using a sample of CVEs with CVSS v3 scores where the weaponization status can be reliably determined. A CVE’s weaponization status is decided using information available in the Qualys Knowledge Base (QKB) associated with each CVE. Qualys Inc., a company focused on enterprise vulnerability management solutions, maintains exploitation information on the CVEs it tracks in the QKB with a team of analysts. Of the 152,159 CVEs captured in the NVD circa late 2020, 70,140 (or 54%) are assigned CVSS v3 scores. Of these 70,140 CVEs, 28,779 (or approximately 41%) of CVEs are tracked by the QKB. All of the data was downloaded and processed with Python, SPSS, and other data analysis tools.

To test for similarity of affected platforms between the NVD and the QKB subset, the CPE tags of each vulnerability were parsed out of the NVD’s CVE metadata. These tags contain the name of the affected product and its developer, and as one vulnerability can affect multiple of a developer’s products, or versions of those products, there can be multiple CPE tags per CVE. For instance, CVE-2017-5754 is a hardware vulnerability known as Meltdown, which affected 208 Intel products. Due to the large number of distinct product and developer combinations in the QKB, 12,776 in total, only ratios based on the distinct developers, of which there are 1,524, will be shown here. A ratio comparison for the top 10 developers between the QKB and NVD is shown below in Table 3.

Table 3. Publishing Body Ratios

| NO | QKB Developer | QKB Percent | QKB Count | NVD Developer | NVD Percent | NVD Count |
|----|---------------|-------------|-----------|---------------|-------------|-----------|
| 1  | Microsoft     | 14.154%     | 6,245     | Microsoft     | 8.268%      | 7,467     |
| 2  | Google        | 8.559%      | 3,782     | Google        | 5.431%      | 4,905     |
| 3  | Apple         | 7.982%      | 3,527     | Apple         | 4.448%      | 4,017     |
| 4  | Debian        | 7.274%      | 3,214     | Debian        | 3.742%      | 3,380     |
| 5  | Adobe         | 4.524%      | 1,999     | Oracle        | 4.235%      | 3,825     |
| 6  | Oracle        | 4.171%      | 1,843     | IBM           | 3.113%      | 2,011     |
| 7  | Ubuntu        | 5.094%      | 1,809     | Cisco         | 2.668%      | 2,049     |
| 8  | Red Hat       | 3.886%      | 1,717     | Adobe         | 2.423%      | 2,168     |
| 9  | Linux (kernel)| 3.784%      | 1,672     | Red Hat       | 2.34337%    | 2,119     |
| 10 | openSUSE      | 2.591%      | 1,145     | Linux (kernel)| 2.239%      | 2,022     |
It would appear that Qualys may favor capturing Microsoft and big-tech-based vulnerabilities but this does not take into account outliers. Despite having over 40% of the known vulnerabilities in the NVD, the QKB again has only 1,524 distinct software developers compared to the NVD’s 8,946. The NVD has a very long tail of software developers with one or two vulnerabilities, skewing the data such that all the NVD ratios are smaller. The calculations are done again in Table 4 taking the top 500 developers by their vulnerabilities published from the two datasets to partially correct for the NVD’s larger pool of developers.

### Table 4. Adjusted Publishing Body Ratios

| NO | QKB Developer   | QKB Percent | QKB Count | NVD Developer | NVD Percent | NVD Count |
|----|----------------|-------------|-----------|---------------|-------------|-----------|
| 1  | Microsoft      | 14.597%     | 6,245     | Microsoft     | 10.390%     | 7,467     |
| 2  | Google         | 8.827%      | 3,782     | Google        | 6.825%      | 4,905     |
| 3  | Apple          | 8.231%      | 3,527     | Apple         | 5.589%      | 4,017     |
| 4  | Debian         | 7.501%      | 3,214     | Oracle        | 5.323%      | 3,825     |
| 5  | Adobe          | 4.666%      | 1,999     | Debian        | 4.703%      | 3,380     |
| 6  | Oracle         | 4.302%      | 1,843     | IBM           | 3.911%      | 2,011     |
| 7  | Ubuntu         | 4.222%      | 1,809     | Cisco         | 3.352%      | 2,049     |
| 8  | Red Hat        | 4.007%      | 1,717     | Adobe         | 3.044%      | 2,168     |
| 9  | Linux (kernel) | 3.902%      | 1,672     | Red Hat       | 2.946%      | 2,119     |
| 10 | openSUSE       | 2.672%      | 1,145     | Linux (kernel)| 2.813%      | 2,022     |

The developer ratios adjusted for outliers are much more similar, although the QKB still has a higher percentage of Microsoft-based vulnerabilities as well as some other large tech companies. This is possibly because Qualys has developed vulnerability scanning and tracking capabilities tailored to an enterprise environment.

Checking for CVSS score representativeness is much more straightforward, and is done by comparing the descriptive statistics of the two datasets. These values are captured in Table 5 below and show that the CVSS scores of the QKB are representative of those found in the NVD.

### Table 5. CVSS Data Set Statistics

| CVSS v3 Data Set | Avg CVSS v3 | Median CVSS v3 | STD CVSS v3 | Total CVEs |
|------------------|-------------|----------------|-------------|------------|
| Full NVD         | 7.254       | 7.5            | 1.657       | 70,140     |
| QKB NVD Sample   | 7.290       | 7.5            | 1.607       | 28,779 (41%) |

Overall, while these findings indicate a small bias in the QKB’s types of vulnerabilities favoring large tech companies, the QKB is still useful for analysis due to how many vulnerabilities from the NVD it includes, and the fact that its CVSS score distribution is so similar. Even if the results from the analysis on the QKB are not generalized to the rest of the NVD, the results are still representative of a large swath of the NVD. In addition, any analysis done on this dataset would presumably be relevant to an enterprise IT environment as that is who Qualys maintains the QKB for.

Moving on to weaponization analysis, the CVE weaponization status is not explicitly defined in the QKB, so it has been derived from the Threat Intel Values (TIV)s that are associated with each CVE within the QKB. A CVE is confirmed to have been weaponized if the TIV, Exploit Kit, Malware, or Active Attacks, is associated with it. While there are TIVs that indicate the development of PoC exploit code, this does not necessarily mean that the code was used by a threat actor. The distribution of weaponization values across floored CVSS v3 values in the sample data set is shown in Figure 2 and Table 6.
As the data in Figure 2 and Table 6 indicate, there is no linear relationship between a CVE’s CVSS v3 score and its weaponization status. In fact, it may be the case that CVEs with floored CVSS v3 scores of 7 are actually the most severe on average, measuring severity by their likelihood of actual exploitation. We can also see an issue of poor overall spread of the CVSS scores, which is shared by the weaponization of the CVEs. If a resource-constrained IT organization set out to minimize risk by increasing their resistance to attacks, then they would be better off patching any random 100 CVE’s with a CVSS score of 7 than they would by doing the same for a group of CVSS 10s. These findings for CVSS v3 fall in line with studies of CVSS v2, which similarly found that remediating all vulnerabilities with a high severity was largely ineffective at stopping cyber-attacks [5, 31]. These results indicate that CVSS has thus far provided little IT risk management value other than giving regulatory bodies a mechanism to enforce system patching.
6 THE WRONG FACTORS—SCORING ISSUES

One possibility as to why there is no linear correlation between CVE weaponization and the CVSS score could be a result of the comprising vectors being weighted incorrectly. The question then becomes, could CVSS be made more useful if a factor such as Access Complexity or Attack Vector were weighted more heavily? As each vector is roughly ordinal in its weighting, as shown in Table 2 and the CVSS specification document, a correlation between the CVSS scoring vectors and weaponization can be tested as shown below in Table 5 [37].

| One Tailed Correlation | Factor 1                  | Factor 2                  | Rho     | Correlation Strength |
|------------------------|---------------------------|---------------------------|---------|----------------------|
| Pearson                | CVSS v3 Base (ref)        | Weaponization             | 0.099   | None                 |
| Spearman               | Access Complexity         | Weaponization             | −0.031  | None                 |
| Spearman               | Attack Complexity         | Weaponization             | −0.081  | None                 |
| Spearman               | Attack Vector             | Weaponization             | −0.081  | None                 |
| Spearman               | Availability              | Weaponization             | 0.047   | None                 |
| Spearman               | Confidentiality           | Weaponization             | 0.033   | None                 |
| Spearman               | Integrity                 | Weaponization             | 0.135   | Very Weak            |
| Spearman               | Privileges Required       | Weaponization             | 0.180   | Very Weak            |
| Spearman               | Scope                     | Weaponization             | −0.089  | None                 |
| Spearman               | User Interface            | Weaponization             | −0.049  | None                 |

As Table 7 shows, there is no one vector in CVSS that can be correlated to the weaponization of a vulnerability. While these vectors are great technical descriptors of the vulnerability itself and have many uses outside of producing a CVSS score, there does not appear to be a way to modify the weightings of the CVSS v3 metrics that would allow for more efficient vulnerability remediation and risk reduction.

7 DISCUSSION ON ADOPTION AND IMPACT

CVSS was the first attempt by the federal government at developing a vulnerability remediation prioritization system. There are no indications of efficacy testing ever having taken place, and the standard itself is poorly maintained. As of Q2 2021, CVSS’s scoring system is only on its second version in its 14-year history as the first version was scrapped immediately after creation with CVSS v2 released in June 2007, effectively acting as the first deployed version. The scoring system did not go under major revisions until early 2015 with the development of CVSS v3.0 ending in June. The CVSS-SIG’s slow time to react to the problems of CVSS has allowed for its deep inefficiencies to become engrained in the security industry and America’s most sensitive institutions.

CVSS is used as a core specification for creating and maintaining classified and secure information systems across the government. FedRAMP is a framework for securely building and transferring government applications to the cloud, and its FedRAMP Vulnerability Scanning Requirements state that “For any vulnerability with a CVSS v3 base score assigned in the latest version of the NVD, the CVSS v3 base score must be used as the original risk rating” [19]. To pass and maintain Authorization to Operate (ATO) under FedRAMP, entities must remediate vulnerabilities according to CVSS. Additionally, the DoD’s procedure for vulnerability management, DoD Instruction 8531.01 DoD Vulnerability Management uses CVSS as the primary metric for determining vulnerability risk, stating that “CVSS provides a uniform and standardized vulnerability scoring method, an open framework, and an ability to prioritize risk” [20]. The use of CVSS for vulnerability management is standard practice across all levels of information security requirements, even extending up to special access programs, the most sensitive programs in the DoD, as relayed by the Department of Defense (DoD) Joint Special Access Program (SAP) Implementation Guide (JSIG) [9]. The sentiment that CVSS should be used as a primary risk metric...
is a result of the original NIST report, The Common Vulnerability Scoring System (CVSS) and Its Applicability to Federal Agency Systems, as many governmental documents working with CVSS cite it directly [38]. The national security implications of building and maintaining information security on an untested and dysfunctional risk management system are worrisome.

8 ALTERNATIVES MOVING FORWARD

For years CVSS has been the security vendor’s de facto risk score, but to provide more efficient vulnerability management, many vendors have integrated weaponization prediction systems into their products. This is a growing trend that can be seen in offerings from Qualys, Symantec, and Tenable [6, 8, 14]. Some of these systems outright replace CVSS and some work like Tenable’s Vulnerability Prioritization System (VPR), where an underweighted CVSS score is used in combination with an exploit prediction score derived from a ML model. While these scoring systems may be more effective at risk reduction than CVSS alone, they are opaque, with very little information provided on their construction, and due to the fact that none of them are open source, they cannot be used by the government to supplement or replace CVSS.

An open source scoring system is needed and at this time there are not many compelling options. Although EPSS seems to be a very promising compliment, as well as the possible basis for a future replacement. Unlike some commercial machine learning models, EPSS uses a model built on publicly available data to predict which CVEs are the most likely to be weaponized. It has shown to be far more efficient than CVSS at patching vulnerabilities that are actually being exploited [33]. While EPSS adds great threat awareness to remediation prioritization efforts, it lacks the ability to account for an individual vulnerability’s context in its calculation, and thus is currently unsuitable as a primary risk score. Perhaps information such as vulnerability exposure and device business value could be combined with the threat score of EPSS to create a more comprehensive risk scoring system.

One possible avenue for creating a replacement vulnerability risk scoring system would be a NIST or NSA sponsored contest. This is how NIST chose the Advanced Encryption Standard and is how the military, specifically the Air Force, derives its most advanced and versatile technologies [7, 16, 17, 34]. Considering the sizeable amount of new cyber security companies and the aggressive investment in the information security industry, there would likely be no shortage of high quality entries.

9 CONCLUSION

CVSS is laden with issues. There is no clear reasoning given as to how the system was devised, it is riddled with logical inconsistencies, and it is only able to partially account for the context of a vulnerability, as well as being an empirically poor means of representing a vulnerability’s severity. It is unreasonable for NIST or any other organization to recommend, let alone mandate, that CVSS in its current state be used for the purposes of vulnerability management. As CVSS is an artifact of an emerging discipline, it has become intertwined with vulnerability management in all facets of government and industry. As these institutions are legally incapable of stopping their use of CVSS, the CVSS-SIG must make radical changes to the standard in the imminent CVSS v4 backed up by transparent efficacy testing, or a new remediation prioritization system should be adopted [36].
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