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ABSTRACT Bit commitment is an essential primitive in quantum cryptography. It is the basic building block of many cryptographic protocols in which it provides security over distrustful parties. This paper proposes a secured quantum two-bit commitment protocol for any two classical bits. The protocol contains two parties - a committer and a receiver - who share both quantum and classical communication channels. The main phases of this protocol are commitment and revealing phases where the concealing and binding conditions are proved in order to accept the commitment message. The proposed framework utilizes different security layers to hide specific quantum states in a superposition alongside trivial one qubit operations. The secured unitary transformations are applied by the two parties to meet the concealing and binding conditions. To verify the success of the proposed protocol, the measured output of the two parties are compared. The protocol operates under the assumption that the two parties might cheat and the possible existence of an eavesdropper.

INDEX TERMS Quantum communication, quantum cryptography, quantum teleportation, quantum two-bit commitment.

I. INTRODUCTION Quantum Computing (QC) has become a promising tool to enhance the current technologies. It has affected many areas such as machine learning, optimization problems, material synthesis, and communication systems [1]–[4]. In communication systems, Bit commitment (BC) is the basic building block of many cryptographic protocols, for instance, it is widely used in multi-party-based secure computations such as verified secret sharing schemes [5]. It is used in the access control of cloud computing as it preserves the users’ privacy and provides a robust hiding access control policy [6]. The bit commitment is considered as a protocol between two distrustful parties - the committer Alice and the receiver Bob. It was first proposed by Blum in 1983 [7].

BC consists of two main phases known as commitment and revealing. In the commitment phase, Alice transmits a message to Bob who receives it without the ability to decode it until Alice permits that in the revealing phase [7]. The security of the BC protocol dictates the verification of both binding and concealing conditions. This means that Alice is not supposed to be able to change the bit she committed (binding) after the commitment phase, while Bob can not identify the bit that Alice has already committed until she reveals it (concealing) [8]. Due to the no-go theorem [9], the possibility of building a classical BC under various security conditions such as classical BC under relativistic settings, tamper-evident seals, or transmitting measurement outcomes started to be discussed [10], [11]. Theoretically, the current classical BC protocols can not achieve the unconditional level of security, one solution for this problem is inspired by the concept of quantum cryptography where the Quantum Bit Commitment (QBC) protocol is developed with higher levels of security [8], [12].

On the other hand, the first QBC scheme was proposed by Bennett and Brassard in 1984 [13], the protocol they described claimed to implement a coin-tossing problem. The main idea of QBC is inherited from the classical BC security primitives. It aims to improve the security of the communication systems and is used in cheating detection [14]. In 1990, Brassard et al. implemented the bit commitment with more modifications in order to overcome the predictable EPR (Einstein– Podolsky– Rosen) attacks that could be implemented in the BB84 protocol, but the QBC scheme
presented by Bennett doesn’t yield this attack [15]. In 2011, a quantum cryptographic method was introduced and applied to BC where Alice is required to send a quantum state at light speed over secure quantum channels in one of two or more directions [16]. In 2012, a practical bit commitment scheme is presented where the quantum state is supposed to be supplied by Bob and known to him but unknown to Alice. This gives unconditionally security against eavesdropper attacks [11]. In 2016, Unruh proposed a definition of computationally binding commitment schemes in the quantum setting called “collapse-binding” [17]. The definition is applied to string commitments, composes in parallel, and works with rewinding-based proofs.

In 2019, a simple QBC protocol was introduced to avoid the no-go proofs that are built using the Hughston–Jozsa–Wootters (HJW) theorem. In high-dimensional systems, a possible chaos effect in quantum steering can be displayed with some quantum states [18]. On the other hand, Ping showed that as long as time can be treated as a continuous variable then each infinite dimensional system in the unconditionally secure QBC protocol can be realized using a single photon. As a result, an experimental implementation of the QBC protocol is feasible under available technology [19].

In 2020, Mariana Gama et al. proposed a QBC protocol based on the entanglement aspects [8]. This protocol introduced the idea of string commitment. They suggested the use of physical unclonable functions to model random oracles, this protocol is not secure against eavesdropping attacks [8]. In 2021, Hao et al. proposed a QBC protocol that uses Bell states and demonstrates that the sender can successfully change her commitment without being detected by the recipient with a probability of $1-(1/2)n$, where $n$ is the number of rounds in executing the protocol. This means that the protocol is insecure because it cannot satisfy the binding condition [20].

This paper proposes a secured quantum commitment protocol that aims to commit two classical bits that are represented by a specific quantum state, where the two parties share one of the four maximally entangled two-qubit Bell states for satisfying the binding condition. The commitment and revealing phases are executed by using secure classical and quantum channels in addition to a two-qubit teleportation step to satisfy the concealing condition. The proposed protocol has been proved mathematically in all phases and simulated using Qiskit [21]. The simulated circuit combines all the phases of the proposed protocol. The commitment message 11 is simulated and discussed in the results and discussion section. The manuscript is organized as follows: section II introduces the basic assumptions of the proposed quantum two-bit commitment protocol, section III presents the details of the proposed framework and the mathematical model as well, section IV summarizes the results of this work as well as the implementation of the proposed protocol, and finally, the main conclusion of this work is reported.

II. MAIN METHODS
In order to make the work presented here self-contained, we introduce the main basic mathematical tools used for developing the proposed protocol. Two-qubit teleportation, diffusion Operator, and Grover algorithms are the main highlights of these tools.

A. PARTIAL DIFFUSION OPERATOR $D_p$
The Grover operator is used in search algorithms and in addition to multiple applications [22]. It performs the inversion about the mean. The diagonal representation of $G$ on an $n$-qubit system has the following form

$$G = W^\otimes n (|0\rangle \langle 0| - I) W^\otimes n.$$  \hspace{1cm} (1)

where $W$ represents the Walsh Hadamard gate, the vector $|0\rangle$ is of length $2^{n+1}$, and $I_n$ is the identity matrix [23]. Fig.1 presents the quantum circuit of the Grover’s operator for 2-qubit system.

Hiding quantum states from a superposition is used as a tool for increasing the security of data transmission through channels. It can be accomplished by using the partial diffusion operator, $D_p$ which has the following representation

$$D_p = (W^\otimes n \otimes I)(|0\rangle \langle 0| - I)(W^\otimes n \otimes I).$$  \hspace{1cm} (2)

It performs the inversion about the mean on the subspace of the system that is entangled with the third qubit in state $|0\rangle$ and performs a phase shift of $-1$ on the other subspace of the system that is entangled with the third qubit in state $|1\rangle$. The third qubit is an extra qubit that the sub-spaces are entangled with to distinguish between the states to be hidden and the ones to be selected. The oracle $U_f$ is an operator that evolves to be true for the target states [24]. The two-states selection is obtained using the operator $U_f$ in order to select the states that Alice chooses to be hidden where it satisfies the property that

$$U_f|x, 0\rangle \rightarrow |x, f(x)\rangle.$$  \hspace{1cm} (3)

In order to restore the states that were hidden using the partial diffusion operator, the Grover’s quantum operator $G$ is applied once [25]. Fig. 2 presents the implementation circuit of the partial diffusion operator including the performing of the phase shift followed by applying the inversion about the mean.

B. TWO-QUBIT TELEPORTATION
Teleportation was proposed by Bennet in 1993 [26]. Quantum teleportation is the transmission of quantum information.
between two distinct parties from one location to another with the help of a classical channel and previously shared quantum entanglement between distant laboratories [26]. Two-qubit teleportation can be performed using the probabilistic quantum teleportation that can be formulated as an unambiguous state discrimination problem and derives exact optimal Positive Operator Valued Measure POVM operators for maximizing the probability of unambiguous discrimination. Fig.3 illustrates the description of this teleportation protocol where Alice has three qubits, two of them are represented by the two-qubit state that Alice intends to teleport to Bob while the third is entangled with Bob in a GHZ state. A classical communication channel between the two parties is also used in the teleportation scheme.

According to [27], the teleportation of a two-qubit entangled state can be achieved using a GHZ state as a quantum channel probabilistically. Assume that Alice intends to teleport the two qubit entangled state

$$|\psi\rangle = \gamma |01\rangle + \delta |10\rangle,$$

where $\gamma$ and $\delta$ are normalized complex numbers. In this case, Alice and Bob share one non-maximally entangled GHZ state, which is

$$|\text{GHZ}\rangle = a|010\rangle + b|101\rangle,$$

where $a$ and $b$ are real numbers that satisfy $|a|^2 + |b|^2 = 1$ such that $|a| \geq |b|$ where the total success probability of the teleportation equals to $2|b|^2$ and reaches 1 when $|b| = \frac{1}{\sqrt{2}}$.

The entanglement is used as a quantum channel, through which Alice transmits a two-qubit entangled state to Bob. The combined five-qubit subsystem state can be expressed as follows

$$|\phi_{\text{sys}}\rangle = |\psi\rangle_{12} \otimes |\text{GHZ}\rangle_{345}. \quad (4)$$

The above equation can be expanded and rewritten as

$$\begin{align*}
\langle \text{GHZ}\rangle_{345} & = \frac{1}{2} (|b\rangle|011\rangle + |a\rangle|100\rangle)_{123} \otimes (|\gamma\rangle|01\rangle + |\delta\rangle|10\rangle)_{45}
+ \frac{1}{2} (|b\rangle|011\rangle - |a\rangle|100\rangle)_{123} \otimes (|\gamma\rangle|01\rangle - |\delta\rangle|10\rangle)_{45}
+ \frac{1}{2} (|a\rangle|010\rangle + |b\rangle|101\rangle)_{123} \otimes (|\gamma\rangle|10\rangle + |\delta\rangle|01\rangle)_{45}
+ \frac{1}{2} (|a\rangle|010\rangle - |b\rangle|101\rangle)_{123} \otimes (|\gamma\rangle|10\rangle - |\delta\rangle|01\rangle)_{45}. \quad (5)
\end{align*}$$

A joint measurement is executed on the three qubits possessed by Alice, so that the state on Bob’s two qubits would collapse into one of the four possible states. Consequently, the exact optimal POVM operator is derived to maximize the success probability [27].

Fig.4 describes the quantum circuit for the two qubit teleportation scheme. The sender specifies POVM to discriminate the state that comprises measurement operators $E_i$, where

$$1 \leq i \leq 4 \text{ and } \sum_{i=1}^{4} E_i = I.$$  

The resultant states are linearly independent and each $E_i$ corresponds to the detection of the state $|\phi_i\rangle$ where $|\phi_i\rangle$ are the reciprocal state associated with $|\phi_i\rangle$, and $p_i$ is the corresponding probability where the correct recognition of the quantum states on the first three qubits will successfully lead to the state on qubits 4 and 5.

Fig.5 illustrates the four discrimination cases of the POVM. The exact POVM contains the coefficients of the quantum channel to discriminate the state, on the other hand, Bob needs only to make a unitary operation consists of specific Pauli matrices, and so the original state can be recovered through the operation

$$T = (X^{m_1} Z^{m_2})_4 \otimes (X^{m_1})_5,$$
where $T$ represents the operation that is applied by Bob on the fourth and fifth qubits to reconstruct the original state. The symbols $m_1$ and $m_2$ represent the classical bit string which denotes the measurement outcomes of $E_i$

$E_1 \rightarrow 00$, $E_2 \rightarrow 01$, $E_3 \rightarrow 10$, and $E_4 \rightarrow 11$

and finally, $X$ and $Z$ are the used Pauli matrices. The gate $G_{4,5}^{[0,1]}$ represents the Pauli matrix that is used where the superscript has values 0 or 1 to denote whether the quantum gate will be applied to the qubit or not respectively.

The $T$ operation is applied on the subsystem:

$$\frac{1}{2}(b|011⟩ + a|100⟩)_{123} \otimes (γ|01⟩ + δ|10⟩)_{45}$$

as follows:

$$T = (X^0Z^0)_{4} \otimes (X^0)_{5},$$

$$X^0_4(γ|01⟩ + δ|10⟩) = (γ|01⟩ + δ|10⟩),$$

$$Z^0_4(γ|01⟩ + δ|10⟩) = (γ|01⟩ + δ|10⟩)_{45},$$

thus the final effect of the $T$ operator will be

$$T[(γ|01⟩ + δ|10⟩)_{45}] = (γ|01⟩ + δ|10⟩)_{45}. \quad (6)$$

The same analysis can be carried out for the rest of the cases as follows: when the measurement outcome $E_2 = 01$, the effect of $T$ will be on the subsystem

$$\frac{1}{2}(b|011⟩ - a|100⟩)_{123} \otimes (γ|01⟩ - δ|10⟩)_{45},$$

$$T = (X^0Z^0)_{4} \otimes (X^0)_{5},$$

$$T[(γ|01⟩ - δ|10⟩)_{45}] = (γ|01⟩ + δ|10⟩)_{45}. \quad (7)$$

When the measurement outcome $E_3 = 10$, the effect of $T$ will be on the subsystem

$$\frac{1}{2}(a|010⟩ + b|101⟩)_{123} \otimes (γ|10⟩ + δ|01⟩)_{45},$$

$$T = (X^1Z^0)_{4} \otimes (X^1)_{5},$$

$$T[(γ|10⟩ + δ|01⟩)_{45}] = (γ|01⟩ + δ|10⟩)_{45}. \quad (8)$$

Finally, when the measurement outcome $E_4 = 11$, the effect of $T$ will be on the subsystem

$$\frac{1}{2}(a|010⟩ - b|101⟩)_{123} \otimes (γ|10⟩ - δ|01⟩)_{45},$$

$$T = (X^1Z^1)_{4} \otimes (X^1)_{5},$$

$$T[(γ|10⟩ - δ|01⟩)_{45}] = (γ|01⟩ + δ|10⟩)_{45}. \quad (9)$$

By analyzing (6), (7), (8), and (9), it is obvious that Bob is always getting the exact state of Alice

$$(γ|01⟩ + δ|10⟩),$$

and this proves that the teleportation of the two-qubit state is achieved successfully.

III. THEORETICAL WORK

The proposed framework of the quantum two-bit commitment (Q2BC) is introduced in this section. The main phases are the Commitment phase and the Revealing phase which are denoted by the operators $C$ and $R$ respectively. The two-qubit teleportation $T_E$ is an essential step performed in the commitment phase.
A. THE PROTOCOL’s STRUCTURE
The protocol consists of two main steps namely commitment and revealing where the binding is performed during these two steps. The protocol uses two different channels to send quantum and classical data besides using two pre-defined two-qubit decoding unitary operator \( D_{AB} \) that is used before the measurements. The sender uses the classical channel to send the information regarding the necessary unitary transformations, while the quantum channel is used to communicate the teleportation part.

The proposed protocol performs a quantum commitment of two classical bits 00, 01, 10, or 11 depending on the sender’s choice. The commitment phase starts from Alice by preparing the commitment message and representing it by two qubits, followed by the two-qubit teleportation between Alice and Bob. In parallel, Alice and Bob share one of the Bell states in order to achieve the binding condition which is crucial to enable Bob ensuring that Alice hasn’t changed the committed message. Then, Alice applies a one qubit unitary transformation \( U_{A2} \) that is suitable for her choice of the commitment value, then Bob applies a secured unitary transformation \( U_B \) on the shared Bell state that can be chosen randomly in order to ensure that Alice will not perform any other transformations until reaching the revealing phase.

Alice applies the \( D_P \) operator for hiding the initialized quantum states within the superposition as an extra security layer [25]. After that, Alice applies the unitary operator \( U_{A1} \) which is chosen randomly to achieve the concealing condition of the protocol. At this moment, the state is ready to be teleported using a GHZ configuration as described in Section II.

In the revealing phase, Alice sends - over the classical channel - the quantum operators to decode the committed message to Bob. As shown in fig.6, Bob applies the received operators \( U_{A1}^\dagger \) and \( G \) followed by the decoding operators \( D_{AB_1} \), then performs a measurement on his qubits to get the committed message. The resulting value from the binding phase is compared with the Bob’s measurements. If the two outcomes are equivalent, then this proves the binding condition and consequently the commitment message is accepted. Otherwise, the commitment message will be rejected. The following subsections will discuss in details the main steps of the protocol.

B. THE COMMITMENT PHASE \( C \)
According to the proposed framework, the quantum system is initialized in the ground state as

\[ |\Psi_{sys}\rangle = |0\rangle^\otimes n \text{where } n = 7 \]

denotes the number of qubits. The operator \( C \) denotes the commitment phase and can be defined as in the following equation

\[
C = (H^\otimes 3 \otimes I) (CX_{(5,6)} \otimes I) (U_{A2} \otimes I) \\
\times (U_{B} \otimes I) (U_{f} \otimes I) (D_{P} \otimes I) \\
\times (U_{A1} \otimes I) (T_{E} \otimes I).
\]

As shown in fig.7, the resulting state \( |\Psi'\rangle = C|\Psi_{sys}\rangle \) is prepared by a superposition on Alice’s first two qubits and a Bell state between Alice and Bob’s last qubits followed by applying the unitary operator \( U_{A1} \) as stated in table. 2 and the randomly chosen unitary operator \( U_B \). Hence, Alice’s first two qubits that contain the committed message can be transformed into an ambiguous state using the selection effect of the quantum operator \( U_{f} \) as illustrated in (3) and the hiding
TABLE 1. Decoding unitary operators $D_{AB1}$.

| Commitment value | Corresponding $D_{AB1}$       |
|-------------------|-------------------------------|
| 00                | $X_0, Cx_{1,0}, Cx_{0,1}, H_0$ |
| 01                | $X_1, Cx_{1,0}, Cx_{0,1}, H_0$ |
| 10                | $X_0, Z_1, Cx_{1,0}, Cx_{0,1}, H_0$ |
| 11                | $X_1, Cx_{1,0}, Z_0, Cx_{0,1}, H_0$ |

FIGURE 7. The commitment phase $C$ of the Q2BC protocol. The two classical bits are represented by a two qubit state where Alice applies quantum transformations and then a two qubit teleportation is performed to Bob. In parallel, Alice and Bob share a Bell state to satisfy the binding condition.

The effect of the $D_p$ operator as illustrated in (2) on Alice’s first three qubits as previously mentioned in Section II. Then, the two qubit teleportation operator $T_E$ is applied between Alice’s first three qubits and Bob’s first two qubits. The requirement for having a binding condition is partially met and in the revealing phase it will be fulfilled.

C. TWO QUBIT TELEPORTATION $T_E$

In the proposed Q2BC protocol, the teleportation of two-qubit state is a fundamental step during the commitment phase and it is achieved by sharing one nonmaximally entangled GHZ state between the committer and the receiver. The entanglement is used as quantum channel, through which Alice intends to transmit the two-qubit entangled state

$$|\psi^+\rangle = \frac{1}{\sqrt{2}}(|01\rangle + |10\rangle)$$

to Bob.

The teleportation scheme assumes that the information of the quantum channel is known by the sender but not the receiver, this means that the sender has a full knowledge of the coefficients of the quantum channel. The effect of operator $T_E$ on state $|\psi\rangle_{sys}$ is described by the following equation

$$T_E|\psi\rangle_{sys} = |\psi\rangle_{tele},$$

where $|\psi\rangle_{tele}$ represents the qubit state resulted from the teleportation scheme and can be expressed as

$$|\psi_{tele}\rangle = \gamma|01\rangle + \delta|10\rangle,$$

where $\gamma$ and $\delta$ are normalized complex numbers. The operator $T_E$ is described by the following equation

$$T_E = T(|\psi\rangle_{sys} \otimes |GHZ\rangle_{345}),$$

where $T$ is calculated by (6). The analysis of (13) is illustrated in (5). The proof of the two qubit teleportation scheme for the four discrimination cases is presented in Section II.

D. REVEALING PHASE $R$

The teleported state $\psi_{tele}$ can not be decoded - and hence the concealing condition is met - until Alice sends to Bob over the classical channel the following quantum operators denoted by $U_{A1}^\dagger$, $G$ and $D_{AB1}$, where the revealing phase can be represented by the following equation

$$R = U_{A1}^\dagger G D_{AB1}.$$

As shown in fig. 6, Bob can decode the message and perform the measurements. To ensure the success of the protocol and to fulfill the binding condition, both Alice and Bob applies the predetermined decoding two qubit unitary transformation $D_{AB1}$. If the resultant outcome from Bob’s measurement in the revealing phase is identical to the last two qubits of Alice and Bob, then the binding condition is met and the protocol has succeeded.

The revealing phase is executed when Alice sends the unitary transform $U_{A1}$, the Grover quantum operator $G$, and the decoding unitary operators $D_{AB}$, to Bob who applies the $U_{A1}^\dagger$ followed by the quantum operator $G$ to substitute the amplitudes of the existing states by the amplitudes of the hidden ones. The result of applying $G$ only once is the apparition of the hidden states and hiding the other quantum states [24]. Finally, the decoding unitary operators $D_{AB}$, are prepared by Alice for each commitment value, and through the shared classical channel, Alice sends the corresponding decoding unitary operators to Bob to restore the commitment classical two bits. Thus, the result of the revealing phase represents the two classical bits that Alice has committed to Bob. Table 1 illustrates the different decoding unitary operators depending on the value of the commitment value where Alice prepares and sends the decoding operators to Bob who applies them during the revealing phase.

IV. RESULTS AND DISCUSSION

The usage of Q2BC can be explored in a straightforward manner by analyzing each step of the protocol as shown in fig. 6. By setting the classical message to be 11, the commitment operator in (10) will evolve the state into a secured and robust one. As shown in fig. 6, Alice controls 4 qubits, while Bob controls the rest where the depth of the simulation circuit is 42. The initial state of the system is

$$|\Psi_{sys}\rangle = |0\rangle^\otimes 7.$$  

Firstly, applying two Hadamard gates on the first and the second qubits will result in

$$(H^\otimes 2 \otimes I)|\Psi_{sys}\rangle = \frac{1}{2}(|0000000\rangle + |0100000\rangle + |1000000\rangle + |1100000\rangle).$$

In parallel, a shared Bell state $|\Phi\rangle^+$ on a subsystem of $|\Psi_{sys}\rangle$ is prepared between Alice and Bob; specifically on the fifth volume.
FIGURE 8. Comparing the measurement values of the fourth and fifth qubits with the measurement values of the sixth and fifth qubits. The Q2BC protocol is successfully satisfied when the measurement values of the commitment message are equivalent to the measurement values that are resulted from the binding step.

TABLE 2. Secured unitary operators $U_{A2}$ by Alice.

| Commitment value | Corresponding $U_{A2}$ |
|------------------|------------------------|
| 00               | $I$                    |
| 01               | $X$                    |
| 10               | $Z$                    |
| 11               | $XZ$                   |

and the sixth qubits. So, the evolved state

$$|\Psi_{sys}'\rangle = \frac{1}{2\sqrt{2}} (|00000000\rangle + |00000011\rangle + |01000000\rangle + |01000011\rangle + |10000000\rangle + |10000011\rangle + |11000000\rangle + |11000011\rangle).$$

Alice then applies a unitary transformation $U_{A2}$ depending on her choice of the commitment message as illustrated in table 2. In this case, Alice performs a bit-flip gate followed by a phase-flip gate. Hence, $|\Psi_{sys}'\rangle$ will be transformed into

$$\frac{1}{2\sqrt{2}} (-|0000010\rangle + |0000001\rangle - |0100010\rangle + |0100001\rangle + |1000100\rangle + |1000011\rangle + |1100010\rangle + |1100001\rangle).$$

After that, Bob performs a unitary transformation $U_B$ that is not known to Alice, in order to protect the shared state from further modifications by Alice herself. Bob performs an $X$ gate as follows

$$(\mathbb{I} \otimes X_B)|\Psi_{sys}'\rangle$$

where 6 denotes the index of the qubit, and thus the system will be

$$|\Psi_{sys}''\rangle = \frac{1}{2\sqrt{2}} (-|0000011\rangle + |0000000\rangle - |0100011\rangle + |0100000\rangle - |1000111\rangle + |1000100\rangle - |1100011\rangle + |1100000\rangle).$$

For the selected secret message 11, the hidden states are $|10\rangle$ and $|11\rangle$ and the states to be selected are $|01\rangle$ and $|00\rangle$. Thus, the effect of the quantum operator $U_f$ on $|\Psi_{sys}''\rangle$ is

$$|\Psi_{sys}'''\rangle = \frac{1}{2\sqrt{2}} (-|0010011\rangle + |0010000\rangle - |0110011\rangle + |0110000\rangle - |1000011\rangle + |1000000\rangle - |1100011\rangle + |1100000\rangle).$$

From (2), the effect of the Partial diffusion operator on (15) will be

$$|\Psi_{sys}^{Diff}\rangle = \mathcal{D}_P|\Psi_{sys}'''\rangle$$

$$= \frac{1}{2} (|0010011\rangle - |0010000\rangle + |0110011\rangle - |0110000\rangle).$$
Alice applies a two-qubit unitary operator $U_A$, on the first two-qubits followed by applying a bit-flip gate on the second qubit. Hence,

$$|\psi_{sys}\rangle_{diff} = \frac{1}{2}(|01100111⟩ - |01100000⟩ + |10100111⟩ - |10100000⟩).$$

Afterwards, the two-qubit teleportation operator $T_C$ is applied as illustrated in Section II, where the two qubit state

$$|\psi⟩^+ = \frac{1}{\sqrt{2}}(|01⟩ + |10⟩)$$

is teleported from Alice to Bob. Eventually, the application of the operator $C$ on the initial state $|\psi_{sys}\rangle$ will result in

$$|\psi_{comm}\rangle = \frac{1}{4}(|10010000⟩ + |01010000⟩ + |01111000⟩ + |10001000⟩ + |01010100⟩ + |01101000⟩ + |01010111⟩ + |01101111⟩ + |10001111⟩ + |01001111⟩ + |01011011⟩ + |01011111⟩).$$

The same analytical analysis as described for the commitment phase can be performed for the revealing step. The effect of the revealing operator which is described in (14) on $|\psi_{comm}\rangle$ is

$$|\psi_{rev}\rangle = \mathfrak{R}|\psi_{comm}\rangle = \frac{1}{4}(|10011000⟩ + |01011000⟩ + |01111000⟩ + |10001000⟩ + |01011011⟩ + |01101111⟩ + |10001111⟩ + |01001111⟩ + |01011111⟩ + |01101111⟩ + |10110000⟩ + |10001000⟩ + |10110100⟩ + |10011011⟩ + |01111111⟩ + |01011111⟩ + |01011111⟩ + |01111111⟩).$$

The binding condition can be satisfied by applying a previously agreed unitary $D_{AB_2}$ on $|\psi_{rev}\rangle$. Following the same context of the classical message of 11, the $D_{AB_2}$ consists of two gates; $C_{X_{5,6}}$ and $H_5$ where the 5 and 6 denote the qubits’ indices. The final state of the system after applying the binding operators

$$|\psi_{sys}\rangle_{bind} = (C_{X_{5,6}}H_5 \otimes I)|\psi_{sys}\rangle_{rev} = \frac{1}{2}(|10011111⟩ + |01011111⟩ + |10111111⟩ + |01111111⟩).$$

By performing a standard measurement on the last 4 qubits, we can compare the output strings to check the validity of the protocol. The analysis and the simulation indicate that the measurement values of the qubits that represent the commitment message are equivalent to the measurement values of the qubits that satisfy the binding condition. Figs. 8a, 8b, 8c, and 8d show the four cases of the classical message and that the output string is identical and matches the desired classical message.

Compared with the protocol presented by Gama et al. [8] who performed only one bit at a time from the committed string, our protocol performed a commitment of two bits at a time. Furthermore, adding an authenticated channel is used in [8] to prevent man-in-the-middle attacks whereas our protocol executed the partial diffusion operator for hiding selected states from the superposition as an extra security level against eavesdropping attacks.

In contrast to the protocol presented by Hao et al. [20] who proved the insecurity of the binding condition in the cryptanalysis strategy that uses Bell state entanglement in its technical side, our protocol successfully proved the binding property using a shared Bell state between the two parties in parallel to the commitment phase.

One of the advantages of this approach is that both the binding and concealing conditions have been mathematically proved. Furthermore, the analysis of the proposed protocol shows that Alice can’t choose the unitary operator $U_A$, randomly. The main concern regarding the proposed protocol is that the failure of the teleportation step is not tolerable and this may affect the commitment protocol. This might be mitigated using more advanced schemes [28].

**V. CONCLUSION**

This paper proposed a general secure framework for the Q2BC. The achieved secured commitment protocol consists of commitment and revealing phases. The binding and concealing conditions have been proved. The simulation results showed the potential in the proposed protocol. The different security layers implied by the discussed operators managed to make it more robust against attackers. The protocol doesn’t allow any of the two parties to cheat. The aforementioned limitations of the protocol can be addressed in a future work. In addition to that, the simulation can include a simulated noisy environment to check for the validity at different noise levels.
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