Analysis of image watermarking with a discrete wavelet transform for digital data security
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Abstract. One of the ways to secure digital data is image watermarking. The method for image watermarking is used with discrete wavelet transform (DWT). The problem in this article is how the performance of DWT for image watermarking. The stages of the research method are: (1) Collecting the dataset that will be used as the trial host (2) Processing data with watermarking techniques, (3) Inserting data using DWT (4) checking the quality of each method, (6) analyzing the results each method. This research has revealed the stages of data security on image watermarking with DWT and the results show that the images provided with watermarking are well secured.

1. Introduction
Image processing is popularly used in many fields, such as biology [1], medical field [2], physics [3-4], and manufacturing [5], also astronomy [6], defense, and law enforcement fields [7]. One part of this image processing is image watermarking. Image watermarking is used to secure digital data, especially digital works piracy [8-9]. This piracy is very detrimental to its owner.

Image watermarking is a technique for inserting information into digital data media in the form of images. Images are vulnerable to attacks in the form of data manipulation and replication. Image watermarking can be used to secure, protect copyright, and authenticate multimedia content [8].

An effective watermarking algorithm has invisible and robust characteristics [8]. Invisible means that the difference between the original image and the watermark image cannot be distinguished by the human eye, while solid means that an unauthorized individual or group cannot remove the watermark. Digital watermarking techniques can be classified into two; namely, spatial domain and domain transform [10-11]. In the spatial domain, the watermark is embedded in pixels. One method in the spatial domain is the least significant bit (LSB). Whereas in the transform domain, the watermark is embedded by changing the frequency component. The transform domain method has good resistance for general image processing such as compression, noise, filtering, cutting, rotation and others [12].

Image transformation can be defined as a change in the shape of an image. This form change can be in the form of geometric changes such as rotation (rotation), shift (translation), scaling, etc. It can also change the image space (domain) to another domain, such as the Fourier transform, which changes an image from a spatial domain to a frequency domain.
The wavelet transformation was introduced in the 1980s by Morlet and Grossman. This wavelet transformation represents data or mathematical functions to handle resolution problems. This transformation has two types, namely Continuous Wavelet Transform (CWT) and Discrete Wavelet Transform (DWT) [13]. The foundation of DWT started in 1976, where a technique for decomposing discrete-time signals was invented. In CWT, the signal is analyzed using a basic set of functions that are interconnected with simple scaling and transitions. Meanwhile, in DWT, a digital signal time scale of digital signals using digital filtering techniques. This process is by passing the signal to be analyzed on filters with different frequencies and scales [14].

A signal must be passed in two DWT filters, namely a high pass filter and a low pass filter, so that the frequency of the signal can be analyzed. Signal analysis is carried out on the high pass filter results and low pass filter where the high pass filter is used to analyze high frequencies, and the low pass filter is used to analyze low frequencies. This sharing of the signal is referred to as decomposition. Technically, an image with two dimensions (rows and columns) can be decomposed, as shown in Figure 1. With I is the image, H (ω) is the high pass filter, and G (ω) is the low pass filter.

![Figure 1. Image Decomposition](image)

The decomposition of the image produces information on different frequency ranges, namely LL (low-low frequency), LH (low-high frequency), HL (high-low frequency), and HH (high-high frequency), as shown in Figure 2. Frequency ranges LL is the range of scaling estimates, while the frequency ranges of LH, HL, and HH are the frequency ranges of detailed information [15].

2. Methods
This study discusses the implementation of image watermarking in digital images using Discrete Wavelet Transform (DWT). There are two images used in this study. The first image is called the host image or the original image in BMP format with grayscale color. Simultaneously, the second image is called a watermark image or message image, or secret image in BMP format with grayscale color. In this research, the message image will be inserted into the original image (host image), after this referred to as a watermarked image. The program used for the coding process in making application programs is the Matlab programming language.

In general, the process carried out is as follows: the user inputs two images, namely the host image and the watermark. Then inserts it using the Discrete Wavelet Transform (DWT) process, where the watermark image will be inserted into the host image to produce a watermarked image. The image with the watermark is then calculated using the PSNR process for the quality of the image. The watermarked image is read again and then entered into the image attack process in the watermark extract. Suppose the user does not carry out an image attack. In that case, the watermarked image enters the Daubechies process, where the watermark image in the watermarked image will be extracted to produce the extracted image. The user carries out an image attack, so the watermarked image will experience an image attack in the form of cropping or rotation, which will be carried out in the cropping or rotation process to produce a watermark cropping or rotation image. Image quality with watermark cropping or rotation will be calculated through the PSNR value.
The DWT insertion process begins by reading the host image to be inserted with the watermark. Then the watermark image is converted into a series of matrices. Meanwhile, watermark insertion is carried out in the following steps:

a) After the host image is decomposed in 1 (one) DWT level, the watermark is inserted into the LL frequency because the LL frequency is an approximation signal.

b) Find the largest coefficient f LL of the LL frequency range.

c) Inserting watermark into the LL frequency range.

d) Perform inverse discrete wavelet transform (IDWT) to form a watermarked image.

3. Results and Discussion

In this study, the original images used were true color (RGB) and grayscale images. In selecting true color (RGB) images, both the original image and the watermark image must be changed to a grayscale image because the domain used in the MATLAB programming language is the grayscale domain. The original image used has various sizes, both RGB and grayscale images. At the same time, the inserted watermark image is an RGB image with dimensions of 100 x 100.

The images used in this study are as shown in table 1. The image consists of images of Bike, Babon, and Airfield. This image is then watermarked with a cherry image.

| Name | Image |
|------|-------|
| Airfield | ![Airfield Image](image1.png) |
| Babon | ![Babon Image](image2.png) |
| Bike | ![Bike Image](image3.png) |
| Cherry | ![Cherry Image](image4.png) |

In this watermarking analysis process, an application is made to provide watermarking of existing images. This application uses the Matlab programming language, as shown in Figure 2.

![Figure 2. Watermarking Analysis Application](image5.png)
This application applies the steps of the image watermarking embedding process and the watermark image extraction process that has been given a watermark. The image embedding step is shown in Figure 3. Figure 4 shows the steps for the image extraction process.

Figure 3. Image Embedding step With DWT Algorithm
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Figure 4. Watermark Image Extraction Process
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In this study, the embedding of the cherry image was carried out in this watermarking image. Furthermore, the results of this administration are extracted again. Look at the result of inserting the bike image with the following cherry image. This process is shown in figure 5.

Figure 5. The process of giving a watermark with DWT Algorithm
To evaluate imperceptibly, we use the Mean Squared Error (MSE) and Peak-Signal-to-Noise Ratio (PSNR), which is defined as follow:

\[
MSE = \left( \frac{1}{MN} \right) \sum_{i=1}^{M} \sum_{j=1}^{N} (X_{ij} - \bar{X}_{ij})^2
\]

\[
PSNR = 10 \cdot \log_{10}\frac{I^2}{MSE} \text{ dB}
\]

The PSNR measures the similarity between two images, while the MSE measures the difference between these two images.

**Table 2. PSNR and MSE of DWT Algorithm**

| Image   | MSE     | PSNR    |
|---------|---------|---------|
| Bike    | 7.9674e-09 | 186.5979 |
| Airfield| 7.9674e-09 | 184.5581 |
| Baboon  | 7.9674e-09 | 183.5576 |

Table 2 shows that the PSNR and MSE values are stable. This large PSNR value and small MSE also indicate that the image watermarking process produces almost no different images between images before being inserted with the watermark and after being inserted. These results indicate that DWT algorithm is reliable. It is appropriate that watermarks are reliable if there is no known key in digital data [16]. The results of this process indicate that the watermarking process with the DWT algorithm is running well.

### 4. Conclusion

This article has provided an analysis of image watermarking using the DWT algorithm. In this article, we have shown the results of the large PSNR and the small MSE. This shows that the DWT algorithm is reliable. The algorithm is running well so that it can be used for digital data security.
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