Device-independent quantum key distribution based on Bell inequalities with more than two inputs and two outputs
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Device-independent quantum key distribution (DI-QKD) offers the strongest form of security against eavesdroppers bounded by the laws of quantum mechanics. However, a practical implementation is still pending due to the requirement of combinations of visibility and detection efficiency that are beyond those possible with current technology. This mismatch motivates the search for DI-QKD protocols that can close the gap between theoretical and practical security. In this work, we present two DI-QKD protocols whose security relies on Bell inequalities with more than two inputs and two outputs. We show that, for maximally entangled states and perfect visibility, a protocol based on a Bell inequality with three inputs and four outputs requires a slightly lower detection efficiency than the protocols based on Bell inequalities with two inputs and two outputs.

I. INTRODUCTION

A. Context

In the device independent quantum key distribution (DI-QKD) paradigm [1–5], two parties (Alice and Bob), using only the input-output correlations obtained in a Bell inequality-like experiment, aim to generate a cryptographic key while quantifying the amount of information available to an eavesdropper (Eve) bounded by the laws of quantum mechanics.

Suppose that each party can choose between $n$ different measurements and each measurement yields one of $m$ possible outcomes. Then, there are $n^2$ probability distributions each of them specified by $m^2$ probabilities, which can be arranged in a list $P = \{p(a,b|x,y)\}$, where $p(a,b|x,y)$ is the probability that Alice obtains outcome $a$ for measurement $x$ and Bob obtains outcome $b$ for measurement $y$. $P$ is usually referred to as a behavior [6] and is the tool used by Alice and Bob to check the security of the key.

Since, a behavior does not refer to any particular physical realization or quantum system of a given dimension, in DI-QKD Alice and Bob can treat their preparation and measurement devices as black boxes in which the measurement choices are the inputs and the measurement outcomes are the outputs. A quantum realization $Q$ of a behavior $P$ consists of a quantum state $\rho$, a set of measurements for Alice $\{M_{a|x}\}$, and a set of measurements for Bob $\{M_{b|y}\}$.

DI-QKD offers security under a minimal set of assumptions [7, 8] and against a wide range of side channel attacks [5]. Side channel attacks have been shown to compromise the security of some commercial implementations of QKD [9–11].

However, DI-QKD still has to overcome several challenges before being technologically feasible. In what follows, we focus on photonic implementations, given that photons are the most suitable physical systems to carry out QKD in real life.

One of the most significant obstacles is that DI-QKD requires combinations of overall detection efficiency $\eta$ and visibility $V$, which are very difficult to achieve with current technology. The overall detection efficiency $\eta$ is defined as the probability of detecting a photon emitted by the source. The visibility $V$ is defined assuming that the targeted state $|\psi\rangle$ is affected by white noise. That is, assuming that the actual state is of the form $\rho = V|\psi\rangle\langle\psi| + \frac{1-V}{d^2}\mathbb{1}$, where $d$ is the dimension of the local systems.

For example, for the most studied DI-QKD protocols, which are based on the Clauser-Horne-Shimony-Holt (CHSH) [12] Bell inequality, the minimum detection efficiency required to distill a secret key was initially found to be $\eta = 0.924$, assuming $V = 1$ [5]. Subsequently, it was shown that, using partially entangled states, the threshold can be reduced to $\eta = 0.865$, again with $V = 1$ [13–15].

Recently, various efforts have been made to reduce the detection efficiency threshold [13, 16–18]. The most successful one [13] reported detection efficiency thresholds of $\eta = 0.8257$ for $V = 1$ and $\eta = 0.8757$ for $V = 0.99$. However, any of these requirements is still very difficult to meet.

To date, the best combination of parameters $(\eta, V)$ reported in photonic experiments are $(0.763, \approx 0.99)$ [19], $(0.774, 0.99)$ [20], and $(0.811, 0.9875)$ [21].

All the examples just mentioned refer to CHSH inequality-based DI-QKD protocols. This Bell inequality has two inputs and two outputs per party. There, Jordan’s lemma (or similar arguments) [5, 22–24] offers a convenient reduction of the problem to a two-qubit sys-
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tem. This reduction allowed Pironio et al. [5] to derive an analytical tight bound on the quantum conditional entropy Alice-Eve $H(A|E)$ as a function of the value of the Bell parameter $S = \langle A_1 B_1 \rangle + \langle A_1 B_2 \rangle + \langle A_2 B_1 \rangle - \langle A_2 B_2 \rangle$ of the CHSH inequality

$$H(A|E) \geq 1 - b \left(1 + \sqrt{S^2/4 - 1} \right).$$

(1)

The quantum conditional entropy quantifies the strength of the correlations between Alice and Eve, and hence the secrecy of the key. Analytical bounds for the quantum entropy like the one in Eq. (1) are only known for a few cases [13, 18]. In addition to Jordan’s Lemma, some previous results were crucial to derive these analytical bounds. One of them is the possibility to calculate some previous results were crucial to derive these analytical bounds. One of them is the possibility to calculate for a few cases [13, 18]. In addition to Jordan’s Lemma, some previous results were crucial to derive these analytical bounds. One of them is the possibility to calculate for a few cases [13, 18]. In addition to Jordan’s Lemma, some previous results were crucial to derive these analytical bounds.

### B. Approach

The motivation for the present work is the observation that the minimum detection efficiency for reaching detection-loophole-free Bell tests can decrease when Bell inequalities with more inputs and outputs are considered [27, 28]. For example, Massar [27] proved that entangled states of large local dimension $d$ and $2^d$ measurements per party require lower detection efficiencies. Specifically, in that case, the detection efficiency threshold decreases exponentially with the dimension of the state as $\eta = d^{1/2 - 0.0035d}$. This means that loophole-free Bell tests with arbitrary low detection efficiency are, in principle, possible.

In addition, it has also been shown that high dimensional entangled states are more robust against noise than two-qubit systems [29–31]. Correspondingly, violations of Bell inequalities with lower visibilities are achievable. Furthermore, QKD protocols have been recently shown that benefit from the resistance to noise exhibited by high dimensional systems [32].

Therefore, a natural question is whether similar benefits may occur in DI-QKD protocols based on Bell inequalities with more than two inputs and two outputs. In this article, we present to two DI-QKD protocols of this type and explore their performance using the technique developed by Brown et al. [15] to estimate $H(A|E)$ in a device-independent way (for details, see Appendix A). This technique, together with the one in [14] have shown significant improvements with respect to the min-entropy approach [33, 34].

### II. THE TWO DI-QKD PROTOCOLS

#### A. General considerations

Here, we introduce two DI-QKD protocols. Each of them is constructed around a Bell inequality that has some specific features that make it worth consideration for DI-QKD.

Both protocols follow the structure of the protocol by Pironio et al. [5]. In each measurement round, Alice randomly chooses one of $n$ inputs $x \in \{1, \ldots, n\}$, while Bob randomly chooses one of $n+1$ inputs $y \in \{1, \ldots, n+1\}$. Each measurement has $m$ possible outputs $a, b \in \{1, \ldots, m\}$. The raw key is obtained from the rounds where $x = 1$ and $y = n+1$, while the other rounds are used to characterize the behavior.

Our first protocol has $n = 4$ and $m = 2$, while the second one has $n = 3$ and $m = 4$. In both cases, to generate the behaviors $P$, we use quantum realizations $Q$ with entangled states of two ququarts (i.e., quantum systems of dimension four). Using a particular realization ensures that the statistics obtained corresponds to a valid quantum probability distribution.

The information revealed by the behavior allows Alice and Bob to bound $H(A|E)$, which quantifies the information available to an eavesdropper. If the behavior exhibits sufficiently strong correlations between Alice and Bob and sufficiently weekly correlations between each of them and an eavesdropper, then the raw key can be turned into a shared secret key by using classical error correction and privacy amplification [5, 13].

Unlike, Eq. (1), where $H(A|E)$ is bounded solely by the value of the Bell parameter, in our case, we use the complete behaviour to estimate $H(A|E)$. The behaviour contains much more information than the value of the Bell parameter, thus allowing a more accurate evaluation of $H(A|E)$ [35].

The asymptotic secret key rate against collective attacks is given by the Devetak-Winter formula [36]

$$r_{\text{DW}} \geq H(A_1|E) - H(A_1|B_{n+1}),$$

(2)

where $H(A_1|B_{n+1})$ is the conditional Shannon entropy, which quantifies the strength of the correlations between Alice and Bob. $H(A_1|B_{n+1})$ is calculated from the behavior as follows:

$$H(A_1|B_{n+1}) = - \sum_{a,b} p(a,b|1,n+1) \log_2 p(a,b|1,n+1) + \sum_b p_B(b|n+1) \log_2 p_B(b|n+1),$$

(3)

where $p_B(b|n+1)$ is the probability that Bob obtains outcome $b$ when the input is $n+1$.

We investigate how the secret key rate changes when white noise and limited detection efficiency are taken into account.
To study the effect of the limited detection efficiency, we assume that Alice and Bob have the same detection efficiency \( \eta_a = \eta_b = \eta \) for all detectors and measurement settings. We also assume that Alice and Bob map the nondetection events, denoted \( \perp \), to the \( m_{th} \) output. In this way, the violation of the Bell inequality by itself assures that there is no local hidden variable model even when the detectors have limited detection efficiency [37, 38]. The limited detection efficiency transforms the probabilities as follows:

\[
p'(a,b|x,y) = \eta^2 p(a,b|x,y) + \eta \bar{\eta} \delta_{a,m} p_B(b|y) + \delta_{a,m} \delta_{b,m} \bar{\eta}^2,
\]

where \( \bar{\eta} = 1 - \eta \), and \( \delta_{x,y} \) is the Kronecker delta function.

### B. Protocol based on \( I_{4422} \) using maximal ququart-ququart entanglement

The first protocol is constructed around the \( I_{4422} \) inequality [39], which can be written as

\[
I_{4422}^a \leq 0,
\]

with

\[
I_{4422} = I_{CH}^{(1,2);1,2} + I_{CH}^{(3,4);3,4} - I_{CH}^{(2,1);4,3} - I_{CH}^{(4,3);2,1}
- p_A(1|2) - p_A(1|4) - p_B(1|2) - p_B(1|4),
\]

where \( I_{CH}^{(i,j);u,v} = p(1,1|i,u) + p(1,1|j,u) + p(1,1|i,v) - p(1,1|j,v) - p_A(1|i) - p_B(1|u) \).

The reason for choosing this Bell inequality is that the threshold detection efficiency for attaining the loophole-free regime for \( I_{4422} \) is 0.7698 and 0.618, for maximally and partially entangled states, respectively [40]. That is, the \( I_{4422} \) inequality requires lower threshold detection efficiencies than the CHSH inequality, for which these thresholds are 0.828 and 2/3 [41], respectively. Therefore, the hope is that this advantage can be translated into a similar advantage in the threshold detection efficiency for DL-QKD.

We used the quantum realization \( Q_{4422} \) given in the supplementary material of Ref. [40], consisting of the maximally entangled two-ququart state

\[
|\psi\rangle = \frac{1}{2} \left( |11\rangle + |22\rangle + |33\rangle + |44\rangle \right),
\]

and four measurements with two outcomes. Each measurement is a projector defined by four coefficients \( c_i \) as follows:

\[
\sum_{i,j=1}^{4} c_i c_j^* |i\rangle \langle j|,
\]

with \( \sum_{i=1}^{4} |c_i|^2 = 1 \). The coefficients for Alice’s measurement are \( x \in \{1, 2, 3, 4\} \) are

\[
\begin{align*}
1 &= (-0.2816, -0.2816, 0.9159, 0.0499), \\
2 &= (-0.5438, 0.5438, 0.5625, -0.3035), \\
3 &= (0.2816, 0.2816, 0.9159, 0.0499), \\
4 &= (0.5438, -0.5438, 0.5625, -0.3035),
\end{align*}
\]

and for Bob’s measurements \( y \in \{1, 2, 3, 4\} \) are

\[
\begin{align*}
1 &= (-0.2816, 0.2816, 0.9159, -0.0499), \\
2 &= (-0.5438, -0.5438, 0.5625, 0.3035), \\
3 &= (0.2816, -0.2816, 0.9159, -0.0499), \\
4 &= (0.5438, 0.5438, 0.5625, 0.3035).
\end{align*}
\]

Since each measurement is a projector, it has only two eigenvalues \( \lambda \in \{0, 1\} \). For the QKD protocol, we consider that the output ‘1’ corresponds to the eigenvalue \( \lambda = 1 \), while the output ‘2’ corresponds to \( \lambda = 0 \). \( Q_{4422} \) does not reach the maximum quantum violation of the \( I_{4422} \) inequality, which is achieved with pairs of real qubits and degenerate measurements [42].

The key rate of the resulting QKD protocol, as a function of the detection efficiency, is presented in Fig. 1 (solid orange line), while Fig. 2 (orange line) shows the key rate as a function of the visibility.

The thresholds to distill a secret key are 0.9218, 0.9474 and 0.9317, respectively.

### C. Protocol based on \( I_{4422} \) using partially entangled states

We also investigated the performance of the protocol using partially entangled states. For that, we searched for the quantum realization that maximizes the value
FIG. 2. Secret key rates versus visibility V. Comparison between the secret key rate obtained with the Q234 realization (blue) and the Q4422 one (orange). The corresponding thresholds to distill a secret key are 0.9104 and 0.9396, respectively.

$I^4_{4422}$ for a particular class of ququart-ququart entangled states and measurements, optimized for each $\eta$. Specifically, we use the parametrization given in Ref. [40]. This parametrization is

$$\ket{\psi(\epsilon)} = \sqrt{1 - \epsilon^2/3} (\ket{11} + \ket{22} + \ket{33}) + \epsilon \ket{44},$$  

(11)

and gives a maximally entangled ququart-ququart state for $\epsilon = 1/2$. As in the previous case, the measurements performed are projectors. Alice’s measurements $x \in \{1, 2, 3, 4\}$ have the coefficients

$$1 = (-u, -u, \vec{p}_1),$$

$$2 = (-v, v, \vec{p}_2),$$

$$3 = (u, u, \vec{p}_1),$$

$$4 = (v, -v, \vec{p}_2),$$

(12)

and for Bob’s measurements $y \in \{1, 2, 3, 4\}$ are

$$1 = (-u, u, \vec{q}_1),$$

$$2 = (-v, -v, \vec{q}_2),$$

$$3 = (u, -u, \vec{q}_1),$$

$$4 = (v, v, \vec{q}_2),$$

(13)

where $\vec{p}_i = (p_{i1}, p_{i2})$ and $\vec{q}_i = (q_{i1}, q_{i2})$, with $i \in \{1, 2\}$. The normalization condition $\sum_{i=1}^{4} |c_i|^2 = 1$ is introduced as a constrain in the optimization.

We found that stronger violations than the ones obtained with maximally entangled states can be reached using partially entangled states. This is shown in Fig. 3, where the violations obtained are compared with the bounds to the maximal quantum violation of the $I^4_{4422}$ inequality computed using the Navascués-Pironio-Acín (NPA) hierarchy [43].

Therefore, better bounds for $H(A|E)$ were achieved. This allowed us to improve the threshold to distill a secret key in this scenario. The threshold that we obtained using partially entangled states was $\eta = 0.9317$. To accomplish this improvement, we had to also optimize Bob’s measurement $B_{n+1}$, targeting the minimum $H(A_1|B_{n+1})$.

FIG. 3. Comparison between the violations of the $I^4_{4422}$ inequality with maximally (blue) and partially entangled states (orange). In addition, the upper bound was calculated using the NPA hierarchy (black). The parametrization used is close to be optimal for $\eta \leq 0.75$ and $0.90 \leq \eta \leq 0.95$. For any detection efficiency $\eta$ the partially entangled states outperformed the maximally entangled ones.

D. Protocol based on the (2,3,4) Bell inequality using maximal ququart-ququart entanglement

The second protocol is constructed around the following Bell inequality with three inputs and four outputs:

$$I_{234} \leq 8,$$

(14)

with
This inequality was introduced in [44] and is tight in the two-party, three-setting, four-measurement or (2,3,4) scenario [45]. Its maximum quantum violation requires pairs of ququarts. The initial state of the qubits is given by $\rho_{Q}$. The maximum violation equals the nonsignaling bound [46].

The reason for choosing this inequality is that it is the simplest bipartite Bell inequality in which the maximum quantum violation equals the nonsignaling bound [46].

We chose a quantum realization that leads to the maximum violation. This realization $Q_{234}$ is defined as follows. Each party has a ququart. The initial state of the pair is the maximally entangled state given in Eq. (7). Each ququart can be seen as a pair of qubits. Then, each local measurement can be seen as a pair of compatible measurements on the corresponding qubit-qubit local system. Specifically, if we relabel the basis of Alice and Bob as

$$
\begin{align*}
|1\rangle & \rightarrow |0\rangle |0\rangle , \\
|2\rangle & \rightarrow |0\rangle |1\rangle , \\
|3\rangle & \rightarrow |1\rangle |0\rangle , \\
|4\rangle & \rightarrow |1\rangle |1\rangle ,
\end{align*}
$$

then Alice’s measurements can be written as

$$
\begin{align*}
1 & = (\sigma_z^{(a)}, \sigma_x^{(a)}) , \\
2 & = (\sigma_x^{(a)}, \sigma_z^{(a)}) , \\
3 & = (\sigma_z^{(a)} \otimes \sigma_z^{(b)}, \sigma_x^{(a)} \otimes \sigma_x^{(b)}).
\end{align*}
$$

Similarly, Bob’s measurements can be written as

$$
\begin{align*}
1 & = (\sigma_z^{(d)}, \sigma_x^{(c)}) , \\
2 & = (\sigma_x^{(c)}, \sigma_z^{(c)}) , \\
3 & = (\sigma_z^{(c)} \otimes \sigma_z^{(d)}, \sigma_x^{(c)} \otimes \sigma_x^{(d)}),
\end{align*}
$$

where $\sigma_k^i$ denotes the $i = \{x, y, z\}$ Pauli matrix for qubit $k = \{a, b, c, d\}$.

The key rates of this protocol are presented in Figs. 1 and 2. We obtained the following thresholds to distill a secret key, $\eta \geq 0.9218$ and $\nu \geq 0.9104$. Our detection efficiency threshold is lower than the one obtained with the CHSH-based protocol using a maximally entangled state (0.924). However, it is still beyond the scope of the current technology. On the other hand, our visibility threshold, under the assumption of perfect detection efficiency, shows that the experiment reported in Ref. [51] has good enough visibility to distill a secret key ($\nu \approx 0.95$).

### E. Protocol based on the (2,3,4) Bell inequality using qutrit-qutrit partially entangled states

We optimized the inequality $I_{234}$ over the family of states given by

$$
|\psi\rangle = \cos \theta_1 \cos \theta_2 |11\rangle + \cos \theta_1 \sin \theta_2 |22\rangle + \sin \theta_1 \cos \theta_2 |33\rangle + \sin \theta_1 \sin \theta_2 |44\rangle.
$$

In the most general case, each four-outcome measurement is specified by 15 parameters. However, using 17 variables per measurement would make the parameter space extremely large and impractical to optimize. Therefore, we opted for trying an ansatz that involved less parameters. Concretely, we tried three different parametrizations for the measurements. Our first parametrization was given by projections in the plane for each qubit,

$$
\begin{align*}
i & = (\cos \alpha \sigma_z + \sin \alpha \sigma_x)_a \otimes (\cos \beta \sigma_z + \sin \beta \sigma_x)_b , \\
j & = (\cos \gamma \sigma_z + \sin \gamma \sigma_x)_c \otimes (\cos \delta \sigma_z + \sin \delta \sigma_x)_d ,
\end{align*}
$$

where $i = 1, 2, 3$ are Alice’s measurements and $j = 1, 2, 3$ are Bob’s.

The second parametrization was the one introduced in Refs. [29, 52]. For this parametrization is convenient to define the projectors into each subspace for Alice and Bob. Specifically, we denote by $x$ the measurements that Alice perform and with $y$ the measurements of Bob. Moreover, the outputs of the measurements are $a$ for Al-
I. INTRODUCTION

In this work, we present a family of iterated mean quantum Rényi divergences that is applicable on device-independent tasks. Using this technique, it is possible to lower bound device-independent random number generation rates, as well as secret key rates of DI-QKD protocols. The required quantum Rényi divergence is obtained after the following optimization (Lemma 1 in Ref. [15]):

\textbf{Lemma} Let \(|\psi\rangle\langle \psi| \in D(Q_A,E)\), \(\{M_a\}_{a \in A}\) be a POVM on \(Q_A\) and \(\rho_{AE} = \sum_a |a\rangle\langle a| \otimes \rho_E(a)\) be a cq-state where \(\rho_E(a) = tr_{Q_A} (M_a \otimes 1) |\psi\rangle\langle \psi|\). Then, for

\[ h(A|E) = \min_{\rho_{AE} = \sum_a |a\rangle\langle a| \otimes \rho_E(a)} \sum_a \frac{1}{\alpha} \log_2 \frac{1}{\text{tr}_E \rho_E(a)} \]

is the quantum conditional entropy of Brown et al. [15]. They introduced a family of iterated mean quantum Rényi divergences that is applicable on device-independent tasks. Using this technique, it is possible to lower bound device-independent random number generation rates, as well as secret key rates of DI-QKD protocols.

III. CONCLUSIONS

We have presented two DI-QKD protocols whose security relies on Bell inequalities with more than two inputs and two outputs. Both protocols were based on behaviors that display features that are potentially interesting for DI-QKD. Our best results were obtained with the protocol based on a behavior using maximally entangled states violating the (2,3,4) Bell inequality. We found that this protocol requires a lower detection efficiency than the protocol based on maximally entangled states violating the CHSH inequality. Regarding visibility, we have noticed that previous experiments based on \(Q_{234}\) could be used to distill a cryptographic key (if \(\eta\) would have been 1).

Our results could be improved using more general partially entangled states and noise pre-processing \([13, 18]\) (see Section II E). We will investigate these possibilities in a future work.

Summing up, we have addressed the problem of the detection efficiency in DI-QKD protocols from a different angle than previous works \([13, 16–18]\). Although, our findings are still not capable to close the gap between theoretical and practical security, they show that DI-QKD protocols indeed benefit from the usage of Bell inequalities with more than two inputs and two outputs and should stimulate further research in this direction.

ACKNOWLEDGMENTS

The authors thank P. Brown and D. García for enlightening discussions. A.C. is supported by Project Qdisc (Project No. US-15097), with FEDER funds, MINECO Project No. FIS2017-89609-P, with FEDER funds, by MINECO (Project No. PCI2019-111885-2). A.P. would like to acknowledge Swedish Research Council. J.G.U. is supported by project HYPER-U-P-S. Project HYPER-U-P-S has received funding from the QuantERA ERA-NET Cofund in Quantum Technologies implemented within the European Union’s Horizon 2020 Programme.

Appendix A: Methods

Here, we summarize the method to bound the quantum conditional entropy \(H(A|E)\) of Brown et al. [15]. They introduced a family of iterated mean quantum Rényi divergences that is applicable on device-independent tasks. Using this technique, it is possible to lower bound device-independent random number generation rates, as well as secret key rates of DI-QKD protocols. The required quantum Rényi divergence is obtained after the following optimization (Lemma 1 in Ref. [15]):
each $k \in \mathbb{N}$, we have

$$H_{(\alpha_k)}^\dagger = \frac{\alpha_k}{1 - \alpha_k} \log Q_{(\alpha_k)}^{DI},$$

where

$$Q_{(\alpha_k)}^{DI} = \max_{\text{tr}} \sum_a \left( \frac{V_{i,a} + V_{i+1,a}^*}{2} \right)$$

$$\text{s.t.} \sum_a V_{k,a}^* V_{k,a} \leq I_E$$

$$V_{1,a} + V_{1,a}^* \geq 0$$

$$2V_{i,a}^* V_{i,a} \leq V_{i+1,a} + V_{i+1,a}^*$$

for all $a \in A$

with $k = 2$ up to the second level of the NPA hierarchy. The certificates required approximately 30 GB of RAM. The calculations for $r_{234}$ proved to be considerable more demanding given the high number of inputs and outputs. At first instance, we performed the calculations with $k = 2$, but we ran out of memory to include the necessary monomials to ensure $H_{(\alpha_{k+1})}^\dagger \geq H_{(\alpha_k)}^\dagger$. Thus, this first estimation was outperformed by the result with $k = 1$. Finally, the results presented for $r_{234}$ were all calculated with $k = 1$ (applying the dilation theorem in the supplementary information of Ref. [15]), the NPA hierarchy at level 2, and adding as many monomials as our hardware allowed us. The certificates required around 180 GB of RAM. All the SDPs in this work were constructed with the Python package 'ncpol2sdpa' and solved with Mosek [53, 54].
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