Abstract—Digital vaccine passports are one of the main solutions which would allow the restart of travel in a post COVID-19 world. Trust, scalability and security are all key challenges one must overcome in implementing a vaccine passport. Initial approaches attempt to solve this problem by using centralised systems with trusted authorities. However, sharing vaccine passport data between different organisations, regions and countries has become a major challenge. This paper designs a new platform architecture for creating, storing and verifying digital COVID-19 vaccine certifications. The platform makes use of InterPlanetary File System (IPFS) to guarantee there is no single point of failure and allow data to be securely distributed globally. Blockchain and smart contracts are also integrated into the platform to define policies and log access rights to vaccine passport data while ensuring all actions are audited and verifiably immutable. Our proposed platform realises General Data Protection Regulation (GDPR) requirements in terms of user consent, data encryption, data erasure and accountability obligations. We assess the scalability and performance of the platform using IPFS and Blockchain test networks.
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I. INTRODUCTION

COVID-19 has provided the world with an exceptional challenge. The first relates to the methods that countries use to suppress the spread of the virus and the second is how to re-start economies [1]. One of the core methods that could be used to re-start travel within each country is to implement a vaccine passport, and which could be used in future pandemics. Some of the initial approaches to the creation of a vaccine passport have turned to mandatory and centralised approaches using the PKI (Public Key Infrastructure) [2], others have proposed a non-mandatory and decentralised approach [3]. Within a centralised approach, we normally use a single trust authority to check the signatures on passports. This authority will then check the public key of the signer of the passport, and accept it, if it is a trusted entity. In this way, trusted health authorities can sign their own passports whenever someone is immunised. This approach, though, while relatively easy to implement, leaves the centralised infrastructure open to breaches, along with a major problem around the revocation of signing keys.

Blockchain and smart contracts have been combined with platforms creating vaccine certificates, to increase trust in such certificates and privacy of citizens data. In [4], a Blockchain-based solution involving self-sovereign identification, decentralised storage and re-encryption proxies was proposed. The approach used Ethereum smart contracts to run transaction calls and record events containing medical information and COVID-19 test updates. A Blockchain-based approach that prevents information tampering such as COVID-19 test results was presented in [5]. The approach supports monitoring of COVID-19 spread at an earlier stage via a passengers’ travel history. A scalable, Blockchain-based platform for data sharing of COVID-19 and vaccination passports was proposed in [6]. The evaluation of the designed platform was performed with 27 Blockchain nodes, each of which represents a European member state. A platform for secure COVID-19 passports and digital health certificate, called NovidChain, was built in [7]. The platform restricted the propagation of COVID-19 while supporting privacy concerns and ensuring citizen’s self-sovereignty for accessing their data. Although all these approaches provide secure mechanisms for creating vaccine certificates, none of them considers user consent before processing their personal data. Moreover, the data accountability of actors and the right to be forgotten which are the main requirements of General Data Protection Regulation (GDPR) were not studied in the reviewed approaches. GDPR is a European legislation for protecting personal data and enables citizens to control how their data is collected and manipulated by processing entities (actors) [8].

In order to address the aforementioned challenges, this paper presents an architecture for a Blockchain-based platform that creates and verifies digital COVID-19 vaccine passports. The platform makes use of IPFS for storing and distributing citizens’ passport data securely. It also involves a smart contract factory to improve transparency, trust and data privacy of citizens.
Our proposed platform supports GDPR by implementing smart contracts that: (i) receive and record user consent, (ii) verify the operations of actors on passport data, and (iii) track the realization of the right to be forgotten. The proposed smart contracts are deployed and tested using the Ethereum virtual machine, and their costs and mining time are investigated in Blockchain test networks.

The rest of the paper is structured as follows. Section II briefly describes digital vaccine passports and IPFS. Section III describes the architecture of the platform together along with a number of protocols used in the implementation. Section IV assesses the time taken for creation of vaccine passports via IPFS and the costs required for deploying our implemented smart contracts and their transactions. Finally, Section V concludes the paper and identifies directions for future work.

II. BACKGROUND & CONTEXT

This section provides brief descriptions of digital vaccine passports and the InterPlanetary File System (IPFS).

A. Vaccine Passports

Phelan outlines that those who hold vaccination passports could be exempt from self-isolation when they travel.

1) Digital Green Certificate: In order to re-start international travel, the EU Commission has defined the Digital Green Certificate (DGC) programme, which defines three certificates: vaccination certificates, test certificates (NAAT/RT-PCR test or a rapid antigen test), and certificates for persons who have recovered from COVID-19. This makes use of a centralised system that will receive the digitally signed records. Each of these will be signed by a trusted health care entity, and checked against the public key of that trusted entity. In the best case, key pairs would be issued to every trusted health care professional to sign passports. This would allow fine-grain control on signing and auditing each signature authority. If there was a breach of the private key though, the public key would be revoked, and it would have a minimal impact. What is likely to happen is that a countrywide health authority will have a single signing key pair. A single breach of the private key will bring down every single DGC signed by that authority, as all of the passports will be marked as untrusted. For cybercriminals, the private key will be a key target, as it will be of significant worth to them on the open market.

B. IPFS

IPFS is a distributed, Peer-to-Peer (P2P) content sharing protocol. Traditionally, resources have been shared using a location-based approach (e.g. a URL or file path). In IPFS, every individual resource which is to be shared on the P2P network is identified and located using an identifier which is derived directly from the content of the resource.

IPFS does not centralise the storage of resources. Instead, peers on the network will distribute data individually and any peer who downloads the content will also become a distributor of that data. Furthermore, the P2P nature of IPFS means we can reduce the latency involved in sourcing data, along with building resilience. IPFS can be used to represent any number of digital content including websites, folders, images, documents and even databases.

IPFS distributes data on the P2P network by first breaking down resources into blocks of $2^{14}$ bytes by default. Breaking down resources into blocks allows for deduplication (thus saving space) and storage of content in a distributed manner. Each block of data is content addressable using a Content-Identifier (CID). A Merkle Directed Acyclic Graph (DAG) data structure is used to represent each block of data and dictate the relationship between resources (e.g. parent folder and child files). Lastly, a Distributed Hash-Table (DHT) is used to allow peers to route and locate desired resources on the network (i.e. which peer is storing certain blocks and where they are located). The sections which follow describe CIDs, Merkle DAG and DHT in greater detail.

CID: are used in IPFS to achieve the goal of sharing resources using a content-based approach, assigning a unique identifier to each content resource (e.g. text file, image file, images and so on) to be shared on the IPFS network. self-describing identifier which uses a cryptographic hash (SHA-256) to address the content. Since the CID hash is derived directly from the content (i.e. the text "hello world"), the CID will remain the same regardless of the filename or any other associated metadata. This allows for a degree of assurance that one is downloading the correct content from the IPFS network so long as the CID is known and trusted.

Merkle DAG is a cryptographic hashing function to represent and derive nodes of data from a root node. It is commonly described as a Merkle tree due to the fact that the data structure it represents resembles an upside down tree (where the root node is the root). A Merkle tree can be used to verify the integrity of a data structure in a scalable manner since the root node’s cryptographic hash can be used to verify the entire data structure represented by this algorithm. A Merkle DAG is an acyclic variation of a Merkle Tree with unique properties. Firstly, data structures represented by Merkle DAG are directed which means there is a forward direction defining the relationship between two nodes (e.g. parent folder points to child document). In the context of IPFS, Merkle DAG is used to represent folders and files shared on the P2P network. DHT: is a key-value lookup table which maps content hash values (CID) to the location of content (i.e. peers which host the files) in IPFS. DHT is used for routing and informing peers where resources are located on the P2P network. Each peer on the IPFS network will store and maintain a list of known peers as new nodes
join the network. The DHT algorithm implemented by
IPFS is named Kademlia \cite{17}. Kademlia uses a unique
address in the range of 0 to $2^{256} - 1$ to identify each peer on
the IPFS network \cite{18} and uses the exclusive OR (XOR)
function to calculate the distance between each peer (thus
allowing nodes to determine their nearest neighbours).
This approach allows for the node lookup time to be
$O(\log(N))$ (logarithmic time) \cite{18, 17} therefore ensuring
 scalability in the IPFS network even with a large number
of peers.

III. SYSTEMS ARCHITECTURE

A conceptual architecture for recording and verifying
online COVID-19 vaccine passports is proposed in Fig. 2
and consists of the following layers: InterPlanetary file
system (IPFS) is a peer-to-peer network for storing and
sharing the information relevant to the citizens who have
been vaccinated. In Scotland, such information includes
surname(s), forename(s), DOB, country of vaccination,
identification number, dose number, dates of dosage, man-
ufacturer, vaccine product and vaccine/prophylaxis. The
information is stored in IPFS through an administrator in
a medical centre offering the vaccines. IPFS generates a
content identifier (CID), which is a label used to point to
each citizen’s record/ file.

Encryption management anonymises or creates a hash
for each CID generated by IPFS. The anonymisation is
used for protecting CIDs from unauthorised access. The
layer also keeps CIDs and their hashed versions in a local
database.

Blockchain virtual machine and smart contracts
factory hosts the following smart contracts for storing and
monitoring immunity passports through a Blockchain.

- Policy contract involves two functions, called as
 purpose() and vote(). The former records what
operation (i.e., read, write etc.) will be executed by
which actor on citizen’s data. Each record shows a
purpose of data processing by the actor who is a third
party processing passports’ data. As an example, an
actor can be the provider of a cloud-based service who
has a contract with medical centers in order to collect
and profile the data for analytic purposes.
The latter function retrieves the purposes of data
processing from the Blockchain and stores the posi-
tive/negative citizen’s consent for each retrieved pur-
pose in the Blockchain. The deployer of the contract is
an administrator that provides citizens with deployment
address to receive their votes (positive or negative
consents).

- Log contract sends the anonymised version of CID
along with its creation time into the Blockchain net-
work. Such records are used as public keys for accessing
the passports details. The contract deployers are
trusted administrators identified by medical centres.

- Access contract logs every access to CIDs in a
Blockchain. It logs the operation (i.e., read, write,
delete, and so on) which is executed by an actor
on citizens’ data within IPFS and submits it to the
Blockchain. The contract is deployed by the access
control manager in the system.

- Verification contract provides the audit trail of
actors processing or accessing to citizens’ data. The
contract involves a function, called as verify which
identifies the actors collecting or manipulating vac-
cine records without getting positive consents from
citizens as violators. The function is activated by a
trusted third party, as referred to arbiter.

The deployers or agents existing in upper or lower layers
interact with the proposed contracts to record data in
Blockchains.

Access control and policy management establishes
a role-based mechanism for reading or updating citizens
data. Users based on their roles can access to CIDs and
vaccine passports details, and a copy of such access will
be sent into Blockchain.

The layer also determines a set of privacy policies
in forms of (”actor”, “operation”, “purpose”), as referred
data processing purposes. An administrator in the layer
communicates with the smart contract factory to store
such purposes of data usage in a Blockchain.

User interface implements a user-friendly and front-
end decentralized application (DApp) for citizens in order
to readily interact with the platform. Technically, it is
connected to the contracts’ interfaces created and hosted
on Ethereum Blockchain virtual machine. The interface
also enables citizens to retrieve the purposes of data
processing from Blockchain with a more legible format
and get their votes (positive/ negative consent) to the
predefined purposes. In fact, the citizens’ consents will be
considered as the inputs for vote() function involved in
the policy smart contract.
There are four phases for realizing the architecture: agreement, passport creation, access control and verification.

A. Agreement phase

This phase presents a protocol for demonstrating the attractions among citizens, system administrator and Blockchain for recording purposes of data processing and citizens’ consents. Figure 3 shows the protocol in the form of a sequence diagram. As seen, the main entities are user interface, system administrator and Blockchain. The administrator as the data controller, first, deploys the policy contract and activates the purpose function to send data usage purposes into Blockchain. Precisely, each record contains: (i) actor who will update or collect citizen’s passport data (ii) operation that shows what actions (e.g., read, write etc.) will be carried out by the actor on citizens’ data, and (iii) purpose that describes the operation is used for what. Once such records have been added to the Blockchain network, the administrator provides a user interface with the deployment address of policy contract in order to make the records accessible to end users (citizens). The user interface, then, by activating the vote function, enables users to retrieve the data usage purposes from Blockchain and freely give their consents to them before any processing on their personal data. The users’ votes will be kept in the Blockchain as evidence for future verification. This phase realises Recitals (32) and (43) of GDPR under which data subjects (citizens) should give their consent for any operation undertaken by data processors (actors) on their personal data.

B. Passport creation phase

This phase represents the steps in which the vaccine passports details will be stored in IPFS and their associated anonymised CIDs are recorded in Blockchain. Figure 4 depicts the protocol of the phase. After collecting citizens data by passport administrator, the data is sent to IPFS. Then, the data is recorded and a CID is automatically generated via IPFS. Once the CID has been received, it is forwarded to the encryption management layer so as to be anonymised. Following that, the passport administrator, by deploying log contract, submits the anonymised version of CID to Blockchain.

There are several techniques for data anonymisation such as hashing, permutation among others, each of which can be exploited for mapping the CIDs into the anonymised ones.

C. Access control phase

This phase monitors and verifies all the access requests to passport citizen data. The sequence diagram depicted in Fig. 5 is a protocol for the access control. Citizens and trusted parties through user interface are able to send their request for access to passports data. The request also contains the operation (such as update and so on) that will be carried out on the data. Upon the receipt of request, the access control management service’s agent checks the authorisation of requester. In case of authorised access, the agent deploys the access smart contract in order to record requester ID, access time and permitted/ executable operation(s) (e.g., view, update etc.) in the Blockchain. Such records are used for future verification. Following that, the hashed/anonymised version of CID is decrypted, and finally the passport data is retrieved from IPFS to be accessible for the requester.

1 For privacy purposes, a hashed version of requester ID, which refers to their Blockchain account is stored on-chain.
D. Verification phase

This phase, through the protocol represented in Fig. 6, detects the violators who access or manipulate citizens data without getting their consents. The arbiter via user interface sends their verification request for reporting violators once claimed by citizens or legal offices. After approving the authorization of arbiter by access control management service’s agent, the verification contract is deployed and its address is forwarded to the arbiter.

The deployment address enables the arbiter to access the records already stored by both policy and access contracts. Then, the arbiter, by running the verify function, flags any violation on citizens data and identifies violators. The verify function checks the following items to detect violations:

1) whether the actors stored by access contract conform to those logged via policy contract or not;
2) whether the operations of each actor recorded through access contract conform to those recorded via policy contract or not;
3) whether the operations of each actor logged by access contract were already confirmed by the data subject (citizen) or not.

Assuming that \( A_c \) is the set of actors with positive consent from data subject via the policy contract; \( A_e \) is the set of actors executed operations on citizen passport’s data and recorded by the access contract; \( O_a \) is the set of operations of actor \( a \in A_e \) got positive consent from data subject via the user policy contract; and \( O_c \) is the set of operations executed by \( a \in A_e \) on passport data and recorded via the access contract.

Given these assumptions, Algorithm 1 presents the verification of actors implemented as a part of verify function.

As seen from the algorithm, a violation is flagged if: (i) an actor processes passport data without the confirmation of data subject; and (ii) an accepted actor executes an operation already rejected by the data subject.

\begin{algorithm}
\textbf{Verifying actors}
   \caption{Algorithm 1}
   \label{algorithm1}
   \begin{algorithmic}
      \Function{verify} \EndFunction
      \Function{VERIFY} \EndFunction
      \Function{VERIFICATION} \EndFunction
   \end{algorithmic}

E. Right to be forgotten

Citizens have the right to get from the passport administrator (data controller) the erasure of their data without any delay (Art. 17 of GDPR). In order to realize this GDPR principle through our proposed architecture, a protocol is presented in Fig. 7. It provides a basis for data accountability of administrators to track whether the citizen’s data have been deleted without undue delay. As represented from the figure, a citizen, through user interface, is able to submit a data erasure request, which is received by access control management service’s agent. The identification and permission of the citizen is then verified by the agent and the access smart contract is deployed so as to record a copy of the request in a Blockchain. Upon the receipt of the deployment address of the contract by the passport administrator, the CID related to vaccine passport’s data is collected and the citizens’ personal data is removed within IPFS. After erasing the data, a confirmation is sent to the citizen. Moreover, a copy of such confirmation denoting the data have been removed by who and when is stored in the Blockchain as evidence for future verification.

In order to detect any violation with, the verification smart contract is extended to include a erase\_verify() function.
A prototype has been developed using both Ganache [24] and Ropsten [25] test networks. We implemented our smart contracts on Ethereum via Solidity language. Ganache is a local test network that provides multiple default gas and ether values, which can be applied as a currency to change Blockchain states when running function calls. Ropsten is a public test network providing multiple default gas and ether values, which can be applied as a currency to change Blockchain states when running function calls. Ropsten is a public test network involving a set of miners and gives detailed information relevant to miners. However, it has a gas limit of 4712388 for executing a smart contract. Our proposed smart contracts have been written with a minimum gas usage for each function activation. They were compiled and successfully tested using Remix, being a browser-based development environment for Solidity. The contracts Policy, Log, Access and Verification were deployed in the aforementioned networks. The amount of gas used for contract deployment was 792065 for Policy, 157339 for Log, 796253 for Access, and 1223998 for Verification. The...
results represent the computational cost for executing each contract. However, changing the number of actors and their access requests has an impact on the transaction costs and mining time.

1) Number of actors and transaction costs: The experiment which changes the number of actors, ranging from one to ten, evaluates the cost required for activating transactions. The assumption is that the gas price unit is 20 gwei and the number of operations (i.e., read, write, delete) carried out by each actor on vaccine data is three. Our proposed smart contracts have been deployed in the Ganache test network. We calculated the average costs in Ether (ETH) after five times execution of functions with different parameters (values). Figure 9 illustrates the results of this experiment. As seen, the lowest costs in Ether are allocated to the transactions with one actor and the highest values belong to those involving ten actors. Furthermore, when the number of actors increases, the verification cost rises more sharply compared to the other contracts. In fact, the Verification contract has a high complexity, since it must call both Policy and Access smart contracts in order to check the GDPR compliance of actors and report violators.

2) Number of actors and mining time: This investigation represents the impact of changing the number of actors on the time taken for mining process under different gas prices. The number of actors is varied from one to five and each of which executes two operations on citizens data. We have various scales of gas prices (i.e., 1, 6 and 12 gwei). The Ropsten test network was used to get the results of this experiment, as it gives a measurement of the time taken from execution to mining of a block. The verification contract was deployed in Ropsten and its verify function was activated five times to reach an average mining time. Figure 10 shows the results of this evaluation. Given a fixed gas price, there is a fluctuation in the trend of the chart. As a result, the time totally depends on the interest of miners to validate/mine the transactions created from the activation of verify function and the number of actors does not have an impact on mining time. However, when the amount of gas price increases, the mining time decreases significantly. It shows that higher gas prices motivate miners to accelerate the mining process and block creation.

V. Conclusion

The design of a Blockchain-based platform for the creation of online COVID-19 vaccine certificates is proposed. The platform uses IPFS and smart contracts to support privacy of citizens’ information and supports data accountability for third party access/processing of this information. The purposes of data processing (carried out by actors) is automatically sent into a Blockchain and the platform enables citizens to give a vote (positive/negative consent) for each purpose via a smart contract. The proposed approach meets GDPR requirements, and only non-sensitive data is stored within the Blockchain for auditing purposes. Compared to other Blockchain-based platforms for cloud and IoT ecosystems for keeping and verifying patient data [26, 27], our platform provides a technical solution for checking data erasure requests, which is a significant user right in GDPR (referred to as “right to be forgotten”). A vaccine passport template has been implemented as a prototype, and our evaluations show that it takes less than one second to generate 100 passport CIDs in IPFS. The created smart contracts have been tested in both Ganache (on a local machine) and Ropsten (a global Blockchain network) environments and results in the transactions cost increasing noticeable when the number of actors increases (as expected). The results of these experiments can be used to support capacity planning of a vaccine certificate network. Given a fixed gas price used for execution of smart contract opcodes, the investigation demonstrates that miners can take an arbitrary time for mining blocks. Future work
focuses on the implementation of both access control and encryption management layers of the designed architecture. The development of the proposed platform in cloud environment and the management of CIDs generated by IPFS remain other aspects for future investigation.
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**Example Vaccination Passport JSON object:** Example of JSON encoded vaccine passport data for evaluation of IPFS CID generation time – based on data used by NHS Scotland. A total of 100 vaccination passport objects were created of 452 bytes each. A unique number was provided in the CHI field (as unique patient identifier) when creating a passport to ensure uniqueness of hash value when generating the IPFS CID.

```json
{
  "COVID-19 Vaccination Status": {
    "CHI": "0000000001",
    "Surname(s)": "Doe",
    "Forename(s)": "John",
    "DOB": "02/01/1965",
    "Disease targeted": "COVID-19",
    "Country of vaccination": "Scotland",
    "Issued by": "NHS Scotland",
    "Doses received": "2",
    "Dose 1 of 2": "01/06/2021",
    "Manufacturer": "Modern Biotech Spain S.L.",
    "Vaccine medicinal product": "COVID-19 Vaccine Moderna",
    "Vaccine/Prophylaxis": "SARS-CoV-2 mRNA vaccine",
    "Dose 2 of 2": "30/06/2021"
  }
}
```