Encryption and Decryption of Images using GGH Algorithm: Proposed
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Abstract. Images are considered as important data used in many fields such as military operations, medical imaging, and astronomy researches. For sending images through an insecure network, it is necessary to develop a secure encryption algorithm when transmitting the images. Three main properties of security services (i.e., confidentiality, integrity, and availability), the confidentiality is the most essential feature for exchanging images. The Goldreich Goldwasser Halevi (GGH) algorithm can be a good method for encrypting images as both the algorithm and sensitive data are represented in numeric matrices. Additionally, the GGH algorithm does not increase the size of the image. However, one of the disadvantages of using the GGH algorithm is the attacking of GGH cryptosystem mainly relied on special properties of the lattice generated. This shortcoming of GGH algorithm has been taken to proposed lattice reduction algorithms. A lattice basis reduction algorithm to get a better basis which is used into encryption and decryption approach.

1. Introduction

The cryptography is considered as one of the attractive topics and important in many technologies. When a user transfers any data between systems using a public network, those data must be protected using an encryption algorithm [1]. Encrypting an image means to apply a symmetric or asymmetric encryption algorithm to an input image to be converted into a cipher image using either symmetric or asymmetric keys [2]. Symmetric ciphers only use one key for encryption and decryption processes while asymmetric ciphers use two different key pairs (i.e., public and private keys) [5]. Through default, the digital image is represented in the form of (2D) matrix of elements [3]. Each element in the matrix is called a pixel, each pixel contains digital number. If the dimensions of the matrix are equal, then it is called the square matrix [4]. As digital image is a matrix, then it is possible to denote the pixel by means of its position (r, c), where (r) is the row and (c) is the column [5]. To encrypt any digital image, an encryption algorithm (asymmetric or symmetric) must be applied on the original image in order to convert it to a ciphered image [6]. In asymmetric algorithm, two different keys (public and private) are used in encryption and decryption. While the symmetric algorithm uses the same key (private) in encryption and decryption [7]. The strength of the algorithm of encryption or decryption comes from its ability to stand against the famous attacks [8]. Therefore, providing a strong and safe environment by the encryption algorithms is important for images and data [9].
The important factors which makes the GGH algorithm more suitable for image encryption are it is based on public key cryptosystem, it has a numerical matrix/lattice based scheme which is suitable for images, and it has the low computations cost and fastness properties [10]. Based on the architecture of the GGH encryption algorithm, the size of ciphered image will be the same as the original image, but the bit sizes of cipher image will be increased when being compared to the original image [11]. Most of the time, GGH produce errors in decrypted data which makes it inaccurate. This error exists only at the right LSB bits (least significant bits), so the pixel will not change a lot and lead to that the original image can be retrieved easily [12]. Finally, we proposed a strategy for strengthening the security of the GGH cryptosystem; a lattice basis reduction to the public key is to get a better basis, which is used to encryption and decryption.

2. Literature Review

2.1. Lattice
A lattice can be defined as a subgroup of \((\mathbb{R}^m)\). This subgroup must be discrete and additive [13]. Basically, an n-dimensional lattice \((\mathcal{L})\) consists of a set of points \((\mathcal{L} = \{b_1, b_2, ..., b_n \in \mathbb{R}^m\})\) [14]. These points are n-linearly independent vectors. The vectors represent the basis to generate the lattice \((\mathcal{L})\) which is also a vector defined in eq. (1) [15][16]. The Figure.1 illustrates the lattice in \((\mathbb{R}^2)\) [17].

\[
\mathcal{L} = \mathbb{Z} \langle b_1, b_2, ..., b_n \rangle = \{ \sum_{i=1}^{n} \alpha_i b_i | \alpha_i \in \mathbb{Z} \}
\]

\[\text{(1)}\]

Figure 1. A Lattice in R2

Figure 1. present the first lattice-based cryptography using the worst case problem (WCP) [18]. Another lattice-based cryptography (GGH) using the closest vector problem (CVP) was presented by Goldreich, Goldwasser, and Halevi [19]. The new cryptography depends on lattice and the shortest vector problem (SVP) [20]. The first lattice-based cryptography based on worst-case problem was presented by Ajatai and Dwork in 1997 [21]. After that, there have been a lot of improvements over lattice-based cryptography algorithms. In 1997, Goldreich, Goldwasser, and Halevi also presented a lattice-based cryptography based on closest vector problem (CVP) [22]. In 1998, Hoffstein and Silverman, presented a new lattice-based cryptography using the shortest vector problem (SVP) which works on polynomials [23].

2.2. GGH Algorithm
In this study, we have taken the advantage of the GGH algorithm for encrypting the images. The GGH cryptosystem is based on CVP which is one of the NP-hard problems presented in 1997 by Goldreich et [24]. It also introduces a trapdoor as an one-way function for implementing a public key cipher which
relies on difficulty of lattice reduction [25]. For increasing its own security feature, this algorithm uses a public key that depends on the strength of lattice for generating a trapdoor function [24]. To implement the encryption process, the message must be encoded as a lattice vector using the public basis, after that a small error vector must be added. While in implementation of the decryption process, the private basis must be used to compute the closest lattice vector in an efficient way [11]. The GGH is analogous to McEliece with some improvement. The encryption process is performed randomly. The security of GGH relies on the dimension of the lattice (n) and the security parameter (σ). The complexity of CVP is presented thru (σ) [26]. Altogether challenges of the security parameters were attacked by Nguyen when n=200, 250, 300, 350 and 400 except for n>400, because of the huge size of the key, and this makes the security to be in high levels [27]. The GGH uses the parameters illustrated in Table.1 [28].

| Parameter | Description | Knowledge |
|-----------|-------------|-----------|
| n         | Dimension   | Public    |
| σ         | Security Parameter | Public    |
| R         | n * n Integral Matrix | Private |
| B         | n * n Integral Matrix | Public    |

The matrices (R) and (B) represent the private key and the public key respectively. The matrix (R) include a good basis of the lattice (A) which is reducible, whereas the matrix (B) include a bad basis of the lattice (A) which is irreducible, such that (A ⊂ Z^n) and the basis includes the short vectors [25].

Several methods can be used to generate the private matrix (R), one of them is to select a random matrix that consists of short vectors. The other method is by using eq. 2 below:

\[ R = K \cdot I_n + E \]  

Where (K) is an integer whose size is medium and more than 1, (I_n) represent the n*n identity matrix and (E) represents a random matrix of short vectors. Also, several methods can be used to generate the public matrix (B) from the private matrix (R) randomly. One of these methods can be implemented by multiplying (R) by a random uni-modular matrix (U), such as in eq.(3 below [11])

\[ B = U \cdot R \]  

Suppose that (m), (e) and (c) represent the message, error and cipher matrices respectively, then to implement the encryption and decryption processes using GGH algorithm, it is important to use eq. 4, 5 and 6 as below:

- The encryption process:
  \[ c = m \cdot B + e \]  

- The decryption process:
  \[ \text{round (c. R-1)} = \text{round ((m. B + e). R-1)} = m \cdot U \cdot R \cdot R^{-1} + \text{round (e. R-1)} = m \cdot U + \text{round (e. R-1)} \]

The eq. 6 the value (e. R-1) is small so it can be removed by using the technique of Babai rounding [28].

2.3. Key Generation

The process of key generation, it is important to know a theory that is used in ElGamal cryptosystem for generating the key [29]. The theory is known as primitive root theory [30]. Theory assures that for any large prime number (p), there exists an integer number (α | 1 ≤ α ≤ p-1), such that all remainders (α^t (mod p) | 1 ≤ t ≤ p-1) are distinct. The integer number (α) is known as a primitive root modulo (p) [1].
After selecting \((p)\) and \((\alpha)\), a random parameter \((d \mid 1 < d < p - 2)\) must be computed. The three parameters \((p, \alpha, d)\) are used to compute \((\beta = a^d \mod p)\) [9].

The encryption key \((p, \alpha, \beta)\) is the public key that will be used to encrypt the message. It is important that the random number \((d)\) that is used to compute \((\beta)\) to be private to be used later in the decryption process [31].

2.4. Encryption

The suppose that Alice needs to send a message \((M)\) to Bob. The encryption process can be explained depending on the steps below that must be performed by Alice [32][29].

- Obtaining the public key \((p, \alpha, \beta)\) from Bob.
- Converting the message \((M)\) into a numerical representation as a set of integer numbers \(m_1, m_2, \ldots \mid 1 \leq m \leq p - 1\). These numbers will be encrypted one by one.
- Selecting a random integer number \((k)\), that must be secret.
- Computing the public key \((r = a^k \mod p)\).
- Encrypting the message \((M)\) to the ciphertext \((C)\), such that \((c_i = m_i \times \beta^k \mod p)\), where \((C)\) represents the set of every \((c_i \mid 0 < i \leq |M|)\).
- Sending the ciphertext \((C)\) to Bob together with the public key \((r)\).

2.5. Decryption

The perform the decryption process, Bob must use the ciphertext \((C)\) and the public key \((r = a^k \mod p)\). The decryption process depends on the steps below [33].

- Computing the shared key by combining the private number of Bob \((d)\) with the random number of Alice \((k)\), such that \(((a^k)^{p-1-d} = (a^k)^{-d})\).
- Decrypting the ciphertext \((C)\), such that \((m_i = (a^k)^{-d} \times c_i \mod p)\), where \((m_i)\) is the plaintext part corresponding to the ciphertext part \((c_i)\) [1].

The message \((M)\) that are sent by Alice can be read by Bob after combining all plaintext parts \((m_i)\) [30].

3. Approach GGH Algorithm

The mechanism of GGH algorithm, assume that there is a sender and receiver called \((A)\) and \((B)\) respectively.

\((B)\) must do these steps:

- Selecting an image and using it to generate his private key form eq. (2).
- Generating a uni-modular matrix in random way.
- Using eq. (3) to compute another image as a public key.
- Sending the image obtained from step (3) to \((A)\).

The other hand, \((A)\) must use eq. (4) for encrypting his 3D-image and sends to \((B)\). \((B)\) receives the encrypted image which has a noise and uses eq. (5) and (6) for decrypting the received image into the original image. Note that the matrices \((R)\) and \((B)\) of GGH algorithm must be 3-dimensional matrices, i.e. \((n \times n \times n)\).

4. Attacks on GGH

The first remarkable attack to the GGH cryptosystem comes from Phuong Nguyen [24] in 1999. The attack works by carefully choosing \(n\) linearly independent lattice points, then constructing a new basis to generate a sub lattice of the original lattice by those \(n\) points. Then we attack the sub lattice to identify the potential properties of the original lattice [26]. The dimension of GGH lattice should be larger than 250 guarantee the security [34]. It shows that the signature encrypted with the GGH cryptosystem is insecure in certain special situations. When the special situation occurs, the GGH signature is insecure.
even the dimension of the GGH is as large as 1000 [11]. Since the GGH cryptosystem relies on the orthogonality of the bases for a lattice. It turns out that the Lattice Reduction algorithms can produce nearly orthogonal bases based on the Public Key. Hence running Lattice Reduction algorithms on the Public Key will give us good bases that can be regarded as quasi private keys to attack the GGH cryptosystem to Lattice Reduction algorithms [22]. When we try to generate a new basis using lattice reduction algorithms, the quality of the new produced basis is mainly determined by two issues. Firstly, it depends on what lattice reduction algorithm it used. Secondly, this quality also highly relies on the approach of finding a shortest vector within the lattice reduction algorithm [11]. When plug different SVP solving algorithms to a lattice reduction algorithm, can achieve various reduced bases of different qualities for example, LLL reduction algorithm [35].

4.1. LLL Reduction Algorithm
The LLL algorithm [36] is one of the most important milestones on research of lattice reduction methods, although it was first proposed in order to factorize polynomials. The erotically, it runs in polynomial time where n is the dimension of a given lattice L and P is the maximal Euclidean Length of vectors in the given basis. It produces a reduced basis, whose shortest vector can be regarded as a solution of SVP [35]. Because of the high performance of the LLL algorithm in practice, it has become a fundamental tool in lattice reduction algorithms [37][36].

5. Conclusions
GGH is a simple public key crypto system which is based on the closest vector problem (CVP). It encrypts data in the matrix form and makes it suitable for image encryption. It works in different dimensions and different square matrices. The capability of encryption top secret information remains as a problem in the GGH encryption, which depends on various attacking methods. The early approaches to attacking the GGH encryption mainly relied on special properties of the lattice generated.so a method is proposed a lattice basis reduction algorithm is to the public key to get a better basis, which is used to encryption and decryption approach. In the proposed approach lattice reduction algorithms, the LLL algorithm. whose shortest vector can be regarded as a solution of SVP of the high performance of the LLL algorithm in lattice reduction algorithms. This approach takes advantage of lattice theory, number theory and lattice reduction algorithms. Further discovered more strategy for strengthening the security of the GGH cryptosystem by preventing any potential attacks. The future works Implementation a LLL algorithm analysis of complexities for the algorithm will be related to the dimension of the GGH Lengths of the vectors in the Public Key. procedure Basis Enumeration with other SVP solving algorithms to increase the performance of the lattice reduction algorithms in the future.
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