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Oblivious transfer is considered as a cryptographic primitive task for quantum information processing over a quantum network. It is an essential building block for secure multiparty computation. It is known that one-server oblivious transfer is impossible. When the task is the transmission of classical messages, protocols for two-server oblivious transfer exist, i.e., existing protocols work under the assumption that two servers do not communicate with each other. However, when the task is the transmission of a quantum state, no existing method works even under the above two-server assumption. Two-server oblivious transfer protocols for quantum messages are proposed for the first time.

1. Introduction

The construction of quantum internet is the ultimate goal of quantum technology.[1,2] Quantum state communication and entanglement sharing over long distances are basic functions of the quantum internet, but to fully extract its potential, it is essential to find out its applications. Although major efforts are devoted to the developments of quantum algorithm with single user, obtained quantum algorithms are still limited. To extract the merit of quantum information processing, it is better to focus on secure quantum computation because a quantum system is very sensitive for an intended operation. Therefore, one promising direction is distributed quantum protocols and algorithms with security. For example, quantum network coding has been studied from theory to experiment[1–18] and blind quantum computation has also been extensively studied.[19–28]

As another distributed secure quantum protocol, this paper studies two-server quantum oblivious transfer (Q-TQOT) for the transmission of quantum states. Oblivious transfer is the task that the user downloads the intended message among several messages from the servers under two requirements. As the first condition, the user’s choice of the intended message is not leaked to the servers, which is called the user secrecy, when the user is honest and the servers make arbitrary operations. As the second condition, the information of other messages is not leaked to the user, which is called the server secrecy, when the servers are honest and the user makes arbitrary operations. Although several studies[29,30] proposed protocols for one-server oblivious transfer, they are not secure. It is known that one-server oblivious transfer is impossible even with the quantum system without a certain assumption.[31] Although recently, Wang et al.[32] proposed a protocol for one-server oblivious transfer, its security is the computational security, which is based on the computational assumption.

However, if there are two servers that do not communicate with each other, oblivious transfer is possible without the computational assumption when the messages are given as classical information. That is, two-server oblivious transfer for classical messages (C-TOT) is available, and is often called two-server symmetric private information retrieval (SPIR) for classical messages. It is known that oblivious transfer is an essential building block for secure multiparty computation.[33,34] In secure multiparty computation, it is natural to restrict the number of colluding players. Hence, two-server oblivious transfer is helpful for secure multiparty computation. For this reason, it is natural to study two-server oblivious transfer with the quantum setting without the computational assumption.

Although two-server oblivious transfer for classical messages is possible by using classical communication, the use of quantum communication improves its communication speed. In the following, this problem setting with quantum communication is simplified to classical two-server quantum oblivious transfer (C-TQOT). Several studies were done on this problem when the message is classical information and a noiseless quantum channel is available. For example, Kerenidis and de Wolf[35,36] studied this problem by relaxing the secrecy criterion. When the number of messages is fixed, the preceding study[37] derived the optimal transmission rate for this problem, which is defined similarly to its classical counterpart[38,39] as the optimal communication efficiency for arbitrary-long classical messages. It proved that a protocol can be constructed without any communication loss when the message is classical information, a noiseless quantum channel is available, and prior entanglement among servers is allowed. The papers[40,41] and Allaix et al.[42,43] also considered this problem with colluding servers in which secrecy of the protocol is preserved even if some servers may communicate and...
collude. Kon and Lim[44] constructed a two-server oblivious transfer protocol with quantum-key distribution and Wang et al.[45,46] implemented two-server oblivious transfer protocols experimentally. Their implementation attracts much attention as a new and novel quantum technology.

Besides the above studies, in the quantum network, it is often required to transmit quantum messages, i.e., quantum states as a subprotocol in various quantum computation tasks.[47–51] However, no preceding paper studied two-server oblivious transfer for quantum messages, which is simplified to Q-TQOT. In fact, it is not trivial to establish an efficient protocol to achieve this task of Q-TQOT as follows.

For example, the trivial method to download all states from the servers satisfies the user secrecy condition, but does not satisfy the server secrecy condition. When both servers share the classical information to describe the target quantum state and they send this classical information by using C-TQOT, in order that the user recovers the desired quantum state precisely, both servers need to send infinitely-large size of information to the user. Hence, when the zero-error condition is imposed, such simple use of C-TQOT does not work. When the servers and the user share prior entanglement, a simple combination of the quantum teleportation and C-TQOT does not work as follows. In order that a server uses quantum teleportation to send a quantum state, the server has to make a Bell measurement. However, the outcome of this measurement cannot be shared. Since C-TQOT requires the sharing of the message between two servers, C-TQOT cannot be applied to the outcome of the Bell measurement in the quantum teleportation. Therefore, it is much demanded to develop protocols achieving the task of Q-TQOT.

Our requirement is to realize both secrecy conditions simultaneously. This paper proposes various protocols to satisfy both conditions. In our proposed protocols, two servers have classical descriptions of f quantum messages \(\rho_1, \ldots, \rho_f\). To implement the desired protocol, we assume that the two servers share several entangled states. The protocol is outlined as follows while several variants exist. The user intends to get only one quantum state \(\rho_{\phi}\) and sends query \(Q\) and \(Q'\) to Servers 1 and 2, respectively while its label \(K\) is not leaked to both servers. That is, while the combination of \(Q\) and \(Q'\) identifies the label \(K\), one query \(Q\) nor \(Q'\) does not determine \(K\). Later, both servers send the user their entanglement half after a certain quantum operation determined by queries \(Q\) and \(Q'\). Finally, the user makes a decoding operation to recover the state \(\rho_{\phi}\).

The remainder of the paper is organized as follows. Section 2 gives the definitions of several concepts. Section 3 presents the outline of our protocol constructions. Section 4 is the technical preliminaries of the paper. Sections 5–12 are devoted to the construction of our protocols. Section 13 is the conclusion of the paper.

2. Definitions of Various Concepts

To briefly explain our results, we prepare the definitions of various concepts.

2.1. Correctness and Complexity

To discuss the properties of our Q-TQOT protocols, we prepare several concepts. First, we define the set \(S\) of possible quantum states as a subset of the set \(S(H_f)\) of states on \(H_f := \mathbb{C}^d\). A Q-TQOT protocol is called a Q-TQOT protocol over the set \(S\) when it works when the set \(S\) is the set of possible quantum states. We denote the number of messages by \(f\). A Q-TQOT protocol \(\Phi\) has two types of inputs. The first input is \(f\) states \((\rho_1, \ldots, \rho_f) \in S^f\). The second input is the choice of the label of the message intended by the user, which is written as the random variable \(K\). The output of the protocol is a state \(\rho_{\phi} = \Phi_{S} (\rho_1, \ldots, \rho_f, K)\) on \(H_f\).

A Q-TQOT protocol \(\Phi\) has bilateral communication. The communication from the user to the servers is the upload communication, and the communication from the servers to the users is the download communication. The communication complexity is composed of the upload complexity and the download complexity. The upload complexity is the sum of the communication sizes of all upload communications, and the download complexity is the sum of the communication sizes of all download communications. The sum of the upload and download complexity is called communication complexity. We adopt communication complexity as the optimality criterion under various security conditions.

A Q-TQOT protocol \(\Phi\) is called a deterministic protocol when the following two conditions hold. The upload complexity and the download complexity are determined only by the protocol \(\Phi\). When the user and the servers are honest, the output is determined only by \((\rho_1, \ldots, \rho_f)\) and \(K\). Otherwise, it is called a probabilistic protocol. When \(\Phi\) is a deterministic protocol, we denote the output state by \(\Phi_{\text{out}}(\rho_1, \ldots, \rho_f, K) = \rho_{\phi}\). The upload complexity, the download complexity, and the communication complexity are denoted by \(UC(\Phi)\), \(DC(\Phi)\), and \(CC(\Phi)\), respectively. Hence, the communication complexity \(CC(\Phi)\) is calculated as \(UC(\Phi) + DC(\Phi)\).

Next, we consider the case when \(\Phi\) is a probabilistic protocol. Even when the user and the servers are honest, the user has a random variable \(X\) that determines the upload complexity, the download complexity, and the output state \(\rho_{\phi}\). We denote the distribution of \(X\) by \(P_{\phi}\), and denote the upload complexity, the download complexity, the communication complexity, and the output state by \(UC_X(\Phi)\), \(DC_X(\Phi)\), \(CC_X(\Phi)\), and \(\rho_{\phi,X}(\rho_1, \ldots, \rho_f, K) = \rho_{\phi}\), respectively.

A deterministic protocol \(\Phi\) is called correct when the relation \(\Phi_{\text{out}}(\rho_1, \ldots, \rho_f, \ell) = \rho_\ell\) holds for any elements \(\ell \in [f]\) and \((\rho_1, \ldots, \rho_f) \in S^f\). A probabilistic protocol \(\Phi\) is called \(\alpha\)-correct when the relation \(\Phi_{\text{out}}(\rho_1, \ldots, \rho_f, \ell) = \rho_\ell\) holds at least probability \(\alpha\) for any elements \(\ell \in [f]\) and \((\rho_1, \ldots, \rho_f) \in S^f\).

2.2. User and Server Secrecy

A Q-TQOT protocol \(\Phi\) has two types of secrecy. One is the user secrecy and the other is server secrecy. We say that a Q-TQOT protocol \(\Phi\) satisfies the user secrecy when the following condition holds. Consider the case when the user is honest and the servers apply the following attacks. The servers send the answer at the time specified by the protocol, but the contents of the answer do not follow the protocol. Also, the servers do not access
the information under the control of the user. Such servers are called dishonest. In this case, no server obtains the information of the user’s request $K$, i.e., the condition

$$\rho_{\text{out}}(J|K) = \rho_{\text{out}}(J|\ell)$$

holds for any $\ell \in [f]$, where $\rho_{\text{out}}(J|K)$ is the final state on Server $J$ dependent of the variable $K$ (Figure 1).

In contrast, we say that a Q-TQOT protocol $\Phi$ satisfies the server secrecy when the following condition holds. Consider the case when the servers are honest, the user makes the following attack, and the user’s output state $\rho_{\text{out}}$ equals $\rho_K$. The user sends the query at the time specified by the protocol, but the contents of the query do not follow the protocol. Also, the user does not access the information under the control of the servers. Such users are called dishonest. In this case, the user obtains no information for other messages $\rho_\ell$ with $\ell \neq K$.

2.3. Blind and Visible Settings

Q-TQOT can be studied in two distinct settings, called the blind and visible settings, in which quantum state compression has also been extensively studied$^{[52-57]}$. In the blind setting$^{[52-54,57]}$, the servers contain quantum systems $X_1, \ldots, X_t$ with the message states $\rho_1, \ldots, \rho_t$, respectively, but does not know the states of the systems. Due to the no-cloning theorem, the servers cannot generate more copies of the message states and the server’s operations are independent of the message states. Each server accesses these systems in the encoding process. A Q-TQOT protocol of the blind setting is suitable for the case where the servers generate the message states by some quantum algorithm and perform the Q-TQOT task.

On the other hand, in the visible setting$^{[55-57]}$, the servers contain the descriptions of the message states $\rho_1, \ldots, \rho_t$, which can be considered as continuous variables. With the descriptions of quantum states, the servers can generate multiple copies of the quantum states, without the limitation of the no-cloning theorem, and apply quantum operations depending on the descriptions of the states. Since any protocol in the blind setting can be considered as a protocol in the visible setting, we can generally expect to achieve lower communication complexity in the visible setting. Furthermore, the visible setting is a reasonable setting for the case where the user has no ability to generate quantum states and requires the generation of the targeted state along with the Q-TQOT task.

3. Outline of Obtained Protocols

In this section, we propose various Q-TQOT protocols in the visible setting, which are summarized in Table 1. Our protocols prove that the Q-TQOT is possible in the visible setting. In the two-server model, we assume that the servers do not communicate with each other.

The goal is to construct Protocol 7, i.e., a protocol that works with general mixed states in a qudit system. This protocol is constructed by a combination of various subprotocols that work with the respective submodel. Figure 2 describes the protocols to be used as subprotocols in each protocol construction. In fact, when we restrict our state model into a submodel, we can realize much smaller download complexity. First, we propose Protocol 1 that works only with real pure qubit states. Then, using Protocol 1, we propose Protocol 2 that works only with real pure qudit states. Next, we propose Protocol 3, i.e., a protocol that works when the states to be transmitted are limited to a state given by a commutative group. These three protocols realize much smaller download complexity, and realize the user secrecy and the server secrecy.

Combining Protocol 2 with a simple modification of Protocol 3, as a simple protocol, we propose Protocol 4 that works with general pure states in a qudit system. This protocol does not have the user secrecy nor the server secrecy under a dishonest setting. To realize the user secrecy, combining Protocols 2 and 3, we propose Protocol 5 that works with general pure states in a qudit system. This protocol realizes the server secrecy. However, it does not have the user secrecy. To realize the user secrecy, combining Protocols 2 and 3 in a way different from Protocol 5, we propose Protocol 6 that works with general pure states in a qudit system. This protocol realizes the user secrecy and the server secrecy. To adopt mixed states, modifying Protocol 6, we propose Protocol 7 that works with general mixed states in a qudit system.

4. Preliminaries

We define $[a : b] = \{a, a+1, \ldots, b\}$ and $[a] = \{1, \ldots, a\}$. The dimension of a quantum system $X$ is denoted by $|X|$.

Throughout this paper, $C^d$ expresses the $d$-dimensional Hilbert space spanned by the orthogonal basis $\{|s\rangle\}_{s=0}^{d-1}$. For a $d \times d$ matrix

$$M = \sum_{i=0}^{d-1} \sum_{j=0}^{d-1} m_{ij} |s\rangle \langle t| \in C^{d \times d}$$

we define

$$|M\rangle = \frac{1}{\sqrt{d}} \sum_{i=0}^{d-1} \sum_{j=0}^{d-1} m_{ij} |s\rangle |t\rangle \in C^d \otimes C^d$$

For $A, B, C \in C^{d \times d}$, we have the relation

$$\langle B \otimes C \rangle |A\rangle = |BAC\rangle$$

We call a $d$-dimensional system $C^d$ a qudit. Define generalized Pauli matrices and the maximally entangled state on qudits as

$$X_d = \sum_{s=0}^{d-1} |s+1\rangle \langle s|$$

...
Table 1. Q-TQOT Protocols in Visible Setting.

| Protocol | Message States | Upload Complexity | Download Complexity | Prior Entanglement | User Secrecy | Server Secrecy | deterministic or probabilistic (correctness) |
|----------|----------------|--------------------|---------------------|---------------------|--------------|----------------|---------------------------------------------|
| Protocol 1 | real qubit pure states | 2f bits | 2 qubits | 1 ebit | Yes | Yes | deterministic (correct) |
| Protocol 2 | real qubit pure states | 2f bits | 2(d - 1) qubits | d - 1 ebits | Yes | Yes | deterministic (correct) |
| Protocol 3 | qudit commutative unitary pure states | 2f bits | 2 log d qubits | log d ebit | Yes | Yes | deterministic (correct) |
| Protocol 4 | qudit pure states | 2f bits + 4 log d qubits | 2(d - 1) + 4 log d qubits | d - 1 ebits | No | No | deterministic (correct) |
| Protocol 5 | qudit pure states | 2f bits + 2d bits in average | 2d(d - 1) + 4d log d qubits in average | d(d - 1) + 2d log d ebits in average | No | Yes | probabilistic (correct) |
| Protocol 6 | qudit pure states | 2f bits | 2n(d - 1) + 4n log d qubits | n(d - 1) + 2n log d ebits | Yes | Yes | probabilistic \((1 - (\frac{1}{2^d})^n)\)-correct |
| Protocol 7 | qudit mixed states | 2f bits | 2n(d - 1) + 4n log d qubits | n(d - 1) + (2n + 1) log d ebits | Yes | Yes | probabilistic \((1 - (\frac{1}{2^d})^n)\)-correct |

Protocols 4 and 5 can be converted for mixed message states by increasing the prior entanglement by log d ebit.

\[
Z_d = \sum_{j=0}^{d-1} \alpha^j |s\rangle\langle s| \tag{6}
\]

\[
|I_d\rangle = \frac{1}{\sqrt{d}} \sum_{j=0}^{d-1} |s, j\rangle
\tag{7}
\]

where \(\alpha = \exp(2\pi i/d)\) and \(i = \sqrt{-1}\). We define the generalized Bell measurements

\[
M_{x,z,d} = \{|x\rangle\langle z|\} \quad (12)
\]

If there is no confusion, we denote \(X_d, Z_d, I_d, M_{x,z,d}\) by \(X, Z, I, M_{xz}\). Let \(A, A', B, B'\) be qudits. If the state on \(A \otimes A' \otimes B \otimes B'\) is \(|A\rangle\langle A| \otimes |B\rangle\langle B|\) and the measurement \(M_{x,z}\) is performed on \(A' \otimes B'\) with outcome \((a, b) \in [0 : d - 1]^2\), the resultant state is

\[
|AX^aZ^bB^r\rangle \in A \otimes B \tag{9}
\]

Also, we define the unitary \(V\) on \(C^d \otimes C^d\) as

\[
V |j\rangle |j'\rangle = |j\rangle |j' + j\rangle \tag{10}
\]

which implies the relation \(V |j\rangle |0\rangle = |j\rangle |j\rangle\). We define the following state

\[
|+\rangle := \frac{1}{\sqrt{d}} \sum_{j=0}^{d-1} |j\rangle \in C^d \tag{11}
\]

5. Symmetric QPIR Protocol for Pure Real Qubit States

In this subsection, we construct a two-server Q-TQOT protocol for pure qubit states in the visible setting. Define the rotation operation on \(C^2\) and the phase-shift operation by

\[
R(\theta) := \begin{pmatrix}
\cos \theta & -\sin \theta \\
\sin \theta & \cos \theta
\end{pmatrix}, \quad S(\varphi) := \begin{pmatrix}
e^{-\imath \varphi /2} & 0 \\
0 & e^{\imath \varphi /2}
\end{pmatrix} \tag{12}
\]

for \(\theta, \varphi \in [0, 2\pi]\). For any \(\varphi, \varphi', \theta, \theta'\), we have

\[
R(\theta)R(\theta') = R(\theta + \theta'), \quad S(\varphi)S(\varphi') = S(\varphi + \varphi') \tag{13}
\]

and therefore, \(S(\varphi)\) and \(S(\varphi')\) \((R(\theta)\) and \(R(\theta')\)) are commutative. Then, we have

\[
R(\theta)^T = R(-\theta), \quad S(\varphi)^T = S(\varphi) \tag{14}
\]
and
\[ X R(\theta) X = R(-\theta), \quad X S(\varphi) X = S(-\varphi) \] (15)

As special cases, we have \( Y = X Z = R(\pi/2) \) and \( Z = S(\pi) \). Also, we have
\[ |R(\theta)| = \frac{\cos \theta}{\sqrt{2}} |00\rangle + \frac{\sin \theta}{\sqrt{2}} |10\rangle \] (16)

We define the unitary \( T \) on \( C^2 \otimes C^2 \) as
\[ T(\frac{1}{\sqrt{2}} (|00\rangle + |11\rangle)) = |00\rangle, \quad T(\frac{1}{\sqrt{2}} (|10\rangle - |01\rangle)) = |10\rangle \] (17)
\[ T(\frac{1}{\sqrt{2}} (|00\rangle - |11\rangle)) = |01\rangle, \quad T(\frac{1}{\sqrt{2}} (|10\rangle + |01\rangle)) = |11\rangle \] (18)

Then, using Equation (16), we have
\[ T|R(\theta)| = \cos \theta |00\rangle + \sin \theta |10\rangle = (R(\theta)|00\rangle) |0\rangle \] (19)

Any normalized real vector can be written as
\[ \left( \begin{array}{c} \cos \theta \\ \sin \theta \end{array} \right) = R(\theta)|0\rangle \] (20)

Using the above description, we construct a Q-TQOT protocol in the visible setting for real qubit states.

Protocol 1 (Q-TQOT protocol for real qubit pure states). For any message real qubit states \( |\psi_1\rangle, \ldots, |\psi_s\rangle \in P(\mathbb{R}^2) \), we choose the parameters \( \theta_1, \ldots, \theta_s \) as
\[ |\psi_{s_k}\rangle = R(\theta_{s_k})|0\rangle \] (21)

When the user’s target index \( K \) is \( k \in [s] \), i.e., the targeted state is \( |\psi_k\rangle \), our protocol is given as follows (Figure 1).

1) **Entanglement Sharing**: Let \( A, A' \) be qubits. Before starting the protocol, Server 1 and Server 2 share a maximally entangled state \( |I_{2}\rangle \) on \( A \otimes A' \), where Server 1 (Server 2) contains \( A (A') \).

2) **Query**: The user chooses \( Q = (Q_1, \ldots, Q_s) \in Z^s \) uniformly random. The variable \( Q' = (Q'_1, \ldots, Q'_t) \in \{0, 1\}^t \) is defined as
\[ Q' = \begin{cases} Q_k & \text{for } \ell \neq k \\ Q_k \oplus 1 & \text{for } \ell = k \end{cases} \] (22)

The user sends \( Q \) and \( Q' \) to Server 1 and Server 2, respectively.

3) **Answer**: When \( Q = q \) and \( Q' = q' \), Server 1 applies \( R(\sum_{\ell=1}^{t} q'_\ell \theta_{s_k}) \) on \( A \), and sends \( A \) to the user. Similarly, Server 2 applies \( R(\sum_{\ell=1}^{t} q'_\ell \theta_{s_k}) \) on \( A' \), and sends \( A' \) to the user.

4) **Reconstruction**: When both servers are honest, the user receives the following state on \( A \otimes A' \):
\[ R(\sum_{\ell=1}^{t} q'_\ell \theta_{s_k}) \otimes R(\sum_{\ell=1}^{t} q'_\ell \theta_{s_k})^\top |I_{2}\rangle = |R((-1)^{s+1} \theta_{s_k})\rangle |0\rangle \] (23)

1. The user applies the unitary \( T \) on \( A \otimes A' \). Then, the resultant state is \( (R((-1)^{s+1} \theta_{s_k})|0\rangle) |0\rangle = (Z^{s+1} R(\theta_{s_k})|0\rangle) |0\rangle \) due to Equation (19).

2. The user traces out \( A' \) and applies \( Z^{s+1} \) on \( A \). Then, the resultant state on \( A \) is \( R(\theta_{s_k})|0\rangle \).

Here, the relation Equation (23) is derived as follows.
\[ R(\sum_{\ell=1}^{t} q'_\ell \theta_{s_k}) \otimes R(\sum_{\ell=1}^{t} q'_\ell \theta_{s_k})^\top |I_{2}\rangle = |R((-1)^{s+1} \theta_{s_k})\rangle |0\rangle \] (24)

The first equation follows from Equations (7) and (14). The second equation follows from Equation (22). The third equation follows from the following fact. When \( q_k = 1 \), \( q'_k = q_k - 1 \). When \( q_k = 0 \), \( q'_k = q_k + 1 \). Hence, \( q_k - q'_k = (-1)^{s+1} \).

Protocol 1 satisfies the correctness, secrecy, and communication complexity, which is shown as follows.

**Lemma 1.** Protocol 1 is a correct Q-TQOT protocol that satisfies the user secrecy and the server secrecy. Its upload complexity and its download complexity are \( 2t \) bits and two qubits, respectively. The required prior entanglement is one copy of \( |I_{2}\rangle \), i.e., one ebit.

**Proof.** The correctness and the complexity are shown during the protocol description. The secrecy can be shown as follows. Throughout the protocol, the servers only obtain the queries, and each query is uniformly random \( t \) bits. Therefore, each server does not obtain any information of \( k \). Hence, the user secrecy holds. On the other hand, at the end of the step of answer, the user obtains the state \( |R(\sum_{\ell=1}^{t} q'_\ell \theta_{s_k})\rangle |0\rangle \) = \( T \otimes T |R(\sum_{\ell=1}^{t} q'_\ell \theta_{s_k})\rangle |0\rangle \). That is, for any dishonest queries \( q, q' \), the state depends only on \( \sum_{\ell=1}^{t} q'_\ell \theta_{s_k} \). In order to recover the \( R(\theta_{s_k})|0\rangle \), \( \sum_{\ell=1}^{t} q'_\ell \theta_{s_k} \) needs to have a one-to-one relation to \( \theta_{s_k} \). Hence, when the user recovers the quantum message \( R(\theta_{s_k})|0\rangle \), he can obtain no information for other \( \theta_{s_k} \). Hence, the server secrecy holds.

\[ \Box \]

6. **Symmetric QPIR Protocol for Pure Real Qudit States**

To construct a Q-TQOT protocol for real qudit states, we first consider the parameterization of pure real states on \( d \)-dimensional systems. Define \( d \times d \) matrix \( R(\theta^1, \ldots, \theta^{d-1}) \) as
\[ R(\theta^1, \ldots, \theta^{d-1}) = R_{d-1}(-\theta^1) \cdots R_1(-\theta^{d-1}) \] (25)

where \( R_i(\theta) \) is the rotation \( \left( \begin{array}{cc} \cos \theta & -\sin \theta \\ \sin \theta & \cos \theta \end{array} \right) \) (26)

with respect to the two basis elements \( |s\rangle \) and \( |s\rangle \). We also have \( R(\theta^1)^\top = R_1(-\theta^1) \). Any real vector can be written as
\[ R(\theta^1, \ldots, \theta^{d-1})|0\rangle \] (27)
Now, we construct a Q-TQOT protocol in the visible setting for real qudit states.

Protocol 2 (Q-TQOT protocol for real qubit pure states). For any message pure states \( |\psi_1\rangle, \ldots, |\psi_q\rangle \in \mathbb{P}(\mathbb{R}^d) \), we choose the parameters \( \theta_1, \ldots, \theta_{d-1} \) as

\[
|\psi_r\rangle = R(\theta_1^r, \ldots, \theta_{d-1}^r)|0\rangle 
\]

(28)

When the user’s target index \( K \) is \( k \in [q] \), i.e., the targeted state is \( |\psi_k\rangle \), our protocol is given as follows.

1) **Entanglement Sharing**: Let \( A_1, \ldots, A_{d-1}, A'_1, \ldots, A'_{d-1} \) be qubits. Before starting the protocol, Server 1 and Server 2 share \( d-1 \) maximally entangled states \( |I_j\rangle \) on \( A_j \otimes A'_j, j = 1, \ldots, d-1 \), where Server 1 (Server 2) contains \( A_1, \ldots, A_{d-1}, (A'_1, \ldots, A'_{d-1}) \).

2) **Query**: The same as Protocol 1.

3) **Answer**: When \( Q = q \) and \( Q' = q' \), Server 1 applies \( R(\sum_{j} \rho_j) |0\rangle \otimes \cdots \otimes R(\sum_{j} \rho_j^{-1}) |0\rangle \) on \( A_1 \otimes \cdots \otimes A_{d-1} \) and sends \( A_1, \ldots, A_{d-1} \) to the user. Similarly, Server 2 applies \( R(\sum_{j} \rho_j^{'-1}) |0\rangle \) on \( A'_1 \) for \( j = 1, \ldots, d-1 \), and sends \( A'_1, \ldots, A'_{d-1} \) to the user.

4) **Reconstruction**: When both servers are honest, the user receives \( |\mathcal{R}(\sum_{j} \rho_j^{'-1}) |0\rangle \otimes \cdots \otimes |\mathcal{R}(\sum_{j} \rho_j^{-1}) |0\rangle \). For commutative unitaries, the states \( |\mathcal{R}(\sum_{j} \rho_j^{'-1}) |0\rangle \), i.e., the targeted state is \( |\psi_k\rangle \).

When the user recovers the message, the user applies Kraus operators \( \{ F_{j,1}, F_{j,2} \} \) to the input system \( A_j \otimes A'_j \) and the output system \( H_{j+2} \), where

\[
F_{j,1} := \frac{1+i}{\sqrt{2}} |0\rangle \langle u_j^+ | + \frac{1}{\sqrt{2}} |1\rangle \langle 1 | 0 \rangle + |2 \rangle \langle 1 | 1 \rangle
\]

(29)

\[
F_{j,2} := \frac{1+i}{\sqrt{2}} |0\rangle \langle u_j^{-} | + \frac{1}{\sqrt{2}} |1\rangle \langle 1 | 0 \rangle + |2 \rangle \langle 1 | 1 \rangle
\]

(30)

and \( |u_j^\pm \rangle := \frac{1}{\sqrt{2}}(|0\rangle \pm i |1\rangle) \). When both servers are honest, the result state is \( R(\theta_1^r, \ldots, \theta_{d-1}^r)|0\rangle \).

The user makes the following procedure inductively for \( j = 1, \ldots, q-1 \).

4) **Protocol Description**: The secrecy can be shown as follows. Throughout the protocol, the user obtains the queries, and each query is uniformly random \( f \) bits. Therefore, the user does not obtain any information of \( k \). Hence, the user secrecy holds.

Proof. The correctness and the complexity shown during the protocol description. The secrecy can be shown as follows. In order that the user recovers the state \( R(\theta_1^r, \ldots, \theta_{d-1}^r) |0\rangle \), the states \( |\mathcal{R}(\sum_{j} \rho_j^{'-1}) |0\rangle \) has one-to-one relation to \( |\psi_k\rangle \) for \( j = 1, \ldots, d-1 \). Hence, \( |\mathcal{R}(\sum_{j} \rho_j^{'-1}) \rangle \) has no information for other \( \theta_j \), and \( |\psi_k\rangle \).

Hence, the protocol secrecy holds.

7. Q-TQOT Protocol for Pure States Described by Commutative Unitaries

In this subsection, we construct a two-server Q-TQOT protocol for pure states described by commutative unitaries in the visible setting.

Protocol 3 (Q-TQOT protocol for pure states described by commutative unitaries). For commutative \( f \) unitaries \( U_1, \ldots, U_f \) on \( \mathbb{C}^d \), the message states are given as

\[
|U_1\rangle, \ldots, |U_f\rangle \in \mathbb{C}^d \otimes \mathbb{C}^d
\]

(33)

When the user’s target index \( K \) is \( k \in [q] \), i.e., the targeted state is \( |U_k\rangle \), our protocol is given as follows.

1. **Entanglement Sharing**: Let \( A, A', B, B' \) be qudits. Server 1 and Server 2 share two maximally entangled states \( |I_j\rangle \) on \( A \otimes A' \) and \( B \otimes B' \), where Server 1 (Server 2) contains \( A \otimes B (A' \otimes B') \).

2. **Query**: The same as Protocol 1.

3. **Answer**: When \( Q = q \) and \( Q' = q' \), Server 1 applies

\[
U_1^q \cdots U_f^q
\]

(34)

\[
U_1^{-q} \cdots U_f^{-q}
\]

(35)

on \( A \) and \( B \), respectively, and sends \( A \) and \( B \) to the user. Similarly, Server 2 applies

\[
\bar{U}_1^q \cdots \bar{U}_f^q
\]

(36)

\[
\bar{U}_1^{-q} \cdots \bar{U}_f^{-q}
\]

(37)
4. **Reconstruction:** The user outputs the state on $A \otimes A'$ if $q_k = 1$, otherwise outputs the state on $B \otimes B'$.

Protocol 3 satisfies the correctness, secrecy, and communication complexity, which is as follows.

**Lemma 3.** Protocol 3 is a correct Q-TQOT protocol that satisfies the user secrecy and the server secrecy. Its upload complexity and its download complexity are $2d$ bits and $2 \log d$ qubits, respectively. The required prior entanglement is one copy of $|I_d\rangle$, i.e., $\log d$ ebits.

**Proof.** To consider correctness, we consider the case where $Q_k = 1$. When $Q = q$, the state on $A \otimes A'$ after the measurement is

$$
(U_0^{(1)} \cdots U_0^{(d)} \otimes U_0^{(d)} \cdots U_0^{(d)})|I_d\rangle = (U_0^{(1)} \cdots U_0^{(d)} \otimes U_0^{(d)} \cdots U_0^{(d)})|I_d\rangle = (U_0^{(1)} \cdots U_0^{(d)} \otimes U_0^{(d)} \cdots U_0^{(d)}) = |U_0\rangle
$$

where Equation (38) follows from the commutativity of the unitaries $U_1, \ldots, U_d$, $q \otimes q' = \delta_{q,q'}$, and $(q, q') = (1, 0)$. By similar analysis, if $Q_k = 0$, the resultant state on $B \otimes B'$ is $|U_0\rangle$.

The secrecy can be shown as follows. Since the queries are the same as Protocol 1, the user secrecy holds.

When both servers are honest and the user is dishonest, at the end of the protocol, the user obtains both of $|\bigotimes_{r=1}^{d} U_r^{(d)}|I_d\rangle$ and $|\bigotimes_{r=1}^{d} U_r^{(d)}\rangle = |\bigotimes_{r=1}^{d} U_r^{(d)}\rangle$. To order that the user recovers $|U_0\rangle$, the state $|\bigotimes_{r=1}^{d} U_r^{(d)}\rangle = |\bigotimes_{r=1}^{d} U_r^{(d)}\rangle$ needs to have one-to-one relation to $|U_0\rangle$. To realize this relation, $q_r$, equals $q_r'$ for $\ell \neq k$. In this case, both states have no information for all other message states. Hence, no information for all other message states is leaked to the user.

**8. Deterministic Q-TQOT Protocol for Pure Qudit States**

We first consider the parameterization of pure states on d-dimensional systems.

Define $d \times d$ matrix $S(\varphi^1, \ldots, \varphi^{d-1})$ as

$$
S(\varphi^1, \ldots, \varphi^{d-1}) = [000] + \sum_{\ell=1}^{d-1} e^{i\varphi^\ell} [s]$$

where

$$
= \begin{pmatrix}
1 & 0 & 0 & 0 \\
0 & e^{i\varphi^1} & 0 & 0 \\
0 & 0 & \ddots & 0 \\
0 & 0 & 0 & e^{i\varphi^{d-1}}
\end{pmatrix}
(39)
$$

Notice that $S(\varphi^1, \ldots, \varphi^{d-1})$ for all $\varphi^1, \ldots, \varphi^{d-1}$ are commutative. We also have $S(\varphi^1, \ldots, \varphi^{d-1}) = S(\varphi^1, \ldots, \varphi^{d-1})$. It can be easily checked that any pure state $|\psi\rangle \in \mathbb{P}(C^d)$ is written in the form

$$
|\psi\rangle = S(\varphi^1, \ldots, \varphi^{d-1})R(\theta^1, \ldots, \theta^{d-1})|0\rangle
(40)
$$

with $\varphi^1, \ldots, \varphi^{d-1} \in [0, 2\pi]$ and $\theta^1, \ldots, \theta^{d-1} \in [0, \pi/2]$.

Protocol 4 (Q-TQOT protocol for qudit pure states). For any message pure states $|\psi_1\rangle, \ldots, |\psi_k\rangle \in \mathbb{P}(C^d)$, we choose the parameters $\varphi^1, \ldots, \varphi^{d-1}$ and $\theta^1, \ldots, \theta^{d-1}$ as

$$
|\psi_{\ell}\rangle = S(\varphi^1, \ldots, \varphi^{d-1})R(\theta^1, \ldots, \theta^{d-1})|0\rangle
$$

When the user’s target index $k$ is $k \in [f]$, i.e., the targeted state is $|\psi_k\rangle$, our protocol is given as follows.

1) **Entanglement Sharing:** The same as Entanglement Sharing of Protocol 2.
2) **Query 1:** The same as Query of Protocol 1.
3) **Answer 1:** The same as Answer of Protocol 2.
4) **Reconstruction 1:**
   1. The same as Reconstruction of Protocol 2. We denote the output system $H_d$.
   2. When $q_k = 1$, the user sends qudits $B, B'$ to be the completely mixed state. Then, he applies the isometry $V$ from $H_d$ to $A \otimes A'$. When $q_k = 0$, the user sends qudits $A, A'$ to be the completely mixed state. Then, he applies the isometry $V$ from $H_d$ to $B, B'$.
5) **Query 2:** The user sends the system $A \otimes B (A' \otimes B')$ to Server 1 (Server 2).
6) **Answer 2:** When $Q = q$ and $Q' = q'$, Server 1 applies $S(\sum_{r=1}^{d-1} q_r \varphi^r, \ldots, \sum_{r=1}^{d-1} q_r \varphi^r) \otimes S(-\sum_{r=1}^{d-1} q_r \varphi^r, \ldots, -\sum_{r=1}^{d-1} q_r \varphi^r)\rangle$ on $A \otimes B$, and sends $A \otimes B$ to the user. Similarly, Server 2 applies $S(\sum_{r=1}^{d-1} q'_r \varphi^r, \ldots, \sum_{r=1}^{d-1} q'_r \varphi^r) \otimes S(-\sum_{r=1}^{d-1} q'_r \varphi^r, \ldots, -\sum_{r=1}^{d-1} q'_r \varphi^r)$ on $A' \otimes B'$, and sends $A' \otimes B'$ to the user.
7) **Reconstruction 2:** When $q_k = 1$, the user discards $B, B'$. Then, he applies the partial isometry $V'$ from $A \otimes A'$ to $A$. When $q_k = 0$, the user discards $A, A'$. Then, he applies the partial isometry $V'$ from $B \otimes B'$ to $A$.

Protocol 4 satisfies the correctness, secrecy, and communication complexity, which is as follows.

**Lemma 4.** Protocol 4 is a correct Q-TQOT protocol. Its upload complexity and its download complexity are $2f$ bits plus $4 \log d$ qubits and $2(d-1) + 4 \log d$ qubits, respectively. The required prior entanglement is $d-1$ copies of $|I_d\rangle$ and two copies of $|I_d\rangle$, i.e., $(d-1) + 2 \log d$ ebits.

**Proof.** To show correctness, we assume that the servers and the user are honest. When $q_k = 1$, at the end of Step 3), the state on qudits $A \otimes A'$ is $V(R(\theta^1, \ldots, \theta^{d-1})|0\rangle|0\rangle$. At the end of the protocol, the state on $A$ is

$$
V' S \left( \sum_{r=1}^{d-1} (q_r - q_r') \varphi^r, \ldots, \sum_{r=1}^{d-1} (q_r - q_r') \varphi^{r-1} \right)
$$

$$
\cdot V(R(\theta^1, \ldots, \theta^{d-1})|0\rangle|0\rangle)
$$

$$
= V' S(\varphi^1, \ldots, \varphi^{d-1}) V(R(\theta^1, \ldots, \theta^{d-1})|0\rangle|0\rangle)
$$

$$
= S(\varphi^1, \ldots, \varphi^{d-1}) R(\theta^1, \ldots, \theta^{d-1})|0\rangle|0\rangle
$$

(41)

When $q_k = 0$, at the end of Step 3), the state on $B \otimes B'$ is $V(R(\theta^1, \ldots, \theta^{d-1})|0\rangle|0\rangle)$. At the end of the protocol, the state on
A is
\[
V^{\dagger}S\left(\sum_{r=1}^{f}(-q_r + q'_r)\varphi^{r_1}_{r}, \ldots, \sum_{r=1}^{f}(-q_r + q'_r)\varphi^{-1}_{r}\right)
\]
\[
\cdot -V(R(\theta^1_{1}, \ldots, \theta^{d-1}_{1})|0\rangle)\langle 0|
\]
\[
=V^{\dagger}S(\varphi^{1}_{1}, \ldots, \varphi^{d-1}_{1})V(R(\theta^1_{1}, \ldots, \theta^{d-1}_{1})|0\rangle)\langle 0|
\]
\[
=(S(\varphi^{1}_{1}, \ldots, \varphi^{d-1}_{1})R(\theta^1_{1}, \ldots, \theta^{d-1}_{1})|0\rangle)\langle 0| (43)
\]

In fact, when the user and the servers are honest, the user has only the system A at the end of the protocol so that the user has no information for another \(\varphi_{r}\). Also, since both servers do not make any measurements in Answer 2, both servers obtain information only from Query 1. Since the queries are the same as Protocol 1, both servers have no information for the user's choice \(K\). However, when one of them is not honest, the secrecy does not hold.

9. Secrecy Problems in Protocol 4

This subsection presents several attacks by a dishonest user or a dishonest server in Protocol 4. First, we show an attack by a dishonest server in Protocol 4. Under Protocol 4, we assume that the user and Server 2 are honest, but Server 1 is dishonest. Consider that Server 1 intends to identify whether \(K = 1\) or not. Hence, we consider the following behavior of Server 1. In Answer 1, Server 1 applies \(R(q_{1} \oplus 1)\theta^{1}_{1} + \sum_{r=2}^{f} q_{r} \theta^{r}_{1}\) on \(A'\) for \(j = 1, \ldots, d - 1\). In Answer 2, Server 1 measures the received systems A and B with the basis \(|0\rangle, \ldots, |d - 1\rangle\), and sends back the resultant state. When the outcome on A does not correspond to the basis \(|0\rangle\) and \(Q_{1} = 1\), Server 1 finds that the variable \(K\) is not 1. This is because the outcome on A is 0 when the variable \(K\) is 1 and \(Q_{1} = 1\). When the outcome on B does not correspond to the basis \(|0\rangle\) and \(Q_{2} = 0\), Server 1 finds that the variable \(K\) is not 1. This is because the outcome on B is 0 when the variable \(K\) is 1 and \(Q_{2} = 0\). Hence, Protocol 4 does not have the user secrecy.

Next, we present an attack by a dishonest user in Protocol 4. Under Protocol 4, we assume that both servers are honest, but the user is dishonest. Consider that the user intends to get the receiving state by modifying the state sent to the server. To avoid this problem, we consider a protocol, in which, the user sends only the classical information to the servers. That is, by modifying Protocol 4 slightly, we construct a Q-TQOT protocol for pure qudit states in the visible setting which achieves the user secrecy and the server secrecy.

Protocol 5 (Q-TQOT protocol for qudit pure states). For any message pure states \(|\psi_{1}\rangle, \ldots, |\psi_{n}\rangle\in\mathbb{C}^3\), we choose the variables \(\varphi^{1}_{1}, \ldots, \varphi^{d-1}_{1}\) and \(\theta^{1}_{1}, \ldots, \theta^{d-1}_{1}\) as \((41)\). When the user’s target index \(K\) is \(k\in\{1, \ldots, n\}\), i.e., the targeted state is \(|\psi_{k}\rangle\), our protocol is given as follows.

1) Entanglement Sharing: Let \(A_{1,1}, \ldots, A_{j,d-1}, A'_{1,1}, \ldots, A'_{j,d-1}\) and \(A_{j}, A'_{j}, B_{j}, B'_{j}\) be qubits and qudits, respectively, for \(j = 1, \ldots, n\) with sufficiently large \(n\). Before starting the protocol, Server 1 and Server 2 share \(n(d - 1)\) maximally entangled state \(|\ell_{j}\rangle\) on \(A_{j} \otimes A'_{j}, \ldots, A_{j,d-1} \otimes A'_{j,d-1}\) with \(j = 1, 2, \ldots, n\), where Server 1 (Server 2) contains \(A_{j,1}, \ldots, A_{j,d-1}, (A'_{j,1}, \ldots, A'_{j,d-1})\). Server 1 and Server 2 share \(2n\) copies of the maximally entangled state \(|\ell_{j}\rangle\) on \(A_{j} \otimes A'_{j}, B_{j} \otimes B'_{j}\) for \(j = 1, 2, \ldots, n\).

2) Query 1: The same as Protocol 1.

The following steps are given inductively for \(j = 1, 2, \ldots, \) up to stopping the protocol.

3j-1) Answer j:
1. The servers perform the same operations on \(A_{j,1}, \ldots, A_{j,d-1}, A'_{j,1}, \ldots, A'_{j,d-1}\) as Answer of Protocol 2.
2. The servers perform the same operations on \(A_{j}, A'_{j}, B_{j}, B'_{j}\) as Answer 2 of Protocol 4.

3j) Reconstruction j:
1. The user applies the same operation to \(A_{j,1}, \ldots, A_{j,d-1}, A'_{j,1}, \ldots, A'_{j,d-1}\) as Reconstruction of Protocol 2. Then, the user obtains the system \(H_{1,d}, \ldots, H_{n,d}\) as its outputs.
2. When \(q_{j} = 1\), the user measures the system \(H_{j,\ldots, j,d} \otimes A'_{j}\) with the basis \(M_{\ell,j,d} = \{|z'\rangle | a, b \in \{0, \ldots, d - 1\}\},\) obtains the outcome \((a_{j}, b_{j})\), and applies \(Z^{-b}\). When \(q_{j} = 0\), the user keeps the system \(A_{j}\) as the final output system.

When \(q_{j} = 0\), the user measures the system \(H_{j,\ldots, j,d} \otimes B'_{j}\) with the basis \(M_{\ell,j,d}\), obtains the outcome \((a_{j}, b_{j})\), and applies \(Z^{-b}\). When \(a_{j} = 0\), the user keeps the system \(B_{j}\) as the final output system.

3j+1) Query j+1: The user informs the servers whether \(a_{j} = 0\) or not. If \(a_{j} = 0\), the protocol is terminated. Otherwise, the protocol proceeds to Step 3(j+2).

Protocol 5 satisfies the correctness, secrecy, and communication complexity, which is shown as follows.

Lemma 5. Protocol 5 is a correct Q-TQOT protocol that satisfies the server secrecy. Its upload complexity and its download complexity are \(2f + 2d\) bits and \((2d - 1) + 4\log d)\) qubits, respectively, in average. The consumed prior entanglement is \(d(d - 1)\) copies of \(|\ell_{j}\rangle\) and \(2d\) copies of \(|\ell_{j}\rangle\), i.e., \((d - 1 + 2\log d)\) ebits in average.

Proof. The correctness is shown as follows. We assume that the servers and the user are honest. At
When $q_k$, recovers $\mathcal{H}_j$, load complexity is $(2(\log n - 1))$. Hence, the user secrecy holds. In the following, as a protocol to satisfy the above condition, we construct a probabilistic Q-TQOT protocol for pure qudit states in the visible setting that achieves the user secrecy and the server secrecy. The following protocol achieves the required properties.

Protocol 6 (Q-TQOT protocol for qudit pure states). For any message pure states $|\psi_1\rangle, \ldots, |\psi_r\rangle \in \mathcal{P}(C^d)$, we choose the parameters $\omega_1, \ldots, \omega_r$ and $\theta_{1j}, \ldots, \theta_{rj}$ as Equation (41). When the user’s target index $k$ is $k \in \{f\}$, i.e., the targeted state is $|\psi_k\rangle$, our protocol is given as follows.

1) Entanglement Sharing: Let $A_1, \ldots, A_d, A_{d+1}, \ldots, A_{d+k}$ and $A_j, A_j', B_j, B_j'$ be qubits and qudits, respectively, for $j = 1, \ldots, n$. Before starting the protocol, Server 1 and Server 2 share $n(d-1)$ maximally entangled state $|I_j\rangle$ on $A_1 \otimes A_{d+1} \otimes \ldots \otimes A_{d+k}$.

2) Query: The same as Protocol 1.

3) Answer: The servers make the same operation as Answer j of Protocol 5 for $j = 1, \ldots, n$.

4) Reconstruction:

1. The user applies the same operation to $A_1, \ldots, A_d, A_{d+1}, \ldots, A_{d+k}$ as Reconstruction of Protocol 2 for $j = 1, \ldots, n$. Then, the user obtains the system $H_{1}, \ldots, H_{n}$ as its outputs.

2. When $a_j = 0$, the user measures the system $H_{1} \otimes B_j'$ with the basis $M_{kz,j} = \{ |x\rangle \} \otimes a, b \in \{ 0 : d - 1 \}$, obtains the outcome $(a_j, b_j)$, and applies $Z^{-b_j}$ for $j = 1, 2, \ldots, n$. When $a_j = 0$, the user keeps the system $A_j$ as the final output system.

When $a_j = 0$, the user measures the system $H_{1} \otimes B_j'$ with the basis $M_{kz,j}$, obtains the outcome $(a_j, b_j)$, and applies $Z^{-b_j}$ for $j = 1, 2, \ldots, n$. When $b_j = 0$, the user keeps the system $B_j'$ as the final output system.

Protocol 6 satisfies the correctness, secrecy, and communication complexity, which is shown as follows.

**Lemma 6.** Protocol 6 is a $1 - \left(\frac{1}{2}\right)^r$-correct Q-TQOT protocol that satisfies the user secrecy and the server secrecy. Its upload complexity and its download complexity are $2f$ bits and $2n(d-1) + 4n \log d$ qudits, respectively. The required prior entanglement is $n(d-1)$ copies of $|I_j\rangle$ and $2n$ copies of $|I_j\rangle$, i.e., $n(d-1) + 2n \log d$ qudits.

**Proof.** The correctness can be shown in the same way as the correctness of Protocol 5 in Lemma 5. That is, when the user obtains the outcome $b_j = 0$ at least with one element $j$ among $1, \ldots, n$, the user recovers $S(|\psi_1\rangle, \ldots, |\psi_r\rangle) = 0$. Otherwise, the user cannot recover it. This protocol works correctly with probability $1 - \left(\frac{1}{2}\right)^r$.

The complexity is calculated as follows. The upload complexity is $2f$ bits. The download complexity is $2n(d-1) + 4n \log d$ qudits. The secrecy is shown as follows. Since each server receives uniformly random $f$ bits as Query, the server does not obtain any information of $k$. Hence, the user secrecy holds.

11. Probabilistic Q-TQOT Protocol for Pure Qudit States

Protocols 4 and 5 do not achieve the user secrecy. If the query is composed only of the same query as Query 1 of Protocol 1, the user secrecy holds. In the following, as a protocol to satisfy the above condition, we construct a probabilistic Q-TQOT protocol for pure qudit states in the visible setting that achieves the user secrecy and the server secrecy. The following protocol achieves the required properties.
Assume that the servers are honest. At the end of Answer, the user has the states \(|R(\sum_{i=1}^{d-1} (q_i, q_i') \theta_i)|\) for \(j = 1, \ldots, d - 1\), \(|S(\sum_{i=1}^{d-1} (q_i, q_i') \phi_i, \sum_{i=1}^{d-1} (q_i, q_i') \psi_i)|\), and \(|S(\sum_{i=1}^{d-1} (q_i, q_i') \phi_i, \sum_{i=1}^{d-1} (q_i, q_i') \psi_i)|\). In order to recover the state \(S(\phi_1, \ldots, \phi_{d-1}|\theta_1, \ldots, \theta_{d-1})|0\), these states need to contain the information for \(\phi_1, \ldots, \phi_{d-1}\) and \(\theta_1, \ldots, \theta_{d-1}\).

This condition holds only when \(\sum_{i=1}^{d-1} (q_i, q_i') \phi_i, \sum_{i=1}^{d-1} (q_i, q_i') \psi_i\) are constant times of \(\phi_{i-1}, \phi_i, \theta_{i-1}, \theta_i\) for \(\ell \neq k\). Hence, the server secrecy holds.

### 12. Two-Server Symmetric QPIR Protocols with Mixed States in Visible Setting

The Q-TQOT protocols in the previous sections are for the retrieval of pure states. The aim of this section is showing the following theorem, which works with mixed states and has scalability.

**Theorem 1.** For a positive number \(0 < \alpha < 1\), a large dimension \(d\), and a large positive integer \(f\), there exists a probabilistic \(\alpha\)-correct Q-TQOT protocol for mixed states with the following properties on \(C^d\). The upload and download complexity are \(2f\) and \(O(d^2f)\). It satisfies the user secrecy and the server secrecy. It needs \(O(d^f)\)-bit prior entanglement.

To show this theorem, we convert these protocols to Q-TQOT protocols for mixed states. For this conversion, we first give a decomposition of mixed states, and then construct the protocol for mixed states.

#### 12.1. Decomposition of Mixed States

If a protocol is based on the blind setting, it works with mixed states. However, since our protocols in previous sections are based on the visible setting, they do not work with mixed states because they need the description of a pure state as the input. To resolve this problem, we can consider the following method: The servers randomly choose the pure state to be sent. To accomplish this method, we decompose a mixed state \(\rho\) on a \(d\)-dimensional Hilbert space as \(\rho = \sum_{i=0}^{d-1} p_i |\psi_i\rangle \langle \psi_i|\). One canonical decomposition is given by using the diagonalization of \(\rho\). To implement the above-mentioned method based on this decomposition, the servers have to share a random variable that is subject to the distribution \(|p_i\rangle\). However, in this method, the probabilities \(p_i\) depend on the state \(\rho\), and take continuous values. This idea does not work with the diagonalization of \(\rho\). However, if the probability distribution \(|p_i\rangle\) is limited to the uniform distribution, the above idea works well.

We choose the decomposition \(|\psi_i\rangle \langle \psi_i|\) for \(i = 0, \ldots, d-1\) for \(\rho\) to satisfy \(\rho = \sum_{i=0}^{d-1} p_i |\psi_i\rangle \langle \psi_i|\). Generally, a state \(\rho\) has various decompositions. Based on the computation basis \(|j\rangle\) of \(\rho\), we uniquely choose the decomposition according to the method given in Appendix A.

Then, we define the vector

\[|\phi\rangle := \sum_{j=0}^{d-1} \omega^{\ell} |j\rangle \langle \psi_i| \quad (\forall j \in [0 : d - 1]) \]  

(44)

where \(\omega = \exp(2\pi i / d)\) and \(\ell = \sqrt{-1}\). Then, the state \(\rho\) is decomposed by the vectors in Equation (44) as

\[\rho = \sum_{j=0}^{d-1} 1 / d |\phi\rangle \langle \phi|\]  

(45)

Notice that this decomposition is unique because the vectors \(|\psi_0\rangle, \ldots, |\psi_{d-1}\rangle\) are uniquely chosen from the state \(\rho\).

#### 12.2. Q-TQOT Protocol for Mixed States

Next, we construct two-server Q-TQOT protocols for mixed states \(\rho_1, \ldots, \rho_n\) on \(d\)-dimensional Hilbert spaces by converting Protocol 6. The same conversion can be applied to Protocols 4 and 5.

Without losing generality, we assume that the servers share the decomposition Equation (45) of the mixed states, e.g., by the process in Appendix A. For the states \(\rho_j\) with \(j \in [f]\), we denote the vectors in Equation (44) as \(|\phi_{i_0,j}\rangle, \ldots, |\phi_{i_{d-1},j}\rangle\).

We define a Q-TQOT protocol for mixed states from Protocol 6 as follows.

Protocol 7 (Q-TQOT protocol for qudit mixed states). For any mixed states \(\rho_1, \ldots, \rho_n\), we choose pure states \(|\phi_{i_0,j}\rangle, \ldots, |\phi_{i_{d-1},j}\rangle\in P(C^d)\) for \(j = 0, \ldots, d - 1\) according to the method given in Appendix A. Then, for pure states \(|\phi_{i_0,j}\rangle, \ldots, |\phi_{i_{d-1},j}\rangle\in P(C^d)\), we choose the parameters \(\phi_{i_0,1}, \ldots, \phi_{i_{d-1},1}\) and \(\theta_{i_0,j}, \ldots, \theta_{i_{d-1},j}\) as Equation (41) for \(j = 0, \ldots, d - 1\). When the user’s target index \(K\) is \(k \in [f]\), i.e., the targeted state is \(\rho_k\), our protocol is given as follows.

1. **Entanglement Sharing:** Let \(A, A', A''\) and \(B, B'\) be qubits and qudits, respectively, for \(j = 1, \ldots, n\). Before starting the protocol, Server 1 and Server 2 share \(n(d - 1)\) maximally entangled state \(|I_j\rangle\) on \(A_1 \otimes A'_1, \ldots, A_{d-1} \otimes A'_{d-1}\) with \(j = 1, 2, \ldots, n\), where Server 1 (Server 2) contains \(A_1, \ldots, A_{d-1}\) (\(A'_1, \ldots, A'_{d-1}\)). Server 1 and Server 2 share \(2n + 1\) copies of the maximally entangled state \(|I_y\rangle\) on \(A \otimes A' \otimes A'' \otimes B \otimes B'\) for \(j = 1, 2, \ldots, n\).
2. **Query:** The same as Protocol 1.
3. **Answer:** Servers 1 and 2 measure the system \(A\) and \(A'\) with the computation basis \(|j\rangle\) of \(\rho_j\), respectively and obtain the common outcome \(j\). Then, Servers 1 and 2 make the same as the answer of Protocol 6 with \(|\psi_j\rangle = |\phi_{i_0,j}\rangle, \ldots, |\psi_{i_{d-1},j}\rangle = |\phi_{i_{d-1},j}\rangle\).
4. **Reconstruction:** The user makes the same operation as Reconstruction of Protocol 6.

Entanglement Sharing step of Protocol 7 requires one more copy of the maximally entangled state \(|I_j\rangle\) in comparison with Entanglement Sharing step of Protocol 6. Since the outcome \(j\) in Answer step obeys the uniform distribution, the relation Equation (45) and the correctness of Protocol 6 guarantee the correctness of Protocol 7. Since the user’s behavior of Protocol 7 is the
same as that of Protocol 6, the user secrecy of Protocol 6 implies the user secrecy of Protocol 7. The server secrecy of Protocol 6 implies that the user cannot obtain any information for $|\varphi_{j,\gamma}\rangle$ for $j \neq k$. Hence, the server secrecy of Protocol 7 holds. Also, Protocol 7 has the same upload and download complexity as those of Protocol 6. In summary, we have the following lemma.

**Lemma 7.** Protocol 7 is a $1 - (\frac{d-1}{d})^n$-correct Q-TQOT protocol that satisfies the user secrecy and the server secrecy. Its upload complexity and its download complexity are $2n$ bits and $2n(d-1) + 4n \log d$ qubits, respectively. The required pre-entanglement is $n(d-1)$ copies of $|\Omega_i\rangle$ and $2n$ copies of $|\Omega_j\rangle$, i.e., $n(d-1) + 2n \log d$ ebits.

Theorem 1 can be shown by applying Lemma 7 to the case with $n = -d \log(1 - \alpha)$ because $1 - (\frac{d-1}{d})^n$ converges to $\alpha$ under this choice.

### 13. Conclusion

We have constructed a Q-TQOT protocol that enables the user to download the intended mixed state among $f$ mixed states. Existing protocols work with only classical messages. The proposed protocol satisfies the user secrecy and the server secrecy. To construct this protocol, we have constructed several protocols that work only in submodels.

There are many open problems related to the study of QPIR for quantum messages. The communication complexity of our protocols increases exponentially the number of qubits to be transmitted. Thus, constructing more efficient Q-TQOT protocols for qubits is also an open problem. Since our protocol has only two servers, there is a possibility that the communication complexity can be decreased by the extension to more than two servers. Studying this direction is an interesting future problem. Interesting applications of our Q-TQOT protocols can also be considered for other communication and computation problems. We leave these questions as another future problem.

Indeed, the papers [40–43,58,59] discussed the case with colluding servers. Another interesting future problem is to extend our results to the case with colluding servers.

### Appendix A: Diagonalization Process of Mixed States

In Equation (45), we introduced a decomposition of mixed states $\rho$ but it depends on the choice and order of the orthogonal unit eigenvectors of $\rho$. In this appendix, we give one method to uniquely determine the eigenvectors $|\psi_0\rangle, \ldots, |\psi_{\dim E_i}\rangle$ and their order.

We fix an orthonormal basis $B = \{|0\rangle, \ldots, |d-1\rangle\}$ and represent vectors $|\gamma\rangle$ with coordinates $|\gamma\rangle = (c_0, \ldots, c_{d-1})$ with respect to $B$. Consider the spectral decomposition $\rho = \sum_{i=0}^{\dim E_i} q_i P_i$, with $q_1 < q_2 < \cdots < q_\dim E_i$, where $P_i$ are orthogonal projections to eigenspaces $E_i$.

If $\dim E_i = 1$ for all $i$, we choose the unit eigenvector $|\psi_i\rangle = (\cos \theta_i, \sin \theta_i, \ldots, \sin \theta_{d-1}) \in E_i$ such that the first nonzero coordinate $c_{ij}$ is a positive real number. Then, the vectors $|\psi_i\rangle$ are uniquely determined and ordered.

If there exist $\dim E_i \geq 2$, for all $i$ with $\dim E_i \geq 2$, we choose the orthonormal eigenvectors $|\psi_{ij}\rangle = (\cos \theta_{ij}, \sin \theta_{ij}, \ldots, \sin \theta_{d-1}) \in E_i$ ($\forall j \in E_i$) so that the first nonzero coordinate $c_{i,j} \in E_i$ is positive real number and $j_1 < j_2$. Next, we concatenate the vectors as

$$|\gamma_{\dim E_i}\rangle = (|\psi_{i,1}\rangle, \ldots, |\psi_{i,\dim E_i}\rangle)$$

Then, the vectors $|\psi_{ij}\rangle$ are uniquely determined and ordered.
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