A Regulatory System for Optimal Legal Transaction Throughput in Cryptocurrency Blockchains

Aditya Ahuja  
Indian Institute of Technology  
 Delhi  
 New Delhi, India  
aditya.ahuja@cse.iitd.ac.in

Vinay J. Ribeiro  
Indian Institute of Technology  
 Bombay  
 Mumbai, India  
vinayr@iitb.ac.in

Ranjan Pal  
University of Michigan  
 Ann Arbor, USA  
palr@umich.edu

ABSTRACT
Permissionless blockchain consensus protocols have been designed primarily for defining decentralized economies for the commercial trade of assets, both virtual and physical, using cryptocurrencies. In most instances, the assets being traded are regulated, which mandates that the legal right to their trade and their trade value are determined by the governmental regulator of the jurisdiction in which the trade occurs. Unfortunately, existing blockchains do not formally recognize proposal of legal cryptocurrency transactions, as part of the execution of their respective consensus protocols, resulting in rampant illegal activities in the associated crypto-economies. In this contribution, we motivate the need for regulated blockchain consensus protocols with a case study of the illegal, cryptocurrency based, Silk Road darknet market. We present a novel regulatory framework for blockchain protocols, for ensuring legal transaction confirmation as part of the blockchain distributed consensus. As per our regulatory framework, we derive conditions under which legal transaction throughput supersedes throughput of traditional transactions, which are, in the worst case, an indistinguishable mix of legal and illegal transactions. Finally, we show that with a small change to the standard blockchain consensus execution policy (appropriately introduced through regulation), the legal transaction throughput in the blockchain network can be maximized.

CCS CONCEPTS
• Security and privacy → Distributed systems security; • Applied computing → Electronic commerce; Digital cash; Secure online transactions; Electronic funds transfer; E-commerce infrastructure.
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1 INTRODUCTION
Decentralized financial institutions are a novel, emerging economic infrastructure. These institutions are based predominantly on cryptocurrencies for the trade of assets, both physical and virtual. It has been established that the collective market capitalization of cryptocurrencies is over $1 trillion (as of early 2021) [51]. This shows promise in the long term presence and viability of cryptocurrency based markets, in competition with (and possibly as a replacement of) federally administered centralized financial institutions. However, these cryptocurrency based markets survive solely on the correctness of the underlying computational principles, which are a basis of the efficacy of these economies. More specifically, in order to sustain these cryptocurrency based decentralized economies, blockchain consensus protocols serve as a technical foundation. Existing blockchain protocols for cryptocurrencies address one of (or any combination of) the following system goals: speed, security and decentralization. Unfortunately, these system goals are necessary but insufficient. Illegal activities propelled through the strategic use of blockchain based cryptocurrencies, is a serious problem staring at the face of many world governments today [47]. These illegal activities exploit the permissionless nature of the blockchain networks for illegal trade, to strategically defeat regulation by obfuscating the jurisdictions of the blockchain users through anonymity, making federal legal rules inapplicable [36]. In this contribution, we introduce a fourth pillar of correctness for ensuring confidence in blockchain based cryptocurrencies: legality. More specifically, we address the problem of legal cryptocurrency based trade of regulated assets: assets whose value and trade terms are overseen by the respective governments.

The Problem Setting
For fear of legal scrutiny and persecution, law abiding cryptocurrency blockchain users may sign up and get authorization from their respective governments (for instance, through the issuance of the BitLicense in New York, USA [8]) to commit solely to legal cryptocurrency based trade of regulated assets, and the respective regulator (for instance, the New York State Department of Financial Services in the case of BitLicense [8]) may license these law abiding blockchain users to legally participate in the crypto-economy. However, this does not preclude illegal transactions going on chain. Remembering that the blockchain network is permissionless, there will always exist unregulated transactors and executors of the consensus protocol that propose and mine/validate dubious transactions having an indeterminate legal status, while faithfully following the consensus protocol. Consequently, there opens up a competition in dubious versus legal block proposal between unregulated and regulated consensus protocol executors (respectively), and that competition is dependent on how much consensus resource (for instance, mining power in proof-of-work blockchains and stake in proof-of-stake blockchains) in the blockchain network, do the regulated consensus protocol executors possess as a whole. This finally results as a problem for the federal regulatory body to

3Regulated assets include but are not limited to the following asset classes: cryptocurrencies (evidence of regulation: [52]), alternate virtual assets (for example copyrighted digital content), physical commodities (for example gold, water, energy), real-estate, etc.
strategically decide on how much consensus resource to license in the blockchain network, and what block proposal strategies to advise to the regulated consensus protocol executors, for reasonable guarantees on legal transaction throughput.

The resultant open questions that we address, are: (i) given a permissionless blockchain network for cryptocurrency based regulated asset trade, can there exist a framework where, without degrading the anonymity/privacy of the blockchain users, legal transactions can be clearly identified and confirmed in the blockchain network?, and (ii) can we derive conditions, as a function of the regulated consensus resource in the blockchain network, in which legal transaction throughput supersedes dubious transaction throughput?

Our Research Contributions

In this paper, we first motivate the need for designing regulatory frameworks for legal cryptocurrency based trade of regulated assets, through the study of the Silk Road darknet online market [45–47] (Section 2). We then make the following research contributions.

1. (A Regulatory Framework) We define a regulated blockchain consensus system for existing permissionless blockchain protocols that support cryptocurrencies (Sections 3 and 4), where the goal of the consensus protocol executors is to maximize their rewards from participating in the consensus protocol, and the mandate of the regulator is to maximize the legal transaction throughput in the blockchain protocol.

2. (Block Proposal Competition) Consequent to our regulated consensus framework, there ensues a competition in block proposal between regulated and unregulated consensus executors. We formalize this competition through a two player stochastic game [39, 40, 44] (Section 5), and, we show that:

(a) (Under Immediate Block Release [39]) When the regulator licenses between 58% and 100% of the consensus resource, the unregulated executors can do no better than building on the longest unconfirmed branch of legal blocks (Section 5.2), thereby maximizing the legal transaction throughput.

(b) (Under Immediate Block Release [39], With An Oversight Compliance Fee [40]) When the regulator licenses between 50% and 58% of the consensus resource, given that the regulator incentivizes to build on the branch of legal blocks with a pay forward scheme (similar to [40]), the unregulated executors can do no better than adding legal blocks at the end of the longest unconfirmed branch of legal blocks (Section 5.3), again maximizing the legal transaction throughput.

(c) (Under Strategic Block Release [37, 39]) When the regulator licenses between 33% and 50% of the consensus resource, given that regulated executors strategically release a subset of the blocks notarized by them (similar to the selfish mining attacks [37, 38]), and the unregulated executors faithfully follow the longest branch rule, the regulated executors can prune/orphan some notarized but unconfirmed dubious blocks to increase the legal transaction throughput, beyond their fair share of legal transaction throughput. However, when the regulator licenses between 0% and 33% of the consensus resource, the regulated consensus executors can do no better than building on the longest unconfirmed branch of dubious blocks (Section 5.4), resulting in legal transaction throughput proportional to their consensus resource.

Blockchain based crypto-economies are defined using a four layer system stack [27]. The difference between a traditional instantiation of the blockchain stack and an instantiation corresponding to our regulated blockchain system is depicted in Figure 1.

2 CASE STUDY: THE SILK ROAD DARK WEB MARKET

We first give a brief study on the operation of the Silk Road Darknet Market, which flourished through the illegal use of the Bitcoin cryptocurrency.

2.1 An Overview of the Silk Road Marketplace

Anonymity is the most prominent institution of the Deep Web. Each user (buyer and seller) is identified by a username, with a secret true identity. Deep Web users record market interactions through forums and blogs. Consequent to the anonymity it provides, black market activity over the Deep Web is highly feasible and attractive. Web traffic is anonymized through TOR, and Bitcoin serves as an untraceable virtual currency. Email interactions to discuss illicit transaction details are encrypted through PGP. These three network, email and currency elements serve as the technological foundation to build an illegal market, with low cost illegal transactions. Given that previously illegal transactors relied heavily on in-person deals and reputations built on personal encounters, Deep Web based illicit markets resulted in a paradigm shift for illegal activities on a global scale [45].

The Silk Road online (mostly) narcotics trade marketplace has flourished anonymously on the Deep Web since 2011. A study aimed at discovering the realities and motives of operations (navigation and purchase) by drug users on the Silk Road marketplace has been conducted [46]. The study was conducted through strategic online observations, four month long fieldwork on marketplace site discussion threads and twenty anonymous online interviews of a sample of adult users.
2.2 Illicit Transactions employing Bitcoin

The Silk Road marketplace is inferior to traditional online sites (such as eBay), due to its bad Bitcoin escrow implementation: the ability to undo a transaction. Standard escrow requires that if the trade is deemed fraudulent, the traded assets are returned to the seller, and the escrow service refunds the currency to the buyer. In case of fraud, market users only lose their service fee. Typical of illegal marketplaces, Silk Road purchases cannot be undone: drug sellers do not provide return addresses, and a perfect escrow service cannot exist (although a rudimentary escrow can) that satisfies both the buyer and the seller, simultaneously [45]. A prominent drug study [46] concluded that many narcotics buyers were not technically proficient and faced trouble in arranging for Bitcoin credit and accessing the Silk Road website via the Tor browser. An anonymous interview of an adult drug user revealed his drug procurement process over Silk Road. The said user was able to procure Bitcoins with minimal paperwork from a particular bank, with no self-identifying information submitted to the bank. By the end of the day, the user had Bitcoins credited to his Silk Road account. 

He then went to the narcotics’ vendor webpage, added the drugs to his shopping cart and entered an encrypted postal address for the drug delivery, thereby confirming the order. The user even employed an escrow system to avoid being scammed by the vendor. Consequently, the Bitcoins are not delivered to the vendor until the drug package reached the user and the order was finalized.

Thousands of Bitcoin worth approximately a billion US dollars connected with Silk Road based drugs and goods trade have been confiscated by the United States Justice Department, the biggest seizure in history of the agency [48]. This motivates the need for preemptive monetary investment by the regulator to ensure only legal transactions are confirmed on-chain (as is suggested in Section 5.3) to minimize the cost associated with law enforcement and the recovery of illegal cryptocurrency, and reduce illegal activity through the blockchain.

Very recently, senior authorities from the US Treasury Department and the European Central Bank have also formally recognized the use of Bitcoin and other cryptocurrencies for illegal activities, and are strongly considering regulation in these digital economies [24, 25].

The drug study, seizures and recent concerns raised by authoritative figures in prominent financial bodies advocate that, at least the Bitcoin protocol, is rife with issues of confirmed illegal transactions, and appropriate regulatory mechanisms are need to be enforced to define legal, decentralized crypto-economies.

2.3 Motivation for a Regulated Blockchain Protocol

Blockchain systems are defined with a four layer system stack (from bottom to top): the network layer, the consensus layer, the smart contract layer, and the application layer [27]. Given the pressing need for a regulatory framework for blockchains, we now motivate how introducing regulation for blockchain transactors and consensus protocol executors is a prudent choice for the regulatory body.

Problems with Super-Consensus Layer Solutions. Without consideration of the network and consensus layer, regulatory policy can only be enforced at the smart contract layer, given that the application layer is confined to the decentralized trade of regulated assets. Unfortunately, there are two problems associated with regulatory policy enforcement at the smart contract layer: (i) As it has been observed in Section 2.1, most times when a blockchain user is involved in illegal trade, its digital identity is difficult to map to a specific federal jurisdiction. This makes it hard to enforce regulation rules as a distributed program (which is the executed at the smart contract layer). (ii) A smart contract layer enforcement of regulation will take time to achieve consensus + time to execute the smart contract. This would be slower in contrast to consensus layer only enforcement of regulation.

Regulating Blockchains at the Consensus Layer. One approach to regulate the blockchain system, to ensure legal transaction proposal and confirmation, is to license the blockchain consensus protocol executors who take it upon themselves to add (provably) legal transactions to their blocks, and run the consensus protocol on these blocks. We give details of this regulatory approach, next.

3 THE REGULATED BLOCKCHAIN SYSTEM MODEL

We now detail our regulated blockchain system model. We first give a short summary on the principles of blockchain consensus, and give some foundational definitions and assumptions. We then give the design goals and protocol features (with their motivations) for our regulatory framework. Finally, we give the threat model in our setting.

3.1 A Brief on Blockchain Consensus

The original consensus algorithm in a blockchain network is proof-of-work (PoW), where the protocol participants, called miners, solve a crypto-puzzle requiring a significant amount of computation, to add (notarize) blocks as part of the blockchain. On successfully adding a block to the blockchain, miners are eligible for a block reward in the form of cryptocurrency tokens, for their effort. Given that computation is the only resource that dominates the result of consensus, miners might form a pool of their computation power together [37] to increase their chances of solving the puzzle, adding their blocks to the blockchain, and consequently winning the block reward.

An alternate, dominant family of blockchains follow a proof-of-stake (PoS) consensus regime. In proof-of-stake, blockchain protocol executors validate the correctness of blocks as a function of the number of coins / digital tokens they possess in the blockchain network, which is referred to as their stake. Remembering that digital tokens are a replicatable resource, one possible attack in these blockchain systems is that protocol executors can duplicate and pitch their coins in every block competing to be added to the blockchain, in order to maximize their chances of winning the block reward. This attack is called a nothing-at-stake attack [31].
3.2 Stakeholders, Terminology, Assumptions, and Notation

We define the stakeholders in our regulated decentralized economy, and give the associated terminology and assumptions, first.

- **Transaction and Block Types**: We will assume there are two types of transactions: *legal* or *dubious*. Transactions whose legal status can be established for certain will be called legal. All other transactions would be called dubious. A block that contains at least one dubious transaction will be called a *dubious block*. A block that contains only legal transactions will be called a *legal block*. A legal block generated by a regulated consensus protocol executor (defined later) will be called a *regulated block*.

- **A Body of Regulators**: We will assume the existence of a cross-jurisdictional network of regulators, which are federal associations in-charge of ensuring legal and non-discriminatory practices in the institutions they oversee [2]. In our case the institution is the blockchain network.

- **Blockchain Transactors**: We will refer to blockchain users that define and propose cryptocurrency transactions as *transactors*. The transactors can be of two types: regulated and unregulated. Regulated transactors will always propose actions that are legal and verifiable within the blockchain network (ASSUMPTION: The regulator will announce a license corresponding to each regulated transactor so that the blockchain network can verify the legality of transactions proposed by them). Unregulated transactors can propose either of legal and dubious transactions.

- **Blockchain Executors**: We will refer to blockchain users that execute the consensus protocol as *consensus executors*, or *executors* for short. These executors will be miners in proof-of-work (PoW) blockchains, or validators in proof-of-stake (PoS) blockchains. We will assume that all executors are rational, and want to maximize their reward/revenue resulting from their participation in the consensus protocol (identical to the standard notion of rationality in [39, 40]). We will also refer to the consensus resource associated with each executor, where the resource is hash power in PoW blockchains, or stake in PoS blockchains. Here too, we will assume executors will be of two types: regulated and unregulated. Regulated executors will propose blocks that contain only verifiably legal transactions, with an evidence of regulation of the said executor, and so their blocks will be called regulated blocks. Unregulated executors can propose blocks that may be either legal or dubious. When specifically dealing with PoS blockchains, we will consider Byzantine behaviour by unregulated validators through a nothing-at-stake attack [31]. Finally, we assume that unregulated executors cannot form selfish notarization pools, due to lack of trust in fair block reward distribution in the unregulated setting, given the pool administrator can be dishonest [41]. However unregulated executors can coordinate amongst themselves for deciding individual notarization strategies that may maximize their individual expected block rewards.

---

**Figure 2: Notation for our Regulatory Framework**

- **Block Notarization and Confirmation**: We say that a proposed block is notarized\(^2\) (similar terminology in [35]), once it is successfully mined by a PoW executor, or successfully validated by a PoS executor (for instance, on receiving the threshold of validation votes in Algorand [32]). We say that a block is confirmed once it is sufficiently deep in the blockchain and all the transactions contained in it are confirmed/finalized (for instance, transactions in Bitcoin are confirmed once they are six blocks deep [30]).

- **Block Proposal in Discrete Time**: We assume that the consensus protocol executors have loosely synchronized clocks by employing protocols such as NTP [32]. We will ignore network delays, and assume that blocks are proposed in discrete sequential epochs of time, with the time difference between two consecutive epochs equal to the block proposal time of the base protocol (for instance, 10 minutes in Bitcoin [30] and 22 seconds in Algorand [32]). Also, the epoch number of every block will also be equal to the block’s height.

- **Dubious and Legal Block Branches**: Given the block proposal competition ensuing between two categories (regulated and unregulated) of consensus executors, there would exist a fork in the blockchain with block branches corresponding to each category of executors. We would refer to the block where this fork originates as the root block (this would be the block at the end of the trunk of the unambiguous part of the blockchain). The block branch corresponding to regulated executors will be referred to as the *legal branch* (as all blocks in this branch will be verifiably legal), and that corresponding to unregulated executors will be referred to as a *dubious branch*. Given any one of the legal or dubious branches, we would refer to the most recently notarized block in a branch as an *interior* block for that branch.

We present the notation that will be used throughout the paper. Given \( n \) blockchain consensus protocol executors, we will denote them using \( [n] := \{1, 2, ..., n\} \). The consensus resource of each executor \( i \in [n] \) will be given by \( a_i \). Given any blockchain user \( i \)

---

\(^2\)In the context of dubious blocks, the word ‘notarized’ will bring out the violation in how unregulated executors validate/attest blocks with possibly illegal transactions.
We will denote the set of networked, cross-jurisdictional regulators \( R \) when employed for cryptocurrency based trade of regulated assets. We will assume the existence of a signature scheme \( \text{Sig}_i \) given \( (\text{sign}, \text{ver}) \), where, for any message \( m \), given \( \text{Sig}_i(m) := (m, \text{sign}_{s_k}(m)) \), it is true that \( \text{ver}_{v_k}(\text{Sig}_i(m)) = 1 \) (verification succeeds for a signed message). We will also assume the existence of a random oracle \( H^* \), realizable through an ideal collision resistant hash function. We will denote the set of networked, cross-jurisdictional regulators by \( F \). Each executor in \([n]\) will be under the jurisdiction of some regulator in \( F \). We will denote the set of regulated executors by \( R \) \((\subseteq [n])\). We will denote the set of unregulated executors with \( \bar{R} := [n] \setminus R \). We will denote the regulatory licenses for legal transaction proposal by \( \sigma^F_j \) (where \( j \) is a transactor) and legal block notarization by \( \beta^F_i \) (where \( i \) is an executor). We will denote the block proposal rounds/epochs by \( \epsilon \). Finally, we will denote the regulatory oversight window, as the number of sequential block proposal rounds for which the regulatory licenses are valid\(^3\), by \( E \).

Our notation is summarized in Figure 2.

### 3.3 Regulated Blockchain System Design Goals

1. **Enforcing legal policies on blockchain users while preserving anonymity.**

   **A1.** As a general rule, the regulators need not intervene in the blockchain network beyond their policymaking role, as is their purview in existing financial institutions [3] and computational systems [2].

   **A2.** The identity of the regulated users in the blockchain network should not be anonymized beyond their legal status in the network: this means that the regulated users preserve their anonymous digital identity, but their digital identity is mapped to a policy state when employed for cryptocurrency based trade of regulated assets.

   **A3.** Regulated users should not be able to participate in the regulated version of the consensus protocol prior to a sanction of their license by the regulatory body.

2. **Requirement of regulatory policy enforcement in lock-step with transaction agreement (blockchain consensus).**

   As a pre-emptive measure to eliminate illegal transactions within the crypto-economy, regulatory policy enforcement should be in lock-step with the execution of the consensus protocol by regulated executors, so that legal transactions are preferentially agreed over and above the dubious/illegal transactions, and illegal activities through cryptocurrencies are minimized in this way, if not eliminated. This requires re-engineering of existing blockchain protocols, and leads to the following goals:

   **B1.** The re-engineered protocol should be different from the original protocol to enable the network to distinguish protocol execution and blocks coming from regulated users following the re-engineered protocol, as opposed to protocol execution and blocks from unregulated users following the original protocol.

   **B2.** The design philosophy of the re-engineered blockchain protocol should be same as that of the original blockchain protocol, and the two protocols should be statistically equivalent\(^4\), so that the re-engineered protocol retains the speed, security and decentralization guarantees of the original protocol.

   **B3.** Assuming there are always some legal transactions eligible to be added to the blockchain, the blockchain network being permissionless, must have public guarantees of **legal transaction throughput** number of legal transactions distributively agreed per unit time. The throughput of legal transactions generated by regulated users should supersede the throughput of dubious transactions generated by unregulated users, in instances of race conditions in block proposal. These guarantees would increase confidence in the legality of the associated crypto-economy.

### 3.4 Regulated Blockchain Protocol Features

Given an existing blockchain consensus protocol \( B\text{Chain} \), we re-engineer the same to define a regulated blockchain protocol \( \text{RB\text{Chain}} \). Under \( \text{RB\text{Chain}} \), the regulatory body \( F \) only licenses (consistent with \( A1,A2,A3 \)) the consensus protocol transactors and executors to ensure that these blockchain users undertake the responsibility of distributed consensus on legal transactions. Also, the \( \text{RB\text{Chain}} \) protocol (defined in Section 4) must have the following features:

- **Transactions under \( \text{RB\text{Chain}} \) should be distinguishable from those under \( B\text{Chain} \).** This feature would allow the blockchain network to distinguish between legal and dubious transactions by regulated and unregulated transactors respectively.

- **Block structure under \( \text{RB\text{Chain}} \) should be different from that under \( B\text{Chain} \).** This feature would allow the blockchain network to distinguish between regulated blocks and unregulated (which could be either of legal or dubious) blocks proposed by regulated and unregulated executors respectively (consistent with \( B1 \)).

- **The execution of \( \text{RB\text{Chain}} \) and \( B\text{Chain} \), when viewed as probability distributions, should be statistically indistinguishable.** This would guarantee that the regulated executors do not have an unfair advantage over unregulated executors, in speed and security during protocol execution (consistent with \( B2 \)).

- **The consensus resource of executors under \( \text{RB\text{Chain}} \) should be same as that when they were executing \( B\text{Chain} \).** This feature would allow the regulated executors to have the same consensus as when they were unregulated, in order to preserve the decentralization status of the blockchain network (consistent with \( B2 \)).

We address system design goal \( B3 \) in Section 5.

### 3.5 The Threat Model in a Regulated Setting

We discuss briefly the threat model inherited by \( \text{RB\text{Chain}} \), on being re-engineered from \( B\text{Chain} \).

**Security under the Traditional Byzantine Adversary.** An artefact of the statistical properties of \( \text{RB\text{Chain}} \) and \( B\text{Chain} \) being equivalent, we can conclude that \( \text{RB\text{Chain}} \) will be secure under a Byzantine fault adversary, under the same security assumptions as applicable

\(^3\) Many regulated assets exist whose monetary value and trading terms vary over time. Consequently, licenses corresponding to these assets may have a date of expiry. The regulator determines this expiry window.

\(^4\) If both protocol states are observed as probability distributions, then the two distributions should be statistically indistinguishable [42].
"defect" to a legal block proposal, (i) to avoid legal scrutiny and (ii) to have monetary benefit. We will also assume that regulated executors can form pools due to mistrust among them towards a fair distribution of block notarization reward (consistent with the study of prevalent mistrust among unregulated miners in [41]).

A toy model of our regulated blockchain system is given in Figure 3.

4 REGULATED CONSENSUS PROTOCOLS

We now give exact construction of the regulated version of two popular regimes of blockchain consensus protocols. We will use \( \oplus \) as a bit-string concatenation operator. To denote statistical indistinguishability of two probability distributions, we will use the notation \( \approx_s \).

4.1 Regulatory Licenses

Prior to generating verifiably legal transactions and notarizing regulated blocks, regulated blockchain users\(^5\) wait for license from the regulatory body \( F \) to define the terms for legal trade and regulated block proposal in the blockchain network.

The regulator first announces the legal rules applicable to the cryptocurrency based trade of asset classes \( A \) in regulatory jurisdictions \( F \), through a signed document \( \Gamma_{\mathcal{A}}^{F} \). More specifically, \( \Gamma_{\mathcal{A}}^{F} \) is a \( |F| \times |A| \) matrix where each entry \( (f, a) \in F \times A \) is a list of legal rules pertaining to cryptocurrency based trade of asset \( a \) in jurisdiction \( f \). These rules may pertain to the legality of asset \( a \) in jurisdiction \( f \), or the (time varying) valuation of asset \( a \) in jurisdiction \( f \). Next, the regulator licenses each authorized executor \( j \) by announcing signed permissions for the transaction to trade in jurisdictions \( F_j (\subseteq F) \) with asset classes \( A_j (\subseteq A) \). This essentially means that under license (denoted by \( \sigma_j \)), executor \( j \) is only permitted to trade under rules \( \Gamma_j^{F_j} \). Finally, given that the regulator approves a transaction \( R (\subseteq [n]) \), the regulator licenses each authorized executor \( i \in R \) by announcing signed permissions (denoted by \( \beta_i^{R} \)) that \( i \) is to include only transactions consistent with \( \Gamma_i^{R} \) in the blocks that it proposes. All the licenses announced by the regulator are only valid for an oversight window of \( E \) contiguous blocks, starting from some root block \( B_0 \) proposed in epoch \( e_0 \). The announcement of regulatory licenses is highlighted in Algorithm 1. Note that the legal rules \( \Gamma_{\mathcal{A}}^{F} \), and the licenses \( \sigma_j^{F} \) for transaction \( j \) and \( \beta_i^{R} \) for executors \( i \in [n] \) are only relevant for the regulated protocol specification. They have no bearing on the block proposal competition in the next section, as the said competition only depends on the consensus resource (\( \sigma_R, \sigma_R \)), and the oversight window \( E \) (please see Section 5 for details).

Algorithm 1: Regulatory Licenses

\[
\begin{align*}
\text{procedure} & \quad \text{RegL} (\text{Ch}) \text{licenses(BChain)} \\
\text{L0.} & \quad \text{Regulator announces over } [n] : \text{Sig}_{\mathcal{F}}(\text{RBChain, } B_{0^{E}}, E, \Gamma_{\mathcal{A}}^{F}). \\
\text{L1.} & \quad \text{For each executor } f, \text{ regulator issues} \\
& \quad \sigma_j^{F} := \text{Sig}_{\mathcal{F}}(\text{RBChain, } B_{0^{E}}, E, \text{transactor, } F_j, A_j). \\
\text{L2.} & \quad \text{For each executor } i \in R, \text{ regulator issues} \\
& \quad \beta_i^{R} := \text{Sig}_{\mathcal{F}}(\text{RBChain, } B_{0^{E}}, E, \text{executor, } F_j(\Gamma_{\mathcal{A}})). \\
\text{end procedure}
\end{align*}
\]

4.2 Regulating Proof-of-Work Consensus

Legal Transaction Structure: Consider the off-chain transfer of a regulated asset of type \( a \in A_j \), in jurisdiction \( f \in F_j \), to transactor \( j \) with a corresponding receipt \( \delta_j^{f,a} \). A regulated Bitcoin transaction for transactor \( j \) includes \( (\sigma_j^{F} \oplus \delta_j^{f,a}) \) in the transaction script.

The Regulated Bitcoin Protocol: The Bitcoin [30] consensus protocol requires the executors (called miners) to solve a compute intensive crypto-puzzle, to notarize a block. Our proposed regulated Bitcoin protocol RBitcoin is given in Algorithm 2, where the regulated miner adds evidence of its license in the coinbase transaction.

\(^5\)We use the term ‘users’ to refer to both transactors and executors collectively.
We now analyze the competition between regulated and unregulated executors.

Algorithm 2: Regulated Bitcoin Consensus Protocol

Given:
The Bitcoin Consensus Protocol [30].

procedure RBitcoin

Given a legal block \(LB\), regulated miner \(i \in R\) generates a regulated block \(RB\) by adding \(H^*(\beta_i^F)\) to the coinbase transaction of \(LB\), and finds nonce \(\eta\) such that \(H^*(\eta \circ RB)\) lies in the target window.

end procedure

Algorithm 3: Regulated Nxt Proof-of-Stake Protocol

Given:
The Nxt Consensus Protocol [31].

procedure NxtPoS-RIsEligible

Given a legal block \(LB\), regulated validator \(i \in R\) receives a regulated block \(RB\) (formed by adding \(\beta_i^F\) to \(LB\)). It then finds nonce \(\eta\) such that \(H^*(\alpha_i \circ \beta_i^F \circ \eta)\) lies in the target window which is a function of time and \(\alpha_i\), to become eligible to validate \(RB\).

end procedure

5 BLOCK PROPOSAL COMPETITION BETWEEN REGULATED AND UNREGULATED EXECUTORS

We now analyze the competition between regulated and unregulated executors (as per goal B3 in Section 3.3) as a two player stochastic game, inspired from [39, 40]. We formally define the stochastic game, and state best responses by the regulated executors \(R\) and unregulated executors \(\bar{R}\) (in the form of their Nash Equilibria [39, 44] strategies), as a function of the total consensus resource regulated by \(F\).

The proof of each theorem in this section, is given in Appendix A.

5.1 The Regulated Blockchain Game Features

We give the general characteristics and an overview of our regulated blockchain stochastic games, in this subsection.

Generality of Blockchain Mining Games. The blockchain mining games introduced by Kiayias and Koutsoupias [39, 40], atop which our regulated blockchain stochastic games are constructed, allow a minority resource consensus executor \(p \subseteq [n]\), with \(\alpha_p < 0.5\) to consider switching to an interior block (a block that is not the most recent block), or the frontier block, in the competing chain, as a better response than its present notarization strategy. However, the pioneering selfish mining strategy SM1 [37] (named in [38]) only allows \(p\) to switch to the frontier block in the competing chain. Consequently, the mining games introduced in [39, 40] are more general in their strategy than the original selfish mining proposal.

Preliminaries. Our blockchain notarization stochastic game defines competition between two player categories: the regulated executors \(R\) and the unregulated executors \(\bar{R}\). We assume that the total consensus resource in the blockchain network is normalized: \(\sum_{i \in [n]} \alpha_i = 1\); and the expected revenue / reward per epoch of the blockchain for any category of players \(p \in \{R, \bar{R}\}\) is denoted by \(g_p\), and is a function of \(\alpha_p = \sum_{i \in p} \alpha_i\). Unless the regulator \(F\) adds extra transactions to the blockchain (Section 5.3), \(g_R + g_{\bar{R}} = 1\).

Our game evolves as a block tree of width two, with one branch consisting of regulated blocks notarized by \(R\), and the other branch consisting of legal or dubious blocks notarized by \(\bar{R}\), and the fork-point of the block tree has a root block, say \(B_0\). If either of \(R\) or \(\bar{R}\) abandons its branch for notarizing on a block linked to its competing branch, the root block \(B_0\) moves accordingly to newly selected block for notarization, and the game starts afresh. We also allow the regulator \(F\) to add an additional reward \(p_F\) in the regulated blocks, when \(R\) is in a small majority in the blockchain network (0.5 < \(\alpha_R < 0.58\)), resulting in \(g_R + g_{\bar{R}} = 1\). Our game has depth \(E\), equal to the oversight window and the window for collecting the notarization reward (coinbase reward in Bitcoin [40]). The game depth \(E\) means that the first branch originating from \(B_0\) that achieves height \(E\) is confirmed as part of the blockchain, the other competing branch is orphaned, and again the game starts afresh. Finally, we assume that the executors collect their block notarization reward at the end of the game depth (for example, for \(E = 100\) in Bitcoin [39]). For a simplified analysis of the game, we assume \(E = \infty\), unless stated otherwise.

We will denote the normalized legal transaction throughput, which can also be interpreted as the expected number of legal blocks agreed at each epoch of the blockchain, by \(t_F\). Given that regulated executors only propose legal transactions, and unregulated executors may propose either of legal or dubious transactions, it is easy to see that \(t_F \geq g_R\).

Stochastic Game Summary. Our results on normalized legal transaction throughput \(t_F\) and normalized expected block rewards for regulated executors \(g_R\) and unregulated executors \(g_{\bar{R}}\) are summarized in Figure 4. These results are formally detailed in Section 5.2, Section 5.3, and Section 5.4.

We now define how executors choose to release their notarized blocks, and which blocks they may select to notarize future blocks on.
The first block release model stated below can be adopted by both
regulated executors when the administrator decides to
announce its existence, but the block(s) can only be used by other
executors when it notarizes block(s) by it, the (block administering) executor
does no better than proposing legal blocks, and
the legal transaction throughput is maximized. Consensus
thresholds $h_{IR}, h_{Reg},$ and $h_{SR}$ are formally defined later.

**Block Release Models.** We first define the block release models (from [39, 40]), which elucidate when consensus executors choose to reveal information about their notarized blocks.

The first block release model stated below can be adopted by both regulated executors $\mathcal{R}$ and unregulated executors $\tilde{\mathcal{R}}$.

**Definition 1 (Immediate Release Model).** A consensus executor follows the immediate block release ($IR$) model when, any block notarized by it is immediately released and added to the blockchain for use by other executors.

Notarization rewards earned by a notarization pool must be distributed among pool members appropriately. Due to prevalent distrust between unregulated executors $\tilde{\mathcal{R}}$ in the fair distribution of notarization rewards among members of a secret notarization pool created by them [41], the second block release model stated below can be adopted by regulated executors $\mathcal{R}$ alone. Here, the administrator denotes the pool leader.

**Definition 2 (Strategic Release Model).** A consensus executor follows the strategic block release ($SR$) model when, on successful notarization of block(s) by it, the (block administering) executor announces its existence, but the block(s) can only be used by other executors when the administrator decides to release them.

**Consensus Execution Strategies.** The honest strategy where a consensus executor notarizes blocks at the end of the longest existing unconfirmed branch of the blockchain, is traditionally referred to as the Frontier strategy [39, 40]. Under the Frontier strategy, the expected gain per epoch of the associated executor is equal to the consensus resource possessed by it. We now give definitions of equivalent (to Frontier) consensus execution strategies in our
regulated setting. We will use $DB$ to denote dubious blocks, $LB$ to denote legal blocks, and $RB$ to denote regulated blocks.

We first define the frontier block notarization strategies that the unregulated executors $\tilde{\mathcal{R}}$ can adopt.

**Definition 3 (Dub Frontier).** An unregulated consensus executor follows the Dub Frontier strategy, when it notarizes legal ($LB$) or dubious ($DB$) blocks chained at the frontier block of the longest dubious branch of the blockchain.

**Definition 4 (Leg Frontier).** An unregulated consensus executor follows the Leg Frontier strategy, when it notarizes legal ($LB$) blocks chained at the frontier block of the longest legal branch of the blockchain.

We now define the frontier block notarization strategies that the regulated executors $\mathcal{R}$ can adopt. We will also assume that the regulatory body $\mathcal{F}$ may adopt a pay-forward scheme (explained in Section 5.3) in the regulated blocks.

**Definition 5 (Reg Frontier).** A regulated consensus executor follows the Reg Frontier strategy, when it notarizes regulated ($RB$) blocks chained at the frontier block of the longest legal branch of the blockchain.

**Definition 6 (Reg Frontier($\rho_F$)).** A regulated consensus executor follows the Reg Frontier($\rho_F$) strategy, when it notarizes regulated ($RB$) blocks chained at the frontier block of the longest legal branch of the blockchain, with a pay-forward of $\rho_F$ (which is a function of $\alpha_R$) by the regulatory body $\mathcal{F}$ in the regulated blocks, as an oversight compliance fee (OCF).

**Definition 7 (RDub Frontier).** A regulated consensus executor follows the RDub Frontier strategy, when it notarizes regulated ($RB$) blocks chained at the frontier block of the longest dubious branch of the blockchain.

The longest legal branch rule. Block notarization strategies Leg Frontier, Reg Frontier and Reg Frontier($\rho_F$) constitute notarization on the longest legal branch; at every epoch, all executors following these strategies add legal blocks to the longest existing branch of legal blocks.

**Our competition analysis.** In the following analysis, the first two games (in Section 5.2 and Section 5.3), deal with deriving the conditions under which attacks by the unregulated executors on the legal branch fail, given that the regulator licensed the majority of the consensus resource in the blockchain network. The third and final game (in Section 5.4) deals with deriving conditions under which attacks by the regulated executors on the dubious branch succeed, given that the unregulated consensus resource in the blockchain network is in a majority.

### 5.2 A Stochastic Game with Immediate Block Release

Our first two player game consists of competition between the regulated executors $\mathcal{R}$ and the unregulated executors $\tilde{\mathcal{R}}$, when both players notarize and release their blocks immediately, the regulator...
The consensus resource bound $h_{IR}$ on unregulated executors under immediate release, is a function of the game depth (oversight window) $E$, with experimental values given in Figure 6, with an approximate value of 0.42 (please see Section 5.5 for details).

### 5.3 A Stochastic Game with Immediate Block Release and an Oversight Compliance Fee

Our second two player game consists of competition between the regulated executors $R$ and the unregulated executors $\overline{R}$, when both players notarize and release their blocks immediately, the regulator $F$ licenses more than $h_{IR} = 58\%$ of the consensus resource in the blockchain network. In this game, the regulator additionally remits an oversight compliance fee (OCF) $\rho_F$ as an extra transaction in each regulated block (to incentivize legal block proposal over dubious block proposal), which is claimed by the executor corresponding to the confirmed block following the said regulated block: given that some block $B_R^r$ is regulated and contains the OCF, then notarizer of block $B_R^{r+1}$ claims the said OCF. This OCF is a function of $\alpha_R$. Here again, the best responses for both players, given that the regulated executors add regulated blocks to the existing longest legal branch, are formalized in the following theorem (depicted in Figure 7).

**Theorem Implication** (in conjunction with Theorem 1): As a consequence of this theorem and the previous one, if the regulatory body $F$ is successful in licensing between 50% and 58% of the total consensus resource, and mandates legal blocks to an oversight compliance transaction fee $\rho_F$ (which is paid by $F$ and is a function of $\alpha_R$), then again, no executor can do better than adding legal blocks at the frontier block of the legal branch in the blockchain, resulting in a fair block reward for each executor type: $g_R = \alpha_R g_{\overline{R}} = \alpha_{\overline{R}}$, and a 100% legal transaction throughput in the blockchain network: $t_F = 1$.

Justification for a regulatory pay-forward. We justify this model, as an answer to the following question: given that regulated executors follow the pay-forward scheme with money pitched in by the
regulators on the legal branch, why cannot there be a similar pay-forward scheme enforced by unregulated executors on the dubious branch?

Here we will assume that world governments, and consequently the regulatory bodies, are richer than the executors and want to preserve the revenue generated by their regulated executors (in order to motivate licensing within the blockchain network). If the unregulated miners even decide to pitch some money per block for the unregulated branch, say \( w_R \), then the regulators can counterbalance the legal branch by pitching \( w_R = w_R + \rho_F \), where \( \rho_F \) is defined as a function of \( \alpha_R \) before. This way, the branch of the regulated executors will have an additional weight of \( \rho_F \), and our model is equivalent to the blockchain pay-forward mining game in [40]. Consequently the results of that game apply.

5.4 A Stochastic Game with Strategic Block Release by Regulated Executors

Our final stochastic game considers best responses by \( R \) and \( \bar{R} \), given that the regulator \( F \) licenses less than one-third (\( \hat{h}_{SR} = 0.33 \)) of the total consensus resource, the unregulated executors (being in a majority) follow the longest branch rule, and the regulated executors can follow the strategic block release (SR) model. The best responses are given in the following theorem.

**Theorem 10 (Equilibrium under SR from \( R \)).** In the strategic block release (SR) model for regulated executors \( R \), given unregulated executors \( \bar{R} \) play DubFrontier with immediate block release (IR), \( R \) playing RDubFrontier is a Nash Equilibrium only if \( \alpha_R \leq \hat{h}_{SR} = 0.33 \).

**Theorem Implication (in conjunction with Theorem 2):** The legal transaction throughput in the dubious branch of the blockchain, without loss of generality, would be less than 100%. In the case that

\begin{align*}
\text{Figure 7: When } & \alpha_R > 50\% \text{ the regulator adds an OCF (denoted by the money bag in the } R \bar{B} \text{ blocks), the legal branch (right) corresponding to the regulated executors } R \text{ wins, by forcing } \bar{R} \text{ to abandon and defect from their branch.}
\end{align*}

\begin{align*}
\text{Figure 8: When } & \alpha_R < 33\% \text{ but less than a majority of the consensus resource in the blockchain network is regulated, the regulated executors } R \text{ can force the unregulated executors } \bar{R} \text{ to abandon and defect from their branch through strategic release (unreleased } \bar{R} \bar{B} \text{ block denoted by a dashed box in epoch } e_0 + 4).}
\end{align*}

the regulatory body \( F \) licenses less than 33% of the total consensus resource, the regulated executors can do no better than adding legal blocks at the tip of the dubious branch, inducing a small increase in the legal transaction throughput. However, if the regulatory body \( F \) is successful in licensing more than 33% (and less than 50%) of the total consensus resource, it can orphan some of the dubious blocks through strategic release (or equivalently using the original selfish mining attack [37]), thereby inducing a higher increase in the legal transaction throughput: \( t_F \geq g_R \alpha_R \) (and also \( g_\bar{R} < \alpha_R \)). This scenario is depicted in Figure 8.

**Justification of SR by regulated executors alone.** Given that the regulated executors follow strategic release, we argue next that the unregulated executors cannot form a competing pool of their own and also follow strategic release. Remember that executors on the unregulated branch are of two types: law-abiding (but not licensed by the regulator), and law-breaking. It is clear from the Silk road study (Section 2), that a major reason why law breakers choose Bitcoin for illegal trade is to misuse the anonymity it provides. If the law breaking executives decide to form an untrustworthy notarization (mining) pool with unlicensed law abiding executors for strategic release, it has been established in a study [41] that such pools will not sustain due to mistrust that a dishonest notarization pool administrator may not fairly distribute notarization rewards to pool members. So the chances of sustainable mining/validation pools forming on the dubious branch among these untrustworthy executors are low.

**Regulated Executors (Righteously) Attacking the Blockchain.** In the instance that the regulated executors \( R \) are in a majority in the blockchain network, with \( \alpha_R > 0.5 \), these executors might attack the blockchain by using selfish mining strategies from [37–39], thereby ensuring \( g_R = 1 > \alpha_R \), and consequently achieving the
We now interpret our blockchain notarization stochastic game in a regulatory system for blockchains, assuming that the unregulated executors might misuse their dominance in the blockchain network to notarize dubious transactions, the regulated executors may resort to a white hat attack on the blockchain by adopting one of the selfish mining strategies from [37–39] to ensure $t_F > 0$, $t_R > 0$, and achieving $t_F = 1$.

In the instance $0.33 < a_R < 0.5$ as discussed in this subsection, assuming that the unregulated executors $R$ might misuse their dominance in the blockchain network to notarize dubious transactions, the regulated executors may resort to a white hat attack on the blockchain by adopting one of the selfish mining strategies from [37–39] to ensure $t_F > 0$, $t_R > 0$, and achieving $t_F = 1$.

5.5 The Consensus Resource Thresholds

Our stochastic game for block notarization competition between regulated and unregulated executors is equivalent in analysis to the seminal blockchain mining games proposed in [39, 40], and consequently the results of those game models directly apply. The consensus resource thresholds $h_{IR}, h_{SR}$, and $h_{SR}$ are rigorously established in [39, 40]. In [39], it was proven that $0.361 \leq h_{IR} \leq 0.455$, but experimentally $h_{IR} \approx 0.42$. Similarly [39] proves $h_{SR} \geq 0.308$, but experimentally shown that $h_{SR} \approx 0.33$. Finally, it is proven in [40], that $h_{IR} = 0.5$.

5.6 Tying the Results with Existing Protocols

We now interpret our blockchain notarization stochastic game in the context of two prominent consensus protocol regimes: Proof-of-Work from Bitcoin and vanilla Proof-of-Stake.

**Competition in Bitcoin.** Our regulated blockchain stochastic game is inspired from [39, 40] where the analysis is focused on game-theoretically determining optimal mining strategies for the Bitcoin consensus protocol in an unregulated setting. In the Bitcoin consensus protocol, $a_W$ would represent the total hash power regulated by $F$ in the Bitcoin network. Although the game depth for Bitcoin is 100 blocks as determined by the coinbase reward rule of the protocol [39], all the consensus resource thresholds apply, verifiable through results in [38–40], by replacing $E = \infty$ with $E = 100$. For example, for an approximate hash power upper-bound $h_{IR}$ on $a_R$, extrapolated for $E = 100$ through experimental results in [39], please see Figure 6.

**Competition in vanilla Proof-of-Stake.** Proof-of-Stake (PoS) blockchain systems (unlike PoW) have a replicable consensus resource: the executor (validator) stake can be invested in multiple blocks at the same time. Without risking their stake, executors in PoS systems can notarize (validate) conflicting blocks, thereby launching a nothing-at-stake attack [31] and compromising the consistency of the blockchain.

Fortunately, in a regulated PoS blockchain, the regulated executors cannot initiate a nothing-at-stake attack as they are mandated by the regulator to notarize blocks in the regulated branch, exclusively. However, there is a possibility that unregulated executors $R$ are the sole party that can do a costless simulation with a nothing-at-stake attack. This implies that the consensus resource invested on the regulated branch is $\geq a_R$ and that on the unregulated branch is $\leq a_R$.

and all the results from our regulated blockchain stochastic games where the regulated branch weight has a known lower-bound on $a_R$ (implying a lower-bound on the regulated branch weight in the PoS blockchain), directly apply.

The Practical Implication of our Results

We assume that the regulator $F$ estimates $a_R$ as part of its licensing practice, and accordingly conveys optimal consensus execution strategies to $R$. The blockchain network stabilizes once $F$ adopts best responses to the strategies chosen by $R$ (given the Nash equilibria of our regulated blockchain stochastic games).

We are proposing a general regulatory framework for permissionless blockchains to give guarantees on legal block throughput as a function of the regulated consensus resource in the blockchain network. World governments can adopt this framework in general commercial cross-border cryptocurrencies like Bitcoin or Algorand, or setup localized digital currency networks in jurisdictionally constrained but permissionless ‘regulatory sandboxes’.

6 RELATED WORK

We briefly review related work with respect to regulated asset trade using existing blockchain protocols designed for crypto-assets. Since none of the existing protocols have all the principles of regulation enforced within the consensus mechanism, we elucidate the legal and technical aspects of regulation enforced separately from the consensus mechanism.

Susceptibility of existing blockchains towards illegal transactions. Regulators have identified that the illegal use of blockchain based virtual currencies includes money laundering and terror financing [9]. There have been studies conducted for establishing emerging regulatory approaches for the future of blockchain based token economies [21]. None of the existing blockchain protocols, be them permissionless or permissioned, are designed with regulation in the consensus mechanism itself [26, 28, 29]. This has introduced skepticism in the minds of regulatory authorities in the adoption of these protocols as is [11], and introduced regulation as a separate mechanism to be enforced by legal authorities. Even given separately enforced regulation, no comprehensive international regulatory framework exists for blockchain technology [5], and cross jurisdictional governmental collaboration for regulated trade via legal transactions over blockchains is needed [4]. Our regulatory framework achieves the said collaboration through support for cross-jurisdictional regulation.

Pocketed adoption of regulation on blockchains across the world. Licensing for legal use of cryptocurrencies has been initiated by the New York financial services department, with the issuance of the ‘BitLicense’ [8] virtual currency business license. Many nations across the world, including U.K., Australia, the U.S., Hong Kong, Malaysia, Singapore, Switzerland, Thailand, and United Arab Emirates are either exploring or have implemented ‘regulatory sandboxes’ for popular blockchains [10]. More specifically in Europe,
federal banks [14] and governmental bodies [15] are contemplating (geographically constrained) oversight on existing blockchains. Unfortunately, these separate regulatory enforcements imply that cross-jurisdictional transaction conflict resolution would still require tenuous negotiations for (cross-jurisdictional) agreements on the price / commodity quantity being traded as part of the transaction. Such negotiations are trivial under our regulatory framework, owing to a cross-jurisdictional network of regulators overseeing the consensus on regulated asset trade.

Permissionless blockchains introduce an untrusted decentralized financial system in general. Apart from jurisdiction, blockchain technology can be an enabler of decentralized autonomous organizations (DAOs), which have an uncertain legal status [15], and so these DAOs constitute an untrusted financial system. These systems facilitate illegal transactions for which conflict resolution or penalisation claims cannot be legally enforced with complete authority [16]. This drawback of blockchains has already resulted in a fallout for the acceptance of Bitcoin.

Bitcoin has suffered a blow to being a trustworthy trade platform due to the large scale illegal trading in the Silk Road darknet market (as highlighted in Section 2). Given this illegal trade, and the existing mistrust in the deployment of Bitcoin for financial services in general, Bitcoin has been banned in many countries [17], and federal authorities in the US see more oversight coming on most cryptocurrencies in the future [18]. Our regulatory framework, on the other hand, provides a trustworthy, decentralized, cross-jurisdictional financial system by curtailing trader autonomy through regulation.

Consensus in State-of-the-art Permissionless Blockchains is insufficient. Developers at Algorand admit [19] that developing a fast and secure permissionless blockchain is insufficient for a cross-jurisdictional economy, and there is a need to enforce regulation by leveraging sophisticated cryptographic constructions atop the consensus mechanism, such as verifiable random functions, Boneh-Lynn-Shacham aggregate signatures, and new Pixel multi-signatures [19]. These constructions introduce extraneous layers of computation apart from the consensus mechanism, and still are susceptible to attacks as long as their network is permissionless [33]. Our regulatory framework does not need non-trivial cryptographic constructions, and thus is more suitable for regulated decentralized trade.

Our regulatory framework differs from federated blockchains. Federated blockchains [20], have a permissioned network where certain pre-selected nodes, from each organization that is maintaining a distributed ledger, have the authority to participate in the consensus protocol for agreeing on transactions. Unlike our regulatory framework, where a trader has the authority to participate in consensus under the oversight of the regulator, federated blockchains have no notion of regulatory intervention for oversight in the transaction agreement process.

7 CONCLUSION AND FUTURE DIRECTIONS

In this contribution, we have proposed a framework for the legal trade of regulated assets via cryptocurrencies through the appropriate regulation of the consensus resource of existing blockchain consensus protocols. First, we have motivated the need for our framework through a case study of the Silkroad deepweb cryptocurrency based market. Next, we have formally presented our regulatory framework and have given guarantees of legal transaction throughput as a function of the total fraction of the regulated consensus resource. We have shown that the legal transaction throughput can be maximized when the regulated consensus resource is in a majority in the blockchain network, and the regulated protocol executors follow a ‘longest legal branch’ block notarization rule.

In future, we would like to analyze competition between regulated and unregulated executors, when the unregulated executors play the Dub Frontier strategy with a non-zero pay-forward scheme, but the regulated executors are not supported by the regulator through an oversight compliance fee. We would like to derive conditions for a successful long range attack by regulated validators on a vanilla proof-of-stake blockchain to confirm a legal branch originating from the genesis block. Finally, we would like to perform a formal, novel Markov Decision Process (MDP) analysis for block proposal competition between regulated and unregulated executors, in both proof-of-work and proof-of-stake regimes, similar to the recent proposal in [54].
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A THEOREM PROOFS

We now give the construction of our regulated blockchain stochastic games, reduce their construction to existing blockchain mining games, and prove the theorems corresponding to the main results of our framework.

A.1 Preliminaries

Blockchain Game with Regulated Executor Dominance. We define our first regulated blockchain stochastic game RBChain-Rdom-SGame, applicable when the regulated executors are in a majority in the blockchain network ($\alpha_R > 0.5$). Given a root block, the blockchain state is given by $(b_R, b_R)$, where $b_R$ blocks are proposed by the regulated executors, and $b_R$ blocks are proposed by the regulator. The regulator may include an OCF in all of $b_R$ blocks.

| RBChain-Rdom-SGame States: |
|----------------------------|
| **Mining States.** This set of states, denoted by $M$, is a collection of states $(b_R, b_R)$ where both $R$ and $R$ notarize blocks on their own branch. Note that $(0, 0) \in M$. |
| **Defection/Capitulation States.** This set of states, denoted by $C$, is when executor $R$ defects and abandons its own branch, and adds (legal or dubious) blocks linked to some regulated block in the competing regulated branch, transitioning the game from state $(b_R, b_R)$ to state $(0, s_R)$ where $s_R \in \{0, 1, ..., b_R - 1\}$. |
| **Legal Winning States.** This set of states is given by $W_{leg} := \{(b_R, b_R) : b_R = b_R + 1\}$ and all $b_R$ blocks in each state of $W_{leg}$ are legal. Under $W_{leg}$, when executor $R$ overtake, the game transitions to state $(0, 0)$. |

Blockchain Game with Unregulated Executor Dominance. We define our second regulated blockchain stochastic game RBChain-URdom-SGame, applicable when the unregulated executors are in a majority in the blockchain network ($\alpha_U > 0.5$). Given a root block, the blockchain state is given by $(b_U, b_U)$, where $b_U$ blocks are proposed by the unregulated executors, and $b_U$ blocks are proposed by the regulated executors. The regulated executors release $\min(b_U, b_U)$ blocks.

| RBChain-URdom-SGame States: |
|----------------------------|
| **Mining States.** This set of states, denoted by $M$, is a collection of states $(b_U, b_U)$ where both $R$ and $R$ notarize blocks on their own branch. Note that $(0, 0) \in M$. |
| **Dubious Cut Defection/Capitulation States.** This set of states, denoted by $C_{dub}$, is when executor $R$ defects and abandons its own branch, and adds regulated blocks linked to some regulated block in the competing dubious branch, transitioning the game from state $(b_R, b_R)$ to state $(s_R, s_U)$ where $s_R \in \{0, 1, ..., b_R - 1\}$ and all $s_U$ blocks are dubious. |
| **Winning States.** This set of states is given by $W := \{(b_U, b_U) : b_U = b_U + 1\}$. Under $W$, when executor $R$ overtakes, the game transitions to state $(0, 0)$. |

Original Blockchain Stochastic Games. We will refer to the original blockchain mining game under the immediate release model, proposed by Koutsoupias et al. (Sections 2 and 3 in [39]) as the K1-IR-SGame. We will refer to the blockchain mining game with a pay-forward scheme, under the immediate release model, proposed by Koutsoupias et al. (Sections 2 and 3 in [40]) as the K2-IR-SGame. Also, we will refer to the original blockchain mining game under the strategic release model (Section 4 in [39]) as the K1-SR-SGame. Both blockchain mining games [39, 40] do not consider a distinction between legal and dubious blocks, and define the Frontier mining strategy as a choice to mine on the deepest block in the blockchain among all competing branches (with or without a pay-forward).

A.2 Proof of Theorem 8

The K1-IR-SGame considers two miners, named 1 and 2, where miner 2 is in a majority in the Bitcoin network ($\alpha_2 > 0.5$), and is always following the Frontier strategy. Theorem 3.2 [39] from K1-IR-SGame proves that when miner 1 has hash power $\alpha_1$ less than the root of the polynomial $2\alpha^2 - (1 - \alpha)^3 \approx 0.361$, then Frontier is a Nash equilibrium strategy for miner 1. Theorem 3.2 is proven by eliminating the possible set of mining states under the given condition. Next, through Theorem 3.12 [39] in the K1-IR-SGame, it has been proven that, for game depth $E = 3$, the expected gain $\alpha_1$ per epoch of miner 1 is equal to $\frac{\alpha_1^5(2+\alpha_1)}{1-\alpha_1^5}\approx \alpha_1$, by demonstrating strategies more rewarding than the Frontier strategy for $\alpha_1 > 0.455$. By considering alternate game depths $E$, the K1-IR-SGame experimentally establishes (Table 1 in [39]) the lower bound for a deviating strategy to be $\alpha_1 > h_{IR} \approx 0.42$.

The RBChain-Rdom-SGame reduces to an instance of the K1-IR-SGame, when the first miner is the unregulated executor $\bar{R}$, the second miner is the regulated executor $R$, the first miner’s Frontier strategy is replaced by the LegFrontier strategy, and the second miner’s Frontier strategy is replaced by the RegFrontier strategy. Consequently, the results on the threshold $h_{IR}$ from the K1-IR-SGame directly apply to the RBChain-Rdom-SGame.

A.3 Proof of Theorem 9

The K2-IR-SGame has an identical setting to the K1-IR-SGame in terms of defining the miners, and their best response strategies. However, K2-IR-SGame allows miner 1 to add a pay-forward reward $w$ (as some unknown function of $\alpha_1$) to the blocks mined by it. This reward $w$ is collected by the miner who confirms a block immediately succeeding the block that contains the announcement of $w$. In this setting, it is proven through Theorem 3.2 [40], that Frontier is a Nash equilibrium strategy for miner 1, when miner 2 has consensus resource $\alpha_2 > h_{IR}^\alpha = 0.5$.

The RBChain-Rdom-SGame with a regulator contributed OCF $\rho_f$ in the regulated blocks, reduces to an instance of the K2-IR-SGame, when the first miner is the unregulated executor $\bar{R}$, the second miner is the regulated executor $R$, the first miner’s Frontier strategy is replaced by the LegFrontier strategy, and the second miner’s Frontier strategy is replaced by the RegFrontier strategy. Consequently, the results on the threshold $h_{IR}^\alpha$ from the K2-IR-SGame directly apply to the modified RBChain-Rdom-SGame.

A.4 Proof of Theorem 10

The K1-SR-SGame again considers two miners, named 1 and 2, where miner 2 is in a majority in the Bitcoin network ($\alpha_2 > 0.5$), and is always following the Frontier strategy while immediately
releasing blocks. However, when it comes to miner 1, in the K1-SR-SGame, the said miner only releases \( \min(b_1, b_2) \) blocks, where \( b_i \) blocks are successfully mined by miner \( i \in \{1, 2\} \). In this regime, it is proven in Theorem 4.1 [39], that the best response for miner 1 is \( \text{Frontier} \) only when \( \alpha_1 \) is less than the root of the polynomial \( \alpha^3 - 6\alpha^2 + 5\alpha - 1 \approx 0.308 \), but this bound can be improved to 0.33 through results in [38, 40].

The RBChain-URdom-SGame reduces to an instance of the K1-SR-SGame, when the first miner is the regulated executor \( R \) following strategic release, the second miner is the unregulated executor \( \bar{R} \), the first miner’s \( \text{Frontier} \) strategy is replaced by the \( \text{RDubFrontier} \) strategy, and the second miner’s \( \text{Frontier} \) strategy is replaced by the \( \text{DubFrontier} \) strategy. Consequently, the results on the threshold \( \hat{h}_{SR} \) from the K1-SR-SGame directly apply to the RBChain-URdom-SGame.