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No local measurement for a discrete notion of errors for mixed states
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Example
Prepare \( \frac{1}{\sqrt{2}} (|00\rangle + |11\rangle)^\otimes n \),
measure positions outside of sample, abort if result \( \neq |0\rangle^\otimes n-k \).
Resulting state always \( |0\rangle^\otimes n-k \)
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Application: secure two-party randomness generation
Secure Two-Party Randomness Generation

Goal

Produce $X_A, X_B \in \{0, 1\}^n$ such that

- $X_A = X_B$ if Alice and Bob are both honest,
- $H_\infty(X_A) \geq (1 - \epsilon)n$ and $H_\infty(X_B) \geq (1 - \epsilon)n$ except with negligible probability.
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Our main result ensures that the measurement outcome will have near maximal min-entropy.
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