Computer Network Security under the Background of Big Data

Fei Chen
School of Big Data, Chongqing Vocational College of Transportation, Chongqing, China

*Corresponding author e-mail: qiangjiahang@cqjy.edu.cn

Abstract. With the advent of the era of big data, data has exploded. This paper mainly studies the analysis of computer network security under the background of big data. In order to make these data intuitively reflect the network security situation, this paper uses the method of weight allocation to normalize the five groups of data, and allocates a larger weight to the security problems with high network security threat and a small weight to the security problems with low network security threat. In this paper, 3603 sample data are randomly selected as evaluation data according to the proportion of the type of data set unchanged. After setting the parameters, you can train and test. According to the risk level, take corresponding control measures to control the system risk at an acceptable level. The data shows that a certain number of attacks are carried out on the protected network in the 5th, 12th, 20th, 28th, 36th, 44th and 52nd minutes, and the scale of each attack is twice that of the last attack. The results show that the construction and deduction method of network security event scenarios can provide effective support for the research of network security incident coping strategies.

Keywords: Big Data; Computer Network Security; Model Analysis; Risk Assessment

1. Introduction
Big data technology can comprehensively utilize multi-source and massive data resources to mine the time and space rules of passenger travel and obtain travel information. In addition; deep learning has the advantages of continuously learning a large number of sample data and extracting non-linear; unstable and highly uncertain data characteristics. At the same time; it can comprehensively consider the impact of social and economic factors; temporal and spatial factors; and various emergencies on passenger flow changes; and provide advanced technology and advanced technology for improving the accuracy of passenger flow prediction under different environments in urban rail transit passenger flow prediction data support.

With the gradual development of network attacks; especially the recent encryption tunnel VPN technology; attack concealment tips; and the use of mail attacks; web viruses and other ways; so that the network internal penetration ability has been enhanced [1]. In this case; although the boundary is still secure; it does not mean that the internal network is also secure [2]. The security situation of the whole network will not be completely consistent with the security situation of the network [3-4].
the whole; the existing solutions to network security threats can not fully meet the needs of the public [5-6]. In addition; the false reports and missing reports of network security equipment make it difficult for network administrators to timely and accurately grasp the security situation of the network [7]; so they can not immediately make operations to reduce the losses caused by threats [8]. Network attackers use the complex dependency between vulnerabilities in the target network to implement multi-step network combination attacks against them; gradually destroy the security strategy of the target network; and constantly generate new network attack capabilities [9-10].

The network security analysis model describes the related attributes of network security; and establishes the attack rules that cause the transition of network security state. It is the basis of attack graph generation; and the attack graph generated by real target network is generally large and complex. In particular; the possible loop paths in the attack graph will make it very complex to calculate the probability of successful arrival of nodes by attackers. The data mining system under the big data platform collects the latest research results of big data and data mining.

2. Big Data and Network Security

2.1. Big Data
According to the different storage media of massive raw data or intermediate data in the process of big data processing; it can be divided into memory-level big data calculation and disk-level big data calculation. Therefore; from the perspective of the industry; the construction of data warehouse is a project and a process. In terms of data volume; big data includes all data sets of the enterprise. However; in terms of its scale and complexity; the existing data acquisition; data management; and data calculation technologies cannot be processed and analyzed well; and it needs to be processed and analyzed accordingly. Big data storage computing technology and solutions. In the era of big data; traditional display technology has been difficult to meet the visualization needs of large-scale; multi-dimensional and unstructured mass data. Visualization technology and information display face many challenges in the way of information presentation. For two elements \( x \) and \( y \); if the sample values are set to \( x_i \) and \( y_i \) (\( i = 1, 2, \ldots, n \)); the correlation coefficient calculation formula between them is as follows:

\[
R = \frac{\text{cov}(x, y)}{\sqrt{D(x)} \sqrt{D(y)}}
\]

(1)

In the formula; \( R \) is the correlation coefficient and \( \text{cov}(x; y) \) is the covariance of \( x \) and \( y \).

Let \( f(x; p) \) and \( f(x; q) \) be the equivalent probability distribution on \( x \); then the estimate of \( e \) is:

\[
\hat{e} = \frac{1}{N} \sum_{i=1}^{N} I_{[x(x_i)\in \chi]} f(x, p) \frac{f(x, p)}{f(x, q)}
\]

(2)

Using the Hausdorff distance formula; the optimal parameter solution can be derived as:

\[
\nu^* = \arg \max_{\nu} E_{\nu} I_{[x(X; \nu)]} \ln f(X; \nu)
\]

(3)

2.2. Cybersecurity
Many network businesses need the support of a network security platform in the process of handling. In view of the hidden security risks on these networks; we must first analyze the hidden dangers; then implement targeted network security technology defenses; and finally use anti-virus and defense technologies to detect and kill to ensure the safe transmission and operation of company and individual information. As time changes; the matter-element sequence can be obtained from the dynamic matter-element; and the change of certain characteristics can be observed through the matter-element sequence. For example; the abnormal transfer of user permissions can be found through the user permission sequence.
3. Network Security Simulation Experiment

3.1. Experimental Environment
In order to enable these data to intuitively reflect the network security situation; this paper uses the method of assigning weights to normalize these five sets of data; and assign a larger weight to the security issues with high network security threats. Low security issues are assigned a smaller weight. In this paper; while keeping the proportion of types in the data set unchanged; 3603 samples were randomly selected as evaluation data according to the proportion. The results of data division are shown in Table 1.

| Table 1. Data division results |
|-------------------------------|
| Normal Dos U2R R2L Probe |
| Training samples 498 1563 46 89 327 |
| Test sample 213 669 19 38 141 |
| Total sample set 711 2232 65 127 468 |

3.2. Establishment of Network Security Assessment Model
After setting the parameters; you can start training and testing. First click "Open" to browse and import the training file storing the training data to form the training.txt file; and the model file model.txt that needs to store the training results. Therefore; corresponding control measures are taken according to the risk level to control the system risk at an acceptable level.

4. Discussion

4.1. Impact of Big Data on Network Security
The maintenance of network security should be completed by professional management personnel. The maintenance means should be simple and practical; and the measures that are not required to be taken are too complicated. If the measures taken are too complicated; the operation speed of the system itself will be reduced. It will also cause the occurrence of hidden danger of the system itself. In the early network; the general line network is the main channel; which is expropriated; so it is easy to produce signal conflict; which leads to the decline of network performance. Because the transmission mechanism of Ethernet is CSMA / CD; the conflict is inevitable. The conflict domain refers to the occupation of a port; and the conflict will directly lead to network disconnection. The results of network security risk assessment are shown in Table 2. The comprehensive risk impact of the campus network is not big; the system risk degree is acceptable; so it is not necessary to prepare for the next assessment. Among them; equipment and facilities assets are relatively serious; so we should strengthen security defense to ensure the safe operation of the network. Therefore; through the above analysis; the method proposed in this paper can effectively evaluate the security risk level of network system. It can be concluded that if both the attacker and the defender attach importance to the long-term interests and both sides adopt the optimal strategy at each stage; the total expected return of the attacker is 72.2 and that of the defense system is -72.2 when the probability of the game continues is 0.8. Here; if the defense system does not adopt the optimal strategy in the repeated game between the two sides; it will leave a security risk to the protected host system; and the total loss of the host system may increase significantly. At the same time; the attacker will frequently attack the system; resulting in more serious loss of the host system.

| Table 2. Cybersecurity risk assessment results |
|---------------------------------------------|
| Evaluation vector | Risk level | Risk assessment value |
| (0.200;0.200;0.200;0.300;0.100) | Lower | 3.720 |
| (0.000;0.400;0.200;0.300;0.100) | Medium | 4.060 |
| (0.400;0.400;0.100;0.100;0.000) | Higher | 7.380 |
4.2. Algorithm Test Results
In the process of testing; three placement algorithms are used to place virtual machines. The number of virtual machines in 5; 10; 15; 20 and 30 cases are tested respectively. The specifications and types of each test virtual machine are randomly generated. The virtual machine placement test data is shown in Figure 1. From the experimental data; we can see that the imbalance degree of physical machine resource utilization is kept in a small range; and the degree of uneven resource utilization is smaller than that of using simple and chance algorithms. The virtual machine placement strategy studied in this paper is more balanced than simple and chance algorithms in resource utilization; which can better support the network security event scenario construction and deduction method studied in this paper. At the 5th; 12th; 20th; 28th; 36th; 44th and 52nd minutes; a certain number of attacks are carried out on the protected network. The scale of each attack is twice that of the last attack. Therefore; it can be expected that the network security situation value should be increased in the form of throwing objects. Therefore; the method proposed in this chapter can reflect the change of attack more accurately than the contrast experiment.

| (0.100;0.200;0.400;0.200;0.100) | Lower | 3.000 |
| (0.100;0.300;0.300;0.200;0.100) | Medium | 4.960 |
| (0.400;0.400;0.100;0.100;0.000) | Medium | 4.920 |

![Figure 1. Virtual machine placement test data](image-url)
accuracy; the longer the time consuming; the smaller the error; and the more accurate the simulation of network security defense system model; but the cost is also greater; so it is necessary to weigh the simulation times and errors in practical application.

5. Conclusions
In this paper; the network security technology is studied systematically; and the firewall; intrusion detection and anti-virus are elaborated; so that it can be used in the management process of network security events; which plays a good role in the actual work.

This paper uses the self-learning and nonlinear function fitting ability of artificial neural network to predict the network security situation. It can be seen that the prediction model proposed in this paper has better learning ability; the prediction accuracy is greatly improved compared with the other three models.

In the era of big data; with the rapid development of Internet technology; network security management has become an important guarantee work. There are no inherent rules for the operation of entities; so it is impossible to implement them completely according to the fixed rules.
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