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ABSTRACT

COVID-19 vaccines have been rolled out in many countries and with them a number of vaccination certificates. For instance, the EU is utilizing a digital certificate in the form of a QR-code that is digitally signed and can be easily validated throughout all EU countries. In this paper, we investigate the current state of the COVID-19 vaccination certificate market in the darkweb with a focus on the EU Digital Green Certificate (DGC). We investigate 17 marketplaces and 10 vendor shops, that include vaccination certificates in their listings. Our results suggest that a multitude of sellers in both types of platforms are advertising selling capabilities. According to their claims, it is possible to buy fake vaccination certificates issued in most countries worldwide. We demonstrate some examples of such sellers, including how they advertise their capabilities, and the methods they claim to be using to provide their services. We highlight two particular cases of vendor shops, with one of them showing an elevated degree of professionalism, showcasing forged valid certificates, the validity of which we verify using two different national mobile COVID-19 applications.
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1 Introduction

The darkweb has been actively serving as a platform where cybercriminals can carry out their operations, since the founding of the Farmer’s Market (2010) (13) and Silk Road (2011) (4). Both of these marketplaces, operated via Tor hidden services, which is still the most popular anonymization network to this day. While these marketplaces started off with a heavy focus on drugs, though the years such platforms have evolved, providing a large variety of products and services (e.g. firearms, botnet services, malware, stolen bank credentials).

The COVID-19 pandemic has had a great impact on millions of people around the globe, affecting many different aspects of their lives. In order to reverse the worldwide disruption that the virus has caused, vaccines were developed, aiming towards protecting the population and halting the spread of the virus.

Trading platforms on the darkweb were very quick to take advantage of the pandemic situation. Vendors started offering vaccines on several marketplaces, or on their own independent vendor shops (2). After the vaccine development, the next step was monitoring the vaccination status of the population, which was achieved through the issuance of vaccination certificates, in physical or digital form. In several countries, not being vaccinated is bound to cause implications in people’s social and work life, often excluding them from some activities, and making daily tasks harder to carry out. For example, the non-vaccinated population needs COVID tests frequently, might be denied indoor access to restaurants, or have challenges while traveling. Since vaccinations can play such an important role in certain countries, a new market has emerged on the darkweb. Marketplaces and vendor shops are currently offering both physical and digital certificates, from a variety of countries, or fake PCR test results as an alternative, with non-vaccinated people as the target client group. Individuals that do not wish to be vaccinated, but want the convenience of owning a vaccination certificate, can visit the darkweb and purchase one on a number of different platforms.
In this paper, we focus on the COVID-19 vaccination certificate darkweb market, with an emphasis on the EU Digital Green Certificate (DGC). We investigate 17 marketplaces and 10 vendor shops that list physical or digital proofs of vaccination as available products, with the purpose of documenting the different aspects that compose this specific type of illegal trading. This includes elements such as countries of origin, countries that the certificate is valid in, shipping, means of communication with the vendors, as well as how these items find their way to the sellers. We then demonstrate examples of such sellers and emphasize on two interesting cases in which the vendors provide valid EU digital certificates as proof of their service’s legitimacy. Notably, one of the shops presents a very high degree of professionalism. We confirm the validity of these certificates, and examine their details.

The remainder of this paper is structured as follows. In Section 2, we give an overview of the methods used to carry out our research for the purposes of this paper. Section 3 provides background information on the issuance and the verification of vaccination certificates, and discusses the related work. In Section 4, we dive into the mapping of the certificate market of the darkweb. Section 5 is dedicated to investigating the legitimacy of the listings we found. Lastly, Section 6 concludes this paper.

2 Methodology

To locate these selling points we made use of darkweb search engines, such as Torch and Ahmia, as well as popular clearweb and darkweb introduction points like Recon, dark.fail, and The Hidden Wiki. These platforms provided some of the onion addresses of the marketplaces and vendor shops we investigated for the purpose of this paper. We also searched for discussions related to COVID-19 certificates on darkweb forums, with Dread serving as the main resource, since it is by far the most popular darkweb forum at the time of this paper (October 2021). These discussions would often include some type of vendor or selling point advertisement.

After locating all of these resources, we navigated through each site individually, exploring their listings and properties, such as payment methods, accepted cryptocurrencies, pricing, and preferred means of communication. Additionally, we emphasized on the vendors’ status on each platform, which refers to their trust level, profile activity, client feedback received, as well as their sale history, with the purpose of gaining insight on the legitimacy of the listings we managed to discover. To achieve this goal, we also utilized two different national COVID-19 mobile applications (the French "Tousanticovid" and the Danish "Coronapas") to scan and validate QR codes certificates that we found being showcased by the vendors as proof of legitimacy.

Lastly, in order to explore how forging COVID-19 certificates could theoretically be achieved, we needed to firstly understand the operation of the mechanisms that are tasked with the issuance and verification of these documents. At this point we mainly focused on the official specifications of the infrastructure in place, as documented by the European Commission (14; 11; 12; 15).

3 Background and Related Work

In this section we provide insight on the operations of the issuance and verification mechanisms, with focus on the ones utilized in Europe. Furthermore, we also present existing research that is related to our work.

3.1 EU certificate issuance and verification

Each issuing body (e.g. public health authorities) has a digital certificate, known as Document Signing Certificates (DSCs) (13), along with one key pair (12), comprised of a private and public counterpart. The validity of the DSCs (which extends to the key pair) is two years, while the recommended usage period is six months (15). Regarding the issuance, this private key is used to digitally sign the COVID-19 certificates, to provide proof of their validity, and protect against fraudulent proofs of vaccination. The public key is used in the verification of the COVID certificates, by providing assurance on the signature’s validity, since a valid signature can only have come from the corresponding private key, namely the private key of the issuing body. Additionally, every country-member has one digital certificate (in some cases there are more than one) called a Certificate Signer Certificate Authority (CSCA) (13), which is self-signed by the private part of a master key pair. This private key is also used to digitally sign the DSCs, providing them with validity.

With the purpose of coordinating the verification of EU COVID-19 certificates all across Europe, the Digital Green Certificate Gateway (DGCG), developed by the European Commission, stores the public keys of every issuing body, which are then used by all of the COVID-19 mobile applications (12; 8). More specifically, these keys are retrieved from the national issuance service of each country, and provided to the verifier service of each of the remaining member
countries, as illustrated in Figure 1. The list of valid keys is periodically refreshed by the mobile applications (24 hour interval) by connecting to the national verifier service and checking for updates, such as new or revoked certificates/keys.

The national certificate issuing system, has two distinct components, each performing its own tasks: the issuer frontend/web application and the backend/issuer service. At the time of vaccination of an individual at a vaccination center, by using the frontend, their information is placed inside a JSON Web Token (JWT) and encoded in the Concise Binary Object Representation (CBOR) format. This information is then hashed by the frontend, and sent to the national backend, where the private keys of all issuing bodies are stored (see Figure 1). It is then digitally signed with the private key of the issuing body that the vaccination center is operating under, using the CBOR Object Signing and Encryption (COSE) protocol. The CBOR web token along with the signature acquired by the issuer service, are both compressed at the application frontend using the zlib library, encoded to base45, and then the QR code is formed. The procedure is illustrated in Figure 2.

The way to verify one’s certificate, is through scanning their QR code, which is available both in PDF file format, and in the mobile COVID-19 applications (in some occasions also in physical form). The verification process, is also comprised of two different segments, namely the verifier frontend/mobile app and the national backend/verifier service. In the verification process all of the steps described above are reversed. After scanning the QR code using the mobile application, the base45 string is acquired, which is then decoded, decompressed, and at that point the signature can be extracted. The signature’s verification is carried out using the list of trusted public keys stored in the key store of the application, after being regularly updated from the verifier service every 24 hours, as mentioned above. Since the public keys are cached, this mechanism also allows for the offline verification of the certificates.

3.2 Certificate issuance and verification in Russia and the United States

In the case of the United States, it has been decided by president Joe Biden, that there will be no national mobile COVID-19 application, for all of the 50 states. The choice has been left to the states, which individually choose whether they want to utilize a digital, physical, or any system at all, as a means to verify the population’s vaccination status. At the time of this paper (October 2021), only 7 out of the 50 states are using a mobile application. However, the

---

1 The JSON includes their name, date of birth, targeted disease code, country of registration, date of vaccination, along with the issuing organization, vaccine type, manufacturer, vaccine ID code, number of registered doses, number of total doses in the series, and lastly a unique certificate ID.
common practice in all states is the issue of vaccination cards. At the time of vaccination, all individuals are issued a card which states the last and first name, date of birth, patient number, vaccine manufacturer, date and location of vaccination, and most importantly, the lot number. The lot number refers to the unique identifier located on each vaccine, and it serves as the method of authenticating the population’s vaccinations.

Russian authorities implemented the usage of QR codes for vaccination authentication purposes in June 2021, but it was later abandoned in mid-July (9). However, it has been announced that QR codes will be utilized again from the 1st of November and onwards. According to the mechanism Russia has in place, vaccinated users can visit a specific website, input their information, and acquire a QR code file, which can be saved on their device or printed.

3.3 Related work

Since COVID-19 started affecting the cyber world equilibrium, there have been notable research efforts that attempt to shade light on pandemic-specific illegal activities.

Bracci et al. (3) explore the darkweb market for COVID-19 related products, before vaccines became officially available to the public, through crawling. They find that several platforms offered products such as protective equipment (e.g. gloves and masks), tests, vaccines, and even "antidotes" and "cures". Bracci et al. (2), also analyze data crawled from darkweb marketplaces after the roll out of COVID-19 vaccines, focusing on vaccine and vaccination certificate listings. Their effort resulted in documenting 5 platforms that offered vaccination certificates, with data until April 20, 2021. In our work we discover 27 selling points, showcasing how the market has grown over the course of six months. Vu et al. (21), investigate how COVID-19 has affected clearweb illegal trading platforms, and specifically Hack Forums, focusing on the economic and social aspect, as well as the reputation ecosystem that surrounds the forum’s operation. Lastly, Karopoulos et al. surveyed how digital certificates have been implemented in the form of mobile apps (8).

4 Mapping the vaccination certificate market

In this section we illustrate each aspect of the certificate purchasing procedure, from locating the vendors, up until the finalization of the order, by navigating through 10 vendor shops and 17 marketplaces on the darkweb.

While looking for certificate listings on the darkweb we found that a number of platforms forbid vendors from listing COVID-19 related items. The ones that allowed for such listings, in most cases included both physical (e.g. U.S. vaccination cards, see Figure 3) and digital certificates (e.g. EU green certificate). We documented listings from Germany and the Netherlands, which along with the QR code, also contained a "yellow vaccination card" (17; 16) with a sticker tag of the vaccine’s ID number, accompanied by a vaccination center’s stamp and a doctor’s signature (see Figure 3). This card alone can be used at a national level, but it cannot serve as a proof of vaccination in other EU countries (with minor exceptions). Furthermore, there were also listings offering vaccinated individual’s QR codes, instead of generating a new one for each specific customer, and mentioned that in order to use these QR codes, the buyers should also acquire a fake ID under the same name.
Regarding the registration countries, the listings are heavily focused on European countries, and the United States, but there are also listings from other continents and countries, such as Brazil, Canada, Mexico and Australia (see Figure 4). Destination countries presented more variety and flexibility, with many listings mentioning worldwide shipping.

4.1 Promotion

Every successful business, needs to advertise their services and products in some way. In the case of vaccination certificates, a very effective way to achieve this is by utilizing darkweb forums. Forum discussions on the COVID-19 global situation mostly include members debating on whether the vaccines are safe to use, or commenting on conspiracy theories. In addition, there are also posts from members sharing their own story and reasons behind their need to acquire a forged certificate, often both for themselves and their family. These discussions, are a good option for vendors to advertise their services, with many posts providing links to marketplaces and vendor shops, or specific information on how to acquire a certificate. Moreover, other forum users would also refer the buyers to vendors and platforms. Lastly, vendors are also trying to attract clients using specific phrases in their listings in regards to the vaccines, such as "poison", "health of you and your loved ones", "danger" and "freedom".

4.2 Communication

For the listings found on marketplaces, communication with the sellers takes place through the integrated messaging function of the platform, since vendors are forbidden from contacting clients privately. On the contrary, certificate listings on vendor shops, apart from the platform’s own messaging system, also included other methods of communication, such as ProtonMail, Wickr, and Telegram.

4.3 Vaccine options

The majority of certificates available are of vaccination with the Pfizer-BioNTech vaccine. Nevertheless, there are also listings of the Moderna, Johnson & Johnson, as well as the Russian Sputnik-V vaccine, with the latter specifically found in the Hydra marketplace.

4.4 Payment methods & currency

Depending on the platform that the listings are available on, the possible payment methods differ. On vendor shops, the accepted payment method is direct payment. In this scenario, the vendor provides a cryptocurrency address which the buyer can then use to deposit the funds for the purchase. An example of a vendor shop payment option is depicted in Figure 5.

In the case of marketplaces, the payment method is through the escrow mechanism (19). According to this mechanism, the marketplace provides a deposit address to the client to deposit the funds, and holds onto them until the client verifies that the order has been received and everything is as expected. This provides much more assurance to the client that
they will not get "scammed" by dishonest vendors, also known as *rippers*. Furthermore, *Multisignature Escrow* is not utilized by any of the marketplace vendors.

The pricing differs greatly between the different listings, with the cheapest certificate starting at $39 and the highest price reaching almost $2,800, which included both a physical and a digital certificate, registered in the United Kingdom.

In terms of accepted currency, the majority of vendor shops are using Bitcoin (BTC), while marketplaces also include Monero (XMR). However, there are some special cases where more cryptocurrencies are accepted, such as Ethereum (ETH), Cardano (ADA), Litecoin (LTC) and Zcash (ZEC).

### 4.5 Purchase & delivery

On marketplaces, the purchase process includes adding the product to the cart (similarly to legitimate online shops) and then either using a cryptocurrency address (generated for the specific purchase) provided by the marketplace to deposit the funds from their off-site wallet, or paying using the account balance (on site-wallet). In both scenarios, the transaction is carried out through the *escrow* mechanism (see Section 4.4). After the payment has been confirmed by the marketplace, the client needs to provide their private information. This varies depending on the country that the certificate is being issued in and may include full name, country, address, social security number, state, zip code, and email address. Such information, depending on the platform, is sent via different methods, with the main ones being *ProtonMail* and the platforms’ own messaging functions (on marketplaces, this information is also encrypted with Pretty Good Privacy (PGP), using the seller’s public key). All of this information is then used by the sellers to create the valid COVID-19 certificate. This process also applies to the case of vendor shops, with the difference that, as discussed above (see Section 4.4), there is no escrow mechanism in place, and the payment is direct.

After purchasing a certificate, the delivery method depends on whether it is in physical form or in digital. For vaccination cards (physical), the shipping method advertised is normal post. However, in the case of digital certificates there is more variety. Several vendors advertise that after issuing the certificate, they will notify the buyer via email. The buyer would then use the national mobile COVID-19 application to use the certificate, as if they were vaccinated. In other cases, the sellers claim that they can send the vaccination confirmation via email, using the official email address of the hospital that they accessed the issuer service from (see Section 3). After the confirmation, the buyer also receives the certificate PDF file.

---

2 This provides the opportunity to scammers to not only steal people’s money but also their private information (see also Section 5.1).
5 Legitimacy and use cases

This section is dedicated to investigating the legitimacy of the certificate listings we discovered on the darkweb platforms.

5.1 Scammers

While investigating certificate selling platforms, we noticed various indications that can point towards a vendor being a scammer, with extreme prices, both too low and too high, being one of them. Many platforms also provided additional types of products, such as vaccines, with all of them offered at the same base price (see Figure 6). Another indication was the absence of sale history, vendor ratings, reviews, or any type of feedback. One element that could serve as a potential motivation for clients to trust a specific vendor, is the payment method. All of the vendor shops we explored, use direct payments, while marketplaces implemented the escrow payment mechanism (see Section 4.4). With such a mechanism in place, it is less likely for a client to be scammed, since the marketplace will not release the funds to the vendor unless the customer verifies that their order was delivered. Likewise, vendors are less likely to advertise services they cannot actually provide.

Another method to lure clients, with the intention of deceiving them is using stolen valid certificates. One of the marketplaces we explored, included a listing offering digital certificates at the price of $405, that as mentioned by the sellers, have the same validity, as if the vaccination had taken place in France. Additionally, the listing also included a screenshot of a certificate, which we analyzed using two different mobile COVID-19 applications (see Section 2). The certificate turned out to be valid. The results pointed to a real person, based on the social media activity we stumbled upon by carrying out a simple web search, who we managed to get in touch with through a popular social media platform. After explaining the context of our finding, the owner informed us that they had publicly showcased the certificate for professional reasons. The vendor that created the specific listing on the marketplace was a very new vendor (ten day old account), had no sales, no feedback from other users, and in general no activity of any type that could serve as an indication of their legitimacy. For that reason, it seems that the vendor simply used the valid certificate as an assurance to the potential clients that the advertised service can be delivered, in an effort to jump start their business.
5.2 Verified sellers

5.2.1 Indirect verification

Even though, as mentioned, the majority of certificate listings did not include reviews or any sale history, there were some exceptions. Some marketplace vendors, present previous sales of the actual certificate product they are advertising, or sales of other products, which result in a higher trust status on the platform. Additionally, these vendors have client reviews from past buyers, and also support payments through escrow (see Section 4.4). The pricing on these listings fluctuated to a significant extent, with some starting from $39 and reaching $2,000, and did not correlate to the number of positive reviews, or the number of total sales.

5.2.2 Direct verification

A valid certificate for an non-identifiable person Among the platforms we investigated, there was a specific vendor shop advertising COVID-19 certificates registered in France, for the price of $450. The listing included no reviews, no feedback, no sale history, or any type of buyer feedback whatsoever. It only presented a screenshot taken from the official COVID-19 mobile application of France, illustrating a QR code, a date of birth, and a date of vaccination. We decided to use the Danish and French COVID-19 national mobile applications, to test the validity of the QR code (see Figure 7). Based on our findings, the QR code is actually valid and operational, giving a result like any other QR would, in the case of a legitimately vaccinated individual (signed by the “Caisse nationale de l’assurance maladie (CNAM)”).

We attempted to validate the existence of the person the certificate was issued for in an effort to validate the results. After conducting many web searches, the only result coming up was that of a woman of German ancestry, dating back to the 18th century. We note that the date of birth stated on the certificate, is very similar to the date of birth of the woman from the 1700s. Specifically, the day is an exact match, the month number is increased by one, and the year is changed in a way that the last two digits match the exact age of the said woman, at her time of death. However, since we have no way to verify the meaning of this information, it is just conjecture. Lastly, the certificate also includes the exact number of the vaccine doses that have been administered, along with the manufacturer’s name, BioNTech, Pfizer. Specifically, the certificate states that “Doses 1 of 1” have been administered, which is very out of the ordinary since it
is well known that the Pfizer vaccine requires two doses for the vaccination process to be finalized (10). This fact can be an indication that the certificate has been forged, while maintaining validity.

A vendor shop with advanced forging capabilities Out of the entire certificate trading market, there was a particular instance that really stood out. This instance refers to a particular vendor shop, which is the only platform that elaborates on the operation of their service in such detail. On this site, the vendors illustrate technical information on the architecture of the issuance and verification mechanisms in the EU, as well as on the specifications of the JSON token of the certificate QR code (11). The information they provide are in conformity with the official European Commission specifications, as described in Section 3 and depicted on Figures 1 and 2. Both figures have been developed by the vendors and are presented on their platform.

The sellers advertise certificates registered in 25 EU countries and also present reviews from past buyers, along with the overall amount of sales they have carried out. The price for a single certificate is at €250, with bundles of two or three certificates available at €400 and €525 respectively. All payments are exclusively carried out using BTC. To provide proof that the generated certificates sold are valid, the homepage of the site also includes a sample QR code, of a fictional individual, which we validated using two national COVID-19 mobile applications. With regard to communication, the methods of choice of this vendor shop include ProtonMail and Telegram, but there is also an integrated form functionality intended for customers that have already paid and received their order token. This token is a requirement in order to submit a ticket through the form.

While trying to acquire additional information on the vendor shop, we also discovered an unlisted YouTube video, which contained a lot of extra detail regarding the platform’s operation. Clients can choose all of the widely used vaccines in the EU, like Pfizer and Moderna, however the vendors themselves recommend choosing the Pfizer vaccine, since it provides more ease and speed in regards to the delivery of the certificate. Additionally, they state that in the case of an additional third or second vaccine “booster” shot being necessary in the future (depending on the vaccine type), they will update the certificates that have already been sold, free of charge. The vendors also demonstrate the payment mechanism of the site, according to which the clients need to firstly pay for the certificate, send their information after the payment’s verification, and then wait for the vendors to provide the QR code. In this video, the viewer can also catch a short glimpse of the service administration dashboard, where the interface used to generate the certificates is clearly visible. Additionally, the total amount of sales, along the overall revenue generated, can both also be seen. Specifically, the platform seems to have made over 1700 sales, which amounts to more than $450,000 in profit.

Furthermore, the vendors showcase the verification of a great number of certificates that they have generated for demonstration purposes, with all of them containing credentials which, according to the vendors, do not correspond to any real person. All of these certificates seem to have been registered in Italy. The demonstration process is carried out through a mobile application developed by the vendors, so in order to be certain that the certificates are indeed
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Figure 8: Vendor demonstrating synthetic QR code generation capabilities for all type of vaccines. All of these have been checked and appear to be valid when scanned.

valid, and this is not some type of scam, we yet again verified the certificates using the two national mobile COVID-19 applications. We did not manage to verify all of them due to issues in capturing a high quality frame in the video, but the ones we did manage to check, appear to be valid. Additionally, in the video the sellers provide three specific QR codes for verification purposes, which also turned out to be valid (see Figure 8). They also mention that they prefer smaller private channels to advertise their business, to avoid unwanted attention and not allow for scam opportunities (e.g. development of phishing sites). Lastly, the vendors stress the fact that they do not keep any of the personal information provided to them by the clients, since they have no intention of monetizing this data, and want to provide their services without jeopardizing their customers’ privacy.

The individuals behind this vendor shop present an advanced understanding of the system that surrounds the issuance and verification of certificates, which combined with the quality of their web page, the overall attention to detail in describing the operation of their business, and the verification use cases shown, raises the probability of the service being legitimate. This fact however, leads to the question of how these sellers have managed to infiltrate the EU COVID-19 certificate systems in so many countries. Unfortunately, they do not disclose this information, since it would mean the end of their operation.

5.3 Certificate supply

At this point, the question that rises is how these individuals are able to acquire valid COVID-19 certificates. To assure the potential clients, that their product is valid and usable in a real life scenario, many vendors include information in the description of the product, explaining how they are able to provide such a service. The majority of sellers claim having access to the system tasked with the issuance of certificates, such as the EU issuer web application (see Section 3). The access to these systems is allegedly achieved through individuals working in hospital or health organizations, who are able to access the issuance mechanisms, or by remotely hacking them.

In the specific case of a listing on the Russian marketplace Hydra, the description even mentioned the exact location and hospital that the system was accessed from. Although not advertised on any of the listings we discovered, an additional way that would allow for the issuance of valid certificates, is by somehow acquiring the private key (or keys) of an issuance body (e.g. health organization), with a recent case of forged COVID-19 certificates surfacing, suggesting as such (20). This would provide the ability to generate an unlimited number of valid certificates at will.

We want to note that if the latter case (leaked keys) is true there is a problem with the current EU certificate model. While there is the option for EU countries to mark a key as compromised or invalid, and revoke the corresponding certificate (15), doing so would automatically mark a large amount of benign certificates invalid as well.

6 Conclusion

Vendors on the darkweb were very quick in attempting to exploit the worldwide need for COVID-19 vaccines and certificates. They have managed to create a new market, which initially preyed on people’s fear of getting infected with the virus, by offering vaccines even before they were officially rolled out by the governmental entities. This market has now manifested into a vaccination certificate trading market, this time founded on the lack of trust in the vaccine by a
part of the global population, as well as the resentment of these individuals towards the everyday life restrictions and hardships that come as a result of not being vaccinated.

By investigating 27 darkweb COVID-19 certificate selling platforms, we acquire insight on this specific market regarding its products and properties. Out of all the listings we found, it is very challenging to verify how many of them refer to valid certificates. This is mainly due to the fact that the market is not as established yet, as others on the darkweb, with the drug trade as the primary example. This state leads to a few sales, lack of client feedback, and the majority of sellers being unverified. However, we manage to discover a number of certificates which we are able to verify, raising the issue of malicious individuals having access to governmental systems, which they can manipulate at will, or keys of national health organizations’ having leaked. Specifically, in one of the cases discussed, the vendors present a worrisome level of efficiency and competence. We hope that this article will raise awareness on the situation, motivating the corresponding authorities to further investigate the security of the current certificate issuance systems.
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