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Abstract
We present an optical quantum random number generator based on vacuum fluctuation measurements that uses multi-mode coherent states generated by electro-optical phase modulation of an intense optical carrier. In this approach the weak coherent multi-mode state (or a vacuum state) interferes with the carrier, which acts as a local oscillator, on each side mode independently. The proposed setup can effectively compensate for deviations between the two arms of a balanced detector by controlling the modulation index of the electro-optical phase modulator. We perform a proof-of-principle experiment and demonstrate random number generation with a possibility of real-time randomness extraction at the rate of 400 Mbit/s.

1 Introduction
Random number generation is highly relevant for many branches of science and technology [6, 36, 9, 10, 3]. Common solutions are divided into two groups: pseudo [28] and physical [19] random number generators (RNG). The pseudo RNGs rely on deterministic processes, and their outcome may be predictable under certain conditions. Physical RNGs that utilize the measurement outcomes in complex classical systems are also predictable, in a sense, due to the intrinsic deterministic nature of any non-quantum natural system [15]. These types of generators can satisfy the needs of most applications, however, they are unsuitable for fields that require ”fundamentally true” randomness, such as classical and quantum cryptography. It should also be noted that in practice certified non-quantum physical RNGs are relatively slow for modern applications. For instance, ”true” RNGs with
rates from hundreds of megahertz to gigahertz are required for running contemporary quantum cryptography systems, especially taking into account the need to accumulate large bit statistics to eliminate the finite size effects in the quantum keys [31, 20].

One of the promising approaches offering high-speed true randomness relies on using entropy sources based on quantum optics effects. The nondeterminism in this quantum random number generation (QRNG) is ensured by the fundamentally probabilistic nature of quantum processes. Practical QRNGs can be implemented by registering single-photons in different optical modes [18, 14, 23], using entangled photons [29, 10], phase noise of lasers [12, 39, 1], or measurements of the quantum fluctuations of vacuum states [34, 8, 13, 22, 38, 11, 2, 17].

Vacuum-based QRNGs are extensively developed thanks to the convenience of state preparation, insensitivity to detection efficiency, relativity compact optical setup and high generation rates. Parallel vacuum-based QRNG with high real-time generation rate [13, 16], as well as the ones integrated onto a photonic chip [30] have been proposed. Vacuum-based QRNGs generally use homodyne detection schemes that measure the quadrature amplitudes of vacuum states. By definition, homodyne detection is performed using interference of a weak signal (the vacuum state in case of QRNG) with an intense signal (local oscillator) on a 50/50 beam splitter, followed by a balanced detector. After the interference, photon number difference between the two arms of the balanced detector and, correspondingly, the difference in the number of photo-electrons is proportional to the measured amplitude of the vacuum state.

We propose a new approach to implementing a detection scheme for measuring the quantum fluctuations of vacuum states. It is based on the methodology used in subcarrier wave quantum key distribution systems (SCW QKD), where the signal photons are not emitted directly by a laser source but are generated on subcarrier frequencies, or sidebands, in course of phase modulation of an intense optical carrier wave [25, 11, 26, 21, 5]. Earlier it was shown that in SCW QKD one can implement a coherent detection scheme, using the carrier wave as a local oscillator [33, 24]. The scheme is on purpose referred to as “coherent” (not “homodyne”) detection, because, strictly speaking, it corresponds to a more fundamental definition. In SCW QKD scheme with coherent detection the weak coherent multimode states interfere at the phase modulator with the carrier wave on each side mode independently. Therefore, depending on the relative phase induced by the modulators in QKD sender and receiver modules, a major part of the signal will either go to the sidebands (in case of constructive interference) or remain at the carrier (in case of destructive interference) [11]. Then the two output modes (the carrier and the sidebands) are detected by photodiodes, and their respective photocurrent values are subtracted [33]. If a vacuum state is used instead of a weak coherent multimode state, the local oscillator
also interferes with it, and the difference in photocurrents is proportional to the vacuum state on the sidebands. As we describe below, this approach can be used for constructing a QRNG.

In this paper we demonstrate the possibility of implementing a vacuum-based QRNG using multi-mode coherent states and compose a mathematical model for the detection scheme. We experimentally demonstrate random number generation with real-time randomness extraction at 400 Mbit/s rate. We show that by controlling the modulation index of the phase modulator we can compensate the detection setup asymmetry. We quantify the randomness via min-entropy conditioned on classical noise using approach from [15, 14], which allows to estimate the number of almost uniform and independent random bits that can be extracted from an untrusted source. Finally we apply DieHard [22] and NIST [32] statistical tests to assess the randomness of our QRNG.

## 2 Setup and principles of operation

![Principal scheme of the vacuum-based random number generator using multi-mode coherent states. Diagrams in circles show the absolute values of signal amplitude spectrum taking into account only the third-order subcarriers. PSM is an electro-optical phase modulator; SF is a spectral filter that cuts off the carrier; PD is a photodiode; ADC is an analog-to-digital converter; FPGA is a field-programmable gate array.](image)

Figure 1 shows the principal scheme of the proposed vacuum-based random number generator. A fiber-coupled laser emits coherent light with frequency $\omega$. The initial state can be described as $|\sqrt{\mu_0}\rangle_0 \otimes |\text{vac}\rangle_{SB}$, where $|\text{vac}\rangle_{SB}$ is the vacuum state on sidebands and $|\sqrt{\mu_0}\rangle_0$ is the carrier wave coherent state with the average number of photons $\mu_0$. The initial state enters a lithium niobate (LiNbO$_3$) electro-optical travelling wave phase modulator (PSM) operated by the microwave field with frequency $\Omega$. As a result of modulation, a pairs of sidebands is formed at frequencies $\omega_k = \omega + k\Omega$, 

where integer $k$ runs between the limits $-S \leq k \leq S$. The local oscillator can interfere with vacuum state on each side mode independently. Hence, we acquire a multi-mode coherent state

$$|\psi\rangle = \bigotimes_{k=-S}^{S} |\alpha_k\rangle_k,$$  \hspace{1cm} (1)

with coherent amplitudes

$$\alpha_k = \sqrt{\mu_0} d^{S}_{0k}(\beta) e^{-ik\theta},$$  \hspace{1cm} (2)

where $\theta$ is a constant phase and $d^{S}_{nk}(\beta)$ is the Wigner d-function [37]. Argument of the d-function $\beta$ is determined by the modulation index $m$, disregarding the modulator medium dispersion this dependence can be written as

$$\cos(\beta) = 1 - \frac{1}{2} \left( \frac{m}{S + 0.5} \right)^2.$$  \hspace{1cm} (3)

After that a narrow spectral filter and an optical circulator separate the carrier from the sidebands, and the average number of photons arriving at the first arm of the balanced detector is

$$n_1(\beta) = \vartheta |a_0|^2 + \sum_{k \neq 0} |a_k|^2 = \mu_0 \eta_{SB} \left( 1 - (1 - \vartheta) \left| d^{S}_{00}(\beta) \right|^2 \right),$$  \hspace{1cm} (4)

Optical sidebands losses in the detection module can be described by a transmittance coefficient $\eta_{SB}$, and $\vartheta$ is carrier wave extinction factor (defines the carrier fraction that passes the spectral filter). The average number of photons arriving at the second arm of the detector is

$$n_2(\beta) = \mu_0 \eta_{C} (1 - \vartheta) \left| d^{S}_{00}(\beta) \right|^2,$$  \hspace{1cm} (5)

where $\eta_{C}$ is the carrier transmittance coefficient. The detailed description of electro-optical modulation process for the quantum states can be found in [27].

Optical power in the two arms is detected on respective photodiodes, the photocurrents of which are then subtracted. The photon number in the arms can be controlled by varying the modulation index, that should be chosen so that the amplitude ratio between the carrier and all the subcarrier waves equals unity i.e $n_1 - n_2 = 0$. In this case the photo-electron number difference will be proportional to the amplitude of the sidebands vacuum state. The normalized quadrature value of the signal is obtained as

$$x_0 = \frac{(n_1 - n_2) \cdot S}{2 \cdot \sqrt{\mu_0}},$$  \hspace{1cm} (6)
where $s$ is detector sensitivity. Using feedback in order to control modulation index, one can compensate the asymmetry between two arms of the generator caused by the fabrication imperfection in the practical devices. The measured values of the vacuum state are random and have Gaussian probability density distribution $p_m$ with variance $\sigma_m^2$, centered at zero

$$p_m(x) = \frac{1}{\sigma_m \sqrt{2\pi}} e^{-\frac{(x-x_0)^2}{2\sigma_m^2}}.$$  \hspace{1cm} (7)$$

In order to obtain random numbers we digitize the resulting distribution using an ADC and then apply a randomness extractor.

3 Experimental results

To perform a proof-of-principle experiment we implement the setup shown in figure 1. A 1550 nm 40 mW fiber-coupled laser serves as the local oscillator. It is directed into the LiNbO$_3$ PSM with 3 dB loss to perform signal modulation. The system clock frequency is set by a voltage controlled oscillator (VCO). The VCO signal is sent to an external phase-locked loop device, where its frequency is multiplied to generate an output electrical signal with frequency $\Omega = 4.2$ GHz. The clock signal from the VCO also controls operation of a field-programmable gated-array (FPGA) logic module. The electrical signal with frequency $\Omega$ is used as the input to an electrical modulator, generating the subcarrier signal. The modulation frequency is chosen to be maximum possible in order to comply with the optical filter rejection bandwidth of 7.5 GHz. The modulation index, controlled by FPGA, is adjusted so that the amplitude ratio between the carrier and all the subcarrier waves is unity. The modulated signal components are then transmitted through the circulator with 0.5 dB losses in each arm to a fiber Bragg grating spectral filter (reflection coefficient of 99.99% in a 7.5 GHz band, insertion loss 1 dB) with passive thermal stabilization. The optical connections in the detector module introduce additional 1.3 dB loss, so total losses in detection module are 6 dB. Since the sidebands and the carrier follow different optical paths, their losses vary with the transmittance coefficients $\eta_{SB} = 10^{-0.28}$ (2.8 dB loss) and $\eta_C = 10^{-0.33}$ (3.3 dB), respectively. The two output ports of the circulator are coupled to the input ports of a self-developed balanced detector (measurement bandwidth 100 MHz, sensitivities are 0.87 ± 0.02 for PD$_1$ and 0.88 ± 0.02 for PD$_2$). Figure 2(a) illustrates the variance of the output voltage as a function of the average LO power. The variance increases linearly with increase of the average power, indicating that the quantum noise dominates total variance in the given range power. Experimental measurement outcomes statistics is shown in Fig. 2(b).

Since the classical noise, which in theory the eavesdropper can tamper with, always exists in practical QRNGs, it is important to control and elim-
Figure 2: (a) Voltage variance, $\sigma^2_m$ as a function of LO power. (b) Experimentally obtained measurement probability distribution (based on $10^3$ measurement outcomes), LO power 40 mW.

It is important to investigate its influence. The measured noise variance can be expressed as:

$$\sigma^2_m = \sigma^2_e + \sigma^2_q,$$

(8)

where $\sigma^2_e$ and $\sigma^2_q$ are classical and quantum noise variances, respectively. When LO power is set to 0 mW, the measured voltage variance corresponds to $\sigma^2_e$. In our experiment, it has average measured value of $5.49 \times 10^{-5} V^2$. Under the same conditions, the average $\sigma^2_m$ value is $1.06 \times 10^{-3} V^2$ when LO power is set to 40 mW. Thus, the quantum to classical noise ratio (QCNR) is:

$$QCRN = 10 \cdot \log_{10}(\sigma^2_q/\sigma^2_e).$$

(9)

Experimental values of QCNR as a function of LO power are given in Fig. 3.

Figure 3: Experimental results of QCNR (blue) and its approximation (red). For LO power of 40 mW QCNR is 12.9 dB.

In the worst case scenario, when the eavesdropped can listen to and control over entire classical noise, conditional min-entropy parameter can
be used to evaluate extractable randomness with a guarantee of security of the random bits [15]. The min-entropy of the discretized measurement signal $M_{\text{dis}}$ conditioned on classical noise $E$ is given by:

$$H_{\text{min}}(M_{\text{dis}}|E) = -\log_2(\max[A,B])$$

(10)

$$A = \frac{1}{2} \left( \text{erf} \left( \frac{e_{\text{max}} - R + 3\delta/2}{\sqrt{2}\sigma_q} \right) + 1 \right); B = \text{erf} \left( \frac{\delta}{2\sqrt{2}\sigma_q} \right)$$

(11)

where $R$ is one half of the $n$-bit ADC input voltage range, $\delta = R/2^{n-1}$ and $e_{\text{max}}$ is the maximum value of classical noise outcome. We bound the maximum excursion of classical noise value $e$ as $-5\sigma_e \leq e \leq 5\sigma_e$. The detector measurement outcomes are sampled by an 8 bit ADC at 100 MSample/s with 0.4 peak-to-peak voltage range. In this case the proposed QRNG has conditional min-entropy of at least 5.85 bits per sample.

It is important to note that in a practical QRNG the expected value of the measured signal probability distribution can be non-zero. Direct current offset affecting it can be caused by imperfections in the balanced detector, or can be induced by an eavesdropper. As described in [15], equation (10) can be generalized to take into account direct current offset of the device, $\Delta$. If the mean value of the electrical noise is not equal to zero, its maximal value can be calculated as $e_{\text{max}} = 5\times\sigma_e + |\Delta|$. We calculated that the conditional min-entropy begins to drop if the classical noise value becomes greater than $|\Delta| = \pm 0.086 \text{ V}$. In this case, the first value, $A$, in Eq. (10) becomes greater than the second one, $B$. Since QRNG proposed in this paper can effectively compensate the deviation between two arms of the balanced detector by controlling the modulation index of electro-optical phase modulator, we can ensure the direct current offset to remain in the interval $[-0.086 \text{ V}, 0.086 \text{ V}]$.

In our work we implemented randomness extraction by AES-based cryptographic hashing algorithm with an output length of $l = 512$ bit [7]. If the hash function converts $k$ input bits to

$$l < k \cdot H_{\text{min}}/n - 2 \log_2(1/\varepsilon),$$

(12)

then the output string $l$ will be $\varepsilon$-close to uniformly distributed random string, according to leftover hash lemma [35]. We set $k = 1024$ bit so that the security parameter is $\varepsilon < 2^{-100}$.

The real-time unconditional random-number generation rate of our QRNG is 400 Mbit/s. Better performance can be obtained by improving and optimizing the scheme electrical design, as well as a faster randomness extraction algorithm, which is beyond the scope of this paper. We tested the generated random bits using NIST and DieHard statistical tests. The results are shown in Tables 1 and 2. As one can see, our QRNG has passed all the provided tests, which shows that the patterns are not present in the extracted data.
### Table 1: Results of DieHard tests applied to the extracted random numbers.
The test is successful if all p-values satisfy $0.025 \leq p \leq 0.975$.

| Statistical test                               | p-value   | Result   |
|------------------------------------------------|-----------|----------|
| Birthday Spacings                              | 0.943542  | success  |
| The overlapping 5-permutation test             | 0.294847  | success  |
| Binary rank test for 31x31 matrices            | 0.766431  | success  |
| Binary rank test for 31x32 matrices            | 0.424927  | success  |
| Binary rank test for 6x8 matrices.             | 0.151725  | success  |
| Bit stream test                                | 0.119900  | success  |
| OPSO                                           | 0.228152  | success  |
| OQSO                                           | 0.196286  | success  |
| DNA                                            | 0.127439  | success  |
| The count-the-1’s test on a stream of bytes    | 0.354376  | success  |
| The count-the-1’s test for specific bytes      | 0.137865  | success  |
| This is a parking lot test                     | 0.227737  | success  |
| The minimum distance test                      | 0.138302  | success  |
| The 3drspherestest                             | 0.082485  | success  |
| The squeeze test                               | 0.942042  | success  |
| The overlapping sums test                      | 0.186080  | success  |
| The runs test                                  | 0.461516  | success  |
| Craps test                                     | 0.227737  | success  |

### Table 2: Results of NIST tests applied to the extracted random numbers.
The test is successful if all P-values satisfy $0.025 \leq p \leq 0.975$, the minimum pass rate for each statistical test is 0.9583.

| Statistical test                        | p-value   | Result   |
|------------------------------------------|-----------|----------|
| Frequency                                | 0.534146  | success  |
| BlockFrequency                           | 0.911413  | success  |
| CumulativeSums                           | 0.260082  | success  |
| Runs                                     | 0.350485  | success  |
| LongestRun                               | 0.213309  | success  |
| Rank                                     | 0.739918  | success  |
| FFT                                      | 0.122325  | success  |
| NonOverlappingTemplate                   | 0.132399  | success  |
| OverlappingTemplate                      | 0.213309  | success  |
| Universal                                | 0.739918  | success  |
| ApproximateEntropy                       | 0.534146  | success  |
| RandomExcursions                         | 0.159146  | success  |
| RandomExcursionsVariant                  | 0.184362  | success  |
| Serial                                   | 0.260082  | success  |
| LinearComplexity                         | 0.534146  | success  |
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4 Conclusion

We proposed a vacuum-based quantum random number generator using multi-mode coherent states. We built a mathematical model of the proposed detection scheme and created the experimental setup. We performed a proof-of-principle experiment and demonstrated security-proved random number generation with real-time randomness extraction at the rate of 400 Mbit/s. Future research can be focused on improving the QRNG parameters.
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