Models and classifications of secure resource management methods in distributed information communication networks
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Abstract. This paper analyzes the models and classification of secure resource management methods in distributed information communication networks in order to identify the most optimal model.

1. Introduction

Despite many problems that arise in organizing the interaction of objects in distributed information systems, the main one remains the task of protecting a share when organizing its division among many competing processes (resource management task) [9-11, 24-26]. This task is divided into two key subtasks.

The first subtask relates to a conflict that occurs when processes share a share. In this case, if the algorithm is chosen incorrectly, there is a threat of self-destruction of such a resource. For example, multiple accesses of a database may result in incorrect results, and in the worst case, complete database destruction. When accessing a common communication channel, a situation is possible when the LAN stops transmitting data, spending all the time to resolve the conflict [4].

Thus, the system can be destroyed without any malicious intent for natural reasons hidden in it itself. The second sub-task is related to malicious intent on the part of persons wishing to access information hidden from them, or wishing to destroy the information (telecommunication) system [12–14]. In this case, we have to talk about the attack, and, if it succeeds, about the intervention (forced introduction) of certain alien objects that disrupt the normal operation of the system.

When solving these problems, the choice of the control model is of fundamental importance, since many key parameters depend on it, primarily the safety and effectiveness of control algorithms [20]. Thus, the classification of control models according to certain characteristics is of great importance. For example, there is traditionally a classification of models on the principle of the presence or absence of a control center [8, 11, 21-23].

This classification is conceptual and can only help to develop the most general principles for the construction of the system. Therefore, it is interesting to find classifications and models that provide the most informed solutions when choosing a management method.
2. Analysis of models

ISO/OSI Model

The ISO/OSI model (seven-tier open systems architecture) is developed on the basis of the concept of interaction of user processes (application processes) through the transport network using the messaging method (Fig. 1) [15].

At the same time, the task of the transport network is to deliver messages from one point to another without any interpretation, as well as masking the message delivery mechanism (i.e., smoothing out various implementations of network segments, or ensuring transparency). Thus, according to the concept, the network appears to be homogeneous to user processes [1, 2].

The ISO/OSI model (Figure 2) is a detail of the concept considered. In addition to detail, the model arranges processes vertically (interface interactions) and horizontally (protocol interactions). Let us consider the main features of the ISO/OSI model (hereinafter simply models). As can be seen from the figure, at least two systems are required for its consideration. In the figure, these two systems are designated as System A and System B.

The lower four layers (transport-physical) according to the concept form a transport network transparent to high-level processes (application-session). Protocols for the transport network are currently standardized (for example, the IP or X.25 protocol family).
Figure 3. Mechanisms for interaction of protocol processes

The mechanisms of process interaction in accordance with these protocols are well described in the literature [2, 4, 5] and in the documentation on standards (RFC and CCTT), so we will not touch them. We note only that the transport layer protocol is called end-to-end. Processes of this level provide a network-wide interface (transport layer interface) within the systems.

Monitoring (throughout the session) of the correct use of resources includes (if necessary) maintaining the interaction statistics of the participating processes of the session.

The main difficulty in organizing a session is solving the problem of building a logical star of processes (Fig. 3), i.e. building an algorithm for mutual exclusion during multiple access (MD) of processes to a shared resource (server) in time sharing mode [3, 18, 19]. This task is difficult even for centrally managed, concentrated systems; in distributed systems, it is complicated by at least an order of magnitude. The goal of the task is to eliminate the conflict that arises during CBM, and, as a result, to ensure the safe management of common resources (CR).

Figure 4. Hoor's monitoring

Moreover, the work provides a method that allows you to organize the storage of history in the memory area of client processes. In this method, after executing each elementary command, it is proposed to send the client only the data (result), but also the current state of the server process (context). At the same time, the client sends the server not only a command with the necessary data, but also a saved context. Thus, the server resumes service from the point of execution of the last client command. The disadvantage of the method is the impossibility of using it in distributed telecommunications systems (PTCS) with a low data rate.
The following process interoperability is based on server parallelization (Figure 5). At the same time, a certain generating process is constantly present on the server machine. Each time a new client is connected, this process starts a copy of the server so that each client has its own query queue. Thus, the storage of the history and the preservation of the context is assigned to the operating system. The scheme is very popular due to the simplicity of its implementation, and is used in a wide class of client-server systems (for example, in the WWW - worldwide web). However, due to the absence of a common query queue in the schema, it becomes necessary to solve access to a share - for example, a database, and transaction synchronization problems come to the fore. A typical situation for such systems is a denial of service, when all the time is spent on resolving the conflict [4–6], or incorrect maintenance (selling two tickets for the same place is the Siren system).

The last, highest level of the ISO/OSI model - the application - allows us to solve any problems in case they cannot be solved using standard OS tools. For example, in UNIX and Microsoft Windows, the CBM problem is solved using the resource blocking flag, which actually leads us to random service algorithms with all the resulting negative consequences (congestion of systems, denial of service, and so on). Therefore, it is necessary to place the appropriate algorithms (operation with FIFO, HPF, RR queues and so on) at the application level in safe RIS and PTCS.

3. Analysis of classifications

Basic models. We consider the classification of systems based on the principle of interaction of command flows with data flows (Flynn classification [20]). This classification involves four models - SISD (Single Instructions, Single Data), SIMPLE (Single Instructions, Multiple Data), MISD (Multiple Instructions, Single Data) and MIMD (Multiple Instructions) Initially, models were developed to analyze the principles of instruction synchronization in multiprocessor systems, and they are currently used in this area.

Let us enter some definitions.
A flow (according to Flynn) will be called a process if it requires some (possibly remote) resource for its execution.

A resource means any object of the system (data, procedures, other processes), if it can be provided by the system at the disposal of one or more processes. Let us say that the task of managing a resource exists if there is competition between several processes for a certain resource. We consider the applicability of Flynn models within the definitions entered [7].

The SISD model (Figure 6) is conflict-free due to the presence of only one process (thread, processor) and cannot reflect the essence of the task of managing a resource due to the lack of competition in it. However, SISD can serve as an excellent model of the Hoora monitor - some privileged operating system (OS) process that is responsible for correctly separating the resource guarded by the monitor.

In fact, all the tasks that occur in the CBM are somehow reduced to ordering requests (i.e., placing parallel processes in some sequentially serviced queue) in order to facilitate process synchronization. Strictly speaking, the main task in solving the problem of mutual exclusion in a parallel environment is just to reduce all fairly complex interactions to the SISD model.

![Figure 6. SISD Model](image)

The SIMD model (Figure 6) assumes many processes running the same algorithm. Moreover, it is implicitly understood that at each point in time, all processes execute the same command, each with its own data stream. It will be appreciated that such scheme cannot be implemented on a single processor machine and requires a multiprocessor.

![Figure 7. SIMD Model](image)
Within such model (which is true for other classical multiprocessors in which each processor performs only one process), the terms "process" and "processor" are essentially identical. The model cannot be used to solve a resource management problem for two reasons. Firstly, unlike SISD, there is no share in it. Secondly, in RTCS, for topological reasons, it is impossible to synchronize the actions of several processes so that the commands in these processes are executed synchronously.

**Figure 8. MISD Model**

MISD model (Figure 8). Flynn defined this model as an "empty class" because at the time of classification creation there were no systems suitable for MISD. Currently, a system having explicit MISD features is known. This is a class of pipeline processors where many different processors perform operations on common data. In this case, the actions of the processors must be interconnected. Moving from pipeline processors to multiple processes in RTCS and from common data to a shared resource, we see that MISD is, in fact, ideal for solving our problem. In fact, MISD has both features that determine the task of managing a resource - the presence of many processes and their competition for a shared resource [16, 17].

4. Conclusion

Today's technologies provide a range of tools to control access to distributed resources. There are two groups of technologies used to provide security in distributed systems. The first group provides partial authentication, communication protection and independence of the access control mechanism from the applied communication technology. This group includes Kerberos, SESAME, and GAA API systems. This allows you to use any communication protocol, but application developers have to make significant efforts to integrate security technologies with the main communication mechanisms.

Here are the main results obtained during the work.

1. Models and classifications of distributed telecommunication systems construction were analyzed. Based on it, a resource monitoring classification (RMK) is proposed, which allows you to identify the main relationships between the processes and resources of the system at the early stages of design.

2. Analysis of distributed resource sharing algorithms in RTCS is performed. It has been found that the weak point of these algorithms is the procedure for delivering broadcast messages in a distributed environment.

3. Based on the studies conducted, the need was identified for the creation of reliable high-speed algorithms and software and hardware for managing the safe division of distributed resources.

4. For cluster RTCS with DNU and VOC, control algorithms are proposed using the communication channel not only as a means of transmitting information, but also as a common resource necessary for synchronizing distributed processes. This approach allows you to reduce overhead on management, making them independent of the number of subscribers of the distributed system.
5. An extended Shannon model is proposed, taking into account the specifics of data transfer and processing in RITCS.
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