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Abstract- Due to the advancement in technologies, the next-generation wireless network will be very diverse, complicated, and according to the changed demands of the consumers. The current network operator’s methodologies and approaches are traditional and cannot help the next generation networks to utilize their resources most appropriately. The limited capability of the traditional tools will not allow the network providers to fulfill the demands of the network’s subscribers in the future. Therefore, this paper will focus upon “machine learning”, automation, “artificial intelligence”, and “big data analytics” for improving the capacity and effectiveness of next-generation wireless networks. The paper will discuss the role of these new technologies in improving the service and performance of the network providers in the future. The paper will find out that machine learning, big data analytics, and artificial intelligence will help in making the “next-generation wireless network” self-adaptive, self-aware, prescriptive, and proactive. At the end of the paper, it will be provided that future wireless network operators cannot work without shifting their operational framework to AI and machine learning technologies.
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1. Background

Machine learning and big data analytics are playing the most important role in the Next-generation wireless networks (NGWN) [12-46]. NGWN is a dynamic and complex network and it included the fifth generation and beyond networks. The next generation is service driven and there is a huge need that a single infrastructure provided multiple services to increase the efficiency and effectiveness of the system. The diverse services which are provided by NGWN include low latency, massive type and ultra-reliable communication, and increased mobile broadband. NGWN should be capable of ensuring access to multiple services such as long-term evolution, Wi-Fi, and fifth generation. Despite providing multiple services, NGWN should be capable of dealing with the different nature of networks that belonged to various kinds of base stations such as micro, macro, pico BSs, Femto user's applications, and devices [1]. For any network operator to operate with efficiency and to satisfy the users by providing diverse and flexible services is an enormous challenge. One of the major issues for the network operator in terms of providing their services to the diverse number of users included the extending and more efficient network services with the help of the limited resources and capacity pool. The network operator needs to fulfill the growing needs of consumers for the capacity and efficiency of the service in terms of the network. Machine learning and artificial intelligence will help in the advanced planning and management of these diversified networks because manual dealing with these networks will leave the system in more complicated situations. Moreover, manual operating of the networks or the interaction of human beings with the
machine can increase the chances of errors and result in more costly and time-consuming processes [2].

Artificial intelligence has the potential or the ability of computers or robots to command the system for the work and perform all the works that can be done with human intelligence. Artificial intelligence allows the network operators to plan, perform and manage diverse services to fulfill the increasing demands of the consumers over time. Machine learning is a specific form of Artificial intelligence that supports the network operators in planning by providing the accurate prediction about the results of the programs without their actual implementations [3]. Machine learning and artificial intelligence will help the system to automate the process and enhance the level of efficiency within the minimum operating cost. The next-generation wireless networks can be 5G or beyond and these networks cannot work properly without implementations of automation.

Figure 1. The relationship between machine learning and artificial intelligence that can improve the outcome of the next-generation wireless network operations

Network operators use various approaches to optimize their services and the most effective approach which they are using even in the present day is the optimization of "single key performance indicators (KPIs)" which can only work with less amount of data. KPIs cannot work with large sources of data because it is capable of optimizing one element in the network operators in a specific period [4].

At the current time, the network operators are utilizing the old data record and deploying traditional tools on the various parts or locations of data networks that depend upon accumulated KPIs. The
use of outdated data is negatively impacting the capacity of the network operators. Generally the current and the next generation network operators have to deal patterns and relations and can help in providing a more accurate understanding of the data that is collected from multiple sources. In this way, big data analysis and artificial intelligence will help in providing detailed knowledge and understanding of the values and ensure effective measures to improve the effectiveness of the overall wireless networks [5].

Figure. 2. The graphical representation of a few of the technologies and elements that will combine to form the next-generation wireless communication networks is shown in the figure.

Big data and artificial intelligence provide value to the networks with the help of including the large number of data sources that utilized the quality of experience and the customer’s centered approaches for enhancing the quality and performance of the next-generation wireless network operators. “Experimental network intelligence (ENI)” is a specific group that helps in developing effective network architecture, and it is based upon the technology of artificial intelligence. ENI is created by “The European telecommunications standards institute (ETSI)” and proving very beneficial for third-generation wireless networks. There is the possibility that the performance of the future generations of the network can be improved with the help of utilizing the maximum elements of the ENI model [6]. ENI model will not only in the enhancing the configuration of the system but also optimize the process of monitoring the services.

Artificial intelligence will not only impact the next generation wireless system operation in terms of the operational framework but it will also affect the operational expenses of the networks. If the future network operator needs to fulfill the growing demands of consumers there is a
huge need that they should be self-aware, smart, autonomous, and self-adaptive and manage the system cost-effectively [7]. For the future more diverse and advanced networks, the conventional management and maintenance approaches cannot work effectively. Using big data analytics can help future networks operators to provide the best predictive and proactive elements and overcome all the challenges that the current network systems are facing because of the use of some manual and conventional approaches to deal with the data. With the help of big data analytics, the system can go beyond only maintaining it because it will help in involving a large volume of data, the maximum number of data sources and allows best predictions that will help in taking effective decisions that can save the loss of time and money of the network operators. Machine learning and the tools of artificial intelligence are capable of uncovering the wireless network operators’ properties including, anomalies, correlation, and unknown characteristics that are not possible to know with the help of manual approaches and inspections. Getting knowledge and understanding of the unknown properties will help in taking the best decisions to improve the operations and deployment of the next-generation wireless network systems.

Figure. 3. An effective example of an auto-learning network to get the automation of the network processes with the help of machine intelligence for the wireless network communication is provided in the image.

a. Big data analytics and NGWN

The complex patterns of the network traffic and the increasing complications of the wireless system are attracting more towards big data analytics. In the initial days of big data analytics, the network systems were very conscious to shift their operational frameworks but later on the network operators have realized the importance of artificial intelligence for optimizing the efficiency and performance of the network in the near future.

As the result of growing optimization because of big data, the network operators start in-depth understanding and knowledge of this new and most advanced approach towards increasing the performance of the networks. As the result of the search, it is found that there are three most significant factors which attract the network operators toward adopting big data analytics or the approach based upon artificial intelligence. Following is the discussion of the drivers for artificial intelligence in the next-generation wireless networks system.

1. Services and expenses

The users of the wireless networks are demanding high-speed data without increasing the cost of the network. They wanted to get the demanded next-generation wireless network within minimum budgets. In these situations, network operators need a framework that can help them to increase the capacity of their system at less cost. Due to increased competition in the market, the network operators need to shift their focus
from the network center to the customers’ center so that the satisfaction of the consumers can be enhanced. The network operator needed to improve their services, get profit margin and reduce the cost of the operations as much as possible; therefore it gets attracted towards the technology of artificial intelligence and machine learning.

2. Usage of network

With the advancement in technology, users are using the network on various kinds of devices or tools. There are different patterns of network usage due to differences in the devices and usage of the users. The traffic of the network systems is increasing as a result of the higher use of technology and data. The network operators need to understand the heterogeneous patterns of the user’s data use and deal with the large numbers of traffic in a way that the services of the network and usage of the users cannot be interpreted. The use of big data analytics will allow the network operating systems to effectively use the maximum resources and ensure high-quality services to the traffic.

3. Use of technology

The next-generation wireless network included various kinds of users’ cases such as edge computing, network slicing, and vitalization. The use of big data analytics can allow the network operators to divide the cases and the network slicing into multiple layers and provide the best services to the consumer. This is not possible without artificial intelligence because of technological advancements and increased network traffic [6].

Figure. 4. All the important factors or derivers that help in understanding that big data analytics should be used in the next-generation wireless networks.
b. Network operators and the data analytics

Different kinds of data analytics can be used by the network operators to ensure the services to the subscribers. Many diagnostic tools help in detecting the causes of the network operations and errors so that the best decision can be taken for optimizing the performance of the data. Predictive, descriptive, and prescriptive are the most important kinds of data analytics. The network operator systems in the current time are using only the descriptive kind of data analytics and it does not process a large amount of information. Descriptive analytics included the use of visualization tools to inspect the performance and others things related to wireless networks operations. Network operators can make the best predictors with the help of predictive data analytics. It allows the network operators to forecast and what will happen to the traffic, networks, and other elements of the network systems. It included the techniques such as data mining and machine learning so that the best forecasting can be possible for the network operators. Prescriptive analytics is the most advanced data analytics form as it goes beyond prediction because it provided the most significant options for decisions related to vitalization, slicing, and edge computing [8].

c. External and internal data

There are two main classes of data which is accessed by the network operating systems and these are external and internal. All the users and network-related data will include in the internal kind of data. The data that is gathered from the third parties will name as external data. These two categories are further divided into unstructured and structured kinds of data.

Figure 5. These are a few data sets that are required to the artificial intelligence, machine learning, and big data analytics for the processing of its functions.
2. Effectiveness of the Artificial Intelligence

In the “next generation wireless networks,” the network system operators will need to deal with multiple kinds of data, for example, unpredicted, unstructured, and many others. The use of traditional methods or approaches cannot prove helpful for the network operators with complex and heterogeneous data. Artificial intelligence is playing a major role in unveiling the hidden patterns of data or performing big data analytics. Artificial intelligence will help the operating and analyzing the past data to make decisions in real-time [9]. In short, the use of computational intelligence will help the network operators to get meaningful information from the unstructured or the raw data that is collected from multiple resources. There are many kinds of approaches and methodologies that can be applied with the help of artificial intelligence to perform big data analytics. A few of the most important methodologies of big data analytics are stochastic algorithms, rough sets, evolutionary computing, neural algorithms, learning theory, fuzzy logic, swarm intelligence, probabilistic methods, physical algorithms, and immune algorithms [9].

3. Big Data Analytics Approaches

Bottom-up and Top-down are two main approaches that are used by the network operating system to perform big data analytics. The bottom-up approach helps in creating novel business opportunities and deals with the RAN and the consumers’ perspectives. However, the Top-down approach deals with the resolution of the problems. It will focus on what is problem, what kind of data will be required to address it, and how it could be solved effectively to improve the overall performance and the service of network operators [10].

![Diagram of Big Data Analytics Approaches](image)

Figure.6. The sources of the wireless big data, its applications, and the hidden information in the networks are shown in the figure [12].

Artificial intelligence and Machine learning can process complex data. The two most important tools for dealing with a large amount of complex data, for predicting the information, and forecasting...
for the best solutions to the problems are artificial intelligence and machine learning. In “machine learning”, it is possible sometimes that the command and access to enormous data are provided to the machine and it will work like artificial intelligence. Contrary to this, artificial intelligence included the devices that take decisions themselves by performing intelligent tasks. For the next-generation wireless network, applied artificial intelligence can be proved more effective as compared to its generalized form because applied can help in dealing with and controlling the mobile networks. The combination of artificial intelligence is best with machine learning for the future generation of wireless networks because machine learning helps network operators to predict the data and future patterns while artificial intelligence help in suggesting and prescribing the solutions to the problems [5].

AI and machine learning are very helpful for the changing technologies of networks because it does not only help in providing meaning to the raw data but also allow in operating large amounts of complex operations. It can deal with multiple sources and prove effective in the new areas where there is no previous data and artificial intelligence need to prescribe the solutions without analyzing the previous data [2].

No doubt, human beings are very intelligent and their level of expertise can enhance the performance of the network operators but the human beings have limited capacity and the chances of errors are higher therefore the future of wireless networks is associated only with the approaches and tools that deal with the artificial intelligence [8].

It is proved from the study that there is a large number of challenges and issues faced by the future generation wireless networks that cannot be addressed with the help of traditional approaches. If the network operators try to deal with the next-generation wireless networks with the help of old technology the result will be low customer satisfaction and a lack of proper wireless network management. But it is highly recommended that all the future challenges involving the issues of multiple sources, huge traffic, user access, and many others can be easily solved with the help of artificial intelligence [8].

4. Increased Capacity of the NGWN

Big data analytics and AI help increase the capacity of network operators with the help of providing predicting the data most effectively. The traditional approaches cannot prove helpful in these situations for example the mobile network operator may require some solutions to resolve the issues and because of it, the big data analytic will be able to get all the information at the same place so that the error can be detected and resolved with the minimum time duration. The users' and the network's perspective data can be analyzed and predicted with the help of using big data analytics.

The data of the subscriber or the user’s perspective will include the affordability of the users, data of the user’s device, policies, quality of the services, and behavioral data. The analysis of the user’s data will help in taking the user’s center decision so that maximum outcome can be obtained in terms of increasing the customers’ satisfaction.

The network perspective data will include all the processes which will include planning, managing, and monitoring the processes, determining the pricing, dealing with the complex situation, and resolving the issues of the network operating system.
so that the efficiency of the performance can be increased.

Figure 7. The graphical representation of different data analytical applications and how these can help in enhancing the effectiveness in the next-generation wireless networks.

There are different ways in which the communication process can be improved for the next-generation wireless networks. Following are the detailed description of the grew most effective that can be employed by the next-generation networks.

1. With the help of accurate resources allocation process, it is possible to improve the future generation communication process. It has been reported that using big data analytics for the proper allocation of resources can prove very advantageous for future generations. For example with the help of using data analytics, the network operators can plan and manage their resources according to the demand of the users and it will be beneficial for the future wireless system to ensure effective services to the users.

2. It is very important to provide users with the quality of experience and it is only possible with the help of big data because the data will allow in selecting the best solutions according to the user’s preferences and the kind of application that are used by them.

3. With the help of big data and the intelligence of machines, the network operators will be able to deal with the large surge of traffic. By using the data-driven technologies and approaches the network operators can effectively decide which small device or cell phone will be connected with the networks according to the user’s affordability and the profile.

4. Placing small cells can help the network operators to increase the capacity and efficiency of the network but it is very hard for the
network operators to find out the best or most favorable location for the placement of small cells. However, machine learning or big data analytics can prove most effective in this regard because it can best predict even at new locations.

5. The growing demands of the users for the networks and the limited resources of the network operators can lead to the “Radio Access Network Congestion Control” that negatively impacted the quality of the services provided to the users. However, the network operators can’t use the traditional approach and increase the number of resources because the system will become complex and the result will be even low quality. Thus it is assumed that artificial intelligence and big data analytics can best help the network operators in such situations.

6. Each device or cell phone has different traffic and the profile that resulted in the creation of distinctive data and patterns for each cell. When some subscribers get disconnected with particular cells and get connected with the others it increases the load upon the other and as a result, the traffic and patterns get disturbed. Predictive analysis with the help of data analytic will prove helpful in finding out the location of overload so that the network operators manage the next-generation wireless network effectively in near future.

7. In the “next generation wireless networks”, the data rates and coverage of the network services can best be provided with the help of a component of integrated technology named beamforming. Artificial intelligence, big data analytics, and machine learning are the most important techniques which can help in improving the data and coverage rate with the help of detecting the best position and location of antennas. Predicting the load and prescribing the best solution to address the issue.

Figure.8. Graphical representation of how different latest technologies can help in beamforming and adjusting in the next-generation wireless networks.

5. Limitations

No doubt using big data, artificial intelligence, and machine learning will be very advantageous for wireless networks but many challenges can be faced by the network operators as the result of implementing this most advanced technology into their systems. In the first place, it is very challenging to give
machines access to a large number of data resources, and thus it is a challenge itself. Furthermore, there is a need to have a highly-skilled, trained, and smart workforce that is capable of working with the machine. The network operators need to hire new employees and give various kinds of training to the previous employees which can increase the cost of the network operating systems. Next, due to the automation and machine access to the data, there will be a loss of direct control over the data. Despite these challenges it is fact that future generation wireless networks cannot work without automation, artificial intelligence, and big data analytics because of the complexity of the future network operator systems.

6. Conclusion

From the above discussion and evidence, it is clear that artificial intelligence, machine learning, and data analytics can prove the best technologies to deal with the next-generation wireless network operators. These technologies allow the network operators to effectively control, manage and improve their performance so that the consumers’ satisfaction can be improved by increasing the capacity of the network without increasing its cost.
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