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Abstract
Purpose: The purpose of this research is to make comparisons on the internet network using the application of the Burst method and processed with Quality of Service analysis in which there are parameters of throughput, delay, and jitter. This analysis was carried out because there was a problem with a slow internet network. This happens because there is no configured bandwidth management on the Microtic router and also the unequal distribution of bandwidth when more and more bandwidth users.

Methods: Burst is one of the bandwidth management methods available on the Microtic router. Quality of Service analysis is performed to test the parameters of throughput, delay, and jitter on each of the internet networks. After this test is complete, it shows that the results of using the Burst method as a bandwidth regulator, internet network access can be controlled and each client gets the bandwidth evenly as needed.

Result: The work result using Burst is more optimal than performance without using Burst. By using Burst the number of packets lost and failed transactions is reduced by more than 70%.

Novelty: This study focuses on the implementation of Burst which is applied to one client2 and will be compared with client1 without the application of Burst.
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INTRODUCTION
The rapid development of computer technology is accompanied by network development, in this case the internet network [1]. Along with the increasing number of internet users, traffic on the network is increasingly complex and network management is required [2]. The main cause of underused bandwidth is certainty in network parameters[3]. Quality of Service (QoS) can be said as a term used to define the characteristics of a network service. This is to find out how good the quality is in the service. QoS is designed to help end users be more productive by ensuring that users get reliable performance from applications [2]. Microtic router has a queuing facility that can make bandwidth allocation settings for each user's computer with careful Burst analysis and calculation applications. Burst is a proxy router feature that uses the user's computer to obtain more than the Maximum Information Rate (MIR) bandwidth application within a certain period of time [4]. This technique allows clients to get a bandwidth allocation greater than the maximum bandwidth allocation provided in a certain time interval. This is very beneficial for clients who only use the internet for browsing activities, because browsing speed will increase, even if only for a few seconds. However, this will make the web page loading process faster. In its application, Burst bandwidth can be implemented into a proxy router [5]. Bandwidth management system is the process of setting the right bandwidth for each user on an internet network system that supports the needs of internet service applications. Information technology that is fast today is very influential on human life. This scheme is validated through a simulation, which shows that the proposed traffic management policy outperforms the current traffic management policy [6]. Quality of Service is a method of managing bandwidth that is available and distributed rationally. Quality of Service can be said as a terminology used to define the characteristics of a network service to find out how good the quality is in the service. Quality of Service is designed to help end users be more productive by ensuring that users get reliable performance. It has been found that the method provides an iterative calculation of the desired control variable, the amount of literacy
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depends on the network structure, the number of available network resources, the number of flows and the requirements for QoS [7]. The research entitled "QoS Based Admission Control Using Multipath Scheduler for IP over Satellite Networks" is an implementation of balancing the bandwidth load and queue length on each link via satellite to meet the optimal QoS level for each type of traffic (Haitham, 2017). This research focuses on how to use Burst as a method for implementing QoS and also for bandwidth management and then comparing the performance before and after using Burst.

METHODS
This research was conducted by applying various stages starting from determining the network topology, determining network devices to determining the specifications of the equipment to be used. One of the advantages that need to be considered when choosing a network topology is regarding high data security, it shows that the star topology is the choice for research due to high security [8]. In this study, using a proxy router and two laptops that function as clients. The next step is to configure the network which includes all the network topology devices that have been made, then test the router proxy configuration.

After all the network devices have been strung into a star topology, the next step is to configure the basic network for each client, the goal is that the clients can communicate with each other and also have access to the internet network. On the router, configuration of giving an ip address in the form of an ip address for each client, ip routing in the form of the dhcp server, then setting up the dns server so that all clients can access the internet network. Then after everything is configured correctly, the next step is to do QoS testing using wireshark software which aims to get data before using Burst as one of the methods for QoS analysis [9]. After the data is obtained, the next step is to configure Burst on the proxy and also perform bandwidth management at the same time.

The QoS analysis test is again carried out after Burst is configured, it aims to get new results, and will then be compared with the previous results before using Burst as the QoS method, the network topology can be seen in Figure 1.

RESULT AND DISCUSSION
When all the network topology components have been designed and configured correctly, then the next stage is testing the entire network topology that has been made. When everything has been confirmed that the router and Burst are properly configured, the next step is to capture packet data with the Wireshark software, when doing this process because only ICMP data packets are analyzed, the data capturing process uses the tcp command in the Wireshark software so that it only displays ICMP protocol data packets. This process uses a maximum load of 262144 bytes. The results of this data capture are in the form of throughput, delay, and jitter. From these results, it will be obtained data that is analyzed, namely the comparison between before there is a change in the network system and after there is a change in the network system so that the desired results are obtained which can answer the objectives of this study. Based on the existing topology, the job search of the system is shown in Figure 2.
Before performing the search process, the QoS analysis parameter is the capture of data on the data packet network path using wireshark software, this process is carried out on client1 without burst and client2 using Burst, the results of data capture are as in Figure 3.

The next process is capture data on client2 as shown in Figure 4.
This research will conduct several testing of QoS parameters including throughput testing, delay testing, and jitter testing. This research also conducted a scenario that is limiting the bandwidth for each client, namely 5Mb for client1 and client2. The first test is to find the throughput value with the Equation 1.

\[
\text{Throughput} = \frac{\text{the amount of data sent}}{\text{data transmission time}} \tag{1}
\]

The second test is to find the delay value with the Equation 2.

\[
\text{Delay} = \text{Time the package arrives - The time the packet is sent} \tag{2}
\]

The last test is to find the jitter value with the Equation 3.

\[
\text{Jitter} = \frac{\text{total delay variation}}{\text{total packages received}} \tag{3}
\]

From the results of the calculation of the value of the QoS analysis, the first is the comparison of throughput to client1 and client1. This calculation uses Equation 1 and the results are as in Figure 5.

Figure 5 shows a decrease in throughput so that concurrency has increased after Burst. The next parameter that is measured is the delay using Equation 2 and the results are as in Figure 6.
Delay at a maximum load of 262144 bytes client2 shows a smaller delay than client1 with the result of 332309s in Figure 6. Next is the calculation of the jitter value using Equation 3 and the results are as in Figure 7.

**CONCLUSION**

From the results of research and discussion related to Quality of Service Analysis on Internet Networks Using the Burst Method. With QoS parameters including throughput, delay, and jitter at maximum load, it can be concluded that sending ICMP data packets at a maximum load of 626144 bytes client1 produces a larger throughput, namely 5.4539643 than other routing clients 4.3716525. Then for delay at a maximum load of 262144 bytes, client2 delay is smaller than client1, namely 0.226197 with the result of client delay1 0.332309. Then for the results of jitter at a maximum load of 262144 bytes, client1 results in a greater jitter of 0.513669s than client2, namely 0.442646. From the results of the tests that have been carried out, it is found that Burst can be used as a method that can be used for QoS analysis. Performing bandwidth management on the network can also be done using Burst. The conclusion of this study is that using Burst as one of the QoS methods is very suitable to increase the validity of data transmission even though it has to sacrifice bandwidth limits.
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