Secured Communication in Vehicular Adhoc Networks (VANETs) using Blockchain
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Abstract. In the last decade, the vehicular ad-hoc network (VANET) field is growing drastically. In VANET the communication is the most important aspect through which the data transmission is taking place. Data transmission is maybe related to data in the form of multimedia messages, notifications, announcements, or some warning messages that are involved in VANETs. Data transmission among different vehicles would lead to an exchange of audio-video files in the formed network. These multimedia messages should be transmitted in the fraction of second as this network is built for temporary communication. Vehicles involved in this communication should be trustworthy otherwise other vehicles those who are part of this network would be misguided due to intruder present in the network. To achieve security and integrity in the constituted network, system has proposed the blockchain security environment as a part of this proposed system. Blockchain induces high-end communication in the ad-hoc network. It also enhances the overall security aspect of the constituted network. In this paper, we have proposed blockchain-based security system for vehicular communication that handles this communication securely in a well efficient manner. The performance of the
The proposed system will be measured based on parameters like end-to-end delay, reliability, and packet delivery ratio.

1. Introduction

VANETs are typically composed of few vehicles those who can capable to form the network through wireless sensor networks (WSN) and they can exchange some multimedia data. Vehicles are equipped with a wide range of sensors to broadcast the messages among the network. This kind of communication would be useful to avoid serious accidents on the road or to make some announcements, warning messages, line change assistance, emergency vehicle notification etc. This communication also extends to convey natural calamities among the ad-hoc network. Two categories of communication are possible in the VANETs depicted as Vehicle to vehicle (V to V) and vehicle to infrastructure (V to I). In both categories of communication, the Road Side Unit (RSU) plays a vital role to initiate and accomplish the task. For instance, suppose a bridge is broken down on some road around one kilometer ahead and this kind of natural calamities can be shared among the network through neighbors so that they can take some preventive measures to avoid accident. Such emergency messages system need to distribute among the network. But there are some exceptions for this scenario as an intruder or any malicious node (vehicle) wants to share the fake message in the network to mislead the entire network. To avoid this, strong base of data authentication with security is required for vehicle communication. By attaining blockchain-based security the authenticity of the messages would be achieved among the network which will enhance the overall data exchange capability of the VANETs. We can deploy smart contracts that will ensure the authenticity of the messages. With the help of smart contracts only registered vehicles will be able to communicate in the VANETs. Vehicles in the network can share some multimedia files among the constituted network by secured way with the help of blockchain architecture.

2. Existing work

L.Zhang et.al. in [1] proposed the privacy mechanism vehicular communication system in a cloud environment. Hierarchy is defined in this network for efficient communication among the formed network. Hassan et.al in paper [2] suggested that blockchain is a viable solution for decentralized networks. Blockchain-based Internet-of-Things (IoT) system all transactional details and encrypted keys are accessible to all in the network. In [3-5] proposed trustworthy, safest, and privacy-preserving networks in vehicle-to-vehicle communications. Dedicated Short-Range Communication (DSRC) standard in VANET is used for safety message exchange that is involved in multi-hop data dissemination and routing [6]. For video transmission in VANETs, As the video files are bulky, they are encoded with the High Efficient Video Coding (HEVC) encoding scheme to form the bitstream [7]. Traffic safety and the efficiency of the VANET can be improved by broadcasting some warning or alert messages among the constituted network. Finding a single trusted entity to store and distribute such messages can be challenging, and vehicles may not be involved in the network [8]. An intruder cannot spoil a trusted network by concept using apriori countermeasure which mainly prevents the broadcasting of fake messages into the network [9].

3. Challenges

3.1 The problems that deteriorate the video streaming quality in VANET are the packet loss and the transmission delay. Many causes can lead to these problems such as high vehicles density, high speed of vehicles, environment obstacles, etc.[10]

3.2 The delivery of video flows in the best perceived video quality is big challenge as the nodes are endowed with high mobility [11].
3.3 The most important challenges of video streaming on VANETs is how to reduce the time for video streaming. The Peak Signal-to-Noise Ratio (PSNR) of video streaming on wireless networks is very low, because of the high packet loss probability caused by the fading, interference and collision. It is even worse in VANETs, because of the fast changing network topology caused by the high movement speed. The video streaming protocol do not possess reliability techniques, because reliability is considered to be useless in video streaming [12].

3.4 Video streaming in urban VANETs is a desired application, which is more complicated than others since it has strict QoS limitations and a greater amount of information to be transferred. An adaptive geographic routing scheme posing dynamic nature of urban VANETs was developed, in which the lifetimes of the discovered routes are limited and is insufficient for transferring all the packets of a large video file. Furthermore, the discovered routes need enough connection probabilities to satisfy the required QoS limitations including end-to-end delay, freezing delay and packet delivery ratio. [13]

3.5 The environment reliable data dissemination to the destination nodes is one of the biggest challenges as there may be a congestion in the network due to blind flooding of messages to their final destination, called as broadcast storm which may lead to the performance degradation with respect to the metric such as-message delivery, reliability and response time.[14]

3.6 The fair resource allocation in the vehicular environment and to ensure a best perceived video quality while switching from RSU coverage to another still remains big challenge [15].

4. System architecture

The proposed system mainly focuses on transaction among the V to V or V to I network in secured way. There are a lot of storage architectures and are used for different purposes. Blockchain is a distributed architecture that uses encryption and hashing algorithms. These characteristics of blockchain make it a very secure technology in the existing era. Due to such characteristics, various researchers have proposed ideas with the help of blockchain technology in different sectors like healthcare, government documents, stock markets, financial institutions. In the blockchain, there are different platforms exists listed as Ethereum, Hyperledger Fabric, Hydrachain, Multichain [16]. Ethereum [17-18] is a Type 2 platform where programmer can able to write and deploy his logic programmatically. These programs are called smart contracts. Nodes can communicate with each other in the ethereum blockchain using smart contracts. In the existing VANET system, the cloud can be used to store audio and video messages sent by the vehicles through RSU. In the cloud, privacy and security issues have been observed [19]. On the other hand, blockchain also suffers from some issues like cost and less storage space [20]. By collaborating the blockchain with cloud the system could able to achieve both storage and security issues in well efficient manner. In [21], paper presents validation of indoor wireless local area network (WLAN) propagation model for varying rectangular receiver node geometry. Moth-Whale Optimization Algorithm proposed to identify the best optimal path among different available multipath in the VANETs [22]. Large amounts of data storage on the blockchain will degrade the performance of the VANETs. Storing only transaction records, hash values of all required transactions, and off-chain data storage will be effective. The drawbacks of blockchain and cloud can be overcome by integrating these two technologies. This paper proposed a Blockchain-Cloud integrated VANET system as shown in Figure 1. In this proposed system, the possibility of generating fraudulent messages will be reduced and messages can be securely buffered on to the cloud system. The messages are forwarded among vehicles that are part of this network.
Figure 1: Blockchain-Cloud Integrated VANET System

Figure 2: Detailed Working of Blockchain & Cloud
The hexagonal network partitioning would be considered while forming the VANETs. In the network, each vehicle is provided with unique id for verification. The authenticated vehicle can able to transfer and receive the data frame sent by another vehicle which is part of that network. Within the network data frame transmission and dissemination is the challenging job. To accomplish this task network has to identify a vehicle which is a good forwarder and disseminator depending upon the past history of that vehicle by considering dissemination and transmission parameters. The message format is given in figure 3.

| Vehicle ID | Message No | Vehicle Position | Message Length | Expiry Duration | Vehicle Speed |
|------------|------------|------------------|----------------|----------------|---------------|

**Figure 3: Message Format**

As shown in above diagram message consist of vehicle unique id, message number, vehicle position, message length and expiry duration of the message.

\[
\text{Vehicle Speed } = \frac{\sum_{x=1}^{N(w)} |SP_x - SP_y|}{\text{Number of adjacent vehicles (w)}}
\]  

(1)

From equation(1) vehicle speed of the vehicle is computed by comparing speed of the adjacent vehicle. ‘x’ and ‘w’ are two adjacent vehicles in the network. Speed of the two adjacent vehicles is given by ‘SP_x’ and ‘SP_w’. Vehicle position is calculated by using equation (2) as follows

\[
u_p = u + \text{Vehicle Speed} \times (t_2 - t_1) \times \cos \theta
\]

(2)

\[
v_p = v + \text{Vehicle Speed} \times (t_2 - t_1) \times \sin \theta
\]

(3)

Where, ‘u_p’ and ‘v_p’ are the current positions detected by RSU and ‘u’, ‘v’ are the previous positions of the same vehicles. Time ‘t_2’ and ‘t_1’ are the current time and previous time respectively. \(\theta\) is given by

\[
\theta = \tan^{-1} \left(\frac{h_2 - h_1}{k_2 - k_1}\right)
\]

(4)

where, (h2, k2) is the current position, and (h1, k1) is the previous position of the vehicle.

The detailed working of the proposed VANET system is shown in Figure 2. When a traffic situation is observed by any vehicle among the network, then a message regarding the same is sent to RSU. This message may be in the form of audio or video. RSU needs to send the same message to blockchain for verification. The message will be verified based on the message format as given in figure 3. But before that system needs to confirm whether the received message is authentic or fraudulent. If a message is sent by a registered vehicle then it will be considered as an authentic message. This authenticity will be verified by a smart contract. This smart contract is written in solidity language. The smart contract will compare vehicle ID with registered vehicle IDs. If the vehicle ID is matched then, the message sending vehicle will be an authentic one. Then that message will be encrypted with the (Elliptic Curve Cryptographic) ECC algorithm. The hash value of the message will be saved on the blockchain. Then the encrypted message will be saved on the cloud. Then this message will be forwarded to RSU. RSU will forward the same message to the nearby
vehicle that is part of the network. That particular vehicle forward and broadcast the message to all other vehicles for acknowledgment of the particular event or any emergency condition. The broadcasting vehicle will be chosen based on the following equation (5).

$$\sum_{j=1}^{n} P_j = \text{Number of Adjacent Vehicles}_j + \text{Current Position}_j + \text{Speed of vehicle}_j$$  (5)

where ‘$P_j$’ may be any vehicle in the network that is in the communication range of RSU.

5. Experimental details

The experiment is performed by using a computer machine which consists of window 10 operating system and implementation is carried out by using the NS2 simulator for effective results.

6. Comparative Analysis

This section indicates the different results obtained by considering parameters like end-to-end delay, reliability and packet delivery ratio, etc. By examining this we can able to prove that our results are better than existing results. The proposed system is compared with existing protocols like Position-Based Seamless Connectivity Routing (PB-SCR), Adhoc On-demand Distance Vector (AODV), Reliability Aware Intelligent Data Dissemination (ReIDD), Greedy Perimeter Stateless Routing (GPSR), and Multi-Channel Error Recovery for Video Streaming (MERVS).

![Figure 4: End-To-End delay](image-url)
7. Conclusion and Future work

The proposed system will improve the performance of the VANET network through secure transmission and avoid unauthorized access to a fraudulent vehicle. The hash value stored on the blockchain and other communication messages are stored on the cloud. The hash value of each communication is stored in the form of 256 bits. This system will reduce the overall percentage of road accidents by sequencing communication strategies. This system also improves the overall
reliability, packet delivery ratio, and minimizes the end-to-end delay between two communicating vehicles. Security is the main concern in the VANETs is resolved by using this proposed system. In the future, by implementing some other distributed storage structures and security technologies can be apply to improve the overall mechanism of VANETs system.
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