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Abstract
We present several quantum public-key encryption (QPKE) protocols designed using conjugate coding single-photon strings; thus, they may be realized in the laboratory using current techniques. The first two schemes can encrypt one-bit messages; these are then extended to two kinds of QPKE schemes oriented toward multi-bit messages. In these schemes, Boolean functions are used as private keys and classical-quantum pairs as public keys, where one private key corresponds to an exponential number of public keys. Later, we discuss some issues related to authentication and a possible way to improve the security of the proposed schemes in this paper. The novel structure of the protocols presented here ensures that most of them are information-theoretic secure under attacks on the private key and on the encryption, while they can be realized more easily compared to other protocols.
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1 Introduction

Public-key encryption [1,2] is an important branch of modern cryptography. Until now, the security of classical public-key encryption schemes has been based on certain mathematically difficult problems whose difficulty has not been proved. In a quantum computing environment, most of these problems will cease to be difficult [3]; in that case, the related public-key protocols will not be secure.

Therefore, new schemes must be developed to resist the attacks of quantum adversaries. Private key protocols utilizing quantum key distribution (QKD) can be utilized to address such issues [4–8]. Another solution involves the development of quantum public-key encryption (QPKE). Okamoto et al. [9] introduced a public-key encryption scheme with a quantum algorithm in the key generation phase. Gottesman [10] proposed a QPKE protocol based on teleportation with information-theoretic security. Kawachi et al. [11,12] investigated the cryptographic property of the “computational indistinguishability” of two quantum states generated via fully flipped permutations and proposed QPKE schemes based on it. Nikolopoulos constructed a QPKE [13] from the perspective of a single-qubit rotation and trapdoor one-way function and improved the scheme using the parity of an s-bit codeword to encrypt one-bit plaintext to resist forward research attacks [14]. Fujita [15] constructed a McEliece-based QPKE, while Yang et al. [16] proposed another QPKE based on McEliece. Yang and Liang introduced the concept of induced trapdoor one-way quantum function [17] and discussed public-key encryption and authentication of quantum information in [18]. Gao et al. discussed quantum asymmetric cryptography with symmetric keys in [19]. An earlier version [20] of this paper presented some QPKE protocols with information-theoretic security. Wu and Yang proposed a bit-oriented QPKE scheme [21] based on quantum perfect encryption and a QPKE protocol [22] for an unknown multi-qubit state based on qubit-wise teleportation. In [23], a quantum public-key cryptosystem based on Bell states was presented. Wang et al. proposed a practical QPKE model in [24].

The idea of a conjugate code was first introduced by Wiesner [25]. It refers to “any communication scheme in which the physical systems used as signals are placed in states corresponding to elements of several conjugate basis of the Hilbert space describing the individual systems.” Two bases are called “conjugate” [4,25] if each vector of one basis has equal-length projections onto all vectors of the other basis. In this case, a system prepared in a specific state of one basis will behave entirely randomly and lose all its stored information when subjected to measurement corresponding to the other basis. The first quantum public-key protocol BB84 [4] was just based on conjugate coding. In the 1980s, conjugate coding was developed to the world of public-key cryptography as oblivious transfer, first by Rabin [26] and then by Even [27]. Deng and Long proposed a quantum secure direct communication scheme [28] based on conjugate coding. A quantum probabilistic encryption scheme [29] based on conjugate coding was put forward in 2013. These schemes based on conjugate coding can be more easily realized experimentally (such as the implementation of BB84 [30]) compared with others.

In this paper, we propose several QPKE protocols based on conjugate coding which can all be realized with current technology using polarized photons. The first scheme is bit-oriented and can resist attacks on the encryption, while it cannot resist attacks on
the private key. We then improve the scheme to ensure security of both the encryption and the private key. Two secure QPKE schemes oriented toward multi-bit messages are then presented. In these schemes, Boolean functions are used as private keys, and classical-quantum pairs are the public keys.

Most of the QPKE schemes proposed here have two advantages: On the one hand, they can be more easily realized using unentangled photons compared to schemes using entangled photons [21,22]; on the other hand, they can reach information-theoretic security under attacks on the encryption and on the private key compared to computational-secure schemes.

This paper is organized as follows. In Sect. 2, we present two QPKE schemes treating one-bit messages based on conjugate coding. In Sect. 3, we extend the schemes to those oriented toward multi-bit messages. In Sect. 4, we discuss some issues related to authentication and a possible way to improve the security of the proposed schemes in this paper. Some conclusions are reached in Sect. 5.

2 Quantum public-key encryption schemes for one-bit messages

Let \( k = (k_1, \ldots, k_n) \) be an \( n \)-bit string, where \( k_1, \ldots, k_n \in \{0, 1\} \). For the Hadamard transform \( H = \frac{1}{\sqrt{2}} \begin{bmatrix} 1 & 1 \\ 1 & -1 \end{bmatrix} \), we define \( H_k = H^{k_1} \otimes \cdots \otimes H^{k_n} \), where \( H^0 \) is the unit operator \( I \), and \( H^1 \) is \( H \). Similarly, for the Pauli operator \( Y = \begin{bmatrix} 0 & -i \\ i & 0 \end{bmatrix} \), we define \( Y_k = Y^{k_1} \otimes \cdots \otimes Y^{k_n} \).

### 2.1 First scheme

**[Key Generation]** During this phase, Bob can do as follows:

1. Select randomly a multi-output Boolean function \( F : \{0, 1\}^m \rightarrow \{0, 1\}^n \) as his private key;
2. Select randomly \( s \in \{0, 1\}^m \), and compute \( k = F(s) \);
3. Generate \( |i\rangle \) with \( i \in \Omega_0 \);
4. Apply \( H_k \) to \( |i\rangle \), and take the classical-quantum pair \((s, H_k|i\rangle)\) as one of his public keys.

Bob can generate a large amount \((2^n)\) of public keys with a private key \( F \). In each of these public keys, \( s \) is different. The classical string \( s \) is bounded to the quantum state \( H_k|i\rangle \) as a label.

**[Encryption]** If Alice wants to send a one-bit message \( b \) to Bob, she should get one of Bob’s public keys \((s, H_k|i\rangle)\) and then:

1. Select \( j \) randomly from \( \Omega_b \);
2. Apply \( Y_j \) to \( H_k|i\rangle \), and then send \((s, Y_j H_k|i\rangle)\) to Bob.

**[Decryption]** After receiving the ciphertext, Bob should:

1. Calculate \( k = F(s) \);
2. Apply \( H_k \) to \( Y_j H_k|i\rangle \) and measure it in the basis \( \{|0\rangle, |1\rangle\}^n \).

\( \odot \) Springer
Bob obtains the one-bit message from the parity of the bit string he received. The state after applying $H_k$ to $Y_j H_k |i⟩$ is

$$H_k Y_j H_k |i⟩ = (-1)^{j · Y_j |i⟩} = (-1)^{j · (i ⊕ k) + \frac{1}{2} W_H(j)|i ⊕ j⟩}. \quad (1)$$

Thus, after measuring it, Bob obtains $|i ⊕ j⟩$; here, $⊕$ denotes bit-wise addition modulo 2. The parity of $W_H(j)$ is equal to the parity of $W_H(i ⊕ j)$ because $W_H(i)$ is even. Then, the message (plaintext) is obtained.

### 2.2 Security analysis

The security of the QPKE is now analyzed from two perspectives: (1) Security of the encryption and (2) security of the private key.

#### 2.2.1 Security of the encryption

We first consider the case where the attacker, Eve, acquires two different ciphertexts encrypted by different public keys corresponding to the same private key $F$. The ciphertexts for him can be denoted as

$$\rho_0 = \sum_{P(j) = 0} Y_j \left[ \sum_F H_{F(s)} \left( \sum_{P(i) = 0} p_{ij} F |i⟩⟨i| \right) H_{F(s)} \right] Y_j$$

$$= \frac{1}{2^{5n-2}} \sum_k H_k \left( \sum_{P(i) = 0} \sum_{P(j) = 0} Y_j |i⟩⟨i| Y_j \right) H_k,$$

$$\rho_1 = \sum_{P(j) = 1} Y_j \left[ \sum_F H_{F(s)} \left( \sum_{P(i) = 0} p_{ij} F |i⟩⟨i| \right) H_{F(s)} \right] Y_j$$

$$= \frac{1}{2^{5n-2}} \sum_k H_k \left( \sum_{P(i) = 0} \sum_{P(j) = 1} Y_j |i⟩⟨i| Y_j \right) H_k. \quad (2)$$

Here, the results are obtained under the condition including that the output of $F$ is uniformly distributed. Similar to that in [29], the definition of information-theoretic quantum ciphertext indistinguishability under chosen plaintext attack (IND-CPA) for QPKE protocols is stated as [31]: A QPKE scheme is information-theoretically quantum ciphertext-indistinguishable if for every quantum circuit family $\{C_n\}$, every positive polynomial $p(·)$, all sufficiently large $n$, and every bit-string $x, y \in \{0, 1\}^*$, the probability $Pr(·)$ satisfies:

$$|Pr[C_n(G(1^n), E_{G(1^n)}(x)) = 1] - Pr[C_n(G(1^n), E_{G(1^n)}(y)) = 1]| < \frac{1}{p(n)}, \quad (3)$$
where $G$ is the key generation algorithm, $E$ is the quantum encryption algorithm, and the ciphertext $E(x), E(y)$ are quantum states. It is also proved [29] that a QPKE scheme is information-theoretically secure if the trace distance between any two ciphertexts is $O\left(\frac{1}{n^2}\right)$. Now, we calculate the trace distance between any two ciphertexts in this one-bit scheme. Since $\sum_k H_k \left( \sum_{P(i)=0} \sum_{P(j)=0} |i \oplus j\rangle \langle i \oplus j| \right) H_k + \sum_k H_k \left( \sum_{P(i)=1} \sum_{P(j)=1} |i \oplus j\rangle \langle i \oplus j| \right) H_k = 2^{n-1} I$, we have

$$D(\rho^0, \rho^1) = \frac{1}{2^{3n-2}} \times$$

$$\times D \left( \sum_k H_k \left( \sum_{P(i)=0} \sum_{P(j)=0} |i \oplus j\rangle \langle i \oplus j| \right) H_k, \sum_k H_k \left( \sum_{P(i)=0} \sum_{P(j)=1} |i \oplus j\rangle \langle i \oplus j| \right) H_k \right)$$

$$= \frac{1}{2^{3n-2}} \cdot 2 \cdot \frac{1}{2} \left| \sum_k H_k 2^{n-1} \left( \sum_{P(i)=0} |i\rangle \langle i| - \frac{1}{2} I \right) H_k \right|$$

$$= \frac{1}{2^{3n-2}} \cdot 2^{n-1} \cdot \frac{1}{2} \cdot 2^{n} \left| \sum_{k_{0,1}} H^{k_1} Z H^{k_1} \otimes \ldots \otimes \sum_{k_{n,1}} H^{k_n} Z H^{k_n} \right|. \quad (4)$$

From spectral decomposition, we obtain $\text{tr}|A_1 \otimes A_2| = \text{tr}|A_1| \cdot \text{tr}|A_2|$ for normal matrices $A_1$ and $A_2$. Then, we have

$$D(\rho^0, \rho^1) = \frac{1}{2^{2n}} \left( \text{tr} \sum_{k=0,1} H^k Z H^k \right)^n = \frac{1}{2^{2n}} (2\sqrt{2})^n = \left( \frac{1}{\sqrt{2}} \right)^n. \quad (5)$$

According to the definition of information-theoretic quantum ciphertext-indistinguishability described above, the attacker cannot distinguish any two ciphertexts encrypted by different public keys corresponding to the same private key because of Eq. (5).

Next, we consider the case where the attacker, Eve, intercepts two ciphertexts corresponding to different private keys. The quantum part of public key $H_k|i\rangle$ is a state consisting of $n$ qubits from the set $\{|0\rangle, |1\rangle, |+\rangle, |-\rangle\}$ and the total number of $|1\rangle$ and $|-\rangle$ is even. After being encrypted by Alice, the state is also $n$ qubits from the set $\{|0\rangle, |1\rangle, |+\rangle, |-\rangle\}$.

If the message is 0, the number of $1$ in $j$ is even and the number of qubits operated by $Y$ is even. If the number of $Y$ on $|1\rangle$ and $|-\rangle$ is odd, then the number of $Y$ on $|0\rangle$ and $|+\rangle$ (which produces $|1\rangle$ and $|-\rangle$) is odd. Remember that the $|1\rangle$ and $|-\rangle$ which are unchanged are odd; then, after being encrypted by Alice, the total number of $|1\rangle$ and $|-\rangle$ will be even. The analysis when the message is 1 is similar. Then, we can write the states of ciphertexts when the message is $b$ under the private key $F$ and $F'$ as:
\[ \rho_F^b = \rho_F^{b'} = \frac{1}{2^{n-1}} \sum_{P(i)=b,j} |\psi_{i,j_1}\rangle \langle \psi_{i,j_1}| \cdots |\psi_{i,n}\rangle \langle \psi_{i,n}|, \]  

(6)

where \( |\psi_{ij}\rangle \equiv H^j X^i |0\rangle \).

It can be seen that \( D(\rho_F^b, \rho_F^{b'}) = 0 \). Now, consider \( D(\rho_F^b, \rho_F^{b'})(b \neq b') \), e.g.,

the trace distance between \( \rho_F^0 \) and \( \rho_F^1 \). Define two trace-preserving quantum operations \( \mathcal{E}_1 \) and \( \mathcal{E}_2 \) for any \( n \)-bit quantum state \( \rho \) as \( \mathcal{E}_1(\rho) = U_{\pi/4} \rho U_{\pi/4}^\dagger \), and

\[ \mathcal{E}_2(\rho) = \frac{1}{2^n} \sum_{k \in \{0,1\}^n} H_k \rho H_k^\dagger. \]

Here, \( U_{\pi/4} = e^{-i \frac{\pi}{4} Y} = \frac{1}{\sqrt{2}} \begin{bmatrix} 1 & -1 \\ 1 & 1 \end{bmatrix} \), which rotates each qubit of \( \rho \) around the y axis by an angle of \( \pi/2 \). Then, define \( \sigma_0 = \frac{1}{2^n} \sum_{P(j)=0} |\phi_{j_1}\rangle \langle \phi_{j_1}| \cdots |\phi_{j_n}\rangle \langle \phi_{j_n}| \), where \( |\phi_j\rangle = H^j |0\rangle \). We can see that \( \mathcal{E}_2 \circ \mathcal{E}_1(\sigma_0) = \mathcal{E}_2( U_{\pi/4}^{\otimes n} \sigma_0 U_{\pi/4}^{\otimes n\dagger} ) = \frac{1}{2^n} \sum_{k} H_k \left( U_{\pi/4}^{\otimes n} \sigma_0 U_{\pi/4}^{\otimes n\dagger} \right) H_k^\dagger \).

Because

\[ H^i U_{\pi/4} |0\rangle = \begin{cases} |+\rangle (i = 0) \\ |0\rangle (i = 1) \end{cases}, \]

\[ H^i U_{\pi/4} |+\rangle = \begin{cases} |1\rangle (i = 0) \\ |-\rangle (i = 1) \end{cases}, \]

\[ \mathcal{E}_2 \circ \mathcal{E}_1(\sigma_0) = \frac{1}{2^n-1} \sum_{P(j)=0,j} |\psi_{i,j_1}\rangle \langle \psi_{i,j_1}| \cdots |\psi_{i,n}\rangle \langle \psi_{i,n}| = \rho_0^0. \]

Similarly, we define \( \sigma_1 = \frac{1}{2^n-1} \sum_{P(j)=1} |\phi_{j_1}\rangle \langle \phi_{j_1}| \cdots |\phi_{j_n}\rangle \langle \phi_{j_n}| \), so we can obtain

\[ \mathcal{E}_2 \circ \mathcal{E}_1(\sigma_1) = \rho_0^1. \]

As trace-preserving quantum operations are contractive \([32]\), we obtain \( D(\rho_F^0, \rho_F^1) \leq D(\sigma_0, \sigma_1) \). By mathematical induction, we have

\[ \sigma^0 - \sigma^1 = \frac{1}{2^{n-1}} (|0\rangle \langle 0| - |+\rangle \langle +|) \otimes n = \frac{1}{2^{n-1}} \left[ \begin{array}{cc} 1 & -1 \\ 1 & 1 \end{array} \right] \otimes n. \]  

(7)

then

\[ D(\sigma^0, \sigma^1) = \frac{1}{2} \cdot \text{tr} |\sigma_0 - \sigma_1| = \frac{1}{2^n} \text{tr} \left[ \left[ \begin{array}{cc} 1 & -1 \\ 1 & 1 \end{array} \right] \right] \otimes n = \left( \frac{\sqrt{2}}{2} \right)^n; \]  

(8)

thus \( D(\rho_F^0, \rho_F^1) \leq D(\sigma^0, \sigma^1) = \left( \frac{\sqrt{2}}{2} \right)^n \). Thus, if the attacker intercepts two different ciphertext states encrypted by public keys corresponding to different private keys, he is unable to distinguish them.

### 2.2.2 Security of the private key

Suppose the attacker, Eve, acquires a user’s public key and then measures it. The public-key state for him is

\[ \rho' = \sum_F \sum_{P(i)=0} p_{i,F} H_{F(s)} |i\rangle \langle i| H_{F(s)}. \]  

(9)
Since half of \( i \) is impossible to see, \( \rho' \) is not a totally mixed state and the scheme cannot resist an attack on the private key. In order to resist this kind of attack, the scheme can be amended as follows, ensuring \( i \)'s randomness.

### 2.3 Improved scheme

**[Key generation]** During the key generation phase, Bob generates his private and public keys. He can do this as follows:

1. Generate randomly a multi-output Boolean function \( F = (F_1, F_2) \) as his private key. Here, \( F_1 : \{0, 1\}^m \rightarrow \{0, 1\}^n \) and \( F_2 : \{0, 1\}^m \rightarrow \{0, 1\} \) is a balanced Boolean function;
2. Randomly select \(|i⟩ \in \{0, 1\}^n\). Then, select \(|s⟩ \in \{0, 1\}^m\) randomly and compute \( k = F_1(s) \), \( p = F_2(s) \). If \( p \neq F(i) \), Bob selects \( s \) again until \( p = F(i) \);
3. Apply \( H_k \) to \(|i⟩ \) and take \((s, H_k|i⟩)\) as one of his public keys.

**[Encryption]** If Alice wants to send a one-bit message \( b \) to Bob, she should obtain one of Bob’s public keys \((s, H_k|i⟩)\) and then:

1. Select \( j \) randomly from \( Ω_b \);
2. Apply \( Y_j \) to \( H_k|i⟩ \) and then send \((s, Y_j H_k|i⟩)\) to Bob.

**[Decryption]** After Bob receives \((s, Y_j H_k|i⟩)\) sent by Alice, he should:

1. Calculate \((k, P(i)) = F(s)\);
2. Apply \( H_k \) to \( Y_j H_k|i⟩ \) and measure it in the basis \( \{|0⟩, |1⟩\}^n \).

Let \( P(i) \) be the parity bit of \( i \). The state after applying \( H_k \) to \( Y_j H_k|i⟩ \) is \((-1)^{j(i \oplus k) + W_H(j)/2}|i \oplus j⟩\). Thus, after measuring \( H_k Y_j H_k|i⟩ \), Bob obtains \(|i \oplus j⟩\).

If \( P(i) = 0 \), then the parity of \( W_H(j) \) is equal to the parity of \( W_H(i \oplus j) \); if \( P(i) = 1 \), the parity of \( W_H(j) \) is opposite to the parity of \( W_H(i \oplus j) \). Then, the message \((0 \text{ or } 1)\) is obtained from the parity of \( W_H(j) \).

### 2.4 Security analysis

The security of the QPKE is also analyzed from two perspectives: (1) Security of the encryption and (2) security of the private key.

#### 2.4.1 Security of the encryption

We first consider the case where the attacker, Eve, acquires two different ciphertexts encrypted by different public keys corresponding to the same private key \( F \). Let the ciphertexts for plaintext \( b \) be \( ρ^b(s) \). First, we divide \( ℋ \) (the set of \( F_2 \)) into two parts: \( ℋ^0 \) and \( ℋ^1 \), which satisfy \( ℋ^0 = \{f ∈ ℋ|f(s) = 0\} \) and \( ℋ^1 = \{f ∈ ℋ|f(s) = 1\} \).

Then, we obtain \(| ℋ^0_s | = | ℋ^1_s | = | ℋ | / 2 \) and

\[
ρ^b = \sum_{P(j)=b} p_j Y_j \left[ \sum_{F_1 ∼ F_2} \sum_i p_{F_1} p_{F_2} |i⟩⟨i| H_{F_1(s)} H_{F_2(s)} \right] Y_j.
\] (10)
Here, \( p_j = \frac{1}{2^{n-1}} \), \( p_{F_1} = \frac{1}{\left|\{F_1\}\right|} \), \( p_i = \frac{1}{2^n} \) and \( p_{F_2|i} \) is the conditional probability of \( F_2 \), while \( i \) and \( s \) are fixed:

\[
p_{F_2|i} = \begin{cases} 
0 & (F_2 \in \mathcal{F}_b^b) \\
\frac{1}{2^n} & (F_2 \in \mathcal{F}_s^b)
\end{cases}.
\]

(11)

Thus, we have \( \sum_{F_2} p_{F_2|i} = 1 \) and

\[
\rho^b = \sum_{p(j) = b} p_j Y_j \sum_i p_{F_1} p_i |i\rangle \langle i| H_{F_1(s)} \sum_{F_2} p_{F_2|i} \Bigg] Y_j = \frac{I}{2^n},
\]

(12)

so

\[
D(\rho^0, \rho^1) = 0.
\]

(13)

According to the definition of information-theoretic quantum ciphertext indistinguishability in 2.2.1, the attacker cannot distinguish any two ciphertexts encrypted by different public keys corresponding to the same private key because of Eq. (13).

Next, we consider the case where the attacker, Eve, intercepts two ciphertexts corresponding to different private keys. From Eq. (12), we obtain the trace distance between ciphertexts of different private keys \( F \) and \( F' \) as:

\[
D(\rho^b_F, \rho^b_{F'}) = 0.
\]

(14)

Then, if the attacker intercepts two different ciphertext states encrypted by public keys corresponding to different private keys, he is unable to distinguish them.

We now analyze the number of bits encrypted by the same public key in a way similar to [21,33]. In order to do this, we need to calculate the trace distance

\[
\| \sum_F p_F \rho_{F(s)}^0 \otimes (\rho_{F(s)}^{\text{pubk}})^{\otimes t-1} - \sum_F p_F \rho_{F(s)}^1 \otimes (\rho_{F(s)}^{\text{pubk}})^{\otimes t-1} \|_{\text{tr}},
\]

here

\[
\rho_{F(s)}^0 = \sum_{p(j) = 0} p_j Y_j [H_{F_1(s)} \left( \sum_i p_i |i\rangle \langle i| \right) H_{F_1(s)}] Y_j
\]

\[
= \frac{1}{2^{2n-1}} \sum_{p(j) = 0} \sum_i H_{F_1(s)} |i \oplus j\rangle \langle i \oplus j| H_{F_1(s)}
\]

is the ciphertext state for message “0,” and

\[
\rho_{F(s)}^1 = \sum_{p(j) = 1} p_j Y_j [H_{F_1(s)} \left( \sum_i p_i |i\rangle \langle i| \right) H_{F_1(s)}] Y_j
\]
is the ciphertext state for message “1,” while

$$
(\rho_{pubk}^{F(s)})^\otimes t - 1 = \left( \sum_i p_i (H_{F_1(s)}|i\rangle\langle i| H_{F_1(s)}) \right)^\otimes t - 1
$$

refers to the extra \((t - 1)\) public keys the adversary would obtain. For simplicity, we calculate 

\[
\| \sum_F p_F \rho_{0,F}^F \otimes \left( \rho_{pubk}^{F(s)} \right)^{\otimes t - 1} \|_{tr} - \left( \frac{I}{2^n} \right)^{\otimes t} \|_{tr},
\]

and then use the triangle inequality.

Let \( A = \sum_k \sum_{l \neq l'} |l\rangle\langle l'| \), which has a polar decomposition \( A = |A| V \), then \( \text{tr}|A| = \|\text{tr}|A|\| = \|\text{tr}(AV^\dagger)\| \), so the above equation can be written as:

\[
\frac{1}{2^n 2nt} |\text{tr} \left( \sum_k \sum_{l \neq l'} H_k |l\rangle\langle l'| V^\dagger H_k \right) | = \frac{1}{2^n 2nt} \left| \sum_{l \neq l'} \left( \sum_k \langle l'| H_k V^\dagger H_k |l\rangle \right) \right|
\]
\[
\leq \frac{1}{2^n 2^{nt}} \sum_{l,k} \| H_k V^* H_k |l \rangle \| \| \sum_{l'} |l' \rangle \|
\]

\[
< \sqrt{\frac{1}{2^{n-t+1}}}
\]

(15)

Similarly, we can obtain

\[
\| \sum_F p_F \rho_{F(s)}^1 \otimes \left( \rho_{F(s)}^{\text{pubk}} \right)^{\otimes t-1} - \left( \frac{I}{2^n} \right)^{\otimes t} \|_{\text{tr}} < \sqrt{\frac{1}{2^{n-t+1}}};
\]

then we have:

\[
\| \sum_F p_F \rho_{F(s)}^0 \otimes \left( \rho_{F(s)}^{\text{pubk}} \right)^{\otimes t-1} - \sum_F p_F \rho_{F(s)}^1 \otimes \left( \rho_{F(s)}^{\text{pubk}} \right)^{\otimes t-1} \|_{\text{tr}}
\]

\[
\leq \| \sum_F p_F \rho_{F(s)}^0 \otimes \left( \rho_{F(s)}^{\text{pubk}} \right)^{\otimes t-1} - \left( \frac{I}{2^n} \right)^{\otimes t} \|_{\text{tr}}
\]

\[
+ \| \sum_F p_F \rho_{F(s)}^1 \otimes \left( \rho_{F(s)}^{\text{pubk}} \right)^{\otimes t-1} - \left( \frac{I}{2^n} \right)^{\otimes t} \|_{\text{tr}}
\]

\[
< \sqrt{\frac{1}{2^{n-t-1}}}
\]

(16)

If we want

\[
\| \sum_F p_F \rho_{F(s)}^0 \otimes \left( \rho_{F(s)}^{\text{pubk}} \right)^{\otimes t-1} - \sum_F p_F \rho_{F(s)}^1 \otimes \left( \rho_{F(s)}^{\text{pubk}} \right)^{\otimes t-1} \|_{\text{tr}} < \frac{1}{p(n)},
\]

the lower bound of \( t \) is \( o(n) \), which means that the number of bits encrypted by the same public key is larger than that of the private key.

### 2.4.2 Security of private key

Suppose that the attacker, Eve, acquires a user’s public key and then measures it. The public-key state for him is

\[
\rho' = \sum_{F_2} p_{F_2[i]} \sum_{F_1} \sum_i p_i F_1 H F_1(s) |i \rangle \langle i | H F_1(s). \]

(17)

Under the condition including that the output of \( F_1 \) is uniformly distributed, we obtain

\[
\rho' = \frac{1}{2^{2n}} \sum_k \sum_i H_k |i \rangle \langle i | H_k = \frac{I}{2^n}.
\]

(18)

Then, the quantum part of the public key is a totally mixed state for the attacker, so he cannot obtain any information about the private key. From the view of physics, since an attack on the private key is equivalent to an attack on the basis of an unknown state, we have proved [29] that if this attack can be achieved it will lead to superluminal communication; the scheme is secure under an attack on the private key.
3 Multi-bit-oriented schemes

3.1 First scheme

[Key generation] During this phase, Bob can do as follows:

(G1) Randomly select a multi-output Boolean function \( F : \{0, 1\}^m \rightarrow \{0, 1\}^n \) as his private key;
(G2) Randomly select \( s_1, s_2 \in \{0, 1\}^m \) and compute \( k = F(s_1), i = F(s_2) \);
(G3) Apply \( H_k \) to \(|i\rangle\) and take \((s_1, s_2, H_k|i\rangle)\) as his public key.

[Encryption] If Alice wants to send an \( n \)-bit message \( j \) to Bob, then she should obtain one of Bob’s public keys \((s_1, s_2, H_k|i\rangle)\) and then:

(E1) Apply \( Y_j \) to \( H_k|i\rangle \) and then send \((s_1, s_2, Y_j H_k|i\rangle)\) to Bob.

[Decryption] After Bob receives the \((s_1, s_2, Y_j H_k|i\rangle)\) sent by Alice, he should:

(D1) Calculate \( k = F(s_1), i = F(s_2) \);
(D2) Apply \( H_k \) to \( Y_j H_k|i\rangle \) and measure on the basis \(|0\rangle, |1\rangle\)^n.

3.2 Second scheme

[Key generation]

(G1) Randomly select two multi-output Boolean functions \( F_1 : \{0, 1\}^m \rightarrow \{0, 1\}^n \), \( F_2 : \{0, 1\}^m \rightarrow \{0, 1\}^n \) as his private key;
(G2) Randomly select \( s \in \{0, 1\}^m \) and compute \( k = F_1(s), i = F_2(s) \);
(G3) Apply \( H_k \) to \(|i\rangle\) and take \((s, H_k|i\rangle)\) as his one public key.

[Encryption] If Alice wants to send an \( n \)-bit message \( j \) to Bob, then she should obtain one of Bob’s public keys \((s, H_k|i\rangle)\) and then:

(E1) Apply \( Y_j \) to \( H_k|i\rangle \) and then send \((s, Y_j H_k|i\rangle)\) to Bob.

[Decryption] After Bob receives the \((s, Y_j H_k|i\rangle)\) sent by Alice, he should:

(D1) Calculate \( k = F_1(s), i = F_2(s) \);
(D2) Apply \( H_k \) to \( Y_j H_k|i\rangle \) and measure on the basis \(|0\rangle, |1\rangle\)^n.

In the two multi-bit-oriented schemes described above, Bob can obtain the message via measuring the result. The state after applying \( H_k \) to \( Y_j H_k|i\rangle \) is \((-1)^{j \cdot (i \oplus k) + W_H(j)/2} |i \oplus j\rangle\). Thus, after measuring \( H_k Y_j H_k|i\rangle \), Bob obtains \(|i \oplus j\rangle\). Because Bob can obtain the exact value of \( i \), he can obtain the message \( j \) successfully.

3.3 Security analysis of both schemes

The security of the QPKE is also analyzed from two perspectives: (1) Security of the encryption and (2) Security of the private key. For security of the encryption, the ciphertext of message \( j \) under private key \( k \) is

\[
\rho_F^j = \sum_F Y_j \left[ H_F(s) \left( \sum_i p_i F |i\rangle \langle i| \right) H_F(s) \right] Y_j = I/2^n.
\]
Then, for any \( j \) and \( j' (j \neq j') \),

\[
D(\rho_F^j, \rho_F^{j'}) = 0,
\]

(20)

and for any \( F \) and \( F' (F \neq F') \),

\[
D(\rho_F^j, \rho_{F'}^{j'}) = 0.
\]

(21)

According to the definition of information-theoretic quantum ciphertext indistinguishability described in 2.2.1, an attacker cannot distinguish any two ciphertexts encrypted by different public keys corresponding to the same private key because of Eq. (20). Moreover, if an attacker intercepts two different ciphertext states encrypted by public keys corresponding to different private keys, he is unable to distinguish them because of Eq. (21).

For security of the private key, similar to the analysis in 2.4.2, suppose that the attacker, Eve, acquires a user’s public key and then measures it. The public-key state for Eve is

\[
\rho' = \frac{1}{2^n} \sum_k \sum_i |H_k| i \rangle \langle i | H_k = \frac{1}{2^n}.
\]

Then, the quantum part of the public key is a totally mixed state for the attacker, so he cannot obtain any information about the private key.

4 Discussions

4.1 Authentication of the encrypted quantum messages

For the schemes in this paper, if the attacker applies certain Pauli gate to the message encrypted by the sender Alice, the measurement result for the receiver Bob in the decryption phase can be changed without being detected. This kind of attack threatens data integrity, altering data in an unauthorized manner after it was created by an authorized source. Like other encryption schemes such as RSA, encryption itself does not ensure data integrity [34], and methods should be taken to resist such attacks to make the scheme work in practice.

As shown in [34], to prevent such an attack, the technique of authentication can be used, which is an important branch in cryptography independent of encryption discussed in this paper. Some discussions on quantum message authentication [35–40] have been proposed, which can be referred to when message authentication of the schemes herein is explored in detail in our future study.

4.2 Authentication of the public key

In classical public-key schemes, to resist man-in-the-middle attack on the public key, the public key is always authenticated before use. In QPKE schemes, the public key also should be authenticated. Consider the way to achieve this by first exploring the classical case. Generally, there are five techniques for distributing classical public keys with guaranteed/verifiable authenticity [34]:

\[ \text{Springer} \]
(1) Point-to-point delivery. To exchange public keys and associated information over an untrusted electronic channel and provide authentication of this information by communicating a hash. Another case is to obtain authentic public keys directly from the associated user over a trusted channel, such as a trusted courier or registered mail.

(2) Direct access to a trusted public file (public-key registry). A public database, the integrity of which is trusted, may be set up to contain the name and authentic public key of each system user. This may be implemented as a public-key registry operated by a trusted party. Users acquire keys directly from this registry.

(3) Use of an online trusted server. An online trusted server provides access to the equivalent of a public file storing authentic public keys, returning requested (individual) public keys in signed transmissions. The requesting party possesses a copy of the servers signature verification public key, allowing verification of the authenticity of such transmissions.

(4) Use of an off-line server and certificates. In a one-time process, each party A contacts an off-line trusted party referred to as a certification authority (CA), to register its public key and obtain the CAs signature verification public key (allowing verification of other users certificates). The CA certifies As public key by binding it to a string identifying A, thereby creating a certificate. Parties obtain authentic public keys by exchanging certificates or extracting them from a public directory.

(5) Use of systems implicitly guaranteeing authenticity of public parameters. In such systems, including identity-based systems and those using implicitly certified keys, by algorithmic design, modification of public parameters results in detectable, non-compromising failure of cryptographic techniques.

For the public-key authentication methods in QPKE, possible ways may include:

On the one hand, the technique of public-key infrastructure (PKI) is adopted. For QPKE schemes with classical public keys such as [15], classical PKI can be used. For QPKE schemes with quantum public keys, which is the case in this paper, quantum PKI needs to be developed. The main issue that should be considered for quantum PKI is to design signature schemes on quantum messages, so that the certification authority can sign on a user’s public key and identity information to produce a certificate. Some signature schemes on quantum messages with computational security such as [17] have been proposed. Signature schemes on quantum messages with information-theoretical security are needed, so as to maintain the security level of the QPKE schemes in this paper, and the one proposed by Buhrman et al. [41] can be an alternative choice among available schemes.

On the other hand, conducting point-to-point authentication of public keys, i.e., if Alice wants to send Bob messages and needs to get authenticated public key of Bob, they can run an authentication protocol for the quantum state of the public key directly between them, using authentication schemes like that in [35–40].

### 4.3 A possible improved scheme

In the schemes provided above, although \( H_k|\rangle \) is unknown to the attacker, he can identify if the private keys are different since \( s \) is obvious. Then, the attacker can acquire several copies of the same \((s, H_k|\rangle)\), with which he may obtain information
about the private key. Thus, to ensure the security of the private key, the amount of public keys with the same \( s \) should be limited. Here, we propose a possible method of improving the security of proposed schemes in this paper such as the one described in Sect. 2.3:

**[Key generation]** During the key generation phase, Bob generates his private and public keys. He can do this as follows:

(G1) Generate a multi-output Boolean function \( F : \{0, 1\}^m \rightarrow \{0, 1\}^{n+1} \) randomly, and then randomly select \( l \in \{0, 1\}^m \). Take \( (F, l) \) as his private key;

(G2) Randomly select \( |i\rangle \in \{0, 1\}^n \). Then, select \( s \in \{0, 1\}^m \) randomly, and compute \( (k, p) = F(s) \). If \( p \neq P(i) \), then Bob selects \( s \) again until \( p = P(i) \);

(G3) Calculate \( |\psi_s\rangle = |s_1\rangle_l_1 \otimes |s_2\rangle_l_2 \otimes \cdots \otimes |s_m\rangle_l_m \);

(G4) Apply \( H_k \) to \( |i\rangle \) and take \( |\psi_s\rangle \otimes H_k |i\rangle \) as his one public key.

**[Encryption]** If Alice wants to send a one-bit message \( b \) to Bob, then she should obtain one of Bob’s public keys and then:

(E1) Select \( j \) randomly from \( \Omega_b \);

(E2) Apply \( I \otimes Y_j \) to \( |\psi_s\rangle \otimes H_k |i\rangle \) and then send \( |\psi_s\rangle \otimes Y_j H_k |i\rangle \) to Bob.

**[Decryption]** After Bob receives the \( |\psi_s\rangle \otimes Y_j H_k |i\rangle \) sent by Alice, he should:

(D1) Calculate from \( |\psi_s\rangle \) and \( l \) to obtain \( s \);

(D2) Calculate \( (k, P(i)) = F(s) \);

(D3) Apply \( H_k \) to \( Y_j H_k |i\rangle \) and measure it in the basis \( \{|0\rangle, |1\rangle\}^n \).

This method is also useful for our multi-bit-oriented schemes. Similarly to the approach described in previous sections, we can prove that the scheme is information-theoretically secure under an attack on the private key and encryption. Furthermore, owing to the basic principles of the quantum mechanism, the information contained in the quantum state (such as \( s \)) cannot be completely obtained. Hence, the information get by attackers from the public key is greatly limited, and he can hardly obtain pairs of \( (s, H_k |i\rangle) \) to deduce the private key. Based on a preliminary analysis, to ensure security of the private key, more public keys with the same \( s \) may be allowed than that in the proposed schemes in this paper, which is to be strictly proved in further study.

## 5 Conclusion

We proposed several QPKE schemes for classical messages based on conjugate coding. The features of our schemes are as follows: (1) The private key is Boolean functions; (2) the public key is classical string-quantum state pairs, and one private key corresponds to an exponential number of public keys; (3) information-theoretic security is ensured under attacks on the private key and the encryption; (4) from a practical point of view, the schemes may be more easily realized using single-photon strings.
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