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Abstract: An information analyst can study the ability of social achievement according to countless user site records by evaluating multiple circular range queries. More specifically, the zeros of the previous search, especially dealing with system comparisons or encrypting command-saving files, can be expanded and exploited to allow exploration of spatial data between axes and rectangular parallels. While most search file encryption schemes focus on common SQL queries, for example, keyword queries and logical queries, two searches have been achieved in particular from the search for geometric range to encrypted spatial data. Our main contribution to the fact that our design is in fact a general approach, can support several types of to the axis. With the rapid development of social systems and location-based services and travel using a laptop, the amount of data that people create every day continues to grow dramatically. It is no longer easy or profitable for companies to keep a large amount of data in their area. More specifically, it lacks a general approach, which can accept various types of engineering queries on a large scale in encrypted spatial data, regardless of their specific geometric shapes. Our design has great potential for use and application in large applications, for example, location-based services and spatial databases, requiring the use of sensitive spatial data based on robust privacy.

1. Introduction
The objective of the geometric band to explore a set of spatial data would be to recover points that are in a given geometric range. We formally define security and demonstrate it in our plan within the specified capabilities within selectively selected attacks, and show the performance in our plans when testing within a real cloud platform. In this document, we recommend to encrypt a probability file on an engineering scale [1]. Using this plan, a semi-honest cloud server can verify if the location is in the geometric range over the encoded spatial data sets. Our design is really a general approach, which can safely admit different types of geometric field queries into encrypted spatial data regardless of their geometric shapes. The geometric range search is already primitive for the basic analysis of spatial data in SQL and NoSQL databases. His extensive applications in services based on location, CAD and computational engineering. Note that creating a parallel rectangle is the minimum parallel axis for any geometric object, for example, a triangular rectangle, a circle, or perhaps a non-parallel rectangle, which may be an alternative option for individuals preceding plans to create an integral solution that supports different types of geometric range queries. Some recent works, the Proximity Test, which will help two users to securely verify the presence of a user in the circle of other user sites, will also be built from a secure multilateral account [2]. Due to the large volume of data, it is important that organizations and companies delegate their own spatial datasets to third-party cloud services to reduce storage costs and query processing costs, but at the same time, they must use the obligation not to filter privacy to third parties. Therefore, it is very important to create a complete file encryption in which you can search for an engineering domain, which can implement different types of domain queries.
2. Classic model

Wang et al. recommended a singular arrange to significantly perform circular range queries on encrypted information by leveraging some concentrical circles. Some previous searchable encryptions handling order comparisons will primarily manage axis parallel rectangular range explore encrypted abstraction information. Similarly, Order-Preserving File cryptography, that has less privacy guarantee than searchable file cryptography, may be capable of singing axis-parallel rectangular search with trivial extensions. Ghinita and Rughinis significantly leveraged bound practical File cryptography with hierarchical coding to with efficiency operate axis-parallel rectangular range explore encrypted abstraction information within the use of mobile users observance [3]. Searchable file cryptography is admittedly a way to perform vital queries on encrypted information while not revealing privacy. However, geometric range explore abstraction information isn’t totally investigated nor supported existing searchable file cryptography schemes. In this paper, we have a tendency to style a symmetric-key searchable file cryptography arrange which will support geometric range queries on encrypted abstraction information. Disadvantages of existing system: the bulk of the searchable file cryptography schemes target common SQL queries, for instance keyword queries and mathematician queries, few analysis has significantly investigated geometric vary search over encrypted abstraction information. Inevitably introduces obstacles once it involves search functionalities over encrypted information.
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**Figure 1. Proposed system framework**

3. Improved method

We recommend the key of encryption of files of geometric range. With this program, a reliable cloud assistant can guarantee that the geometric location is not found in the hidden databases. In particular, our choice will be independent through the use of a geometric questionnaire. To use the additional use of R drugs, our plan can be accessed quickly; there is a complex line of search for the number of points within the databases [4]. The security in our plan is legally defined and evaluated in the ability to divide the skills according to the selected Specifications. Unusual, without understanding the required Boolean geometric search list from Google for geometric search, reliable cloud assistant that cannot reveal any personal information about data or questions. Our main donations are summarized below: In addition, our search process is not in contact with confidential information. When it comes to looking for difficulties, our low plan makes a limited adjustment possible, and the continuous change is rapidly detecting the search for routes along with the standards of the trees. In addition, our design is not suitable for geometric questions, but is also appropriate for some types of geometric questions, for example, intersection questions and location questions, on encrypted data. Benefits of the proposed process: The
security in our plan is legally defined and evaluated in the division of powers according to the selected Specifications.

3.1. Fundamental Statements
The purpose of the geometrical goal is to restore points within the geometric level. We think the information we take from this text is an integer. In order to manage different geometric questions in a consistent way, our main design method in this document would already be the type of geometric query for the same requirements in the domain text. The basic plan is simple and efficient [5]. Unfortunately, it only provides quick protection for privacy. The above UAEECSS statement is a symmetric key that is automatic verification, that both Enc and Gen Token are deterministic. We are a regular way to quickly search for hidden data and geometric questions. The main types of geometric material we see in this document include rectangles, types and triangles. Since all geometric objects represent the closed area. In other words, you will find positive but not negative. Some of the best and most important funds are, the Blossom filter block for two sets can be equally calculated and processed. Compared with one of the options, this strategy cannot provide confidential information and private consultation with IND-SCPA. The following encryption of the active file is based on a synchronized file that allows internal products to be incorporated into the design to help increase efficiency when installing the SSW due to the basis. For our knowledge, the SSW can be a functional description of the last generation files [6]. Therefore, we define another form, called Trick-1, to ensure that the component is included in the Blossom file, where Trick-1 depends on the features of how to configure Blossom's two files. Searching for automated functions directly on the Blossom filter in a clear text goes faster than those used to encrypt files with SSW. One of the best benefits for unplanned scanned data encryption files and the ability to determine is that the consumer should not be online or use the high cost of interacting during the process of questioning.

3.2. Extension
To reduce waste disposal it uses wood structures. An important idea to build an R tree would be a close group (or rectangles) and represent directly in a small box located within a long tree level. To protect the environment, the owner of the information uses the same as the first to protect the noodles without leaves, the owner of the information calculates all the points inside the article within the domain of the description. To minimize this, we can minimize the positive circumstances of these failed observers by increasing the size of the Blossom filters. Therefore, appropriate parameters should be taken into account even if a tree-based method is used, ensuring that the great trade-off between low-cost issues and full-time search is possible [7]. The purpose of the phase search section will be to find the geometric elements contained in the questionnaire. Our design has the power to use and implement comprehensive applications, for example, Operational Services and location information, where the complex areas of the area depend on the primary base. In addition, we are successful in the default PBC model to improve the effectiveness of the dispute. After being described in the final section, while using a tree-based approach, compensation available between false impacts on the leaf and node and full-time traffic. The parameter controls the synchronization performance of the maximum filtering file for Blossom m, which is an example of SSW. As a result, the small compensation in FPP in non-leafy areas between the tree increases thought time.

4. Conclusions
We present a symmetric probabilistic geometric probability file encryption, and formally determine and test their security within the capacity of differentiation under the selective plain text attack (IND-SCPA). To provide a site, an information owner still uses exactly the same way as before to provide a rectangle of any non-leaf node, information owner lists all the possible points within this rectangle within the simple domain of text. Using the additional use of the R trees, our plan has the ability to achieve a web search complexity faster than the straight line relative to the number of points within a data set. We formally present a symmetric phrase of the encoding of the geometric encoding of
the files. Especially with the ability to show that a component is too far from the group or even within the group. Our method is indeed a general approach, which can certainly accept different types of geometric questions in encoded spatial data, regardless of their geometric shapes.
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