RC4 Algorithm Visualization for Cryptography Education
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Abstract. Cryptography is a field of science that can be learned to secure data and information, cryptography is used in almost all communications both in network and non-network; and one of the algorithms could use is RC4 algorithm, publication about RC4 algorithm is quite a lot but the discussion is dominant only theory alone does not complete the RC4 algorithm process in detail and applications only show input and output none of the processes include, in this research paper illustrates the process of RC4 algorithm in detail and with visualization to demonstrates the work of RC4 algorithm to make it easiest for readers to learn cryptography.

1. Introduction

The security of information[1]–[4] in this global age is increasingly becoming a vital necessity in various aspects of life especially if it is related to business, security, or public interest[5]–[8], the information of course made different parts who also have interests in it, in everyday life people rely heavily on information technology, from small things to complex problems and also provide many benefits for human life[5], RC4[9], [10] is a modern cryptographic algorithm that can use in various forms of security.

Several researchers have modeled a security process in the shape of simulation or visualization[11], [12], RC4 animation visually shows how the algorithm works and behaves in practice. Visualization of RC4 cryptography and operations are displayed step by step with animations consisting of multiple objects so that the behavior of the RC4 algorithm could be learned.

This paper provides a thorough understanding of the workings of RC4 cryptographic algorithms, and the visibility is show from the process of key simulation, padding, S-Box creation to the encryption and decryption process, the expected result of this paper is to provide an understanding that cryptography is not as difficult to imagine and easy to learn.

2. Methodology

Cryptography is a science that creates a secure communication that cannot be understood or translated by anyone except the particular person[2], [3], [7], [8], [13], [14]. In this case, cryptography is not described as the science of studying the randomization of electronic data with the help of a computer program so that no one can interpret it. The benefits of cryptography such as:

a. Privacy which prevents the reading of messages by unauthorized persons.
b. The authenticity that allows the recipient of the message to know who is sending the message and the sender can also check that the receiver of the message is the person he meant.

c. Integrity assuring that messages sent are not falsified or altered by other unauthorized persons during the transmission of such messages.

d. Non-Repudiation prevents the recipient or sender of the message denying that they have received or sent the message.

The RC4 algorithm has a plaintext combination encryption process using bit-wise XOR[15],[16]. RC4 uses a key length from 1 to 256 bytes used to initialize a 256-byte long table. This key use for pseudo-random processes that use XOR with the plaintext to generate ciphertext, each element in the table is changed at least once. The decryption process is done in the same way because XOR is a symmetric function[15],[16].

Visualization of RC4 algorithm for education must know the process of encryption and decryption RC4 algorithm first, here are some steps of RC4 algorithm:

A. Initialize the array S (S-Box or Substitution Box), so S0 = 0, S1 = 1, S2 = 2, ... Sn = n ... ..., S243 = 243, S244 = 244, S255 = 255.

B. If the key length U <256, do the padding addition of a pseudo byte, so the key length becomes 256 bytes

C. Perform permutations of the values in the S (S-Box) array, see the pseudo code below:

```vbnet
Dim tempSwap As Integer = 0
Dim j As Integer = 0
For i As Integer = 0 To 255
    j = (j + S(i) + U(i)) Mod 256
    tempSwap = S(i)
    S(i) = S(j) ' > swap value of S[i] and S[j]
    S(j) = tempSwap
Next
```

D. Generate the key stream K and encrypt the plaintext P, for this process can see the pseudo code below:

```vbnet
Dim Input As String = Plaintext/Ciphertext
Dim tempSwap As Integer = 0 : Dim K As Integer = 0
Dim Output As Integer = 0 : Dim t As Integer
Dim OutputSTSB As New System.Text.StringBuilder
Dim i As Integer = 0 : Dim j As Integer = 0
For idx As Integer = 0 To Input.Length - 1
    i = (i + 1) Mod 256
    j = (j + S(i)) Mod 256
    tempSwap = S(i) '
    S(i) = S(j) ' > swap value of S[i] and S[j]
    S(j) = tempSwap '/
    t = (S(i) + S(j)) Mod 256
    K = SBox(t)
    OutputSTSB.Append(Chr(Output))
Next
Dim OutputText As String = OutputSTSB.ToString
```

From A to D is the steps of workings RC4 algorithm that will describe in the next section, RC4 visualization model designed by using Visual Basic.Net 2008 programming language.

### 3. Result and Discussion

Visualization of the RC4 algorithm for encryption and decryption process will be perform with plaintext and key, the example process as:

Plaintext = Robbi Rahim

Key = narutokeren
Plaintext and the key are insert into textfield in program and looks like in figure 1 below:

![Figure 1. Input Plaintext and Key](image1)

The next process is to convert plaintext into ASCII form, for plaintext converting model into ASCII form can see as picture 2 below:

![Figure 2. Plaintext ASCII Conversion](image2)

Figure 2 shows the ASCII code results for each character contained in the plaintext, for detail see table 1 below:

| Index | Plaintext | ASCII Code |
|-------|-----------|------------|
| 0     | R         | 82         |
| 1     | o         | 111        |
| 2     | b         | 98         |

**Table 1. ASCII Conversion**
The next step is to change the key that is used up to 256 characters if less than 256 characters padding process is done as follows:

![Figure 3. Key ASCII Conversion and Padding Function](image)

For details of ASCII generated from the used key and padding used note the following table 2:

| Index | Key | ASCII Code |
|-------|-----|------------|
| 0     | n   | 110        |
| 1     | a   | 97         |
| 2     | r   | 114        |
| 3     | u   | 117        |
| 4     | t   | 116        |
| 5     | o   | 111        |
| 6     | k   | 107        |
| 7     | e   | 101        |
| 8     | r   | 114        |
| 9     | e   | 101        |
| 10    | n   | 110        |
| 11    | n   | 110        |
The padding process in table 2 show in index 11 – 255 where there is a loop for the key used, the loop process is performed up to 256 characters. The next step is to create an S-Box table and initialize the S-Box table used, to create an S-Box table like Figure 4 below:

|   |   |   |
|---|---|---|
| 12 | a | 97 |
| 13 | r | 114 |
| 14 | u | 117 |
| 15 | t | 116 |
| 16 | o | 111 |
| 17 | k | 107 |
| 18 | e | 101 |
| 19 | r | 114 |
| 20 | e | 101 |
| 21 | n | 110 |
| ... | ... | ... |
| 245 | n | 110 |
| 246 | a | 97 |
| 247 | r | 114 |
| 248 | u | 117 |
| 249 | t | 116 |
| 250 | o | 111 |
| 251 | k | 107 |
| 252 | e | 101 |
| 253 | r | 114 |
| 254 | e | 101 |
| 255 | n | 110 |

The process of making table S-Box done gradually wherein the picture looks the number of tables S-Box made up of 255 boxes, see figure 5 below for finishing S-Box creation.

Figure 4. Create S-Box Table
The next process is to initiate the value in the S-Box table with the following results:

**Figure 5.** Finishing S-Box Table

**Figure 6.** Initiation S-Box

**Figure 7.** Finish Initiation S-Box
Figure 6 and Figure 7 are the results of S-Box initiation by entering the index value, the index value entered starting from 0 to 255, the next step is to do the S-Box permutation with the generated key, and here is the result.

The permutation process is performed until all values in the S-Box table are mutated by using a degenerate key index; Figure 8 and Figure 9 are the results of permutations for the S-Box 2 table and the S-Box 10 table.
Figure 10. Permutation S-Box Result

Figure 10 is the result of the permutation process, then to facilitate the learning of RC4 algorithm especially in the permutation process (figure 6 – 10), see the frame of explanation in the simulation, the next step is to form K Key Stream based on the S-Box table that has been generated, Key Stream is the key generated by the process of encryption and decryption for more details note the picture 11 below:

Figure 11. Key Stream Generation

Figure 11 shows the Key Stream process where the process value is displayed based on the S-Box table value and the ASCII value of the key used, and the last process is encrypting between the plaintext with the key (K) Key Stream generated by Figure 11.
Figure 12 and Figure 13 show the encryption process between the plaintext and the key, the encryption method of the RC4 algorithm uses the XOR function between plaintext and key-stream, so the encryption process between plaintext and key is as follows:

**Plaintext** = Robbi Rahim  
**Key** = narutokeren  
**Ciphertext** = ò¨â¶·0vˆé½!

Decryption process is no different than the encryption process and also each step decryption process also shown like an encryption process.

**Conclusion**

The visualization of RC4 can show how RC4 algorithm works step by step. RC4 algorithm visualization makes it easy for cryptographic learning for students, lecturers or those who want to know RC4 cryptography, the future development this research RC4 algorithm can be in the form of better simulation.
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