Logic Locking Using Emerging 2T/3T Magnetic Tunnel Junctions for Hardware Security
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ABSTRACT With the advancement of beyond CMOS devices, a new approach to utilize the inherent physics of such emerging structures for various applications is of great interest in recent research. Spintronics-based devices offer key advantages like ease of fabrication with Si-substrate, non-volatile memory, low operational voltage, and non-linear device characteristics, which have shown potential for several emerging fields of study. Hardware security is one of the key interest areas which heavily relies on CMOS-based ICs, and the defense and attack mechanism is mostly based on CMOS-based structures. This work explores several emerging structures based on 2T/3T magnetic tunnel junctions (MTJ) for possible logic locking applications in hardware security systems. We demonstrate the effect of MTJ-based devices to implement logic locking even in the presence of process variations, and its ability of robustness to device imperfections has been evaluated using monte carlo simulations for practical applications.

INDEX TERMS CMOS technology, hardware security, logic locking, magnetic tunnel junction (MTJ), spintronics, spin-orbit torque (SOT), spin-transfer torque (STT), voltage-controlled magnetic anisotropy (VCMA).

I. INTRODUCTION
The integrated circuits (ICs) are commonly recognized as a source of trust in Internet-of-Things (IoT) applications. The billions of devices are expected to be connected through IoT, covering a broad range of applications by 2025. However, globalization of integrated circuit (IC) design and fabrication has led to growing cost and design complexity that resulted in severe security concerns. As a result, most IC design companies have gone fabless due to their heavily relying on untrusted foundries to fabricate their ICs [1], [2], [3]. In the semiconductor sector, insertion of hardware Trojans, reverse engineering attacks, side-channel attacks, piracy of intellectual property (IP), counterfeiting of chips, overbuilding, and others have raised both hardware security threats and financial losses [4]. Recently, the development of various emerging technologies has played a vital role in improving the notion of hardware security [5], [6], [7]. The main purpose of the emerging technologies is to overcome the fundamental limitations of scaling and power consumption of the CMOS technology. For example, spintronic is a promising contender for logic devices and information storage due to its non-volatility, low power consumption, and high endurance [8].

Researchers have investigated utilizing the unique inherent properties of the emerging devices (memristors, carbon nanotubes (CNTs), and nanowire FETs (NWFETs), etc.) to lower the performance overhead of CMOS-based security approaches such as hardware obfuscation. References [9], [10], [11], [12], [13], [14], [15], [16], [17] evaluate the performance and reliability of CNT bundles for on-chip interconnect applications due to their large conductivity and current carrying capabilities. Authors in [18] report a comprehensive model for the resistance in graphene nanoribbon (GNR) interconnects. One of our future goals is to explore spintronics devices for memory and/or logic applications and even for interconnects due to their low-power consumption, non-volatility, and competitive bit area cell. A technique named “ProbLock” in [19] can be applied to both combinational and sequential circuits using a filtering process to select the best location of key gates based on various constraints. The algorithm is tested on 40 benchmarks from the ISCAS ‘85 and ISCAS ‘89 suites and the ProbLock is evaluated against a SAT attack. The hardware obfuscation alters the structure or description of a circuit to make it more difficult for an attacker
to reverse engineer it. Currently, IC camouflaging [20], split manufacturing [21], and logic locking [22] are popular obfuscations methodologies in research. IC camouflaging and split manufacturing rely on a reliable foundry, whereas logic locking with an active key gives greater protection against a wider threat space.

II. BACKGROUND
A. LOGIC LOCKING IN HARDWARE SECURITY
Logic locking (LL) is a technique that inserts new key inputs and logic mechanisms into the circuit, causing the circuit to behave incorrectly until the correct key combination is provided. Logic locking is sub-divided into two categories: combinational logic locking [23] and sequential logic locking [24]. In combinational logic locking, the output of the circuit is corrupted until and unless the correct key combination is applied. In contrast, additional states are inserted in sequential logic locking, causing the circuit to be locked until the correct sequence is provided.

Various logic locking techniques have been proposed to protect the privacy and integrity of the ICs. Random logic locking [23] obfuscates the outputs by randomly inserting XOR/XNOR gates in the gate-level netlist but is broken by the sensitization attacks. Strong logic locking [25], which is supposed to be immune to sensitization attacks, can be broken by SAT attacks. Cycle logic locking [26] creates a logical loop in the circuit to thwart the SAT attack. Stripped functionality logic locking—Hamming distance (SFLL-HD) and Tenacious and traceless logic locking (TTL) [27] are resilient to both removal and SAT attacks.

B. 2T/3T MAGNETIC TUNNEL JUNCTION (MTJ)
Fig. 1 shows a typical MTJ structure comprising two relatively thick ferromagnetic layers (a fixed layer and a free layer) separated by a relatively thin tunnel barrier layer [28]. When the fixed layer and the free layer have the same magnetic direction (parallel, denoted by P), the MTJ shows a lower resistance (R_P). On the contrary, when the magnetic directions of both layers are opposite (Anti-parallel, denoted by AP), the MTJ shows a higher resistance (R_AP). In this work, we have divided the structures based on the number of terminals for the MTJ block. We have considered the spin-transfer torque (STT) phenomenon for the 2T structure and field-free spin-orbit torque (SOT) assisted switching for the 3T structure for designing the logic locked circuit. For deterministic switching characteristics, the energy barrier height must be sufficient to overcome the thermal energy to have a higher data retention time. The tunnel magnetoresistance (TMR) ratio characterizes the resistance difference and is defined by the following equation:

\[
TMR = \frac{R_{AP} - R_P}{R_P} \times 100
\]

If the difference between the resistances in parallel and anti-parallel is larger, it shows higher TMR and higher readability.

When a bidirectional current greater than the critical current (I_C0) flows through an MTJ cell, it can switch between parallel and anti-parallel states. The MTJ cell switches from parallel to anti-parallel state when the passing current (>I_C0) flows from the fixed layer to the free layer. On the contrary, when passing current flows from the free layer to the fixed layer, the MTJ cell switches from anti-parallel to parallel state. The magnetic dynamics of the free layer are governed by modified Landau Lifshitz Gilbert (LLG) equation [34], which is given by:

\[
\begin{align*}
\frac{\partial \bar{m}}{\partial t} &= -\gamma \bar{m} \times \vec{H}_{\text{eff}} (\text{MTJ}) + \alpha \bar{m} \times \frac{\partial \bar{m}}{\partial t} \\
&+ \gamma H_{\text{DL}} \bar{m} \times \bar{m}_p \times \bar{m} + \gamma H_{\text{STT}} \bar{m} \times \bar{m}_p \\
&+ \gamma H_{\text{SOT}} \bar{m} \times \bar{m}_\sigma \times \bar{m} + \gamma H_{\text{SHE}} \bar{m} \times \bar{m}_\sigma \\
&\quad (2)
\end{align*}
\]

Here, \(\bar{m}\) is the magnetization of the free layer, \(\gamma\) is the Gyromagnetic ratio, \(\mu_0\) is the vacuum permeability, \(\vec{H}_{\text{eff}}\) is the effective magnetic field having different contributing terms like perpendicular magnetic anisotropy (PMA), voltage-controlled magnetic anisotropy (VCMA), demagnetization field, exchange bias and thermal noise as shown in equation (5). \(\alpha\) is the Gilbert damping coefficient, \(P\) is the polarization factor, \(J_{\text{STT}}\) and \(J_{\text{SHE}}\) are the STT and SOT current density applied to the MTJ device, \(\bar{m}_p\) is the polarization direction of the spin current injected in the free layer by the STT, \(H_{\text{SOT}}\) and \(H_{\text{SHE}}\) are respectively the current-dependent proportionality constants for the FL torque and DL torque of the SOT, \(\bar{m}_\sigma\) is the pure spin current induced by the spin-orbit coupling, \(\theta_{\text{SH}}\) is the spin Hall angle, \(T_{\text{SL}}\) is the free layer thickness and other symbols have their usual meaning.

The MTJ has been utilized in implementing many aspects of hardware securities such as True Random Number Generators (TRNG), Physically Unclonable Functions (PUF) [6], logic and future memory [8], hardware Trojan [35], Poly-morphic Logic [30], Logic Obfuscation [31], etc. In this work, we use different MTJ devices and perform logic locking applications to explore the viability and applicability of such devices for future hardware security applications. Fig. 2(a)-(b) represents switching characteristics for 2T MTJ
We have performed electrical simulations in tsmc 40nm CMOS generic process design kit using the cadence spectre simulator with W/L ratio = 3, temperature at 300K, and simulation steps of 1 ps.

III. PROPOSED WORK

The MTJ circuit can be utilized to perform the logic operation and to implement polymorphic gates [31]. The ability to obtain polymorphic gate behavior allows the IC chip to have an extra layer of security. It becomes difficult to obtain exact logic implementation by reverse-engineering the layout. The PMA STT compact model [32] consists of, from the substrate side, Ta(5)/Ru(10)/Ta(5)/Co$_{20}$Fe$_{60}$B$_{20}$(x)/MgO(y)/Co$_{20}$Fe$_{60}$B$_{20}$(z)/Ta(5)/Ru(5), where the dimensions are in nm and x, y, and z values are selected during the electrical simulation as mentioned in Table 1. The Voltage-controlled magnetic anisotropy effect (VCMA) is utilized in various two-terminal MTJ models like STT assisted Precessional model and STT assisted thermally activated MTJ model, as described in [33]. In the 3T SOT MTJ structure, MTJ with Heavy metal (HM) is used, where the switching mechanism requires both SOT and STT current. The requirement of STT current passing through the MTJ stack is reduced, and thus more reliability in operation is achieved. Furthermore, the model developed in [28] does not require an external magnetic field to change the state of the MTJ. On the other hand, the VGSOT p-MTJ can also switch without needing a magnetic field. Instead of the HM, the anti-ferromagnetic (AFM) strip provides spin-orbit torque along with an exchange bias and VCMA effect, allowing it to have reduced critical current density for switching, as mentioned in Table 5, thus paving the way for more practical applications.

A. 2T MTJ CIRCUIT DESCRIPTION

The switching takes place in a 2-terminal MTJ structure because of the STT switching mechanism. Fig. 3(a) shows the block diagram representation of a gate based on 2T MTJ providing output in true as well as in complementary form. The elaborated design of the block diagram is present in Fig. 3(b). It consists of a pre-charge sense amplifier, a MOS logic, two complimentary MTJs, and a writing circuit to write the MTJ state. A precharge sense amplifier works in two phases: the precharge and the evaluation phase. Both outputs are precharged to the supply voltage when the clock pulse is LOW, hence known as the precharge phase. When the clock
pulse is HIGH, outputs are evaluated depending on the MOS logic tree and states of MTJs, hence known as the evaluation phase. The writing circuit shown in Fig. 3(b) is used to write both MTJs together, providing a path from Vdd to ground through P1-MTJ1-MTJ2-N2 or P2-MTJ2-MTJ1-N1.

The circuit in Fig. 3(b) shows the implementation of a two-input AND/NAND hybrid CMOS-MTJ gate for logic locking. One gate input is applied in the MOS logic present above complimentary MTJs, and another input is applied in the writing circuit. Presently, the MOS transistors have the ON
TABLE 1. MTJ parameters set during electrical simulation.

| MTJ Types      | Parameter                        | Magnitude | unit  |
|---------------|----------------------------------|-----------|-------|
| STT-MTJ       | MTJ dimension and shape          | 32 x 32, circular | nm    |
|               | Gilbert damping coefficient and TMR₀ | 0.025, 200% |       |
|               | Oxide and free layer thickness   | 0.85, 1.3   | nm    |
|               | Saturation magnetization         | 15.800     | Oersted |
|               | Polarization factor and Spin Hall angle | 0.52  |       |
|               | Functional Variation (Gaussian distribution) | |       |
| Pre-VCMA MTJ  | MTJ dimension and shape          | 50 * 50, circular | nm    |
|               | Damping coefficient and TMR      | 0.05, 1.2   |       |
|               | Saturation magnetization         | 6.25e05     | A/m   |
|               | Polarization factor and MgO barrier height | 0.58, 0.5 | V     |
| SOT-MTJ       | MTJ dimension and shape          | 40 * 40, circular | nm    |
|               | Heavy metal dimension (L, W, H) and resistance | 60 * 40 * 3, 1000 | nm, Ω  |
|               | Damping coefficient and TMR      | 0.03, 1.2   |       |
|               | Saturation magnetization         | 8e05        | A/m   |
|               | Asymmetry factor and field like torque component | 1.1, 0.8 |       |
|               | Functional Variation (Gaussian distribution) | |       |
| VG-SOT MTJ    | MTJ dimension and shape          | 50 * 50     | nm    |
|               | Heavy metal dimension (L, W, D)  | 60 * 50 * 3 | nm    |
|               | Damping coefficient and TMR      | 0.05, 1.2   |       |
|               | Saturation magnetization         | 6.25e05     | A/m   |

resistance ($R_{ON}$) in $kΩ$ and OFF resistance ($R_{OFF}$) in $GΩ$. When the value of In is low, the resistance of the left branch of PCSA is in $GΩ$, and the resistance of the right branch is in $kΩ$. Therefore, the Out is pulled to 0V much faster than $\overline{Out}$, giving Out as 0 whenever In=0. When the value of In is high, both the branches have resistance in $kΩ$. When In=1 and Key=0, the resistance of left branch is $R_{ON} + R_{AP}$ and right branch is $R_P$, therefore Out is pulled to 0V much faster because $R_{AP} > R_P$. When In=1 and Key=1, the resistance of left branch is $R_{ON} + R_P$ and right branch is $R_{AP}$. For proper operation in this case, the MTJ parameters are adjusted such that $R_{ON} + R_P < R_{AP}$.

Fig. 3(c) shows the required operation for the 2T MTJ devices. The In and Key are the two primary inputs of the block diagram. When Clk is high (evaluation phase), the Out of STT and Pre-VCMA MTJ are plotted for all possible combinations of In and Key. The Key is applied in the writing circuit to write the MTJ states, which can only be done when Clk is low. Hence $W_{En}$ signal is set as $\overline{Clk}$. For considering the effect of process variation (PV), some key parameters are varied following the Gaussian distribution as mentioned in Table 1. Fig. 3(d)-(e) shows the variation in the parameters of MTJ₁ and MTJ₂ of Fig. 3(b) when 250 times Monte-Carlo simulations were performed. The STT MTJ-based structure showed great robustness to device imperfections and had a 100% success ratio for the considered case. Fig. 3(f)-(g) shows the Monte-Carlo results for parallel resistance of MTJ₁ and MTJ₂. Currently, the Precessional VCMA MTJ compact model does not have a process variation option for analyzing the variation effect.

B. 3T MTJ CIRCUIT DESCRIPTION

In a 3-terminal MTJ structure, the switching can occur because of STT as well as SOT switching mechanism. Fig. 4(a) shows a logical implementation of the AND/NAND gate based on a hybrid CMOS-MTJ approach. The circuit outputs are analyzed in the same way as those for the 2T MTJ circuit, as mentioned in section III-A. The gate can be used in the logic locking mechanism for hardware security applications. The block diagram of the circuit is shown in Fig. 4(b). The MOS logic consists of a single NMOS transistor MN11. Two complimentary 3-terminal MTJs are present in both branches of PCSA. A reset signal is used to reset the MTJs to the default states. The write enable signal should be HIGH to write the MTJs with the key values. The write enable signal should be high when: (1) the Clock pulse is LOW, and (2) the Reset signal is not HIGH. The reset path, read path and write path of MTJs are highlighted in the circuit diagram. Fig. 4(c) shows the plots of all input and output pins of the 3T logic locking block (both SOT and VG-SOT) for all the combinations of In and Key. The $W_{En}$ signal is used to write the MTJ state with Key. It is made high only when both Clk and Reset signals are low. During process variation simulation, the reference point data needs to be selected so that the introduced deviation must lie between the allowed range of operation in the compact model.
The testing of parameters thus is limited by the degree of sophisticated modeling of the compact model. A more realistic and scaled compact model will thus allow a better logic locking system using MTJ devices. Fig. 4(d)-(e) shows the variation in some key parameters for SOT MTJ in the presence of process variations and 250 times Monte Carlo simulations for the parameters mentioned in Table 1. Table 2 contains Monte-Carlo simulation results for SOT and VG-SOT MTJ. With increasing process variations, the amount of standard deviation (SD) observed in MTJ resistance was increased, resulting in incorrect output. Thus, for designing a logic locking system, the circuits need to be optimized to include process variations.

### IV. EXPERIMENTAL RESULTS AND DISCUSSION

#### A. LOGIC LOCKING CIRCUIT OPERATION

In logic locking-based hardware security, key management is an important aspect as the attacker aims to obtain the key by any means. Therefore, the key is stored in a tamper-proof memory and fabricated on a chip in such a way that its value is not known to the outside foundry [23]. However, even with tamper-proof memory, attacks to obtain keys are known, and the most significant one is by using Power Attack (PA) analysis [27]. Spintronics-based tamper-proof memory is also vulnerable to this attack because of the write and read current difference. Due to their specific advantages mentioned earlier, they are also an ideal choice for storing the key.
TABLE 3. Truth table for all possible outcomes for 2T STT based logic locking circuit implementing \( Y = AB + BC + CA \).

| A | B | C | 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 |
|---|---|---|---|---|---|---|---|---|---|---|
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 |
| 0 | 1 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 |
| 1 | 0 | 0 | 1 | 1 | 0 | 1 | 1 | 1 | 1 | 1 |
| 1 | 1 | 0 | 0 | 1 | 1 | 0 | 1 | 1 | 1 | 1 |

STT-MRAM device are a good alternative because of their less area consumption. The endurance problem is reduced as the data needs to be written only once, and with an energy barrier height of around 60 kT, the data retention time is around 10 years. The implemented circuit is shown in Fig. 5(a). An extra layer of security is added by including user-defined keys, which act as a prevention for PA-based attacks. Several ways of securing keys are investigated in the key management aspect of hardware security. As the LL block operates as AND/NAND logic, we have selected them to operate in AND operation, and the key value is marked from 0-7, where 0 represents the pattern \( K_1K_2K_3 = 000 \) and 7 represents \( K_1K_2K_3 = 111 \). Fig. 5(b) represents the operation for STT MTJ when implemented for the circuit shown in Fig. 5(a) under some specific key values. Table 3 contains all the combinations and obtained results for this operation, with the correct key value being \( K_1K_2K_3 = 111 \). Similar results are obtained using all other MTJ models. Suppose an attacker can decipher the possible gate functionality by reverse-engineering the IC chip, consisting of MTJ-based logic locked block. In that case, the attack algorithm will still need to simulate \( 2^{26} \) patterns to narrow it down to a single key value. The Hamming distance (HD) for logic locking block needs to be ideally 50% [27] to introduce difficulty for SAT attacks. For the correct waveform in this design, the HD is 25%. So, this circuit will be more vulnerable to algorithm-based attacks.

B. LOGIC LOCKING: ADVANTAGES AND CHALLENGES FOR MTJ DEVICES

The goal of an attacker is to obtain the secret key used for logic encryption. The attacker is assumed to have access to the encrypted netlist and working IC chip. The attacker can simulate the attack patterns from the encrypted netlist, infers key response from it and, is successful in its attack. A detailed description of the evolution of logic locking and the evolution of attack and defense mechanisms is presented in [22]. It is becoming important to analyze dynamic threat models and new attack patterns in such emerging technologies. With increasing interest in alternative hardware, it is important to look towards the security aspects of such emerging devices. The ever-increasing need for scaling also requires a thorough understanding of new security challenges arising from such requirements. The attacker can understand the functionality of a chip by using a microscopic image of the layout to determine the netlist and type of logic being implemented and then simulate it by using a test pattern. The possibility of obtaining multiple logic functionality by using the same structure and a select signal makes it extremely difficult to specify the logic functionality of such multi-layer stacked nanopillars. So, having the layout pattern itself will not be sufficient. The complex switching mechanism applied needs to be decoded for attacking multi-staged logic locking units, making it more difficult to reverse engineer than CMOS-based logic locking.

The main disadvantage of such emerging beyond CMOS devices is that conventional logic locking based mechanism considers that the foundry and the user both are untrusted, so the locking of the netlist and storing of a key is done before sending to the foundry. Beyond CMOS devices are limited currently since specialized fabrication techniques are required to implement logic locking blocks. To overcome this difficulty, either the foundry needs to be trusted, or the circuit needs to contain a more significant number of such blocks.
FIGURE 6. (a) MTJ composition. (b) Device stack deposited by magnetron sputtering TEM image showing multi nanolayers. (c) Free layer magnetization vs applied external field and temperature for a specific input for SOT MTJ model.

TABLE 5. Performance comparison for SOT vs VG-SOT.

|                  | Traditional SOT MTJ | VG-SOT MTJ |
|------------------|---------------------|------------|
| $I_{sot}$        | -98 UA              | -6.2619 UA |
| Switching delay  | 2.5 ns              | 5 ns       |
| Switching error rate | 0.225           | 0          |
| Switching Energy | 10.68 fJ/bit        | 0.08 fJ/bit|

based on the emerging devices in the ICs to make it difficult to reverse engineer at a particular point. Another aspect is that MTJ devices have unique physical characteristics and dependence on certain external parameters like temperature and magnetic field. Any fluctuations in such parameters can cause operation failure even in the activated chips. Fig. 6(c) demonstrates the dependence of free layer magnetization dynamics for the SOT MTJ model on temperature and magnetic field. A parametric sweep needs to be performed to obtain the critical value for them, and the design needs to be optimized to operate below the critical values for any future practical applications. Reference [36] analyzes the effect of the magnetic field on the MOS device characteristics. The reference concluded that the high magnetic field of up to 7T did not cause any significant performance degradation. So, the CMOS-based structure is practically immune to magnetic fields for general applications, and the logic locked circuit needs to be designed in such a way as to ensure sufficient tolerance to stray magnetic fields. The thermal stability factor needs to be optimized to ensure proper operation during temperature sweep tests in the system-on-chip (SoC) design flow. In [29], a hybrid CMOS/MTJ circuit for low power design has been discussed with significant improvement in circuit parameters.

Adding a logic locking block using an MTJ-based AND gate will cause an area overhead, but MTJ devices have competitive bit area cell, and improvement in scaling for such devices in the future may decrease the required area overhead. Also, the ICs contain many transistors, and the requirement of such MTJ-based logic locking block can be limited to a few places; thus, a small area trade-off for higher security can be achieved. Table 4 compares the various parameters of Magnetic Non-Volatile memory for different MTJ structures [37]. The best energy-delay product is obtained for the VCMA-assisted STT model. The recently reported VG-SOT model, which contains the anti-ferromagnetic strip instead of the conventional HM layer, has an extra $H_{ex}$ as illustrated in equation (2), providing an additional effect on its characteristic based on the modified LLG expression. Performance

TABLE 6. Eye diagram test analysis for signal integrity for the selected MTJ devices for high speed digital circuits applications.
comparison of VG-SOT MTJ is made with 3T SOT MTJ and presented separately in Table 5 [34]. Thus, emerging structures with different switching mechanisms and materials are being developed rapidly, and improvements in circuit parameters are expected in the future. An MTJ with much higher endurance is preferred for the Logic Locking application. Due to the lower requirement of critical $J_{SHE}$ in VG-SOT MTJ, as described in Table 5, it can be a better alternative for future logic locked circuits. The performance of emerging MTJ-based Logic locking circuits needs to account for the signal integrity tests to analyze its behavior in high-speed digital integrated circuits. Fig 7 shows the Eye diagram test result performed on VG-SOT MTJ, and Table 6 contains the comparison data of eye diagram analysis for all the selected MTJ.

V. CONCLUSION

Spintronics’ growing and emerging technology is a prime candidate for information storage and logic devices due to its significant advantages over traditional CMOS technology, such as low-power consumption, non-volatility, and high endurance. Hardware security heavily relies on CMOS-based structures for defense and attack mechanisms. Several emerging structures based on 2T/3T magnetic tunnel junctions have been explored in the proposed work for possible logic locking applications in hardware security systems. The effect of MTJ-based devices been evaluated using Monte Carlo simulations in the presence of process variations to implement the logic locking and its ability of robustness to device imperfections. Furthermore, we tried to present a general outline for the design consideration, advantages, and challenges of such emerging structures for future logic locking applications and their signal integrity performance by using eye-diagram analyses for applications in high-speed digital circuits.
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