Visualization Study of Terrorist Activities in Asia Based on UCINET
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ABSTRACT

After 9.11, terrorism has become the hotspot of research by scholars all over the world, and the fight against terrorism has been intensified. However, under the fight of the whole society, the phenomenon of “the more we fight against terrorism, the more active it becomes” has appeared, which is especially serious in Asia. In this context, we collected data on terrorist activities in Asia by using the GTD anti-terrorist database, and analyzed the singularity of the network of “time-region” and “target type-attack type” relations of terrorist activities by using social network analysis and UCINET. It can be deduced that the Asian region is characterized by the criminalization of terrorist activities, the expansion of the geographical area of activities, the diversification of attack methods and the complexity of the types of targets. Finally, corresponding counter-terrorism strategies will be formulated on the basis of the conclusions, which will provide a guiding theory for future counter-terrorism efforts.
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1. INTRODUCTION

In the 21st century, under the background of globalization, the global and transnational nature of terrorism has become more and more prominent [1], which has become a thorny issue plaguing the whole international community, and counter-terrorism has become a proposition of the times that all mankind must face together. In addition, with the rapid advancement of the information technology revolution in the world and the increasing complexity of computer network structure and equipment, terrorism is becoming networked in terms of organization, theory, strategy and information technology [2]. Terrorist organizations will realize the transformation from the traditional vertical hierarchical organization form to the network organization form in the digital era, so it becomes the trend to study and analyze terrorism from the network perspective. Therefore, based on the social network analysis method, this paper collects relevant information about terrorist activities through GTD anti-terrorism database, and then analyzes the singular value of the matrix data by using UCINET, so as to obtain the characteristics of terrorist activities and propose corresponding anti-terrorism strategies in the end.

2. RESEARCH AND ANALYSIS OF TERRORIST NETWORKS IN THE ASIAN REGION

2.1. Research Methodology and Data Sources

Social network analysis is a quantitative analysis of relational networks based on mathematical and graphical methods. The first application of this method in the study of criminal networks was by Sparrow [3], but its widespread use in the field of counter-terrorism occurred after the events of September 11. Valdis Krebs [4], for example, has used the method to model the structural networks of terrorists and has produced useful results, which also provide good ideas for the study of terrorism.

The main source of data for this article is the Global Terrorism Database (GTD). It has compiled statistics on terrorist attacks in the world from 1970 to 2019, with a very large volume of data on terrorist attacks, now including more than 200,000 cases. Since 9.11 is regarded as an important sign that international terrorism has entered a new stage of development, this database mainly collects data on the time, location, target type and attack type of terrorist activities in Asia after 9.11 for analysis.
2.2. Building a Matrix of Terrorist Relationships

Figure 1 Time-area matrix data

![Image](image1.png)

Figure 2 Attack type - target type matrix data

2.3. Analysis of Terrorist Network Models in the Asian Region

Singular value decomposition (SVD) is a method to find the factors behind 2-mode multivalued network data by reducing the number of dimensions of the relational data [5]. By examining the singular values and their factor loadings we can infer the characteristics of the events.

2.3.1. SVD Analysis of the "Time-area" Network of Relationships
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Figure 3 "Time-area" matrix singularities

| Factor | Value | Percent | Cum % | Ratio | Pre Cum Pre |
|--------|-------|---------|-------|-------|-------------|
| 1      | 16411.27 | 87.0 | 87.0 | 8.468 | 0.979 | 0.979 |
| 2      | 1936.10  | 10.3 | 97.3 | 0.034 | 0.002 | 0.002 |
| 3      | 800.45   | 2.5 | 99.8 | 0.138 | 0.001 | 0.001 |
| 4      | 344.47   | 0.2 | 100.0 | 0.018 | 0.000 | 0.000 |
| 5      | 9.01     | 0.0 | 100.0 | 0.000 | 0.000 | 0.000 |

Figure 4 Area scale

Row Scores

|   | 1  | 2  | 3  |
|---|----|----|----|
| 1 | 2.001 | -0.011 | -0.050 |
| 2 | 3.202 | -0.024 | -0.078 |
| 3 | 4.203 | -0.027 | -0.136 |
| 4 | 5.200 | -0.031 | -0.204 |
| 5 | 6.205 | -0.061 | -0.308 |

Figure 5 Time scale

As can be seen in Figure 3, the first singular value is 16411.27, which is 87% of the total, indicating greater importance. And it can be seen from the area scale that it reflects the frequency of terrorist attacks. If we look at the time scale, we can see that terrorist activities became more and more active after 2001, and the phenomenon of "the more we fight against terrorism, the more active it becomes" appeared, it peaked in 14 years and then slightly decreased, but still maintained a high level. It means that terrorism is still a global problem that needs to focus on and solve in the future.

2.3.2. SVD Analysis of "Attack Type-target Type" Relational Networks

SINGULAR VALUES

| Factor | Value | Percent | Cum % | Ratio | Pre Cum Pre |
|--------|-------|---------|-------|-------|-------------|
| 1      | 24185.01 | 72.4 | 72.4 | 5.639 | 0.951 | 0.951 |
| 2      | 4268.58  | 12.8 | 85.3 | 1.708 | 0.034 | 0.985 |
| 3      | 3250.69  | 7.5  | 92.8 | 2.469 | 0.012 | 0.996 |
| 4      | 1017.00  | 3.0  | 95.8 | 1.180 | 0.002 | 0.998 |
| 5      | 861.68   | 2.6  | 98.4 | 1.931 | 0.001 | 1.000 |
| 6      | 446.29   | 1.3  | 99.8 | 13.205 | 0.000 | 1.000 |
| 7      | 33.80    | 0.1  | 99.9 | 1.172 | 0.000 | 1.000 |
| 8      | 28.88    | 0.1  | 100.0 | 1.861 | 0.000 | 1.000 |
| 9      | 15.49    | 0.0  | 100.0 | 1.861 | 0.000 | 1.000 |

Figure 6 "Attack type - target type" singular value

Column Scores

|   | 1  | 2  | 3  |
|---|----|----|----|
| 1 | Armed attacks | 0.339 | -0.841 | 0.233 |
| 2 | Assassinations | 0.064 | -0.309 | -0.678 |
| 3 | Bombing/explosions | 0.905 | 0.996 | 0.009 |
| 4 | Bombing/explosions | 0.054 | 0.030 | -0.209 |
| 5 | Hijacking | 0.002 | 0.004 | 0.000 |
| 6 | Hostage-taking (roadblock incident) | 0.004 | -0.001 | -0.007 |
| 7 | Hostage-taking (kidnapping) | 0.118 | 0.058 | -0.271 |
| 8 | Unarmed attack | 0.007 | 0.001 | -0.004 |
| 9 | Unknown | 0.073 | -0.205 | 0.239 |

Figure 7 Attack type scale
Third, the methods of terrorist attacks have been diversified and the types of targets complicated. In the attacks and sabotage carried out by terrorist organizations, different means are used to target different targets. From the attack type scale, we can see that the terrorist attack methods are mainly armed attacks and explosions/bombings. And by analyzing the singularity value, it can be found that it is related to the ease of carrying out attacks by terrorist organizations, the intensity of destruction and the strength of their impact on society. And from the social level, the more massive the bombing attack, the easier it is to get media coverage and attention, and the more likely it is to cause social panic, thus becoming the most popular means and methods of terrorists [6]. According to the target type scale, the target of terrorist attacks is more likely to be weak resistance, the number of victims and easy to cause widespread panic in public places and politically significant government departments and the military and other state apparatus, but the type of target is also increasingly complex and diverse.

4. TACTICS IN THE FIGHT AGAINST TERRORISM

We know that the traditional counter-terrorism concept has certain limitations in dealing with terrorism in the new situation. Therefore, it is necessary to deeply grasp the core issues in the counter-terrorism work and find an effective counter-terrorism strategy [1].

Firstly, we should improve the concept, thinking and way of rule of law in the field of counter-terrorism. The law has authority, continuity and stability, and plays an irreplaceable and important role in counter-terrorism work, and imperfections in the law and system may lead to an increase in terrorist attacks [7]. In view of the current characteristics of China's criminal legislation on counter-terrorism, which is "strict but not rigorous", the National Security Law and the Anti-Terrorism Law should be taken as the basis for implementing counter-terrorism policies and measures in accordance with the law, and promoting the change of the legislative structure to "strict but not rigorous" [8].

Second, strengthening the construction of counter-terrorism intelligence. In view of the characteristics of terrorist crimes that are sudden, covert and difficult to detect, to maximize the destruction of terrorist activities before the operation [1], we should improve the counter-terrorism intelligence system, improve the terrorist intelligence data mining technology, and establish a comprehensive information management system [9]. At the same time, it is necessary to establish a system of intelligence exchange and data sharing between different functional departments (armed police forces and public security organs) in order to complete the analysis and
decision-making in the fight against terrorism in the shortest possible time.

Thirdly, a professional elite counter-terrorism force should be established. In the face of the new situation of terrorism, which is characterized by flexible and changing means and methods, it is necessary to study the theory of counter-terrorism suited to China's national conditions, improve the operational command system under different circumstances (mountain counter-terrorism, cyber counter-terrorism, overseas counter-terrorism and urban counter-terrorism, etc.) and set up a sharp force capable of carrying out a variety of counter-terrorism operational tasks.

Fourthly, international counter-terrorism law enforcement and judicial cooperation should be strengthened. The transnational nature of modern terrorist crimes is becoming more and more obvious, the world's well-known terrorist organizations almost have branches in many countries, and the cooperation among terrorist organizations is also becoming stronger and stronger. Therefore, we should not only do a good job in domestic counter-terrorism work, but also pay attention to international counter-terrorism cooperation, establish a "united international counter-terrorism front" with various countries [10], vigorously explore and expand the scope of counter-terrorism judicial cooperation with other countries, and strive to contribute to the cause of counter-terrorism.

5. CONCLUSION

This paper studies terrorist activities in Asia based on social network analysis, and analyzes the singular values of "time - area" and "attack type - target type" through UCINET, which draws out the characteristics of terrorist activities and proposes corresponding counter-terrorism strategies for the Assistance in the fight against terrorism.
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