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Abstract. As the Internet has brought a lot of benefits to the work the Internet also creates new problems that were not found before as the cyberloafing. The cyberloafing defined as an activity involving the use of smart mobile and computers devices at the workplace for personal purpose activity by employees. In this paper, the researcher going to show some the demographic areas and the factors that effect on the employees’ attraction to cyberloafing from the previous studies have been shown consciences of cyberloafing in both of employees and organization. Finally, this paper will present some of the strategies to control and reduce the cyberloafing in the organizations.

1. Introduction

The Internet has become a very important aspect of our life today’s and has changed people’s lifestyle in ways which were unexpected before, especially in the work. Where the Internet is available at work and used by employees and employers offers great possibilities for organizations, for instance, increase the speed of communication in the organization as well as with their client (Yogun, 2015), and it reduces the distances between the employees where they can work far from their work sites, and they can work in teams with the employees in a different place in the world (Stone, Krueger, & Takach, 2017). However, the Internet creates some problems that were not have been there before such as the cyberbullying, sexting, hacker, cyberloafing. This research will focus on cyberloafing phenomenon among the employees.

There are many terms to express cyberloafing such as cyberslacking, or personal Internet usage, this terms and other similar terms defined as the voluntary act of employee using the Internet access for personal purpose activity during the work hours distracting the employee from work tasks and unproductive work time (Lim, 2002). With the wide development of Internet access using mobile, laptop and tablet, the definition of cyberloafing continues to evolve and change in the modern research such as an activity involving the use of smart mobile and computers devices at the workplace for personal purpose activity by employees (Jandaghi, Alvani, Matin, & Fakheri, 2015).

Cyberloafing can be considered as a counterproductive work behavior an umbrella term for behaviors that harm, waste of the employees’ time at work, and even have the potential to harm the organizations (Leonard, Chukwuemeka, & Emmanuel, 2018; Mercado, Giordano, & Dilchert, 2017; Pindel, Kraicevska, & Spector, 2018; Varghese & Barber, 2017), and threatens employment security (Al-Shuaibi, Subramaniam, & Mohd-Shamsudin, 2014). Previous studied on the misuse of the Internet indicated that cyberloafing is prevalent in organizations and causing significant financial losses. For example, according to Mysammy (2013) in the United States showed there is 61 percent of United
States employees engage in doing non-work related activities during working hours, resulting in a monetary loss almost US$ 4,500 per employee and productivity loss worth US$ 178 billion annually. In a follow-up study, Jandaghi et al. (2015) shown that the phenomenon of cyberloafing in the US costs is $183 billion annually. In the recent statistics by Staffmonitoring (2017) shown that a company with 1,000 Internet users could lose upwards of $35 million in productivity annually from just an hour of daily web surfing by employees. If this statistic showed the right scenario at work, the organizations will eventually end up with productivity and performance losses. In addition, Cyberloafing causes an increase in support costs for IT, decreased productivity, wasting of time, company resources, reduce the productive and introduced hazards over security threats and damage to the reputation of the organization (Al-Shuaibi, Shamsedin, & Subramaniam, 2013; Leonard et al., 2018; Saidin, Iskandar, & Dahlan, 2017; Sheikh, Atashgah, & Adibzadegan, 2015).

On the other hand, some researchers considered the cyberloafing as a beneficial activity for the employees for taking rest, stress reduction, self-development and refresh their mind for back to work and give a good performance for their organizations (Baturay & Toker, 2015; Lim & Chen, 2012). Likewise, the cyberloafing might lead to enhancing the learning environment, flexibility, creativity, and increase innovation (Derin & Gökçe, 2016). However, some managers ignore the physical and psychological benefits of job interruption and their positive impact on employee productivity. Lim and Chen (2012) found that browsing has a positive impact on employee emotions. Internet browsing provides an informal learning method, reduces stress, and promotes improved time management (Coker, 2011). In addition, the work breaks such as Internet surfing breaks can play an important role in the mental and physical well-being of workers and contribute positively to productivity (Cambo, Avrahami, & Lee, 2017). Dursun, Donmez, and Akbulut (2018) stated there are some types of cyberloafing that can even be considered as a facilitator for relaxation and self-development of employees.

2. Demographics of Cyberloafing

Because of the development of technology, cyberloafing is possible to be done regardless of occupation. A lot of studies report that a large number of sample to measure the cyberloafing (Aktibulut, Dönmez, & Dursun, 2017; Andreassen, Torsheim, & Pallesen, 2014; Cheng, Li, Zhai, & Pallesen, 2014; Dursun et al., 2018; Gökçeçarslan, Mumcu, Haşlaman, & Çevik, 2016; B. Lee, 2017; Lim & Chen, 2012). One of these studies found that 65% of employees reported using the Internet for personal purpose during the work (Cheng et al., 2014). Some of the studies found the young workers are more likely to do cyberloafing behavior (Çınar & Karcioğlu, 2015; Sheikh et al., 2015; Varghese & Barber, 2017). On the other hand, Ahmad and Omar (2017); Rahimmia and Mazidi (2015); Yan and Yang (2014) found age has no significant difference in the prevalence of cyberloafing.

Several researchers investigated the relationship of the experience and skill of usage Internet with the cyberloafing and they found the individuals who have experience and skill usage Internet more likely and spend more time on the cyberloafing activities than individuals who have less experience and skill of usage Internet (Baturay & Toker, 2015; Mercado et al., 2017). On the other hand, Li, Luo, Zhang, and Sarathy (2017) found there is no significant difference between the experience of using the Internet and the cyberloafing.

In another study investigating the relationship between education level and cyberloafing found there is a negative relationship between the education level and the cyberloafing behavior, which the employees with higher education showing lower levels of cyberloafing (Rahimmia & Mazidi, 2015; Sheikh et al., 2015). On the other hand, the recent study by Mercado, Giordano, and Dilchert (2017) found there is a positive relationship between education and the cyberloafing behavior, signifying that more educated individuals engaged in greater cyberloafing. Another study by Andreassen, Torsheim, and Pallesen (2014) stated that high-level of managers were the highest offenders of cyberloafing in spite of their negative attitudes toward cyberloafing behaviors. This may be because the of employees with higher statuses have more access to the tools to cyberloafing (for example, iPhones, Tablets,
laptops, PC) which make them able to commit cyberloafing at higher levels more than the individuals at the lower or normal levels of an organization.

Interestingly, several researchers investigated the relationship between gender and cyberloafing and they found the males are more likely to spend more time on the cyberloafing activities than females (Ahmad & Omar, 2017; Baturay & Toker, 2015; Özcan, Gökçearslan, & Yüksel, 2017; Schings, 2014; Sheikh et al., 2015; Varghese & Barber, 2017; Yılmaz, Yılmaz, Öztürk, Sezer, & Karademir, 2015). On the other hand, Rahimnia and Mazidi (2015) found the females are more likely to commit cyberloafing than males. However, recent studies disclose that gender differences may vary consistently with the characteristics and kind of the cyberloafing activities (Akbulut et al., 2017; Dursun et al., 2018; Keser, Kavuk, & Numanoglu, 2016).

3. Antecedent of cyberloafing

The previous study investigates many of the factors that influence the cyberloafing such as boredom, stress, internet addiction, ability to hide, habit, personality traits, organization justice, and job demand.

The boredom at work has been shown to increase cyberloafing behavior (Mercado et al., 2017; Wan, Downey, & Stough, 2014). A cyberloafing may help the employees to pass free time or keep them committed to something during work time when they do not have work to do (Jandaghi et al., 2015). In these situations, cyberloafing can be a counter-boredom activity because it restores the boring situation at work to include more interesting components (Pindek et al., 2018). In addition, employees may use cyberloafing as a strategy to relieve stress. There are some studies that have shown that cyberloafing negatively affects the work stress (Andreassen et al., 2014; Blanchard & Henle, 2008; Lim, 2002; Yeik, Soh, & Chew, 2017a).

There is another factor that has been identified as contributing factor to cyberloafing which is the addiction to the Internet which has been shown to increase cyberloafing (Keser et al., 2016; Yan & Yang, 2014; Yaşar & Yurdugül, 2013). Yaşar and Yurdugül (2013) found the Internet addiction construct as one of the reasons that lead to cyberloafing activities. In another study by Keser et al. (2016) found the male Internet addiction level was higher than female. There are many researchers who have been investigating the relationship between the ability to hide with the cyberloafing (Askew et al., 2014; Mercado et al., 2017; Saidin et al., 2017; Sheikh et al., 2015). The ability to hide cyberloafing refers to the employee's ability to hide her or his activity on the Internet from her or his supervisors and colleagues based on conditions in her or his work environment (Saidin et al., 2017). Motivated by Askew et al. (2014) study shown the ability to hide cyberloafing is a significant predictor of cyberloafing. Mercado et al. (2017) found that the employees’ ability to hide cyberloafing shown a strong positive relationship with cyberloafing.

The cyberloafing also influenced by employees’ habit of using the Internet for personal purpose. Previous studies have shown that the habit has a strong predictive power of cyberloafing (Betts & Setterstrom, 2014; Jamaluddin, Ahmad, Alias, & Simun, 2015). In addition, the habit found to have a significant interaction effect on cyberloafing (Son & Park, 2016; Yeik, Soh, & Chew, 2017b). In a study by Huma, Hussain, Thurasamy, and Imran Malik (2017) found the employees in private organizations usually have less influence of habit over cyberloafing behavior than employees in public organizations.

One of the important factors that had been studied is the relationship between personality traits and cyberloafing behavior. Several studies found there is a relationship between personality traits and cyberloafing (Jia, Jia, & Karau, 2013; Lepp, Li, Barkley, & Salehi-Esfahani, 2015; Varghese & Barber, 2017; Yan & Yang, 2014). Recent studies have shown that personality traits of agreeableness have negatively related to cyberloafing (Andreassen et al., 2014; Jia et al., 2013; Varghese & Barber, 2017). Likewise, some of the studies present there is a negative relation between conscientiousness and cyberloafing (Andreassen et al., 2014; Kim, Triana, Chung, & Oh, 2015; Varghese & Barber, 2017). The fundamental desire to maintain and improve performance is likely to deter individuals who have a reputation for engaging in deviant behaviors such as cyberloafing. Similarly, employees who agree will demonstrate cooperative and trustworthy behavior.
On the other hand, there are some studies examine the relationship between openness and cyberloafing, and they found the openness has positively related with cyberloafing (Jia et al., 2013; Jia & Jia, 2015). Similarity, the traits extraversion and neuroticism have been positively related to cyberloafing (Andreassen et al., 2014; Varghese & Barber, 2017). Employees who have a high level of neuroticism tend to have emotional instability and anxiety (Varghese & Barber, 2017). Therefore, it is likely that these employees adopt adaptation strategies that can be avoided by nature, which may include the cyberloafing to avoid the work (Andreassen et al., 2014). The need to be in socially stimulating environments may encourage them to search for social networking sites or other online entertainment resources by cyberloafing (Varghese & Barber, 2017).

Another important factor that has an effect on cyberloafing is procrastination. While the researchers considered that procrastination is the most important personality traits that are positively related to the behavior of cyberloafing (O’Neill, Hambley, & Chatellier, 2014; Yan & Yang, 2014). In the other word, the employees they have a high level of procrastination they will be more likely to engage to cyberloafing actives although they are away from doing the organization task by using the Internet for personal purpose.

One of the important factors that have been the effect on the cyberloafing is the norms or social influences at the work (Askew, Buchner, Taing, Ilie, Baure & Coovwet, 2014; Mohd-shamsudin, Kura, & Alshuaib, 2014; Sheikh et al., 2015). Cyberloafing by co-workers indicates that behavior is acceptable which affects whether or not an individual participates in observable behavior (Askew et al., 2014). Askew et al. (2014) found also an individual is more likely to cyberloafing if there is a norm within the organization or in her or his working group that it is acceptable to deal with personal work online during working hours, and if that is strongly discouraged in the work, the employees will be less likely to be attracted to cyberloafing. Organizational policies, sanctions, and IT tracks have been found to prevent the cyberloafing (Andreassen et al., 2014). However, other research by Askew et al. (2014) supports that employees will do cyberloafing if they are confident that they will not get caught.

Organization justice has been related to increases the cyberloafing behaviors (Li, Luo, Zhang, & Sarathy, 2014; Li et al., 2017; Lim, 2002). The employees will do cyberloafing for a response to the perceived injustice in the workplace (Krishnan & Lim, 2010). Studies suggested that if the employees feel unfairly treated by organizations, they feel resentful and angry, they will be likely to seek revenge against the organization (Li et al., 2017; Son & Park, 2016). The result of this, employees will seek to engage in cyberloafing behaviors by performing low-quality work or working less.

Job demands considered as an important factor that has an effect on cyberloafing, there are many previous studies had investigated the relationship between the job demands and the cyberloafing (Al-Shuaibi, Shamsudin, & Subramaniam, 2014; Charoensukmongkol, 2014; Jandaghi et al., 2015). Al-Shuaibi et al (2014) proposition that the job demands will lead to stress in employees and it will increase the employees’ propensity to engage in cyberloafing behavior at the workplace. Charoensukmongkol (2014) found that job demands will positively be related to the intensity of social media usage at work. It means if the employees have low work demands the possibility of engaging in cyberloafing behavior is higher. This is because of the spare time of the employees. Therefore, when the employees don’t have enough work to do, they will engage in cyberloafing behavior to pass the time.

4. Consequences of Cyberloafing
The previous study had not focused on the consequences of cyberloafing as they focused on factors that effect on cyberloafing, hence it is less common (Jandaghi et al., 2015). The cyberloafing can lead to lose employee’s time and reduce job performance and productivity (Ugrin, Pearson, & Nickle, 2018), and increase the risk of information security breaches (Hadlington & Parsons, 2017). According to Ahmad and Omar (2017) act the cyberloafing is considered to be counterproductive because the participation of the employees in cyberloafing activities leads to effective in a negative
way to performance and efficiency. However, the cyberloafing has a beneficial effect for both employees and the organizations (Hartijasti, 2016).

Cyberloafing leads to the low performance of tasks by the loss of working time and productivity (Al-Shuaibi, Subramaniam, et al., 2014; Jandaghi et al., 2015). In this regard, the time spent in the cyberloafing is the time it would have been spent on the work, and any loss of working time is expected to be translated as lost productivity. In the study by Ugrin and Pearson (2013) shown the employees spend 60-80% of their time during the work hours on websites that have nothing to do with their tasks and responsibilities, reducing organizational performance. However, when the performance appraisal is perceived favorably by the employees, they are less likely to engage in cyberloafing behavior at work (Al-Shuaibi et al., 2013).

On another hand, the cyberloafing only effects on the performance of tasks in certain cases (Jandaghi et al., 2015). Sometimes the employees use the Internet for personal purpose when they have free time and do not have a task to do. This indicates that cyberloafing does not affect the loss of production in some cases. Indicates that each employee has a certain level of work they aspire to and puts enough work to get to this standard and engage to cyberloafing with some of the time leftovers. If this perspective is true, there must be a positive relationship between cyberloafing and task performance (Jandaghi et al., 2015).

Some previous study had investigated the relationship between the employment security with the cyberloafing especially in Jordan (Al-Shuaibi et al., 2013; Al-Shuaibi, Subramaniam, et al., 2014). The result from previous research when employees look at employment security positively, they are less likely to do the cyberloafing during the work (Al-Shuaibi et al., 2013; Al-Shuaibi, Subramaniam, et al., 2014). In the other word, because of the unemployment rate in Jordan is 18.5% (Tradingeconomics, 2018), the employees try to not do any bad behavior at work that may be the reason for being kicked out of work, because there is potential replacement that makes it easier to get the employees out of a company. For instance, some companies such as Hewlett-Packard and Xerox warn employees not to use the Internet for personal activity during work time, but the employees ignore the warning, many employees violated this policy, and some have even fired employees as a result (Jandaghi et al., 2015; Piscotty, Martindell, & Karim, 2016).

Though there are policies in the organizations, security tools are important to prevent employees from cyberloafing. However, employees who engaged in cyberloafing had significantly lower information security awareness and thus increases the risk of information security breaches (Hadlington & Parsons, 2017). There are many organizations that allow their employees to use their own electronic devices, like tablets and smartphones, for access to organization data (Lee, Warkentin, Crossler, & Otondo, 2016). Employees may use their devices to get access to the Internet without using organization's networks via their mobile data networks. In this situation, the organization manager needs to adopt security strategies and monitoring, such as tracking e-mail messages, blocking websites, and reviewing the browsing history (Harris & Patten, 2014).

There are many organizations that have used many strategies to control the cyberloafing behavior such as using a personal device, texting, data streaming, and voice messages (Baturay & Toker, 2015; Moody & Siponen, 2013). Organizations may use mobile device management systems to control and monitor almost all the functions of employee’s devices and to collect private data (Lee et al., 2016). However, it is hard to know the security risks faced by employees without having real knowledge about a security concept of information stored on their smartphones (Lee et al., 2016). Using smartphones at work and daily life may increase the risk of attacks (Lee et al., 2016). Although a smartphone is a personal property, it can be used by employees to access personal information and work information in accordance with the strategy of bring-your-own-device (Lee et al., 2016). Many organizations have confirmed that using smartphones to access organization databases lead to reduces operating costs (Harris & Patten, 2014; Lee et al., 2016). Therefore, about 75% of large organizations allow employees to access to the organization’s system by personal smartphone, many of these smartphones lack security application or even passwords that can protect from potential risks (Harris & Patten, 2014). There should be a secure system to protect the organization’s information and save
the working time when the employees connect their smartphones to the system directly or through the
desktop computer in the organization.

Most of the employers consider the cyberloafing as negative behavior and lead to production losses
(Andreassen et al., 2014). In the other side, there are some of the employees who considered the
cyberloafing as positive behavior (J-Ho & Ramayah, 2016). Actually, the cyberloafing positively
benefits both of the employers and employees (Baturay & Toker, 2015; Derin & Gökçe, 2016). Where
the employees can take rest, stress reduction, self-development and refresh their mind for back to work
and give a good result for their organizations (Baturay & Toker, 2015; Lim & Chen, 2012). Likewise,
the cyberloafing might lead to enhancing the learning environment, flexibility, creativity, and increase
the innovators (Derin & Gökçe, 2016). Therefore, organizations should not ignore or underestimate
the advantages of cyberloafing.

However, some managers ignore the physical and psychological benefits of job interruption
and their positive impact on employee productivity. Lim and Chen (2012) found that while
browsing had a positive impact on employee emotions. Internet browsing provides an informal
learning method, reduces stress, and promotes time management improvement (Coker, 2011). In
addition, a work break such as Internet surfing can play an important role in the mental and
physical well-being of workers and contribute positively to productivity (Cambo et al., 2017).
Dursun et al. (2018) stated there are some types of cyberloafing that can even be considered as a
facilitator for relaxation and self-development of employees.

5. Policies and Anti-Cyberloafing

Today, most of the organizations use policies and strategies for reducing the effect of cyberloafing in
the workplace and increase the productivity such as monitoring or blocking some of the website
(Baturay & Toker, 2015; Moody & Siponen, 2013). According to Glassman, Prosch, and Shao (2015),
the Internet monitoring and filtering software industry has grown exponentially with revenue of $ 1.18
billion in 2012. As J-Ho and Ramayah (2016) refer to the organizations needs to use policies which
might control and reduce the cyberloafing actives from the employee's intention, and the employers
and manager must give awards to employees who follow the rules. The study by Hadlington and
Parsons (2017) shown the employees who stated that their organization had a policy were less likely to
show a problem with the cyberloafing behavior. Hence, the organizations use many mechanisms to
reduce and control the cyberloafing, including prevention strategies, organizational control, and
monitoring strategies (Piscotty et al., 2016).

5.1. Organizational control

Organizational control has related with some terms such as policy control, system control, managerial
control, and behavior control and this terms represent the potential actions used to control employees
behavior and involve them in complying with institution policies and objectives (Piscotty et al., 2016).
Generally, the employees follow the organizational rules and policies when managers or employers are
forcing them to follow that, and when employees are aware that sanctions are in place (Rahimnia &
Mazidi, 2015; Son & Park, 2016). This strategy is based on employing many types of sanctions and
applying these sanctions to employees who violate the rules (Cheng et al., 2014).
If employees realize that there is a punishment in work and that punishers will apply them in practice
on others who commit or violate a regulatory policy, they will avoid a repetition of unwanted behavior
(Piscotty et al., 2016). The manager can control or reduce the behavior of unwanted employees by
making them expect different punishments if they continue to use the Internet for the personal purpose
during working time (Cheng et al., 2014). Although effective strategies must be in work to control the
misuse of the Internet in the workplace, including the punishment strategy and control strategy to
control the phenomenon of cyberloafing, supervisors should be close to employees, understand their
behavior, monitor and apply sanctions if they occur to any violations (Piscotty et al., 2016).

5.2. Electronic Monitoring Strategy
A study in the UK showed that computer users spend about 31.4 hours monthly surfing the Internet and 5.4 hours using their mobile devices to surf the web (Ofcom, 2015). In the same report shown people use a smartphone 61% more than desktop, where smartphones provide people with the freedom to browse wherever they are (Ofcom, 2015). Nevertheless, despite the many advantages associated with the use of e-mail and Internet tools, misuse the Internet at work has created legal challenges and new financial in the organizations (Dursun et al., 2018). Organizations have a lot of concerns about the cyberloafing by their employees and therefore some of the organizations adopt electronic monitoring strategy to protect their business to reduce or prevent potential risks to online services at work from employees (Piscotty et al., 2016).

Some concerns about the misuse of personal information of employees when employers monitor their employees' Internet activities including storing employee data and retrieving data for occasional review to ensure employee productivity and to avoid any financial liability that employees by “cyberloafing monitoring strategy” in terms of changing the work environment and worker behavior (Gökçearslan, Muncu, Haşlaman & Çevik , 2016). Additional concerns are focused on making employees feel discomfort, although organizational managers can monitor employees when they use the organization’s resources, as computers and other devices (Glassman et al., 2015). The monitoring and punishment for the employee who does cyberloafing activities may offend to employees by causing them to feel undervalued and distrusted. Consequently, their job satisfaction and morale may be affected (Son & Park, 2016). Sarpong and Rees (2014) investigated the concerns, discomfort, and employees' stress due to the use of the monitoring system during working hours and found that electronic monitoring is not all bad or all good; it is value-neutral and offers a win-win situation. However, the organizations need to use policy which might control and reduce cyberloafing activities (J-Ho & Ramayah, 2016). Therefore, the balance is important between the monitoring system and the privacy of the employee (Lee et al., 2016).

Ugrin and Pearson (2013) noted that use different deterrence models can serve as a deterrent to cyberloafing, but there are no specific data that show how individual and organizational controls are used to stop the misuse of the Internet by employees. Organizational managers need to identify the types of cyberloafing and know what types are more frequent to monitor or control it (Askew et al., 2014).  

5.3. Prevention Strategy

Many organizations have a strategy to control employee policy violations (Eivazi, 2011). The prevention strategy is important to deter employee policy violations. The use of technology may help in the development of a business, but technology can cause employers to lose their reputation and their customers because of employee abuse of technology in the workplace (Eivazi, 2011). Therefore, the prevention strategy is important at work.

Organizational managers should follow some steps to start an effective preventive strategy. The first step is to make sure that online policy contains clear points about the organization's policies and rules (Glassman et al., 2015). It is difficult for employers to assess the risks faced by employees without real knowledge of the concept of security. Therefore, managers must be trained to identify security risks and threats that may be related to regulatory policy violations (Bartariya & Rastogi, 2016; Drouvelis & Nosenzo, 2012). Employees also need security training and experience before they can identify the risks of using an online service in the workplace (Glassman et al., 2015).  

6. Conclusion

This conceptual paper attempts to explain the factors that effect on the employees to be attracted to cyberloafing behavior during the work hours. As to provide some of the consequence of cyberloafing and show the benefits of cyberloafing for both employees and organizations. In addition, suggest some solutions that have been shown in the previous study.  
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