Cognitive Pervasive Service Composition Applied to Predatory Crime Deterrence
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Abstract: Pervasive service composition is useful in many scenarios, for instance, in urban planning or controlled harvest. Currently, there is no standard to develop solutions using pervasive service composition. However, big companies propose their frameworks to develop complex services, but their frameworks are appropriate in specific applications, such as home automation and agriculture. On the other hand, there are different very well-grounded academic proposals for pervasive service composition. However, these do not solve the problems of traditional approaches that are appropriate to specific areas of application, and adaptation is needed to deal with the dynamism of the environment. This article presents a cognitive approach for pervasive service composition where InfoCom devices and the implementation of cognitive functions interact to create pervasive composite services. Our central hypothesis is that cognitive theory can help solve actual problems requiring pervasive service composition, as it addresses the above-mentioned problems. To test our approach, in this article we present a case of urban insecurity. Specifically, in different countries, street robbery using firearms is one of the problems with a high impact because of its frequency. This article proposes to compose a pervasive service for deterring criminals from committing their crimes. The results obtained by simulating our proposal in our case study are promising. However, more research needs to be achieved before applying the proposed approach to actual problems. The research needed ought to address various problems, some of which are discussed in this article.
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1. Introduction

Currently, cities are becoming more complex environments to live in; for instance, we need to localize specific places, prevent some incidents, among many others. Fortunately, the technologies present in this kind of environment, including the ones humans wear, may help overcome some of our human problems. However, in order to use these technologies to help humans in dynamic environments, two problems must be solved. The first one is the autonomous pervasive service composition required by humans to deal with complex problems that a single service cannot solve. The second is how to deal with the volatility of available services in the environment. That is, how to ensure that the service is useful by the time it is created, and during the time it is required. In this article, we deal only with the first problem. Even though the second problem is quite essential, it is beyond the scope of this article. Thus, the objective of this article is to present a new way to create pervasive composite systems. The inspiration for our proposal is the way the human mind composes solutions using its cognitive functions.
To test our proposal, we used an urban security case study. Specifically, street robbery is of high interest because of its frequency. The pervasive service composition is a way to take advantage of the technologies already distributed throughout the environment to propose solutions to this growing problem.

There are different proposals to tackle the public insecurity problem using technology through artificial intelligence (AI) and pervasive applications [1–3]. These proposals come from different fields, such as smart spaces, Internet of Things (IoT) and ambient intelligence (AmI), among others. Such fields have in common that they are built upon concepts and technologies such as ubiquitous computing, context awareness, embedded systems and human-centric computer interaction design [4,5]. These kinds of solutions are typically employed in home environments, but may also be employed for other kinds of purposes, such as healthcare [6], cognitive robotics [7], education [8] and public safety [1]. However, a common problem of the aforementioned proposals is the absence of a common framework for deploying the solutions.

The unified theories of cognition [9,10] provide some basis for the approach of general AI of cognitive architectures (CAs). The objective of this approach goes in the direction of proposing a theory working over the entire range of human cognition. That is, a CA is constituted by a group of cognitive components representing the human cognitive functions. Newell’s initial approach is based mainly on psychological evidence [11]. Currently, the components of some bioinspired CAs or BICAs, represent human cognitive functions grounded in different disciplines, for instance, psychology, neuroscience and philosophy, among others [12]. The appropriate work of these cognitive functions generates intelligent, human-like behavior [13]. The natural question is, why would we want to generate computer systems with human-like behavior? The answer is because we want computer systems that help us solve problems in an analogous way to how we solve our problems. That is, maybe not efficiently, but good enough to satisfy the current needs. Over the last 12 years, our research group has been developing a BICA named Cuâyollōtl (which means brain in Nahuatl, a Mexican language). The objective of this BICA is to endow a cybernetic entity or system with human-like behavior. The resulting system ought to be able to engineer applications in which artificial and natural cognitive systems work together more effectively to solve a problem. In other words, we propose a CogInfoCom system with skills to engineer pervasive composed services using simple available services in the environment to solve actual complex human problems.

This proposal is the beginning of a study aiming to use our Cuâyollōtl CA’s cognitive functions to create useful pervasive composite services to solve complex problems that humanity faces. The objective of this stage is to prove that it is possible to compose useful pervasive services using this approach. This objective is fulfilled by simulating the environmental conditions and the pervasive service composition in a simulated environment using Cuâyollōtl’s cognitive functions. Subsequent stages go in the direction of obtaining more evidence to prove that the approach can be useful in actual scenarios. We assume that cognitive functions such as sensing, perception, memory, attention, emotions and motivation [14–19] can be abstracted as cognitive agents available in the city’s infrastructure, and that the city has enough useful infrastructure to create composite services. With these assumptions, the system starts by recognizing a specific need of a human and ends with the pervasive service composition able to solve that need. Our proposal’s originality is that it behaves similarly to the human way of detecting a need, and does not just create the needed composite service, but ensures its continuous appropriate behavior independently of the dynamism of the environment.

This article presents a study case of public security. That is, the Cuâyollōtl BICA is used to simulate the creation of useful composite services to deal with the problem of public insecurity, more specifically, violent acts against a person that involve goods or property, also known as robbery or mugging [20]. The Cuâyollōtl BICA’s work starts by detecting this crime using the resources available in the environment (different info-communication devices, including sensors such as cameras and microphones; and actuators such as drones
and speakers) and ends by composing a service that helps to deter the aggressor from committing the crime.

This work is organized as follows: In Section 2, we review related concepts and analyze related works. In Section 3, we explain the methodologies we use during our research; after that we describe our proposal and present the case study and its formalization. In Section 4, we present the results obtained through a simulation of a case attached to reality. In Section 5 we discuss our thoughts, and the advantages and risks of our proposal. Finally, Section 6 presents our conclusions and work in progress.

2. Related Works

This section defines some necessary concepts for the proposal and analyzes related work.

2.1. Service Composition

In [21] a service is defined as an abstract entity that provides a consistent set of capabilities and has an interface to communicate with clients. We classify services as web services and pervasive services. Web services can be invoked independently of the place and do not consider user context. Pervasive services can provide services only to nearby clients, consider their context and use hardware devices to interact with the environment to satisfy users’ requirements. Unlike web services, pervasive services are focused on meeting user intentions, not just producing an output [21].

Frequently, users’ requirements are impossible to satisfy with a single service, mainly because of the requirements’ complexity. This situation generates the need to use multiple services working together to solve complex problems. The overall service delivers individual services that satisfy final user requirements [22]. Thus, service composition is the chaining of service interfaces syntactically or semantically. A service’s output is channeled as the next service(s)’s input while content filtering and format modification tasks are performed [23]. There are different service composition mechanisms; one of the most relevant for us is dynamic composition achieved using graph construction. This mechanism is important because it combines existing services to reach a complex solution [24], and because it is very close to the way the human brain constructs an action plan [25].

Service composition results are particularly useful in pervasive computing, also known as ubiquitous computing [26]. The main characteristic of pervasive computing is its dynamic complex environment, made up of many InfoCom devices supporting mobility and perceiving information regarding their environment [21]. Pervasive service composition is service composition performed using software services, using hardware and considering the context. Pervasive service composition is useful in open, dynamic environments where device and network availability cannot be ensured.

Pervasive service composition allows pervasive systems to exploit the capabilities of a variety of devices in the environment, allowing it to offer enriched functionality and serve as a basis for creating ambient intelligence or AmI. For this reason, service composition has become a topic of interest in fields such as IoT and AmI [22,27–29].

Before we can perform a service composition, we must be able to find the required services for the aforementioned composition: a process known as service discovery, and usually supported by protocols known as service discovery protocols (SDP). We use these protocols to detect devices and services in a network [21]. They are essential because the result of pervasive service composition depends on finding available and useful services in the user’s environment.

Given that we intend to develop a system that creates composite services without human intervention, we focus on automatic service composition [30], which is the name given to composition techniques with no human intervention. Automatic service composition approaches include AI planning, data integration, process synthesis and conversations [31]. The primary approach to achieving automatic service composition deals with it as a planning problem [32].
In an urban environment, all available devices and their network infrastructure constitute a pervasive system. It is possible to create a complex composite service with the capabilities of this infrastructure. The key is to plan and decide which of these services and devices are appropriate to create the required service.

2.2. Research Classification

To see what types of studies exist in fields closely related to pervasive service composition and how our proposal compares to them, we analyzed a group of studies that classify research related to pervasive systems and service composition. From this analysis, we outline the essential characteristics to classify the different approaches. We use these characteristics to compare our proposal with other approaches pointing out the main similarities and differences. Figure 1 shows visual representations of some of the classifications presented in this section.

Dombroviak in [33], presents a pervasive application taxonomy, where the characteristics used to classify an application are: transitionality (usefulness over multiple environments), time constraints (real-time or delay-tolerant), goal (improve performance, increase information or entertainment), collaboration (degree of component cooperation in a single application instance), lifetime (how much time an instance ends up executing), centricity (data-centric or action-centric) and location awareness (an object’s knowledge of its location).

With this taxonomy in mind, a proposal classified as transitional, real-time, collaborative, long-lifetime, action-centric and location-aware would be the most desirable.

In [27], Asghari proposes a taxonomy for service composition on IoT platforms. The main classification considers functional and non-functional aspects of the composition, with functional ones being formal, such as model checking and theorem proving; and non-functional ones being infrastructure-based (such as wireless sensor networks or the cloud), IP-based (such as routing or transfer protocols) and application-based (such as data-oriented or multi-agent systems).

In the terms of this taxonomy, a non-functional solution would be preferable. Within the non-functional aspects, the multi-agent application-based approach closely matches service composition strategies.

Mutanu in [34] classifies service-oriented systems on the basis of their adaptation and validation features, the former including adaptation triggers (further divided into runtime environment, service provision and business environment triggers), the adaptation model (divided into strategy and implementation) and the application context; and the latter being technique or mechanism, involvement, the primary focus, the control mechanism and the strategy.

A proposal classified under runtime environment and service provision adaptation triggers, reactive embedded adaptation model and general application context would be preferable.

Petrova-Antonova in [35] offers a classification of web service composition approaches based on seven characteristics: component model, orchestration model, data and data access model, service selection model (static or dynamic), transactions, exception model and tool support. In turn, the work classifies orchestration models into different paradigms, such as AI planning, graph models, Petri nets, statecharts, π-calculus, signature matching and planning as model checking.

Based on this classification, a dynamic service selection model and a AI planning orchestration model might be the most appropriate for our proposal.
Figure 1. Figures corresponding to the classifications of Dombroviak (a), Asghari (b), Petrova-Antonova (c) and Mutanu (d).
Abdualrazak in [36] proposed a classification scheme for evaluating the performance of pervasive systems based on seven criteria: architecture, which is subdivided into infrastructure (centralized, mobile, ad hoc, personal range, local range, etc.) and design (application-based, service-oriented, component-oriented, etc.); application purpose (assistance, experience enhancement, etc.); autonomy (static, self-learning, re-programmable and re-configurable); integration (ad hoc, universal interface and plug-in); interaction (human-to-machine and machine-to-machine); intelligence (context-aware and not context-aware); and service availability (pervasive and non-pervasive).

Based on this taxonomy, an ad hoc, local range span, service-oriented, assistive, self-learning, human to machine, context-aware and pervasive proposal with ad hoc integration is the most adequate for us.

As we can see from these classifications, many focus either on service composition in general or web service composition in particular, or on pervasive applications. Even if these studies give us good insight into the requirements a pervasive service composition system must fulfill, there seems to be no single study that seeks to classify pervasive service composition approaches.

2.3. Related Service Composition Works

Service composition systems have been developed for well over a decade now. However, only in more recent times has the service composition community begun to tackle the challenges introduced by open, dynamic environments, such as those of pervasive systems. In this section, we present some studies focused on pervasive service composition in open, dynamic environments.

Cabrera et al. [37] proposed an IoT architecture for service composition, divided into five components: the request handler; the service registration engine; the service discovery engine; the service composition and execution engine; and the service providers. The architecture performs a semantic service classification by domain. However, it is unknown whether services obtain a semantic meaning beyond this classification. This proposal also lacks any learning capability. Additionally, the architecture seems to require all IoT gateways to have all architecture components loaded, which may not be feasible in some cases. Furthermore, the services used in this work are exclusively web services, so this proposal does not take into account pervasive service composition aspects such as locality and context-awareness.

The work of Baklouti, Le Sommer and Maheo [23] proposes a service composition system based on the opportunistic network approach to deal with pervasive network communication, and uses both orchestration and choreography strategies and a utility-based function to compare solutions. The main processes are the service discovery, guided by the hop-measured utility function, and the composition proper, done either by orchestration or by choreography. Whether the chaining is syntactical or semantic is not specified. This system lacks any capacity to learn from performed compositions, and has to start from scratch for similar scenarios. The system does not seem to have the capacity to adapt the yielded composite service, and tries to limit the impact of the open dynamic nature of pervasive systems by establishing a maximum distance \( H_{\text{max}} \) for participants to be considered in a composition process.

GoCoMo [38] is a service composition and adaptation model which uses an AI planning algorithm based on the backward-chaining technique. In order to exploit the goal-oriented approach used in this work, the authors focus on three main issues: goal-driven service discovery, handled by the establishment of a temporary overlay network; opportunistic service execution, handled via online adaptable reasoning; and heuristic discovery checking, handled via a hop-based heuristic discovery mechanism. In this model, service matchmaking is done syntactically; the authors justify this choice by arguing that maintaining a semantic dynamic overlay network for resource-constrained devices can be very expensive. GoCoMo does not seem to have a learning mechanism, so future composition tasks do not exploit the composition’s experienced solutions.
Cervantes et al. [39] proposed an adaptive pervasive service composition protocol based on the pervasive system of systems (PSoS) paradigm. It employs a distributed constraint satisfaction problem (disCSP) approach to ensure that user’s requirements are satisfied, and extends it to deal with the dynamism of pervasive environments. The composition process comprises three phases: identification of potential participants through a modified Contract Net Protocol, service composition through the PSCP algorithm for solving the disCSP and service adaptation based on a heuristic named DPS that seeks to dynamically add new participants into the system. This proposal lacks any learning mechanism, so experience from yielded solutions cannot be taken into account for similar future composition scenarios. Additionally, adaptation focuses on functional requirements, leaving aside QoS requirements that could affect user experience.

COPERNIC [40] is service composition and adaptation middleware for pervasive systems. Its approach uses the modeling of a cognitive agent for performing service compositions. The pipeline of this agent consists of nine steps: sensing external and internal inputs, forwarding symbolic structures (percepts) to the memory, looking up related information, storing queued information, relevant information filtering, goal decomposition and service competition, service binding, service execution and output return. The middleware uses heuristics to adapt its behavior among goal-oriented vs. situation-oriented; proactive vs. reactive; maintaining ongoing plan vs. adapting it; and sensitivity to goal conflict. A problem with this cognitive pipeline is that, unlike what happens in human cognition, the COPERNIC agent indiscriminately senses its environment without attentional filtering, which can saturate the memory quickly.

As we can see from the proposals presented above, few of them can learn from successful service compositions to use the solutions in the event that a similar scenario arises in the future, which is something human beings know how to do very well. This feature could be handy to avoid creating composite services from scratch if an existing solution can be reused or even used as a template to be adapted, which would reduce composition times for those cases. Additionally, a notable quantity of proposals do not exploit semantic analysis of the involved services, which is a disadvantage. That prevents a service composition system from producing a composite service closer to the user’s expectations. The ability to learn from past experiences and to give things meaning via semantic analysis is very typical of human beings, so developing a service composition system that imitates the human cognition process could help tackle these challenges.

2.4. Crime

The term crime does not have a simple and universally accepted definition in modern criminal law. However, we adopted the following: crime is an act harmful not only for a victim but also for a community, society or state. Such acts are prohibited and punished by law [41]. According to some authors [20,42–44] there are two kinds of violence: affective violence and predatory violence. Affective violence refers to violence exercised because of fear or stress at an emotional level, and is mainly defensive, whereas predatory violence, is intentional, premeditated and looks for an advantage over the prey, as in the behavior of great carnivores. In this work, our efforts aim to propose the use of pervasive service composition to inhibit a specific type of predatory violence, specifically the crime of mugging. Our motivation is that the predatory behavior is standard among many crime modes. We can think of a pattern that generalizes these modes without defining them in a particular way, opening up the possibility to extending the range for dealing with different types of crimes with our proposal.

Figure 2 shows part of the crime classification presented in [45]. Due to its similarities, the crime of mugging may be considered as predatory violence.

One possibility for predatory crime detection and deterrence is creating a pervasive service for this purpose located in the urban environment. Next, we present our cognitive pervasive service composition applied to crime detection and deterrence inspired by human mental processes.
There are some studies focused on the use of IT for public safety, such as the work of Byun, Nasridinov and Park [1], which proposes a crime detection IoT system consisting of five modules: emotion sensing, emotion recording, crime detection, crime visualization and crime prediction. This proposal focuses on helping to notify alleged and potential crimes. However, it cannot deter an alleged criminal from committing the crime, as it relies entirely on the security forces. The use of CCTV cameras only identifies emotional states, thereby missing the chance to analyze other factors, such as the alleged criminal’s movement pattern or whether he is carrying a weapon, which could improve crime detection accuracy. Furthermore, the system relies exclusively on wearables and CCTV cameras; this means it cannot benefit from many other devices available in an urban environment.

![Figure 2. Limited Taxonomy of Crimes.](image)

3. Materials and Methods

3.1. Methodology

For the development of this work, we used a combination of methodologies. The first is the methodology for the construction of cognitive architectures [12] where we focus on the main flow. The first step is making a general definition of the system we want; this includes the context it is implemented, the applicability and the abilities desired for the system. The second step is the definition of functionalities within the scope of the problem, and the objectives and constraints. This leads to a preliminary study of the state of the art and a conceptualization.

At this point we blend the first methodology with the second one using the analysis and design of Gaia multi-agent systems [46], which helps us define and model our cognitive functions as agents with the research of sub-functionalities, subdivide the system into sub-organizations and define their requirements and their types of interaction with each other. At this point with Gaia we can define and model the role, interactions and environment for the agents of our system, which will guide us for the future implementation.
3.2. Pervasive Service Composition Proposal

Service composition may appear to be a novel topic in the field of pervasive systems, but in fact, it is a tool we as human beings employ on a daily basis. Humans constantly need to create services to interact with our environment and with other humans. Different cognitive functions constitute the human mind from the neuroscientific point of view. The fact that composition is a common task for the human mind is our primary motivation to propose a novel bioinspired approach to pervasive service composition. In this section, we present our proposal, objectives and hypotheses.

3.2.1. Objective and General Hypotheses

The objective of this proposal is to present a cognitive way to create pervasive composite services, in our case to inhibit predatory crime committed with a firearm; for this we need to merge the cognitive capabilities of artificial devices and humans towards engineering a specific application solving an actual problem [47,48]. In this first stage, we want to prove that our proposal is useful for creating pervasive composite services using a cognitive approach. The next stages will deal with quantitative measures to ensure that the proposal helps fulfill time and quality criteria to deal with actual problems.

Our general hypotheses for our proposal are:

- With our approach it is possible to build solutions to complex problems, such as the detection of a crime, in a way similar to how the human mind would produce them.
- We can make use of human cognitive functions abstracted as cognitive agents.
- The proposed cognitive agents are capable of dealing with information provided by other (agents) services in order to generate human-like behavior.
- The environment provides these cognitive agents, and they are omnipresent in the environment.
- Info-communication devices such as microphones, alarms, cameras and drones represent sensory and actuator services.
- The crime type we are dealing with for simplicity is predatory and involves a firearm, which is most likely to take place on the streets in the United States [49].

3.3. Proposal

As established previously, our proposal’s goal is the composition of pervasive services in a human-like way. For creating a pervasive composite service, the system performs the following steps: First, it determines the context through the cognitive functions of perception [14], memory [17,18] and attention [15]. Concurrently, the motivation agent sends pieces of information regarding the needs to be satisfied (pervasive services required) to the decision-making agent, who takes these inputs to determine by some evaluation the service or services to create. Then, the planning service checks whether it already knows something in its memory about the service required; if this is the case, it retrieves the information to create the composite service and executes the composition; otherwise, it tries to create the pervasive composite service from scratch. By the end of the composition, if the system knows the service, it updates the related information; otherwise, it stores useful information, such as context, services contacted for pervasive service composition and quality of the service obtained, for possible future use. In other words, our proposal creates a pervasive composite service based not just on the requirements of the service, but also on the context and its own experience in solving the current problem.

Figure 3 depicts the cognitive functions that make up Cuâyollol, our cognitive architecture and their interactions to endow a cybernetic entity (system, avatar or robot) with human-like behavior.

The cognitive functions and their interactions depicted in Figure 3 are available in the composition process. However, not all of them are useful in all cases. Their use depends on the context and task to be executed. Their use must be similar to that of humans who create a service based on the context’s and tasks’ characteristics. For instance, we inhibit the use of emotions in some motor tasks, and we do not use the visual function in listening tasks.
Figure 3. Cognitive functions constituting the Cuayollol cognitive architecture and their interrelations according to neuroscientific evidence. Each function in this proposal is abstracted as an agent.

Next we briefly describe the behavior of each cognitive agent making up our proposal:

- Decision-making agent: This agent continually evaluates its inputs to determine the task to execute and communicates its decision to the planning agent. It also communicates any change regarding the execution of the current task; i.e., it can decide to change the entire workflow [50] of the task being executed. In a traditional composition, this agent plays a role similar to that of the orchestrator [51].

- Planning agent: The objective of this agent is to propose a plan to achieve a task. It takes as input the information coming from the decision-making agent, who determines the task to execute and inputs different agents, such as emotions and motivation, influencing how to achieve a plan. Before proposing a plan, it interacts with the memory agent to find out whether it has a plan to fulfill the objective. If the memory has the information, the planning agent retrieves all the information needed to achieve the plan; otherwise, it creates one from scratch.

- Motivation agent: In terms of neurosciences, motivation is a cognitive function that influences an objective’s determination in a human being. In our case, it bases its influences on the objective or objectives to be achieved. It sends its output to the decision-making agent, who will decide which task to undertake [52].

- Memory agent: In the human being, memory is responsible for the coding, storing, retrieving and forgetting of knowledge [53]. In our case, the memory agent contains knowledge about available services, experienced plans and data such as object images and scenes. In this proposal, this agent helps to remember situations of interest, and associate situations with plans.

- Perception agent: In the human being, this cognitive function gives semantic meaning to information coming from different senses [54]. In our case, this agent processes information sensed by InfoCom devices to generate its semantic meaning and helps determine the context. The difference in perception between a human and our proposal is that human perception is limited to our known senses; in contrast, our proposal’s perception is limited only by the different InfoCom sensors available in the environment and the perception agent’s ability to give that information meaning.

- Attention agent: In humans, this function’s goal is to use resources available in the system [55] efficiently. In our system, this agent builds an attentional template from the attentional task established. Using this template, it recovers information from
memory to assist the perception, memory, planning and decision-making agents in meeting their goals efficiently.

- Sensing agent: The sensory cognitive function’s goal is to extract the features of an object detected by the different sensors available to the human being [14]. In our proposal, the sensors are InfoCom devices, such as cameras that capture visual information, microphones and infrared sensors, among others. They send the captured information to the perception agent, which provides semantic meaning to the perceived information. This information helps to define the context.

- Motor agent: In human beings, the motor system helps them to interact with the environment to get information or modify the environment [56]. In our proposal, its objective is similar. InfoCom devices such as drones, speakers or robots constitute the motor system. These devices modify or help the overall system to interact with the physical environment. They help to execute the plans generated by the planning agent.

In our case, a framework developed by our research team offers the communication protocols used in our proposal [57,58]. This framework facilitates the distributed development of biologically inspired cognitive architectures or BICAs, abstracting the components and processes. It also performs encoding and decoding of the spikes (the structure of a message, inspired by the unit of communication in the brain) transferred among the components. Specifically, it solves the problems of integrating the implemented models of the different bio-inspired cognitive functions in a distributed way; i.e., the agents may be distributed in the environment. Based on biological evidence, the framework ensures the specific order of communications, the integration of transmitted information, coordination and synchronization among the different agents creating the pervasive service composition. The framework’s services include the validation of connections among the different agents making up the pervasive composite service, the correct behavior of the composed model (mechanisms of coordination and synchronization) and the provision of support for information processing. This means the framework will choose where the incoming information will be processed.

### 3.4. Case Study

To test our proposal, we decided to employ it to contribute to a public safety issue—specifically, to deter predatory crimes when the predator decides to commit the crime and is within the victim’s neighborhood.

The goal is the composition of a pervasive service applied to the detection and deterrence of robbery, because robbery is an act of violence involving firearms where the intention is to appropriate another’s personal goods. The use of firearms is vital in our case study to detect potential criminal situations. When a potential crime situation is detected, the system tries to inhibit it by creating a composite service, specifically, using a drone to make the criminal know that his act has been detected, and firing if possible an alarm to alert people that this criminal act is being committed, and some lights to locate the place of the possible crime. We expect that a composed service will prevent the criminal from performing the mugging. Some successful cases using these inhibitors were reported in public security systems using different approaches [59].

The way our study case behaves is as follows. Through different agents (sensors, cameras, etc.), the system senses the environment. When it identifies a potential threat, it starts the creation of a pervasive composite service to deter the crime using the capabilities of the different cognitive agents available in the environment. We describe the behavior of these agents specifically aimed at fulfilling this objective.

#### 3.4.1. Description of the Agents

- Sensor agent: The goal of this agent is to obtain information from the environment to be analyzed. The sensors are distributed in the environment and are the cameras, heart sensors, accelerometers, gyroscopes and other useful sensors in our proposal. This agent sends the information obtained to the perception agent.
Motivation agent: The motivation agent sends information to the decision-making agent, who determines the objective the system must satisfy. In our case of urban safety, the motivation is identifying a predatory crime using a firearm. In a general way, this agent will provide specific information about each kind of public safety to the decision-making agent.

Decision-making agent: This agent must decide on one objective to fulfill from all the objectives received from the motivation agent. The decision-making agent uses a priority list to make a decision. Once it finishes its process, it communicates its decision to the planning agent. In a traditional composition, this agent plays the role of the orchestrator [51]. Besides this primary task, it also monitors the system state to modify the entire workflow when required, for instance, to detect when a particular task is no longer needed and then proceed to cancel it [50].

Planning agent: This agent proposes a plan to fulfill the objective decided by the decision-making agent. To propose a plan, it first consults the memory agent to see whether it already knows a plan to reach the objective in the specific context; otherwise it must create one from scratch.

Perception agent: This agent processes information sensed by InfoCom devices to generate its semantic meaning [54]. In our case, it assigns the meaning of crime to a scene involving a human with a weapon approaching another human in a specific context.

Attention agent: The goal of this agent is to make efficient use of resources available in the system [55]. It builds an attentional template from the attentional task established by the decision-making agents. Using this template helps the perception, memory and decision-making agents to meet their goals efficiently. For instance, it filters the information coming from the sensor agent to the perception agent.

Motor system agent: In the human being, the motor system interacts with the environment to get information or modify the environment [56]. In our case, the actuators, devices such as autonomous vehicles (drones, airplanes or robots) and speakers constitute the motor system. These actuators and devices are useful for executing a plan and modifying the system’s physical environment in accordance with the plans generated by the planning agent.

3.4.2. Workflow

Figure 4 illustrates the proposed flow of information and processing among the different agents previously described. The flow illustrates both cases: building a new plan and following up on a composed plan retrieved from memory.

The goal is to detect and inhibit predatory crimes. We consider a situation to be a potential crime of the type we want to deter when there are two persons in proximity (1–2 m) on a street, and one of them is carrying a firearm in his hand. In our case, the solution to this problem starts concurrently in the sensor, motivation and perception agents. The motivation agent establishes the need to detect this type of crime; the sensor agent (constituted by cameras and other sensors such as microphones) provides information from the environment to the perception agent. This agent and the memory agent identify the context, firearms and persons as a potential crime situation. When a potential crime situation arises, the decision-making agent is informed. This agent sends information to the planning agent, who concurrently asks the service directory for available agents offering their services and the memory agent for a list of plans applied successfully in a similar risk situation. Two different situations may arise: that the memory knows at least one plan to apply, or that it does not know a plan. In the first case, it sends the available option to the decision-making agent who, using the information retrieved from available agents (actuators) and an evaluation function, decides which plan to execute; in the second case, the planning agent must create a plan from scratch. We have already done some initial work on this case and have some early results. However, they are beyond the scope of this article and will be published later. Briefly, a new plan is created by constructing a graph made up of the different available services, similar to generating a map from beginning to
end. There are many techniques, such as forward-chaining and backward-chaining [25] that we are using. In both cases, during the execution of a successful plan, the planning agent generates an execution report (including services used, time of composition, etc.). This information goes to the memory as metadata and is available for future use. In the case the applied plan is a new one, the agent also relays the need to store the plan as an option for similar cases in the future.

### Figure 4. Diagram of flow between functions.

The motor agent executes the plan in our case study. A drone and other CogInfo devices represent the motor system. In our case study, once the risk situation is detected, the plan’s execution makes the drone approach the area of the potential crime, inhibiting the predator from committing the crime.

### 3.4.3. Assumptions and Limitations

Below we list some assumptions and limitations which we have considered for the implementation:

- Since it is not the goal of this work to describe the cognitive functions of the Cuayollotl cognitive architecture, in this article they are represented as black boxes (the reader can consult [14–19]).
- In this case study, our environment is sensed only with cameras. Only cameras mean that we only consider the visual sensing system. In the ongoing work, we are considering hearing agents and other types of CogInfo sensors.
- The environment always contains the necessary services to deter the crime. However, in this case, we consider only drones. The ongoing work considers speakers, lights and some other CogInfo devices.
- At this moment, for the sake of simplicity, we only consider one type of crime. We are extending this work to different crime types.
- Taking the simulation tool’s (Gama) limitations into account, we can only simulate the system behavior and interactions between simulated cognitive agents, passersby and the aggressor.
4. Implementation and Results

This section describes the case study’s implementation used to test our proposal, conditions of execution and some results according to our initial objectives. With this case study, we tested our proposed method of coordination and message passing among the agents using Gama version 1.8.1 as the framework for agents [60].

Gama allowed us to simulate our cognitive agents as species with different characteristics and behaviors which control the simulation’s steps and coordination, passing the message in FIPA’s ACL format [61]. Gama allows us to simulate the interaction with the messages. The first message sent is the Contract Net; this binds the different agents to the decision-making and the planning agents. With this binding, they can use the agents’ functionalities to create the composite service. The Contract Net in Gama works as follows: The decision-making agent starts the conversation with a list of preloaded participants (the cognitive agents) with the protocol fipa-contract-net and the content is “Join my system”; then all agents respond with “agree”. After starting the simulation, the planning agent sends a request to the relevant agents to notify them that they will start the service. The sensor agent senses the environment and sends the information obtained to the perception agent, which, with the memory agent’s help, performs the scene recognition process. When the perception agent perceives the scene as risky, the perception agent notifies the decision-making agent that a crime might occur. The way all agents work inside Gama is with reflex; they react to certain changes within the environment and the messages that other agents send them, so every response in the simulation is controlled by the agents.

In our implementation, black boxes represent the cognitive agents playing the roles of the different cognitive functions. The motivation agent has pre-loaded mugging detection as motivation. The memory agent has previous training to match risk situations, specifically mugging with firearms; i.e., it contains information regarding the possible plans to apply when a mugging crime is detected.

Figure 5 shows the environment implemented. This environment shows the streets and circles, squares and arrows representing the different types of agents. Blue circles represent the passersby; green arrows represent the drones; red squares represent the criminals. For this simulation, we decided not to represent the other agents visually. However, these agents interact with the environment and are considered omnipresent for the sake of this simulation.

![Figure 5. Environment in Gama.](image_url)
The motor agent controls the drone that appears once the perception agent identifies a crime situation. The behavior of the passersby and criminals is to wander randomly through the streets. However, the criminals have additional behavior: to perform a direct contact crime using a firearm, starting randomly. For the system, the criminal and the victim are indistinguishable until the aggressor tries to commit the crime by showing the firearm.

The simulation starts with the reflex “wandering” for all passersby. When one finds itself close to the aggressor (1–2 m), the criminal reveals his identity by exposing his firearm with the reflex “attack.” At this moment, the system starts its work, identifying this perilous situation represented in the simulation’s snapshot as yellow tiles that surround the aggressor (see Figure 6); this action reflects perception’s reflex “detect.” At this moment, the system starts its behavior to deter the aggressor, so we can see how the system deploys a composed service as a drone, represented as a green arrow. The control and deployment of the drone are the responsibility of the motor system agent and the reflex involved is “deter.” This service (the drone) reaches the crime scene to deter the crime: if the drone arrives within a predefined time threshold, it “scares away” the aggressor just by its presence.

![Figure 6. Detection of a dangerous situation.](image)

With this we successfully got our system to work and detect the situations as intended; more importantly, we can see that our system communicates and coordinates within itself and gets the work done. In Figure 7 we can see the number of messages sent by our system: at first it sent a high number of messages because of the initialization, the Contract Net and the agree messages and the start of the reflex for the agents to detect situations; after that, only when it detected a risky situation and it had to create a service did we get a rise of messages, as seen in the circles on the graph. With this simulation we confirm that our system will behave as we intended and have an impact on our lives. We can see that it can coordinate itself to meet the expectations using the FIPA messages. Still, there is work to be done, especially with-real-world data.
5. Discussion

In this section we discuss two aspects of the proposal presented that we consider important. The first is that the proposal presented in this article must be considered as multidisciplinary, because the modeling and implementation depend to a certain extent on advances in related sciences for the PSC needed. For instance, in the specific case presented in this article, in order to deal with different types of crimes, more maturity in the criminal sciences is needed to have a suitable taxonomy to identify (define specific characteristics for different type of crimes) and deal with different types of crimes. From psychology, results are needed about how to inhibit specific types of crimes; from image processing and machine learning, how to distinguish between a crime of direct contact and two persons dancing on the street; from AI, how to endow synthetic systems with human-like behavior. In our proposal we use cognitive architecture as a specific approach to endow this type of entity with the capacity to deal with a general approach for PSC.

The second very important aspect is that, in spite of our promising results obtained through simulations, we consider that before our proposal is applied in actual scenarios, there are different points that need attention. Some of them are: Security—the system needs to ensure the security of the information obtained from all of us by a public system. Cost—even though our environment currently contains many technologies, how much money is required to endow our environment with the technology needed to compose any kind of useful pervasive services? Ethics—our society is ruled by norms; thus, PSC must consider norms for PSC; for instance, how correct is it to provide a service to a person if the service may harm other persons? All these points are beyond the scope of this article; however, they must be considered when this approach is applied to a specific problem.

Furthermore, our proposal raises a number of questions that must be addressed. What are the limits of cognitive architectures? Could more fields of research benefit from using a bio-inspired approach? Should we entrust our safety to autonomous systems? Where is the line that technology should not cross? What does the population prefer, a human looking over them or a computer? These questions are very important: security and privacy are things that should be taken seriously because our existence may be at stake. As computer scientists, we can entrust our personal information to a computer system only if cybersecurity standards are applied so that our private information can not be used with malicious intent.
6. Conclusions

This proposal for pervasive service composition, or PSC, is motivated mainly by two facts: the evident increase of technology in our daily lives, and the lack of an appropriate way to compose pervasive services dealing with problems that involve the dynamism of the environment. For the first, everywhere we look we see the use of cameras, speakers, drones in the streets, factories and controlled harvest environments, not to mention the use of more and more powerful technology on people through wearables such as mobile phones, glucometers and many other types of sensors.

Regarding the second fact, the current state of the art in pervasive service composition includes multiple proposals for PSC. However, most of the time, the solutions lack memory (do not consider experience), do not propose a general way to create pervasive composite services and fail to propose a solution to novel problems arising from the environment’s dynamism, for instance, reconfiguring a pervasive service by analyzing the environment’s resources rather than composing it from scratch once one of the services fails.

The proposal presented in this article has the advantage of composing a pervasive service by using its experience in solving similar problems, thereby dealing with the dynamism of the environment the way we humans do.

The presented results obtained from simulation validate the proposed strategy for PSC. Both of the simulated case studies focused on an actual problem that is difficult to deal with: a predatorial crime. The first case study presents two scenarios: the first considers the use of an existing plan; the second considers the creation of a new one considering the context and services available at the time of the crime. The first scenario considers that the system has the experience (the memory system contains a plan to fulfill the objective). In this scenario the system ought to perform better than the second scenario when there is no experience with the crime. What is important in this case is the ability of our proposal to deal with a problem and update the information regarding the PSC, such as any modification regarding the services used and the quality of the service; the details necessary for adaptation. The interaction with other cognitive functions allows the adaptation of the composed service at any time while the PSC is required. The second scenario shows the behavior of our proposal when the system has no experience dealing with the crime: the motivation cognitive function guides the behavior to detect the crime; once it is detected, the system uses a task set to start the composition of a plan, which may or may not be useful. Some limitations of this implementation that affect the obtained results include the fact that we only consider a single type of crime, and that our system analyzes on an image-by image basis while the perception agent will have the capability to analyze video in real-time.

With this work, using simulations, we validated our proposal’s capability to create complex services much as we humans do. The results obtained from the simulation show that by using our proposal, the system may solve different problems. Currently, we are working to obtain quantitative metrics to clarify the utility of this proposal and compare our approach with more traditional ones. However before this proposal is applied in actual scenarios, different technical and non technical problems must be addressed, and some questions also must be answered. Some of these problems and questions were described in the Section 5.
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