A smart wearable device based on internet of things for the safety of children in online transportation
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ABSTRACT
The world needs to pay attention to children who often become victims of violence and cannot escape social problems. Various safety devices that are commonly known as smart wearable devices have been created, but they still have many shortcomings. Thus, in this research a safety device that can be held by children is designed and is equipped with a button that can be pressed, then it will automatically send the location and photo of the scene to the parent's cellphone via the telegram application. It uses the raspberry pi zero W controller, the GNSS HMC5983 SAW LNA GPS Module to determine the location, and the 5MP raspberry Pi Zero camera module to capture the incident. Based on the results, the average time needed to share locations is 0.91 seconds, and the average time needed to capture is 11.57 seconds, if the device and receiving cellphone use the same network. Additionally, the average time needed to share locations is 0.96 seconds, and the average time needed to capture is 12.09 seconds, if the device and receiving cellphone use a different network. Both conditions have 97.5% location accuracy rate and 100% photo accuracy rate.
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1. INTRODUCTION
Children have experienced a great deal of violence and abuse [1][4] in public places [1], [3], [4], on online, public transportation [3], and in the workplace [4]. This occurs because children are seen as weak objects who are often targeted in criminal acts, resulting in feelings of worry for those who want to go out of the house [1][3]. Until now, the main actions and efforts to maintain the safety of children are still minimal, such as by socializing, making laws [2] and making safety equipment for them [2], [3], [5][9].

The latest technologies that are widely used for a variety of safety devices include the internet of things (IoT) [5][7], global positioning systems (GPS) [3], [4], [8][9], and radio frequency identification (RFID) [9]. However, in general, users still need a long time to use them [8], have to go through several stages, and the existing safety devices are not equipped with cameras to find out the faces of the perpetrators of violence [2][4], and are not designed to used in online transportations.

The safety tools for children that have been created in recent decades include smart shoes [2], [7], smart rings [3], smart bracelets [8], which they can wear at any time and outside the house [2], [3], [7], [8], which we usually know as smart wearable devices. Several research has shown that these safety tools are of good quality [3][6], but there has been no research on children's safety equipment that is cheaper, user friendly, small, disguised, and available to use in online transportation. There is also no research using
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technology, the concept by which certain objects have the ability to transfer data [10]-[20] and is equipped with GPS for sharing location [21], as well as a camera for capturing images around [22].

In previous research [2], the smart shoe uses a GPS and GSM module, which can work together to send locations to the family, and the raspberry Pi-3 whose main control is the Arduino Uno, equipped with a camera to record what happened. All devices are mounted on the sole of the shoe, using a 5 Volt battery connected in series with a piezoelectric sensor. In this device [2], when a woman is in danger, she must immediately press the button on her shoe by stomping her foot. Once the button is pressed, there will be an active voltage that can be used to provide a shock voltage of 400KV to the perpetrator, then simultaneously, the GPS and GSM modules are activated with the help of Arduino Uno. The GPS module will calculate the location by detecting the latitude and longitude position, while the GSM module will send the location of the victim, as well as a link that contains a video that can identify the perpetrator [2]. This tool is very flexible and easy to use by children, but it is not suitable for use in online transportation because the shock voltage in the legs will be difficult to use when we are in a vehicle, and it requires space and energy to press the shoes firmly when the victim is sitting [2].

The use of GPS and GSM technology, as well as the raspberry Pi, is also carried out on smart rings for women’s safety [3]. In addition, this research adds a newer technology, namely the internet of things (IoT). Technological advances have paved roads in almost all sides of life. Therefore, applying IoT to solve problems must be utilized properly and wisely. In this research, safety tools for children have applied IoT technology [3], [23]. IoT is an ecosystem that connects objects that can be accessed via the internet [3]. In general, IoT is expected to be able to provide good connections for devices, systems and machine-to-machine (M2M) communication services [3]. IoT can be applied to various activities in everyday life. The main purpose of the smart ring system is to identify locations instantly and send messages of assistance via the android application to registered contacts or the police, so that incidents are expected to be prevented in a quick time [3]. The advantage of this smart ring is that it is simple and economical and easy to use [3], but this application is only compatible with the android OS on a smart phone.

The popular IoT is also used in the manufacture of this smart device [5], [24]-[28], combining it with the Hidden Markov Model, and utilizing GPS and GSM to transmit locations. The IoT model used is classified into three layers [5], namely, the perception layer, the network layer, and the application layer. Perception layer consists of two sublayers, namely the data acquisition layer and the access layer. The network layer consists of the network application layer and the network transmission layer. The application layer consists of an execution layer and a radiator layer node, where each layer has its own function and task. HMM basically represents a bayesian to gather information with little possible data [5]. In other words, HMM can be said to be an algorithm that can identify threats based on visual or verbal displays [5], but the weakness of this designed system is in shooting which takes about three minutes.

In the previous research, there were also those who developed children’s safety devices using GPS and GSM modules. Systems with RFID are good compared to simple technology [9], but this system still has many shortcomings, namely not using the latest technology, many errors identification, signal interference, and quite expensive costs [9], and not suitable to be used as a safety tool for children in online transportation.

In this research, a system was developed to correct the deficiencies that existed in previous research. The system in this tool will be used by students and children who can use online transportation by themselves, from 4 years old to 18 years old, according to the definition from WHO that a child is someone under 19 years of age. This system uses IoT as the latest technology that has never been used in children safety equipment in online transportation, but it will be able to provide a relatively cheaper cost, and easier to use for children because only a little knowledge is needed, namely pressing a button on the device in an emergency to send the location and images to the parent's telegram application. In this case the telegram ID is inputted into the system, so the tool will send the location and photos to the telegram ID according to what has been entered into the database. Also, the safety equipment already has its own name, called "Monitor Anak", so it can be ascertained that there is little chance of sending fake locations and photos. This system has a fairly good speed compared to existing tools.

In the process of working on this device, there are several steps that have been carried out. First, it started from system design and modeling, then it was continued with making a telegram ID database on the system. Finally, testing and analysis was carried out starting from making tools, testing controllers in the form of Raspberry Pi that had been designed, testing camera and GPS, sending the results of camera and GPS tests to the phonecall, testing IoT as the latest technology, to testing the success of the whole system.

2. RESEARCH METHOD

In this research, the study procedure to develop the proposed device was to identify children's problems in online transportation that have occurred frequently. Then plan the tools to be made, and then
explain the purpose of making this tool is for the safety of children. Then design and make the device, then tested and evaluated, and the last is implemented as shown in Figure 1.

The working principle of this system is that if children who are in online transportation get a dangerous situation, they will press a button on the device, then send an input signal to the controller in the form of a Raspberry Pi [29], using the latest technology, namely IoT. Then, the camera on the device will automatically capture the photo of the perpetrator’s face. At the same time, the GPS module will also send the coordinates to the ID telegram that has been created in the database. The input signal that enters the Raspberry Pi control will be forwarded to the server, and the captured image will be detected and once detected, the camera will capture the photo, and the photo will be forwarded to the parent’s cellphone, via the telegram application as shown in Figure 2. Figure 3 shows an illustration of a device that sends a signal to the Raspberry Pi which will be forwarded to the parent’s cellphone.
The button used is a push button that is suitable for the raspberry Pi as a controller. The raspberry Pi used in this tool is the Raspberry Pi Zero W, equipped with a GPS U Blox NEO module and a 5MP Camera module. The hardware configuration between the Raspberry Pi and the push button, GPS module and camera module is shown in Table 1.

After all the hardware is integrated, the next step is to activate the camera from the device configuration by selecting the interfacing option, followed by P1 Camera and Yes. Then, the camera is ready to get the photo. After that, we activate the GPS module on the Raspberry Pi until all the processes complete. The process of testing the tool is shown in Figure 4. The first one is the process of pressing the button on the tool. When the button is pressed, there will be a "beep" sound, this indicates that the button was successfully pressed. Then the yellow LED will flash, which is a sign that the GPS module is detected properly and is ready to send the location to the cellphone via the telegram application. Then the red LED light on the camera will light up, which indicates that the camera is detected properly and is taking pictures that will be sent to the receiving cellphone. In this research, data retrieval is carried out 10 times for location delivery and 10 times for image sending using 10Mbps data speed with 2 different networks. Then, on the device, 10 recipient telegram IDs are inserted, but sending the location and images are carried out alternately one by one.

Table 1. The hardware configuration

| Pin Raspberry Connected to | 5V | Module GPS | VCC |
|---------------------------|----|------------|-----|
| GND                       | GND| GND        |     |
| GPIO14                    | TXD|            |     |
| GPIO15                    | RXD|            |     |
| GND                       |    | Push Button | Negative |
| GPIO26                    |    | Module Camera | Positive |
| Camera Slot               |    | Pi Camera |     |

Figure 4. Testing process

3. RESULTS AND ANALYSIS

In the research that has been carried out, the details of the tool are shown in Figure 5, with the size of the tool 8cm x 3.5cm x 1.5cm, which is packed into a box measuring 15cm x 10cm x 7cm as shown in Figure 6. The installation of a camera and buttons on the back is shown in Figure 7.
Figure 5. Details of child safety equipment in online transportation

Figure 6. Child safety tools in online transportation

Figure 7. Camera and push button on the back

The tool that has been tried is shown in Figure 8, which will display the child's location at that time it is sent to the parent's cellphone via the telegram application. Then it continues by sending the person's photo which has been captured by the camera as shown in Figure 9.

Figure 8. The location is sent to the recipient's cellphone via the telegram application

Figure 9. The photo is sent to the recipient's cellphone via the telegram application

In Figure 10 you can see a screenshot of the telegram application, where the location and photo will be visible in this application. It can be seen in Table 2 that this research was tried 10 times by pressing the button, and the results showed that all 10 trials were successful in sending locations 10 times, and in sending images also 10 times. Table 3 shows the results of the length of time taken to send the location to the recipient after pressing the button, using the same network between device and the receiving cellphone. The average result of admission time for 10 trials was 0.91 seconds. Meanwhile, Table 4 shows the results of the length of time to send photos to the recipient after pressing the button, using the same network between device and the receiving cellphone. The average result of admission time for 10 trials is 11.57 seconds.
Table 2. Experiment results to show the success of location and figure acceptance

| Experiment | Sending Location | Sending Images | Sending Location Success Rate (%) | Sending Image Success Rate (%) |
|------------|------------------|---------------|----------------------------------|-------------------------------|
| 1          | OK               | OK            | 100                              | 100                           |
| 2          | OK               | OK            | 100                              | 100                           |
| 3          | OK               | OK            | 100                              | 100                           |
| 4          | OK               | OK            | 100                              | 100                           |
| 5          | OK               | OK            | 90                               | 100                           |
| 6          | OK               | OK            | 90                               | 100                           |
| 7          | OK               | OK            | 100                              | 100                           |
| 8          | OK               | OK            | 100                              | 100                           |
| 9          | OK               | OK            | 95                               | 100                           |
| 10         | OK               | OK            | 100                              | 100                           |

The average of success rate: 97.5%

Table 3. Experiment results to show the length of time needed by telegram when receiving locations using the same network between device and the receiving cellphone

| Experiment | Time (second) |
|------------|---------------|
| 1          | 0.94          |
| 2          | 0.96          |
| 3          | 0.88          |
| 4          | 0.89          |
| 5          | 0.89          |
| 6          | 0.88          |
| 7          | 0.90          |
| 8          | 0.94          |
| 9          | 0.92          |
| 10         | 0.90          |

The average time of location: 0.91 second

Table 4. Experiment results to show the length of time needed by telegram when receiving images using the same network between device and the receiving cellphone

| Experiment | Time (second) |
|------------|---------------|
| 1          | 11.90         |
| 2          | 11.80         |
| 3          | 11.00         |
| 4          | 11.51         |
| 5          | 11.90         |
| 6          | 11.76         |
| 7          | 11.86         |
| 8          | 11.31         |
| 9          | 11.56         |
| 10         | 11.06         |

The average time of location: 11.57 second

In the Table 5 and Table 6, the instrument was tried to be used by using a different network operator between the device and the receiving cellphone. It can be seen that the results of receiving location are still faster than receiving images. The average time when using a different operator network is a little slower, which is 0.96 seconds for sending a location, and 12.09 seconds for sending a picture. This is normal and fairly common compared to the same operator network.
Table 5. Experiment results to show the length of time needed by telegram when receiving locations using the different network between device and the receiving cellphone

| Experiment | Time (second) |
|------------|---------------|
| 1          | 0.90          |
| 2          | 0.89          |
| 3          | 0.99          |
| 4          | 0.92          |
| 5          | 0.88          |
| 6          | 0.96          |
| 7          | 1.00          |
| 8          | 1.22          |
| 9          | 0.99          |
| 10         | 0.89          |

The average time of location 0.96

Table 6. Experiment results to show the length of time needed by telegram when receiving images using the different network between device and the receiving cellphone

| Experiment | Time (second) |
|------------|---------------|
| 1          | 11.90         |
| 2          | 12.00         |
| 3          | 12.22         |
| 4          | 11.97         |
| 5          | 12.31         |
| 6          | 12.40         |
| 7          | 11.98         |
| 8          | 12.99         |
| 9          | 11.20         |
| 10         | 11.97         |

The average time of location 12.09

Furthermore, the test is carried out based on the distance between the device and the parent’s cellphone. Namely the selection of distances ranging from 3 kilometers to 7 kilometers. This distance choice was chosen because children used to order online transportation with this range. And testing was carried out 10 times. The results are as in Table 7 that is, the average delivery location is 98.4%, and the average image delivery result is 100%. And it can also be seen in the table that distance does not affect the accuracy of location or image delivery.

Table 7. Experiment results to show the success of location and figure acceptance based on distance

| Experiment | Distance (Km) | Sending Location | Sending Images | Sending Location | Sending Image |
|------------|---------------|------------------|---------------|------------------|---------------|
| 1          | 3             | OK               | OK            | 100              | 100           |
| 2          | 3             | OK               | OK            | 90               | 100           |
| 3          | 4             | OK               | OK            | 100              | 100           |
| 4          | 4             | OK               | OK            | 100              | 100           |
| 5          | 5             | OK               | OK            | 97               | 100           |
| 6          | 5             | OK               | OK            | 100              | 100           |
| 7          | 6             | OK               | OK            | 100              | 100           |
| 8          | 6             | OK               | OK            | 100              | 100           |
| 9          | 7             | OK               | OK            | 100              | 100           |
| 10         | 7             | OK               | OK            | 97               | 100           |

The average of success rate 98.4%

4. CONCLUSION

This safety device for children that can be used in online transportation is perfect for children today. In addition to the low cost of manufacture, the speed of sending locations accompanied by images of the perpetrator via the telegram application is also relatively fast, 0.91 seconds and 11.57 seconds respectively using the same network between the device and the receiving cellphone. While using a different network between the device and the receiving cellphone, the speed of sending the location is 0.96 seconds, and the speed of sending images is 12.09 seconds. It also uses the latest technology, IoT, the GPS module and camera for development. This tool has a high accuracy of 97.5% for location delivery, and has an accuracy of 100% for sending images. This tool provides a very high contribution because currently online transportation is widely used by children due to the busyness of parents. Thus, besides being able to monitor children on...
online transportation, it will also be able to easily detect if something is dangerous. The situation of the child and the offender will be easily identified. In addition, if this tool is mass-produced, it will not be confused with one another because there is a telegram ID database that is entered into each device, therefore making a high contribution to society. The further research can use AIoT technology with the hope of getting shorter time and improving the camera application so that the image results are always accurate, the image quality is better, and the delivery of the location point is accurate up to 100%. Also other more sophisticated technologies in the future can be used for the perfection of this tool, if it is mass-produced.
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