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Abstract

Vehicular communications, referring to information exchange among vehicles, pedestrians, and infrastructures, have become very popular and been widely studied recently due to its great potential to support intelligent transportation and various safety applications. Via vehicular communications, manually driving vehicles and autonomous vehicles can collect useful information to improve traffic safety and support infotainment services. In this paper, we provide a comprehensive overview of recent research on enabling efficient vehicular communications from the network layer perspective. First, we introduce general applications and unique characteristics of vehicular networks and the corresponding classifications. Based on different driving patterns of vehicles, we divide vehicular networks into two categories, i.e., manually driving vehicular networks and automated driving vehicular networks, and then discuss the available communication techniques, network structures, routing protocols, and handoff strategies applied in these vehicular networks. Finally, we identify the challenges confronted by the current vehicular communications and present the corresponding research opportunities.
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I. INTRODUCTION

In the last decade, vehicular communications have attracted tremendous interest from both academia and industry. We have provided a comprehensive survey on vehicular communications
from the perspective of the physical layer in [1]. Via enabling vehicles to exchange information with other vehicles (i.e., vehicle-to-vehicle, V2V), pedestrians (i.e., vehicle-to-pedestrian, V2P), and infrastructures (i.e., vehicle-to-infrastructure, V2I), vehicular communications are expected to support a variety of applications, including intelligent transportation and safety applications [2], [3]. However, due to the high mobility and complicated communications environments, it is very challenging to provide efficient vehicular communications to satisfy the different requirements, especially, higher reliability and lower latency for sharing safety-related information.

Manually driving vehicular networks (MDVNETs), referring to communications among vehicles with only manually driving patterns, are one of the main applications of vehicular communications and have been widely considered in the existing works [4]. MDVNETs can help manually driving vehicles to improve the traffic safety and provide infotainment services to drivers and passengers [3].

Owing to the advances in sensor technologies, wireless communications, computational power, and intelligent control, a new driving pattern, named automated driving, is gradually applied in vehicles, and then autonomous vehicles (AVs) are generated and begin to be test-driven on the roads. According to a report from the National Highway Safety Administration (NHTSA) [5], passenger vehicles can be classified into five distinct levels of autonomy, as shown in Table I. Manually driving vehicles mentioned in this paper refer to the vehicles with level 0 autonomy while AVs refer to vehicles with level 4 autonomy. It is expected that no human actions or interventions are required for an AV that can automatically navigate a variety of environments, other than setting the destination and starting the system. That is, people can be relieved from the stress of driving [6], [7]. Moreover, AVs have been indicated as a good solution to many traffic related issues, such as traffic accidents, traffic congestion, exhaust pollution, and fossil fuels overusing. Current vision of AVs promises a future where increased safety, velocity, convenience, and comfort are offered while energy consumption is reduced [7].

Despite the above attractive advantages of AVs, how to ensure the autonomous driving system to be safe enough to leave humans’ actions and interventions completely presents significant challenges. Being “safe” means at least the AVs can correctly execute vehicle-level behaviors, such as obeying traffic regulations and dealing with road and roadside hazards [8], [6]. Plenty of works have indicated that inter-vehicle information plays an important role for AVs’ “safe”, in which, helpful information, either via onboard sensors or vehicular communications, is needed for the cooperative driving among AVs and collision avoidance [9], and therefore enabling
Table I: Five distinct autonomy levels of passenger vehicles

| Autonomy levels                  | Description                                                                 |
|----------------------------------|-----------------------------------------------------------------------------|
| 0 - No automation               | The primary vehicle controls, such as throttling, braking, and steering, are completely handled by the driver at all times. |
| 1 - Function specific automation | The primary vehicle controls are mainly handed by the driver while one or more specific control functions, such as electronic stability control, are involved to help control the vehicle. |
| 2 - Combined function automation | Two or more primary control functions are involved to help control the vehicle to relieve the driver of controlling of those functions. Adaptive cruise control in combination with lane centering is one of examples of combined functions. |
| 3 - Limited self-driving automation | All safety-critical functions are automated under certain traffic environments while the vehicle should monitor the environment to transit back to driver control. |
| 4 - Full self-driving automation | All safety-critical driving functions and monitor roadway conditions for an entire trip are performed by the vehicle and drivers only need to provide destination or navigation input. |

advanced features, such as “platooning”, and alerting AVs of real-time mapping information and surrounding environments, such as other AVs and potential hazards [10]. Thus, automated driving vehicular networks (ADVNETs), used for wireless communications among AVs, have been regarded as another important application of vehicular networks.

Existing studies and testings have indicated that there are several potential wireless communication technologies that can be applied to support vehicular communications either in MDVNETs or ADVNETs: dedicated short-range communications (DSRC) [11], cellular network technologies [12], [13], [14], Wi-Fi [15], White-Fi [16], infrared (IR) [17], and visible light communications (VLC) [18]. Through using one of these technologies or their combination, a variety of data generated by vehicles can be shared successfully to support different applications. However, in addition to the fundamental physical layer issues discussed in our previous work [1], there are many network layer issues that should be taken into account to enable efficient vehicular communications. Different types of communications techniques may fit in different vehicles in different environments. How to specify the ways that different communication entities exchange information with each other is a key to achieve efficient message dissemination, which refers to designing efficient routing protocols for different messages [19]. How to select network for executing information sharing when two or more technologies are available, i.e., developing
corresponding handoff strategy, will determine the general network performance, such as delay.

Over the past decade, there have been some excellent survey papers on vehicular communications from a network layer perspective, such as [19], [20], [21], [13], focusing on the network layer issues in MDVNETs. In this paper, we present a comprehensive overview of recent research on enabling efficient vehicular communications both in MDVNETs and ADVNETs. We will start with general applications and unique characteristics of vehicular networks and the corresponding classifications. Then, we discuss recent research from a network layer perspective for both MDVNETs and ADVNETs. Specifically, for MDVNETs, we analyze the advantages and disadvantages of different communication technologies and introduce the routing protocols and handoff strategies. For ADVNETs, we discuss two short-range communication technologies, i.e., IR and VLC, and then summarize the communication structures designed for ADVNETs with different traffic management strategies. This survey also helps identify the main challenges and potential solutions for the upcoming application scenario, in which communications may be needed between manually driving vehicles and AVs or among vehicles with level 3 autonomy.

The rest of this paper is organized as follows. In Section II, the general applications and unique characteristics of vehicular networks are introduced. In Section III, we first analyze four different communication technologies and then address the routing and handoff issues for MDVNETs. Two short-range communication technologies and communication structures that can be applied in ADVNETs are analyzed in Section IV. Then in Section V, we identify the main challenges and present the potential solutions. Finally, we conclude this paper in Section VI.

II. GENERAL VEHICULAR NETWORKS

In this section, we will discuss general vehicular networks, which are usually for data exchange among vehicles without considering the driving pattern of vehicles. We will first introduce the applications of vehicular networks and then describe the unique characteristics of vehicular networks. Note that in-vehicle communications that refer to the wired or wireless communications between an on-board unit (OBU) and one or multiple application units (AUs) in a vehicle [22], are not considered here. Moreover, the mentioned AVs should be distinguished from autonomous robots, unmanned aerial vehicles, and unmanned underwater vehicles even if many communication technologies introduced here can be directly applied there.
A. Vehicular Networks Applications

For moving vehicles, communications networks are usually designed for sharing information and supporting a large number of cooperative applications.

**Safety applications:** Through sharing safety-related information [2], safety services can be provided, the traffic accidents can be significantly reduced, and the commuters’ life, health, and property can be effectively protected. Once obtaining safety-related information from other vehicles, drivers will take actions in advance to enhance driving safety or be informed about expected dangerous situations in advance to avoid traffic accidents [4]. One type of safety-related information is vehicle’s traveling state information, such as, current position, real-time speed, and direction. This type information is not only important to assist the drivers or the automated driving systems in passing and changing lane and avoiding collision, but also a necessary condition for platoon-based driving with autonomous vehicles to maintain the string stability of platoons [23]. Another type of safety-information is event-driven safety information, e.g., emergency vehicle warning, traffic condition warning, emergency electronic brake lights, cooperation collision warning, and rear-end collision warning. Event-driven safety information, generated by certain vehicles involved in or discovering a dangerous situation, such as an emergency brake or sudden lane change, should be shared to help other vehicles obtain real-time situational awareness and detect possible dangers. As shown in Figure 1 sharing cooperation collision and rear-end collision warning information among vehicles can help avoid accidents in several scenarios [24].

![Figure 1: Examples for sharing event-driven safety information](image)

**Non-safety applications:** By sharing information among moving vehicles, value-added ser-
vices, such as traffic management and infotainment support can be provided, to enhance the comfort of the commuters. Similar to some safety applications, most of the traffic management applications are designed for reducing traffic jams to improve traffic flow and save travel time for commuters. For example, via sharing information about traffic monitoring and road conditions among moving vehicles, traffic management applications can be applied to help drivers reroute to their destinations and to improve the efficiency of traffic light schedules, and consequently reduce traffic jams [25]. Another common example of traffic management applications is electronic toll collection. Via helping the toll gates obtain the information about vehicle identification, electronic toll collection can eliminate the delay on collecting tolls to save travel time for commuters [26].

Different from traffic management, infotainment support applications are mainly focusing on providing traveler location-based services and entertainment. For instance, infotainment support applications can provide location information, such as about fuel station, parking, restaurant, and hotel, to moving vehicles when the related services are required by the drivers or passengers [27]. Furthermore, infotainment support applications can also provide access to the Internet for the moving vehicles to download multimedia entertainment information [28].

Despite the benefits of the above cooperative applications, the implementation of safety and non-safety applications has their own challenges. In a vehicular network with certain wireless communication technology, all available spectrum resources can be used for either safety or non-safety applications. For safety applications, related information is with high priority in terms of transmission delay and reliability so that the driver can receive them and take the corresponding actions in time [27]. Moreover, due to the high mobility, variable network density, and unstable topology in vehicular networks, meeting these requirements is sometimes very challenging [24], [11], [3], [29], [30]. It is for these reasons that safety applications are given higher priority over non-safety applications. Different from safety applications, most of the non-safety applications do not have stringent real-time requirements. However, how to reduce the delay and packet loss for non-safety information without impacting safety applications is important to improve the service quality of the non-safety applications, especially for some infotainment applications [28], [31].

B. Vehicular Networks Characteristics

In vehicular networks, wireless communications are basically executed by applying the principles of mobile ad hoc networks (MANETs), namely, wireless communications are spontaneously
created for data exchange. In addition to some characteristics similar to MANETs, such as self
organization and management, short to medium transmission range, omnidirectional broadcast,
and low bandwidth, a vehicular network has its own unique characteristics due to its moving
nodes. According to whether they are beneficial to information exchange for vehicles or not,
these characteristics are classified into two categories, detrimental and beneficial characteristics.

**Detrimental characteristics:** These characteristics pose obstacles or challenges to commu-
ications over vehicular networks, including high mobility, stringent delay constraints, and
complicated communication environments.

1) **High mobility:** Due to the high moving speed of vehicles, vehicular networks even have
higher mobility than MANETs [32]. High mobility often results in frequently disconnected
wireless communication links and then reduces the effective communication time among vehi-
cles. Furthermore, it also causes the network topology to change dynamically and further adds
challenge to information exchange among vehicles.

2) **Stringent delay constraints** [19]: In some vehicular network applications, such as safety
applications and some infotainment applications, information exchange is required to be success-
fully finished within a particular time limit to avoid traffic accidents, protect the commuters’ life,
and ensure the quality of infotainment services. Note that delay mentioned here is the maximum
delay from the source to the destination, not average delay in vehicular networks.

3) **Complicated communications environments:** Vehicular networks are usually applied in three
communications environments. The first one is one-dimensional communications environments,
such as highway traffic scenario. Even though vehicles in highways always move faster than in
other environments, this environment is relatively simpler due to the straightforward moving di-
rection and relatively fixed speeds. The second environment is two-dimensional communications
environments. A typical example is urban traffic scenarios, which are more complex compared
with the highway scenario [33]. The streets in most urban areas are often divided into many
segments at the intersections. Therefore, for two moving vehicles in different road segments, a
direct communication link may not exist due to the obstacles around the intersections, such as
buildings and trees. Moreover, there are always higher traffic density of vehicles in urban areas,
which implies more communication links within communication range and significantly impacts
the spectrum resource occupation probability. The last one is three-dimensional communications
environments, such as viaducts [34]. For vehicles in a viaduct, communication links in different
physical space layers make this environment the most complex.
Beneficial characteristics: These characteristics are beneficial to the wireless communications in vehicular networks, such as weak energy constraints and driving route prediction.

1) Weak energy constraints: Since vehicles always have sufficient energy, vehicular networks do not suffer from power constraints as in regular mobile communications networks. Moreover, each vehicle can afford significant sensing and computing capabilities, including data storage and processing since it can power itself while providing continuous communication with other vehicles.

2) Driving route prediction: Vehicles in the networks are limited to moving on the road in usual circumstances, which makes it possible to predict the driving route for itself or even for other vehicles when the road map and vehicle speed information are available. Driving route prediction plays an important role in routing protocol design for vehicular networks, especially when addressing the challenges presented by the high mobility.

Characteristics of vehicular networks are similar no matter in MDVNETs or ADVNETs. However, the challenges presented by the above characteristics and how to address these challenges to meet the requirements of the applications are different for different types of vehicular networks. We will address these issues from the network layer perspective in the subsequent three sections.

III. Manually Driving Vehicular Networks

Almost all current vehicles are manually driving and always move individually on the roads. For example, some drivers may accelerate suddenly to pass other vehicles or other drivers may get used to a low speed. Thus, the impacts of the high and heterogeneous mobility on the manually driving vehicular networks are significant. How to address the challenges caused by high and heterogeneous mobility and enable communications in different environments has attracted more and more attention. In this section, we will discuss the existing works for MDVNETs. Specifically, we first introduce the available communication technologies for MDVNETs and then present routing protocols and handoff strategies.

A. Technologies for MDVNETs

In addition to navigation system, most modern vehicles are fitted with DSRC, cellular, Wi-Fi, White-Fi etc., to enable the vehicular networks to improve the driving experience and safety. In the following, we review four widely applied communication technologies in MDVNETs. Note that, ultra-wide band (UWB) and bluetooth technology, which can be used to support the
in-vehicle communications or/and traffic conditions monitoring [36], [37], are not considered here.

**DSRC:** It is a dedicated wireless communication technology used for information exchange among moving vehicles over short to medium range [11]. As the only communication technology specifically designed for vehicular users, DSRC can provide

1) Designated licensed bandwidth: In October 1999, 75 MHz radio spectrum in the 5.9 GHz band was allocated to support the DSRC-based communications in intelligent transportation system (ITS) applications by the Federal Communications Commission (FCC) of the United States;

2) High reliability: DSRC-based wireless links can work in high mobility and harsh weather conditions, such as rain, fog, and snow;

3) Priority for safety applications: The total 75 MHz bandwidth is divided into one control channel (CCH) and six service channels (SCHs), each with 10 MHz bandwidth and 5 MHz guard band. Among these seven channels, safety applications are given priority over non-safety applications [38];

4) Security and privacy: In DSRC, message authentication and privacy are provided by the IEEE 1609.2 standard [39].

Thanks to the above benefits, DSRC is regarded as one of the most promising technologies applied to support ITS applications, especially the safety-related ones [32]. However, DSRC also exposes some drawbacks. First, due to the limited spectrum resource, broadcast storm may occur when disseminating safety information over a large area, especially in the situation with high vehicle traffic density. With the increase in the number of vehicles attempting to transmit in the same channel simultaneously, the packet delay and transmission collisions probability will be increased and the performance of DSRC will degrade [29], [40]. To address this problem, improved broadcast mechanisms, such as probabilistic flooding and clustering [29], [41], have been proposed and will be introduced in detail in the next subsection. Another obvious drawback in DSRC communications is poor and short-lived connectivity, including V2V connectivity and communications between a vehicle and a road-side unit (RSU), i.e., V2R connectivity. Short-lived V2V connectivity always occurs in the environment with low vehicle density, where the number of vehicles is too sparse to disseminate the information to all the destination vehicles. Furthermore, due to the short radio transmission distance, i.e., around 300 m, and DSRC can
only provide short-lived V2R connectivity [42] if there is no pervasive roadside communication infrastructure. In order to improve the performance of vehicular networks, some medium and long-rang communication technologies [29] can be commonly used.

Cellular: Nowadays, cellular networks are distributed over land areas, where each cell is served by a base station (BS), e.g., the evolved node B (eNB) in the long-term evolution (LTE) system. The key enabler of cellular-based vehicular networks is the LTE standard developed by the 3rd Generation Partnership Project (3GPP), which provides efficient information dissemination to many user equipment [29]. Lots of academic research and field tests have indicated that cellular technologies, such as the worldwide interoperability for microwave access (WiMAX) and (LTE) wireless technologies, possess certain advantages in vehicular networks [42], [43]. Specifically, benefited from the large coverage area of the eNB and high penetration rate, cellular technologies can provide relatively long lived connectivity to support V2I communications [42]. Compared with other wireless communication technologies, cellular technologies can potentially support several vehicle users within a small region simultaneously due to its relatively high capacity. Furthermore, the channel and transport modes in cellular technologies, i.e., the dedicated/common modes and the unicast/broadcast/multicast downlink transport modes, can help reduce the transmission delay and improve the capacity for communication environments with high vehicle density [29]. Device-to-device (D2D) communications can provide short range direct links between two vehicle users to reuse the spectrum, and therefore mitigate the problems caused by the limited radio spectrum resources [44], [12], [45].

In the last few years, cellular-based vehicular networks have been widely investigated [42], [12]. Due to the above mentioned advantages, cellular technologies are regarded as a promising alternative to DSRC for vehicular networks [42]. However, due to the current cellular data pricing model, the corresponding cost for data transmission in cellular-based vehicular networks is much higher than other wireless communication technologies [15]. On the other hand, in the dense traffic areas, the heavy data traffic-load generated by some vehicles may significantly challenge the cellular capacity and potentially affect the delivery of the traditional cellular applications [42]. To address this challenge, millimeter-wave (mmWave) communications with advantages of multi-gigabit transmit ability and beamforming technique have been considered for the 5th generation (5G) cellular networks. For example, millimeter-wave communications are applied for sharing vehicles’ massive sensing data in [46], where the beam alignment overhead has been reduced by configuring the mmWave communication links based on sensed or DSRC-based
information.

**Wi-Fi:** It is a technology for wireless local area networks (WLANs) based on the IEEE 802.11 standards. It has been shown in [15], [47], [48], [49] that Wi-Fi technology is an attractive and complementary Internet access method for moving vehicles. Equipped with a Wi-Fi radio or Wi-Fi-enabled mobile devices, such as a mobile phone, vehicles can access the Internet when they drive through the coverage of Wi-Fi access points. The obvious advantages of Wi-Fi technology include low per-bit cost, extremely wide spread global deployments, and higher peak throughput, which are beneficial to some vehicular applications with a high data transmission rate, such as infotainment applications. However, due to the limited coverage of each Wi-Fi access point (AP) and the high mobility of vehicles, Wi-Fi technology suffers from intermittent connectivity in vehicular networks [47]. Thus, handoff schemes become particularly important to Wi-Fi technology in such a scenario [50]. Furthermore, instead of establishing the Wi-Fi-based vehicular networks for the inter-vehicle communications, Wi-Fi technology is considered as an complementary access method to offload delay tolerant data traffic [15], [51], [48].

**White-Fi:** It is a term coined by the FCC of the United States to describe communications that allows unlicensed users to access the TV white space spectrum in the VHF/UHF bands between 54 and 790 MHz. Note that even though White-Fi is also referred to super Wi-Fi, it is not endorsed by the Wi-Fi Alliance or based on Wi-Fi technology. The progress of White-Fi technology has yielded many new insights into vehicular networks, which has motivated researchers to explore unlicensed spectrum to solve the spectrum-scarcity issue for vehicular networks. It has been shown in [52] and [16] that the White-Fi-enabled vehicular networks can improve the dissemination capacity of vehicles by offloading a portion of data traffic from the DSRC band or cellular band to the TV band. Furthermore, different from the 2.4 GHz radio frequency used by Wi-Fi, TV white space spectrum is at lower frequency range and allows the signal to penetrate walls better and travel further than the higher frequency range. Thus, White-Fi technology can provide relatively long range communications to improve the transmission efficiency. For example, applying White-Fi for long-distance dissemination to avoid multi-hop transmission can reduce the delay of some safety related information [52]. However, White-Fi-enabled vehicular communications are potential interference to incumbent TV band users, which may bring challenges to protect the incumbent service. Moreover, due to the unlicensed characteristic of TV band, vehicular networks and other existing wireless networks are all allowed to use. Vehicle users may experience interference caused by other secondary networks, and
therefore impact the service quality of some vehicular applications [53].

Multiple technologies interworking: It has been shown that single technology applied in vehicular networks always has its own limitations as mentioned before. Thus, instead of establishing the homogeneous MDVNETs that support inter-vehicle communications by a single wireless communication technology, the aforementioned advantages and shortcomings of DSRC, cellular, Wi-Fi, and White-Fi have motivated the works on establishing heterogeneous MDVNETs [28], [54], [13]. In heterogeneous MDVNETs, inter-vehicles communications are supported by at least two kinds of wireless communication technologies, example of a heterogeneous MDVNET in an urban area is illustrated in Figure 2 where V2X refers to vehicle-to-everything communications, including V2V, V2I, and V2P communications. A typical heterogeneous MDVNET is the interworking of the DSRC and cellular technologies, where cellular-based communications can act as 1) a backup for traffic data when DSRC-based multihop links are disconnected in sparse vehicles situations, 2) a long-range Internet access method, and 3) a powerful backbone network for control message dissemination [13]. Other types of heterogeneous MDVNETs include the interworking of the Wi-Fi and cellular technologies [48], interworking of the DSRC and White-Fi technology [52], interworking of the DSRC, Wi-Fi, and cellular technologies [55]. Even though multiple technologies interworking can make best use of the advantages and bypass the disadvantages of each single technology, how to select the applicable technology for each communication link and achieve seamless handoff among different technologies are still challenging.

B. Routing Protocols

A routing protocol specifies the way that two communication entities exchange information with each other. It includes establishing a route, deciding to forward the information, and acting in maintaining the route or recovering from route failure. For wireless communications, the main purpose of routing protocols is to reduce communication time while using minimum amount of network resources (devices and spectrum resource). To support various applications of vehicular networks, routing protocols for MDVNETs have been studied. Based on the transmission strategies used for routing in MDVNETs, we classify the routing protocols into four categories: unicast, multicast, broadcast, and cluster-based routing protocols, as shown in Figure 3.

Unicast Routing Protocol: It refers to a one-to-one transmission from one communication entity to another. In MDVNETs, the main goal of unicast is to transmit packets from a single source vehicle to another single destination vehicle via single/multi hops wireless communications, by
either using a “hop-by-hop” mechanism or “store-and-forward” one [56]. The main difference between these two mechanisms is whether the intermediate vehicles forward the received packets immediately or carry them until the corresponding routing algorithm makes a forward decision [57]. In the existing research, unicast routing protocols have been investigated in two ways: greedy and opportunistic.

In greedy unicast routing protocols, the source vehicle forwards the packets to its outermost neighbors (the next hop intermediate vehicles), and then the intermediate vehicles forward these packets to its outermost neighbors (the second hop intermediate vehicles) until these packets are received by the destination vehicle [58]. That is, the forward decisions in the greedy-based unicast routing protocols are made based on the geographic information of the vehicles. It has been shown in [58] that the greedy-based unicast routing protocols are well working in some simple communication scenarios when “hop-by-hop” mechanism is used, such as for vehicles in straight traffic roads. However, for urban areas that always have lots of intersections, greedy store-and-forward routing protocols are more suitable to support delay-tolerant non-safety applications [59]. For example, by exploiting the availability of map information, they can reduce the communication delay through choosing the next hop based on the information about

Figure 2: Illustration of a heterogeneous MDVNET in an urban area
physical location, velocity, direction [60], dynamic traffic density, and curve-metric distance to the destination [59], etc.

![Diagram of four categories of routing protocol in MDVNETs](image)

Figure 3: Illustration of four categories of routing protocol in MDVNETs

Opportunistic unicast routing protocols support wireless networks to operate in the scenario with frequent disconnections, such as vehicular networks [61]. In opportunistic unicast routing protocols, data packets from the source are delivered to the destination opportunistically, where 1) the intermediate vehicles should have ability to store-and-carry the received packet and perform in the “store-and-forward” manner; 2) forward decisions are made independently for vehicles with different regions, to deliver the packets eventually with little or no location information of the destination; and 3) multiple copies of the source packets may be transmitted in parallel to increase the probability of at least one copy of the packets being delivered. At the beginning, most opportunistic unicast routing protocols are proposed for MANETs with homogeneous settings of mobile nodes [62]. In order to design suitable opportunistic unicast routing protocols for networks with heterogeneous settings, such as vehicles with different speeds, relays (intermediate vehicles) are selected according to some utility functions in [61]. Moreover, a street-centric opportunistic routing protocol has been proposed in [63], where the signal fading and mobility of vehicles have been considered when choosing the intermediate vehicles. The major challenges in designing unicast routing protocols include how to efficiently share these essential information, reduce the communication delay and packet losses, and deal with the conflict of routing when there are a large number of unicast routing requests.
**Multicast Routing Protocol:** It is a one-to-many or many-to-many group communication where packets from the source are addressed to a group of destinations simultaneously. It has been demonstrated in [64], [65] that multicast routing protocols are essential to inter-vehicle communications among a group of vehicles in some situations, such as roadblocks, traffic congestion, calamities, and geographic advertising. The most classical and familiar multicast routing protocols are geocast, which are also special forms of multicast used for MANETs, where the group of destinations are identified by their geographical locations. In [64], an Inter-Vehicle Geocast (IVG) protocol has been proposed to inform all vehicles about any danger in a highway, where the vehicle’s location, speed, and driving direction are taken into account. The geocast protocol can be improved by considering more and different information, such as mobility and connection information of vehicles [65], and vehicle trajectories [66]. The main goal is to address the challenges caused by network disconnection, mobility uncertainty, and redundant packets, and therefore design more efficient multicast protocols. Another important issue in designing multicast routing protocols is the security, namely, how to make sure only the authorized vehicles can be involved in the related communications and provide the confidentiality of the communications among an authorized group of vehicles. To address this issue, group key management schemes have been proposed with or without the assistance of infrastructure [67].

**Broadcast Routing Protocol:** It uses a one-to-all communication method to transfer a message from a single source to all receivers simultaneously. For vehicular networks, broadcast is an important routing method, which is usually used to discover nearby neighbors, propagate useful traffic information to other vehicles to support safety-related and cooperative driving applications, and disseminate the aforementioned essential information for unicast or multicast methods. The availability and practicability of broadcast are beyond doubt. Nevertheless, two major problems should be considered when designing a broadcast protocol for vehicular networks, especially for DSRC-based vehicular networks: broadcast storm and disconnected network problem.

A broadcast storm usually occurs in the communication environments with redundant broadcasting packets and high density vehicles, especially when multiple vehicles attempt to transmit packets simultaneously. When a broadcast storm is occurring, transmission among neighboring vehicles may experience frequent channel resource contention and packets collisions. There are a number of works to address this issue for vehicular networks. In [68], three distributed broadcast suppression techniques have been proposed, where a vehicle rebroadcasts the received broadcasting packets with a probability less than or equal to one. In these three techniques,
the rebroadcast probability for each vehicle depends on the distance between this vehicle and
the sender, that is, only global positioning system (GPS) information or packet received signal
strength (RSS) information from vehicles within one-hop area is required. Besides the distance
information, other information has been also used to select rebroadcast vehicles, such as local
topology information [69] and spatial distribution information [70]. Furthermore, advanced tech-
niques are applied in recent proposed broadcast protocols. Such as in [41], network coding is
used to reduce the number of transmissions, and therefore reduce the redundant broadcasts.

The disconnected network problem is one of the major problems for each type of routing
protocol. Similar to unicast and multicast routing protocols, store-and-forward method is usually
applied in broadcast protocols to address the disconnected network problem. For example, by
integrating rebroadcast vehicle selection and store-and-forward, a distributed multihop broadcast
protocol has been proposed in [69], which can not only handle both the broadcast storm and dis-
connected network problem but also operate in different traffic environments, including extreme
scenarios with dense or sparse vehicles.

**Cluster-based Routing Protocol:** It is a routing method by grouping vehicles into different
sets (clusters) according to some rules, selecting a vehicle from each set to be a cluster head
(CH), and the rest are called cluster members (CMs). Note that, unicast, multicast, and broadcast
are three types of routing protocols that can be used to describe all routing methods in vehicular
networks. More precisely, cluster-based routing protocol is a combination of unicast, multicast,
and broadcast rather than regarding it as a new type of routing protocol. For example, the
communication mode in a cluster can be a CM unicasts packets to its CH, a CH broadcasts
packets to all its members and multicasts to the road infrastructures or other CHs, and the road
infrastructures unicast packets to one CH or multicast packets to CHs within its coverage [21].

Existing research results have indicated that clustering can improve the scalability and reli-
bility of routing protocol in vehicular networks, by grouping vehicles based on information
about relative velocity and spatial distribution. Due to the hierarchical characteristics of the
cluster-based routing protocol, it is especially suitable for mulithop vehicular networks with
large scale and heterogeneous communication technologies [71], [72], [29]. In heterogeneous
MDVNETs, cluster-based routing protocol can make the selection process of communication
technologies simplified and effective. For example, in a cluster-based heterogeneous MDVNETs
with the interworking of DSRC and cellular technologies, a simple way to select communication
technologies for each links is that the CMs communicate with the CH by using DSRC and the
CHs communicate with the eNB by using cellular technologies [29]. This way can minimize the number of vehicles communicating by using cellular technologies, and therefore reduce the cost of vehicular networks and the overload of cellular networks.

Despite the advantages of cluster-based routing protocols, an important issue should be considered when designing a cluster-based routing protocol, i.e., the stability of cluster membership. The cluster member stability, usually represented by residence times of cluster, relates to cluster head selection mechanism and can be analyzed by stochastic mobility model [73]. For example, in order to improve the stability of cluster membership, lots of information, such as geographic position information of vehicles [71], the relative space position relations between vehicles and the center of the cluster [72], and the relative velocity between a vehicle with its neighboring vehicles [29], should be considered when selecting CHs. Table II summarizes unicast, multicast, broadcast, and cluster-based routing protocols in terms of specific examples, elementary information, mobility model, communication model, application type, and hierarchical topology.

C. Handoff Strategies

In MDVNETs, handoff is a major issue for efficient vehicular communications. Vehicles often move in and out of the communication ranges of other vehicles and infrastructures, resulting in frequently disconnected V2V and V2I communication links and dynamically changing network topology. Handoff strategies aim to provide a seamless communication for vehicles in MDVNETs while reducing financial cost, handoff latency, and packet loss, etc, and have attracted lots of attentions in the past few years. There are two types of handoff strategies: horizontal handoff and vertical handoff, depending on whether the same or different wireless access technologies are used.

Horizontal handoff: It is used for transferring a data transmission session from one point of attachment to another, where the same wireless access technology is applied in both points of attachments [13]. There are three scenarios where horizontal handoff is required in MDVNETs, i.e.,

1) for V2V communications in vehicular ad hoc networks, horizontal handoff is required for data transfer when the neighboring vehicles change, and is performed by rerouting to construct a new routing path to the destination vehicle [20];
2) for D2D-based V2V communications in cellular-based MDVNETs, horizontal handoff is required to provide continuous communication services when the ProSe-enabled vehicle
Table II: Comparisons of routing protocols in MDVNETs

| Routing type | Specific examples | Elementary information | Mobility model | Communication model | Application type | Hierarchical topology |
|--------------|------------------|------------------------|----------------|-------------------|-----------------|----------------------|
| Unicast      | GyTAR [59]       | Traffic density & Curve metric distance | City           | V2V               | Safety & Comfort applications | No                  |
|              | VADD [60]        | Location & Velocity & Direction | Highway & City | V2V & V2I         | Delay tolerant   | No                  |
|              | [61]             | NA                     | Highway & City | V2V & V2I & V2S  | Delay tolerant   | No                  |
|              | ETCoP [63]       | Mobility & Local topology | City           | V2V & V2I & V2S  | Delay tolerant   | No                  |
| Multicast    | IVG [64]         | Location & Velocity & Direction | Highway        | V2V               | Safety           | No                  |
|              | GeoMobCon [65]   | Mobility & Contact     | Highway        | V2V               | Delay-tolerant  | No                  |
|              | TMC [66]         | Trajectories           | City           | V2V               | For public vehicles | No                  |
| Broadcast    | DV-CAST [69]     | Local location & velocity | Highway        | V2V               | Safety           | No                  |
|              | DADCQ [70]       | Location               | Highway & City | V2V               | NA              | No                  |
|              | [41]             | Location & Velocity    | Highway & City | V2V               | NA              | No                  |
| Cluster      | VMaSCLTE [29]    | Relative velocity      | Highway        | V2V & V2I         | Safety           | Yes                 |
|              | PPC [71]         | Location & Vehicle priority | Highway        | V2V               | NA              | Yes                 |
|              | [72]             | Local location & direction | Highway & City | V2V & V2I         | NA              | Yes                 |

moves across the cell boundary [74]; and

3) for V2I communications in infrastructure-based homogeneous MDVNETs, horizontal hand-off is required to transfer a vehicle’s data transmission session, such as Internet video streaming session, from one infrastructure to another when the vehicle moves between both infrastructures’ coverage ranges [13], [75]. For example, the handover controller proposed in [75] combines the centralized and distributed control mechanism to improve the efficiency of channel resources and support the handover operation for V2I communications.

**Vertical handoff:** It is used for transferring a data transmission session from one point of attachment to another, where two different wireless access technologies are applied in these two
points of attachments [13]. Different from horizontal handoff, vertical handoff only occurs in heterogeneous MDVNETs and is required to maintain the communication connection for data transfer when a vehicle moves out of the coverage area of one type of network to another, or is an optional and efficient method to benefit the users or networks when a vehicle moves in an overlapping area of two or more types of networks. Since the overlapping areas of different networks are very common in heterogeneous MDVNETs, vertical handoff as an optional method is mainly discussed in this context. Vertical handoff could be triggered by different reasons, such as user-centric handoff triggers, network-centric ones, and their combination.

The user-centric handoff triggers include:

1) Quality of Service (QoS), the QoS for each vehicle user is generally based on common communication performance metrics, such as the end-to-end delay, throughput, outage probability, and packet loss. Different networks can provide vehicular users with different QoS. For example, when vehicles making handoff decision with probability based on the maximum transmission rate, their throughput can be improved. In [76], an enhanced mobile IPv6 fast handovers based on network mobility (NEMO) has been proposed, which can significantly mitigate the tunneling burden by delivering parts of packets via paths between the home agent and the new access routers without any tunneling and reduce the handover latency through performing the registration to the home agent in advance. Furthermore, an efficient proxy mobile IPv6 (E-PMIPv6) handoff scheme has been proposed in [77] to guarantee session continuity in urban scenario, which eliminates packet loss and reduces handoff latency and signaling overhead.

2) Financial cost, applying different technologies results in different financial cost for vehicle users, such as subscription fees required by cellular technology and fees for RSUs placement and management. Vehicles can calculate handoff probability based on the costs of different networks. Therefore, network cost normalization method is important to this trigger. For example, in [78], distributed optimal vehicle handoff (VHO) algorithms have been proposed to minimize the packet end-to-end delay and the cost of data traffic transmission.

The network-centric handoff triggers include: 1) network throughput maximization, 2) fairness balancing, and 3) load balancing. In [79], a fast network selection scheme, where vehicles select a access network according to a coalition formation game method, has been proposed to balance the throughput and fairness. In [80], by optimizing a combined cost function of the battery lifetime
of the mobile nodes and load balancing over the infrastructures, a VHO decision algorithm has been proposed to balance the overall load among all infrastructures and maximize the collective battery lifetime.

In network-centric handoff triggers, handoff decisions are usually made based on the centralized calculating results and, therefore, abundant computing ability and data storage resources are important. Even though infrastructures in heterogeneous MDVNETs are strong enough to handle data computing and storing, cloud computing has been utilized to provide any time and anywhere data processing and storing for some network-centric handoff triggers, such as the fast cloud-based network selection scheme in [79]. Moreover, software defined network controller is also utilized in heterogeneous MDVNETs, where the handover strategy is combined with OpenFlow to make smoother handover decisions [81]. Security is another important issue when doing handover since the security key needs to be changed for different connections. Thus, some works have been done to address this issue. For example, a QoS-aware distributed security architecture has been proposed in [43], where the elliptic curve Diffie-Hellman protocol is used to ensure the security strength of the proposed architecture. In a multihop-authenticated proxy mobile IP scheme proposed in [82], the concept of symmetric polynomials has been used for key generation at the mobile and relay routers for authentication.

IV. AUTOMATED DRIVING VEHICULAR NETWORKS

Autonomous vehicle opens the door for fleet management and coordinative driving. According to the traffic management strategy applied in ADVNETs, we classify ADVNETs into three categories: free ADVNETs, convoy-based ADVNETs, and platoon-based ADVNETs, as shown as shown in Figure 4. In free ADVNETs, AVs move independently under the control of the computerized autopilots [9]. In convoy-based ADVNETs, AVs that move on multiple lanes and with the same direction are grouped into a convoy, where lateral and longitudinal controls are conducted by all AVs in the convoy on a distributed basis to maintain the pre-set inter-vehicle spacing and align velocity. Convoy is an extension of the idea of platoon [83]. In the platoon-based ADVNETs, with the centralized control of the leader vehicle (the first vehicle of the platoon), AVs move cooperatively with the same steady velocity and keep a steady inter-vehicle spacing one after another. Platoon-based management strategy can not only reduce the energy consumption and exhaust emission by minimizing air drag due to the streamlining of AVs, but also increase the driving safety by cooperative driving among vehicles [84]. Note that, platoon-
based structure can be also considered in MDVNETs [11], where manually driving vehicles may spontaneously form a platoon, that is, one vehicle follows another one for easy driving. However, since the probability that several manually driving vehicles move spontaneously with a platoon structure is too small, the existing works related to platoon-based MDVNETs are considered as cluster-based MDVNETs, where the first vehicle of one platoon, i.e., the leader vehicle, acts as the CH, and others, i.e., member vehicles, are CMs.

Figure 4: Illustration of normal and platoon-based ADVNETs

Different from MDVNETs, the impacts of the high mobility and complicated communication environments on the automated driving vehicular networks are more significant due to the following reasons:

1) nodes in ADVNETs, i.e., AVs, are self-driving without human’s actions and interventions and have more stringent delay constraints and higher reliable packet delivery requirement to ensure the safety of AVs [8], especially for intersection environments;

2) more types of safety-related information are required for AVs’ applications, resulting in challenging data load in ADVNETs; and

3) management and allocation of computing resources are more complicated, where both sensory and communication information should be processed for AVs.

In order to improve the safe navigation of AVs and efficient of information exchange, research and testing on ADVNETs have attracted a great deal of attention. In this section, existing works related to ADVNETs will be discussed. Specifically, we first present the different communication structures designed for ADVNETs, and then, we introduce the related wireless communication technologies used for sharing these information.
A. Communication Structures

Communication structures indicate the communication pair or group of AVs for sharing different types of information. For different types of ADVNETs, different communication structures are designed.

In free ADVNETs, one of the main communication structures is broadcast-based V2V communication, i.e., each AV broadcasts its information to the neighboring vehicles [85], [86], [9]. For example, in [85], a collision-avoidance algorithm is proposed to prevent collision in intersections, where an AV broadcasts information about collision to AVs within its communication range once it moves in a critical region, and therefore avoiding endless waiting in the intersection. To avoid collision in usual road environment, a broadcast-based communication structure is designed with adjusting the communication range of each AV accordingly for different scenarios in [9]. Another communication structure is V2I communication in infrastructure-based scenarios, where infrastructures, such as RSUs, are used for collecting and broadcasting information from or to AVs.

Convoy has been introduced by AutoNet 2030 in [83] to support cooperative driving among AVs on multiple lanes. At least two kinds of communication structures are considered in convoy-based ADVNETs, i.e., broadcast-based V2V communication structure for sharing information to enhance the cooperative maneuvering and V2I communication structure to improve efficiency of traffic management [8].

For platoon-based ADVNETs, in addition to ensuring safe driving of each AV, another major challenge is maintaining the string stability of platoons, i.e., ensuring that the inter-platoon spacing error and intra-platoon spacing error do not amplify upstream from AV to AV and from platoon to platoon. In addition to the information mentioned in Subsection II-A, it has been indicated that velocity and acceleration information of the leader and preceding vehicles are required to share with all member vehicles and the following vehicle, respectively, to maintain string stability of the platoon [87]. Thus, more communication structures are considered in platoon-based ADVNETs, including:

---

1 AutoNet system consists of infrastructure and cooperative vehicles, where the cooperative vehicles refer to the vehicles that are able to sense surrounding information and communicate with other cooperative vehicles for exchanging perception and commands to enable automated maneuvering.
1) intra-platoon communication structure [88], used for sharing information among AVs within the same platoon, can be further classified into three ones: leader-to-member (or member-to-leader) communication structure for sharing information between the leader vehicle and one of member vehicles [23], two-adjacent communication structure for sharing velocity and acceleration information [87], [89], and platoon-based multicast communication structure for improving the communication efficiency.

2) inter-platoon communication structure is designed for sharing information among AVs within different platoons, such as sharing collision information from one platoon to its following platoons.

Similar to the free ADVNETs, infrastructures would play the control role either for network or platoons in most of platoon-based ADVNETs. Hence, in the infrastructure-based environments, infrastructures are usually considered to relay information for AVs [90], [91].

B. Technologies for ADVNETs

Several wireless communication technologies have been considered to be applied in ADVNETs, including the ones that have been widely applied in MDVNETs, i.e., DSRC [92], [9], cellular [93], Wi-Fi [94], and White-Fi [95] and other short-range wireless communication technologies, such as infrared and VLC. Among them, most of the long-range communications in ADVNETs and communications in the free ADVNETs are usually supported by the DSRC and cellular technologies, such as in [92], [9], [93]. Since the advantages, disadvantages, and challenges of DSRC, cellular, Wi-Fi, and White-Fi have been introduced in Section III, we will focus on the infrared and VLC in this subsection.

Infrared (IR): It is one of the earliest technologies that uses light invisible to human, i.e., infrared light, to enable wireless communications on a line-of-sight (LOS) basis. It has been indicated in [17], [96] that infrared communication has high directionality, high confidentiality, and harmlessness. Considering the roads environments are usually in line, communications among AVs can be achieved by an inexpensive infrared laser. Furthermore, the wavelength of infrared communications is much shorter than other wireless communications while it is with a potential of 1 Gbps data communication speed. Therefore, it is optimal for sharing large-volume data, such as multimedia entertainment information among AVs. Infrared lights have been used to measure the intra-platoon spacing to assist the gap control in [96]. However, since the infrared light can only carry shorter than around 10 meters and do not penetrate obstacles,
infrared communications can only be used in some special scenarios, such as for two-adjacent communication structure in platoon-based ADVNETs [96]. Furthermore, weather conditions are another challenge for infrared communications. Thus, in order to take the advantages while addressing related challenges, infrared communications are always combined with other wireless communication technologies, such as DSRC, to support AVs’ applications [17].

**Visible light communications (VLC):** It is a type of communication through visible light. Compared with other types of wireless communications, VLC has the following special importance advantages:

1) 360 Terahertz of license free bandwidth within visible light spectrum can be tapped for wireless communications while avoiding the interference from radio frequency (RF) signals. Therefore, it can address the scarcity of current RF spectrum to support the ever increasing mobile data traffic demand. For example, in [97], VLC is used to backup DSRC communications to reduce the packet loss resulted from congestion in scenarios with high density vehicles;

2) Existing research about VLC has shown that a very high data communication speed can be achieved by VLC, i.e., multiple Gbps in research and around 100 Mbps in IEEE 802.15.7 standard; and

3) By reusing existing lighting infrastructure to support communication, VLC can be deployed easily and inexpensively [18].

The above advantages have motivated work on tapping VLC for ADVNETs. For example, the feasibility of using VLC for sharing information among platoon members to support platoon control has been studied in [98]. Similar to infrared communications, VLC signals cannot penetrate through most obstacles. Therefore, it can be only used for communications between two vehicles with LOS.

It should be noted that IR and VLC technologies can not only be used to support communications in ADVNETs but also in MDVNETs. For example, IR has been used in tolling applications [99]. Based on the light emitting diode (LED) headlamp, a demonstration system that uses VLC to support V2V communications has been proposed in [100].

V. CHALLENGES AND OPPORTUNITIES

Even though there has been a large amount of existing research for vehicular networks and many industrial products can be used to support vehicular communications, achieving efficient
vehicular communications to support practical ITS applications still faces many challenges. In this section, we will discuss the major challenges and opportunities.

A. Heterogeneous Driving Vehicular Networks

With the rapid development of autonomous vehicles, AVs will gradually prevail on the roads in the near future, resulting in scenarios where AVs and manually driving vehicles move on the roads simultaneously. In order to achieve information sharing among manually driving and autonomous vehicles, a heterogeneous driving vehicular network (HDVNET) is needed and its realization faces the following challenges.

It has been indicated that cooperative driving with ADVNETs is a promising technology to improve safety driving of AVs, especially in intersection scenarios. For example, through sharing real-time positions, velocity, and desired driving lane information among AVs within the same platoon, cooperative based safety driving patterns can be designed to help AVs to cross the intersection without traffic lights safely in [101]. However, how to help AVs and manually driving vehicles to cross intersections safely remains to be unsolved. In such scenarios, manually driving vehicles have to be controlled by drivers, resulting in human factors, and therefore, challenging the cooperative driving. Thus, designing an efficient and suitable communication scheme, i.e., scheduling which kind of information should be shared by which vehicle, to achieve efficient cooperative driving is desired for some scenarios such as intersections.

In HDVNETs, AVs and manually driving vehicles have different information requirements both in message types and QoS requirements, which result in complex message structure. In [102], a novel beacon scheduling algorithm has been proposed to guarantee the reliable and timely dissemination of two types of beacon messages in HDVNETs, i.e., event-driven safety messages for manually driving vehicles and periodic beacon messages for cooperative driving of AVs. However, in most HDVNETs scenarios, message types are more complex than the one that has been considered in [102]. For example, when a special infotainment service (e.g., video) is required for vehicles in platoon-based HDVNETs, event-driven safety messages, periodic messages, and video information need to be shared to guarantee the string stability of platoon while ensuring the QoS requirement of this infotainment service. Hence, different efficient message dissemination schemes are required for different HDVNETs scenarios.
B. Security Issue

In addition to the security issue discussed in Subsection III-C for MDVNETs [103], there are more security related concerns need to be considered when cooperative driving is considered in ADVNETs and HDVNETs. Since the final driving decisions in cooperative driving are made based on the shared information, security attacks either on the communication channel or sensor tampering significantly impact the safety driving [104]. Thus, how to protect communications from message falsification, message eavesdropping, radio jamming, and tampering attacks is important to cooperative driving. However, the algorithms used for current wireless communication security may not work well for ADVNETs and HDVNETs since lower latency is required by communications in cooperative driving. In order to reduce the end-to-end delay while guaranteeing the information security, group authenticated algorithms can be considered, especially for communications among vehicles within the same platoon or convoy, as well as for vertical handoff in heterogeneous ADVNETs and HDVNETs. Moreover, for cluster-based MDVNETs and platoon/convoy-based ADVNETs, performing efficient mutual authentication in the formation stage of cluster/platoon/convoy and when a new vehicle is applying to join them, can reduce the impacts of authentication on information sharing in each cluster/platoon/convoy.

C. Other Issues

There are some other issues that should be considered in MDVNETs, ADVNETs, and HDVNETs. Firstly, mmWave and VLC communication technologies have been considered to support vehicular networks [46], [97], [100]. However, how to address the potential issues caused by high mobility and harsh weather conditions still needs further investigation and test. Moreover, in heterogeneous vehicular networks with one of or both of mmWave and VLC communication technologies, designing criterion for network selection between mmWave/VLC and other wireless communication technologies is not an easy work. Secondly, to achieve efficient cooperative driving, communication information management and cooperative control should be considered globally in ADVNETs and HDVNETs, which results in complicated allocation issue among storage and computing resources of each vehicle.

VI. CONCLUSIONS

In this paper, we have provided a comprehensive survey in vehicular communications from the network layer perspective, including communications in MDVNETs and ADVNETs. In addition
to providing infotainment services to passengers, MDVNETs can be used to improve the traffic safety for manually driving vehicles. ADVNETs are expected to support cooperative driving to further improve driving safety. Advantages and disadvantages of different communication technologies that can be applied in these two types of vehicular networks have been analyzed. Due to the high mobility and complicated communication environments, challenges confronted with vehicular communications are different when used to support different applications. Recent research works addressing these challenges have been discussed, including routing protocols for exchanging different messages, efficient handoff strategies to benefit the users or networks, and suitable communication structures according to the applied traffic management strategies. We have further identified several main under-explored issues in MDVNETs, ADVNETs, and HDVNETs, and provided potential solutions that can be considered.

REFERENCES

[1] L. Liang, H. Peng, G. Y. Li, and X. S. Shen, “Vehicular communications: A physical layer perspective,” Submitted. [Online]. Available: https://arxiv.org/abs/1704.05746

[2] M. L. Sichitiu and M. Kihl, “Inter-vehicle communication systems: A survey,” IEEE Commun. Surv. Tutor., vol. 10, no. 2, pp. 88–105, 2nd Quarter 2008.

[3] X. Ma, J. Zhang, X. Yin, and K. S. Trivedi, “Design and analysis of a robust broadcast scheme for vanet safety-related services,” IEEE Trans. Veh. Technol., vol. 61, no. 1, pp. 46–61, Jan. 2012.

[4] M. Azees, P. Vijayakumar, and L. J. Deborah, “Comprehensive survey on security services in vehicular ad-hoc networks,” IET Intell. Transp. Syst., vol. 10, no. 6, pp. 379–388, Jul. 2016.

[5] National Highway Traffic Safety Administration, “Preliminary statement of policy concerning automated vehicles,” Washington, DC, pp. 1–14, May 2013.

[6] P. Koopman and M. Wagner, “Autonomous vehicle safety: An interdisciplinary challenge,” IEEE Intell. Transp. Syst. Mag., vol. 9, no. 1, pp. 90–96, Spring 2017.

[7] P.-L. Blyth, M. N. Mladenovic, B. A. Nardi, H. R. Ekbia, and N. M. Su, “Expanding the design horizon for self-driving vehicles: Distributing benefits and burdens,” IEEE Technol. Society Mag., vol. 35, no. 3, pp. 44–49, Sept. 2016.

[8] L. Hobert, A. Festag, I. Llatser, L. Altomare, F. Visintainer, and A. Kovacs, “Enhancements of V2X communication in support of cooperative autonomous driving,” IEEE Commun. Mag., vol. 53, no. 12, pp. 64–70, Dec. 2015.

[9] E. Moradi-Pari, A. Tahmasbi-Sarvestani, and Y. P. Fallah, “A hybrid systems approach to modeling real-time situation-awareness component of networked crash avoidance systems,” IEEE Syst. J., vol. 10, no. 1, pp. 169–178, Mar. 2016.

[10] T. Nguyen, A. Islam, and Y. M. Jang, “Region-of-interest signaling vehicular system using optical camera communications,” IEEE Photonics J., vol. 9, pp. 1–21, Feb. 2017.

[11] S. Biswas, R. Tatchikou, and F. Dion, “Vehicle-to-vehicle wireless communication protocols for enhancing highway traffic safety,” IEEE Commun. Mag., vol. 44, no. 1, pp. 74–82, Jan. 2006.

[12] L. Liang, G. Y. Li, and W. Xu, “Resource allocation for D2D-Enabled vehicular communications,” IEEE Trans. Commun., to appear.
[13] K. Abboud, H. A. Omar, and W. Zhuang, “Interworking of DSRC and cellular network technologies for V2X communications: A survey,” *IEEE Trans. Veh. Technol.*, vol. 65, pp. 9457–9470, Dec. 2016.

[14] S. Chen, J. Hu, Y. Shi, and L. Zhao, “LTE-V: A TD-LTE-Based V2X solution for future vehicular network,” *IEEE Internet Things J.*, vol. 3, no. 6, pp. 997–1005, Dec. 2016.

[15] N. Lu, N. Cheng, N. Zhang, X. S. Shen, J. W. Mark, and F. Bai, “Wi-Fi hotspot at signalized intersection: Cost-effectiveness for vehicular internet access,” *IEEE Trans. Veh. Technol.*, vol. 65, no. 5, pp. 3506–3518, May 2016.

[16] H. Zhou, N. Cheng, Q. Yu, X. S. Shen, D. Shan, and F. Bai, “Toward multi-radio vehicular data pipping for dynamic DSRC/TVWS spectrum sharing,” *IEEE J. Sel. Areas Commun.*, vol. 34, no. 10, pp. 2575–2588, Oct. 2016.

[17] P. Fernandes and U. Nunes, “Platooning with DSRC-based IVC-enabled autonomous vehicles: Adding infrared communications for IVC reliability improvement,” in *Proc. IEEE IV*, Alcala de Henares, Spain, 2012, pp. 517–522.

[18] P. H. Pathak, X. Feng, P. Hu, and P. Mohapatra, “Visible light communication, networking, and sensing: A survey, potential and challenges,” *IEEE Commun. Surv. Tutor.*, vol. 17, no. 4, pp. 2047–2077, 4th Quarter 2015.

[19] F. Li and Y. Wang, “Routing in vehicular ad hoc networks: A survey,” *IEEE Veh. Technol. Mag.*, vol. 2, no. 2, Jun. 2007.

[20] K. Zhu, D. Niyato, Y. Luo, W. H. Hossain, and D. In Kim, “Mobility and handoff management in vehicular networks: a survey,” *Wireless Commun. Mobile Comput.*, vol. 11, no. 4, pp. 459–476, Oct. 2011.

[21] C. Cooper, D. Franklin, M. Ros, F. Safaei, and M. Abolhasan, “A comparative survey of VANET clustering techniques,” *IEEE Commun. Surv. Tutor.*, vol. 19, no. 1, pp. 657–681, 1st Quarter 2017.

[22] W. Zeng, M. A. Khalid, and S. Chowdhury, “In-vehicle networks outlook: Achievements and challenges,” *IEEE Commun. Surv. Tutor.*, vol. 18, no. 3, pp. 1552–1571, 3rd Quarter 2016.

[23] L. Xu, Y. Y. Wang, G. Yin, and H. Zhang, “Communication information structures and contents for enhanced safety of highway vehicle platoons,” *IEEE Trans. Veh. Technol.*, vol. 63, no. 9, pp. 4206–4220, Nov. 2014.

[24] D. Jiang, V. Taliwal, A. Meier, W. Holfelder, and R. Herrtwich, “Design of 5.9 GHz DSRC-based vehicular safety communication,” *IEEE Wireless Commun.*, vol. 13, no. 5, pp. 36–43, Oct. 2006.

[25] U. Hernandez-Jayo, A. S. K. Mammu, and I. De-la Iglesia, “Reliable communication in cooperative ad hoc networks,” in *Contemporary Issues in Wireless Commun.* InTech, Nov. 2014.

[26] Wikipedia, the free encyclopedia, “Electronic toll collection.” [https://en.wikipedia.org/wiki/Electronic_toll_collection](https://en.wikipedia.org/wiki/Electronic_toll_collection), accessed April 29, 2017.

[27] S. Zeadally, R. Hunt, Y.-S. Chen, A. Irwin, and A. Hassan, “Vehicular ad hoc networks (VANETS): status, results, and challenges,” *Telecommun. Syst.*, vol. 50, no. 4, pp. 217–241, Aug. 2012.

[28] K.-H. Lee, C.-M. Huang, C.-C. Yang, and H.-Y. Lin, “The K-hop cooperative video streaming protocol using H.264/SVC over the hybrid vehicular networks,” *IEEE Trans. Comput.*, vol. 13, pp. 1338–1351, Jun. 2014.

[29] S. Ucar, S. C. Ergen, and O. Ozkasap, “Multi-hop-cluster-based IEEE 802.11 p and LTE hybrid architecture for VANET safety message dissemination,” *IEEE Trans. Veh. Technol.*, vol. 65, no. 4, pp. 2621–2636, Apr. 2016.

[30] H. A. Omar, N. Lu, and W. Zhuang, “Wireless access technologies for vehicular network safety applications,” *IEEE Netw.*, vol. 30, no. 4, pp. 22–26, Aug. 2016.

[31] I. Zaimi, Z. S. Houssaini, A. Boushaba, and M. Oumsis, “An improved GPSR protocol to enhance the video quality transmission over vehicular ad hoc networks,” in *Proc. WINCOM*, Fez, Morocco, 2016, pp. 146–153.

[32] L. Cheng, B. E. Henty, D. D. Stancil, F. Bai, and P. Mudalige, “Mobile vehicle-to-vehicle narrow-band channel measurement and characterization of the 5.9 GHz dedicated short range communication (DSRC) frequency band,” *IEEE Journal on Selected Areas in Communications*, vol. 25, no. 8, pp. 1501–1516, Oct. 2007.

[33] A. M. Togou, A. Hafid, and L. Khokhi, “SCR: Stable cds-based routing protocol for urban vehicular ad hoc networks,” *IEEE Trans. Intell. Transp. Syst.*, vol. 17, no. 5, pp. 1298–1307, May 2016.
[34] L. Zhu, C. Li, B. Li, X. Wang, and G. Mao, “Geographic routing in multilevel scenarios of vehicular ad hoc networks,” *IEEE Trans. Veh. Technol.*, vol. 65, no. 9, pp. 7740–7753, Sept. 2016.

[35] M. G. N. Alsath and M. Kanagasabai, “A shared-aperture multiservice antenna for automotive communications,” *IEEE Antenn. Wirel. PR*, vol. 13, pp. 1417–1420, Jul. 2014.

[36] C. U. Bas and S. C. Ergen, “Ultra-wideband channel model for intra-vehicular wireless sensor networks beneath the chassis: from statistical model to simulations,” *IEEE Trans. Veh. Technol.*, vol. 62, no. 1, pp. 14–25, Jan. 2013.

[37] P.-A. Laharotte, R. Billot, E. Come, L. Oukhellou, A. Nantes, and N.-E. El Faouzi, “Spatiotemporal analysis of Bluetooth data: application to a large urban network,” *IEEE Trans. Intell. Transp. Syst.*, vol. 16, no. 3, pp. 1439–1448, Jun. 2015.

[38] J. B. Kenney, “Dedicated short-range communications (DSRC) standards in the united states,” *Proc. IEEE*, vol. 99, no. 7, pp. 1162–1182, Jul. 2011.

[39] I. Committee et al., “IEEE standard for wireless access in vehicular environments-security services for applications and management messages,” *IEEE Veh. Technol. Society*, vol. 1609, 2013.

[40] H. A. Omar, W. Zhuang, and L. Li, “VeMAC: A TDMA-based MAC protocol for reliable broadcast in VANETs,” *IEEE Trans. Mobile Comput.*, vol. 12, no. 9, pp. 1724–1736, Sept. 2013.

[41] C. Wu, X. Chen, Y. Ji, S. Ohzhahata, and T. Kato, “Efficient broadcasting in VANETs using dynamic backbone and network coding,” *IEEE Trans. Wireless. Commun.*, vol. 14, no. 11, pp. 6057–6071, Nov. 2015.

[42] G. Araniti, C. Campolo, M. Condoluci, A. Iera, and A. Molinaro, “LTE for vehicular networking: a survey,” *IEEE Commun. Mag.*, vol. 51, no. 5, pp. 148–157, May 2013.

[43] P. Rengaraju, C.-H. Lung, and A. Srinivasan, “QoS-aware distributed security architecture for 4G multihop wireless networks,” *IEEE Trans. Veh. Technol.*, vol. 63, no. 6, pp. 2886–2900, Jul. 2014.

[44] Z. Su, Y. Hui, and S. Guo, “D2D-based content delivery with parked vehicles in vehicular social networks,” *IEEE Wireless Commun.*, vol. 23, no. 4, pp. 90–95, Aug. 2016.

[45] N. Cheng, H. Zhou, L. Lei, N. Zhang, Y. Zhou, X. Shen, and F. Bai, “Performance analysis of vehicular device-to-device underlay communication,” *IEEE Trans. Veh. Technol.*, vol. 66, no. 6, pp. 5409–5421, Jun. 2017.

[46] J. Choi, V. Va, N. González-Prelcic, R. Daniels, C. R. Bhat, and R. W. Heath Jr, “Millimeter wave vehicular communication to support massive automotive sensing,” *IEEE Commun. Mag.*, vol. 54, pp. 160 – 167, Dec. 2016.

[47] N. Lu, N. Zhang, N. Cheng, X. S. Shen, J. W. Mark, and F. Bai, “Vehicles meet infrastructure: Toward capacity–cost tradeoffs for vehicular access networks,” *IEEE Trans. Intell. Transp. Syst.*, vol. 14, no. 3, pp. 1266–1277, Sept. 2013.

[48] T. Taleb and A. Ksentini, “VECOS: A vehicular connection steering protocol,” *IEEE Trans. Veh. Technol.*, vol. 64, no. 3, pp. 1171–1187, Mar. 2015.

[49] W. Xu, H. A. Omar, W. Zhuang, and X. S. Shen, “Delay analysis of in-vehicle internet access via on-road wifi access points,” *IEEE Access*, vol. 5, pp. 2736–2746, Feb. 2017.

[50] P. Lv, X. Wang, X. Xue, and M. Xu, “SWIMMING: seamless and efficient WiFi-based internet access from moving vehicles,” *IEEE Trans. Mobile Comput.*, vol. 14, no. 5, pp. 1085–1097, May 2015.

[51] N. Cheng, N. Lu, N. Zhang, X. Zhang, X. S. Shen, and J. W. Mark, “Opportunistic WiFi offloading in vehicular environment: A game-theory approach,” *IEEE Trans. Intell. Transp. Syst.*, vol. 17, no. 7, pp. 1944–1955, Jul. 2016.

[52] J.-H. Lim, W. Kim, K. Naito, J.-H. Yun, D. Cabric, and M. Gerla, “Interplay between TVWS and DSRC: Optimal strategy for safety message dissemination in VANET,” *IEEE J. Sel. Areas Commun.*, vol. 32, no. 11, pp. 2117–2133, Nov. 2014.

[53] Y. Han, E. Ekici, H. Kremo, and O. Altintas, “Vehicular networking in the tv white space band: Challenges, opportunities, and a media access control layer of access issues,” *IEEE Veh. Technol. Mag.*, vol. 12, pp. 52–59, Jun. 2017.

[54] K. Zheng, Q. Zheng, P. Chatzimisios, W. Xiang, and Y. Zhou, “Heterogeneous vehicular networking: A survey on architecture, challenges, and solutions,” *IEEE Commun. Surv. Tutor.*, vol. 17, pp. 2377–2396, 4th Quarter 2015.
[55] L. S. Mojela and M. J. Booysen, “On the use of wimax and wi-fi to provide in-vehicle connectivity and media distribution,” in Proc. IEEE ICIT, Cape Town, South Africa, 2013, pp. 1353–1358.

[56] J. Cheng, J. Cheng, M. Zhou, F. Liu, S. Gao, and C. Liu, “Routing in internet of vehicles: A review,” IEEE Trans. Intell. Transp. Syst., vol. 16, no. 5, pp. 2339–2352, Oct. 2015.

[57] D. Zeng, S. Guo, A. Barnawi, S. Yu, and I. Stoimenovic, “An improved stochastic modeling of opportunistic routing in vehicular CPS,” IEEE Trans. Comput., vol. 64, no. 7, pp. 1819–1829, Jul. 2015.

[58] L. Zhu, C. Li, Y. Wang, Z. Luo, Z. Liu, B. Li, and X. Wang, “On stochastic analysis of greedy routing in vehicular networks,” IEEE Trans. Intell. Transp. Syst., vol. 16, no. 6, pp. 3353–3366, Dec. 2015.

[59] M. Jerbi, S.-M. Senouci, T. Rasheed, and Y. Ghamri-Doudane, “Towards efficient geographic routing in urban vehicular networks,” IEEE Trans. Veh. Technol., vol. 58, no. 9, pp. 5048–5059, Nov. 2009.

[60] J. Zhao and G. Cao, “V ADD: Vehicle-assisted data delivery in vehicular ad hoc networks,” IEEE Trans. Veh. Technol., vol. 57, no. 3, pp. 1910–1922, May 2008.

[61] T. Spyropoulos, T. Turletti, and K. Obraczka, “Routing in delay-tolerant networks comprising heterogeneous node populations,” IEEE Trans. Mobile Comput., vol. 8, no. 8, pp. 1132–1147, Aug. 2009.

[62] T. Spyropoulos, K. Psounis, and C. S. Raghavendra, “Efficient routing in intermittently connected mobile networks: The multiple-copy case,” IEEE Trans. Netw., vol. 16, no. 1, pp. 77–90, Feb. 2008.

[63] X. Zhang, X. Cao, L. Yan, and D. K. Sung, “A street-centric opportunistic routing protocol based on link correlation for urban vanets,” IEEE Trans. Mobile Comput., vol. 15, no. 7, pp. 1586–1599, Jul. 2016.

[64] A. Bachir and A. Benslimane, “A multicast protocol in ad hoc networks inter-vehicle geocast,” in Proc. IEEE VTC, vol. 4, Jeju, South Korea, 2003, pp. 2456–2460.

[65] L. Zhang, B. Yu, and J. Pan, “GeoMobCon: a mobility-contact-aware geocast scheme for urban VANETs,” IEEE Trans. Veh. Technol., vol. 65, no. 8, pp. 6715–6730, Aug. 2016.

[66] R. Jiang, Y. Zhu, X. Wang, and L. M. Ni, “TMC: Exploiting trajectories for multicast in sparse vehicular networks,” IEEE Trans. Parallel Distrib. Syst., vol. 26, no. 1, pp. 262–271, Jan. 2015.

[67] M.-H. Park, G.-P. Gwon, S.-W. Seo, and H.-Y. Jeong, “RSU-based distributed key management (RDKM) for secure vehicular multicast communications,” IEEE J. Sel. Areas Commun., vol. 29, no. 3, pp. 644–658, Mar. 2011.

[68] N. Wisitpongphan, O. K. Tonguz, J. S. Parikh, P. Mudalige, F. Bai, V. Sadekar et al., “Broadcast storm mitigation techniques in vehicular ad hoc networks,” IEEE Wireless Commun., vol. 14, no. 6, pp. 84–94, Dec. 2007.

[69] O. K. Tonguz, N. Wisitpongphan, and F. Bai, “DV-CAST: A distributed vehicular broadcast protocol for vehicular ad hoc networks,” IEEE Wireless Commun., vol. 17, no. 2, pp. 1536–1284, Apr. 2010.

[70] M. Slavik and I. Mahgoub, “Spatial distribution and channel quality adaptive protocol for multihop wireless broadcast routing in VANET,” IEEE Trans. on Mobile Comput., vol. 12, no. 4, pp. 722–734, Apr. 2013.

[71] Z. Wang, L. Liu, M. Zhou, and N. Ansari, “A position-based clustering technique for ad hoc intervehicle communication,” IEEE Trans. Syst., Man, Cybern. C, Appl. Rev., vol. 38, no. 2, pp. 201–208, Mar. 2008.

[72] A. Benslimane, T. Taleb, and R. Sivaraj, “Dynamic clustering-based adaptive mobile gateway management in integrated VANET-3G heterogeneous wireless networks,” IEEE J. Sel. Areas Commun., vol. 29, no. 3, pp. 559–570, Mar. 2011.

[73] K. Abboud and W. Zhuang, “Stochastic modeling of single-hop cluster stability in vehicular ad hoc networks,” IEEE Trans. Veh. Technol., vol. 65, no. 1, pp. 226–240, Jan. 2016.

[74] H.-Y. Chen, M.-J. Shih, and H.-Y. Wei, “Handover mechanism for device-to-device communication,” in Proc. IEEE CSCN, Tokyo, Japan, 2015, pp. 72–77.

[75] J.-M. Chung, M. Kim, Y.-S. Park, M. Choi, S. Lee, and H. S. Oh, “Time coordinated V2I communications and handover for WAVE networks,” IEEE J. Sel. Areas Commun., vol. 29, no. 3, pp. 545–558, Mar. 2011.
[76] S. Ryu, K.-J. Park, and J.-W. Choi, “Enhanced fast handover for network mobility in intelligent transportation systems,” *IEEE Trans. Veh. Technol.*, vol. 63, no. 1, pp. 357–371, Jan. 2014.

[77] Y. Bi, H. Zhou, W. Xu, X. S. Shen, and H. Zhao, “An efficient PMIPv6-based handoff scheme for urban vehicular networks,” *IEEE Trans. Intell. Transp. Syst.*, vol. 17, no. 12, pp. 3613–3628, Dec. 2016.

[78] K. Shafiee, A. Attar, and V. C. Leung, “Optimal distributed vertical handoff strategies in vehicular heterogeneous networks,” *IEEE J. Sel. Areas Commun.*, vol. 29, no. 3, pp. 534–544, Mar. 2011.

[79] K. Xu, K.-C. Wang, R. Amin, J. Martin, and R. Izard, “A fast cloud-based network selection scheme using coalition formation games in vehicular networks,” *IEEE Trans. Veh. Technol.*, vol. 64, no. 11, pp. 5327–5339, Nov. 2015.

[80] S. Lee, K. Siram, K. Kim, Y. H. Kim, and N. Golmie, “Vertical handoff decision algorithms for providing optimized performance in heterogeneous wireless networks,” *IEEE Trans. Veh. Technol.*, vol. 58, no. 2, pp. 865–881, Feb. 2009.

[81] S. Cespedes, S. Taha, and X. S. Shen, “A multihop-authenticated proxy mobile IP scheme for asymmetric VANETs,” *IEEE Trans. Veh. Technol.*, vol. 62, no. 7, pp. 3271–3286, Sept. 2013.

[82] A. De La Fortelle, X. Qian, S. Diemer, J. Grégoire, F. Moutarde, S. Bonnabel, A. Marjovi, A. Martinoli, I. Latser, A. Festag et al., “Network of automated vehicles: the AutoNet 2030 vision,” in *ITS World Congress*, 2014.

[83] D. Jia, K. Lu, J. Wang, X. Zhang, and X. S. Shen, “A survey on platoon-based vehicular cyber-physical systems,” *IEEE Commun. Surv. Tutor.*, vol. 18, no. 1, pp. 263–284, 1st Quarter 2016.

[84] R. Naumann, R. Rasche, and J. Tacken, “Managing autonomous vehicles at intersections,” *IEEE Intell. Syst. Applic.*, vol. 13, no. 3, pp. 82–86, May/Jun. 1998.

[85] T.-T. Han and S. S. Ge, “Style-velocity flocking of autonomous vehicles: a systematic design,” *IEEE Trans. Auto. Control*, vol. 60, no. 8, pp. 2015–2030, Aug. 2015.

[86] H. Peng, D. Li, K. Abboudy, H. Zhou, H. Zhao, W. Zhuang, and X. S. Shen, “Performance analysis of IEEE 802.11 p DCF for multiplatooning communications with autonomous vehicles,” *IEEE Trans. Veh. Technol.*, vol. 66, no. 3, pp. 2485–2498, Mar. 2017.

[87] H. Raza and P. Ioannou, “Vehicle following control design for automated highway systems,” in *Proc. IEEE VTC*, vol. 2, Phoenix, AZ, USA, 1997, pp. 904–908.

[88] H. Peng, D. Li, Q. Ye, K. Abboudy, H. Zhao, W. Zhuang, and X. S. Shen, “Resource allocation for cellular-based inter-vehicle communications in autonomous platoonnas,” *IEEE Veh. Technol.*, to appear.

[89] S. Kato, S. Tsugawa, K. Tokuda, T. Matsui, and H. Fujii, “Vehicle control algorithms for cooperative driving with automated vehicles and intervehicle communications,” *IEEE Trans. Intell. Transp. Syst.*, vol. 3, no. 3, pp. 155–161, Sept. 2002.

[90] C. Campolo, A. Molinaro, G. Araniti, and A. O. Berthet, “Better platooning control toward autonomous driving : An LTE Device-to-Device communications strategy that meets ultralow latency requirements,” *IEEE Veh. Technol. Mag.*, vol. 12, pp. 30–38, Mar. 2017.

[91] V. Milanés, J. Pérez, E. Onieva, and C. González, “Controller for urban intersections based on wireless communications and fuzzy logic,” *IEEE Trans. Intell. Transp. Syst.*, vol. 11, no. 1, pp. 243–248, Mar. 2010.

[92] C. Zhang, “Cognitive non-continuous carrier interferometry orthogonal signal division multiplex transmission in autonomous vehicular communications,” *IEEE J. Sel. Areas Commun.*, vol. 29, no. 1, pp. 37–47, Jan. 2011.
[96] M. Aoki and H. Fujii, “Inter-vehicle communication: Technical issues on vehicle control application,” *IEEE Commun. Mag.*, vol. 34, no. 10, pp. 90–93, Oct. 1996.

[97] M. Segata, R. L. Cigno, H.-M. M. Tsai, and F. Dressler, “On platooning control using IEEE 802.11p in conjunction with visible light communications,” in *Proc. WONS*, Cortina d’Ampezzo, Italy, 2016, pp. 1–4.

[98] M. Y. Abualhoul, M. Marouf, O. Shagdar, and F. Nashashibi, “Platooning control using visible light communications: A feasibility study,” in *Proc. IEEE ITSC*, Hague, Netherlands, 2013, pp. 1535–1540.

[99] W.-Y. Shieh, C.-C. J. Hsu, and T.-H. Wang, “Vehicle positioning and trajectory tracking by infrared signal-direction discrimination for short-range vehicle-to-infrastructure communication systems,” *IEEE Trans. Intell. Transp. Syst.*, p. to appear, 2017.

[100] J.-H. Yoo, J.-S. Jang, J. Kwon, H.-C. Kim, D.-W. Song, and S.-Y. Jung, “Demonstration of vehicular visible light communication based on LED headlamp,” *Int. J. Automot. Techn.*, vol. 17, no. 2, pp. 347–352, Apr. 2016.

[101] L. Li and F.-Y. Wang, “Cooperative driving at blind crossings using intervehicle communication,” *IEEE Trans. Veh. Technol.*, vol. 55, no. 6, pp. 1712–1724, Nov. 2006.

[102] B. Liu, D. Jia, K. Lu, H. Chen, R. Yang, J. Wang, Y. Barnard, and L. Wu, “Infrastructure-assisted message dissemination for supporting heterogeneous driving patterns,” *IEEE Trans. Intell. Transp. Syst.*, to appear.

[103] R. Lu, X. Lin, X. Liang, and X. Shen, “A dynamic privacy-preserving key management scheme for location-based services in vanets,” *IEEE Trans. Intell. Transp. Syst.*, vol. 13, no. 1, pp. 127–139, Mar. 2012.

[104] M. Amoozadeh, A. Raghuramu, C.-N. Chuah, D. Ghosal, H. M. Zhang, J. Rowe, and K. Levitt, “Security vulnerabilities of connected vehicle streams and their impact on cooperative driving,” *IEEE Commun. Mag.*, vol. 53, no. 6, pp. 126–132, Jun. 2015.