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Abstract

A criminal career can be either general, with the criminal committing different types of crimes, or specialized, with the criminal committing a specific type of crime. A central problem in the study of crime specialization is to determine, from the perspective of the criminal, which crimes should be considered similar and which crimes should be considered distinct. We study a large set of Swedish suspects to empirically investigate generalist and specialist behavior in crime. We show that there is a large group of suspects who can be described as generalists. At the same time, we observe a non-trivial pattern of specialization across age and gender of suspects. Women are less prone to commit crimes of certain types, and, for instance, are more prone to specialize in crimes related to fraud. We also find evidence of temporal specialization of suspects. Older persons are more specialized than younger ones, and some crime types are preferentially committed by suspects of different ages.

Introduction

Specialization in crime is a central problem for criminology as well as crime prevention and enforcement [1-2]. Understanding specialization in crime implies the possibility of increasing the efficiency of the justice system through various measures targeting different groups of offenders (e.g., using selective detention and targeted treatment). The problem of specialization in crime is complex, both theoretically and methodologically. Although the empirical results that support the existence of crime specialization are admittedly weak, research has not yet been able to rule out specialization [3]. The issue is whether some offenders commit a disproportionately large number of the same type of crime during their criminal career, and whether this tendency is accentuated over time [4]. In this study we advance previous research on criminal careers by studying how different types of crimes are interrelated. This allows us to detect structural patterns in criminal behavior at the collective level that are not emergent at the individual level.

Theoretical Aspects

Many criminologists [5-7] have noted that the existence of specialization (or lack thereof) has major implications for understanding the causes of crime. Gottfredson and Hirschi’s influential A General Theory of Crime [9], for example, articulates positions that are inconsistent with the idea of crime specialization. According to their theory, persons with low self-control are expected to be more prone to criminal behavior than persons with high self-control. Among persons with low self-control, we should expect a great diversity of crime types [9]. Social-bond theory [9,10], which focuses on the importance of attachment, commitment, and involvement in society along with pro-social beliefs, also suggests that offenders are generalists, who commit crimes due to a low level of social control.

Other research strongly points to specialization by focusing on the causes of specific types of crimes. Examples include theories targeting the relationship between the various functions of the brain and delinquency, such as brain damage [11,12] and low or unstable serotonin levels [13,14]. This line of research focuses primarily on the causes of violent crime, assuming that aggressive individuals are specialists in violent crime. Similar considerations apply to theories that search for causes of violence in the interaction between genetic and social factors [15], or in social rather than biological factors [16].

The main thesis in Sutherland's theory on differential association [17,18] is that crime is a learned behavior, suggesting a high level of crime specialization. Sutherland proposed that learning about criminal behavior, much like learning about other behaviors, occurs through interactions with those in the individual's immediate social environment. The theory assumes that the individual's behavior is influenced by the total outcome of the influences received from the social environment. If the individual’s social environment is composed of a large number of individuals who are contemptuous of the law and break it with little compunction, the likelihood of delinquent behavior increases.
Accordingly, we therefore expect specialization in crime within this theory.

It has also been suggested that specialization emerges during a criminal career. Cloward and Ohlin [19] argued that a lack of legitimate opportunities leads to three different kinds of delinquent subcultures that specialize in specific types of crimes, depending on the structure of the illegitimate opportunities.

Methodological Problems

What constitutes a crime, and consequently criminal behavior, varies considerably across time and space [20]. This variability introduces some challenges in determining whether an individual is engaging in repetitive or diversified criminal behavior over the long term. Creating appropriate distinctions among different criminal acts is difficult. Legal classification offers a comprehensive breakdown into many small categories of crime organized based on chapters of the penal code. We take advantage of the finely detailed resolution of official classification and coding. In fact, the classification allows us to empirically establish how crime categories organize into larger clusters that emerge from individual’s criminal behavior.

Our database is the Swedish national register of persons suspected of criminal offenses, which contains more detailed information on crimes as compared to registers on sentenced persons. Due to the nature of records of suspected criminal offenses, a proportion of all committed crimes is not covered, which is a limitation of our data. On the other hand, our data have three significant advantages over self-reported data. In fact, our database includes information about a very large number of crimes, precise information on the timing, and detailed legal definition of the offenses.

In this paper we apply methods from network analysis [21] to identify the systematic occurrence of crimes in a large set of criminal suspects. This is a new way of using network analytical tools in criminology. Network analysis has mainly been used to study co-offending [22], where individuals are nodes and offenses define edges. In this study, we do the reverse and treat types of crimes as nodes and individuals as defining the edges, allowing us to study the clustering of types of crimes.

Materials and Methods

Description of the Database

We have information about all the suspects of crimes committed in the Stockholm area during the period from 1991 to 2007, including a coded identity of suspects, their gender and age, and the types of crimes they have been suspected of. Crime in Sweden is on average of Western European level [23]. Stockholm is Sweden’s capital and the country’s largest city (870,000 inhabitants). Crime in Stockholm per 100,000 population is at slightly higher level compared to the rest of the country. Nc = 376 different types of crimes, according to the penal code, appear in the database. These types of crimes were attached to N = 336,069 different suspects. It is worth noting an essential aspect of these data. As in most complex systems, the data show a large degree of heterogeneity. In the investigated time period, 12 rare types of crimes occur only once, whereas, at the other extreme, one rather common type of crime was implicated to as many as 81,532 different suspects. In short, the range of the number of different suspects implicated in a given type of crime spans almost five orders of magnitude. Another source of heterogeneity lies in the number of different types of crimes each suspect has been suspected of. A total of 169,603 suspects were suspected of only a single type of crime and, at other extreme, one specific suspect has...
been implicated in 159 different types of crimes. So, even in terms of suspects, we observe heterogeneity over more than two orders of magnitude (see also Fig. S1). Different criminal instances are recorded for each type of crime. The total number of criminal instances is 1,851,960. The interval of criminal instances for suspect is ranging from the minimum value of 1 to the maximum value of 2,347.

**Spectral Analysis**

We use spectral analysis to establish the extent to which there is a tendency toward generalist or specialist criminal behavior. Specifically, we first determine the correlation among types of crimes in the following way. The correlation matrix of types of crimes is calculated by associating a vector of dimension \( N = 336,069 \), that is the total number of suspects in the database, with each type of crime. For each type of crime \( C_i \), the \( C_i \) component of the associated vector is set 1 if the suspect has been suspected of crime type \( C_i \), or 0 otherwise. The correlation between two types of crimes \( A \) and \( B \) is calculated as the correlation coefficient between the corresponding vectors:

\[
\rho(A,B) = \frac{N_{AB} - N_AN_B}{\sqrt{N_A(1-N_A/N)N_B(1-N_B/N)}},
\]

where \( N_{AB} \) is the total number of suspects implicated in type of crime \( A \) (B), and \( N_{A,B} \) the total number of suspects implicated in both types of crimes.

We then focus on the spectrum of eigenvalues of the correlation matrix of types of crimes, that is the matrix of correlation coefficients (1). The analysis of eigenvalues and eigenvectors of the correlation matrix allows us to see that the eigenvector of the largest eigenvalue presents most of its components of the same sign, and therefore does not present a block-like structure that would indicate a partitioning of different types of crimes. The existence of such a “common mode” [24,25] in the present system can be interpreted as indicating generalist behavior in some suspects. Specifically, the largest eigenvalue of the sample correlation matrix is \( \lambda_{1} = 11.26 \), and 89% of the components of the corresponding eigenvector have the same sign. The presence of 169,603 people suspected of only a single type of crime is not altering the basic characteristics of the correlation matrix. In fact, by repeating the analysis with only suspects implicated in two or more types of crimes we obtain very similar results (see Fig. S2).

To provide a more quantitative indication of the presence of generalists in the database and their impact on the properties of the correlation matrix of types of crimes, we compare the empirical spectrum of the sample correlation matrix with the spectrum of a correlation matrix \( \mathbf{R}_c \) obtained from a random shuffling of the original database. In the shuffling we preserve the heterogeneity of both suspects and types of crimes observed in the original data. Specific criminal patterns, i.e., specialist patterns within particular groups of types of crimes, are destroyed by the shuffling, and all the suspects therefore present a generalist profile in the shuffled realizations. Specifically, in our shuffling procedures we perform 100 different realizations. The largest eigenvalue of \( \mathbf{R}_c \) has a mean value of 16.72 (see Fig. 1), which corresponds to 16.72/Nc = 0.045 of the total variance, and the corresponding eigenvector (see Fig. 2) essentially displays all components with the same sign.

The comparison between the top and middle panel in Fig. 1 shows that the empirical correlation matrix actually presents a set of eigenvalues outside of the bulk of the distribution. To check the hypothesis that these eigenvalues may be attributed to specialist behavior, we have simulated the correlation matrix of a system in which suspects are pure specialists. Here we use the term “specialists” to indicate suspects who explore only one specific group of types of crimes, which is identified, in the simulations, by a chapter of the penal code. In our simulations, each suspect is initially associated with a randomly selected type of crime, the probability that a type of crime is selected being proportional to the frequency of the type of crime in the original database. The first type of crime allows one to associate each suspect with a specific chapter of the penal code. So, once the first type of crime is selected, each suspect will continue to randomly explore types of crimes belonging to the chapter of that first type of crime until a number of types of crimes equal to the total number of types of crimes alleged for the suspect in the original database is reached. Again, the types of crimes are selected randomly within a group of types of crimes by setting the probability that a type of crime is selected as proportional to the frequency of that type of crime in the original database. This approach allows us, on average, to preserve the heterogeneity of both types of crimes and suspects.

The density of eigenvalues of the correlation matrix of 100 realizations of the simulated database of specialists is reported in the bottom panel of Fig. 1. The largest eigenvalue has an average value of 5.51, which is significantly smaller than the largest eigenvalue of the empirical correlation matrix (\( \lambda_{1} = 11.26 \)). The eigenvector components (already for the eigenvector associated with the first eigenvalue) are organized in different groups of types of crimes which are belonging to the same penal chapter and are each characterized by components of the same sign and absolute value decreasing as a function of the frequency of the type of crime (see the panel of Fig. 2 referring to specialists’ simulations) In summary, the spectral analysis of the correlation matrix of types of crimes supports the presence of both generalist and specialist suspects in the database.

The simulation of the pure specialists hypothesizes that each group of types of crimes is defined by the corresponding chapter of the penal code. We acknowledge that this is a simplifying assumption and therefore, before we perform the following analyses we look for an approach allowing us to detect clusters of types of crimes directly from real data by using an unsupervised clustering procedure based on network theory.

We start from the bipartite network of types of crimes and suspects. The basic information characterizing the network can be summarized as follows. The number of suspects is 336,069 and the number of types of crimes is 376. In the bipartite network we count 1,078,908 links, it is therefore a quite sparse and heterogeneous bipartite network. The degree of types of crimes ranges from the minimum values of 1 to the maximum value of 81,532. The average value is 2,869 and its standard deviation is 7,206. The degree of suspects also covers a broad range starting from 1 and ending to 159. In the case of suspects, the average degree is 5.51 and its standard deviation is 17.3. Starting from the bipartite network we obtained the projected network of types of crimes as follows. We constructed a projected network of types of crimes by linking two types of crimes when they have been both associated with at least one suspect and we weighted the link as the number of suspects implicated in both crimes. In this way, we obtained a network of 376 crimes connected by 41,556 links in a single large component. Such a network is an almost complete network (in fact a complete network would present 70,500 links).

On this weighted projected network we performed a community search with the Infomap algorithm [26], which is a successful and accurate community detection algorithm [27]. Unfortunately, the algorithm failed to partition the system. The failure was probably due to the fact that the projected network is an almost complete
network and community detection is notoriously difficult in almost complete networks. To overcome this difficulty we decided to filter the weighted projected network of types of crimes by selecting only those links presenting an excess (or over-expression) of co-occurrence of suspects while properly taking into account the heterogeneity of both types of crimes and suspects. Specifically, we select the links by adapting a recently proposed method, which is constructing statistically validated networks [28] in heterogeneous complex systems.

Statistically Validated Networks

To take into account the presence in the database of suspects who were implicated in only one type of crime and suspects that were implicated in many types of crimes, the database has been decomposed into several subsets of data with homogeneous profiles of suspects. Specifically, the first subset \( S_1 \) of the database includes all of the suspects who were suspected of 1 type of crime, the second subset \( S_2 \) included all the suspects who were suspected of exactly 2 different types of crimes, and so on. Each subset \( S_f \) is therefore identified by the common number \( f \) of different types of crimes alleged to each suspect in the subset. Altogether we consider \( n_s = 159 \) different subsets \( S_f \). By construction, each suspect can be present in only one subset, while a given type of crime can potentially be present in all of the different subsets.

The heterogeneity of crime types is still apparent within each subset \( \{S_f\} \). Indeed the number of suspects for type of crime varies a lot across different crime types, in spite of the homogeneity of suspects in the subset. For each subset, to properly take into account the heterogeneity of the types of crimes, we set a link between two types of crimes, when the suspicion of two types of crimes has been directed to the same suspects with an occurrence that cannot be explained under a null hypothesis of random co-occurrence of types of crimes. The appropriate null hypothesis is constructed in the following way. Let us consider two types of crimes, say A and B, and a specific subset \( \{S_f\} \). Let us call \( N_A^f \) the number of suspects in \( \{S_f\} \) who were suspected of type of crime A, and \( N_B^f \) the number of suspects in \( \{S_f\} \) suspected of type of crime B. Let us call \( N_{AB}^f \) the number of suspects in \( \{S_f\} \) who were suspected of both types of crimes, A and B. Under the null hypothesis of random co-occurrence, the probability of observing \( X \) co-occurrences is given by the hypergeometric distribution

\[
H(X|N_A^f, N_B^f, N_{AB}^f) = \frac{\binom{N_A^f}{X} \binom{N_B^f-N_{AB}^f}{N_{AB}^f-X}}{\binom{N_f}{X}}
\]

where \( N_f \) is the total number of suspects in the subset \( \{S_f\} \). By using this distribution one can associate a p-value with the observed number \( N_{AB}^f \) of co-occurrences, that is

\[
p-value(N_{AB}^f) = 1 - \sum_{X=0}^{N_f-1} \frac{\binom{N_A^f}{X} \binom{N_B^f-N_{AB}^f}{N_{AB}^f-X}}{\binom{N_f}{X}}
\]

This null hypothesis explicitly takes into account the heterogeneity of both the types of crimes, A and B, by conditioning the probability of co-occurrence to the two occurrences \( N_A^f \) and \( N_B^f \).
chosen a statistical threshold of 0.01. To build a weighted network of types of crimes based on the excess of co-occurrence, we compute the p-value associated with all pairs of types of crimes in each subset \(\{S_f\}\). We therefore perform a multiple comparison involving all pairs of types of crimes present in each subset of the database. In a statistical test performing multiple comparisons, the statistical threshold needs to be properly redefined with respect to the univariate case. Here we use the False Discovery Rate (FDR) method to modify the univariate statistical threshold \(u = 0.01\). The FDR method prescribes that the threshold \(u = 0.01\) is initially divided by the total number of tested hypotheses \(T\). Then all the calculated \(p\)-values are sorted in increasing order \(p_1, p_2, \ldots, p_{T}\), and the FDR threshold \(\sigma_{FDR}\) is set equal to \(p_k\), where \(q\) is the largest \(k\) such that \(p_k < u/T\). In the present case, the total number of tested hypotheses is the sum over all the subsets \(\{S_f\}\) of the total number of pairs of types of crimes with at least one person suspected of both types of crimes in \(\{S_f\}\). Specifically, the total number of tested hypotheses is 831,944, and \(\sigma_{FDR} = 0.000071\). Each calculated \(p\)-value is compared with the threshold \(\sigma_{FDR}\), and a link between two types of crimes is set if the co-occurrence \(p\)-value is smaller than \(\sigma_{FDR}\) in at least one subset \(\{S_f\}\) of the original database, while the weight of the link is set equal to the total number of subsets in which such a statistically significant excess of co-occurrence is detected. The resulting network is called an FDR network after [28]. The FDR network of types of crimes includes 295 types of crimes connected by 1107 weighted links, and the weight of the links ranges between 1 and 38. The subset of suspects which contributes the most to the formation of links in the network is the subset \(\{S_4\}\) of suspects with only 4 types of crimes in their records (362 links), followed by subsets \(\{S_3\}\) and \(\{S_1\}\) (351 links each) and \(\{S_2\}\) (349 links). The subset with the smallest number of types of crimes per suspect, \(\{S_2\}\), contributes to 248 links. Finally, no subset of suspects with more than 50 types of crimes contributes to the statistical validation of a single link (see Table S1 for details).

**Results and Discussion**

**Clusters of Types of Crimes**

The FDR statistically validated network is a network which is much more sparse than the original projected network. In fact, it has 295 nodes and 1,107 links. By applying the Infomap algorithm [26] the FDR is partitioned in several clusters. Specifically, the algorithm revealed 28 clusters of types of crimes of sizes ranging between 2 and 39. Fig. 3 shows the interrelations of clusters of the FDR network. A link between two clusters is set if at least one significant co-occurrence is detected between a type of crime belonging to the first cluster and a type of crime belonging to the second one. In the figure, the size of a node is a linear function of the number of suspects who explored the corresponding cluster, and the weight of a link between two clusters is a monotonic increasing function of the sum of all the weights of links bridging types of crimes of the two clusters in the FDR network. Each cluster of types of crimes has been characterized in terms of the types of crimes it includes and according to the demographic information associated with suspects who were implicated in one or more types of crimes in the cluster. Demographic information includes gender and year of birth of suspects. We have grouped the years of birth into four categories, 1903–1914, 1949–1962, 1963–1973 and 1974–1987, such that the number of suspects does not vary a lot across the different categories. In Table 1, we report information about the number of crime types (2nd column), number of criminal instances (3rd column), and number of suspects (5th column) belonging to each cluster (labeled in Column 1) detected with Infomap in the FDR network of types of crimes. On Columns 4, 6, and 7 of Table 1 we report the results of the characterization analysis of all the clusters as performed according to the method described in Ref. [29]. Unless specifically indicated, each entry of the 4th, 6th, and 7th column of the Table represents a statistically validated \(p\)-value smaller than 1% after correction for multiple hypothesis testing over-representation of the displayed attributes in the corresponding cluster. The complete list of types of crimes belonging to each cluster is provided in Table S2.

The clusters detected with our network-based method arrange types of crimes in a partition that shows seven clusters characterized by an over-expression of a unique chapter of the penal code and four clusters with an over-expression of more than two distinct chapters. Some of the other twelve clusters show over-expression of Chapters 3 (Crimes against life and health) and 8 (Theft, robbery, and other crimes of stealing) and of traffic violations, whereas only five clusters are not characterized by over-expression of at least one chapter of the penal code. The network of clusters shown in Fig. 3 allows us to discuss some relevant connections between clusters. A tight connection is observed between the cluster Threats/Assaults, known victim and Sexual molestation of children/Sexual molestation, indicating the presence of a pattern that relates types of crimes of assault in which the suspect is acquainted with the victim to sexual offenses against underage victims. Cluster Threats/Assaults, known victim is also strongly connected to the cluster Violent resistance, which is the cluster of violence against public servants, and cluster Violent resistance, in turn, is connected with cluster Threats/Violence, unknown victim, which includes types of crimes of assault in which the suspect is not acquainted with the victim. The loop is finally closed by the connection between cluster Threats/Violence, unknown victim, and the cluster Threats/Assaults, known victim. An expected connection is observed between the cluster Fraud/Forgery and the cluster White-collar crime. Another interesting loop cycle is the one that involves the clusters Drugs/Weapon, Theft and Severe traffic violations.

**Generalist and Specialist Behavior**

In this section, we discuss the generalist behavior of suspects belonging to different categories of gender and year of birth. The generalist behavior is investigated by comparing the properties of the real system with the properties of a system obtained by randomly shuffling the original database (pure generalist hypothesis). Specifically, for each category of suspects, we count the total number of clusters of types of crimes found in the FDR network that each suspect explores during their criminal activity, both for real and shuffled data. Then we count the fraction of suspects who explore only one cluster, the fraction of suspects who explore 2 clusters, and so on. People who were suspected of only one type of crime are forced to explore only one cluster both in the real and the shuffled database. Therefore this group of suspects is removed from the present analysis. The suspects explore, on average, fewer clusters than are observed for pure generalists (shuffled data), and this result is stable across the different categories of suspects. In Table 2, we report the mean value and the standard deviation of the number of explored clusters of types of crimes both for real data (second and third column) and for the pure generalist simulation (fourth and fifth column). Results for generalists average over 1,000 independent shuffled replicas of the empirical database. The mean value of real data is always significantly less than the mean value of simulated data, indicating the presence of a certain degree of specialization. For all reported cases the \(p\)-value associated with a null hypothesis that both empirical and simulated mean values come from the same distribution is always less than 10\(^{-10}\) when tested with a Welch’s \(t\)-test.
Our results, summarized in Table 2, show that specialization is more pronounced in women than in men both in absolute and relative terms with respect to the pure generalist case. In fact, the relative decrease in the mean value of the number of explored clusters with respect to the one observed for the pure generalist case is 27% for men and 34% for women. Specialization is also more pronounced in older than in younger suspects, again both in absolute and relative terms. In fact, the relative decrease in the mean value of the category of youngest suspects (1974–1987) is 20%, whereas it is 34% for the oldest suspects (1903–1948).

In Table 2 we also report for real and simulated data the fraction of suspects who explored one cluster $P(1)$. This subset of suspects can be considered as the subset of pure specialists limiting their criminal action to only types of crimes belonging to a single cluster. The fraction of pure specialists in real data is significantly higher than the amount expected in the pure generalist case. The standard deviation of $P(1)$, over the 1,000 independent shufflings of the database, in the generalist case is always less than 0.0014. Results show that real data present a significant number of pure specialists. It is worth remembering that this fraction does not include individuals suspected of only one type of crime. Again, Table 2 shows that women have a higher proportion of pure specialists than men, and that the degree of pure specialization increases with age.

**Conclusions**

The study of criminal specialization is complicated by the fact that classifications of crime types are to a considerable extent ad hoc derivations from the penal code rather than empirically based on criminals’ behavior. We used concepts and tools from network science to empirically detect clusters of types of crimes and relationships among them. Several empirically derived indicators support the conclusion that there is a core of clusters that connect “traditional” types of crimes, including violent crimes, drug related crimes, thefts, burglaries, and frauds of different types. Close to this core, we also find financial crime, traffic violations, and organized robbery. On the other hand, the periphery of the crime types network contains a heterogeneous set of types of crimes, including “modern” crimes such as environmental violations, but also sex crimes. In parallel, we observe a non-trivial pattern of specialization across time and gender. In general, women are implicated in types of crimes classified in fewer clusters, and tend to be more specialized than men. We also find that older persons are the most specialized suspects. This can be due to three different or combined factors: (i) suspects tend to specialize over time; (ii) there is a group of specialized individuals who remain in crime, while the generalists distance themselves from criminal activity; and (iii) there is a cohort effect such that the younger generation tends to consist of generalists while the older generation consists of specialists.
The spectral analysis of the correlation matrix of types of crimes supports the idea that there is a limited number of crime specialists and only minor specialization in a few select types of offenses [1].

The analysis of clusters of types of crimes in the FDR network shows that types of crimes of a similar nature are grouped in large clusters. This observation suggests that some suspects tend to concentrate their criminal activity into the major crime categories obtained from the unsupervised classification based on network theory. However, we also observed small groups of quite homogeneous types of crimes that indicate the presence of specialization at the level of minor categories of types of crimes as well. Prominent examples are the cluster Sexual molestation of children/Sexual molestation, Environmental crime, Murder, and Robbery.

The results reported in Table 2 also indicate that the little specialization that still exists occurs after adolescence and increases with criminal career progression [30,31]. More specific results about the relation between criminal-career progression and specialization are reported in Fig. S3. We also observe that specialization in women is higher than in men. Our results also suggest that age-group specialization is related to the category of crime. Indeed, in Table 1 one may observe that some clusters, namely Drugs/Weapons, Vandalism/Graffiti, Mugging, and Murder present a statistically significant over-expression of young people among the suspects of these types of crimes. At the other extreme,
the cluster Arsan presents an overrepresentation of old people among the suspects. Specialization also seems to be related to the type of victim, like underage victims in cluster Sexual molestation of children/Sexual molestation, to the use of firearms (Drug/Weapons versus Robbery and Robbery, no firearms), and to the level of organization required (Robbery of banks, post offices or security vans).

In conclusion, the present analysis contributes to the understanding of the interrelationships among types of crimes, allows for an evaluation of the degree of generalism and specialization of suspects present in the database, and reveals different types of specialization that can be characterized by the attributes of suspects and victims, by the means used, and by the types of crimes. Some criminological theories imply specialization and others do not. Our results show specialization for certain offenses and certain types of offenders but not for others. We suggest that different types of offenses and offenders can be modeled and explained by different theoretical approaches depending on the degree of specialization associated with the criminal activity of interest.

Supporting Information

Figure S1  Heterogeneity of types of crimes and suspects. The top panel describes the heterogeneity of types of crimes in terms of the number of different suspects per type of crime. Type of crimes are ordered in decreasing order of number of suspects per type of crime. The bottom panel describes the heterogeneity of suspects, as the number of suspects (vertical axis) alleged of a number of different types of crimes (horizontal axis).
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Figure S2  Comparison of the eigenvalues of the correlation matrix of types of crimes obtained by including all suspects (black circles) or suspects suspected of two or more crime types (red circles). The y-axis gives the value of the eigenvalue whereas the x-axis gives its rank.
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Table S1  List of validated links in the FDR crime types network. The validation information is provided for each link and for each subset of suspects contributing to the validation of each link.
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Table S2  List of types of crimes belonging to each cluster in the network.
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