Threats of information security in the application of GIS in the interests of the digital economy
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Abstract. The development of a digital economy is impossible without the use of geographic information systems (GIS). On the other hand, the use of GIS entails the implementation of new threats. The article analyses possible threats, the requirements of regulators, formulates the necessary and sufficient conditions for ensuring security when using GIS.

1. Introduction
The transfer of the economies of countries to digital way requires the digitalization of data, on the basis of which decisions are made on the production, delivery and sale of products. That's why, the projects "Safe City", "Digital Economy", "Reform of control and supervision activities" "Digital Ocean", "Digital Silk Road" [2] and production moves to Industry 4.0 [3] were appeared, etc. Almost all technologies of the digital economy are based on the use of an appropriate geographic information system (GIS).

GIS is an information system operating with spatial data [4]. And there is an opinion [5] that in the future, all information systems will be GIS.

High reaction rates and the number of services provided in the digital economy determine the following features of GIS.

• work in real time or close to real time;
• a constant increase in the number of layers, today, GIS has several hundred layers;
• usually GIS itself is not used and does not perform any actions, but provides data for analysis, allocation of money, geomonitoring, investigation of computer crimes, etc. [6,7], ie in fact, it is an element of the support and decision-making system [8,9] or “smart card” [10].

These features force to increase the productivity of GIS several times every 2–4 years, integrate GIS with other information systems [1], which in turn, firstly, opens up GIS for a wide range of users and dramatically increases the number of tasks solved by GIS, second, makes GIS an object of malicious actions on the part of computer hooligans, criminal gangs, special services, etc. Both that, and another destabilize the work of GIS, i.e. reduces the probability of achieving targets and leads to financial, environmental, social and moral damage [11].

The foregoing testifies to the fact that almost every citizen in particular and society as a whole have become dependent on how reliably and safely the GIS performs the tasks assigned to it.
The purpose of this study is to systematize and substantiate threats to the security of GIS information, as well as to formulate the necessary and sufficient conditions for ensuring the security of information in GIS.

2. GIS model substantiating the necessary and sufficient condition for the security operation of GIS

2.1. Existing approaches to describe information security threats

Under the threat to the security of information (threat of IS) we mean a set of conditions and factors that create a potential or real danger of breaching information security [12].

The list of factors affecting the security of information is given in [13]. The completeness and reliability of the above factors are achieved through a complete consideration of the many factors affecting all elements of the object of informatization at all stages of information processing. That is, in principle, a complete list of threats for a specific GIS implementation can be obtained by an information security specialist based on the selection of suitable factors among the available ones. There is a draft methodology for determining threats to information security in information systems that do not process state secrets, developed by FSTEC [14].

The recommendations set out in [15] will help to avoid a large number of typical mistakes when creating GIS. This is some quintessential of the experience of information security specialists. A similar approach to creating secure GIS is used in other countries [16].

Another possible approach to describe GIS threats is to use a vulnerability description language, for example, Common Vulnerability Scoring System [17]. Description is being made by information security specialists.

Information security intruder is an individual or a logical object who accidentally or intentionally committed an action, the consequence of which is a violation of the information security of an organization [18].

When compiling a model of an intruder, there are two approaches [19]:

1) compensatory, in which a list of possible actions of an intruder is made, possible risks are calculated and a list of necessary information protection means (SIS) is selected;

2) possibilitory, make up a list of possible consequences of the attacker’s actions and develop a list of information system reactions that neutralize the consequences.

The possibilitory approach is also used when a situation arises in which GIS resources are insufficient to solve the assigned tasks: failures / failures, a sharp increase in the number of tasks being solved, etc. This causes a Denial of Service (DoS), i.e. the availability of GIS services is disrupted. As a result of DoS, both the integrity and confidentiality of the processed data can be violated. Thus, too much task flow can also be seen as a GIS security intruder.

Intruders acting accidentally (failures / haltings of GIS elements) and unintentionally (inexperienced or overly curious GIS users), are well studied and described by stochastic models of various theories: reliability, stability, survivability, information security, etc. Aggressive purposeful actions the intruder cannot be described by stochastic models [20]. Control theory tools are suitable for dealing with such an intruder.

Considering GIS as a managed object with a structure, we can say that the intruder affects the structure or functions of the GIS [21], which means that all GIS threats are divided into threats to the structure and / or threats to GIS functions.

The intruder’s actions on the structure are expressed in the change in the number of elements or links.

The impact on functions entails a denial of service or a decrease in the reliability of the system, using a functional reserve.

**Axiom 1.** Intruder $\Psi$ can only affect GIS functions $\Psi_F$ and / or structure $\Psi_S$ GIS:

$$\Psi = \Psi_F \cup \Psi_S.$$  

The intruder model is presented in more detail in [21].
The above methods of protecting information are a necessary but insufficient condition for protection. This means that if at least one of the threats is not "closed" by SIS, then all information security specialists will say that the GIS is vulnerable. However, even if all threats are “closed” by the SIS, no one can guarantee that the information is sufficiently protected.

The question of formulating the necessary and sufficient conditions for the security of information is rather complicated and requires the creation of a special GIS model.

We will argue that for GIS it is not the semantic content of the tasks being performed that is essential, but information about what resources, when and for how long should be provided. Such a tasks presentation allows us to formulate an indicator of the efficiency of the GIS functioning

2.2. GIS functioning efficiency indicator

Before creating any system, it is necessary to understand how the effectiveness of its functioning will be assessed, i.e. an efficiency indicator is needed [22]. Let it be the GIS performance, i.e. the ability of GIS to solve the assigned tasks in the required time (I), because the user is important to solve his own problems, and he does not care why the GIS is not able to meet his needs [23].

The indicator presented in [24] is closest to this approach. However, this indicator, firstly, concerns only the effectiveness of the information security system, and not the entire system, which is not very suitable for a user who is interested in the execution of tasks by the entire system, and secondly, it is probabilistic, and therefore is not suitable for describing an aggressive purposed environment, thirdly, to calculate it, it is necessary to use simulation modeling, which is not always possible.

Applying the above representation of tasks in GIS, it can be argued that the overall performance of a GIS depends on the performance of individual GIS elements, the ways of their interconnection. Indeed, linking GIS elements in different ways, and distributing them among GIS tasks, we obtain different performance of the entire GIS [23].

From the point of control theory view, I is a controlled value, the purpose of control is such an arrangement of GIS elements in space and the organization of connections between them (Q) so that I takes the required value (I*).

It is proposed to base the control algorithms on the integrity conservation law.

2.3. The keep law of an object integrity

The law states that in any properly constructed system there is a stable repeating connection between the system and its actions, an indicator of efficiency and the environment, manifested in the mutual transformation of the properties of an object and the properties of its action [25-27].

Controlling the placement of GIS elements in space and the organization of connections between them based on the keep law of an object integrity means that at each moment of time the equality is fulfilled:

\[ I(Q) = F(Q, \Phi(R, U), t) \]  

(1),

where

I – indicator of GIS efficiency, presentation of the required number of required symbols at the required time (drawing electronic maps, displaying real estate data, reflecting weather conditions, etc.)

Q – the set of required spatio-temporal GIS states (GIS model) is set by the metasystem / GIS creator. Shows how exactly GIS elements should interact with each other and with the consumer of GIS services. In the general case, it is a function of time and is set in various ways: by enumeration, analytically, by specifying characteristic properties, etc.;

\( \Phi \) – the set of current spatio-temporal states of the GIS, is a model of the current situation (the current situation C is the set of the current state of the object (state vector X) and its external environment (vector of disturbances F) [28]), shows how the elements of the GIS interact with each other and the consumer of GIS services in fact;

R – set of GIS elements performances (model of actions of system elements in space-time);

U – set of control actions on GIS elements;

\( t \) – is the GIS operation time;
F – is an operator expressing the basic conformities of the existence of a GIS.

The GIS control system actually "assemble" the performance of individual GIS elements in such a way as to ensure the achievement of the required I*, i.e. adapts GIS to the impact of the environment, in the case of information security - to the intruder actions.

**Constraint 1.** Consider passive adaptation, i.e. GIS cannot actively change the environment of its functioning [29].

**Constraint 2.** GIS does not adapt the controlled value (I).

Consider how integrity affects the security of an GIS. It is important to remember here that the main task of the attacker is to make the attacked system work in its own interests [30]. The intruder can only influence R, as a result, ΔΦ is formed, and as a consequence, ΔI. The task of the GIS control system is to form ΔU and ΔQ such as to reduce ΔI to zero.

\[ \Delta R, \Delta \Phi \to 0 \Rightarrow \Delta U, \Delta Q: \Delta I \to 0 \]

**Axiom 2.** The set of required spatio-temporal GIS states (Q) and the set of control actions (U) are formed by the metasystem. If the intruder modifies Q or U, he is acting on behalf of the metasystem.

As an illustration of axiom 2, antivirus can be used. Antivirus usually works from the level of the computer's operating system and acts as a metasystem. It decides what is a virus and what is not. But if the “SubVirt” rootkit is loaded into the computer, then it becomes a metasystem for the antivirus, creates an environment for its operation and limits the antivirus in deciding what is a virus and what is not.

The interaction between the intruder and the information system within the same level is discussed in more detail in [31].

A schematic GIS model built on the basis of the keep law of integrity is shown in figure 1.

![Figure 1. GIS model built on the basis of the keep law of object integrity.](image)

It follows from the model that ΔI can be formed not only due to aggressive targeted actions of the intruder, but also when the mode of operation changes, for example, a unexpected increase in the number of tasks solved by GIS. In this case, the GIS is “choked up” and the user does not receive the service he expects.

Let us formulate a necessary and sufficient condition for the information security in a GIS.

2.4. **Necessary and sufficient condition for information security in GIS**

In order for information in GIS to be processed safely, it is necessary and sufficient that the GIS is built on the basis of the keep law of object integrity (has integrity).

GIS, using basic conformity, forms Q (t) and compares with \( \Phi (t) \). If \( Q (t) \equiv \Phi (t) \), then the GIS works normally. Otherwise, the intruder acts in the system.

Necessity of the condition. There is defined \( I^* \) when designing and manufacturing GIS, proceed from the assumption that information security must be observed in the process of GIS operation, Q and U based on available R are formed (see axiom 2).
Sufficiency of the condition. The intruder affects only R. Since the GIS is built taking into account the keep law of integrity, this will cause ΔΦ and will be detected. The control system will change U and Q, which negates the actions of the intruder.

The approach presented in the article is illustrated by the ancient military wisdom: "If you act flawlessly, it's impossible to beat you, you can win only if the enemy makes mistakes".

3. Conclusion

Thus, the existing approaches to identify and neutralize threats are fragmented and based on the experts’ opinion. Application of the keep law of integrity allows to systematically detect all possible threats to the information security of GIS and respond to them automatically. Therefore, the main threat to information security is to lose integrity. The search and application of specific basic conformities of GIS construction require further development.
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