Performance evaluation of two models in the reactive routing protocol in manets
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ABSTRACT
Due to the need for the multicast connection required by multimedia applications such as video conferencing and natural disaster management, it was necessary to use a set of portable and connected wireless peripheral devices without the need for infrastructure and without a central router, by use wireless network as "a mobile ad hoc network (MANET)". Despite the difficulties facing this technology in the process of effective guidance and the expansion of the use of such networks, in this type of network because of its applications in the fields of civil and military systems that do not need an infrastructure for the network to provide communication, the researchers specialized in this field have improved the current routing protocols and design new protocols that are appropriate to the challenges that Routing protocols face due to continuous change In network topology over time. In this paper we improved the current routing protocols and design new protocols that are appropriate to the challenges that routing protocols face due to continuous change In network topology over time. The NS2 simulation environment was used for the purpose of a comprehensive evaluation of the performance of the TORA and AODV routing protocols By using properties of packet delivery fraction and end-to-end delay was calculated.
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1. INTRODUCTION
The Usually, this network consists of a group of mobile nodes wirelessly connected in a self-configured network without a stable infrastructure. The network structure of this technique is constantly changing due to the free random movement of the nodes. Each node is itself directed during traffic to the other group of nodes that make up the network. When a node is separated from the network domain, the network searches for the shortest and most secure way through the routing protocol to define the nodes, as well as the complete communication of the network is not disrupted by the failure of one node within the network [1-3]. There are many multicast routing protocols (topology based) to support communication through the many packets that the sender sends from receivers to a unique address [4-6].
Dissemination of information from a transmitter to all multicast receivers is supported by MANET multicast routing protocols. These protocols are divided into several types of multicast routing as mesh-based, tree-based, and hybrid [7-9]. There are many routing protocols that automatically regulate the network
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for the purpose of arriving packets sent to their destination while traveling from one location to another and effectively, the classification of these protocols depends on the paths of the nodes that discover from the nodes themselves [10-13]. Reactive routing protocols, a protocol that starts on demand and is called a source routing protocol. Where the route is discovered when needed, and upon request the route is discovered. Path detection begins by the source node, which specifies its path through the available path, and which it detects from the source to the destination [14-16]. In the on-demand routing protocol there are two main components: route discovery: upon request, the path is detected by the source node, instead of having a list of all paths and for each destination being preserved. The packet is sent to the destination node from the source node after the link is set, in other words the network is dumping request packets from In order to discover the desired path.

Route Maintenance: is the correction process that is made through periodic signals, because a break in the link leads to a path failure, because the network topology changes frequently due to the mobility of the nodes [7]. The example of this protocol are the ad hoc on-demand distance vector routing (AODV), temporary ordered routing protocol (TORA), signal stability based adaptive routing protocol (SSA), dynamic source routing (DSR), associativity based routing (ABR) [17-19]. Proactive Routing Protocols Proactive routing protocols based on general structure information saved in the form of routing tables updated frequently and periodically with the change in network topology and stored in each node, and wired network routing protocols are an extension of them. It is known that large networks do not fit these protocols because they need to keep node entries in the routing table and for each node. The number of routing tables varies from protocol to protocol [20-22]. The example of this protocol is dynamic destination sequenced distance vector routing protocol (DSDV), cluster gateway switch routing protocol (CGSR), wireless routing protocol (WRP) [23-26].

Hybrid routing protocols: proactive protocols have less latency and large overhead on the contrary from reactive protocols have more latency and less overhead. To overcome the shortcomings of both interactive and proactive routing protocols, a hybrid protocol was introduced, which is a combination of both reactive and proactive routing protocols. It uses a table maintenance mechanism and routes discovery mechanism to avoid overhead and latency problems in the network. This protocol is suitable for networks with large numbers of nodes. This large network is divided into a group of a zone where a reaction approach within the zone is used to implement routing in. the example of this protocol is zone routing protocol (ZRP) and sharp hybrid adaptive routing protocol (SHARP). The main contribution of this paper as follow:

a) Improving the current routing protocols and design new protocols that are appropriate to the challenges that routing protocols face due to continuous change in network topology over time.

b) The NS 2 simulation environment was used for the purpose of a comprehensive evaluation of the performance of the TORA and AODV routing protocols. By using properties of packet delivery fraction and end-to-end delay was calculated.

2. OVERVIEW OF AODV AND TORA

In this paper, we will choose two routing protocols, AODV and TORA taking into account the nature of each of the advantages and disadvantages.

2.1. Ad hoc on-demand distance vector routing (AODV)

AODV is characterized by its ability to diversify unicast and multicast, it is noted that the source node sends over the network the RREQ route request packet for the purpose of directing a specific route to a destination that does not have a route [27-30]. After receiving the package containing the destination sequence number by the targeted nodes, it updates its source information as well as the current sequence number, IP address, and broadcast ID of the source node, the response is made by the destination node or that has a path to a destination on the RREP path with a corresponding sequence number (equal to or greater than the number in the RREQ). Packet data is forwarded by the source node to the destination after receiving the RREP. When there are inaccessible destinations, the initial node informs the source node of unreachable destinations by posting an error message in the path RERR, Thus the source node is optimized for route detection [31].

2.2. Temporary ordered routing algorithm (TORA)

A routing protocol used for high-traffic (multihop wireless) networks, based on the principle of link reversal for highly dynamic mobile, distributed highly adaptable routing algorithm. Looking at multiple paths from the source node to the target or destination node [32], in this protocol, near the occurrence of a topological change, the control messages are localized to a very small set of nodes, and orientation
information for the adjacent node is preserved by the node itself. There are three primary functions to this protocol by using three messages to do this task:

a) "QRY message" creating a route.
b) "UDP message" creating and maintaining routes.
c) "CLR message" erasing a route.

3. SIMULATION AND RESULTS

The network simulator (Ns-2) was used for simulation for AODV and TORA protocols, and simulation time 400 sec and transmission rang 300 m, bandwidth 2 Mbps, the source and destination node randomly and separately ‘random waypoint model’ Dimension of used field 1000 m×1000 m with 80 nodes, In this simulation, several different network scenarios will be generated, including different numbers of nodes and different pause time. For each moving node, a destination is randomly chosen from its random location. There is a pause time that the destination node takes on arrival before another random destination is chosen. Therefore, there will be changes in the network topology on an ongoing basis as a result of the repeated scenario of movement, as we explained above during the simulation. The results of the comparison between the two protocols (AODV and TORA) are represented by the graphs shown in the figures that we obtained through simulation.

4. PERFORMANCE ANALYSIS

4.1. Throughput, packet delivery fraction

Throughput it is the Data and information transmitted in relation to a specific time and expressed in (Kbps), consequently, the Figures 1, 2, 3 resulting from the use of different traffic sources shows a comparison between the two protocols on the basis of PDF. From the figures, we note that the increase in mobility leads to a decrease in Throughput or decrease (packet drop). Because of the time, it takes to discover the path from the source to the destination, which is proportional to the distance between the source and the destination, a large number of packets will drops. In our simulation, it is noted that AODV performance in general is better. It is also noted that TORA performance has a lower throughput while it is better in higher mobility. Compared to other protocols, TORA is completely affected when routing packets are lost. There is a possibility to improve the performance of both AODV and TORA by buffering of data packets. Figures 1-3 shows us the relationship between packet delivery fraction and pause time when using 80 -node model with a different number of sources for each figure, Table 1 showing the values of the packet delivery ratio.

![Figure 1. 15 sources](image)

Table 1. Showing the values of the packet delivery ratio (%) at pause time 150 sec for both protocol for different sources

|        | 15 sources | 30 sources | 80 sources |
|--------|------------|------------|------------|
| AODV   | 97.5       | 93         | 87         |
| TORA   | 97         | 89.5       | 80.4       |
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4.2. End to end delay

Note through the Figures 4, 5, 6, shows us the relationship between end to end delay and pause time when using 80-node model with a different number of sources for each figure. Table 2 showing the values of the end to end delay, also from the figures below, it is clear that the increase in the number of nodes waiting in the interface queue is proportional to the increase in the average delay of the packet, delay time is an inevitable consequence of path detection by routing protocols to the destination. AODV performed better than TORA, for the following reasons:

a) Due to loss of distance information with progress, The TORA has the worst characteristics of delay.
b) There is a clear slowness of TORA to construction of route, Thus, the process of identifying new routes leads to further delay.

In general, searching for the best is the purpose of a performance evaluation comparison in simulation experience between AODV and TORA routing protocols, TORA has a high throughput compared to AODV and also has better performance when mobility at a high speed.

Table 2. Showing the values of the end to end delay (%) at pause time 150 Sec for both protocol for different sources

| Sources | 15 sources | 30 sources | 80 sources |
|---------|------------|------------|------------|
| AODV    | 17.5       | 16         | 16         |
| TORA    | 12         | 13.8       | 14         |

Figure 2. 30 sources

Figure 3. 80 sources
5. CONCLUSION

Recently there has been a lot of research in this special type of network because of its applications in the fields of civil and military systems that do not need an infrastructure for the network to provide communication, the researchers specialized in this field have improved the current routing protocols and design new protocols that are appropriate to the challenges that routing protocols face due to continuous change in network topology over time. The NS 2 simulation environment was used for the purpose of a comprehensive evaluation of the performance of the TORA and AODV routing protocols by using properties of packet delivery fraction and end-to-end delay in this simulation.
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The following has been concluded: the increase in the mean end-to-end delay is proportional to the increase in the nodes intensity, as well as decrease has occurred in the mean end-to-end delay due to the increase in the pause time, meantime for loop detection will increase due to the increase in the number of nodes. AODV compared to TORA, is the best overall performance. TORA suitable for networks that have more nodes for multicasting and multiple routes. In future it is possible in the future to conduct a more comprehensive simulation process using modern and customized protocols to obtain a better performance analysis and a broader scope.
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