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A crucial goal for quantum key distribution (QKD) is to transmit unconditionally secure keys over long distances. Previous studies show that the key rate of point-to-point QKD is limited by a secret key rate capacity bound, and higher key rates would require quantum repeaters. In 2018, the seminal twin-field (TF) QKD protocol was proposed to provide a remarkable solution to overcoming the linear secret key capacity bound. This article presents an up-to-date survey on recent developments in this area, including the security proofs of phase-matching QKD and other TF-QKD type protocols, the theoretical examinations of these protocols under realistic conditions, and the recent experimental demonstrations.

1 Introduction

Secure communication is vital for protecting both personal information and national secrets in today’s interconnected world. One of the most effective tools to obtain security is through encryption, which heavily relies on the secrecy of the keys. Based on the laws of quantum mechanics, quantum key distribution (QKD) provides a way to generate information-theoretic secure keys for authorized communication parties [1], making it of great practical value for network security. Since the first QKD protocol BB84 was introduced [2], numerous demonstrations have been performed in both optical fibers and free space, and commercial QKD systems have also been successfully developed [3, 4]. As one of the most mature technologies in quantum information, researchers are advancing the development of QKD to approach real-life applications [8].

The transmission distance and secure key rate are two of the most important parameters for practical QKD. In terms of distance in optical fiber, the longest BB84 protocol demonstration has reached 421 km [5], and if side-channel attacks are considered, the distance can still reach 404 km using the measurement-device-independent (MDI) QKD protocol [6, 7], though in both cases the key rate is below 1 bits/s (bps). In the meantime, field fiber tests have reached 130 km with final key rate of 0.2 kbps [9], while satellite-to-ground free space QKD have been achieved over 1200 km [10]. In terms of key rate, state-of-the-art performance have reached > 10 Mbps over 10 km fiber [11] and > 1 Mbps over 50 km with a 1 GHz QKD system. One can also obtain high key rates at short transmission distances with continuous-variable QKD, though its security analysis for finite data is not yet as mature as that for discrete-variable QKD [13].

To increase the performance of QKD, upgrades are necessary in for example single-photon detectors and post-processing hardware. However, even if this complex task is eventually accomplished, optical signals attenuate exponentially with transmission loss, and the optimal key rate of a point-to-point QKD protocol is limited by certain bounds [14, 15, 16]. In particular, the fundamental bound is the linear secret key capacity bound, which is also known as the PLOB bound [16]. For instance, with a state-of-the-art QKD system that operates the standard decoy state BB84 protocol, even using near perfect detection efficiency single-photon detectors, the longest transmission distance would only reach ~ 600 km, where the key rate is extremely low and unsuitable for real-time applications.
To overcome the PLOB bound and increase the transmission distance, a natural solution is to use quantum repeaters [17]. Unfortunately, current quantum repeaters are still a long way from practical applications, so as an alternative, one may use “trusted relays”, as shown in several QKD network demonstrations, where intermediate nodes are authorized and secured physically to relay keys between indirectly connected users [18, 19, 20]. However, the trustworthiness of such relays may not be guaranteed in strict scenarios, particularly against eavesdroppers with power bounded only by quantum mechanics [21, 22, 23, 24]. This issue can be resolved with MDI-QKD, whose introduction opened a new perspective for QKD protocols [18]. Instead of transmitter Alice sending photons to receiver Bob, the two parties send their signals to an untrusted third party Charlie, which removes assumptions on the detection device and creates an untrusted relay between Alice and Bob. Still, as coincidence detection is required at the measurement site, it was shown that this type of protocol cannot beat the PLOB bound [16]. Thus, finding a protocol that can beat this bound is essential for the development of practical QKD.

In 2018, Lucamarini et al. proposed a new QKD protocol, i.e., twin-field (TF) QKD, that provides a remarkable solution [25]. The TF-QKD protocol is an efficient version of MDI-QKD, namely, it is not only immune to side-channel attacks, but can also overcome the PLOB bound. Since its introduction, intense research has been dedicated in several areas. To understand the security basis of TF-QKD, studies have been conducted to develop rigorous security proofs [26, 27, 28, 29, 30, 31]. Also, to accelerate the application of TF-QKD, numerous works have investigated its feasibility in practical conditions such as finite key analysis, asymmetric transmission distances, and so on [32, 33, 34, 35, 36, 37, 38, 39, 40, 41, 42, 43, 44, 45, 46, 47, 48]. Furthermore, efforts have been made in developing new experimental techniques to realize TF-QKD [49, 50, 51, 52, 53, 54, 55].

This article serves to survey recent developments in QKD overcoming the linear secret key capacity bound. Particularly, we analyze the TF-QKD protocol, as well as the differences among the family of TF-QKD type protocols. We focus on capturing the main properties of crucial works, while the details of theoretical security analysis are out of the scope of this review. In addition, we survey the state-of-the-art experimental developments for TF-QKD and discuss the challenges in practical applications. We would like to point out that the ordering of theoretical works summarized in this paper is mainly based on the time of submission or publication, as well as their relationships with one another, and does not reflect their significance.

## 2 Limits on repeaterless QKD

For point-to-point QKD protocols, they can be equivalent to Alice using a quantum channel $\mathcal{N}$ to send $n$ quantum states to Bob. At the same time, Alice and Bob are allowed all possible local operation and classical communication to exchange classical information. Under ideal conditions, i.e., perfect single-photon source, detectors, and error corrections, and considering only transmission loss, the secure key rate $R$ is proportional to the channel efficiency $\eta$. Initial studies used the reverse coherent information (RCI) to derive the optimal achievable rate over a lossy channel, showing the lower bound $R(\eta) \geq -\log_2(1-\eta)$ [14]. Then, follow up studies adopted the squashed entanglement to derive the upper bound $R(\eta) \leq \log_2 \left( \frac{1+\eta}{1-\eta} \right)$ [15]. Finally, in 2015, further studies [16] exploited the relative entropy of entanglement to show

$$R_{\text{PLOB}}(\eta) \leq -\log_2(1-\eta),$$

(1)

closing the gap with the RCI lower bound and therefore establishing the secret key capacity of the lossy channel to be exactly equal to $-\log_2(1-\eta)$. This is shown as black line in Fig. 2. For long transmission distances, $\eta \ll 1$, so $R(\eta) \approx 1.44\eta$. If a quantum repeater is placed between Alice and Bob, the key rate can be increased to [50]

$$R_{\text{SRB}}(\eta) \leq -\log_2(1-\sqrt{\eta}),$$

(2)

as shown as the pink solid line in Fig. 2.
3 Protocols

Since the emergence of TF-QKD, researchers are quick to notice that it is drastically different from previous QKD protocols. While it promises ultra-long distance distribution of raw key information, is TF-QKD information-theoretically secure? Was the security analysis given in the original work of Ref. [25] correct? If not, how should the unconditional security of TF-QKD be proven? Are the existing methods for QKD security proofs sufficient for this task? If the security of TF-QKD in ideal conditions can indeed be proven, is this protocol still secure under practical conditions? These are the problems that should be addressed in the theoretical studies for TF-QKD.

3.1 Twin-field QKD

The schematics of TF-QKD are shown in Fig. 1, which closely resembles phase-encoding MDI-QKD [57]. However, by sending two optical fields to Charlie, when the phase of the fields satisfies “twin” conditions, single-photon interference results can be observed, thus enabling one to achieve $\sqrt{\eta}$ key rate scaling. In this section, we first review the procedures of TF-QKD from Ref. [25], then compare it with conventional QKD protocols such as BB84 and MDI-QKD.

![Schematics of TF-QKD](image)

Figure 1: a) Schematics of TF-QKD [25]. b) Interpretation of TF-QKD with a large single-photon interferometer. c) Alternative understanding for TF-QKD, where Alice and Bob each prepares an entangled state $|\Psi_{A(a,B)(b)}\rangle$ and sends qubit $a$ ($b$) to Charlie for detection. When single photon interference is observed, qubits $A$ and $B$ are entangled, indicating that secure keys can be generated between Alice and Bob. BS: beam splitter; $D_0$: Detector 0; $D_1$: Detector 1; $M$: measurements in the $X$ basis or $Z$ basis.

3.1.1 The procedure for TF-QKD:

1. Alice and Bob separate the phase interval of $[0, 2\pi)$ into $M$ phase slices, each slice has an interval $\Delta k = 2\pi k/M$, $M = \{0, 1, 2, ..., M - 1\}$.

2. Charlie is situated in the middle of Alice and Bob, i.e., let $L$ be the distance between Alice and Bob, the total transmission efficiency $\eta = 10^{(-aL/10)}$, then the transmission efficiency for both Alice and
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Bob is $\sqrt{\eta}$. By sending bright reference pulses to Charlie, Alice and Bob measure and align their phase references, where the difference mainly originates from transmission fiber induced phase fluctuations and the difference in optical source wavelengths.

3. Alice and Bob lower their pulses to single-photon level, and encode the following phase information onto the pulses:

- Bit phase: $\alpha_A, \alpha_B \in \{0, \pi\}$ for bits $\{0, 1\}$, respectively;
- Basis phase: $\beta_A, \beta_B \in \{0, \pi/2\}$ for $X$ and $Y$ basis, respectively;
- Random phase: $\rho_A, \rho_B \in [0, 2\pi)$, and Alice and Bob records the phase slice of their random phases,

making the total phase of the pulse $\varphi_A, \varphi_B = (\alpha + \beta + \rho) \oplus 2\pi$. Also, Alice and Bob randomly adjust their pulse intensities among three values, $\mu_A, \mu_B \in \{\mu/2, \nu/2, \omega/2\}$, as the decoy states [58, 59, 60].

4. Alice and Bob send their pulses to Charlie, who may be untrusted. Charlie interferes the pulses with a beam-splitter, and announces the results of the two detectors. Effective detections are those with only one detector clicks, this is equivalent to single-photon interference results.

5. Basis reconciliation:

(a) Alice and Bob only keep effective detection events.
(b) Alice announces the decoy, basis, and phase slice of her pulses, and Bob announces his pulses that are of the same configuration.
(c) Except for the pulses prepared as $X$ basis, $\mu/2$ intensity pulses, which are used to generate the final key, Alice and Bob announce all the pulses’ bit information for error estimation. If the error rate is too high, they abort the protocol.
(d) Depending on Alice and Bob’s bit information and the detector outcomes, Bob flips his bit if necessary.

6. Alice and Bob perform error correction and privacy amplification to obtain the final key.

3.1.2 Deriving the secret key rate

Comparison with MDI-QKD

Since the optical setup of TF-QKD is almost exactly the same as phase-encoding MDI-QKD [57], as shown in Fig.1a, the most straightforward TF-QKD security proof should also be similar to MDI-QKD. However, for weak coherent state based MDI-QKD, phase randomization is required for both key states and test states [61]. Also, for MDI-QKD, two-photon interference is required at the untrusted measurement site, so the final key rate is proportional to $\eta$, i.e., both Alice and Bob’s photons must be detected. Therefore, MDI-QKD is intrinsically different from TF-QKD, and its security proof may not be used as a reference to obtain key rate scaling that overcome the PLOB bound.

It is worth mentioning one MDI-QKD protocol called MDI-B92, where Alice and Bob both transmit coherent states of $|\alpha\rangle$ and $|-\alpha\rangle$ for interference at Charlie [62]. Unfortunately, MDI-B92 was shown not quite robust against loss, as no test states were used, so the key rate scaling to $\sqrt{\eta}$ was not found.

Comparison with phase-encoding BB84

TF-QKD can also be viewed as a variant of phase-encoding BB84 QKD [63]. Since the effective detection for TF-QKD relies on single-photon interference results, one could imagine a large single-photon interferometer schematic in the form of Fig.1b, where a shared source emits pulses that are split in two to be encoded respectively by Alice and Bob. Here, one can clearly see that the gain for detection events is proportional to $\sqrt{\eta}$, which suggests the key rate to surpass the PLOB bound. The total encoding phases of Alice and Bob would have to satisfy $\Delta\varphi = |\varphi_A - \varphi_B| = 0$ or $\pi$ to observe only one click between $D_0$ and $D_1$.

In Ref. [25], the authors showed that this large single-photon interferometer could then be further reduced to only two parties, Alice and Bob. Here, Alice holds the source. She splits her pulses into two
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beams, encodes one and sends both of them to Bob via the same length of fiber, who encodes the unmodulated pulse and interferes both pulses for detection. If one further replaces the large single-photon interferometer with two asymmetric Mach-Zehnder interferometers, where Alice encodes the pulses with phase information and Bob decodes the pulses at his site, one could reduce the TF-QKD schematics to the phase-encoding BB84 protocol.

With this revelation, Ref. [25] argued that the tagging method used to analyze the key rate of BB84 [64], may be applied to TF-QKD. However, as TF-QKD can also be interpreted as a large single photon interferometer, and that each effective detector click is resulted from only one photon, the authors derived that ideally the key rate would be proportional to the single photon gain $Q_{1,\mu} = \mu e^{-\mu Y_1}$, where the single-photon yield $Y_1 = \sqrt{\eta}$ (here, dark counts and detector efficiency imperfections are neglected).

By taking $Q_{1,\mu}$ into the GLLP analysis, i.e., [25],

$$R_{TF} \geq q \left\{ Q_{1,\mu} [1 - H_2(e_1)] - f Q_{\mu} H_2(E_{\mu}) \right\},$$

which shows that the key rate scales to $\sqrt{\eta}$. Here, $q$ is the sifting factor, $f$ is the error correction efficiency, $H_2(x) = -x \log_2(x) - (1-x) \log_2(1-x)$ is the binary entropy function, $Q_{\mu}$ and $E_{\mu}$ are the total gain and QBER, respectively, and $e_1$ is the QBER for single photons. For practical TF-QKD with realistic parameters such as limited number of decoys, etc., the key rate may be lower, but the scaling to $\sqrt{\eta}$ does not change. This was an incredible feature, which has never been achieved with previous QKD protocols.

Open questions  As TF-QKD was shown to possibly provide higher key rates than any other discrete-variable based QKD protocol while possessing the advantages of MDI, the most urgent research task was proving the information-theoretic security of TF-QKD. As pointed out in Ref. [25], by treating TF-QKD as an alternative version of phase-encoding BB84 and deriving the key rate with the GLLP method, its security against general attacks was not analyzed.

The problem with adopting the GLLP method originates from the difference between TF-QKD and phase-encoding BB84. With phase-encoding BB84, the global phase is never revealed, hence under the condition of phase randomization the photon number channel is established, and secure keys can be drawn from single-photon events. With TF-QKD, on the other hand, some information of the pulses’ global phase will be disclosed, which makes this protocol drastically different from conventional QKD protocols and cause the prerequisites for valid GLLP analysis to not hold. Indeed, a specific question to be addressed is whether the security of TF-QKD is built on simply single-photon events. Thus, while with the GLLP method Ref. [25] has offered a key rate function by placing restrictions on Eve’s hacking ability, whether this security analysis is rigorous under all collective attacks or coherent attacks is unclear.

Also, although one may gain understanding TF-QKD with the large single-photon interferometer picture, it may not help to derive a security analysis from it. This is because a precondition of Alice and Bob sharing a source is supposed here, but in reality the trustworthiness of such a source cannot be guaranteed, or in some cases is an unreasonable precondition as the protocol required two independent sources. These factors should also be considered in the security analysis.

The information-theoretic security for TF-QKD was eventually proven through the TF-QKD* protocol [27]. By phase-encoding “Code mode” states and adopting the decoy state method for “Test mode” states, the secret key rate can be written as

$$R_{TF^*} \geq N_{sif,Z} [1 - H_2(e_{ph})] - \lambda_{EC},$$

where $N_{sif,Z}$ is the sifted key from the Z basis, $e_{ph}$ is the phase error rate, and $\lambda_{EC}$ is the amount of information leaked to Eve from information reconciliation [27]. However, due to the complexity of the proof for TF-QKD*, the security proof for TF-QKD are usually referred to as the works described in the following sections.
3.2 Phase matching quantum key distribution

To prove the security of TF-QKD, one must seek approaches different from qubit-based methods. In Ref. [26], through introducing a new protocol called phase-matching (PM) QKD, the first rigorous security analysis for these coherent-state-based QKD protocols was given. By proving PM-QKD can surpass the PLOB bound, a solid basis for theoretical and experimental research of TF-QKD was established.

3.2.1 Proving its security

First, a simplified model for TF-QKD protocol should be established. In Ref. [25], TF-QKD was developed according to the BB84 bases, yet all the pulses of Y basis, as well as decoys of X basis are all used for parameter estimation. This causes the protocol to be resource inefficient, so the protocol should be further optimized for security analysis. In PM-QKD, the authors eliminated the basis phase encoding step for state preparation, so the coherent states are encoded as $|\sqrt{\mu}A(\beta)\rangle e^{i(\alpha_\mu A(\beta)+\rho_\mu A(\beta))}$. Also, for the basis reconciliation step, only key events that satisfy $\Delta \varphi = |\varphi_A - \varphi_B| = 0$ or $\pi$ are used to generate the final key, while the rest are all used for parameter estimation.

To prove the security of PM-QKD, the authors began from the Lo-Chau and Shor-Preskill security argument to establish a virtual entanglement-based QKD protocol [65, 66]. Then, by supposing a trusted party emits a state $\rho_{AB}$ to assist Alice and Bob’s local qubits for key generation, the security of an equivalent virtual protocol with coherent states was analyzed. Then, by gradually removing key preconditions such as the shared laser and BS of Fig. 1b and phase randomization, the virtual protocol was shown to be equivalent to PM-QKD, and an optical-mode-based security proof method was developed to prove its unconditional security. An explicit key rate function for PM-QKD was shown to be in the form of

$$R_{PM} \geq \frac{2}{M}Q_\mu[(1 - H_2(E_{\mu}^Z) - H_2(E_{\mu}^X)].$$

(5)

Here, the total gain of the pulses $Q_\mu$ and the Z basis QBER $E_{\mu}^Z$ can both be obtained directly through experiment, while phase error rate $E_{\mu}^X$ can be estimated using decoys. The key rate at different transmission distances for PM-QKD is shown as the blue solid line in Fig. 2 which scales to $\sqrt{\eta}$.

With this PM-QKD protocol, the authors further demonstrated the invalidity of the GLLP method. Using a beam splitter attack, the expected key rate obtained with the GLLP method exceeds that allowed by the attack, while the key rate of the above rigorous security analysis does not [26]. This not only confirmed that GLLP does not work when the global phase is partially announced, but also indicated that the secure keys generated by PM-QKD come from coherent states as an entity instead of single photons. This was a remarkable revelation of PM-QKD and further underlines its intrinsic differences from previous QKD protocols.

3.2.2 Discussions

For PM-QKD and MDI-QKD, the untrusted relay in the middle can act similar to a quantum repeater in that the quantum signals only needs to transmit half of the overall communication distance, so intuitively the key rate should be higher than that of point-to-point QKD protocols. Yet only by applying PM-QKD, where coherent states are used as qubit carriers and single-photon interference is invoked at the measurement site, can one overcome the PLOB bound. Thus, the optical-mode-based security proof in Ref. [26] also provides a new method to investigate the use and advantages of coherent states in quantum communication.

From a practical perspective, although PM-QKD can overcome the PLOB bound, as the authors pointed out, the key rate is still limited by a phase-sifting factor $2/M$. This is mainly due to the fact that, just like TF-QKD, both protocols require the random phases $\varphi_{A(B)}$ to fall in the same phase slice in order to reduce the intrinsic QBER. This way, a large amount of data is discarded from key generation. How to lower this sifting cost is still an open question.
3.3 Improving the protocol

In both TF-QKD and PM-QKD, active phase randomization and phase post-selection is required, which not only makes the protocol experimentally complicated, but also causes the phase compensation to have high sifting costs. This in turn affects the security proof in two ways. First, an intrinsic sifting factor is imposed on the key rate function. Second, due to the disclosure of global phase, more complex security proof methods are required, which may cause inadequately tight bounds on error estimation and cause the key rate to be too low. To optimize the key rate and security proofs, several theoretical works were carried out around the same time, and new TF-QKD type protocols were proposed.

3.3.1 Protocol model for analysis

TF-QKD and PM-QKD can be generalized to the PM-MDI-QKD protocol \[31\]. Here, instead of using nonorthogonal bases, two types of states are used: key states for key generation, and test states for parameter estimation. The steps for protocol include:

1. Alice and Bob each randomly generates a bit \(m_A\) (\(m_B\)) to decide the state mode, where \(m_A(B) = 0\) is the key state and \(m_A(B) = 1\) is the test state.

2. For a key mode, Alice and Bob choose phases \(\alpha_A, \alpha_B \in \{0, \pi\}\) and pulse intensities \(\mu_A, \mu_B\), and prepare the state as \(\sqrt{\mu_A(B)} e^{i\alpha_A(B)\pi}\). For a test mode, Alice and Bob choose \(\rho_A, \rho_B \in [0, 2\pi]\) and prepare the state as \(\sqrt{\mu} e^{i\rho_A(B)\pi}\).

3. The pulses are sent to Charlie for joint measurement, where he announces the detection possibilities: left click, right click, no click, double click.

4. Alice and Bob disclose their choices of \(m_A\) and \(m_B\). Only pulse pairs with \(m_A = m_B = 0\) and that only one detector clicked are used for key generation. All other sets are used for parameter estimation.

Figure 2: Simulation of key rates for various protocols. Here, the error correction efficiency \(f\) is 1.15, misalignment \(e_d\) is 1.5%, dark count rate \(p_d\) is \(1 \times 10^{-7}\), detector efficiency is 40%, the number of phase slices \(M\) is 16, the average photon number \(\mu\) is optimized at each distance, and the fiber loss coefficient 0.2 dB/km. The simulation for each protocol is performed according to the respective reference in the legend.
5. By random sampling the remaining bits and announcing the choices of \( \mu_A, \mu_B, \alpha_A, \alpha_B \), Alice and Bob estimates how much information Eve has on the keys. If the error rate is too high, they abort the protocol.

6. Alice and Bob perform error correction and privacy amplification to obtain the final key.

By using different test states, such as phase-randomized coherent states or coherent states without phase-randomization, one can obtain several variations of TF-QKD.

### 3.3.2 TF-QKD with no phase post-selection

Eliminating phase post-selection would not only lower the sifting cost and the complexity of security proofs, but also re-establish the photon number channel, which would enable applications of familiar techniques such as the decoy method. In two independent works of Ref. [29] and Ref. [30], Alice and Bob prepare key states as coherent states of \( |\alpha\rangle \) and \( |-\alpha\rangle \), and test states as phase randomized coherent states, whose mean photon number can be chosen from a set of values. This way, since Eve cannot distinguish the coherent states for key generation from those for error estimation (assuming the mode information cannot be leaked by the public communication channel), to gain the key information she will have to split all transmitted pulses from Alice and Bob. With the decoy state method, Alice and Bob can monitor the channel for eavesdropping. In Ref. [29], a general collective attack was constructed to characterize Eve’s information on the key bits. Then, according to Devetak-Winter’s bound [67], the secret key rate function was derived. We simulate the key rate as the green solid line of Fig. 2.

In Ref. [30], the security proof was based on entanglement distillation protocol as well as the loss-tolerant QKD protocol [68]. The idea of the proof can be understood with Fig. 1. Alice and Bob each locally prepares an entangled state in the form of \( |\Psi_{Aa(Bb)}\rangle = \sqrt{q}|0\rangle_A|0\rangle_{a(b)} + \sqrt{1-q}|1\rangle_A|1\rangle_{a(b)} \). Here, qubit \( a \) (b) is sent to Charlie, with \( |0\rangle_{a(b)} \) representing the vacuum state and \( |1\rangle_{a(b)} \) representing the single-photon state, and qubit \( A \) (B) is held by Alice (Bob), with \( \{|0\rangle_A|1\rangle_B, |1\rangle_A|0\rangle_B\} \) as eigenstates of the Z basis. Drawing inspiration from entanglement creation for two remote quantum repeaters [69], when single-photon interference is observed at Charlie, an entangled state can be observed as \( |\psi_{AB}\rangle = \frac{1}{\sqrt{2}}(|1\rangle_A|0\rangle_B + |0\rangle_A|1\rangle_B) \). Then, secure keys can be generated by performing X basis measurement on qubits A and B, where the eigenstates of X basis are \( \{|+\rangle_A, |\rangle_A, |\rangle_A\} = \frac{1}{\sqrt{2}}(|1\rangle_A|0\rangle_B, |0\rangle_A|1\rangle_B\} \), while the phase error rate can be obtained by measuring the Z basis. With this virtual protocol, TF-QKD can be, just as side-channel-free QKD [7], reduced to a simple entanglement-swapping setup [70, 71], and can be easily extended to the coherent-state based protocol.

Another related work was proposed by Lin and Luktinhaus, where the key states are prepared the same as [29] and [30], but test states are even more simplified by using only coherent states of specific global phases [31]. The security against collective attacks in the infinite key scenario was proven, which is based on the tomographic results of the quantum channel and untrusted measurement devices, obtained by using the properties of test coherent states. Note that with this proof, the key rate of PM-MDI-QKD was shown to be [31]

\[
R_{PM-MDI} = (1 - e^{-2\mu\sqrt{\eta}}) \left[ 1 - H_2 \left( \frac{1 - e^{-4\mu(1-\sqrt{\eta})e^{-2\mu\sqrt{\eta}}}}{2} \right) \right]
\]

under loss-only conditions. For long distances and optimized \( \mu, R \) was shown to approximate \( 0.0714\sqrt{\eta} \), which confirms the scaling of \( R = O(\sqrt{\eta}) \).

### 3.3.3 Sending-or-not-sending TF-QKD

From an experimental perspective, as transmission distance increases, random phase fluctuations in the fiber will grow stronger and faster, which will make phase feedback difficult. In this sense, TF-QKD with no phase post-selection may encounter experimental challenges in ultra long distance implementations. In Ref. [28], a different way to combat the phase compensation problem was proposed. The key states, which are called Z basis states, are prepared as phase randomized coherent state. For Alice, sending a
pulse encodes 0, with probability $\epsilon$, and not sending encodes 1, with probability $1 - \epsilon$. For Bob, sending a pulse encodes 1, with probability $\epsilon$, and not sending encodes 0, with probability $1 - \epsilon$. Hence, this protocol is called sending-or-not-sending (SNS) TF-QKD. Effective detection is still when only one detector clicks, which means that either Alice or Bob had sent a pulse and no interference had occurred, and that the secure keys come from the single-photon components. For the test states, the pulses are prepared as $X$ basis states $\sqrt{\mu_A(B)} e^{i\rho_A(B)}$. An effective test state detection not only requires one detector click, but also that the random phases should also satisfy a condition: $1 - |\cos \rho_A - \cos \rho_B| \leq |\lambda|$, where $\lambda$ is related to the size of phase slice. During this protocol, strong optical pulses are sent from Alice and Bob to Charlie to measure the global phase. We plot the simulated key rate as the orange solid line in Fig. 2.

The advantage of the SNS-TF-QKD are obvious. Since the key states are encoded as “sending” or “not sending” the coherent states, interference is not required at Charlie’s measurement unit, which makes the $Z$ basis highly robust against optical misalignments between Alice and Bob’s phase and polarization references, i.e., independent of the indistinguishability between the two lasers. In this way, the errors are mainly contributed by $X$ basis states. This will be a great advantage for achieving long transmission distances, as the key information is no longer encoded in the phase of the key states. Under the asymptotic scenario, the performance of SNS-TF-QKD was shown to be higher than that of TF-QKD with no phase post-selection for long distances. For short and medium distances, its key rate is still lower than that achieved with no phase post-selection TF-QKD, which is mainly due to the fact that to guarantee high visibility for single-photon interference, the sending probability for both Alice and Bob in SNS-TF-QKD must be kept low. To overcome this issue, one may apply the so-called actively odd-parity pairing method [72], which includes error rejection through randomly pairing and parity check. With this technique, nearly equivalent key rates as TF-QKD with no phase post-selection over short and medium distances can be achieved, and the secret key rate distance can be increased by over 50 km [72].

## 3.3.4 Considerations for practical conditions

These early works of TF-QKD were proven under idealistic conditions such as infinite data size, Charlie situated exactly in the middle of Alice and Bob, and that Alice and Bob have perfect sources, which means that the optical intensity and phase modification can be prepared without fluctuation. However, these conditions cannot perfectly be met with practical QKD components and systems, which will in turn affect the actual key rate achieved. Hence, we need to incorporate these imperfections into security proofs and develop security analysis under practical conditions.

### Finite effects

The key rates of earliest protocols were shown to beat the PLOB bounds only when infinitely large number of pulses are sent. In reality, for $\leq\text{GHz}$ repetition rate QKD systems and long transmission distances of several hundred kilometers, the effective detections will be very low, so a QKD system may need to run hours, days, or even longer to collect enough data and beat the PLOB bound. Several works have discussed the finite size effect for variations of TF-type QKD protocols [32, 33, 35, 39, 36, 47, 48, 73, 74], and have confirmed that for many protocols, the key rate can surpass the PLOB bound for $\sim 10^{12}$ block size.

### Asymmetric channels

In reality, Charlie will most likely not be located at exactly the center of the users. If the symmetric protocol is directly applied, and the transmission losses $\eta_A$ and $\eta_B$ are typically set to the less of the two, the key rate will be much lower than the case of $\eta_A = 1$. When the channels are heavily asymmetric, e.g., the difference of Alice to Charlie and Bob to Charlie is 100 km, the key rate may not be able to surpass the PLOB bound. Similar to original MDI-QKD [75, 76], a simple solution is to add extra fibers at the shorter side or attenuate this side’s pulse power to compensate the difference between $\eta_A$ and $\eta_B$, so that the ideal symmetric protocol can still be applied, but in this case the final key rate will be limited by the side with the larger loss. Several works have investigated this issue [37, 38, 44, 47], and have found that by independently optimizing the intensities of Alice and Bob’s
pulses, the key rate can be drastically increased, though it may still be lower than that of the symmetric protocol.

**Misalignments** Another problem is that even when the channel losses are symmetric, fluctuations in Alice and Bob’s laser emission power, which may be due to imperfection of preparation devices, noise, and so on, still exist. This mainly will cause incorrect estimations of the detection yields, and such deviations may be exploited by Eve. We can take this issue as instead of a constant value for average photon number $\mu$, it now fluctuates as $\mu \pm \Delta \mu$, which can be accurately measured experimentally. By taking the upper and lower bounds of $\mu$, we can tightly bound the detection yields and errors, and improve the key rate calculations [35].

**Optimizing decoys** The security proofs of TF-QKD usually assume the use of infinite number of decoys. In practice, however, the number of decoy states is limited, and the intensities of each setting should be optimized for each transmission distance. Several works have addressed this issue [32, 34, 38], and have shown that generally three or four decoy states are sufficient to overcome the PLOB bound.

## 4 Experimental developments

Having proven the security of TF-QKD under ideal and practical conditions, the next step would be testing the experimental validity of TF-QKD. Experimentally speaking, TF-QKD basically relies on pulses from two independent lasers to interfere at a middle station, after traveling through long distance fibers. For this interference to be successful, it is crucial that the optical fields from Alice and Bob’s lasers are made to be “twins”. Thus, this is the main challenge in realizing TF-QKD, how closely can Alice and Bob’s lasers be made “twins”, how to compensate or monitor the phase noise caused by fibers, and how much resources needed to overcome these issues.

### 4.1 The optical source

In this section, we discuss the source requirements for TF-QKD and ignore the phase noise from transmission.

#### 4.1.1 Considerations

From an experimental perspective, key generation in TF-QKD basically relies on the beat note, i.e., the measured intensity of imposing Alice and Bob’s laser beams on a BS. For such results to be observed with high interference visibility, some conditions should be met: 1) the temporal distributions of the two light fields must overlap; 2) the polarization states must be the same; 3) the phase of both lasers is correlated.

In past QKD experiments, internally modulated pulsed lasers, e.g., distributed feedback lasers, were usually used to encode the bit information. For this type of source, each output pulse will have a completely random phase compared to its previous pulse, which is an ideal source for realizing protocols that require phase randomization, but this will make it difficult to control the global phase of the pulse, as required by TF-QKD, which will lead to a high portion of ineffective detection events.

Thus, in order to implement TF-QKD, modifications on the source is necessary. Take the continuous wave (CW) laser, for example. Suppose Alice and Bob each have an ideal CW laser with perfectly aligned wavelengths $\omega$, and they send the beams through exactly the same length of fibers to Charlie (for now we ignore the decoherence effects from fibers and take them as erasure channels, and that no encoding modulations are applied), the beating result would always be steady, as the beams from Alice and Bob have phases $\gamma_A(t) = \gamma_{0A} + \omega t, \gamma_B(t) = \gamma_{0B} + \omega t$, respectively, and the relative phase is constant $\Delta \gamma = |\gamma_{0A} - \gamma_{0B}|$, $\gamma_{0A}$ and $\gamma_{0B}$ are the initial phases of the lasers. To encode the bit information, Alice and Bob can then use intensity modulators to slice their CW beams into pulses. In order to maintain the
steady interference at Charlie, all they would need is to align their pulses to overlap precisely at the BS. This can be easily achieved by synchronizing the two lasers and adjusting the delays of the pulses.

Yet these CW lasers are ideal in the way that in the frequency domain the linewidth of laser beam is a delta function, while in reality due to vibrations of the laser cavity mirrors or temperature fluctuations, the linewidth is always a finite amount, e.g., a Gaussian shape. This means that even if the pulses are overlapped, at each moment the frequencies (or wavelengths) may be different, i.e., each pulse envelop contains a finite amount of frequencies. This will affect the interference visibility, which in turn will increase QBER and limit the key rate of TF-QKD.

4.1.2 Laser locking techniques

To realize TF-QKD, crucial requirements on Alice and Bob’s sources is that they are both monochromatic, i.e., very thin linewidth and share near identical wavelength value. The corresponding phase drift should be extremely steady, e.g., as shown in Fig. 3. In classical optics, the technology for achieving phase stability and narrow laser spectral width is very mature, where lasers with linewidths in the order of mHz are already available \[33\]. Here, we can adopt similar techniques, where we lock Alice and Bob’s lasers to a standard source, which can be laser source with very thin linewidth, an ultra-stable high-finesse cavity, or an optical clock, and tune the laser wavelengths to a near identical value and even thinner linewidths. Thus far, in nearly all demonstrations of TF-QKD were realized by locking Alice and Bob’s lasers onto a third source \[50, 53\], or locking Bob’s source to Alice’s \[49, 51, 54\], which are CW lasers with linewidths in the kHz or sub-kHz level. A general technique is through using optical phase locking loop techniques (OPLL) \[77\], as shown in Fig. 4. Specifically, the lasers to be locked are to interfere with a reference laser beam, the former being the slave laser and the latter being the master laser. The beating signals from PDs together with a mixer form a phase detector, which returns the electrical signal proportional to the phase error. This electrical signal will then be filtered and sent as a feedback signal to the slave laser to complete the homodyne loop operation, as shown in Fig. 4b. When an LO signal that is fixed at a frequency offset is added, the beating signal can be compared with that from the phase detector, and the operation becomes the heterodyne phase-lock loop. Phase modulators may be added to further
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Figure 4: Schematics for locking Alice and Bob’s lasers using OPLL. a) Locking Bob’s laser to Alice’s [49]. b) Locking Alice and Bob’s laser to Charlie’s [50]. M-Laser: master laser; S-Laser: slave laser; AOM: acousto-optic modulator; PD: photodiode; LO: local oscillator; BS: beam splitter. The black solid lines represent fibers, and the dashed gray lines represent electrical signals.

lower the phase noise. When using this technique to lock Alice and Bob’s lasers, which have linewidth of 2 kHz, to a reference beam of 0.1 kHz linewidth, the visibility of a direct local interference (no fibers between Alice to Charlie and Bob to Charlie) can be as high as 99.78%, which represents near zero-offset frequency between the two lasers [50].

To increase wavelength stability and decrease laser linewidth for higher coherence, one can apply a fiber-optic time-frequency transfer based method, where Alice’s CW laser was used as the seed laser to lock Bob’s [51], as shown in Fig. 5a. First, Alice’s laser is locked to an ultra-stable cavity to suppress its linewidth to ∼ 10 Hz, using the Pound-Drever-Hall technique [78, 79]. Then, a portion of Alice’s beam is sent to Bob via a third fiber, where a local beating (Alice and Bob directly connected) of the locked lasers showed a phase drift rate of 5.8 rad/ms [51]. This method can be optimized to allowing Bob to also have an ultra-stable cavity to lock his laser, as shown in Fig. 5b, which would further improve the phase drift rate of the lasers to 2.72 rad/ms and laser linewidth of ∼ 1 Hz [54]. At 509 km, the relative phase drift between Alice and Bob’s lasers are shown in Fig. 6. To simulate field conditions, the length of the fiber directly connecting Alice and Bob will be the same as the total transmission distance, so any phase noise existing in this transmission channel should be compensated. This is done by using the setup shown in Fig. 5c, where by analyzing the beating signals of Alice’s local light from the FM and Bob’s transmitted light or Alice’s reflected light, the phase drifts are compensated using the AOM.

Another method of laser injection [80, 81] was applied in [53]. Here the seed laser is set at Charlie, as shown in Fig. 7. By directly injecting the seed laser to Alice and Bob’s slave lasers, the phases of both Alice and Bob’s lasers are locked to that of Charlie’s. Directly interfering Alice and Bob’s locked lasers shows that the phase drift rate can be as low as 0.62 rad/ms. This method was also demonstrated in a realistic scenario, where the master laser signals travel through long fibers to reach the slave lasers, though the locking efficiency was shown to be decreasing as transmission length increases.
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The optical phase of the light field is very sensitive to the fiber environment, such as fiber temperature, stress, vibrations, and length. Generally, temperature affects phase the most, as ordinary single mode fibers (SMF) have a positive thermal expansion coefficient that causes transmission time delay to vary in proportion to temperature when they are used for signal transmission. Such environmental factors cannot be controlled freely, especially over long distances, and the resulted phase noise tends to corrupt the wave front of the original light field and cause the original delta-type Hz-level optical spectrum to broaden, which will in turn disrupt the steady interference between two distant sources. At 200 km of fiber, the phase drifting was measured to be 2.8 rad/ms, and by 400 km, this value nearly doubles to 5.5 rad/ms. The drifting rate does not increase linearly, as for 600 km, the rate is 7.1 rad/ms, and by 800 km, the drifting can be as high as 15.7 rad/ms [53].
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(a) With 0 km fiber between Alice and Bob, the phase drift rate follows the Gaussian distribution with a standard deviation of 2.72 rad/ms.

(b) With 509 km fiber between Alice and Bob, the phase drift rate follows the Gaussian distribution with a standard deviation of 9.58 rad/ms.

Figure 6: Relative phase drift between Alice and Bob’s lasers using the time-frequency transfer method. Reproduced with permission. [Ref. [54]] Copyright 2020, APS.

Figure 7: a) Schematics of the laser injection method. b) Phase drift of Alice and Bob’s lasers with 0 km fiber in between. Reproduced with permission. [Ref. [53]] Copyright 2020, Nature.
For a typical TF-QKD or PM-QKD protocol, Alice and Bob each encode a random phase $\rho_A (\rho_B)$ and a bit phase $\alpha_A (\alpha_B)$ to their respective pulses (suppose the sources are perfectly phase-locked). After transmission, the pulses would also have obtained a phase shift from the fiber $\tau_A (\tau_B)$, so the relative phase for each pulse would be $\Delta \varphi = (\rho_A + \alpha_A + \tau_A) - (\rho_B + \alpha_B + \tau_B)$. Thus, when Alice and Bob’s beams interfere at the BS, the intensities of single photon detectors $D_0$ and $D_1$ are respectively $I_0 = (1 + \cos \Delta \varphi)/2$ and $I_1 = (1 - \cos \Delta \varphi)/2$ after normalization. This indicates that the interference results detected are actually resulted from the combined effects of phase encoding and fiber induced phase noise. For simplicity, consider the case where $\rho_A = \rho_B$ and $\alpha_A = \alpha_B$, then $\Delta \varphi = \tau_A - \tau_B$, as shown in Fig. 8a. The interference visibility can be defined by $V = \frac{I_0 - I_1}{I_0 + I_1}$, then a estimate of the induced error can be written as $\epsilon = (1 - V)/2 = \frac{I_1}{I_0 + I_1}$. For a fiber channel of up to 550 km, the phase drifting may reach 6.0 rad/ms [25], which according to the above estimation would cause $\sim 2\%$ extra error rate and severely affect the key rate.

Figure 8: a) Phase slices for PM-QKD, where the number of slices $M$ is set to 16 as an example. After transmission, Alice and Bob’s phase references differ by $\Delta \varphi$. b) Pulse train sequence for compensating fiber-induced phase noise.

In conventional optical communications, the issue of phase noise induced by transmission fiber may be dealt with by using induced phase noise cancellation methods, such as first measuring the noise using a single thin linewidth laser beam and performing a double-pass heterodyne measurement, then incorporate the results into the affected data [82]. Unfortunately, analysis time for this phase noise cancellation method is proportional to the length of the tested fiber, so as the fiber lengthens, or other environmental factors randomly change, this method may not be able to keep up with the fast variation of the fiber. Nevertheless, we can analyze the measured interference results and see that within a short period of time, usually several $\mu$s, the phase drift from the fiber can remain stable. Thus, we can send extra pulses along with signal pulses to monitor the phase drift of fibers for a period of time, as shown in Fig. 8b. Here, the signal pulses are dim pulses for key generation and error estimation, while the reference pulses are bright pulses for analyzing the phase noise of the transmission fibers. Also, after the strong reference pulses, there is a recovery time period for the single photon detectors (SPD) where no pulses are sent. To combat the fiber phase drift, one can use two methods depending on the TF-QKD protocol implemented.

### 4.2.1 No phase post-selection

For experiments implementing the no phase post-selection (NPP) TF-QKD, the phase references of Alice to Charlie and Bob to Charlie must be calibrated before the protocol [29, 30]. In Ref. [50], for example, Alice and Bob each send 50 $\mu$s of weak quantum signals followed by 50 $\mu$s of strong optical pulses, which are unmodulated and to interfere at Charlie. A phase modulator is placed before each of Charlie’s detectors, where their voltages are adjusted to maximized the interference visibility in real-time. With this method, as shown in Fig. 9 the interference visibility can be effectively increased, and at 300 km the visibility is observed $\sim 97.21\%$. 
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Figure 9: Interference results of reference pulses due to fiber induced phase drift at 300 km. a) Without PM; b) with PM. Reproduced with permission. [Ref. 50] Copyright 2019, APS.

The advantage of using this method is obvious, for it not only is simple to realize, but also eliminates complicated phase post-selection process and uses all data for key generation. However, as the fiber lengthens, fiber phase drift may be too fast to recover with the current active phase compensation technique. To improve the phase feedback, the reference pulse intensities should be increased, and the duration of bright and dim pulses should be shortened.

4.2.2 With phase post-selection

For protocols such as PM-QKD and SNS-TF-QKD, the phase noise from fibers are not compensated, but instead measured using interference results of bright pulses and incorporated into relevant calculations. First, one estimates the phase noise. Since single photon detectors are used, the intensities of $I_0$ and $I_1$ can be observed calculating the probability of detector clicks in each phase shift estimation round. By building error models, one can also monitor the success rate using this phase noise estimation method. Then, one can take the estimated phase back into $\Delta \varphi$, and cancel the effects from fiber to compare whether the global random phases of Alice and Bob are in the same slice and calculate the correct value of QBER [51].

Depending on the locking method for Alice and Bob’s lasers, the settings for pulses trains are different, namely as in the duration of each pulse train, the duty cycles of each type of pulse, and the reference pulse phase modulation and intensity modulation. This post-processing method can in principle analyze fibers under any circumstance, yet just as the issue with NPP-TF-QKD, longer transmission distances would require the high accuracy estimations, which would require more reference pulses with higher optical power, and may in turn reduce the duty cycle of quantum signals, cause more scattering noise photons in the channel, and affect the QBER.

4.2.3 Plug-and-play TF-QKD

It was proposed in Ref. 52 that a plug-and-play system, combined with a Sagnac-like interferometer schematic, as shown in Fig. 10, can be used to avoid the issues of laser locking and fiber induced phase noise estimations to realize NPP-TF-QKD. The idea was that the common-path nature of the Sagnac interferometer automatically compensates for phase fluctuations of the two fields from Alice and Bob, without requiring the phase feedback to align the phase references. Also, by using the idea of the “plug-and-play” QKD system 83, independent lasers are no longer required for Alice and Bob, hence also phase
locking techniques are eliminated. In this sense, this experiment is quite unique, as all others implement the original TF-QKD schematics where Alice and Bob each has an independent laser to interfere at Charlie. This scheme was further studied under asymmetric channel settings [55].

Figure 10: Schematics for NPP-TF-QKD using a Sagnac interferometer [52]. CIR: circulator; BS: beam splitter; $D_0$: detector 0; $D_1$: detector 1.

However, the plug-and-play schematics also has its limitations. The most serious issue is that the only source in this schematic is placed at Charlie, which may be controlled by Eve. This can open security loopholes similar to those with the laser injection method, as the quantum states are generated and measured by Eve, so further security analysis of the plug-and-play setup is necessary. Experimentally speaking, the automatic phase compensating for Sagnac loops is conditioned on the fact that the phase of the loop remains relatively stable. In this work, a 17 km loop demonstrated stable interference with visibility > 99%, but as the fiber lengthens, active phase compensation may still be required to deal with the fast phase drift.

4.3 Other considerations

4.3.1 Increasing maximum count rate for single photon detectors

In TF-QKD, as the bright reference pulses are time-multiplexed with the quantum signal pulses, SPDs detect both signals together. However, for superconducting nanowire (SN) SPDs, which are preferred in long distance QKD experiments due to their high detection efficiencies, the kinetic inductance, which is associated with the maximum count rate of the detector, is inversely proportional to its detection efficiency [84]. In some cases, an SNSPD with 65% efficiency can only detect photons of up to $\sim 2$ MHz before the nanowire stops responding linearly to incoming photons [85]. This may create problems in TF-QKD, as bright reference pulses are required for accurate phase estimations, which may be beyond the maximum count rate for the SNSPDs and cause the nanowire to have the latching effect [86]. New developments in nanowire configuration is necessary to reduce the kinetic inductance without compensating detection efficiency. Other approaches can be used such as inserting a 50 $\Omega$ shunt resistor between the DC arm of the bias tee and the ground to prevent the detector latching at high photon count rates [87].

4.3.2 Noise

For some TF-QKD protocols, e.g., the sending-or-not-sending protocol, strict requirements are placed on the SPD dark counts. To reach distances up to 500 km, SNSPDs with dark counts as low as < 10 counts per second have been developed [54].

In practice, other factors can also induce noise to the QKD system. This is mainly caused by the strong reference pulses sent from Alice and Bob to Charlie for phase estimation. For a typical TF-QKD type experiment, the receiving photon count rate for the strong reference pulses at each detector is $1 \sim 2$ Mcps [53], which is much higher than the detected count rate for quantum signals, so several nonlinear
optical effects may occur, such as Rayleigh scattering, spontaneous Brillouin scattering, and spontaneous Raman scattering [88], and noise photons will be introduced. Here, Rayleigh scattering is elastic scattering, where the wavelength is same as the propagating pulses. Due to many impurity defects along the optical fiber, light can be backward scattered with Rayleigh scattering in one point in the fiber, and then backward scattered by Rayleigh scattering again at a different impurity, which is called Re-Rayleigh scattering in optical fiber. For reference pulses of $\sim 2$ Mcps receiving rate, after 500 km (250 km for Alice to Charlie and Bob to Charlie), the noise photon rate is in the order of $10^{-8}$ [54]. This is inevitable with the use of optical fibers, and along with reflection of fiber facets in single photon detectors, will severely limit the performance of long distance TF-QKD. Such a challenge may be avoided by replacing Alice and Bob’s single frequency lasers with other sources such as the optical frequency comb [89]. Meanwhile, spontaneous Brillouin scattering and spontaneous Raman scattering are forward inelastic scattering, which compared to Rayleigh scattering, the intensity of the former is $2 \sim 3$ orders of magnitude lower with a frequency shift less than 1 GHz, while the intensity of the latter is $3 \sim 5$ orders of magnitude lower with a THz frequency shift [88]. Brillouin scattering can be eliminated using time-division-multiplexing and setting longer recovery time in the pulse sequence to separate the quantum and reference signals, while Raman scattering can be filtered using narrow pass-band filters [90].

### 4.4 Results

Applying the above state-of-the-art techniques, experimental demonstrations have confirmed that the PLOB bound can be overcome with TF-type QKD protocols, with [50, 51, 53, 54] and without [49, 52, 55] actual fibers. To break the linear bound, the shortest distance is obtained at 300 km, where the key rate is $6.46 \times 10^{-6}$ and $1.96 \times 10^{-6}$ without [50] and with finite size effects considered [51], respectively. Interference is proven stable, where visibility can remain above $\sim 96\%$ for over 1000 s [50]. Thus far, laboratory based experiments of TF-QKD type protocols have reached 502 km using ultra-low loss fiber, with key rate of $8.43 \times 10^{-10}$ [53]. To further break the absolute linear bound, where no device imperfections are considered, key rate of $6.19 \times 10^{-9}$ can be obtained over 509 km transmission [51]. These are the longest QKD demonstrations for fiber-based experiments without repeaters. We summarize the main experimental results in Table 1.

### 5 Conclusions and outlook

In summary, we have surveyed the theoretical and experimental developments in the past few years on overcoming the linear secret key capacity bound. By applying the TF-QKD protocol, one can beat the PLOB bound and achieve higher key rates and longer transmission distances than existing single-photon based QKD protocols. The unconditional security of TF-QKD has been proven, and experiments have further verified that TF-QKD can beat the PLOB and reach distances of up to 500 km, which gives promise to practical applications. Due to its obvious advantages in high key rate and long transmission distance, TF-QKD is highly anticipated to play more prominent roles in practical applications. However, quite a few challenges are yet to be overcome. One important factor to be considered is the security of the optical source in experimen-
tal setups. For instance, the security of Charlie’s laser in the laser injection method and the Sagnac loop setup should be re-examined before further applications, and if loopholes do in fact exist, the question of how to patch them should be answered. Also, although TF-QKD is immune to side-channel attacks, possible hacking strategies towards the source should be considered [91].

Another factor to consider for practical applications of TF-QKD is that currently experiments are all performed in laboratories, where the experimental conditions differ greatly from actual field settings. The most common difference is that the fiber channels from Alice to Charlie and Bob to Charlie in real-life are likely to be asymmetric. Currently, asymmetric TF-QKD has only been studied with the Sagnac loop setup [55]. With other setups, technically the issue can be solved by adding fiber spools to compensate the fiber difference, or applying TF-QKD protocols optimized for asymmetric settings. However, it is still vital to study how the asymmetry of transmission channels will affect the interference visibility and error rate.

Also, for the sake of demonstration, essential components such as synchronization were mostly simplified in reported TF-QKD experiments, e.g., in Ref. [53] synchronization was achieved with electrical signals. In an actual field application, the most common way to synchronize all systems of Alice, Bob, and Charlie, is through optical synchronization [90]. However, this would require sending an extra optical signal of a different wavelength from quantum signals along the quantum channel using wavelength-division multiplexing methods. Here, nonlinear optical noise photons may also be generated based on how wide the wavelengths differ and how much the signals’ optical powers differ, so further detailed investigations are required to evaluate the wavelength, repetition rate, and emission power of the optical synchronization signal.

Meanwhile, currently the longest transmission for TF-QKD is $\sim 500$ km. To achieve even longer distances, on the one hand a critical factor is the use of ultra-thin linewidth lasers at Alice and Bob’s sites. For a laser of center wavelength at 1550 nm and 200 Hz linewidth, its coherence length is $\sim 500$ km, so even thinner linewidths are required for longer transmissions. Currently, only the time-frequency transfer method can achieve such a thin linewidth [54], but the experimental setup is extremely complex. Other simpler techniques such as laser injection and OPLL should be optimized to achieve thinner linewidths. On the other hand, low signal-to-noise ratio, which is due to attenuation of QKD signal pulses, the generation of nonlinear optical noise photons, and the dark counts of the detectors, also limits long distance TF-QKD. To increase the signal-to-noise ratio, higher system repetition rates are required, which places high demands on the components used in quantum state preparation, i.e., the electrical signals controlling electro-optic modulators. For nonlinear optical noise photons, they are caused by fundamental impurities and material of the optical fiber, so to reduce these effects, new types of fibers should be developed and investigated. Also, ultra-low dark count single photon detectors should be developed to increase the signal-to-noise ratio.

Furthermore, in realistic scenarios TF-QKD may need to co-exist with classical optical communication signal along a single fiber [91]. This would further lower the signal-to-noise ratio, as classical communication signals are much higher in optical power and would generate scattering noise photons within the wavelength bandwidth of the quantum signal. The amount of noise photons is related to the type of fiber, the emission power of the classical communication signals, and the relative direction of propagation between QKD and classical signals. Such an implementation requires further investigation.

Another important application is networking. Similar to MDI-QKD, TF-QKD can be naturally extended to a star-type network implementation where Charlie is the untrusted central node [92]. This will bring more challenges on top of a field trial, where more stabilization systems may be required and laser locking will be necessary for multiple users.

Finally, many interesting topics are still waiting to be covered both theoretically and experimentally. For example, the key rate of TF-QKD is still a long way from the single repeater bound, as shown in Fig. 2 so it is interesting to investigate how the key rate scaling can be increased even more from a protocol perspective. Meanwhile, a continuous-variable (CV) version of TF-QKD is absent, and given the advantages of CV-QKD [4], it may open a new potential area of research for QKD overcoming the linear key capacity bound. In addition, studies in simplifying current TF-QKD systems, particularly laser-locking
modules, chip-based implementation [93, 94], and applying TF-QKD to other quantum communication protocols [95] can be anticipated to promote practical applications of TF-QKD.
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