An Uplink Secure CB-NOMA with SIC Receiver for Wireless Applications
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Abstract. The nonorthogonal multiple access (NOMA) techniques are considered one of the main methods to realize the goals of 5G mobile and wireless systems such as link communication reliability and high user connectivity. Yet, when the amount of simultaneously connected users increases, many concerns will arise regarding the users’ data security. Various chaotic systems in the communication field have been presented to mitigate the data security concerns offering a cost-efficient technique to provide physical layer security. This work presents an uplink secure chaos-based NOMA (SCB-NOMA) system by exploiting the power domain. For signal modulation at the transmitters’ node, chaos shift keying is used, with controlled transmit power to satisfy the receiver conditions. For multiuser detection, the receiver side employs successive interference cancellation with chaotic demodulation. The efficiency of designed SCB-NOMA is demonstrated by considering different power control factors, system scenarios, and chaotic sequence length compared with different reference systems. It is shown that the efficient selection of the power allocation parameter has a direct effect on the bit error rate (BER) performance. Meanwhile, when the amount of power difference for the successive interference cancellation process is not adequate, the chaotic codes maintain the desired data security and enable robust BER performance for connected users. Besides, the correlation between the utilized chaotic codes has more impact on BER regardless of the considered sequence length.

1. Introduction

The huge digital revolution in information technology worldwide has led to a massive increase in smart mobile phones/tablets/laptops, unmanned aerial vehicles (UAV), wireless sensors, and Internet of things (IoT) devices. Consequently, the new communication systems are predicted to fulfil the increasing burdens for wireless services with requirements of high user connectivity, ultra-reliability, low-latency, robust data security, low complexity, and affordable implementation cost [1]-[4]. In particular, the nonorthogonal multiple access (NOMA) concept based upon code-domain and/or power-domain has been considered as one of the essential techniques to achieve the core objectives of the fifth-generation (5G) of mobile and radio communications. NOMA technique mostly based on code-domain or the power-domain, can surpass the classical orthogonal multiple access methods by terms of channel capacity and the number of connected users without a substantial loss in the error performance [5]-[8].
Nonorthogonal spreading codes are used in the code-domain NOMA (CD NOMA) systems to separate the users’ data. Meanwhile, in the power-domain NOMA (PD NOMA) the users are assigned varied power levels according to the channel gains value [1]. In the downlink channel, more transmit power is assigned to the users with weak channel gains compared to the strong users. Then at the receiving node, successive interference cancellation (SIC) technique may be employed to separate the signals of the transmitting users. Contrarily for the uplink channel, the weak users may utilize s small power amount for transmitting which will prolong the life duration of the users’ batteries and meet the strong user power variance condition for an effective multiuser detection (MUD) based on SIC process [6].

Another essential point, the simultaneous communication for connected users in NOMA designs might cause security issues for the users’ data. To eliminate this challenge, in the literature various chaos-based secure communication (CBSC) schemes were studied to present robust and affordable physical layer security (PLS) solutions for mobile communications [8]-[10]. Those CBSC schemes are developed through making use of the appealing features of chaotic signals such as the unpredictability, broadband spectrum, the high sensitiveness for initial conditions (ICs), simple generation by using low-priced electronics, and high resistance to interference and jamming [11], [12]. The information messages in CBSCs are typically concealed by the employed chaotic signal and transmitted over the wireless channel environment to the destination node. For coherent detection, chaos synchronization between transmitting and receiving ends is essential to restore the transmitted messages [13], [14]. But this requirement is not needed in the non-coherent receivers where data recovery can be achieved by observing the received signal features [15], [16].

In the earlier years, many CBSC systems have been studied for multiuser communications by investing the chaotic signals wideband features [8]-[10], [13], [16], [17]. In [9], a grant-free sparse chaotic code multiple access system was proposed to extend the channel capacity by employing chaotic signals with unlike ICs in CD NOMA. Differential CSK (DCSK) and chaos shift keying (CSK) modulation techniques are employed also for multiple access channels in [13] and [16], respectively. The performance of the previously mentioned multiple-access systems is evaluated over the Gaussian channel environment to demonstrate their applicability. In [10], an uplink PD NOMA is integrated with chaotic-coding and multiple-input multiple-output (MIMO) channels to enhance the security, connectivity, and capacity. Nevertheless, an increasing complexity at the decoding process is the cost of such a scheme. In [8], a downlink channel with power-domain chaos-based MIMO-NOMA and improved security qualities is investigated. However, in [8] and [10] the integration of MIMO and the methods of orthogonal frequency division multiplexing (OFDM) may have the effect to exaggerate the performance of chaos-based security.

This paper presents an uplink system design for secure chaos-based NOMA (SCB-NOMA) by exploiting the power dimension over the wireless communication channel. The connected users will use CSK modulation to realize PLS while an efficient power control is employed in PD NOMA for the multiple-access channel. For MUD at the receiving node, SIC with chaotic demodulation is applied. To confirm the efficiency of SCB-NOMA system, simulations for the bit-error-rate (BER) are given and compared with a single and multiuser reference systems. Moreover, the orthogonal multiple access scheme gains such as OFDM and MIMO of the works [8] and [10] are isolated. The accomplished results using diverse power control factors, system operating scenarios, and chaotic sequence length are much appealing and reveal many valuable tradeoffs between the required BER performance, level of security, complexity, and user connectivity.

The remaining parts of this paper are arranged as follows. In Section II, a technical background on chaotic signals generation and the security of chaotic communications are presented. SCB-NOMA system model, signal model, power allocation, and the receiver design are given in Section III. Section IV demonstrates the BER simulation results. At last, Section V will conclude this paper.
2. Technical Background on Chaos-Based Secure Communications

2.1. Chaotic Signals Generation
Chaotic signals are typically employed in CBSC schemes for various signal modulation techniques such as chaos parameter modulation (CPM), chaos on-off keying (COOK), chaotic masking (CM), and CSK. The employed chaotic signals are generated by utilizing a simple electronic circuit that reveals nonlinear dynamical behaviours like the double-scroll attractor \cite{12, 14}. The nonlinear dynamics of this attractor are described by the below set of equations.

\[
\begin{align*}
\dot{x} &= \frac{G(y - x)}{C_1} - \frac{g(x)}{C_1} \\
\dot{y} &= \frac{G(x - y)}{C_2} + \frac{z}{C_2} \\
\dot{z} &= -\frac{y}{L}
\end{align*}
\]

where \( g(x) = m_0 x + (m_1 - m_0)(|x + B_P| - |x - B_P|)/2 \), and the used parameters for the chaotic behaviour are \( C_1 = 1/9, C_2 = 1, G = 0.7, L = 1/7, m_0 = -0.5, m_1 = -0.8, \) and \( B_P = 1 \). Many computer programs (such as MATLAB) can be used to solve the mathematical model (1) to find the chaotic signals \( x, y, \) and \( z \). A demonstration for the generated time waveform signals of \( (x, y, \text{and } z) \) states is illustrated in Figure 1, where the figure shows clearly the sensitivity to ICs using two different sets of considered values.

2.2. Chaotic Communications Security
The usage of chaotic signals for concealing the users’ messages will form an encrypted signal. To carry out the decoding process at the receiving node, a previous knowing of the utilized parameters is needed, such as the involved code, chaotic parameters, power control parameter of the transmitted signal, and the ICs. As a result, any potential attackers will be unable to detect and demodulate the
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Figure 1. Generated time waveforms of the double-scroll attractor states using different sets of ICs. (a) \( x \), (b) \( y \), and (c) \( z \) states.
transmitted signals easily. Consequently, chaotic signals in CBSC will provide PLS since only the receiver with the exact system parameters can correctly demodulate the signal. Hence, the classical highly-complexed encryption and decryption methods may be replaced by chaotic modulations. In the classical methods, the encryption protocols offer upper-layer security (ULS) with a rather high implementation complexity [4], [8]-[10].

The protocols used in the ULS are classically used in conventional wireless systems, yet under certain situations, it may have serious troubles. For example, the ULS protocols in 5G enormous connectivity may become complicated, expensive, and might cause an environmental hazard owing to the large power consumption amounts. The reason behind this high consumption of power is because of a two way verification requirement as well as the increasing signal processing quantity required at the base station (BS) [4].

3. System Model of SCB-NOMA
Consider a general SCB-NOMA system with $K$ single-antenna users simultaneously communicating through a wireless communication channel with a single-antenna BS receiver as illustrated in Figure 2. The transmitter and receiver use chaotic systems with drive-response synchronization for the signal CSK modulation/demodulation technique [14], respectively, and for chaotic codes generation, the dynamical system (1) is used. For MUD at the BS, SIC and chaotic demodulation techniques are employed considering a Gaussian channel model. Note that the adopted SCB-NOMA design in its basic configuration is very essential to isolated the known gains of fading environment and other integrated orthogonal multiple access schemes like OFDM and MIMO [8], [10], which will allow a benchmark performance outcome.

3.1. The Signal Model
For the transmitting node, user $k$ messages are mapped into binary bits $b_k \in \{-1,1\}^K$ followed by CSK modulation using a certain chaotic code $c_k \in \mathbb{R}^1 \times \beta$ of length $\beta$ chips as

$$v_k = b_k c_k = b_k [c_{k,1}, \ldots, c_{k,\beta}] = [v_{k,1}, \ldots, v_{k,\beta}]$$

where $c_{k,i}$ is the $i^{th}$ chip of the chaotic code $c_k$ for user $k$, $v_{k,i}$ is the $i^{th}$ chip of the modulated data vector $v_k \in \mathbb{R}^1 \times \beta$ of user $k$ considering normalized power, and it is assumed that the bit duration $T_b$ is $\beta$ times the chip duration $T_c$ (i.e. $T_b = \beta T_c$).

Based on the utilized user’s chaotic code $c_k$; $k = 1, \ldots, K$, the $i^{th}$ chip of $v_k$ is given as

$$v_{k,i} = \begin{cases} +c_{k,i} & \text{for bit} \text{“}1\text{”} \\ -c_{k,i} & \text{for bit} \text{“} -1 \text{”} \end{cases}$$

![Figure 2. System model of SCB-NOMA](image-url)
So, user $k$ transmitted signal vector is $s_k \in \mathbb{R}^{1 \times \beta}$ with a mean power $p_k$ may be presented as

$$s_k = \sqrt{p_k} v_k = [s_{k,1} \ldots s_{k,\beta}].$$

(4)

The model of SCB-NOMA received signal can be written as

$$r = \sum_{k=1}^{K} s_k + n = S + n$$

(5)

where $r = [r_1 \ldots r_\beta] \in \mathbb{C}^{1 \times \beta}$ is the vector of the received signal, $S = [s_1 \ldots s_K]^T \in \mathbb{R}^{K \times \beta}$ is the total transmitted signal, $[\cdot]^T$ presents transpose operation, and $n = [n_1 \ldots n_\beta] \in \mathbb{C}^{1 \times \beta}$ is i.i.d. AWGN vector of zero-mean and $\sigma_n^2$-variance.

3.2. Power Control

For SCB-NOMA with PD technique, the power variance among any two consecutive users received signals (i.e. weak and strong users) is significant for managing the interference, and perform an effective MUD based on SIC [6]. Consequently, at the BS, the received powers from connected users $\{\mathcal{P}_k\}_{k=1}^K$ are efficiently controlled employing the next power allocation constraint

$$\mathcal{P} = \sum_{k=1}^{K} \alpha_k \mathcal{P}_k = \sum_{k=1}^{K} p_k$$

(6)

where $0 < \alpha_k < 1$ is the factor for the power control of the $k^{th}$ user with $\sum_{k=1}^{K} \alpha_k = 1$, and $\mathcal{P}_k$ presents user $k$ received power whose transmit power $p_k$ may be given as

$$p_k = \alpha_k \mathcal{P} ; \; k = 1, \ldots, K.$$  

(7)

It is assumed that the users are in descending order such that $\mathcal{P}_1 > \mathcal{P}_2 > \cdots > \mathcal{P}_K$, therefore any two consecutive users received powers should meet the SIC power variance as

$$\left(\mathcal{P}_k - \sum_{l=k+1}^{K} \mathcal{P}_l\right) \geq \delta \mathcal{P}_k ; \; k = 1, \ldots, K - 1$$

(8)

where the target error rate designed parameter is $\delta < 1$.

3.3. SIC Receiver

MUD is performed at the BS using SIC receiver of one stage for every user (i.e. $K$ stages) and chaotic demodulation. The users’ signals are arranged descendingly according to their received power levels from the strong user to the weak one.

Presuming $\mathcal{P}_1 > \mathcal{P}_2 > \cdots > \mathcal{P}_K$, in the first SIC stage, the strongest user $\hat{s}_1$ is estimated from the received signal $r^{(1)} = r$ with high reliability while treating other users as a noise in the background. This process is achieved according to the criteria of minimum Euclidean distance and given by

$$\hat{s}_1 = \arg \min_{s_1 \in \mathbb{S}} || r^{(1)} - s_1 ||^2$$

(9)

where $||.||$ stands for the Euclidean norm. Then, the first SIC output is demodulated to find $\hat{b}_1$. 
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For the next SIC stage, $\hat{b}_1$ is reconstructed to eliminate its influence from $r^{(1)}$ and to find $r^{(2)}$ the new input vector. Then, $r^{(2)}$ is utilized for user 2 signal estimation as $\hat{s}_1$ which will be demodulated to $\hat{b}_2$. Accordingly, the general form for signal estimation of the $k^{th}$ user can be given as

$$\hat{s}_k = \arg \min_{s_k \in \mathcal{S}} \|r^{(k)} - s_k\|^2; \, k = 1, \ldots, K$$

and the SIC $k^{th}$ stage outcome is demodulated as $\hat{b}_k \in \hat{b} = [\hat{b}_1 \ldots \hat{b}_K]$. Note that at SIC last stage, user $K$ will have a free interference operation due to the removal of other users' contributions in the previous stages. Nevertheless, it will own the smallest error performance amongst users due to the small amount of allocated power.

4. Simulation Results

Numerical simulations in this section are performed using MATLAB to show the performance of the considered SCB-NOMA system with many tradeoffs between error rate and system security. The utilized parameters are: $K = 2$ and 3 users; normalized power constraint $P$; and a power allocation factor $\alpha = \alpha_1$. The BER results are averaged over $10^6$ channels and compared with single-user and multiuser binary phase-shift keying (BPSK) reference schemes.

Figure 3 shows the BER performance for a 2-user system as a function of signal-to-noise ratio (SNR) with $\beta = 50$ and $\alpha = 0.8$. The employed power control parameters for this scenario are $\alpha_1 = 0.8, \alpha_2 = 0.2, \text{and}\, \delta = 0.75$. As it is shown, the BERs of all users outperform the references over all SNR ranges due to the diversity of chaotic codes and insignificant multiple access interference from the weak user (i.e. user 2). Moreover, user 1 (i.e. the strong user) achieves a gain of about 1 dB at BER target of $10^{-3}$ compared with user 2. Note that the diversity improvement isverified by simulations and the theoretical proof is out of the scope of this paper.

For the SCB-NOMA system of 3-users, Figure 4 shows the BER results as SNR function considering $\alpha = 0.8$ and $\beta = 50$. In this scenario the employed power control parameters are $\alpha_1 = 0.8, \alpha_2 = 0.16, \alpha_3 = 0.04, \text{and}\, \delta = 0.75$. The BER performance of all users also still the best compared with the 3 users BPSK reference despite higher multiple access interference. For example, at BER of $10^{-2}$ the SNR gains for users 1, 2, and user 3 are 6.5 dB, 2 dB, and 1 dB, respectively. User
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**Figure 3.** Average BER performance SCB-NOMA 2-user system with $\beta = 50$ and $\alpha = 0.8$.  

![Figure 4](image-url)  
**Figure 4.** Average BER performance SCB-NOMA 3-user system with $\beta = 50$ and $\alpha = 0.8$.  

1 (i.e. the strongest) realizes the best performance owing to the larger value of assigned power in comparison to user 3 (i.e. the weakest). Still, robust performance is also realized for user 3 owing to the diversity of SIC despite the small amount of total power.

In Figure 5, the BER performance of SCB-NOMA is illustrated as a function for the power control factor $\alpha$ for 2 and 3 user system with $\beta = 50$ while considering two values for SNR of 5 dB and 7 dB. It is shown that the 2-user scheme BER performance is better than the scenario of 3-user for both SNRs and over the whole $\alpha$ range because of the smaller multiple access interference as expected. Moreover, the best performance is achieved approximately at power parameters of $\alpha = 0.8$ and $\alpha = \ldots$
0.75 for 2 user and 3 user scenarios, respectively. The employed chaotic sequences can be seen clearly to provide an extra dimension for signal detection (code-domain) when the power difference between users is insufficient.

Figure 6 demonstrates the average BER of SCB-NOMA scheme with 3-user as a function of the chaotic code length $\beta$ with $\alpha = 0.8$ while considering multiple SNRs from 3 dB to 7 dB. Although the increase in the length of the chaotic code has a direct effect on PLS (at cost of extra complexity), it cannot warrant BER improvement due to the inherent correlation among utilized nonorthogonal chaotic codes. For example, the best error performance is achieved for the considered scenario at $\beta = 150$. Consequently, the proposed SCB-NOMA system with the appropriate selection of power control parameter, and spreading chaotic code length may offer a robust error performance with cost-efficient data security.

5. Conclusion
An efficient uplink design for SCB-NOMA has been given by employing the benefits PLS in chaos-based communications and PD NOMA large connectivity. The served users transmit their signals using CSK modulation and power control technique meanwhile SIC with chaotic demodulation are used for MUD at the BS receiver. The efficiency of the designed SCB-NOMA system is confirmed by BER simulations, by utilizing different $\alpha$ and $\beta$ values, and by comparing the results with single and multiuser reference systems. Moreover, many tradeoffs can be achieved between the required BER performance, desired security level, number of connected users, and system complexity. The interesting outcomes of the robustness of BER performance over a large $\alpha$ and $\beta$ ranges can be seen as an interesting integration of PD NOMA and CD NOMA approaches. This might lead to the extension of this paradigm with the important orthogonal multiple access techniques for future secure communications.
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