A Secure Framework for Health Record Management Using Blockchain in Cloud Environment
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Abstract. Health records of any type should be confidential, but simultaneously they should be accessible to an authorized user. In the current conventional health care system, health records are processed in the local database. Only authorized hospital staff can have access to the patient health records kept in health centers. The flow of information in this kind of system is center-restricted. One technology that can potentially overcome this problem is Blockchain. Blockchain technology allows sharing of data in a distributed way with benefits like privacy-preserving and secure access control. To achieve secure access control and privacy of electronic healthcare data (EHD), a secure framework for distributed sharing of the health record is proposed. The use of blockchain will remove the requirement of a trusted 3rd party for data storage. The framework uses searchable key attribute-based encryption (ABE) for achieving fine-grain access control. The simulation results indicate that our scheme is quite effective and secure.
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1. Introduction

With the fast and smart improvement of technology, most medical organizations such as hospitals, insurance companies are switching to electronic systems for the management of health records [1], [2]. This system generates huge medical data every day such as the medical history of the patient, lab test reports, medical prescriptions, etc. To decrease the patient cost and increase the hospital service quality, has gradually become the most concerning and important topic of research [3], [4]. The electronic management of medical information has carried a new challenge for hospitals and different medical institutions. The main challenge is centralized data management, which generates a concern of security, privacy, and access control [3], [5]. When the data is centrally managed and control by a particular hospital or medical institution there is always a problem in record transferring to other medical institutes. The use of EHD can help stakeholders to access medical records anywhere anytime [5]. Let’s, take a scenario if the patient has some medical history and was living in “A” city. Now if he is shifted to some other city “B”, he has to carry all the medical documents to the doctors of city B.
with the help of EHD can be stored electronically and whenever it is required to access can be accessed by the authorized user (Doctor, Patient or Hospital authority, etc.) But generally, the concept of EHD is implemented by some medical institutions, and it is not meant for data sharing.

The establishment of this kind of data center needs a very high cost of construction and professional information technology (IT) support. Cloud storage can provide a solution for this problem of cost and infrastructure. Cloud also provides the large storage, fast information transmission, and sharing property of anywhere anytime in a dynamic environment. Up to a very much extent, this solves the problem of remote data accessing and data sharing between different medical institutions. Also, remote institutions or doctors of different departments can provide the combined diagnosis to the patients. But the main problem with using cloud storage technology is trust and security issues. It is built on an untrusted network which raises various issues. Therefore it is required to handle EHD in such a way so it should be distributed, incorruptible, accessing to any authorized stakeholder, can be updated dynamically and changes should be accessible by all stakeholders of the EHD, no incompatibility issues, and finally, the patient should have full control on his data for ensuring privacy [6], [7], [8].

For addressing all the issues we have introduced a secure framework for health record management using blockchain. The above-discussed issues can be handled by blockchain as it provides the feature of auditing, immutability in records, and we can formalized contracts for accessing data [8]. Also, the framework will use ABE for providing fine-grained access control.

1.1. Our Contribution
- In this work we have analysed the some existing schemes [9], [10], [11], [12], [13], [14].
- Use of searchable keyword ABE for storing and retrieving medical records
- We have used blockchain technology to ensure no tempering of medical record.
- The system will provide the concept of interoperability between hospitals and other departments by the use of distributed ledger.

2. Related Work

To improvise the medical services and reduce the cost and effort of the patient treatment the electronic health record system is very important [11]. The robust healthcare system based on blockchain is discussed in [12]. The use of EHD can give lots of advantages such as – sharing of information, sharing of advice, tracking of disease, analysis of patient history, etc. The issue of security and privacy blocks the sharing of EHD to some extent. In the last few years, researchers are giving more attention to the security and privacy issue of EHD [11].

In 2019 [13], proposed a model called SEHRTB, that provides the (Electronic Health Record) EHR sharing between patients, doctors, service providers, and different medical institutions. The system gives the reduction in latency but there was no estimation of feasibility of the system given. In [14] they presented a system based on blockchain technology for the management of patient data. For maintaining the pseudonymity authors have used Elliptic curve cryptography (ECC). But the problem with the scheme was the issue of interoperability was not addressed.

In 2019 [15] proposed a secure model for healthcare management. The model used Ethereum blockchain for the management of distributed ledger and applied symmetric encryption technique to achieve security at the time of data access.

In 2020 [17], proposed a model of health data sharing scheme. The model was based on blockchain with the technology of proxy re-encryption. The use of proxy re-encryption ensures that the involved institutions in the model can decrypt the intermediate ciphertext. The scheme ensures confidentiality but the problem is no optimization of the process of implementation is given.

In 2019 [16,18], proposed a model for secure sharing EHR which combines the Interplanetary file system (IPFS) and blockchain technology. The model uses an access control mechanism using the Ethereum smart contracts. The model achieved the reliable and fast sharing of data using the mobile app but it requires the efficient management of EHR of the cloud.

3. System Model

The model is divided into two phases – storing of EHD and accessing of EHD. There are various types of entities are there in the model. Hospitals, Key generation center (KGC), Patient, Medical Institutes, blockchain, smart
contracts. The system model diagram is shown in Fig. 1. The steps of the working of different phases describes in Algo-1.

Algorithm-1 Steps of working

1. KGC starts the setup() phase. It takes security parameters as input and will generate the master key \( M_k \).
2. KGC also starts the keygeneration() phases, which generates the secret keys for hospitals, patients, and doctors as per requirements- \( S_k \).
3. Encryption is done by the patient by using Encryption(M, param, Pk), for generating the ciphertext, CT.
4. The authorization letter from KGC and the CT received by the hospitals for data sharing permission.
5. The hospital selects specific keywords from the original EHD data (such as – reported, adhar card no, data of birth, etc.), uses SHA256 as the key (K), generates \( k^i \) of the patient and encrypts the data by using encryption algorithm and then calculate the hash value.
6. The \( \{h_{data}, H_{addr}, \phi\} \) stored in blockchain and all the transactions will be stored in smart contracts.
7. The decryption of the document data will be done by entities Patient and Medical institutes, and doctors.
8. Every CU has its secret attribute key, and as per the access policy, the CU and CO can obtain the decrypted document.

End

3.1. Entities

**KGC** - generates system parameters and will deploy the smart contract. It also assigns attribute keys to the hospitals, patients, etc. KGC is also responsible to sends the respective secret key of the hospitals, patients, and doctors as per requirements.

It chooses \( p, G, G_T, g, g_1 \), and \( e \). In this \( p \) is a prime number, \( G \), and \( G_T \) are two multiplicative cyclic groups of order \( p \), \( g \) is a generator, \( e \) is a bilinear map and \( g_1 \) is a generator of \( G_1 \). Two random exponent values \( \alpha, \beta \in \mathbb{Z}_p \) and \( H, H_1, \) and \( H_2 \) are cryptographic hash functions, where \( H: \{0,1\}^* \rightarrow G, \ H_1: \{0,1\}^* \rightarrow G_1, \) and \( H_2: \{0,1\}^l \rightarrow G_2 \) (\( l \) means the minimum number of shares).

Mater Key \( M_k(\beta, g^\alpha) \)

Public key \( P_k = (g, g_1, H, w) , w = (g, g)^\alpha \)

Public parameters \( \text{param} = (p, G, g_1, G_2, g, g_1, H, H_1, H_2, \alpha, \beta, e, l) \).

\( S_k = (D = g^{(\alpha+r)/\beta}, \forall j \in A_i : D_j = g^{r_i \cdot H(j)}, D_j = g^{r_j}) \), where \( r \) is a random number. \( r, r_j \in \mathbb{Z}_p \) for the given attribute string \( A_i \).

**Patient** - Encryption is done by Patient, which uses an attribute access tree, plain text EHD, parameters, public key etc. to generate the cipher text (CT). The CT and authorization letter will be send to the hospitals from patient to authorize for data sharing.

Hospital- Hospital is responsible to upload the index of smart contracts. It uses cloud storage for storing ciphertext and uploads the transactions to make sure the credibility of data. The hospital selects specific keywords from the original EHD data (such as – reported, adhar card no, data of birth, etc.), uses SHA256 as the key (K), generates \( k^i \) of the patient and encrypts the data by using encryption algorithm and then calculate the hash value.

\( h_{data} = \text{SHA(data)} \). The CT and Ethereum transaction key will be stored by hospital in the cloud, and returns \( H_{addr} \) as a hash address. The \( \{h_{data}, H_{addr}, \phi\} \) stored in blockchain and all the transactions will be stored in smart contracts.
Keyword search- After the index and transaction ID uploaded on the cloud the Patient and other medical institutions can search required EHD by using keywords search. The Hospital selects $K_s$ as search key and stores encrypted keywords $\{kw_1, kw_2, kw_3, \ldots, kw_n\}$ in smart contracts. $F$ is a function that is used to calculate the tokens for searching the keywords in the smart contracts. $F = \{kw_1 || kw_2 || kw_3 || \ldots || kw_n\}$. Whenever the token is passed by the medical institutions, doctors, or Patient to the smart contracts the ID and location of the satisfied set are returned as a result.

Decryption of EHD- the decryption of the document data can be done by two entities Patient and Medical institutes, doctors, etc. Every CU has its secret attribute key, and as per the access policy, the CU and CO can obtain the decrypted document.

Validation of tempering of data- In view to verify the tempering of the original data the Patient or Doctors or medical institutes finds the $h_{data}$ from the Ethereum transaction ID and then recalculate the $h_{data} = SHA256(data_{received})$ and then compares both hash values if equal means data is not tempered else tempered.

![Fig. 1 System Model.](image)

4. Implementation and Performance Analysis

To estimate the performance of our scheme, we simulated all experiments on Intel (R) Core(TM) 10th generation i7-8750H CPU @ 2.20GHz 2.21 GHz, with RAM 4GB, using Ubuntu 14.04 LTS virtual machine.

4.1. Simulation

We have used the Ethereum test network using solidity language for the creation of a smart contract. The initial price of Gas was set to 9Gwei ($1Gwei=10^{-9}$ ether (ETH)). For testing purposes, personal data is being used for experiment and performance analysis. All the experiments are executed in a single threaded way. We implemented the system model on the blockchain environment using Ethereum TestRpc. This provides a simulated environment on the local system. The AWS cloud we have used as a medical cloud. The 120 W. power consumption is used. The efficacy of the proposed model is being compared with some existing state-of-art schemes [11], and [15].

4.2. Discussion

The plot in Fig. 2 shows the number of transactions and time taken for mining of new record. The figure shows very clearly that as the number of transaction increase the time also increases. Such as the scheme proposed by [11] takes approximate 870s for the 900 transactions, while [15] takes approximate 80s. The comparison shows that the proposed scheme is performing better than the other two. Fig. 3. Shows the plot between the access of records and time taken by the system for existing records. Which are stored on the cloud with a transaction ID on
blockchain. The time taken for searching is quite proportional to the number of records. The proposed scheme shows an improvement in comparison to the other schemes. For example if we take number of 30, then time taken by [11] and [15] is 2.7ms and 2.0ms respectively, while our scheme takes 1.7ms, which is surely less in comparison to other schemes taken for consideration.

5. Conclusion

The proposed framework uses the blockchain for EHD management. It uses the AWS, Ethereum smart contract, and searchable ABE technique for providing secure data accessing and storing on the cloud. The main benefit of using the ABE cryptography technique is the documents can be open by only those users if their attributes satisfy the given conditions of access policy, which is defined by the patient. The use of blockchain ensures the security, traceability, and non-tempering properties while storing and accessing data. The use of smart contracts removes...
the requirement of a third party for recording the transactions and consensus. This scheme can achieve sharing of documents at a low cost with required safety and security. In the future, we will use a public dataset for testing the model. Also, for real-time data collection, some smart devices can be introduced and the model can also be used for other medical institutes such as insurance companies, surgical instrument companies, pharmacy companies, etc.
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