Integration of Blockchain and IoT: An Enhanced Security Perspective
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Abstract: Blockchain (BC), a by-product of Bitcoin cryptocurrency, has gained immense and wide scale popularity for its applicability in various diverse domains – especially in multifaceted non-monetary systems. By adopting cryptographic techniques such as hashing and asymmetric encryption - along with distributed consensus approach, a Blockchain based distributed ledger not only becomes highly secure but also immutable and thus eliminates the need for any third-party intermediators. On the contrary, innumerable IoT (Internet of Things) devices are increasingly being added to the network. This phenomenon poses higher risk in terms of security and privacy. It is thus extremely important to address the security aspects of the growing IoT ecosystem. This paper explores the applicability of BC for ensuring enhanced security and privacy in the IoT ecosystem. Recent research articles and projects/applications were surveyed to assess the implementation of BC for IoT Security and identify associated challenges and propose solutions for BC enabled enhanced security for the IoT ecosystem.
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1. Introduction

The primary aims of this article is to conduct a detailed study exploring how (and to what extent) Blockchain technologies can be utilised in enhancing the overall security of the Internet of Things (IoT) ecosystems and to foresee the future of Blockchain of Things (BCoT) fusion. Considering the fact that the Blockchain is comparatively an avant-garde technology, this paper presents a representative sample of research conducted in the last ten years, commencing with the early work in this domain. Although, identifying how the Blockchain can further enhance the security paradigm of IoT is the main focus of the paper, to do so various other usages of the Blockchain and similar digital ledger technologies were explored along with their applications, impediments, privacy and security concerns. This paper explicates our previous work [1] presented at the International Conference on Emerging Technologies in Computing, which was held at London Metropolitan University in 2018.

Like many other domains of computing, security and privacy issues are the major concerns of the Internet of Things (IoT) ecosystem [2, 3]. To fortify the backbone for improved security and privacy of IoT, the Blockchain is considered to be able to play a vital rôle. In fact, Blockchain research has become truly multifaceted as researchers from both industry as well as academia are applying the Blockchain in new dimensions on a regular basis. In the Proof-of-Work (PoW) concept [4], an
algorithm based on mainly solving a mathematical challenge, is the major method to assure the security aspects of the BC by recording and maintaining a complete digital ledger of all the completed transactions. These transactions are thus unalterable. A high-level system block diagram of how the BC technology works is shown in Fig. 1.

![System Block Diagram of Blockchain Technology](image1)

**Figure 1.** A high-level view of the Blockchain Technology [5].

In addition to this, the BC also takes advantage of the Public Key [5], which is purposely made chaotic in nature for ensuring the highest level of security, in order to register the identity of the users. Thus, an extra layer of privacy is ensured automatically. As evident by many research and project reports, the adoption of the Blockchain technology has been found to be successful in many non-monetary domains such as in the supply chain, healthcare systems, online/electronic voting, proof of location, distributed cloud storage, securities settlement [6, 7], even in human resource management and recruitment [8]. Furthermore, implementation of a blockchain may be seen as a six-layer hierarchical model [9], as shown in Fig. 2, below.

![Layered Model of Blockchain Technology](image2)

**Figure 2.** The Layered Model of the Blockchain Technology [9]

The authors of this paper not only surveyed research articles but also considered relevant projects/applications to ascertain the applicability of Blockchain technology for augmented IoT security and to distinguish the challenges associated with such application of the BC and thence to put forward probable solutions for BC enabled enhanced IoT security systems.

The knowledge domain of the research is in the realm of the Internet of Things (IoT), Internet of Everything (IoE), Wireless Sensor Network (WSN) and Distributed Digital Ledger (DLT), specifically, in Blockchain and crypto-currency.
2. Blockchain Fundamentals

To understand how Blockchain can be applied for enhancing IoT security, it is very important to understand how these two technologies are put into function. In this section, the basic technological fundamentals of Blockchain have been briefly described while the next session introduces the Internet of Things (IoT) ecosystem.

A Blockchain mainly consists of two separates but interrelated integrant. These are as follows:

1. **Transaction:** in a digital ledger system such as the Blockchain, a transaction is basically the action triggered by the participant.

2. **Block:** A block, in a Blockchain system, is a collection or pool of data which records the transaction and other relevant details such as the correct sequence, timestamp of creation, *et cetera.*

Based on the scope of how a Blockchain is going to be used, it can be of two types: private or public. In a public Blockchain, usually all the users have both read and write permissions. One example of such a public Blockchain application is in recording the generation and financial flow of the Bitcoin cryptocurrency. However, there are also some public Blockchains where access is limited to either write or read rights, depending on the rôle of the user in the system. The aim of a private Blockchain, on the contrary, is to conceal the details of the users. To ensure that, access is limited to some trusted participants or members of a single organization. A Blockchain that is controlled by a consortium is known as a "consortium blockchain" [9]. This is particularly pertinent amongst governmental institutions and allied sister concerns or their subsidiaries thereof.

The implementation of the Blockchain technology being mainly public puts the BC at the forefront of other technologies, especially in term$\text{s}$ of security and transparency aspects. Since each participating node possesses its own copy of the complete blockchain i.e. whole blocks of updated records and transactions, the data thus remain unaltered. Any unauthorised or unexpected changes will thus be publicly verifiable. However, the data recorded in such publicly available blocks are hashed and encrypted (by the private key) to ensure security and anonymity. Because the private key is used to encrypt the data, it cannot be publicly scrutinised nor interpreted.

Although a centralised implementation of the Blockchain technology is possible, it is mostly decentralised in nature, which is considered to be another one of its major advantages. It is decentralised in the sense that:

- The data, comprising the transactions and associated blocks, are distributed among the participating nodes of the Blockchain network, rather than storing them in a single piece of node or storage device.
- The transactions are approved by a set of specific rules or algorithms, thus eliminating the influence of being biased by one single authority involving substantial trust in order to reach a consensus.
- The Blockchain systems only allows new verified blocks to be appended to the old chain. As the previously added blocks are already public and distributed, they are openly verifiable and hence cannot be altered or revised. Thus, the overall security of a Blockchain ecosystem is another advantage over other technologies.

Once a transaction is triggered by a participant, it is not added straightaway to the chain of blocks i.e. the blockchain. In order for a newly initiated transaction to be appended with the existing chain, the transaction has to go through the validation and verification processes. The participating nodes of the Blockchain networks must apply a set of predefined rules or specific algorithms for this purpose. The set of rules or algorithms basically defines what is perceived as “valid” by the respective Blockchain system and may vary from one to another. Rather than adding one single transaction in a block, usually a number of such transactions are put together in order to construct a new block. This newly prepared block is then sent to all other participating nodes of the Blockchain network so that they can be appended to their copy of the existing chain of blocks. Each succeeding block of the chain comprises a hash, a unique digital fingerprint, of the preceding one.
The Blockchain not only verifies and validates all the newly triggered transactions but also maintains an irreversible lifelong record of them, while assuring that all the identification related information of the users or the participants are kept incognito. All the personal information of the users is sequestered while substantiating all the transactions. This is achieved by reconciling mass collaboration by cumulating all the transactions in a computer code based digital ledger. Thus, in a Blockchain system, instead of trusting each other or an intermediary, the participants need to trust the decentralized network system itself. The Blockchain itself then has become the ideal “Trust Machine” [11, 12] paradigm.

Although the Bitcoin cryptocurrency first used the Blockchain, it is considered to be just an exemplary use of the BC. Blockchain technology is a relatively novel technology in the domain of computing that is enabling illimitable applications, such as in and not just limited to: healthcare systems, human resource management, recruitment, storing and verifying legal documents including deeds and various certificates, IoT and the Cloud. In fact, Tapscott [13] has perfectly conned Blockchain to be the “World Wide Ledger”, facilitating many novel applications beyond just the simple verifying of transactions such as in: recording smart deeds, decentralized and/or autonomous organizations/government services et cetera. Fig. 3, shows the typical and diverse applications of the blockchain technology.

The level of pervasiveness of the application of blockchain technology can be seen illustrated by Fig. 4, which shows the diverse application just in the biomedical domain. Fig. 4 also lists six reasons for using the blockchain: access control, non-repudiation, data versioning, data integrity, data auditing and for data provenance.
3. Internet of Things (IoT)

The term ‘Internet of Objects’ or ‘Internet of Things’ (more commonly referred to as ‘IoT’) denotes the electronic or electrical devices of many different sizes and capabilities connected to the Internet. This connection is mainly by using wireless sensors, but excluding those primarily involved in communications with human beings, i.e. the traditional Internet. New IoT devices are being marketed on a regular basis and thus the scope of the connections is ever broadening beyond just basic machine-to-machine communication (M2M) [15].

There are many types of IoT devices employing a wide range of applications, protocols, and network domains [16]. The growing preponderance of IoT technology is enabled by the physical objects being connected to the Internet by various types of short-range wireless technologies such as sensor networks, RFID, ZigBee and through location-based technologies [17].

The emergence of IoT as a distinctive entity was reached (according to the Internet Business Solutions Group (IBSG)) when more inanimate objects were directly connected to the Internet bypassing human users [18]. This accelerating process has been gaining momentum ever since the rollout of CISCO’s ‘Planetary Skin’, the Smart Grid and intelligent vehicles [18]. IoT is already on the verge of making the Internet truly pervasive, with devices already embedded into consumer white goods, including personal and intimate devices [19] in our daily lives. IoT devices are only standardised in their use of the Internet networking protocols and not how they interface to the Internet or with each other. This immediate potential inhibiting factor needs to be addressed.

IoT may be deployed with added privacy, security and management features to link, for example, vehicle electronics, home environmental management systems, telephone networks and control of domestic utility services. The broadening scope of IoT and how it can link with heterogeneous networks is shown in [18].

A standard IoT ecosystem typically comprises of the following five components:

1. **Sensors**: sensors are mainly responsible for the collection and transduction of the required data;
2. **Computing Node**: such nodes containing the central processing unit (CPU), are required for processing the data and information received from the sensor(s);
3. **Receiver**: which is actually a transceiver, facilitates the collection of the message sent by the local and remote computing nodes or other associated devices;
4. **Actuator**: which could be electro-mechanical in nature, works on the basis of the decision taken by the Computing Node, processing the information received from the

**Figure 4. Mindmap of the Blockchain Applications in the Biomedical Domain [14].**
sensor and/or from the Internet, then triggering the associated device to perform a function; and

5. **Device**: to perform the desired task as and when triggered.

### 4. BC Enabled Enhanced IoT Security

In an IoT ecosystem [20, 21], most of the communication is in the form of Machine-to-Machine (M2M) interactions, that is, without any human intervention whatsoever. This means that the establishment of trust amongst the participating machines is a big challenge that IoT technology still has not met extensively. However, the application of the Blockchain may act as a catalyst in this regard, by enabling enhanced scalability, security, reliability and privacy [11, 12]. This can be achieved by deploying Blockchain technology to track billions of devices connected to the IoT ecosystems and then used to enable and/or coordinate transaction processing. In fact, a specific search engine already exists, called “Shodan”, that describes itself as “the world’s first search engine for Internet-connected devices”¹. The use of this search engine by anyone will also expose any insecure IoT devices and hence their need for rectification. Application of the Blockchain in any IoT ecosystem will further enhance the reliability by completely eliminating any Single Point of Failure (SPF). In Blockchain, data is encrypted using cryptographic algorithms as well as the hashing techniques. Thus, the application of Blockchain in an IoT ecosystem can offer better security services. However, to perform the hashing techniques and implement the cryptographic algorithms, the systems shall obviously demand more processing power, which IoT devices currently lack. Further research is required to overcome this present limitation, including extending the longevity of the in situ powering source.

Underwood [22] considers the application of Blockchain technology to completely overhaul the digital economy. Ensuring and maintaining trust is both the primary and initial concern of the application of the blockchain. BC can also be used to gather chronological and sequence information of transactions, as it may be seen as an enormous networked time-stamping system. For example, NASDAQ is using its ‘Linq blockchain’ to record its private securities transactions. Meanwhile the Depository Trust & Clearing Corporation (DTCC, USA) is working with Axoni in implementing financial settlement services such as post-trade matters and swaps. Regulators are also interested in BC’s ability to offer secure, private, traceable real-time monitoring of transactions.

Securing operational technology is also of paramount importance. Blockchain can help to prevent tampering and spoofing of data by managing and securing industrial IoT and operational technology (OT) devices. Once a sensor, device or controller has been deployed and is working, it cannot be tampered with - since any compromised devices will be recorded in the BC.

Since IoT highly utilises the existing wireless sensor network (WSN) technologies, intrinsically it remains vulnerable to privacy as well as security threats. On the contrary, blockchain, by its design and architecture-consensus method and cryptographic techniques – is considered as a Trust Machine [23, 24]. Thus, it possesses the potentials to address major share of the security issues found in IoT. Miraz [24] argues them to be complementary technologies for each other: BC requires participating nodes for consensus approach which can be supplemented by IoT devices while IoT requires security features which can be met by BC such as: transparency, privacy, immutability, operational resilience and so forth.

IoT is a cyber-physical system which help represent the “connected” physical world into part of a substantial realm of information system – the cyber world. However, due to various reasons, the security aspects of IoT has not been properly addressed at the design phase of the devices and products. With the advent and increasing popularity of BC, there has been a paradigm shift in IoT research, particularly integrating IoT and BC [25, 26] together for a more robust but secure cyber world. However, since the technologies are still not fully mature, many challenges are yet to be addressed arising from such an integration [27]. Many studies [28, 29, 24] suggest applications of BC as a probable solution to tightening the security aspects of the IoT ecosystem including the protection from the “Stalker” [28] attack.

¹ [https://www.shodan.io/](https://www.shodan.io/)
Since IoT is built on the foundation laid by the wireless sensor network (WSN) [30], characteristically each node of an IoT ecosystem is considered to be prone to attacks such as from the Distributed Denial-of-Service (DDoS) [31, 32] threat and if compromised, it may serve as a point of failure. IoT networks are mostly leveraged on the cloud environment. Such centralised architecture suffers from a Single Point of Failure (SPF) and further adds to vulnerability.

IoT devices gather and/or generate a vast amount of data which are communicated over the Internet for processing and in decision making purposes. Data privacy and authentication is considered to be a constant critical threat for the IoT environment. In the absence of proper security measures, these vast amounts of data can be mishandled and used inappropriately [33]. It is thus extremely important to safeguard the IoT system from injection attacks and spoofing. As the name implies, an injection attacks tries to inject false data or measures into the system and thus affect the overall decision-making process.

Within the recently materialised Machine Economy, the data generating sensors are now able to efficiently share, exchange and merchandise the data in various autonomous systems and marketplaces. However, boosting trust amongst the partaking entities remains a core challenge. Existence of a publicly verifiable system for audit-trail, without the need for a third party, for establishing trust, is prudent to address the non-repudiation problem [34]. Thus far, several such blockchain based applications have been piloted: FileCoins [35] and TransActive Grids [36] are two major examples. Utilising these applications, the devices can generate money by trading.

[37] adopts pseudonymization approach which slices the data into several small parcels before they are sent to the smart devices of an IoT enabled ecosystem such as smart home. The BC records the hashes of the data generated by the smart IoT devices and act as a certificate provider. Only the owner can rebuild the data and assign access rules of the data for the smart devices or external entities (service providers) based on public keys. The framework also integrates the BC into the different layers, as shown in Fig. 2, (application, database, communication and physical layers) and thus addresses the various security related limitations of these layers. The Ethereum platform has been utilised to provide smart contract functionalities applying BC as a distributed Database. The BC enabled application layer provides an extra layer of security – by denying intruders any illegitimate access to the dependent processes.

The Filament crypto platform developed an alternative solution by the application of the Telehash2 protocol to adopt BC [38]. The prototype developed by Filament, by utilising BC as well as smart contracts, enables smart IoT devices to discover, interact and communicate (message exchange) with each other with the freedom to act independently without the need for any central control. Prior to any communication taking place, the participating devices are required to satisfactorily authenticate themselves to the other parties by utilising the appropriate security protocols, such as Transport Layer Security (TLS) and Secure Socket Layer (SSL), through public key infrastructure (PKI). In contrast to the models developed by [37] and [38], Prabhu et al. [39] adopted a different approach. Applying BC as the backbone of the IoT ecosystem, IP addresses were rather utilised to retrieve data recorded on the distributed ledger. Their system also utilises the events stored on the ledger for notifications.

In an IoT environment, some of the intermediate devices may act as hops. Therefore, designing a secured architecture realising the importance of the private communication protocols is a dire necessity. For secure communications amongst the smart devices of an IoT ecosystem, the Moeco [40] prototype has been developed by a Moeco – a Berlin, German based start-up. Moeco adopts the novel notion of “Domain Name System (DNS) of things”, by utilising BC for the purpose of data routing in IoT environment. While the current version of Moeco is based on the Ethereum platform, future research plan involves adopting Exonum [41] – a custom-built Byzantine consensus approach.

Hashemi et al. [42] introduce a publish–subscribe approach-based solution to IoT data security, analogous to what [37] aimed to achieve. The objectives of [42] are twofold:

1) To segregate data store from data management; and
2) To architect the components adopting a distributed decentralised but scalable approach.

---

2 https://github.com/telehash
Amongst the three layers modelled in the prototype [42], BC has been utilised at the Data Storage system for enhanced transparency and persistent distribution. Further application of BC is implemented at the Data Management procedure where access-controlled data is collected in a decentralised environment via BC enabled rôle-based interactions such as data source, owner, endorser and requester.

Thus far, one of the still major challenges of securing IoT data is implementing an authentication mechanism and access control which perfectly meets the special requirement of the decentralised nature of the IoT ecosystem comprising low processing powered devices. Classical Access Control Protocols (ACLs) as well as others including Discretionary Access Control (DAC), Mandatory Access Control (MAC) and Attribute-Based Access Control (ABAC) do not fit well in the IoT environment with its decentralised architecture. To address this problem, a BC and smart contract based solution has been proposed by Deters [43]: data or resource owner, signing using appropriate credentials, sends an “Announcement” transaction to the BC ecosystem for recording on the ledger, while the recorded data can only be accessed through sending a request transaction to a smart contract that oversees the access control.

Bahga and Madisetti [44] presented a new approach to implement the Blockchain Platform for Industrial Internet of Things (BPIIoT) for Cloud-based Manufacturing (CBM) systems that aims to provide manufacturing resources and capabilities as a cloud service. This Ethereum based system also utilised smart contracts to facilitate its services, whilst enhancing the security of the transactions through changeable public keys. Korpela et al. [45] examines the supply chain specific functionalities and requirements for integration of cloud computing, IoT and BC. While integration of cloud computing with IoT can enhance the operation of interoperable digital supply chains by enabling cost-effective business models, BC can play a vital rôle in achieving disruptive digital transformation in supply chain networks.

BC enabled IoT systems can also be implemented in the smart energy exchange aspect of Industry 4.0 [8], especially in M2M communication for which it is particularly designed for this purpose [46]. The proposed system [46] enables the participating smart devices to trade any type of commodity such as steam, natural gas etc. using BC. An energy producer publishes the price using BC transactions while the consumer purchases the best-published offer using the relevant crypto asset.

Dorri et al. [47, 48] proposed a BC enabled multitier architecture with enhanced security and privacy, satisfying the IoT specific requirement while eliminating BC’s consensus specific limitations. Since BC’s PoW consensus approach is computationally expensive and highly critiqued for its stand against green computing notion [49], rather an access policy-based approach managed by a single miner is adopted – an overlay network as well as cloud storage have been utilised. When a new node (smart device in this case) is added to the network, a miner generates a new block corresponding to the newly added node which contains two distinguished headers: one to link to the previous block in the chain and the other to contain the data access policy. Unlike other BC applications, to enhance privacy and confidentiality, symmetric keys (Diffie–Hellman algorithm) are used to communicate amongst the nodes, maintained and distributed by the miner. Thus, the single miner becomes a powerful central authority and the decentralised aspect of BC is compromised to some extent.

Securing the IoT environment is not the only reason for integrating with BC, the fusion also provides the benefits of smart contracts, enabling innovation of new business models as well as solving existing problems. However, the breaches brought by the vulnerabilities associated with smart contracts [49] are also need to be considered. The system proposed by Wörner et al. [50] enables sensors to trade data for Bitcoin. Addresses of each participating sensor nodes are Bitcoin’s public keys. To request (purchase) data from a sensor, a transaction (including transfer of Bitcoin) to the sensor is announced. Upon verification, the sensor will then create a response transaction for the requesting node, with the data requested. In fact, this [50] is a generalisation of the IoT electric business model proposed by Zhang and Wen [51].

The Enigma framework, proposed by Zyskind et al. [52], is a P2P that enables different parties to both store and operate on the data while keeping it completely private. The purpose is to securely distribute data amongst various nodes and segregate the data from their references, thus making it
difficult to rebuild the original data. This is achieved through the administration of the data storage using a Distributed Hash Table (DHT) for the shared secret data chunks as well as implementation of external BC to govern access control, network monitoring and identities. A similar approach, BC enabled auditable storage system for IoT Data, has been proposed by Shafagh et al. [53].

IOTA cryptocurrency, developed by the IOTA foundation, is an open-source micro-payments platform paying particular attention to IoT. However, instead of using traditional BC, IOTA implements TANGLE - a BC without having any blocks or even miners [54], rather leveraging on acyclic graphs, making it highly scalable.

A two-layered (level 0 and level N) BC based IoT security framework has been designed by Chakraborty et al. [55] taking into consideration the resource-constrained nodes. Devices, with limited processing capabilities to enforce security primitives, belongs to level 0. On the contrary, level N comprises two types of nodes: primary and secondary. While the primary nodes administer the processing of data, communication, access control and other associated tasks, the role of secondary nodes is to assist the primary ones. Due to the resource-constrained feature of the level 0 nodes, they are barred from directly communicating with other level 0 nodes. However, indirect communication via other level N nodes, capable of enforcing security measures, is in place.

5. Concluding Discussion

To answer the research question “To what extent can the Blockchain be used in enhancing the overall security of the Internet of Things (IoT) ecosystems?” , this paper first introduced how these two emerging technologies work. The current security issues related to IoT systems were also discussed. The authors of the article then investigated how the application of the Blockchain can eliminate these security concerns inherent in the IoT ecosystem and improve its overall security.

Both the Blockchain and Internet of Things (IoT) are two relatively new but promising technologies being successfully used in multifaceted applications. The way the application of the Blockchain has widened beyond its initial use for Bitcoin generation and dealing has conclusively shown its relevance and versatility in general networked secure transactions. IoT also proved itself to be capable of doing far more things than being a simple wireless sensor network. In fact, Blockchain and its variants combined offers many security aspects such as enhanced privacy, stronger security, full traceability, inherent detailed data provenance and accurate time-stamping which other technologies still could not offer as standalone features. BC has seen its adoption beyond its initial application areas and is now used to secure any type of transaction, whether: human-to-human (H2H), machine-to-machine (M2M) or human-to-machine (H2M) communications. The adoption of Blockchain appears to be secure, especially allied with the world emergence of the Internet-of-Things (IoT). Its decentralized application across the already established global Internet is also very appealing, in terms of ensuring network redundancy, data redundancy through distribution and hence survivability.

References

[1] Mahdi H. Miraz and Maaruf Ali, “Blockchain Enabled Enhanced IoT Ecosystem Security”, Proc. of the Int. Conf. on Emerging Technologies in Computing 2018 (iCETiC ’18), Part of the Lecture Notes of the Institute for Computer Sciences, Social Informatics and Telecommunications Engineering (LNICST), vol. 200, London, UK, 2018, pp. 38-46. Available: https://link.springer.com/chapter/10.1007/978-3-319-95450-9_3.

[2] Zainab Alansari, Nor Badrul Anuar, Amirrudin Kamsin, Safeeullah Soomro, Mohammad Riyaz Belgaum, Mahdi H. Miraz, Jawdat Alshaer, “Challenges of Internet of Things and Big Data Integration”, Proc. of the Int. Conf. on Emerging Technologies in Computing 2018 (iCETiC ’18), Part of the Lecture Notes of the Institute for Computer Sciences, Social Informatics and Telecommunications Engineering (LNICST), vol. 200, London, UK, 2018, pp. 47-55. Available: https://link.springer.com/chapter/10.1007/978-3-319-95450-9_4.

[3] Zainab Alansari, Nor Badrul Anuar, Amirrudin Kamsin, Mohammad Riyaz Belgaum, Jawdat Alshaer, Safeeullah Soomro, Mahdi H. Miraz, “Internet of Things: Infrastructure, Architecture, Security and Privacy”, 2018 Int. Conf. on Computing, Electronics & Communications Engineering (iCCECE), Southend, United Kingdom, 2018, pp. 150-155, doi: 10.1109/iCCECOME.2018.8658516.
[4] Ameer Rosic, “Proof of Work vs Proof of Stake: Basic Mining Guide”, Blog 2017. Available: https://blockgeeks.com/guides/proof-of-work-vs-proof-of-stake.

[5] Shashank, “Blockchain Technology – Unfolding the Technology behind Bitcoins”, Blog 2017. Available: https://www.edureka.co/blog/blockchain-technology.

[6] Mahdi H. Miraz and David C. Donald, “Application of Blockchain in Booking and Registration Systems of Securities Exchanges”, Proc. of the IEEE Int. Conf. on Computing, Electronics & Communications Engineering 2018 (IEEE iCCECE ‘18), Southend, United Kingdom, 16-17 August 2018, pp. 35-40, doi: 10.1109/iCCECOME.2018.8658726.

[7] David C. Donald and Mahdi H. Miraz, “Multilateral Transparency for Securities Markets through DLT”, in the Fordham Law Review, Vol. XXV, Issue 1, January 2020, pp. 97-153. Available: https://ir.lawnet.fordham.edu/jcfl/vol25/iss1/2/.

[8] Md Mehide Hassan Onik, Mahdi H. Miraz, and Chul-Soo Kim, “A Recruitment and Human Resource Management Technique Using Blockchain Technology for Industry 4.0”, Proceeding of Smart Cities Symposium (SCS-2018), Manama, Bahrain, 2018, pp. 11-16. doi: 10.1049/cp.2018.1371.

[9] Omar Dib, Kei-Leo Brousmiche, Antoine Durand, Eric Thea and Elyes Ben Hamida, “Consortium Blockchains: Overview, Applications and Challenges”, International Journal on Advances in Telecommunications, vol. 1 no.1 & 2, 2018, p. 51-64. Available: http://www.ijariijournals.org/telecommunications/tele_v11_n12_2018_paged.pdf.

[10] Fran Casino, Thomas K. Dasaklis and Constantinos Patsakis, “A systematic literature review of blockchain-based applications: Current status, classification and open issues”, Telematics and Informatics, vol. 36, March 2019, pp. 55-81, ISSN 0736-5853, doi: 10.1016/j.tele.2018.11.006, Elsevier Ltd. Available: http://www.sciencedirect.com/science/article/pii/S0736585318306324.

[11] Mahdi H. Miraz and Maaruf Ali, “Applications of Blockchain Technology beyond Cryptocurrency”, Annals of Emerging Technologies in Computing (AETiC), vol. 2, no. 1, pp. 1-16, January 2018, doi: 10.33166/AETiC.2018.01.001. Available: http://aetic.theiaer.org/archive/v2n1/p1.pdf.

[12] Mahdi H. Miraz, “Blockchain: Technology Fundamentals of the Trust Machine”, Machine Lawyering, December 2017. Available: dx.doi.org/10.13140/RG.2.2.22541.64480/2.

[13] Don Tapscott and Alex Tapscott, “Blockchain Revolution: How the Technology Behind Bitcoin Is Changing Money, Business, and the World”, 1st ed. New York, USA: Penguin Publishing Group, 2016.

[14] George Drosatos and Eleni Kaldoudi, “Blockchain Applications in the Biomedical Domain: A Scoping Review”, Computational and Structural Biotechnology Journal, vol. 17, February 2019, pp. 229-240. Available: https://www.sciencedirect.com/science/article/pii/S221278721830285X?via%3Dihub.

[15] Amina Benattia and Maaruf Ali, “Convergence of Technologies in the M2M Space”, IEEE Int. Conf. on Applied Electronics, Pilsen, Czech Republic, 2008, pp. 9-12.

[16] Jan Höller, Vlasios Tsitsis, Catherine Mulligan, Stamatis Karnouskos, Stefan Aves and David Boyle, “From Machine-to-Machine to the Internet of Things: Introduction to a New Age of Intelligence”, 1st ed. London, United Kingdom: Academic Press Ltd, 10 Apr 2014. https://doi.org/10.1016/C2012-0-03263-2

[17] Mohamed Ali Feki, Fahim Kawser, Mathieu Boussard and Lieven Trappeniers, “The Internet of Things: The Next Technological Revolution”, Computer, vol. 46, no. 2, pp. 24 - 25, February 2013, doi: 10.1109/MC.2013.63. Available: http://ieeexplore.ieee.org/xpl/articleDetails.jsp?arnumber=6457383.

[18] Dave Evans, “The Internet of Things: How the Next Evolution of the Internet Is Changing Everything”, Cisco Internet Business Solutions Group (IBSG), Cisco Systems, Inc., San Jose, CA, USA, White Paper April 2011. Available: http://www.cisco.com/web/about/ac79/docs/innov/IoT_IBSG_0411FINAL.pdf.

[19] Matthew Wynn, Kyle Tillotson, Ryan Kao, Andrea Calderon, Andres Murillo, Javier Camargo, Rafael Mantilla, Brahim Rangel, Alvaro A. Cardenas and Sandra Rueda, “Sexual Intimacy in the Age of Smart Devices: Are We Practicing Safe IoT?”, Internet of Things & P ‘17: Proc. of the 2017 Workshop on Internet of Things Security and Privacy, November 2017, pp. 25–30, doi: 10.1145/3139937.3139942.

[20] Mahdi H. Miraz, Maaruf Ali, Peter Excell and Picking Rich, “A Review on Internet of Things (IoT), Internet of Everything (IoE) and Internet of Nano Things (IoNT)”, Proceedings of the Fifth International IEEE Conference on Internet Technologies and Applications (ITA 15), Wrexham, UK, 2015, pp. 219 – 224. Available: http://ieeexplore.ieee.org/xpl/articleDetails.jsp?arnumber=7317398.

[21] Mahdi H. Miraz, Maaruf Ali, Peter S. Excell, and Richard Picking, “Internet of Nano-things, Things and Everything: Future Growth Trends”, Future Internet, vol. 10, no. 8, July 2018, article 68, doi: 10.3390/fi10080068. Available: http://www.mdpi.com/1999-5903/10/8/68.

[22] Sarah Underwood, “Blockchain Beyond Bitcoin”, Communications of the ACM, vol. 59, no. 11, pp. 15-17, November 2016. Available: https://doi.org/10.1145/2994581.
[23] Alfonso Panarello, Nachiket Tapas, Giovanni Merlino, Francesco Longo and Antonio Puliafito, “Blockchain and IoT Integration: A Systematic Survey”, Sensors, vol. 18, no. 8, article no. 2575, pp. 1-37, August 2018, doi: 10.3390/s18082575. Available: https://www.mdpi.com/1424-8220/18/8/2575.

[24] Mahdi H. Miraz, “Blockchain of Things (BCoT): The Fusion of Blockchain and IoT Technologies”, In: Kim S., Deka G. (eds), Advanced Applications of Blockchain Technology. Studies in Big Data, vol. 60. Springer, Singapore, 2019, ch. 7, pp. 141-159, doi: 10.1007/978-981-13-8775-3_7. Available: https://link.springer.com/chapter/10.1007/978-981-13-8775-3_7.

[25] Mayra Samaniego, U. Jamsrandonj and Ralph Deters, “Blockchain as a Service for IoT”, Proceedings of the 2016 IEEE International Conference on Internet of Things (iThings) and IEEE Green Computing and Communications (GreenCom) and IEEE Cyber, Physical and Social Computing (CPSCom) and IEEE Smart Data (SmartData), Chengdu, China, 2016, pp. 433-436, doi: 10.1109/iThings-GreenCom-CPSCom-SmartData.2016.102. Available: https://ieeexplore.ieee.org/document/7917130.

[26] Jianjun Sun, Jiaqi Yan and Kem Z. K. Zhang, “Blockchain-based sharing services: What blockchain technology can contribute to smart cities,” Financial Innovation, vol. 2, article no. 26, pp. 1-9, Dec. 2016, doi: 10.1186/s40854-016-0040-y Available: https://link.springer.com/article/10.1186/s40854-016-0040-y.

[27] Ana Reyna, Cristian Martín, Jaime Chen, Enrique Soler and Manuel Díaz, “On blockchain and its integration with IoT. Challenges and opportunities”, Future Generation Computer Systems, vol. 88, pp. 173-190, Nov., 2018, doi: 10.1016/j.future.2018.05.046. Available: https://www.sciencedirect.com/science/article/pii/S0167739X17292050.

[28] Emanuel Ferreira Jesus, Vanessa R. L. Chicarino, Célio V. N. de Albuquerque and Antônio A. de A. Rocha, “A Survey of How to Use Blockchain to Secure Internet of Things and the Stalker Attack”, Security and Communication Networks, vol. 2018, article ID: 9675050, 27 pages, April 2018, doi: 10.1155/2018/9675050. Available: https://www.hindawi.com/journals/scn/2018/9675050/.

[29] Djamel Eddine Kouicem, Abdelmadjid Bouabdallah and Hicham Lakhlef, “Internet of things security: A top-down survey”, Computer Networks, vol. 141, pp. 199-221, August 2018. Available: https://www.sciencedirect.com/science/article/pii/S1567422318301208.

[30] Ahmed S. Abu Daia, Rabie A. Ramadan, and Magda B. Fayek, “Sensor Networks Attacks Classifications and Mitigation”, Annals of Emerging Technologies in Computing (AETiC), vol. 2, no. 4, pp. 28-43, October 2018, doi: 10.33166/AETiC.2018.04.003. Available: http://aetic.theiaer.org/archive/v2/v2n4/p3.html.

[31] Junaid Chaudhry, Kashif Saleem, Paul Haskell-Dowland and Mahdi H. Miraz, “A Survey of Distributed Certificate Authorities in MANETs”, Annals of Emerging Technologies in Computing (AETiC), vol. 2, no. 3, pp. 11-18, July 2018, doi: 10.33166/AETiC.2018.03.002. Available: http://aetic.theiaer.org/archive/v2/v2n3/p2.html.

[32] Md Mehed Hassan Onik, Nasr Al-Zaben, Hung Phan Hoo and Chul-Soo Kim, “A Novel Approach for Network Attack Classification Based on Sequential Questions”, Annals of Emerging Technologies in Computing (AETiC), vol. 2, no. 2, pp. 1-14, April 2018, doi: 10.33166/AETiC.2018.02.001. Available: http://aetic.theiaer.org/archive/v2/v2n2/p1.html.

[33] Sabrina Sicari, Alessandra Rizzardi, Cinzia Cappiello, Daniele Miorandi, and Alberto Cosen-Porisini, “Toward Data Governance in the Internet of Things”. In: Yager R., Pascual Espada J. (eds) New Advances in the Internet of Things, Studies in Computational Intelligence, vol. 715, pp. 59-74, Springer, Cham. DOI: 10.1007/978-3-319-58190-3_4. Available: https://link.springer.com/chapter/10.1007/978-3-319-58190-3_4.

[34] Florian Hawlitschek, Benedikt Notheisen and Timm Teubner, “The limits of trust-free systems: A literature review on blockchain technology and trust in the sharing economy”, Electronic Commerce Research and Applications, vol. 29, pp. 50-63, May-June, 2018, doi: 10.1016/j.elerap.2018.03.005. Available: https://www.sciencedirect.com/science/article/pii/S1567422318300292.

[35] Protocol Labs, “Filecoin: A Decentralized Storage Network”, USA, White Paper 2017. Available: https://filecoin.io/filecoin.pdf.

[36] LO3 Energy, “EXERGY: Electric Power Technical Whitepaper: Building a Robust Value Mechanism to Facilitate Transactive Energy”, White Paper, 14 December 2017. Available http://www.truevaluemetrics.org/DBpdfs/Initiatives/Exergy/Exergy-2018-Technical-Whitepaper-v8.pdf.

[37] Kamanashis Biswas and Vallipuram Muthukumaram, “Securing Smart Cities Using Blockchain Technology”, 2016 IEEE 18th International Conference on High Performance Computing and Communications; IEEE 14th International Conference on Smart City; IEEE 2nd International Conference on Data Science and Systems (HPC/C SmartCity/DSS), Sydney, NSW, Australia, 2016, pp. 1392–1393, doi: 10.1109/HPC/C-SmartCity-DSS.2016.0198. Available: https://ieeexplore.ieee.org/document/7828539.

[38] Filament, “Filament Security Overview—Networking Devices at the Edge of Risk”, Nevada, USA, White Paper 2017. Available: https://www.scribd.com/document/366876418/Filament-Security.
[39] Karthik Prabhu and Keerthi Prabhu, “Converging blockchain technology with the internet of things,” International Education and Research Journal, vol. 3, no. 2, pp. 122-123, February 2017. [Online]. http://seri.in/journal/index.php/seri/article/view/727.

[40] M. Gorilovsky, “Global IoT Connectivity Platform—MOECO”, MOECO, White Paper 2017. Available: https://moeco.io/

[41] Exonum, “Exonum Documentation”, White Paper 2018. Available: https://exonum.com/doc/version/0.12/

[42] Sayed Hadi Hashemi, Faraz Faghri, Paul Rausch, and Roy H. Campbell, “World of Empowered IoT Users”, 2016 IEEE First International Conference on Internet-of-Things Design and Implementation (IoTDI), Berlin, Germany, 2016, pp. 13-24, doi: 10.1109/IoTDI.2015.39. Available: https://ieeexplore.ieee.org/document/7471347.

[43] Ralph Deters, “Decentralized Access Control with Distributed: Using Blockchain to Manage IoT Access”, International Conference on Cloud and Robotics, Saint Quentin, France, 2017. Available: https://www.cloudrobotics.info/files/papers/ICCR17_paper_6.pdf.

[44] Arshdeep Bahga and Vijay K. Madisetti, “Blockchain Platform for Industrial Internet of Things”, Journal of Software Engineering and Applications, vol. 9, no. 10, pp. 533-546, October 2016, doi: 10.4236/jsea.2016.910036. Available: https://www.scirp.org/journal/paperinformation.aspx?paperid=71596.

[45] Kari Korpelä, Jukka Hallikas and Tomi Dahlberg, “Digital Supply Chain Transformation toward Blockchain Integration”, Proceedings of the 50th Hawaii International Conference on System Sciences, Hawai‘i, USA, 2017, pp. 4182-4191, doi: 10.24251/HICSS.2017.506. Available: https://scholarspace.manoa.hawaii.edu/handle/10125/41666.

[46] Janusz J. Sikorski, Joy Haughton and Markus Kraft, “Blockchain technology in the chemical industry: Machine-to-machine electricity market”, Applied Energy, vol. 195, pp. 234-244, June 2017, doi: 10.1016/j.apenergy.2017.03.039 Available: https://www.sciencedirect.com/science/article/pii/S0306261917302672?via%3Dihub.

[47] Ali Dorri, Salil S. Kanhere and Raja Jurdak, “Blockchain in Internet of Things: Challenges and Solutions”, ArXiv, August 2016. Available: https://arxiv.org/abs/1608.05187.

[48] Ali Dorri, Salil S. Kanhere, Raja Jurdak and Praveen Gauravaram, “Blockchain for IoT security and privacy: The case study of a smart home”, Proceedings of the 2017 IEEE International Conference on Pervasive Computing and Communications Workshops (PerCom Workshops), Kona., HI, USA, 2017, pp. 618–623, doi: 10.1109/PERCOMW.2017.7917634. Available: https://ieeexplore.ieee.org/document/7917634.

[49] Mahdi H. Miraz and Maaruf Ali, “Blockchain Enabled Smart Contract Based Applications: Deficiencies with the Software Development Life Cycle Models”, Baltica Journal, vol. 33, no. 1, pp. 101-116, January 2020.

[50] Dominic Wörner and Thomas von Bomhard, “When your sensor earns money: exchanging data for cash with Bitcoin”, Proceedings of the 2014 ACM International Joint Conference on Pervasive and Ubiquitous Computing: Adjunct Publication (UbiComp ’14 Adjunct), Washington, USA, ACM, New York, NY, USA, 2014, pp. 295-298, doi: 10.1145/2638728.2638786 Available: https://dl.acm.org/citation.cfm?id=2638786.

[51] Yu Zhang and Jianguo Wen, “An IoT electric business model based on the protocol of bitcoin”, 2015 Proceedings of the 18th International Conference on Intelligence in Next Generation Networks, Paris, France, February 2015, pp. 184-191, doi: 10.1109/ICIN.2015.7073830. Available: https://ieeexplore.ieee.org/document/7073830.

[52] Howard Shrobe, David L. Shrier and Alex Pentland, “Chapter 15 Enigma: Decentralized Computation Platform with Guaranteed Privacy”, in New Solutions for Cybersecurity. Massachusetts, USA: MIT Press, 2018, pp. 425-454. Available: https://ieeexplore.ieee.org/document/8333139.

[53] Hossein Shalaghi, Lukas Burkalter, Anwar Hithnawi and Simon Duquennoy, “Towards Blockchain-based Auditable Storage and Sharing of IoT Data”, Proceedings of the 2017 on Cloud Computing Security Workshop (CCSW ’17), New York, USA, 2017, pp. 45-50, doi: 10.1109/310649.3140656. Available: https://dl.acm.org/doi/10.1145/3140649.3140656.

[54] Serguei Popov, “The Tangle”, version 1.4.3, 30 April, 2018, pp. 1-28. https://assets.ctfassets.net/1dr6vyzfxhev/2t4uxvslqk0EUau6g2sw0g/45eae33637ca92885dd9f6a3a218e1ec/total_1_4_3.pdf.

[55] Rishi B. Chakraborty, Manjusha Pandey and Siddharth S. Rautaray, “Managing Computation Load on a Blockchain–based Multi–Layered Internet–of–Things Network”, Procedia Computer Science, vol. 132, pp. 469–476, 2018. Available: https://www.sciencedirect.com/science/article/pii/S1877050918308809.

© 2020 by the author(s). Published by Annals of Emerging Technologies in Computing (AETiC), under the terms and conditions of the Creative Commons Attribution (CC BY) license which can be accessed at http://creativecommons.org/licenses/by/4.0.

www.aetic.theiaer.org