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Abstract

Error management in the quantum Internet requires stateful and stochastic processing across multiple nodes, which is a significant burden. In view of the history of the current Internet, the end-to-end principle was devised for error management, simplifying the work inside the network and contributing significantly to the scalability of the Internet. In this paper, we propose to bring the end-to-end principle into the error management of quantum Internet to improve the communication resource utilization efficiency of a quantum Internet. The simulation results show that the error management using the end-to-end principle and locality can be more resource-efficient than other settings. In addition, when end-to-end error management is used, if the error probability of qubits in the end node is sufficiently low, there is no problem even if the error probability on the network side is higher than that in the end node, and the load on the network can be reduced. Our proposal will contribute to improving the communication capacity and scalability of the quantum Internet, as well as to improve the interoperability of quantum Autonomous Systems. In addition, existing studies on routing and other aspects of the quantum Internet may exclude error management from their scope due to its complexity. The results of this study provide validity to the assumptions of such studies.

1 Introduction

Unlike other next-generation networks such as Beyond 5G, the Quantum Internet is the only one capable of transmitting quantum data and is expected to be used in conjunction with the current Internet to support human society in the future full-scale quantum technology era.

Research on quantum Internet can be roughly divided into three categories: architecture, hardware, and applications. In terms of applications, for example, by connecting quantum computers, distributed computation problems such as the Byzantine General Problem can be solved faster [2]. Besides distributed algorithms, distributed quantum computation improves the scalability of quantum computation [14, 20, 32, 44, 47]. While the computational power of current computers is doubled at best when two computers are parallelized, the solution space that can be handled becomes exponentially larger when two quantum computers are connected [11]. Thus, the concepts of parallelism and scalability are fundamentally different from those of current-generation computers. A global quantum internet could enable us to connect quantum computers around the world to solve particularly large problems. In addition to quantum computation, a variety of other applications have been found for the quantum Internet. For example, the quantum Internet’s algorithm for generating a secret shared key differs from current public-key cryptography in that not enough information flows over the Internet to break it [3, 18]. Therefore, it has the peculiarity of being theoretically unbreakable. In security, in addition to communication confidentiality, there are such as fingerprinting [9] for authentication and Blind Quantum Computation, which is important for data privacy [8, 30]. A variety of applications have also been discovered that are not limited to computational fields, such as ultra-precision time synchronization [24], ultra-long baseline radio telescopes [19], and reference frame correction [38]. It is expected that more applications will be discovered in the future.

Signal repeating technology is an important technology in computer networks, and any node in the current Internet performs signal repeating. Hardware research in the quantum Internet has long been hampered by the difficulty of demonstrating the principle of quantum repeating in experimental research. In 2019, quantum memory was used to apply quantum operations to photons arriving at different times [5]. In recent years, proof of principle for quantum signal repeating has been achieved [36, 37]. A quantum network version of

1 This difficulty led to a spin-out based on the idea of terminating each quantum communication application at each node without performing quantum signal repeating. This network is called quantum key distribution network. Both are called quantum networks and are easily confused, but only the quantum Internet can run end-to-end quantum communication applications and is a general-purpose quantum communication network.
the all-optical architecture, which has been the focus of much attention in classical networks, has also been studied, and a proof of concept for all-optical quantum repeating has been successfully achieved [23,28]. Experiments to generate quantum entanglement in a 22 km field environment have also been successfully conducted [52].

As research on manipulating quanta at will as qubits (quantum bits) continues, the importance of research on the computer networking side, such as routing algorithms, architectures, and other mechanisms for assembling qubits as a large-scale computer network, is increasing. Algorithms and systems for quantum computer networking should be based on the idea that the initial small-scale network will be gradually extended, interconnected, and developed into a large-scale network [50]. Architectures and simulations for running huge quantum networks, hence quantum Internet, will become more and more important [41,48].

Among the many issues, the fundamental issues include the generation of a Bell pair, which is a pair of qubits in a unique quantum correlation, at the link level, the generation of end-to-end Bell pairs through many intermediate nodes such as quantum routers and quantum repeaters, end-to-end connection management, resource management across domains, and error management [27]. In addition, resource management and error management across each domain can be mentioned first.

Some proposals use local information to perform routing to generate multi-hop bell pairs [13,21], proposals that use global information to determine routes [10,12,49], and proposals that reserve network resources over a large area and "connect" successful link Bell pairs to generate end-to-end Bell pairs [16,34,43]. By exploiting quantum characteristics, creating Bell pairs between non-neighboring nodes in advance may reduce quantum operations after an actual request is made, and thus can answer the request quickly [42]. However, as the number of requests increases, there is no room to create and store non-adjacent Bell pairs in advance, and thus no gain [13]. Such methods are considered suitable for environments not saturated with requests, such as some VPNs. There is also a proposal for a routing method to remotely generate multi-qubit entangled states called graph states [35]. Multiplexing is also shown to be useful for resource management in the quantum Internet, and the effectiveness of time-division multiplexing, space-division multiplexing, and statistical multiplexing has been reported [1].

At the link level, there is a protocol that has been tested in elaborate simulations [15]. A quantum network protocol designed to enable multi-hop quantum communication has also been proposed [26]. There is also a proposal for a method to establish end-to-end connections [29].

1.1 Our contribution

Entanglement purification is a practical error management scheme that detects errors of Bell pairs in quantum networks. Purification is essential for quantum communication because it is an excellent method to eliminate the effect of noise even in a noisy communication environment, and it is less challenging to implement than other error management schemes. However, purification is a complicated and synchronous process between nodes that share Bell pairs, and if it is used frequently, the load of the network gets heavy. The reason for this complexity is that the success or failure of purification is probabilistic, and this probability varies depending on the input state and requires communication between remote nodes to confirm the success or failure. The details of purification are described in Subsec. 2.5. A load of purification on the network is high because the quantum memory must be maintained until the success or failure can be confirmed. In particular, if it is necessary to perform purification among intermediate nodes, multiple communications may block each other’s resources, resulting in a significant loss of scalability. In other words, although purification is excellent prior research, its operational guidelines are still unclear when we try to apply it in actual network-wide operations. In this study, we introduce the end-to-end principle into the entanglement purification scheme. We hypothesize that error management based on the end-to-end principle [39], which has been influential in the research and development of the current Internet, is also effective in the quantum Internet and verify this hypothesis by simulation. In this context, we divide the purification into the following three patterns and analyze the effects.

link-level purification This is the purification between neighboring nodes. It can be viewed as part of the generation of link quantum entanglement.

internetworking-level purification This is the purification between non-adjacent nodes. Since the purification is performed between distant nodes, the communication time to confirm the success or failure is long, and the load is high.

end-to-end-level purification Although the communication time to confirm success or failure is the longest since this is purification between end nodes, it can be considered separately from the network load.

In this study, we define “error management that brings in the end-to-end principle” as not performing purification at the internetworking level, which is a hefty load for the network but performing purification only at the local link-level and end-to-end level.

As a result, error management using the end-to-end principle is found to be more resource-efficient than other settings. The simulations also confirmed that the locality is important.
in the quantum Internet, just as the locality of data and computational resources through CDNs is very effective in the current Internet. The end-to-end error management is also helpful in building a quantum Internet with qubits from physical systems such as atomic ensembles and rare-earth elements, where complex quantum operations such as purification are hard to implement. In addition, existing studies on algorithms such as routing for the quantum Internet often exclude error management from their schemes due to its complexity. The results of this study provide validity to the schemes of such studies.

Meanwhile, some applications cannot be localized, such as cryptographic communication between locations. If the connection is so long, purification at the internetworking level may be necessary. It is possible to perform purification at an intermediate node, but it may block other communication that the node handles. To solve this problem, it may be practical to attach a "side box" to the intermediate node for performing long-range purification instead of the intermediate node. The quantum Internet may consist of the end-to-end protocol for general use and the side box protocol for very long-distance use. The end-to-end nature of the error management and the two-protocol system proposed in this study will contribute significantly to the scalability of the quantum Internet when it is constructed as a large-scale distributed system.

1.2 Related Work

There have been several studies on entanglement purification for a quantum Internet. However, none of them considers the operation as a network. Van Meter et al. proposed a system design using purification and investigated scheduling algorithms of purification [46]. They calculated startup latency and showed that link-level purification should be executed as much as possible unless entanglement swapping gate errors and memory errors are large enough to matter. However, they did not consider memory decoherence during classical communication and the end-to-end principle. Brand et al.’s study aimed to calculate the waiting time and fidelity of the first end-to-end Bell pair generated after the start of the communication process and did not consider the network load, nor did it consider the communication time of the classical communication time for purification [6]. Khatri et al. calculated the average time to generate the first end-to-end bell pair and the maximum hops to create a Bell pair. However, they only assume that purification is included in the protocol for generating raw Bell pairs at the link level and do not explicitly consider it. Also, multi-hop purification, including end-to-end purification, is not considered at all [25]. Santra et al. proposed to efficiently connect bell pairs too far distances by using different types of quantum memories depending on the nesting level (which in practice represents the distance) of the entanglement swapping [40]. Their method reduces the load on the quantum memory that generates link bell pairs between neighboring nodes but does not consider purification. Hartmann et al. showed quantum memory error limits the distance of quantum communication due to memory decoherence during classical communication [22]. These studies do not fully consider the load on the network when generating end-to-end Bell pairs. To build a scalable quantum Internet, it is necessary to consider the network load due to purification.

2 Quantum Information and Quantum Networking

Qubits in quantum information processing are characterized by superposition and quantum entanglement. A qubit is represented by a vector

$$|\psi\rangle = \alpha|0\rangle + \beta|1\rangle$$  \hspace{1cm} (1)

where $|0\rangle = \begin{pmatrix} 1 \\ 0 \end{pmatrix}$ and $|1\rangle = \begin{pmatrix} 0 \\ 1 \end{pmatrix}$, each of which corresponds to 0 and 1 respectively, and where $\alpha$ and $\beta$ are complex numbers. The presence of these coefficients expresses the "superposition" phenomenon of a qubit, handling 0 and 1 simultaneously. When measuring a qubit, $|\alpha|^2$ and $|\beta|^2$ are the probabilities of observing 0 and 1, respectively. Quantum entanglement is a feature that appears when two or more qubits are present, such as

$$|\Phi^+\rangle = \frac{1}{\sqrt{2}}(|0_a0_b\rangle + |1_a1_b\rangle)$$  \hspace{1cm} (2)

. When coin flipping is performed with two coins, there is no correlation between the probabilities of the two outcomes. However, in the case of qubits, correlations can be made. In this example, when the value of qubit $a$ is 0, qubit $b$ is also 0, and when the value of qubit $a$ is 1, qubit $b$ is also 1. This correlation does not include the situation where qubit $b$ is 1 (0) when qubit $a$ is 0 (1). This counterintuitive correlation is a quantum-specific correlation. This correlation state is called quantum entanglement. Since it is a correlation, quantum entanglement has no orientation, though entangled qubits are often delivered from a node to another node. Generating $|\Phi^+\rangle$ between any two nodes is the most basic function of the quantum Internet [45].

2.1 Quantum Error

Errors occur in qubits due to noise interaction with the environment and other factors. Errors can be regarded as the occurrence of unintended gate operations. For example, an unintentional bit flip operation is a bit flip error (X error), and an unintentional phase flip operation is a phase flip error (Z error). If a bit flip error, phase flip error, or both occur in either qubit in $|\Phi^+\rangle$, the state changes to

$$|\Psi^+\rangle = \frac{1}{\sqrt{2}}(|01\rangle + |10\rangle)$$  \hspace{1cm} (3)
\[ |\Phi^-\rangle = \frac{1}{\sqrt{2}} (|00\rangle - |11\rangle) \]  \hspace{1cm} (4) \\
\[ |\Psi^-\rangle = \frac{1}{\sqrt{2}} (|01\rangle - |10\rangle) , \]  \hspace{1cm} (5)

respectively. If the same error occurs again in either qubit, the state returns to \(|\Phi^+\rangle\). Among maximally entangled two-qubit states, the four states \(|\Phi^+\rangle, |\Psi^+\rangle, |\Phi^-\rangle, \) and \(|\Psi^-\rangle\) are called the Bell states. In this work, we treat \(|\Phi^+\rangle\) as the target Bell pair and \(|\Psi^+\rangle, |\Phi^-\rangle, \) and \(|\Psi^-\rangle\) as the error states.

A quantum state has an expectation value called fidelity, which measures how close it is to the state it should be in. When fidelity = 1, the qubit is in its ideal state. In an error-prone environment, fidelity < 1. Therefore, the fidelity of a raw Bell pair generated by a link is lower than 1. By using a density matrix \(|\Phi^+\rangle \langle \Phi^+|\) and treating it statistically, it is possible to add up the ideal and erroneous states. Eq. 6 is the model of the quantum state of a Bell pair which may involve errors.

\[ \rho = A|\Phi^+\rangle \langle \Phi^+ | + B|\Psi^+\rangle \langle\Psi^+ | + C|\Psi^-\rangle \langle\Psi^- | + D|\Phi^-\rangle \langle \Phi^- | \]  \hspace{1cm} (6)

\(A\) is the probability of taking the ideal state, which corresponds to fidelity. The \(B, C, and D\) are the probabilities of taking each of the states generated by the error. Since perfect quantum manipulation and quantum memory have not yet been achieved, the fidelity of the quantum state deteriorates with each manipulation and while waiting in memory.

### 2.2 Photon Loss and no-cloning theorem

The quantum Internet uses photons to communicate. However, sending photons to distant locations can be difficult. For example, photon loss occurs when photons are absorbed by the optical fiber itself while they are passing through the optical fiber [17]. Quantitatively, the number of photons arriving depends on the attenuation rate of the optical fiber, which is about \(\frac{1}{2}\) every 22 km. In other words, for a distance \(L(\text{km})\)

\[ \text{loss rate} = \frac{1}{e^{\frac{L}{22}}} \]  \hspace{1cm} (7)

Furthermore, there is a theorem called the no-cloning theorem, which states that we cannot create a backup for a qubit [51]. Therefore, passing important quantum data directly through lossy quantum channels, such as optical fibers, is hazardous.

### 2.3 Reproducible \(|\Phi^+\rangle\) and Quantum Teleportation

Quantum teleportation is a method of transmitting quantum data using a lossy quantum channel [4]. Quantum teleportation makes it possible to transmit an arbitrary qubit to a
distant location without using a new quantum channel by consuming a \(|\Phi^+\rangle\) that already exists. Fig. 1 shows a diagram of quantum teleportation. The measurement annihilates the qubit in Node A, but the remaining qubit in Node B becomes the same as the desired qubit. Since \(|\Phi^+\rangle\) is a resource state that can be created any number of times, it is safe to create it through the lossy channel. Therefore, in the quantum Internet, we first create a \(|\Phi^+\rangle\) and then consume the \(|\Phi^+\rangle\) to perform quantum teleportation to transmit the data we want to send.

### 2.4 Entanglement Swapping

However, there is still a problem with photon loss. Since the number of photons that survive from photon absorption decreases exponentially, the direct transmission does not scale with distance, making quantum communication with distant locations impossible. The solution to this problem is entanglement swapping, which “connects” two Bell pairs to achieve quantum repeating capabilities. Fig. 2 illustrates the entanglement swapping. We solve the problem of exponentially decreasing reachability by generating Bell pairs in \(n\) intervals and “connecting” them with entanglement swapping to generate end-to-end Bell pairs. This scheme results in a loss probability of

\[ \text{loss rate} = \frac{1}{e^{\frac{n}{22}}} \]  \hspace{1cm} (8)

and by choosing the appropriate \(n\), the Bell pair generation scales at long distances. In the quantum Internet, the link Bell pairs created at each link in the path are “connected” to generate an end-to-end Bell pair, and quantum teleportation is performed using the connected Bell pair to realize arbitrary quantum data transmission between end nodes.


## 2.5 Entanglement purification

An important feature of quantum Internet is error management. An algorithm to improve the fidelity of Bell pairs by error detection is called entanglement purification. An image of the most realistic of the several purification algorithms is shown in Fig. 3 [7]. Since this error detection also consumes a bell pair, purification is an algorithm that consumes one set of Bell pairs to improve the fidelity of another set. In addition, the fidelity is improved by discarding the error-detected bell pairs. Therefore, entanglement purification is a stochastic algorithm that generates a Bell pair with high fidelity only in case of success.

The error detection mechanism is parity detection. In the absence of errors, a half Bell pair in Node A is 0 (1) if the corresponding half Bell pair in Node B is 0 (1). Therefore, when we have two sets of Bell pairs shared between Node A and B, the bit parity of the two qubits held by Node A and the bit parity of the two qubits held by Node B are identical, although we don’t know the specific oddity. The quantum state in the error-free case is

$$
|\Psi_{01}^+\rangle \otimes |\Phi_{23}^+\rangle = \frac{1}{2} (|0000\rangle + |0011\rangle + |1100\rangle + |1111\rangle).
$$

Eq. 9, the qubit 0 and qubit 2 are in Node A, and the qubit 1 and qubit 3 are in Node B. The parity of qubit 0 and qubit 2 and the parity of qubit 1 and qubit 3 are identical. As a case where there is an error, for example, consider the case where the qubit 1 is bit-flipped.

$$
|\Psi_{01}^+\rangle \otimes |\Phi_{23}^+\rangle = \frac{1}{2} (|0010\rangle + |0011\rangle + |1100\rangle + |1111\rangle). \quad (10)
$$

In this case, the parity of qubit 0 and qubit 2 does not match that of qubit 1 and qubit 3. This parity detection is used to detect errors, but it is not known whether the error was in the Bell pair consumed for parity detection or the remaining Bell pair. Therefore, when an error is detected, it is necessary to discard the residual Bell pair. Note that error cannot be detected if there is a bit-flip error in both sets of Bell pairs.

As described above, the algorithm must inform each other of the observed parity to determine success or failure. Since one bit of information is sent to each other for each purification, the consumption of classical communication resources is not significant. Still, there is a problem that quantum memory is occupied while waiting for the measurement results to arrive from the other node, regardless of success or failure. Since this is a consumption of communication resources, it becomes a scalability problem. We discuss this issue in detail in Sec. 3.

To detect phase-flip errors, the Hadamard gate is used to exchange the bit, and phase components of the qubit, and purification is performed again. Therefore, the fidelity of the Bell pair is greatly improved when the purification is performed twice. (The fidelity itself is a single indicator that incorporates both bit-flip and phase-flip errors.)
3 Problem

The problem to be solved in this study is displayed in Fig. 4. Between two end nodes (EN0 and EN5), there are four intermediate nodes (IN1, IN2, IN3, and IN4). These are connected by optical fiber, etc., and a link Bell pair can be generated by entangling the quantum memory between adjacent nodes by sending photons \( t = 0 \). If the fidelity of the raw link Bell pair is low, link-level entanglement purification can be performed to generate link Bell pairs with adequate high fidelity. The Bell pairs generated between neighboring nodes can be "connected" by entanglement swapping \( t = 1 \). However, since the fidelity of both Bell pairs before the connection is inherited, the fidelity is reduced. Entanglement swapping can be repeated to achieve a Bell pair between more distant nodes, but the fidelity drops further \( t = 2 \). To increase the fidelity, entanglement purification is performed (purification at the internetworking level). When entanglement purification is performed, the nodes have to transmit the observed parity to each other over the classical channel (probably the Internet) to compare the parities at both nodes (EN0 and IN4), resulting in a latency \( t = 2 \sim 6 \). If the collation is successful, a Bell pair with good fidelity is output \( t = 6 \). This waiting time is a load on the network, and the farther the distance, the greater the load because the transmission time of the observed parities increases. Moreover, during this waiting time, the quantum memory is also subject to the decoherence effect, which increases the need for further purification.

Note that if the number of hops \( n \) is not \( 2^m \) of somewhat \( m \), the connection by entanglement swapping has a "remainder" like the Bell pair (QNI0-QNI19). If the quantum communication request requires many Bell pairs and Bell pairs are being created continuously at a sufficiently high rate, some Bell pairs (QNI0-QNI17) and some Bell pairs (QNI8-QNI9) may be generated at the same time. Therefore, we can quickly move on to the next entanglement swapping \( t = 7 \). If the fidelity of the Bell pair (QNI0-QNI19) is insufficient, entanglement purification can also be performed by preparing two sets of end-to-end Bell pairs (end-to-end level entanglement purification).

4 End-to-End Principle for Entanglement Purification

To reduce the network load in the communication, we propose to perform the purification at the local link level or the end-to-end level. The overview is illustrated in Fig. 5. In Fig. 4, non-local purification was also performed by intermediate nodes. In our proposal, as illustrated in Fig. 5, non-local purification is performed only at the end node. This scheme is expected to reduce the amount of time of quantum memory that the intermediate node has to devote to, thus reducing the load on the network side and improving the scalability of the quantum Internet. On the other hand, of course, end-to-end Bell pairs are generated by consuming network resources, so to perform end-to-end purification, the load on the network is devoted to creating the two sets of Bell pairs as input. Therefore, the trade-off of reducing and increasing this load determines the effect in terms of resource efficiency. In this work, we examine this resource efficiency by simulations.

5 Simulation

In this work, we used simulations to calculate the total qubit occupation time in the network (intermediate node) and end node that occurs when generating one end-to-end quantum entanglement with the required fidelity in the fashion in Fig. 4 and Fig. 5, respectively. Because the occupation time depends on fidelity due to purification, we traced both fidelity and total occupation time along with simulating network operations.

5.1 Model

In this study, we treat Eq. 11 as a model of a quantum state. At each time step, the state changes according to the error probability \( p \). The same state is maintained (identity gate) with probability \( 1 - p \), and \( X \) generates \( X \) errors (unintentional \( X \) errors, respectively). The state transition diagram is shown in Fig. 6. When the state at time \( t \) is described as

\[
\rho_t = A_t|\Phi^+\rangle\langle\Phi^+| + B_t|\Psi^+\rangle\langle\Psi^+| + C_t|\Psi^-angle\langle\Psi^-| + D_t|\Phi^-angle\langle\Phi^-|,
\]

the state at time \( t + 1 \) is described as

\[
\rho_{t+1} = \{(1 - p)A_t + \frac{p}{3}(B_t + C_t + D_t)|\Phi^+\rangle\langle\Phi^+| + \}
\]

\[
\{(1 - p)B_t + \frac{p}{3}(A_t + C_t + D_t)|\Psi^+\rangle\langle\Psi^+| + \}
\]

\[
\{(1 - p)C_t + \frac{p}{3}(A_t + B_t + D_t)|\Psi^-\rangle\langle\Psi^-| + \}
\]

\[
\{(1 - p)D_t + \frac{p}{3}(A_t + B_t + C_t)|\Phi^-\rangle\langle\Phi^-|.
\]  

(12)

5.1.1 Errors on Entanglement Swapping

The output Bell pairs’ errors depend on the errors that the two sets of Bell pairs input to entanglement swapping have. Tab. 1 lists the relationships of input and output. In addition to this state change, the quantum operation of entanglement swapping itself is imperfect hence deteriorates the fidelity. Therefore, in simulating the error in entanglement swapping, after considering the state change in Tab. 1, a probabilistic error process described in Eq. 12 is applied depending on the operation error probability \( p_{op} \) of Node B in Fig. 2, and ones depending on the memory error probability \( p_{mem} \) that Nodes A and C have applied. These operations are performed in one unit of time, which occupies four quantum memories. The feedback of the parity information of entanglement swapping can be reflected after the latter operation is performed.
if the subsequent operation is entanglement swapping or entanglement purification. Therefore, the transmission latency of the parity information of entanglement swapping is not considered in this study.

5.1.2 Errors on Purification

As the same, the output Bell pairs’ errors depend on the errors that the two sets of Bell pairs input to entanglement purification have. Tab. 2 lists the relationships of input and output. Similar to entanglement swapping, the quantum operation of entanglement purification itself worsens fidelity. Therefore, in the simulation of errors in purification, after considering the state change in Tab. 2, a probabilistic error process described in Eq. 12 is applied depending on the operation error probability $p_{op}$ of Node A and B in Fig. 5. These operations are performed in one unit of time, occupying four quantum memories. Unlike Entanglement swapping, the subsequent operations cannot be executed first because the transmission of the parity information of the purification is related to the success or failure of the purification. For the sake, we apply an Eq. 12 operation depending on the memory error probability $p_{mem}$ of Node A and B for the transmission time proportional to the number of hops $d$ between A and B. We also accounted for an additional unit time of $d$ times occupying two quantum memories as resource consumption for this transmission latency.

5.1.3 Success rate of entanglement purification

As mentioned earlier, entanglement purification may discard output Bell pairs. From a statistical point of view, the success probability is described depending on the original error state. In this study, we compared Eq. 11 and Tab. 2, and when there are two sets of input Bell pair 0 and 1, we set $(A_0 + D_0) \ast (A_1 + D_1) + (B_0 + C_0) \ast (B_1 + C_1)$ as the success probability.
Figure 5: Entanglement Purification Architecture which does not let intermediate nodes execute non-local purification.

Figure 6: State transition among non-errored and errored states by errors.

Table 1: Input states and their output of entanglement swapping.
Table 2: Input states and their output of entanglement purification.

| input 1 | input 2 | output |
|---------|---------|--------|
| $\Phi^+$ | $\Phi^+$ | $\Phi^+$ |
| $\Phi^+$ | $\Psi^+$ | discard |
| $\Phi^+$ | $\Phi^-$ | discard |
| $\Phi^+$ | $\Psi^-$ | $\Psi^-$ |
| $\Psi^+$ | $\Phi^+$ | discard |
| $\Psi^+$ | $\Psi^+$ | $\Psi^+$ |
| $\Psi^+$ | $\Phi^-$ | $\Phi^-$ |
| $\Psi^+$ | $\Psi^-$ | $\Psi^-$ |
| $\Phi^-$ | $\Phi^+$ | discard |
| $\Phi^-$ | $\Psi^+$ | $\Psi^+$ |
| $\Phi^-$ | $\Phi^-$ | $\Phi^-$ |
| $\Phi^-$ | $\Psi^+$ | $\Psi^+$ |
| $\Phi^-$ | $\Psi^-$ | $\Psi^-$ |
| $\Psi^-$ | $\Phi^+$ | discard |
| $\Psi^-$ | $\Psi^+$ | $\Psi^+$ |
| $\Psi^-$ | $\Phi^-$ | $\Phi^-$ |
| $\Psi^-$ | $\Psi^-$ | $\Psi^-$ |

number of resources consumed to generate the output Bell pair was calculated by multiplying the number of resources consumed to generate the input Bell pair by the inverse of this success probability.

5.2 Assumptions and Variables

In the simulations of this study, we make the following assumptions and variables.

- raw Bell pair generation success rate: The probability of succeeding in generating a link-level Bell pair, taking into account Photon loss. We set it to 0.01. This value is better than the current experimental results but is considered within the range of feasibility in the future. This variable does not affect the comparison of the purification methods in this work.
- unit time: 0.0001 seconds. Equivalent to the time it takes for light to travel approximately 20 km in an optical fiber.
- raw Bell pair fidelity: We set this value to 0.8, after experimental results 0.85 in a laboratory [33].
- link-level fidelity threshold (L2 fidelity threshold, "L2" is temporarily named after the classical OSI model for the space in the legends of the graph.): If the fidelity of the link-level Bell pair is below this threshold, entanglement purification is recursively performed until the fidelity gets above this threshold. We tested three patterns: 0.90, 0.99, and 0.999.
- internetworking-level fidelity threshold (L3 fidelity threshold.): If the fidelity of the internetworking-level (remote intermediate nodes level) Bell pair is below this threshold, perform purification (recursively). We tested this for three patterns: 0.90, 0.99, and 0.999. For end-to-end purification, this threshold does not work; therefore, "None" is shown in Fig. 7.
- end-to-end-level fidelity threshold (L4 fidelity threshold): If the fidelity of the end-to-end Bell pair is below this threshold, perform purification (recursively). This value is also the fidelity of the Bell pair passed to the application side by the end node. In this study, we set this value to 0.99.
- memory error rate at intermediate node: The probability of one of the X/Z/Y errors occurring in a qubit in intermediate nodes. We set this value 0.0001 (since the unit time is 0.0001 seconds, the fidelity falls below 0.5 in 0.8240 seconds.) or 0.00001, depending on the experiment.
- operation error rate at intermediate node: The probability of error in operation in a single intermediate node in entanglement swapping or entanglement purification. When we run entanglement swapping, we apply this error probability once for the center node. When we run entanglement purification, we apply this error probability separately for the left and right nodes. We use the same value with the memory error rate at the intermediate node in this study.
- memory error rate at end node: The same as the memory error rate but at end nodes. We set this value 0.0001, 0.00001, or 0, depending on the experiment. We try multiple End Node capabilities and compare the results.
- operation error rate at end node: Same as above.

5.3 Result

Fig. 7(a), 7(b), 7(c), and 7(d) illustrate the simulation results. In these figures, to consider the load on the network, we simulate the total time of qubits dedicated by the intermediate node to generate one end-to-end Bell pair with a specific fidelity (0.990) relative to the number of nodes on the path between the end nodes.2. The qubit occupation time of the end node and the total occupation time of the two nodes are shown in Sec. A of the appendix. Overall, it can be seen that setting a high fidelity threshold (0.999) at the L2 level first and performing purification to increase the fidelity of the link Bell pair contributes to the efficiency.

In Figure 7(a), the graph is broken at 30 nodes in every settings. This result means that although we can generate an end-to-end Bell pair, we cannot generate an end-to-end Bell pair with the target fidelity of 0.99 because the error probability at the end node is too high, and the fidelity deteriorates during the classical communication time of 29 hops to check the purification result [22].

In Fig. 7(b), the two settings (L2:0.999, L3:None, L4:0.990)
and (l2:0.999, l3:0.900, l4:0.990) are more efficient. The difference between the two is that the former performs purification only at local and end-to-end, while the latter also performs internetworking-level purification with a threshold of 0.9. The graphs are consistent up to 129 nodes because internetworking-level purification is not performed because the threshold of 0.900 is too low, and thus it is effectively end-to-end purification. In addition, since the error probability at the end node is low, it is presumed that it is more efficient to purify after connecting the Bell pair to the end node than to purify at the intermediate node. (l2:0.999, l3:0.990, l4:0.990) is broken at 65 nodes, which is much better than the 30 nodes that resulted from a similar setting in Fig. 7(a). This result can be attributed to the fact that the fidelity decoherence at the end node, which holds the half Bell pair for a long time as shown by QNI0 in Fig. 4, is slower in this experiment.

In Fig. 7(c), we further reduce the error probability of the end nodes to 0. Comparing (l2:0.999, l3:None, l4:0.990) and (l2:0.999, l3:0.900, l4:0.990) in Fig. 7(c) with (l2:0.999, l3:0.900, l4:0.990) in Fig. 7(b), the load of intermediate nodes gets lower although we reduce only the error probability at the end nodes. The reason should be that the improvement of the error probability in the end nodes improves the efficiency of purification, reducing the load on the intermediate node that is purifying together with the end node. In reality, a fault-tolerant quantum computer is necessary to achieve the error probability to be 0. However, the qubits used for computation in a fault-tolerant quantum computer are created by quantum error correction codes consisting of thousands of qubits and requiring tens of error-correcting cycles to initializing a state. In this study, to consider the extreme setting, we also simulated this setting where the error probability is zero without considering the error correction code.

In Fig. 7(d), the error probability is set to 0.00001 to avoid the overhead in communication distance caused by the purification threshold. Still, (l2:0.999, l3:0.999, l4:0.990) breaks in 30 nodes due to the high internetworking-level threshold. (l2:0.999, l3:None, l4:0.990) and (l2:0.999, l3:0.900, l4:0.990), as well as (l2:0.999, l3:0.900, l4:0.990), have similar graphs. As the number of nodes increases, they are expected to show the same relationship as the number of nodes 130 onwards (l2:0.999, l3:None, l4:0.990) (l2:0.999, l3:0.900, l4:0.990) in Fig. 7(b). The graphs of (l2:0.900, l3:0.900, l4:0.990) and (l2:0.900, l3:0.900, l4:0.990) have also similar values. These graphs show that purification is performed by L3’s threshold at a distance of a few hops, increasing somewhat local purification. This results in that purification are not performed at long distances.

Some of the non-end-to-end data is zigzagged. This is because purification between more distant nodes consumes more resources and also because there is a threshold for the execution of purification. A simple explanation is shown in Fig. 8. By increasing the number of hops by 1 hop, we are able to purify nodes within a distance of 2 hops and generate end-to-end Bell pairs with fewer resources. Such a sudden high resource demand may be fixed by optimizing the scheduling of purification carefully than just obeying the threshold.

6 Discussion

Non-local processing may cause problems in the interoperability of the quantum Internet. Fig. 9 illustrates a possible problem when two neighboring Quantum Autonomous Systems (AS) use different error management schemes [31]. A quantum node in a quantum AS that employs entanglement purification may request to perform purification with a quantum node in another quantum AS that employs Quantum Error Correction (QEC) for the error management scheme, but the request gets rejected due to the mismatch of error management scheme. Technically it is possible to interoperate different error management schemes in a single node ?? . However, it may cause interoperability or scalability problems if every node has to support many schemes or if every node has to know other nodes’ supporting error management schemes. This problem can also occur between non-adjacent quantum ASes. Even on a network, if the error management scheme is locally closed or end-to-end error management principle is employed, this problem does not occur because it can be solved by configuration between two parties, locally or end-to-end. Therefore, purification using the end-to-end principle will contribute to ensuring the autonomous decentralized cooperation, interoperability, and scalability of the quantum Internet.

Our study’s unit time of 0.0001 seconds takes a photon to travel 20 km in an optical fiber. Therefore, our 1 hop is 20km, and 256 nodes correspond to 5100km. Since the earth’s circumference is about 40,000 km, this is equivalent to 1/8 of the earth. Our simulation shows that the distance over which fidelity can be improved by purification depends on the error probability of the qubit in the end node. It may be challenging to use purification to generate a Bell pair with the other side of the world. In such a case, a Bell pair with a fidelity sufficiently higher than the desired fidelity can be generated at intermediate nodes within the range not exceeding the distance limit and connected by entanglement swapping, without waiting classical communication "blindly", termed by [22]. In such a case, blocking qubits in the intermediate node, a vital communication resource, recurs. To solve this problem, we can attach a "side box" to intermediate nodes to hold half Bell pairs for a long time, generate the bell pair in the end node and the side box, and perform purification there.

7 Conclusion

It is a well-known rule of computer networking that lightening the load on intermediate nodes in individual communication processing improves the communication capacity of the net-
Figure 7: Graphs which depicts the relationship between the number of hops and the total load on the intermediate nodes. The legends are in common. (a) The error probabilities of the end nodes are 0.0001, the same as that of the intermediate node. (b) The error probabilities of the end nodes are 0.00001, lower than that of the intermediate node, suggesting that a physical system such as a Trapped-ion is used for the qubit of the end node. Trapped-ions have a low error rate but take a long time for quantum gate operations, so end nodes may be more suitable than intermediate nodes that need to handle many requests. (c) The error probabilities of the end node are ultimately lower, 0; e.g., a fully operational fault-tolerant quantum computer may be assumed. Intermediate nodes have error rate of 0.0001, meaning that they don’t have fully fault-tolerant system which requires heavy quantum resources. (d) Error probabilities for both intermediate node and end node is 0.00001. Almost no error occurs.
Figure 8: A simplified example which explains cases in which a connection of less hops needs more resource. The thresholds to execute purification is 0.99. The numbers are example for simplicity.

Figure 9: Possible problem which occurs when neighboring quantum Autonomous Systems (ASs) employ different error management schemes.
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A More simulation results

A.1 Results where error rates in end node are 0.0001 and error rates in intermediate nodes are 0.0001, too.

Fig. 10, 11 and 12 shows the quantum memory occupancy time of end nodes, intermediate nodes, and the total, respectively.

A.2 Results where error rates in end node are 0.0001 and error rates in intermediate nodes are 0.00001.

Fig. 13, 14 and 15 shows the quantum memory occupancy time of end nodes, intermediate nodes, and the total, respectively.

A.3 Results where error rates in end node are 0.0001 and error rates in intermediate nodes are 0.

Fig. 16, 17 and 18 shows the quantum memory occupancy time of end nodes, intermediate nodes, and the total, respectively.

A.4 Results where error rates in end node are 0.00001 and error rates in intermediate nodes are 0.00001.

Fig. 19, 20 and 21 shows the quantum memory occupancy time of end nodes, intermediate nodes, and the total, respectively.
Figure 11: Quantum memory occupancy time of intermediate nodes where error rates in end node are 0.0001 and error rates in intermediate nodes are 0.0001, too.

Figure 12: The total quantum memory occupancy time of where error rates in end node are 0.0001 and error rates in intermediate nodes are 0.0001, too.
Figure 13: Quantum memory occupancy time of end nodes where error rates in end node are 0.0001 and error rates in intermediate nodes are 0.00001.

Figure 14: Quantum memory occupancy time of intermediate nodes where error rates in end node are 0.0001 and error rates in intermediate nodes are 0.00001.
Figure 15: The total quantum memory occupancy time of where error rates in end node are 0.0001 and error rates in intermediate nodes are 0.00001.

Figure 16: Quantum memory occupancy time of end nodes where error rates in end node are 0.0001 and error rates in intermediate nodes are 0.
Figure 17: Quantum memory occupancy time of intermediate nodes where error rates in end node are 0.0001 and error rates in intermediate nodes are 0.

Figure 18: The total quantum memory occupancy time of where error rates in end node are 0.0001 and error rates in intermediate nodes are 0.
Figure 19: Quantum memory occupancy time of end nodes where error rates in end node are 0.00001 and error rates in intermediate nodes are 0.00001.

Figure 20: Quantum memory occupancy time of intermediate nodes where error rates in end node are 0.00001 and error rates in intermediate nodes are 0.00001.
Figure 21: The total quantum memory occupancy time of where error rates in end node are 0.00001 and error rates in intermediate nodes are 0.00001.