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Abstract—The process of research, development and innovation (RD&I) is very important for the technological growth of a nation. Because they are activities with a considerable level of uncertainty, they require a lot of planning, with the execution of projects and a robust risk management. In the Western Amazon is one of the largest industrial parks in Brazil, subsidized by tax benefits from Law No. 8,387 / 1991, which also establishes the obligation for companies that manufacture computer goods to allocate part of their revenue for the implementation of projects of Research and Development. Studies show that the results of RD&I activities carried out in the Western Amazon, as well as in Brazil, are deficient. Thus, this work aimed to present a risk management model that can contribute to a better management of processes related to RD&I in the Western Amazon. The methodology consisted of a scientific research of applied nature, whose data were collected through bibliographic, documentary and case study research, and later they were analyzed in a qualitative way. It was concluded that the risk management model presented here is a practical manual composed of a detailed procedural rite of great value for managers who want to implement a risk management program in their organizations and, specifically in the case of SUFRAMA, represents a support instrument to guide the management of risks inherent to RD&I activities developed in the Western Amazon, enhancing its results and contributing to expand the technological development of the region.
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I. INTRODUCTION

The technological development of a nation is related to the process of research, development and innovation. Studies show that countries that invest in innovation have better economic indexes and, consequently, quality of life. According to [1], national expenditures on R&D in relation to the gross domestic product (GDP), of countries such as Germany, the United States and Japan are more than double the expenditure observed in Brazil. Therefore, it is essential that developing countries pay attention and invest in research, development, and innovation (RD&I) process.

The RD&I process is developed through projects. Projects are tactical instruments for the execution of strategic actions. The success of strategic planning is linked to the projects [2], and institutions must adequately develop and manage their projects to achieve their objectives.

The Western Amazon is the region made up of the states of Amazonas, Acre, Rondônia and Roraima, where is located one of the largest industrial parks in Brazil, the Industrial Pole of Manaus, which was established from the creation of the Manaus Free Trade Zone, and was strengthened with the tax incentives promulgated by Informatics Law [3], which brought in addition, the obligation of companies that manufacturers of computer goods to allocate part of their revenue for the implementation of research and development projects. The Superintendence of the Manaus Free Trade Zone (SUFRAMA) is the body responsible for the management and monitoring of resources related to RD&I projects and, among other tasks should ensure the efficient application of them.

Organizations of all types and sizes face a range of risks that can affect the achievement of their goals [4]. Thus, risk management should be a central element in the management of the strategy of organizations.

When it comes to project management, risk management is an important component, as it aims to increase the likelihood and impact of positive occurrences and reduce the likelihood and impact of negative occurrences, as follows [5].

The study conducted by [6] showed the need to improve the efficiency of R&D results in the Manaus Free Trade Zone. Thus, considering that adequate risk management is associated with the success of projects, and that RD&I projects are naturally endowed with risks, this work presents a risk management model applicable to the management of RD&I process in the Western Amazon.

II. LITERATURE REVIEW

According to [7], experimental research and development (R&D) refers to the systematic work done to increase the knowledge stock and/or develop new applications of available knowledge. [8] recalls that despite of unanimous recognition, the importance of innovation only gained prominence after the study of the economic growth of nations [9], when the theme technology came to be considered a driving factor of the economy. He points to innovation as the driving force of global change, being the main driver of the development of nations, so that only innovation makes possible for the great leaps of growth of peoples, allowing their differentiation from other countries.
According to [10], the Frascati Handbook corresponds to the reference document when it comes to R&D. Its definitions are accepted worldwide, and its principles are based on [11] and [12].

As [13] a Research & Development project is characterized by dealing with "a strong component of uncertainty regarding its results. The greater the lack of knowledge regarding the expected results, the greater the risk related to the project."

To understand about risk management, it is first necessary to understand the meaning of risk. [14] notes that there is no single definition for risk since it varies according to the context and notes that several authors bring different concepts to the theme. However, in general terms, "risk" has been used to express uncertainty about certain events and their consequences, according to [15]. [16] it presents an interesting definition: it is common to understand "risk" as a possibility of "something not working" but its current concept involves the quantification and qualification of uncertainties, both with regard to "losses" and "gains" about the planned events, either by individuals or by organizations. [17], presents several concepts and terms related to risk management. Among these, it classifies "risk" as the effect of uncertainty on the objectives, and the effect is characterized as a deviation from what is expected, whether positive and/or negative. The concept of "risk management" is also addressed in the guide as "coordinated activities to direct and control an organization about risks."

According to [18], most definitions link risk to uncertainty, so risk is associated to the probability of an event occurring, while uncertainty does not offer the possibility of predicting the occurrence of an event. Several authors suggest replacing the term risk management with uncertainty management [19, 20, 21 and 22], because for these authors, uncertainty management is not only a combination of risk and opportunity management, but also concerns how to identify and manage all the sources that give rise to and shape our perceptions of threats and opportunities. Despite this broader understanding related to the management of uncertainties, for conceptualization purposes, this work will deal with the theme (risk and uncertainty management), such as risk management, since it is the term best known and disseminated in the academic and industrial environment.

When it comes to the theme "Risk management" it is essential to mention [4], a standard elaborated with the aim of establishing general guidelines for risk management, with a common approach to any sector or activity, so it can be applied to any type of risk regardless of its nature, and if the consequences are positive or negative. The standard establishes a cross-cutting vocabulary for all areas of risk management, a set of performance criteria, a comprehensive process for identifying, analyzing, assessing and treating risks and guidance on how the risk management process should be integrated into an organization's management process, as per [23].

The risk management process requires the systematic application of policies, procedures and practices for communication and consultation activities, context determination and evaluation, treatment, monitoring, critical analysis, registration and risk reporting, as well as [24], which also emphasizes how important it is that the risk management process is part of management and decision-making, and is integrated in the structure, operations and processes of the organization, and can be applied at the strategic, operational, program or project levels. Project Risk Management is one of the most stimulating challenges of Project Management, given its complexity, scope, transience, difficulties of technical tools, innovation, bibliographic scarcity, lack of definition of approach, among other factors [25].

III. METHODOLOGY

This work consists of a scientific research of an applied nature, given its character of practical and descriptive interest, because it seeks to know the reality studied, its characteristics and its problems. The data will be approached qualitatively, and the procedures adopted in their collection will be bibliographic, documentary research and case study.

The work was divided into three stages:
- Bibliographic research;
- Field and documentary research;
- Elaboration of the model.

The instruments used were books, newspapers, magazines, documents, scientific articles, field research script, questionnaire and interview. The collected data were analyzed qualitatively to support the development of the risk management model.

IV. FINDINGS AND DISCUSSIONS

A. Superintendence of the Manaus Free Trade Zone (SUFRAMA) and the RD&I process.

The Superintendence of the Manaus Free Trade Zone (SUFRAMA), a federal authority linked to the Ministry of Economy is responsible for managing and monitoring the application of R&D resources derived from computer legislation [3, 26 and 27] applied to the Western Amazon, through the sector called General Coordination of Technological Management - CGTEC, which is subordinate to the Adjunct Superintendence of Regional Planning and Development - SAP.

The resources related to RD&I in the AMOC region, come from the counterpart paid in a compulsory way, by the companies receiving the tax incentives. Briefly, the procedural rite to be followed by companies for granting benefits involves, at the beginning of the process, the presentation of the PPB (Basic Productive Process) and the R&D Plan (R&D), and at the end of the process, as a way to prove the execution of the activities described in that plan, the presentation of the RD (Demonstrative Report) according to [27]. The field surveys showed that although SUFRAMA seeks to carry out its activities always in accordance with current standards, there are, of course, some obstacles and opportunities for improvement that need to be treated with due attention. Thus, this study presents the proposal of a risk management model applicable to the management of AMOC’s RD&I process, which, if implemented, can contribute strongly to the improvement of the results of the process.

B. The Risk Management Model

The implementation of a new process and/or its incorporation into existing processes in an organization is generally faced with obstacles related to a pre-established culture, which can hinder the success of the election. Thus, it is prudent that the project be initiated by parties, consolidated with a smaller target audience, to later be disseminated to the
rest of the institution. Based on this, this work proposes the execution of a pilot project, where the proposed risk management model is applied and consolidated in AMOC’s RD&I management process.

The model presented here consists of three steps, which follow a flow as shown in Fig. 1.

Fig. 1. Flow of the Risk Management program deployment process

B.1. Preliminary Activities

Preliminary activities must be carried out before the project begins. They correspond to the step-by-step from the decision to make a proactive risk management to the preparation of the pilot project and are represented in Table I.

| TABLE I: DESCRIPTION OF PRELIMINARY ACTIVITIES FOR THE IMPLEMENTATION OF THE RISK MANAGEMENT PROCESS |
|-------------------------------------------------------------------------------------------------------------------------------|
| Pilot Project Components                                                                                                           |
| Description                                                                                                                     |
| 1. Approval and commitment of senior management                                                                                   |
| 1.1 Gather information on the significant events that have occurred in recent years that have harmed the organization, as well as missed opportunities; |
| 1.2 Prepare a workshop with senior management to: discuss losses and gains by leaving the organization exposed to uncertainties; to present the expected benefits with risk management; propose the implementation of a risk management program. |
| 2. Risk management committee and committee                                                                                       |
| 2.1 Appoint the persons which will be part of the Governance, Risks and Controls Committee (in this case, it is already defined in Ordinance 146/2017: the Superintendent and the Deputy Superintendents); |
| 2.2 Appoint the employees who will compose the Permanent Commission for Risk and Control Management (ideal as people involved in the target process of the pilot project); |
| 2.3 Define roles and responsibilities (already defined in Ordinance 146/2017).                                                                 |
| 3. Technical support                                                                                                             |
| 3.1 Provide the hiring of a risk management specialist and to support the conduct of activities;                                 |
| 3.2 Review the previous items.                                                                                                   |
| 4. Learning                                                                                                                     |
| 4.1 Train the members of the committee and committee on risk management (training, courses, etc.);                              |
| 4.2 Conduct study groups to deepen knowledge on the subject and its laws and regulations;                                       |
| 4.3 Conduct technical visits to reference organizations in risk management;                                                      |
| 4.4 Agree with senior management to promote learning in routine meetings periodically.                                           |
| 5. Risk Management Policy                                                                                                        |
| 5.1 Study the risk management policies of public reference institutions;                                                          |
| 5.2 Consult representatives of internal and external stakeholders on risk management needs and expectations in the organisation; |
| 5.3 Define the policy and submit to internal and external consultation (revising if necessary);                                |
| 5.4 Obtain approval from senior management;                                                                                    |
| 5.5 Disseminate widely with the participation of senior management.                                                             |
| 6. Pilot project                                                                                                                 |
| 6.1 Develop a pilot project for the implementation of risk management, together with the committee, committee and technical specialist, based on the guidelines of the risk management policy and the premises of the PMBOK Guide. |

B.2. The Pilot Project

The pilot project will be the guiding document for the implementation of the Risk Management program and should be prepared as a team, with the participation of the committee and risk management committee of SUFRAMA, as well as the technical experts hired. In the pilot project, all processes related to it should be described and documented, according to [5]. Table II summarizes the elements that should compose the pilot project.

| TABLE II: DESCRIPTION OF PRELIMINARY ACTIVITIES FOR THE IMPLEMENTATION OF THE RISK MANAGEMENT PROCESS |
|-------------------------------------------------------------------------------------------------------------------------------|
| Pilot Project Components                                                                                                           |
| Description                                                                                                                     |
| Opening Term                                                                                                                     |
| It is the document where the start of the project will be formalized, and will give the necessary authority to the project manager. The opening term shall specify: |
| * the project manager and his team;                                                                                               |
| * project start date and its dependencies;                                                                                       |
| * requirements that meet the needs of stakeholders;                                                                              |
| * justification of the project;                                                                                                 |
| * analytical structure of the project;                                                                                          |
| * schedule and summarized budget.                                                                                               |
| Scope Management Plan                                                                                                            |
| The scope is the document that contains the detailed description of what will be done in the project, with the features and functionality necessary to meet the objectives of the project. This plan should address the management of the scope of the project (from its conception, validation and control), as well as the analytical structure of the project (EAP) and the strategy of its implementation. The project must run in full alignment with the scope. |
| Time Management Plan                                                                                                             |
| This plan should contain the detailed execution schedule, with the definition and sequencing of the activities, estimation of the resources and time required to execute each of them. |
| Cost Management Plan                                                                                                             |
| Estimate of all financial resources necessary to carry out the activities foreseen in the project, which will compose the project budget. |
| Quality Management Plan                                                                                                         |
| This plan aims to ensure that the project meets the needs of the client and involves all project activities throughout its life cycle. |
| Resource Management Plan                                                                                                        |
| This plan should contain the estimate of all necessary resources (human, materials, services, etc.). It also involves all the management of the human resources of the project, from the planning of the team, with the description of the functions, responsibilities and competencies necessary for the project, to the monitoring of performance. |
| Communication and Marketing Plan                                                                                                 |
| The planning, management and monitoring of communications and marketing, necessary for the project should be described in this plan, which should be robust, since good communication is fundamental to the success of the project. |
B.3. The Risk Management Process

The proposed risk management process is based on [24] and will take place according to the flow presented in Fig. 2.

![Fig. 2. The risk management process.](image)

Based on the risk management policy, the Risk Management Plan should be prepared, which should be clearly and concisely described the procedures to be followed, according to the flow of Fig. 2, to manage the risks of the SUFRAMA RD&I process. This plan must be prepared by a technically qualified person with the participation of the committee and risk management committee. It is observed in Fig. 2 that the suggested risk management process consists of five steps and two subprocesses that are part of all of them. The steps are:

- a) establishment of the context;
- b) identification of risks;
- c) risk analysis;
- d) risk assessment;
- e) Treatment of risks.

The subprocesses of communication and consultation with stakeholders and continuous monitoring and improvement should occur concomitantly with each of the steps, with the particularities that they require, and are fundamental for the smooth running of the process. All stages should take place with the participation of the committee and risk management committee, the technical specialist, as well as people who have greater knowledge about the management of SUFRAMA’s R&D processes.

B.3.1. Establishment of the context

The context corresponds to the internal and external environment in which the risk management object is inserted, as well as to the conditions of that environment that can influence in some way the results of the process. To establish the context, one must understand these environments well and map parameters and criteria to be considered in the risk management process, such as:

- identify which objectives should be achieved;
- identify the work processes relevant to the achievement of the objectives;
- identify the people involved in these processes and specialists in the area;
- map the main internal and external factors that can affect the achievement of objectives (people, information systems, organizational structures, legislation, resources, stakeholders, etc.).

SWOT Analysis (Strengths, Weaknesses, Opportunities, Threats), together with PESTLE Analysis (Political, Economic, Social, Technological, Legal Environmental) and brainstorming are good tools for this process. It is also suggested the preparation and application of questionnaires and conducting working groups to gather information from stakeholders.

B.3.2 Identification of risks

At this stage, a wide survey of uncertainties, risk factors and their consequences should be made, which can affect, both positively and negatively, the achievement of the objectives of SUFRAMA’s RD&I management process. It is suggested that the identification of risks be done according to the following steps:

- map the oversight, coordination, sector, and process involved;
- clearly identify the objectives to be achieved;
- relate the activities and tasks to be performed to achieve the objectives;
- list, for each activity and task, uncertainties and risk factors may impact the achievement of the objectives;
- describe how each uncertainty impacts the objective associated with it.

The tools used to identify risks can be brainstorming, analysis of historical data, expert opinions, theoretical analysis, technical visits, interviews, among other sources of information.

The largest possible number of risks/uncertainties should be raised, and the data should be recorded in a specific spreadsheet.

B.3.3. Risk analysis

Risk analysis is the time to understand the risks/uncertainties and determine their level of risk. This is a continuation of the previous stage and therefore, should be performed preferably by the same team.

Considering that risk is a function of the measure of probability and consequences/impacts on objectives, it is part of determining the level of risk based on risk matrices and probability and impact scales. Since SUFRAMA is in the early stages of the risk management implementation process, it is recommended that more simplified tools be used to facilitate employee understanding of the process. In the future, with the maturation of the process, there is a natural tendency to evolve in the complexity of the procedures and tools employed. So, according to [28] this step encompasses the following steps:

- assess the impact of the risk on the objective;
- assess the probability of the risk occurring;
- define the level of inherent risk (disregarding control measures) based on the risk matrix.

For this, Tables III and IV present the probability and impact scale models, respectively, to be used in the pilot project.
Table III - Probability Scale Model

| Probability | Description of probability, disregarding controls | Weight |
|-------------|--------------------------------------------------|--------|
| Too low     | It's unlikely. In exceptional situations, the event may even occur, but nothing in the circumstances indicates this possibility. | 1      |
| Low         | It's rare. Unexpectedly or casually, the event may occur, as circumstances do not indicate this possibility. | 2      |
| Average     | It's possible. Somehow, the event may occur, as circumstances moderately indicate this possibility. | 5      |
| High        | That's likely. As expected, the event may occur, as the circumstances strongly indicate this possibility. | 8      |
| Very High   | Pretty much right. Unequivocally, the event will occur. The circumstances clearly indicate this possibility. | 10     |

Table IV - Impact Scale Model/Consequences

| Impact | Description of probability, disregarding controls | Weight |
|--------|--------------------------------------------------|--------|
| Too low| Minimum impact on objectives (strategic, operational, information/communication/disclosure/compliance). | 1      |
| Low    | Small impact on objectives (idem). | 2      |
| Middle | Moderate impact on objectives (idem), but recoverable. | 5      |
| High   | Significant impact on objectives (idem), difficult to reverse. | 8      |
| Very High | Catastrophic impact on objectives (idem), irreversibly. | 10     |

At first, the Inherent Risk Level (IRL) must be defined, in the other words, the level of risk before considering the control measures adopted by the institution to reduce the probability of the event or its impacts on objectives. In this work, the IRL results from the multiplication of probability with impact (IRL = Probability x Impact). Fig. 3 and Fig. 4 shows, respectively, the risk matrix and the risk rating scale model to be used.

![Risk Matrix Model](image-url)

Fig. 3 – Risk Matrix Model

![Risk Rating Scale Model](image-url)

Fig. 4. Risk rating scale model

Risk analysis, which is the classification of the residual risk levels (RRL). The RRL corresponds to the level of risk that still remains after considering the effect of the control measures adopted by management to reduce the likelihood and impact of risks, including internal controls and other actions. According to [29], control measures are equivalent to actions established through policies and procedures, implemented at all levels of the organization, at various stages within the organizational process and in the technological environment, which help ensure compliance with the guidelines determined by management to mitigate risks.

The verification of the effect of control measures on risk mitigation can be done by estimating the effectiveness of each control and determining a Confidence Level (CL), by analyzing the attributes of the design and implementation of the control, as shown in the illustrative example presented in Table 5 below.

Table V - Scale Model for Evaluation of Controls

| Level of Trust | Evaluation of the design and implementation of controls (Control attributes) | Control Risk (RC) |
|----------------|--------------------------------------------------------------------------|------------------|
| Nonexistent    | Non-existent, poorly designed, or poorly implemented controls, that is, non-functional. | Too High         |
| NC = 0% (0.0)  |                                                                          | 1.0              |
| Weak           | Controls have ad hoc approaches, tend to be applied on a case-by-case basis. Responsibility is individual, with a high degree of confidence in people's knowledge. | High             |
| NC = 20% (0.2) |                                                                          | 0.8              |
| Median         | Implemented controls mitigate some aspects of risk, but do not address all relevant aspects of risk due to deficiencies in the design or tools used. | Middle           |
| NC = 40% (0.4) |                                                                          | 0.6              |
| Satisfactory   | Controls implemented and supported by appropriate tools and although subject to improvement, mitigate the risk satisfactorily. | Low              |
| NC = 60% (0.6) |                                                                          | 0.4              |
| Strong         | Implemented controls can be considered the "best practice," mitigating all relevant aspects of risk. | Very Low         |
| NC = 80% (0.8) |                                                                          | 0.2              |

To perform this step, you must adopt the following steps:

a) determine the level of confidence based on the attributes of Table 5;

b) determine the risk of control, that is, the possibility that the controls adopted by management are not effective to prevent, detect and allow to correct, in a timely manner, the occurrence of events that may affect the objectives (Control risk = 1 - Confidence level);

c) estimate the level of residual risk (NRR). For this, the inherent risk level (NRI) is deduced from the inherent risk level (NRI), the percentage of confidence (NC) attributed to the control, which is equivalent to multiplying the NRI by the RC, using the following formula: "Residual risk level = Inherent risk level x Control risk."

Corroborating with [30], the documentation of the risk analysis stage generally includes:

a) the approach or method of analysis used, the sources of information consulted and the participants in the analysis process;

b) the specifications used for risk probability and impact ratings;

c) the probability of occurrence of each event, the severity or magnitude of the impact on the objectives and their
description, as well as considerations in the analysis of these elements; 

d) the description of existing internal controls, considerations regarding their effectiveness and the risk of control; 
e) the inherent and residual level of risk.

Once the risk analysis has been completed, the whole process should be documented in order to ensure traceability of the information.

B.3.4 Risk Assessment

Risk assessment will assist managers in decision-making, based on the results of the risk analysis. In this way, the steps for risk assessment are:

- Map, in the risk matrix, what are the key risks and define their respective guardians?
- Identify risks/uncertainties whose levels are above the tolerable limit;
- identify, for risks above the limit, their sources, causes and possible consequences on the organisation;
- identify the risks that are within and/or below the exposure limit;
- define which risks/uncertainties need treatment and what priority is to do so;
- decide whether a particular activity should be carried out or discontinued;
- whether control measures should be implemented or if they already exist, whether they should be changed, maintained, or eliminated.

The risk assessment proposed in this study will be supported on the criteria table for prioritization and treatment of risks presented in Table VI.

| TABLE VI - GUIDELINES FOR PRIORITIZATION AND TREATMENT OF RISKS |
|-------------------------|----------------------------------|
| Risk Level   | Criteria for prioritization and treatment of risks |
| ER           | Risk level far beyond the tolerable limit. Any risk at this level should be reported to the governance and the general superintendent and have an immediate response. Postponement of measures only with the authorization of the maximum leader. |
| HR           | Risk level beyond the tolerable limit. Any risk at this level should be reported to the general superintendent and act within a specified period. Postponement of measures only with the authorization of the deputy superintendent. |
| MR           | Level of risk within the tolerable limit, but with the potential to expand to high risk. Risks at this level require relatively simple control measures, which can be defined at the level of coordination. It requires specific monitoring activities and coordination attention in maintaining responses and controls to maintain risk at this level, or reduce it without additional costs. |
| LR           | Risk level within the tolerance limit. Generally, it does not require additional control measures, but it is possible that there are opportunities for greater return that can be explored by taking more risks, evaluating the cost-benefit ratio, such as lowering the level of controls. |

Once the risk assessment is complete, the results of the work should be documented in a spreadsheet that will contain a detailed list of the risks that require treatment, with their respective classifications and priorities. This document is an important management tool.

B.3.4.1 Risk Guardians

Risk guardians are the people selected to be responsible for managing the organization's key risks. The key risks are those that require greater attention from senior management, due to their potential to cause damage to the institution. In this way, guardians should be appointed by the risk committee, which will establish their respective missions and responsibilities (together with the risk management committee and technical expert) by signing a Term of Commitment. For recognition and greater motivation of risk guardians, it is suggested to hold an induction ceremony (it may be at the same presentation ceremony as the pilot project), with the participation of all CGTEC employees, where the commitment, importance and responsibility of them (guardians) and all employees with the risk management of the institution should be reinforced.

B.3.5 Risk treatment

At the end of the risk assessment stage, the treatment of those who need it should be defined. That is, it is necessary to define the control measures that will be improved and/or implemented in order to modify the levels of each risk/uncertainty, through the preparation of the action plans, which should contain the respective responsible, deadlines and activities. In this way, the working groups should once again meet and establish, based on existing information, the best alternative for risk treatment, taking into account their cost-benefit. Briefly, the steps in this step are:

- identify possible control measures for each risk;
- evaluate the feasibility of implementing these measures (cost-benefit, technical feasibility, timeliness, side effects of treatment, etc.);
- decide which control measures will be implemented;
- develop a risk treatment plan (as 5W2H Technique), for inclusion in institutional plans.

The risk treatment plan shall, as [24] define the order of priority for the implementation of each control measure, as well as identify:

- the justification for the selection of treatment options, including the expected benefits;
- those responsible for approving and implementing the plan;
- the proposed actions;
- the resources required, including contingencies;
- performance measures;
- restrictions;
- the reports and monitoring required;
- the execution schedule.

It is important to point out that there are different types of responses to the risks that can be adopted by the institution. In this work, corroborating with [31], for negative risks/uncertainties (Threats), the following types were proposed:

- avoid the threat;
- reduce the threat;
- transfer the risk;
- accept the risk.

For the opportunities, the following types of response were proposed:

- share risk;
• explore opportunity;
• improve opportunity;
• accept the risk.

Treatment plans should be registered in an electronic information system, preferably the same risk registration system, equipped with resources that facilitate the monitoring of the evolution of action plans and ensure data security, such as sending notifications, issuing periodic reports, traceability of users and modifications, security backup, among others.

B.3.6 Monitoring and Continuous Improvement

Monitoring the performance of the risk management plan is a fundamental step for the success of the project, as it will allow the verification, correction and/or improvement of the process in a timely manner and will also enable the analysis of successes and failures, as well as the promotion of lessons learned. Monitoring has three strands:
• the operation of the Risk Management System;
• the implementation and results of risk treatment;
• the evolution of the level of risks that did not require treatment.

Within these aspects, there are three types of monitoring to be considered:

a) continuous monitoring – aims to continuously measure the performance of risk management, through key risk indicators, analysis of the pace of activities, operations or current flows compared to what would be necessary to achieve objectives or maintain activities within the established risk criteria. This should be carried out by managers, supervisors, and guardians of the respective risks, with the help of the SGR, through the issuance of notifications and alert messages, alignment meetings and feedback, system updates, etc.

b) audits - aims to evaluate systemic aspects, that is, focusing on the structure and process of risk management. It should be carried out periodically by properly trained internal and external auditors, with the publication of a final report.

c) critical analysis – the data generated by continuous monitoring and audits should be recorded, analyzed and presented to the risk management committee for consideration of critical analysis in periodic meetings, which should be recorded in specific minutes. Action plans from critical analysis meetings should be registered in the risk management system (SGR).

d) assessment of the maturity of risk management – aims to periodically assess the existing capacities in the institution, with regard to leadership, policies and strategies, preparation of people for risk management, as well as the use of these capabilities to the processes and partnerships, and the results obtained in improving the performance of the organization in fulfilling its institutional mission of generating value for stakeholders efficiently and effectively transparency and accountability, and compliance with legal requirements. This is a specific process, similar to an audit, but with a different particularities, which will allow the identification of the current level of maturity (baseline) of the institution, as well as the monitoring of its evolution over time. As in the audit, the maturity assessment process should take place following a predetermined systematic and with the issuance of result's reports. [28] has developed a very interesting maturity assessment model and can be used as a reference for application in SUFRAMA.

The treatment plans from the monitoring processes will allow the gradual and successive evolution of the system, thus promoting the continuous improvement of the system.

B.3.7 Communication and consultation with stakeholders

The success of any project depends on a good flow of communication between the parties involved. Therefore, a robust Risk Communication Plan should be prepared by a qualified professional with the participation of stakeholders, in order to maintain an effective channel of communication between stakeholders in the internal and external context. It is important to note that the communication flow should occur in the vertical (from the base to senior management and vice versa) and horizontal (between employees of different sectors/processes). Among the actions to be contemplated by the communication plan, in line with [24], are:

• identify stakeholders, map their interests, expectations and legitimate needs, and estimate their power of influence;
• ensure that these aspects, as well as the different views of stakeholders, are understood and considered in the definition of criteria for risk management;
• keep the committee, committee, guardians and risk managers informed about the execution of the plan and the communications and consultations carried out;
• incorporate information on risk management, its performance and its effectiveness in management and accountability reports directed to society and control bodies;
• implement communication through visual information management, with the preparation and layout of risk maps among other visual communication strategies;
• implement a continuous training program for managers, servers and employees to apply principles, guidelines and techniques for risk management;
• develop a strategy to assist the expansion of the incorporation of risk management to organizational processes;
• keep up-to-date information on risk management at SUFRAMA's headquarters and on the Internet, available for public consultation (except sensitive information).

B.3.8 Risk management x organizational management

"Risk management should be part of all processes and decision-making at all levels of the organization. Creating the capacity to deal with risks throughout the organization, in a structured, systematic and timely manner, expands the capacity to create, protect and deliver value, with positive repercussions on the perception of stakeholders" [32].

The introduction of risk management represents a considerable organizational change, so it needs to be based on good planning with execution well aligned with it. The pilot project presented in this work represents a prototype, to be tested, consolidated, and improved within the R&D management process of SUFRAMA, to later be expanded to the entire organization. Therefore, when SUFRAMA understands that the process is mature enough and that the
time has come to spread it, a plan should be drawn up to incorporate risk management into organizational processes.

V. CONCLUSION

The proposed risk management model is a practical manual composed of a detailed procedural rite of great value for managers who want to implement a risk management program in their organizations and, specifically in the case of SUFRAMA, represents a support tool to guide the management of risks inherent to RD&I activities developed in the Western Amazon, enhancing its results and contributing to expand the technological development of the region.
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