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ABSTRACT

Energy Efficiency is central to achieving the interrelated economic, social and environmental goals of sustainable development. Improving Energy Efficiency is about using technology that requires less energy to perform the same function plus the share of renewables in final energy consumption, and it goes beyond energy conservation behavior which results in the use of less energy.

This paper focuses on the deployments of improving Energy efficiency as important infrastructure for smart environment. Home energy management systems employ automated technologies to manage and reduce residential energy use and cost, as well as make energy reductions through energy efficiency measures more visible to the customer, and extend energy management systems to Internet of things applications. We first review energy management systems and Internet of things technologies. Then, we investigate the role of Cost Benefit Analysis in supporting decision-making processes in the context of projects related to home automation application.
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1. INTRODUCTION

Efficient energy consumption and generation is a key factor to world ambitious goals for sustainable development and activities related to environmental Impacts and climate shifting. It is becoming increasingly clear that energy efficiency can bring many significant economic, environmental and social benefits. Yet it is also clear that huge energy efficiency potential remains untapped. While energy efficiency is improving, its impact on global energy use is being overwhelmed by increasing economic activity across all sectors.

With regard to Energy efficiency, we can define Energy intensity as it is a measure of the amount of energy used to produce a unit of output. It measures how much a bit of energy benefits the economy. This value is calculated by taking the ratio of total primary energy use (all of the fuels and flows that a country uses to get energy) to Gross Domestic Product (GDP) (total money made in a country). This quantity is used to indicate how effectively a certain economy is using their fuels and flows. When a country reduces wasted energy, it becomes more efficient, this lowers its Energy intensity. Low energy intensity indicates a lower price or cost of converting energy into GDP (IEA, 2018).

The energy intensity indicator used is primary energy demand per unit of global (Gross Domestic Product) GDP, i.e. the amount of energy the global economy uses (before it is converted into end-use fuels such as electricity and gasoline) to produce one unit of economic output.
Changes in global primary energy intensity are not solely an indication of energy efficiency improvements. They are also influenced by factors such as the movement of economic activity away from energy-intensive heavy industries towards less energy-intensive service sectors (Shanker, 2018).

The direction of global energy demand will hinge critically on how quickly technologies more efficient than those available today are developed, commercialized and used. The world could make vast improvements to efficiency now, however, by adopting technologies already widely available.

Regarding Sustainable Development Goals, the world is not currently on track to meet Sustainable Development Goal 7 (SDG7), which calls for ensuring “access to affordable, reliable, sustainable and modern energy for all” by 2030. Current progress falls short on all four of the SDG7 targets, which encompass universal access to electricity as well as clean fuels and technologies for cooking, and call for a doubling of the rate of improvement of energy efficiency, plus a substantial increase in the share of renewables in the global energy mix (UN, 2018).

The conventional energy sources become not sufficient to meet the day-to-day increasing power demand. So, renewable sources of energy are utilized along with conventional systems to meet that demand. However, the successful realization of such deployment would require update energy and power sector strategies to reflect the growing cost. The present strategy of Egypt, developed in 2014, does not reflect the rapid economic and
technological changes taking place at the national and regional levels (IRENA, 2018).

In order to tackle the increasing electricity demand, a number of solutions for efficient energy consumption and new power distribution models have to be evaluated. Moreover, innovative, energy-aware, flexible and user-centric solutions, able to provide interactive energy monitoring, intelligent control and power demand balancing at residential household (IRENA, 2018).

Because of the rapid rise of the population density inside urban environments, substructures and services have been needed to supply the requirements of the citizens. Humanity is faced with a new type of Paradigm, generally called the “smart city – smart Home” paradigm. Different classical objects are called Things and have been offered smart communication Possibilities in order to transmit data coming from a large Spectrum of sensors. Accordingly, there has been a remarkable growth of digital devices, such as sensors, actuators, smartphones and smart appliances which drive to vast commercial objectives of the Internet of Things (IoT).

Monitoring temperature, humidity, Noise and pollution levels have become a common feature to homes, offices, cars and streets. The issues that have been identified in the new technological era range from Standards, communication protocols, but also human communication Interfaces.
The beauty of the way in which smart homes save energy is the elegance of it. They do not try to restrict your energy consumption nor do they try to force you into doing so yourself. Instead, they keep track of your lifestyle and try to find ways not to spend energy when you do not need it. Furthermore, they are designed to make the most out of available energy. If you factor in all of that, it is no surprise that smart, homes can sometimes save up to 30-40% of energy.

In this paper, we describe Energy management systems in the next section. Then we review Energy efficiency with IoT and its major components. In the fourth section, we briefly discuss Home Energy efficiency Cost Benefit Analysis and SOWT analysis.

2. ENERGY MANAGEMENT SYSTEMS

Energy management systems (EMS) monitor, control, and optimize the generation, transport and use of energy. Early EMS operations were based on analogue meters with fast and easy-to-understand information, though limited in scope and application.

There are many existing drivers for the installation of meters and sensors in buildings, but the overriding driver is usually to enable better management of energy within the building and ultimately identifying and achieving potential energy and cost savings and to verify savings that have been achieved. However, there is a considerable overlap between these
drivers and often it is difficult to assess which driver takes precedence over others (Ahmad, 2016).
• Mitigating climate change and enhancing energy efficiency  
• Feedback on energy consumption and cost reduction  
• Compliance with regulations and legislations  
• Social responsibility  

EMS also has age-long application in the residential sector. The use of workable night thermostat as a form of automated energy control dates back to the early 1900’s (Liu, 2016). However, energy management became a real concern in the 1970s, especially with the multiple energy crises, increasing energy cost, and the idea of energy conservation. Early EMS operations were based on analogue meters with skimpy, but fast, easy to understand information. They were however limited in scope and application (Horton, 1986). Fig. 1 shows historical evolution of developing Energy management systems.

Fig1: Energy Management system evolution
The technological evolutions in the 1980s changed the EMS, particularly with the coming of computer-based technologies (mostly with hardware and operating systems). By the early 2000s, software-based systems such as UNIX, Linux and Windows have dominated EMS technologies.

Presently, embedded systems technologies have taken over. The old, bulky, space-consuming solid-state technologies have given way to more compact, small and efficient embedded or chip-based systems. The conversion of theoretical considerations into effective and robust algorithms accounts for the growth and effectiveness of the EMS.

In principle, EMS is also a matured technology in the residential sector but it is mostly not named like that. The system has grown over the years into other fields such as security systems, entertainment, energy-efficient appliances, Heating, Ventilation And Cooling (HVAC) control, e-health (healthcare supported with electronics) and remote controls. Automation of the distribution network operation to facilitate and incorporate the emerging Smart Grid functionalities has gained attention just recently (Calvillo, 2016). This also brings EMS operations closer to the customer at home and benefits of smart metering as follows in next sections.

2.1 Home Energy Management System (HEMS)

The exponential growth in EMS vendors underscores the importance of the technology to the residential sector. In spite of the hundreds of products, HEMS can be broadly grouped under the following functionalities:
Informative systems: They enable a one-way communication providing real-time and historical information about energy use in various graphical forms (bar graphs, pie charts, etc.) to the users.

2. Automated systems: They provide a two-way flow of information between a home gateway and domestic appliances.

3. Integrated systems: They have all the features of the information, automated and control systems, but also include direct control of devices by third parties. The possibility for forecasting (e.g. price) and scheduling of loads and generations at household levels are present in some products.

The integrated framework for developing future home energy management system. It takes into account the building itself, the type of building, year it was built and the orientation. Also important are the kind of residence in that house: elderly, large family, students or singles. Secondly, the connection of the HEMS to the utility is very important for its integration and sustainability. It enables residential demand response applications.

In the third place is the local installation at the customers’ site. Are there smart meters, sensors and appliances and how are they integrated? Are there distribution generators at the customer site and how can that be coupled with the system?

Fourth is the energy management principle to be implemented (Asare-Bediako, 2012).
Regulatory, social-economic and environmental concerns which are often overlooked during the design stages are worth considering if the HEMS solution will be sustainable.

2.2 Electricity Smart Metering

Energy management system classified into three main categories: different building performance parameters, occupants comfort perception and machinery characteristics.

Since the introduction of electricity distribution grids, there has been a demand for devices to measure the energy consumption in order to assist suppliers for distributing, pricing and monitoring their service. Time-Driven electricity metering is a process that measures the amount of electric energy produced or consumed during a certain period of time, supplying the relevant information about the behavior of the power system in the recent past (Simonov, 2014).

Electricity meters operate by continuously sensing the instantaneous values of current and voltage to provide a measurement of energy used (and possibly power demand). Fig. 2 describes the oldest and most common type of electricity meter is the electromechanical watt-hour. It is composed of an electrically conductive metal disc whose rotational speed is proportional to the power passing through the meter (Kara, 2011).
The first attempts at metering automatization, or Automated Meter Reading (AMR), allowed utilities to remotely read the consumption records and basic status information from customers premises. Due to its one-way communication system, AMR is limited to remote reading and cannot run additional applications, which prompted utilities to move towards the Smart Metering or Advanced Metering Infrastructure (AMI) (Choi, 2009). In Table 1 some differences of smart meters in functionality and stakeholder’s contribution.

**Table 1: Evolution of Smart Metering**

| SMART METER SYSTEM                      | FUNCTIONALITY                                               | STAKEHOLDERS                  |
|----------------------------------------|-------------------------------------------------------------|-------------------------------|
| One way Automated meter Reading AMR*   | Automated monthly read One way outage detection              | Billing and accounting Customers |
|                                        | Load profiling                                              |                               |
|                                        | Tamper detection                                            |                               |
| AMR Plus                               | Daily or on demand reads Hourly interval data               | Billing and accounting Information technology |
|                                        | Outage notification                                         |                               |
| Two way Advanced Metering Infrastructure AMI* | Integrated service switch Time based rates Remote meter programming Power quality | Billing and accounting Information technology Customers service |

*AMR: Automated Meter Reading  
*AMI: Advanced Metering Infrastructure
AMI is the system to add the communication link to the smart grid network. AMI includes bidirectional data flow between end users and utilities. AMI provides intelligent management, better maintenance, easier and proper additions and replacement of utility assets which results in better power quality (Barai, 2015).

When an Advanced Metering Infrastructure (AMI) is in place, smart meter can measure and record actual power usage during a day at certain time interval. These collected data are sent to a central data management system over a secure network via wired or wireless communication.

Implementation of smart metering will provide a number of benefits to the consumer, to the utility and to our society as follows (Hydro One, 2013) (Alahakoon, 2016) (Uribe-Pérez, 2016):

1) **Benefits to the customer:**

   • Consumers get more information about their energy usage. This will provide energy efficiency gains for both the consumer and the industry.
   • Increased knowledge of quality of delivery and more detailed feedback on energy use.
   • Bills are based on actual consumption.
   • Customer can adjust their habits to use more during off peak hours to lower electric bills.
   • Power outages are reduced.
   • Switching and moving are easily facilitated.
• The necessity of bill estimation is reduced.
• No need to provide access to utility people for taking reading of meters located indoors.

2) Benefits to the utilities:
• Demand peaks are reduced.
• Remote controlling enables better management of billing and other consumer related issues.
• Automated and remote meter reading.
• Electric systems are monitored more quickly.
• Enabling more efficient use of power resources
• Power outages are reduced.
• Enabling dynamic pricing.
• A voiding building of new power plants.
• Optimizing income with existing resources.
• Increased information on low voltage network.
• Freeing up experienced staff for other high priority areas to better serve the customers.
• Operational costs are reduced.

3) Benefits to the environment:
• Smart Meters communicate directly with the utility, eliminating the need to put utility trucks out on the street.
• Smart meters prevent the need for new power plants by contributing to the proper distribution of existing power usage, and as a result reduce pollution.

• Smart meters indirectly reduce the emission of greenhouse gas from existing power plants.

3. Energy Efficiency with Internet of Things

Today the Internet has become ubiquitous, has touched almost every corner of the globe, and is affecting human life in unimaginable ways. However, the journey is far from over. We are now entering an era of even more pervasive connectivity where a very wide variety of appliances will be connected to the web. We are entering an era of the “Internet of Things” (IoT) (Atzori, 2017). IoT is extension of current internet to provide communication, connection, and internetworking between various devices or physical objects also known as "Things" (Patel, 2016). This term has been defined by different authors in many different ways. Let us look at two of the most popular definitions. the Internet of Things as simply an interaction between the physical and digital worlds (Yang, 2014). The digital world interacts with the physical world using a plethora of sensors and actuators. Another definition the Internet of Things as a paradigm in which computing and networking capabilities are embedded in any kind of conceivable object (Dorsemaine, 2015).
In common parlance, the Internet of Things refers to a new kind of world where almost all the devices and appliances that we use are connected to a network. Fig. 3 shows this network structure components which We can use them collaboratively to achieve complex tasks that require a high degree of intelligence (Suresh, 2014).

For this intelligence and interconnection, IoT devices are equipped with embedded sensors, actuators, processors, and transceivers. IoT is not a single technology; rather it is an agglomeration of various technologies that work together in tandem (Lamba, 2017).

The Internet of Things is rarely discussed without the conversation steering to data and the new Data Economy. The intelligence and value from an IoT system is based on what can be learned from the data. Sensors are the source of IoT data. The ability to collect data coming from new end points, will increase the amount of available data. Data from IoT devices are delivered in real-time, can uniquely identify “things”, and can continuously collect/monitor “things” without human intervention. Enablers for the rise
of IoT include: cheap sensors, cheap bandwidth, cheap processing and big data (Opher, 2016).

Sensors and actuators are devices, which help in interacting with the physical environment. The data collected by the sensors has to be stored and processed intelligently in order to derive useful inferences from it. Note that we broadly define the term sensor; a mobile phone or even a microwave oven can count as a sensor as long as it provides inputs about its current state (internal state + environment) (García, 2017). An actuator is a device that is used to effect a change in the environment such as the temperature controller of an air conditioner (Serra, 2014).

The Internet of Things finds various applications in health care, fitness, education, entertainment, social life, energy conservation, environment monitoring, home automation, and transport systems. IoT technologies have significantly been able to reduce human effort, improve energy efficiency and improve the quality of life. In next sections, we cover basic architecture of IoT and most major technologies spanning from sensors to applications. Then we discuss the relation between IoT and Embedded systems in different prospective and comparison of supported technologies.

3.1 Architecture of IoT: The Internet of Things (IoT) general architecture for any system consists of three stages: physical, communication, and application. The first layer features multiple-sensor network that evaluates physical activities. Also included in the physical layer is another monitoring network that consists of in-house sensors and actuators to maintain air
quality, temperature, and to analyze and determine any hazardous conditions for the user. The second layer includes Operational Technology devices that collect the information gathered by the sensors, translate it into meaningful data streams and transfer them to a back-end destination. The third layer is where data is received, stored, and processed using cloud-based data analysis engines and machine learning mechanisms. The resulting insights can be used to recommend the proper service for each specific situation or applied in further research or management purposes (Uckelmann, 2011).

There is no single consensus on architecture for IoT, which is agreed universally. Different architectures have been proposed by different researchers.

The most basic architecture is a three-layer architecture. It was introduced in the early stages of research in this area. It has three layers, namely, the perception, network, and application layers (Said, 2013).

(i) The perception layer is the physical layer, it is like the facial skin and the five sense organs of IoT, which is mainly identifying objects, gathering information, which has sensors for sensing and gathering information about the environment. It senses some physical parameters or identifies smart objects in the environment. The Perception Layer includes bar code labels and readers, RFID tags and reader-writers, camera, GPS, sensors, terminals, and sensor network. The perception layer is the lowest layer of the conventional architecture of IoT and also called the recognition layer (Miao, 2010).
The network layer is acting like the brain of IoT, its main function is transmitting and processing information. It is responsible for connecting to other smart things, network devices, and servers. Its features are also used for transmitting and processing sensor data. This layer’s main responsibility is to help and secure data transmission between the application and perception layer. This layer also ensures unique addressing and routing abilities to the unified integration of uncountable devices in a single cooperative network. Various types of technologies are contributed for this phenomenon such as wired, wireless and satellite.

The application layer is a combination of IoT's social division and industry demand, to realize the extensive intellectualization. The Application Layer is the deep convergence of IoT and industry technology, combined with industry needs to realize the intellectualized industry, similar to person's social division of labor, eventually form human society. It is responsible for delivering application specific services to the user. It defines various applications in which the Internet of Things can be deployed, for example, smart homes, smart cities, and smart health.

3.2 Sensors and Actuators: All IoT applications need to have one or more sensors to collect data from the environment. Sensors are essential components of smart objects. One of the most important aspects of the Internet of Things is context awareness (Perera, 2014), which is not possible without sensor technology. A sensor is a device (typically electronic) that...
detects events or changes in its physical environment (e.g., temperature, sound, heat, pressure, flow, magnetism, motion, and chemical and biochemical parameters) and provides a corresponding output. Most sensors take analog inputs and deliver digital, often electrical outputs. Because the sensing element, on its own, typically produces analog output, an analog-to-digital convertor is often required (Saeid, 2017).

Sensors may be very simple with a core function to collect and transmit data or smart by providing additional functionality to filter duplicate data and only notify the IoT gateway when very specific conditions are met. This requires some programming logic to be present on the sensor itself. In this case, an IoT sensing device requires at least three elements sensor(s), microcontrollers, and connectivity to send data to IoT gateway (Kumar, 2018).

An actuator is a type of motor that is responsible for controlling or taking action in a system. It takes a source of data or energy (e.g., hydraulic fluid pressure, other sources of power) and converts the data/energy to motion to control a system.

As mentioned, sensors are responsible to sense changes in their surroundings, collect relevant data, and make such data available to monitoring systems. Collecting and displaying data by a monitoring system is useless unless such data is translated into intelligence that can be used to control or govern an environment before a service is impacted. Actuators use sensor-collected and analyzed data as well as other types of data.
intelligence to control IoT systems. For example, shutting down gas flow when the measured pressure is below a certain threshold.

### 3.3 Communication Protocols

As the Internet of Things is growing very rapidly, there are a large number of heterogeneous smart devices connecting to the Internet. IoT devices are battery powered, with minimal compute and storage resources. Because of their constrained nature, there are various communication challenges involved,

- **Addressing and identification**: since millions of smart things will be connected to the Internet, they will have to be identified through a unique address, on the basis of which they communicate with each other.
- **Low power communication**: communication of data between devices is a power consuming task, specially, wireless communication. Therefore, we need a solution that facilitates communication with low power consumption (Dragomir, 2016).
- **Routing protocols with low memory requirement and efficient communication patterns**.
- **High speed and non-lossy communication**.
- **Mobility of smart things**.

Based on the architectures mentioned earlier, IoT can be realized with several enabling communication technologies. In the perception layer, the main function is to identify and track objects. To achieve this function, the following technologies can be implemented:
Radio Frequency Identification (RFID)

RFID is an identification technology in which an RFID tag (a small chip with an antenna) carries data, which is read by a RFID reader. Each RFID tag is attached in an object and has its unique identification number. A RFID reader can identify an object and obtain the corresponding information by querying to the attached RFID tag through appropriate signals. The tag transmits the data stored in it via radio waves.

It is similar to bar code technology. But unlike a traditional bar code, it does not require line of sight communication between the tag and the reader and can identify itself from a distance even without a human operator. The range of RFID varies with the frequency. It can go up to hundreds of meters (Finkenzeller, 2003).

Near Field Communication (NFC)

NFC is a very short-range wireless communication technology, through which mobile devices can interact with each other over a distance of few centimeters only. All types of data can be transferred between two NFC enabled devices in seconds by bringing them close to each other. This technology is based on RFID. It uses variations in the magnetic field to communicate data between two NFC enabled devices (Coskun, 2013).

Wireless Sensor Networks (WSN)

WSN is a wireless network that consists of base stations and numbers of nodes (wireless sensors). These networks are used to monitor physical or environmental conditions like sound, pressure, temperature and co-
operatively pass data through the network to a main location (Kocakulak, 2017).

Wireless Sensor Networks (WSN) Based on IP for Smart Objects. Many times, data from a single sensor is not useful in monitoring large areas and complex activities. Different sensor nodes need to interact with each other wirelessly.

(iv) **Barcode & QR Code**

Barcode is a symbol attached to every object that could be read only by a barcode scanner. Barcodes can be implemented simply. There are no technological difficulties in implementing or using a Barcode. An updated 2D matrix representation of barcode is the QR Code.

After reviewing perception layer technologies, the second layer is Network layer. The network layer is used to determine routing, and provide data transmission support through integrated heterogeneous networks. In the following, some protocols that can enable the reliable and secure communication in IoT are presented.

(v) **BLEUETOOTH:**

One of the most broadly used wireless technologies of short-range is Bluetooth. You can quickly get Bluetooth apps that offer you wearable technology for pairing up with the smart gadgets. Bluetooth is a short-range RF technology aimed at facilitating communication of electronic devices between each other and with the Internet, allowing for data synchronization.
that is transparent to the user. Supported devices include PCs, laptops, keyboards, cell phones, and consumer products (Ghodake, 2018).

(vi) **ZIGBEE:**

Zigbee is a low-cost, low-power, wireless mesh network standard targeted at battery-powered devices in wireless control and monitoring applications. It is based on the IEEE 802.15.4 communication protocol standard and is used for personal area networks. Zigbee delivers low-latency communication. Zigbee chips are typically integrated with radios and with microcontrollers (Ghodake, 2018).

(iii) **Wi-Fi**

For IoT integration, WiFi is a favored choice according to many electronic designers. It is because of the infrastructure it bears. It has quick data transfer rates along with the aptitude to control a large quantity of data. The widespread WiFi standard 802.11 presents you the ability to transfer hundreds of megabits in only one second. The only own drawback of this IoT protocol is it can consume excessive power for some of the IoT Application (Sundaram, 2016).

3.4 **IoT Evolution Towards Energy Efficiency:** The Internet revolution led to the interconnection between people. The next revolution indicates the interconnection between objects to create a smart Environment. Smart Environment is the one that is able to acquire and apply knowledge about an environment and also able to adapt to its inhabitants in order to improve their experience in that environment. IoT can be considered as the
foundation of Smart Environment that is a small world where all kind of smart devices are continuously working to make inhabitants’ lives more comfortable (Gurkan, 2017).

Gartner’s Information Technology Hype Cycle for the year 2018 also reveals that IoT platform tops the chart with respect to peak inflated expectations; that had initiated through an innovation trigger and has reached the maximum level of expectation, where the dependency rate and increased expectations persuade researches for newer developments. Fig. 4. depicts the Emerging technologies according to Gartner’s Hype Cycle report.

Fig 4. Emerging technologies [Gartner hype cycle 2018]
As technology continues to evolve, the IoT will just become a more significant part of consumer's lives. It is because of the added convenience and personalization that these devices can provide. IoT technology can support the ageing population, vulnerable people and people with chronic conditions. Integrating the Internet of Things does benefit different businesses, but there is no denying that the Internet of Things will also benefit the consumers as follows.

1. **Environmental benefits:** Environmental parameters such as temperature and humidity are important for application such as agricultural production (Yang, 2017). There are a range of sensors that measure air quality and warn users through apps on their smartphones when the air is at dangerous levels, or likely to cause asthma. This is not only helpful for the user, but can also raise awareness of pollution and high emissions in populated areas. Similar devices are also used for working with radiation and miners.

   Smart homes have become the state of the art in the reduction and monitoring of energy usage within a residential setting. Leaving lights on, heating a house that's empty or heating up water that no one is going to use are all big wastes of energy. But smart and connected homes can prevent unnecessary energy use. Emerging threats such as climate change, global warming and volatility in energy prices have fueled the interest in smart systems and IoT. The use of energy efficient devices and innovative technologies has made it possible to reduce energy consumption, which is
vital in order to meet growing electricity demand and utilization. The benefit of energy efficiency has become possible through the implementation of four services:

1) monitoring the information on energy consumption,
2) controlling the consumption patterns through remote devices and direct control,
3) management of the service, aimed at achieving efficiency and optimization, and
4) consultancy. On a nationwide scale.

Research effort has already been invested in studying the implementation of wind, solar, biomass and geothermal energy in the smart home energy systems. The embeddedness of renewable systems into smart houses could speed up the outcome of wise electricity and demand management.

2. *Financial benefit*: The financial benefits of IoT smart Energy systems are typically associated with the environmental and health-related benefits. While in the long-term perspective the utilization of energy saving devices leads to environmental sustainability, the immediate benefit of efficient energy consumption management is the reduction of electricity expenses. The financial benefits can be realized in two ways. First, the use of smart electric appliances and smart meters leads to higher awareness of the consumption habits, by regular monitoring of
the energy use. Second, the transparency of the energy consumption makes it possible to compare tariffs against other energy providers.

IoT’s adoption in industries such as agriculture, energy, manufacturing, and urban development promises to return economic gains. Waste management (of time or resources) can boost cost savings and industrial productivity. New markets for data promise to expand opportunities to monetize the inputs and outputs of IoT deployments.

3. **Social benefits:** Social life and entertainment play an important role in an individual’s life. Many applications have been developed, which keep track of such human activities. The term “opportunistic IoT” refers to information sharing among opportunistic devices (devices that seek to make contact with other devices) based on movement and availability of contacts in the vicinity. Personal devices such as tablets, wearables, and mobile phones have sensing and short-range communication capabilities. People can find and interact with each other when there is a common purpose.

Therefore, IoT appliances have proven really beneficial in the health and wellness domains. Many wearable devices are being developed, which monitor a person’s health condition.

3.5 **Relation Between Embedded Systems and IoT Technologies:** The embedded system is no longer a strange concept now. With the microprocessor chip as the core, it was born with the emergence of the microprocessor. Through 30 years’ development, the embedded system has
become a complex system from a simple system. The embedded system can deal with complex application rather than controlling the input and output. With the development of chip technology and interface technology, there are a variety of embedded systems. In order to satisfy the growing demands of users, the system becomes increasingly more complicated and the functions are also more, including mobile phone, MP4, electrical vehicle, etc. Although the embedded system has entered people's daily life, there is no a unified definition of the embedded system yet through extensive discussion. Currently, the definition that is generally accepted at home is: the embedded system refers to a specified computer system that adapts to the application system’s strict requirement for function, reliability, cost, volume, and power consumption with the application as the center and computer technology as the foundation, whose software and hardware are scalable.

The Internet of Things means “the Internet that links things”. It has two meanings: first, the core and foundation of the Internet of things is still Internet. It is the extended and expanded network on the basis of Internet; second, the extension and expansion of the user terminal is between any object for information exchange and communication. Or think that: The Internet of things is wireless sensor network; the Internet of things is RFID network. The above definitions analyze and define the Internet of things from the perspective of Internet, so as to get the result: Internet is a subset of
Internet of things; one of the support technologies of Internet of things is network and communication technology (Asare-Bediako, 2012).

From the perspective of definition, the Internet of things emphasizes that the equipment in the Internet of things have perception, calculation, execution, coordination and communication ability and can provide services; the embedded system emphasizes the special computing system that is embedded into the host object. Its functions and services are relatively simple. The function of the embedded system is a subset of the function of the Internet of things, but the difference between them will be increasingly smaller. The simple embedded system is quite different from the equipment or things in the definition of the Internet of things and the functions are inferior to the equipment or things in the Internet of things. But with the development of the embedded system, some complex embedded systems that have appeared currently (such as smart mobile phone) basically meet the requirements of the equipment or things in the definition of the Internet of things.
Table 2: Comparison Table of Support Technology (Asare-Bediako, 2012)

| TECHNOLOGY                        | INTERNET OF THINGS | EMBEDDED SYSTEM |
|-----------------------------------|--------------------|-----------------|
| Radio frequency identification technology (RFID) | Essential          | Optional        |
| Electronic technique              | Essential          | Essential       |
| Sensor technology                 | Essential          | Optional        |
| Semiconductor technology          | Essential          | Essential       |
| Communication technology          | Essential          | Optional        |
| Intelligent Computing Technology  | Essential          | Optional        |
| Automatic control technology      | Optional           | Optional        |
| Software Testing Technology       | Essential          | Essential       |

From the perspective of technology, the embedded system is the product of the combination of advanced computer technology, semiconductor technology and electronic technology and the specific application in various industries. According to different applications, the embedded system can be used in many other technologies, such as: communication technology, sensor technology, intelligent information processing technology, automatic control technology, etc. the Internet of things and embedded system both are the comprehensive technology that integrates various technologies and the technologies are roughly the same. Table 2 shows a comparison between essential and optional support technologies for both IoT and Embedded systems for different types of applications.
From the angle of philosophy, the “things” in Internet of things refers to the things that are not limited to the physical world. It also includes the virtual goods and event associated with the things. So, the “things” in IoT can be defined as the entity that exist truly and can be identified in time and space or the virtual entity. The development process of the IoT: the microprocessor has been embedded in many daily objects currently. The objects make continuous innovations and increase new features and communication interface on the original basis.

Embedded microprocessor and microcontroller technologies are an important subject for researching implementation of small low-power embedded autonomous systems. Thus, they are in focus for the future IoT and smart home areas. The IoT requires sensors and actuators to form the link between the physical and digital worlds. A sensor converts a physical state into an analogue or digital signal, while an actuator turns a digital signal into some physical effect. The next step in the IoT architecture is the computing system which processes or generates the digital signals. IoT product is a system, not a component. So, when planning any element of your design, it’s important to take into consideration the full stack of hardware, software, and infrastructure.

In a word, the change of Internet from the network that connects computer to the network that connects objects (namely Internet of things) owns to the seamless access of the embedded microprocessor, sensor, executor, object network interface combination. The “things” in Internet of
things is divided into two parts: hardware and software. The hardware part refers to the part outside of the inherent and actual substance of “things” itself.

It can be drawn that: the composition of embedded system is the same as the “things” in Internet of things. But compared to the embedded system, the complexity of hardware and software in Internet of things is higher and the modules are more, because the functions that shall be satisfied are more. When some current embedded systems improve the network communication ability of system equipment and add the intelligent information processing technology, these systems can be applied to the Internet of things. Therefore, the “things” in Internet of things can be considered as the outcome that the embedded system develops to certain stage.

To sum up, the integration of related technology of embedded system and the Internet of things produces a lot of new products and services, improves people’s living quality and level and makes people enjoy unprecedented convenience.

4. Home Energy Efficiency Cost-Benefit Analysis:

The literature on the economic impact of energy the concept of economic savings through energy efficiency had entered the climate policy discussion as “co-benefits” to climate mitigation action. Energy cost can be reduced in many ways. By understanding the consumption behavior of each load in a building. Heating, Ventilation And Cooling (HVAC) consumed the most energy of a commercial building followed by lighting, refrigeration...
and office equipment. By choosing to retrofit and improve HVAC energy efficiency would lower the energy cost of the building.

The growth of the Smart home market is driven by various factors, such as rise in the need for energy-saving and low carbon emission solutions; cost reduction measures enabled by market; rapid proliferation of smartphones and smart gadgets; a large base of internet users and increased adoption of smart devices; high importance of home monitoring from remote locations; and widespread concern about safety, security, and smart home market.

Several ways exist for economic evaluation of smart home projects. Global Home Automation Systems market provides comprehensive analysis of the market by considering key market segmentation. Which means Divide your market into micro markets, or segments, based on segmentation bases or variables.

Moreover, many studies suggested the application of a Cost-Benefit Analysis (CBA) methodology to compare different energy scenarios and set the minimum energy requirements for buildings. CBA is a simple tool for evaluating a smart home investment. Its value lies not just in the result it provides but also in how it requires one to define and quantify the expected costs and benefits. Often it is this analytical discipline, rather than the result itself, that is most informative.
Also, to make the most of what you've got, Strengths, Weakness, Opportunities and Threats (SWOT) Analysis is a useful technique to map out the present Strengths, Weakness, Opportunities and Threats of home automation and improving energy efficiency technologies.

4.1 Cost-Benefit Analysis: Economic approaches are considered as an alternative when designing and implementing Smart home services. Economic approaches involve the analysis and optimization of the production, distribution, and consumption of goods and services. The approaches aim to analyze how home technologies economies work and how smart home entities interact economically.

Cost-Benefit Analysis (CBA) is a common tool used to provide criteria for investment decisions making by comparing the benefits with the costs over the life span of a project. It is a method to estimate an equivalent money value in terms of benefits and costs from smart systems and services. CBA involves computing the benefits against costs for the entities to make decisions, for example, whether the system and service should be implemented or not, which technology and design should be adopted, and what the risk factors are (Niyato, 2016).

At the simplest level, CBA has three major components (IRENA, 2015):

- Estimation of the benefits of Energy Efficiency technologies. CBA focuses on the benefits related to smart homes and home Energy management systems; however, the other potential co-benefits are addressed as well.
• Estimation of the costs of Energy Efficiency technology. This guide focuses on hardware and software costs, installation costs and ongoing operations and maintenance costs.

• Comparison of costs and benefits. Some costs and benefits, such as up-front hardware costs, are straightforward to quantify. Others, such as providing consumers with greater information and control or comfort, certainly have some value, but are extremely difficult to attach a monetary value to. We call these qualitative benefits.

CBA first determines the possible projects, designs, and their stakeholders. The metrics and cost/benefit elements are defined and calculated. CBA is developed through subsequent steps as follows (Becchio, 2016):

1) Define project;
2) identification of costs and benefits of the project;
3) estimation of the monetary values;
4) distribution of the estimated costs and benefits over the time and construction of the cash flow;
5) definition of the discount rate;
6) calculation of the performance indicators. With specific reference to the performance economic indicators, these are represented by the Net Present Value (NPV) and the benefit/cost ratio (B/C).
Net present value is nothing but sum net off of the present value of cash inflows and outflows by discounting the flows at a specified rate. The NPV was computed using next Equation (Enongene, 2017):

$$NPV = \sum_{t=0}^{T} \frac{B_t - C_t}{(1+r)^t}$$

where:
- $B_t =$ the benefit at time $t$,
- $C_t =$ the cost at time $t$, and
- $r =$ the discount rate

As seen in the formula – To derive the present value of the cash flows we need to discount them at a particular rate. This rate is derived considering the return of investment with similar risk or cost for the investment (Enongene, 2017).

Lighting controls enable residents to use artificial light depending on the requirement, using lighting control products helps in saving certain units of electricity. Automated HVAC products also help to reduce the electricity consumption to a considerable extent. Several service providers and homeowners testify that home automation systems deliver substantial gains, thereby reducing the amount of energy wasted and also the costs incurred.

The applied scenarios of lighting control are as follows (Ringel, 2019):

Baseline: Lighting is controlled manually by family members who turn off the lights during vacation periods. A traditional thermostat with a fixed set point controls heating and cooling.
Extended control project: Lighting is controlled by motion sensors that detect human presence. Daylight harvesting is provided, modelled through sensors that interface with the smart lamp.

We integrated motion and light sensors in the scenarios, the former being the most commonly used type. These are designed to detect the presence or absence of people in a room, and so offer finer scheduling granularity than predefined calendar and day settings. Light sensors allow lighting systems to respond to available light conditions.

Map Functions to Benefits:

- Improving energy efficiency and electric energy consumption reduction
- Annual electricity consumption bailing rate reduction
- Automated light switching
- Daylight harvesting and health benefits
- Environmental benefits and reduction of GHG emissions.
- Improve Indoor comfort and life quality raising occupants’ satisfaction level

Costs:

- Up-front hardware costs. Also called capital or initial costs, these expenses are one-time costs associated with purchasing the specific technologies.
- Project implementation costs. These costs are associated with installation, programming, scheduling, project management, commissioning, and other cost components of project implementation.
- Operating and maintenance costs. These expenses are ongoing.
- Qualitative costs. These various expenses are difficult to quantify yet still relevant to the analysis. Qualitative costs can include management time and attention, risks associated with going over budget or with technical underperformance, and other similar factors that are difficult to assign a monetary value. For example, some users may have a cost of decreased building occupant comfort.

5. SOWT Analysis:

A holistic view of energy stakeholders in a strengths, weakness, opportunities, and threats (SWOT) perspective for Improving Energy Efficiency. SWOT analysis is based on the themes of market resources, energy technology and energy efficiency. With this analytical frame work, this paper lists the strengths and opportunities while compensating weakness and mitigating threats. The action portfolio is directed towards enabling sustainable development and stresses the importance of comprehensive energy strategy towards building a strong economic profile while minimizing carbon footprint including energy efficient systems for residential household.
When performing a SWOT analysis, it is essential to define internal and external factors clearly before carrying out the analysis. Strengths are positive aspects that are controlled by stakeholders, whereas opportunities are possibilities due to external factors that could reduce weakness and improve on strengths, while threats are external factors that could harm or pose problems to stakeholders or Environment either in short term or long terms (Venkatachary, 2017).

Fig. 5. Summarizes SWOT analysis to diagnose and identify economic, social and environmental impacts from energy efficiency technologies. The results summarize and conclude that Improving Energy Efficiency technologies can be modelled to reduce costs, bring down carbon emissions and hence help protect the environment and improve quality of life with weakness in high initial installation cost with security and privacy concerns.
Fig. 5. SWOT analysis (Venkatachary, 2017).
6. CONCLUSION

Energy efficiency is the measure of energy services delivered relative to energy input. Improving energy efficiency is gained when more energy services are delivered for the same energy input, or the same amount of services are delivered for less energy input.

In this work, the advantages of energy efficiency are well reported, with positive impacts on society, the environment, health and the economy. In the context of the societal challenges connected to the environmental questions, realizing improving energy efficiency is a topical issue. The domestic sector has been identified as one of the most promising ones, because of its high energy demand and its high potential for saving. Energy-efficient technologies and solutions can offer one of the most cost-effective ways of reducing energy costs, improving energy security, reducing local air pollution and mitigating climate change.

Some existing technologies initiatives have investigated the use of embedded systems and sensors to realize energy saving at residential sector. This thesis has focused on providing the analysis of the technologies with which used to build some system applications for improving energy efficiency and enhancing the quality of life. A great deal of emphasis is given to the sensor technologies that are the back bone of these systems. A brief analysis on the communication technologies which form the communication infrastructure for the Smart Home is also illustrated.
Furthermore, this work described the integration between these technologies with sensors and embedded systems.

This paper also highlighted some other challenges and future directions that need to be addressed regarding energy management systems and Internet of things. It can be concluded that the area of building energy metering and indoor environmental technologies has witnessed many technological advancements in recent years, and it will be continued because of the developments in information and communication technologies.
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أحمد حسن عبد الكريم(1)– محسن عبد الحميد توفيق(1) – أحمد فرغلى حسن(2)
أحمد طارق يحيى العويضه(3)
(1) طالب دراسات عليا، كلية الدراسات العليا والبحوث البيئية، جامعة عين شمس
(2) قسم العلوم الهندسية البيئية، كلية الدراسات العليا والبحوث البيئية، جامعة عين شمس
(3) كلية التجارة، جامعة القاهرة

المستخلص
يشكل استهلاك الطاقة وتوليدها بكفاءة عاملا رئيسيا في تحقيق الأهداف الطموحة للتنمية المستدامة والأنشطة المتعلقة بالثروة البيئية وغير المناخ. ومن أجل معالجة الطلب المتزايد على الكهرباء، يجب أن يتم تقديم حلول لاستهلاك الطاقة بكفاءة ونماذج جديدة لتوزيع الطاقة. علاوة على ذلك، تكون هذه الحلول مستدامة ومزمنة ومركزة على المستخدم كما يجب أن تكون فاعلة على رصد البقاء التفاعلية، وتحقيق التحكم الذكي و موازنة الطلب على الطاقة في المنازل السكنية.

ويقترح هذا البحث منهجا فعالا من حيث التكلفة و توفير الطاقة لتحسين كفاءة الاستخدام والتحكم في الأجهزة المنزلية باستخدام المنظومات المدمجة المتصلة. يشمل البحث المعلومات المتعلقة ببنية المتحكم، وتنفيذ البرمجة لدوائر الفهم، لتحقيق التحكم في الطاقة، وتحقيق الكفاءة والامان.

ويعتبر هذا التصور هو التناول الجديد لتكامل بين البيئة المنزلية مع تكنولوجيا المعلومات في إطار تطور الأنظمة لتحسين كفاءة الطاقة وتوليد الطاقة.

الكلمات الدالة: كفاءة الطاقة – المنزل الذكي – الانترنت الأشياء