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We investigate the possibility of eavesdropping a quantum key distribution network by local sequential quantum unsharp measurement attacks by the eavesdropper. In particular, we consider a pure two-qubit state shared between two parties Alice and Bob, sharing quantum steerable correlations that form the one-sided device-independent quantum key distribution network. One qubit of the shared state is with Alice and the other one going to the Bob’s place is intercepted by multiple sequential eavesdropper who perform quantum unsharp measurement attacks thus gaining some positive key rate while preserving the quantum steerable correlations for the Bob. In this way, Bob will also have positive secret key rate although reduced. However, this reduction is not that sharp and can be perceived due to decoherence and imperfection of the measurement devices. At the end, we show that unbounded number of eavesdropper can also get secret information in some specific scenario.

PACS numbers:

I. INTRODUCTION

Quantum network is a network of observers that are connected by quantum channels. The main idea is to use quantum channels to transfer secret information from one observer to another. This forms the quantum key distribution (QKD) network [1]. There are two distinct classes of QKD protocols in the literature: 1. Prepare and measure [2, 3], and 2. Entanglement-assisted [4]. One distinct advantage that entanglement-assisted QKD protocols offers is the ability to check its security based on monogamy relations via the violation of steering or Bell inequalities.

Quantum key distribution protocols have been proven to be secure against eavesdropping and noise [5]. The rigorous security proof was by Mayers [6, 7]. The other development in this direction were based on entanglement distillation [8, 9]. The work by Shor and Preskill [10] used the Mayer’s result and the ideas of quantum error correction to prove the security of the BB84 protocol.

With the discovery of photon-number-splitting (PNS) attacks [11], security proofs came to deal with the loophole of theoretical single-photon source [12]. With increasing quantum technological advancement, the possibility of newer kind of attacks by the adversary raises the question on the security of such QKD protocols time and again. Here, we investigate the security of one-sided device-independent quantum key distribution (1S-DIQKD) networks [13] under the possibility of quantum unsharp measurement attacks by the Eavesdropper.

Quantum steering [14–21] is an intermediate correlation between entanglement and Bell nonlocality, was discovered by E. Schrödinger as an interpretation of the famous work by Einstein-Podolsky-Rosen [22]. It is the key resource behind 1S-DIQKD networks [13] under the possibility of quantum unsharp measurement attacks by the Eavesdropper.

Quantum steering [14–21] is an intermediate correlation between entanglement and Bell nonlocality, was discovered by E. Schrödinger as an interpretation of the famous work by Einstein-Podolsky-Rosen [22]. It is the key resource behind 1S-DIQKD networks [13] under the possibility of quantum unsharp measurement attacks by the Eavesdropper.

In the present work, we address the question raised above by finding the upper bound on the number of Eves that can share the secret key rate by finding the violation of fine-grained steering inequality [23] such that the Bob has secret key rate value more than any Eve in the network. Since, the Bob is getting a positive key rate, he will not terminate the protocol and perceive the reduction in the key rate value as an effect of the noise or the imperfection of the measurement devices. We also present...
a strategy by which an unbounded number of Eves can have access to secret information in some specific scenario [26], thus raising the magnitude of the criticality of such QKD protocols.

The plan of the paper is as follows: in Section II we recapitulate and present the basic tools that are required for further investigation. The measurement framework involving multiple sequential Eves used in this paper is also described in this Section. In Section III, we present the main analysis of this paper, and discuss the results obtained in the context of sequential eavesdropping of the 1S-DIQKD network when the initially shared two-qubit state is maximally entangled. We then discuss a strategy that gives rise to unbounded number of eavesdroppers. Finally, we conclude in Section IV.

II. PRELIMINARIES

In this section, we discuss in brief the concept of EPR steering and its connection with the one-sided device-independent quantum key distribution (1S-DIQKD). We then briefly discuss the quantum sequential measurement attacks in the context of eavesdropping.

A. Steering and 1S-DIQKD

Consider that a bipartite state $\rho$ is shared among two observers, say, Alice and Bob. In the steering scenario, Alice tries to steer Bob’s particles via her input and output measurement choices. Alice’s measurement operators are denoted by $A_{a|x}$, where $x$ is the choice of her input and $a$ is the outcome. After Alice’s measurement, each element of the set $\{\sigma^B_{a|x}\}$ of unnormalized conditional states on Bob end is given by,

$$\sigma^B_{a|x} = \text{Tr}_A [ (A_{a|x} \otimes I_B) \rho ].$$

This set of conditional states is called an assemblage. The entangled or the separable nature of the state imposes constraint on the observed assemblage. When the initial state $\rho$ is not entangled, then each element (1) of the assemblage $\{\sigma^B_{a|x}\}_{a,x}$ is of the following form,

$$\sigma^B_{a|x} = \sum_\lambda p_\lambda p_A(a|x) \rho^B_\lambda \quad \forall a,x.$$

Here, $p_A(a|x)$ denotes the probability of getting the outcome $a$ when Alice performs the measurement denoted by $x$ on the local state $\rho^A_x$. If any element of the assemblage $\{\sigma^B_{a|x}\}_{a,x}$ cannot be written in the form (2), then the assemblage indicates that the state $\rho$ possesses entanglement. In other words, when an element of the assemblage $\{\sigma^B_{a|x}\}_{a,x}$ cannot be written in the form (2), then the assemblage demonstrate EPR steering from Alice to Bob.

In literature, steering has been detected using logical contradiction, uncertainty relations and inequalities.

Here, we use the optimal fine-grained steering criteria to demonstrate steering and use the monogamy relation to study the 1S-DIQKD of steerable states [23]. Alice performs a dichotomic measurements $\{A_{a|x}\}$ s.t. $a, x \in \{0,1\}$ and communicates her input choice and outcome to Bob. In order to check whether the state is steerable, Bob performs measurements in two mutually unbiased basis, say, $\{\sigma_x, \sigma_z\}$ with outcome $b \in \{0,1\}$. The shared state $\rho$ is steerable, if the conditional probability distribution violates the following relation:

$$\frac{1}{2} [ P(B_{b|0}|A_{a|0}) + P(B_{b|1}|A_{a|1}) ] \leq \frac{3}{4}$$

(3)

Now, if the shared state $\rho$ between Alice and Bob is maximally steerable, then none of these systems can be steerable with any other system [23]. This nature is called monogamy of steerable states. This behaviour of steerable states put a lower bound on the secret key rate in 1S-DIQKD (one-sided device independent because one of the systems is not trusted, here Alice). The lower bound on the secret key rate ($r$), corresponding to the shared state $\rho$ which violates the above inequality (3) is given by [23].

$$r \geq \log_2 \left[ \frac{1}{2} \frac{3 + \delta}{4 - \delta} \right]$$

(4)

Here, $\delta \in (0, \frac{1}{2})$ is the degree of violation of the inequality (3).

B. Sequential quantum unsharp measurement attacks

We now describe the idea of quantum unsharp measurement attacks performed by the eavesdropper for sequential eavesdropping the 1S-DIQKD network.

Consider a bipartite system of state $\rho$ consisting of spatially separated two spin-$\frac{1}{2}$ particles. In this case, we consider multiple Eves ($\varepsilon^1, \varepsilon^2, \cdots, \varepsilon^n$) perform measurements on the second particle sequentially. On the other hand, a single Alice perform projective measurements on the first particle. Here we ask the following question:

- How many Eves can gain positive secret key rate while preserving the quantum steerable correlations (positive key rate greater than any of the Eves) for the Bob?

Since our aim is to explore how many Eves can gain positive secret key rate through the violation of Fine-grained steering inequality (3), multiple Eves cannot perform projective measurements. If any Eve performs a projective measurement, then the EPR steerability of the state will be completely lost and Bob will know that there is an eavesdropping in the network. Hence, each $n$ Eves in the sequence should perform weak measurements.

The aforementioned scenarios are depicted in Figure 1. Next, let us briefly discuss the quantum unsharp measurement attacks used by the eavesdroppers (For details,
In a sharp projective measurement attack, one obtains the maximum amount of information at the cost of maximum disturbance to the state which is detected by the Alice and Bob. On the other hand, in our scenario, Eve\textsuperscript{m} passes on the respective particle to Eve\textsuperscript{m+1} after getting some positive key rate. Hence, in this case, Eve\textsuperscript{m} needs to access the positive secret key rate by disturbing the state minimally so that Eve\textsuperscript{m+1} (or, Bob at the end) can also get positive secret key rate. This can be achieved by unsharp measurements \cite{27} which may be characterized by two real parameters: the quality factor \( G \) and the precision \( F \) of the measurement. \( F \) quantifies the extend to which the initial state of the system remains undisturbed during the measurement process and \( G \) quantifies the information gain due to the measurement. In case of projective measurement, \( F = 0, G = 1 \). For dichotomic measurements on a qubit system, the optimal trade-off relation is given by, \( F^2 + G^2 = 1 \) \cite{27}.

The above optimal trade-off relation between information gain and quality factor is achieved under unsharp measurement formalism \cite{24,28}. Unsharp measurement \cite{29,30} is one particular class of positive operator valued measurements (POVM) \cite{29,30}. Consider a dichotomic observable \( O = \Pi_0 - \Pi_1 \) with outcomes 0 and 1, where \( \Pi_0 \) and \( \Pi_1 \) denote the projectors associated with the outcomes 0 and 1 respectively, with \( \Pi_0 + \Pi_1 = \mathbb{I} \) and \( \Pi^2_{0/1} = \Pi_{0/1} \). Given the observable \( O \), a dichotomic unsharp observable \( O^\lambda = E^\lambda_0 - E^\lambda_1 \) \cite{31,32} can be defined which is associated with the sharpness parameter \( \lambda \in (0,1] \). Here, the effect operators \( E^\lambda_{0/1} \) are given by,

\[
E^\lambda_{0/1} = \lambda \Pi_{0/1} + (1 - \lambda) \frac{I_2}{2}.
\]

This is obtained by mixing projective measurements with white noise. The probability of getting the outcomes 0 and 1, when the above unsharp measurement is performed on the state \( \rho \), are given by \( \text{Tr}[\rho E^\lambda_0] \) and \( \text{Tr}[\rho E^\lambda_1] \) respectively. Using the generalized von Neumann-Lüders transformation rule \cite{29}, the states after the measurements, when the outcomes 0 and 1 occurs, are given by,

\[
\frac{\sqrt{E^\lambda_0} \rho \sqrt{E^\lambda_0}}{\text{Tr}[\rho E^\lambda_0]} \quad \text{and} \quad \frac{\sqrt{E^\lambda_1} \rho \sqrt{E^\lambda_1}}{\text{Tr}[\rho E^\lambda_1]}\text{, respectively.}
\]

Unsharp measurements has already been demonstrated using trapped-ion \cite{33} and photonic systems \cite{34–38}. Here, using an appropriate interferometer one can realize the unsharp measurement formalism. Further, the sharpness parameter can be controlled by fine-tuning the arrangement of various components in the interferometer. This raises a critical question related to the security of QKD networks where multiple Eves in the sequence perform unsharp measurement attacks where as Alice and Bob perform sharp measurements.

### III. EAVESDROPPING BY MULTIPLE SEQUENTIAL EVES

Using the formalism discussed in the previous section, we are now in a position to explore the maximum number of Eves that can gain the positive secret key rate such that Bob also gets the positive key rate greater than any of the Eves. Before proceeding, let us recapitulate some previous relevant results on sequential detection of steering.

It has been shown \cite{24} that at most two Bob can sequentially be steered with a single Alice when the singlet state is initially shared and each party is performing dichotomic measurements. Now, in order to demonstrate steering, entanglement is necessary and hence, it can be concluded that two Bob can sequentially detect entanglement of the singlet state in a one-sided DI scenario with a single Alice. These results are probed through the quantum violation of the analogous CHSH inequality \cite{39}.

Here, we ask a similar question, but in the one-sided device-independent quantum key distribution scenario. Let Alice perform dichotomic projective measurement of the spin component observable in the direction \( \hat{x}_0 \), or \( \hat{x}_1 \). Bob performs dichotomic projective measurement of the spin component observable in the direction \( \hat{y}_0 \), or \( \hat{y}_1 \). Eve\textsuperscript{m} (where \( m \in \{1, 2, \ldots, n\} \)) performs dichotomic unsharp measurement of the spin component observable in the direction \( \hat{x}_0^m \), or \( \hat{x}_1^m \). The outcomes of each measurement is 0 or 1.

The projectors associated with Alice’s sharp spin component measurement in the direction \( \hat{x}_i \) (with \( i \in \{0, 1\} \)) are given by, \( A_{a|i} = \frac{I_2 + (-1)^a \hat{x}_i \cdot \vec{\sigma}}{2} \) (with \( a \in \{0, 1\} \) being the outcome of Alice’s sharp measurement). Similarly, the projectors associated with Bob’s sharp spin component measurement in the direction \( \hat{y}_j \) (with \( j \in \{0, 1\} \)) can be written as \( B_{b|j} = \frac{I_2 + (-1)^b \hat{y}_j \cdot \vec{\sigma}}{2} \) (with \( b \in \{0, 1\} \) being the outcome of Bob’s sharp measurement).

Here, \( \vec{\sigma} = (\sigma_1, \sigma_2, \sigma_3) \) is a vector composed of three Pauli matrices. The directions \( \hat{x}_i \) and \( \hat{y}_j \) can be
expressed as,
\[ \hat{x}_i = \sin \theta_i^x \cos \phi_i^x \hat{X} + \sin \theta_i^x \sin \phi_i^x \hat{Y} + \cos \theta_i^x \hat{Z}, \]
and
\[ \hat{y}_j = \sin \theta_j^y \cos \phi_j^y \hat{X} + \sin \theta_j^y \sin \phi_j^y \hat{Y} + \cos \theta_j^y \hat{Z}, \]
where \( i, j \in \{0, 1\} \); \( 0 \leq \theta_i^x \leq \pi; \ 0 \leq \phi_i^x \leq 2\pi; \) \( 0 \leq \phi_j^y \leq 2\pi. \) \( \hat{X}, \hat{Y}, \hat{Z} \) are three orthogonal unit vectors in Cartesian coordinates.

The effect operators associated with Eve’s unsharp measurement of spin component observable along the direction \( \hat{z}_k^m \) (with \( k \in \{0, 1\} \)) are given by,
\[ E_{\hat{z}_k^m}^{\lambda_m} = \lambda_m \frac{\mathbb{I}_2 + (-1)^m \hat{z}_k^m \cdot \vec{\sigma}}{2} + (1 - \lambda_m) \frac{\mathbb{I}_2}{2}, \]
with \( m \in \{0, 1\} \) being the outcome of Eve’s unsharp measurement and \( \lambda_m \) \((0 < \lambda_m \leq 1)\) is the sharpness parameter corresponding to Eve’s unsharp measurement. The direction \( \hat{z}_k^m \) is given by,
\[ \hat{z}_k^m = \sin \theta_k^m \cos \phi_k^m \hat{X} + \sin \theta_k^m \sin \phi_k^m \hat{Y} + \cos \theta_k^m \hat{Z}, \]
where \( k \in \{0, 1\}; \ 0 \leq \theta_k^m \leq \pi; \ 0 \leq \phi_k^m \leq 2\pi. \)

There are conditional probabilities appearing in the inequality (3). In the following, we compute these conditional probabilities between Eve’s and Alice.

The conditional probability of occurrence of the outcome \( c^1 \) when Eve performs unsharp measurement of spin component observable along the direction \( \hat{z}_k^1 \) given that Alice performs projective measurements of spin component observables along the directions \( \hat{x}_i \) and got the outcome \( a \) on the shared bipartite state \( \rho \), is given by,
\[ P(E_{c^1|z_k^1}^{a|\hat{x}_i}|A_{a|x_i}) = \frac{\text{Tr} \left[ A_{a|x_i} \otimes E_{c^1|z_k^1}^{a|\hat{x}_i} \right] \cdot \rho}{\text{Tr} \left[ A_{a|x_i} \otimes \mathbb{I}_2 \right] \cdot \rho}. \]

After performing unsharp measurement, Eve passes her particle to Eve². The unnormalized post-measurement reduced state at Eve²’s end, after Eve performs the outcome \( c^1 \) by performing unsharp measurement of spin component observable along the direction \( \hat{z}_k^1 \) and Alice get the outcomes \( a \) by performing sharp measurements of spin component observables along the directions \( \hat{x}_1 \) is given by,
\[ \rho_{un}^2 = \text{Tr}_{A^2} \left[ A_{a|\hat{x}_1} \otimes \frac{\mathbb{I}_2 + (-1)^{a} \hat{x}_1 \cdot \vec{\sigma}}{2} \otimes \sqrt{E_{c^1|z_k^1}^{a|\hat{x}_1}} \right] \cdot \rho \cdot \text{Tr} \left[ A_{a|\hat{x}_1} \otimes \mathbb{I}_2 \right] \cdot \rho. \]

where,
\[ \sqrt{E_{c^1|z_k^1}^{a|\hat{x}_1}} = \sqrt{\frac{1 + \lambda_i}{2} \left( \mathbb{I}_2 + (-1)^{a} \hat{x}_1 \cdot \vec{\sigma} \right)} \]
\[ + \sqrt{\frac{1 - \lambda_i}{2} \left( \mathbb{I}_2 - (-1)^{a} \hat{x}_1 \cdot \vec{\sigma} \right)}. \]

In order to get the reduced state, the partial trace has been taken over the Alice’s subsystem.

Now, Eve² also performs unsharp measurement attack (associated with sharpness parameter \( \lambda_2 \)) of spin component observable along the direction \( \hat{z}_k^2 \) on the reduced state \( \rho_{un}^2 \), and gets the outcome \( c^2 \). The joint probability of occurrence of the outcomes \( a, c^1, c^2 \), when Eve¹, Eve² perform unsharp measurements of spin component observables along the directions \( \hat{z}_k^1, \hat{z}_k^2 \) respectively and Alice perform projective measurements of spin component observables along the directions \( \hat{x}_i \), is given by,
\[ P(A_{a|x_i}, E_{c^1|z_k^1}, E_{c^2|z_k^2}) = \text{Tr} \left[ E_{c^2|z_k^2}^{a|\hat{x}_i} \cdot \rho_{un}^2 \right]. \]

This from the joint probability of obtaining the outcomes \( c^2, a \), by Eve², Alice, respectively, can be calculated as,
\[ P(A_{a|x_i}, E_{c^2|z_k^2}) = \sum_{c^1=0}^{1} \left[ P(A_{a|x_i}, E_{c^1|z_k^1}, E_{c^2|z_k^2}) P(z_k^1) \right] + P(A_{a|x_i}, E_{c^1|z_k^1}, E_{c^2|z_k^2}) P(z_k^2). \]

Here, \( P(z_k^1) \) is the probability of Eve¹’s unsharp measurement of spin component observable in the direction \( \hat{z}_k^1 \) \((k \in \{0, 1\})\). Since, we restrict ourselves to unbiased input scenario, the two measurement settings for Eve¹ are equally probable, i.e., \( P(z_k^1) = P(z_k^2) = \frac{1}{2} \). Now, the conditional probability of occurrence of the outcomes \( c^2 \) when Eve² perform unsharp measurements of spin component observable along the direction \( \hat{z}_k^2 \) given that Alice perform projective measurements of spin component observables along the directions \( \hat{x}_i \) and got the outcome \( a \), is given by,
\[ P(E_{c^2|z_k^2}^{a|\hat{x}_1}|A_{a|x_i}) = \frac{P(A_{a|x_i}, E_{c^2|z_k^2})}{\text{Tr} \left[ A_{a|x_i} \otimes \mathbb{I}_2 \right] \cdot \rho}. \]

Using the expression (15) for the conditional probability, the two terms appearing in inequality (3) can be easily calculated for detection of EPR steering by Eve². Using the violation of the inequality one can easily determine the positive secret key rate value for Eve² in terms of the sharpness parameter \( \lambda_2 \). Following the above-mentioned approach, the two terms appearing on the left
hand side of the inequality (3) in the context of Eve\textsuperscript{m}, Alice and Bob can be calculated. In the following, we consider that the initial state is a two-qubit maximally entangled state.

1. When the two-qubit maximally entangled state is initially shared

Let us consider that the two-qubit maximally entangled state given by \( |\psi_s\rangle = \frac{1}{\sqrt{2}} (|00\rangle + |11\rangle) \) is shared between Alice and Bob, where

\[
|\psi_s\rangle = \frac{1}{\sqrt{2}} (|00\rangle + |11\rangle).
\]  

(16)

Here, \(|0\rangle\) and \(|1\rangle\) denotes two mutually orthonormal states in \(\mathbb{C}^2\). Here, multiple Eves perform sequential unsharp measurement attacks on the second qubit.

At first, we will find out the maximum number of Eves, who can access positive secret key rate such that the Bob will also have positive secret key rate greater than any of the Eves. This will be probed through the quantum violation of the inequality (3) and the relation (4).

We start by finding out whether Eve\textsuperscript{1} and Eve\textsuperscript{2} can sequentially access positive secret key rate. In other words, we will find out whether Eve\textsuperscript{1} and Eve\textsuperscript{2} can sequentially have the secret key rate (4) value say ‘r’ such that Bob has the secret key rate ≥ r. In this case, the measurements of the Eves’ are unsharp where as that of Alice and Bob are sharp. We observe that, for example, when Eve\textsuperscript{1} and Eve\textsuperscript{2} get \( r = 0.1 \), then Bob gets \( r = 0.634 \). This happens for the following choices of measurement settings by Alice: \((\theta_1^s, \phi_1^s, \theta_2^s, \phi_2^s) = (0, 0, \frac{\pi}{2}, 0)\), with \( \lambda_1 = 0.552 \) and \( \lambda_2 = 0.602 \). Note that, here the choices of measurement settings by Eves and Bob are in two mutually unbiased basis \((\sigma_x, \sigma_z)\). Hence, we can conclude that Eve\textsuperscript{1} and Eve\textsuperscript{2} can access secret key rate value of 0.1 such that Bob also have positive value of secret key rate. Note that the secret key rate at Bob’s end would be higher if there were no Eve’s. However, this reduction in the value of secret key rate is not sharp and Bob may perceive it due to decoherence or imperfection of the measurement devices.

Next, we ask whether Eve\textsuperscript{1}, Eve\textsuperscript{2} and Eve\textsuperscript{3} can sequentially access positive secret key rate such that Bob also have positive secret key rate. We observe that, when Eve\textsuperscript{1}, Eve\textsuperscript{2} and Eve\textsuperscript{3} get \( r = 0.2 \), then Bob gets \( r = 0.269 \). This happens for the same choices of measurement settings by Alice as mentioned above, with \( \lambda_1 = 0.604 \), \( \lambda_2 = 0.672 \) and \( \lambda_3 = 0.772 \). Hence, Eve\textsuperscript{1}, Eve\textsuperscript{2} and Eve\textsuperscript{3} can access secret key rate when the maximally entangled two-qubit state is initially shared.

Proceeding this way, we find the upper bound on the number of Eves’ that can access secret key rate of value 0.1, 0.2 and 0.3 respectively such that the Bob has secret key rate of value more than that each sequential Eve can access. These results are summarized in Table I, II and III. The permissible range of each \( \lambda_m \) depends on the values \( \lambda_1, \lambda_2, \ldots, \lambda_{m-1} \). In the table, we have presented the permissible range of each \( \lambda_m \) for the minimum permissible value of each \( \lambda_1, \lambda_2, \ldots, \lambda_{m-1} \). The permissible range of \( \lambda_m \) will be smaller than this if we take other value \( \lambda_i > \lambda_{i+1} \forall i < m \), and the maximum number of Eves may get reduced. Note that as the value of the secret key rate associated with Eves increases the number of Eves that can perform these quantum unsharp measurement attacks decreases as even higher value of the key rate is demanded at the Bob’s end. Hence, Bob can assure the security of the QKD network by having higher secret key rate and terminating the protocol in adverse scenario.

Next, we devise a strategy where unbounded number of Eves can access the positive secret key rate when the initial shared state is a non-maximally entangled two-qubit pure state.
| Eve[^m] | Secret key rate for each Eve is 0.3 | Permissible λ[^m] range |
|---|---|---|
| Eve[^1] | 1 ≥ λ[^1] > λ[^1̂] = 0.655 | |
| Eve[^2] | 1 ≥ λ[^2] > λ[^2̂] = 0.747 | when λ[^i] = λ[^2̂] \lor i < 2 |
| Eve[^3] | No valid range for λ[^i] for any λ[^i] with i < 3 |

TABLE III: The permissible ranges of the sharpness parameters λ[^m] (where 0 < λ[^m] ≤ 1) of Eve[^m] in order to access secret key rate r = 0.3 when the two-qubit maximally entangled state is initially shared such that the Bob has a positive secret key rate r = 0.447 (> 0.3) at the end.

2. Eavesdropping by unbounded number of Eves

Here, let us consider that the two-qubit non-maximally entangled state \( \rho_0 = |\psi\rangle \langle \psi| \) is initially shared between Alice and Bob, where

\[
|\psi\rangle = \cos(\theta)|00\rangle + \sin(\theta)|11\rangle.
\]

The fine-grained inequality (3) has following properties: 1. Any non-maximally entangled pure state of the form (17) maximally violates the inequality for the following measurements by the two parties:

\[
\begin{align*}
A_1 &= \sigma_z, \\
B_1 &= \sigma_x \\
A_2 &= \cos(2\theta)\sigma_z + \sin(2\theta)\sigma_x, \\
B_2 &= \sigma_x
\end{align*}
\]

(18)

2. When maximally violated, the value of the secret key rate is also maximum i.e. 1. However, in general we may not get maximal violation. In that case, one can show that the secret key rate is a continuous function of the value of the inequality close to the maximum violation.

Strategy for unbounded eavesdropping: Each Eve chooses between measurements of \( \sigma_z \) and \( \sigma^\lambda_m \) with outcomes \( c^i \in \{0, 1\} \) (\( \sigma^\lambda_m \) with 0 outcome is \( M_0^A M_0 \), where \( M_0 = \cos(\lambda_m)|0\rangle \langle 0| + \sin(\lambda_m)|1\rangle \langle 1| \), and 1 are the eigenbasis of the \( \sigma_z \) operator). The parameters λ[^m] are fixed before the beginning of the QKD protocol. The initial entangled state shared between Alice and Eve[^1] is \( |\psi^1_A\rangle \) [see Eq. (17) with \( \theta = \theta_1 \)]. If the first unsharp measurement of the operator \( \sigma^\lambda_m \) is made by Eve[^1] on the initial state \( |\psi^1_{\theta_1}\rangle \), the post-measured state is of the form:

\[
|\psi^2_A(\theta_1, \lambda_1)\rangle = U^A_{\lambda_1}(\theta_1, \lambda_1) \otimes V^E_{\lambda_1}(\theta_1, \lambda_1) |c(00)\rangle + s|11\rangle
\]

(19)

where, \( c = \cos(\theta_1(\theta_1, \lambda_1)), s = \sin(\theta_1(\theta_1, \lambda_1)), \) the two unitaries \( U^A_{\lambda_1} \) and \( V^E_{\lambda_1} \) and the angle \( \theta_1(\theta_1, \lambda_1) \in (0, \pi/4] \) depend on the outcome \( c^i \) and the angles \( \theta_1 \) and \( \lambda_1 \).

After his measurement, Eve[^1] applies the unitary \( (V^E_{\lambda_1})^\dagger \) conditioned on his outcome \( c^i \), on the post-measured state going to Eve[^2]. This allows Eve[^2] to use the same two measurements \( \sigma^\lambda_{2^2} \) and \( \sigma_z \) independent of the outcome \( c^i \) since the unitary \( V^E_{\lambda_1} \) is cancelled. The procedure will be applied by each Eve[^m] after his measurement before sending the post-measured state to the next Eve[^m+1]. If the system passed through only the unsharp measurements, the state received by the Bob at the end can be one of the \( 2^{n-1} \) potential states considering there are ‘n’ Eves. This depend on all the Eves (\( E^n \)) outcomes (one for each combination \( c^1, c^2, \ldots, c^{n-1} \)) of outcomes obtained by the Eves, these can be computed before the beginning of the QKD protocol. Any of these states can be written as:

\[
|\psi^\lambda_{\theta, n-1}^A\rangle = U^A_{\lambda}(\theta_{\theta+1}, \lambda) \otimes I_2 \left[ \cos(\theta_{\theta+1})(00) + \sin(\theta_{\theta+1})(11) \right]
\]

(20)

where the angles \( \theta_{\theta+1} \) and the matrix \( U^A_{\lambda}(\theta_{\theta+1}) \) both depend on the outcomes \( c^\theta_{\theta+1} \), on the initial angle \( \theta_1 \) and the sharpness parameters \( \lambda_m \) of the Eves. Bob as usual performs the sharp projective measurements along \( \sigma_z \) and \( \sigma_x \) direction where as Alice performs measurements along \( \sigma_z \) and her second measurement is

\[
A_2^{\lambda_{\theta+1}} = U^A_{\lambda}(\theta_{\theta+1}, \lambda) \otimes (\cos(\mu_{\theta+1})\sigma_z + \sin(\mu_{\theta+1})\sigma_x) (U^A_{\lambda}(\theta_{\theta+1}, \lambda))^\dagger
\]

(21)

where \( \tan(\mu_{\theta+1}) = \sin(2\theta_{\theta+1}) \). These measurements maximally violate the fine-grained inequality and give maximal value of the secret key rate irrespective of the number of Eves. Note that the Alice’s measurements depend on the outcome choices and unsharpness measurement parameters of the Eves and hence the probability of Alice performing measurement in the right direction decreases as the number of Eves increases. However, Alice will try to perform measurement in this direction because she along with Bob wants to maximally violate the inequality and achieve maximal secret key rate. This way unbounded number of Eves can also access the secret keys in this 1S-DIQKD network.

IV. CONCLUSIONS

Quantum steerable correlations are the key resource for one-sided device-independent quantum key distribution task. The monogamy relations restrict the sharing of steerable resource, thus guaranteeing the security of the key distribution task. However, these monogamy restrictions are violated if the parties perform unsharp measurements [24]. It is fair to assume that adversary also has resources to do unsharp measurements and then it is legitimate to rethink about the security of such QKD networks.

In the present study, we address the security of 1S-DIQKD networks by considering the quantum unsharp measurement attacks by the eavesdroppers. We have considered a QKD network constituting two spatially separated spin-\( \frac{1}{2} \) particles, one with Alice and the other one while going to Bob is intercepted by multiple eavesdroppers who gain some positive key rate by performing local quantum unsharp measurement attacks while preserving...
the quantum steerable correlations for the Bob. We find an upper bound on the number of such Eves.

We find that at most 4, 3, and 2 number of Eves can access the secret keys when the secret key rate for each Eve is 0.1, 0.2 and 0.3 respectively. In each case, Bob has secret key rate at least more than that Eve has access to. This is the unbiased case when both the measurements of Eves are unsharp. In ref. [24] at most two observers can share quantum steering when each observer is performing dichotomic measurements. However, we have obtained a maximum of 4 Eves when each party is performing dichotomic measurements showing an increment from the previous work. On the other hand in biased case when only the measurement corresponding to Eves’ measurement is unsharp and each Eve perform some unitary operation before sending the post-measured state to next Eve followed by the particular Alice’s measurement (21), we get an unbounded number of Eves. Bob can assure the security of QKD protocol by having higher secret key rate and terminating the protocol in adverse scenario of the security of QKD protocol by having higher secret key rate below a threshold value. Determining this threshold as a function of Eve’s key rate or environmental noise is worth looking in the future.

Before concluding, it may be noted that sequential sharing of bipartite steering [36] have already been experimentally demonstrated. Our study raises a valid question towards the security of IS-DIQKD networks that can be easily compromised using the available experimental techniques. Finally, the analysis presented here could be used to address the secrecy aspects of other important tasks like quantum secret sharing [40] under quantum unsharp measurement attacks in near future.
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