ABSTRACT
The Internet of Things (IoT) based real-time health monitoring system has contributed towards a brilliant human welfare both in urban and rural areas. Many of such solutions are not well applicable in developing countries like Bangladesh due to lack of uninterrupted communication system. In this paper, we present an IoT-based real-time health monitoring system that can measure, monitor and report people’s health condition online and offline from anywhere. Our proposed IoT based solution is capable to transmit the sensitive health information to medical centres and caregivers in real time. The proposed system has been designed with Arduino UNO, Nodemcu, and Global System for Mobile Communication (GSM) modules to measure body temperature, pulse rate, Oxygen saturation, room temperature, and air quality in a smart home setting. The system can also provide the patient’s historical health records. Our implementation was tested on some test cases which works excellent with accuracy. The proposed system has high potentiality for the rural and urban areas in developing countries.
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I. INTRODUCTION
In terms of technological advancement, humans are also becoming very concerned about their health. The last
coronavirus has ruined the world economy and made the world leaders responsible for their own country’s present healthcare facilities. Because of coronavirus, all health-related people face problems giving proper treatment to their patients. Even a vast number of health-related persons lost their lives in this COVID-19. At that time, many severe patients abstained from the hospital for infection anxiety and were deprived of their regular health checkups. Rural and urban areas patients face serious problems during the epidemic.

Our health monitoring system is designed to assist patient care, drive clinical performance, and lower costs. This integrated solution provides the hospital’s IT environment to capture secure patient data and provide it literally to the hospital. So clinicians have access to the relevant, detailed information they need to make informed care decisions.

Most risk-based defense-in-depth security helps protect patients’ privacy. Data integrity works right from the start and at every stage of patients to help customize and standardize monitoring solutions. Hospital protocol patient monitoring is a total solution designed around the challenges of data security. In the last decade, governance has been getting more attention for the quality of life. It works to develop technologies to promote healthcare participation in different areas. Our system explores the obtained topics and proposes cutting-edge solutions using a healthcare monitoring system—governance efficient based on public health services.

Our proposed system space has been a big boost as a cloud enables security and helps connect to real-time data and access performance data. The Internet of Things (IoT) has allowed capturing data continuously; having access to the data will enable us to respond more quickly. We see tremendous opportunity for a growing portfolio of devices but potentially even more exciting is the chance to put data in the hands of our customer’s intelligent equipment management device-derived data. We are positioned to potentially transform healthcare in partnership with users if we can provide clinical insights with some of the device insights and ultimately get to better patient outcomes. In-depth insight reveals of the user’s that can approach appear in the system [31].

Our healthcare monitoring is particularly significant because it’s solving a critical and sensitive area of the real situation, as highlighted by the pandemic. The demonstration of previous research that has been done a few features. But we have solved more issues of the previous state of arts. The IoT based healthcare system has been considered the next technological revolution globally. The remote patient monitoring system allows patients to monitor from anywhere, like home, office, rural and urban areas [1]. The fundamental emerging objectives of this influential research are to design and execute a feasible model for the IoT based ubiquitous healthcare monitoring system for rural and urban areas. The proposed model can measure and display blood pressure, room temperature, body temperature, oxygen saturation, heart rate, track the patient’s location using different sensors, and transmit the data online and offline to mobile apps. So that patients can take the attention of doctors even if they live in rural and urban areas. Using our system, any registered patient can inform doctors about their physical conditions anytime. Apart from the personalized critical health, the developed system also provides an alert signal to the doctors and caregivers to identify the patient’s critical health condition. Our developed system also provides the patient’s previous statistical data and has an emergency button.

Our device-derived data on the patients is assistance with fleet management. Data allows us to maintain a large number of medical devices. The system is very user-friendly and reliable based on real-time monitoring.

The tested system will be fruitful for patients. When any patient feels his body temperature and the pulse rate are unnatural or any vital physiological sign is irregular, the system will immediately send an alert signal to the doctor and caregivers online and offline. The emergency button will help the patients to communicate with the doctors and caregivers. The developed system was tested on fifty human bodies in different rural and urban areas and obtained accurate results through the mobile application. The system is technologically rich but economical, reliable, user-friendly, and serves multiple purposes. The system worked successfully in each test case.

To achieve a high-quality health monitoring system through new technologies. Our system framework of a health monitoring system based on a mobile platform is designed to execute pervasive health monitoring.

The rest of the paper is organized as follows “Related Works” and “Materials and Methods” Sections provide the major hardware components system design, and the implementation details of the developed system, respectively. The “Experimental Results Analysis” Section discusses the experimental results of the developed system, and finally, the “Conclusion” Section addresses the overview of the system and points to the future directions.

II. RELATED WORKS

IoT will reduce the healthcare cost, time, and diagnostic testing procedures [2]. Some Intelligent IoT related applications are smart health, home, city, parking, agriculture and industry [3], [4], [5], [6], [7]. Modern patient healthcare management system is an excellent IoT facility, which links with sensors and networks. For health monitoring, the connected components are used on devices. The sensors then send the information to the smartphones using different processing modules like Arduino Uno and Nodemcu. It is a straightforward, energy-efficient, scalable, interoperable, cost-effective, and time-consuming way of tracking and optimizing healthcare problems.

The two most significant syndromes of human health are heart rate and body temperature. Heart rate is commonly known as pulse rate in most cases. Based on the blood flow volume, the doctor used to calculate pulse rate. Doctors advise their patients to keep their “heart rate 60 beats per
minute and 100 beats per minute” if they are healthy. The average heart rate is roughly “70 beats per minute” for males, and “75 beats per minute for females” [10]. The average body temperature depends on a few factors, such as a person’s age, gender, job responsibilities, and eating habits.

Doctors and Engineers have been trying to merge their knowledge for years. The dominant approach in this sector is to implement IoT with a healthcare management system. Following all those dedicated works, we proposed a system that provides total support for patients and Doctors. Our proposed approach is a mobile, online-based, offline emergency SMS & calling supported real-time monitoring application. We tried to make the system automated. Our future plan is to gather this vital data from the patients (with permission) and analyze the data with professionals using NLP to provide some valuable decisions.

Generally, a thermometer which is accessible in the market [11] can provide both analog and digital reading with a very low cost. The emerging IoT-based health monitoring systems have impressively supported the healthcare sector [12]. The rising industrial IoT-based devices have taken a remarkable footnote from healthcare research. The reviewed research based article “IoT-based smart health monitoring system for COVID-19 patients” [13]. The authors used pulse rate, body temperature, and Spo2 only for COVID-19 patients. Without an IoT environment, the system can not measure the patient’s vital syndrome [14]. In [15], the authors proposed a model to allow a set of Emergency Contact Persons (ECP) to provide a person’s medical information where the Break-Glass key is used as an alternate key. The authors ran his lightweight model in several simulations test to their proposed system.

In [16], using the C-band sensing, the authors propose automatic monitoring ketoacidosis of a non-invasive breathing monitoring system for diabetic patients. The testing result was an excellent outcome. C-band sensing is one of the upcoming features of 5G Internet that is recommended by many countries, which will undoubtedly be widespread soon.

In [17], the authors inaugurated an S-band frequency-directed monitoring system for dementia patients to automatically monitor three wandering patterns: random, pacing, and lapping. The patients wandering patterns are trained in a controlled indoor environment to machine learning model, which achieves 90% accurate output. The system will use as a baseline of similar works in the future. In [18], the authors mention in case of emergencies; patients can save their lives using the Global System for Mobile Communication (GSM) module functionalities. The communication protocols collect patient data from the GSM module. The sensors received the data and sent it to the doctor.

“A lung function monitoring system for asthma patients” was proposed in [19], where body temperature, pulse rate, Spo2 and CO2 were not measured. Cloud computing structured hardware prototypes using Arduino Uno were produced where real-world testing data is not involved [20]. Mobile application-based heart rate monitoring systems were developed and there is no investigation analysis report [21].

“A detailed Research on Human Health Monitoring System Based on the Internet of Things” where acquired data with the sensors but no specific measured in this system [22].

In [23], the device is beneficial mainly for elderly, infectious, chronic patients in rural and urban areas. Worldwide, 5% of deaths occurred for chronic obstructive pulmonary diseases (COPD) and asthma in 2005. A blockchain-based security system has been proposed for the Internet of Things (IoT) health monitoring system in [24]. The clustering algorithm should construct the best group phrases for all users [25].

### III. MATERIALS AND METHODS

#### A. OVERALL SYSTEM OVERVIEW

The primary purpose of the proposed system is 24/7 continuous and uninterrupted monitoring of all the most significant health and room condition parameters of a patient with or without Wi-Fi. The system also provides an improved and automated alarming process that works with or without internet connectivity and can track the patient’s location in case of emergencies. The patient is also allowed to press an emergency alert button to send notifications on troubles. The patient himself, guardians, and the doctors will simultaneously supervise the patient’s health details in our system. Again, as the system can store previous health records of a patient, the doctors or caregivers will be able to access them when required, which will assist in taking essential decisions about the patient.

The system integrates several technologies but mainly consists of two components, a hardware device carried by the patient and a mobile application to display the patient’s real-time and prior health records. The patient carrying the device can move freely under constant monitoring.

The sensors associated with the device collect the patient’s body and environmental parameters and pass them to the processing unit. Here, we have considered the most valuable health parameters for most common health problems: patient’s body temperature, heart rate or pulse rate, oxygen saturation or Spo2 level, ECG, respiration rate, room temperature, room humidity, and CO2 gas level. The processed health records are then displayed on the device as well as periodically transmitted to a cloud server using Wi-Fi or cellular internet from the processing unit.

The server stores the data in a patient database and sends it to the mobile application. Both the device and the mobile application can detect irregular health records and show alarming notifications that include the patient’s location. The device can also send an emergency alert via SMS or call with or without the internet. A block diagram is presented in Figure 1 as a guide to visualize the overall process of the system. The block diagram shows the fundamental process of the system that is the data flow from the patient’s body or environment to the end-user who will be monitoring the health records.
TABLE 1. Improvements of the proposed system with respect to similar IoT-based systems.

| Reference | Real-Time Monitoring | Major Hardware Components | Emergency Alert | SMS Alert | Mobile Apps | Monitoring with Wifi | Monitoring with Mobile data | Cost |
|-----------|-----------------------|---------------------------|----------------|-----------|-------------|----------------------|----------------------------|------|
| Our System | Yes | Arduino Uno, NodeMCU, GSM Module, Wi-Fi Module, Temperature sensor, Pulse sensor, ECG, Room Temperature sensor, Air Quality Sensor | Yes | Yes | Yes | Yes | Yes | Cost Effective |
| [2]       | Yes | Wi-Fi module, Bluetooth, RFID, ECG, blood pressure | Yes | Yes | No | Yes | Yes | Low Cost |
| [26]      | Yes | Heart rate sensor, Bluetooth, microcontroller, electrode pads, display | No | No | No | Yes | No | Costly |
| [27]      | Yes | Arduino Uno, temperature sensor, heart rate sensor, body position sensor, Wi-Fi module | No | No | No | Yes | No | High-Cost |
| [28]      | Yes | Raspberry pi, Lo-Ra module, temperature, sensor, humidity sensor, pulse sensor, WSN, WDM, UV, CO2 sensor | No | No | No | Yes | No | Costly |
| [29]      | Yes | ECG, pulse sensor, temperature, camera, environmental sensor, Bluetooth, ZigBee, RFID | No | No | No | Yes | No | High-Cost |
| [30]      | Yes | Measure blood pressure, temperature, camera, environmental sensor & temperature | No | No | No | Yes | No | Low-Cost |

FIGURE 1. Block diagram of the system.

B. MAJOR HARDWARE COMPONENTS
Since a wearable hardware device is the supreme element of the proposed system, several sensors, modules, and gadgets are mandatory to develop it. The required hardware components, quantity, and cost are listed in Table 2, which reveals that the device’s total cost becomes 5080 BDT or $59 US.
TABLE 2. List of the major Hardware components, quantity and cost of the product.

| Serial | Item description               | Quantity | Price |
|--------|--------------------------------|----------|-------|
| 1      | Arduino Uno                    | 1        | 450   |
| 2      | NodeMcu                        | 1        | 490   |
| 3      | GSM SIM900A module             | 1        | 1400  |
| 4      | Temperature sensor DS18B20     | 1        | 270   |
| 5      | Pulse Sensors MAX30100         | 1        | 400   |
| 6      | ECG Sensor AD8232              | 1        | 985   |
| 7      | Room Temperature and Humidity Sensors DHT11 | 1 | 350 |
| 8      | Air Quality Sensor MQ135       | 1        | 200   |
| 9      | LCD Display                    | 1        | 205   |
| 10     | Battery Adapter                | 1        | 100   |
| 11     | Switch                         | 1        | 10    |
| 12     | Buzzer                         | 1        | 20    |
| 13     | Wire set                       | 2        | 200   |
| Total  |                                |          | 5080  |

dollars. The significant hardware components used to implement the system are elaborated in this section.

1) ARDUINO UNO
Arduino Uno is a low-cost, reliable, easy-to-use open-source IoT board based on the ATmega328P micro-controller. It is used as the main controller board in our system as it meets all our requirements. The major components of an Arduino board are a USB type B connector, a power port, six analog pins, 14 digital pins, an ATmega3288P microcontroller, a UART, a reset button, a voltage regulator, and a crystal oscillator. It has a 32KB-flash memory and a 2KB-RAM. It commonly takes 7V to 12V as input voltage and operates at a voltage of 5V. Arduino Uno is programmable using the Arduino IDE that supports C or C++ programming languages. Arduino Uno is a vital hardware component in our system as it plays a prominent role in connecting all other sensors and modules.

2) NODE MCU ESP8266
Node MCU ESP8266 is a low-cost, widely used, open-source development board and firmware built around an SoC ESP8266. It merges functionalities like a Wi-Fi access point and a micro controller. The board has 16 GPIO pins and a UART(TX, RX pins). Node MCU takes 7V to 12V s input and operates at 3.3V voltage. It has a 4MB-flash memory and a 64KB-SRAM. The node MCU ESP8266 plays a crucial role in our developed system because it enables the Wi-Fi capability of our system. As long as the Wi-Fi is available, the measured sensor data are sent to the server through the ESP8266. The board also performs as the system’s processing unit as it maintains two-way serial communication with the Arduino Uno.

3) GSM MODULE SIM900A
GSM SIM900A is a compact, reliable, and complete dual-band module for GSM/GPRS communication using a mobile sim card. It automatically searches and works on EGSM 900MHz and DCS 1800MHz frequency bands that allow users to send/receive cellular calls and SMS, connect to the internet, and track locations. The module has 68 pins and requires a power input between 3.4V to 4.5V to operate. The primary functional interfaces of the module are power, antenna, SIM card, UART, LCD, audio, and GPIO/keypad. Different supported AT commands are required to interact with the GSM/GPRS cellular network. The SIM900A module is a prominent constituent of our developed system and makes our system more sophisticated. The module sends the health data to the cloud server when the Wi-Fi is unavailable. It also sends the SMS/call alert on emergencies tracing the patient’s location. But when the Wi-Fi is available and there is no emergency, the module stays in sleep mode to reduce power consumption.

4) BODY TEMPERATURE SENSOR DS18B20
DS18B20 is a small-sized, widely used digital temperature sensor that uses a one-wire protocol to measure the range -55°C to +125°C and provide a digital output. It needs only one pin of the controller board to sense the temperature. A pull-up resistor of 4.7 Ohm with a power supply of 3V to 5V is necessary for wiring the sensor ideally. The accuracy of this simple sensor is ±0.5°C which makes it more reliable. So we have utilized this sensor to precisely measure the patient’s body temperature.

5) PULSE SENSOR MAX30100
MAX30100 is a particular electro-optical sensor capable of measuring heart rate and oxygen saturation, utilizing the wavelengths of lights from two LEDs, one red and another infrared. The infrared light is enough for measuring pulse, but both LEDs are required to find the pulse oximetry. The operating voltage of the sensor should be between 1.8V to 3.3V, and the input current is only 20mA. The sensor has five pins and uses an I2C protocol to communicate with the controller. We have used this sensor to measure the pulse rate and the SpO2 of a patient. The pulse rate is nothing but the heart rate, and the SpO2 denotes the amount of oxygenated hemoglobin in the blood.

6) ECG SENSOR AD8232
AD8232 ECG sensor is a small chip that amplifies, extracts, and filters biopotential signals to provide an analog output utilized to calculate the electrical movement of the human heart. An Electrocardiogram of the heart helps to analyze various health parameters. The sensor AD8232 has six pins: 3.3V, GND, LO+, LO-, OUTPUT, and SDN. It operates at voltage 2V to 3.5V and has a low current supply of just 170µA. The complete setup of the ECG sensor includes the main IC chip and tree electrodes that will be placed in the
patient’s skin. The board has three pins: RA, LA, and RL, to connect the electrodes.

7) ROOM TEMPERATURE AND HUMIDITY SENSOR DHT11

DHT11 is a commonly used, low-cost digital sensor that consists of a capacitive element to sense relative humidity and a thermistor to measure room temperature. The main three components of the sensor are a resistive type humidity sensor, an NTC (negative temperature coefficient) thermistor to measure temperature, and an 8-bit microcontroller to process the measured values in series. It has three pins and uses a single DATA pin to communicate with the controller. The sensor operates at a voltage from 3V to 5V and a maximum of 2.5mA current. The temperature measuring range of the DHT11 is 0°C to 50°C with ±2 degrees accuracy, and the scope for measuring humidity is 20% to 80% with a 5% accuracy. We have used the sensor in our system to monitor the patient’s room condition.

8) AIR QUALITY SENSOR MQ135

MQ-135 is a gas sensor that can detect harmful gases and smoke to monitor indoor air conditions. The sensor can detect gases like CO₂, ammonia, sulfur, benzene, nicotine, etc. Its detection range is 10-1000ppm. The sensor has four pins: +Vcc, GND, A0 analog pin, and D0 digital pin. The gases are measured in ppm by TTL’s analog pin and operate on 5V. We have used this sensor in our system to measure CO₂ gas levels to monitor the air quality of a patient’s surrounding environment.

C. SYSTEM DESIGN

Our proposed system space has been a big boost as a cloud enables security and helps connect to real-time data and access performance data. The Internet of Things has allowed capturing data continuously; having access to the data will enable us to respond more quickly. We see tremendous opportunity for a growing portfolio of devices but potentially even more exciting is the chance to put data in the hands of our customer’s intelligent equipment management is a device-derived data. We are positioned to potentially transform healthcare in partnership with users if we can clinical insights with some of the device insights and ultimately get to better patient outcomes.

As the fundamental idea of the proposed system is 24/7 continuous online monitoring of patients’ health and room environment, the system architecture and functionality has diverged mainly into three modules: (i) Sensing and data processing module, (ii) Data storage module, and (iii) Interaction module. In fact, the sensing and data processing module represents the device carried by the patient. The data storage module indicates the cloud server. And the interaction module denotes the mobile application. Figure 2 illustrates the overall system architecture of the developed system.

- Sensing and data processing module: Figure 2 exhibits that the sensor and data processing module comprises sensors to collect data from the patient’s body and room environment by converting physical and physiological phenomena into analog or digital signals. The ESP8266 Wi-Fi module or GSM module SIM900A sends the collected data to the cloud server; the LCD showcases the health record; the buzzer and the emergency button participate in the emergency alert system. Thus, this module recurrently senses the health and environment parameters, processes the data, and transmits it to the cloud server.
- Data storage module: This module is accountable for acquiring and accumulating the collected data. The system utilizes a real-time database and a cloud fire-store of the Google Firebase cloud server. The real-time database receives the data sent from the hardware device and stores it as a current health record. It is updated every 7-8 seconds to find a new health record which allows the patient to be monitored in real-time. However, the frequency of measurement on the device is based on the intervals. Considering the situation parameters: date and time, the distinct health records of every hour are stored in the cloud fire-store labeled as the patient database in Figure 7.
- Interaction module: This module is a mobile application that fetches the health records from the cloud server and displays them to authenticated users. New users can sign up as patients, guardians, or doctors and log in to interact with the system and access a patient’s real-time and prior health records.

The flowchart of the complete system is demonstrated in Figure 3, which identifies the essential steps of the process in chronological order. The workflow of all three system modules and their interrelation are displayed in the flowchart. The sensing and data processing module recurrently extracts sensor data, processes, and displays it, and checks for irregularities. If the system finds any irregular health data, the buzzer is activated to alert the patient, SMS/call alert is sent with the patient’s location through the GSM module. Then the system checks the internet connectivity, and if Wi-Fi is available, the health record is sent to the cloud via the ESP8266 Wi-Fi module of the node MCU. If Wi-Fi is not available, the data is sent through the GSM SIM900A module. The data storage module then collects, processes, and stores the health records periodically until the stop command is given. The health records are then transmitted to the interaction module and accessed by only authenticated users. Any user needs to verify every session of interaction with the mobile application.

D. IMPLEMENTATION DETAILS

As the entire function of the proposed system is systematized utilizing a hardware device and an application interface, the implementation phase can be categorized into hardware implementation and software implementation.

1) HARDWARE IMPLEMENTATION

The hardware implementation represents the implementation of the sensing and data processing module stated in the
“System Design” section, which is a vital component of the system. The module measures the sensor data, processes it, and sends it to the cloud server. So, this multi-functional device requires various hardware gadgets to be assembled. The implementation of the hardware device is achieved by connecting the required hardware components according to the system design and programming the micro-controller of the IoT board utilized. The circuit diagram of the developed system is illustrated in Figure 4, which indicates the pin configuration between the sensors, Arduino, node MCU, GSM module, LCD, LED, buzzer, and other essential electrical circuit elements. The “Proteus Design Suite” software is utilized to design the circuit diagram.

We have taken an Arduino Uno as the main controller board for the system. A 9V rechargeable Li-po battery is used to power up the Arduino. Another controller board node MCU ESP8266 is merged with the Arduino to enable the WIFI capability and increase the number of analog pins and digital pins. Two-way serial communication is achieved by connecting the RX and TX pins of node MCU to PB4 (12) and PB5 (13) pins of the Arduino. The software serial library for Arduino is used to define PB4 as TX pin and PB5 as RX pin to allow the serial communication between node MCU and Arduino.

A fixed baud rate is specified to maintain the data transmission rate between the Arduino and node MCU. So, both the Arduino and the node MCU ESP8266 function as the system’s processing unit. A GSM/GPRS module SIM900A is connected, allowing Arduino to connect to the internet, make calls, and send and receive SMS using the cellular connectivity. The module also features a GPS chipset that enables location tracking. The TX and RX pins of SIM900A are connected to pins PD0(RX) and PD1(TX) of the Arduino to establish communication. A 3.7V Li-po battery is dedicated to the GSM module as it needs a proper voltage supply to function ideally. The Vcc and GND pins of all the sensors are connected to the Vcc and GND of the Arduino. The DQ pin of body temperature sensor DS18B20 and the Data pin of the room temperature sensor DHT11 is connected to PD2 and PD3 digital pins of the Arduino. For the Pulse sensor module MAX30100, the SCL and SDA pins are linked to PC5(A5) and PC4(A4) pins of the Arduino. In the case of ECG sensor AD8232, the OUTPUT, LO− and LO+ pins are mapped to PC1(A1), PB3(11), and PB2(10) of the Arduino. The analog pin A0 of the air quality sensor MQ-135 is joined to PC0(A0) of the Arduino. An LED and a buzzer are connected to PD7 and PD6 pins of the Arduino. An LCD is configured with the node MCU in 4-bit mode. Then we have added some resistors where required and connected all the grounds to complete the entire circuit. After completing the circuit, the Arduino Uno, and the node MCU are connected to the computer with USB, and the required C++ code is uploaded utilizing the Arduino IDE. The full functioning user prototype is displayed in Figure 5, where the system is tested with a user. The figure shows that when the sensors are connected to the patient’s body, the real-time health record is depicted both in the LCD and the mobile application.

2) SOFTWARE IMPLEMENTATION
The software implementation denotes the implementation of the Data storage module and the Interaction module stated in the “System Design” section. The two modules are
accountable for storing the health data in the cloud server and displaying it in the mobile application. The implementation of the data storage module is obtained by utilizing the Firebase cloud platform by Google. It is a Back-end-as-a-Service (Baas) platform that provides developers with NoSQL databases, tools, and back-end features for creating mobile and web applications. Firebase offers databases of two categories:

1) Fire-base real-time Database that lets users store and sync data in real-time
2) Fire-base cloud Fire store enables users to store, sync, and query data at a large scale. We have utilized databases of both types in our developed system. Databases used in the system are demonstrated in Figures 5 and 6.

The health data sent from the hardware device to the fire-base cloud server are firstly stored in the real-time database shown in Figure 6.

This database is updated every 7-8 seconds to discover a new health record in real-time. Every hour, one health record is stored in the fire-store database shown in Figure 15 to keep the patient’s history. The interaction module that is the mobile application is developed in Android Studio, which is the official IDE for Google’s Android operating system. It is a stable IDE powered by IntelliJ IDEA specially built for accelerating mobile application development. We have utilized Google Firebase as the back-end server and Java as the programming language for implementing the mobile application. The significant interfaces of the mobile app named “HSMART” are pictured in Figures 8, 9, and 10.

Figures 8(a) and 8(b), respectively, show the mobile application’s login and sign-up interfaces. Registered users can log in with their username and password, whereas fresh users need to sign-up to provide their username, email, and password before logging in. After logging in to the mobile
application, users will find an interface shown in Figure 9(a), displaying real-time health data of the patient carrying the sensing device. The users are offered an option to select all or activate/halt specific sensors, and the app will display the health data accordingly. The interface is depicted in Figure 9(b). The users can also find an interface for the patient’s history exhibited in Figure 10, which displays health records of each hour of a day.

E. EXPERIMENT RESULTS ANALYSIS

The data collected from remote patient sensors and IoT platforms have been suggested for optimal efficiency of the systems and accuracy of data processing. Human sensor data in the IoT platform is sent to the server with the Internet. We have chosen numerous data but here represents the 10 patient’s of sample data. We have collected numerous datasets including continuous measurements from different people for conducting statistical data analysis to investigate the accuracy and reliability of our proposed system with respect to the actual measurements of people’s health conditions. However, we have represented only 10 different people in their dataset.

It allows remote data on server-based and facilitates the collaboration of any authorized person, including external specialists. It is also appropriate for mobile devices for health applications. We have created an effective healthcare service that provides numerous opportunities. We can observe a vital benchmark to specify the required requirements during
emergency conditions. There are different patient sensor data associated with IoT devices. Data received from the sensor is distributed on a second basis—IoT servers are connected to patients’ data received from sensor devices 24/7.

We use patient datasets associated with IoT devices connected to the sensors. Different data from IoT devices and servers connected to patients store data obtained from IoT devices in real-time. The suggested dataset in the method as shown in Table 3. Ten people are examined, and their health situation is assessed regarding various requirements at different day duration. That is not a significant standard to specify required conditions during severe movements or sports. In accordance with the proposed model discussed, our results were obtained from the simulation. Obtained results are compared with expected outcomes. This section discusses the accuracy of the proposed algorithm in various conditions of the patient’s body. The proposed model has 95% accuracy in responding and transmitting information in 85-90% of cases. The sensor’s high accuracy sends and receives information from sensors to the doctor or server to use IoT technology. Figure 11 represents different Error percentage based on actual and observed data of the human body.

\[
\text{Accuracy}_j = \frac{\sum_{i=1}^{n} TP(i) + \sum_{i=1}^{n} TN(i)}{\sum_{i=1}^{n} TP(i) + FN(i) + FP(i) + TN(i)}
\]

\[
\text{Sensitivity}_j = \frac{\sum_{i=1}^{n} TP(i)}{\sum_{i=1}^{n} TP(i) + FP(i)}
\]

\[
\text{Specificity}_j = \frac{\sum_{i=1}^{n} TN(i)}{\sum_{i=1}^{n} FP(i) + TN(i)}
\]
TABLE 3. Actual and observed dataset for the error assessment.

| Patients No | Act Temp | Observed Temp | Error (%) | Actual Heart Beat | Observed Heart Beat | Error (%) | Act Oxygen | Observed Oxygen | Error (%) | Act Pulse | Observed Pulse | Error (%) | Actual Respiration | Observed Respiration | Error (%) |
|-------------|---------|---------------|-----------|------------------|--------------------|-----------|-----------|-------------|-----------|-----------|---------------|-----------|---------------------|---------------------|-----------|
| 1           | 37      | 38            | 2.70      | 72               | 70                 | 2.70      | 93        | 94          | 1.80      | 93        | 1.80          | 14        | 16                  | 16                   | 2.70      |
| 2           | 35      | 34            | 2.70      | 136              | 139                | 3.10      | 94        | 92          | 2.70      | 91        | 1.80          | 15        | 16                  | 1.80                  |
| 3           | 36      | 37            | 2.70      | 68               | 70                 | 2.70      | 94        | 94          | 4.08      | 75        | 2.70          | 15        | 11                  | 2.70                  |
| 4           | 37      | 39            | 4.08      | 55               | 57                 | 2.70      | 95        | 95          | 0.00      | 62        | 3.80          | 15        | 15                  | 0.0                   |
| 5           | 35      | 34            | 2.80      | 117              | 120                | 3.10      | 94        | 92          | 2.70      | 87        | 1.80          | 12        | 14                  | 2.70                  |
| 6           | 32      | 30            | 2.90      | 112              | 114                | 2.70      | 94        | 93          | 1.80      | 89        | 2.70          | 15        | 12                  | 3.70                  |
| 7           | 35      | 37            | 4.90      | 82               | 80                 | 2.70      | 90        | 92          | 2.70      | 92        | 1.80          | 17        | 18                  | 1.80                  |
| 8           | 30      | 28            | 2.70      | 54               | 53                 | 1.80      | 92        | 94          | 2.70      | 93        | 2.70          | 12        | 0                   | 0                    |
| 9           | 31      | 30            | 1.80      | 112              | 110                | 2.70      | 95        | 95          | 0.00      | 92        | 3.80          | 10        | 13                  | 3.80                  |
| 10          | 35      | 36            | 1.50      | 74               | 75                 | 1.80      | 96        | 94          | 2.70      | 93        | 2.70          | 9          | 10                  | 1.80                  |

FIGURE 11. Different Error percentage based on actual and observed data of human body.

TP (True Positive) indicated that patients in a normal health condition are identified as expected. TN (True Negative) demonstrates that patients have a common health condition but are identified as emergencies. FP (False Positive) showed patients in emergency conditions and identified them as emergencies. FN (False Negative) pointed patients in emergency conditions and identified them as critical.

We consider the various sensor data in our simulation and compare the obtained results.

IV. CONCLUSION

Our system collects and shares data among each other for the distribution of different healthcare applications and services. The purpose of remote healthcare monitoring systems would be much more accessible. The system is technologically rich but economical, reliable, user friendly and serves multiple purposes. Remote healthcare monitoring systems include intelligent sensors and devices that can operate continuously online and offline emergency monitoring. Certain limitations and relevant factors complicate its continuous improvement such studies provide considerable opportunities to resolve the identified challenges. Usability is always a significant functionality consideration to improve continuous monitoring. The accuracy and reliability mechanisms must be assured over everyday utilization. Authentication of the network is one of the essential aspects for ensuring the structure of remote healthcare monitoring systems. After proper manufacturing, the system has high potentiality for rural and urban areas in developing countries.
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