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Abstract. The privacy for station-locations of WSN is a key problem in battlefield. Being exposed for location, the consequences are unthinkable. RDCS (Random Data Collection Scheme) has a problem that message latencies become higher. In this paper, GRWS (Greedy Random Walk Scheme) is proposed to preserve MSL (Mobile-Station-Location) privacy. In GRWS, data are forwarded and stored at pass nodes, the station move to get data sporadically, which prevents the attackers from predicting their locations and movements. Compared to RDCS, GRWS has smaller message latencies, while providing satisfactory MSL privacy.

Introduction

WSN are used in variety of applications for getting information from monitored areas and objects, privacy concerns have become the main obstacle to success when people are participants in WSN [1-8]. Station location privacy in WSN is a key when a WSN is used in military filed. To preserve MSL privacy in WSN, GRWS is proposed to use for mobile-station. The station moves to get data in sensor scatter domain [9-13].

The paper is organized as follows: In Section 2, work for direction relate. In Section 3, threat models for WSN is built. In Section 4, RDCS’s flaw. In Section 5, GRWS is described. In Section 6, performance analysis. In Section 7, conclusions.

Work for Direction Relate

Edith C. -H. Ngai et al. built RDCS [14] which can protect MSL in WSN. The sensing data are stored at nodes with the stations moving randomly and getting data sporadically from neighbors. But RDCS is that the delivery latency is bigger. Some messages will not reach stations.

The [14] Incentive, we have established GRWS. In our scheme, sensor do not know any station-location information, data are forwarded by some path and stored at pass nodes, the station moves to get data from the local nodes sporadically. Compared to RDCS, our scheme reduces the data delivery latency, while providing satisfactory MSL privacy.

Threat Models for WSN

WSN consist of lots sensor nodes. A sensor can send packets to neighboring with its limited radio range. There is a mobile station in WSN. The energy and resource in a sensor are minimum. Each node can build communication link with its neighboring through shared keys.
Sensors get data and store them temporarily. The station will move in GRWS and broadcast sporadically to some local sensors to get data.

Assume that an adversary’s characteristics are as follow:
- He does not interfere with the functions for WSN.
- He has an unlimited power and patience and can physically move from one sensor to another.
- For tracing and attacking, he may discover the station location by reading the information of the packets, following data flow or foreseeing the station movement.

**RDCS’s Flaw**

RDCS supposes WSN with $N$ sensors, on a two-dimensional integer grid, is arrayed with an initial location $(0,0)$ station. Moving randomly with equal probability from north, south, east, or west, i.e. from $\{(1,0), (-1,0), (0,1), (0,-1)\}$, and the same node may visit more than once.

After the $h_{\text{walk}}$ random walk steps with an independent random variable $X_j$, the location is given by $D_{h_{\text{walk}}} = X_1 + X_2 + \cdots + X_{h_{\text{walk}}}$. Examining the central limit theorem, $\frac{D_{h_{\text{walk}}}}{\sqrt{h_{\text{walk}}}}$ converges in distribution to a bivariate Gaussian with mean $O = (0,0)$, covariance matrix $(1/2)I$. Then, $D_{h_{\text{walk}}} \sim N \left( O, \frac{h_{\text{walk}}}{2} I \right)$. Let $B = B(O, d)$ be a ball of radius $d$ centered at $(0,0)$. The asymptotic probability of the station $D_{h_{\text{walk}}}$ being within a distance $d$ for first location, after $h$ random walk steps.

$$P(D \in B) = \frac{1}{h\pi} \int_B e^{-\frac{(x^2+y^2)}{h_{\text{walk}}}} \, dxdy$$

$$= \frac{1}{h\pi} \int_0^d \int_0^{2\pi} e^{-\frac{r^2}{h_{\text{walk}}}} r d\theta dr$$

$$= 1 - e^{-\frac{d^2}{h_{\text{walk}}}} \quad (1)$$

Based on formula (1), purely random walk cans not make the station far from its initial location. Fig1 is the effective hops probability distributing leaving initial location.

Figure 1. The effective hops probability distributing leaving initial location.
The probability for leaving station initial location \( d \) \( (d < h_{walk}) \) hops, after \( h_{walk} \) random walk steps

\[
P = e^{-\frac{d^2}{h_{walk}}} - e^{-\frac{(d+1)^2}{h_{walk}}} \quad (2)
\]

\[
P = e^{-h_{walk}} \quad (3)
\]

Fig. 2 is the probability of \( h_{walk} = 10 \) hops.

![Figure 2. The Probability of \( h_{walk} = 10 \) hops.](image)

**GRWS**

GRWS is presented to avoid random walks not leaving initial location. The sensor of GRWS does not know station-location, forwarding data through path and storing at pass nodes. For getting data from the local nodes sporadically, the station moves in WSN.

Finding object, the sensor will report to the station. The messages are encrypted and forwards through path. Receiving data, any node will store a copy locally.

Station moves randomly to get data in WSN and never reached the location before.

**Performance Analysis**

The section will compare the performance of RDCS and GRWS on liking consumption and delivery latency.

To avoid a sensor has only few neighboring, the simulation WSN is consist of \( n = 10000 \) nodes. The sensors are uniformly distributed in a \( 100 \times 100 \) grids. The packet collisions are ignored.

**Performance Analysis**

(1) **Safety**

In GRWS, the station moves to get data in WSN with \( n \) nodes, the probability is \( 1/n \) by adversary captured. But in RDCS, based on formula (1), the probability is less than \( 1/n \) by adversary captured.

(2) **Consumption**

Consumption are the same for GRWS and random data collection scheme.
(3) Delivery latency

![Graph showing delivery latency comparison between GRWS and RDCS](image)

Figure 3. Getting Data Average Probability for Station.

The delivery latency for GRWS and RDCS lies on mobile-station. In GRWS, if stored data nodes are n and WSNs have N nodes, then the probability of station get data is \( \frac{n}{N} \). If least hops between stored data node and mobile-station is n, then in RDCS, the probability of station get data is \( \left(\frac{1}{4}\right)^n \). GRWS has less delivery latency.

Conclusions

GRWS has established to protect MSL privacy. Compared to RDCS, providing satisfactory MSL privacy, GRWS has smaller the data delivery latency. The comparison of GRWS with RDCS shows that it can get a less delivery latency probability while increasing safety and same energy usage.
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