Suitable encrypting algorithms in Parallel Processing for improved efficiency
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Abstract. Cryptographic algorithms play a vital role in providing security to the data and from malicious attacks. Now a day’s storing the data in the Cloud became essential for organizations to reduce the overhead of securing the data within the organization. “Stream ciphers” are more vulnerable to attacks when compared to “Block Ciphers”. In this article we used java platform to evaluate and compare all the block cipher techniques used for converting plain text to cipher text and we have identified the best block cipher technique which can be used in cloud.
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1. Introduction
Securing information over internet can be done with the help of Cryptography which is done by encrypting the information (plain text to cipher text that is in non readable and non understandable format) as with the encrypting algorithms and decrypting the information (cipher text to plain text) is taken with the help of decrypting algorithms and a key is used to encrypt [1] and further decrypt [4] the text by using the implementation of a physical key [2] which is further locks or encrypts the data so that only someone with the right key can unlock or decrypt the data. These algorithms can be further classified into two types that is symmetric algorithms [3] and asymmetric algorithms [2] where symmetric algorithms comprises of a similar key (secret key) s the encryption and decryption are the probable information generated which is based on the asymmetric algorithms using the dissimilar (public private) keys for performing encrypting and decrypting of the information[4, 5].

With the rapid increase in the size of key that is used for performing the encryption as the strength of the cipher further advances as it is hard to analyze the data streams as the key size is directly proportional to the strength of the cipher [6, 7]. A file which needs to be transmitted over network which contains sensitive information can be done in two ways one is stream ciphers and other is block ciphers where a “Stream” is the which is frequently utilized based on the speed and straightforwardness of data to be further executed and implied in applications as the plaintext comes in amounts of mysterious length which is considerably safe when associated in the block ciphers that are implemented on specific size of data blocks that comprises of distinct rounds [8-10].
One of the technique that enables concurrent processing is called as the “Parallel Processing” where the task implemented will evolve to further enhance the processing speed of transactions or instructions in a computer system as the main task of parallel processing is to improvise the computer computing capabilities which are further boosted based on the throughput on which the processing speed is based for imparting the processing in a given time span [11, 12].

A Thread is an individual and independent part of any of the application which can be executed simultaneously used for faster outputs as we creating more than one thread for an application is called multithreaded application which has the applications advantages such as: 1) Responsiveness [13] 2) Faster executions [14] 3) Enhanced system utilization [15] 4) Simplified sharing and communication [16] 5) Parallelization [17]

2. Background
When stream ciphers and block ciphers are compared with each other stream ciphers are strong [5]. The term “Confusion Hides” is the association among cipher text and the key as well as the “Diffusion” which is initially not visible in the association in between cipher text and plain text as the block ciphers have high diffusion and stream ciphers have low diffusion because the block ciphers are immune to injection where as stream ciphers are not and block ciphers that slowly encrypts where as stream ciphers are fast encrypters as they are used when we deal with small amount of sensible data whereas block ciphers are used when we want operate on huge amount of data such as cloud Computing where we deal with huge amount of data so we need to use block ciphers, below are certain modes [18].
Table 1. Summary of modes

| Mode               | Formulas                                               | Cipher Text | E- P | D- P | RRA |
|--------------------|--------------------------------------------------------|-------------|------|------|-----|
| “Electronic Codebook” | “Y_i=F(PlainText_i, Key)”                           | “Y_i”       | Yes  | Yes  | Yes |
| “Cipher Block Chaining” | “Y_i=PlainText_i XOR CipherText_{i-1}” | “F(Y, Key) CipherText_0=IV” | No    | Yes  | Yes |
| “Cipher Feedback”   | “Y_i=CipherText_{i-1}”                               | “Plaintext XOR F(Y, Key) CipherText_0=IV” | No    | Yes  | Yes |
| “Output Feedback”   | “Y_i=F(Y_{i-1},Key)”                                 | “Plaintext XOR Y_i” | No    | No   | No  |
| “Counter”           | “Y=F(IV+g(i),Key)”                                   | “Plaintext XOR Y_i” | Yes  | Yes  | Yes |

E-P: Encryption parallelizable D-P: decryption parallelizable RRA: Random Read Access

Electronic Codebook- The message or File is partitioned into fixed blocks, and each block is encoded independently. The weakness of the strategy is absence of dispersion. Since ECB encodes indistinguishable plaintext hindends into indistinguishable ciphertext squares.

Cipher Block Chaining- Each block of “plaintext is XORed with the past cipher text block before being encoded along these lines where each cipher text block relies upon all plaintext obstructs to that point and to make each message interesting and an instatement vector must be utilized in the principal block”.

In the following equations C denotes cipher text, P denotes plain text and E denotes encryption and D denotes decryption function and k denotes the key.

Mathematical formula for CBC encryption is

\[ C_i = E_K(P_i \oplus C_{i-1}). \]  \hspace{1cm} (1)
\[ C_0 = IV, \]  \hspace{1cm} (2)

Mathematical formula for CBC decryption is

\[ P_i = D_K(C_i) \oplus C_{i-1}. \]  \hspace{1cm} (3)
\[ C_0 = IV. \]  \hspace{1cm} (4)

Cipher Feedback is implemented in the mod of CFB which is almost relative to the CBC that converts a squared figure into a considerable self synchronizing stream figure as the fundamental activity which is same as the specifically for implementing the CFB as it is decoded and is practically indistinguishable from implementing the CBC encryption which is implemented backward based on the aspect

\[ P_i = E_K(C_{i-1}) \oplus C_i; \]  \hspace{1cm} (5)
\[ C_i = E_K(C_{i-1}) \oplus P_i; \]  \hspace{1cm} (6)
\[ C_0 = IV. \]  \hspace{1cm} (7)

Output Feedback is implemented on the OFB [6] mode that converts a block figure into set of coordinates that are mapped to the stream figure which develops the blocks of key streams and further XOR operation is performed over the plaintext blocks to attain the cipher text which is similar to the stream figures as the flipping of a piece of cipher text that produces the flipped bit in the plaintext as the similar area and its attained property permits numerous errors or faults in the revising codes to
work based on the probable events which is applied before the encryption operation as the balance attained for the XOR activity performs the encryption and decoding which are essentially equivalent and attainable.

\[ C_j = P_j \oplus O_j \]  
(8)

\[ P_j = C_j \oplus O_j \]  
(9)

\[ O_j = E_k (I_j) \]  
(10)

\[ I_j = O_{j-1} \]  
(11)

\[ I_0 = IV \]  
(12)

Counter: Is the counter mode that transforms the block figure into a stream of figures that produces the following key streams that obstruct for encoding the progressive estimations as the counter which can be represented based on the capacity attained for delivering the succession to ensure that the capability in a genuine augmentation over the counter value which is attained and is least difficult and is a part of mainstream data as it is the generic deterministic info as the work is almost questionable.

Experimental Setting: In this study we used a laptop of i3 processor with 8 GB of RAM, WIN 7 as our Operating System and used Java 10 as our platform and GIT-HUB libraries to carry out our experiment[20].

Our main objective of this work is to identify best block cipher technique which can be used in cloud which uses parallel computing for performing the task assigned to it and to have better results.

3. Implementation of parallel encryption algorithm
In the present era of “high performance computing” the process of adapting the distributed computing for forming the clusters which have the properties such as more power with lower cost workstations or desktop computers are linked within the fast communication interfaces for attaining he maximum performance which is considered to be “Parallel Computing (PC)” [6]. By enhancements in the processing speed or communication speed of microprocessor with respect to their clock speeds we have attained maximum performance in the areas of public domains that also includes the implementation of robust software such as “operating system, compiler tools and message passing libraries, make cluster based computing” which tends to be economical and cost effective while processing the data in node or server machine based on the communication speeds and more over a processor is also considered to be a program which shares the data between distinct objects called as the process by passing messages between them.

The predominant “Message Passing Interface (MPI)” is the basic approach which is identified to be best and mature method for implementing the same execution process in parallel programming because of its features or qualities such as simplicity and robustness while implementing the “Application Program Interface (API)” in Java for evaluating the methodology using the parallel machines to form and utilize the implementation of clusters. In the present trend message passing is considered to be the most vital or important aspect in implementing of parallel processing paradigm for performing encryption over the MPI based clusters without any issues.

Merely the performance aspects of parallel algorithm clearly relies over the input size as well as the hardware architecture where the parallel computing is implemented as it includes the ram size, processor capacity, established communication procedure and the network architecture for implementing distinct types of parallel architectures that handles over input and output of data with distinct key sizes and processing iterations for measuring the run time complexity for evaluating the parallel algorithms with respect to serial implementation is considered[19].

4. Simulation results:
We have taken the AES algorithm for implementing the encrypting algorithm that comprises the distinct modes of operations and it is also based on the standard encryption algorithm in recent years as the block cipher comprises of the block length of 128 bits and AES is comprises of three distinct key lengths of (128, 192, or 256) bits and for performing the simulation process we need to assume
that the key length is of 128 bits and we have implemented the simulation over all the five algorithms and illustrated the results in Table 1 based on which it is observed that CTR and EC modes are quicker while converting the plain text into cipher text [6].

**Table 2. Random results attained**

| Block Cipher Algorithm | Encryption Time Key Length | File Size (MB) |
|------------------------|----------------------------|----------------|
|                        | 128 | 192 | 256 |                |
| EC                     | 1450 | 1562 | 1978 | 50             |
| CBC                    | 1833 | 1658 | 1963 | 48             |
| CF                     | 1700 | 1635 | 1985 | 40             |
| OF                     | 1685 | 1688 | 1920 | 45             |
| CTR                    | 1548 | 1547 | 1921 | 49             |

And the equaling histogram attained in is illustrated in figure 3.

4.1. Based on the implemented block cipher techniques for attaining the performance we identified that only Counter and Electronic Code Book are eligible to be executed on parallel machines because of their independent nature we executed these two techniques on multithreaded java environment assuming that each thread is executing on distinct core of the computer to utilize the CPU to a maximum extent and had the following results for different file sizes.
When Electronic Codebook and Counter modes are technically compared with each other EC is most vulnerable to cryptanalysis and Counter mode is resistant as it is capable of performing distinct attacks because it combines the features of Stream Ciphers in generating the ounce value used as an input into the algorithm[21-23].

5. Conclusion
From the above analysis and results we conclude that Counter mode is the best option to be used when using Cloud for encrypting the text and further dividing and executing parallel by using the concept of threads. Every file under execution will comprises of one or more files of plain text for different threads is implemented to attain the equal or similar sizes but the conversion speed to cipher text is not at equal pace, so we used suitable data structures to merge those blocks in to original order that complexity need to be added. And we have compared and found the best five algorithms that can be used in future aspects out of which when implemented the block cipher over parallel computing only EC and CTR have yielded the acceptable performance.
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