Vehicular ADHOC Network Based Safety Improvement
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Abstract. As the development of processing power and communication speed increasing the possibilities of many thing which where thought impossible things are possible like communication between vehicles often referred as VANET -Vehicular networking. The possibilities of intruders even like even they can bypass through normal firewalls in industries now we have a problem in our VANET as the rate of speed increases with increase in processing speed it gives a good way to manipulate and get away details very fast. So we want ensure the robustness of our system, starting from the dashboard to the server. I had used the guidelines for modelling a application that will be used in dashboard in way that it will not provide any access to unauthorised data. I had used many technologies from traditional to implemented modified method to get accurate results with less nodes and less bandwidth. As we are working on a real time network here speed of decision making should be high with accuracy. We are going to discuss about practical system setup.

1. Introduction

Development of technology is like knife with two sides we want to be safe from same technology that we use to make good stuffs, as it is also available for all, few use them for bending the technologies to use it or to use the flaws in the system, often referred as bugs [1]. We are going the build a system with less possibilities to be bended and to improve the accuracy of the trust cascading with less number of node and fast prediction as in old method if we predicting with less number of data there will be possibilities of trusting false message and acting according to it may cause minimum of small traffic issue to maximum of chaos(an accident) and if the vehicle waits for more data for more perfecting the message then there will be no time for reacting to message this may also cause issue. We are going to use the CA getting the certificate of the vehicle from the RSU updated often with timestamp to avoid use of old certificate usage [2]. We are going to introduce a system that maintains the on/off status of vehicle with MAC address this may avoid MAC address duplication with MAC spoofing as it can pave a path for normal to be accused for malicious message passing or using a highly trusted vehicle CA for passing wrong message that can be trusted by all as the algorithm increase the trust of message with trust worthiness of a vehicle with its CA certificate

Eg: case 1:
if $\sum(C(E^+)) < \sum(C(E^-))$: 
return False
(no accident or obstacle road is clear to go and it was a false message)
case 2:
if $\sum(C(E^+)) > \sum(C(E^-))$:
return True
(accident or obstacle in the path so reduce speed)
Σ(C(E+)- total of vehicles accepting

C – trust value of the vehicle
E+ – Accepting issue

this means according to majority voting we will get result which is highly influenced by trust certificate of each of the vehicle so there will be flaw in result calculating so we need to prevent duplication or identity theft for avoiding false accuse also [3]. We had introduced a buffer time for the new vehicles and at this time they can use their trust certificate but will along with a warning as default trust value not verified . So this allows drives a warning but this should not affect the calculation as all the cars will have this as a new car and if we make them dummy then they affect the whole system and the mathematical design will not work correctly as the new driver can also have a valuable information to avoid accident in correct scenario [4]. The main motive of this paper is we need to validate message but the time of validating should not grab their time till the end as after though the system gave a validated result they will not have time for reacting to it and the whole idea will become waste as the vehicles are mobile and we need to consider that they will be travelling in independent speed so we want take speed into consideration and we want to calculate the distance between vehicle that messaged us and divide it with speed and so we can get the time so we can divide it in two one for validating and other half for reacting. Recommended the validating speed should be less than reaction [5]

Speed as reaction is done by human which needs more time than computer calculating and the extra time can also help them with extra time for observing the situation themselves. We use MV(Majority voting) and also we can have the accidental car to transmit a key which help us in increasing trust value. The concept is increase in resource decrease the time of verification [6].

2. Security measure starts from the dashboard:
The dashboard is the first weapon for the beginner level to expert level intruder [7]. According to guidelines for creating a dashboard with less ability to hack will start with the options available for the person if the dashboard have option like enter your name in the dashboard to get details from the database to check then the hacker use their knowledge in the language to make the database to fetch a name by itself from the database this can lead to identity theft so the main advise for designing frontend like dashboard is to use graphical button to the extend which you can use as they come under our limitation if control we are giving to the dashboard user, if this is secure then the first level of security is secure [8]. I had designed a small dashboard with options to perform which works on background Python code

3. The dashboard:

Figure 1. Dashboard
Here in the above Figure 1 we had give only button options to the user and a display [9]. If we are given with the blacklist to list and whitelist to list then we want to block all in blacklist of a system like ports and in white list we want to list the only port that is necessary as port are the main source of attack and avoid blacklisting few use white list to enable necessary things and block all other than the one in whitelist [10].

To block all the services the server command is:

\[
\text{deny all/any} \\
\text{deny- will be denying the following} \\
\text{all- all sorts of connection} \\
\text{any/any – any source IP or port to any destination IP or port}
\]

Next we can add the services to be whitelisted

4. Prevention of time delay in verification with accident car message:

4.1. Accidental Car beacon:

The accident car will transmit emergency signal along with a unique key that identifies the car and the car which tries to message all other behind him about the issue catch the key and add it to his message this adds weightage to the message, there may be a situation where the driver cant on the beacon, but if it is on then the verification process can be made less time consuming [11]. The RSU can also help us in this situation as the vehicle which is now in damaged would have crossed the nearest RSU this can help us in verifying the car was in same spot or a fake message with previously catch key from an accident. With our old formula for comparison we can add this key a element and this will be present only there is a accident, so found only on the E+ side this will make E+ extra weightage and so verification can be made with this as additional comparison too. The scope of main paper and this modified paper both based on straight road and complex road like this is out of the scope of the paper [12]. Figures 2 and 3 shows the trail.

**Figure 2. Linear trail**

**Figure 3. Closed complex trail**
the graph of a single node coming and stopping due to message and after moves from the place as shown in Figure 4

5. Case Study
If no beacon and we compare $\Sigma(C(E^+)$ and $\Sigma(C(E^-)$ if both have one car each saying opposite suggestions a and they both are new car so having trust value full in this situation nothing will verify the message easily in time so they need to wait for another car to message about the situation and add to my of the one category. This waiting time put pressure on the driver and this also makes the possibility of escaping from a bad situation with less time to be slim. So when we add a message option by accident car and which can be caught by the car which want to spread the message ,when it sends the message the unique key of the accident car helps way more to in increasing the reaction speed as the verification speed took very less time $B(C(E^+)$ - 'B' represents the message from the accident car. So a vehicle which send a message will have the code and this will be also transferred to all other cars and they too will transfer the same message with code as echo [13-16].so if $\Sigma(C(E^+)$ = $\Sigma(C(E^-)$ the there will be a verification delay that might cause zero verification time so we can use less number of resource to get verification easily as there will be increase in the weightage in side of the accident occurrence make the cars to accept the accident fast, the first graph show the delay took by three cars for waiting many cars to send data and after they want to process them and that will add a delay in whole thought we can get accurate output the time for reacting according output will be lost. Figures 5 and 6 shows the graph.

1.Old method for three cars to judge in period of time

\[ \begin{align*}
\text{i) Graph for number of vehicle(Y-axis) vs time(X-axis)} \\
\text{Methods used for trust building normally uses} \\
\bullet \text{Majority voting method(MV)} \\
\bullet \text{Certificate Authorisation copy(CA)} \\
\bullet \text{Trust Certificate(TC)} \\
\bullet \text{Entity Oriented data}
\end{align*} \]
\( \Sigma(C(E^+)) - \) Total messages for accident occurred

\( \Sigma(C(E^-)) - \) Total messages for accident not occurred/cleared

Comparing the result \( \Sigma(C(E^+)) < \Sigma(C(E^-)) \) and we can verify and the comparison justify the result but if the counts are same then the verification will happen for infinite amount of time, especially if all are new cars and starting the drive and there was a situation, so we want the guidance also from RSU the unit that communicate with all vehicles to get detail from accident car or nearby car use its ID to transfer along with message for fast judging which I referred as constant B, so the equation will be for a single car

\( B(C(E^+)) \) so when we get total with the message from accident car though the trust value is same the group with accident cleared will not have extra weightage to prove their part this disappears the confusion and enables faster verification and more reaction time

\( \Sigma(C(E^+)) - \) Total messages for accident occurred

\( \Sigma(C(E^-)) - \) Total messages for accident not occurred/cleared

Comparing the result \( \Sigma(C(E^+)) < \Sigma(C(E^-)) \) and we can verify and the comparison justify the result but if the counts are same then the verification will happen for infinite amount of time, especially if all are new cars and starting the drive and there was a situation, so we want the guidance also from RSU the unit that communicate with all vehicles to get detail from accident car or nearby car use its ID to transfer along with message for fast judging which I referred as constant B, so the equation will be for a single car

\( B(C(E^+)) \) so when we get total with the message from accident car though the trust value is same the group with accident cleared will not have extra weightage to prove their part this disappears the confusion and enables faster verification and more reaction time

\[ \Sigma(B(C(E^+))) > \Sigma(C(E^-)) \]

Modified method uses less time to verify and have more reaction time

![Figure 6. Graph](image)

ii) Graph for number of vehicle (Y-axis) vs time (X-axis)

Method used for verifying

- Modified Majority voting (MV)
- Certificate Authorisation copy (CA)
- Trust Certificate (TC)
- Road Side Unit (RSU)
- Onboard Unit (OU)

6. Conclusion

We have network constructions. Three aspects of vehicle ADHOC networks research issues: route, security, and privacy, and applications are discussed. We also focused on vehicle ADHOC networks
research methods and other travel models and simulator tools. Finally, an analysis of vehicle ADHOC networks research challenges and future practices were done. This paper introduces an automotive communication network from a research perspective which incorporates basic constructions, critical research issues and standard to vehicle ADHOC networks and research methods which provides a complete reference.
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