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Abstract. In today’s era, cloud computing has become the more promising business concept which impacted almost every section of our lives and business. Cloud computing for sure has grown rapidly to become one of the major areas of research. As it provides on demand access to a shared pool of resources and makes easier for the organizations to use their data at any place and at anytime without considering hardware devices along them but cloud security is still the most crucial and considerable issue in each organization. So there is need for some secure authentication so that data on clouds remain safe and secure. In this context, passwords are the basic form of authentication so there is need of some mechanism which provides password security. Weak and poor passwords management leads to breach in cloud data. Passwords to gain access to secret data should be so as strong to prevent dictionary attacks and brute force attacks. In our proposed system a mechanism is presented to secure the data on cloud using combination of some algorithms viz: PBKDF2, Argon 2, AES-256 and IDA. In this paper we proposed a method to generate the most secured cryptographic keys using the blend of two key derivation functions PBKDF2 and Argon 2. In our proposed model there would be no need to store and send key for encryption and decryption. Advanced Encryption Standard (AES) is used for encryption for encryption. Information Dispersal algorithm is used to prevent data breaching situations on clouds in financial institutions and provide better confidentiality, availability and integrity of data.
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1. Introduction
In IT society, a new buzzword “going cloud” is impacting the nearly every section of business. As cloud computing allows storage of huge amount of data for future use which enables the organizations not to buy special hardware for storing their data. Organizations take on lease any cloud server from various cloud vendors and pay as per they used that cloud. Attackers try to breach the data on cloud through various methods as brute force attacks and dictionary attacks. Regardless of the fact that cloud computing is providing many features as flexibility, cost effectiveness, broad network access and
resource pooling [1], the most prevalent issue associated with it is Data security. Cloud data security is the main concern which comes as an obstacle in the adoption of cloud computing. Being a multi user and having distributed service oriented architecture, cloud computing is more prone to security threats.

While someone thinks about security, then passwords become the basic form of authentication [2]. An authentication consists of user name and the password is the most common method to authenticate a user on internet but weak password management practices are leading to breach in data over the cloud. Attacks on data harming to both user and the vendors. So to achieve security password should be strong enough to prevent various attacks as dictionary attacks and brute force attacks [3]. Brute force attack is a kind of attack where multiple combinations of username and passwords tried again and again until the correct one is found. [4]

Mostly a password choose by user is very short, simple and lack enough entropy [5][6][7]. That is why user chosen password cannot be used directly to secure cryptographic system. Various studies have shown the threat of choosing weak passwords by humans for security systems [8][9][10]. One possible solution to this is use of key derivation functions. One possible solution to this is use of key derivation function. Key derivation function takes some initial random keying material and transfers it into one or more cryptographic keys [11]. These cryptographic keys are used in cryptographic algorithms to protect the data during transmission. The key derivation function which takes user chosen password as an input known as password based key derivation function (PBKDF2).

Motivation: Poor password management leads to unauthenticated access of data that allows cyber criminals to break password security. Although there are various security methods and encryption techniques used for password security, passwords are still prone to multiple attacks. The main aim behind this proposal is to blend two or more different cryptographic approaches to increase the complexity of passwords and makes it very difficult to crack them.

The structure of this paper is organized as follows:

Section I: Introduction will introduce the topic and motivation of research. Its subsections A. Password Based Key Derivation Function explains the PBKDF2 and its specification along with the explanation of algorithm. B. Argon 2 states the specification and algorithm of Argon 2 and C. Information Dispersal Algorithm throws light on Information dispersal Algorithm. Section II: Related work will present the literature review of research with subsection A. Password protection using hashing algorithms will throw light on work done on different hashing algorithms, then B. Password protection using encryption algorithms will explain the comparative study of various encryption algorithms and features of AES algorithm and after that C. Previous work on hybrid algorithms which will explain the various hybrid models. Section III. Proposed Work explains the proposed model of this research. In the next Section IV. Methodology of this model is described with the help of an algorithm. Then Section V. Implementation shows the full working of this model. After that, Section VI. Evaluation discusses the result of this research with graphs and tables. The final section VI. Conclusion and Future scope summarizes the research and explains the future scope.

1.1. Password Based Key Derivation Function (PBKDF2)

PBKDF2 is a password based key derivation function, that takes user entered password as an input and generate fixed length of secured derived key. Its CPU intensive operations [12] protect the data from brute force attacks. Brute force attacks are caused by weak user’s passwords. PBKDF2 uses pseudorandom functions (PRF), and add salt to the password which decreases threats to pre computed
hashes. As number of rounds increases, it gets harder for attacker to breach in data. Using PBKDF2 one can slow down the brute force attacks and dictionary attacks.[13]

Algorithm

The PBKDF2 takes pseudorandom functions PRF, user generated password \( u_p \), a random salt value \( s \), count of no. of iterations \( c \), and required length of derived key \( d_k\_len \) for cryptography key. Then it produces derived key \( C\_d\_key \).

\[
C\_d\_key = \text{PBKDF2} (\text{PRF, } u_p, s, c, d_k\_len)
\]

Cryptographic derived key is computed as follows:

\[
C\_d\_key = S_1 \| S_2 \| \ldots \ldots S_{d_k\_len}
\]

Where \( S_i \) is the block of secret key as

\[
S_1 = \text{Function} (u_p, s, c, 1);
\]

\[
S_2 = \text{Function} (u_p, s, c, 2);
\]

\[
\ldots \ldots \ldots \ldots \ldots 
\]

\[
S_{d_k\_len} = \text{Function} (u_p, s, c, d_k\_len);
\]

Now each secret key block \( S_i \) is computed as follows:

\[
S_i = \text{Function} (u_p, s, c, d_k\_len);
\]

\[
S_i = T_1 \ T_2 \ \ldots \ldots \ldots \ldots \ldots \ T_c
\]

Where

\[
T_1 = \text{PRF}(u_p, S_1);
\]

\[
T_2 = \text{PRF}(u_p, T_1);
\]

\[
\ldots \ldots \ldots \ldots \ldots 
\]
\[ T_c = \text{PRF}(u_p, T_{c-1}) \]

This way PBKDF2 make harder for intruders for attack.

**1.2. Argon2**

Argon2 is the next generation of memory hard functions \[14\]. Argon 2 is suitable for crypto currencies, password based key derivation functions and password hashing. It was declared winner of the PHC \[15\]. It has two flavors i.e, Argon 2d and Argon 2i. Argon2d is data dependent access of memory and it is much faster , which enables it to suitable for the applications where side channels attacks does not take place. Argon2i based on data-independent memory access which makes it enable for password hashing and password based key derivation function.\[16\] . As it makes more passes over the memory so it is best in protecting from trade off attacks.\[17\]

**Inputs**

Argon2 uses two types of inputs: primary inputs and secondary inputs \[17\]. Primary inputs are always given by user as

- Message \( M \) of any length from 0 to \( 2^{32} - 1 \) bytes
- Nonce \( N \) of any length from 8 to \( 2^{32} - 1 \) bytes

Secondary inputs are as follows:

- Degree of parallelism \( p \) (integer value from 1-64)
- Tag length \( l \) (integer no. of bytes from 4 to \( 2^{32} - 1 \))
- Memory size \( m \) (integer no. of kilobytes from \( 8p \) to \( 2^{32} - 1 \))
- Number of iterations count \( c \) (any integer from 1 to \( 2^{32} - 1 \))
- Secret value \( k \) (length from 0-32 bytes)
- Associated data \( X \) (length from 0 to \( 2^{32} - 1 \) bytes)
- Version number \( v \)

In Argon 2 , user entered password and salt, with other parameters are hashed . It uses Blake2bHash function \( H \) and compression function \( C \). Argon 2 first takes user’s message \( M \) and nonce to extract entropy. All the other secondary inputs are also there.

\[ H_0 = H(p,l,m,c,v\langle M\rangle,M_i\langle N\rangle,N_i\langle K\rangle,K_i\langle X\rangle,X). \]

Here \( H_0 \) is 32 byte value and variable \( M,N,K,X \) are preplaced with their length.

**1.3 IDA (Information Dispersal Algorithm)**

IDA is an algorithm which split the file and data packet into small pieces and makes them unrecognizable. These small pieces of data stored on various different clouds across the network. The sliced data can be reassembled at other end using the right key. According to \[18\], this method breaks the file \( F \) of size length \( L \) into \( m \) pieces \( F_i \) and each length \( F_i=L/m \). IDA provides good confidentiality and integrity of data.
2. RELATED WORK

2.1. Password Security using hashing Algorithms

Sriramya, Karthika [18] proposed that hashing is better than encryption as plain text cannot be obtained from generated hash value because hashing is a one way transformation process. But sometimes when two different passwords have the same hash value, due to collision effect [19], the hash value can be obtained. That’s why hashing algorithms as MD5, SHA1 and SHA 256 are not very much secure and vulnerable to attacks.

[19] explained that there are many software like Hashcat [20] and John the Ripper [21] are available, which makes traditional hashing algorithm useless as they can obtain actual password after cracking the hashing algorithms.

To solve this problem a technique called “key Stretching” can be used [22]. In this technique a value called “salt” (random bit of string) is generated using pseudorandom functions and added to the passwords before hashing. It generates a different hash value every time even if the same password is entered. [19] stated that randomness of hash makes it enable to prevent rainbow table and lookup tables attacks but cannot prevent data from brute force attacks and dictionary attacks. So PBKDF2 must be used in this situation as it follows key stretching method. In key stretching computations are added in key generation process and slow down the algorithms. As fast algorithms can easily break than slow algorithms. PBKDF2 is a slow algorithm and besides using salt, there is also iteration count which makes it more secure algorithm [23].

[24] states that user chosen passwords cannot be directly used as secured cryptographic keys as they lack in entropy and have weak randomness. But there are some situation in which password is the only way to authenticate the data for cryptographic algorithms. So pbkdf2 is the first choice to use in this situation as it derives the cryptographic key based on user entered password.

[19] proposed that Scrypt is password based key derivation function that takes user’s plain text as input and derives a hash value. It is a memory hard function and highly secure and makes almost impossible for an attacker to crack the system.

[25] proved that among all hashing algorithm, Argon2 is the most secure and best hashing algorithm which give best result with AES. So our proposed model is using blend of two best and highly secured algorithm for password hashing. But they are still not fully prone to all types of attacks so along with these algorithms cryptography should be used for the protection of password.

2.2. Password protection using Encryption algorithms

The last section describes various hashing algorithms used for security of passwords, but all had their some weaknesses against attacks.

This section presents the cryptographic algorithms like encryption, as AES which may achieve required level of data security.

[25] presented an approach of using encryption algorithms like AES, DES, IDEA, RC4, RSA, DSA and ECC that can be used for security of data.
[26] states that password management is the most crucial task when we use hashing to protect the password as brute force attack can easily break the password. So we need a mechanism which can slow down brute force attack.

[27] stated that NIST used Rijndael algorithm as Advanced Encryption Standards (AES) because AES has high security and efficiency. DES did not provide effective data security so it is replaced by AES. Although 3 DES came as an extension of DES but it was very slow. On the other hand AES is a block Cipher algorithm that used the concept of permutation box and substitution box and it has varying key sizes as AES-128, AES-256. AES in one of the best encryption algorithm.

[28] has done the comparative study of various symmetric algorithms like AES, DES and 3 DES and asymmetric algorithms RSA and concluded that AES is the most efficient in terms of time, throughput and encryption/decryption speed.

[29] also performed comparative analysis of algorithms like AES, DES and RSA with LSB substitution technique and found out that AES is the more efficient not only in terms of time, throughput and encryption/decryption speed but in memory usage also.

[30] also compared the various symmetric algorithms based on various factors as speed, block size, key length and security and concludes that AES was much efficient in terms of encryption/decryption time, throughput and faster too.

Table:1 Comparative study of various encryption algorithms [30]

| Characteristics     | AES | DES | 3DES | IDES | Blowfish | RC5  |
|---------------------|-----|-----|------|------|----------|------|
| Key Length          | 128, 192, 256 | 56  | 112, 168 | 128  | 32 - 448 | MAX 2040 |
| Block Size          | 128, 192, 256 | 64  | 64    | 64   | 64       | 32, 64, 128 |
| Speed               | Very Fast | Very Slow | Slow  | Slow  | Fast | Slow |
| Security            | Considered Secure | Proven Inadequate | Considered Secure | Proven Inadequate | Considered Secure | Considered Secure |
| Cryptanalysis Resistance | Very strong against differential, truncated, differential, linear, interpolation and square attack. | Vulnerable to differential and linear cryptanalysis, weak substitution table. | Strong against differential, truncated differential, linear, interpolation and square attack. | Vulnerable to differential and linear cryptanalysis. | Strong against the standard differential and linear cryptanalysis. | Vulnerable to differential, truncated differential, linear, interpolation and square attack. |
Although AES proved quite promising algorithms against various cryptanalytic attacks but some improvements suggested to enhance its security features [31]. Use of 3 cipher key may increase the security of AES. Increment in key size leads to increment in encryption/decryption time which makes difficult for a cracker to break the password.

[32] proposed that being the very popular and successful algorithm AES is not fully secure from some attacks like brute force attacks and side channel attacks. Although AES is faster, efficient and very secure than other encryption algorithms like DES, 3DES, RSA, IDEA and hashing algorithms like MD5, SHA1 and Scrypt under some situation. It prevents various attacks like GPU, parallel processing, linear and algebraic attacks as it has memory acceleration feature but still some key based attacks like side-channel attack, brute force attacks and reverse engineering attacks can break AES.

Therefore a hybrid approach with different combination of hashing and encryption algorithms can be used to make password more secure and protected.

2.3. Literature review of Hybrid algorithms

The last two sections represented strong techniques of hashing (PBKDF2 and Argon) and encryption algorithm (AES), both the algorithms were individually immune against many attacks. But had some weaknesses against high computation attacks.

[33] proposed an approach of using hybrid model of PBKDF2 along with AES in CTR mode and SHA3 as hashing algorithm. SHA is used to generate the key for AES. This model was found to be faster than hashing algorithm like Scrypt.

[34] presented a hybrid model of BCrypt and AES to secure financial information from brute force attacks by securing the passwords. It was analyzed on the basis of encryption/decryption time and throughput.

[35] proposed a hybrid algorithm AES (GCM), BLAKE2 and Scrypt. It was based on key derivation function and use of secured key for AES and found to be fast and efficient.

With the help of above literature review it can be concluded that combination of PBKDF2 and Argon2 is the strongest key derivation function mechanism based on memory hard functions and it can be used against multiple attacks like dictionary attacks and brute force attacks but still prone to GPU attacks. In this situation AEs encryption can be used to overcome this weakness as its hardware acceleration feature works against custom hardware attacks. Therefore this research proposes on hybrid combination of PBKDF2 and Argon2, AES and IDA (Information Dispersal Algorithm) and analyzes the performance of proposed algorithm.

3. Proposed Work

This section presents overview of proposed work for password protection from brute force attack. The main objective is to use password to generate cryptographic key and then use this key as an input to AES algorithm. So this presented mechanism enable the organizations to put their data on cloud without any hesitation.

The proposed methodology contains the following steps:

- Cryptographic key generation using PBKDF2 and Argon2
- Encryption using AES algorithm
- Data Slicing using IDA (Information Dispersal algorithm)
- Data assembling using IDA algorithm
- Data decryption using AES along with key generated using PBKDF2 and Argon2

Figure: 1 Block diagram of proposed work

4. Methodology

This proposed work uses PBKDF2 and Argon2 for the generation of secured derive key. Then this key will be feed to AES as an cryptographic key for encryption, then this encrypted data will be sliced over multiple clouds using Information Dispersal Algorithm, after that data assembling will be done using IDA and again using AES algorithm data will be decrypted and securely obtained.

Algorithm for the given approach is as follows:

**Step:** 1 Input user chosen password and file name by the user.

**Step:** 2 Take password and generate hash using PBKDF2. Set this as the C_d key.

**Step:** 3 Pass the key produced in Step: 2 as input to Argon2 and after specified no. of iterations most secured key will be generated free from almost each attack. Set this as C_k key.

**Step:** 4 Pass the key produced in step 3 as input to AES -256 encryption function.

**Step:** 5 The encrypted file will be dispersed at multiple clouds (m slices) using Information dispersal algorithm

**Step:** 6 sliced data will be concatenate using IDA after verify the hash value stored in database and get the reconstructed encrypted data E_d

**Step:** 7 Take the encrypted data E_d and again enter the password to generate a key using PBKDF2 to decrypt the data by AES decryption. As there is no need to store key anywhere in the database and every time a different derived key is generate even for the same password.

**Step:** 8 Thus using secured password data on the cloud will be safe

5. Implementation

This section describes the implementation of the proposed model. We have developed a web application in Jquery by using PHP and Azax. The application is locally over XAMPP server.
The homepage of the web application has two input boxes prompting for file name and password. As user selects the file and enters the password to generate the key, the password is passes through PBKDF2 and Argon2. (Key derivation phase). As already explained that if a user enters the same password many times, the web application generates different hash value every time because of random salt.

This hash value will be treated as private key for AES encryption. Now the derived key $C_d$ encrypt the data and split the file at multiple clouds. Then again after entering the password pbkdf2 generate the key and dispersed files are merge using IDA and generated key is used to decrypt the file AES decryption. Then the decrypted file can be downloaded and data access only by the authenticated user.

6. Evaluation

Encryption time is the total time taken to encrypt the plain text, i.e total time taken for PBKDF2 along with Argon2 hashing and AES encryption together. The efficiency of a cryptographic algorithm is inversely proportional to encryption time.[36]

On the other hand, the performance of an algorithm is measured by its throughput. It can be calculated by dividing the size of plain text by encryption time.

Results of encryption time taken by Bcrypt with AES, and (PBKDF2+Argon2 with AES +IDA) for same users are compared. The combination of Bcrypt and AES has already examined by [37].
Table 2: Analysis of Encryption time

| Data   | Bcrypt + AES (in seconds) | PBKDF2 + Argon2 + AES |
|--------|---------------------------|------------------------|
| Data 1 | 0.487353239               | 0.470456361            |
| Data 2 | 0.408241016               | 0.398463434            |
| Data 3 | 0.502834321               | 0.486647516            |
| Data 4 | 0.405210823               | 0.382048292            |
| Data 5 | 0.392928871               | 0.254532654            |
| Average| 0.43931366                | 0.39842965             |

Figure 3: Analysis of Encryption time

7. Discussion

As discussed earlier in literature review, BCrypt was the strongest KDF algorithm before Argon 2. The result from the above comparison shows that AES with PBKDF2 and Argon 2 has very low encryption time compared to others. Therefore, for this research, the proposed hybrid model of PBKDF2, Argon2 and AES proved to be more secure than others against brute force attacks.

8. Conclusion and Future Scope

The main aim of proposed solution was to evaluate whether security of data can be enhanced by the combination of hybrid hashing and encryption algorithms and check their vulnerability against brute force attack. As PBKDF2 and Argon2 proved to be very strong combination of key derivation function as complexity of password is increased by passing it to PBKDF2 and Argon2 is based on memory hard function which makes it secure against brute force attacks and data dictionary attacks. Then encryption through AES algorithm made it more secure against GPU attacks as AES proven to be the most strong encryption algorithm. Then Information dispersal algorithm secure the encrypted data as if any breach found during the transmission of data then security can be break. So IDA helps to prevent this problem by slicing the encrypted data over multiple cloud and make proposed system more secure and safe.
The future scope of this research could be to check whether there are other combinations of algorithms which can enhance the security of password with AES or with KDF. Other different combination of hybrid algorithms can also be considered for this model.
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