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Abstract

The unbalanced oil and vinegar signature scheme (UOV) is a signature scheme whose public key is a set of quadratic polynomials over a finite field. This scheme has been considered to be secure and efficient enough under suitable parameter selections. However, its key size is relatively large, and then various arrangements of UOV with smaller keys have been proposed. Hufu-UOV proposed by Tao in 2019 is one of such variants of UOV, whose keys are generated by circulant and Toeplitz matrices. In the present paper, we study the security of Hufu-UOV and propose an attack on it.
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1. Introduction

UOV, the unbalanced oil and vinegar signature scheme [1, 2], is a signature scheme whose public key is a set of multivariate quadratic polynomials over a finite field. This signature scheme has been highly regarded since the original UOV has been secure enough against known attacks in this two decades and the signature generation of UOV is efficient enough under suitable parameter selections. In fact, UOV [3], a variant of UOV, was selected as a second round candidate and Rainbow [4], a multi-layer UOV, is a finalist of NIST’s Post-Quantum Cryptography Standardization Program [5]. On the other hand, UOV has the disadvantage that the sizes of secret and public keys are relatively large, and then reducing key sizes of UOV is one of the most important issues in multivariate cryptography. Until now, there have been various arrangements of UOV (and Rainbow) with smaller keys, e.g. [3, 6–9]. Unfortunately, some of them are much less secure than expected, since the special structures in these arrangements for reducing the keys yield vulnerabilities [10–14].

Hufu-UOV [15] proposed by Tao at 2019 is one of such variants of UOV with smaller keys. In this scheme, the quadratic polynomials in the secret and public keys are generated by circulant matrices and Toeplitz matrices. However, its vulnerability is included in the “Toeplitz” and “circulant” structures. In the present paper, we propose an attack on Hufu-UOV and reduce its security drastically.

2. UOV

We first describe the original unbalanced oil and vinegar signature scheme (UOV) [1, 2].

2.1 Basic construction

Let \( n, o, v \geq 1 \) be integers with \( v \geq o \), \( n = o + v \), \( q \) be a power of prime and \( \mathbb{F}_q \) a finite field of order \( q \). Define the quadratic polynomials \( g_1(x), \ldots, g_o(x) \) of \( x = t(x_1, \ldots, x_n) \) by

\[
g_l(x) = \sum_{1 \leq i \leq o} x_i \cdot (\text{linear form of } x_{o+i}, \ldots, x_n)
\]

\[
+ (\text{quadratic form of } x_{o+i}, \ldots, x_n)
\]

\[
= t\left(\begin{array}{c}
0 \\
* \\
* \\
* \\
* \\
* \\
\end{array}\right)x + (\text{linear form}),
\]

for \( 1 \leq l \leq o \), where the coefficients of the polynomials above are elements of \( \mathbb{F}_q \), and the map \( G : \mathbb{F}_q^n \rightarrow \mathbb{F}_q^o \) by \( G(x) = t(g_1(x), \ldots, g_o(x)) \). Then the unbalanced oil and vinegar signature scheme (UOV) [2] is constructed as follows.

Secret Key. An invertible affine map \( S : \mathbb{F}_q^n \rightarrow \mathbb{F}_q^n \) and the quadratic map \( G \) defined above.

Public key. The quadratic map \( F := G \circ S : \mathbb{F}_q^n \rightarrow \mathbb{F}_q^o \).

Signature generation. For a message \( m = t(m_1, \ldots, m_o) \in \mathbb{F}_q^o \) to be signed, choose \( u_1, \ldots, u_v \in \mathbb{F}_q \) randomly, and find \( (y_1, \ldots, y_o) \in \mathbb{F}_q^o \) with

\[
g_1(y_1, \ldots, y_o, u_1, \ldots, u_v) = m_1,
\]

\[
\vdots
\]

\[
g_o(y_1, \ldots, y_o, u_1, \ldots, u_v) = m_o.
\]

Since the equations in (1) are linear, \( (y_1, \ldots, y_o) \) is given efficiently. The signature for \( m \) is \( z := S^{-1}t(y_1, \ldots, y_o, u_1, \ldots, u_v) \).

Signature verification. The signature \( z \) is verified if \( F(z) = m \) holds.

2.2 Security

We now give a short survey on the security of UOV.

1. Key recovery. It is easy to see that, if

\[
S(x) = \left(\begin{array}{c}
o \\
0 \\
* \\
* \\
* \\
* \\
\end{array}\right)x + (\text{const.}),
\]

\[
F(x) = \left(\begin{array}{c}
o \\
0 \\
* \\
* \\
* \\
* \\
\end{array}\right)x + (\text{line}),
\]

then $x \in \mathbb{F}_q^n$ and \( y \in \mathbb{F}_q^o \) are recovered. The problem is how to find $x$ and $y$.
one can generate dummy signatures easily, since
\[ f_l(x) = g_l(S(x)) = \frac{1}{x} \begin{pmatrix} 0 & * \\ 0 & * \end{pmatrix} x + \text{(linear form)} \]
for \( 1 \leq l \leq o \). This means that recovering an invertible linear map \( S_1 : F_q^n \rightarrow F_q^n \) with
\[
(S \circ S_1)(x) = \frac{1}{x} \begin{pmatrix} 0 & * \\ 0 & * \end{pmatrix} x + \text{(const.)}
\]
is enough to break UOV.

The most famous attack is to recover such an \( S_1 \) is Kipnis-Shamir's attack [1]. This attack is available for \( o \geq v \) and can recover \( S_1 \) in polynomial time. It is generalized in [2] to be available for \( v > o \) with the complexity \( O(q^{\max(0,v-o)})(\text{polyn.}) \). Thus, on UOV and its variants, \( o, v \) are usually taken \( v \gg 2o \).

2. Direct attacks. The direct attack is to generate a dummy signature by solving the system of \( o \) quadratic equations
\[ f_1(x) = m_1, \ldots, f_o(x) = m_o \quad (2) \]
of \( n \) variables directly. The most standard approach to solve (2) is by using the hybrid approach [16] of the Gröbner basis algorithm and the exhaustive search. Fix a small integer \( k \), choose \( u_1, \ldots, u_{v+k} \in F_q \) randomly and solve the system of \( o \) quadratic equations
\[ f_1(x_1, \ldots, x_{o-k}, u_1, \ldots, u_{v+k}) = m_1, \]
\[ \vdots \]
\[ f_o(x_1, \ldots, x_{o-k}, u_1, \ldots, u_{v+k}) = m_o \quad \text{(3)} \]
of \( o-k \) variables by the Gröbner basis algorithm. If solutions of (3) do not exist, change \( u_1, \ldots, u_{v+k} \) and try to solve (3) again. Its complexity is estimated by \( O(q^{k(o-k+d_{\text{reg}}(k))}w) \), where \( 2 \leq w < 3 \) is the exponent of the Gaussian elimination and \( d_{\text{reg}}(k) \) is the “degree of regularity” of the system (3) [17].

Note that, when the number \( n \) of variables is much larger than the number \( o \) of equations, one can transform the system (2) of equations to a smaller system of equations [18,19]. For example, if \( n > o \alpha \) with small \( \alpha > 1 \), one can transform (2) to a system of \( o - \lfloor \alpha \rfloor + 1 \) quadratic equations of \( o - \lfloor \alpha \rfloor + 1 \) variables. Especially, it is known that (2) can be solved in polynomial time if \( n \geq \frac{1}{2}o(o+1) \) [19,20].

3. Hufu-UOV

Hufu-UOV [15] is a variant of UOV, whose quadratic polynomials are constructed by circulant matrices and Toeplitz matrices respectively given in the following forms.
\[
\begin{pmatrix}
  a_0 & a_1 & \cdots & a_{n-2} & a_{n-1} \\
  a_{n-1} & a_0 & \cdots & a_{n-3} & a_{n-2} \\
  \vdots & \ddots & \ddots & \ddots & \ddots \\
  a_2 & a_3 & \cdots & a_0 & a_1 \\
  a_1 & a_2 & \cdots & a_{n-1} & a_0 \\
\end{pmatrix}
\]
We call the matrices above by the \( n \)-circulant and the \( n \)-Toeplitz matrices respectively.

Define the quadratic map \( G(x) = (g_1(x), \ldots, g_o(x)) \) and the invertible linear map \( S : F_q^n \rightarrow F_q^n \) by
\[
g_l(x) = x \begin{pmatrix} \lambda_1 & \cdots & \lambda_o \\
 U_1 & \cdots & U_o \\
 W_1 & \cdots & W_o \\
\end{pmatrix} x \quad (1 \leq l \leq o),
\]
where \( \lambda_1, \ldots, \lambda_o \in F_q \) are scalars, \( A \) is an \( o \)-Toeplitz matrix, \( W_1, \ldots, W_o \) are \( v \)-circulant matrices and \( M, U_1, \ldots, U_o \) are \( v \times o \) matrices generated by the first \( o \) columns of \( v \)-circulant matrices. Note that \( A \) and \( W_1 \) can be taken to be symmetric. Then the Hufu-UOV is constructed as follows.

Secret Key. The invertible linear map \( S \), the quadratic map \( G \) defined above and an invertible affine map \( T : F_q^n \rightarrow F_q^n \).

Public key. The quadratic map \( F := T \circ G \circ S : F_q^n \rightarrow F_q^n \).

Signature generation. If \( A = 0 \), it is same as the original UOV. If \( A \neq 0 \), signatures are generated as follows. For a message \( m \in E_q^n \) to be signed, compute \( z = (z_1, \ldots, z_o) := T^{-1}(m) \). Choose \( u_1, \ldots, u_o \in F_q \) randomly, and find \( (y_1, \ldots, y_o) \in F_q^n \) with
\[
g_1(y_1, \ldots, y_o, u_1, \ldots, u_o) = z_1, 
\]
\[
g_2(y_1, \ldots, u_o) = \lambda_2 \lambda_1^{-1} g_1(y_1, \ldots, u_o) = z_2 - \lambda_2 \lambda_1^{-1} z_1, 
\]
\[
\vdots 
\]
\[
g_o(y_1, \ldots, u_o) = \lambda_o \lambda_1^{-1} g_1(y_1, \ldots, u_o) = z_o - \lambda_o \lambda_1^{-1} z_1. 
\]
Since the first equation in (4) is quadratic and the later \( o-1 \) equations are linear, one can find \( (y_1, \ldots, y_o) \) efficiently. The signature for \( m \) is \( s := S^{-1}(y_1, \ldots, y_o, u_1, \ldots, u_o) \).

Signature verification. The signature \( s \) is verified if \( F(s) = m \) holds.

Let \( f_1(x), \ldots, f_o(x), \bar{g}_1(x), \ldots, \bar{g}_o(x) \) be the quadratic polynomials with \( F(x) = (f_1(x), \ldots, f_o(x)) \) and \( (T \circ G)(x) = (\bar{g}_1(x), \ldots, \bar{g}_o(x)) \). We see that, similarly to \( g_l(x) \), the polynomials \( f_l(x), \bar{g}_l(x) \) (1 \( \leq l \leq o \)) are written by
\[
f_l(x) = x \begin{pmatrix} A_l & B_l \\
 V_l & U_l \\
 W_l & W_l \\
\end{pmatrix} x, \quad \bar{g}_l(x) = x \begin{pmatrix} V_l & U_l \\
 W_l & W_l \\
\end{pmatrix} x 
\]
for \( o \times o \) symmetric matrices \( A_l, V_l, v \times o \) matrices \( B_l, U_l \) and \( v \times v \) symmetric matrices \( C_l, W_l \).
4. Proposed attack

By the definition of $T$ and $G$, we see that there exist $\mu_1, \ldots, \mu_o \in \mathbb{F}_q$ such that $V_i = \mu_i A$. Since

$$f_1(S^{-1}(x)) = \bar{y}_i(x),$$

we have

$$A_1 - B_1 M - M B_1 + M C_1 M = \mu_1 A,$$

$$B_1 - C_1 M = \bar{U}_1, \quad C_1 = W_i. \tag{5}$$

Recall that $M, \bar{U}_1, \mu, A$ are secret and $A_1, B_1, C_1$ are public. Furthermore, note that $A_1$ is an $o \times o$ symmetric Toeplitz matrix, $C_1$ is a $v \times v$ symmetric circulant matrix and $B_1$ is the first $o$ column of a $v \times v$ circulant matrix. It is easy to see that there exist $v \times v$ circulant matrices $A^c, A_1^c, B_1^c, M^c$ such that

$$A = (I_o, 0_{v, o})A^c \left( I_o \begin{array}{c} 0 \end{array} \right), \quad A_l = (I_o, 0_{v, o})A_l^c \left( I_o \begin{array}{c} 0 \end{array} \right),$$

$$B_l = B_l^c \left( I_o \begin{array}{c} 0 \end{array} \right), \quad M = M^c \left( I_o \begin{array}{c} 0 \end{array} \right),$$

where $0_{v, o}$ is the $o \times v$ zero matrix. For example, when $o = 2, v = 5$ and

$$A = \begin{pmatrix} 1 & 2 \\ 2 & 1 \end{pmatrix}, \quad M = \begin{pmatrix} 3 & 2 \\ 1 & 3 \\ 1 & 1 \\ 0 & 1 \\ 2 & 0 \end{pmatrix},$$

the 5-circulant matrices $A^c, M^c$ are given by

$$A^c = \begin{pmatrix} 1 & 2 & y & y & 2 \\ 2 & 1 & 2 & y & y \\ y & 2 & 1 & 2 & y \\ y & y & 2 & 1 & 2 \\ 2 & y & 2 & 1 \end{pmatrix},$$

$$M^c = \begin{pmatrix} 3 & 2 & 0 & 1 & 1 \\ 1 & 3 & 2 & 0 & 1 \\ 1 & 1 & 3 & 2 & 0 \\ 0 & 1 & 1 & 3 & 2 \\ 2 & 0 & 1 & 1 & 3 \end{pmatrix},$$

for some $y \in \mathbb{F}_q$. Remark that $A^c$ cannot be fixed uniquely when $v \geq 2o$ and we remain such unfixed parameters to be unknown. Since $A^c$ is symmetric and $v$-circulant, we see that the number of unknowns in $A^c$ is $\lceil (v + 1)/2 \rceil = o$.

The first equation of (5) is rewritten by

$$t M^c C_1 M^c - t B_1^c M^c - M^c B_1^c + A_1^c = \mu_1 A^c. \tag{6}$$

Since the multiplication between circulant matrices is commutative, we have

$$C_1^t M^c M^c - t B_1^c M^c - B_1^c M^c + A_1^c = \mu_1 A^c \tag{6}$$

for $1 \leq l \leq o$. We will study how to recover $M^c$ from the matrix equation (6).

4.1 The case $A \neq 0$

We first study the case $A = 0$ for simplicity. Let

$$H_l := C_1^t M^c M^c - t B_1^c M^c - B_1^c M^c + A_1^c,$$

for $1 \leq l \leq o$ and

$$H_l := C_1 H_l - C_1 H_1$$

for $2 \leq l \leq o$. It is easy to see that the matrix $H_l$ is a symmetric $v$-circulant matrix and the unknowns in (7) are included in $A_1^c, M^c$ linearly. Then the matrix equations

$$H_2 = 0, \ldots, H_K = 0$$

yield a system of $(K - 1)((v + 1)/2)$ linear equations of $v + K \lceil (v + 1)/2 \rceil - o$ unknowns. Since the number of unknowns is larger than that of linear equations when $K \geq (3v + 1)/2o$, we can expect that one can solve its system and can recover the secret key $M^c$. Table 1 gives experimental results to recover $M^c$ for the parameter selection in [15] by Magma ver.2.24-5 under macOS Mojave ver.10.14.16, Intel Core i5, 3 GHz. Note that “Security” is the security expected by Tao [15], and “Attack” is the computational times (in seconds) of our attack to recover $M^c$. This table shows that our attack can recover the secret key quite effectively.

4.2 The case $A \neq 0$

Let

$$H_l := C_1 t M^c M^c - t B_1^c M^c - B_1^c M^c + A_1^c - \mu_1 A^c$$

for $1 \leq l \leq o$, and

$$H_l(\delta_1, \delta_2) := (C_2 - \delta_2 C_1)H_l - (C_1 - \delta_1 C_1)H_2 + (\delta_2 C_1 - \delta_1 C_2)H_1$$

(4)

$$= ((C_1 t B_1^c - C_1 t B_1^c) + \delta_2(C_1 t B_1^c - C_1 t B_1^c) + \delta_1(C_1 t B_1^c - C_1 t B_1^c)) M^c + (C_2 B_1^c - C_2 B_1^c) M^c + (C_2 B_1^c - C_2 B_1^c) M^c + (C_2 B_1^c - C_2 B_1^c) M^c$$

for $2 \leq l \leq o$. It is easy to see that the matrix $H_l$ is a symmetric $v$-circulant matrix and the unknowns in (7) are included in $A_1^c, M^c$ linearly. Then the matrix equations

$$H_2 = 0, \ldots, H_K = 0$$

yield a system of $(K - 1)((v + 1)/2)$ linear equations of $v + K \lceil (v + 1)/2 \rceil - o$ unknowns. Since the number of unknowns is larger than that of linear equations when $K \geq (3v + 1)/2o$, we can expect that one can solve its system and can recover the secret key $M^c$. Table 1 gives experimental results to recover $M^c$ for the parameter selection in [15] by Magma ver.2.24-5 under macOS Mojave ver.10.14.16, Intel Core i5, 3 GHz. Note that “Security” is the security expected by Tao [15], and “Attack” is the computational times (in seconds) of our attack to recover $M^c$. This table shows that our attack can recover the secret key quite effectively.

Table 1. Experiments of the proposed attack on Hufu-UOV.

| $(q, o, v)$ | Security | Attack |
|-----------|----------|--------|
| (16,64,192) | 128 bits | 48s. |
| (16,96,288) | 192 bits | 245s. |
| (16,128,384) | 256 bits | 757s. |
| (256,48,144) | 128 bits | 19s. |
| (256,64,192) | 128 bits | 59s. |
| (256,80,240) | 256 bits | 137s. |
for \( 3 \leq l \leq o \) and \( \delta_l \in \mathbb{F}_q \). It is easy to see that, if \( \delta_2 = \mu_1^{-1}\mu_2, \delta_l = \mu_1^{-1}\mu_l \), the matrix equation
\[
H_1(\delta_1, \delta_2) = 0
\]
generates a system of linear equations of unknowns in \( M^c, A_1^c, A_2^c, A_1 \). Since the numbers of linear equations derived from
\[
H_3(\delta_3, \delta_2) = 0, \ldots, H_K(\delta_K, \delta_2) = 0
\]
and their unknowns are respectively \([(v+1)/2](K-2)\) and \( v + (\lfloor (v+1)/2 \rfloor - \alpha)K \), we can recover \( M \) by solving its system of linear equations if \( K \geq (2v+1)/o \) and \( \delta_2, \ldots, \delta_K \) are chosen correctly. Thus the following attack is available on Hufu-UOV.

Step 1. Choose \( \delta_2, \ldots, \delta_K \in \mathbb{F}_q \) randomly.

Step 2. Solve the system of linear equations derived from
\[
H_3(\delta_3, \delta_2) = 0, \ldots, H_K(\delta_K, \delta_2) = 0.
\]
If there exists a solution, fix \( M \) by its solution. If not, go back to Step 1 and choose another \( (\delta_2, \ldots, \delta_K) \).

Step 3. If the quadratic forms of \( x_1, \ldots, x_o \) in
\[
f_2 \left( \begin{pmatrix} I_o & I_v \end{pmatrix} x \right), \ldots, f_m \left( \begin{pmatrix} I_o & I_v \end{pmatrix} x \right)
\]
are constant multiples of the quadratic form of \( x_1, \ldots, x_o \) in
\[
f_1 \left( \begin{pmatrix} I_o & I_v \end{pmatrix} x \right),
\]
output \( M \) as the correct secret key. If not, return to Step 1 and change \( \delta_2, \ldots, \delta_K \).

Since the number of candidates of \( (\delta_2, \ldots, \delta_K) \) are \( q^{K-1} = q^{\lfloor (2v+1)/o \rfloor - 1} \), the complexity of this attack is \( O(q^{\lfloor (2v+1)/o \rfloor - 1}) \). (polyn.). It is much less than the complexities of the Kipnis-Shamir’s attack and the direct attack on the original UOV.

5. Conclusion

While the structure of Hufu-UOV using circulant and Toeplitz matrices reduces the key size of UOV, it weakens the security. One should be careful not to weaken the security when he/she tries to improve the efficiency.
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