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Abstract
In today’s digital world, information is exchanged among various sources, and it is expected that each interaction or transaction among the sources must be reliable and secure. In these circumstances, blockchain technology can be applied to ensure healthcare data security in an efficient way. Blockchain is an ordered list of records linked together through a chain of blocks in a distributed ledger. It is a decentralized and tamper-proof database system. It can be used to store the medical records of patients and play a vital role in healthcare to maintain and share medical data securely. At present, many scholars are focusing on the privacy and security in electronic health record (EHR) sharing based on blockchain technology. But still, the security of health data plays a significant challenge. A Cognitive Approach blockchain-based cryptographic curve hash signature (BC-CCHS) technique is proposed to secure patients’ medical records and share their personal health data safely and conveniently. The proposed approach is carried out in the Hyperledger framework. Here, several phases like registration, authentication, uploading, and requesting are involved in enhancing the security mechanism. The proposed methodology is experimentally tested and validated with the existing techniques regarding encryption time, decryption time, throughput, delay, and overall processing time.
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1 Introduction
Healthcare industry generates a large amount of data as the record for each patient (Triana Casallas et al. 2020). This industry requires the invention of an analytic model to predict risk patients based on these health records highly. These records include medicine details and infectious details of patients. New payment models are required to organize this healthcare data for enhanced quality and to reduce cost. A realistic analysis is needed to guide the healthcare data for detailed diagnosis and an enhanced outcome. Recently, more calls have been raised in healthcare to provide detailed healthcare data to patients’ records and medical centers. Here security of these healthcare records is a primary concern for each patient.

Security takes data privacy into account for developing a model. User saves and shares this data personally or based on third-party calls or stakeholders for managing records. This sensitive healthcare data must have control with distribution rights to work it properly. Digitization of healthcare data is essential when it comes to handling a massive amount of data. Digitized healthcare data are stored, shared, protected, and analyzed (Hirtan et al. 2019a). This process requires high security and privacy. Healthcare data must be secured from intruders, as it is not like a credit card that could be blocked once stolen. But healthcare data, once stolen, cannot be stopped, severely affecting patients’ privacy. Hence, a system is required to secure this digitized healthcare data with ensured data privacy. Also, this data must be shared whenever needed as it is necessary to be transparent. These data-sharing systems, when centralized it creates an inherent issue (Roehrs
et al. 2019). Therefore, a decentralized system is required to manage the coordinator node in the network during data transfer. Even though individual nodes still remain a link with coordinators. A decentralized computed data are necessary for sharing network nodes to enable multi-authority in the medical area. This node does not depend on others for the transfer of data. This type of network is termed a blockchain network. This network is in a disruptive form that creates more secure and private data transfer in health systems. This blockchain technique allows inventing technology for solving issues in healthcare systems (Hirtan et al. 2019b).

Blockchain can be defined as a decentralized, authenticated platform that consists of series of transaction logs as blocks. It is similar to a public ledger with a consensus-driven method implemented to reach desired multiple untrusted entities. Hence, permission is given to patients, pharmacists, and insurance companies to access the medical ecosystem by providing their own identities and qualification. A peer-to-peer network manages the working principle of blockchain without any control in the center (González García et al. 2019). Data are maintained here by sharing it across several nodes and ensuring this data’s quality by replication and security is provided by encryption. Blockchain is a term that refers to the chain of blocks. Each block in the chain stores data from beginning to end. An individual block is connected with the previous block and also with the successor block. This creates a chain connection to the concerning blocks. Working on each block includes recording, validating, and sharing transactions between each block. Blocks cannot be altered or removed from the chain as this would completely change the chain flow. Transactions in blockchain use the hash value of previous blocks (González et al. 2020). Property of immutability and security feature of blockchain is stable. Data gets included in this blockchain, and hence changes occur in the blockchain. If an intruder attempts to vary any of the keys local register will suddenly respond to be valid or not due to its hash functions.

Authority is given, and it permits the candidate to access the ledger and follow those records collected in digitized form. Blockchain technique guarantees secured transfer of data between hospitals, insurance company, and other centers of research (García-Díaz et al. 2015). Highly sensitive medical data are accessible by submitting their identification record. Blockchain technology is an able benefit for the healthcare industry. Processes like treatments undertaken, diagnosis delivered, payment transactions, and tracking records of patients are conducted by blockchain. Advantages of blockchain include encrypted data, verifiable transactions, irreversibility, transparency, and integrity. Storage of this blockchain is essential to maintain a complete graph of patients. This is a large amount of data and can be stored in Data Lake (Yang et al. 2020).

A data lake is a central repository to store data in granular and raw format which collected from various sources. It can store semi-structured, structured, or unstructured data, and quasi-structured data. During the storage phase, a data lake uses some metadata tags and some identifiers to retrieve data efficiently. A data lake is also known as schema-on-read repository. It is different from data warehouse, as data warehouse work on the principle of schema-on-write concept. In data lake, there is no need to define any schema during data storage, user can define schema according to the application where data will be used. This technology offers an infrastructure that accommodates data created between health systems, includes data from various resources. Data Lake can reveal interruptions to manage risks and deliver high quality. Data Lake gives structured, unstructured, and semi-structured data from multiple resources. It has more analytics applications and develops actionable insights that trigger timely interventions to store sensitive health data ultimately. Data Lake is a data repository that can be utilized to store blockchain data (Jennath et al. 2020). This method is increasingly measurable and stored with a large variety of information available. Data stored in Data Lake can be encrypted and signed digitally to ensure the authenticity and privacy of the data stored. Healthcare data in a blockchain network is encrypted and sent to Data Lake storage. Each time when the data is stored in Data Lake, a pointer is provided with every health record. It is then submitted with blockchain combined with a unique user key (Zhu et al. 2020). This process is repeated for each patient and gets updated with a digital signature to be accessibility each form. Data Lake has the capability of efficiently analyzing combined data from different sources like clinical and business. Data Lake can be effectively utilized in various healthcare fields like patient health records, clinical research data, health management population, and security. Advantages like better clinical outcome, reduced cost, accuracy, and fast are provided by Data Lake. Cognitive computing can also be used with data lake to enhance healthcare system. Cognitive computing is used in healthcare data analytics with artificial intelligence to generate precise result. Company like IBM working on the integration of IoT (Internet of Things) with blockchain technology to utilize cognitive computing in healthcare system.

The work in this paper is aligned as follows Sect. 1 gives the brief introduction, Sect. 2 presents the Literature Review and presents motivation of the study for this work, Sect. 3 briefs on Preliminaries, Sect. 4 explains the proposed model working principle, the following Sect. 5 presents experimental result and discussion, Sect. 6 focus
on the open challenges in the domain, and Sect. 7 exhibits the conclusion.

2 Related works

Many techniques are available to secure healthcare data to solve privacy issues of patients. Some of them are reviewed in this section below.

Warkentin and Orgeron (2020) had analyzed the impact of blockchain technology in the public sector. It processes through the lens of information security. It included an overview of the emulation of e-governance with a synopsis of existing applications. Confidentiality-integrity-accessibility (CIA) was used in this analysis for security, regulatory, and governance implications in this method. However, this analysis resulted that blockchain technology used for public sector security requires improvement. Additionally, when implemented in e-government applications, it failed to reach the desired security level. Bonnah and Shiguang (2020) had presented a decentralized method to solve trust-related issues within the network. Decchain was a network frame implemented with blockchain technology in the authentication of nodes. This study evaluated the performance of Decchain to access the resource or service from this blockchain network. However, this network was transparent and too challenging to hold data privacy. Hence, when implemented with blockchain, it further increased the cost with complex issues in data privacy. Seol et al. (2018) had developed an EHR model that executes an attribute-based access control. Extensible Access Mark-up Language was generated to equalize the capability of defining various policies from different resources. The digital signature was an auxiliary measurement method that avoided leakage of sensitive data after executing control access. However, a lengthy process was included to obtain a digital signature that consumed time even though it created errors during authentication. Fernández-Alemán et al. (2013) had designed a blockchain-based system model. It was called an Audit chain to categories the logs created by more access methods. Audit chain handled creation, updating, and answerable queries. It also facilitated the interoperability of audits among various healthcare organizations. However, this method slows down during updating of new data for each cycle. This remained a disadvantage of healthcare applications. Liang et al. (2017a) have exhibited a channel formation scheme based on blockchain technology. It utilized a decentralized method of blockchain to store privacy of health data by channel formation method. It improved identity management that used the membership service method that supported blockchain. Preservation of health data integrity with each record had an identity proof with a permanently retrievable validation from the cloud. However, this method does not create any impact in the healthcare industry due to its formation. Ge et al. (2020) had presented an Unspent Transaction Output mechanism depend on the accumulator. It utilized the computational complexity of light nodes that created and verified that this presented method was constant. However, this method does not provide proof that includes an efficient explanation of exclusion for a lightweight node. Frizzo-Barker et al. (2020) had analyzed the contribution of blockchain that explored business and implicated organizations for emulated techniques. It contributed to a business scholarship in two methods. Internet disrupted the traditional business model and generated a blockchain. However, this study resulted from the beginning of blockchain was disruptive, and the industries implementing this technology faced many issues to work with this blockchain. Yang et al. (2018) had developed blockchain technology in the marine data security domain. This improved data security by analyzing the technical properties of the blockchain method. This blockchain methodology remained efficient only in the ecological environment, and these data resources were also not appropriately secured. Table 1 shows work of different researcher to secure healthcare data using blockchain technology.

2.1 Motivations of the study

The Healthcare industry is digitized for convenience of work within the sector. A digital form of healthcare records needs to be secured, and transactions must be done with ensured quality. Health records generally consist of age, height, weight, diagnosis results, infectious state, and transactions done through the medical center. These records must be secured for the patient’s privacy. Existing methods are available to ensure healthcare records, which provokes certain drawbacks that make the desired goal of data security questionable. These methods have the main disadvantage of consuming a long time, increased cost, accessibility to the public sector, and authentication failure. The main issue raised here is the lack of storage of these healthcare records, resulting in the low follow-up of patients. This made the healthcare industry decrease its interest in digitization. Hence, to overcome these disadvantages, an existing model is required to store the healthcare data and be adaptive to updating of data. It must be accessible in all forms as well as a wide range of storage space is also required. This system model must ensure the security of patient’s data in an encrypted form as well as transparent during transfer with high quality. Additionally, it must reduce time and cost and also provides data security and privacy. These issues in the healthcare industry motivated this research for a healthcare model to transfer...
medical records of each patient securely and share when authentication is submitted. This paper proposes a system model that uses blockchain technology, a decentralized network model that includes healthcare data as blocks. It was adaptive to updating and simple when implemented. Data Lake is used in this proposed model to store a wide variety of blockchain from the healthcare industry. Hence, this proposed model provides updated healthcare-sensitive data with enhanced security when implemented in a realistic environment.

| References         | Implemented | Application type      | Blockchain type | Contribution                                                                 | 1   | 2   | 3   |
|--------------------|-------------|-----------------------|-----------------|-----------------------------------------------------------------------------|-----|-----|-----|
| Azaria et al.      | Yes         | EMR management        | Public          | In this paper, author focus on the accountability, confidentiality, and Authentication | Yes | No  | No  |
| Dey et al.         | No          | Securing IoT medical devices | Not specified   | Authors focus on Access control method                                     | No  | No  | Yes |
| Bocek et al.       | Yes         | Drug traceability     | Public          | To develop a system for data integrity in healthcare data                  | No  | No  | No  |
| Liang et al.       | Yes         | EMR management        | Public          | Proposed a method to maintain the privacy and data integrity of healthcare data | Yes | Yes | Yes |
| Griggs et al.      | Yes         | Securing IoT medical devices | Private         | Authors focus to maintain the data integrity and privacy of healthcare data | No  | No  | Yes |
| Huang et al.       | Yes         | Drug traceability     | Private         | Author proposed a framework to maintain the privacy and Authenticity of healthcare data | No  | Yes | No  |
| Azbeg et al.       | No          | Securing IoT medical devices | Private         | In this paper, author develop a method to ensure the data integrity, Confidentiality, privacy, and access control for medical data | No  | No  | Yes |
| Ji et al.          | Yes         | Remote patient monitoring | Not specified   | To develop a system for data integrity, Confidentiality, and privacy for medical data | No  | No  | Yes |
| Dagher et al.      | Yes         | EMR management        | Private         | Proposed a method for data integrity, privacy, and Access control for EHR data | Yes | No  | No  |
| Srivastava et al.  | Yes         | Securing IoT medical devices | Not specified   | Authors focus on Access control method and authentication                  | No  | Yes | Yes |
| Dwivedi et al.     | Yes         | Securing IoT medical devices | Not specified   | This paper presents a framework for data integrity, access control, and Confidentiality for medical record | No  | Yes | Yes |
| Kumar and Tripathi | No          | Drug traceability     | Private         | To develop a secure system for traceability and Access control               | No  | No  | Yes |
| Sahoo et al.       | No          | Drug traceability     | Private         | Author proposed a drug Traceability system                                  | No  | No  | No  |
| Hathaliya et al.   | No          | Remote patient monitoring | Private         | Author proposed a method for Integration of decentralized artificial intelligence | No  | No  | No  |
| Torky and Hassanian | No          | Tracking COVID-19     | Not specified   | Paper proposed a framework for data privacy for covid-19 patient data       | Yes | No  | No  |
| Jamil et al.       | Yes         | Remote patient monitoring | Private         | Author work on the data integrity, privacy, and Access control for EHR data | No  | Yes | Yes |
| Xu et al.          | Yes         | Tracking COVID-19     | Private         | To develop a system for data integrity and Traceability for COVID-19 patient data | No  | Yes | Yes |

1 Interoperability, 2 scalability, 3 data encryption
3 Preliminaries

3.1 Blockchain and hyperledger

The blockchain is defined as a distributed database that comprises a list of ordered records interlinked together in a chain of blocks. A public blockchain is utilized in the eHealth system to store and manage the patients’ EHR, easing the diagnosis process. Furthermore, each hospital operates either a private or public blockchain that stores patient health-related records. A blockchain platform named Hyperledger, an open-source tool used for implementation in this research article. Hyperledger possesses various benefits like the efficient outcome of system performance and reliability. In addition to this, the source doesn’t require any digital currency. It comprises six blockchain elements: health service provider, identity manager, contract agreement, blockchain administrator, peer-to-peer blocks, and transaction block. The significant role of these elements is elaborated in the following sections.

3.1.1 Health service providers (HSPs)

These are the authenticated credentials in the eHealth blockchain mechanism. The health providers incorporating this element define the rules for accessing the entire process. The HSP accomplishes identification of the users and validates all the participants involved in the blockchain process. This makes the Hyperledger blockchain available for both permissioned and private frameworks. In addition, the providers create credentials for generating and maintaining transactions in the blockchain, which outcomes that different HSPs can control the single Hyperledger framework.

3.1.2 Identity

Each service provider in the blocks manages a digital sign by creating some hash values. The generated identity is utilized at every transaction level to ensure that the transaction source is an authenticated source.

3.1.3 Contract in blockchain model

The contract of Hyperledger blockchain is named as chain code. It is the software that helps to interact the applicant with the ledger. Each chain has to follow some policies to define the contract in the blockchain network medium.

3.1.4 Transaction

The transaction in the block carries the medical records with the detailed notes and helps to manage through the entire network with some security policies. In addition, the transaction flow helps to interact with multiple blocks in the network.

4 Proposed cryptographic curve hash signature algorithm in blockchain

The development of a blockchain mechanism assisted Electronic Health Records (EHRs) by enhancing the effectiveness of conventional medical management systems. However, security issues play a significant role in data storage and sharing in the existing system, which cannot be ignored because of its sensitiveness. During outsourcing and sharing medical information, ensuring security to EHRs is essential nowadays. Hence in this research article, a blockchain-based cryptographic curve hash signature algorithm called BC-CCHS is proposed to ensure that the manipulation of EHRs can be audited. Here the information contained in the blockchain approach is encrypted and digitally signed through the proposed BC-CCHS to provide the authentication. Each transaction employed in the blockchain mechanism comprises a cryptographic hash to the previous block in the blockchain. A secure eHealth system is designed in the proposed framework using the Hyperledger blockchain mechanism. The proposed model helps outsource medical records of patients in Data Lake with security principles and can be accessed only by authenticated participants. While outsourcing medical records, several stages are employed to the blockchain as a transaction. The stages involved in the proposed scheme are patient and health center registration, verification or authentication, generation and uploading contract, medical records storage, medical records fetching, and uploading transaction stage. In addition to patient and health Center registration, the administrator plays a significant role in creating the network infrastructure. The overall proposed architecture is shown in below Fig. 1.

At the primary level, the network administrator initializes the cryptographic line \( F_q \) over a base point \( H \) with the order as \( q \), where the term \( q \) represents the larger prime number. Immediately administrator creates a secret key which is given as \( T_{OB} \), and the same administrator generates a public key by the following Eq. (1)

\[
QL_{OB} = T_{OB} \cdot H.
\]
After the secret and public key creation, the administrator (OB) shares the entire network configuration and policies with all the system applicants. Additionally, an administrator needs to publish some system parameters, which is defined as $\{q, r, H, Q, Q_{LOB}\}$ and the data lake inaugurates a confident pre-shared key by medical Centers.

4.1 Patient and health Center registration phase

The patient and health center registration phase forms a relationship among these different nodes (patient and health Center). This phase is carried out at each time a new patient will visit the Health Center. The registration phase initiates only when the patient is a registered node in the system. If the individual is not a node in the system “registration” process would need to be completed at first. After identifying the node status, the relationship between the nodes is validated by requesting the specific information required. Consider a patient $Q_j$ needs a medical diagnosis in the particular health Center, and then they need to register the information with the relevant administration by creating a public and private key for security purposes. Because details of the particular patients are a most sensitive type, and they do not want to share that sensitive.

Information in a public manner. In this circumstance, blockchain mechanisms integrated with the proposed CCHS algorithm will prove to be a secure medium. The stages followed in the patient, and health Center registration phase is listed as shown below.
4.1.1 Stage 1

The \( j \)th patient \( Q_j \) initiates for the registration stage to the network administrator \( OB \). Primarily patient \( Q_j \) inputs the password \( QX_j \) and unique identity \( UID_j \). Then the same patient \( Q_j \) creates a random odd number which is represented by \( b_j \). By having these as input values, the patient computes a personal identity by the following Eq. (2)

\[
HUID_j = \text{hash}(b_j||UID_j)
\]  

(2)

Here \( \text{hash} \) symbolizes the cryptographic hash function, and the symbol \( || \) defines the concatenation function.

After calculating personal identity value \( HUID_j \), the patient sends it to the administrator.

4.1.2 Stage 2

To the next stage, after receiving \( HUID_j \) from patients \( Q_j \), the network administrator selects a random number which is denoted as \( L_{OB} \), then evaluates the hash function using the below Eq. (3)

\[
y_j = \text{hash}(HUID_j||L_{OB})
\]  

(3)

The administrator stores \( (y_j) \) into the personal card and allocate it to the \( Q_j \) in the blockchain mechanism. At last, \( HUID_j \) is securely stored by the administrator in the Data Lake.

4.1.3 Stage 3

Thus, patient \( Q_j \), receives the personal card from the administrator department. After getting it, patient \( Q_j \) creates a random integer \( s_j \) Which acts as a secret key of the patient. Then the patient \( Q_j \) calculates several parameters to secure the proposed framework, which is solved by the below Eqs. (4)–(8)

\[
HQX_j = \text{hash}(UID_j||QX_j)
\]  

(4)

\[
B_j = HQX_j \oplus b_j
\]  

(5)

\[
C_j = \text{hash}(UID_j||QX_j||b_j) \oplus s_j
\]  

(6)

\[
D_j = \text{hash}(b_j||s_j) \oplus y_j
\]  

(7)

\[
E_j = \text{hash}(b_j||s_j||y_j)
\]  

(8)

Here the symbol \( \oplus \) is defined to be the XOR operation.

Afterward patient \( Q_j \) creates a public key by calculating the following formula in Eq. (9).

\[
QL_j = s \cdot H
\]  

(9)

Then \( (y_j) \) stored in the personal card is replaced by \( (D_j) \). The parameters computed \( (B_j, C_j, D_j, E_j) \) are stored by in the personal card by the patient \( Q_j \).

4.1.4 Stage 4

When the patient details got registered completely, the corresponding health Center needs to be registered with the administrator. For the reason that both the patients and health Center have to manage a contract agreement for sharing the medical records. The contact agreement is generated in the sense of giving authority to the other related health centers. Thus, the identity of the particular health Center is commonly shared with other medical units. Same as the patient registration, health Center registration also happens in a secure medium. While health center registration began, a health center \( ND_k \) selects a unique identity which is expressed as \( UID_k \) at the same time, the health center would create a random number \( s_k \). The number which is created randomly will act as a secret key. Then the \( k \)th health Center \( ND_k \) generates a masked identity and is represented in Eq. (10)

\[
QUID_k = \text{hash}(UID_k||s_k)
\]  

(10)

And immediately a public key is created using Eq. (11)

\[
QL_k = s_k \cdot H \cdot ND_k
\]  

(11)

Then the health Center sends \( QUID_k \) to the network administrator for the further process.

4.1.5 Stage 5

The registration request message arrives from the health Center to the network administrator. After receiving the request message, the administrator generates a random number by \( s_{OB} \) and saves \( (HUID_j) \) in Data Lake in a secure manner. Afterward, network administrator \( OB \) calculates proof of correspondent health Center by the following Eq. (12)

\[
\text{Proof}_k = \text{hash}(QUID_k||s_{OB}) + T_{OB} \cdot QL_k
\]  

(12)

The value obtained by \( \text{Proof}_k \) is stored by the network administrator along with the \( QUID_k \). Then administrator sends both \( (\text{Proof}_k, HUID_j) \) to the health Center.

4.1.6 Stage 6

The health Center stores \( (\text{Proof}_k, HUID_j) \) in Data Lake in a secure manner after the health Center gets the messages.
The pseudocode of the proposed BC-CCHS registration phase is elaborated in the following table.

| Step | Description |
|------|-------------|
| Patient $Q_j$ registration phase to network administrator $OB$ in blockchain |
| $Q_j : \text{Input UID}_j$ and $QX_j$ | |
| Generate an odd random number $b_j$ | |
| Compute $HUID_j = \text{hash}(b_j || UID_j)$ | |
| $OB: \text{Random number Logischosen}$ | |
| Evaluate $y_j = \text{hash}(HUID_j || L_{OB})$ | (13) $HQX_j = \text{hash}((UID_j || QX_j)$ |
| $(y_j)$ is stored in the personal card | (14) $b_j = HQX_j \oplus B_j$ |
| $HUID_j$ is stored securely in Data Lake | (15) $HUID_j = \text{hash}(b_j || UID_j)$ |
| $Q_j : \text{Random number} s_j$ is generated | (16) $s_j = \text{hash}(UID_j || QX_j || b_j) \oplus C_j$ |
| Evaluate the following expression $HQX_j = \text{hash}(UID_j || QX_j)$; $B_j = HQX_j \oplus b_j; C_j = \text{hash}(UID_j || QX_j || b_j) \oplus s_j$; $D_j = \text{hash}(b_j || s_j) \oplus y_j; E_j = \text{hash}(b_j || s_j || y_j)$ | (17) $y_j = \text{hash}(b_j || s_j) \oplus D_j$ |
| To generate a public key by $QL_j = s \cdot H$ | (18) $E'_j = \text{hash}(b_j || s_j || y_j)$ |
| $(y_j)$ Stored in the personal card is replaced by $(D_j)$ | |
| Let $(B_j, C_j, D_j, E_j)$ to be stored in the personal card | |
| Health center $ND_k$ registration phase to network administrator $OB$ $ND_k$: Input $UID_k$ | |
| Random value $s_k$ is generated | |
| Evaluate $QUID_k = \text{hash}(UID_k || s_k)$ | |
| Create a public key by $QL_k = s_k \cdot H \cdot ND_k$ | |
| $QUID_k$ is given to $OB$ | |
| $OB: \text{Random number Logischosen}$ | |
| Retrieve $HUID_k$ from secure Data Lake | |
| Evaluate $Proof_k = \text{hash}(QUID_k || L_{OB}) + T_{OB} \cdot QL_k$ | |
| Store $(Proof_k, HUID_k)$ to patient | |

### 4.2 Authentication phase

The electronic health records of patients $Q_j$ need to be authenticated at the time when patients need health diagnosis in future. So, both the health center and corresponding patients must establish a temporary key. The following are the steps associated with the authentication phase as illustrated as follows:

#### 4.2.1 Stage 1

The corresponding patients input the related identity $UID_j$, password $QX_j$, and their personal card details. The personal card computes $HQX_j$ and other parameters by means of Eqs. (13)–(18).

After the above calculation, the personal cards checks whether both $E_j = E'_j$ are equal. If the condition satisfies, then the patient $Q_j$ creates a timestamp $U_1$ and encrypts the related information by the following mathematical notation in Eqs. (19) and (20).

(19) $N_{1} = (y_{j} || |HUID_{j}|| U_{1}) + s_{j} \cdot QL_{k}$

(20) $N_{bg} = \text{hash}(y_{j} || |HUID_{j}|)$

At once, the patient $Q_j$ authenticates a message by incorporating $(N_{1}, N_{bg}, U_{1})$ to the health center through a medium publicly.

#### 4.2.2 Stage 2

When the message $(N_{1}, N_{bg}, U_{1})$ received, the health center decrypts the relevant message by the following mathematical Eq. (21)

(21) $(y_{j} || |HUID_{j}|| U_{1}) = U_{1} - s_{k} \cdot QL_{j}$

Then the health center $ND_k$ retrieves $HUID^*_{j}$ in Data Lake in a secure manner and checks the condition whether $HUID^*_{j} = HUID_{j}$. If the above-written condition is satisfied means, then the health center $ND_k$ follows the below Eq. (22)

(22) $N_{bg} = \text{hash}(y_{j} || |HUID_{j}|)$

Then immediately checks the following condition $N_{bg} = N_{bg}$.

If the above condition is valid, then the health center creates a random integer $c_k$ as well as a timestamp $U_2$ and computes the following mathematical Eq. (23) and (24)

(23) $F_{j} = c_{k} \oplus y_{j}$

(24) $N_{bg} = \text{hash}(QUID_{k} || c_{k} || U_{2})$

Then $HUID_{j}$ updates with the appropriate period. Afterward, the health center $ND_k$ produces a temporary key by the following mathematical Eq. (25)

(25) $T_{L_{jk}} = \text{hash}((HUID_{j} || QUID_{k} || y_{j} || c_{k})$
Afterward, the health center NDk incorporates a set of message information \( \langle F_j, N_{ndk}, U_2 \rangle \) and issue it to the corresponding patient \( Q_j \) over a public medium.

### 4.2.3 Stage 3

After doing these steps, the patient receives the message information from the health center NDk. Then patient \( Q_j \) calculates following mathematical Eq. (26) and (27)

\[
c_k = F_j \oplus y_j \quad (26)
\]

\[
N_{bnd}^* = \text{hash}(QUID_k || c_k || U_2) \quad (27)
\]

Immediately, the patient \( Q_j \) checks the following condition \( N_{bnd}^* = N_{ndk} \). If the above-said condition is satisfied, then the patient \( Q_j \) calculates the temporary key by the following Eq. (28)

\[
TL_{jk} = \text{hash}(HUID_j || QUID_k || y_j || c_k) \quad (28)
\]

The pseudocode of the proposed BC-CCHS authentication phase is elaborated in the following table.

| Patient \( Q_j \) and health center \( ND_k \) authentication phase in blockchain |
| --- |
| **Qj:** Input \( UID_j, QX_j \) |
| Compute \( HQUX_j = \text{hash}(UID_j || QX_j) \); \( b_j = HQUX_j \oplus B_j \); \( HUID_j = \text{hash}(b_j || UID_j) \); \( s_j = \text{hash}(UID_j || QX_j || b_j) \oplus C_j \); \( y_j = \text{hash}(b_j || s_j) \oplus D_j \); \( E_j = \text{hash}(b_j || y_j || s_j) \) |
| Check \( E_j = E_j^* \) |
| Compute \( N_l = (y_j || HUID_j || U_1) + s_j \cdot QL_k \); \( N_{nj} = \text{hash}(y_j || HUID_j) \) |
| Send computed information \( \langle N_l, N_{nj}, U_1 \rangle \) to \( ND_k \) |
| **NDk:** Compute \( (y_j || HUID_j || U_1) = U_1 - s_k \cdot QL_d \) |
| Retrieve \( HUID_j \) in a secure Data Lake |
| Check \( HUID_j' = HUID_j \) |
| then compute \( N_{nj}^* = \text{hash}(y_j || HUID_j) \) |
| Check \( N_{nj}^* = N_{nj} \) |
| Creates a random integer \( c_k \) |
| Compute \( F_j = c_k \oplus y_j \) and \( N_{bnd} = \text{hash}(QUID_k || c_k || U_2) \) |
| Then \( TL_{jk} = \text{hash}(HUID_j || QUID_k || y_j || c_k) \) |
| **Qj:** Evaluate \( c_k = F_j \oplus y_j \); \( N_{bnd}^* = \text{hash}(QUID_k || c_k || U_2) \) |
| Check \( N_{bnd}^* = N_{bnd} \) |
| Evaluate \( TL_{jk} = \text{hash}(HUID_j || QUID_k || y_j || c_k) \) |

### 4.3 Uploading contract phase

After the contract information got received from the patient \( Q_j \), the health center \( ND_k \) immediately creates its own contract information and tends to upload it in the blockchain. The following are the steps to be followed in the uploading phase.

#### 4.3.1 Stage 1

The first stage of the uploading phase carries a message generation mode which is computed by the following Eq. (29)

\[
N_{ld} = \text{hash}(HUID_j || QUID_k || TL_{jk}) \quad (29)
\]

Then encryption is done with \( TL_{jk} \) for the information retrieved using the following Eq. (30)

\[
N_{ld} = \text{hash}(HUID_j || QUID_k || TL_{jk}) \quad (30)
\]

Both the obtained messages \( \langle N_{ld}, N_{nj} \rangle \) are send from the patients \( Q_j \) to health center \( ND_k \).

#### 4.3.2 Stage 2

Afterward, in the second stage of the proposed CCHS algorithm, framing the health center \( ND_k \) to computes the subsequent mathematical Eq. (31)

\[
N_{ld}^* = \text{hash}(HUID_j || QUID_k || TL_{jk}) \quad (31)
\]

Then checks the following condition \( N_{ld}^* = N_{ld} \), if the condition gets satisfied, the health center \( ND_k \) decrypts the message \( N_{nj} \) and finally creates a contract \( T_d \) by integrating the parameters like \( (HUID_j, QUID_k, Proof_k) \). At last, the health center \( ND_k \) tends to upload the contract \( T_d \) in the proposed blockchain mechanism.

The step-by-step procedure followed by BC-CCHS in the uploading phase is described below.

| Patient \( Q_j \) and health center \( ND_k \) contract uploading phase in blockchain |
| --- |
| **Qj:** Evaluate \( N_{ld} = \text{hash}(HUID_j || QUID_k || TL_{jk}) \) |
| Then encrypt the sensitive patient data by \( \langle N_{nj} = (HUID_j || QUID_k || TL_{jk}) \rangle \) |
| Send \( \langle N_{ld}, N_{nj} \rangle \) to the health center \( ND_k \) |
| **NDk:** Compute \( N_{ld}^* = \text{hash}(HUID_j || QUID_k || TL_{jk}) \) |
| Check the following statement \( N_{ld}^* = N_{ld} \) |
| Decrypt \( N_{nj} \) |
| Creates a contract \( T_d \) by encompassing \( T_d = (HUID_j, QUID_k, Proof_k) \) |
| Upload the contract \( T_d \) in the proposed blockchain mechanism |
4.4 Storage of medical records

When the contract information gets uploaded in the blockchain framework, the health center $ND_k$ creates $EHR_j$. Then stores the relevant medical record $EHR_j$ securely in the Data Lake mechanism. The steps involved for storage purpose is illustrated in the following stages.

4.4.1 Stage 1

The health center initially generates $EHR_j$ along with $HUID_j$, $QUID_k$, uploading time of EHR which means its uploading time $U_{up}$ and the information contained in health records $SJ$. Afterward, the corresponding health center $ND_k$ encrypts the medical record $EHR_j$ by utilizing a confident pre-shared key and is computed using the following Eqs. (32) and (33)

$$N_{up} = (EHR_j)_{LNT_k}$$ (32)

$$N_{DV} = hash(EHR_j \oplus QUID_k)$$ (33)

After the above calculation, the health center $ND_k$ binds both $(N_{up}, N_{DV})$ and sends it to the Data Lake through a secure medium.

4.4.2 Stage 2

The server in Data Lake decrypts $N_{up}$ by $LNT_k$, and this situation is computed using the following mathematical Eq. (34)

$$N_{DV} = hash(EHR_j \oplus QUID_k)$$ (34)

Then immediately checks the following condition $N_{DV} = N_{DV}$, if the stated condition is satisfied, then the Data Lake storage stores $EHR_j$ in the blockchain database in a highly secure way.

The pseudocode followed by the health record storage by the proposed BC-CCHS is framed as follows.

---

**Health center $ND_k$ stores health record to blockchain mechanism in Data Lake**

**$ND_k$**: Generate $EHR_j = (HUID_j, QUID_k, SJ, U_{up})$

Compute $N_{up} = (EHR_j)_{LNT_k}$ and $N_{DV} = hash(EHR_j \oplus QUID_k)$

Send $(N_{up}, N_{DV})$ to the storage of Data Lake block

Server: Decrypt $N_{up}$ using $LNT_k$

Compute $N_{DV} = hash(EHR_j \oplus QUID_k)$

Check $N_{DV} = N_{DV}$

---

4.5 Requesting the medical record phase

In this stage, the health center $ND_k$ needs to confirm the medical records $EHR_j$. For confirming those records, the health center $ND_k$ sends the message request to the Data Lake storage. Then in the proposed model, the storage server sends $EHR_j$ to the corresponding health center $ND_k$. The detailed steps followed in the requesting phase are elaborated as follows:

4.5.1 Stage 1

In the initial stage of requesting phase, the health center $ND_k$ generates message request $SF$ and then encrypts the message request using $LNT_k$ along with the identity of the health center and is computed in terms of the following Eqs. (35) and (36)

$$N_{sf} = (SF||QUID_k)_{LNT_k}$$ (35)

$$N_{DS} = hash(SF \oplus QUID_k)$$ (36)

The computed information $(N_{sf}, N_{DS})$ are send to the data storage server by the health center.

4.5.2 Stage 2

After the message $(N_{sf}, N_{DS})$ got received, the storage server tends to decrypt $N_{sf}$ along with $LNT_k$. Then the storage server computes the following Eq. (37)

$$N_{DS} = hash(SF \oplus QUID_k)$$ (37)

Then to check the condition through $N_{DS} = N_{DS}$, if the condition gets satisfied, the storage server retrieves $EHR_j$ with its corresponding request. The storage server then encrypts $EHR_j$ by $LNT_k$. Then the same storage server tends to compute the following mathematical Eq. (38)

$$N_{DF} = hash(SF||EHR_j||QUID_k)$$ (38)

After computing $g$ the above equation, the corresponding storage server sends the message $(N_{F}, N_{DF})$ to the health center $ND_k$.

4.5.3 Stage 3

Afterward, the health center $ND_k$ decrypts the obtained $N_{F}$ using $LNT_k$. Then the health center computes the following Eq. (39)

$$N_{DF} = hash(SF||EHR_j||QUID_k)$$ (39)

Then the health center in the proposed blockchain CCHS checks the following criteria $N_{DF} = N_{DF}$; if the
above condition is not satisfied, then a particular health center NDk Ignores the occurrence of communication as well as the received information.

The pseudocode of the proposed blockchain mechanism in requesting phase is illustrated by the table given below.

| Health center NDk requests health records to the Data lake |
|----------------------------------------------------------|
| \( ND_k : \text{Compute } N_{sp} = (SF \| \text{QUID}_k)_{LNT_k} \text{ and } N_{DS} = \text{hash}(SF \oplus \text{QUID}_k) \) |
| \( \text{Send } \langle N_{sp}, N_{DS} \rangle \text{ to the storage block} \) |
| \( \text{Server: Decrypt } N_{sp}, \text{ along with } LNT_k \) |
| \( \text{Evaluate } N_{DS} = \text{hash}(SF \oplus \text{QUID}_k) \) |
| \( \text{Check } N_{DS} = N_{DS} \) |
| Then compute \( N_F = (EHR_j)_{LNT_k} \text{ and } N_{DF} = \text{hash}(SF \| EHR_j \| \text{QUID}_k) \) |
| \( \text{Send } \langle N_F, N_{DF} \rangle \text{ to the health center } ND_k \) |
| \( ND_k: \text{Decrypt } N_F \) |
| \( \text{Compute } N_{DF} = \text{hash}(SF \| EHR_j \| \text{QUID}_k) \) |
| \( \text{Check } N_{DF} = N_{DF} \) |

### 4.6 Uploading the transaction phase

At the time, the health center NDk received EHRj from the storage server, the health center NDk address and generates the transaction in the proposed blockchain mechanism using a secure CCHS approach. Here the information is stored in the digital ledger in the form of a transaction. The steps followed in this transaction uploading phase are given as follows.

#### 4.6.1 Stage 1

The health center initiates the generation of transaction stage by the following Eq. (40)

\[
U_y = \{\text{HUID}_j, \text{QUID}_k, U_{access}, \text{Sig}_k\}
\]  

(40)

Here \( U_{access} \) the term indicates the accessing time instance of \( EHR_j \), and the term \( \text{Sig}_k \) symbolizes the digital signature of the health center NDk.

#### 4.6.2 Stage 2

Finally, the transaction \( U_y \) term of the health center is uploaded successfully in the proposed blockchain approach in a secure way.

The pseudocode for uploading transactions using the proposed technique.

### 5 Experimental results and discussions

The performance of the proposed methodology of CCHS with blockchain is analyzed in this section. A proposed security scheme based on blockchain is employed in the working platform of MATLAB. The proposed model utilized healthcare data records as input parameters and secure them efficiently. The proposed methodology is analyzed using statistical measurements, and its explanation is described in the subsequent sections.

#### 5.1 Performance analysis

In this performance analysis section, evaluation metrics utilized are defined. Initially, the performance provided that the proposed BC-CCHS technology is contrasted to the existing security model like ECC (Elliptical curve cryptography), RSA (Rivest–Shamir–Adleman), and DH (Diffie–Hellman). Next, the performance analysis of the proposed system model was done and presented in this section. Finally, the proposed methodology is compared to previous algorithms in terms of delay, encryption time, decryption time, throughput, delay, and overall processing time was analyzed.

##### 5.1.1 Encryption time

It denotes the time taken by the encryption algorithm to generate a hash value. The difference between the ending
of encryption and beginning times is defined as encryption time. It can be written as Eq. (41)

\[ F_{et} = Q_{et} - R_{et} \]  

(41)

5.1.2 Decryption time

It denotes the time consumed by the decryption methodology for decrypting the medical records. The difference between decryption ending time and beginning time can be expressed as shown in Eq. (42)

\[ E_{dt} = Q_{dt} - R_{dt} \]  

(42)

5.1.3 Throughput

The ratio between the original final size obtained and the total execution time for retrieval for each transaction of medical records. Throughput of the system is evaluated mathematically and given in Eq. (43)

\[ TP = \frac{N_{(p)}}{D_{(r)}} \]  

(43)

5.1.4 Delay

The difference between the transactions of each block in the system is called a delay. This delay is calculated by the following Eq. (44)

\[ De = Tran_a - Tran_b \]  

(44)

5.2 Comparative analysis

The performance shown by the proposed XOR-RSA is compared with the existing DH, ECC, and RSA. The values obtained by both the proposed and current techniques are tabulated in the below tables. Table 2 show the throughput comparison of the proposed approach with existing approach. Tables 3 and 4 shows the outcome delay comparison and overall encryption decryption time, respectively.

| S. no. | BC-CCHS | ECC  | RSA  | DH   |
|-------|---------|------|------|------|
| 1     | 0.9861  | 0.95 | 0.91 | 0.8  |
| 2     | 0.8953  | 0.82 | 0.78 | 0.69 |
| 3     | 0.8252  | 0.72 | 0.69 | 0.6  |
| 4     | 0.8062  | 0.65 | 0.58 | 0.53 |
| 5     | 0.7399  | 0.61 | 0.53 | 0.46 |

To show the superiority of the proposed method, the comparison is graphically demonstrated using graphs.

The efficient security method must be consuming low encryption time as well as decryption time while secure data and retrieve data in Data Lake. The proposed methodology encryption time and decryption time are illustrated in Fig. 2. Fig. 2 shows the proposed and existing methods’ encryption time and decryption time. The encryption time consumed by the proposed method is 0.58 s. The encryption time consumed by the existing ECC, RSA, and DH methods are 0.69, 0.7, and 0.75 s. Compared with the proposed methods, the current techniques are consuming high time to encryption time. The analysis proved that the proposed method provides the best results in terms of encryption time. The efficient security method must be consuming low decryption time to retrieve data in Data Lake. Figure 2 illustrates the proposed and existing methods of decryption. The proposed method consumes the decryption time is 0.05 s. The existing ECC, RSA, and DH method consumes the decryption time is 0.01, 0.01, and 0.02 s. Compared with the proposed
methods, the existing methods consume high time to decrypt the data lake data. From the analysis, the proposed method is providing the best results in terms of decryption time.

The delay achieved by the proposed method is comparatively low as compared with the existing techniques like ECC, RSA, and DH as shown in Fig. 3. The minimum delay achieved by the proposed approach is 0.0035 s, and the maximum delay is 2.2651. Minimum Delay achieved by ECC technique is 4.2 s, and 6.2 is maximum delay. RSA achieved 5.2 and 8.9 s minimum and maximum delay, respectively, whereas DH minimum delay is 5.5, and maximum is 9.3. Figure 4 shows the Outcome of throughput measure for proposed and existing methods.

It is clear from the graph and above explanation that proposed approach attain higher throughput.

From the analysis of Fig. 5, it is shown that the proposed method CCHS achieves to be an efficient outcome than the existing techniques. It is clear from the graph shows in Fig. 5 that the proposed method acquires an efficient outcome with 0.001857 s. Hence from the overall comparison, the proposed methodology achieves an efficient outcome than the other existing techniques.

6 Open challenges of blockchain in healthcare

In this research article, author discussed about blockchain technology with Cryptographic Curve Hash Signature and used this approach to share electronic health record in healthcare application. Author shows how this technology can be used to share information securely in healthcare. It all shows great and well, but still there are several challenges to adopt this technology such as cost of the system goes high. Some other challenges are accuracy of data in healthcare, EHR data handling, EHD data interoperability, state government data policy rules and regulation for data ownership.

7 Conclusion

The chief goal of this research is to share health records securely by introducing a blockchain-based system using the CCHS technique. Initially, the patient and health center are fed into the registration phase with the network administrator to access Electronic Health Records (EHRs). This registration phase is essential for making secure communication in the network. To further enhance the security mechanism, both the patient and health center establish a secret key to enter the authentication phase. Using the specific private key, a contract carrying EHR is generated by the health center after receiving the personal records from the patient. The generated contract is uploaded in the proposed blockchain-based CCHS technique. Immediately the health center encrypts the EHRs of the
patient by utilizing a pre-shared secret key. After the encryption stage gets over, the health center sends the encrypted data to the Data Lake storage. If any health center needs to access the particular medical records, that health center needs to decrypt the information with the corresponding secret key. In future, the proposed system will test against the different types of attacks. There are various ways to launch an attack on the blockchain network, such as race attack, finney attack, 51% attack, sybil, and eclipse attacks. In future research paper, the author will perform these types of attacks on this proposed system and analyzes the effect on the system.
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