Scheduling Strategy Optimization and Security Protection Technology in Smart Distribution Network
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Abstract. In the power system, distribution network is a very important link, and its operation quality and power supply reliability have a great impact on the whole social and economic development. Firstly, this paper analyzes the structure, function and characteristics of intelligent distribution network. Then it introduces the research status of optimization strategy based on genetic algorithm and its security protection technology, as well as the relevant basic theoretical knowledge. Then, aiming at the existing problems, the security protection system is designed for the power grid. Finally, through the performance test of the system, it is verified that the method is efficient and practical, and can effectively improve the security and stability of the power system, promote the further acceleration of China's sustainable construction process, improve the benefit level of power supply enterprises, and achieve the goal of social and economic development.
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1. Introduction

With the development of China's power system, the demand for power grid reliability is higher and higher. As an indispensable part of the national economic construction, the security and reliability of distribution network is an important symbol to measure the operation of a national power supply network. Therefore, it is particularly important to improve the operation quality and safety of distribution network [1-2].

Scholars have carried out relevant research on scheduling strategy optimization and security protection technology of intelligent distribution network. Some researchers respond to these challenges with efficient science and technology, and smart grid distribution strategy has attracted more and more attention of energy system researchers [3-4]. The essence of this method is to treat each grid component of the grid system as an agent, and each agent is required to interact with its adjacent agents. Each agent controls its behavior through the information it receives through local communication, so as to ensure that the whole system meets specific control objectives [5-6]. In the future power system, researchers discussed plug and play as an effective way to connect resources to the power grid. Similar to the computer system, plug and play in the power system means that the plug-in can be placed anywhere in the grid system without resetting the control. The plug and play interface includes a communication interface. Therefore, when the substation adds new equipment, it...
will automatically transmit data to the control center [7-8]. The above research lays a foundation for the optimization of dispatching strategy and the research of safety protection technology in smart distribution network.

Based on the analysis of the research status of security protection strategy in intelligent distribution network, this paper puts forward optimization methods for fault detection and diagnosis based on RFID technology, genetic algorithm and fuzzy theory. The simulation results show that these optimization methods can effectively reduce the number of misoperations and risk events, quickly reflect the probability of large-scale accidents in the power system, and improve the operation efficiency and reliability of the power grid. At the same time, it can also provide some reference value for relevant enterprises.

2. Discussion on Optimization of Dispatching Strategy and Safety Protection in Smart Distribution Network

2.1. Current Situation of Power Grid Safety Protection System

After years of development, the power grid security protection system has a considerable scope. There was only one SCADA system at the beginning. At present, in addition to SCADA system, protection systems such as power billing system (EBS), power market technical support system (emos), water distribution automation system, distribution network automation system and local substation safety measures are also added [9-10]. In recent years, with the upgrading of the system, the functions of each system have also been significantly improved. With the expansion of functions, the technical means of any safety protection system are evolving. The early security protection system used more proprietary technologies, such as data storage, use of file methods, file access, etc., which were also developed by the security protection system manufacturer [11-12]. When developing the system, each security protection system manufacturer rarely uses the commercial development platform and the underlying network defense. At the same time, only a few people use the security protection system and rarely communicate with the outside world. The disadvantage of this model is that the system function is weak, the openness is poor, and it is difficult to adapt to changes. However, such a system is quite secure, reducing contact with the outside world and reducing the possibility of being attacked. If the database is not used, there is no vulnerability caused by the database. With the progress of science and technology, this situation is gradually being broken. In order to meet the growing needs of users, the security protection system is developing in two directions: on the one hand, it learns from MIS system in technology and undertakes more and more business development platforms such as database, middleware and business development. Secondly, more and more users use system data, which increases the network between systems. Many systems are connected to MIS system and even Internet to provide web function and provide monitoring images, charts, reports, etc. for the majority of users.

At present, the degree of power grid automation has been significantly improved. Due to the wide application of communication and information technology in power system, the scope of Internet has been expanding. The information exchange between each distributed system and the terminal realizes the control, operation and management of the power supply system. A major problem of power grid system security: the reason is the error in communication information system and network monitoring system. A safe, reliable and stable power system is based on no problems, otherwise the power grid will not be stable, affect the society, production and living standards, and even cause social panic. Operational security, physical security and information security are three components of the security of communication information system and data monitoring system. Malicious attackers often use various small or microcomputers connected to the power grid to spread malware through the CNC smart grid to destroy the system. Like the security of computer network, high-performance information security must also face objective and subjective threats: the main reasons for the objective threats are the bad operation caused by the carelessness of employees and the bad practices of communication and information systems; Subjective threats come from active attacks from a variety
of sources, such as threats. Because the power grid puts forward high requirements for the reliability and real-time of information, central management has become an important feature of information communication in smart grid. The transmission network is connected with the distribution system distributed in the smart grid and provides a large part of electric energy to users through long-distance transportation. There are also distributed energy and high-pressure energy storage system. The information security of power grid will directly affect the physical and intelligent security control center, because it is through the control of power information that the communication network can effectively regulate the substation and modern transmission network. In order to ensure the information security of communication information system and network monitoring system, people should try to prevent people from forging, losing and deliberately damaging information property, so as to ensure the confidentiality, efficiency and speed of intelligent network communication. Do not destroy to prevent unauthorized third parties from identifying and stealing data. As the core technology in the security field, the existing cryptography theory can scientifically support the data security in the power grid. Cryptographic algorithms and protocols can solve the problems of virus protection, database security protection, access control, operating system protection and so on.

2.2. Power Dispatching Digital Certificate

The traditional postal routing system uses password strategy to identify employees, but once the password is leaked, account theft may occur. Moreover, with the development of network technology, hackers often do not need to visit the scene in person. As long as they use the remote account password, they can destroy it. At present, the network environment is complex, the level of information fusion is gradually improved, and information security has reached an unprecedented level. In view of the particularity of power system, digital certificate system has become a fundamental measure to ensure the security and reliability of energy information. Digital certificate system is applied to secure access of system and station data, transmission of energy monitoring information and application of big data analysis. The use of digital certificates for power distribution provides many technical advantages, which can be summarized in two aspects: security performance and scalability.

In terms of security performance, digital certificates have the following three advantages:

1. High security. If the password is compromised, the two factor authentication mode is also performed.

2. Completely isolated from external network. Due to the separation of internal and external networks, sending digital certificates is only used for internal networks, and the server issuing digital certificates is configured to work independently. The possibility of certificate theft is greatly reduced, so as to confirm that the personnel conducting data certificate authentication have sufficient reliability.

3. Unified certificate. The power grid system uniformly takes over the root certificate stipulated by the state. In terms of applicability, digital certificate has the following three advantages:

1. Support various algorithms at home and abroad. Whether the RSA algorithm provided abroad or the SM2 algorithm in China, the digital certificate is compatible and can be selected when establishing the certificate system.

2. The types of certificates are complete. The system can check the certificate data of personnel certificate, workplace certificate and special power grid protection device certificate.

3. The grid system has high adaptability and scalability. For special power supply security protection equipment and front-end encryption card equipment, they can meet the issuance requirements of power system certificate, and realize adaptive function expansion according to the update and upgrading of security protection equipment.

2.3. Problems in Power Grid Dispatching System

1. The distribution automation system previously used in the power grid does not adapt to the new situation of power grid development.

2. The system cannot implement unified management. When the system was just developed, due to the lack of foresight, various problems occurred in the current system, affecting the function of the
system. Now there are multiple operating systems in the system, which not only increases the load of the system, but also increases the burden of the system. The phenomena of protocol conflict and network conflict not only waste resources, but also make the communication between systems difficult.

(3) As each subsystem is developed by different manufacturers, it is difficult to organize and coordinate, and each manufacturer will have a "dispute" phenomenon, which will bring resistance to product maintenance and increase the maintenance cost of the system.

(4) With the increasing requirements of the state for power grid stability, if the system is no longer intelligent, it will not be able to meet our application needs.

2.4. Key Algorithms of Artificial Intelligence Technology

Basic PSO uses particles to represent potential solutions to problems. In the process of algorithm optimization, the corresponding fitness function value is obtained by using the particle position information in the objective function. This fitness function value can be used to measure the mass of particles. Each particle is related to its current speed, current position, the best position found in its own history, and the historical best position of the whole group to determine its current position.

The best position of particles in the optimization process is the individual particle flight experience, and the overall group optimization leads to the group flight experience. Particles can constantly change their flight speed and direction according to their own experience and their companions' experience, and constantly look for new positions to obtain the optimal solution in the solution space. The position s of particle i in the population can be expressed as: \( s_i = (s_{i1}, s_{i2}, ..., s_{in}) \), which is replaced in the objective solution function to obtain the value of the corresponding fitness function. The mass of particle i is determined by the value of the fitness function. The space velocity of particle V can be expressed as: \( v_i = (v_{i1}, v_{i2}, ..., v_{in}) \). When optimizing the algorithm, the particle updates its flight speed and position according to formula (1) and formula (2):

\[
\begin{align*}
    v_i(t+1) &= w \cdot v_i(t) + c_1 r_i \\
    s_{ij}(t+1) &= s_{ij}(t) + v_i(t+1)
\end{align*}
\]

Where: \( t \) represents the algebra of particle update iteration, \( v_j(t) \) is the flight speed of particle i in the j direction in the t iteration, and \( s_{ij} \) (1) is the component of the best individual position experienced by particle i in the j direction in the t iteration.

3. Experiment

3.1. Safety Protection Design Principles

This paper follows the following principles in terms of specific technical safety protection:

The safety protection force of the whole system should be based on the weakest limit of the whole system. Therefore, all control centers must comply with the security area plan and use the same security equipment at the border.

2) Simple and reliable principle;
3) Real time, continuous and safe integration principle;
4) Balance principle of demand, risk and cost;
5) The principle of combining practicality with progress;
6) The principle of unity of convenience and safety;
7) Overall protection principle and highlight key points;
8) The principle of superposition, division and strengthening the boundary;
9) The principle of overall planning and gradual progress;

3.2. Procedure Flow of Safety System

Figure 1 is the flow chart of the smart grid security protection system program.
4. Discussion

4.1. Performance Test and Analysis of Smart Grid Security Protection System

Table 1 shows the performance test data of the system.

| Number of runs | Response time (ms) | Amount of memory occupied (k) | Whether the early warning device is normal | Whether the receiving information is normal | Whether the message sent is normal |
|----------------|-------------------|-------------------------------|------------------------------------------|------------------------------------------|-----------------------------------|
| 1              | 52                | 2314                          | YES                                      | YES                                      | YES                               |
| 2              | 45                | 3012                          | YES                                      | YES                                      | YES                               |
| 3              | 53                | 2520                          | YES                                      | YES                                      | YES                               |
| 4              | 50                | 2630                          | YES                                      | YES                                      | YES                               |

Figure 1. Safety protection and early warning process

As can be seen from Figure 1, firstly, the security protection system will establish a database, bind users, and establish security early warning settings according to user needs. When a security threat is found, the system will immediately issue a warning, and the client will receive the early warning information. The protection system will not stop the alarm until the power grid receives the maintenance of relevant technicians.
As can be seen from Figure 2, the test results show that the response time of the safety protection system is fast, basically around 50ms. The amount of memory is small, and the early warning device and the module receiving and sending information can operate normally. This shows that the smart grid security protection system designed in this paper can effectively meet the protection requirements.

5. Conclusion
With the development of China's power system, the requirements for power grid reliability are higher and higher. Therefore, it is particularly important to improve the operation quality and safety of distribution network. Based on the analysis of the research status of security protection strategy in intelligent distribution network, this paper puts forward optimization methods for fault detection and diagnosis based on RFID technology, genetic algorithm and fuzzy theory. The simulation results show that these optimization methods can effectively reduce the number of misoperations and risk events, quickly reflect the probability of large-scale accidents in the power system, and improve the operation efficiency and reliability of the power grid. At the same time, it can also provide some reference value for relevant enterprises.
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