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Abstract. Partial blind signature scheme (BLD-SS) can protect the specific content of the signed message by adding factor to blind the signed message and can also prevent the misuse of the signature by adding common information negotiated in advance. Revocable certificateless signature scheme (RCSS) can prevent the user’s privacy from leaking by adding time key in the signature process and signature verification process. BLD-SS and RCSS both have wide applications in electronic-voting, electronic-cash system and other fields. In this paper, it presents a security analysis on a partial blind signature scheme and a revocable signature scheme proposed recently. It points out that the BLD-SS does not satisfy the unforgeability. A malicious user can forge a partial blind signature on any message and any common information without known from PKG (Private Key Generation). It also shows that the RCSS does not satisfy the unforgeability. A malicious enemy can forge a signature on any message and on any user. The PKG also cannot update the time key immediately when a user’s key is leaked or his identity is expired. In order to overcome these problems, it proposes some simple improvement methods which are almost the same efficiency with the original signature scheme.

1. Introduction
In a blind signature scheme (BLD-SS) proposed first by Chaum [1], the signer signs a message without knowing the real message because it has been blinded by the signature requestor. When the signature is published, the signer cannot relate the signature to the original message which protects the real content of the signed message. By adding common information negotiated by the signer and the signature requestor in BLD-SS [2-7] which is called partial BLD-SS [8-11], it can prevent the misuse of the signature. Certificateless signature scheme (CSS) [12-16] is another signature with special properties. In a CSS, the private key of the signer consists of two parts from the PKG (Private Key Generation) and the signer itself which can prevent the PKG from generating the private key only itself. In a Revocable certificateless signature scheme (RCSS) [17-19] when a user’s key is leaked or his identity is expired, the PKG can revoke the time key immediately which can protect the user’s privacy.

Due to the excellent properties, many partial BLD-SS and RCSS have been proposed. In [20], He et al. proposes a partial BLD-SS but it is pointed out to be insecure. In [10], Liu et al. proposes a partial BLD-SS. However, Jiang and Deng [21] point out that Liu et al.’s scheme is also not secure because the attacker can tamper the common information. In this paper, we show that Jiang and Deng partial BLD-SS [21] yet is not secure. In [21], a malicious user can forge a blind signature on any
message and any common information. We also point out that Liu et al.’s RCSS [22] is also not secure and the attacker can forge a certificateless signature without being known by PKG. Thus, when a user’s key is leaked or his identity is expired, PKG cannot update the time key immediately. In order to overcome these problems, we also give some simple improved methods.

2. Review and the Security Of Jiang and Deng’s Partial Blind Signature Scheme (BLD-SS)

2.1. Review of Jiang and Deng’s Partial BLD-SS

Jiang and Deng’s partial BLD-SS [21] consists of the following parts.

- **System Initialization Part:** PKG (Private Key Generator) selects two cyclic groups $G_1$ and $G_2$ with prime order $q$, and $P \in G_1$ is the generator element for $G_1$. PKG sets $e : G_1 \times G_1 \rightarrow G_2$ and $E = e(P, P)$. PKG selects $s \in \mathbb{Z}_q^*$ and sets $pubP = sp$. The parameters are $\{q, e, G_1, G_2, P, pubP, H_1, H_2, H_3\}$ to be published publicly and $s$ is kept secretly, where $H_1, H_2 : \{0,1\}^* \rightarrow \mathbb{Z}_q^*$.

- **Partial Key Generation Part:** For the signer $A$, PKG checks its identity $AID$ and then computes its partial private key $AS = P_{IDH}A$ and sends secretly to $A$. $A$ sets $AP = pubP + P_{IDH}A$.

- **Personal Key Generation Part:** $A$ selects $Ax \in \mathbb{Z}_q^*$ and sets its personal public key $APK = e(x, P)$, and its private key is $(AS, Ax)$.

- **Blind Signature Part:** Assume $A$ is the signer with identity $ID_A$ and $B$ is the requester of the signature with identity $ID_B$. $m$ is the message to be signed and $c$ is the common information which is negotiated by $A$ and $B$ in advance. Then $A$ and $B$ performs the following interaction process.

  (1) **Promising:** The signer $A$ selects $k \in \mathbb{Z}_q^*$ and computes $K = e(P, P)e^{H_1(ID_A)}$. $A$ sends $K$ secretly to $B$.

  (2) **Blinding:** After $B$ gets $K$, $B$ selects $\alpha, \beta \in \mathbb{Z}_q^*$ and computes $R = K^{\alpha}PK_A^{\beta}, h = H_2(m, c, R)$, $U = (1 + \alpha^{-1}h + H_3^{\beta}(c))P$. $B$ sends to $A$.

  (3) **Signing:** After $A$ gets $U$, $A$ computes $V' = kS_A + H_3(c)x_AU$ and sends $V'$ to $B$.

  (4) **Unblinding:** After $B$ gets $V'$, $B$ computes $V = \alpha V'$. Then, $\delta = (V, h, R, c)$ is the partial blind signature on message $m$.

- **Signature Verification Part:** After the verifier gets $(\delta = (V, h, R, c), m)$, the verifier checks

  \[ R = e(V, pubP + H_1(ID_A))PK_A^{-H_3(c)}. \]  

2.2. Security Analysis of Jiang and Deng’s Partial BLD-SS

Here, we show the security analysis of Jiang and Deng’s partial BLD-SS [21].

2.2.1. Security Analysis

Here, we show that Jiang and Deng’s partial BLD-SS does not satisfy the unforgeability. A malicious user $A$ can forge a blind signature on any message and any common information. The main process is as following. Assume $m^*$ is the message to be signed and $c^*$ is the common information both selected by the malicious user $A$.

- The malicious user $A$ selects $r^* \in \mathbb{Z}_q^*$ and computes

  \[ R^* = e(r^*P, pubP + H_1(ID_A)) . \]
\[ h^* = H_2(m^*, c^*, R^*) , \]

\[ V^* = r^* P + h^* H_3(c^*) x_A P . \]

Then, \( \delta^* = (V^*, h^*, R^*, c^*) \) is the forged blind signature on message \( m^* \).

- The above forged signature \( (m^*, \delta^* = (V^*, h^*, R^*, c^*) ) \) is correct.

\[ e(V^*, P \text{pub} + H_1(ID_A) P) PK_A^{-k} H_3(c^*) \]

\[ = e(r^* P + h^* H_3(c^*) x_A P, P \text{pub} + H_1(ID_A) P) PK_A^{-k} H_3(c^*) \]

\[ = e(r^* P, P \text{pub} + H_1(ID_A) P)e(h^* H_3(c^*) x_A P, P \text{pub} + H_1(ID_A) P) PK_A^{-k} H_3(c^*) \]

\[ = R^* e(h^* H_3(c^*) x_A P, P \text{pub} + H_1(ID_A) P) PK_A^{-k} H_3(c^*) \]

\[ = R^* e(x_A P, P \text{pub} + H_1(ID_A) P) PK_A^{-k} H_3(c^*) \]

\[ = R^* PK_A^{-k} H_3(c^*) \]

\[ = R^* . \]

2.2.2. Simple Improvement. The key reason that the malicious user can forge a blind signature is because that the malicious user can modify \( V \). So, the key is to limit \( V \). The improved method refers to [23] which is secure and efficient blind signature. But, [23]’s BLD-SS is not partial blindness. Therefore, based on the [23]’s BLD-SS, it needs add common information \( c \) into their BLD-SS. The simple method is to add \( c \) into \( h = H(ID_A, y_A, m) \) of [23]’s BLD-SS. Namely it modifies \( h = H(ID_A, y_A, m) \) to become

\[ h = H(ID_A, y_A, m, c) . \]  

Thus, [23]’s BLD-SS becomes a partial blind signature scheme.

3. Review and the Security Of Liu et al.’s Revocable Certificateless Signature Scheme (RCSS)

Here, we show the security analysis of Liu et al.’s RCSS [22].

3.1. Review of Liu et al.’s RCSS

Liu et al.’s RCSS [22] consists of the following parts.

- Setup System Part: PKG selects one elliptic curve \( E \) with one base point \( G \), and \( P \) is the generator element of \( G \). PKG selects \( s \in R Z_q^* \) and sets \( P \text{pub} = sP \). The parameters are \{ \( q \), \( G \), \( P \), \( P \text{pub} \), \( H_1 \), \( H_2 \) \} to be published publicly and \( s \) is kept secretly, where \( H_1 : \{ 0,1 \}^* \times G^2 \rightarrow Z_q^* \) and \( H_2 : \{ 0,1 \}^* \times G^4 \rightarrow Z_q^* \).

- Secret-Public Key Generation Part: For the user \( ID_i \), \( ID_i \) selects its secret key \( x_i \in R Z_q^* \). \( ID_i \) sets \( PK_i = x_i P \) as its public key.


- **Partial Private Key Generation Part:** For the user $ID_i$, PKG selects $r_i \in_R Z^*_q$ and computes $R_i = r_iP$, $h_i = H_i(ID_i, R_i, P_{pub})$, $d_i = r_i + sh_i$. PKG sends $D_i = (d_i, R_i)$ secretly to $ID_i$ and $ID_i$ makes $D_i$ as its partial private key.
- **Time Key Generation Part:** PKG computes $R_i = r_iP$, $h_i = H_i(ID_i, R_i, P_{pub}, t)$, $s_i = r_i + sh_i$, where $t$ is the system initial time. PKG sends $(R_i, s_i)$ to the user $ID_i$. The user $ID_i$ makes $(R_i, s_i)$ as its time key.
- **Signature Generation Part:** The user $ID_i$ selects $r_i \in_R Z^*_q$ and computes $T_i = t_iP$, $k_i = H_2(ID_i, m, T_i, PK_i, R_i, P_{pub})$, and

$$\sigma_i = t_i + k_i x_i + d_i + s_i.$$  \hfill (3)

Then, $(R_i, T_i, \sigma_i)$ is the signature on message $m$.
- **Signature Verification Part:** After getting a signature $(R_i, T_i, \sigma_i)$ on message $m$, the verifier checks

$$\sigma_i P = T_i + k_i PK_i + 2R_i + h_i P_{pub} + h_i P_{pub}.$$  \hfill (4)



### 3.2. Security Analysis of Liu et al.’s RCSS

#### 3.2.1. Security Analysis

Here, we show that Liu et al.’s RCSS does not satisfy the unforgeability. A malicious enemy $A$ can forge a signature on any message and on any user. The PKG also cannot update the time key immediately when a user’s key is leaked or his identity is expired. The main process is as following. Assume $m^*$ is the message to be signed and $ID_i^*$ (where $PK_i^* = x_i^* P$) is the identity both selected by the malicious user $A$.

- The malicious user $A$ selects $R_i^* \in_R G$, $t_i^*$ and $x_i^* \in_R Z^*_q$. $A$ computes

$$h_i^* = H_i(ID_i^*, R_i^*, P_{pub})$$

$$PK_i^* = x_i^* P$$

$$h_i^* = H_i(ID_i^*, R_i^*, P_{pub}, t)$$

$$T_i^* = t_i^* P - 2R_i^* - h_i^* P_{pub} - h_i^* P_{pub}$$

$$k_i^* = H_2(ID_i^*, m^*, T_i^*, PK_i^*, R_i^*, P_{pub})$$

$$\sigma_i^* = t_i^* + k_i^* x_i^*.$$  \hfill (3)

Then, the malicious user $A$ forges a signature $(R_i^*, T_i^*, \sigma_i^*)$ on message $m^*$.
- $(m^*, (R_i^*, T_i^*, \sigma_i^*))$ is correct.

$$\sigma_i^* P$$

$$= (t_i^* + k_i^* x_i^*) P$$

$$= t_i^* P + k_i^* x_i^* P$$

$$= t_i^* P + k_i^* PK_i^* - 2R_i^* + 2R_i^* - h_i^* P_{pub} + h_i^* P_{pub} - h_i^* P_{pub} + h_i^* P_{pub}$$
\[ t^i_i P - 2R^i_i - h^i_i P^\text{pub} - h^i_i P^\text{pub} + k^i_i PK^\text{pub}_i + 2R^i_i + h^i_i P^\text{pub} + h^i_i P^\text{pub} \]

\[ - T^i_i + k^i_i PK^\text{pub}_i + 2R^i_i + h^i_i P^\text{pub} + h^i_i P^\text{pub}. \]

3.2.2. Simple Improvement. The key reason that the malicious user \( A \) can forge a signature is because that the malicious user \( A \) can replace the public key of the signer \( PK_i = x_i P \) and it can modify \( T_i \). So, the key of the improvement is to limit \( PK_i \). The main process is as following.

- In the improved scheme, Setup System Part, Secret-Public Key Generation Part, Partial Private Key Generation Part, and Time Key Generation Part are the same with the original scheme of Liu et al.’s RCSS [22].

- Signature Generation Part: The user \( ID_i \) selects \( t_i \in \mathbb{Z}_q^* \) and computes

\[
\begin{align*}
T^i_i &= t_i P, \\
k^i_i &= H_2(ID_i, m, T^i_i, PK_i, R^i_i, P^\text{pub}), \\
\sigma^i_i &= (h^i_i + h^i_i)_{T^i_i} + k^i_i x_i + d_i + s_i .
\end{align*}
\]

Then, \( (R^i_i, T^i_i, \sigma^i_i) \) is the signature on message \( m \), where

\[
(h^i_i + h^i_i)_{T^i_i} = H_1(ID_i, R^i_i, P^\text{pub}) , \quad h^i_i = H_1(ID_i, R^i_i, P^\text{pub}, t) .
\]

- Signature Verification Part: After getting a signature \( (R^i_i, T^i_i, \sigma^i_i) \) on message \( m \), the verifier checks

\[
\sigma^i_i P = (h^i_i + h^i_i)_{T^i_i} + k^i_i PK^\text{pub}_i + 2R^i_i + h^i_i P^\text{pub} + h^i_i P^\text{pub} .
\] (5)

- Security and efficiency Analysis. By adding two hash values \( h_i \) and \( h^i_i \) in the signature process \( \sigma^i_i = (h^i_i + h^i_i)_{T^i_i} + k^i_i x_i + d_i + s_i \) and also adding \( h_i \) and \( h^i_i \) in the signature verification process \( \sigma^i_i P = (h^i_i + h^i_i)_{T^i_i} + k^i_i PK^\text{pub}_i + 2R^i_i + h^i_i P^\text{pub} + h^i_i P^\text{pub} \) which makes the malicious user be unable to modify \( T_i \) and replace the public key \( PK^\text{pub}_i \).

The above improvement only adds \((h^i_i + h^i_i)_{T^i_i}\) and \((h^i_i + h^i_i)_{T^i_i}\) two operations. Therefore, the computational cost almost is the same with the original scheme of Liu et al.’s RCSS.

4. Conclusions

In this paper, a partial blind signature scheme that includes common information negotiated by the signer and the signature requester in advance which can prevent the misuse of the signature is analysed on the security. At the same, this paper also analyses the security of a revocable certificateless signature scheme that the time key can be revoked by PKG when the key is leaked or others. By the review and security analysis of their both schemes, this paper shows the two schemes do not satisfy the unforgeability and are not secure by both detail processes. And this paper also makes some simple analysis on the improvement and presents two simple improved methods which not only are efficient but also can overcome the security problems.
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