Abstract—The IoT is a growing new approach that has been defined as a global network of devices and machines capable of reliably communicating with each other without human intervention. It is one of the essential technologies in any field, such as medicine and attracts great attention in the future. It is applied in several areas that have achieved success. However, the power and the addition of connected objects to technology is based on the fact that its objects can establish several tasks: communicate, analyze, process and manage data in a parallel manner, which is very difficult in terms of energy consumption. Therefore, the problems related to consumption slow down considerably the evolution and the fast deployment of this high technology. Therefore, it is necessary to create a new lightweight and robust mechanism, which ensures the minimization of the consumption of the objects and makes these objects efficient and less costly while being adapted to the capacities of objects and technologies. That is why our paper aims to address this significant problem and present the role of energy consumption, which is essential in deploying successful IoT products and services and presenting the IoT categories for applications. First, we propose a method that minimizes energy consumption and meets our need through three essential steps: firstly, to study the existing methods to minimize energy consumption. Next, based on these methods, we create a new concept using the data flows. Finally, we implement our solution in an intelligent parking lot to carry out our approach and describe our design steps and conclude with the result of our study and make an interpretation that summarizes our work.
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1 Introduction

The IoT is a notion that has developed ubiquitous computing [1], in which technology gradually disappears into the user’s environment and is naturally integrated into everyday objects. This technology represents several objects in the form of a dedicated and easy-to-use device that can communicate on several types of wireless networks.
In addition, the IoT Cultivates a large number of new applications, for example, Environmental monitoring, health care and efficient energy management in smart homes [2], potentially generating significant economic benefits [3]. In fact, the US estimates that the Internet of Things is one of six Civil technology can have an impact on international power [4].

A Connected Object can interact independently with our world without any intervention. It has some limitations, such as storage, memory or power consumption. It needs to be adopted, it has some form of intelligence and can transmit and receive data through sensors [5]. Connected objects have value when they are connected to other objects and software.

Indeed, the IoT has currently reflected in the number of connected objects with their own identities and increasingly complex computing and communication capabilities: phones, watches, household appliances and other objects equipped with more and more sensors and Actuators, allowing them to measure and act on the environment, thus establishing a connection between the physical and virtual worlds.

Therefore, in terms of architecture, the concept of the IoT Aspects, protocol stacks, applications and conceptual vision, research has recently begun [6–7]. Smart grids are considered one of IoT’s main applications and have attracted a lot of interest in recent years [2, 8–9].

In addition, the European technology platform The Intelligent System Integration (EPoSS) defines IoT as a global network with uniquely addressable interconnected objects, Based on the standard communication protocol [10].

As IoT technology advances and more businesses embrace it, IoT analytics is transforming as a topic of great value. Thanks to these vast advantages, companies are looking for high investment in IoT. However, despite this advantage, they must carefully evaluate every opportunity and challenge induced by the IoT to ensure that their resources are spent reasonably.

The Internet of Things poses several challenges, with its great benefit, dynamic nature, and heterogeneous data and systems that consist of powerful devices and various other advantages like mobility, power, etc. These characteristics require tools and methods to realize applications, extract information and data from several available data sources, store and archive them in databases.

On the other hand, connected objects oriented towards comfort or leisure, be it automation processes or entertainment tools. Moreover, this is the paradox of this revolution of connected objects: this connectivity requires energy, much energy. Also, for the time being, the savings made by the objects that are virtuous from this point of view do not compensate the additional energy expenditure induced by all the connected objects equipping homes.

These energy costs are divided between battery-powered devices that need to be recharged regularly, constant-power devices (refrigerators, televisions, washing machines, thermostats, etc.), and the servers and routers needed to ensure the connectivity of the objects.

As for battery-powered connected objects, it is evident that a sharp decline in autonomy accompanies their technological progress. Performance can be improved, but the need to maintain a connection to the Internet or the local network is an energy drain.
Just as the autonomies of phones melted like snow in the sun when they became smart, those of connected objects are often highly reduced:

- a connected vacuum cleaner doesn’t exceed 45 minutes of autonomy, Anki’s Cozmo robot or Samsung Gear IconX headphones struggle to reach an hour and a half without being reconnected.

The problem with a connected object is that it works continuously to produce data and transmit it in real-time: it must respond continuously, even when not in use. Maintaining this connectivity to the network consumes on average 80% of the energy spent by a device:

As a result, connected devices consume almost as much activity or standby in their majority. For example, a connected TV consumes on average 30W when it is on and 25W when it is on standby!

Some researchers speak of hyper objects [11] capable of pooling their resources to perform complicated tasks, links within the same network link these objects. Other researchers like [12] have considered computing as one of the most profound technologies. This technology makes this technology the fabric of our daily life to becoming inseparable [13].

In this context, we propose a solution that minimizes energy consumption. Our solution is based on IoT technologies. In fact, our approach is composed of several axes from the definition to the result.

We start by schematizing the solution in the first part of our solution and implement it in intelligent parking to measure the effectiveness of our proposal on different axes.

The rest of this paper is organized like this. Section 2 presents the application of the Internet of Things in the various existing fields. In section 3, we will present some IOT technologies. We will list some related works in section 4. In the penultimate section, we will present the solution of our study. This solution is detailed and divided into three parts: design, implementation and results obtained. Finally Section 6 concludes our article.

### 2 IoT applications

The IoT holds some promise for reducing energy consumption that can help us streamline our energy needs.

With the Internet of Things, mobile devices can communicate over wireless networks. As a result, these processes are increasingly automated by reporting all types of information that can be used for optimization. In addition, there is a real-time aspect that allows the supply to better adapt to the demand. All of this makes it possible to process large amounts of data to finely model user behaviour. The producer can then deduce future demand. All these elements have a significant effect on storage, energy consumption and security.

An optimized design and more efficient electronic components are needed to minimize the energy consumption of connected objects. European companies have developed very low power technologies, which is also a discriminating factor for Asian or American manufacturers. But connected objects have to communicate, which consumes energy. Data transmission via 3G or 4G networks is costly. As a result, special
networks such as LoRa or Sigfox have emerged, allowing devices to communicate with each other with less energy consumption.

The possibilities exposed by the Internet of Things allow the improvement of a huge number of applications. Many areas can be impacted by improving our technology: at home, on the road, at work, in case of illness.

Several application areas are affected by the IoT; among these main areas, we cite security, the field of transport, the environment and infrastructure and public services...

3 Other technologies

There are several types of connected object technology among these technologies:

3.1 Radio frequency identification (RFID)

First of all, it is essential to know that there are two RFID technologies, active and passive RFID. What distinguishes them is the object that emits the signal.

In passive RFID, the tag is a simple antenna activated within the range of a transmitter. This is typical, what you find in many anti-theft systems in stores. The tag you have to cut is an RFID tag, and the security gates are transmitters. It’s also a system that many users use daily for access control.

As far as active RFID is concerned, it is about objects, including a tag and emitting the signal near another RFID object. The interest of this technology is to extend the range of the signal to a few meters. Let us make an application that everyone knows, your electronic toll tag. It consists of a battery and an antenna. When you pass near a barrier, your badge sends its identifier.

It is essential to understand that RFID is a technology that is not self-sufficient. It must absolutely be coupled with another technology to collect and store data.

3.2 WSN

Wireless Sensor Networks or WSN is a set of dispersed sensors their role is to monitor and record the physical conditions of the environment as well as to organize the collected data. WSNs are autonomous devices that can associate with RFID chips to manage objects’ movements, know their temperature and movements, and use their different capacities [14].

Wireless sensor networks allow network topologies to communicate in multi-hop. The latest advances in low power integrated circuits and wireless communications have enabled these low power devices to achieve high-efficiency thanks to WSN [15].

They are mainly used in several areas, such as cold chain logistics or packaging methods [16] on the one hand, and on the other hand, they are used to maintain and monitor systems.

3.3 Middleware

It is the intermediary between different applications that helps developers to communicate. It has become an important architectural element in supporting distributed
applications. Its role is to present a model to software users to reduce and disappear any sort of problem. It became popular in the 1980s due to its central role in simplifying and integrating traditional technologies into the news. It helps to facilitate the development of non-centralized IT services. Middleware is layered between network operating systems and application components [17]. The distributed IoT infrastructure with many heterogeneous devices must simplify the tasks of new applications so that this technology is a solution for IoT applications [18]. For example, GSN is a platform for middleware that provides a scalable infrastructure to integrate heterogeneous sensor network technologies. Middleware architectures take a service-based view to support different network topologies.

3.4 Cloud computing

C. C. is an on-demand access model that corresponds to access to IT services whose purpose is to share resources such as “computers, networks, servers, storage, applications, services, software”. It can also be defined as a tool for storing and accessing data via an Internet intermediary. There are three different CC services: IaaS, PaaS and SaaS. IoT application needs a powerful medium to store this data, high speed of processing the stored data, analyze it, and predict results to make decisions across high-speed networks. Among the advantages of the CC offers a possibility of the “back end” to analyze the data in real-time without human intervention.

3.5 Other technology

In this part we present other IOT technologies by comparing their strong points with their Weaknesses (Table 1):

| Technology | Strong Points | Weak Points | Type of Use Case |
|------------|---------------|-------------|------------------|
| LoRa       | Low energy consumption | Global coverage still low | Reading of energy meters |
|            | Long-range    | Data size and volume | Sending specific geolocation information |
|            | Operable standard |                          |                  |
| Sigfox     | Low energy consumption | Global coverage still low | Reading of energy meters |
|            | Long-range    | Data size and volume | Sending one-off information |
|            | Single operator |                          | geolocation       |
| M2M        | Extensive global coverage | Energy consumption | Payment terminals |
|            | Scope         |                          | Application with large volumes of data or sending incident data |
| RFID       | No wave emission | Low range | Zone geolocation |
|            | No need for energy | Need for gateway | Identification (access control, authorization, …) |
| Bluetooth  | Message size and volume | Low range |                          |
|            | Debit         | Need for a gateway |                  |
4 Related work

In this section, we describe recent research related to IoT energy reduction methods. Several recent research has been conducted for the reduction of IoT energy consumption [19–20]. In order to manage the massive amount of data and at the same time have reasonable energy consumption, the most effective solution is from L. Mottola and G. P. Picco, who presented an application approach focused on flow management for IoT services. This solution focuses on measurement scenarios that use a centralized approach, where the nodes send all their measurements to the base. The latter stores them, usually in a database, and allows users to retrieve and process this information later [21]. This single-hop mode can be used if the sensors are close to the base. However, for more extensive sensor networks, it becomes necessary to employ multi-hop communication. The nodes are linked directly to the base, which increases the possibility of having link problems when all nodes are connected in real-time.

Previous work on scheduling algorithms has focused on decreasing the schedule length [22–23] or on distributed implementation [23–25].

A heuristic algorithm for programming several independent segments that aim to improve the degree of parallel exchange and transmission has been proposed [26].

A cross-type optimization protocol that makes energy-efficient and minimizes delay in WSN networks has been proposed [27].

Other technologies have been achieved that are described in the previous chapter unfold to minimize consumption.

5 Solution

5.1 Conception

There are several solutions to reduce the energy consumption of connected objects: a continuous data transfer has been made in a desire for hyper-connectivity. However, in many cases, a device only needs to be connected to the network occasionally, as is the case for all devices operating in automation.

Connected objects are built around two main families of devices that interact with each other:

Nodes: These devices are the most common in the network. They are usually equipped with a low-powered processor, a wireless communication interface and a limited memory. They are the ones that carry out the measurements in the field, thanks to the sensors they carry.

Bases: These are much more powerful devices, but they do not have sensors. They are generally limited in number in the network. They are used as centralized collection points receiving the measurements acquired by the nodes, as intermediaries between two sensor networks, or with another network (the Internet, in particular) or as points of interaction with users.

After analyzing existing models [28–29], we propose a fully distributed trust model. We did not apply the direct linkage rules with the base, but we introduced a new rule...
according to which nodes communicate with each other and exchange data: “Nodes A and B send to C, then C and D and E also send F to go immediately” Bottom (Figure 2).

The problem of data transmission: a single bit sent can sometimes consume as much energy as the execution of a thousand instructions by the processor. In order to reduce energy consumption, we have the choice between several solutions:

- Time slots: in this solution, the nodes are only allowed to communicate in a regular interval, while the network interface is disabled the rest of the time, which is useful in some cases but not available in most cases (sensitive data).
- Single hop: Each device exchanges information only with devices that are close enough to communicate. However, in order to minimize energy consumption, the range of these links has been dramatically reduced.
- Multi-hop: Each node can serve as an intermediary (the routing role) for other nodes, self-organizing to build a route through which messages pass.

Scenarios often use a centralized approach (Figure 1), where the node sends all information to the base. The latter typically stores it in a database and allows users to retrieve and process the information. In our solution, we want to create a distributed scenario (Figure 2), where each node communicates with another node and sends data to the base node [30–32]. This solution aims to distribute the tasks between the different nodes.

5.2 Application

The solution that we have developed in the previous chapter is deployed through a working environment made up of several tools on which the following implementation is based.

The architecture is shown in the following figure:
After describing and deducing the working solution through Figure 2, we implement our solution in intelligent parking (Figure 3).

To this end, we explain in the following the components of the application architecture that divide our work into three parts:

Part A: (Car/Car):
In this part, we have based on the direct communication between the cars in a hierarchical way so that the last car sends the information to the next car to the first car in one direction.

Example: (the first line of cars)
Car 3 sends its ID to Car 2; the latter carry both information and send it to Car 3.

\[ V_1 \rightarrow V_2 \rightarrow V_3 \] (1)
It knows that each car is equipped with a chip that takes on the role of a node/base to communicate with the other cars.

Part B: (Car/Barrier)
This second part has the role of opening the barrier through the communication between the first car and the barrier.
The purpose of the barrier is to process the information.
Example:
Car 1 contains the following information (V1, V2, V3), this information sends to the barrier, and this last one treat this information if it belongs to the identifier of the cars in the parking:
If the case Exact:
Opening in a defined time depends on the number of cars.
If No:
Do not open the barrier by indicating a message on the display board.
Other cases:
If the information sent is:

\[(V1, V2, V3) \rightarrow \text{Barrier1} \quad (2)\]

Also, the second car does not correspond to the parking, and the opening only is for V1 and V3.

Part C: (Barrier/Base)
The last part of our solution is to make a communication between the barrier and the base. After processing the data of the cars on the barrier, this information is transferred to the base so that they can be stored in the Cloud and analyzed to make predictions in the long term as well as display the states.
A message will be displayed on the terminals for each line of entry that will guide the cars to their places in the parking lot.

5.3 Implementation
In this part, we implement our solution of figures two and three (Node/Base) to be able to compare and analyze the results and demonstrate the degree of success of our solution.
For this, we need the:
Hardware:
We use as hardware to implement the two solutions:- Arduino board, Servo Motor, LCD screen, Multimeter, Board, Cable, Potentiometer, and Resistor.
Figure 3 is the result of implementing the first solution based on the connection between the nodes and the bases, as already demonstrated in Figure 1. In our demonstration, we have taken the case of our application of intelligent parking on the one hand. On the other hand, we have chosen only one part of the intelligent parking to demonstrate the result of the energy reduction.

Barriers: Servo-Motor, – Car: Arduino, – Terminal: LCD screen

In this solution, for the car (V1/Node) to enter the parking lot, it must communicate with the base. The latter sends these coordinates to terminal T1, displaying them and transmitting them to barrier B1 to open, as shown in the diagram in Figure 4.

We have equipped our simulation with Multimeter and Potentiometer to calculate the current passing during the communication between Node/base, and we have been able to notice that out of the sending of information, we can consume a little bit of 5V (Table 2).

| Car 1 | Terminal | Barrier |
|-------|----------|---------|
|       | 5V       | 5V      |
| Car 2 | 5V       | 5V      |

The equation is written as follow:

$$E = TV_1 + TV_2 + BV_1 + BV_2$$  \hspace{1cm} (3)
Our solution in Figure 6 aims to link the nodes directly between them, not needing an intermediary that is the base. In this case, the car (V2/Node) in order to enter the parking lot, must send its cords to V1. This last one is going to send the cords of the two cars to the terminal T1. Similarly, the terminal sends the previous information to barrier B1 to open, as the diagram shows it.
Table 3. Representative table of the result distributed collection

|          | Terminal | Barrier |
|----------|----------|---------|
| Car 1    | 5V       | 5V      |
| Car 2    | 5V       | –       |

The equation is written as follows:

\[ E = TV1 + TV2 + BV1 \]  \hspace{1cm} (4)

![Graph simulation distributed](image)

Fig. 7. Graph simulation distributed

We have equipped our simulation of Multimeter and Potentiometer to calculate the current passing during the communication between Node/base, and we concluded with the demonstrative table (Table 3).

In this study of the two solutions as well as the comparison of the results obtained from the two figures 5 and 7, we were able to prove using the extracted results. This solution guarantees an increasing energy reduction with the increase in the number of devices used in a project.

6 Conclusion

The world has been attacked by a new phenomenon: “connected objects”. These objects facilitate daily tasks and help humanity to solve their problems. They are objects that use the Internet to improve their functioning via networks, often the technical evolution of an existing object. Despite this evolution, there remain many problems that this kind through these objects, such as energy consumption.

Implementing an energy optimization system remains a challenge in the face of the development of this technology. That is why this paper was devoted to identifying the areas of IoT application and explaining the progress they were experiencing.
Then, our solution provides a low power consumption solution for setting up a system. This system can be adapted to the customer’s needs, for example, parking, city, house. Our approach provides solutions to the various problems posed by the Internet of Things, linked to the consumption and volume of data to the heterogeneity of objects. However, the solution aims to give benefit to these connected objects. Indeed, after the study and research, our solution is implemented so that it is applicable. Finally, this work is a step towards an Internet of things responding to all the problems.
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