Security Management for Apps of Intelligent Substation Based on Blockchain Technology
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Abstract. There are many kinds of professional apps in station control system of intelligent substation. In this open and shared ecosystem, there are great security risks in app authorized installation, resource control, access control, and border protection. In this paper, a new approach of app security management based on blockchain technology has been proposed. By using the mechanism of tamper free and traceable "ledger" based on cryptography, the objective and traceable supervision of app's life cycle can be implemented through customization of blockchain's ledger. This paper provides a new solution for app security management of station control system in intelligent substation.

1. Introduction
In order to facilitate the flexible expansion of applications and respond to the demand changes of intelligent substation quickly, the station control system adopts the mode of open platform and professional apps. In this mode, the basic platform uses the unified modeling of the whole station information, the unified data collection and management to provide standardized service access interfaces such as resource management, data management, public service and application management. So flexible expansion of various applications can be implemented. Through the construction mode of platform plus app, we can strive to create a co construction, sharing and open ecosystem, which contains many kinds of professional apps. In this open and sharing ecosystem, how to manage apps in this platform of the station control system safely is the top priority.

The key to the security risk of apps in this platform can be divided into the following situations:
• Unauthorized and tampered installation of apps.
• Unauthorized access to IP addresses outside the network address range.
• Excessive consumption of system’s CPU, memory, disk and network resources.
• Unauthorized access to external file directory.
At present, research has been done on blockchain technology for the power industry in many aspects, which mainly focus on the application of public blockchain in power trading and other fields. The station control layer of intelligent substation can access to the public chain through the safety zone III server, which has great potential to improve its automation and intelligent level. First, in the current three-tier two network environment of intelligent substation, the configuration of substation mainly occurs in the network of station control layer, and the total number of nodes is small. Second, blockchain is based on the mechanism of non tampering and traceable "ledger" of cryptography, which is suitable for monitoring the update of configuration objectively. By customizing the content of block ledger, it is easy to locate fault point when problems occur. Third, smart contract provides a mechanism to implement version replacement based on program code automatically, and most of the content for version management can be recorded automatically. Fourth, the consensus mechanism eliminates the unauthorized modification of app's version and data, so that every modification of version and data are involved in the "shared ledger", thus the loopholes that may exist in the process of app's life cycle can be avoided. Fifth, the station network environment is generally an independent network. Blockchain related technologies can provide more security prevention means, which are based on the existing security management and network prevention.

Therefore, in order to improve the efficiency of platform app's security management and ensure the system security in the process of app's life cycle, this paper proposes a complete set of blockchain based security management method for apps of station control system platform. Based on the ledger mechanism of non tampering and full traceable cryptography, the objective supervision of non tampering and traceability of app can be implemented. So the app's security problems such as unauthorized and tampered installation, illegal access to network, excessive occupation of system resources, unauthorized access to app file directory can be solved effectively.

2. Security Management Architecture of APP Based on Blockchain

In accordance with the provisions of power system security protection, a blockchain server is configured in the security zone III of the intelligent substation. And then, a blockchain client is deployed on the blockchain server to access the distributed ledger and provide an access interface to the security zone I. Therefore, the architecture of station control system 's app, which is based on blockchain, is as follows.
Fig. 2. Architecture of station control system.

Fig. 3. App platform architecture of station control system.

Substation operators can generate public key and private key of app management and maintenance through blockchain server. There are also risks in the above technology and management endorsement. Risks include such as the relevant algorithms are broken, key is leakage, etc. Then the relevant algorithms and management measures also need to be updated synchronously. The signature with private key of app manager can be used to submit security registration information, which includes public key of app information maintenance and number of current apps, to generate global configuration of app security management, as follows.

After the testing of an app was completed in station control system, the engineer signed and submitted the hash of app image file and app information with the private key of app information maintenance. Finally, the global configuration of app security management was updated with the private key of the app maintenance, which was implemented in the form of transaction on blockchain.

![Data structure of Global configuration For app security management](image-url)
3. Flow of Application

The flow chart of the application shown in Fig.6.

Step1: When the app manager on the host of station control system receives the installation request of an app (testapp) image, the host reads the latest global configuration of app security management signed by the private key of app management by connecting to the block chain server in security zone III. The app manager calculates the hash of testapp image file which will be installed. The app manager check whether the hash of testapp mage file is consistent with the hash of image file involved in the app information configuration from the global configuration of app security management. If not, the verification fails and the installation exits. When the verification is finished successfully, the app manager continue to execute the image installation of testapp and then starts to run after the installation is completed.

Step2: During the running of testapp, the app manager on the host of station control system connects to the block chain server in security zone III and reads the latest global configuration of app security management, which is signed with the private key of app management. Based on the global configuration, the network access behavior of testapp is monitored in real time. If it is detected that testapp has access to IP and port outside of its corresponding network configuration, app manager will stop the running of testapp.

Step3: During the running of testapp, the app manager on the host of station control system connects to the block chain server in security zone III and reads the latest global configuration of app security management, which is signed with the private key of app management. Based on the global configuration, the resource occupation behavior of testapp is monitored in real time. If it is detected that testapp occupies more CPU, memory, disk and network resources than its corresponding resource allocation limit, then app manager will stop the running of testapp.

Step4: During the running of testapp, the app manager on the host of station control system connects to the block chain server in security zone III and reads the latest global configuration of app security management, which is signed with the private key of app management. Based on the global configuration, the file directory access behavior of testapp is monitored in real time. If it is detected that testapp has access to the file directory behavior other than its corresponding directory configuration, then app manager will stop the running of testapp.
4. Safety Analysis

As an app application environment has been connected to the public chain through security isolation device, the specific security problems faced by this paper mainly include as follows:

1) Risk of blockchain technology

Set DATA as the original data in the process of security management for apps of intelligent substation, then related configuration data and signature of the app received by app manager can be expressed by formula (1) respectively

\[ A = \text{SIG}(\text{HASH}(\text{DATA})) \]  \hspace{1cm} (1)

Among them, A represents signature of configuration. HASH represents hash function. For example, SHA-256 algorithm can be directly used. SIG represents the process function of encryption with private key. There are many options for asymmetric encryption algorithm, such as ECC. After the signature and data have been received, the system verifies the signature, which is used to judge whether formula (2) is true or not.

\[ \text{HASH}(\text{DATA}) = \text{UNSIG}(A) \]  \hspace{1cm} (2)

Among them, UNSIG represents the process function of decryption with public key corresponding to SIG. In the running process of app manager, it is necessary to verify whether the public key has permission for configuration, and then execute the judgment process of formula (2). If the equation is right, the signature is verified successfully. When blocks were generated, a block includes configuration data of multiple app information, which are represented by D1, D2, D3, ..., then the process of generating hash value of this block is shown in formula (3).

\[ \text{hash} = \text{HASH} (\text{Merkle} (\text{HASH}(D1), \text{HASH}(D2), \text{HASH}(D3), ...)) \]  \hspace{1cm} (3)

Among them, hash represents the hash value of the block. Merkle means to generate the root value of Merkel tree according to the hash value of each app’s information data in this block. The above hash function, Merkel tree and asymmetric encryption algorithm are the technical support and guarantee of this scheme. At the same time, private key security, authority management for station control layer host are the management requirements of this scheme. There are also risks in the above technology and management endorsement. Risks include such as the relevant algorithms are broken, leakage of key, etc. Then the relevant algorithms and management measures also need to be updated synchronously.
2) App data tampering and malicious attacks
If you change the app version without permission, you can't do it online successfully. Even if you get this key, the manager will still report the information to the app manager. And the information will finally enter the blockchain after the app configuration is completed, so it can't be hidden.

3) Economic Attacks
Unlike similar systems, security management must also concern itself with attacks on payment mechanisms. We can use the mature technology based on public chain to prevent these attacks in this paper.

4) Sybil Attacks
Malicious actions, performed by pretending to be multiple users, are termed Sybil Attacks, after a patient suffering from multiple personality disorder. We can use the mature technology based on public chain to prevent these attacks in this paper.

5) Eclipse Attacks
In an Eclipse Attack, the attacker's goal is to hide part of a system from itself. The methods employed are generally the network equivalent of privilege escalation attacks: gain control of network positions which have more control of the network, then use that control to acquire more control. We can use the mature technology based on public chain to prevent these attacks in this paper.

6) Man-in-the-Middle Attacks
Actions that can be performed only after inserting oneself between two interacting parties are collectively referred to as man-in-the-middle attacks. Encrypted information may be logged for analysis of metadata (Section 3), while non-encrypted data may additionally be changed to control behavior. If key exchange is not secured, the man-in-the-middle may also trick two parties into wrongly believing the attacker's key is the other party's key. We can use the mature technology based on public chain to prevent these attacks in this paper.

7) Denial of Service Attacks
Attacks centered around taking a specific resource online are termed Denial of Service Attacks (DoS). System behavior during "unexpected" circumstances is often poorly specified and tested. DoS attacks are useful for deanonymizing nodes in P2P networks. We can use the mature technology based on public chain to prevent these attacks in this paper.

8) Hacking
By converting historically trustworthy peers into attack vectors, motivated attackers might directly compromise nodes on the network. When bandwidth is deployed using Chains, iterative hacking may eventually allow an attacker to "backtrace" a connection. Such attacks have important security implications but are out of the scope of the blockchain network. We can use the mature technology based on public chain to prevent these attacks in this paper.

9) Confidentiality
The confidentiality of app data information in intelligent substation is mainly implemented by management means and horizontal isolation and vertical encryption mechanism. The confidentiality of data in the blockchain can also be achieved by adding encryption measures in the compression process.

10) Network traffic
Station control layer is mainly responsible for refreshing, collecting and monitoring the transmission data. Spacer layer is mainly responsible for controlling the transmission of data and relay protection signals. Process layer establishes the connection point between primary equipment and secondary equipment, and intelligent electronic equipment completes real-time electrical quantity inspection and operation equipment state parameters. Detection, operation control, execution and drive work. Among them, the types of messages transmitted by station control layer are the most abundant, and the functions covered by them are the most extensive. In this paper, the blockchain server is deployed in safety III, so it can't be affected by the network traffic of station control layer in safety III.
5. Conclusions

In order to facilitate the flexible expansion of applications and respond to the demand changes of intelligent substations quickly, the station control system adopts the mode of open platform and professional apps. In this mode, the basic platform uses the unified modeling of the whole station information, the unified data collection and management to provide standardized service access interfaces such as resource management, data management, public service and application management. So flexible expansion of various applications can be implemented. Through the construction mode of platform plus app, we can strive to create a co construction, sharing and open ecosystem, which contains many kinds of professional apps. In this open and sharing ecosystem, how to manage apps in this platform of the station control system safely is the top priority.

There are many kinds of professional apps in station control system of intelligent substation. In this open and shared ecosystem, there are great security risks in app authorized installation, resource control, access control, and border protection. In this paper, a new approach of app security management based on blockchain technology has been proposed. By using the mechanism of tamper free and traceable "ledger" based on cryptography, the objective and traceable supervision of app's life cycle can be implemented through customization of blockchain's ledger. This paper provides a new solution for app security management of station control system in intelligent substation.

At present, the blockchain technology has formed some stable technical characteristics, but it is still in rapid development, which requires continuous tracking and flexible selection. In the future research on the safety management of Intelligent substation, special attention should be paid to the progress of the blockchain technology in traceability, immutability, reducing storage capacity and improving operating efficiency.
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