ABSTRACT  In vehicular ad hoc networks (VANETs), mobility between vehicles can cause rapid topology changes with frequent disconnections, which result in collisions and packet losses that make communications unstable. Alternatively, cooperative transmission can increase the reliability of communication by eliminating these problems in VANETS. In heavy traffic conditions, carrier sense multiple access with collision avoidance (CSMA/CA) suffers from collision, and it is not effective when high data rate is required. Therefore, orthogonal frequency division multiple access (OFDMA) is proposed. With the use of OFDMA, throughput is increased and delay is decreased by reducing the probability of collision in high traffic scenario. In this study, a novel OFDMA based efficient cooperative MAC protocol (OEC-MAC) is proposed for VANETs. Subcarrier channels assignment and access mechanisms are provided. The mechanism is presented not only for choosing the appropriate transmission mode but also for selecting the optimum relay. New control messages are defined to support cooperative communication. The performance of OEC-MAC protocol is examined by providing analytical analysis based on Markov chain model. Numerical results are demonstrated, which reveal that OEC-MAC protocol ensures a remarkable increase in throughput and also satisfies the strict delay requirement of 100 ms in VANETs for safety messages (sm). In addition, communication reliability is increased by reducing the packet dropping rate (PDR). Numerical results are compared with existing protocols, and a quantitative comparison is provided. It has been seen form results that proposed OEC-MAC protocol is better than existing schemes, especially under heavy traffic scenarios.
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I. INTRODUCTION
Vehicular ad hoc network (VANET) is a crucial element of intelligent transport system (ITS). VANET enables communication between vehicles and vehicles with other roadside units. VANETs include safety messages (sm) such as lane changing support, traffic sign or signal infringement alert, road status, emergency notification, electronic brake light indicator and accident prevention, etc., and non-safety messages (nsm) such as web browsing, map information, weather and traffic updates, gas station or restaurant position and price information, gaming, etc.

IEEE 802.11p standard [1] is sketched by IEEE, which provides specifications for physical (PHY) and medium access control (MAC) layer in VANETs. In 5.850-5.925 GHz band, 75 MHz broad-spectrum is allocated for dedicated short range communication (DSRC) with seven 10 MHz channels, one is control channel (CCH) and six are service channels (SCH). ITS G5 standard [2] is prepared by European telecommunications standard institute (ETSI). In Europe, a spectrum of 50 MHz in frequency band 5.875–5.925 GHz is specified by ETSI. IEEE 1609.4 standard [3] defines upper layer actions for data transmission over multiple channels. According to IEEE 1609.4, CCH are reserved for signals and control messages which are called sm, and SCHs are reserved for nsm.

High mobility and mobility between vehicles can cause rapid topology changes with frequent disconnections, which result in collisions and packet losses that make communications unstable. Alternatively, cooperative communication
can enhance the reliability and quality of communication by minimizing channel impairments due to mobility in VANETs. Cooperative communication [4] increases the performance of transmission with help of neighboring nodes (relay). A relay node is a node among neighboring nodes that can forward packets to the destination because of having a good channel condition to both transmitter and receiver. An overheard packet that is experiencing a bad channel condition may be transmitted to the destination by the relay or relays, which increases the throughput of whole network. Communication beyond the network can be possible with the help of relay/relays.

Carrier sense multiple access with collision avoidance (CSMA/CA) mechanism is good when there is a low traffic, but when there is high traffic, data rate decreases, and delay increases due to higher collision. On the other hand, orthogonal frequency division multiple access (OFDMA) can ensure a higher data rate and lower delay in this case. Orthogonal frequency division multiplexing (OFDM) in PHY layer combines frequency and time multiplexing, which facilitates high spectral efficiency in the limited spectrum, and solves hidden node problem. Because of these features, OFDMA seems to be one of the prior options for high data rate communication [5]–[17]. Moreover, it has been adopted by latest cellular based communication systems such as Long Term Evolution (LTE) V2X [5]–[7], [18]–[20]. However, adoption of OFDMA is currently limited to infrastructure networks and its use for VANETs has attracted attention over past few years [8]–[14].

The contribution of this article is summarized as follows. In the paper, a novel OFDMA based efficient cooperative MAC protocol for VANETs (OEC-MAC) is proposed. The prime purpose of OEC-MAC protocol is to increase communication quality with higher data rates and lower latency in VANETs by reducing losses due to vehicle mobility. New control messages are introduced and existing control messages are modified to support cooperative communication. An algorithm to choose direct or cooperative transmission is recommended to determine a suitable transmission mode. The gain of cooperation depends on relay, and optimum relay selection procedure is provided. Proposed OEC-MAC protocol uses OFDMA. OFDMA is used to separate the subchannels into groups. In the IEEE 802.11p standard, there are 48 subcarriers for actual data transmission. We separate these subcarriers as groups to reduce delay and collision. For sm, a total of 8 (48/6) groups are obtained by grouping six subcarriers: data transmission, acknowledgment, failed information, relay offering, relay data, and acknowledgment. For nsm, a total of 16 (48/3) groups are obtained by grouping three subcarriers: data transmission, relay selection, and relay information transmission. We consider both the broadcast mode of sm and the unicast mode of nsm. Analytical analysis based on Markov chain model of OEC-MAC protocol is proposed. OEC-MAC protocol is analyzed by numerical results, which depict that OEC-MAC protocol achieved better performance. When there is high traffic, the existing protocols cannot have higher data rate. On the other hand, proposed OEC-MAC protocol has higher data rate. Not only data rate is higher, but also OEC-MAC ensures reliable communication by decreasing the packet dropping rate (PDR). Moreover, OEC-MAC protocol reduces delay and fulfills 100 ms strict delay requirement for sm.

The rest of the paper is arranged as follows: Section II reviews related works. OEC-MAC protocol is described in Section III. Performance analysis is presented in Section IV. Numerical results are given in Section V. Conclusion and future works are presented in Section VI.

II. RELATED WORKS

The basic access method of IEEE 802.11 MAC is distributed coordination function (DCF) known as CSMA/CA [21]. Effect of IEEE 802.11p on VANETs is reviewed in [22]–[25]. Designing MAC protocol is difficult for VANETs due to high mobility that immediately changes network topology [26]. High data rate communication in VANETs is very important, where constraints relate to reliability and latency. OFDMA can be used to overcome this limitation. Using of OFDMA for ad-hoc networks is investigated by several studies in [9], [10]. In [11], [13], [28], various aspects of OFDMA is discussed. However, these studies do not take into account the issue of resource allocation. In [28], the probability of simultaneous transmissions by a single node is considered, and allocation is ensured from a separate dedicated channel. Moreover, communication reliability can be improved by using cooperative communication. In [29], CCB-MAC protocol for VANET is proposed which is a cooperative MAC and given only for sm. In [30], cooperative communication based MAC named ADC-MAC protocol is proposed which is based on IEEE 802.11. Request to send (RTS) / clear to send (CTS) mechanism is utilized by the ADC-MAC, which is not suitable for broadcasting sm in VANETs. Since RTS will be sent to all vehicles, all vehicles will broadcast CTS, which causes more collisions. In [31], CAH-MAC is suggested which is time division multiple access (TDMA) based cooperative MAC for VANETs. CAH-MAC provides communication only point-to-point but does not facilitate broadcasting. In CAH-MAC, a vehicle maintains a list of nearby single and two-lane nodes to cooperate individually. In practical traffic, network topology and channel status changes numerously for VANETs. For that reason, information on the list may not show current channel status properly. In this case, it is possible that source node will not receive a relay node, and if relays fail to carry out the cooperation, it will reduce efficiency and causes delay in packet delivery. Besides, in CAH-MAC, neighboring vehicle nodes cooperate utilizing unallocated time slots. As a result, cooperation is impossible when there is no suitable time slot. Advanced CAH-MAC is suggested to use the time slot efficiently in [32]. In [33], a cooperative MAC for sm is proposed in VANETs. Sm transmission of VeMAC is discussed in [34]. A new cooperative MAC protocol named VC-MAC is presented in [35] that does not meet the delay requirement for sm. In [36], CRB protocol is
presented for VANETs where neighboring nodes retransmit packet from the source node to improve communication reliability. However, delay is not examined in [32] and [35], [36]. In [37], CNC-MAC is recommended which is based on IEEE 802.11 for VANETs. CNC-MAC protocol does not meet delay requirements of sm. The problem of relay selection for wireless channel models is studied in [38]–[41]. However, although our focus is not on relay selection in this paper, our contribution is to suggest a simple and effective selection scheme by calculating SINR. Recently, RECV-MAC protocol have proposed in [42] which fulfills 100 ms for sm. However, the performance of RECV-MAC protocol is low in high traffic scenario. To the best of our knowledge, OEC-MAC protocol is the first study of the OFDM-based cooperative MAC protocol designed for transmission of sm and nsm in VANETs.

III. PROPOSED OEC-MAC PROTOCOL

In this section, proposed OEC-MAC protocol for delivery of sm and nsm is described. For efficient cooperation, some newly introduced messages are acknowledgement (ACK), cooperation request message (CRM), cooperative wave service advertisement (CWSA), cooperation acceptance message (CAM) and optimal relay message (ORM). ACK, CRM, and CAM are initiated for sm. To transmit nsm, CWSA is introduced. ORM will be sent to the optimal relay. The internal finite state machine (FSM) of OEC-MAC protocol is shown in Figure 1, which is denoted by Unified Modeling Language (UML). There are 10 internal states and 15 external states defined in this FSM for standard packet processing. To process abnormal case timers will be set in accordance with duration values of packet header. If timeout happens, it resets as an “IDLE” state.

In IEEE 802.11p, broadcast of sm are unacknowledged. Because of collision with other packets or wireless channel impairments, failed transmission of high priority sm cannot be identified. However, sm are very essential; thus, ACK is
TABLE 1. OFDMA parameters in IEEE 802.11p standards.

| Parameter                | Value          |
|--------------------------|----------------|
| Total number of subcarrier | 64             |
| Total used subcarrier     | 52             |
| Pilot subcarrier          | 4              |
| Data subcarrier           | 48             |
| Null subcarriers          | 12             |
| Bandwidth                 | 10 MHz         |
| Frequency spacing of subcarriers | 156.25 kHz |

introduced in proposed protocol. ACK is only introduced for sm. Packets are not acknowledged will be considered as failed transmission. These packets will be sent via cooperative communication to provide successful delivery. Therefore, reliability of transmission is improved. Even ACK is used, it does not affect the overall performance since different subcarriers are used.

Unicast mode of non-safety message transmission consumes too much bandwidth. If channel condition from source (S) to destination (D) is bad, but other neighboring nodes have a good channel condition to both S and D nodes, then neighboring nodes can relay a packet to D. Thus, transmission of nsm will be faster.

A. DELIVERY OF SAFETY MESSAGES

Source node S should understand whether the transmission is successful or not to ensure a reliable broadcast service. For this reason, ACK is implemented in the proposed OEC-MAC protocol. After transmission of sm, S will wait for ACK or timeout of $\delta_s$, which is a successful transmission time. If S gets ACK, then the transmission is successful. Otherwise, it is a failed transmission. For unsuccessful packet delivery, S broadcasts CRM to all neighboring nodes. S broadcasts CRM to search relays. CRM includes CRM id, packet id, source address, destination address, SINR of source, etc. A node with good channel condition, better transmission rate, and SINR transmits CAM to S. CAM contains CRM ids, packet ids, address of relays, SINR of relays, etc. If S does not receive any CAM, it means there is no possible relay and cooperation is not possible.

Then S will choose optimum relay between nodes who sent CAM. S will send ORM to optimum relay. Other nodes will suspend sending of CAM for the same CRM by listening to ORM. ORM is used to select the optimal relay. Then, sm will send to D through optimal relay R. This improves the reliability of packet delivery, and expands network coverage. The flowchart and algorithm of proposed OEC-MAC protocol for sm are presented in Figure 2 and Algorithm I, respectively.

B. DELIVERY OF NON-SAFETY MESSAGES

Nodes aiming to exchange nsm are called providers. A Wireless Access in Vehicular Environments (WA VE) provider (S) can be a road-side unit or a vehicle. Basic Service Set (BSS) is initialized by the S. The presence and offer services of S are advertised through periodic broadcast of WAVE Service Advertisement (WSA). WSA provides information on the services offered and the network parameters needed to access BSS, such as Provider Service Identifier (PSID), unique identifier of BSS (BSSID), WSA ID, its SCH, its EDCA parameter sets, IP configuration parameters, and provider SINR, etc. If overheard neighboring nodes (relay) have better SINR and better channel conditions, it will broadcast CWSA. CWSA includes all information of WSA, the identification of relay and channel information. S will choose the optimal relay after receiving CWSA, by sending ORM. Other nodes which can deliver cooperative transmission by hearing ORM can freeze cooperative communication for the same WSA. Optimum relay will join BSS, and S will send nsm to D via optimum relay.

Destination (D) named as WA VE user which wants to have the offered service. To know present available BSS and their operational parameters D will monitor CCH. When a D node receives an ORM frame from S, it will simply switch to SCH...
Algorithm 1 Algorithm of Proposed OEC-MAC Protocol for sm

1. broadcast sm
2. \( \delta_{\text{wait}} = \delta_{\text{ACK}} \)
3. if ACK received
   4. End
5. else if ACK is not received
6. broadcast CRM
7. send CAM which has better channel condition
8. send ORM to optimal Relay
9. if any nodes offer cooperation
10. suspend cooperation for the same CRM
11. else
12. successful transmission with the cooperation of Relay
13. end if
14. else no node has better channel condition
15. Discard cooperation
16. else
17. Discard cooperation
18. end if
19. else
20. Discard
21. end if

Algorithm 2 Algorithm of Proposed OEC-MAC Protocol for nsm

1. unicast nsm
2. initializes BSS and send WSA
3. if all nodes receive WSA
4. send CWSA which has better channel condition
5. send ORM to optimal Relay
6. if any nodes do not offer cooperation
7. send exchange data
8. else
9. suspend cooperation for the same WSA
10. end if
11. else if
12. Discard cooperation
13. send exchange data
14. end if
15. else if no node has better channel condition
16. Discard cooperation
17. end if
18. Discard
19. end if

advertised in ORM and start transferring data with optimal relay. Otherwise, if no ORM is identified, i.e., relay is not available, then D exchanges from S into SCH advertised in WSA and starts directly switching the data form S. The flowchart and algorithm of proposed OEC-MAC protocol for nsm are presented in Figure 3 and Algorithm II, respectively.

C. CHANNEL ACCESS

The vehicular node does not transmit immediately while the sub-channel is idle. It waits for the duration of \( \delta_{\text{DIFS}} \), which is DCF inter-frame space (DIFS). When channel is noticed to be idle, vehicle at the same distance may have started broadcasting earlier, and the packet of this remote vehicle may not have reached other vehicles yet. Hence, the DIFS time purpose is to allow this transmitted signal to reach other stations. If the channel is still idle for DIFS time, S will send packet, otherwise will take a backoff based on contention window (CW) size. Despite all the precautions, collisions may occur, and data may be lost. Therefore, S will wait for ACK to verify successful transmission. While S node and D node are in communication, the used sub-channel is blocked and closed to other nodes.

Data transmission, acknowledgment, failed information, relay offering, relay data, and acknowledgment constitute a cooperative data transmission group with a total of six subcarriers for sm. The system with 48 subcarriers can have 08 simultaneous sm transmissions. Figure 4 shows channel access mechanism for sm.

A nsm transmission group consists of 3 subcarriers: data transmission, relay selection, and relay information transmission. The system with 48 subcarriers can have 16 simultaneous nsm transmission. Figure 5 shows channel access mechanism for nsm.
D. THREE PARTY HANDSHAKE

Three party handshakes among S, D, and R for sm and for nsm are shown in Figures 6 and 7, respectively. For sm, S will initiate cooperative transmission if S doesn’t get ACK from D. S will broadcast CRM and initializes cooperative communication for failed packet. Neighboring nodes that receive CRM will check their channel state. If neighboring nodes have better channel conditions for sm transmission, then they will suggest relaying by transmitting CAM. In Figure 6, R₁ and R₂ send CAM to S, as they have good channel conditions for relaying sm. After δSIFS time, S will select optimal R among nodes which send CAM. Then S will send ORM to optimal relay R₁. Other nodes will suspend by hearing to ORM to transmit CAM for the same CRM. CRM contains an own id no, and ORM contains the CRM id no to determine sm. Here R₃ suspends transmitting CAM for the same CRM. Then, S will send the sm to D through the optimal relay R₁, and D will also send ACK through the optimal relay R₁. Cooperation will be initialized by S for sm, and optimal R will be chosen by S too.

For nsm, S will broadcast WSA and offer services. Destination (D) named as WAVE user which wants to have the offered service. If neighboring nodes have better channel conditions and better SINR, then CWSA will be transmitted. R₁ and R₂ relay nodes send CWSA to S. After SIFS time, S will select optimal relay between R₁ and R₂ by observing their channel condition and SINR. S will send ORM to optimal relay R₁, which is described in Figure 7. Then R₃ suspends transmitting CWSA for the same WSA by hearing ORM. S will send nsm to D through optimal relay R₁. For nsm, cooperation will be initiated by relay, and optimal relay will be selected by S.

E. DATA TRANSMISSION

Data transmission is illustrated for sm and nsm in Figures 8 and 9, respectively. Successful direct transmission between source and destination is shown in Fig. 8a. S will wait for ACK information after sending the data. If S receives ACK, then this is a successful transmission. On the other hand, if S does not receive ACK, then S will detect failure transmission. Fig. 8b shows the failure transmission. Then, S initializes cooperation, and S will send CRM information. After getting CRM, neighboring nodes will understand failure transmission. Fig. 8c demonstrates neighboring nodes detect the failure of transmission by getting CRM. Then, neighboring nodes that have good channel condition will send...
FIGURE 8. Data transmission for sm: (a) Successful broadcast of sm; (b) Failure transmission between S and D; (c) By getting CRM neighboring nodes offer to relay, and Sb will the choose optimal R; (d) Neighboring nodes offer to relay, and Sb will choose optimal R1; (e) Data transmission through the optimal R1.

FIGURE 9. Data transmission for nsm, (a) Successful transmission between S (WAVE provider) and D (WAVE user); (b) By getting CWSA from neighboring nodes, S detect relays; (c) From relays, S chooses the optimal relay R1; (d) Data transmission through the optimal relay R1.

CAM to make cooperation for failed transmission. S will select optimal relay among them and will send ORM to optimal relay. Other nodes will append to send CAM for the same CRM, which is exposed in Fig. 8d. Then, S will send data to D. Again, D will send ACK to optimal relay, and the optimal relay will relay ACK to S. Data transmission through the optimal relay is shown in Fig. 8e.

For nsm, S will send data directly to D if S does not get any relay. Successful transmission of data between S and D is shown in Fig. 9a. If neighboring nodes have better channel conditions, and then they will broadcast CWSA. By getting CWSA, S will detect relay, which is demonstrated in Fig. 9b. Then, S will choose optimal relay, which has optimal channel condition among relays. S will send ORM to optimal relay, and other nodes will suspend sending CWSA after hearing ORM for the same WSA. Fig. 9c describes the selection of optimal relay and postponement of sending CWSA. Fig. 9d presents that the S will send data to D via optimal relay after selecting the optimal relay.

F. OPTIMAL RELAY SELECTION
Optimal relay R node is chosen by S for sm and nsm. However, S initializes cooperation for sm, and D initializes cooperation for nsm. Cooperation gain depends on relay R. By cooperative transmission, a low data rate node can broadcast data with a high data rate with the help of R.

For sm, the S sends CRM to initiate cooperation. Then neighboring nodes who have a higher SINR will send CAM to S. The SINR filed is included in CAM. Nodes that send CAM are considered as R. Then, S will realize the SINR of the relay from CAM. Then S will select the optimal relay which has optimal SINR, and S node will send ORM to the optimal relay. For nsm, neighboring nodes that have a higher SINR will transmit CWSA to S and initiates the cooperation. Nodes that broadcast CWSA to S are relay. SINR filed is included in CWSA. A node that has optimal SINR is the optimal relay. Then S will broadcast ORM to optimal relay. Here, relays are categorized as relay and optimal relay. The neighboring nodes that offer to relay in transferring data by broadcasting CAM or CWSA are relay. Relays have a higher SINR. An optimal relay is a relay that has optimal SINR among relays [44]–[46].

IV. PERFORMANCE ANALYSIS
A. THROUGHPUT ANALYSIS
A VANET is taken into account with N vehicles in the transmission range (ζ). It is assumed that vehicles are randomly distributed and run on the multi-lane road.

Let β be mean arrival rate of vehicles, which can be given as [45]

$$\beta = N_L d_T v.$$  

(1)

where $N_L$ represents number of lanes on multi-lane road, $v$ is velocity of the vehicle. $d_T$ denotes the traffic density.

Let $\Delta_t$ be transmission probability that a vehicle broadcasts a packet in a slot time. $\Delta_t$ for each subcarrier can be written as [42]

$$\Delta_{t-sc} = \frac{2}{(CW + 1)}.$$  

(2)

Since there are $N_{sc}$ a number of the subcarrier, $\Delta_t$ can be written as

$$\Delta_t = \frac{2}{(CW + 1)N_{sc}}.$$  

(3)

If at least one vehicle is broadcasting the packet within $\zeta$, channel will be busy, $\Delta_b$ can be shown as

$$\Delta_b = 1 - (1 - \Delta_t)^N.$$  

(4)
The collision occurs if at least one of remaining N-1 vehicles transmits a packet at the time slot, $\Delta_c$ can be expressed as

$$\Delta_c = 1 - (1 - \Delta_t)^{N-1}. \quad (5)$$

$\Delta_s$ is successful transmission probability that a packet transmission in the channel is successful which will be occurred if one station transmits on the channel in the slot time. $\Delta_s$ can be given as

$$\Delta_s = \frac{N\Delta_t(N - \Delta_t)^{N-1}}{\Delta_b} e^{c_{CH}}, \quad (6)$$

where $c_{CH}$ shows the channel condition. Channel is modeled by a two-state Markov chain model (see appendix).

$\Delta_{d-coop}$ is the probability of the decision of cooperative transmission. Cooperative transmission decisions will be performed after direct transmission fails, and there is at least one available relay for cooperative transmission. $\Delta_{d-coop}$ can be given as

$$\Delta_{d-coop} = \Delta_b \Delta_r N_{sc}, \quad (7)$$

where $\Delta_r$, is getting helper probability, and it can be expressed as

$$\Delta_r = \frac{N_r}{N}, \quad (8)$$

where $N_r$ is the number of relays.

$\Delta_{s-coop}$ is successful transmission probability with cooperative transmission that packet transmission becomes successful with cooperative transmission. The transmission can be successful either by direct transmission or by cooperative transmission. $\Delta_{s-coop}$ can be given as

$$\Delta_{s-coop} = \Delta_s + \Delta_s(1 - \Delta_s)\Delta_{d-coop} \quad (9)$$

Let $T$ be system throughput. $T$ is data transmitted over a mean duration of slot time which can be expressed as

$$T = \frac{E[data \ transmitted \ in \ a \ slot \ time]}{\delta_e} \quad \text{(10)}$$

where $E[.]$ denotes expected value operator and $\delta_e$ is expected time in Markov state. For sm and nsm, $T$ can be shown in direct transmission as

$$T_{sm-dir} = \frac{\Delta_s \delta_{s-dir-sm} L_{sm}}{\delta_e}, \quad (11)$$

$$T_{nsm-dir} = \frac{\Delta_s \delta_{s-dir-nsm} L_{nsm}}{\delta_e}. \quad (12)$$

Here, $L_{sm}$, $L_{nsm}$ denote packet size for sm and nsm, respectively. For sm and nsm, in cooperative transmission, $T$ can be given as

$$T_{sm-coop} = \frac{\Delta_s \delta_{s-coop-sm} L_{sm}}{\delta_e}, \quad (13)$$

$$T_{nsm-coop} = \frac{\Delta_s \delta_{s-coop-nsm} L_{nsm}}{\delta_e}. \quad (14)$$

For sm and nsm, $\delta_c$ can be expressed for both direct transmission and cooperative transmission

$$\delta_{e-dir-sm} = (1 - \Delta_b)\delta_{slot} + \Delta_b \delta_{s-dir} \delta_{s-dir-sm} + \Delta_b(1 - \delta_{s-dir})\delta_c, \quad (15)$$

$$\delta_{e-coop-sm} = (1 - \Delta_b)\delta_{slot} + \Delta_b \delta_{s-coop} \delta_{s-coop-sm} + \Delta_b(1 - \delta_{s-coop})\delta_c, \quad (16)$$

$$\delta_{e-dir-nsm} = (1 - \Delta_b)\delta_{slot} + \Delta_b \delta_{s-dir} \delta_{s-dir-nsm} + \Delta_b(1 - \delta_{s-dir})\delta_c, \quad (17)$$

$$\delta_{e-coop-nsm} = (1 - \Delta_b)\delta_{slot} + \Delta_b \delta_{s-coop} \delta_{s-coop-nsm} + \Delta_b(1 - \delta_{s-coop})\delta_c. \quad (18)$$

where, $\delta_c$ and $\delta_s$ are duration of collided and successful transmission, respectively. Broadcast mode of sm and unicast mode of nsm are taken into account. For sm and nsm, $\delta_s$ and $\delta_c$ can be expressed for both direct transmission and cooperative transmission as follows:

$$\delta_{s-dir-sm} = \delta_{DIFS} + \frac{L_{h} + L_{sm}}{R_{d}} + \delta_{CRM} + \delta_{delay}, \quad (19)$$

$$\delta_{s-dir-nsm} = \delta_{DIFS} + \delta_{SIFS} + \frac{L_{h} + L_{nsm}}{R_{d}} + \delta_{WSA} + \delta_{delay}, \quad (20)$$

$$\delta_{s-coop-sm} = \delta_{DIFS} + 3\delta_{SIFS} + \frac{L_{h} + L_{sm}}{R_{d}} + \delta_{CRM} + \delta_{CAM} + \delta_{OHM} + \delta_{delay}, \quad (21)$$

$$\delta_{s-coop-nsm} = \delta_{DIFS} + 3\delta_{SIFS} + \frac{L_{h} + L_{nsm}}{R_{d}} + \delta_{WSA} + \delta_{CWSA} + \delta_{OHM} + \delta_{delay}, \quad (22)$$

$$\delta_c = \delta_{DIFS} + \frac{L_{h} + L}{R_{d}} + \delta_{delay}. \quad (23)$$

where $\delta_{SIFS}$, $\delta_{DIFS}$ are the time duration for SIFS, DIFS, respectively. $\delta_{CRM}$, $\delta_{CAM}$, $\delta_{OHM}$, $\delta_{WSA}$, $\delta_{CWSA}$, $\delta_{ORM}$ are the time required for CRM, CAM, WSA, CWSA, ORM, respectively. $\delta_{delay}$ and $R_{d}$ denote propagation delay and transmission rate, respectively.

For all transmission modes, the throughput variation equation based on the offered traffic load can be given as

$$T = \frac{t_L e^{-\theta t_L}}{(1 - e^{-\theta t_L}) + \theta} \quad (24)$$

where $t_L$ is offered traffic load. The traffic load is typically characterized by the average number of stations that request the service and the average duration of the stations that require the service. $\theta$ is the normalized time unit ($\theta = \delta_{delay}/\delta_e$).

In addition, due to cooperative communication, the system throughput gain $\eta$ can be calculated for both sm and nsm as

$$\eta_{sm} = \frac{T_{sm-coop} - T_{sm-dir}}{T_{sm-coop}}, \quad (25)$$

$$\eta_{nsm} = \frac{T_{nsm-coop} - T_{nsm-dir}}{T_{nsm-coop}}. \quad (26)$$
B. PACKET DROPPING RATE ANALYSIS

If the total probability is 1 (probability of successful transmission + probability of packet dropping), the packet dropping rate is 1 - the probability of successful transmission. For direct transmission, packet dropping rate ($\varepsilon$) can be calculated as [42]

$$\varepsilon = (1 - \Delta_{s-DF}). \quad (27)$$

After the failure of direct transmission, a packet will be transmitted with cooperative transmission. For cooperative transmission, if $m$ denotes the number of cooperation attempts, $\varepsilon$ can be written as [42]

$$\varepsilon = (1 - \Delta_{s-CT})^m. \quad (28)$$

V. DELAY ANALYSIS

Time duration from the creation of a frame to its successful transmission is frame delay. Let $E[A]$ be a delay which can be written as:

$$E[A] = E[\chi](E[\vartheta] + \delta_c + \delta_w) + (E[\vartheta] + \delta_s), \quad (29)$$

where $E[\chi]$ is the average number of collisions of a frame until successful transmission, $E[\vartheta]$ is backoff delay that is the backoff of a vehicle before accessing the channel, and $\delta_w$ is the waiting time of a vehicle to sense the channel again after a collision. $\delta_w$ can be given as

$$\delta_w = \delta_{SIFS}. \quad (30)$$

$E[\chi]$ can be obtained from the successful transmission probability $\Delta_s$, which can be given as

$$E[\chi] = \frac{1}{\Delta_s} - 1. \quad (31)$$

$E[\Delta_b]$ depends on backoff counter value and paused time of counter when the channel is busy. If backoff counter at $c$ and to reach 0, $b_c$ slot times is needed without considering pause of the counter. The mean of this time interval can be written as

$$E[\Psi] = \sum_{c=0}^{CW-1} c b_c = \sum_{c=0}^{CW-1} \frac{c}{CW} (CW - c b_0)$$
$$= \frac{(CW - 1)(CW + 2)}{(CW + 1)N_{wc}}. \quad (32)$$

Let $E[\Phi]$ is the mean time a vehicle counter freeze, $E[N_\Phi]$ is mean number of times that a vehicle senses transmission from other vehicles before the backoff counter becomes 0, and $E[\Upsilon]$ is average number of consecutive idle times before transmission occurs. The relationship between these parameters can be shown as

$$E[N_\Phi] = \frac{E[\Psi]}{\max(E[\Upsilon], 1)} - 1, \quad (33)$$

$$E[\Phi] = E[N_\Phi](\Delta_c \delta_s + (1 - \Delta_s) \delta_c), \quad (34)$$

$$E[\Upsilon] = \frac{1}{\Delta_b} - 1. \quad (35)$$

By using (32) to (35), $E[\Delta_b]$ can be written as

$$E[\vartheta] = E[\Phi] + E[N_\Phi](\Delta_c \delta_s + (1 - \Delta_s) \delta_c). \quad (36)$$

Here, $\delta_s$ and $\delta_c$ can be calculated by using (19) to (23). Therefore, $E[A]$ can be obtained by substituting (30), (31), and (36) into (29).

VI. NUMERICAL RESULTS

The performance of proposed OEC-MAC protocol is investigated in this section. sm and nsm transmission for VANETs. The throughput increases to a certain point, and then the throughput decreases. Since fewer vehicles cannot cause collisions, throughput begins to increase with growing vehicle nodes, but as vehicles increase, vehicles cause more collisions and reduces throughput. However, in the proposed OEC-MAC, the throughput is particularly good in high traffic scenarios. Due to cooperation, S-R link will be more reliable for transmitting packet, and transmission will be faster with good channel conditions. Because of CSMA/CA, RECV-MAC protocol has higher throughput when there is low traffic compare to OEC-MAC. However, when the traffic is increasing, OEC-MAC is better than the RECV-MAC protocol. Throughput for OEC-MAC protocol is higher because of OFDMA. Since OFDMA enables current data transmission through different subcarrier channels, the probability of collision is lower. Throughput gain comparison between OEC-MAC and existing RECV-MAC protocols is given in Table 3.

Figure 11 shows throughput against number of vehicles. There is a significant improvement in OEC-MAC protocol for sm and nsm transmission for VANETs. The throughput increases to a certain point, and then the throughput decreases. Since fewer vehicles cannot cause collisions, throughput begins to increase with growing vehicle nodes, but as vehicles increase, vehicles cause more collisions and reduces throughput. However, in the proposed OEC-MAC, the throughput is particularly good in high traffic scenarios.
topology changes. However, the proposed OEC-MAC protocol increases throughput under different velocity in VANETs due to cooperative communication and OFDMA.

Figure 12 demonstrates normalized throughput versus offered traffic load. Throughput increases with the increase of offered load and then starts to fall which follows a normal distribution. Offered traffic load starts with 20 vehicles, represents as 1 and increases by 20 vehicles in each increase of offered load. OEC-MAC has the highest throughput.

Figure 13 presents packet dropping rate (PDR) against number of vehicles. Packet dropping rate increases with increase of the number of vehicles because collision probability increases. When there are more nodes, probability of packet arrival increases, which results in more contention and more collisions. OEC-MAC protocol provides reliable
transmission by reducing packet dropping rate. Because of subcarrier, simultaneous packets access and transmission through different subcarrier channels can decrease collision probability. Therefore, OEC-MAC has lowest PDR.

Figure 14 demonstrates average packet delay versus number of vehicles. Since there will be more packet to send, the average packet delay increases with number of vehicles. For transmission, these additional packets will result in extended probability of channel busy and collision for the channel in the same time period. Therefore, the average packet delay increases. Cooperative communication increases successful transmission probability. Thus, RECV-MAC and OEC-MAC have lower delay than traditional MAC. It is noticeable that both RECV-MAC and traditional MAC has lower delay than OEC-MAC protocol because both of them use CSMA/CA and when there is low traffic CSMA/CA performs better. Since CSMA/CA uses full channel, the packet is transmitted with higher bandwidth than OEC-MAC. On the other hand, CSMA/CA does not perform well in the case of high traffic scenario because of high collision probability. High collision probability increases backoff and keeps channel busy longer. Therefore, both RECV-MAC and traditional MAC protocols have higher delay in high traffic. On the other hand, OEC-MAC reduces channel busy and collision probability by subcarrier channel of OFDMA mechanism. Instead of contending in one channel, packets will contend for different subcarrier channels which will reduce probability of channel busy and collision. Therefore, OEC-MAC has lower delay than RECV-MAC in high traffic.

Figure 15 shows average packet delay versus velocity. Delay increases with the increase of vehicle velocity. Since network topology changes rapidly with velocity which makes communication unstable and causes packet loss and collision, delay increases. However, OEC-MAC protocol reduces latency in VANETs due to OFDMA and cooperative communication. The same issue is also noticeable in this figure. When traffic is low, traditional MAC and RECV-MAC protocols have lower delay than OEC-MAC. On the other hand, OEC-MAC has lower delay than traditional MAC and RECV-MAC protocols when traffic is high.

In the existing cooperative MAC mechanisms, under the same network scenario, maximum throughput is about 3.5, 3.5, 7, 16 Mbps, in [30], [35], [37], [42], respectively. However, the OEC-MAC protocol achieves a maximum throughput of about 16.3 Mbps. Delay analysis is not studied in [31], [35], [36]. Delay constraint of sm cannot be satisfied in [34], [35], [37]. Though [42] satisfies 100 ms delay requirement for sm in VANETs, OEC-MAC has lower delay than [42] in high traffic scenario.
VII. CONCLUSION AND FUTURE WORKS

In this paper, a novel OFDMA based efficient cooperative MAC protocol is proposed for VANETs, which is named as OEC-MAC. New control messages have been presented to provide effective cooperative communication. Data transmission mode is divided into two categories—direct transmission and cooperative transmission. The mechanism of optimal relay selection is also described. An analytical analysis based on the Markov chain model of OEC-MAC protocol is demonstrated. Network performance metrics, such as successful transmission probability, channel busy probability, collision probability, throughput, packet dropping rate, and delay are derived. OEC-MAC protocol performance is examined by numerical analysis, and a quantitative comparison is provided. Numerical results show that OEC-MAC protocol increases data rate, decreases packet dropping rate and delay, and fulfills 100 ms latency requirement for sm. Moreover, OEC-MAC performs better than any other existing protocols in heavy traffic scenarios. In future research, we will consider the unsaturated condition. Performance analysis under capture effect and channel fading also includes future research work.

APPENDIX

Two-state discrete-time Markov chain model is presented in Figure 16. Wireless channels may be in good (G) or bad (B) conditions. SINR at any moment is taken from a uniform distribution in the range of 15 to 30 dB when wireless channel is in G condition. SINR value is taken in a range of 0 to 15 dB when wireless channel is in B condition. A packet is successfully transmitted when state is in G condition. If channel is in B condition, it will be a failed transmission. The success or failure of transfer depends only on the current channel in B condition, it will be a failed transmission. The success or failure of transfer depends only on the current channel condition. Performance analysis under capture effect and channel fading also includes future research work.

\[ \Delta = \begin{bmatrix} \Delta_{GG} & \Delta_{GB} \\ \Delta_{BG} & \Delta_{BB} \end{bmatrix}. \]
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