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Abstract. Smart Grid is the product of deep integration of power system and information network. It applies advanced control technology, communications, information and networking to power systems. In the power generation, transmission, substation, power distribution, power consumption and dispatching, the integrated two-way flow of power flow and information flow is realized in the power grid. The smart grid information exchange is frequent, the coverage is large, the related equipment is complex, and any node may have information security problems, which causes the smart grid to malfunction and cause different degrees of harm to the society. Therefore, information security issues have become an important factor affecting the development of smart grids. This paper discusses the development overview, architecture and key technologies of smart grids and analysis the security risks of current smart grid information systems. Aiming at the information security problem in smart grid information communication system, an access control scheme is proposed to facilitate key management and maintenance, which improves the security of the communication system in the smart grid, enabling the smart grid system to operate more safely and reduce the harm caused by grid damage to society.

1. Introduction

In the development of society, the power industry is a very important industry, and its role in economic development and people's lives is irreplaceable. In the power station, various other energy sources are converted into electric energy, which is transmitted to various parts of the country and distributed to various factories and residents' homes, which provides great convenience for the people's production, life and social development. The stable power grid system is a prerequisite for the stable development of society [1].

The grid system can operate safely and stably, and it is inseparable from the stable operation of the information network. Without a stable network, the entire grid system will also be paralyzed. As a smart grid of the new power grid, it integrates advanced technologies such as information technology, automation control technology and communication technology and integrates with the physical grid. Reliable network security is indispensable for the stable operation of the smart grid. If there is a safety problem in the course of operation, it will have a very serious impact. Therefore, the network security of smart grid has long received the attention of various countries, and many scholars are committed to research in this area to improve the stability of smart grid network operation [2][3].
2. Grid system overview
At present, the smart grid is still in the development stage. The definitions in different countries and even regions are not identical, but the ideas are the same. The basic idea is to integrate modern science and technology with traditional power grids. A smarter grid system is created by the integration of grid resources with modern advanced science and technology. The architecture of the smart grid is shown in Figure 1.

![Smart grid architecture diagram](image)

It can be seen from Figure 1 that the architecture diagram of the smart grid includes the entire process from power generation to power consumption, which is mainly divided into six parts: power generation, dispatching, transmission, substation, power distribution, and power consumption. This division is based on the technical level and is divided according to the technology used. But no matter how it is divided, the power system is the most important core.

Through the above analysis, this paper believes that the smart grid can be summarized as follows: based on the traditional power grid, the smart grid is integrated into the traditional power grid by adopting the most advanced information communication technology, automation technology, sensor technology and other technologies, enabling access at each node. It is achieving hierarchical distribution control and power management, maximizing power resource utilization, ensuring safe and stable operation of power systems, improving power users’ electricity experience, and improving power supply quality [4].

3. Key technology of the power grid
In the future, SG will introduce more renewable energy sources such as wind power and photovoltaics, change the energy structure of existing power grids, and realize diversified supply of power resources [5]. The relationship between computer network systems and smart grids will be closer. The main differences between the traditional grid structure and the smart grid structure are shown in Table 1.

| Traditional power grid | Smart grid |
|-----------------------|-----------|
| Centralized power generation | Centralized & distributed generation |
| One-way communication | Two-way real-time communication |
| No implementation feedback | Set up monitors and sensors |
| Closed/proprietary/distributed | Open / standardized / integrated |
| Manual operation | Automation (self-monitoring, self-removal) |
| Passive consumption | Active consumption |
| Vulnerable | Highly secure (end-to-end protection) |
The power flow information is integrated into the computer information environment, which changes the closedness of the traditional power grid. The power energy structure is improved by introducing renewable energy such as wind power and photovoltaic. To unify power planning and scheduling. The key technologies of the smart grid are shown in Figure 2.

![Figure 2. Key technologies of smart grid](image)

The smart grid integrates communication technology, information technology, sensing and measurement technology, and power grid technology, and comprehensively utilizes intelligent devices to build an intelligent and high-speed information communication system to achieve flexible access to a variety of different services. The physical grid and the information network are combined to form a multi-energy and communication information system.

4. Grid system network security status

After the deployment of the grid system network, due to the relatively poor natural conditions, each unit will face an external attack and cannot guarantee its security. The sensor network uses broadcast communication, and the transmitted information is easily intercepted. Multiple nodes are deployed in the sensor network. Due to the limitation of energy, WSN is not suitable for encryption or authentication technology when data processing is performed. As a result, there are many potential problems in the WSN, which affects the normal operation of the network. Grid system network security is mainly threatened in the following aspects [6]:

- **Information theft.** Since the communication network of the grid system broadcasts and transmits data to the neighbor nodes, other external devices can capture the information transmitted by the nodes within the effective frequency range, so that the information leaks and the security of the grid communication data is compromised.
- **Sensor node is captured.** In a wireless network environment, network devices are easily captured, making sensor nodes face the threat of malicious attacks.
- **Destroy the network.** In the communication network of the power grid system, once the network node is attacked, the node fails or the energy is exhausted, the node will exit the network, causing the sensor network to lose connection.
- **Tampering with information.**

5. Grid network security protection measures

5.1. Information security technology
Compared with the traditional grid system network, when the smart grid fails, it will bring more serious harms: damage some data and information, cause major economic losses, and cause harm to the lives of the people and cause social turmoil. Greater harm. Therefore, relevant information security technologies are adopted to strengthen the protection of network communication in the power grid system to ensure that the communication system can operate safely and stably.

- **Firewall technology.** A firewall is used to separate an untrusted network from a trusted network.
- **Antivirus technology.** Computer viruses seriously affect information communication systems. Anti-virus technology can be divided into virus prevention technology, virus detection technology and virus removal technology, and belongs to the category of computer security technology.
- **Intrusion detection technology.** Intrusion detection technology is a security protection method behind the firewall. It actively protects the network system from network attacks and effectively complements the firewall technology. Once an abnormal intrusion activity is discovered, the protection policy is immediately activated to cope with the abnormal intrusion behavior of the network.

### 5.2. Smart grid information security design

In the smart grid communication information network, timely and complete transmission of information is achieved as the highest priority. Therefore, in the smart grid system communication network, the integrity of the information must first be ensured, and the request to access the system is strictly verified to ensure that the malicious threat can be completely blocked. In the power system, once the communication system has problems, it will lead to the paralysis of the entire power grid system. Therefore, the availability of the power grid system is the premise of the normal operation of the power grid, and it should be considered in the intelligent grid information security design.

In the information communication network of the smart grid, it is possible to ensure the credibility and accuracy of transmitting and receiving information, and privacy is a secondary consideration. On this basis, this paper presents a security scheme based on access control and data integrity authentication to ensure that only legitimate devices are allowed to access the system, thus preventing the transmitted data from being tampered with by illegal devices.

The JADE-based Smart Agent Security Communication Model (SASCM) is shown in Figure 3 below. Its components mainly include: ECDH-based key interaction unit, ECDSA-based identity authentication unit, and encrypted data transmission unit. The main purpose of the SASCM module design is to serve two communicating entities to provide secure communication services. The SASCM module is designed based on ECC and AES. The core security technologies of this module mainly include ECDH key agreement algorithm, ECDSA fast digital signature algorithm, MD5 hash function and AES symmetric key technology. The reliability of key transmission is realized by the negotiation algorithm using ECDH key; the communication integrity is realized by MD5 hash; the confidentiality of data transmission is realized by AES symmetric key; the security between agents is realized by digital signature technology to prevent malicious data.
In digital substation, SASCM design can solve the communication security problem between intelligent agents. However, in the process of network information interaction, information security problems still exist. These problems can be solved by measuring application transparency. The encryption granularity is a key. Parameters, the security performance of the SASCM module has a lot to do with this parameter. The network layer where data encryption is located determines the choice of encryption granularity. The lower the network hierarchy, the higher the transparency of the application. Therefore, the larger the system communication bandwidth resources occupied, the greater the impact on the network performance of the system. Through analysis, the SASCM secure communication module can meet the information interaction requirements between agents, reduce the consumption of resources, and can adapt to the network system in the digital substation [9][10].

After analysis, it is found that the SASCM secure communication channel model mainly includes the following two advantages:

- During the interaction process of the communication module, the data has confidentiality and integrity: in the data transmission, the 256Bite AES encryption algorithm is adopted, and the message verification code is realized by calculating the MD5 hash, thereby realizing the confidentiality of the data and Integrity.
- Transparency in data transmission: Data exchange between agents in the substation is completed through the Agent platform, without the participation of third-party systems.

6. Conclusion
This paper introduces the smart grid, compares the difference between the traditional grid and the smart grid, and highlights the advantages of the smart grid. However, one of the most important concerns of the development of the smart grid is the network security of the information communication system. The security situation was analyzed and a security scheme was designed to improve the security of the current network system. The network security of smart grids is still under constant research. As a theory and core technology, cryptography can provide data security services for information communication systems.
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