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Abstract—With the recent advances of the Internet of Things, and the increasing accessibility to ubiquitous computing resources and mobile devices, the prevalence of rich media contents, and the ensuing social, economic, and cultural changes, computing technology and applications have evolved quickly over the past decade. They now go beyond personal computing, facilitating collaboration and social interactions in general, causing a quick proliferation of social relationships among IoT entities. The increasing number of these relationships and their heterogeneous social features have led to computing and communication bottlenecks that prevent the IoT network from taking advantage of these relationships to improve the offered services and customize the delivered content, known as social relationships explosion. On the other hand, the quick advances in artificial intelligence applications in social computing have led to the emerging of a promising research field known as Artificial Social Intelligence (ASI), which has potential to tackle the social relationships explosion problem. This paper discusses the role of IoT in social relationships management, and reviews the proposed solutions using ASI, including social-oriented machine-learning and deep-learning techniques.

Index Terms—Artificial Social Intelligence, Social relationships explosion, IoT, Cyber-Physical-Social system, Social Internet of Things.

I. INTRODUCTION

With the fast development of the Internet of Things (IoT), the massive proliferation of connected devices is expected to reach 41 billion devices connected to the IoT network by 2025 [1]. The IoT network is facing various scalability challenges. The most prominent problems are known as the scalability explosions. The IoT is suffering from data explosion at the sensing layer [2], connections explosion at the network layer [3], and application/services explosion at the applications layer [4]. The nature of IoT devices has changed over the years. In the next generation of IoT, the objects are integrated with our social dimension, making them smart and social objects [5]. The integration of physical devices with the users’ social dimension has enabled them to understand the social context of the users and perform a whole new type of social computing tasks [6]. On the other hand, the popularity of online social networks has led to the emergence of a new type of social networking application that could operate at the Unit IoT level [7]. As a result of that, we have witnessed a quick proliferation of social relationships among IoT entities, such as user-user relationship, user-device relationship, and device-device relationship. These relationships are empowering IoT applications with key functionalities, such as social trust analysis, users’ social attributes profiling, management of social communities, and social recommendation services. However, the increasing number of these relationships and their heterogeneous social features have led to a computing and communication bottleneck that prevents the IoT network from taking advantage of these relationships to improve the offered services and customize the delivered content. This is known as social relationships explosion.

In recent years, we have witnessed a new computing paradigm known as social computing, which focuses on integrating the social dimension in the computing system. Social computing aims to enable smart systems to socialize with the user and understand its social context. Moreover, the quick advances in Artificial Intelligence (AI) application in social computing have led to an emerging promising study field known as Artificial Social Intelligence (ASI). It has emerged as a result of the joint study area shared between AI and social computing, see Figure 1. ASI has the potential to tackle the social relationships explosion, as it approaches this problem from a social computing perspective, unlike conventional AI.

The enormous volume of data generated by IoT devices can be a rich source of the user’s social properties. By analyzing the users’ generated social data footprints recorded from a different situation of physical contact and communication among users (e.g., location, emails log, call records and text messages), the emotional states and behavioral patterns, the smart devices can be aware of the physical as well as the social context of the users. Accordingly, they will offer personalized services and customized content according to their social context. The conventional AI data analysis technologies should work simultaneously with the ASI to maximize the system knowledge about the social dimension of the users. As shown in Figure 2, applying conventional AI on the user’s social data footprint empowered by IoT systems can help to extract social features and social context data. Moreover, ASI is applied to...
understand the social context’s semantic and customize the services and applications accordingly.

This paper discusses the role of IoT in social relationships detection and management and the problem of social relationships explosion in IoT, and reviews the proposed solutions using ASI, including social-oriented machine-learning and deep-learning techniques.

The remainder of this paper is organized as follows: Section II highlights the existing research and the gaps in existing research on the topic. Section III argues the necessity of using ASI and the main differences between conventional AI and ASI. Section IV examines the different types of relationships that connects the IoT entities. Section V discusses some of the challenges that face the IoT networks due to social relationships explosion. Section VI reviews some of the works that proposed social-aware approaches for IoT. Section VII presents a use case scenario of an ASI application. Section VIII presents some of the ASI-enabled IoT applications. Finally, Section IX concludes the paper.

II. RELATED WORK

Atzori et al. [8] proposed the integration of social network with IoT to form the SIoT network, where the SIoT architecture can guarantee the network navigability and the discovery of objects and services is performed effectively and the scalability is ensured just like in the human social networks. The advantage of the proposed SIoT paradigm is that the social networks can be re-used to solve IoT related issues related to the scalability of interconnected objects. To further explain the benefits of SIoT compared to the conventional IoT. The same research group [9] presented the advantages of interconnecting 'social objects' rather than 'smart objects', which is considered a generational leap from objects with a certain degree of smartness to objects with an actual social consciousness. Similarly, in another work [10] they discussed the SIoT architectural model, and discussed the various social relationships that can connect the objects of SIoT network. Wang et al. [11] discussed the potentials of social computing paradigm, and show that social computing technologies move beyond social information processing towards emphasizing social intelligence. Specifically, they proved that the move from social informatics to social intelligence is achieved by modeling and analyzing social features and behaviors, and by capturing human social dynamics, and by creating artificial social agents and generating and managing actionable social knowledge within the IoT network. Recently, Khelloufi et al. [12] proposed a service recommendation system that leverages the social relationships between IoT devices’ owners, where the recommendation is based on the different relationships between the service requester and service provider, furthermore, they proposed a boundary based community detection algorithm that we used to form socially-connected device communities.

While all the above-mentioned works have discussed the importance of incorporating the social relationships and objects’ social properties in IoT computing and communication schemes. None of these works have addressed the role of AI in IoT-enabled social computing. The current paper advocates for considering the social properties and attributions of IoT entities through the application of artificial social intelligence.

III. RELATIONSHIPS IN IOT

As stated early, the future IoT network will incorporate billions of connected sensors, actuators and devices, along with networking equipment, and millions of applications and connected users. All these entities are interconnected by various types of relationships that describe the common functionality shared by these entities. Manipulating the properties of these relationships to adapt to the continuous changes in the surrounding environment enable the system to optimize the performance of these entities without the need for a change in the physical hardware. There are different types of relationships that interconnect IoT entities:

Hierarchical relationship [13]: defines the hierarchical relationship that connects two IoT entities. Two entities could have different control levels such as ownership relationship between a user and a device, or the same level of privileges
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such as peer-to-peer relationship between two sensors. The management of hierarchical relationship is vital for security applications in IoT, only upper-level entities in the control hierarchy should have the access to the designated low-level entities.

Functional relationship [14]: defines the relationship between the functions of the two IoT entities. For instance, the co-work relationship between two sensors that are performing the same task is a functional relationship. The functional relationships are used to manage the tasks assigned to the network entities, computational offload in Fog and Edge computing uses functional relationships between the devices to perform computational and storage tasks.

Spatial relationship [15]: defines the spatial relationship between IoT entities, for instance in a smart home environment, two sensors located in the same room are connected by the co-located relationship [16]. The spatial relationship could be expressed relative to a given reference, or absolute spatial relationship and expressed by a positioning system such as GPS.

Temporal relationship [15]: defines the temporal relationship between two IoT entities or events related to these entities. For example, the fire alarm’s start warning event is triggered after the fire sensor detects a fire. After, before, when and any relationship that defines time events are defined as temporal relationships.

Social relationship [17]: defines a social relationship between two IoT entities or related entities in the control hierarchy. For example, the friendship relationship of two users. The social relationships between devices are the main motivation of the Social IoT (SIoT) paradigm [9].

The relationship that holds among network entities in the physical space are mapping into the cyber space by a cyber-physical system (CPS) [18], similarly the application represented as entities in the social space are mapped to the cyber space using a cyber-physical social system (CPSS) [19]. The relationships among various entities in the physical and social space are represented as cyber entities in the cyber space as shown in Figure 3. In Table 1 we list examples of these relationships in each layer in the IoT architecture.

All these relationships of different types among connected objects bring to the creation of a social network which will contribute to the realization of the ASI. It is a social network where the objects are strictly interconnected to highlight key connections that are exploited for the realization of future communications and applications. This is a live network, as the observed nodes activities and profiles change over time also due to the varying applications used by the humans. Indeed, the creation of these links are triggered by the activities performed by the humans which are more and more frequently monitored by either personal devices or devices which are installed in the surroundings to improve the environment smartness. These devices are also involved in the execution of automatic tasks without the involvement of the humans, such as the setting of the working parameters of the appliances at home or the control of energy management systems in complex buildings. Accordingly, they cooperate with other objects and services on behalf of the humans and record the resulting interactions.

A major advantage of the resulting social network is that it fosters future interactions among all the peers (humans, devices and services) by providing a navigable network, i.e., it contains short paths among all (or most) pairs of nodes.

| IoT layer | Relation source | Relation Type | Space | Cyber mapping |
|-----------|-----------------|---------------|-------|---------------|
| Sensing layer | Co-sensing | Functional | Physical | CPS |
| | Node-Sink | Hierarchical | Physical | CPS |
| | Sensor-Event | Temporal | Physical | CPS |
| | Sensor-Location | Spatial | Physical | CPS |
| Network layer | P2P | Hierarchical | Physical | SDN |
| | Client-Server | Hierarchical | Physical | SDN |
| | M2M | Functional | Physical | SDN |
| | Position-Routing | Spatial | Physical | SDN |
| Application layer | User-Account | Hierarchical | Social | CPSS |
| | User-User | Social | Social | CPSS |
| | User-Data | Hierarchical | Social | CPSS |

TABLE I: Relationship examples in each IoT layer
However, to achieve this objective the resulting network is created to maintain certain properties, which are expressed mainly in terms of degree of local connectivity, size of the giant components, absence of isolated groups of peers. Accordingly, in the past major works have been proposed for the creation and update of a network with these characteristics, so as to select the best links among the possible options and to remove those that do not provide an important contribution of the navigability while increasing complexity [20], [21]. Additionally, the devices social networks may contribute to the ASI by providing key data for the evaluation of the trust level among devices, which is extremely important when two or more peers interact for the first time. Indeed, friend devices can be inquired about the reliability of another node from which a service has to be requested. The inquired devices may provide feedback on past transactions and through these it is possible to infer the reliability of the target peer [22]. Past works have also proposed the creation of objects networks which are devoted to some specific domains, as it is the case of the Social Internet of Vehicle (SIoV) [23]. It relies on the VANETs technologies for the creation of a vehicular social network platform on the basis of vehicle-to-vehicle, vehicle-to-infrastructure and vehicle-to-internet communications. The SIoV system exploits the resulting network among physical components to foster the establishment of different types of communications and store key information (e.g., safety, efficiency, and infotainment messages) for different use cases for the intelligent transport systems (ITS). Still in the vehicular communications domain, social-driven clusters are created to implement physical and logical topologies when multi-hop wireless communications are needed among moving vehicles [24]. Observation of past encounters among nodes are also used in social-aware routing solutions, as in [25], where a routing algorithm is proposed, which presents also the benefit of being stateless. Delay tolerant networks also may exploit the “small world” properties that characterize the social networks especially when addressing routing problems [26]. Social properties of mobile users are also addressed in [27], to the purpose of improving device-to-device multicast communications performance in terms of throughput while guaranteeing fairly channel allocation to different multicast clusters in radio networks.

IV. AI AND ASI

The social aspect of human intelligence and the relationship between intelligence and social relationships have been discussed extensively since the ancient philosophy age. Many researchers have discussed the importance of the social factor in human societies for centuries. Quoting from [28], "Man is by nature a social animal; an individual who is unsocial naturally and not accidentally is either beneath our notice or more than human. Society is something in nature that precedes the individual. Anyone who either cannot lead the common life or is so self-sufficient and therefore does not partake of society, is either a beast or a god?" (Aristotle, Politics, c. 328 B.C.). The physical, social, and thinking dimensions of the living being and the relationship between these dimensions have been studied in ancient and modern philosophy [29]. When Information and Communication Technology (ICT) emerged, the development of computing and communication technologies was always centered around the physical, social and thinking spaces of the users. In the physical space, with the fast development of robots in the last century, robotics researchers have always wanted to embed robots with human-like features, including physical appearance. They have succeeded to shape the robots in the form of the human body, and the result was humanoid robots [30]. Moreover, with the recent advances in wearable sensors and mobile devices, the physical orientation of the computing paradigm has changed to become ubiquitously present with the users, and the result was the new user-centered trends in computing such as the Internet of People [31]. In the thinking space development, computing systems as robots and devices were enabled by AI technologies to empower them with human-like intelligence and knowledge reasoning. That led to the emergence of various brain-related study fields that aim to mimic the human brain and thinking, such as AI. Besides, some researchers have even tried to physically merge machine intelligence with human intelligence to benefit from hybrid Human-Artificial Intelligence [32]. In the social space development, devices and robots were assigned with social properties such as personality traits and artificial emotions and feelings [33].

With the still ongoing AI revolution, AI is reshaping the future of different domains ranging from smart healthcare and smart services to industrial applications in supply chain and energy management [34]. The future smart city roads will be crowded with humanoid robots, self-driving vehicles and smart delivery drones. Also, the future AI-enabled robots and machines will live side by side with us. Robots will share sidewalks with human pedestrians and socially interact with us. Therefore, in general, robots and smart devices should learn how to socially integrate with our society. For example, delivery robots must not interfere in people’s personal space and should understand the social context during the delivery. While the development of AI is going at an unprecedented speed, the development of social-aware techniques is still at the early stages, and if this development trend continues in the current direction, we will end up with machines thinking-intelligent unsocial machines and devices. To avoid this scenario, machines’ thinking abilities should be developed side-by-side with their social integration abilities, which required the tight coupling of AI techniques to be merged with the machines’ social properties and social context. That resulted in the need for artificial social intelligence to be developed and tightly coupled with the conventional thinking AI. Figure 4 illustrates the development direction of the future smart devices that would be able to leverage thinking intelligence and social intelligence as well.

V. SOCIAL RELATIONSHIPS EXPLODING CHALLENGES

With the proliferation of social relationships, the IoT network faces new challenges at the unit IoT level and the ubiquitous IoT level. In this section, we present some of the challenges related to the social relationships explosion problem.
The amount of generated data in each application unit of IoT is estimated as 80 zettabytes (ZB) [1]. The management of such a huge amount of data at the unit IoT level is an exceedingly challenging task, as the computational and communication resources in the unit IoT is very limited. The data management at the unit IoT level involves many pre-processing and filtering tasks, such as data aggregation and data compression. At the ubiquitous IoT level, data management is even more challenging to aggregate and combine the generated data from heterogeneous IoT units. In addition to the classic big data challenges, the social relationships exploding will cause more complicated data management challenges. To understand and take advantage of the social relationships among users of social-aware unit IoT applications, the social knowledge of the local unit IoT is complemented with external data such as open linked data and knowledge graphs. The data linking of the social-aware applications with an external data source and the requirement of frequent updates will pose the conventional big data challenges in a more severe form [35]. AI techniques have been widely applied to tackle data management problems in all layers, from the physical layer to the application layer [36]. However, in the context of social-aware AI, the system should leverage the social dimension of the data and extract knowledge at all the data abstraction levels. That requires the system to change the way of data processing, from conventional data processing to more socially-aware data processing. As for socially-aware IoT applications, the challenge is not sensor and actuator management, nor the management of computing and communication, not even data management and manipulation in the physical sense. The real challenge is how to make sense of social data.

### B. Social feature processing

The physical and emotional status of the users during a social relationship can unveil the hidden semantic and latent social feature of the social interaction that is taking place. With continuous development in the field of natural language processing and human-machine interaction, modern computing systems could recognize the textual as well as vocal communication of user-to-user or user-to-device interaction. Furthermore, the emerging of a new social computing paradigm had enabled machines to comprehend many social aspects of the user’s social features. These include Affective Computing [37], the field that encompasses the development and design of devices and systems that can capture, process and detect human effects, and Personality Computing [38], the study field that aim to integrate human personality traits in the computing systems, and many other social-related computing fields such as Sentiment Analysis [39] and Trust Computing [40] to name a few. However, these social computing technologies are not developed enough to comprehensively understand all the social features that semantically enrich social communication. With social relationships explosion, the challenge is to integrate these social feature processing technologies near end-user devices, that is because some of these technologies require low response time, for example integrating real-time facial affects recognition at a smart home camera. Social feature processing technologies will cause proliferation of social-enabled devices connected to the IoT network, which will cause additional communication overhead in these devices.

### C. Social context awareness

The social internet of things (SIoT) aims to leverage the social dimension of smart objects to improve network navigability and device reachability, turning the network devices from a smart object into social-aware smart objects [9]. That will enable the smart objects to integrate into the social networks and improve its device-human interaction capabilities, such as the social-aware speaking objects [41] that communicate with humans using argumentation to show how various forms of human dialogue naturally fit coordination and cooperation requirements of the SIoT. To ensure the social context awareness of smart objects, the SIoT devices should be connected with social networking platforms, such as Facebook and Twitter, and with a personal social knowledge graph that maintains the knowledge about the social context of the users. With the massive social data generated from the social relationships explosions among users and devices, maintaining social context-awareness becomes an extremely challenging task, from the computational capability perspective as well as information semantic reasoning perspective. Furthermore, with the near future deployment of 5G networks, the social object will struggle to extract the social context from such a fast communication [42].

### D. Social data privacy

Dealing with the social relationship explosion requires that the SIoT devices share the captured social features of the
users with local as well as external applications to customize the offered services depending on the social context of the users. The social properties of users are sensitive information. In case of a network intrusion or data leaking, these social properties and social context data can be used to launch a socially engineered attack on the SIoT network [43]. With the enormous number of SIoT connected devices, the management of multiple access levels and data sharing privileges become extremely challenging. The implementation of social-privacy preserving schemes that can protect the social properties of social relationship explosions is one of the main requirements of the future SIoT network.

VI. COMPUTING AND COMMUNICATION SOLUTIONS TO SUPPORT SIoT-ENABLED ASI

With the advances of social-aware computing and communication techniques, computing and communication tend to converge toward joint computing-communication social intelligence [44]. In this section, we review some of the social-aware computing and communication techniques that address some of the challenges of SIoT and the convergence of social-aware computing and communication.

A. ASI in computing

ASI-based machine learning and deep-learning techniques can be applied in many social computing tasks, ranging from social data preprocessing and feature extraction to service recommendations and application customization. In the feature select and classification task, ASI is applied to extract either raw features from social data, such as social feature selection [45], [46], or to classify, generate or detect contextual meaningful social cues, such as text sentiment classification [47], automatic personality recognition [48], natural language generation [47], and user interest detection [49], [50]. With the applications and services computing tasks, ASI computing techniques are used to filter the offered services and match the right user with the right service according to the user’s social properties and social context, such as social-aware service recommendation [12], social-aware product recommendation [51] and social trust management [52]. Table II lists some of the common computing tasks in SIoT and the literature of social-aware solutions.

B. ASI in IoT communication

ASI plays an important role in IoT communication, as objects can have social relationships established using matched or different communication technologies and across different IoT platforms [78]. Managing and storing these relationships is usually done in the cloud. With the explosion in social relationships, the cloud’s centralized server faces some significant challenges. The objects are far from the data centers hosted in the cloud, which led to delays, insufficient communication infrastructure and management bottleneck. IoT end devices are resource-constrained in general, which makes handling the sociality procedures add more overhead to the computing, communication and storage resources. Therefore, some techniques and paradigms are applied to mitigate the effects caused by the social relationships exploding and centralized cloud-based IoT.

1) Edge Computing: While the computation power and storage capacities resources are usually ubiquitous, sensing data, such as healthcare data, smart home data, or even the personal activities data, are correlated to physical locations. Using centralized cloud paradigms makes the data being transmitted to the cloud servers before returning to users. Therefore, the distributed cloud was introduced to make the processing of sensing information closer to the end devices, which results in reducing network latency and traffic congestion [79]. Even though the distributed cloud has improved the whole system performance, there was a trend to push the services closer and closer to the users, and thus the edge computing concept comes into existence. When users request information, the requests will be processed locally [80]. So, the edge nodes need to be carefully designed to satisfy the services’ requirements [81]. Some projects already integrated the SIoT concepts with edge computing by creating virtual images to run social functionalities of the physical smart devices and then transfer them to the edge nodes. These images are like profiles that include information about the physical devices’ capabilities, resources, and permissions [78].

2) Mobile Edge Computing (MEC): It is also a paradigm that deploys resources at the mobile network edge on the base station. It handles mobile cloud computing requests and offers context and location awareness services. The main concept is improving the network performance, reducing unnecessary network traffic and increasing the throughput while replying to the users’ requests [81]. AI on chips has produced significant expansion in SIoT over recent years. It allows SIoT devices with social relationships to create groups that can collaborate to identify and handle some tasks locally without interference from remote servers. MEC is a common way to process social data locally, which reduces communications and computation overhead among SIoT devices and networks. The

| Social computing tasks | Publications | Task description |
|------------------------|-------------|-----------------|
| Trust management in SIoT | [53], [54], [55]. | Establishing trust between SIoT devices for social clustering and social community detection. |
| Social features extractions and classification | [59], [60]. | Assigning social properties such as personality traits, mood, emotions and interests to SIoT users. |
| Social relationships management in SIoT | [61], [62]. | Maintaining the user-user, user-device and device-device social relationship history and logging the relationship properties and preferences. |
| Social-aware recommendation system in SIoT | [63], [64]. | Services recommendation and content customization based on the social properties of SIoT entities. |
| Security and privacy in SIoT | [65], [66]. | Securing and preserving the privacy of social data and social context. |
created social groups can process users’ requests within the MEC networks that also have other techniques such as data aggregation to reduce the transmitted data amount effectively.

3) Network Abstraction: The cloud-based IoT cannot easily satisfy the requirements of scalability, big data, and mobility simultaneously. There are some limitations in the network architecture and protocols that make them, in some cases, not qualified to run real-time and delay-sensitive applications. To help address these issues, network abstraction, including some techniques, such as SDN and NFV, was presented in the network structure.

Software-Defined Networking (SDN) defines network behavior using the software. It mainly separates control and forwarding planes by building a model of forwarding plane and add some protocols for applying the control and network configuration.

Network Function Virtualization (NFV) uses software virtualization instead of networking devices. It separates software from hardware, making it possible for the network functions to run on general-purpose hardware instead of using dedicated hardware devices, such as network switches, network routers, firewalls, and other devices.

SDN and NFV are used to provide cloud services with low latency and high throughput. Moreover, putting virtual objects near their physical entities helps improve the use of resources. Routers in Internet service providers usually have good computation and storage resources for creating virtual machines to run user applications. Some projects, such as the INPUT Project, exploit SDN and NFV to apply services dynamically in the network edge and make the computing and storage resources distributed through the network in addition to moving the services to users nearby.

4) Device to Device (D2D) communication: D2D communication has been developed to meet the increased interest in transferring the data locally at high data rates. It enables direct connections with nearby users without the help of a higher-level device. D2D communication has some advantages over traditional communication techniques. It reduces latency and power consumption. It enables direct connections with nearby users without the help of a higher-level device.

The relationship between D2D communications and SIoT has recently attracted the attention of researchers and developers, where social networking can increase D2D communication effectiveness and performance. This combination can also achieve high throughput, better data rate, low latency and lower power consumption. Social networking can help D2D communications find and benefit from relationships of social network users and improve its competence when it is built using proximity information. To do that, SIoT helps relay discovery and peer selection, primarily depending on the neighbor discovery process, which can be time and energy-consuming without social information in the network.

5) Computing and communication convergence and ASI: The computing processes, control, and storage were recently pushed from centralized cloud computing to the network edge to allow real-time, critical and computation-intensive applications to run on the resource-constrained devices. Balancing between communications and computing results in various new designs ranging from computation offload techniques to network architectures.

SIoT can make collaboration among its users to effectively reduce communications. On the other hand, more AI computations on the central SIoT are required to understand the environmental events and consider that neighbors’ devices are not always connected to the same social network. Also, friends in social networks can be distant from each other, which requires multi-hop transmissions.

VII. ASI USE CASE SCENARIO

The necessity of applying ASI in IoT is better illustrated through a concrete use case scenario. Let’s consider an ASI-enabled smart home scenario, where the IoT devices within the smart home and the residences’ smartphone applications are connected to ASI-enabled smart home processing unit. Adam is a resident of an ASI-enabled smart home, before sleeping he posts on Twitter "so excited for tomorrow’s job interview". As the smart home is ASI-enable, by processing this tweet, it deduce Adam’s social context and add this event to tomorrow’s schedule. Adam had forgotten to set the alarm for tomorrow’s interview. Fortunately, the ASI-enabled smart home automatically set the alarm, print Adam’s required documents and prepare his self-driving car for the trip. Upon finishing his interview, Adam feels hungry and asks his ASI-enabled voice assistant device to recommend a nearby restaurant. Without considering Adam’s social context, a conventional voice assistant device would recommend the nearest restaurant. But since Adam’s device is ASI-enabled, it filters nearby restaurants that best suits his social context, and by analyzing his social network data find out that his high school friend Bob, which he did not meet for 10 years, happen to be having lunch in a nearby restaurant, that is because Bob have shared his location a few minutes ago. After having lunch with his high school friend, Adam decided to head back home. Adam was surprised that his ASI-enabled self-driving car took a relatively longer path, however Adam later on realized that the obvious shortest path has been congested for hours due to some organized even within that path, his ASI-enabled car predicted that by analyzing the social media content at the population-level.

VIII. ASI IN IOT APPLICATIONS

The adaptation of ASI will revolutionize the IoT applications and services from different aspects. In this section, we present some of the ASI-enabled IoT applications.

A. Mental healthcare in IoT

The ambient connectivity provided by the IoT network can provide instant and ubiquitous access to healthcare facilities and services. Healthcare-related IoT applications have many advantages over traditional healthcare services. They allow for remote patient management, all the healthcare protocols, from the diagnosis to the treatment, can be coordinated by telemedicine through IoT network. However, the usage
of IoT applications in the healthcare sector is still limited in treating conventional diseases, to things like heartbeat and blood pressure monitoring. Additionally, mental and behavioral disorders applications require more than reactive sensing and monitoring of the patient’s physical status. They need to predict, prevent and proactively engage with the mental conditions of the patient. Here comes the role of ASI, as the reasoning of ASI-enabled healthcare application is empowered by the social context of the patient, it can offer psychological support to the user without even explicitly being commanded. For instance, depression and loneliness among the elderly have reached an unprecedented level. They are considered two of the most common mental health disorders for the elderly, especially in developed countries.

With the help of ASI, the elderly are surrounded by socially-aware machines embedded with human-like personality traits designed especially to be harmonic with the aged user’s personality traits. One of the advantages of ASI healthcare application compared to traditional human-assisted healthcare is the social context awareness of ASI, which enables machines to understand the social context of every patient. ASI-based children’s healthcare is another promising application. ASI-enabled humanoid robots are developed to aid children to subsist the painful medical procedures. Many previous studies have shown the importance of social-enabled psychological systems in reducing the pain and stress of the patients. These promising applications of ASI must be accompanied by the risk awareness of the treated medical conditions. In other words, the ASI agent must be cognizant of and guarantee adequate risk management.

B. Intelligent transportation and ASI

The application of AI has revolutionized intelligent transportation systems in the last decade. It has been applied to solve a wide range of traffic-related problems, such as traffic communication systems and traffic estimation. The integration of the commuters’ social context with intelligent transportation systems using ASI will yield even more efficient traffic-related applications.

Traffic path planning and routing are two of the most challenging traffic problems because bad traffic routing is the main cause of traffic congestion. However, the legacy AI path planning systems consider all the vehicles equally, focus only on the desired destination and schedule the routes accordingly. Some other solutions have tried to optimize the path planning computations using a distributed server architecture. While ASI includes the social context of the drivers, such as social media’s events, their previous traveling history and the logged routes preferences. Driver-less vehicles are one of the most anticipated technologies in the future of intelligent transportation. While conventional driver-less vehicles are completely dependent on AI to navigate the roads and perform their assigned task, the need to be enhanced using ASI is not just a complimentary improvement. ASI can empower the vehicles with social rules and common sense conventions that enable them to cooperate with other vehicles’ drivers. Integrating the driver’s social context also helps secure communication among vehicles by maintaining a social trust and reputation system.

C. ASI and smart city

Millions of people will inhabit the future large smart cities. The applications of unit IoT level, such as smart home or smart community, are expected to generate social data that can be semantically meaningless at the unit IoT scale but meaningful at the ubiquitous IoT level. The ASI is applied to the generated social data from the unit IoT level to achieve collective intelligence using crowded sensing and crowded computing techniques. The conventional AI techniques focus on solving the problems that occur while dealing with large scale smart city challenges, such as large scale video management or massive devices multiple access.

ASI is leveraged to solve social-oriented large-scale challenges. For instance, the social media content of the smart city residents is a rich source of social information that can help optimize smart city services. ASI-enabled social media analysis and the analysis of crowd sensed location data and other data about the social context of the smart city inhabitants can be used to detect and early prevent a terrorist plot that targets the smart city. Another prominent application of ASI in the context of smart cities is the systematic analysis of social media triggered events that can have physical consequences on real-life, such as cyberbullying incidents that might be followed by physical attacks or suicide incidents.

IX. Conclusion

The unprecedented proliferation of social relationships among IoT entities has led to computing and communication bottlenecks known as social relationships explosion. In this paper, we have discussed the problem of social relationships explosion in IoT and show that the emerging artificial social intelligence has the potential to tackle the social relationships explosion problem. Unlike conventional artificial intelligence, artificial social intelligence is integrated with the computing and communication techniques, which enable it to deal with the social relationships explosion from a social computing perspective. The social-centered convergence computing and communication will enable the IoT devices to take advantage of social context to improve the offered services and customize the delivered content.
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