BLOCKCHAIN TECHNOLOGY APPLICATIONS: A LITERATURE REVIEW

ABSTRACT

Goal: The objective of this article is to raise the state of the art of the applications of blockchain described in the scientific literature.

Design/methodology/approach: A bibliographic research on the Scopus database was carried out from November, 2017 to May, 2018, supported by the scientific research technique called Bibliometry. The compilation of 102 articles found in the scientific literature were presented in the Blockchain context, providing a reference for the fields of blockchain applications.

Results: The results indicate a large increase in the number of articles published since 2017, the largest number of publications were written by authors affiliated with institutions located in China, as well as the most referenced applications are related to cryptocurrencies, smart contracts and IoT.

Limitations of the investigation: The limitation lies in using only the Scopus database for bibliometry, despite being a renowned scientific base.

Practical implications: This study can serve as a bibliographic reference with a global view of the main Blockchain applications that can be applied by different types of organizations.

Originality/value: Blockchain is a technology that aims to securely store data, such as financial data, contracts, proof of identity, documents of possession, medical information, etc. To do so, a framework based on laws of mathematics and cryptography is used to ensure the security of transactions of different applications, such as Bitcoin, which is a digital currency that guarantees the safe transfer of financial data. However, being a new technology, there is still little research on the subject. On the other hand, there are different types of applications that are already benefiting from the blockchain structure.

Keywords: Blockchain Applications; Cryptocurrencies; Smart Contracts; IoT
1. INTRODUCTION

Blockchain is a decentralized management technology of transactions and data, introduced in 2008, whose first application was the well-known Bitcoin crypto-data. The diversity of potential applications of the Blockchain technology and the embryonic state of research in this field has stimulated interest and publications in the subject. The embedded capability of such technology to provide security, anonymity and data integrity creates interesting research areas, especially from the perspective of technical challenges and limitations.

Kshetri (2017a) presents evidence that links the use of blockchain with the overcoming of some of the economic, social and political challenges faced by the Global South, besides highlighting the main applications and uses of blockchain in developing countries. It demonstrates how blockchain can help promote transparency, build trust and reputation, and increase transaction efficiency.

According to Mansfield-Devine (2017), blockchain has other applications far beyond the world of alternative currencies, and far beyond finance. In this sense, this study tries to answer in what way the applications of the Blockchain technology are organized.

In this research, a systematic mapping study of the literature was conducted with the objective of collecting all the relevant research on Blockchain applications. The core of this paper is to understand the current research topics, challenges and future directions of the Blockchain technology from the technical perspective. Therefore, it is hoped to establish a bibliographic reference that allows a global view of the existing methods in this scope and that can facilitate their understanding and application, both in the scientific field and in practice.

Most research is focused on revealing and improving the limitations of Blockchain from the privacy and security perspectives, but many of the proposed solutions need concrete evaluation of their effectiveness. Many other challenges related to the scalability of Blockchain, including its penetration into new business frontiers and its latency, have not been studied. Based on this study, the authors recommend that future research that may be provided to researchers seeking such topic be done.

Section 2 describes the concept of Blockchain in this article. Section 3 describes the research method applied in this review; Section 4 presents the results obtained in the literature research, with demonstrations of different spreadsheets and graphs; and finally Section 5 ends it with the conclusion.

2. BLOCKCHAIN CONCEPTS

Blockchain is defined as a List of Links, a Block Technology, with each block containing a number of transactions. This technology provides a decentralized and unchanging data storage system that can be used in a network of users. It can act as a shared ledger that records all transactions (Zhong et al., 2017) radio frequency identification (RFID and is used to create features.

Each transaction can be easily consulted, providing greater transparency and trust for all the stakeholders. Due to the fact that the original creator (or creators) is (are) anonymous, the real motives behind Blockchain are undisputedly unknown. However, it proved to be a more than adequate solution to the many issues. Taking into consideration that various clients (individuals or organizations) have a copy, which, in turn, needs to be consolidated and validated.

According to Kshetri (2017b) the Blockchain theme is presented as a technology that can provide a strong and robust cyber security solution and a high level of privacy protection. Its proponents argue that such technology is safe by design. In a blockchain-based model, there is no need to store information with third parties.

For many authors, part of the fascinating character of Blockchain derives from the fact that personal forum data must be viewed and accessed only with the permission of the real owner, and such information cannot be stored. The proof of identity (Kshetri, 2017a) – as such process is called – is stored in a cryptographic format, which makes it impossible or very difficult to compromise (Khan, 2017).

The security features of many of the important systems in many industries depend on the so-called “security through obscurity” approach (Kshetri, 2017a) in security engineering. The studies in such line aim to keep the security mechanisms and the implementation of the system in complete anonymity. However, a major disadvantage of such method is that the entire system can collapse when one finds out the security mechanism. A fact that is already known after several studies is that such practice becomes practically impossible when using the disruptive Blockchain technology.

3. RESEARCH METHOD

Research was done in the scientific literature with the objective of identifying the “state of the art” of Blockchain technology applications for the development of this work. Afterwards, a detailed analysis of the selected articles was carried out. Finally, the results were presented through summaries of the contents of the articles, tables and graphs.
The research of the scientific literature on the subject was carried out based on the research technique called bibliometrics, in which, according to Costa (2010), the SCOPUS database was used as the source. The research was carried out in two moments: the first in November – December, 2017 and the second in May, 2018.

The initial search on the Scopus database was performed from 11/02/2017 to 06/12/2017, using the keyword: “Blockchain”, without restriction of year, finding 699 documents. Next, a filter was applied to the document type, considering Article, Article in Press, and Review, totaling 211 documents. The titles and abstracts were then read, and 112 articles were selected and stored in the Mendeley tool.

One of the selected articles (Where Is Current Research on Blockchain Technology - A Systematic Review), by Yli-Huumo et al. (2016) deals with a systematic review of the literature, and has identified some applications of the use of Blockchain in other environments besides cryptocurrencies, such as: IoT, smart contracts, smart property, digital content distribution, botnet and P2P transmission protocols, demonstrating that the Blockchain technology is not limited to applications in cryptocurrencies.

Since the publication of Yli-Huumo et al. (2016) and being inspired by the distribution of clusters proposed by it, a new rereading of the 112 articles was performed, searching for the following types of Blockchain applications: Cryptocurrencies (Financial); Smart contracts; Smart property; and Digital content distribution. Then, 66 articles distributed in the following classification were selected: 9 Cryptocurrencies (Financial); 31 Smart contracts; 13 IoT (Internet of Things); 1 Smart property; none Digital content distribution, and 12 others.

Aiming to update this research, a second stage of the scientific literature was carried out in the Scopus database between 05/05/2018 and 05/27/2018. Table 1 presents the consolidated results of the two phases of the research considering the groupings.

Table 1 shows the keywords used in the second step. For the first search, the keywords used were: “Blockchain” AND (“Cryptocurrency” OR “Cryptocurrencies”), finding 194 documents. In order to restrict such search, filters by Document Type were applied, and the following types were considered in the research: Article, Article in Press, Review; and later, filters were applied by Source Type, considering only the Journal, obtaining 68 documents. The titles and abstracts were then read, and 13 articles were selected, which added to the 9 articles collected in the first round of research, totaling 22.

For the other searches, the same criteria described previously were used, and the results are presented in Table 1, totaling 106 articles. Four out of the 106 articles were common among the types of applications, as observed in Table 1, thus obtaining 102 different articles to be considered in this study.

The main results of this literature review are described below.

4. RESULTS

Analysis by year of publication

Figure 1 presents an overview of the records found in the research by year of publication. There is an increase in the records found in the years 2017 and 2018.
in publications on Blockchain applications from 2017 onwards. The year of 2018 presents partial and already considerable results, since the survey analyzed articles until May of that year.

According to Tan et al. (2018), the global blockchain technology market is expected to be worth 13.96 billion dollars by 2022, along with a compound annual growth rate of 42.8% over the forecasted period. Blockchain is a decentralized network that can record transactions between two parties. Blockchain solutions are increasingly being used in a number of sectors including Banking, Financial Services and Insurance (BFSI), the government and the public sector, health and life sciences, retail and e-commerce, automotive, media and entertainment, among others. The demand for blockchain solutions is increasing rapidly as it helps to improve efficiency and reduce the cost of transaction processing.

5. ANALYSIS BY PERIODICAL PUBLICATIONS

In Table 2 it is possible to see the 60 different titles from journals in which the 102 articles that deal with the research problem are published. Table 2 also shows the frequency of records found by journal titles. By analyzing this table, it is possible to conclude that the three periodicals that published more articles on blockchain applications were: IEEE Access; Zhongguo Dianji Gongcheng Xuebao / Proceedings of the Chinese Society of Electrical Engineering; and Strategic Change.

| Journal                                                        | Frequency |
|---------------------------------------------------------------|-----------|
| IEEE Access                                                   | 11        |
| Zhongguo Dianji Gongcheng Xuebao / Proceedings of the Chinese Society of Electrical Engineering | 9         |
| Strategic Change                                              | 5         |
| Future Generation Computer Systems                            | 3         |
| IEEE Communications Magazine                                  | 3         |
| IEEE Spectrum                                                 | 3         |
| Metaphilosophy                                                | 3         |
| Applied Energy                                                | 2         |
| Computer                                                      | 2         |
| Computer Law & Security Review                                 | 2         |
| Computer Science - Research and Development                   | 2         |
| Dianli Jianshe/Electric Power Construction                    | 2         |
| Dianwang Jishu/Power System Technology                        | 2         |
| F1000 Research                                                | 2         |
| First Monday                                                  | 2         |
| IEEE Internet of Things Journal                                | 2         |
| Sustainability (Switzerland)                                  | 2         |
| Zidonghua Xuebao/Acta Automatica Sinica                       | 2         |
| Others (42 periodicals with one publication each)             | 42        |
| **TOTAL**                                                     | **102**   |

Source: The authors themselves

Analysis by nationality of the authors’ affiliation institutions

Figure 2 shows the geographical distribution of the institutions / organizations that the authors of the selected articles are bound by.

There is a noticeably higher number of publications in the Chinese Institutions. The great volume of institutions and researchers of that country involved with the theme finds similarity with the interest the increasing number of applications and uses of the technology developed in that country.

Glance Technologies Inc. is also listed on the CHINA Securities Exchange under the Ticker (CSE: GET). Recently, the company has announced the latest news that “the next Ticket Pay feature is available on its Glance Pay platform, demonstrating even more the flexibility, value and applicability of the platform in a wide variety of payment scenarios. The initial resource will enable the users to pay for the parking”. Users will be allowed to use the digital mechanism based on the Blockchain technology at the time of receiving the ticket, simply by taking a photo of it through the Glance Pay application and confirming the amount paid, thus reducing the hassle for consumers and potentially saving significant money due to the elimination of late payment fees and possibly vehicle impounding fees. Glance is exploring the potential of applying this to other types of tickets, such as traffic violations.
The financial systems that the general public is accustomed to dealing with on their regular days tend to be problematic, error-prone, and often extremely slow. Intermediaries are often needed to mediate the process and resolve conflicts. Of course, such actions generate stress and waste of time and money. In contrast, users find blockchain cheaper, more transparent and more effective. It is no wonder that an increasing number of financial services are using the blockchain system to introduce innovations such as smart bonds and smart contracts. The former ones are automatically paid to the bond holders once certain preprogrammed terms are met. The latter ones are digital contracts that are self-executing and are maintained when the terms are met. Some applications are already being implemented in the market today, such as Asset Management, in which traditional trading processes in the management of assets and the parties that negotiate and manage the assets can be expensive and risky, particularly when dealing with international transactions.

Insurance management in general is another widely used aspect and has been increasingly adhering to the use of Blockchain. Managing and processing complaints can be a frustrating and ungrateful procedure. Insurance processors...
need to go through fraudulent claims, fragmented data sources - and they need to process such forms manually. The room for error is huge. Blockchain provides a system for risk-free management and transparency. Its encryption properties allow insurance companies to capture the asset ownership to be insured with 100% certainty according to the provided and requested information, as exemplified by Samantha Stein (2018) in her article for the digital magazine TechCrunch.

Table 4 below shows the 22 selected articles on blockchain applications using cryptocurrencies.

| Application 02: Smart contracts |
|--------------------------------|
| Smart contracts connect blockchain to the real world. Such contracts allow you to open the front door, turn on your washing machine, charge your electric vehicle or send funds abroad – all without lifting a finger. |

On a larger scale, such technology could ensure voting, updating medical records and accelerating supply chains. They can be the key to decentralization and a reliable mechanism to transact almost any type of business through blockchain, including cryptocurrency negotiations.

The term “smart contract” was first coined in 1996 by Nick Szabo, a computer scientist and cryptographer. He defined a smart contract as: “... a set of promises, specified in the digital form, including protocols within which the parties perform these promises” (Gord, 2016).

In other words, a smart contract is a piece of code in blockchain that performs an action when certain criteria are met. They allow a much more complex programming within a logic. After the action is performed, it is added to blockchain as a permanent record.

As Sundhararajan et al. (2018) mention in their article, the main activities and resources of the blockchain technology are “decentralization” and “distrust.” As a distributed accounting technology, a smart contract infrastructure platform and a disruptive computing paradigm, blockchain can effectively generate programmable currency, programmable financing and build a programmable society, which will have

Table 4. Relation of articles with Cryptocurrency applications

| Area of application | Authors / Year |
|---------------------|---------------|
| Finance / Cryptocurrencies | Zamani and Giaglis (2018); Berentsen and Schar (2018); Kang et al. (2018); Gomber et al. (2018); Ziegeldorf et al. (2018); Legotin et al. (2018); Wang et al. (2018); Ying et al. (2018); Giungato et al. (2017); Scott et al. (2017); Ducas and Wilner, (2017); Dai and Vasarhelyi (2017); Hayes (2017); Goertzel et al. (2017); Huckle et al. (2017); Eyal (2017); Cocco et al., (2017); Brühl (2017); Krainer ( 2017); Nordrum (2017); Tschorsh (2016) |
| Bitcoin and Smart Contract | Yuan and Wang (2016) |

Table 5. List of articles with Smart Contract applications

| Area of application | Authors/Year |
|---------------------|-------------|
| Legal / Audit / Subscription Payments | Savelyev (2018); Yuan et al. (2018); Governatori et al. (2018); Rozario and Vasarhelyi (2018); Zhao et al. (2018); Lemieux (2016); De Filippi and Hassan (2016); Pachaiyappan and Kasturi (2018) |
| Health | Daghet et al. (2018); Borioli and Couturier (2018); Mannaro et al. (2018); Irving and Holden (2017); Xia et al. (2017); Yue et al. (2016); Zhang et al. (2016); Nugent et al. (2016) |
| Energy | Zhang et al. (2016); Park et al., 2018); Gao et al.(2018); Li et al. (2018); Pop et al. (2018); Li, Caoet al. (2017); Ouyang et al. (2017); Yang et al. (2017); Ping et al. (2017); Tai et al. (2016) |
| Access control for companies | Cruz et al. (2018); Kim and Hong (2016) |
| Arts / Music | Zeilinger (2018); Herbaut and Negru (2017); O’Dair and Beaven (2017); McConaghy et al. (2017); (Dupont, 2017) |
| Commercial / Insurance | Delgado-Segura et al. (2017); Cuccuru (2017); Püttgen and Kaulartz (2017); Shi et al. (2017); Li, Luet al. (2017); Sullivan and Burger, 2017) |
| Government | Øines et al. (2017); Shermin (2017); Nordrum (2017); (Hughes, 2017) |
| IoT (Electronic Commerce) and Smart Contracts | Zhang and Wen (2017); Christidis and Devetsikiotis (2016); Zhao et al. (2015) |
| Bitcoin and Smart Contracts | Yuan and Wang (2016) |
a far-reaching impact on the financial and other fields, and will lead to a new round of technological and application change. Although the blockchain technology can improve efficiency, reduce costs, and increase data security, it is still a serious privacy issue that has made the researchers widely preoccupied.

Table 5 below presents the 48 selected articles on blockchain applications using smart contracts.

**Application 03: IoT**

Blockchain has stood out in a context of Internet of Things. Blockchains have many benefits. They are not the answer to all the challenges of the digital economy as it is sometimes said, but it is certain that they will play a growing role in the Internet of Things. To illustrate the benefits of the convergence between blockchain and the Internet of Things, IBM sets the example of complex trade routes and logistics through which smart contracts can track (and register via blockchain technology) everything that happened to individual items and packages. The benefits: audit trails, accountability, new forms of contracts and speed, to name a few.

Other actions are being justified when IoT and Blockchain are correlated. Insecure “Internet of Things” devices have already contributed to major cyber disasters such as the October 2016 cyber-attack on Dyn, an Internet routing company that knocked over 80 popular sites and stalled the Internet traffic in the US. In a paper, Findlay (2017) comments that the solution to the problem lies in the technology of “internet of things” and in the blockchain and cyber-security systems, where the use of such technology, combined with the advances in connective technology, could be a new way to track and distribute security software updates using blockchains. Table 6 presents the 23 selected articles on blockchain applications using IoT.

**Application 04: Others**

Other applications are already being developed with such technology and some can be mentioned as being innovative, such as: Voting mechanisms; Trading of commodities, from oil to soy; Sharing of solar energy; Tracking of dental records; Creation of Games; Project management, etc.

All that work is allowing people to rely on digital relationships previously considered impossible. Data are being released, protected and recorded in a different way. Such procedure is changing digital relationships, creating the capacity of being automated in the code through “smart contracts”, via Blockchain.

An identity in a common format as we know it nowadays, but being developed in a digital format based on the blockchain of a property, can include the history, location and details of the final document, helping with the online and definite information. Typically, buyers and banks can potentially rely on such digital identity of property for title assessment, since any change in the existing data would have to occur through a consensus among multiple blockchain nodes.

In addition, the distributed, tamper-proof and encrypted nature of the blockchain will likely make it difficult for criminals to commit fraud related to liens, easements, air and subsurface rights, titles or transfers. This increased security and transparency can mitigate the risk of title frauds and reduce costs by simplifying the title verification process. A more digitized and transparent process can also speed up the transfer of titles, use the title as collateral and reduce the total transaction time. In fact, some governments around the world are planning to use the blockchain platform for a broader social impact, since property title registrations have the potential to reduce corruption and improve transparency over land ownership.

**Table 6. List of articles with IoT applications**

| Area of application                          | Authors/Year                                                                 |
|---------------------------------------------|------------------------------------------------------------------------------|
| Commercial                                  | Grewal et al. (2018); Kshetri (2017a); Dorri et al. (2017); Toyoda et al. (2017)RFID (Radio Frequency Identification; Kshetri (2017b) |
| Energy                                      | Pop et al. (2018); Sikorski et al. (2017);                                   |
| Health                                      | Lee and Yang (2018); Wang and Zhang (2017); Mengelkamp et al. (2017);        |
| City development / Intelligent transportation| Sharma and Park (2018); Pieroni et al. (2018); Dorri et al. (2017); Sharma, Moon and Park (2017); Lei et al. (2017) |
| IoT (Electronic Commerce) and Smart Contracts| Novo (2018); Cha et al. (2018); Sharma, Chen and Park (2017); Cha et al. (2017); Lee and Lee (2017); Zhang and Wen (2017); Sharma, Singh et al. (2017); Christidis and Devetsikiotis (2016); Ouadda et al. (2016) |

Source: The authors themselves
Intellectual property laws, such as patents and copyrights, are premised on the theory of incentive. To encourage people to create, they actually receive a monopoly (with a few exceptions) on their creations and can go to court and prevent others from taking over the work.

The digital world has made the tension between innovators and free riders even more acute. In the pre-digital age, copying a book involved considerable costs to the copying. However, theory does not always match reality. History is replete with examples of patents that cause more harm than innovation.

In an article, the researchers Kewell et al. (2017) make an analogy with James Watt’s steam engine that was an advance over existing steam engines, but such technology could not be built because of Watt’s patents. It was not until the patents expired – one of which had been inexplicably extended by the Parliament – that steam energy came on its own when it impelled the industrial revolution.

We should not be surprised that patent laws can undermine innovation. The British Crown used patents to increase revenues and patents were granted on behalf of the common good, such as salt.

Table 7 presents the 13 selected articles on other blockchain applications, including those of Smart property.

### 6. CONCLUSION

The present study carried out a systematic review of the literature with the objective of collecting information about Blockchain applications, based on the access to the Scopus database, from the Capes Journal Portal. A total of 102 articles were selected from 60 different journals, followed by a classification system: chronological evolution of publication; publications in periodicals; countries of the authors’ affiliation institutions; and the type of Blockchain application.
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