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Abstract. With the development of information society, network security problems are becoming more and more serious, and digital signature as an authentication method is widely used in many fields such as information security and e-commerce, mainly to solve security problems such as forgery, repudiation, impersonation and tampering [1]. The latest quantum technology can overcome a series of difficult problems of classical digital signatures in a very short time. In this paper, we propose a quantum multi-proxy blind signature scheme, in which the original signer is unable to sign the document himself, and delegates multiple proxy signers to sign and verify the document, and the signature order of the proxy signers is not restricted. The scheme adopts techniques such as Unitary transformation and Hadamard gate, and uses quantum key distribution protocol to ensure its security, which improves the efficiency of signature, ensures the security of signature, and has certain anti-attack capability.

1. Introduction
Since the introduction of digital signatures, various signature methods have been proposed, and it is known from the literature [2-5] that most of them are based on classical cryptographic schemes. From the literature [6-9], it is known that the security of classical digital signature schemes is mainly based on the discrete logarithm problem over the prime number domain, the elliptic curve problem, and the factorization problem of large ensembles, which can be quickly cracked by quantum computers in a short time. Quantum signatures can be seen as an extension of classical digital signatures into the quantum domain, where the security of quantum signatures is not based on public key cryptography, but on quantum theories such as the uncertainty principle and the unclonability theorem.

Since 2001, when Zeng [10] first proposed a scheme for quantum signature using the entanglement properties of GHZ three-body entangled states, it has set off a boom in quantum signature research. Gottesman [11] proposed a quantum digital signature scheme based on quantum one-way functions, which enables multiple users to verify the same signed message. Lee [12] et al. proposed two quantum digital signature schemes based on automatic message recovery, which are arbitration signature schemes. Lü [13] proposed a quantum signature scheme based on GHZ three-body entangled state particles and quantum solid code, which is capable of signing unknown quantum states. Wen [14] proposed a multiple quantum signature scheme that can support multiple users to sign the same message. The in-depth study of quantum signatures has laid a good foundation for the study of quantum multiple agent signatures and quantum blind signatures.

When the original signer is unable to sign for some reason, his signature rights are delegated to a proxy signer, who is then allowed to generate a valid signature on behalf of the original signer [15]. Proxy signatures allow a proxy signer to sign a message on behalf of the original signer in the absence of the original signer. Sometimes, the original signer cannot trust a single proxy signer, so he assigns
his signature privileges to multiple proxy signers and then requires that a valid signature can be generated only when all proxy signers work together [16].

A well-performing quantum signature protocol should have the advantages of high security, high efficiency, and some resistance to attacks, so this scheme adds multiple proxy signers to quantum signatures to improve the efficiency of signatures and blind signatures to improve the security of signatures. This scheme not only satisfies the properties that general quantum signature schemes should have such as non-repudiation and non-forgeability, but also satisfies some special properties such as multi-proxy, blindness, and untraceability, so this scheme can be applied to systems such as e-voting and e-payment. At the same time, this scheme can resist some common attacks.

2. The proposed scheme
In this scenario, Alice is the message owner with x proxy signers {Bob1, Bob2, ..., Bobx}, Charlie is the message receiver, David is the trusted president, and Trent is the trusted message verifier.

Suppose that within a company, when David cannot sign a document himself and cannot trust a single proxy signer to sign the document, he delegates a certain number of proxy signers to sign the document. The scheme consists of three phases: an initialization phase, a proxy signing phase, and a verification phase.

2.1. Initializing phase
We assume that the message is \( M = m_1, m_2, ..., m_n \in \{0, 1\} \) and the initialization phase is described as follows.

Step 1 Alice and David share an n-bit classical bit key \( K_{AD} \), and Alice and Charlie also share an n-bit classical bit key \( K_{AC} \). These keys are generated by the BB84 protocol or B92 protocol, which guarantees the unconditional security of the keys.

Step 2 David and his delegated x proxy signer share a n-bit classical key \( A_i (1 \leq i \leq x) \), and David and Trent share an n-bit classical key \( K_{DT} \). These keys are also distributed using the BB84 protocol or B92 protocol.

2.2. Signing phase
Alice uses the key \( K_{AD} \) shared with David to blind the message \( M \) and convert the message into ciphertext to obtain the quantum message sequence \( |M \rangle \).

Step 1 Alice randomly inserts some sample photons in the states \( |0 \rangle, |1 \rangle, |+\rangle = \frac{|0 +1\rangle}{\sqrt{2}} \) or \( |-\rangle = \frac{|0 -1\rangle}{\sqrt{2}} \) into the quantum message sequence \( |M \rangle \) to form a new quantum message sequence \( |M' \rangle \), Alice records their insertion positions and quantum states, and sends \( |M' \rangle \) to the idle proxy signer, noted as \( B_1 \), with no requirement on the signature order of the proxy signer when signing.

Step 2 After \( B_1 \) receives \( |M' \rangle \), he tells Alice that he has received it, Alice announces the position and quantum state of the randomly inserted photon, and \( B_1 \) selects the corresponding measurement base for measurement according to the quantum state announced by Alice. After the measurement, the error rate is calculated, and if the error rate is greater than a certain threshold, the protocol is terminated, otherwise the next step is executed.

Step 3 \( B_1 \) removes the inserted photons in \( |M' \rangle \) according to the position announced by Alice to get the original quantum message sequence \( |M \rangle \). \( B_1 \) uses his own key \( A_1 \) to perform the signature operation on \( |M \rangle \) to get the signed quantum sequence \( |M_1 \rangle \), and similarly, insert some sample photons of \( |0 \rangle, |1 \rangle, |+\rangle = \frac{|0 +1\rangle}{\sqrt{2}} \) or \( |-\rangle = \frac{|0 -1\rangle}{\sqrt{2}} \) into the sequence \( |M_1 \rangle \), noted as \( |M'_1 \rangle \), are sent to the next idle proxy signer, denoted \( B_2 \).

Step 4 \( B_2 \) performs the same operation as \( B_1 \), as described in Step 2, until all proxy signers have completed their signatures, and the last one to complete the signature, noted as \( B_x \) sends the final sequence of formed quantum signatures, noted as \( |M'_x \rangle \), to the message recipient Charlie and the trusted message verifier Trent.
2.3. Verifying phase

Step 1 After Charlie and Trent receive the quantum signature sequence $|M_1\rangle$, Bob announces the position and quantum state of the sample photon and then measures it, and if the error rate is greater than a certain threshold, the protocol is terminated, otherwise the next step is executed.

Step 2 Charlie uses the key $K_{AC}$ to solve the obtained quantum message sequence $|M_2\rangle$ and sends it to Trent for verification.

Step 3 Trent uses the key $K_{DT}$ to perform the verification operation, gets the quantum message sequence $|M_3\rangle$ and tells Alice that the verification operation has been completed, Alice again prepares the quantum message sequence $|M_4\rangle$ and sends it to Trent, who compares the quantum message sequence $|M_4\rangle$ from Alice, the quantum message sequence $|M_2\rangle$ from Charlie, and the quantum message sequence $|M_1\rangle$ which he received. If all three are the same, then the message recipient Charlie is proven to have received the correct message and the signature is valid, otherwise invalid.

3. Security Analysis

3.1. External Attacks

Suppose an attacker wants to intercept a retransmission, and since he does not know how many numbers of $|0\rangle$, $|1\rangle$, $|+\rangle = \frac{|0\rangle + |1\rangle}{\sqrt{2}}$ or $|-\rangle = \frac{|0\rangle - |1\rangle}{\sqrt{2}}$ sample photons are inserted at which positions in the sequence of quantum messages, the attacker will only be able to intercept the retransmission by trying to arrive at the correct quantum message and not being detected with probability $(1/4)^n$, $n$ being the number of samples, and the probability tends to zero when $n$ is large enough.

Suppose the attacker wants to forge the signature, but the key $A_i$ $(1 \leq i \leq x)$ of the proxy signer Bob, $(1 \leq i \leq x)$ is distributed through the BB84 protocol or B92 protocol with unconditional security, so the attacker cannot forge the signature.

3.2. Unforgeability

Suppose Alice, the message owner, wants to forge a signature, but since she does not have the key $A_i$ $(1 \leq i \leq x)$ for any of the proxy signers, she cannot forge the signature.

Suppose all the proxy signers Bob, $(1 \leq i \leq x)$ want to collude to forge a signature, but since they do not have any information about the key $K_{AD}$, they cannot prepare a valid sequence of quantum messages $|M\rangle$ and the trusted verifier Trent compares the sequence of quantum messages from Bob, and Alice, and if they are not equal, then the verification cannot be passed.

3.3. Undeniability

The message owner Alice cannot deny the quantum message sequence $|M\rangle$ she sent. Because the message sequence $|M\rangle$ contains the key $K_{AD}$ that only Alice and David know, once Alice denies it, David can determine whether the message was sent by Alice based on whether the message sequence $|M\rangle$ contains the key $K_{AD}$.

No proxy signer Bob, $(1 \leq i \leq x)$ can deny that he performed the signature. If one of the proxy signers denies signing, the trusted verifier Trent eventually compares the sequence of quantum messages from Bob, and Alice, and if they are not equal, then the verification fails.

4. Conclusion

In this paper, we propose a quantum multi-agent blind signature scheme with unordered signatures, which uses the Unitary transformation to complete the signing and verification process, and the key is generated by BB84 protocol or B92 protocol to ensure the unconditional security of the key, so that the original signer can delegate more than one person to sign, and the order of the signatures is not restricted, which greatly improves the efficiency of the signature. The scheme security analysis is elaborated from three aspects, which proves that the scheme can resist certain attacks and has unforgeability and undeniability.
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