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Abstract

In the last two decades, the Dark Web has become the perfect resort for various illicit activities. Cryptomarkets are widespread platforms in the cyberspace of the Dark Web where participants trade for illegal gaining. In this article, we present a conceptualization approach of cryptomarkets based on several recent studies on the phenomenon. We attempt to conceptualize cryptomarkets in technical and social aspects to introduce an understanding of their operating mechanisms and the robustness of their communities. We demonstrate the concept of the Satisfaction Factor that attracts individuals to cryptomarkets. Furthermore, we discuss the importance of forums to members of cryptomarkets as technical and social supportive platforms. The article also includes a comparison of cryptomarkets and conventional trading networks and discusses the efforts of law enforcement agencies and their effects in disrupting cryptomarkets. Moreover, we discuss the need for further researches.

1. Introduction

The Internet was initially a massive tool of information exchanging, though it has also become an essential platform for deliberating various goods and services of daily life. In some specific parts of it, the Internet has become a tool to trade and promote illicit and malicious products and services. The economy of such trade is booming rapidly, accompanied by a tremendous rise in the number of participants in illegal markets and a rapid increase in the types of offerings provided on these markets [1].

The concepts of the Deep Web and Dark Web appeared with the diffusion of the World Wide Web in the mid-1990s and got attention from researchers worldwide. However, this attention had a grand leap, specifically after the arrest of Ross William Ulbricht in October 2013 [2].

Many computing and networking technologies form the Deep Web, broadening its space as they expand and increase in number. On the other hand, the Dark Web, a part of the Deep Web, evolves through special anonymizing and encrypting technologies, deploying anonymous websites, and using cryptocurrencies in transactions [2].

Dark Web provides the ability to hide a user’s identity, network traffic, and the data exchanged through it. Users cannot reach the Dark Web by using standard web browsers, rather utilizing special software. Therefore, dark networks became commonly a tool for many malicious and illicit purposes such as drugs trade, hacking, child pornography, social and identity cards forgery, counterfeit items, weapons, deploying extremist content, and many others [3]. Researchers consider dark networks as the major host of different criminal activities. For example, electronic markets of the Dark Web represent proof of the Crime as a Service (CaaS), where they provide most of the items usually found in the physical black markets [4]. Dark Web consists of several anonymizing computer networks. The most famous anonymity networking software is The Onion Router (TOR) [3].

The U.S Navy released TOR in 2002 to protect communications from network surveillance and traffic analysis by anonymizing a user’s identity, location, and IP address, and the network traffic. To achieve this, TOR depends on cryptography and redirecting traffic across several random nodes on a voluntary free global network, which consists of more than 5000 relays [3].
Many individuals and organizations use TOR for legal activities, such as users of daily Internet surfing, journalists, security agencies, and many others [2]. However, this anonymity allows another group of users to commit infringements in cyberspace where illicit markets and child abuse websites prevail [5].

Websites hosted using TOR can shift from one server to another on the TOR network; these intentional shifts help in preventing tracking or identifying the website’s host or physical location [5]. Many of these hosted websites are electronic markets where trading illicit products and services take place.

Markets on the Dark Web, or cryptomarkets, changed the conventional trade of illicit merchants, especially drugs. In this paper, we attempt to conceptualize the cryptomarkets phenomenon. The following section includes five main concepts:

1. A detailed definition of a cryptomarket, including an overview of its mechanism, the importance of researching in cryptomarkets, and a brief history of the first cryptomarkets
2. The basic technical terms with which a cryptomarket works
3. The social structure of its community, methods of communication among its members, the rules and laws that govern it, and the role of feedback and rating systems
4. The Satisfaction Factor of users, which is essential for traders to succeed and for cryptomarkets to attract members
5. The importance of reputation to sellers to be able to compete and preserve customers’ loyalty

Section 3 discusses the support provided by forums to communities of the cryptomarkets in terms of the technical and social needs of the participants. Section 4 presents a comparison between cryptomarkets and conventional trading networks. Section 5 discusses the effects of law enforcement agencies on cryptomarkets’ operation and economy. Section 6 presents a discussion of the aforementioned concepts and further research fields.

2. Cryptomarkets

In this section, we discuss in detail the different facets of cryptomarkets. It includes the following aspects: an overview of cryptomarkets, the technical fundamentals, the social structure, the factors that attract users to cryptomarkets, and the importance of reputation for dealers to succeed in their business.

2.1. What Is a Cryptomarket? Researchers consider the word “cryptomarket” a slang word that originated in the forums of digital hackers [6], while others call it “Dark Net Market” [7]. Martin defines a cryptomarket as “an online forum where goods and services are exchanged between parties who use digital encryption to conceal their identities” [6].

Cryptomarkets facilitate peer-to-peer communication through anonymity techniques, in addition to using peer-to-peer cryptocurrencies (like Bitcoin) for payments. These techniques make it hard for any party, including law enforcement agencies, to monitor these markets and the activities of their users. Moreover, these platforms introduce extra social features for their communities, such as recommendation systems, ranking, feedback, and a strict escrow system controlled by the market administrators [8–10].

Cryptomarkets make it possible to sell any item or promote any service worldwide. Initially, cryptomarkets focused on computer hacking, financial fraudulence, and intellectual property infringement. However, starting from 2011, a new type of market emerged, focusing mainly on the illicit drugs trade [1]. Researchers may notice that cryptomarkets are dedicated to trading drugs and related items; however, they introduce other services, such as stolen or counterfeit social cards and personal identity information, illegal weapons, and even renting hackers and killers [11]. A user can find cryptomarkets by a simple search on search engines available on TOR like the Hidden Wiki [6]. In recent years, the Dark Web witnessed massive economic growth in cryptomarkets, from products diversity to a grand increase in sales [3].

In the last two decades, many researchers implemented studies and analyses on many cryptomarkets. Here, we raise a question: what is the importance of studying and analysing cryptomarkets?

Monica and Barratt [8] suggest that there are five main reasons that make it necessary for the scientific society to research in cryptomarkets, especially drugs trade, to help scientific and security agencies to develop their methods:

1. Cryptomarkets provide the chance to analyse the supply side of drugs trade in its entirety
2. Cryptomarkets are not isolated from the broadest markets of drugs, which may include series of social and commercial supplies of a wider scope in the physical world
3. Cryptomarkets provide a new method to observe and predict evolvement directions of emerging drugs’ trade
4. Cryptomarkets introduce a demonstrating example of criminal innovation in trading and promoting drugs, and of the growth of this trade as a reaction to law enforcement agencies’ efforts
5. Cryptomarkets became a place in which drugs’ consumers can meet their needs and preferences of drugs at least partially, along with a social system that is effective and supportive

We can add to these reasons what Décary-Hétu [1] inferred about the ability to evaluate the supply and demand of drugs on cryptomarkets automatically over time, and studying drugs prices evolution and the effects of police
operations on the latter. In addition to studying the growth of the societies which expand in the hidden web where anonymous individuals gather, this aspect can provide an understanding to some sides of organized crime which is transferring from the real world to the virtual one increasingly.

Consumers can compare and buy from tens of thousands of different products from vendors located all over the world. They can also communicate directly with others and share their feedback about the offered products [12], some of which were not available in the local market or street markets [13]. Most sellers specialize in one or two products, but some senior sellers are able to utilize the supply chain effectively so that they combine the resources of many suppliers in a single business [14].

“Silk Road” market was the first practical example of cryptomarkets [14]. It started to operate in February 2011, launched by its owner Ross William Ulbricht, taking the pseudonym “Dread Pirate Roberts.” Researchers consider the business model produced by Silk Road as a “transformative criminal innovation” with a lasting impact on the method of selling and distributing illegal drugs and the nature of social relationships among its dealers. The sellers themselves also considered that Silk Road completely changed the drugs’ sale model by creating a large and relatively safe global market for drug traffickers, in addition to serving as a virtual intermediary that linked the top, middle, and retail sellers [9]. Although Silk Road was not the only market, it quickly overtook other markets with increased revenue and expanding traffic on a faster track [5].

Since the arrest of Ulbricht in 2013, dozens of alternatives to Silk Road have been deployed using hidden services on the TOR network. In a new and improved version of Silk Road, Silk Road 2.0 launched, but law enforcement agencies closed it again in November 2013 [2]. Although that period witnessed low confidence in cryptomarkets’ environment [15], the creation of many imitators followed Silk Road, and they achieved their success despite the closure of their inspiration source, and the presence of many different competitors. With this success, they evolved the rules and laws governing the markets’ business by reproducing and improving the systems followed by Silk Road [14].

2.2. Terms of Techniques. A cryptomarket uses a set of strategies to conceal the identity and IP addresses of its participants, transactions, and physical locations of its services. It uses anonymization software of highly complicated encryption technology (such as TOR, I2P, and others), in addition to cryptocurrencies, and encrypted messaging using PGP encryption key [9].

Pretty Good Privacy (PGP) is an encryption protocol that allows anyone to encrypt a message, while only the intended recipient can decrypt the data it contains using his/her private key. Keys also serve as an important identity verification tool among users, especially when the same sender sends messages using different pseudonyms, or using the same pseudonym but from different cryptomarkets [3, 16, 17]. Each seller in the market has a public PGP key that appears on his/her page, and participants use it to provide confidentiality in the negotiation and purchase stages between the seller and the buyer [4].

After the shutdown of Silk Road, cryptomarkets’ users created databases for the sellers’ encryption keys, which enabled buyers to match their preferred sellers with their public keys [17].

In its classic structure, a cryptomarket starts from a main page that contains links to pages of offered products categories and services supported by the market. The market also provides an instant messaging system that allows members to communicate directly and discussion forums to discuss market activities or place inquiries about products [11].

It is worth noting that there is another type of commercial websites in the dark networks called a “single vendor shop.” The suppliers directly create these websites, operating them in many cases in parallel with the cryptomarket. These shops sell directly to customers without any third party or broker, although this makes transactions more risky and increases the possibility of frauds, which usually discourages customers from entering the shop. Moreover, owners of these singular sites can take advantage of cryptomarkets as a starting point to inform customers about their activities on their shops. These shops mostly sell the least common products sold in cryptomarkets, especially weapons that gain great interest in private stores [11].

Cryptomarkets evolve with the development of technology and social media platforms, and researches consider that law enforcement procedures are an essential part of the cryptomarket system as well, as they unintentionally cause evolutionary pressure forcing markets’ operators to develop them and employ more up-to-date systems. Developments can include changes in hosting services, values of cryptocurrencies, and improvements in the sites’ infrastructures [14].

In terms of members’ skills, anyone with sufficient technological skills can access and trade in cryptomarkets [9]. Furthermore, cryptomarkets have become meeting points for exchanging different types of knowledge and technical consultations. They develop infrastructures with more risk management tools [14]. Forums also provide “nested support systems” for information exchange, communications, and experience sharing, in addition to “how to” instructions, and sometimes to find vendors with the best products or safest packaging styles [18].

The Operations Security (OPSEC) is the most common term regarding the logistic services provided to clients, and it expresses all procedures used to protect commercial transactions from the interception of law enforcements [19]. Members need to show good OPSEC and digital experience in order to ensure avoiding law enforcement operations and reducing the chances of being involved in a fraud [20].

Stealth is one of the most important logistic services, as it directly faces the risk of legal authorities’ inspections. Displaying stealth techniques used by the seller influences the buyer’s decision as to whether or not it is good to buy from this seller. It also forms a part of the seller’s rating that buyers leave on the market rating system and feedbacks on the seller’s page or forum threads [19].

Along with cryptomarkets, many drug dealers fulfil their deals by means of other tools that support the digital environment of those deals, even by the open Internet, phone, email, social media platforms, or by using applications and websites such as Grindr and Gumtree [14].
Encrypted messaging services form a part of the social media on the market, providing some security features that can protect customers from police disclosure or prosecution [3]. Some vendors consider encrypted messaging applications as a part of customer service bundle that they offer to potential buyers. Some other vendors consider it as an alternative channel they can use in “direct dealing” in cases of increased pressure from law enforcement, or when their favourite cryptomarket does not operate, where it can provide a temporary means to conduct deals until the establishment of the next new market [20].

Figure 1 summarizes the technical essentials a cryptomarket depends on to work successfully.

2.3. Social Structure. Cryptmarkets have a composition similar to markets on the Surface Web (e.g., Amazon and eBay). The cryptomarket community generally consists of four levels [12]:

(i) Administrators: they are responsible for operating and controlling the market. Their basic tasks include determining policies under which the market will operate, licensing and suspending members’ accounts, supervising transactions unlisted in the market, creating new products categories, and defining accepted and prohibited products’ types, in addition to creating and imposing new security procedures as needed.

(ii) Moderators: the moderator assists in site maintenance, in addition to providing customer support services. Their primary tasks include organizing forum discussions, identifying fraudulent activities, and responding to requests for assistance and complaints from vendors and consumers.

(iii) Vendors: they use the market to sell illegal goods. Any merchant can create a “vendor page” following simple steps starting from registering in the market, after which they can create and manage their “store” and start making deals with consumers.

(iv) Consumers: they purchase goods through the market, and they represent the majority of registered users. They can access vendors’ pages, purchase products, and provide feedback about the vendor and the product upon receipt, as well as writing posts on discussion forums.

It is worth noting that there are many buyers and sellers maintain accounts across several cryptomarkets at the same time. This allows them to expand the circle of communication and trade with a larger group of users, as it also ensures the trade continues on the network in case one of the markets faced an unexpected shutdown. In the latter case, a state of “migration” may occur from one cryptomarket to another. Therefore, this expanded membership is a means of facilitating the migration process for both sellers and buyers [12].

On the other hand, sellers work to ensure the consistency of the seller’s identity, as it is the key to acceptance and trustworthiness. Therefore, famous sellers establish themselves across different cryptomarkets, and in some cases with the help of the market operators who preregister the pseudonyms of the known sellers when creating a new site. Operators also allow sellers to transfer their comments to the new market, and automatically, the good sellers will have an entourage of former customers on the new market [18], although using the same pseudonyms on several markets may expose them to law enforcements in case the latter possess leaked information about vendors’ identities [17]. There are applied fees for each registered vendor account, though some vendors work on several markets to appear more clearly in the Dark Web markets. Moreover, they seek to increase their profits and market share in the presence of competition expected in this type of trade. On the other hand, accounts multiplicity may be due to the volatile nature of this type of markets [16].

In each cryptomarket, a set of rules govern the market and users must abide by them. For example, Martin [12] mentioned the basic rules of Pandora market, including identifying prohibited items, such as child porn, and services that cause harm to people, such as hitmen, and the need to use the PGP Public Key to encrypt messages between suppliers and buyers. Such procedural rules and guidelines provide sufficient knowledge to users about acceptable and unacceptable behaviours in the market and create a regulated trading environment for both sellers and consumers. Administrators and moderators also impose these rules, and they penalize violators with penalties such as suspending or closing the accounts of offending users.

Although buyers pay for products in advance, the system does not release the payments to sellers unless the buyer confirms the receipt of the product. The reputation of a seller is also very important in the market community, where each seller is associated with a satisfaction rating, feedback, and notes written by previous buyers, which all inform future buyers of the seller’s reputation before making the purchase. The feedbacks include detailed comments about products quality, accuracy of delivery time, and other related ecommerce metrics. On the other hand, a description of the buyer’s reputation is available for the seller to check before approving the sale [2, 6, 9].

The rating system assists buyers by directing them across the market to find highly rated sellers and products [14]. This system is what makes cryptomarkets unique, as it provides a dual reputation mechanism that instills confidence in both sellers and buyers, protects the anonymity of identities, and facilitates frequent transactions [11]. The best way for a seller to gain the trust of potential customers is to get high rankings in the cryptomarket standardized rating system. The rating system often consists of a five-star scale and enables buyers to write short reviews [19].

There are several factors that buyers consider for a seller to gain their trust. Sellers must be polite and responsive when buyers contact with them via encrypted messages or forums, provide reliable information about their products and trade terms, and ship their goods quickly. Without these factors, sellers may run the risk of losing orders [19]. Sellers pay an instrument when registering in the market, and a commission on every sale to the market officials. The officials in turn provide escrow services to protect both.
the seller and the buyer, in addition to intervening to resolve disputes if necessary [21]. Most cryptomarkets offer the escrow service where the system keeps the money until the buyer finalizes the transaction. However, market operators may exploit this central guarantee model in an action known as “exit scam,” where they close the entire market and flee with the funds deposited in the system. This evolution has prompted some cryptomarkets to offer multisignature guarantee to finalize the deal before the funds are released [8]. In other cases, buyers may defraud as well, such as claiming that they have not received the goods, or that they complain about the received quality or quantity, with a request for compensation [22].

2.4. Satisfaction Factor. Users’ satisfaction plays an important role in the growth and success of cryptomarkets. We call it the “Satisfaction Factor.”

Satisfaction Factor includes several important partials, such as the effectiveness of methods followed to avoid monitoring and the ability to interact with others without revealing identities or expose themselves to violence that may occur in other environments. The more experienced the member becomes, the more he/she feels a sense of security. When users experience anonymity, they are able to engage in forums without being afraid to reveal sensitive information that may lead to social stigma or self-incrimination. Some users who have firm self-confidence and high technical skills can offer their digital skills for rent to the local merchants or those with less experience or with less computer skills [18]. Cryptomarket users consider they have the opportunity to enjoy several things, like using their digital skills and developing them, and the feel that they can preserve personal dignity where they conduct their businesses with anonymous personages. In addition to the ability to control the purchase and selection of drugs in the so-called “rational consumer” mind-set, which selects the product according to its variety, value, and quality in a manner that reduces potential harm, a process that is difficult to achieve in transactions outside the Internet reliably [13].

The Satisfaction Factor also includes the emotional attraction that cryptomarkets represent to both sellers and consumers, as the secret and hidden nature of cryptomarkets attracts them [14], especially those with liberal ideals and believes in creating a space to experience personal freedom, as cryptomarkets produced the openness to them to discuss illegal behaviours that users outside the cryptomarkets’ borders cannot perform. Although that the continued closures by legal authorities threatens the confidence of the participants in the possibility of permanent freedom, their desire to rebuild this possibility in other dark places on the web increases [10].

Good stealth experience when shipping by mail is an important measure of the seller’s quality, as the method of packaging and shipping out of sight of legal authorities and postal inspection is an important and desirable quality in the seller. Packaging methods include using regular containers such as a DVD case or any similar harmless item, as well as providing a return address with a legal appearance. The seller keeps the product in the box after good air discharge, using moisture barrier bags, tightly closing and cleaning of any external marks on the sealed cover. Finally, members use untraceable payment systems for postage fees [18].

Some market members also show their enjoyment by demonstrating their technical skills especially to challenge law enforcement agencies. These “crime temptations” play a role in the Satisfaction Factor when achieving successful transactions. This type of satisfaction often turns into a “libertarian” and “anti-interventionist” attitude towards the state operations in drugs ban, and some cryptomarkets’ officials announced this position clearly in the sites’ documents [13].

We can explain customers’ turnout to buy drugs from cryptomarkets by the ability to confirm the quality of drugs in terms of the substance. Cryptomarkets provide a set of services including information, tips, and drug testing services to verify the quality of the products that the user tends to buy with the lowest risk ratio of impurity [7].

At the initial emergence of cryptomarkets, there was a high level of technical skills necessary to work in a cryptomarket,
which effectively limited the access of those who do not have those skills. As a result, small technological elite emerged that cares about common interests in an environment in which advanced computer technologies have become a unique supportive culture of a virtual digital community. However, with the increase of technology development, its spread, and the ability to learn it by various groups, and the access to cryptocurrencies, has become more easy to use, cryptomarkets are no longer the preserve of this elite, and the flow of market participants from amateurs, beginners, middle-class experts, and professionals has increased [10].

The anonymity provided by the encrypted connection led to some elevation in the level of professionalism in business management on cryptomarkets. This professionalism depends on several factors including exchanging information, sellers’ keenness to provide high-quality products and services, courteous professional communication, competitive pricing, and conflict avoidance. In addition, members seek to make their forum posts highly visible and attractive to viewers. Many sellers also keep an “update” section on their profiles to ensure frequent visits from buyers, such as posting the latest news about their business and dealing requirements [22].

Figure 2 summarizes the basic elements that contribute in building the Satisfaction Factor.

2.5. The Pursuit of Reputation. The good reputation of a seller promotes cooperation, ensures customers’ loyalty, and increases the seller’s revenue [19]. Good reputation along with the username, good customer service, and highly valued feedback are important bases for successful distribution networks [16], and in cryptomarkets, reputation is visible for anyone to see [22]. Therefore, participants consider the reputation system in cryptomarkets as one of the main aspects in establishing and maintaining trust among users [17].

Vendors strive to establish their usernames as a brand. They use their profiles to clarify the rules regarding how to order merchandise, shipping time, refunds and delivery information, changes in exhibits, problems with the site or shipping, new shipping rules, or banned countries. These updates are a way to maintain their reputation and to protect themselves from negative reactions and to prevent obtaining low ratings [22].

Norbutas [17] discussed the role of reputation in the trade mechanism in cryptomarkets. The study demonstrates the work of the reputation system where it publishes buyers’ comments that reflect the sellers’ trustworthiness and the quality of their products. These comments are of a significant importance to the customers as they include information about previous actions of the sellers, which attract new buyers to the reputable seller and warn them about the fraudulent one. On the other hand, frequent transactions between the same buyers and sellers play an important role in maintaining trust over time; thus, sellers strive to maintain stable identities across markets. The study also found that reputation is transferable, as famous sellers with steady identities and good reputations enjoy additional features offered to them from the market as a special support. In case of a market shutdown or departure, market officials offer those sellers the option to maintain their identities and transfer them along with their reputation records to the new market, which helps them to keep their old customers and gain more confidence.

3. Forums: Technical Discussions and Beyond

Forums on the Dark Web represent discussion spaces that work in support to businesses on cryptomarkets. Through forums, users share information and express their points of view about products’ usage (especially drugs), availability, and prices. Therefore, it is one of the most common services on the Dark Web [3].

Cryptomarkets’ operators often provide discussion forums with the market, and there are external forums as well that are not related to a particular cryptomarket but contain a commercial section for the same purpose. These forums cover most topics related to goods and services traded in the market, though the majority of posts are drug-related threads created by the vendors themselves to promote their products and interact with their customers, focusing often on logistics [19]. On the other hand, forums allow buyers to discuss various aspects related to their drug purchase, quality, and comparisons between sellers, aiming to help each other in selection, usage, and other things [13].

Bancroft [13] found that cryptomarket users became more confident in questioning vendor’s claims about the quality of the latter’s merchandise, compared to users buying from physical markets outside the Internet, prompting sellers to provide evidences that justify their claims. This indicates a shift in the strength of the cryptomarket user. This transformation includes a kind of users’ union in terms of supporting each other with knowledge.

However, another side of the forums proves the existence of real societies that lie beyond those seemingly objective discussions, and they are represented by strong collectivism standards of unity, support, and mutual interactions that sometimes show a high energy of sympathy. Ladegaard [23] discussed this aspect of the forums. In addition to issues related to security, practical and technical matters, and drug purchase and usage, forums involve social issues as well, or topics for “leisure time,” which may be considered a means of social mingling and chatting with acquaintance. Some discussions express solidarity, in which some members ask to borrow from others, when he/she lacks a few dollars or cents to complete a deal, and he/she finds some other members who are willing to help. This microlending process and then paying it back also helps to increase trust between members in a growing environment of collegueship.

This may express their desire for a community of their own, as Ladegaard [23] explained when studying the supportive community of Silk Road. Members showed their eagerness to support Silk Road, especially when the FBI seized it. They expressed those feelings through their chats that requested “archiving the forums to preserve the knowledge they contain,” showing how important “mirroring” the forums is, “regroup” or “unite” and create a new “home”. Society members were emotionally involved with the sudden events taking place in those markets, expressing them in a sad and emotional tone by using words that stimulate feelings such as “home” as an expression of the market,
“brothers and sisters” as an expression of its members, and the group as a whole with the word “family”. At another stage, and after the forums’ backup was retrieved by volunteers who had sufficient electronic skills, Silk Road members expressed their joy about the forums return, along with the discussions they contained, with the word “memories,” “joy,” and feelings that “overwhelmed” them and a “true community feeling.”

Cryptomarkets show more than just business deals and technical skills. Beyond these markets, there are societies that believe this type of trade is a “noble” and “commendable practices.” Therefore, some researchers see cryptomarkets as a practice of resistance and the liberalism represented in that trade deals promote social harmony and obtaining of individual rights, as long as they do not violate the rights of others. On the other hand, some sellers have also expressed that their actions on cryptomarkets are to help farmers and chemistry students in various countries, and calling it “activating fair trade,” and they see themselves as moral representatives promoting what they consider a peaceful and human way of life [24].

4. Cryptomarkets versus Conventional Drug Markets

Unlike conventional networks, cryptomarkets do not need the involvement of any intermediate nodes (carriers, brokers, wholesalers, and street retailers). Dealers can easily trade and send drugs directly to consumers locally and globally [6]. Cryptomarkets shorten the distance between the buyer and the producer by dispensing the intermediate nodes, and it encourages this transformation due to the profitability of transactions with a smaller number of mediators [21].

Moreover, this fundamental difference may explain the spread of cryptomarkets for drugs’ trade as a less harmful alternative [6], and traffickers as well consider it relatively free of the violence that is usually associated with the traditional drug market [9].

This transformation also includes the technical fact of cryptomarkets, where they operate over large-scale computer networks, and because of the speed, flexibility, and mutual nature of electronic communications, researchers
consider this a major shift in the drugs’ trade compared to similar operations across traditional markets [12]. Users as well consider their infrastructure “low risk, high traffic, high mark-up, secure, and anonymous” [9].

Furthermore, visibility level may be a primary reason that buyers prefer cryptomarkets. Due to the clarity of criminal activities on street-level drug markets, they face both law enforcement operations and the potential violence of competing groups. While in cryptomarkets, visibility is no longer a major security threat due to anonymity, encrypted messaging systems, discussion forums, vendor profiles, and comment systems where sellers and buyers can communicate directly [22], in addition to the massive availability of different types and quantities of drugs accompanied with reduced risks related to the products quality [19].

Vendors consider this environment less risky for themselves as well, where physical strength is not important in the online world. On the contrary, the characteristics of a successful vendor rely on good customer service, good reputation, and ingenious marketing skills [16, 22].

However, cryptomarkets’ business represents a fraction of the global drug trade as Aldridge and Décair-Hétu [25] suggest. Although it allows direct linkage among different parties and cuts some of the mid-level of the market, fraud, and law enforcement activities form important factors that may impede the growth of cryptomarkets, in addition to the technical factors related to the nature of these markets, where accessing them requires a degree of technological knowledge. Moreover, even in case technical skills were available for users, some may not easily trust the security provided by these services, especially with the pressure caused by the media that cover the arrests associated with cryptomarkets. Another limitation is the fact that sellers send products using mail systems that face the risk of surveillance and seizure by security agencies, which can happen within borders or across countries. Therefore, some may withhold from purchasing from cryptomarkets because they do not want to receive products through the mail, and they prefer their current supply of drugs from the retailers they know and trust.

5. Cryptomarkets in the Face of Law Enforcement

What we have discussed so far does not mean that cryptomarkets are impervious to risks and sudden events that may affect them slightly or significantly.

Martin [6] indicates that they suffer from a weak point, which is their dependence on cryptocurrencies that security agencies can track. While the system encrypts commercial transactions of cryptocurrencies, transfers that involve the conversion of real currencies into cryptocurrencies or vice versa leave a trace in official records, which means that the security authorities can monitor who buys and sells cryptocurrencies, but the nature of purchases after this transfer remains hidden.

In addition, the metadata included in a document can reveal its author; for example, the data included in an image may provide the camera type, date and time, and often the geographical location, unless the user erases this data or does not record it in the first place [18].

On the other hand, Broséu et al. [16] suggest that investigating in illegal trade on the Dark Web can be done by creating a single collaborative intelligence model that combines digital data (e.g., data obtained through various studies on cryptomarkets) and physical data related to the products themselves (e.g., the substances) producing one integrated interpretation. The physical data may include the physical and chemical characterization of mailed products, which may deepen the knowledge about cryptomarkets in terms of the country of origin, product quality, and distribution strategies of the networks.

The FBI and other law enforcement agencies have closed a few cryptomarkets, while some others have experienced significant fraud by a market official, or had external hacking attacks [22]. Many law enforcement groups have adopted the practices and techniques followed by the criminals themselves with other investigation techniques to combat illegal activities on the Dark Web. In 2011, the FBI used a robust application called Metasploit in “Operation Torpedo” to penetrate the dense layers of anonymity presented by TOR and carried out the operation against three websites of child pornography [2].

In October 2013, the FBI seized Silk Road, the first encrypted market that attracted international attention, after several months of intense surveillance. This operation marks the first major disruption of a cryptomarket. In November 2014, there was “Operation Onymous,” the second operation with an international cooperation of law enforcement, including the FBI, the Department of Homeland Security, and the Europol, and it led to the seizure of many cryptomarkets and arrests all over the world, including Silk Road 2.0, Cloud-Nine, and Hydra [1, 26]. After this operation, Agora and Evolution became the largest markets, but in May 2015, Evolution officials closed the market and fled with an "exit scam," while Agora voluntarily closed in September 2015 and refunded its users [27].

Décair-Hétu and Giommoni [1] discussed the actual impact of police and law enforcement operations on Dark Web sites. There are limited evidences to support the effectiveness of police campaigns to reduce the supply and/or demand of illicit drugs, as studies show that their impact is negligible or very little on the number of drug users or suppliers, or drug prices. In addition, markets’ participants adapt to this effect through the strategies of displacement from one market to another. Tactical displacement is the most common form of adaptation. Police interventions may lead to a shift from the “open” to “closed” drug markets with dealers who may adopt technical solutions, such as mobile phones and messaging applications to contact suppliers and customers. Location displacement is another common form of adaptation to police operations. For example, Silk Road (SR1) members quickly moved to other cryptomarkets (Agora-Cloud-Nine-Evolution-Hydra-Sheep-Silk Road 2.0 (SR2)-Black Market Reloaded (BMR)). Operation Onymous greatly affected sales in cryptomarkets’ system. Although it did not target Agora and Evolution, it affected the supply and consumption of drugs on them, as in the
weeks after the operation, the total number of merchants and the number of new merchants who registered each week decreased. A few dealers in the nontargeted markets stopped selling as well, and on the consumption side, the number of sales decreased, although drug prices remained the same.

Despite police operations, cryptomarkets remain a vital system of drug trafficking, as each “shock” ends with the launch of many new cryptomarkets [17].

6. Future Directions for Further Research

Studying Dark Web sites is of great importance to many parties. Law enforcement agencies have substantial motivations for tackling the drug trade on the dark network by disrupting cryptomarkets. Such procedures aim for reducing users’ confidence in cryptomarkets and the anonymity of their actions, in addition to identifying markets’ members and gaining evidential data to prosecute perpetrators [7]. Furthermore, drugs policymakers, criminologists, and social scientists have a growing interest in limiting the harm of the trade and restraining liberal political motives on drug cryptomarkets [28].

Researchers call for continuous analyses of cryptomarkets to discover justifications for the criminal phenomena, identify possible organizations or alliances, and then target them and detect criminals. Law enforcement agencies exploit all potential gaps, whether technical, such as developing sophisticated mathematical methods that benefit from software flaws, or human errors in users’ practices, such as failures in OPSEC that can facilitate deanonymization [4, 29].

Vendors with multiple accounts may hide important actors in the drug trade behind those accounts, as vendors located on several cryptomarkets usually manage numerous listings [16]. On the other hand, PGP encryption enables the creation of unique identities and allows users to select specific individuals to interact with [17]. Therefore, analysing PGP keys associated with usernames may disclose the relationships among vendors’ profiles within the same market or on different ones more than what the usernames alone can show, considering that the PGP key works as a user-authentication tool [16].

In this context, researchers suggest several methodologies that help different organizations to investigate cryptomarkets and limit their activity. Some studies show that a small portion of merchants possess the largest shares of listings and sales. In other words, main actors have the advantage of having a well-organized structure according to the number of listings they manage, the number of markets in which they are active, and the types of drugs they offer for sale. Therefore, targeting such individuals can profoundly affect the course of commercial operations on the market and destabilize its economy. Moreover, employing attacks on the reputation systems, which are the vital engines of successful trades on cryptomarkets, can disrupt the overall trust in the cryptomarkets’ community [1, 16].

Broad strategies with extensive global participation should be taken to prevent and detect malicious sites. Security organizations worldwide can direct the knowledge gained from analysing Dark Web data to effectively put these strategies in the physical world while ensuring that the investigation and enforcement resources are deployed efficiently [2, 16]. Moreover, researchers suggest that a wider scope of responsibility should be established to include different public and private sectors in society in a kind of pro-active cooperation that reduces the efforts through sharing knowledge and frameworks [29].

It is worth noting, and as we mentioned previously in this article, that cryptomarkets work side by side with encrypted messaging apps. Therefore, exploiting such technologies can immensely reveal information about the drug trade parties and prove the possibility of conducting striking wide-scale breakdowns on the online drug trade. This possibility is highlighted by a most recent operation that took place worldwide. In June 2021, OTF Greenlight/Trojan Shield took place through a collaboration of multiple worldwide security organizations from over 20 countries using an encrypted device service developed by the FBI in coordination with the Australian Federal Police. The operation involved massive arrests (over 800) and seizures of tons of illegal substances and items and over 48 million dollars in various global currencies and cryptocurrencies [30].

In the latest studies, researchers have discovered changes in the behaviour of cryptomarkets in response to global health or social changes, the most important of which is the pandemic. This suggests that researchers expand the scope of research in cryptomarkets to respond to public health threats resulting from citizens being exposed to a massive amount of disseminated misinformation that leads to a new economy in the Dark Web concerned with prescription drugs. Findings from these studies motivate policymakers and public agencies to use these insights for better evaluating and developing legislation related to medical and health substances to combat the drug economy in the Dark Web [31].

In the future, it is anticipated that cryptomarkets will tend to rely on advanced integrated social platforms that are mainly privacy-oriented. These platforms are multifunctional decentralized spaces with robust privacy, security, and ease of use features. The functions will include trading and communication, P2P connections, secure payments and transfers, cryptocurrency management, and encrypted chat, creating a new attraction for members to the marketplaces. This development calls for paying attention to studying the technologies on which these platforms will be based and finding solutions to monitor them and disrupt or reduce their impact [29].

On a different aspect, researchers proposed that instead of eradicating the Dark Web, policymakers should methodically target criminals and malicious activity patterns while striving to develop the Dark Web for purposeful objectives and positively shape it [2, 16].

In the same context, opinions have risen recently that encourage different government and private institutions to follow several directions concerning the Dark Web and its misuse. These directions include [32] the following:

1. Exploiting the advantages of the Dark Web and its technologies rather than standing against them
(2) Giving perpetrators on the Dark Web the chance to make mistakes in concealing their identities and the secrecy of their trades, which can lead them to expose their identities and thus incriminate themselves

(3) Collaborating with encryption and anonymization software developers, such as TOR, to find solutions to regulate or stop the hidden services since they are the prime host of illegal activity and content on the Dark Web

(4) Activating the ethical code in cyberspace in conjunction with rational monitoring procedures to focus on the positive usage of the Dark Web while indicating the hidden risks in it, producing a balance that facilitates and creates a more safe and free Internet

7. Conclusions

Cryptomarkets are widespread Dark Web platforms for illegal gaining through trading various illicit products and services, especially drugs. The technical complexity of websites on the Dark Web makes them unique in operational mechanisms and hard to track by legal authorities. Moreover, behind this technological appearance lies a society of cryptomarket members that are supportive to each other and to the community they belong to, where they express, sometimes sentimentally, their beliefs towards that community, and call for a stand to preserve it. Global law enforcement agencies worked together in action against cryptomarkets. However, studies show that these actions had a slight effect on the overall business of cryptomarket users, as the latter often find a way to regather and continue their business on available replacements or create new ones. In this paper, we introduce a conceptualization approach of cryptomarkets. We discuss the definition of cryptomarkets, their technical bases, their social structure, and the supporting role of forums. We define the Satisfaction Factor, which comprises numerous social and technical elements that play a significant role in attracting users to cryptomarkets. Furthermore, we presented a comparison of cryptomarkets and conventional markets and discussed the effects of law enforcement operations on the sustainability of cryptomarkets and their business. We indicate several directions for further research in cryptomarkets in particular and the Dark Web in general. Our conceptualization approach can provide a head start for new researchers to better understand the phenomenon of cryptomarkets and find new research opportunities in the domain.
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