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Abstract. Smart meter is an important component of smart grid environment has enormous features like precise measurement and possibility of two way communication among the entities involved in grid. Nevertheless, it has distinctive features like intricate structure, resource constriction and confidential sensitive data. These features make a meter structure more susceptible for attack and error. Power theft is identified as a major threat in meter infrastructure. Several literature has found to study this issue in detail because it poses a great threat to the overall grid architecture. This paper investigates the major thefts and threats in such an environment and identifies the essential safety prerequisites to be maintained by a smart meter. A risk model is identified using attack characteristics to figure out major risks. Different class of power theft detection mechanisms are analysed and reviewed to precisely define and understand the attack vulnerability in smart meters.
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1. INTRODUCTION

In a grid infrastructure smart meter has a great task in dealing power and energy data associated with individual consumers of a grid. It facilitates bidirectional communication from home to grid and from grid to home. Common people can not only get data from meter but also can perform customized operations over it. This leads to the possibility of malicious attempts to tamper and change meter data. This leads to serious problems and one of the major problems in this regard is power theft attack. In this case, intruders or malicious attackers make use of meter data to steal energy power. Many theft cases are reported and thus to be considered seriously. Recognizing such stealing is difficult to the overall infrastructure of smart meter. This serious issue even affects the quick development of smart metering infrastructure. Lots of researches are in this area to effectively detect such attacks since they effectively aim at stealing power that is to be actually delivered to legitimate consumers.
Smart meters consist of a tree structure comprising of different networks in it. Networks by its nature are always susceptible for attacks mostly because of wireless nature. So an attack on meter can be carried out easily by the malicious users. Smart meter contains different data like power usage data, implementation data, personal data of end users, etc. In these types of data, attack is launched on power consumption data to steal power. Attackers can be either passive who just collect data without performing any modifications on it and the second category is active attackers who modifies the meter
data mainly for monetary benefits that is by way of stealing of power. Different categories of recognizing these types of attacks are done in this paper.

2. LITERATURE SURVEY

Many security problems are brought about by the changing connectivity and disconnection of several parts of metering infrastructure [1]. A secure authentication key could be propagated to have bidirectional communication links among various devices that aims at providing several security aspects in grid and meter. This key can use cryptographic functions and exchange of secure keys among entities that make use of good secure protocol standards. This helps in carrying out better security measures in authentication and also methods to use ideal shared key functionalities. The performance could be experimentally verified and compared with similar existing protocols. Smart meters are important active equipment in grid along with having numerous loop holes for attacks. Much number of vulnerabilities exists in the architecture. Petri net model can be used to analyze data flow between various equipments in meter [2]. Menace model could be used by considering different restrictions imposed on meter. Intrusion detection technique could be used for detecting any malicious activity in meter infrastructure. Data falsification can also be detected. Changing software of meter will not change this detection scheme.

Another development for smart meter security is a key supervision technique [3]. It is found to be high advance features. And this paper is significantly looking into managing key functions and ensuring security in smart meter. Comparison of general key supervision in ordinary meters and newly advanced metering infrastructure has also been analyzed in the paper.

3. RISK MODEL

A hierarchical arrangement is adopted as the risk model. This structure analyzes the possible ways by which an attacker can carry out the attack over meter data [4]. The attacker makes use of loop holes to enter the system and perform various malicious attempts to finally reach the actual target of attack. So it goes through children nodes to reach a root node which is its target [5]. The final target is power stealing. This target can be subdivided as tampering, modifying, etc. The attacker thus decompose target into sub targets and accomplish it one by one to get the final one. This risk model can effectively help to study the behavioural characteristics of an attacker who aims to steal power. This model can incorporate other sub structures if an attack is analyzed to have diversities in attack nature.

4. POWER THEFT PROCEDURES

The recognition of power stealing is difficult to identify compared to other attacks in smart grid. Mainly there are three kinds of recognition strategies, including, categorization based approach, monitoring state based approach and game theory based approach. In the categorization based approach, normal energy pattern is studied and then an abnormal usage of power is identified whenever such a case occurs [6]. This is based on the principle that there can be a significant difference in power usage pattern when an intruder tries to access and use power of legitimate consumers. In the second approach that is in monitoring state based approach the recognition is improved by considering the state of monitoring. This can be obtained using a wireless sensor network which is comparatively cheap. Logs for audit can be used here. RFID technology can also be used instead of wireless sensor network. But here there is extra cost for the installation of particular equipments. In the third approach, a model is constructed involving distributors and consumers along with attackers [7]. It will lead to identification of abnormal behaviour in a more stable way by way of intense calculations.
5. INSIGHT INTO UPCOMING THREATS

The recognition of attacker behaviour may need the storing of private confidential and sensitive data of end users [8]. Many of them do not take risk by revealing their real identities and sensitive data which makes the recognition difficult. Techniques for the security of physical equipments are also an issue. Cost involved in the data storage for analysis and recognition is yet another issue [9]. So these issues are to be properly dealt with in order to properly recognize attack scenarios in a smart meter.

6. CONCLUSION

A major problem regarding the implementation of smart grid is the attack scenarios associated with smart meters. The main problem identified is the stealing of power form such systems. Proper recognition of such attacks is very essential in order to come with effective solutions. Three recognition mechanisms are evaluated in the paper. Along with that, a proper insight into the challenges in this area is also identified. Once the problem of actual attack scenario is identified and eradicated, smart meters can be a promising and innovative mechanism for future generations.
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