Abstract: The vehicular ad-hoc network (VANET) is the network of vehicles, which is designed to enable the multi-service architecture across the vehicular networks. The VANETs are the network of the moving nodes on adequately higher speeds, which create the great challenge to gain and through the data from and to the vehicular nodes on the move. The VANETs are used to predict the traffic jams, hurdles or blockades produced due to tree falling, avalanche, flash flood, etc. The minimized delay oriented vehicular networks must be designed over the high speed transmission podium along with efficient data transmissions with optimized number of topology, hello and update packets. In this paper, the major improvements have been proposed in the hazard routing protocols (HRPs) specifically designed for the vehicular networks. The optimized number of hello packets, minimized topology packets and dedicated routing models are involved in the design of the proposed efficient data handling model. This model has undergone the variety of versatile performance evaluation experiments, which proves the improved performance of the proposed model. The maximum delay in the simulation model has been recorded nearly at 0.064 microseconds, which is considerably lower than the existing model. Also the proposed model has been designed to lower the data loss rate by 0.4%, which also proves the robustness of proposed model in comparison to existing model.
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has examine and explore. According to the author of the paper additionally settle these difficulties and issues to analyze the set of solution. Each vehicle or car has OBU (On Board Unit).

### III. SIMULATION MODEL

This project is based upon the traffic flow optimization to gain the maximum performance on the given vehicular network, which is designed as the structured network. The structured vehicular network is enabled with the vehicular nodes and road side units (RSU) with versatile connectivity paradigms. The vehicle to vehicle (V2V) and vehicle to infrastructure (V2I) are offered among the given vehicular cluster in order to establish the elongated connectivity among the nodes out of the 1-hop reach of RSU nodes. The vehicular networks are aimed at decongestion using the several mechanisms in the proposed model. The primary solution involves the traffic isolation and prioritization applications to set the priority of the data being propagated over the given paths. The data is classified on the basis of the type of the data packets, such as collision oriented packets, congestion indication packets, hello packets between nodes, packets carrying location coordinates and other updates. These packets are handled in the dynamic way to isolate the vehicular traffic in the given segment using the following algorithm:

**Algorithm 1: Vehicular Data Flow Prioritization Algorithm**

1. Begin the simulation nodes
2. Start the communication module on all of the nodes
3. Establish the connections between the road side units (RSU) and vehicular nodes
4. Start the cluster node movement according to the pre-programmed movement schedule
5. When RSU receives the packets, it analyzes the packets on the basis of their types
   a. If the packets are collision, abrupt (sudden brakes) or congestion packets
      i. If packet is collision packet
         1. Update the packet header with two bit pattern [1 1], which indicates the higher priority
      ii. Else if the packet is abrupt packet
         1. Update the packet header with two bit pattern [1 0], which indicates the higher priority
      iii. Else if the packet is congestion packet
         1. Update the packet header with two bit pattern [0 1], which indicates the higher priority
      iv. Restore the packets in the queue
   b. Otherwise {location, hello and others}
      i. Update the packet header with two bit pattern [0 0], which indicates no priority
      ii. Restore the packets in the queue
6. Process the queue, and iterate for each packet in the queue
7. When RSU analyzes the packets, it segregates the packets on the basis of their types
   a. Firstly obtain all of the packets carrying priority information [1 1] towards the vehicular nodes
   b. Iterate for each of the packet in collision with bit pattern [1 1]
      i. Acquire the packets one by one
      ii. Observe the location of the node sending the information
      iii. Shortlist the nodes, which can probably get affected by the location of collision
         1. Forward the packet to all shortlisted nodes
      iv. If current packet is last packet
         1. Break the iteration
      v. Otherwise
         1. Go to 6(b)(i)
   c. Iterate for each of the abrupt packet with bit pattern [1 0]
      i. Acquire the packets one by one
      ii. Observe the location of the node sending the information
      iii. Shortlist the nodes, which can probably get affected by the location of collision
         1. Forward the packet to all shortlisted nodes
      iv. If current packet is last packet
         1. Break the iteration
      v. Otherwise
         1. Go to 6(b)(i)
   d. Iterate for each of the congestion packet with bit pattern [0 1]
      i. Acquire the packets one by one
      ii. Forward the packet to all nodes in the given segment
      iii. If current packet is last packet
         1. Break the iteration
      iv. Otherwise
         1. Go to 6(b)(i)
   e. Return the iterations
8. Stop the simulation after the simulation time expires
9. Return the simulation parameters

In this simulation model, the traffic shaping and optimization has been achieved with the traffic flow recognition and prioritization to mark the high utility packets with highest priority on the basis of pre-defined set of rules. In figure 3, the workflow of the proposed simulation model is elaborated in detail:
IV. RESULT ANALYSIS

The simulation results are obtained in the form of various parameters, which involves the end-to-end delay and packet loss in the cluster. The aim of the proposed model is to reduce the end-to-end delay and to increase the throughput.

Also the number of hello packets has been reduced, when the congestion occurs in order to control the total count of packets in the cluster, which also affects the total count of packets in all of the vehicles in the vehicular cluster. The following figure 4 shows the end-to-end delay, where the proposed model value is quite lower than the delay recorded in the existing model. The delay is reduced because the overall count of hello packets has been reduced in the simulation model.
The number of hello packets in the hello packets has been estimated in the case of existing and proposed models. In the proposed model, the number of hello packets has been reduced for each of the node in the transmission to improve the overall performance of the proposed model in comparison with the existing model. For each of the node, the number of hello packets to the RSU is limited to two packets per second, which eventually reduces the packet loss in the proposed model. In the figure 5, the packet loss based parameter estimation has been recorded for the existing and proposed models. The existing model has been recorded between 0 and 9 percent packet loss in the given cluster, whereas the proposed model has been recorded between 0 and 1. The dynamic hello packet control among the intersections has significantly improved the packet loss in the proposed model. The packet loss has been recorded nearly at 0.5% on the average, which is very lower than existing model (5-6%) as per shown in the following figure.

![Figure 5: Simulation Parameter of packet loss](image)

V. CONCLUSION

The proposed model is based upon the traffic shaping by incorporating the flow prioritization over the different kinds of packets and flow isolation to segment the affected nodes among the given cluster. In the proposed model, the proposed flow isolation and flow prioritization mechanism is designed to improve the network performance, which is significantly improved in the proposed model. The transmission delay has been lowered to 0.064 seconds in the proposed model against nearly 7 seconds in the existing model, which is very high improvement. The existing model ranges between 0 and 15 seconds for all of the rounds in the simulation. The existing model has been recorded between 0 and 9 percent of packet loss occurring in the given vehicular cluster, whereas the existing model is recorded between the range of 0 and 1 percent. The average percentage of packet loss has been recorded between 0.5% in the proposed model, which shows the significantly high performance as compared to the average of existing model (5-6%) of packet loss.
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