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Abstract. Advances in communication information technology have made various infrastructures dependent on cybernetics technology. However, there are threats to the system. One of the threats discussed in the context of the study of international humanitarian law is cybernetics war, which is carried out by high entities such as the state. The threat is coordinated with the armed forces or military in order to gain an advantage over the opponent. Recognizing that there are ever-evolving and very dynamic threats to the sovereignty of the state and nation, in this case by considering advances in internet technology, the government has formulated regulations regarding cyber defence as an effort to overcome cyberattacks that cause disruption to the implementation of national defence, so that it can realized cyber defence (cyber defence). In general, there have been a number of national laws and regulations governing matters relating to activities in cyberspace. The research method of the paper used normative legal research to collect and analyse legal material regarding two main concepts, namely: cyber warfare regulations and information regulations. The nature of legal research was to provide prescription on legal concept or legal phenomenon. The paper finds out that Tallinn Manual is a legal concept that give an instruction to respond cyber-attack, in which the concept can be adopted. In the meantime, in legal vacuum of cyber warfare regulation, the concept inside Tallinn Manual can be interpret to the existing law in Indonesia. Findings in the paper indicates that cyber-attack according to existing regulation can be classified into three categories, namely: ordinary attack, middle attack or terrorism, and massif attack or cyber warfare.
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1. Introduction

The cyber warfare incidents in Estonia and Iran are concrete examples for academics and experts working in that field to be able to make national and international policies [1]. In recent years, countries and international organizations see urgency and are aware of threats and challenges that need to be addressed. The Tallinn Manual was established on the International Law Applicable to Cyber Warfare which was the result of the endeavours of an independent international expert group and was invited by the NATO Cooperative Cyber Defence Centre of Excellence (NATO CCDCOE). The Tallinn Manual was formed for three years to examine how international legal norms still apply to new forms of warfare. The Tallinn Manual pays special attention to aspects of jus ad bellum, namely international law governing the use of violence and also jus in bello. The Tallinn Manual is not an official document and has no binding capacity, but it is of a scientific opinion and serves as a state reference for arrangements related to cyber operations [2].
Tallinn Manual 1.0 emphasis cyber-to-cyber operations such as cyber operations on a country’s critical infrastructure or cyberattack that target system control from enemies. The Tallinn Manual is not intended for legal issues related to kinetic-to-cyber operations, such as an air strike that bombs a cyber control centre, which has been regulated in the provisions of armed conflict. Tallinn Manual 1.0 is neither intended for cyber securities as is generally understood. Cyber espionage, theft of intellectual property rights, and criminal activity in cyber space, although are serious issues for the state, are not included in the scope of regulation in Tallinn Manual 1.0. Utilising treaties, law cases, and other sources, Tallinn Manual 1.0 produces 95 (ninety-five) black-letters rules that can be used as guidelines for countries in cyber warfare conditions, including the provisions of cyber operations in neutral territory [3].

According to the Tallinn Manual which has now been ratified and took effect on March 2013 by NATO cyber defence in Estonia, American cyber-attacks on Iran is categorised as a form of "Use of Force". According to The Tallinn Manual on the International Law Applicable to Cyber warfare Rule 11: "Use of Force’ is defined as “Acts that kill or injure persons or destroy objects or damage objects are unambiguously uses of force”. According to the United Nation Charter, the use of force (violence) is prohibited, except in self-defence. "With the use of force by the United States, it can be said that it is an American hostility act against Iran which can be said to be the first sign of conflict as stated in international humanitarian law in the 1949 Geneva Conventions.

The development of cyber law reached a certain level of maturity by starting to think about the enactment of public international law into the area of cyber operations. Last January 2017 the Tallinn Manual 2.0 on the International Law Applicable to Cyber Operations with General Editor Michael N. Schmitt was published by Cambridge University Press. If Tallinn Manual 1.0 emphasizes the discussions on cyber operations related to cyber warfare, Tallinn Manual 2.0 highlights cyber activities during peacetime by emphasizing cyber events facing the country in day-to-day operations that are below the level of cyber operations. By using treaties, case law and other sources, Tallinn Manual 2.0 publishes 154 (one hundred fifty-four) black-letters rules [4].

In 2019 Indonesian government is discussing cyber security to be articulated as legislation. Also, within Indonesian regulation Tallinn Manual is not regulate specifically. In the absence the rule of law in terms of cyberattack or cyber war, the referral concept can be interpreted to the existing law that have closely related to the cyber space law. Although, to become governing law, Tallin Manual regulation must be fulfilled some of requirement, namely: sign by the country member, ratification, obeyed and execute by the country member.

In regards of Tallinn Manual, Schmitt argue that Cyberwar do not take place but existing law and can be established through legal interpretation [5]. Correspond to the legal context, doctrinal method or normative legal research can be used as a tools to interpret the Tallin Manual through the concept of cyberwar as sub-field in international law [6]. In doctrinal research the analysis is to understand and to draw legal concept coherently among various regulation [7]. Depart from the nature of the research, basic understanding of the concept will be point to a definition then will be relate to the concept in academic paper to have comprehensive understanding to prescribe cyber warfare from the perspective Indonesian regulation.

2. Conceptual framework
2.1. Cybercrime
Cybercrime is not specifically defined in the Convention on Cybercrime. However, if it is seen from the sub-section of the convention, we can conclude that cybercrime has several types of criminal offenses, namely offenses against the confidentiality, integrity and availability of computer data and systems, computer-related offenses, content-related offences, and offenses related to infringements of copyright and its related rights that can be harm the society. The term of computer crime is still not uniform, some scholars mention the terms "computer abuse", "computer fraud", "computer-related crime", "computer assisted crime" or "computer crime", but in the end the term that is widely used is "computer crime due to its commonly used in international relations [8]. Main concept to describe act of crime in cyberspace
terminology as if computer crime, or crime that uses a computer (computer-related crime) in legal perspective will affect to the legal consequences. In so, our opinion for cybercrime is the crime that happen in cyberspace, and computer-related crime is for conventional crime that use computer as a tool of crime.

In terms of terminology cyber, on Information and Electronic Transaction law section explanation, there is cyber terminology, but written: law of information technology, virtual world law, and law of mayantara [9]. The condition described that Indonesian law is not explicitly accommodate cyber as a concept of law, but rather choose terminology information. Otherwise, in many textbook of cyber law, common terminology is cyber, and cyber is a space that needs law inside the space to regulate the people inside the space [10].

In some countries, the use of the term still varies, for example, The British Law Commission uses the term computer fraud as computer manipulation in any way carried out in bad faith to obtain money, goods or other benefits or is intended to cause harm to others. Whereas U.S computer crime manual uses the term "computer crime", the Franken Commission in the Netherlands uses the term "cybercriminaliteit" or a crime on the Internet [11]. In short, each country has their reasons for using these terms, but with the development of the internet and telecommunications networks, the term widely used is "cybercrime".

Cybercrime is carried out through computers in cyberspace or computer networks that have high-speed access so that this crime becomes a high-level crime that changes the concept of conventional crime. Apart from access and high speed, cyberspace that is not physically seen makes interactions between individuals or groups as cybercrime actors freer in carrying out their actions, and thoughts that are considered illegal in the real world can be spread through cyberspace. This gives way to the birth of cyber terrorism due the freedom it bestows upon someone to publish his illegal ideas on cyberspace [12].

From the characteristics, it is clear that the perpetrators of crime today choose to carry out their actions through this medium of cyberspace. In addition to their freedom and ease in carrying out criminal acts, the law applicable to cyberspace also does not explicitly have universally recognized limits, USDOJ (United States Department of Justice), for example, considers that penalties that apply in real space should also apply in cyberspace, because USDOJ considers computers to be just media for crimes that still have implications in the real world [13]. In contrast, some experts adhere to the opposite principle in essence it states that the law in force in real space is irrelevant if it is imposed on cyber space.

2.2. Cyber attack
Cyber-attack by definition is a cyber operation that is either offensive or defensive in nature, intended to change, delete, destroy or deny access to computer data or software. This action is carried out with aims of, among others: 1) Making propaganda or fraud, 2) Disrupting the function of computers, targeted computer system networks and certain infrastructure operator computers. 3) Give the impact of physical damage to computers, computer systems or networks [14].

Within military context, cyber-attacks can be perceived as a separate operation or used in operations that combine conventional (kinetic) attack operations. A cyber-attack is used for harmless effects (such as site destruction), which causes fatal damage or impacts by producing misinformation in military operations or to cause major disruption to services and physical and material damage to property as well as loss of life. Cyber-attacks are conveyed through cyberspace but cannot always be carried out through a network and can make information systems or infrastructure control systems a target [15]. For an example on infrastructure control, SCADA system which operates the infrastructure. If the system is damaged, the consequence is that physical interference or damage can occur. Therefore, for security reasons, the attack on SCADA system was launched from a closed network or installing malware from agents who have close access to the system.

The methods used to carry out cyber-attacks vary; damage the hardware (chipping) or flood the system with so much information that it causes it not to function. Software formed to disrupt the function
of a computer that includes Trojan horses, logic bombs, viruses and computer worms [16]. To be able to install the software, it is launched on a computer by chipping, hacking, using a portable storage device or accidentally downloading from a site or email attachment [17].

2.3. Cyber warfare

Cyber-Warfare in Indonesian means Cybernetics War. Etymologically the term is divided into two namely cybernetics/cyber and war/warfare. UNTERM (United Nations Multilingual Terminology Database) has the definition of the full understanding of cyber-warfare as "The offensive and defensive use of information and information systems to deny, exploit, corrupt or destroy an adversary's information, information-based processes, information systems and computer based networks while protecting one's own. Such actions are designed to achieve advantages over military or business adversaries [18].

The UN organ in addition to UNTERM which also provides understanding of cyber-warfare is UNICJRI (United Nations Interregional Crime and Justice Research Institute). UNICJRI defines cyber-warfare as any action by a nation-state to penetrate another nation's computer networks for the purpose of causing some sort of damage. UNICJRI explains that cyber-warfare is carried out by countries to destroy / damage one computer network system other.

It is very important beforehand to know that the notion of cyber-warfare cannot be equated with cybercrime, cyber-espionage, and cyber-vandalism even though all of them have in common the use of cyber technology. Cyber-Crime is an act of crime (criminal) to benefit from the existence of cyber technology by violating the national law of a country, it can be said that cybercrime is more in the realm of criminal law or international criminal law.

2.4. Tallinn manual

The Tallinn Manual (originally titled, The Tallinn Manual on the International Law Applicable to Cyber Warfare) is an academic study, not binding on how international law (specifically jus ad bellum and international humanitarian law) applies to cyber conflicts and cyber warfare. Between 2009 and 2012, the Tallinn Manual was written at the invitation of the Tallinn Cyber Defence Cooperative of Excellence Centre based in Tallinn by an international group of about twenty experts. In April 2013, this manual was published by Cambridge University Press.

In the Tallinn Manual of the International Applicable to Cyber Warfare in Rule I. Sovereignty states that a state may exercise control over cyber infrastructure and activities within its territory [19]. The provision explains that a country can exercise control over cyber cyberspace infrastructure and cyber/cyberspace activities that are within its sovereign territory.

From the definition given by Bodley and the provisions in the Tallinn Manual it can be said that when a State has capabilities in terms of cyber/cyberspace infrastructure, the state has sovereignty in cyber/cyberspace and general conditions contained in international law regarding cyber/cyberspace for can be said as a fulfilled domain.

If there are interests that are protected or targeted such as cyber-based infrastructure, some countries already have or will have the capability of defence or attack against cyber whether or not they are in a military organizational structure. Attack in the virtual world (cyber/cyberspace) coordinated by the state in order to gain political and military superiority over their enemies. Hence, cyber/cyberspace becomes the domain/dimension of war/armed conflict only after land, sea, air land in the future.

Cyber-Warfare actors can provide answers whether an attack (cyber-attack) can be categorized as cyber-warfare or not. And more broadly can identify cyber-warfare whether including international armed conflicts or non-international armed conflicts. The International Group of Experts in the Tallinn Manual agree that a conflict is an international conflict if two or more countries are involved as conflicting parties or when non-state actors are under the overall control of the state of one country involved in hostilities one another.

In practice, it is very difficult to ascertain whether a country controls the cyber activities of these non-state actors (hackers or crackers). Non-state actors means: those who are allowed to be given orders
by the state such as the military, hacker groups/hackers that are sponsored by the state to attack (cyber-attack) against computer systems in other countries.

In Tallinn Manual Rule 43, the concept based on Article 51 (4) Additional Protocol I of the Geneva Conventions of 1949 states that it is prohibited to employ means or methods of cyber warfare that are indiscriminate by nature. Means or methods of cyber warfare are indiscriminate by nature when they cannot be: (a) directed at a specific military objective; (b) limited in their effects as required by the law of armed conflict.

Based on the provisions of Rule 43 Tallinn Manual, cyber-attack by NATO is an indiscriminate attack because it intentionally sends malware that can be expected to be dangerous to civilians and civilian objects (Article 51 (5) (b)). Besides, weapons in the form of malware in the cyber-attack cannot limit its attacks (uncontrollable effects) to military targets only.

Furthermore, experts in the Tallinn Manual argue that the deaths of civilians, the wounding of civilians, the destruction of civilian objects, or the combination of these are collateral damage. They also categorise collateral damage into direct effect and the indirect effect. Direct effects are the immediate, first order consequences, unaltered by intervening events or mechanisms. By contrast, indirect effects are the delayed and/or displaced second, third, and higher order consequences of action, created through intermediate events or mechanisms.

Understanding the direct effect is the effect that is directly felt when an attack occurs, then the indirect effect is the effect that is delayed, or it is the implication of the attack because it is near the object of attack. Collateral damage is a factor in a proportional calculation including the indirect effects that must be estimated by the parties before carrying out an attack by looking at planning, approval and implementation. In the context of cyber-warfare attacks that cause collateral damage such as attacks (cyber-attack) on Global Positioning Satellite (GPS), the attacker can assume the satellite is attacked because it is an object/military target that provides effective benefits to the enemy military. On the other hands, GPS satellites are also used by civilians for transportation services such as civilian commercial airplane navigation. Hence, attacker before carrying out cyber-attacks on the GPS satellite needs to consider proportionally so as not to cause collateral damage as referred to above.

3. Cyber warfare regulation in Indonesia

Recognizing that there are ever-evolving and very dynamic threats to the sovereignty of the state and nation, in this case by considering advances in internet technology, the government has formulated regulations regarding cyber defence as an effort to overcome cyber-attacks that cause disruption to the implementation of national defence, hence, launches a cyber defence (cyber defence). In general, there have been a number of national laws and regulations governing matters relating to activities in cyberspace, namely: telecommunication law, defence and security law, national defence law, armed force law, national police law, information and electronic transaction law, and antiterrorism law. In relation to Tallin Manual Coverage per se the coverage of cyber operation in not explicitly describe on what is cyber operation in Indonesian regulation, therefore Tallinn Manual 2.0 can become a guidance to follow [20].

From the regulation above, there is main difference from ordinary cybercrime then cyber-attack or cyber war. The difference is lies on the impact and the object of the cyber-attack. Cyber operation according to International law can be categorized: (a) intensity of the cyber-attack, (b) use of force, (c) action to maintain or restore international peace and stability, (d) and armed attack [9]. There for the act of cyber-attack is the same with ordinary or personal attack, but the impact of the attack that can be different.

Cyber-attack according to Indonesian law is seen as a crime and is in the domain of national security (the authority of law enforcement/police). In the Criminal Code for example, it does not specifically regulate matters relating to cyberspace. Although, the antiterrorism law create guidance that attack to vital object: place or building that have value on economy, politic social, culture and defence and security can be classified as terrorism action [22], and for the electronic or cyber can be junto to Information and Electronic Transaction Law No. 19/2016 as amendments to the Law No. 11/2008.
The crimes regulated in ITE law are very diverse, ranging from crimes related to internet technology activities such as misuse of access, interception, illegally entering computer systems or electronic systems, to committing criminal acts in the form of destruction, change, removal and manipulation of electronic data information [21]. In a more specific regulation, a cyber-attack is formulated in the Minister of Defence’s Regulation No. 82 of 2014 as "all forms of actions, words, thoughts, whether intentionally or unintentionally carried out by any party with any motive and purpose, which are carried out at any location, which are targeted at the electronic system or its contents (information) or equipment that relies heavily on technology and natural networks of any scale, to vital and non-vital objects in the military and non-military sphere, which threaten the country's sovereignty, territorial integrity and national safety”.

This cyber-attack can occur when the intensity and scale of cyber threats increase and change from the level of potential threats to become factual. This generally takes the form of actions aimed at entering, controlling, modifying, stealing or destroying or destroying or paralyzing information systems or assets. This action can take the form of cyber warfare (cyber warfare) carried out deliberately and coordinated with the aim of disturbing the sovereignty of the state; or in the form of cyber-disruption, which is carried out unintentionally, is passive and small-scale.

According to the Minister of Defence Regulation No. 82/2014 in article 2.2.a. was stated: threats to state sovereignty caused by cyber threats can originate from internal and external sources; intelligence activities; extremist organizations; "hack activists" group; organized crime groups; or originating from competition, hostility and conflict. Further, it also lists cyber threats that may occur, such as threats to the hardware (hardware threat) caused by the installation of certain equipment that functions to carry out certain activities in the system, so that the equipment is a disruption to the network system and other hardware, like jamming and network intrusion.

Another cyber threat is the threat to software (software threat). This threat is usually done by sending particular software via electronic mail that functions to carry out activities such as information theft, information destruction, information manipulation, and other activities. Cyber threats can also be in the form of data or information threats that result from the dissemination of certain data or information aimed at carrying out certain interests such as those carried out in information warfare, including propaganda activities. By looking at the contents of the said Minister of Defence Regulation, there is no limit to determine whether a cyber-attack, including cyber terrorism can be qualified as an act of war or armed attack. This is deemed necessary to formulate a working definition and scope of the cyber war. Failed to do so, it can be ill-used as a basis for political leaders to enable military leaders or warlords to take appropriate action in connection with existing cyber-attacks [22].

In addition to the Minister of Defence Regulation, the Minister of Defence Decree No.KEP/1008/M/V/2017 concerning 2018 National Defence Policy, the national defence policy is realized by establishing national infrastructure and a universal defence system to face the threat of cyberattacks both military and non-military by integrating defence information systems country; optimize cyber defence in accordance with cyber defence guidelines; encourage relevant ministries or institutions in the mastery of defence technology and human resource development and infrastructure development in the field of technology and communication for national defence.

4. Conclusion

Cyber-attack regulation in Indonesia still partially regulate, some of regulation regarding military issue in on ministry of defence, and for the public crime is regulate under ITE law and antiterrorism law. Main question for describing state cyber-attack that has been written in Tallinn manual, can be determine by the effect of the cyber-attack. By this condition, if the impact of cyber-attack is massif and the target is on vital object like strategic infrastructure, then the action can be merit as cyber-attack that threatening national defence.

Based on existing law, cyber-attack in Indonesia can be divided into three categories condition, namely: (1) ordinary attack, that aim to an individual, (3) vital object attack but not doing cyber operation, that can be classified as terrorism action, and (4) warfare attack, that massif and runs by state.
Within Indonesian rule condition that cyber-attack was regulated partial, it is cannot be said that Indonesian law have no regulation regarding cyber-attack. By the condition of law, can be interpret that Indonesia regulation is measuring the condition and the impact of cyber-attack. For cyber-attack that have massive impact, is an act that can be defined as threatening national defence, then the applicable law needs to consider the aspects of humanitarian law, including the determination or classification of "armed conflict" and who are the actors who can be considered to participate directly in hostilities. It is therefore recommended that policies on cyber defence need to include aspects of the humanitarian law in the future for regulating cyber war and/or cyber security.
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