QKD key generation control protocol
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Abstract. Polarization-encoding fiber QKD requires compensation of polarization distortion caused by birefringence in optical fiber. Solving this task inevitably requires losing some effectiveness in terms of the final key rate. In this work, a time-division multiplexing protocol for polarisation calibration is suggested. This protocol was implemented in a QRate commercial QKD fiber system, utilizing BB84-protocol. Parameters of the protocol were optimized to maximize the secret key rate.

1. Approaches to QKD key generation control

Quantum technologies evolve rapidly and now the quantum key distribution (QKD) fiber systems become more and more available. The fiber QKD systems have the advantage that they can be directly deployed on existing telecom optical fiber infrastructure. However, for polarization-encoding protocols polarization control is required since in single-mode optical fiber any given input polarization of light passing through optical fiber suffers time-dependent disturbance. To provide a high secure key-rate efficient polarization calibration protocol should be used.

There are two main approaches to organize polarisation calibration protocols: (i) interrupting scheme (time-division multiplexing, TDM) and (ii) real-time scheme. The first approach requires stopping the key generation process in order to send a sequence of calibration pulses (either quantum or classical) [1]. The second method implies utilizing wave-division multiplexing (WDM) for calibration signals [2] or using some part of the secret key to estimate QBER [3]. WDM systems require some additional equipment to multiplex signals which leads to the cost increase. Interrupting schemes allow to send high-intensity calibration pulses that can gather statistics for error estimation faster than from the weak pulses used for secret key generation. Another advantage of the TDM approach, that the calibration pulses pass the same optical path, which is used by signal pulses. In this work, we propose interrupting calibration protocol with flexible switch criteria.
2. Protocol description

2.1. Problem statement
During the calibration mode, key generation is impossible so one needs to decide when to switch into key generation regime and back. Consider the work of some iteration algorithm that minimizes QBER (e.g. gradient descent). Usually, iteration algorithms do not have well-defined stop criteria. On the one hand, if protocol switches to the key-generation mode too early during the convergence, the final QBER value is not optimal and the maximum secure key rate is not achieved. On the other hand, if protocol switches to the generation too late, the key rate is maximized but key generation time is decreased. Thus, for interrupting protocol, a crucial thing is to choose switching criteria efficiently in terms of secret key length. We aim to develop adaptive switching criteria, which can be tuned by some parameters. Varying the parameters manually or automatically, the optimal ones can be found. Moreover, we trying to avoid the adding of some additional equipment.

2.2. Flexible criteria
On each iteration of the convergence algorithm, we measure M values of QBER (each point is measured during the same time interval $\tau$, see Figure 1). Parameter M is introduced to change the accuracy of the gathered QBER values. The longer the measured time (larger M), the more accurate measurement. Then mean $\overline{QBER}$ and the standard deviation $\sigma_{CM}$ is calculated for each iteration that lasts $M\tau$. $\overline{QBER}$ is passed to convergence algorithm. Switching criteria is based on QBER linear interpolation as a function of time via MSE ($N$ last mean $\overline{QBER}$ points are used) and a comparison of the slope with some threshold, which is dynamically calculated on each iteration of the convergence algorithm. The threshold is calculated as $k_0 = -\sigma_{CM}/NM\tau$. The $k_0$ is an estimation of the minimal slope of the MSE line. Increasing M with fixed N allows manipulating threshold value. Thus, by changing M and N we can operate the time needed for calibration and the minimal QBER value achieved during calibration.

2.3. Proposed protocol
The whole process of QKD is divided into two parts: key-generation mode (GM) and calibration mode (CM). During GM $\overline{QBER}$ is calculated from decoy-state clicks and $\sigma_{GM}$ is estimated as the standard deviation of the ratio of two random values $N_{\text{wrong clicks}} / N_{\text{total clicks}}$ with the Poissonian distribution. Generally, $\sigma_{GM}$ can be chosen in other ways depending on QBER estimation technique.

![Figure 1. Criteria principle.](image-url)
during key generation. Moving back to the CM is regulated with a certain threshold based on QBER statistics analysis. The proposed protocol works as follows:

1) enable polarization calibration mode
2) wait until the convergence algorithm makes N steps
3) using the last N points \((QBER_i, t_i)\) approximate \(QBER(t)\) as a linear function through MSE method:
   \[ QBER = kt + b \]
4) calculate the threshold slope \(k_0 = \frac{\sigma_{CM}}{NMF} \)
5) if \( k < k_0 \) then
   - make another iteration of the convergence algorithm
   - go to step 3
6) else if \( k \geq k_0 \) then
   - set \( QBER_{thrs} = \overline{QBER}_N + 3\sigma_{GM} \)
7) enable key-generation mode
8) monitor \( QBER \) until \( QBER > QBER_{thrs} \)
9) go to step 1

3. Experimental results
The proposed protocol was implemented and tested on QRate commercial QKD fiber system [4]. This system, utilizing BB84 protocol, uses one-way polarization encoding optical scheme [5]. In the experimental setup, transmitter (Alice) and receiver (Bob) was connected by 50 kilometers of standard single-mode telecommunication optical fiber SMF-28e. As polarization controller was used PolaRITE III, developed by General Photonics. M and N are hyperparameters to be optimized. We run the key distribution process with the fixed parameters \((M, N) \in \{4, 6, 8\} \otimes \{5, 7, 9\}\) and measure the average secret key rate during 3 hours for each pair. The obtained results are represented in Table 1. We can notice that choice of hyperparameters does not influence much. Thus, we choose \((M, N) = (6, 7)\) as optimal pair of parameters for our system.

| N \ M | 4   | 6   | 8   |
|------|-----|-----|-----|
| 5    | 14.76 | 14.84 | 14.86 |
| 7    | 14.87 | 14.97 | 14.85 |
| 9    | 15.02 | 14.70 | 14.40 |
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