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Abstract: Emotion is one of the predetermined aspects that lead to non-compliance behaviour by a user in the Information Security (IS) domain. Four prominent emotions have been recognized in IS, which are fear, stress, trust, and rage. In this study, fear will be highlighted as the scope to explain fear in IS through design concept. This paper discusses how to characterize fear as stimuli for user emotional assessment in IS through the design concept of information security dialog user interface design (UID). Recent research made by other researchers shows that too low and too high levels of fear lead to user reluctance and resistance behaviour. Thus, it is essential to conduct a study to suggest methodology and procedural details in measuring fear and propose the relationship between the level of fear and user compliance behaviour toward IS procedures and policies. This study adopted part of Kansei Engineering, and KJ Method in measuring fear towards IS dialog box UID as the artefact. This study characterizes fear emotion in the IS domain based on users’ compliance response towards the artefacts. Findings from this study will give a new perspective on emotion, particularly for fear toward design in the IS domain and serve as the foundation of emotion in the IS field concerning Kansei and Affective Sciences.
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1. INTRODUCTION

Leaked information can convey severe loss towards an organization and data or information stored in organizations have the risk of being affected by security incidents such as information breached and espionage [1-3]. This is due to various threats present externally or internally. According to Jouini et al. [4], external threats could be classified as an outer factor that could compromise an organization’s security in the event of a natural and artificial disaster such as flood, hurricane, landslide, terrorism, etc. Meanwhile, internal threats come directly from the organizations’ staff or workers that have authority in accessing the organization’s critical system. Hence, the Information security (IS) policy role is crucial in governing employees’ actions according to organizations’ rules, standards and procedures [5]. However, despite having a well-constructed policy and procedure, employees of an organization tend to perform non-compliance action, either unintentionally or intentionally, that will result in a security breach [6, 7]. A study also shows that non-compliance behaviour against security procedure also being influenced by emotions [8]. Previous studies suggest that prominent human emotional traits in IS realm are rage, trust, fear, and stress [9-15]. In this study, we choose fear as the scope of study due to the essential aspect of fear in keeping user compliance towards any security procedure [16]. Researchers are discussing and observing characteristics of design elements and its relationship with emotion [17-22]. However, the dimension of emotion is impulsive and measuring emotion is a huge challenge, especially in assimilating emotion with a design concept for the IS domain due to a lack of existing methodology.

This study investigates relationships between fear and IS dialog box user interface design (UID), which indirectly correlate to user IS procedure compliance. Hence, this study adopts Kansei Engineering (KE) methodology since KE has been established as a compatible method in understanding emotion and psychology in various fields through design. To further simplified the process, KJ method also is employed. This research contributes to the conceptualization of fear in the IS domain and Human-Computer Interaction field by explaining fear based on the design elements in IS dialog box UID and discussing the impact of fear in UID design that could be utilized in shaping user action towards IS policy compliance.
2. BACKGROUND AND RESEARCH MOTIVATION

2.1 Information Security (IS)

The IS well-known basic triage is confidentiality, integrity, and availability, or the CIA triad. Security of information that evolves inside an organization is critical as there might be any sensitive information and users’ affective behaviour being shared through [26].

There are several guidelines of IS procedures established for users to comply with the IS policy [9, 23-25, 27-29]. On the other hand, to cope with threats such as virus and malware, there are different technical security protection used. However, employees of the organization are the entity that seldom complies with the IS technical procedure or instruction that was given, which places the organization assets and information in great danger [30]. Study shows that the actual use and adaption of IS policy are still low among the users [31]. Generally, when formulating any IS policies or procedures, human factors are the most vital entity to consider because the non-compliance behaviours are influenced by emotions [32, 33].

2.2 Relationship of Fear and IS

Fear is a basic human emotion defined as any response taken towards a certain situation determined as risky as promoting precautionary motivation and self-protect action [34]. Individual users within an organization need to trust each other in safekeeping the information. Technical staff needs to trust users who access the information while obeying all the policies and safety requirements. Protection Motivation Theory (PMT) was used as a framework to understand the impact of fear appeals by findings crucial and important stimulus on fear appeal through earning information on perseveres of efficacy, expectancy behaviour of people upon exposure of the event and thus describe coping action of response [35-37]. PMT also captures fear traits on three elements which are (a) perceived severity, (b) perceived vulnerability, and (c) fear- arousal [38, 39]. Fear appeals have great potential for stimulating behavioural change if used correctly. Studies have shown that two types of employees’ adherence behaviours are compliance and deference [40, 41]. However, if an individual is exposed to a fear appeal that does not arouse a personally relevant perception of threat, then no appraisal of efficacy will occur [36-38].

Persuasive messages can be embedded into security communication applications, such as warning box and pop-up dialog box [42]. Siponen suggested incorporating a persuasive message towards the user in generating behaviour that could contribute to security procedure compliance [43]. However, too high fear inducement could lead to a defensive act of user while too low fear inducement will have resulted in user neglection toward security procedure [44].

Thus, fear appeal had been generally found as an effective tool in attitude change. Applying fear appeals in the IS is highly needed as fear appeals provide educational and motivating information [45, 46]. A combination of interactivity and fear appeals is more effective compared to interactivity alone. The effectiveness on positive attitude change can be seen when a lower amount of fear was induced into a certain communication rather than applying a higher amount of fear [47]. The amount of fear could be described as the level of fear. A high level of fear is often ineffective as it contains too much on the specification and characterizing of harmful consequence alongside with recommendation process change of behaviour [48]. This resulted a defensive act of user by avoiding warning messages, minimizing the severity of threats, or even denying its relevance [42]. People have invulnerability illusions caused by fear, anxiety, and stress associated with perceived threats. People with higher vulnerability to any threats will be less likely to perform any security procedures than those who perceived lower vulnerability to any threats [46].

Based on previous studies, a user’s vulnerability assumption and illusion are proven to affect a user’s tendency to perform the designated security procedures and precautions. Fear manipulation to push the user in the direction of acting towards complying IS objectives could be implemented through IS UID. However, to meet this purpose, there is a need to find the ideal fear level induced by the user via the IS UID. Also, to reach that goal, fear measurement conceptualization significantly needs to be addressed.

2.3 Kansei and KJ Method

Measuring emotion through artefact has been widely implemented in KE to incorporate the emotional appeal in the product design, resulting in precise results regarding human emotion upon an artefact. The Kansei method frequently being used in expressing people’s emotions and feeling once they see a design. This method used an emotional descriptor or Kansei Word (KW) to reflect users’ emotions through self-reporting mechanisms. Besides, Kansei Word (KW) represents human emotion that triggered due to certain circumstance [49, 50]. Meanwhile, the KJ Method is a method introduced by Kawakita Jiro as a group process for establishing priorities for effective decision making [51] that also
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Keen assessment is recognized as a key approach to measure fear level by instigating the IS dialog box. Sample of designs that are used as the specimens are numerous antivirus dialog box. The selection of the antivirus dialog box samples was made with the aim to measure emotions. The samples function is to capture user attention and give an alert to the users regarding the IS policy in the basic windows environment.

However, there is a gap in the methodology of determining the right level of fear inducement as too low inducement leads to neglect act while too high inducement resulted in reluctance act by the user. Past studies mainly emphasized the influence of fear emotion in the user compliance act, yet none in measuring the exact level of fear inducement needed. Based on the statement, this study adopted hybrid KE and KJ theory to characterize fear as stimuli for user emotional assessment in IS and propose the hybrid method of measuring fear using the design of an antivirus dialog box.

As compared to other methods, KE is a method that is specifically used in developing a new concept of product associate with consumer’s implicit needs on product design. However, the selection of Kansei Word (KW) using full KE methodology will result in the complexity of determining research samples due to a large number of design elements and selecting Kansei Word (KW) of fear emotion in IS domain. It would lead to difficulty in analyzing and interpreting data. Thus, in this study, KJ Method was adopted to choose one word that represents the KW for fear.

3. CHARACTERIZING FEAR AS STIMULI IN INFORMATION SECURITY DIALOG BOX

In characterizing fear as stimuli for user emotional assessment, the connection of user’s fear IS components need to be developed. Based on the literature reviews, we suggested that fear elements in the IS will need to be elaborated according to the level of fear that the users should consider during the IS implementation. This is vital for safeguarding the information and assets using IS security dialog box as the artefact. Hence, we propose that level of fear should be determined in this study by defining each fear level by adopting an appropriate quantitative method to explain any phenomenon or condition by analyzing numerical data using mathematical methods.

Figure 1 shows our research design on characterizing fear as stimuli for user emotional assessment in IS dialog box. In this research, we discuss how the emotion assessment in IS can be conceptualized by utilizing the proposed methodology to achieve the research objectives within our research scope. In this research design, we suggested that fear elements in the IS must be conceptualized according to the different levels of fear that the users should concern about the IS implementation objectives for safeguarding the information and assets. Figure 1 shows that the design elements comprise computer security dialog box characteristic including box colours, icons, box characteristics, and contents. The level of fear proposed to be determined by analyzing respondents’ responses to numerous physical traits (design element characteristics) set as the samples in this study. Meanwhile, the KE methodology adopted to define KW with the list of potential KW extracted from PANAS-X, DEQ and Brisque Emotion. In the research design, we also expressed that the quantitative analysis method was employed.

In this research, we determine that is vital to observe how the artefacts that we set according to the items and category of the design will affect the user’s fear. We assume that the right level of fear in a dialog box design will be able to catalyse user compliance towards IS policy implementation. Finding the right amount of fear that needed to be injected in the IS dialogue box design need to be determined based on the analysis data.

4. RESEARCH METHODS

The hybrid method of KE and KJ method is adopted as the emotion measurement method. We performed user emotional assessment in IS based on our hypotheses below:
1) The fear assessment could be done by measuring fear through the artefacts using hybrid KE and KJ methods
2) Design elements characteristics in IS Dialog Box UID has a significant relationship with fear and could be proven through quantitative data analysis
In characterizing fear as the Kansei stimuli, the experimental process flow is shown in Figure 2. The research process includes instrument preparation steps, preparation for emotion measurements by preparing the specimens, and KW. Then, after the data gathering process was completed, the emotion conceptualization process was delivered. Based on the data, a summary of the guide list was completed. A total of 75 students participated in the evaluations. The students are those who know about Information Security as they are from the Security Course of Faculty of Defence Science and Technology, National Defence University of Malaysia (UPNM). Figure 2 shows the flow and research scope of this study. In this study, the Independent Variable (IV) in this study is the Design Element of the information security dialog box, while the Dependent Variable (DV) is the emotion (fear). The intended result of this study is to propose a guide list of IS dialog box design requirements that embeds the respective level of fear emotion.

4.1 Research Instrument Preparation
Research instrument of this study consisting phases of Preparation of Specimens and Kansei Checklist Development. Both phases in this study are done by adopting Kansei Design Model (KDM) [50].

4.1.1 Preparation of Specimens
The specimen in this research refers to IS dialog box selected from the existing antivirus software application and based on the criterion of UID elements. The extraction of UID of IS dialog box is done through literature review regarding antivirus dialog box UID. Each criterion of the specimen’s design element was then analysed to investigate the possible visible elements to the user’s eye. This is parallel to the second process of Investigation of Design Elements.

In this process, KE Type 1 or known as the KE Pack technique, was adopted. KE Type 1 technique involves different samples collecting and classification according to Item, which is the element’s design.

In this study, color, type, size, box position, the content of the message, font size, and font style are set as the Item. Meanwhile, the design element category that functions as the attribute of each specified item is set accordingly, as shown in Table 1. This process is the third process of Classify Design Elements.

The process of Classifying Design Element was carried out by finalizing specimens through the matrix box of specimens and design elements. The process began with checking design value that makes up the appearance of IS dialog box. If a specimen matched the investigated design element, thus the matrix box was checked. However, if there are more than two specimens are checked for the same design elements. Thus, the specimens were invalid and not selected. As an example, Specimen A, Specimen B and Specimen C have the same colour ‘Red’ for Box Color and, Specimen A and Specimen B have the same Icon Type ‘Warning.’ Thus, all three specimens are invalid since they cross-checked the same design with each other.

The process was tested repeatedly throughout the 40 specimens. The extracted design elements determined to be the final specimens for this study are shown in Table 1, with only 12 specimens based on four items.

| Design Element Characteristic | Item | Category |
|------------------------------|------|----------|
| Box Color                    | Color| Red, Orange, Yellow, Blue, Black |
| Icon                         | Type | Warning (!), Danger (X), Other |
| Box Characteristic           | Color| Red, Yellow, White |
| In Screen Position           | Size | Big, Small, Average |
| Content                      | Message| Generic and specific message |
| Font Size                    | Font Size| Small (8pt,10pt), Medium (12pt,14pt) |
| Font Style                   | Font Style| Italic, Bold, Normal |
4.1.2 Kansei Checklist Development

The checklist in this research referred to the measurement tool in investigating the user’s emotional response towards information security dialog box UID. A complete checklist will consist of target emotional words or known as Kansei Word (KW), with a self-reporting system scale. The selection of Kansei Word (KW) is made by adopting the KJ method.

As this research focuses only on the fear emotion dimension, we conducted one activity to pinpoint one word that represents the user fear in the IS domain. We employ the suggestion from an expert in a language field to find the most suitable word that represents fear in the IS domain. Multiple wording representing the fear word (synonym) will result in an inaccurate analysis of data as this research only focused on one dimension of emotion. Thus, to attain only one fear word that can represent fear in the IS domain accurately, we executed a polling or voting procedure. The fear words were extracted from the PANAS-X scale [60], DEQ scale [61], and Basque Emotion Lexicon scale [62], as shown in Figure 3.

The result from the procedure indicated ‘Jittery’ was most participants choose with nine votes, and it is shown that word was most reflecting the fear and was selected to be used in Checklist afterwards. Other’s word gets less vote from participant such as ‘Scared’ (7 votes), ‘Afraid’ (6 votes), ‘Worry,’ ‘Nervous,’ ‘Alarm (5 votes),’ Frightened’ (4 votes), ‘Uneasiness’ (3 votes) and Shaky (1 vote).

4.2 Evaluation Process

The Kansei evaluation process of this research is carried out in a controlled environment of two sessions. There are 20 students for the first session and 30 students for the second session. The activities session was divided into two sessions due to a reason to perform the evaluation process work smoothly and get stable communication between instructors and participants. The evaluation starts with a simple overview of research for better understanding and a simple briefing on consents and instructions. A Kansei checklist given to participants to evaluate IS dialog box samples of software application UID is shown through the projector. Participants were needed to evaluate a 5-point of Semantic Differential (SD) scale concerning their fear feeling after watching each sample of IS dialog box UID specimens shown by the instructor. An example of IS dialog box UID specimens shown to participants is as in Figure 4.

5. RESULT AND DISCUSSION

SPSS software was used to identify the relationship between fear emotion and the specific design of the IS dialog box category that is referred to as the artefacts. The design was characterized by items and for each item, relevant categories being established. The artefacts are expected to assist in the fear measurement toward the artefact. In developing the Checklist, a reliability test called Cronbach Alpha was employed to measure the checklist result’s reliability. Alpha Cronbach’s average value was to be exceeded or equal to 0.7 and Alpha Cronbach’s value for this experiment was 0.938, which is higher than the value obtained in our research shows high internal consistency of the Checklist. The Kansei participant’s procedure responses were then computed to determine the mean, minimum and maximum value. Analysis of the results is continued with Factor Analysis (FA).

FA was conducted to find the significant factor of design that embeds target emotion (fear) for IS dialog box. FA is performed through Principal Axis Factoring with Varimax rotation in SPSS v21. FA resulted that Component 1 has the highest Eigenvalues of 18.312 compared to other components. Figure 5 shows the plotted graph of Factor Loadings in ascending order. The plotted graph in ascending order is to provide better visualization of factor loadings values which fear emotion embeds in each design element held.
Hence, from the result, it can be said that design element characteristics from 0.81 to 0.877 could be defined as design elements that generate a high level of fear. Meanwhile, design element characteristics from 0.425 to 0.73 could be defined as design elements that generating a low level of fear. Based on our results, we concluded that design element characteristics from 0.749 until 0.778 could be defined as design elements that generate a medium level of fear.

In Table 2, we summarize the factor loadings of IS dialog box design elements characteristics based on the generated level of fear from the FA results. For box characteristics, from the 12 specimens that were used in this study, all the specimens did not specify any fear characteristics differences. Nevertheless, design elements characteristic with items Content, [Font Size: ‘8pt’ and ‘2pt’; Font Style: ‘Normal,’ ‘Bold’; Icon Type ‘Danger’; Icon and Box Color: ‘White,’ ‘Yellow’] fall under design element characteristic that generates a high level of fear. Design elements characteristic with items Content, [Font Size: ‘10pt’, ‘14pt’; Font Style: ‘Italic’; Box Color: Orange] fall under design element characteristic that generates a medium level of fear. However, the message’s content in the IS dialog box specimen that shows a medium level of fear was not able to be observed. Meanwhile, Design elements characteristic with items Content, [Content IS Dialog Box: Generic Message; Box Color: Red, Black, Blue] fall under design element characteristic that generates a low level of fear. However, ‘Font Size’ and ‘Font Style’ that specifically generate a low level of fear could not be observed.

IS dialog box UID that mapped to a specific level of fear, as shown in Table 2 can be used as a foundation to IS dialog box UID design that could induce fear emotion. Based on the previous research discussed, the fear appeal had been generally found as an effective tool in influencing users’ attitudes and behaviour. The level of fear emotion for users could relate to user IS policy compliance. Designs of IS dialog box UID could be utilized to induce fear in users. By manipulating fear, the users could be catalysed to complying with the IS policies set by an organization. This study provides the finding that shows the design characteristic that could inject a low, medium, and high level of fear based on the data that we collected in our study. Figure 6 and Figure 7 show the IS dialog box UID that was corresponding to the low and high level of fear respectively.

**Table 2**: IS dialog box UID characteristics and the level of fear

| Design Element Characteristic   | Category               | Low    | Medium | High   |
|--------------------------------|------------------------|--------|--------|--------|
| **Box Size**                    | Big, Medium, Small    | N/A    | N/A    | N/A    |
| **Position**                    | Center, Upper Left, Upper Right, Bottom Left | Bottom Right, | N/A    |
| **Font Size**                   | N/A                   | 10pt, 14pt | 8pt, 12pt |
| **Font Style**                  | N/A                   | Italic | Normal, Bold |
| **Message**                     | N/A                   | Specific Message |
| **Color**                       | Red                   | N/A    | White, Yellow |
| **Type**                        | N/A                   | Other, Warning | Danger |
| **Box Color**                   | Red, Black, Blue      | Orange | White, Yellow |
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6. CONCLUSION AND FUTURE WORKS

This study shows the conceptualization of fear emotion in the IS domain based on users’ compliance response towards the artefacts. The artefacts include design components that were constructed based on IS dialog box UID. Our quantitative data gathering has proven our hypothesis that there is a significant relationship between fear emotion and IS dialog box UID design characteristic.

We obtained results through quantitative analysis to proven that the design and fear relationship could be measured clearly by utilizing KE and KJ methods. However, in this study, the specimens that were limited give limitations to the overall results. In our future work, the specimen will be further enhanced with more diversity to represent broader design characteristics to obtain more comprehensive results.

Based on our findings, we suggest the characterization of IS dialog box UID that embeds a different level of fear can influence users’ attitudes and behaviour. On the other hand, the right amount of fear that could influence user behaviour towards IS policy compliance is subjective. The right amount of fear could be illustrated as the level of fear that impacts the user’s compliance towards IS policy. Our finding characterizes the design of IS dialog box UID and the relationship with fear. However, finding the right amount of fear that gives the optimum impact on IS policy compliance is the next field that need to be explored comprehensively. Inducement of fear through IS dialog box UID that has an optimum impact on the user’s attitude and behaviour and guarantees user’s compliance towards IS policy is the ultimate goal that could benefit the IS realm.
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