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Abstract. Secure communication between users and devices is an important aspect of IoT applications. Smart home is an emerging key element in IoT applications. Due to limited computing resources, it is difficult to deal with these communication problems. Therefore, a safe and efficient solution is needed to complete the communication between users and devices. Sometimes secure communication of information is required between devices and devices. In view of this point, this paper proposes a secure and efficient authentication and session key negotiation scheme between smart home devices.

1. Introduction
Generally, a smart home network is composed of many isomerism smart devices, such as an intelligent lighting system, an intelligent security system, a network home appliance, an audio and video device, a camera, etc. But most devices have limited computing power. In the smart home system, the following entities generally exist: (1) A trusted third party: it is usually a local server, while sometimes it is a cloud server, which responsible for registering new users and new smart devices, initializing the system, and pre-processing some parameters. (2) Smart home equipment: any home equipment that can be remotely controlled, the computing power of the equipment is limited. (3) End-user equipment for monitoring and controlling home devices such as mobile phones, tablets or smart watches via Wi-Fi or the Internet, and the computing power is not strong. (4) HG: the gateway is the management and control center of the smart home system, which act as an intermediary between devices, and help to authenticate and exchange information between devices through Wi-Fi or the Internet.

There are many challenges in the Internet of Things. Security and privacy are the most important points, performance, reliability and management are behind them [1]. In 2015, Suresh and Sruthi [2], clearly pointed out the advantages of smart home, but in the same year min and Varadh - arajan [3,4] pointed out the potential dangers of smart homes. There are about 390,000 new malware samples are registered every day. Malware attacks are getting more complicated. Most of the new malware that appears every day is a modified version, while using more complicated techniques, [3,4,5,6,7,8,9] are some of the proposed malware attacks.

On this basis, some identity authentication and secure communication schemes for smart home systems have been proposed [10,11,12] Gomez and Paradells [11] discussed different types of wireless home automation network architectures and technologies, including a series of security barriers. The program aims to establish a framework for smart home appliances. The authors focus on the availability of smart devices, control of electricity prices and operational safety. The framework can provide effective and reliable security protection, but does not consider device authentication, data confidentiality and integrity. This means that the framework may not be able to be used under the collaborative opponent model (e.g., the Dolev-Yao model),[13] also doing similar work. Kim [12] proposed a seamless integration of heterogeneous devices and access control in smart homes. The
authors observe that devices from different vendors in smart homes communicate with each other without de facto communication standards. Therefore, based on the Open Services Gateway initiative, they proposed a smart home architecture that built heterogeneous protocols in the Home Area Network (HAN), but this solution did not consider device authentication when deploying home networks [14].

proposed a scheme that requires each device to communicate with the manufacturer, but always accessing the manufacturer and sending authentication information to it is cumbersome and costly.

In 2016, Geetha et al.[15] proposed an identity authentication and key agreement protocol, which uses a lightweight computing tool to establish a secure session key. The author considers identity authentication and key agreement between the device and the gateway, as well as group authentication of multiple devices between different gateways. However, identity authentication and key agreement between smart devices are not considered, and the group authentication process is too complicated. Based on this, we propose a simple and secure mutual authentication and key agreement protocol between devices, which can also be applied to devices belonging to different gateways.

The remainder of this paper is organized as follows. Section 2 presents a brief review and cryptanalysis of Geetha et al.’s scheme. Then, we proceed with analyzing its weaknesses in Section 3. Subsequently, we present a new scheme in Section 4. And we prove that our scheme is more efficient and security in Section 5. Section 6 concludes the paper.

2. Overview of Geetha Et Al.’s Scheme

In this section, we review Geetha et al.’s scheme (2016). Their scheme is made up of three phases: System setup phase, Authentication and key establishment phase, Add new equipment phase. The notations mentioned in Geetha et al.’s scheme are showed in Table 1.

| Notation | Meaning |
|----------|---------|
| SP       | Security service provider |
| id_A     | smart device A’s identity |
| K_A      | smart device A’s unique key |
| Kid_A    | smart device A’s Key identifier |
| Token_A  | smart device A’s authentication token |
| Sid_A    | smart device A’s serial number |
| Gid      | Home Gateway identity |
| T_x      | Current time |
| T        | Effective time interval |
| ||       | String concatenation operation |
| h(·)     | An hash function |
| MAC[·]   | An message authentication code |
| HMAC[·]  | Another message authentication code |
| E_{K_A}(·) | Use A’s key encrypt |

2.1. System Setup Phase

First and the most important, each device should be registered to the SP offline and get some security parameters. For each smart device A, the SP assigns \( id_A, Token_A, K_A, Kid_A \) to A, then stores them with Gid in A, and calculates \( Q_A = h(Token_A \| Gid \| Sid_A) \). Then SP stores \( id_A, Q_A, K_A, Kid_A \) to the Home Gateway(HG) where A is located. Finally, SP maintains a database for recording devices that have already been set up. For security reasons, we can assume that all stored keys have a lifetime, depending on the SP settings.

2.2. Authentication and Key Establishment Phase

In order to maintain initial trust between smart devices, this phase provides authentication and key establishment mechanisms. This stage is divided into four steps.
• Step 1: HG generates a nonce $r$, and calculates $C = MAC[Q_A, Gid \parallel id_A \parallel T_2 \parallel r]$ , then sends a request message $\{Gid, C, T_1, r\}$ to $A$.

• Step 2: Once $A$ receives the request message, $A$ checks whether $T_2 - T_1 < 0$. If it is correct, $A$ continues to calculate $Q_A = h(Tok_{en} \parallel Gid \parallel Sid_A)$ and $C = MAC[Q_A, Gid \parallel id_A \parallel T_1 \parallel r]$. Then $A$ verifies $C = C^*$, if they are not equal, generates an error message and terminates the system. Otherwise $A$ generates a random secret $s$ and calculates $N_A = E_{K_A}[id_A, s, r, T_2]$ and $tag = HMAC[Q_A, id_A \parallel Gid \parallel s \parallel r \parallel T_2]$. Finally $A$ sends a respond $\{K_{id_A}, N_A, tag, T_2\}$ to HG.

• Step 3: HG first checks $T_3 - T_2 < 0$. If it is established, $HG$ retrieves the $K_A$ corresponding to $K_{id_A}$ from its own database, and decrypts $N_A$ to get $id_A^*' = id_A, s^* = s, r^* = r$. If they are not equal, $HG$ generates an error message and terminates the system. Otherwise $HG$ calculates $tag^* = HMAC[Q_A, id_A \parallel Gid \parallel s \parallel r \parallel T_2]$ then verifies whether $tag^* = tag$. If the verification passes, the session key $sk = h(id_A \parallel Gid \parallel s \parallel T_2)$ is generated by $HG$ at the same time $HG$ calculates $N_{HG} = E_{K_{HG}}[sk, s, T_3]$ and finally sends the message $\{N_{HG}, T_3\}$ to $A$.

• Step 4: Once $A$ receives the HG’s message, $A$ checks $T_4 - T_3 < 0$. If it is established, then uses $K_{id_A}$ to decrypt the $N_{HG}$ to obtain $\{sk^*, s^*, T_3\}$, verifies whether $T_3 = T_3, s^* = s$. If they are equal, the session key is securely established between the gateway and the device.

2.3. Add New Equipment Phase
New smart devices can be arbitrarily added to the smart home network. If a new device wants to join a gateway, it only needs SP to perform the system setup phase operation, then the gateway and device perform the above interaction.

3. Limitation of Geetha Et Al.’s Scheme
Based on the above comments, we can find the solution of Geetha et al. Only mutual authentication and session key establishment between the device and the gateway are introduced. However, in a smart home system, there is more than one way of interacting with information, which also happens between devices. So we built a simple and secure authentication and key agreement protocol between devices.

4. Our Proposed Scheme
Our scheme has been improved on the Geetha et al.’s scheme. It can also be divided into three parts: System setup phase, Authentication and key establishment phase, Add new equipment phase.

4.1. System Setup Phase
First, each device should be registered to the SP offline and gets a series of security parameters. For each smart device $A$, the SP assigns $id_A, Token_A, K_{id_A}$ to $A$, and stores them with $Gid, K_{HG}$ in $A$, simultaneously calculates $Q_A = h(Tok_{en} \parallel Gid \parallel Sid_A)$ then stores $id_A, Q_A, K_{id_A}$ to $HG$’s unique key $K_{HG}$ to the Home Gateway where $A$ is located. It is worth mentioning that these operations are all done through a secure channel. Finally SP maintains a database for recording devices that have already been set up. For security reasons, we can assume that all stored keys have a lifetime, depending on the SP settings.

4.2. Authentication and Key Agreement
When smart device $A$ wants to communicate with device $B$ in the same gateway, it can perform the following interaction with $B$. There are four steps in authentication and key agreement phase.

• Step 1: $A$ generates a nonce $a$ and calculates $Q_{AB} = h(K_{HG} \parallel id_A \parallel id_B)$ and $C = MAC[Q_{AB}, Gid \parallel id_A \parallel T_2 \parallel a]$ then sends a request message $\{id_A, C, T_1, a, id_B\}$ to $B$.

• Step 2: Once $B$ receives the request message, $B$ checks $T_2 - T_1 < 0$, if it is correct, continues to calculate $Q_{AB} = h(K_{HG} \parallel id_A \parallel id_B)$ and $C^* = MAC[Q_{AB}, Gid \parallel id_A \parallel T_2 \parallel a]$ , then verifies whether $C = C^*$, if they are not equal, $B$ generates an error message and terminates the
system. Otherwise \( B \) generates a random secret \( b \) and calculates \( N_B = E_{K_{HG}}[id_B, b, a, T_2] \) and \( tag = HMAC[Q_{AB}, id_B \parallel b \parallel a \parallel T_2] \), finally sends a response message \( \{N_B, tag, T_2\} \) to \( A \).

- **Step 3:** \( A \) first checks \( T_3 - T_2 \leq T \), if it is established, decrypts \( N_B \) to get \( \{id'_B, b, a', T'_2\} \) used \( K_{HG} \), then verifies whether \( T'_2 = T_2, id'_B = id_B, a' = a \). If they are not equal, \( A \) generates an error message and terminates the system. Otherwise \( A \) calculates \( tag' = HMAC[Q_{AB}, id_A \parallel id'_B \parallel b' \parallel a' \parallel T'_2] \) then verifies whether \( tag' = tag^* \). If the verification passes, the session key \( sk = h(id_A \parallel id_B \parallel b \parallel T_3 \parallel T_2 \parallel Q_{AB}) \) is generated. Finally \( A \) calculates \( N_{AB} = E_{K_{HG}}[sk, b, T_3] \), and sends the message \( \{N_{AB}, T_3\} \) to \( B \).

- **Step 4:** Once \( B \) receives the \( A \)'s message, \( B \) checks whether \( T_4 - T_3 \leq T \), if it is established, \( B \) decrypts the \( N_{AB} \) to obtain \( sk^*, b^*, T_3^* \) used \( K_{HG} \), then verifies whether \( T_3^* = T_3, b^* = b \). If they are equal, \( B \) believes that \( sk^* \) is the session key between \( A \) and \( B \).

### 4.3. Add New Equipment Phase

This phase is similar to the scheme of Geetha et al. New smart devices can be arbitrarily added to the smart home network. If a new device wants to join a gateway, it only needs \( SP \) to perform the system setup phase operation, then the gateway and device perform the above interaction.

### 5. Analysis of Our Scheme and Conclusion

In our scheme, firstly, only the device in the gateway will have \( K_{HG} \), and it is well hidden. Therefore, \( Q_{AB} \) cannot be calculated by the attacker, and then \( C \) cannot be calculated, thus the attacker cannot pretend to be \( A \) to deceive \( B \). Then \( b \) is also hidden, so the attacker can't pretend to be \( B \) to deceive, and the session key cannot be calculated by the attacker. At the same time we have been using timestamps, which can avoid replay attacks.

Compared with the scheme of Geetha et al., our scheme does not pass through the gateway when the device information interacts, which saves some resources. It can also be used for information interaction between user terminals and home devices, which is essential in smart home environments. When the user registers with the \( SP \), the user can set his own account, that is, the identity \( id_u \), and then obtain a series of security parameters assigned by the \( SP \). Then, through the above interaction, the user complete the communication with the smart home device. This solution also applies to the interaction between devices and gateways. Because the gateway also has its own identity \( Gid \), we only need to change the \( id_g \) in the scheme to \( Gid \), and then perform similar operations to achieve secure communication between \( A \) and the gateway.

Finally, we think that devices between different gateways may also interact with information, such as between neighbors, between relatives, between companies and houses. We will continue to explore these aspects.
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