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Security in quantum cryptography is continuously challenged by inventive attacks targeting the real components of a cryptographic set-up, and duly restored by new countermeasures to foil them. Owing to their high sensitivity and complex design, detectors are the most frequently attacked components. It was recently shown that two-photon interference from independent light sources can be used to remove any vulnerability from detectors. This new form of detection-safe quantum key distribution (QKD), termed measurement-device-independent (MDI), has been experimentally demonstrated with modest key rates. Here, we introduce a new pulsed laser seeding technique to obtain high-visibility interference from gain-switched lasers and thereby perform MDI-QKD with unprecedented key rates in excess of 1 megabit per second in the finite-size regime. This represents a two to six orders of magnitude improvement over existing implementations and supports the new scheme as a practical resource for secure quantum communications.

In QKD a sender, Alice, transmits encoded quantum signals to a receiver, Bob, who measures them and distills a secret string of bits with the sender via public discussion. Ideally, the use of quantum signals guarantees the information-theoretical security of the communication. In practice, however, QKD is implemented with real components, which can deviate from the ideal description. This can be exploited to circumvent the quantum protection if the users are unaware of the problem.

Usually the most complex components are also the most vulnerable. Therefore the vast majority of the attacks performed so far have targeted Bob’s single photon detectors. MDI-QKD is a recent advance conceived to remove the problem of detector vulnerability. As depicted in Fig. 1a, two light pulses are independently encoded and sent by Alice and Bob to a central node, Charlie. This is similar to a quantum access network configuration, but in MDI-QKD the central node does not need to be trusted and could even attempt to steal information from Alice and Bob. To follow the MDI-QKD protocol, Charlie must let the two light pulses interfere at the beam splitter inside his station and measure them. The result can disclose the correlation between the bits encoded by the users, but not their actual values, which therefore remain secret. If Charlie violates the protocol and measures the pulses separately, he can learn the absolute values of the bits, but not their correlation. Therefore he cannot announce the correct correlation to the users, who will then unveil his attempt through public discussion. Irrespective of Charlie’s choice, each users’ apparatus no longer needs a detector and the detection vulnerability of QKD is removed.

This striking feature of MDI-QKD has fostered intense experimental work and various demonstrations have been provided. However, to achieve high-visibility interference at Charlie’s beam splitter, the light source in previous experiments was set to emit long pulses at modest clock rates, thus restricting the key rate to a few hundreds bps or less (see Table 1). A proof-of-principle demonstration was also recently published using continuous variables.

Here we demonstrate a new high-rate source of indistinguishable pulses from gain-switched laser diodes, ideally suited to MDI-QKD. We use a pair of these sources, each generating $10^9$ pulses per second, to achieve QKD immune to detector attacks at key rates exceeding 1 Mbps for the first time, also in the finite-size regime. This is orders of magnitude higher than in previous demonstrations and is comparable to the highest values achieved for conventional QKD. Furthermore we demonstrate operation with a channel loss greater than 20 dB, corresponding to over 100 km of standard fibre, with a rigorous treatment of the finite-size effect. Implementation with real fibre has also been considered.

To suit MDI-QKD, the light sources in Alice and Bob have to match stringent criteria. They should emit indistinguishable pulses to enable high-visibility two-photon interference and at the same time each pulse should display a random optical phase to meet a fundamental security condition. In most demonstrations so far, light pulses have been carved from a continuous-wave laser. However, the pulses generated this way have a constant or slowly varying optical phase due to the random nature of the spontaneous emission that starts the lasing action. Furthermore they have also a significant spectral width, far exceeding the time-bandwidth limit, due to the frequency chirping arising from transient variation of carrier density in the active medium. These effects combine to dramatically reduce the visibility of the interference. This has so far prevented the use of gain-switched laser diodes to achieve high-speed MDI-QKD.

Here we propose a new technique based on pulsed laser seeding (PLS) to produce low-jitter close-to-transform-limited phase-randomized light pulses from gain-switched lasers. A master laser injects photons into the cavity of a slave laser through an optical circulator, see Fig. 1b and Methods. The lasing action of the slave laser is then initiated by stimulated emission from the light of the master laser rather than by its own spontaneous emission, thus reducing the uncertainty in its emission time. Furthermore, the competition between the cavity modes of the slave laser is immediately resolved by the presence of the master laser’s light, thus narrowing the bandwidth of the emitted pulses. The combined effect increases the visibility of the interference between the two narrow pulses emitted by the users’ slave lasers. Moreover, PLS guarantees that the phase of each slave laser is inherited from its own master laser. Owing to
the fact that the master laser is gain-switched, the master pulse—and hence the slave pulse—has a random optical phase.\(^5\) The improvement in the interference visibility achieved via the PLS technique is visible in Fig. 2a, where the time jitter, bandwidth and visibility of the light sources are experimentally measured and compared against the theoretical prediction.\(^26\) Without PLS, the time jitter and bandwidth of the source amount to 12.3 ps and 63 GHz, respectively, leading to a poor visibility of 25% and, therefore, to low key rates (upper right corner of the figure). With PLS, on the contrary, they become as small as 4.4 ps and 15 GHz, respectively (lower left corner of the figure). For these values, we expect an interference visibility of 48.5%, in good agreement with the experimentally measured value of 48.2% and close to the theoretical maximum of 50%\(^27\). The phase randomization of the pulses emitted by the seeded slave laser is confirmed in Fig. 2b, where the intensity probability distribution has the typical profile expected from the interference of two pulses with random relative phase.\(^5\)

We performed a series of MDI-QKD experiments using the setup in Fig. 1b (see Methods). The results are summarized in Fig. 3 (see also Table 1 and Supplementary Table I). The data points are obtained by using variable attenuators to reproduce the attenuation of standard single mode fibres (0.2 dB km\(^{-1}\)). The secure key rates in the figure are distilled using the protocol introduced in ref. 28 and detailed in Supplementary Section A. The highest leftmost point corresponds to a rate of 1.660 Mbps, a record in terms of a key rate mediated by two-photon interference. The lowest rightmost point corresponds to about 2 kbps over 20.4 dB attenuation in the finite-size regime, which is still sufficient to generate a 256-bit advanced encryption standard key more frequently than every 200 ms (ref. 29). To maximize the key rate, we chose two different sets of experimental conditions. The operation temperature of the single photon detectors, initially set at 20 °C, is lowered to 0 °C for the points with the highest attenuation to reduce the dark count noise. The resulting data sets belong, de facto, to two different experiments, as is apparent from the figure.

As an extra modification, we increased the photon flux with the channel attenuation to keep the size of the sample approximately invariant for a constant acquisition time (see Supplementary Tables II–IV). It is worth noting that this does not affect the security level, which remains the same (epsilon value equal to 10\(^{-10}\)) irrespective of the sample size. To calculate the finite-size key rate, we use two different methods. The first\(^8\) (filled dots in Fig. 3) has been adopted in previous MDI-QKD experiments\(^5,17\) and allows a direct comparison with the state-of-the-art method. The second\(^8\) (open dots in Fig. 3) guarantees composable security against the most general eavesdropping strategy and provides a positive key rate for the first time in this study.

To replicate a realistic deployment scenario, we replace the channel attenuation with two single-mode fibre spools of 25 km each. We employ two dispersion compensation modules designed for 20 km to cancel the broadening of the pulses due to the chromatic dispersion in the fibre. We also compensate the temporal drift of the arrival time of the pulses at Charlie’s beam splitter due to temperature variations. We find that the distilled key rate (star in Fig. 3) is close to the one obtained from the channel attenuation, proving that fibre-induced effects can be effectively mitigated.

---

**Table 1 | Selection of existing MDI-QKD experiments with the highest key rate and comparison with this work.**

| Light source | Clock rate (MHz) | Pulse width (ps) | Equivalent distance (km) | Max. key rate (bps) | Notes |
|--------------|-----------------|------------------|--------------------------|---------------------|-------|
| Master & Slave | 1 GHz          | 35               | 0                        | 6.7 × 10\(^6\)     | PR, 2× SSPD, finite size, real fibre |
| Present study | 1,000           | 35               | 0                        | 6.7 × 10\(^6\)     | PLS   |
| Ref. 18      | 75              | 2,500            | 50                       | 3.4 × 10\(^5\)     | PR, 2× APD, real fibre |
| Ref. 19      | 2               | 250              | 45                       | 6.2 × 10\(^2\)     | Single laser source, 2× SSPD |
| Ref. 14      | 2               | 290              | 80                       | 3 × 10\(^0\)       | No PR, 2× APD, real fibre |
| Ref. 16      | 1               | 500              | 45                       | 1 × 10\(^5\)       | No PR, 4× APD, real fibre |
|               | 1               | 1,500            | 17                       | 1.660 × 10\(^6\)   | PR, 4× 20 °C SD-APD, PLS |
|               | 1               | 35               | 0                        | 1.286 × 10\(^6\)   | + finite size |
|               | 1               | 35               | 52                       | 9.7 × 10\(^6\)     | PR, 4× 20 °C SD-APD, PLS |
|               | 1               | 80               | 80                       | 1.5 × 10\(^8\)     | PR, 4× 0 °C SD-APD, PLS |

---

(a) The phase-randomized weak coherent optical pulses are generated by Alice and Bob, set to the desired polarization (whose basis states are labeled H and V) and intensity, then sent to Charlie. There they interfere at the beam splitter (BS), pass through the polarizing beam splitters (PBS) and reach the four detectors, where they are measured in coincidence (details in Supplementary Section A). The measurement outcomes are publicly announced by Charlie, thus letting Alice and Bob reconstruct their keys. (b) The experimental implementation of the scheme in (a) is shown. The light sources, which are essential to the results in this work, are enclosed by the dashed lines in Alice’s and Bob’s units. C, circulator; FBG, fibre Bragg grating; POL, polarization control; INT, intensity control.
The small discrepancy is ascribable to a slightly different photon flux used in the fibre-based experiment. All the experimental points have been numerically simulated\textsuperscript{26,32} to confirm the results and optimize the system (dashed lines in Fig. 3).

Finally, to illustrate the progress entailed by these results, we include in the figure the current highest-observed key rate of QKD in the finite-size scenario\textsuperscript{23} for a distance of 50 km under similar detection conditions to the present experiment. The QKD key rate is impressively only one order of magnitude higher than the corresponding MDI-QKD rate with no finite-size effect, and about 50 times higher than the MDI-QKD point derived from a comparable finite-size analysis. These results prove that PLS can greatly enhance the key rate of MDI-QKD, allowing high-visibility two-photon interference at large repetition rates. This is accompanied by the emission of narrow pulses, which is an important factor for achieving high single-photon detection efficiency\textsuperscript{33}. With these techniques, MDI-QKD can distribute keys at rates commensurate to conventional QKD and approach applications in real-world secure communications.

**Methods**

Methods and any associated references are available in the online version of the paper.
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**Methods**

**Experimental set-up.** Alice and Bob consist of two independent PLS-enabled light sources producing phase-randomized 35 ps-long laser pulses at 1,550 nm and a repetition rate of 1 GHz. Variable optical band pass filters with a 20 GHz nominal bandwidth are aligned to remove any spurious emission. Fibre Bragg gratings are added to pre-compensate for the pulse broadening in the fibre experiment. The polarization and intensity of the pulses are set as required in the protocol and power meters are used to monitor the average photon fluxes. This lets each user prepare weak coherent states in one of four polarization states: H, V (rectilinear basis, or Z) or D, A (diagonal basis, or X). The Z basis is selected with a fixed probability equal to 15/16 and is used to distil the key bits, whereas the X basis is selected with probability 1/16 and is used to test the noise on the quantum channel. The users send the resulting states to Charlie, who performs a Bell measurement of the incoming states. Alice, Bob and Charlie share a common reference clock electrically distributed to which their preparation and detection equipment is synchronized. This enables them (using a real-time feedback) to align and compensate any temporal drifts. In future implementations the clock can be wavelength-multiplexed with the quantum signal or distributed on a different fibre, as routinely done in QKD experiments. In Charlie, the beam splitter output ports are spliced to the polarizing beam splitter input ports to ensure polarization alignment to the rectilinear basis and reduce losses. Four InGaAs self-differencing avalanche photodiodes are gated at 1 GHz and synchronized to the arrival time of the photons with a 1 ns intrinsic deadtime. The detectors have an effective active window of around 100 ps and are able to measure up to 500 Mbps (ref. 33). Their efficiency is kept around 30% for all the data points in the experiment. For attenuation levels up to 16 dB it is advantageous to operate detectors at room temperature (20 °C) to reduce the afterpulse probability, whereas for larger attenuation values it is beneficial to operate them at 0 °C to produce a smaller dark count rate. At 20 and 0 °C, the afterpulse probabilities amount to 6.5 and 8.6%, respectively, and the dark count probabilities per gate are $6.5 \times 10^{-5}$ and $2.6 \times 10^{-5}$, respectively. Temporal overlap between the pulses is initially achieved by maximizing the single counts within the detection window of the gated detector. This is then fine-tuned by directly measuring the interference visibility in the matched Z basis.

**PLS.** Each user is endowed with two gain-switched lasers, one of which acts as the master and the other as the slave. The two lasers are driven by square waves at 1 GHz through their a.c. port. An electrical delay allows the timing between the two driving signals to be varied. The d.c. level of the master laser is set below the threshold, ensuring a random phase, but is sufficiently high to have a small turn-on delay and produce ~250 ps pulses. With seeding photons from the master lasers, the slave lasers produce low-jitter light pulses with pulse widths around 35 ps and bandwidths of less than 0.2 nm. All lasers are temperature stabilized to ensure wavelength stability and we observed little drift for the duration of the experiments. In Fig. 2a, the time jitter and frequency bandwidth of the pulses are measured using a fast sampling oscilloscope and an optical spectrum analyser. To test the visibility of the set-up we perform a two-photon interference experiment using superconducting single photon detectors. The photon count rate was tuned to give ~$10^6$ counts s$^{-1}$ per detector. Data was acquired for 50 s using a time window of 350 ps around the central peak, resulting in a visibility value of 0.482. For the data presented in Fig. 2b, we use an asymmetric Mach–Zehnder interferometer with an added delay of 1 ns in one arm connected to the output of a seeded slave laser. The interference intensity between subsequent pulses is measured using a PIN photodiode and an oscilloscope. The histogram presented is the result of the acquisition of $10^7$ points.