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Abstract. This article proposes an information technology governance model that facilitates the direction, control and fulfillment of the objectives of the implementation and maintenance of the information security and privacy program proposed by the Ministry of Information Technology and Government Communications Colombian to state organizations in the framework of the digital government policy. Based on the identification of the regulations of the Colombia state for the implementation of the information security and privacy model, the analysis of the existing information technology governance frameworks that converge on the governance and management objectives of the information security and privacy model is continued and finally the model is structured of governance. contributes to the technological development of the Colombia society through the construction of an innovative tool that facilitates the direction, control and rapid adoption of the management system of information security and privacy defined by the Colombia State, which results in the assurance and privacy of information of all Colombian that is in the hands of state entities, reducing frauds, the exposure of our personal information among other risks.

1. Introduction

Government information technology (IT) government, is a concept that "with the promise of making visible the value they generate, has been taking shape to be better interpreted, implemented and applied, globally"[1]. There are currently many definitions [2], frames it in a structure of relationships to direct and control the role of IT technology within an organization in order to achieve the objectives with the aggregation of value and the balance of risk, compared to IT return and its processes. Part of the IT government lies in designing, applying and evaluating a set of criteria to govern the respective function optimally [3], explains it as a set of rules, principles, policies, or organizational charts that define or limit the scope of the area managers.

In parallel [4], IT governance is defined as a set of institutionalized practices or activities that minimize uncertainty and acquire better performance in terms of the outsourcing relationship between IT service providers and subcontractors. In relation [5], refers that the IT governance institute (ITGI) established five domains of coverage, strategic alignment of IT with the business, value delivery, risk management, resource management and performance measurement. “The IT government is the responsibility of the executives of the board of directors and contemplates leadership, structures and operational processes to ensure that the company’s IT supports the organizational strategies and objectives”. 
In this sense, information is the most important asset an organization has, therefore, its duty is to protect it. Your security depends on ensuring compliance with your confidentiality, integrity and availability, pillars or fundamental principles of information [6]. At present, an organization is clear that in order to remain current and improve market expansion, internet interconnectivity, business automation and online processes are relevant. This trend of “techno-dependence” as well as brings benefits, also implies risks for the information asset, as a consequence of the vulnerabilities in the software and hardware of technological products. Thus, the immersion in the network of networks, as well as expanding the business, also exposes a greater number of threats to the information asset, because it expands the area to be controlled. Therefore, the implementation of mechanisms to safeguard IT is currently a necessity for organizations [6].

In accordance with the new technological trends and with the objective of guiding the public entities of national and territorial order in the improvement of the standards of information security, the Colombia government through the Ministry of Information Technology and Communications (MinTIC), in the framework of the open government strategy (GEL), designed the information security and privacy model (MSPI), based on the references of ISO/IEC 27001 version 2013, the National Information Solutions Cooperative (NISC) cybersecurity framework, the legal basis of the law on protection of personal data [7], transparency and access to public information [8] among others, relevant in the management of the security of the assets of information [9]

In the context of international backgrounds [10], they proposed a model for cloud governance as a holistic framework that addresses IT governance, through a pattern that designs requirements management, for information security, the cycle of life, risk management and compliance, from the framework of IT governance. While in Colombia, MinTIC, designs a MSPI for online government strategy 2.0, with a sustainable approach that goes from preparing the entity to begin implementation, defining gaps, until alignment with the information security management system (ISMS) [11].

In this area, Escuela Colombiana de Ingeniería Julio Garavito presents a methodology for measuring the effectiveness of the MSPI Management indicators [12]. On the other hand [13], propose a model of integration of MECI and COBIT, for public entities; covering the relationship matrix for the components of the internal control standard model and the COBIT control objectives, in order to align the controls applicable to IT with the processes stipulated for these entities. In addition to this, it develops a maturity model that allows to know at what stage of IT governance application the organization is.

On the other hand [14], refers to the design of a proposed IT government framework for the Ministry of Higher Education, Science Technology and Innovation (SENESCYT), based on best practices, whose purpose is to develop a proposal that makes use of best practices of generating optimal value from IT, in search of maintaining the balance between the institutional strategic goals and the generation of benefits. Similarly, at the Universidad de Los Llanos, an IT governance model is applied as a case, in support of administrative processes, which proposes to sensitize and raise awareness among senior managers of the educational institution the need for the effective use of technologies [15].

The great use of technological tools in fulfillment of the missionary object, obliges most organizations to implement new patterns framed in standards that allow to manage the security of their information. The MSPI, designed by MinTIC, is aligned with the IT architecture reference framework and transversally supports the components of the GEL strategy: ICT for services, ICT for open government and ICT for management [9]. Although MinTIC has been available as a guide, at the time of implementation there are difficulties in carrying out the stages; among them and possibly the main one is the lack of trained professionals with experience in implementing ISMS within public entities [11]. In addition, senior management does not assume the role of leader and sponsor that corresponds to it, so it leads that the project is affected in its development, taking into account that it is not given the required importance [11].

This allows us to deduce that the MSPI is a management-oriented model, denoting the absence of direct control that helps to exercise direction and complements the management of new technologies in public administration. In addition, the IT area is highlighted and especially in the state entities, the need for control instruments related to key IT processes, which allow senior management to monitor, prevent
failures, observe trends and find possibilities for improvement [13]. In relation [16], they highlight the importance that IT managers have in order to achieve the alignment, synchronization and convergence of technology and business, as well as the ability to manage them. “Organizations are increasingly dependent on IT for decision making in order to sustain business growth” [5].

2. Methodology
The development of the proposed characterization of an IT governance model for state entities, in support of compliance with the MSPI component in the framework of the digital government strategy, was carried out under the research approach quantitative with a positivist paradigm with descriptive study scope, supported by field activities that facilitate the collection and analysis of the information obtained regarding the different models of IT governance, which could facilitate the characterization of the model required for the effective adoption of the MSPI by the government sector entities. Taking into account the methodological support that arises from the documentary analysis as the basis of the epistemic structure to generate an approach to the phenomenon of study.

3. Results
The development of the proposed IT governance model for state entities, in support of compliance with the information security and privacy component in the framework of the digital government policy, is a process in which a series of activities.

3.1. Identification of the regulatory framework of the Colombian state for the implementation of the security and privacy model
The national government has established the guidelines for the government strategy in decrees 1151 of 2008, 2573 of 2014, 1078 of 2015 and the digital government policy in 1008 of 2018. In the objective the digital government policy aims to take advantage of the technology by the state, citizens and interest groups, so that they acquire the specific competences and capacities for the fulfillment of needs, as well as the solution of public problems [17]. The scope of application is maintained. Regulated principles prevail in article 3 of law [18] and article 3 of law [19], as well as that of the innovation sector, competitiveness ICT, proactivity and information security are added. The structure of the gel strategy to that of digital policy, changes from four to two components (ICT for the state and ICT for the Society). It adds a series of enabling elements that allow entities, regardless of their resources and capacity, to carry out the implementation according to their needs and characteristics. As responsible for implementation institutional development is established in the state. The assignment of roles and responsibilities is made to the actors involved in the implementation of the digital government policy.

An institutional scheme is developed aligned with decree [20], in which the instances of direction and coordination of the planning and management system are adjusted and the institutional, departmental, district and municipal management and performance committees are created [21]. The monitoring and evaluation are in charge of the entities that report the achievement of the policy's proposals based on the fierce projects and initiatives that make use of icts and the progress in implementation is measured based on the goals reported in each term [15].

3.2. Existing IT governance frameworks that converge on governance and management objectives
The corresponding mapping between the principles of ISO/IEC 38500 and its alignment with the processes, catalysts and other elements of the COBIT 5 reference framework is presented (Figure 1).

3.3. Design of the governance model that facilitates the evaluation, direction and control of the security and privacy program of the information assets of the entities of the Colombian state
The structure of the proposed model aligns the phases of the MSPI, oriented mainly to the management of information asset security, with the IT goals and processes of the COBIT 5 management domain, in order to facilitate the application of the main governance processes proposed by ISACA to the MSPI. The model consists of 3 stages that include government and management activities throughout the
subsequent commissioning monitoring of the security and privacy management system proposed by the Colombia state (see Figure 2). The stages of the proposed model are:

- GAP analysis
- Model adoption
- Monitoring and maintenance

The stages are aligned with the government and IT management domains, the COBIT 5.0 IT goals and those required for the MSPI production start-up.

Figure 1. Existing IT governance frameworks that converge on governance and management objectives.
3.4. Alignment of the processes and activities of the proposed governance model

In order to identify the relevance of the governance processes proposed by COBIT 5.0 that facilitate the proposed model management, evaluation and monitoring of the implementation of the MSPI; the alignment of the processes of the selected government standard is carried out, with the activities required for the adoption of the information security and privacy model defined by the digital government policy to state organizations.

3.5. Implementation plan

The implementation of the IT government model in support of the MSPI for the entities of the Colombian state, begins with the creation of the appropriate environment for the application of the model, which allows the initiative to be guaranteed by stakeholders. The base implementation guide for the proposed model is that proposed by the IT [22], in which seven (7) phases are established.

3.5.1. Phase 1: Obtain the commitment of senior management. The objective of this phase is to obtain the endorsement and support of the top management of the organization for the implementation of the IT governance model in support of the MSPI. As well as dissemination among stakeholders (interested parties).

3.5.2. Phase 2: Determine the current status. The objective of this phase is to know through a diagnosis what is the current state of the level of maturity of IT governance in the organization and what the desired one to achieve is.

3.5.3. Phase 3: Establish the desired future state. Determine the maturity status of the IT government desired for the organization, according to the diagnosis made in the previous phase.

3.5.4. Phase 4: Identify the gaps. According to the diagnosis made in the previous two phases, through the levers, the current and desired level of IT maturity in the organization is obtained, the identification of gaps to be closed is performed to give continuity to the implementation of the model.

3.5.5. Phase 5: Define the implementation plan. The objective of this phase is to determine the implementation plan or program to follow to achieve the proposed objectives.

3.5.6. Phase 6: Develop the Implementation Plan. In this phase the implementation development established in the previous phase begins.

3.5.7. Phase 7: Monitor and control the performance of the implementation. Establish a periodic review program for each of the projects, which allows the validation of compliance with the proposed objectives.
4. Conclusions

After identifying the regulatory framework of the Colombia state for the implementation of the MSPI, it is identified that existing IT governance frameworks can support the achievement of governance and management objectives by integrating the model with the government domains and the strategic level with the IT goals of the domain guide, evaluate and monitor, and the diagnostic phase.

The management domain integrates the tactical and operational levels with the IT goals that are included in the four COBIT 5 domains associated with IT management and the planning, performance evaluation, implementation and continuous improvement phases. The model includes the stage of gap analysis associated with the government domain and the adoption of the model and monitoring and maintenance associated with management.

An implementation plan is included that includes the phase of obtaining senior management commitment, determining the current status, establishing the desired future status, identifying the gaps, defining the implementation plan, developing the plan and monitoring the implementation performance.
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