Developing method for constructing modular turbo code for anti-jam satellite authentication system
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Abstract. Low-earth orbit (LEO) satellite communication systems must have anti-jam property, which is based on information, structural and energy secrecy as well as immunity to jamming. One of the directions associated with increasing information secrecy is based on the use of a satellite identification system. This system is designed to prevent the imposition of foreign content on the subscriber through the use of an authentication protocol built on proof with zero knowledge. To reduce the time of applicant identification, a number of works propose to use modular codes (MC), which allow parallelizing the computational process in the protocol. It is known that MCs can improve the fault tolerance of the identification system since they are able to eliminate the consequences of faults and failures during operation. However, they can also be used to improve the immunity of LEO satellite communication systems to jamming. Thus, the use of a unified algebraic system when constructing MCs capable of correcting errors caused not only by faults and failures during the operation of the identification system but also by interference in the communication channel will enable to abandon concatenated codes. Therefore, the development of a method for constructing a modular turbo code for an anti-jam satellite authentication system is an urgent task.

1. Introduction
The increased interest in low-earth orbit (LEO) satellite communication systems, which has appeared in the last decade, is associated with the development and implementation of many global projects related to the development of the Arctic Ocean and its coastal zone. This includes the development of the Northern Sea Route, the search and commissioning of hydrocarbon deposits located beyond the Arctic Circle. This means that such LEO satellite communication systems should have immunity to jamming, which is based on information, structural and energy secrets, as well as on the immunity of the data transmission system to jamming [1,2]. A number of works [3,4] propose to use a satellite identification system to increase the information secrecy of the LEO satellite communication systems. One of the methods aimed to reduce the time for applicant’s status calculation is the implementation of the satellite authentication protocols in modular code (MC). Since modular codes are arithmetic, they are widely used to improve the fault tolerance of high-speed computing systems [5-7]. Thus, the introduction of two control bases allows the MC to correct a burst of errors within one remainder in a codeword. It is possible to increase the efficiency of modular codes by developing new principles for constructing MC. Therefore, the purpose of the article is to increase the immunity of the satellite authentication system to jamming through the use of a modular turbo code.
2. Materials and methods

2.1 Principles of constructing modular codes

It is stated in [8,9], that the integer Y in MC is represented as a tuple of remainders

\[ Y = (y_1, y_2, \ldots, y_k) \]

which are obtained by dividing Y by the selected co-prime numbers being the bases \( m_i \), \( m_2, \ldots, m_k \), where \( \text{gcd}(m_i, m_j) = 1 \). In this case, the bases set the following working range

\[ \hat{M} = \prod_{i=1}^{k} m_i. \]

Using MC, it is possible to represent arithmetic operations in the following form

\[ Y \circ D = \left\{ y_1 \circ d_1 \left[ \mod m_1 \right], y_2 \circ d_2 \left[ \mod m_2 \right], \ldots, y_k \circ d_k \left[ \mod m_k \right] \right\}, \]

where \( \circ \) denotes the operations of addition, subtraction, multiplication; \( d_i \equiv D \mod m_i \);

\[ y_i \equiv Y \mod m_i. \]

Analysis of expression (3) has showed that these modular operations can be replaced by parallel and independent operations of addition, subtraction and multiplication with low-discharge remainders. Therefore, MCs are used in high-speed computing systems. Thus, in [10] modular codes are used to construct an adaptive digital filter. In [11], it is proposed to use MC for error correction in the AES encryption algorithm.

In order to reduce the time of satellite identification, a spacecraft (SC) authentication protocol based on MC has been developed. In this protocol, U is the secret key of the SC, \( S \) is the session key of the SC, \( T \) is an additional number that is used in the equation enabling to obtain the public key of the SC when the secondary use of \( S \), which must satisfy \( \{ U, S, T \} \), \( < \hat{M} \).

Afterwards, they are transferred to MC. As a result, we get \( U = (u_1, u_2, \ldots, u_k) \), \( S = (S_1, S_2, \ldots, S_k) \), \( T = (T_1, T_2, \ldots, T_k) \), where \( u_i = \mod m_i \), \( S = S \mod m_1 \); \( T = T \mod m_1 \); \( i = 1, 2, \ldots, k \).

1. To conduct the \( j \)-th communication session, the transponder calculates the true status of the satellite

\[ C_j = (C_{j1}, C_{j2}, \ldots, C_{jk}) \]

where \( C_{ji} = \left\{ g^n \cdot g^{S_i} \cdot g^{T_i} \right\} \mod m_i \); \( g \) is a cyclic parent; \( i = 1, 2, \ldots, k \).

2. Afterwards, the transponder makes random changes \( \{ \Delta u_1, \Delta S_1, \Delta T_1 \} \)

\[ \tilde{u}_i = (u_i + \Delta u_i) \mod \phi(m_i), \tilde{S}_i = (S_i + \Delta S_i) \mod \phi(m_i), \tilde{T}_i = (T_i + \Delta T_i) \mod \phi(m_i), \]

where \( \{ \Delta u_1, \Delta S_1, \Delta T_1 \} < \phi(m_i) \); \( \phi(m_i) \) is Euler function of the base \( m_i \); \( i = 1, 2, \ldots, k \).

3. Thereafter, the noisy status of the spacecraft is determined using the MC

\[ \tilde{C}_j = (\tilde{C}_{j1}, \ldots, \tilde{C}_{jk}) = \left\{ g^{\tilde{u}_{i1}} \cdot g^{\tilde{S}_{i1}} \cdot g^{\tilde{T}_{i1}} \left[ \mod m_i \right], \ldots, g^{\tilde{u}_{ik}} \cdot g^{\tilde{S}_{ik}} \cdot g^{\tilde{T}_{ik}} \left[ \mod m_i \right] \right\}. \]

4. At the authentication stage, the interrogator generates a random number and represents it as \( d_j = (d_{j1}, d_{j2}, \ldots, d_{jk}) \), where \( d_{ji} = d_j \mod m_i \) and then passes it to the transponder.

5. Having received \( d_j = (d_{j1}, d_{j2}, \ldots, d_{jk}) \), the transponder answers the interrogator’s question regarding

\[ r_{j1} = \left[ \tilde{u}_{i1} - d_{j1} \cdot u_{1i} \right] \mod m_i, r_{j2} = \left[ \tilde{S}_{i1} - d_{j1} \cdot S_{1i} \right] \mod m_i, r_{j3} = \left[ \tilde{T}_{i1} - d_{j1} \cdot T_{1i} \right] \mod m_i. \]

6. The transponder transmits \( \{ C_{j1}, \ldots, C_{jk}, (\tilde{C}_{j1}, \ldots, \tilde{C}_{jk}), (r_{j1}, \ldots, r_{j3}), (r_{j2}, \ldots, r_{j3}), (r_{j3}, \ldots, r_{j3}) \} \).
7. Having received the transponder’s signal, the transponder calculates the status of the spacecraft

\[ Y_i^j = \left[ C_i^j \cdot g_i \cdot g_i^2 \cdot g_i^3 \right] \mod 2. \tag{8} \]

The interrogator assigns the status “friend” to the satellite if

\[ \{ Y_i^1 = \tilde{C}_i^1, Y_i^2 = \tilde{C}_i^2, ..., Y_i^j = \tilde{C}_i^j \}. \]

If the transmitted signal is affected by interference in the process of authentication, then the “friend” satellite will be perceived as “foe”, and it will not receive a communication session. Let us consider a method for constructing a turbo code for an anti-jamming satellite authentication system.

In the developed protocol, the interrogator receives the transponder’s signal, which consists of five parts. Therefore, the developed modular turbo code must contain at least five remainders. For ease, we will use a single type of remainder \( \alpha \), i.e.

\[ (C_i^1, C_i^2, C_i^3, C_i^4, C_i^5), \]

\[ (\tilde{C}_i^1, \tilde{C}_i^2, \tilde{C}_i^3, \tilde{C}_i^4, \tilde{C}_i^5), \]

\[ (r_i^1, r_i^2, r_i^3, r_i^4, r_i^5), \]

\[ (r_i^2, r_i^3, r_i^4, r_i^5), \]

\[ (r_i^3, r_i^4, r_i^5). \]

\[ \Rightarrow A_{COK} = \{ \alpha_{11}, \alpha_{12}, \alpha_{13}, \alpha_{14}, \alpha_{15}, \alpha_{16}, \alpha_{17} \} \]

\[ \alpha_{21}, \alpha_{22}, \alpha_{23}, \alpha_{24}, \alpha_{25}, \alpha_{26}, \alpha_{27} \]

\[ \alpha_{31}, \alpha_{32}, \alpha_{33}, \alpha_{34}, \alpha_{35}, \alpha_{36}, \alpha_{37} \]

\[ \alpha_{41}, \alpha_{42}, \alpha_{43}, \alpha_{44}, \alpha_{45}, \alpha_{46}, \alpha_{47} \]

\[ \alpha_{51}, \alpha_{52}, \alpha_{53}, \alpha_{54}, \alpha_{55} \]. \tag{9}

\[ \text{COK – RNS} \]

It is possible to correct a single error in the MC using two control bases \( m_{k+1}m_k < m_{k+1}m_{k+2} \) [7,8]. As a result, we get the full range of MC

\[ M = \prod_{i=1}^{k+2} m_i = \tilde{M} \prod_{i=k+1}^{k+2} m_i. \tag{10} \]

In this case, the extended MC combination does not contain an error only when executing

\[ Y = (y_1, y_2, ..., y_{k+2}) < \tilde{M}. \tag{11} \]

In this case, the modular turbo code has the following form:

\[ A_{MKK} = \left\{ \alpha_{11}, \alpha_{12}, \alpha_{13}, \alpha_{14}, \alpha_{15}, \alpha_{16}, \alpha_{17} \right\} \]

\[ \alpha_{21}, \alpha_{22}, \alpha_{23}, \alpha_{24}, \alpha_{25}, \alpha_{26}, \alpha_{27} \]

\[ \alpha_{31}, \alpha_{32}, \alpha_{33}, \alpha_{34}, \alpha_{35}, \alpha_{36}, \alpha_{37} \]

\[ \alpha_{41}, \alpha_{42}, \alpha_{43}, \alpha_{44}, \alpha_{45}, \alpha_{46}, \alpha_{47} \]

\[ \alpha_{51}, \alpha_{52}, \alpha_{53}, \alpha_{54}, \alpha_{55} \]. \tag{12}

In this case, the horizontal control remainder are calculated according to

\[ \alpha_{v0} = \sum_{i=1}^{5} \alpha_{vi}B_i \mod \tilde{M} \mod m_6, \]

\[ \alpha_{v7} = \sum_{i=1}^{5} \alpha_{vi}B_i \mod \tilde{M} \mod m_7, \tag{13} \]

where \( v = 1, 2, 3, 4, 5 \); \( B_i = h_i M m_6^{-1} \) is orthogonal base; \( h_i \) is orthogonal base weight.

In this case, the vertical control residues, with \( j=6, 7 \), are calculated according to
\[
\alpha^2_i = \left[\alpha_{11}B_1 + \alpha_{22}B_2 + \alpha_{33}B_3 + \alpha_{54}B_4 + \alpha_{55}B_5\right] \mod \hat{M}_{m_i}^+, \\
\alpha^2_j = \left[\alpha_{21}B_1 + \alpha_{32}B_2 + \alpha_{43}B_3 + \alpha_{44}B_4 + \alpha_{25}B_5\right] \mod \hat{M}_{m_j}^+, \\
\alpha^2_l = \left[\alpha_{31}B_1 + \alpha_{12}B_2 + \alpha_{53}B_3 + \alpha_{24}B_4 + \alpha_{15}B_5\right] \mod \hat{M}_{m_l}^+, (14) \\
\alpha^2_j = \left[\alpha_{41}B_1 + \alpha_{52}B_2 + \alpha_{13}B_3 + \alpha_{14}B_4 + \alpha_{35}B_5\right] \mod \hat{M}_{m_j}^+, \\
\alpha^2_l = \left[\alpha_{51}B_1 + \alpha_{42}B_2 + \alpha_{23}B_3 + \alpha_{34}B_4 + \alpha_{55}B_5\right] \mod \hat{M}_{m_l}^+.
\]

To correct errors, we use a positional characteristic being the interval

\[
S_6 = \left[\frac{A}{M}\right]_{m_6}^{+} = \sum_{i=7}^{7} \alpha_i R_i + \hat{r} \mod \hat{M}_{m_i}^+, \\
S_7 = \left[\frac{A}{M}\right]_{m_7}^{+} = \sum_{i=7}^{7} \alpha_i R_i + \hat{r} \mod \hat{M}_{m_i}^+, (15)
\]

where \(B_i = R_i \hat{M} + \hat{B}_i \hat{B}_i^T\) and \(\hat{r} = \sum_{i=1}^{5} \hat{B}_i / \hat{M}\) are orthogonal base and rank in the non-redundant RNS.

If the combination \(A = (\alpha_1,...,\alpha_7) < \hat{M}\), then it does not contain an error and \(P X S_i = 0\).

The developed method for constructing a modular turbo code enables to correct all double errors arising in one MC combination. As such, we take the first combination \(A_1\), in which the remainders \(\alpha^*_{11}\) and \(\alpha^*_{13}\) with the error depth \(\Delta\alpha_{11}\) and \(\Delta\alpha_{13}\), respectively, are erroneous. Then we get such a combination

\[
A^*_1 = (\alpha^*_{11}, \alpha^*_{12}, \alpha^*_{13}, \alpha^*_{14}, \alpha^*_{15}, \alpha^*_{16}, \alpha^*_{17}) = \left[\alpha_{11} + \Delta\alpha_{11}, \alpha_{12}, \alpha_{13} + \Delta\alpha_{13}, \alpha_{14}, \alpha_{15}, \alpha^*_{16}, \alpha^*_{17}\right].
\]

We will use the Chinese remainder theorem to translate the positional code

\[
A^*_1 = A + \left[\Delta\alpha_{11} \right]_{m_1}^{+} B_1 + \left[\Delta\alpha_{13} \right]_{m_3}^{+} B_3 \mod M, (16)
\]

Let us use the expression (19). Then the interval of this combination is as follows

\[
S^*_{16} = \left[\frac{A^*_1}{M}\right] \mod m_6 = S^*_{16} + S^*_{13} \mod m_6, \\
S^*_{17} = \left[\frac{A^*_1}{M}\right] \mod m_7 = S^*_{11} + S^*_{13} \mod m_7, (17)
\]

where \(S^*_{11}, S^*_{13}\) are the numbers of the intervals with MC when one-time errors \(\alpha^*_1 = (\alpha_{11} + \Delta\alpha_{11}) \mod m_1\) and \(\alpha^*_3 = (\alpha_{13} + \Delta\alpha_{13}) \mod m_3\) occur.

It is known that MC cannot correct a double error when using two control bases. However, the developed method enables to eliminate this drawback. After all, erroneous residues \(\alpha^*_1\) and \(\alpha^*_3\) are used in calculations \((S^*_{16}, S^*_{17})\), \((S^*_{16}, S^*_{17})\).

3. Results and Discussion

We choose the modules \(m_1 = 7, m_2 = 11, m_3 = 13, m_4 = 19, m_5 = 29\) for MC. Then the working range is \(\hat{M} = \prod_{i=1}^{5} m_i = 551551\). Let the redundant modules be \(m_6 = 37, m_7 = 43\). Then the full range is \(M = 877517641\) [13]. We have a transponder signal presented in MC \(C^1 = (2, 2, 15, 17, 4, 14)\).
\[
\tilde{C}^1 = (2, 4, 7, 3, 26, 12, 1), \quad r^1 = (1, 3, 7, 1, 6, 8, 9), \quad r^2 = (5, 10, 0, 12, 20, 25, 5), \quad r^3 = (1, 7, 8, 1, 5, 29, 42).
\]

Let there be errors with depth \( \Delta \alpha_{11} = 3 \) and \( \Delta \alpha_{13} = 4 \) when transmitting the true status of the satellite. Then we get \( \alpha_{11}^* = \left( \alpha_{11} + \Delta \alpha_{11} \right) \mod m_1 = 2 + 3 \mod 5 = 5 \), \( \alpha_{13}^* = \left( \alpha_{13} + \Delta \alpha_{13} \right) \mod m_1 = 2 + 4 \mod 5 = 6 \). Then,

\[
\Lambda_1^* = (\alpha_{11}, \alpha_{12}, \alpha_{13}, \alpha_{14}, \alpha_{15}, \alpha_{16}, \alpha_{17}) = (5^*, 2, 6^*, 15, 17, 4, 14).
\]

Let us calculate the values of the interval for this erroneous combination

\[
S_{16}^1 = \left[ \alpha_{11}^* R_1 + \alpha_{12}^* R_2 + \alpha_{13}^* R_3 + \alpha_{14}^* R_4 + \alpha_{15}^* R_5 + \alpha_{16}^* R_6 + \alpha_{17}^* R_7 + \tilde{t} \right] \mod m_6 = 34.
\]

Then the interval is as follows

\[
S_{17}^1 = \left[ \alpha_{11}^* R_1 + \alpha_{12}^* R_2 + \alpha_{13}^* R_3 + \alpha_{14}^* R_4 + \alpha_{15}^* R_5 + \alpha_{16}^* R_6 + \alpha_{17}^* R_7 + \tilde{t} \right] \mod m_7 = 34.
\]

However, this interval does not correspond to the one-time error interval. Therefore, the decoder, when receiving the interval \((S_{16}^1, S_{17}^1)\) is unable to correct an error in the code. The application of the developed method eliminates this disadvantage. Let us calculate \((S_{16}^2, S_{17}^2)\).

\[
S_{16}^2 = \left[ \alpha_{11}^* R_1 + \alpha_{12}^* R_2 + \alpha_{13}^* R_3 + \alpha_{14}^* R_4 + \alpha_{15}^* R_5 + \alpha_{16}^* R_6 + \alpha_{17}^* R_7 + \tilde{t} \right] \mod m_6 = \|137\|_37 = 27.
\]

The resulting interval corresponds to the error \(\alpha_{11}^*\) with the depth \(\Delta \alpha_{11} = 3\). In this case, the erroneous remainder \(\alpha_{13}^*\) is used in calculations \((S_{26}^2, S_{27}^2)\). Then the interval is as follows

\[
S_{26}^2 = \left[ \alpha_{41}^* R_1 + \alpha_{52}^* R_2 + \alpha_{13}^* R_5 + \alpha_{14}^* R_4 + \alpha_{15}^* R_5 + \alpha_{26}^* R_6 + \alpha_{27}^* R_7 + \tilde{t} \right] \mod m_9 = \|490\|_37 = 9.
\]

The resulting interval corresponds to the error \(\alpha_{13}^*\) with the depth \(\Delta \alpha_{13} = 4\). Correction of the codogram is performed according to

\[
A_1 = \Lambda_1^* - \tilde{c} = (5^*, 2, 6^*, 15, 17, 4, 14) - (3, 0, 4, 0, 0, 0, 0, 0) = (2, 2, 2, 15, 17, 4, 14).
\]

To assess the effectiveness of the method for constructing a modular turbo code, a software package enabling to simulate a communication channel with impulse noise was created. It was compared with the RNS code having four control bases \(m_6 = 37, m_7 = 43, m_8 = 47, m_9 = 53\), and fixes double errors. The results of the research are shown in the figure.

The analysis of the figure shows that the application of the developed method for constructing the modular turbo code benefits the increase of the immunity of the identification system to jamming. Thus, with the signal-to-noise ratio \(E_b/N_0 = 13\) dB, the probability of a system error with the developed method is \(P_{err} = 3 \cdot 10^{-5}\), while for the classical RNS it is \(P_{err} = 8.6 \cdot 10^{-5}\). This means that the developed method increases the immunity of the identification system to jamming by 2.86 times in comparison with the classical method of constructing correcting RNS codes.
4. Conclusion
The article shows the relevance of the development of modular compositional code. An algorithm for searching and correcting multiple errors in a modular compositional code is considered. An example of the implementation of a modular turbo code is presented. It is shown that for the signal-to-noise ratio $E_b/N_0 = 13\text{dB}$, the system error probability with the developed method is $P_{err} = 3 \cdot 10^{-5}$, while for the classical RNS it is $P_{err} = 8.6 \cdot 10^{-5}$. Thus, the developed method increases the immunity of the identification system to jamming by 2.86 times in comparison with the classical method of constructing correcting RNS codes.
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