Abstract

In today’s cyber world, it is difficult to trap the hackers and for the innocent users who are unaware of this kind of crimes can be easily trapped. The world had already seen the effect of ransomware where professionals were also trapped and company lost huge amount of money in terms of bit-coins. So in this study paper, the post effects of ransomware are discussed.
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