Quantum random number generator using vacuum fluctuations
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Experimental implementation of a quantum random number generator based on vacuum fluctuation is presented in this paper. A Y-splitter is used in optical setup of the quantum random number generator. The generation of random numbers in real time with a speed of 300 Mb/s is demonstrated. The conditional minimum entropy is used to estimate the randomness. A cryptographic hashing function is used for post-processing. The resulting sequence has passed DieHard and NIST statistical tests successfully.
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1. Introduction

There is a demand for random numbers in many fields of science and technology [1–4]. Existing random number generators (RNG) can be divided into two groups: pseudo-random [5] and physical [6]. Pseudo-random RNGs are based on the use of mathematical algorithms, the output bit sequences of such generators can be predictable. Physical generators using classical physical processes as a source of entropy can also be potentially predictable due to the determinism inherent in classical processes. Such generators can be used in fields that do not require true randomness. However, for certain tasks, more reliable random number generation devices should be used. In particular, the generation of encryption keys in cryptographic systems requires truly random numbers, which can be obtained only by using a quantum random number generator (QRNG). QRNGs are based on quantum processes, which are nondeterministic. Randomness in such generators can be extracted based on the principle of detecting single photons in different optical modes [7], using entangled photons [8], laser phase noise [9], or measuring fluctuations of vacuum [10, 13]. The last type of QRNGs is of the interest due to the simplicity of implementation, relatively compact size, and high speed of random sequence generation. On-chip implementations of the QRNG have been actively developed, due to small dimensions and stability of work [11, 12]. This paper demonstrates the implementation of a quantum random number generator based on vacuum fluctuations using a Y beam splitter. The presented device provides generation of random numbers in real time at a speed of 300 Mb/s. To determine the unpredictability of the output sequence, an estimate of the conditional minimum entropy was employed using the approach described in [15, 16]. The resulting random sequence was tested using the well-known battery of statistical tests DieHard [17] and NIST [18].

2. Quantum randomness generation system

The result of the interference of the reference field, described by Poisson statistics, and the vacuum field on an optical beam splitter with two input and two output ports is described in operator form in [19], these beam splitters were used in the QRNG based on vacuum fluctuations in a number of works [10, 13, 14]. In this work, for the experimental implementation of QRNG based on vacuum fluctuations, the Y-beam splitter is used, the mathematical substantiation of the possibility of using it is presented in [20, 21]. The QRNG scheme based on vacuum fluctuations is shown in Fig. 1.

In the presented QRNG, laser beam (reference field) is mixed with the vacuum field at a polarizing Y beam splitter [22]. A polarization controller is used to fine-tune the division ratio. Thus, two inputs of the balanced detector receive signals containing an amplified vacuum signal as one of its components, which appears as shot noise as a result of detection.

After detection, the differential photocurrent is amplified using a transimpedance amplifier. The resulting voltage, randomly varying in time, is converted into a numerical sequence by an ADC. An extractor is used to extract a truly
random normally distributed sequence. In particular, to extract a random sequence, an AES-based cryptographic hashing algorithm is used.

3. Experiment

In the proposed experimental implementation, the laser power is set to 40 mW. The reference field is divided on the beam splitter after polarization controller, the total loss of which is 1.06 dB. Two outputs of the Y-splitter are connected to two inputs of a balanced detector, the bandwidth of which is 100 MHz. The electrical signals from the two photodiodes are subtracted and the resulting current is converted to voltage using a transimpedance amplifier. The resulting voltage signal is digitized using a high-speed 8-bit ADC with 100 MHz bandwidth and 150 MHz sampling rate.

The rate of generating a raw sequence of random numbers is:

$$v = \min (\tau^{-1}, 2BW) \cdot n,$$

(1)

where $\tau^{-1}$ is the ADC measurement frequency, $BW$ is the smallest bandwidth of the analog signal, $n$ is a number of bits per measurement.

From the formula (1) it can be seen that the generation rate is limited by the measurement frequency and the smallest bandwidth in the circuit. Thus, the raw sequence speed is 1200 Mb/s.

Since, in addition to quantum noise, the system contains untrusted electronic noises, it is necessary to estimate the conditional entropy of the source, taking into account that the intruder can control classical noise. For this purpose, the minimum entropy is used, which, in comparison with the Shannon entropy, is a more rigorous estimate and is generally determined by:

$$H_{\text{min}} (M_{\text{dis}}) = -\log_2 \left( \max_i p_i \right),$$

(2)

where $M_{\text{dis}}$ is a measured discrete signal, $p_i$ are probabilities of different measurement outcomes.

When taking into account the eavesdropper, the conditional minimum entropy in our case is [15]:

$$H_{\text{min}} (M_{\text{dis}} | E) = -\log_2 \left( \max \left\{ \frac{1}{2} \left[ \text{erf} \left( \frac{\epsilon_{\text{max}} - R + 3\delta/2}{\sqrt{2}\sigma_q} \right) + 1 \right], \text{erf} \left( \frac{\delta}{2\sqrt{2}\sigma_q} \right) \right\} \right),$$

(3)

where $R$ is a half the dynamic range of the ADC, $\delta = R/2^{n-1}$, $\epsilon_{\text{max}}$ is a maximum value of the electronic signal, and $\sigma_q$ is a standard deviation of a quantum signal.

Due to the independence of the quantum and electronic signals, the standard deviation of the quantum signal is defined as:

$$\sigma_m^2 = \sigma_e^2 + \sigma_q^2,$$

(4)

where $\sigma_m$ is a standard deviation of the measured signal (sums of quantum and electronic signals), $\sigma_e$ is a standard deviation of the electronic signal. In the experimental QRNG system, the minimum entropy of the source was 4.78.
The unpredictability of the resulting bit sequence can be guaranteed by the Leftover Hash Lemma [23]. If the hash function converts \( k \) bits to 

\[
l < k \cdot H_{\text{min}}/n - 2 \log_2(1/\varepsilon),
\]

then the output sequence will be \( \varepsilon \)-close to the uniform distribution. In this case \( k = 1024, l = 256 \), then the security parameter is less than \( 2^{-177} \). A rather strict security parameter was chosen here, since the hashing algorithm used in this work is not universal [15]. The final sequence generation rate is:

\[
V = v \text{ Mb/s} \cdot \frac{256}{1024} = 300 \text{ Mb/s}.
\]

DieHard and NIST statistical tests were used to check the resulting output sequence. The results are shown in Tables 1 and 2.

**Table 1.** DieHard statistical test results. The obtained p-value for successful passing of the test must lie in the interval \( 0.025 < \text{p-value} < 0.975 \)

| No. | Test                                                                 | p-value   |
|-----|----------------------------------------------------------------------|-----------|
| 1   | BIRTHDAY SPACINGS TEST                                             | 0.165456  |
| 2   | THE OVERLAPPING 5-PERMUTATION TEST                                  | 0.654752  |
| 3   | the BINARY RANK TEST for 31x31 matrices                             | 0.792586  |
|     | BINARY RANK TEST for 32x32 matrices                                 |           |
| 4   | BINARY RANK TEST for 6x8 matrices                                   | 0.431478  |
| 5   | THE BITSTREAM TEST                                                  | 0.437767  |
| 6   | OPSO                                                                 | 0.427352  |
|     | OQSO                                                                 | 0.481557  |
|     | DNA                                                                  | 0.482048  |
| 7   | the COUNT-THE-1’s TEST on a stream of bytes                         | 0.095081  |
| 8   | the COUNT-THE-1’s TEST for specific bytes                           | 0.563297  |
| 9   | THIS IS A PARKING LOT TEST                                          | 0.896585  |
| 10  | THE MINIMUM DISTANCE TEST                                          | 0.815571  |
| 11  | THE 3DSPHERES TEST                                                  | 0.039996  |
| 12  | the SQUEEZE test                                                    | 0.134697  |
| 13  | The OVERLAPPING SUMS test                                          | 0.470491  |
| 14  | the RUNS test                                                       | 0.290913  |
| 15  | CRAPS TEST                                                         | 0.466673  |

4. Conclusion

The paper describes an experimental implementation of a system for the generation of random numbers in real time, based on vacuum fluctuations. The quantification of unpredictability is determined by the conditional minimum entropy, taking into account the presence of the eavesdropper. The minimum entropy was 4.78. The resulting sequence has successfully passed the NIST and DieHard statistical test batteries. The parameters of the experimental model of the system made it possible to achieve a generation rate of 300 Mb/s.
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Table 2. Results of passing NIST statistical tests. The p-values must be p-value > 0.025 to pass successfully

| No. | Test                                                | p-value   |
|-----|-----------------------------------------------------|-----------|
| 1   | BIRTHDAY SPACINGS TEST                             | 0.165456  |
| 2   | THE OVERLAPPING 5-PERMUTATION TEST                  | 0.654752  |
| 3   | the BINARY RANK TEST for 31x31 matrices             | 0.792586  |
|     | BINARY RANK TEST for 32x32 matrices                 |           |
| 4   | BINARY RANK TEST for 6x8 matrices                   | 0.431478  |
| 5   | THE BITSTREAM TEST                                  | 0.437767  |
| 6   | OPSO                                                 | 0.427352  |
|     | OQSO                                                 | 0.481557  |
|     | DNA                                                  | 0.482048  |
| 7   | the COUNT-THE-1’s TEST on a stream of bytes         | 0.095081  |
| 8   | the COUNT-THE-1’s TEST for specific bytes           | 0.563297  |
| 9   | THIS IS A PARKING LOT TEST                          | 0.896585  |
| 10  | THE MINIMUM DISTANCE TEST                           | 0.815571  |
| 11  | THE 3DSPHERES TEST                                  | 0.039996  |
| 12  | the SQEEZE test                                     | 0.134697  |
| 13  | The OVERLAPPING SUMS test                           | 0.470491  |
| 14  | the RUNS test.                                      | 0.290913  |
| 15  | CRAPS TEST                                          | 0.466673  |
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