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Abstract
Since the genesis case was confirmed in Wuhan, China in late 2019, the Novel Coronavirus Disease 2019 (COVID-19) has been spreading all over the world at an accelerating rate. Almost immediately, IoT technologies were deployed in various surveillance scenarios as part of an effort to combat the pandemic. Among the emerging solutions, contact tracing mobile applications have been playing an effective role to help stem the spread of the virus by tracking individuals and those they come into exposure with. This paper aims at providing a panoramic view of the digital tracking technologies that have been utilized so far in response to the pandemic. We particularly provide a detailed analysis of 47 contact tracing mobile applications that emerged in response to COVID-19. We accompany our analysis with a discussion on the privacy and the technology / social constraints that may challenge the deployment of these applications as digital surveillance platforms.
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1. Introduction
The novel coronavirus (SARS-COV-2) that causes the Coronavirus Disease 2019 (COVID-19) has been spreading worldwide at an accelerated rate. The situation was declared a pandemic by the World Health Organization (WHO) on March 11, 2020. By mid of July 2020, the number of reported COVID-19 cases surpassed 13 million worldwide with a 4.5% mortality rate according to the data from John Hopkins University & Medicine
Corona Virus Resource Center\footnote{https://coronavirus.jhu.edu/map.html}. Almost immediately, governments around the world started to pursue containment measures to help slow the spread of the virus.

Digital surveillance has been deployed as part of these measures to i) track confirmed and potentially impacted cases with the virus, ii) enforce lockdown when necessary, and iii) generate a much-needed source of data and statistics to the authorities.

The Internet of Things (IoT) community has been stimulated with the COVID-19 outbreak to conceive solutions to combat the pandemic. IoT protocols (e.g., Bluetooth Low Energy (BLE), Near-Field Communications (NFC), RFID, GPS, and WiFi) are receiving great attention for providing solutions spanning the spectrum from a biosensor capable of detecting the SARS-COV-2 virus in the air \cite{1} to the rapidly emerging digital surveillance technologies to track individuals and crowds. A digital surveillance for an individual relies on the unique identifiers that are either temporally (RFID tags) or permanently assigned to a person like personal identifiers, and a way to sample individual’s locations, either on short or long temporal scales for authorities to keep track of the citizens or temporary residents.

As of July 2020, approximately 5400 articles, including peer-reviewed and newspaper articles, were found in the PennState LionSearch tool as a result of the search query “(Digital tracking) and (COVID)”. LionSearch is an integrated search engine of books, e-books, research articles, newspaper articles, and other publications integrated from over 950 database/search engines, including over 80 databases/search engines for healthcare/medicine discipline and over 15 for computer/software/information science and engineering. The tool is provided and maintained by the Pennsylvania State University’s Library. The textual analysis of these publications highlights that two broad classes of technologies have been utilized to establish digital tracking (i) Non-mobile technologies (e.g., tracking bracelets, cameras with thermal sensors, drones, etc.), and (ii) mobile technologies (e.g., smartphones with inbuilt location sensors, contact tracing mobile-based applications).

Despite the avalanche of emerging surveillance technologies to combat the pandemic, there is still little knowledge of how these could affect society. For example, how widely the contact tracing mobile applications are being used? What type of data will they collect, and how data will be saved? Whom is it shared with? And are there policies in place to prevent abuse?

This paper aims at providing a panoramic view of the digital tracking technologies that have been utilized so far in response to the pandemic. We will particularly present a detailed analysis of 47 contact tracing mobile applications that have recently emerged in response to COVID-19. We accompany our analysis with a discussion on the privacy and the social/technical constraints that may challenge the deployment of these applications as digital tracking platforms.

The remaining of the paper is structured as follows: Section 2 provides an overview of Digital tracking with non-mobile technologies, while Section 3 provides an overview of Digital tracking with mobile technologies. Section 4 discusses the privacy concerns with contact tracing applications while section 5 provides a discussion on the technology and social constraints. Section 6 concludes the paper.

2. Digital tracking with non-mobile technologies

At the most general level, surveillance of humans can be defined as “regard or attendance to others (whether a person, a group or an aggregate as with a national census) or to factors presumed to be associated with these. A central feature is gathering some form of data connectable to individuals (whether as uniquely identified or as a member of a category)” \cite{2}. Governments have been increasingly adopting extensive physical surveillance measures in response to the COVID-19 spread. Our review identified 64 digital tracking measures deployed in 38 countries (See: https://bit.ly/2Zpmhgy). We mapped these measures into two broad classes: Mobile and non-mobile based technologies.

The sphere of IoT non-mobile technologies during the pandemic includes variations from the usage of electronic bracelets, deployment of cameras equipped with thermal sensors and facial recognition software, surveillance drones...
used to monitor mass gatherings, to extensive CCTV networks in a bid to help enforce curfews. Our review identified 15 of the non-mobile based measures that were taken in 12 countries (See: https://bit.ly/2Zpmhgy). For example, in Hong Kong, all people traveling from China, Taiwan, and Macau received a bracelet to track their movements. In West Virginia, a judge has approved strapping ankle monitors to positively tested citizens who refuse to quarantine [3].

In Bahrain, electronic wristbands that are compatible with the country’s coronavirus contact tracing application “BeAware” has been in use to ensure infected citizens remain quarantined. Individuals wearing the electronic bracelet must be connected to the application at all times via Bluetooth and with GPS enabled to track movement [4].

Corporate IoT proximity detection and contact tracing devices have also been developed. An example comprises the LoRaWAN devices [5], which detect proximity and contact tracing among employees in areas like offices and trigger alarms to alert people they should keep a safe distance. Surveillance accompanied with facial recognition cameras equipped with enabled body temperature detection sensors has spread rapidly in China as the Chinese government is promoting the development of artificial intelligence (AI) that prioritizes the prevention of COVID-19 spread. The number of facial recognition cameras in use in China has indeed jumped 3.5 times in the past three years to reach 626 million deployed cameras in 2020 [6]. This motivated the government to take regulating measures to ensure the privacy of the collected biometric data through the “Personal Information Security Specifications”. This regulation states that collection, processing, transfer, and disclosure of Personal Information data should be for justified, legal necessity, and often to require consent, and must be kept secure. But the principles of this regulation are not reflective of the current reality of the Chinese facial recognition ecosystem, where sensitive biometric data is frequently collected without consent or sufficient data privacy protections, particularly amid the COVID-19 outbreak.

Hoping to spot symptoms of the virus among the public, the authority in Dubai are also utilizing security cameras fitted with facial recognition software and thermal imaging technology. Similar thermal imaging surveillance cameras have also been tested in Bournemouth Airport, United Kingdom.

The resort city of Cannes on the Cote d’Azur has trialed innovative cameras in outdoor markets and on buses, equipped with AI software that generates an automatic alert to city authorities on where breaches of the mask and distancing rules are spotted. The French firm “Datakalab” [7] insists that its technology sets apart from the kind of hi-tech surveillance common in China as their system doesn’t store any identifying data, but only sends anonymized alerts to the authorities.

Surveillance drones equipped with sensors and cameras have been also used to enforce lockdown. For example, the New York Police Department has been using aerial photography to monitor lockdown measures.

3. Digital tracking with mobile technologies

The smartphone-enabling technologies such as Bluetooth, RFID tracking, built-in sensors, and NFC allow it to be an integral part of the IoT sphere and to be the most used devices in these environments. For the digital tracking purpose during the COVID-19 crisis, authorities have strongly relied on mobile technologies. We identified 50 mobile-related digital tracking measures utilized in 34 countries. These can be further mapped into two classes discussed below.

3.1 Authorities accessing individual or aggregated data directly from mobile operators

At least in 11 countries, mobile operators were reported to share individualized location data with authorities to ensure lockdown compliance. For example, in New Zealand, residents arriving from overseas were texted by the Police asking if they consent to be monitored via their cell phone [8].

Mobile operators have been also sharing aggregated data with the authorities to facilitate the analysis of how citizens have reacted to regulations on social distancing. For instance, Vodafone in Italy reported on its website that it will be willing to assist governments in developing insights based on large anonymized data sets by generating an aggregated heat map for the Lombardy region to “help the authorities to better understand population movements to help thwart the spread of COVID-19” [9]. A similar heatmap has been generated in Argentina as well [19].
3.2 Mobile Applications

There has been a flood of mobile applications in the middle of the battle with COVID-19. For example, in Poland, an application for quarantined patients asks to randomly take geo-located selfies. A similar application was deployed in Russia where citizens with suspected COVID-19 in Moscow asked to send selfies 3 times a day to authorities. In Turkey, the Quarantine enforcement application, ‘Life Fits Inside the House’, was deployed to monitor citizens [10].

Wuhan, China, where the first cases of novel coronavirus were reported, opened its border with a condition imposing the installation of a government surveillance mobile application as a requirement for the entry/exit for the region. The government then tracks its citizens through the installed software by analyzing their data to sort individuals into color-coded categories - red, yellow, or green - corresponding to their health status and level of risk for COVID-19.

On the other hand, starting the month of April 2020, we saw an uptick in the number of a particular category of mobile applications to help stem the spread of the virus by tracking individuals and those they come into exposure with; namely “proximity contact tracing applications”. As of July 2020, there were at least 47 contact tracing applications available for 29 countries (Please see the list of the applications provided through the link: https://bit.ly/3fMGWRm). This includes the recently announced Google/Apple opt-in contact- tracing application using phones Bluetooth connection to deliver exposure notifications for Android or iOS users (see the described scenario at Google blog: https://bit.ly/3cwZvYt).

Figure 1 provides the world-wide distribution for the analyzed contact tracing applications in response to the COVID-19 pandemic along with the approximate volume of downloads as of July 2020.

While these tracing applications may have slightly different approaches on how tracing contacts, at their core, they are tracking programs using Bluetooth or GPS to track an individual’s exposure to cases. Users elect to share data and are alerted if they have been within proximity to COVID-19 cases. If an individual is found to be infected with the virus, all of the people that have recently been near him/her are alerted and asked to follow the public health authorities’ guidelines. Not all existing contact-tracing applications serve as digital tracking applications from the authority perspective. Depending on the application design, Public Health Authorities may (or not) receive data that users choose (or asked) to share to enhance contact tracing. Figure 2 provides an aggregated contemporary view of the analyzed applications.

Fig. 1. Distribution of COVID-19 Contact Tracing Mobile Applications as of July ‘20 along with the approximate volume of downloads.
We further analyzed the applications against the mechanisms they employ for data collection and management. Only 15% of these applications were detected collecting anonymous data with no Personally Identifiable Information (PII). 43% of the applications maintain Pseudonymized copies of the data, while the remaining 42% of the applications had no information on the data anonymity. We report the list of the PII collected per application through the link: https://bit.ly/3fMGWRm. Once collected, 47% of the applications then stored the data in a centralized location (e.g. authority server), while 26% retained the data locally on the mobile device. 28% of the applications didn’t report on how the data will be stored. The majority of these applications (58%) don’t provide sufficient information regarding the data storage duration though. Only 21% of these applications reported temporary storage, while the remaining 21% store collected data for a period of one year or longer. Forty-Seven Percent of these applications will store data in unencrypted format comparing to only 21% that store encrypted data. Blockchain-based contact-tracing applications constitute (23%) of these applications. With the “decentralization” and “immutability” blockchain characteristics, many of the designed contact tracing applications are utilizing a single shared ledger to store some of the identity metadata (whenever they are created), while mitigating the traditional threats to privacy due to the centralization aspects of a traditional database or cloud environment. For example, a recently constructed open-source application in India using Ethereum Blockchain allows citizens to voluntarily participate in a program that anonymously records their location history [11]. If there are any infected people with a travel or location history originating from a particular place, the other users who were present in the close vicinity will be warned of the incident, to put them on close observation as a precaution. Storing all of the information on Ethereum is done with zero-knowledge proofs so that the identity of individuals remains pseudonymous. Another blockchain-based contact tracing application is DP3T being developed in Europe [12].

While the avalanche of the digital proximity tracking technologies for COVID-19 contact tracing is understandable at the time of the pandemic, there must be ethical considerations to guide their use. The Centers for Disease Control and Prevention (CDC) defined the preliminary criteria for minimum and preferred characteristics of digital contact tracing tools to help health departments overcome the challenges in the COVID-19 contact tracing workflow (See: https://bit.ly/3fLAMSh). The World Health Organization also published interim guidance in May
2020 to regulate these applications [13]. Next, we will elaborate further on the privacy and technology/social constraints challenges that accompany the deployment of contact tracing mobile applications as tracking instruments.

4. Privacy Concerns with Contact Tracing Applications

While several countries are racing to develop digital tools to improve the proximity contact tracing to control the COVID-19 virus spread, the mad dash has left some places with a confusing mishmash of options and the software security researchers’ community has worried about vulnerabilities in hastily written software. For example, only 25% of the existing proximity tracing applications provide privacy policies, while only (58%) don’t disclose how long they will store users’ data for and about (60%) have no publicly stated anonymity measures.

Besides, code relating to Google advertising and tracking platforms (e.g., Google AdSense, DoubleClick) has been detected in at least 14 contact tracing applications. We also found code relating to Facebook advertising and tracking in 8 of these analyzed applications. Such a code allows publishers to make money by showing advertisements to their users from a vast array of sources. The presence of such a tracking code in contact tracing applications raises privacy concerns due to the targeting options offered by Google / Facebook advertisements platforms.

Some of these applications are also blockchain-based [14]. Because of the blockchain’s “immutability” characteristic, users’ records can’t be changed or removed from the network. Will this be appropriate when a lockdown is lifted? The “finality” characteristic of the blockchain can also diverge from existing legislation such as the European GDPR or the recently announced Brazilian LGPD that provides all citizens the capacity to govern their data including the right to request an institution to delete personal data being processed based upon consent. In [12], the report stated that some privacy protection measurements by decentralized DP3T contact tracing app used in Europe might have the opposite effect of what they were intended to. Specifically, patients who were tested positive and that were reported might be deanonymized and private encounters may be disclosed.

 Recommending these applications is perhaps understandable in the heat of the early stages of the pandemic. However, much deliberation must be given towards considering the long-term consequences of building such digital infrastructure across society. A report published by a global public policy firm for the tech sector recalled that 49% of the world remains digitally unconnected and affirms that “virus fightback must start with the adoption of policies that enable countries to take advantage of great leaps in a pandemic-busting ingenuity” [15], [16]. The report remarks that while European countries are trying to position themselves in privacy-protecting approaches by complying with the GDPR, some Asian governments, like China and South Korea, have taken broad and aggressive approaches that rely on gathering, analyzing, and sharing vast amounts of personal data. The report also still highlights that across North and South America, there have been fewer and less-organized efforts by governments to develop contact tracing solutions than in other regions [15].

Although challenges to preserve security and privacy remain, recent studies have shown that users have felt more comfortable to use contact-tracing applications as the pandemic proceeds. For example, a survey was conducted by Metova firm, a leading provider of custom software solutions for IoT, with 2000 residents of the United States on contact tracing and exposure notification applications use in the fight against COVID-19. The survey found 77% of participants would want to be notified via their mobile phone if someone they recently came in contact with was tested positive for COVID-19, and 85% are willing to anonymously share a positive COVID-19 status for the greater good [17].

5. Technology and Social Constraints

Despite the reports indicating the high level of willingness among the general population to download contact tracing applications, and share data through [17], the actual numbers of downloads are still relatively slim. A recent study by the University of Oxford’s Big Data Institute estimates that at least 60% of the population in a given area would need to use automated contact tracing applications for it to be considered effective in containing the virus [18]. On March 20, 2020, Singapore became one of the first countries to deploy a voluntary contact-tracing app, “Trace-Together” (https://www.tracetogether.gov.sg/) but only about 26% of the population installed it two months after its inauguration. While some level of compliance is still better than none, the low rates of adoption in parts of the world is a challenge for these applications to provide any breakthrough. Besides, the lack of access to
smartphones can be an obstacle to these which rely on a high level of inclusion. A median of 76% of the population across 18 advanced economies surveyed has smartphones, compared with a median of only 45% of the population in emerging economies [19]. The dominant contact tracing application in a nation would have to be authorized and sponsored by a government health authority. This is practically the only effective way to ensure a large scale adoption of an application within a country. But such a sponsorship process may require precious weeks for different countries’ applications to be fully tested and integrated.

Also, all the existing contact tracing mobile applications rely on GPS and/or Bluetooth capabilities which are not highly reliable still. Bluetooth’s range, for example, is considerably wider than 6 feet which can trigger a high percentage of false positives regarding the exposure to the virus. Continuously enabled GPS/Bluetooth capabilities can also drain the battery quickly. A 2016 study found that with good signal strength, a battery of a GPS-enabled mobile phone depletes by 13% while a weak signal could cause the battery to drop up to 38% [20].

6. Conclusion

In lieu of an existing vaccine at the early stages, the large-scale deployment of digital surveillance in general and contact tracing applications, in particular, has been a “beacon of hope” in curbing the pandemic.

While some of these measures are based on advice from epidemiologists and are effective, others may not be. It is essential to keep track of them. Especially that some of these measures have put some of the fundamental privacy principles of many nations to the test. For example, Hungarian governments suspended EU data protection rights in May 2020 to relax the obligation of authorities to notify individuals when collecting personal data while applying containment measures [21].

Although challenges and research gaps concerning security and technology / social constraints are still valid, recent social studies observed that users have felt more comfortable to use contact-tracing applications as the pandemic progresses. But when the pandemic is over, such extraordinary measures must be put to an end and held to account.
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