Demonstration of Man in the Middle Attack on a Commercial Photovoltaic Inverter Providing Ancillary Services
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Abstract—Rapid modernisation of distribution power systems aims to improve system efficiency and reliability while increasing photovoltaic (PV) penetration levels. However, ensuring the cyber security of such smart distribution grids has emerged as major challenge. Cyber-attacks on key equipment of distribution power systems may lead to inefficient operation of the grid, breach private smart meter data or cause intentional false tripping of feeders. In this paper, a man in the middle attack on a commercial solar PV inverter, which provides ancillary services to the grid, is demonstrated to cause an intentional false tripping of the entire feeder leading to a regional blackout. The successful experimental implementation of the attack reveals the effectiveness and the risk of this attack. Detailed risk analysis is conducted to assess the influence of different factors, such as feeder loading and PV inverter capacity, on the effectiveness of the proposed attack.

Index Terms—Cyber-physical attack, man in the middle attack, solar PV inverter, smart grid.

I. INTRODUCTION

Integration of inverter-interfaced distributed generation (DG), such as solar photovoltaic (PV) inverters, is shaping the future of distribution power systems. Various technical challenges accompany the rapid transition of distribution systems from a consuming to a prosuming (production and consumption) entity, such as, reverse power flow and lack of reactive power reserve. To avoid installing additional infrastructure, solar PV inverters can provide essential ancillary services to mitigate such pressing challenges at high penetration of DG [1], [2].

Ancillary services from solar PV inverters are services provided beyond mandatory grid code requirements aiming to operate distribution power systems in more efficient and stable way. Furthermore, ancillary services from DG are not limited to support distribution systems. Transmission systems can also benefit from such services when proper coordination system and market coordination are in place [3].

To achieve efficient and dynamic operation in an ancillary service system, wider adoption of communication technologies and protocols is required. However, existing commercially available protocols and hardware, can expose a power system to inherent vulnerabilities and weaknesses. A widely used communication protocol, initially implemented for industrial control purposes, is Modbus [4]. Modbus is also widely used by various devices in smart grids, such as inverters and smart meters, to communicate measurements and command signals. The communication is performed in a client/server manner using the Modbus Transmission Control Protocol (TCP). However, Modbus can expose a smart grid to typical examples of cyber attacks such as Internet Protocol (IP) Spoofing, Address Resolution Protocol (ARP) poisoning, Denial of Service (DoS) and Man In The Middle (MiTM) attacks [5]. Possible Modbus TCP based attacks affecting the operation of smart grid are described in [6], [7]. In [8], a cyber attack is demonstrated on a voltage control system aiming to cause voltage limit violation in the distribution system. In [9] a MiTM is demonstrated on a distribution reactive power compensation system by exploiting vulnerabilities in the Modbus protocol which is used to communicate measurement information to the compensation control system. Several attacks on measurement devices and solar PV inverters are demonstrated using a simulation platform in [10]. An optimal Volt-VAr optimisation system is proposed in [11], with capability of False Data Injection Attacks (FDIA) mitigation.

Security countermeasures that aim to provide protection against Modbus TCP-based attacks are focus on the enhancement of its security features. This is done by re-configuring the protocol to enable capturing security mechanisms. For example, as it is proposed by authors in [12], Modbus TCP is improved by changing its packet format representation using encryption and checksum schemes. Such schemes provide the minimum requirements for a secure protocol in terms of integrity, authenticity and non repudiation. Moreover, Modbus TCP-based attacks can be eliminated with the replacement of
such protocols with newer and more secured ones that encapsulate security features such as authentication and encryption by design. An example of such protocol is DNPSec [13]. This protocol enables confidentiality, integrity, and authenticity security features by altering the format of packets in the data link layer and is an extension of the DNP3 protocol, which is not secured by design. Despite these security countermeasures there is a large amount of legacy devices placed in smart grid systems configured with the unsecured Modbus TCP with no security enhancement features. Thus, in this work we focus on demonstrating the attack in such framework where the majority of devices use non secured Modbus TCP protocol for their communication.

This paper demonstrates a MiTM attack on a solar PV inverter that provides ancillary service to a feeder for reactive power compensation and reverse power flow mitigation. The aim of the proposed attack is to affect the operation of the particular feeder and cause a mistripping of the feeder by targeting the measurement system of solar PV inverters. The attack is demonstrated successfully on an experimental setup with a commercial solar PV inverter. The attack risk is further assessed under different solar PV penetration levels in the feeder. The rest of the paper is organised as follows. The targeted system is presented in Section II. The proposed attack is described in Section III. Risk analysis of the proposed attack is presented in Section IV. An experimental demonstration of the proposed attack is presented in Section V. Finally, the paper is concluded in Section VI.

II. SYSTEM DESCRIPTION

The rapid integration of solar PV inverters has resulted in various challenges for reliable and stable operation of distribution power system. These challenges include reverse power flow and lack of voltage control resources. Reverse power flow occurs when the net generated power from the feeder DGs is higher than the feeder net demand. High reverse power flow may result in maloperation of control and protection relays and voltage rise [14], [15]. On the other hand, excessive import/export of reactive power from high voltage network increases system energy losses and affects system voltage quality.

In order to overcome these issues, DGs across distribution feeder, including solar PV inverters, can provide mitigating solutions by utilising the multi-functional capabilities of smart inverters [16]. Fig. 1, shows a representative example of a solar PV inverter, installed at the feeder terminal and providing such services. In Fig. 1, a centralised smart meter, installed at the feeder output (at the substation level), measures the grid active and reactive power ($P_{\text{grid}}, Q_{\text{grid}}$) and communicates these measurements to the ancillary service controller through Modbus TCP. The ancillary service controller is responsible for the provision of ancillary services by coordinating the operation of solar PV inverters installed within the feeder through Modbus TCP as well. For reverse power flow mitigation, the ancillary service controller compares the active power at the feeder ($\hat{P}_{\text{grid}}$) with the generated power from the solar PV inverter ($P_{\text{inv}}$). The controllers acts only when there is a reversed power flow by reducing the maximum generated power ($P_{\text{max}}$) of the inverter to bring the reversed power flow of the grid to 0. On the other hand, for reactive power compensation, the ancillary service controller compares the grid reactive power ($\hat{Q}_{\text{grid}}$) with the reactive power generated by the inverter ($Q_{\text{inv}}$) and coordinates the reactive power command ($Q_{\text{ref}}$) to achieve zero reactive power flow. As a result, it minimises the energy losses. In both ancillary services, a simple proportional P controller is used to generate the reference signals and maintain the proper operation of the distribution feeder. Then, the inverter controller (embedded

![Fig. 1: Single line diagram of the attacked system](image)
within the PV inverter) receives the coordination signals \((P_{\text{max}}\text{ and } Q_{\text{ref}})\) and regulates the inverter to extract maximum power by PV panels without exceeding the \(P_{\text{max}}\) limit. This is also used for injection of reactive power according to reference signal \(Q_{\text{ref}}\). In other words, the ancillary service controller limits the inverter active power \(P_{\text{inv}}\) and controls the inverter reactive power \(Q_{\text{inv}}\) with the objective of minimizing the grid power flow \((P_{\text{grid}}, Q_{\text{grid}})\) through the neutralisation of the feeder power consumption \((P_{\text{feeder}}, Q_{\text{feeder}})\).

The smart meter (sender) and the ancillary service controller (receiver) are located in the same network and communicate using Modbus TCP. The devices share the same subnet mask and communicate by sharing their IP addresses. The communication is performed in constant periods of time where read commands are exchanged between controller and smart meter. The controller sends read requests to the smart meter for reading the values stored in Modbus holding registers regarding the active and reactive power flow measurements \((P_{\text{grid}}\text{ and } Q_{\text{grid}})\). The packets formed for both read commands and replies are in plain text in Modbus.

III. PROPOSED ATTACK

The threat model considered in this work allows the attacker to gain access to a workstation with administrative credentials placed inside the Local Area Network (LAN) of the sender and receiver. Similarly, the attacker could use his own computer as this workstation inside the LAN. Having access to a workstation with access on the LAN, the attacker could install any operating system and tools required to perform the attack. For example, the attacker can install Kali Linux, a Debian-derived Linux distribution designed for penetration testing, which can be used for the successful implementation of various cyber attacks including MiTM. Having access to the network through the workstation the attacker is allowed to identify, scan and monitor the IP addresses of all participants in the network. In this way the attacker obtains IP addresses of its victims for the proposed attack. Scanning and monitoring is feasible through the use of open source software tools, such as Fing [17]. Finally, the attacker can sniff and analyse packets exchanged in the network by using tools like Ettercap [18]. Such analysis is important for the successful implementation of the proposed attack as an important step involves the successful association of the holding registers value with packets exchanged. This allows the attacker to replace the values in the targeting devices by simple following the manual of such legacy devices, which are configured to operate in their default configuration settings as provided by the manufacturer.

The proposed attack aims to overload the feeder operating conditions by manipulating the response of the ancillary service controller to trip the overcurrent protection relay. As a result, a regional blackout occurs without having a remote/direct access to the relay. The proposed attack interferes the communication channel between the smart meter and the ancillary service controller, as shown in Fig. 1, and injects false measurements \((P_{\text{grid}}, Q_{\text{grid}})\) instead of the actual measurements \((P_{\text{grid}}, Q_{\text{grid}})\), respectively. In order to maximise the impact of the attack, the manipulated active power measurement \(P_{\text{grid}}\) is set to a negative value, which indicates a reverse power flow, i.e., excess of active power generation over consumption. The ancillary service controller is expected in this case to keep decreasing \(P_{\text{max}}\) until \(P_{\text{grid}}\) is back to positive. Eventually, \(P_{\text{max}}\) reaches to 0 under the attack. Therefore, the feeder is overloaded with the entire demand with zero active power production by the solar PV inverter. Furthermore, the manipulated reactive power measurement \(Q_{\text{grid}}\) is set to a high capacity value to indicate a sudden increase in reactive power in the feeder. The ancillary service controller in this case is expected to start consuming reactive power \(Q_{\text{inv}}\), which is added to the actual feeder reactive power demand \(Q_{\text{feeder}}\). Hence, the feeder is overloaded at the circuit breaker point (substation level), which in turn leads to overloading conditions and tripping of the feeder.

The procedure of performing the proposed attack on the communication layer is described next.

The overall attack plan is given in subsequent phases that aim to: (i) identify the targeted devices (smart meter and controller) and disrupt their communication by receiving all the traffic exchanged between them (passive MiTM), (ii) record the packets, after successful implementation of the attack (iii) analyse the content of the packets in order to derive the necessary text that will be used for the false data injection, (iv) inject false data to all captured packets of the communication between the smart meter and the controller. Each phase is described below, with emphasis on the tools that are used in each phase.

In the first phase, the attacker considers identifying the targeted devices (sender and receiver) over which the MiTM attack will be performed. Thus, running the Fing tool [17], we can derive a list of the devices that are located in the network. From the extracted list, the IP addresses of the victim devices can be derived. Having the IP addresses of the targeting hosts, the MiTM can be performed by using the ARP (Address Resolution Protocol) spoofing attack. During this spoofing procedure an attacker can advertise its MAC address by sending (spoofed) ARP messages to victim nodes multiple times. This causes any traffic meant to be transmitted between the sender and the receiver to be sent to the attacker instead. This step can be performed through the use of Ettercap
Fig. 3: Risk and impact analysis of the proposed attack tool [18]. Having access to the traffic being exchanged between the smart meter and the ancillary service controller Fig. 2(i) the attacker is able to monitor and analyse all the traffic that is exchanged, completing the second phase of the attack. The monitoring and analysis of the packets can be done through Wireshark [19]. During this analysis the attacker aims to find the useful part of the plain text of the packets which describe the values that are stored in the holding registers for $P_{\text{grid}}$ and $Q_{\text{grid}}$. This is achieved by considering the configuration of the smart meter based on the standard registers used by Modbus. In this step, the attacker aims not only to find the actual values of $P_{\text{grid}}$ and $Q_{\text{grid}}$ but also to derive a range for these values. After completing the third phase of the attack, the attacker is able to perform the false data injection to all the packets captured (phase iv). For this phase, we utilised the widget that is part of Ettercap tool.

False data injection phase is implemented through specific filters. In this case, an attackall.filter file is designed by using if, search, and replace commands that allows the replacement of the two range values for $P_{\text{grid}}$ and $Q_{\text{grid}}$ registers, by a constant falsely value. A single filter for both measurements is generated, that after compilation using the etterfilter compiler is loaded as an .ef file to Ettercap. By loading the compiled filter in Ettercap, all the packets, whose measurement fall in the range of captured values are replaced the false values, $\hat{P}_{\text{grid}}$ and $\hat{Q}_{\text{grid}}$, respectively. By having the compiled filter loaded in Ettercap all the packets, whose measurement fall in the range of captured values are
replaced by the faulty measurements and as a result the controller reads the interfered values for both registers. This is also presented in Fig. 2(ii).

IV. RISK ANALYSIS OF THE PROPOSED ATTACK

In this section, the risk and impact of achieving the goal of the attack, tripping the targeted feeder, is assessed assuming that the communication layer security is compromised and the attacker has gained the access to the local communication network as described in Section III.

As the main aim of the proposed attack is to manipulate the measurements received by the ancillary service controller to overload the feeder leading it to trip. We compute the maximum overloading factor (MOLF) by (1):

\[
MOLF = \frac{\sqrt{(P_{\text{feeder}})^2 + (Q_{\text{feeder}} + Q_{\text{max}})^2}}{S_n}
\]

where \(Q_{\text{max}}\) is the maximum reactive power that can be provided by the solar PV inverter, \(Q_{\text{max}} \leq S_{\text{inv}}\) and \(S_n\) is the rated power capacity of the feeder. A successful attack requires a MOLF higher than 1 in order to cause the tripping of the feeder. The risk increases when MOLF is higher as it is demonstrated in Fig. 3(a). According to Fig. 3(a), the risk of the attack success (visualised through MOLF) increases when the inverter capacity is higher and when the feeder demand consumption \(P_{\text{feeder}}\) and \(Q_{\text{feeder}}\) increases.

The impact of this attack is to cause overloading conditions and trip the feeder. To evaluate this impact, the formulated MOLF is translate to a tangible factor (tripping time) through the inverse time tripping characteristic of the feeder over-current relay, as shown in Fig. 4. Therefore, the tripping time is calculated for every point of the risk surface as shown in Fig. 3(b), demonstrating how many seconds are required to cause regional blackout under any operating conditions and under any inverter rating power. Three cross sections of the tripping surface are presented in Fig. 3(c)-(e). It can be observed from Fig. 3(b) that the feeder can be tripped instantaneously by the attacker if the solar PV inverter has sufficient capacity under feeder high reactive power demand, while the attacker may not be able to perform a successful attack at low reactive demand and low penetration of solar PV. Moreover, it can be observed from Figs. 3(c)-(e) that the feeder active power demand has less impact on the attack compared to the feeder reactive power demand as the solar PV inverter is capable to generate and consume reactive power. This can be aligned with the feeder reactive power consumption while in case of active power the inverter is only capable to limit its active power generation.

V. RESULTS AND DISCUSSION

A laboratory-scale experimental setup shown in Fig. 5 for the system described in Fig 1, is used to demonstrate the effectiveness of the proposed attack. The experimental setup consists of a solar emulator to emulate the behaviour of solar PV panel, a commercial three phase solar PV inverter (Fronius Symo 5.0-3-M) with rated 5 kVA capacity, a three phase resistive and inductive load bank that mimics feeder demand, and a smart meter connected to the laboratory LAN. A personal computer, connected to the same LAN, is used to lunch the proposed attack. The ancillary service controller is digitally implemented in a common personal computer using a sample time of 5 s. The rated capacity of the feeder is assumed to be 5kVA. If the demand exceeds this threshold for certain time, the breaker (associated with the over-current protection relay) will trip causing a regional blackout for the feeder.

Fig. 6 shows the experimental results of the proposed attack. Before initiating the attack, the load is set to 4 kVA, i.e. 80% of maximum feeder capacity (\(S_{\text{max}}\)). Prior launching the attack, the inverter works in MPPT mode with a total active power (\(P_{\text{inv}}\)) close to 2870 W, which brings the active power consumed from the grid \(P_{\text{grid}}\) to approximately 980 W. The reactive power consumed by the feeder is compensated by solar PV inverter \(Q_{\text{inv}}\), and the reactive power consumed from the grid, \(Q_{\text{grid}}\), is close to zero.

The proposed attack is lunched at \(t = 30\) sec. It can be observed from Fig. 6 that while active and reactive power consumed by the feeder did not change compared to the state before initiating the attack, the attacker was able to inject
a false measurement for active and reactive power $\hat{P}_{\text{feeder}}$, $\hat{Q}_{\text{feeder}}$ through the communication network. $\hat{P}_{\text{feeder}}$ is set to a negative value to indicate a false reverse power flow condition and $\hat{Q}_{\text{feeder}}$ is set to a capacitive value to indicate a false over compensation downstream the feeder. The ancillary service controller responded to these false measurements by setting the maximum active power generated by the inverter $P_{\text{max}}$ to 0, hence not generating any active power, and by consuming more reactive power in order to counter the feeder capacitive reactive power which is added to the actual feeder demand $Q_{\text{feeder}}$. This had an amplification effect as the power consumed by the inverter and feeder aligned in the same direction and the power at the grid point exceeded the rated power $S_{\text{max}}$, which eventually resulted in achieving the attack goal and tripping the feeder at $t = 90\text{sec}$ (60 seconds after launching the attack).

VI. CONCLUSION

In this paper a man in the middle attack is proposed and demonstrated on a commercial solar PV inverter that provides ancillary services to the grid. The attack lead to a mis-operation of the ancillary services controller leading to overloading conditions which trip the feeder breaker and cause a regional blackout without having a cyber access to the actual breaker. Risk analysis of the proposed attack revealed that feeders with high reactive power production and consumption are less immune against the proposed attack compared to unity power factor loading condition of the feeder. This is due to higher reactive power loading of the feeder before launching the attack, and therefore, tighter loading margin of the feeder which gives the attacker the opportunity to overload the feeder with less available inverter capacity. Moreover, the risk analysis revealed that the effectiveness of the attack increases significantly when higher solar PV inverter capacity is involved in the attack.
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