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In order to improve the security of college sports fitness sensitive information, this paper proposes a hybrid encryption algorithm for college sports fitness sensitive information in cloud storage environment. Build an analysis model of influencing factors of cloud storage environment to identify the risk value of sensitive information; Using Bloom filter data structure to eliminate redundant data of sensitive information; The transmission channel model of sensitive information and the security coding model of sensitive information are constructed. Combined with the fuzzy differential information fusion method, the complete key of sensitive information under the symmetric encryption protocol is obtained to realize the key optimization design. Through AES encryption and decryption algorithm, the anti-encryption control and structural reorganization of college sports fitness sensitive information, and the iterative convergence control of hybrid encryption, so as to realize the hybrid encryption of college sports fitness sensitive information. The encryption time of the design algorithm under different attribute numbers is always kept below 0.2S, the maximum encryption time under different number of software packages is only 0.5 s, and the encryption accuracy can reach 1, which proves that the design algorithm has certain application value.

1. Introduction

With the development of sports fitness in Colleges and universities, the security of sports fitness data transmission has attracted more and more attention [1]. It is very important to establish an optimized control model for the transmission of physique sensitive information in Colleges and universities, and adopt optimized encryption algorithm to improve the encryption ability of physique sensitive information [2, 3]. Based on this, some scholars have studied it. For example, Wang et al. [4] introduced a new IND-CCA secure multi-instance framework for code based hybrid encryption primitives in random oracle model. This method is based on the direct construction of key generation function and one-way trapdoor function. The input is labeled to achieve more strict security loss and smaller private key size. F Hasen [5] proposed an algorithm based on hybrid supervised regression classification learning. The algorithm adopts the hybrid structure of classifier and regression learner to realize data encryption. The results show that the algorithm is faster than the original problem and has less computing resources.

Z Yu Lei et al. [6] proposed a sensitive information encryption scheme based on format retention in the identity password environment. Compared with the existing format retention encryption scheme, the communication parties do not need to transfer the key, and generate the encryption key and decryption key through the key derivation function. The security of sensitive information transmission is improved by using hybrid encryption. It is proved that the scheme meets the security of identity based pseudo-random permutation and has the indistinguishability of ciphertext under adaptive selective plaintext attack. L Xiao Feng et al. [7] proposed an intelligent encryption algorithm for medical sensitive information based on quantum computing. Firstly, the key construction of quantum encryption of medical sensitive information is designed by considering the mixed entangled state, and the protocol subspace matrix constructed in the key is analyzed to form the key information. Then, by calculating the neighborhood distribution function of information, the separation matrix quantum coding is constructed to provide processing data for key rearrangement. Considering the interference of quantum
entangled states and their additional states, effective key encryption is carried out, and finally the intelligent encryption of medical sensitive information is realized. The experimental results show that this method has good anti attack ability, high transmission efficiency and good overall performance. Although the above methods have realized the encryption of sensitive information or data, the algorithm is very complex and the security performance is low, so it is not suitable for the encryption of sensitive information of physical fitness in Colleges and universities with large amount of data. In order to solve the above problems, this paper proposes a hybrid encryption algorithm for college sports fitness sensitive information in cloud storage environment.

2. Preprocessing Sensitive Information of College Physical Fitness under Cloud Storage Environment

2.1. Identification of Sensitive Information of Physical Fitness in Colleges and Universities. There are many groups of data with different attributes and different sources in the cloud storage environment, which may become factors affecting the security of sensitive information. When these factors change suddenly, the sensitive information in college physical fitness does not have protective measures, so there are great management risks in the whole college physical fitness. When users pay attention to privacy, there are two measurement dimensions of information risk: severity and susceptibility. Combined with the sensitive information protection and management standard [8], the influencing factor analysis model shown in Figure 1 is constructed.

Use the model shown in Figure 1 to identify the risk categories of college sports fitness sensitive information in the cloud storage environment. First, identify the management risk, which is the risk problem caused by poor information management in the overall service process [9]. When such a situation occurs, the cloud storage server has monitoring interruption or server crash [10]. Secondly, identify technical risks. In the process of cloud storage service, due to the interception of malicious software, the server is attacked, the entire monitoring environment becomes extremely fragile, and the sensitive information of files exposed in the air is stolen by other clients. Finally, identify the risk of information disclosure. The confidentiality level of sports fitness information in some colleges and universities is high, which may store extremely important political, economic and cultural information. When the server is attacked, the leakage of such information will annoy many management departments and regions. Based on the above analysis, there are three main risk categories of sensitive information. The influencing factor analysis model constructed this time sets the information judgment data layer according to the above risk categories in advance, and uses the calculation process of the following formula to identify whether there are risks in sensitive information and identify the degree of risk. The formula is:

\[
\begin{align*}
F_i &= \sum_{i=1}^{n} \lambda_i \\
R &= \int_{F_i}^{\mathbb{Q}} (H_{t}, H_{t+1}) dF_i
\end{align*}
\]

Where \( F_i \) represents the risk identification result; \( \lambda_i \) represents \( i \) different influencing factors obtained by the model; \( R \) represents value at risk; \( H_t \) and \( H_{t+1} \) represents the running state of cloud storage environment at time \( t \) and time \( t+1 \), respectively. According to the above formula, the influencing factor analysis model determines and identifies the category and risk degree of sensitive information, so as to provide reliable data for the setting of encryption level.

2.2. Eliminate Sensitive Information and Redundant Data. There is a large amount of redundant data in the physical sensitive information of colleges and universities, which affects the encryption speed of sensitive information [11]. Therefore, it is very important to eliminate redundant data in sensitive information before encryption. Bloom filter can be used to retrieve whether an element is in a set, so as to eliminate the data that does not belong to the set. Its advantage is that the spatial efficiency and query time are much better than general algorithms. Therefore, the process uses data structure bloom filter to reduce the file characteristics of sensitive information. It is known that the structure is obtained by mapping and compression of multiple hash functions, represents an independent data set by vector \( U \), and judges whether the factors obtained by the influencing factor analysis model belong to this set. This structure uses \( m \) hash functions to calculate. These functions are \( h_1, h_2, \cdots, h_m \), respectively. While calculating all hash function values [12], set the array value of the corresponding \( n \)-bit length to 1. When using Bloom filter structure to search redundant data, use the same hash function to obtain \( m \) hash results. When there is a value not 1 in the \( m \) bit of the corresponding \( n \)-bit array, it can be determined that the data sequence does not belong to the rule set. When the results are all 0, the misjudgment rate \( p \) is used to determine that the data sequence belongs to the rule set. According to the above assumptions, the bloom filter data structure is constructed. The specific process is as follows:

Set the number of bits to \( k \), and the initial value of all bits of the bloom filter data structure should be 0; Select two hash functions and record them as \( h_1 \) and \( h_2 \), respectively, to perform the data mapping task; Use two sets of functions to calculate the summary value under each identifier, and set the bit position of the data structure to 1; Output the result of Bloom filter as the characteristic value of sensitive information file. According to the above steps, determine the number of common 1 of these sensitive information files in bloom filter according to the similarity index of the two files. Referring to the calculation method of cosine similarity [13],
the document similarity index is obtained, and the calculation formula is:

\[
\text{Sim}(u, v) = \frac{\sum_{i=1}^{n} u_i v_i}{\sqrt{\sum_{i=1}^{n} u_i^2 \sum_{i=1}^{n} v_i^2}}
\]  

(2)

Where \( u \) and \( v \) represent different sports fitness information sensitivity documents. When \( m \) hash functions map all elements to different arrays, the probability that a bit in these arrays is still 0 can be calculated by the following formula:

\[
\hat{r} = \left(1 - \frac{1}{n}\right)^{ms}
\]  

(3)

Where \( 1/n \) represents a bit probability of a random hash function; \( (1 - 1/n) \) indicates the probability that this bit is not recognized after one calculation. Therefore, in order to realize all data mapping, perform \( ms \)-th hash calculation to obtain:

\[
\lim_{n \to +\infty} \left(1 - \frac{1}{n}\right)^{-n} = \mu^{ms}
\]  

(4)

If the proportion of 0 in the array is \( \gamma \), the error rate is calculated as follows:

\[
(1 - \gamma)^m \approx (1 - r)^m
\]  

(5)

Where \( 1 - \gamma \) represents the proportion of digit group 1; \( (1 - \gamma)^m \) represents the area where 1 is just recognized, so the value of misjudgment rate \( p \) is obtained:

\[
p = \left(1 - \mu^{-\left(ms/n\right)}\right)^{m}
\]  

(6)

Using the above calculation process, the redundant data in the sensitive information file is determined and eliminated, which provides a prerequisite for fast encryption.

2.3. Mixed Encryption of Sports Fitness Sensitive Information

2.3.1. Sports Fitness Sensitive Information Coding. In order to realize the hybrid encryption of sensitive information about physical fitness in Colleges and universities in the cloud storage environment, first, build a key protocol for the encryption of sensitive information about physical fitness in Colleges and universities. Combined with the arithmetic coding method and key design [14], establish a link layer transmission protocol for sensitive information about physical fitness in Colleges and universities. Since the wheel code is the first practical and feasible code that can approach the Shannon limit, it has superior performance under the condition of low signal-to-noise ratio, and it can be applied in many fields. Therefore, this paper uses turbo coding as the coding sequence [15], and combines the methods of key recombination and packet forwarding to obtain the transmission channel model of university sports fitness sensitive information, as shown in Figure 2.

In the transmission channel structure model of sports fitness sensitive information in Colleges and universities shown in Figure 2, the chaotic modulation method [16] is used to obtain the encrypted sensitive transmission coding sequence. Through the fuzzy chaotic key control method, the delay \( D_{t+1} \) and captain sequence \( L_{t+1} \) of mixed encryption of sports fitness sensitive information at \( t+1 \) time are solved, and the expression is as follows:

\[
D_{t+1} = \delta_{t+1} (1 - \lambda)^2 \int_{t+1}^{t+2} f(t+1)dt
\]

\[
L_{t+1} = \lambda(t+1) + \delta_{t+1} \int_{t+1}^{t+2} f(t) + f(t+1)dt
\]  

(7)

Where \( \delta_{t+1} \) is the sensitive coding sequence in the sensitive information transmission channel structure.

In the process of user key generation, analyze the symmetric key of college sports fitness sensitive information. Through the method of output key encapsulation, the input
security parameters are as follows:

\[ A = \lambda \sqrt{D_{t+1} - L_{t+1} \delta_{t+1}(t)} \]  

(8)

Define the length of the sensitive information of physical fitness in Colleges and universities to be encrypted as \( N \), construct the sensitive characteristic quantity of physical fitness in Colleges and universities by using the symmetric hash function [17], use the distribution of 0 and 1 to carry out the error correction control of physical fitness encryption in Colleges and Universities, and obtain the transmission protocol of sensitive key of physical fitness in Colleges and universities according to the input system parameters:

\[ C \rightarrow S : \text{Certificate A} \]

\[ C \rightarrow S : \text{Exchange } D_{t+1} - N \]  

(9)

\[ C \rightarrow S : \text{Verify } L_{t+1} + N \]

Using the method of symbol frequency feature decomposition, the security coding model of college sports fitness sensitive information is obtained as follows:

\[ T_{\text{service}} = \sqrt{\lambda A + \frac{\varepsilon_S + \lambda_S}{\rho}} \]  

(10)

Where \( \varepsilon_S \) is the characteristic component of cloud storage, \( \lambda_S \) is the covariance function [18], and \( \rho \) is the symbol frequency of college sports fitness sensitive information.

After obtaining the security coding model of sports fitness sensitive information in Colleges and universities, the key design of sports fitness sensitive information is realized by using the method of public key replacement.

2.3.2. Key Design of Sports Fitness Sensitive Information. Firstly, the method of replacing identity is used to mark the physical fitness key linearly, and the parameter information entropy of college physical fitness sensitive information is \( H_2(x) \). The method of role distribution convergence key control is used to decrypt the private key, and the convergence key ciphertext is:

\[ K = \frac{[\beta_2(x) + \alpha_2(x)]^2}{H_2(x)} \]  

(11)

Where \( \beta_2(x) \) represents the encryption symmetry function of sensitive information of physical fitness in Colleges and universities, and \( \alpha_2(x) \) represents the Gaussian distribution function satisfying variance \( \alpha \). Using the method of convergent key control, a new transmission sequence \( X = x_1, x_2, \cdots, x_n \) of college sports fitness sensitive information is constructed, and the binomial of sequence \( X \) is counted. It is obtained that the normal distribution characteristic quantity of college sports fitness sensitive information meets:

\[ F = k(w) + \frac{X}{\theta} \]  

(12)

Where \( k(w) \) is the probability density function of non overlapping block matching; \( \theta \) distributes the convergence key for the role.

Using the method of differential fusion analysis, the identification bit of college sports fitness sensitive information data block is obtained, which is expressed as:

\[ X_i = F[K \sqrt{D_{t+1} - \frac{L_{t+1} w}{\delta_{t+1}(t)}}] \]  

(13)

Where \( w \) is the amount of recoverable data files.

Based on the identification bit of the sensitive information data block and combined with the fuzzy differential information fusion method, the complete key of college
sports fitness sensitive information under the symmetric encryption protocol is obtained, which is expressed as:

$$\sigma = \text{Sim}(u, v)T_{\text{service}} + (X_1 + 1)^2$$  \hspace{2cm} (14)

Observe the mixed encryption strength and complete the key design of sports fitness sensitive information, so as to improve the ability of data encryption transmission and privacy protection.

2.4. Optimization of Mixed Encryption of Sports Fitness Sensitive Information

2.4.1. AES Encryption and Decryption Algorithm. In the process of AES(Advanced Encryption Standard) encryption, the
statistical characteristic $P$ is obtained by performing the frequency detection in the block. The key protocol of linear encryption is obtained by using the methods of chaotic homomorphic mapping [19] and elliptic linear encryption, which is expressed as:

$$G(x) = \sigma_{\text{service}} + PX_i$$  \hspace{1cm} (15)

Thus, it is obtained that the output discrete statistical characteristic quantity of the encryption of college sports fitness sensitive information is described as:

$$C = \Delta H + \int_{x=1}^{N} G(X)dx$$  \hspace{1cm} (16)

When the length of the bit sequence is $n$ and the block length is $m$, after obtaining the corresponding block length parameters, the random probability characteristic distribution of college sports fitness sensitive information encryption is obtained as follows:

$$V = C \int_{i=1}^{n} \frac{1}{\Delta H} \sum_{i=1}^{n} u_i v_i di$$  \hspace{1cm} (17)

Under the key protocol of linear encryption, the statistical characteristics of frequency detection in the block are obtained. According to arithmetic coding and chaotic key control, the AES encryption algorithm for the statistical characteristics of sports fitness sensitive information is as follows:

$$W_{\text{service}} = G(x) \sqrt{\frac{\sqrt{V}}{2}}$$  \hspace{1cm} (18)

Assuming that the chaotic encrypted copy of the heterogeneous cryptosystem is $J$, under the adaptive ciphertext attack, the decryption algorithm of sports fitness sensitive information is as follows:

$$Y = A(W_{\text{service}} + \sigma_{\text{service}})^2$$  \hspace{1cm} (19)

According to the above calculation results, the optimization design of AES encryption and decryption algorithm is realized.

2.4.2. Mixed Encryption of Sports Fitness Sensitive Information. Through AES encryption method [20], the anti encryption control and structural reorganization of college sports fitness sensitive information are carried out, and the measurement information of college sports fitness sensitive
information meets the following requirements:

\[ r_{\text{imax}} = \frac{n + Y}{2^\text{imax} + 2} \]  

(20)

Where imax is the longest convergent key ciphertext.

In the longest frequency detection model, the frequency of imax and AES encryption is \( r_{\text{imax}} \). Assuming that the private key of the data block and the identification component of the data block are represented by M, the hybrid encryption iterative function of university sports fitness sensitive information encryption is obtained as follows:

\[ Z = \text{sum}(\text{imax}) + \sqrt{r_{\text{imax}}} \]  

(21)

Combined with the hybrid encryption iteration, the detection statistics shall meet the following convergence control form:

\[ \phi = Z - 2n\pi(1 - \pi) \]  

(22)

Under the optimized encryption block length, the statistical characteristic quantity of linear encryption key is obtained, which is expressed by \( \omega \) and obeys the standard normal distribution function. Finally, the data ciphertext and convergence key are sent to the encryption key, and the mixed encryption model of sports fitness sensitive information is obtained as follows:

\[ E = \frac{1}{\omega} \sum_{n=1}^{N} \left[ Z + \frac{n\pi(1 - \pi)}{Y} \right] \]  

(23)

This paper realizes the hybrid encryption of sports fitness sensitive information, and completes the design of sports fitness sensitive hybrid encryption algorithm in Colleges and universities by using AES encryption and decryption algorithm.

2.5. Simulation Test Analysis. In order to verify the effectiveness of the proposed hybrid encryption algorithm for college sports fitness sensitive information in cloud storage environment, the simulation test is carried out on MATLAB tool.

2.5.1. Simulation Preparation. The setting of simulation test environment parameters is shown in Table 1.

Assuming that the test environment under the parameters in Table 1 is stable and safe, test the hybrid encryption performance of the proposed method for sensitive information in the process of college sports fitness information sharing. In order to ensure that the experimental test results can fully explain the effectiveness of the data, this method is compared with the existing three groups of encryption methods in reference [5], reference [6] and reference [7], and three groups of comparative encryption methods are set as Test group b, Test group c and Test group d, respectively. The proposed method is Test group a, and Table 2 shows the shared performance parameters of the four groups of encryption methods.
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**Table 3: Comparison of detection and recognition accuracy (%).**

| Number of experiments | Test group a | Test group b | Test group c | Test group d |
|-----------------------|-------------|-------------|-------------|-------------|
| 20                    | 0.923       | 0.823       | 0.575       | 0.765       |
| 40                    | 0.989       | 0.856       | 0.789       | 0.794       |
| 60                    | 1.000       | 0.894       | 0.896       | 0.817       |
| 80                    | 1.000       | 0.894       | 0.918       | 0.852       |
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In Table 2, attribute hiding means that when the user accesses the shared data, the random attributes not associated with the attribute information are difficult to identify the pairing. Even if the attacker obtains the value, it does not know the data attribute Association, so it has the hiding function. Attribute revocation when users need to revoke attributes, they can use cloud sending to delete the attribute set stored locally. User revocation means that the user needs to revoke and send the data to be deleted by using the private cloud to realize user deletion. Computing outsourcing is the process of sharing data. Private cloud generates ciphertext. Through computing outsourcing, the complexity of the signature algorithm is reduced and the amount of computation is reduced. Fine grained access is to design corresponding restriction conditions for each shared data, and determine the access users through the conditions.

3. Results and Analysis

In order to ensure that the test results are more convincing, the number of 60 access attributes is set in the first stage of the experiment. Figure 3 shows the encryption time test results of four groups of encryption methods under the same test conditions.

According to the test results shown in Figure 3, as the number of attributes increases during the access process, the encryption time of test group B and test group candtest group increases, while there is no obvious correlation between the encryption time of test group A and the number of attributes. Although the number of attributes continues to increase, the encryption time has been in a stable state, always kept below 0.2S, which proves that the encryption performance is strong. In contrast, the application of test group a was least affected by the data length. The above experimental results show that the identification error of sensitive information in test group a is low, and the application stability is strong.

In order to further verify the application accuracy of Test group a, test the accurate recognition rate of different methods under fixed interference intensity and different data length. The number of experimental iterations is 80 times, and the accuracy unit is 1. The specific output data results are shown in Table 3.

Analysis of Table 3 shows that when the interference intensity and data length are the same, the recognition accuracy of Test group b also improves with the increase of the number of experimental iterations, but the highest accuracy is 0.894, which can not meet the requirements of encryption of sensitive information of physical fitness in Colleges and universities. When the number of experiments reaches 80, the recognition accuracy of Test group c reaches 0.918, but when the number of experiments is small, the accuracy of this method is high, which is basically consistent with the encryption track, and can improve the encryption ability of sensitive information.

Test the phase estimation error of sports fitness sensitive information under different data interference intensity and different data length. In order to enhance the statistical convenience of the experimental results, set the error unit as unit 1, and the results are shown in Figure 7.

When the error of the three groups of interference (a) is 2.0, it is known that the error of the four groups of interference (a) in the simulation method increases by 2.0. Compared with the four groups of interference, when the error of the three groups of interference (a) is the largest in the test process. The experimental results in Figure 7(b) show that when the data length increases, the sensitive information recognition errors of the three methods are quite different. In contrast, the application of test group a was least affected by the data length. The above experimental results show that the identification error of sensitive information in test group a is low, and the application stability is strong.
4. Conclusions

In order to improve the security of college sports fitness data transmission, this paper proposes a hybrid encryption algorithm for college sports fitness sensitive information in cloud storage environment. Using turbo code as the coding sequence, combined with the methods of key reorganization and packet forwarding, the transmission channel model of college sports fitness sensitive information is obtained. According to the mixed encryption strength and combined with the fuzzy differential information fusion method, the representation of college sports fitness sensitive key and the transmission protocol of college sports fitness are constructed to realize the mixed encryption of college sports fitness sensitive information encryption and secret stealing. The encryption time of the design algorithm under different attribute numbers is always kept below 0.2S, the maximum encryption time under different number of software packages is only 0.5 s, and the encryption accuracy can reach 1, which proves that the design algorithm has certain application value. Based on the above research, it can be proved that the algorithm designed in this paper has a good application and development prospect in the field of sensitive information encryption of physical fitness in Colleges and universities, and is also of great significance to sensitive information encryption in other fields. However, the algorithm did not analyze the encryption effect of sensitive data in other fields during the experiment. Therefore, if you want to extend it to more fields, you need further experimental analysis to optimize the shortcomings of the algorithm and realize its application in many fields.
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