Synthesis of Controlled Parameters of Cyber-Physical-Social Systems for Monitoring of Security Incidents in Conditions of Uncertainty
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Abstract. A methodological approaches aimed at obtaining the optimal set of controlled parameters of cyber-physical-social systems for monitoring of security events and incidents is suggested. Synthesis of the optimal parameters is carried out not only on the basis of known and approved methods of decomposition (structural, parametric and evolitional) and dynamic reduction, but also taking into account uncertainty, ambiguity and unreliability (inadequacy, incompleteness) of the initial information. The paper considers the mechanisms to formalize different stages of synthesizing a set of controlled parameters. The proposed set of controlled parameters claims to be optimal by the criteria of reliability (completeness, depth), informativeness (the value of the information) and operativeness of data collection and processing. The results of computational experiments on synthesizing the optimal set of controlled parameters based on fuzzy sets and neural networks are outlined.

1. Introduction
Modern Cyber-Physical-Social Systems (CPSSs)- cars, drones, factories, smart homes, etc. - are interconnected aggregates of various social and natural objects, artificial subsystems and controllers [1]. CPSSs are based on information processing, and a separate area of modern research is monitoring of security incidents in such systems [2, 3]. The task of synthesizing the elements of the optimal set of controlled parameters (SCP) for monitoring of security incidents in CPSSs is very important and hard to solve. For the systems of this class a set of traditional methodological and theoretical approaches exist. It is focused on the joint step-by-step decomposition procedure (structural, parametric and evolitional) and the dynamic reduction of the vectors of parameters [4]. They allow one to synthesize the elements of SCP for complex CPSSs. The relevance of this topic is determined by the fact that often the problem of synthesizing such elements has to be solved in conditions of various kinds of uncertainty. This significantly affects the reliability of decision-making.

The theoretical significance of the main idea of the paper is to consider a new methodological and mathematical approach aimed to synthesize the elements of the optimal SCP for CPSSs. This synthesis takes into account two key types of uncertainty: ambiguity (fuzziness) and unreliability (inadequacy, incompleteness) of the initial information. The paper is organized as follows. Second section analyzes the related works. Third section considers an approach for solving the SCP synthesis problem. It includes the formulation of the synthesis problem and outlines the stages of synthesizing the optimal set of controlled parameters in uncertainty conditions. Fourth section describes the experiments. Fifth
section is the discussion of the experimental results. Sixth section presents conclusion and directions of further work.

2. Related Work
The main decisions on optimizing the volume and nomenclature of the controlled and evaluated parameters of complex systems are considered in many works. But they, basically, are aimed at algorithms of decomposition, reduction and evolutionary optimization.

In [4] these approaches are classified according to the different levels and criteria of decomposition. Various simple heuristic algorithms based on combinatorial solutions are proposed for object recognition [5]. In [6], it is suggested to use the tensor approximation and the ranking of tensors, for example, in signal processing problems. However, tensor models in the application to problems of optimal sets synthesis do not guarantee the high accuracy of the solution. An approach, based on the reduction method, is proposed in [7]. However, such an approach requires to considerer the auxiliary parameters that characterize multidimensional sampling and the agreement of moments for approximation, which is not always possible. In [8] an approach to reduction based on a step-by-step scaling is outlined. But this method is applicable only to the standard symmetric model of systems, which narrows the field of application. The paper [9] is devoted to a method that allows one to reduce the set of controlled parameters using affine spaces. But this approach is complex for the mathematical description and laborious. The paper [10] outlines the modern mechanisms for managing the complex systems. It justifies the need to construct an optimal set of controlled parameters. At the same time, it is possible to synthesize the optimal global SCP (GSCP), as well as the local SCP (LSCP) to manage security incidents. This approach is suggested in this paper. It is the basis for formulation of the problem and is taken into account in determining the SCP composition. The admissibility of considering not absolute SCP values, but deviations of the parameters from the required values, was proved in [11]. The analysis of the relevant papers [4-11] shows that the direct application of the results obtained in these papers is impossible for the task of monitoring of security incidents in CPSSs. The reason is that the actual security monitoring proceeds in the conditions of uncertainty. This is due to a large number of different factors, including the impact of complex multi-step attacks of various categories of malefactors [12]. Thus, the unified approach proposed in the paper for synthesizing the optimal SCP under uncertainty is topical and important, and can be used for security information and event management systems of the next generation.

3. The Approach to Solve the SCP Synthesis Problem

3.1. The Problem Formulation
The global SCP of the IT-infrastructure of CPSS can contain the following parameters:

\[ \Delta \text{acc}_{\text{avg/thr}}(k) \] deviation of the average time of accessing to the protected information resource by the legal (authorized) users at the k-th step of CPSS functioning, characterizing such an integral (across the list of services and corresponding threats) property as accessibility;

\[ \Delta \text{con IPP}_{\text{avg/thr}}(k) \] deviation of the average time of continuous ( uninterrupted) realization of the information protection process (IPP), characterizing the property of protection continuity;

\[ \Delta K_{\text{inf loss}}(k) \] deviation of the information loss coefficient, and \[ \Delta K_{\text{dist}}(k) \] deviation of the distortion coefficient; both of these coefficients characterize the property of integrity, i.e. the ability to keep information in a reliable and undistorted form, despite the presence of threats and vulnerabilities;

\[ \Delta K_{\text{inf conf}}(k) \] deviation of the information confidentiality coefficient at the k-th step of the CPSS operation, characterizing the property to keep information in secret from entities that do not have authority to access it;

\[ \Delta \text{R}_{\text{cost}}(k) \] deviation of the resource cost vector on the construction of security monitoring subsystem.

Thus, the CPSS functioning at the k-th step is characterized by the following vector of global SCP:
\[ \Delta \bar{Y}_{\text{CPSS}}(k) = [\Delta \bar{Y}_{\text{acc/thr}}(k); \Delta \bar{Y}_{\text{infIP}}(k); \Delta \bar{Y}_{\text{infloss}}(k); \Delta \bar{Y}_{\text{dist}}(k); \Delta \bar{Y}_{\text{infcont}}(k); \Delta \bar{Y}_{\text{cont}}(k)]^\top. \]  

*The local SCP*, characterizing the quality of security incident monitoring, may include the following parameters: \( \Delta \bar{Y}_{\text{scp}}(k) \) – *deviation of the average recovery time* from the required values for normal operation of the control loop (CL) at the \( \xi^k \)-th exposures and at the \( k \)-th control stages of the \( k \)-th step of the CPSS operation; \( \Delta \bar{Y}_{\text{cc}}(k) \) – *deviation of the average time of continuous operation* of CL from the required values due to security incidents; \( \Delta \bar{Y}_{\text{cc}}(k) \) – *deviation of the control cycle (CC) time* from the required values due to security incidents; \( \Delta \bar{Y}_{\text{open}}(k) \) – *deviation of the average breaking (hacking) time* for incidents occurring in CL.

Thus, the CPSS functioning at the \( k \) step is characterized by the following vector of local SCP:

\[ \Delta \bar{Y}_{\text{man/acc}}(k) = [\Delta \bar{Y}_{\text{res/cont}}(k); \Delta \bar{Y}_{\text{cl}}(k); \Delta \bar{Y}_{\text{cc}}(k); \Delta \bar{Y}_{\text{open}}(k)]^\top. \]

Expressions (1) and (2) are the initial data in the problem formulation. On their basis, taking into account the volume and nomenclature of these vectors, further optimization can be carried out. As the synthesis result, the optimal space of controlled parameters should be formed in uncertainty conditions.

3.2. Stages of Synthesizing the Optimal Set of Controlled Parameters in Uncertainty Conditions

3.2.1. The approach based on fuzzy sets

It is known that monitoring of security incidents in complex systems is realized in conditions of uncertainty, including aspects of ambiguity (fuzziness) and insufficiency (incompleteness) of the initial information. The first stage of synthesis is oriented to the presence of uncertainty of the initial data, which has the character of ambiguity (fuzziness). Such problems are traditionally solved on the basis of fuzzy sets [13, 14]. The following steps are proposed for SCP synthesizing: (1) the formulation of the key elements of synthesis - the fuzzy membership functions, characterizing the preliminary, ambiguously (fuzzy) predetermined composition of the SCP; (2) the construction of matrices of the fuzzy membership functions; (3) formation of fuzzy intersection relation; (4) building a Boolean matrix for the ratio of fuzzy sets; (5) the definition of similarity classes - the number and composition of the SCP; (6) the definition of ordinal function of the ratio of fuzzy sets; (7) search for disjoint subsets of the local SCP and the formulation of the results of fuzzy synthesis, i.e. the similarity classes of SCP and the resulting system of disjoint subsets of controlled parameters. At the same time, it is proposed to use one of the simplest operations on fuzzy sets. The use of disjunctive summation is used for combining the opinions of experts on the volume and nomenclature of the SCP [13]. The application of union and intersection operations of two fuzzy sets will allow us to formulate a combined fuzzy metric. This metric characterizes the degree of confidence of experts in the correctness of the inclusion of deviations of a particular parameter \( \Delta x \) in the set of controlled CPSS security parameters.

3.2.2. The approach based on extrapolating neural networks

The second stage of the synthesis is realized, taking into account the uncertainty of the initial data, which has the character of insufficiency (incompleteness) of the initial information. It is suggested to solve this task on the basis of extrapolating neural networks (ENN) [15, 16].

The mathematical mechanism of transformations, the logic and physical meaning of functioning of single-layer neural networks with insufficient (incomplete) information are described in detail in [15].

The suggested synthesis technique, based on neural network methods, includes the following steps: (1) definition of data for the ENN and determination the values of the initial states (synaptic weights) of the ENN input layer; (2) activation of the ENN entrance layer and bringing the neurons of the input layer to initial states; (3) initialization of neurons of the ENN output layer; (4) bringing the neurons of the input layer to the state of the output layer neurons; (5) calculation of new states of the ENN output layer neurons; (6) development of the ENN to the stabilization state (the actual process of neural
computing); (7) analysis of the obtained states of the output layer neurons and inclusion of relevant parameters in the SCP in the interest of security monitoring.

4. Experiments

4.1. Synthesis of the Optimal Set of Controlled Parameters on the Basis of Fuzzy Sets

We performed computational experiments on the synthesis of the optimal SCP based on the fuzzy sets. Let us consider an example of using the technique for computing a disjunctive sum. As an example for a computational experiment, we define a fuzzy vector of deviations of security parameters that need to be monitored at the k-th step of the CPSS operation. It consists of ten parameters:

\[ \Delta Y_{p_{ai}}(k) = [\Delta \tilde{x}_{i}(k)| \mu(\Delta x_{i}); \Delta \tilde{x}_{2}(k)| \mu(\Delta x_{2}); \ldots; \Delta \tilde{x}_{9}(k)| \mu(\Delta x_{9}); \Delta \tilde{x}_{10}(k)| \mu(\Delta x_{10})]^T, \]

where \( \Delta \tilde{x}_{i}, \ i = 1\ldots10, \) is a fuzzy preference for including the deviation of i-th parameter into the SCP structure, and \( \mu(\Delta x_{i}), \ i = 1\ldots10, \) is a value of the membership function of the preference. Then the opinion of the first (A) of two (A and B) experts on including the deviation, for example, of the first parameter in the SCP structure, can be represented as a fuzzy set:

\[ \vec{\tilde{A}}_{A_{i1}} = \{p_0|0; \ p_1|0; \ p_2|0,3; \ p_3|0,9; \ldots; p_{10}|0\}; \]

As a result, the cumulative opinion of experts to include the first parameter (\( \Delta x_1 \)) in the SCP is finally determined by the disjunctive summation of fuzzy sets:

\[ \vec{\tilde{C}}_{i} = \vec{\tilde{A}}_{A_{i1}} \oplus \vec{\tilde{B}}_{A_{i1}} = \{p_0|0; \ p_1|0; \ p_2|0,4; \ p_3|0,2; \ p_4|0; \ldots; p_{10}|0\}. \]

Similarly, the fuzzy sets, specifying the need to include other parameters, for example, the second and third parameters (\( \Delta x_2 \) and \( \Delta x_3 \)), are defined in the same way. For the final selection of the \( \Delta x_i \) deviations of the security parameters, that are to be included in the SCP, the function \( \Delta x'_i = F((\Delta x_i | \max \mu(\Delta x_i))) \) is used.

4.2. Synthesis of the Optimal Set of Controlled Parameters Based on Extrapolating Neural Networks

Let us consider an experiment on using the neural network based technique of synthesis of the optimal SCP in conditions of insufficiency (incompleteness) of the initial information. Namely, we consider the operations of forming cognitive maps and obtaining a forecast. As an example for the computational experiment, a cognitive map is formed that characterizes the cause-effect relationships between some conditional security parameters. For example, the 1-st and 2-nd, i.e. \( \Delta x_1 \) and \( \Delta x_2 \). Dependencies are determined from the point of view of the consequences of an incomprehensible situation (0), inclusion (+1) or not inclusion (−1) of these parameters in the SCP composition. This cognitive map is completely defined by its matrix of links.

Within the framework of our experiment, the input vector of a neural network is \( \vec{U} = [0, 0, 1, 0, 0] \). In this case, the output vector \( \vec{B} = [b_1, \ b_2, \ldots, b_5] \) successively takes a number of state values. They are defined on the basis of the expression:

\[ b_i(k + 1) = f \left( \sum_{j=1}^{n} a_{i}(k) \ w_{ij} \right) = f \left( \sum_{j=1}^{n} b_{i}(k) \ w_{ij} \right), \]

The results of the experimental calculation show that the ENN, built in the interest of synthesizing the optimal set of controlled parameters, stabilized after the third clock. The network status can be interpreted as a forecast in case of guaranteed inclusion of the security parameter \( \Delta x_3 \) in the final SCP composition. This state is characterized by a decrease in the influence of the parameter \( \Delta x_2 \), the parameter \( \Delta x_3 \), and the increase in the weight of the parameter \( \Delta x_1 \). There was a tendency to reduce the dependence between the parameter \( \Delta x_3 \) and the parameter \( \Delta x_4 \). As a result of sequential realization of
the stages of SCP synthesis, taking into account the uncertainty, a number of security parameters can be obtained. The inclusion of these parameters in the SCP, according to the experts, is desirable. This will increase the objectivity (accuracy, in formativeness) for monitoring of security incidents.

5. Discussion
In experiments, as the result of the optimal SCP synthesis, taking into account the uncertainty, different variants of disjoint sets of controlled parameters were obtained. These parameters are considered as important for monitoring of security incidents.

Analysis of the results of fuzzy and neural network synthesis allows us to say that it is necessary to include in the final optimal global SCP a parameter of user service – the deviation of the number of services to prevent security threats ($\Delta N_{\text{ser}}^{\text{acc}}(k)$). In addition, the results of the experiments show that it is necessary to exclude from the final optimal local SCP a parameter $\Delta T_{\text{open CL}}(k)$, since this parameter is logically inseparable from (correlated to) the existing parameter of CPSS functioning – the deviation of the average time of continuous (uninterrupted) realization of the information protection process or inverse parameters - the deviation of the average time of break-in (hacking) the entire system.

Thus, the vector of the optimal global SCP can be represented as:

$$
\Delta \vec{Y}_{\text{CPSS}}(k) = [\Delta T_{\text{acc}}^{\text{thr}}(k); \Delta T_{\text{con BP}}^{\text{thr}}(k); \Delta K_{\text{inf loss}}(k); \Delta K_{\text{dist}}(k); \Delta K_{\text{inf cont}}(k); \Delta R_{\text{cont}}(k); \Delta N_{\text{ser}}^{\text{acc}}(k)]^T
$$

And the vector of optimal local SCP is as follows:

$$
\Delta \vec{Y}_{\text{loc inc}}^{\text{acc}}(k) = [\Delta T_{\text{res CL}}^{\text{CC}}(k); \Delta T_{\text{com CL}}^{\text{CC}}(k); \Delta T_{\text{CC}}^{\text{CC}}(k)]^T.
$$

The components of the global SCP for servicing CPSS users and the local SCP of incident monitoring are described in expressions (1) and (2) and supplemented with the results of synthesizing the security parameters in conditions of ambiguity (fuzzy) and insufficiency (incompleteness) of the initial information.

6. Conclusion
The paper proposed a comprehensive approach to the synthesis of SCP for security monitoring. It is based on both known methods of decomposition and reduction, and on methods (stages) of synthesis under conditions of uncertainty. This makes it possible to synthesize SCP, which is optimal according to the criteria of reliability (completeness, depth), in formativeness (the value of information), and the promptness of collecting and processing observation data. Computational experiments were performed to synthesize the optimal SCP based on fuzzy sets and neural networks. The results of the experimental calculation demonstrated that techniques for synthesizing SCP with fuzzy sets and ENN were stabilized already after the third clock cycle. It allows us to speak about high operational efficiency and small computational complexity of solving the synthesis problems by the suggested approach. The proposed methods and results of the experimental calculation can be widely used for security information and event management (SIEM) [17-18] and are used in the current SIEM implementations developed by the authors [2, 19]. Future research will be devoted to the further practical implementation of the suggested approach and comprehensive experiments.
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