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Abstract—For the capability of providing multi-giga BPS (bits per second) rates, millimeter wave (mmWave) communication is one of the key enabling technologies for the new and future generations of mobile communications, i.e., the fifth generation (5G) and beyond. Meanwhile, non-orthogonal multiple access (NOMA) can significantly increase the spectral efficiency by simultaneously serving multiple users in the same channel. Thus, mmWave NOMA networks have recently attracted considerable research attention. Meanwhile, a large number of confidential messages exchanged within highly interconnected systems has posed tremendous challenges on secure wireless communications, and thus in this article, we investigate the physical layer security of mmWave NOMA networks. Considering the limited scattering characteristics of mmWave channels and imperfect successive interference cancellation at receivers, we develop an analytic framework for the secrecy outage probability (SOP) for mmWave NOMA networks, in which legitimate users and eavesdroppers are randomly distributed. Based on the directional transmission property of mmWave signals, we propose a minimal angle-difference user pairing scheme to reduce the SOP of users. Considering the spatial correlation between the selected user pair and eavesdroppers, we develop two maximum ratio transmission (MRT) beamforming schemes to further enhance the secrecy performance of mmWave NOMA networks. Closed-form SOPs for the paired users with different eavesdropper detection capacities are derived. Numerical results show the effectiveness of our analysis and that there exists an optimal radius of network coverage ranges and transmit power to minimize the SOP of the user pair.
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I. INTRODUCTION

With the development of various emerging applications (e.g., virtual reality, augmented reality, autonomous driving, and big data analytics), data traffic has explosively increased and caused growing demands for very high communication rates in new and future generations of mobile communications, i.e., the fifth generation (5G) and beyond [1]–[5]. For the capability of providing multi-giga BPS (bits per second) rates, millimeter wave (mmWave) communications has become one of the key enablers in the next generation mobile [1], [2], [6]. Despite the high data rates possible, mmWave communications suffers from severe path-loss and penetration loss. Thanks to the short wavelength of mmWave radio, large antenna arrays can be packed into mmWave transceivers with limited sizes for enhancing directional array gains [3]. With efficient beamforming techniques, highly directional transmission in mmWave can effectively overcome path-loss and mitigate interference, and thus improve system performance [4], [7].

When applying mmWave communications to mobile networks, multiple access strategies are critical for performance and complexity. If transmission resources (e.g., time/frequency/code) are limited, it will be challenging to support a large number of users in mobile networks with high rates and limited complexity [8]. Due to its benefits of low complexity and high performance, non-orthogonal multiple access (NOMA) has been proposed and has become one of the key potential enabling technologies for future mobile networks. NOMA-enabled base stations (BSs) can simultaneously serve multiple users in the same channel, and thus potentially increase the spectral efficiency and fairness of wireless networks [3], [9]. For instance, power domain NOMA employs superposition coding at the transmitter and successive interference cancellation (SIC) at receivers [10]. MmWave NOMA networks have recently attracted considerable research attention [3], [6], [8], [9], [11], [12]. To analyze the system performance of single-cell mmWave NOMA networks, an angle-dependent user pairing scheme was proposed in [9]. Furthermore, a distance-dependent user pairing scheme was proposed in [3] for multi-cell NOMA-based clustered mmWave networks. To reduce the system overhead and ensure two users are served simultaneously within a single BS beam, a random beamforming scheme was considered in [6], [11] and the coverage probability was investigated for extremely narrow beams. To achieve user separation in the power domain, effective channel gains of users are ranked based on the angle offset between the randomly generated BS beam and user locations in [11], while the gains are ranked based on user distance in [6]. From power allocation and beam design perspectives, a joint power and beamforming scheme was proposed in [8] to find the
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beamforming vector steering towards two users simultaneously subject to an analog beamforming structure.

Meanwhile, having large numbers of confidential messages exchanged within highly interconnected systems has posed tremendous challenges on secure wireless communications [13], [14]. Physical layer security, by exploiting the randomness of wireless channels without necessarily relying on secret keys, is a promising technique to improve the secrecy performance of wireless networks [13]. Particularly, multi-antenna techniques have been proposed as an efficient way to enhance physical layer security in wireless networks [4], [7]. By exploiting the degrees of freedom provided by multiple antennas, the transmitter can use beamforming to adjust its beam direction to maximize the received signal-to-noise ratio (SNR) (e.g., maximum ratio transmission (MRT) beamforming), or send artificial noise (AN) to jam potential eavesdroppers (EVEs) [15]. Compared to sub 6 GHz communications, mmWave has inbuilt advantages of enhancing physical layer security for the following reasons: (1) devices working in mmWave bands can support a larger number of antennas and thus support highly directional transmission; and (2) mmWave channels are of sparse, which can reduce signal leakage to malicious users [16]. For these reasons, physical layer security in mmWave communications has attracted considerable recent attention [4], [7], [14], [16]. Specifically, by using a sectored model to analyze the beam pattern, the average achievable secrecy rate in different mmWave bands was analyzed for AN-assisted mmWave ad hoc networks in [7], where it was shown that mmWave communications can further enhance secrecy performance relative to microwave. Furthermore, secrecy performance was analyzed for mmWave-overlaid mobile networks and a user associated scheme was proposed to determine which network (mmWave or microwave) a user should be associated to [14]. Considering both passive and active eavesdropping, several performance limits (in terms of distance, transmission power and beam-width, etc) of eavesdropping immunity in mmWave networks were studied in [4]. It was shown that mmWave networks with narrow beams exhibit inherent security and the existing physical layer security techniques have limited gains. With a more practical ray cluster channel model, secure multi-path mmWave communications were analyzed with two beamforming schemes, i.e., MRT beamforming and AN beamforming in [16]. With the benefit of high spectral efficiencies, secure NOMA has attracted considerable attention in the design and implementation of 5G mobile networks [17]–[19]. Considering the worst case where the EVE can always cancel inter-user interference, secrecy sum rates of the NOMA system were first investigated in [17]. The power allocation and the secrecy rate for the user with strong SNRs were examined in [18]. Furthermore, the secrecy rates and secrecy outage probability (SOP) for both NOMA assisted multicasting and unicasting were studied in [19]. It was shown that the secrecy rate with NOMA is no less than that with orthogonal multiple access (OMA) in high SNR regimes. In the above results, secrecy performance was analyzed under the assumption that perfect SIC is always achieved at the user with the strong SNR.

Based on the above observations, it is of interest to study the physical layer security of mmWave NOMA networks. Different from the traditional wireless channels with rich scattering, mmWave channels have limited angular coverage, which leads to highly directional transmission. To the best of our knowledge, there are no existing results investigating the secure transmission schemes and secrecy performance of mmWave NOMA networks considering the limited scattering characteristics of mmWave propagation and highly directional transmission. In what follows, we will investigate the physical layer security of NOMA mmWave networks, in which users and EVEs are randomly located. To capture the multi-path characteristics of mmWave signals, a discrete angular domain channel model will be used for theoretical analysis. The main contributions of this paper can be summarized as follows:

1) Based on the directional transmission characteristics of mmWave signals, we propose a minimal angle-difference (MA) user pairing scheme to support secure NOMA transmission, which can significantly reduce signal leakage to EVEs in the angular domain. Relaxing the assumption of perfect SIC at receivers as in [10], [17], [18], we investigate the more practical NOMA scheme with imperfect SIC. To measure the channel correlation between the selected user pair and the EVEs from a stochastic geometric framework, we derive the probability mass function (PMF) of the number of common resolvable paths between the selected user pair and the EVEs for theoretical analysis.

2) Based on the spatial correlation between the selected user pair and the EVEs, we develop two secrecy beamforming schemes with the aid of MRT for further enhancing the secrecy performance of NOMA mmWave networks, namely, NMRT beamforming (near-user based MRT beamforming) and CMRT beamforming (common-path based MRT beamforming). For both beamforming schemes, we first derive exact analytical expressions for the channel statistics (i.e., the distributions of common resolvable paths and signal-to-noise-plus-interference ratio (SINR)) for paired users and EVEs. To analyze the impact of non-colluding EVEs with different detection capacities, we then provide closed-form expressions for the SOP for the paired users.

3) Numerical results from simulations show the effectiveness of our analysis. Results also show that: (a) The proposed MA user pairing scheme can achieve better secrecy performance than that with randomly selected user pairing; (b) There exist an optimal radius of network coverage range, and number of resolvable paths and transmit power to minimize the system SOP of the user pair; (c) NMRT beamforming can significantly improve the security of the near user, while CMRT beamforming can achieve a smaller system SOP of the user pair; and (d) Compared with conventional OMA, NOMA with CMRT beamforming can achieve better secrecy performance in low to medium transmit power regimes.

The rest of the paper is organized as follows. The system model is given in Section II. The beamforming schemes for mmWave NOMA networks are proposed in Section III. The secrecy performance analysis of mmWave NOMA networks with NMRT and CMRT beamforming is given in Section IV and V, respectively. Numerical results are given and discussed in Section VI and we state our conclusions in Section VII.
Note: Bold uppercase (lowercase) letters denote matrices (vectors). $E_{p}[\cdot]$ represents the expectation over $x$. $||\cdot||$, $(\cdot)^T$ and $(\cdot)^H$ denote absolute value, Euclidean norm, conjugate, transpose and conjugate transpose, respectively. $\lfloor x \rfloor = \text{floor}(x)$ and $\lceil x \rceil = \text{ceil}(x)$ and $1(\cdot)$ is the indicator function.

II. SYSTEM MODEL

A. Network Model

We consider a secure downlink in an mmWave NOMA network, which consists of one BS and multiple users and EVEs. It is assumed that the BS is located at the center of a disc, denoted by $\mathcal{D}$, which has a radius of $R$. The users are randomly located in $\mathcal{D}$ following a homogeneous Poisson point process (PPP). We further assume that EVEs are randomly located according to a homogeneous PPP $\Psi_e$ with density $\lambda$, on an infinite two-dimensional plane. For tractable analysis, we assume that the BS is equipped with $N_t$ antennas, user and each EVE is equipped with a single antenna.

With limited scattering, mmWave channels can be described by a geometric channel model, which is assumed to be the sum of the channel gains of $N_p$ paths [20], [21]

$$h = \sqrt{\frac{N_t}{P_L(r) \sum_{l=1}^{N_p}}} g_l a(\Theta_l)^H,$$  

(1)

where $r$ is the distance between the BS and the receiver, $P_L(r)$ is average path-loss, $g_l$ is the complex gain of the $l$-th path, $a(\Theta_l)$ is the normalized array steering vector at the azimuth angle of departure (AOD) $\theta_l$, and $\Theta_l = \sin(\theta_l)$. When an uniform linear array (ULA) is adopted at the BS, the normalized array steering vector can be expressed as

$$a(\Theta) = \frac{1}{\sqrt{N_t}} [e^{-j\frac{2\pi}{\lambda} d \sin(\Theta)}, e^{-j\frac{2\pi}{\lambda} 2d \sin(\Theta)}, \ldots, e^{-j(N_t-1)\frac{2\pi}{\lambda} d \sin(\Theta)}]^T,$$  

(2)

where $\lambda$ is wavelength and $d = \frac{\lambda}{2}$ is antenna spacing.

In following analysis, we consider the discrete angular domain representation of the mmWave channel in (1) as [16], [22]. Let $E = \frac{dN_t}{\lambda}$ denote the normalized length of the transmitting antenna. As shown in [23], the transmitting signals with direction difference less than $\frac{\pi}{2}$ are not resolvable. Hence, the angular domain can be sampled at a fixed space of $\frac{\pi}{2}$, and represented by the spatially orthogonal basis $\mathbf{U}$ defined as $\mathbf{U} = \{a(\Psi_1), a(\Psi_2), \ldots, a(\Psi_{N_t})\}$, where $\Psi_i = \frac{\lambda}{\lambda} (i - 1 - N_t) \arcsin(\sin(\theta_l))$ for $i = 1, 2, \ldots, N_t$. Basis $\mathbf{U}$ provides the representation of transmitting signals in the angular domain. It was shown that the signal along any physical direction (i.e., $\Psi_i$) has almost all its energy by particular vector $a(\Psi_i)$ and very little in other directions [23]. Thus, all paths with the transmitting direction (i.e., $\Theta_l$) within a window of width $\frac{\pi}{2}$ around $\Psi_l$ can be approximatively aggregated into one resolvable path. Then, the mmWave channel (1) in the discrete angular domain can be described as [16]

$$h = \sqrt{\frac{N_t}{P_L(r)}} \sum_{l=1}^{N_p} g_l a(\Psi_l)^H,$$  

(3)

where $g = [g_1, g_2, \ldots, g_{N_t}]$ is the complex gain vector of the resolvable paths, $L$ is the number of spatially resolvable paths. We assume that the AOD of all paths is distributed in an angular range $[\theta_{min}, \theta_{max}] \in \left[-\frac{\pi}{2}, \frac{\pi}{2}\right]$. Then, we have $L = \frac{E\sin(\theta_{max}) + N_{\text{t}} + 1}{E\sin(\theta_{min}) + N_{\text{t}} + 1} + 1$. Due to the sparse scattering feature of mmWave channels, we have $L < N_t$ [24]. Since each resolvable path contains an aggregation of individual physical paths, letting $g_l \sim \text{CN}(0, 1)$ for all $l$ with $\Psi_l \in [\sin(\theta_{min}), \sin(\theta_{max})]$ [16], [22], [24]; otherwise, $g_l = 0$. We further assume that the complex gain vectors for different users are independent [16].

With $\Psi_i$, we can obtain the angle of the $i$-th resolvable path denoted by $\theta_l = \arcsin(\Psi_l)$. Letting $\bar{\Psi}_l = [-\frac{\pi}{2}, \theta_1, \theta_2, \ldots, \theta_{N_t}, \frac{\pi}{2}]$, we then can calculate user position boundaries in the angular domain as $\varphi_l = \frac{\theta_l + \bar{\varphi}_l}{2}$ for $l = \frac{N_t - L}{2} + 1, \frac{N_t - L}{2} + 2, \ldots, N_t - L + 2$ and $\varphi_l = -\varphi_{N_t - L + 3} - i$ for $i = 1, 2, \ldots, N_t - L + 2$. For example, as shown in Fig. 1(a), if the user with $L = 3$ is located in the angular range $[\varphi_{11}, \varphi_{12}]$, the user has three resolvable paths corresponding to directions $\{\Psi_{11}, \Psi_{12}, \Psi_{13}\}$. In order to ensure that the number of resolvable paths equals to constants, we only consider the users located in the angular range $[\varphi_{11}, \varphi_{12}, \varphi_{N_t - L + 2}]$ for downlink transmission. Letting $\mathcal{D}$ denote the area with the angular range $[\varphi_{11}, \varphi_{12}, \varphi_{N_t - L + 2}]$ in $\mathcal{D}$, it is clear that the users located in $\mathcal{D}$ still follow a homogeneous PPP $\Psi_e$ [25]. We consider the downlink transmission with dense user deployment and the number of users located in $\mathcal{D}$ is $K \geq 2$. The number of resolvable paths for every user is the same and denoted as $L$, and the $k$-th user ($k \in \{0, 1, \ldots, K - 1\}$) is located at the center of its angular range $[\theta_{k, min}, \theta_{k, max}]$. Meanwhile, for $K_e$ EVEs in $\mathcal{D}$, we assume that EVEs and users have similar computing and receiving capability. Hence the number of resolvable paths for the $e$-th user is $L_e = L_e \in \{0, 1, \ldots, K_e - 1\}$. Since mmWave signals are vulnerable to blockage, line-of-sight (LOS) and none-line-of-sight (NLOS) pathloss characteristics should be taken into account [1]. Based on the experiment results in [26], the pathloss is defined as $P_L(r) = \beta r^{-\alpha}$, where $\beta$ is a frequency-dependent constant, $\alpha$ is the pathloss exponent. For mmWave channels with LOS paths, the contribution of NLOS paths is marginal since the pathloss of NLOS components is much larger than that of the LOS component [6], [11]. Hence, we assume that the channel in (2) only contains LOS paths, and the contribution of NLOS paths is ignored for tractable analysis.

B. Secure mmWave NOMA Communications

We consider multiple pairs of users for downlink communication, in which each paired users are served by the BS with NOMA techniques in each time-frequency block [10], [27], [28]. Beamforming is used to provide directional transmission. In each resource block, one beam serves two paired users if there are common resolvable paths between them. In what follows, we shall propose an angle-based user pairing scheme to reduce the overhearing of EVEs. Let the angle of the $k$-th user $U_k$ with respect to the BS be $\theta(U_k)$ for $k = 0, 1, \ldots, K - 1$, depicted in Fig. 1(a). To ensure fairness for all users in $\mathcal{D}$, a typical user, denoted by $U_0$, is randomly selected by the BS. We assume that $U_0$ is located in angular range $[\varphi_1, \varphi_{12}]$.
for $i = 1, 2, \ldots, N_t - L + 1$ with the center angle denoted by $\theta^i_0 = \frac{\bar{\phi}^i_0 + \bar{\phi}^{i+1}_0}{2}$. The paired NOMA user of $U_0$, denoted by $U_p$, can be selected according to the following minimal angle-difference (MA) scheme

$$U_p = \arg \min_{U_k \in \Phi_u \setminus \{U_0\}} |\theta^i_0 - \theta(U_k)|.$$  \hspace{1cm} (4)

The proposed MA user pairing scheme in (4) selects the paired NOMA user of $U_0$, which has the minimal angle difference to the center angle of $U_0$. With the proposed MA user pairing scheme, we can increase the probability that paired users share the same spatially resolvable paths. Particularly, when users are densely deployed in networks, the probability that paired users are located in the same beam is very high. Compared to the distance-based user pairing scheme [6], [29], the proposed angle-based user pairing scheme can ensure that almost all transmission energy in a particular direction for the paired users, and hence reduce the overhearing of EVEs.

If the NOMA pair users are located in the same beam direction, a common decoding procedure is that the user with a better condition first decodes the signals of other users [10]. As shown in [30], small-scale fading shows little change in received power when highly directional antennas are used. Thus, we assume that the decoding order of mmWave NOMA schemes mainly depends on large-scale fading, i.e., the signal intended to the one far from the BS is decoded first [3]. Thus, the near user first decodes the signal intended for the far user and then applies SIC to remove interference and decodes its own information.

### C. Performance Metrics

In what follows, we consider a practical scenario, in which randomly distributed EVEs are non-colluding [10], [16], [28]. In this scenario, each EVE individually decodes confidential messages and the SINR of detecting the message intended for user $u$, $u \in \{n, f\}$, at the most detrimental EVE can be expressed as $\zeta_{E,u} = \max_{c \in \Phi_e} \zeta_{c,u}$, where $n$ and $f$ denote the near user and far user, respectively, and $\zeta_{c,u}$ is the SINR of detecting the message intended for user $u$ at the $c$-th EVE. With imperfect SIC at the near user, the secrecy rate for the near user $R_{n,u}$ is defined as [28]

$$R_{n,u} = \mathbb{E}(\zeta_{f \rightarrow n} \geq \zeta^*_{f \rightarrow n}) \log(1 + \zeta_{n}) - \log(1 + \zeta_{E,n})^+,$$  \hspace{1cm} (5)

where $[x]^+ = \max\{0, x\}$. $\zeta_{f \rightarrow n}$ is the SINR of the message intended for the far user observed at the near user, $\zeta_{n}$ is the SINR of the near user, $\zeta^*_{f \rightarrow n} = e^{\mathcal{R}_f} - 1$ and $\mathcal{R}_f$ is the target code rate for the message intended for the far user. Additionally, the secrecy rate of the far user is defined as

$$R_{f,u} = \mathbb{E}(1 + \zeta_{f}) - \log(1 + \zeta_{E,f})^+,$$  \hspace{1cm} (6)

where $\zeta_{f}$ is the SINR of the far user detecting its own message.

Secrecy outage probability: a secrecy outage event occurs at user $u$, $\forall u$, if the secrecy rate falls below a given target secrecy rate $\mathcal{R}^*_{u}$, $\forall u$. Thus, the SOP for user $u$ is defined as

$$\mathcal{P}_u = \text{Pr}\{R_{u,s} < \mathcal{R}^*_{u} \}. \hspace{1cm} (7)$$

For simplifying exposition, we define set $\Omega_{c} = \{I_{c,i} \mid I_{c,i} \in \mathbb{Z}_+^3, I_{c,i} \in [1, N_t], I_{c,i} = I_{c,1} < \cdots < I_{c,L_c} \}$, $c \in \{n, f\}$, corresponding to the indexes of the spatially resolvable paths of receiver $c$. We also define $\Omega = \{1, 2, \ldots, N_t\}$. As shown in Fig. 1(b), the spatially resolvable paths of each receiver $c$ consist of two types of paths: private paths and common paths. Then we define $\Omega_{p_c}$ as an index set of the private resolvable paths of receiver $c$. Similarly, $\Omega_{c_{n,f}}, \Omega_{c_{e,f}}$, and $\Omega_{c_{e,f}}$ denote the index sets of common resolvable paths between the paired receivers $\{n, f\}$, $\{n, e\}$, and $\{e, f\}$, respectively. We define a function $\mathcal{W}(M, \Omega_u)$ to generate a matrix with columns selected from $M$ based on the selected column index set $\Omega_u$. Let $g_{c,u} = \mathcal{W}(g_c, \Omega_u)$, $c \in \{n, f\}$ and $\forall u \in \{p_n, p_f, p_e, c_{n,f}, c_{e,f}, c_{e,f}\}$.

### III. Beamforming Schemes for Secure MMwave NOMA Networks

MRT beamforming is an effective approach to enhance the legitimate user channels [16]. Based on the spatial correlation of the selected user pair and EVEs, we develop two MRT beamforming schemes to enhance the secrecy performance of mmWave NOMA networks, i.e., NMRT beamforming.
(near-user based MRT beamforming) and CMRT beamforming (common-path based MRT beamforming).

A. NMRT Beamforming

We consider the scenarios of one beam serving the paired users. Since the performance of NOMA networks is severely impacted by inter-user interference and unsuccessful SIC [28], [31], the NMRT beamforming scheme is designed according to the CSI of the near user to improve the probability of canceling interference at the near user. Specifically, we design the beam for the information-bearing signal as $w_{N} = h_{u}^{H} \|h_{u}^{N}\| \in \mathbb{C}^{N_{c} \times 1}$, where $h_{u}$ is the channel between the BS and the near user. With this scheme, the BS tries to align the direction of the beam with the AOD of the near user. Then, the transmitted superposed signal vector at the BS is $x_{t}^{N} = w_{N}(\sqrt{a_{u}P} s_{u} + \sqrt{a_{f}P} s_{f})$, where $P_{t}$ is the sum transmitting power, $s_{u}$ and $a_{u}$ for $u \in \{n, f\}$ are the information-bearing signal and the power allocation coefficient intended for user $u$, respectively, with $\mathbb{E} \|s_{u}\|^{2} = 1$ and $a_{n} + a_{f} = 1$. The received signal at user $u$ can be expressed as $y_{u}^{N} = h_{u}w_{N}(\sqrt{a_{u}P} s_{n} + \sqrt{a_{f}P} s_{f}) + \omega_{u}$, where $\omega_{u}$ denotes additive Gaussian noise with a distribution $\omega_{u} \sim \mathcal{CN}(0, \sigma^{2})$. According to the NOMA decoding approach, the near user first tries to decode the information-bearing signal $s_{f}$ with SINR

$$\zeta_{s_{f} \rightarrow n}^{N} = \frac{a_{f}P_{t}}{a_{u}P_{t} + 1} \|h_{u}w_{N}\|^{2} \|h_{u}w_{N}\|^{2}$$

(8)

where $P_{t} = \frac{P}{2}$ is the transmitting SNR. If the near user can successfully decode the signal $s_{f}$, the near user applies SIC to subtract $s_{f}$ and then decodes its own signal with SINR

$$\zeta_{s_{u} \rightarrow n}^{N} = a_{n}P_{t} \|h_{u}w_{N}\|^{2}.$$  

(9)

Otherwise, the near user cannot use SIC and decode its own signal [9]. On the other hand, by treating $s_{n}$ as interference, the far user decodes its own signal $s_{f}$ with SINR

$$\zeta_{s_{f} \rightarrow u}^{N} = \frac{a_{f}P_{t}}{a_{u}P_{t} + 1} \|h_{u}w_{N}\|^{2} \|h_{u}w_{N}\|^{2}.$$  

(10)

The signal observed at the $e$-th EVE is given by $y_{e}^{N} = h_{e}w_{N}(\sqrt{a_{u}P} s_{u} + \sqrt{a_{f}P} s_{f}) + \omega_{e}$, where $\omega_{e}$ denotes additive Gaussian noise with a distribution $\omega_{e} \sim \mathcal{CN}(0, \sigma^{2})$. According to the detection capacity of EVEs, we consider the following two cases:

Case I: Assuming the detection capacity of EVEs is not strong enough to distinguish the individual signal from users and subtract inter-user interference generated by the superposed information-bearing signals from each other. Thus, the SINR of the most detrimental EVE to decode $s_{u}, \forall u$, is

$$\zeta_{E_{1}, u}^{N} = \max_{e \in \Phi_{e}} \frac{a_{u}P_{t} \|h_{u}w_{N}\|^{2}}{(1 - a_{u})P_{t} \|h_{u}w_{N}\|^{2} + 1} + 1.$$  

(11)

Case II: Assuming EVEs have strong enough detection capacity. Hence, they can unambiguously distinguish the individual signal and subtract inter-user interference from each other [28]. Thus, the SINR of the most detrimental EVE to decode $s_{u}, \forall u$, is

$$\zeta_{E_{1}, u}^{N} = \max_{e \in \Phi_{e}} \frac{a_{u}P_{t} \|h_{u}w_{C}\|^{2}}{(1 - a_{u})P_{t} \|h_{u}w_{C}\|^{2} + 1} + 1.$$  

(12)

B. CMRT Beamforming

Since NMRT beamforming can align transmitting beams in all resolvable paths of the near user, it can enhance the signal strengths of both $s_{n}$ and $s_{f}$ at the near user. However, NMRT beamforming may cause more interference and thus lead to degraded reception quality to the far user. To address this issue, we consider the number of common resolvable paths between the paired users, the confidentiality of the far user cannot be guaranteed if $L_{c} = 0$. We then propose CMRT beamforming, by which the beamforming vector for the information-bearing signal is designed according to $L_{c}$. Specifically, if $L_{c} \neq 0$, we design the beamforming vector for the information-bearing signal as $w_{C} = (g_{n,c_{n}}U_{c}^{H}) / \|g_{n,c_{n}}U_{c}^{H}\| \in \mathbb{C}^{N_{c} \times 1}$ where $g_{n,c_{n}} = \mathcal{W}(g_{n}, \Omega_{c_{n}}), U_{c} = \mathcal{W}(U, \Omega_{c_{n}})$. If $L_{c} = 0$, OMA is used to serve different users in different time-frequency blocks. Compared to the NMRT scheme, the CMRT scheme can guarantee the fairness of users and the transmitting beam is narrower, which can potentially protect against information leakage. Then similar to NMRT beamforming, the near user first tries to decode signal $s_{f}$ with SINR

$$\zeta_{s_{f} \rightarrow n}^{C} = \max_{e \in \Phi_{e}} \frac{a_{f}P_{t} \|h_{u}w_{C}\|^{2}}{a_{u}P_{t} \|h_{u}w_{C}\|^{2} + 1}.$$  

(13)

If the near user can successfully decode signal $s_{f}$, it decodes its own signal at following SNR

$$\zeta_{s_{u} \rightarrow n}^{C} = \frac{a_{n}P_{t} \|h_{u}w_{C}\|^{2}}{a_{f}P_{t} \|h_{u}w_{C}\|^{2} + 1}.$$  

(14)

where $w_{n} = w_{N}$. The far user decodes its own signal $s_{f}$ at following SINR

$$\zeta_{s_{f} \rightarrow u}^{C} = \frac{a_{f}P_{t} \|h_{f}w_{C}\|^{2}}{a_{u}P_{t} \|h_{f}w_{C}\|^{2} + 1} + 1.$$  

(15)

where $h_{f}^{H} / \|h_{f}^{H}\|$. Considering the EVEs in Case I, the SINR of the most detrimental EVE to decode $s_{u}, \forall u$, is

$$\zeta_{E_{1}, u}^{C} = \frac{a_{u}P_{t} \|h_{u}w_{C}\|^{2}}{(1 - a_{u})P_{t} \|h_{u}w_{C}\|^{2} + 1}.$$  

(16)

Similarly, considering the EVEs in Case II, the SINR of the most detrimental EVE to decode $s_{u}, \forall u$, is

$$\zeta_{E_{1}, u}^{C} = \frac{a_{u}P_{t} \|h_{u}w_{C}\|^{2}}{(1 - a_{u})P_{t} \|h_{u}w_{C}\|^{2} + 1} + 1.$$  

(17)
IV. Secrecy Performance Analysis With NMRT Beamforming

In this section, we will analyze the secrecy performance of mmWave NOMA networks with NMRT beamforming. The analysis of CMRT will be given in the next section. We will first derive the channel statistics, i.e., the distribution of common resolvable paths and the SINR distributions of the paired users and EVEs. Then, we will give the analytical expressions of the SOP for both paired users.

A. Channel Statistics

In order to measure the channel correlation between paired users, we need to obtain the number of common resolvable paths between paired users, i.e., \( L_c \). With stochastic geometry, it is hard to find the exact value of \( L_c \) due to the randomness of the selected paired users. Instead, we give the PMF of \( L_c \) in the following lemma.

Lemma 1: Based on the MA user pairing scheme in (4), the PMF of \( L_c \) is

\[
P_u(L_c) = \begin{cases} 
\sum_{i=1}^{N_r-L+1} \Pr(\epsilon_i) F^{\Delta_{u,p}}(\varphi_{i+1} - \theta^0_0), & \text{if } L_c = L, \\
\sum_{i=1}^{N_r-L+1} \Pr(\epsilon_i) (F_U(i) + F_D(i)) + \Pr(\tilde{N}) F_U(\tilde{N}), & \text{if } L_c = 1, \ldots, L-1, \\
1 - \sum_{i=1}^L P_u(l), & \text{if } L_c = 0, 
\end{cases}
\]

(18)

where \( \Pr(\epsilon_i) = \frac{\varphi_{i+1} - \varphi_i}{2}, \Delta \varphi = \varphi_{N_r-L-2} - \varphi_1, \theta^0_0 = \frac{\varphi_{i+1} - \varphi_i}{2}, \tilde{N} = \frac{N_r-L+2}{2}, F^{\Delta_{u,p}}(\Delta) = 1 - (1 - \frac{\Delta}{\Delta_\varphi})^{-1}, F_U(i) \) and \( F_D(i) \) are given in (19), shown at the bottom of this page.

Proof: See Appendix A. ■

Remark 1: As \( L \rightarrow \infty \), \( F^{\Delta_{u,p}}(\Delta) = 1 \) and thus \( P_u(L_c = L) = 1 \). This implies that when the number of users in \( D \) is sufficiently large, based on the MA user pairing scheme, the paired user is always selected with the same resolvable paths as the typical user.

The common resolvable paths of the paired users only describe the channel statistics in the angular domain. For our NOMA scheme in II-B, we need to determine which of the paired users \( (U_0 \) and \( U_p ) \) is the near user form the BS in the distance domain. Denote \( r_n \) and \( r_f \) the distance of the near user and the far user from the BS, respectively. The following lemma gives the probability density function (PDF) of the distance of the near user and the far user from the BS.

Lemma 2: For two users \( U_0 \) and \( U_p \) in \( D \), the PDFs of the distance of the near and the far user from the BS are respectively given by

\[
f_{r_n}(r) = \frac{4r(R^2 - r^2)}{R^4} I(0 \leq r \leq R),
\]

(20)

\[
f_{r_f}(r) = \frac{4r^3}{R^4} I(0 \leq r \leq R).
\]

(21)

Proof: See Appendix B. ■

Since users and EVEs are located according to different homogeneous PPPs, the spatial locations of the selected user pair and EVEs are independent. Furthermore, from the proposed NMRT beamforming scheme, we know that the SINR of the most detrimental EVE is not related to the far user. Thus, we only need to find channel correlation between the near user and the EVEs, which can be measured by the number of resolvable common paths between the near user and the EVEs. Let \( L_c^e \) denote the number of common resolvable paths between the near user and the \( e \)-th EVE. The following lemma presents the distribution of \( L_c^e \).

Lemma 3: The PMF of \( L_c^e \) is

\[
P_e(L_c^e) = \begin{cases} 
\sum_{i=1}^{N_r-L+1} \Pr(\epsilon_n^e) F^{\Delta_{u,p}}(\varphi_{i+1}, \varphi_i), & \text{if } L_c^e = L, \\
\sum_{i=1}^{N_r-L+1} \Pr(\epsilon_n^e) F_e(L_c^e, i), & \text{if } L_c^e = 1, 2, \ldots, L-1, \\
1 - \sum_{i=1}^L P_e(l), & \text{if } L_c^e = 0, 
\end{cases}
\]

(22)

where \( \Pr(\epsilon_n^e) = \frac{\varphi_{i+1} - \varphi_i}{\Delta_\varphi}, F_e(L_c^e, A, B) = \frac{|B - A|}{\Delta_\varphi} \), \( F_e(L_c^e, i) \) is given in (23), shown at the bottom of this page.

Proof: The proof is similar to Lemma 1, but with the different conditional PDF \( F_e^{\Delta_{u,p}}(A, B) \), \( F_e(L_c^e, i) \) is given in (23).

Based on the distributions of \( L_c, L_c^e, r_n \) and \( r_f \), we can find the distributions of \( \zeta_n^N \) and \( \zeta_{B,c}^N \), presented in following lemmas.

Lemma 4: The CDF of \( \zeta_n^N \) in (9) is

\[
F_{\zeta_n^N}(x) = 1 + \sum_{i=0}^{L-1} \frac{4}{\alpha \Gamma(l+1) R^4} \left( \Xi_n^{-\frac{\zeta}{\alpha}} \gamma(\frac{x}{\Xi_n R^\alpha}) - R^2 \Xi_n^{-\frac{\zeta}{\alpha}} \gamma(\frac{2}{\alpha}, \Xi_n R^\alpha) \right),
\]

(24)

Based on the parameter settings shown in Table 1, we have

\[
F_c(L_c^e, i) = 1(i \leq N_t - 2L + L_c^e + 1)F^{\Delta_{u,p}}_c(\varphi_{i+L-L_c^e, \varphi_{i+L-L_c^e}+1}) + 1(i \geq L - L_c^e + 1)F^{\Delta_{u,p}}_c(\varphi_{i+L-L_c^e, \varphi_{i+L-L_c^e}+1})
\]

(23)
where $\Xi_n = \frac{L \alpha_n r_n}{\alpha \rho_n^2}$, $\Gamma(\cdot)$ is the gamma function, $\gamma(\cdot, \cdot)$ is the lower incomplete gamma function.

Proof: With $h_n = \sqrt{\frac{\beta N_c}{\sigma^2}} g_n U^H$, $\zeta_n^N$ in (9) can be expressed as

$$\zeta_n^N = \frac{a_n \rho_n \beta N_c r_n^{-\alpha}}{L} \left\| g_n U^H \right\|^2 = \frac{a_n \rho_n \beta N_c \nu r_n^{-\alpha}}{L}, \quad (25)$$

where $\nu = \left\| g_n U^H \right\|^2 \sim \text{Gamma}(L, 1)$. Then, the CDF of $\zeta_n^N$ is

$$F_{\zeta_n}^N(x) = \int_0^x f_{\zeta_n}(r_n) \Pr\{r_n < \Xi_n r_n^{\alpha}\} dr_n$$

$$= \int_0^x 4r_n(R^2 - r_n^2) \left( 1 - \sum_{l=0}^{L-1} \left( \Xi_n r_n^{\alpha} \right)^l e^{-\Xi_n r_n^{\alpha}} \Gamma(l+1, \frac{x}{\Xi_n r_n^{\alpha}}) \right) dr_n,$$

where (a) follows from the PDF of $r_n$ in Lemma 2, and the CDF of gamma distribution. By applying (3.381.8) in [32], $F_{\zeta_n}^N(x)$ in (24) can be obtained.

Lemma 5: The CDF of $\zeta_f^N$ in (10) is

$$F_{\zeta_f}^N(x) = 1 \left( x \geq \vartheta_f \right) + 1 \left( x < \vartheta_f \right) (1 - F_f^N(x)), \quad (27)$$

where $F_f^N(x)$ is given in (28), shown at the bottom of this page, $\vartheta_f = \frac{a_f}{\alpha_f}$, $\Xi_f = \frac{a_f \beta N_c \nu}{\alpha_f - \alpha_a}$. $B(\cdot, \cdot)$ is the beta function, $G_{p,q}^m[\frac{\alpha}{b_1} \ldots \frac{\alpha}{b_q}]$ is Meijer’s G-function.

Proof: See Appendix C.

According to the detection capacity of EVEs, we first derive the SINR distribution of the most detrimental EVE in Case I, which is shown in the following lemma.

Lemma 6: The CDF and PDF of $\zeta_{E_1,u}^N$ in (11) are respectively given by

$$F_{\zeta_{E_1,u}^N}(x) = 1 \left( x \geq \vartheta_u \right) + 1 \left( x < \vartheta_u \right) e^{-\Xi u Q_1^f},$$

$$f_{\zeta_{E_1,u}^N}(x) = 1 \left( x < \vartheta_u \right) 2\alpha_u e^{-\Xi u Q_1^f} \Xi u Q_1^f,$$ (29)

where

$$\vartheta_u = \frac{a_u}{(1-a_u)}, \quad \Xi_u = \rho_u \Delta (\frac{a_u \beta N_c u}{L}) \frac{\nu}{\alpha - \alpha_u} (P_u (L) + \sum_{l=1}^{L-1} P_l (L_e)),$$

and $Q_1 = \frac{e^{-\Xi u Q_1^f}}{a_u (1-a_u)}$.

Proof: See Appendix D.

Remark 2: The CDF of $\zeta_{E_1,u}^N, \forall u$, denoted by $F_{\zeta_{E_1,u}^N}(x)$, can be obtained by relaxing the indicator conditions and replacing $Q_1$ in (29) with $Q_{II} = \frac{x}{\alpha_u}$. Similarly, the PDF of $\zeta_{E_1,u}^N$, denoted by $f_{\zeta_{E_1,u}^N}(x)$, can be obtained by relaxing the indicator conditions and replacing $Q_1$ in (30) with $Q_{II}$.

B. SOP Analysis With NMRT Beamforming

Based on the channel statistics in IV-A, we will analyze the SOP of the paired users with NMRT beamforming. The SOPs of the near and far users are presented in the following theorems and corollary.

Theorem 1: For the EVEs in Case I, the SOP of the near user can be evaluated by following two cases: (a) $a_f \leq a_n \gamma^{th}_{f,n}$, $\varphi_{n_1} = 1$; (b) $a_f > a_n \gamma^{th}_{f,n}$.

$$\varphi_{n_1}^N \approx \left( \vartheta_n < \mu_n \right) F_{\zeta_n}^N(\eta_1) + \left( \mu_n < \vartheta_n \right) \sum_{m=0}^{M} \frac{\pi (\vartheta_n - \mu_n)}{2 M} \left( 1 - e^{-\Xi_n r_n^{\alpha}} \right) \vartheta_n \left( 1 - \sqrt{1 - r_m^2 f_{\zeta_{E_1,n}}^N(\eta_2)(\vartheta_m)} - F_{\zeta_{E_1,n}}^N(\vartheta_n) \left( F_{\zeta_{E_1,n}}^N(\vartheta_n) - F_{\zeta_{E_1,n}}^N(\mu_n) - 1 \right) \right), \quad (31)$$

where $\mu_n = (\eta_1 + 1)e^{-\Xi_n r_n^{\alpha}} - 1$, $\eta_2(x) = e^{-\Xi_n r_n^{\alpha}} (1 + x) - 1$, $F_{\zeta_n}^N(x)$ is given in (24), $F_{\zeta_{E_1,n}}^N(x)$ and $f_{\zeta_{E_1,n}}^N(x)$ are given in Lemma 6, $\vartheta_m = \cos\left(\frac{(2m+1)\pi}{2M}\right)$, $\vartheta_m = \frac{(2m+1)\vartheta_m}{2M}$, and $M$ is the parameter to balance the tradeoff between the complexity and accuracy of Gauss-Chebyshev quadrature approximation.

Proof: See Appendix E.

Theorem 1 indicates that the SOP for the near user depends on the target code rate of the far user and the power allocation factors (i.e., $a_n$ and $a_f$). For instance, SOP for the near user always equals to one if $a_f \leq a_n \gamma^{th}_{f,n}$. Furthermore, if $\vartheta_n < \mu_n$, the SOP of the near user is not influenced by EVEs.

Corollary 1: For the EVEs in Case II and $a_f > a_n \gamma^{th}_{f,n}$, the SOP of the near user is

$$\varphi_{n_1}^N \approx \sum_{m=0}^{M} \frac{\pi^2 \sec^2\left( \frac{(2m+1)\pi}{4} \right)}{4 M} \left( 1 - \vartheta_m \right) \varphi_{n_1}^N(\vartheta_m) + \varphi_{n_1}^N(\eta_1) F_{\zeta_{E_1,n}}^N(\mu_n), \quad (32)$$

where $\vartheta_m = \tan\left( \frac{(2m+1)\pi}{4} \right)$ + $\mu_n$, $F_{\zeta_n}^N(x)$ is given in (24), $F_{\zeta_{E_1,n}}^N(x)$ and $f_{\zeta_{E_1,n}}^N(x)$ are given in Remark 2.

Proof: The proof is similar to Theorem 1 and omitted here for space limitation.

Theorem 2: For the EVEs in Case L, $L \in \{I, II\}$, the SOP of the far user is

$$\varphi_{f_1}^N \approx \sum_{m=0}^{M} \frac{\pi^2 L}{M} \left( 1 - \vartheta_m \right) \varphi_{f_1}^N(\vartheta_m) F_f^N(\eta_1(\vartheta_m)), \quad (33)$$

where

$$\eta_1(x) = e^{-\Xi x^{\alpha}} (1 + x) - 1, \quad \mu_f = e^{-\Xi x^{\alpha}} (1 + \vartheta_f) - 1, \quad \vartheta_m = \frac{(2m+1)\vartheta_m}{2M},$$

and $F_f^N(x)$ is given in (28), $F_{\zeta_{E_1,f}^N}(x)$ and $\varphi_{f_1}^N(\eta_1(\vartheta_m))$.

$$F_f^N(x) = \frac{4 \Xi^{\frac{1}{2}}}{\alpha R^2} \left( \frac{4}{\alpha} \Xi f R^2 \right)^2 + \sum_{l=1}^{L-1} P_u (L_e) \frac{\Gamma(1-L_e)2^L}{B(L-L_e,L_e)} \frac{Q_{II}^{1/2}}{R^2} \left[ \frac{\Xi f R^2}{L_e + \frac{\alpha}{2}} \right], \quad (28)$$
\[ f_{\xi_{E_{1,f}}}^N(x) \text{ are given in Lemma 6, } F_{\xi_{E_{1,f}}}^N(x) \text{ and } f_{\xi_{E_{1,f}}}^C(x) \text{ are given in Remark 2.} \]

**Proof:** With the definition of SOP in (7), the SOP of the far user is

\[
P_j^N = \Pr \{ R_{f,s} < R_{f,s} \} = \Pr \{ \xi_f < \eta_2(\xi_{E_{1,f}}) \}
\]

\[
= \int_0^{\mu_f} f_{\xi_{E_{1,f}}}^N(x) F_{\eta_2}^C(\eta_2(x)) \, dx + \int_{\mu_f}^{\infty} f_{\xi_{E_{1,f}}}^N(x) \, dx
\]

\[
= 1 - \int_0^{\mu_f} f_{\xi_{E_{1,f}}}^N(x) \bar{P}_j^N(\eta_2(x)) \, dx,
\]

where (a) follows from the fact that \( F_{\xi_{E_{1,f}}}^N(\eta_2(x)) \) always equals to one if \( \eta_2(x) \geq \vartheta_f \) (i.e., \( \xi_{E_{1,f}} < \mu_f \)); (b) follows from \( \mu_f < \vartheta_f \) and \( F_{\xi_{E_{1,f}}}^N(x) = 1 - \bar{P}_j^N(x) \) when \( x < \vartheta_f \) as in Lemma 5. Finally, by applying Gauss-Chebyshev quadrature, we obtain the SOP of the far user given in (33).

**V. SECRECY PERFORMANCE ANALYSIS WITH CMRT BEAMFORMING**

In this section, we will analyze the secrecy performance of mmWave NOMA networks with CMRT beamforming. We will first derive the channel statistics, i.e., the distribution of common resolvable paths and the SINR distributions of the paired users and EVEs. Then, we will derive the analytical expressions of the SOP for both paired users.

**A. Channel Statistics**

According to the proposed CMRT beamforming scheme, we know that the SINRs at the paired users and EVEs are conditional on \( L_c \). Thus, we need to derive the conditional distributions of \( \xi_u^C \) and \( \xi_{E_{1,u}}^C \) for \( u \in \{ n, f \} \).

**Lemma 7:** The conditional CDF of \( \xi_u^C \), i.e., \( \Pr \{ \xi_u^C < x; L_c \} \), is

\[ F_{\xi_u^C}^C(x; L_c) = \begin{cases} 1 \text{ if } (L_c = 0) F_n(x; L, 0.5) + \sum (L_c \neq 0) F_n(x; L_c, a_n), \end{cases} \]

where

\[ F_n(x; L, a_n) = \left[ 1 + \frac{\beta}{\alpha} \sum_{i=0}^{L-1} \frac{1}{\alpha^2 (i+1)^2} \right] (R^2 x \tilde{\Delta}_n^2) - \frac{\alpha^2}{\alpha^2 (L-a_n)^2}. \]

**Proof:** The proof is similar to Lemma 4 and omitted here for space limitation.

**Lemma 8:** The conditional CDF of \( \xi_f^C \), i.e., \( \Pr \{ \xi_f^C < x; L_c \} \), is

\[ F_{\xi_f^C}^C(x; L_c) = \begin{cases} 1 \text{ if } (L_c = 0) F_f(x; L, 0.5) + \sum (L_c \neq 0, x \geq \vartheta_f) \end{cases} + \frac{1}{1 - F_f(x; L, 0.5)} \]

\[ + \sum (L_c \neq 0, x < \vartheta_f) \]

\[ A_2^U(i) = \begin{cases} 1 \text{ if } (i \leq N_t - 2L + L_a + 1, L_a < L_c) F_{\xi_{E_{1,u}}}^C(\varphi_i + L - L_a, \varphi_i + L_a + 1) + \frac{1}{L - L_a + 1}, L_a < L_c \end{cases} \]

\[ \times F_{\xi_{E_{1,u}}}^C(\varphi_i - L_a, \varphi_i - L_a + 1) \]

where \( F_f(x; L, a_n) = \frac{1}{2} \sum_{i=0}^{L-1} \frac{1}{\alpha^2 (i+1)^2} \frac{1}{2} \gamma(1 + 2L, 2L + 1) \Gamma(2L + 1) \).

**Proof:** The proof is similar to Lemma 5 and omitted here for space limitation.

To obtain the conditional distribution of \( \xi_{E_{1,u}}^C \) in (16), we need to find the number of common resolvable paths between the user pair and the \( e \)th EVE, denoted by \( L_a \). It is clear that \( L_a \) depends on \( L_c \). In the following lemma, we give the joint distribution of \( L_a \) and \( L_c \).

**Lemma 9:** Based on the MA user pairing scheme in (4), the joint distribution of \( L_a \) and \( L_c \), \( 1 \leq L_a \leq L_c \leq L \), is

\[ P_a(L_a, L_c) = \begin{cases} \sum_{i=1}^{N_t-L_c} \frac{\gamma - 1}{2} \frac{\gamma + 1}{2} \gamma(1 + 2L, 2L + 1) \Gamma(2L + 1) \end{cases} \]

\[ + \frac{1}{1 - F_f(x; L, 0.5)} \]

\[ + \sum (L_c \neq 0, x < \vartheta_f) \]

\[ A_2^U(i) = \begin{cases} 1 \text{ if } (i \leq N_t - 2L + L_a + 1, L_a < L_c) F_{\xi_{E_{1,u}}}^C(\varphi_i + L - L_a, \varphi_i + L_a + 1) + \frac{1}{L - L_a + 1}, L_a < L_c \end{cases} \]

\[ \times F_{\xi_{E_{1,u}}}^C(\varphi_i - L_a, \varphi_i - L_a + 1) \]

\[ A_2^D(i) = \begin{cases} 1 \text{ if } (i \leq N_t - L - L_a + 1, L_a < L_c) F_{\xi_{E_{1,u}}}^C(\varphi_i + L_a - L_a, \varphi_i + L_a + 1) + \frac{1}{L - L_a + 1}, L_a < L_c \end{cases} \]

\[ \times F_{\xi_{E_{1,u}}}^C(\varphi_i - L_a, \varphi_i - L_a + 1) \]

\[ = \begin{cases} \sum_{i=1}^{N_t-L_c} \frac{\gamma - 1}{2} \frac{\gamma + 1}{2} \gamma(1 + 2L, 2L + 1) \Gamma(2L + 1) \end{cases} \]

\[ + \frac{1}{1 - F_f(x; L, 0.5)} \]

\[ + \sum (L_c \neq 0, x < \vartheta_f) \]

\[ A_2^D(i) = \begin{cases} 1 \text{ if } (i \leq N_t - L - L_a + 1, L_a < L_c) F_{\xi_{E_{1,u}}}^C(\varphi_i + L_a - L_a, \varphi_i + L_a + 1) + \frac{1}{L - L_a + 1}, L_a < L_c \end{cases} \]

\[ \times F_{\xi_{E_{1,u}}}^C(\varphi_i - L_a, \varphi_i - L_a + 1) \]

shown at the bottom of this page, respectively.
where \( \Xi = \lambda_c \Delta_p \left( \frac{\alpha_2 N_1}{L} \right)^\frac{1}{2} \sum_{L=1}^{L_c} \frac{L_c-1}{L_c} P_c(L_c)^{4(L_c+1)} \alpha_1(L_c+1) \),
\[
\Xi = \lambda_c \Delta_p \left( \frac{\alpha_2 N_1}{L} \right)^\frac{1}{2} \sum_{L=1}^{L_c} \frac{L_c-1}{L_c} P_c(L_c)^{4(L_c+1)} \alpha_1(L_c+1) 
+ \sum_{L=1}^{L_c-1} \frac{L_c-1}{L_c} P_c(L_c) B(L_a + \bar{\zeta}, L_c - L_a) \right). 
\]

**Proof:** The proof is similar to Lemma 6 and omitted here for space limitation.

Based on the result in Lemma 10, we can then obtain the conditional PDF of \( \zeta_{E,u} \) given as
\[
f_{\zeta_{E,u}}(x; L_c) = \frac{2\Xi}{\alpha x_1 + \Xi} e^{-\Xi x_1} F_1 \sum_{n=0}^{L_c-1} \left( \frac{\alpha_2 N_1}{L_c} \right)^n \left( \frac{L_c-1}{L_c} P_c(L_c)^{4(L_c+1)} \alpha_1(L_c+1) \frac{\Xi}{\alpha} \right),
\]
and \( f_{\zeta_{E,u}}(x; L_c) = 0 \) if \( \Xi = 0 \).

**B. SOP Analysis With CMRT Beamforming**

Based on the channel statistics in V-A, we can analyze the SOP of the proposed NOMA scheme with CMRT beamforming. From Theorem 1, we know that the SOP of the near user always equals to one if \( \alpha_f \leq \alpha_n \zeta_{f,n} \), and hence we only need to investigate the SOP with \( \alpha_f > \alpha_n \zeta_{f,n} \). The SOPs of the near and far users are presented in following theorems.

**Theorem 3:** For the EVEs in Case 1 and \( \alpha_f > \alpha_n \zeta_{f,n} \), the SOP of the near user is \( \mathcal{P}_{n,i}^C = \mathcal{P}_{n,i,1}^C + \mathcal{P}_{n,i,2}^C \), where
\[
\mathcal{P}_{n,i,1}^C \approx \sum_{m=0}^{M} \frac{\pi^2 \sec^2 \left( \frac{\pi (z_m + 1)}{4} \right)}{M} \sqrt{1 - z_m^2} \mathcal{P}_u(0) 
\times f_{\zeta_{E,i}}(\hat{\theta}_n; 0) F_{\zeta_{C}}(\hat{\eta}_2(\hat{\theta}_n); 0),
\]
\[
\mathcal{P}_{n,i,2}^C \approx \sum_{L=1}^{L_c} \frac{L_c-1}{L_c} P_c(L_c) \left( 1 - \mu_n \right) F_{\zeta_{C}}(\hat{\eta}_2(\hat{\theta}_n); 0) 
+ \frac{1}{M} \mathcal{P}_u(0) \mathcal{P}_u(0) \left( 1 - \mu_n \right)
\times f_{\zeta_{E,i}}(\hat{\theta}_n; L_c) F_{\zeta_{C}}(\hat{\eta}_2(\hat{\theta}_n); L_c) - F_{\zeta_{C}}(\hat{\theta}_n; L_c),
\]
(46)

**VI. NUMERICAL RESULTS**

In this section, numerical results are provided to evaluate the secrecy performance of mmWave NOMA networks with the proposed user pairing scheme and beamforming schemes. The carrier frequency is \( f_c = 73 \) GHz, and the mmWave bandwidth is \( W = 2 \) GHz. The noise figure is \( NF = 10 \) dB, and the noise power is \( \sigma^2 = -174 + 10 \log_{10}(W) + NF \) dB [7]. Based on the UMI-street LOS pathloss model in 5G Channel Model (5GCM) [26], we have \( \alpha = 2.1 \) and \( \beta = 10^{3.24} f_c^2 \). The optimal power allocation factors for the near user and the far user can be obtained with bisection search. To facilitate illustration, we set \( R_u = 0.5 \) bps/Hz and \( R_{ul} = 0.1 \) bps/Hz [26]. For all numerical results, the number of the simulation term of Gauss-Choebyshev quadrature is set to 50. Monte Carlo simulations are provided to evaluate the effectiveness of analytical results. In simulations, the radius of the disc region of potential EVEs is 2000 meters.

Fig. 2(a) illustrates the impact of \( K, \lambda_c \) and different NOMA user pairing schemes (i.e., the MA user pairing scheme in (4) and the randomly selected pairing scheme) on the system SOP in Case 1 with NMRT beamforming. In the randomly selected pairing scheme, the paired users are randomly selected in the angular domain, which is consistent with the random far-user and random near-user (RNRF) pairing scheme in [6]. Fig. 2(a) shows the close agreement between simulated and analytic results. We can observe that SOP decreases as the EVE density decreases. Additionally, when user density increases, SOP with the MA user pairing scheme decreases. MA user pairing can achieve smaller SOP than randomly selected pairing. The reason is that MA pairing can increase the probability that the paired users located in the same beam and thus potentially protect against information leakage.

**Theorem 4:** Considering the EVEs in Case 1, the SOP of the far user is \( \mathcal{P}_{f,i} = \mathcal{P}_{f,i,1}^C + \mathcal{P}_{f,i,2}^C \), where
\[
\mathcal{P}_{f,i,1}^C \approx \sum_{m=0}^{M} \frac{\pi^2 \sec^2 \left( \frac{\pi (z_m + 1)}{4} \right)}{4 M} \sqrt{1 - z_m^2} \mathcal{P}_u(0) 
\times f_{\zeta_{E,i}}(\hat{\theta}_n; 0) F_{\zeta_{C}}(\hat{\eta}_2(\hat{\theta}_n); 0),
\]
(47)

\[
\mathcal{P}_{f,i,2}^C = \sum_{m=0}^{M} \frac{\pi^2 \sec^2 \left( \frac{\pi (z_m + 1)}{4} \right)}{4 M} \sqrt{1 - z_m^2} P_u(0) 
\times \hat{\eta}_2(1 + x - 1, F_{\zeta_{C}}^f(x; L_c) \text{ and } f_{\zeta_{E,i}}^f(x; L_c) \text{ are given in (36) and (45), respectively.}

**Proof:** The proof is similar to Theorem 2 and is omitted here for space limitation.

For Case 2, the SOP of user \( u, \forall u \), denoted by \( \mathcal{P}_{u,i}^C \), is straightforward to obtain following the similar procedure to Case 1. Thus, the detailed expression of \( \mathcal{P}_{u,i}^C \) is omitted. Considering the EVEs in case \( L, L \in \{1, 2\} \), the system SOP of the selected user pair (i.e., the probability of either user in outage) [10] is
\[
\varphi_{L}^S = 1 - (1 - \varphi_{L}^S)(1 - \varphi_{L}^S),
\]
(50)
of the user pair. However, the probability of the paired users and EVEs in the same beam increases and hence increases the probability of information leakage. Furthermore, it is shown that SOP increases as $N_t$ increases when $L$ is small and decreases as $N_t$ increases when $L$ is large. The reason is that, when $L$ is small, the probability that the selected user pair in the same beam is small and becomes smaller as $N_t$ decreases. When $L$ is large, there might be lots of users in the beam of the near user and we can always select the paired user in the same beam. Additionally, the probability of the user pair and EVE in the same beam decreases as $N_t$ increases. Finally, we observe that the CMRT scheme can achieve a smaller system SOP than the NMRT scheme.

Fig. 3(a) shows the SOPs of the far user ($f$) and the near user ($n$) with different beamforming schemes (i.e., NMRT and CMRT beamforming) versus $P_t$. For both beamforming schemes, the SOP of the near user monotonously decreases as $P_t$ increases and the SOP of the near user is significantly smaller than that of the far user. The reason is that the designed beam mainly depends on the channel of the near user. Additionally, the SOP of the far user first decreases and then increases when $P_t$ increases. The reason is that, when $P_t$ increases, the signal power for the far user increases, and hence SOP decreases. However, the far user also suffers from increasing interference from the near user and thus SOP increases. With NMRT beamforming, the SOP of the near user is smaller than that with CMRT beamforming. In contrast, with CMRT beamforming, the SOP of the far user is smaller than that with NMRT beamforming. The reason is that the NMRT beamforming can align transmitting beam steering in all resolvable paths of the near user, and thus guarantee the security for the near user. However, NMRT leads to stronger interference and poor reception quality to the far user. We also observe that CMRT beamforming can achieve smaller system SOP than NMRT beamforming since the system SOP of the selected user pair is mainly determined by the SOP of the far user, as shown in Fig. 3(a). Thus, for
the paired users, there may be an optimal $P_t$ to minimize the system SOP.

Fig. 3(b) shows the impacts of the radius of networks (i.e., $R$), the target secrecy rate (i.e., $R_u^\mathrm{e}_{1}\ni\forall t$) and different beamforming schemes on the system SOP. We observe that, for both beamforming schemes, SOP first decreases and then increases when $R$ increases. This implies that there exists the optimal radius of networks to minimize the system SOP. The reason is that, when $R$ increases, the number of users located in the network increases and thus the probability that the selected user pair in the same beam increases. However, the selected user pair is more likely to suffer from large path-loss. Additionally, we see that CMRT beamforming can achieve smaller SOP than NMRT beamforming. If $R$ increases, the SOPs with different beamforming schemes tend to be the same. The reason is that, when $R$ is large, the selected user pair is always located in the same beam and the number of common resolvable paths equals to $L$. Thus, the near-user based beamforming scheme (NMRT) and common-path based beamforming scheme (CMRT) are the same, as shown in Fig. 3(b). We observe that, for both beamforming schemes, SOP increases if $R_u^\theta$ increases. Finally, we see that the SOP in Case 1 is always smaller than that in Case 2.

Fig. 4 shows the system SOPs of NOMA-CMRT and OMA schemes versus $P_t$ and $a_u$. It is shown that there exists an optimal power allocation factor $a_u$ to minimize the SOP of the proposed NOMA-CMRT scheme. We can also see that, with appropriate power allocation factor $a_u$, the SOP of NOMA-CMRT scheme is smaller than that of OMA schemes at low to medium transmit power regimes. However, at high transmit power regimes, the OMA scheme can achieve smaller SOP than the proposed NOMA-CMRT scheme. The reason is that, with increasing $P_t$, the far user with the NOMA-CMRT scheme suffers from increasing interference from the near user, and thus SOP increases, while there is no interference between the far user and the near user with OMA schemes. Therefore, NOMA-CMRT requires proper power allocation in order to outperform OMA, which may cause high computational complexity and energy cost.

VII. Conclusion

We have studied the physical layer security of mmWave NOMA networks with a geometric channel model characterizing the limited scattering propagation of mmWave signals. Considering the directional mmWave signals, we have proposed a minimal angle-difference (MA) user pairing scheme to enhance secrecy performance. Based on the spatial correlation of the paired users, we have developed two beamforming schemes (i.e., NMRT and CMRT beamforming) to further improve the secrecy performance. Then stochastic geometry has been used to derive the channel statistics and the SOPs for the paired users. Simulation results reveal that our proposed MA user pairing scheme can achieve better secrecy performance than that with the randomly selected pairing scheme. Furthermore, they reveal that there exists an optimal radius of networks, and number of spatially resolvable paths and transmitting SNR to minimize the system SOP. Finally, we have found that NMRT beamforming can significantly reduce the SOP of the near user, while CMRT beamforming can effectively reduce the system SOP. If the number of users located in the network is large, these two schemes can achieve similar secrecy performance. With proper power allocation, NOMA with CMRT beamforming scheme can achieve better secrecy performance than conventional OMA in low to medium transmit power regimes.

APPENDIX A

PROOF OF LEMMA 1

We first derive the distribution of the angle difference between paired users according to the proposed MA user pairing scheme in (4). Since users are randomly located in $\mathcal{D}$ following a homogeneous PPP, the locations of $K$ users in $\mathcal{D}$ are independent and the angle of the $k$-th user $U_k$ with respect to the BS denoted by $\theta(U_k)$ for $k = 0, 1, \ldots, K - 1$ is uniformly distributed in $[\varphi_1, \varphi_{N_t} - L + 2]$. Let $\phi_k^0$ denote the event $\theta(U_0) \in [\varphi_1, \varphi_{N_t} - L + 2]$. For any $k \neq 0$, the probability of $\Delta_{0,k}^i = |\theta_0^i - \theta(U_k)| < \triangle$ conditioned on $\phi_k^0$, can be expressed as $F_{\Delta_{0,k}^i}(\triangle) = \Pr\{\Delta_{0,k}^i < \triangle; \phi_k^0\} = \frac{2\triangle}{\Delta_p}$. Based on the MA user pairing scheme, we have $\Delta_{0,k}^i = |\theta_0^i - \theta(U_p)| = \min_{k \neq 0} \Delta_{0,k}^i$. Thus, the conditional cumulative distribution function (CDF) of $\Delta_{0,k}^i$ is

$$F_{\Delta_{0,k}^i}(\triangle) = \Pr\{\min_{k \neq 0} \Delta_{0,k}^i < \triangle; \phi_k^0\}.$$ (51)

Conditioned on $\phi_k^0$, $\min_{k \neq 0} \Delta_{0,k}^i < \triangle$ occurs when at least one user $U_k$, $k \neq 0$ satisfies $\Delta_{0,k}^i < \triangle$. The complement of this event is $\Delta_{0,k}^i \geq \triangle$ for all $k \neq 0$, which has the probability $(1 - F_{\Delta_{0,k}^i}(\triangle))^{K-1}$. We then have

$$F_{\Delta_{0,k}^i}(\triangle) = 1 - \left(1 - \frac{2\triangle}{\Delta_p}\right)^{K-1}.$$ (52)

Since all users are uniformly distributed in $[\varphi_1, \varphi_{N_t} - L + 2]$, we have $\Pr\{\phi_k^0\} = \frac{\varphi_{N_t} - \varphi_1}{\Delta_p}$. Conditioned on $\phi_k^0$, we analyze the distribution of $L_c$ in following three cases.
Case (1): $L_c = L$. The paired user $U_p$ share the same resolvable paths as $U_0$. We then have
\[
\Pr(L_c = L; e_0^{(i)}) = \Pr\{\theta(U_p) - \theta_0^i < \phi_{i+1} - \theta_0^i; e_0^{(i)}\} = F_{\Delta \theta_p}(\phi_{i+1} - \theta_0^i).
\]
According to the law of total probability, we then have
\[
P_u(L) = \sum_{i=1}^{N_t - L + 1} \Pr(e_0^{(i)}) \Pr(L_c = L; e_0^{(i)}) = \sum_{i=1}^{N_t - L + 1} \Pr(e_0^{(i)}) F_{\Delta \theta_p}(\phi_{i+1} - \theta_0^i).
\]

Case (2): $L_c = 1, 2, \ldots, L - 1$. Since the angular range $[\varphi_1, \varphi_{N_t-L+2}]$ is symmetry, we just need to calculate the distribution of $L_c$ with the condition $e_0^{(i)}$ for $i \in \{N_t, \ldots, N_t - L + 1\}$. Given $e_0^{(i)}$ and the paired user $U_p$ should be located in the angular range $[\varphi_{i+L-L_c} - \theta_0^i, \varphi_{i+L-L_c+1} - \theta_0^i]$ for $i + L - L_c + 1 \leq N_t - L + 2$ and the angular range $[\theta_0^i - \varphi_{i-L+L_c}, \theta_0^i - \varphi_{i-L+L_c+1}]$ for $i + L - L_c \geq 1$. Thus, we have $\Pr(L_c; e_0^{(i)})$ given in (55), shown at the bottom of this page.

According to the law of total probability, we then have
\[
P_u(L) = \Pr(e_0^{N_t}) \Pr(L_c; e_0^{N_t}) + \sum_{i=N_t+1}^{N_t-L+1} 2 \Pr(e_0^{(i)}) \Pr(L_c; e_0^{(i)}).
\]

Case (3): $L_c = 0$. Based on the results in Case (1) and Case (2), we have $P_u(L_c = 0) = 1 - \sum_{L=1}^{L_c} P_u(L_c = l)$.
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For two users $U_0$ and $U_p$ in $\mathcal{D}$, we have $r_n = \min(r_0, r_p)$, where $r_0$ ($r_p$) is the distance between $U_0$ ($U_p$) and the BS. Since the spatial locations of $U_0$ and $U_p$ follow a homogeneous PPP, the CDFs of $r_0$ and $r_p$ are the same, and given as $F_{r_n}(r) = F_{r_p}(r) = \frac{r^2}{R^2}$. Then, the CDF of $r_n$ is
\[
F_{r_n}(r) = 1 - \Pr(\min(r_0, r_p) > r)
\]
\[
= 1 - \Pr(r_0 > r) \Pr\{\min(r_0, r_p) > r\}
\]
\[
= 1 - (1 - F_{r_0}(r))(1 - F_{r_p}(r))
\]
\[
= \left(1 - \left(1 - \frac{r^2}{R^2}\right)^2\right).
\]

Thus, the PDF of $r_n$ in (20) can be obtained by taking the derivative of $F_{r_n}(r)$. On the other hand, let $r_f = \max(r_0, r_p)$ denote the distance between the far user and the BS. Following a similar procedure in (57), the PDF of $r_f$ in (21) can be obtained.

APPENDIX C
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With $h_f = \sqrt{\frac{\beta N_t r_f^{\alpha_c}}{L}} \cdot g_f U^H$ and $w_N = \frac{h_f}{\|g_n\|}$, we have
\[
\|h_f w_N\|^2 = \left(\frac{\beta N_t r_f^{\alpha_c} \|g_{f,c_n} H_{f,c_n}\|^2}{L \|g_n\|^2}\right)
\]
\[
= \left(\frac{\beta N_t r_f^{\alpha_c} \|g_{c_n}\|^2 \|H_{c_n}\|^2}{L \|g_n\|^2}\right), \quad \text{if } L_c > 0,
\]
\[
= 0, \quad \text{if } L_c = 0,
\]

where (a) follows from the fact that $g_f H_{c_n} = g_{c_n}^H H_{c_n}$ only if $i \in \Omega_{c_n}$, $g_f^g H_{c_n}$ since $g_{c_n}^g \neq 0$. Let $u_c = \|g_{c_n}\|^2 \sim \Gamma \left(L_c, 1\right)$ and $\tau = \|g_f H_{c_n}\|^2 \sim \Gamma \left(L_c, 1\right)$. According to our channel model, $g_n$ and $g_f$ are uncorrelated, and thus $g_{c_n}$ and $g_f H_{c_n}$ are independent. With the result in [24], we find that $\tau \sim \text{Exp}(1)$. We then have, if $L_c > 0$, $\zeta^{N_t}_{f,c} = \frac{1}{2} \left\{\zeta^{N_t}_{f,c}(i \leq N_t - 2L + L_c + 1) \Pr\{\theta(U_p) - \theta_0^i \in [\varphi_{i+L-L_c} - \theta_0^i, \varphi_{i+L-L_c+1} - \theta_0^i]; e_0^{(i)}\}ight\}
\]
The CDF of $\zeta_j^N$ is

$$F_{\zeta_j^N}(x) = P_a(0) \Pr \{ \zeta_j^N < x; L_c = 0 \} + \sum_{L_c=1}^{L} P_a(L_c) \Pr \{ \zeta_j^N < x; L_c = 0 \},$$

(59)

where $\Pr \{ \zeta_j^N < x; L_c = 0 \} = 1$ and $T_f^j(x)$ is expressed as

$$T_f^j(x) = \begin{cases} 1 - E_{r_f,\nu_c}[e^{-\frac{\nu r_f}{\nu_c}}], & \text{if } x < \vartheta_f, \\ 1, & \text{if } x \geq \vartheta_f. \end{cases}$$

(60)

By denoting $T_f^2(x) = E_{r_f,\nu_c}[e^{-\frac{\nu r_f}{\nu_c}}]$ and with the PDF of $r_f$ in Lemma 2, we have

$$T_f^2(x) = \frac{4}{\alpha R^3} \mathcal{F}_\nu \left( \int_0^R \frac{4 \nu^3}{R^2} e^{-\frac{\nu r_f}{\nu_c}} dr_f \right) \left(\frac{\nu}{\nu_c}\right)^{-\frac{2}{3}} \gamma \left(\frac{4}{\alpha}, -\frac{\nu^2 R^3}{\nu_c} \right).$$

(61)

Since $\nu$ and $\nu_c$ are dependent, we cannot calculate the expectation in (61) over $\nu$ and $\nu_c$ individually, and thus the joint distribution of $\nu$ and $\nu_c$ should be defined. Defining $w = \frac{\nu}{\nu_c}$, we can discuss the distribution of $w$ in following two cases:

a) $L_c = L$: It is clear that $\nu_c = \nu$, and $w = 1$. Thus, we have

$$T_f^2(x) = \frac{4}{\alpha R^3} \mathcal{F}_\nu \left( \int_0^R \frac{4 \nu^3}{R^2} e^{-\frac{\nu r_f}{\nu}} dr_f \right);$$

b) $0 < L_c < L$: Since $\Omega_{c,a} = \Omega_a \setminus \Omega_{pa}$, we have $\|g_n\|^2 = \|g_{n,pa}\|^2 + \|g_{n,ca}\|^2$, and $g_{n,pa}$ and $g_{n,ca}$ are independent. Let $\nu_c = \|g_{n,pa}\|^2$, we have $w = 1 + \frac{\nu_c}{\nu}$. Since $\nu_c \sim \Gamma(1, L_c)$, $\nu_c \sim \Gamma(L_c, L_c)$ are independently distributed, $\frac{\nu}{\nu_c}$ follows a beta prime distribution, denoted by $\beta^\nu(L_c, L_c)$. Thus, we can obtain the PDF of $w$ given as $f_w(w) = \frac{(w-1)^{L-c-1} e^{-w}}{w^{L-L_c}}$ for $w > 1$.

Then, substituting $f_w(w)$ into (61), we have

$$T_f^2(x) = \frac{4 \mathcal{F}_\nu \left( \int_0^\infty \left( w-1 \right)^{L-L_c-1} e^{-w} \frac{4}{\alpha} \mathcal{F}_{\nu_c}(w) dw \right)}{\alpha R^3 \mathcal{B}(L-L_c, L_c)}$$

$$= \frac{4 \mathcal{F}_\nu \left( \int_0^\infty \left( w-1 \right)^{L-L_c-1} e^{-w} \frac{4}{\alpha} \mathcal{F}_{\nu_c}(w) dw \right)}{\alpha R^3 \mathcal{B}(L-L_c, L_c)}$$

(62)

where (a) follows from $\gamma(s, x) = \mathcal{G}_{\nu_c}^{1,1}[x]^{\frac{1}{\nu_c},1}$ and by invoking (7.811.3) in [32]. Finally, after combining the aforementioned results in case (a) and (b), the CDF of $\zeta_j^N$ in (27) can be obtained.

### Appendix D

#### Proof of Lemma 6

Assuming $h_e = \sqrt{\frac{\beta N_t}{L_c}} g_e U_e^H$, the channel of the $e$-th EVE in $\Phi_c$. With a similar procedure in Lemma 5, we have

$$\|h_e w_N\|^2 = \frac{\|h_e h_N^H\|^2}{\|h_n\|^2} = \left( \frac{\beta N_t c_e^2 \nu_c}{L_p} \right) \left( \frac{\beta N_t c_e^2 \nu_c}{L_p} \right) \neq 0,$$

(63)

where $\nu_c^e = \|g_e, c_e\|^2 \sim \Gamma(1, L_c)$, $\tau_e = \|g_e, c_e\|^2 \sim \exp(1)$. Thus, if $L_c > 0$, $\zeta_N^{E_1, u, e} = \frac{\beta N_t c_e^2 \nu_c}{L_p} \frac{\beta N_t c_e^2 \nu_c}{L_p} \neq 0$. Considering non-colluding EVEs, the CDF of $\zeta_N^{E_1, u}$ is

$$F_{\zeta_N^{E_1, u}}(x) = \mathbb{E}_{\Phi_c} \left( \prod_{e \in \Phi_c} \Pr \{ \zeta_N^{E_1, u, e} < x \} \right)$$

(64)

where (a) follows from the probability generating functional lemma (PGFL) of a homogeneous PPP [10] and switches to polar coordinates. (b) follows by taking the expectation over variable $\tau_e$. With a similar procedure in Lemma 5 and by invoking (3.26.1) and (3.19.6) in [32], we can obtain the CDF of $\zeta_N^{E_1, u}$ presented in (29). Finally, by taking the derivative of $F_{\zeta_N^{E_1, u}}(x)$, we obtain the PDF of $\zeta_N^{E_1, u}$ given in (30).

### Appendix E

#### Proof of Theorem 1

With the definition of SOP in (7), we find that the SOP of the near user is conditioned on whether the signal intended for the far user, i.e., $s_f$, can be decoded or not. Thus, we need to find the distribution of $\zeta_j^N$ given, as follows

$$\Pr \{ \zeta_j^N < x \} = \begin{cases} \frac{F_{\zeta_N^a}}{\alpha_f - a_n x}, & \text{if } a_f > a_n x, \\ 1, & \text{if } a_f \leq a_n x. \end{cases}$$

(65)

Then, the SOP of the near user is given in (66), shown at the top of the next page. In (66), if $a_f > a_n c_e^{h_{E_1, n}}$, $P_{n, 0} = 1$, since the near user cannot decode $s_f$, and thus it cannot use SIC and decode its own signal. In (66), $P_{n, 0} = 0$ if $\eta_2(\zeta_N^{E_1, n}) < \eta_1$, and it has no contribution to $P_n$. Hence, we only need to consider the case $\eta_2(\zeta_N^{E_1, n}) \geq \eta_1$, which implies that $\zeta_N^{E_1, n} \geq \mu_n$. According to the distributions of $\zeta_N^N$ and $\zeta_N^{E_1, n}$, we will derive $P_n$ in following three cases:

a) $\vartheta_n \leq \mu_n \leq \zeta_N^{E_1, n}$: $P_n = \int_0^\infty f_{\zeta_N^{E_1, n}}(x) F_{\zeta_N^a}(\eta_2(x)) dx - \int_0^{\vartheta_n} f_{\zeta_N^{E_1, n}}(x) F_{\zeta_N^a}(\eta_2(x)) dx = 0;

b) $\mu_n \leq \vartheta_n \leq \zeta_N^{E_1, n}$: with a similar procedure in case (a), we also have $P_n = 0;
\[
\mathcal{P}_n = \Pr \{ \mathcal{R}_{n,s} < \mathcal{R}_{f,n}^{th}; \xi_{f,n}^{th} \geq \xi_{f,n}^{th} \} + \Pr \{ \xi_{f,n}^{th} \geq \xi_{f,n}^{th} \} + \Pr \{ \xi_{f,n}^{th} < \xi_{f,n}^{th} \}
\]

\[
\begin{cases}
\Pr \{ \eta \leq \xi_{f,n}^{th} < \eta \xi_{f,n}^{th} \} + F_{\xi_{f,n}^{th}}(\eta), & \text{if } \eta > \alpha_n \xi_{f,n}^{th} \\
1, & \text{if } \eta \leq \alpha_n \xi_{f,n}^{th}
\end{cases}
\]

(66)

Following [10], we apply Gauss-Chebyshev quadrature to obtain an approximation expression of \( P_n \), given by

\[
P_n^1 \approx \frac{1}{2M_1} \sum_{m_1=0}^{M_1} \pi(\xi_{f,n}^{th} - \mu_{n}) \sqrt{1 - \alpha_n z_{f,n}^{th}(\mu_{n}) F_{\xi_{f,n}^{th}}(\eta_{m_1})}. 
\]

(68)

Additionally, based on the CDF of \( \xi_{f,n}^{th} \) in Lemma 6, we can directly obtain

\[
P_n^2 = F_{\xi_{f,n}^{th}}(\eta_{m_1}) - F_{\xi_{f,n}^{th}}(\mu_{n}). 
\]

(69)

By substituting (68) and (69) into (67), we obtain \( P_n \) for case (c).

Finally, combining the results in above three cases, we obtain the SOP of the near user given by (31).
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