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DEVISING A METHOD FOR SEGMENTING COMPLEX STRUCTURED IMAGES ACQUIRED FROM SPACE OBSERVATION SYSTEMS BASED ON THE PARTICLE SWARM ALGORITHM (p. 6–13)
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This paper considers the improved method for segmenting complex structured images acquired from space observation systems based on the particle swarm algorithm. Unlike known ones, the method for segmenting complex structured images based on the particle swarm algorithm involves the following:

- highlighting brightness channels in the Red-Green-Blue color space;
- using a particle swarm method in the image in each channel of brightness of the RGB color space;
- image segmentation is reduced to calculating the objective function, moving speed, and a new location for each swarm particle in the image in each RGB color space brightness channel.

Experimental studies have been conducted on the segmentation of a complex structured image by a method based on the particle swarm algorithm. It was established that the improved segmentation method based on the particle swarm algorithm makes it possible to segment complex structured images acquired from space surveillance systems.

A comparison of the quality of segmenting a complex structured image was carried out. The comparative visual analysis of well-known and improved segmentation methods indicates the following:

- the improved segmentation method based on the particle swarm algorithm highlights more objects of interest (objects of military equipment);
- the well-known k-means method assigns some objects of interest (especially those partially covered with snow) to the snow cover (marked in blue);
- the improved segmentation method also associates some objects of interest (objects almost completely covered with snow with the snow cover (marked in blue).

It has been established that the improved segmentation method based on the particle swarm algorithm reduces segmentation errors of the first kind by an average of 12 % and reduces segmentation errors of the second kind by an average of 8 %.
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Deep learning has recently received a lot of attention as a feasible solution to a variety of artificial intelligence difficulties. Convolutional neural networks (CNNs) outperform other deep learning architectures in the application of object identification and recognition when compared to other machine learning methods. Speech recognition, pattern analysis, and image identification, all benefit from deep neural networks. When performing image operations on noisy images, such as fog removal or low light enhancement, image processing methods such as filtering or image enhancement are required. The study shows the effect of using Multi-scale deep learning Context Aggregation Network (CAN) on Bilateral Filtering Approximation (BFA) for de-noising noisy CCTV images. Data-store is used to manage our dataset, which is an object or collection of data that are huge to enter in memory; it allows to read, manage, and process data located in multiple files as a single entity. The CAN architecture provides integral deep learning layers such as input, convolution, back normalization, and Leaky ReLu layers to construct multi-scale. It is also possible to add custom layers like adaptor normalization (µ) and adaptive normalization (Lambda) to the network. The performance of the developed CAN approximation operator on the bilateral filtering noisy image is proven when improving both the noisy reference image and a CCTV foggy image. The three image evaluation metrics (SSIM, NIQE, and PSNR) evaluate the developed CAN approximation visually and quantitatively when comparing the created de-noised image over the reference image. Compared with the input noisy image, these evaluation metrics for the developed CAN de-noised image were (0.92673/0.76253, 6.18105/12.1865, and 26.786/20.3254) respectively.

Keywords: convolutional neural network, residual learning, multi-scale context aggregation, CCTV images.
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Optimal approaches to solving many problems are required in many areas. One of these areas is the determination of the occurrence of gravity anomalies in oil and gas fields. In this paper is proposed a new approach for determining the source of gravity anomalies in an oil and gas fields by estimating the gravity parameters associated with simple-shaped bodies such as a homogeneous sphere, a horizontal prism, and a vertical step. The approach was implemented in the computational module of the GeoM information system for optimizing the solution of a series of direct gravimetry problems using a genetic algorithm (GA). Approach is based on solving the direct gravimetry problem to minimize the discrepancy of gravity variations by the genetic algorithm. The method allows to select values simultaneously for several parameters of the studied environment. The task is realized through successive approximations based on a given initial approximation of the medium.

The paper indicates the initial calculation parameters and criteria for finding optimal solutions for models of the geological environment. The calculations were carried out for such models of the environment as a homogeneous sphere, a horizontal prism and a vertical ledge. For calculations, the results of gravimetric monitoring at one of the Kazakh oil and gas fields were used. The paper demonstrates the operation of the algorithm and presents the results of modeling for three available field profiles. The obtained results of the system showed an acceptable accuracy of the algorithm up to $10^{-11}$. The genetic algorithm made it possible to significantly increase the reliability of the model and reduce the working time for analyzing the measured gravitational field.

**Keywords:** direct gravimetry problem, genetic algorithm, gravimetric monitoring, global optimization methods.
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Wireless Fidelity (Wi-Fi) broadband network technology has created great influence in the evolution of broadband wireless networks that are anticipated to progress regarding broadband speed and coverage. Several Wi-Fi hotspots are available everywhere, making it a medium of internet access that is easier to use compared to a local area network (LAN). However, the internet being the best effort network doesn’t provide the required Quality of Service (QoS) and there is no differentiation of service traffic. The chief aim of the current paper is to study the operation of the three organizing mechanisms: First-In, First-Out (FIFO) method – the standard method of network implementation to process the packets one by one as it arrives, Priority Queueing (PQ) and Weighted Fair Queueing (WFQ) whereas PQ and WFQ classify the types of traffic based on service priority. In addition, WFQ assigns fair weight to each service on multiple traffic classes like video conferencing, Voice over Internet Protocol (VoIP), and File Transfer Protocol (FTP), using Telkom ST3’s Wi-Fi network. This study applies four different scenarios: the first scenario applies the methods without any queueing discipline; the second scenario implements the methods with FIFO; the third scenario carries out the methods with PQ and the last scenario applies the methods with WFQ. The studies have shown that “end-to-end packet delay and packet delay variation for VoIP in the WFQ scenario” is good when compared to other queueing mechanisms with values of 171.717 ms and 0.977 ms, respectively. In the case of videotape conferencing also, the performance is better in the case of WFQ with values of 32.495 ms and 7.207 ms, correspondingly, since the WFQ has a “bandwidth allocation” tailored to the requirements.

Keywords: Wi-Fi, QoS, FIFO, PQ, WFQ, VoIP, FTP, Telkom ST3’s, end-to-end packet delay.
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The results of developing post-quantum algorithms of McEliece and Niederreiter crypto-code constructs based on LDPC (Low-Density Parity-Check) codes are presented. With the rapid growth of computing capabilities of mobile technologies and the creation of wireless mesh and sensor networks, Internet of Things technologies, and smart technologies on their basis, information security is becoming an urgent problem. At the same time, there is a need to consider security in two circuits, internal (directly within the network infrastructure) and external (cloud technologies). In such conditions, it is necessary to integrate threats to both the internal and external security circuits. This allows you to take into account not only the hybridity and synergy of modern targeted threats, but also the level of significance (degree of secrecy) of information flows and information circulating in both the internal and external security circuits. The concept of building security based on two circuits is proposed. To ensure the security of wireless mobile channels, it is proposed to use McEliece and Niederreiter crypto-code constructs based on LDPC codes, which allows integration into the credibility technology of IEEE 802.15.4, IEEE 802.16 standards. This approach provides the required level of security services (confidentiality, integrity, authenticity) in a full-scale quantum computer. Practical security technologies based on the proposed crypto-code constructs, online IP telephony and the Smart Home system based on the use of an internal server are considered.

Keywords: crypto-code constructs, low-density parity-check codes, security concept.
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This paper proposes the new hash algorithm HBC-256 (Hash based on Block Cipher) based on the symmetric block cipher of the CF (Compression Function). The algorithm is based on the wire-pipe construct, a modified version of the Merkle–Damgård construct. To transform the block cipher CF into a one-way compression function, the Davis-Meyer scheme is used, which, according to the results of research, is recognized as a strong and secure scheme for constructing hash functions based on block ciphers. The symmetric CF block cipher algorithm used consists of three transformations (Stage-1, Stage-2, and Stage-3), which include modulo two addition, circular shift, and substitution box (four-bit S-boxes). The four substitution boxes are selected from the “golden” set of S-boxes, which have ideal cryptographic properties.

The HBC-256 scheme is designed to strike an effective balance between computational speed and protection against a preimage attack. The CF algorithm uses an AES-like primitive as an internal transformation.

The hash image was tested for randomness using the NIST (National Institute of Standards and Technology) statistical test suite, the results were examined for the presence of an avalanche effect in the CF encryption algorithm and the HBC-256 hash algorithm itself. The resistance of HBC-256 to near collisions has been practically tested.

Since the classical block cipher key expansion algorithms slow down the hash function, the proposed algorithm is adapted for hardware and software implementation by applying parallel computing. A hashing algorithm was developed that has a sufficiently large freedom to select the sizes of the input blocks and the output hash digest. This will make it possible to create an almost universal hashing algorithm and use it in any cryptographic protocols and electronic digital signature algorithms.

Keywords: hash function, hash digest, block cipher, hash function security, collision.
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РОЗРОБКА МЕТОДУ СЕГМЕНТУВАННЯ СКЛАДНОСТРУКТУРОВАНИХ ЗОБРАЖЕНЬ З КОСМІЧНИХ СИСТЕМ СПОСТЕРЕЖЕННЯ NA ОСНОВІ АЛГОРИТМУ РОЮ ЧАСТИНКОК (с. 6–13)
Г. В. Худов, О. М. Маковейчук, І. А. Хижняк, О. О. Олексенко, Ю. А. Хажанець, Ю. С. Соломоненко, І. Ю. Юзова, Є. Є. Дудар, С. В. Стеців, В. Г. Худов

Удосконалено метод сегментування складноструктурних зображень з космічних систем спостереження на основі алгоритму рою частинок. На відміну від відомих, метод сегментування складноструктурних зображень на основі алгоритму рою частинок передбачає:
– виділення каналів яскравості в кольоровому просторі Red-Green-Blue;
– використання методу рою частинок на зображенні в кожному каналі яскравості кольорового простору RGB;
– сегментування зображення зведено до обчислення цільової функції, швидкості переміщення та нового місцеположення для кожної частинки рою на зображення в кожному каналі яскравості кольорового простору RGB.

Проведені експериментальні дослідження щодо сегментування складноструктурного зображення методом на основі алгоритму рою частинок. Встановлено, що удосконалений метод сегментування на основі алгоритму рою частинок дозволяє проводити сегментування складноструктурних зображень з космічних систем спостереження.

Проведено порівняння якості сегментування складноструктурного зображення. Порівняльний візуальний аналіз відомого та удосконаленого методів сегментування свідчить про наступне:
– удосконалений метод сегментування на основі алгоритму рою частинок виділяє більше об'єктів інтересу (об'єктів військової техніки);
– відомий метод k-means відносить деякі об'єкти інтересу (особливо ті, які частково покриті снігом) до снігового покриву (відмічені синім кольором);
– удосконалений метод сегментування також відносить деякі об'єкти інтересу, що практично повністю покриті снігом до снігового покриву (відмічені синім кольором).

Встановлено, що удосконалений метод сегментування на основі алгоритму рою частинок забезпечує зниження помилок сегментування I роду в середньому на 12 % та зниження помилок сегментування II роду в середньому на 8 %.

Ключові слова: сегментування, складноструктурне зображення, космічна система спостереження, рой частинок, помилки першого та другого роду.

ПОКРАЩЕННЯ ШУМОВИХ ЗОБРАЖЕНЬ, ЩО ФІЛЬТРУЮТЬСЯ ДВОСТОРОННІМ ПРОЦЕСОМ, З ВИКОРИСТАННЯМ БАГАТМАСШТАБНОЇ МЕРЕЖІ АГРЕГАЦІЇ КОНТЕКСТУ (с. 14–20)
Zinah R. Hussein

Останнім часом глибинному навчанню приділяється багато уваги як можливе вирішення безлічі проблем штучного інтелекту. Згорткові нейронні мережі (ЗНМ) перевершують інші архітектури глибких навчань у застосуванні ідентифікації та розпізнавання об'єктів у порівнянні з іншими методами машинного навчання. Розпізнавання мови, аналіз образів та ідентифікація зображень – усі вони виграють від глибоких нейронних мереж. Під час виконання операцій над зашумленими зображеннями, таких як видалення туману або покращення слабкого освітлення, потрібні методи обробки зображень, такі як фільтрація або покращення зображення. У дослідженні показано вплив використання багатомасштабної мережі агрегування контексту з глибоким навчання CAN на апроксимацію двосторонньої фільтрації (АДФ) для усунення шумів у зображеннях відеоспостереження.

Ключові слова: згорткова нейронна мережа, залишкове навчання, багатомасштабна агрегація контексту, зображення відеоспостереження.

ОПТИМІЗАЦІЯ МОДУЛЯ ІНФОРМАЦІЙНОЇ СИСТЕМИ ДЛЯ РІШЕННЯ ПРЯМОГО ЗАВДАННЯ ГРАВІМЕТРІЇ З ВИКОРИСТАННЯМ ГЕНЕТИЧНОГО АЛГОРИТМУ (c. 21–34)
Assem Nazirova, Maksat Kalimoldayev, Farida Abdoldina, Ю. І. Дубовенко

У багатьох областях потрібні оптимальні підходи до вирішення багатих завдань. Одним із таких напрямків є визначення виникнення аномалій сили тяжіння на родовищах нафти та газу. У цій роботі пропонується новий підхід до визначення джерела аномалій сили тяжіння на нафтогазових родовищах шляхом оцінки параметрів сили тяжіння, пов’язаних з тілами простої форми, такими як...
однорідна сфера, горизонтальна призма та вертикальна східниця. Підхід реалізований у обчислювальному модулі інформаційної системи GeoM для оптимізації роз'язання низки прямих задач гравіметрії з використанням генетичного алгоритму (ГА). Підхід заснований на вирішенні прямих завдань гравіметрії для мінімізації розбіжності варіацій сили тяжіння генетичним алгоритмом. Метод дозволяє врахувати значення одночасно для кількох параметрів досліджуваного середовища. Завдання реалізується шляхом послідовних наближень за заданим початковим наближенням середовища.

У роботі вказано важливі розрахункові параметри та критерії пошуку оптимальних рішень для моделей геологічного середовища. Розрахунки проводилися для таких моделей середовища, як однорідна сфера, горизонтальна призма та вертикальний уступ. Для розрахунків використовувалися результати гравіметричного моніторингу одному з казахстанських нафтогазових родовищ. У роботі продемонстровано роботу алгоритму та представлено результати моделювання для трьох наявних профілів родовища. Отримані результати свідчать про працездатність моделі та скорочення робочий час на аналіз вимірювання гравітаційного поля.

Ключові слова: прями завдання гравіметрії, генетичний алгоритм, гравіметричний моніторинг, методи глобальної оптимізації.
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ХАРАКТЕРІСТИЧНИЙ АНАЛІЗ ТЕОРІЙ ЧЕРГ У WI-FI-ДОДАТКАХ З ВИКОРИСТАННЯМ ОПНЕТ 14.5 MODELER (с. 35–43)

Ali Hamzah Najim, Hassnen Shakir Mansour, Ali Hashim Abbas

Технологія бездротового (Wi-Fi) широкосмугового доступу дуже вплинула на розвиток широкосмугових бездротових мереж, які, як очікається, будуть розширяватися до відношения до широкосмугових та критичних. Точки доступу Wi-Fi доступні повсюдно, що робить його більш привабливим у використанні засобом доступу в Інтернет у порівнянні з локальною мережею (LAN). Однак Інтернет, що є мережею з мінімальною ефективністю, не забезпечує надійної якості обслуговування (QoS) і не має будь-якої диференціації службового трафіку. Основою для цього було створення тестування та прийняття рішень відповідно до власних вимог. Розглянемо основні методи обробки сигналу: FIFO – стандартний метод мережевої реалізації, PQ – метод з пріоритетом, WFQ – збалансований потоковий. 

Ключові слова: Wi-Fi, QoS, FIFO, PQ, WFQ, VoIP, FTP, Telkom ST3, наскрізна затримка передачи пакетів, відеоконференція, QoS, FIFO, PQ, WFQ, VoIP, IoT.
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РОЗРОБКА КРИПТО-КОДОВИХ КОНСТРУКЦІЙ НА LDPC-КОДАХ (c. 44–59)

С. С. Погасій, С. С. Погасій, С. П. Євсеєв, О. С. Жученко, О. В. Мілов, В. П. Лисечко, О. В. Коваленко, М. Ю. Костяк, А. Ф. Волоков, О. В. Лезік, В. А. Сусукайло

Приведені результати розробки постквантових алгоритмів крипто-кодових конструкцій Мак-Еліса та Нідеррайтера на кодах LDPC (Low-Density Parity-Check) з малою щільністю перевірок на парність. У вимогах структурних змістів обчислювальнох можливостей мобільних технологій та створення на їхній базі бездротових MesHD, сенсорних мереж, технологій Інтернет речей, smart-технологій актуальною проблемою є створення методик для забезпечення безпеки інформації. Для цього використовувалися методи глобальної оптимізації з використанням генетичних алгоритмів.

Ключові слова: пряме завдання гравіметрії, генетичний алгоритм, гравіметричний моніторинг, методи глобальної оптимізації.
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РОЗРОБКА ТА ДОСЛІДЖЕННЯ НОВОГО АЛГОРИТМУ ХЕШУВАННЯ, ЗАСНОВАНОГО НА БЛОЧНОМУ ШИФРІ (c. 60–73)

Kairat Sakан, Saule Nyssanbayeva, Nursulu Kapalova, Kunbolat Algazy, Ardabek Khompysh, Dilmukhanbet Dyusenbayev

У даній роботі пропонується новий алгоритм хешування НВС-256 (хешування на основі блокового шифру), заснований на симетричному блоковому шифрі CF (функція стиснення). Алгоритм заснований на конструкції wire-pipe, модифікованій версії кон-
структур Меркла-Дамгарда. Для перетворення блокового шифру CF у функцію одностороннього стиснення використовується схема Девіса-Мейера, яка, за результатами досліджень, визнана надійною та безпечною схемою побудови хеш-функції на основі блокових шифрів. Використовуваний алгоритм на основі симетричного блокового шифру CF складається з трьох перетворень (Етап 1, Етап 2 і Етап 3), що включають додавання за модулем два, циклічний зсув і блок підстановки (чотирьохбітові S-блоки). Чотири блоки підстановки обрані із "золотого" набору S-блоків, що мають ідеальні криптографічні властивості.

Розроблено схему HBC-256 для забезпечення ефективного балансу між обчислювальною швидкістю та захистом від атаки знаходження прообразу. В якості внутрішнього перетворення алгоритм CF використовує AES-подібний примітив.

Хеш-образ був перевірений на випадковість з використанням набору статистичних тестів NIST (Національний інститут стандартів і технологій США), результати були досліджені на наявність зовнішнього ефекту в алгоритмі шифрування CF та самому алгоритмі хешування HBC-256. Практично перевірена стійкість HBC-256 до близьких зіткнень.

Оскільки класичні алгоритми розширення ключа блокового шифру уповільнюють хеш-функцію, запропонований алгоритм адаптований для апаратної та програмної реалізації із застосуванням паралельних обчислень. Розроблено алгоритм хешування, що має досить велику свободу вибору розмірів вхідних блоків і вихідного хеш-дайджесту. Це дозволить створити практично універсальний алгоритм хешування та використовувати його у будь-яких криптографічних протоколах та алгоритмах електронного цифрового підпису.
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