Body Sensor Networks Architecture and security issues in Healthcare application
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Abstract. This paper exhibits the idea of Body Sensor Systems (BSNs) which can be broadly utilized in healthcare applications and all. It investigates systems and related applications for medical issues and discussed vital challenges and metrics of BSNs. Of late, miniaturized health observing gadgets have turned out to be essentially plausible with other current advances in the Wireless Sensor Networks (WSNs) and Embedded Designing technologies for computing. However, BSN provides the means to analyze the low cost which can sense the existing environment as well as their wireless nature for which it turns out to be suitable to develop the subject. Sooner or later, the reconciliation of a huge swath of Wireless Network into existing specific medical technology and so forth can be seen. These kinds of systems, by and large, comprise radio frequency-based correspondence abilities. Every sensor in a sensor network comprises of the three kinds of subsystems: first is the sensor subsystem which can sense the environment, the second subsystem helps to apply the calculations on the detected information as well as the third subsystem handles the exchanging of the messages with their neighboring sensors. Wireless Sensor Networks (WSNs) consist of small wireless computers that sense, process and impart environmental stimuli including temperature, etc.
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1. Introduction

Inroads into coordinated, insightful computations are empowering the sensor network that helps to keep tracking the record of environment, complex collaborations, and frameworks to use them in the scope. Body Sensors Networks (BSNs), for example, guarantee novel uses in medicinal services, entertainment, and wellness. Each BSN comprises numerous nodes that are interconnected, inside or
close to the human body which together gives detecting, communicating, and handling capacities. BSNs can change how individuals collaborate with and advantage from information technology though their pragmatic reception must defeat substantial technical and social difficulties [1].

In the existing framework, the growing needs of real-time security in BSNs and technological enlargements, the quantities of active frameworks for the real-time system are expanding persistently all through the world[2].

According to IEEE 802.15, BSN can be defined as a correspondence standard advanced to the gadgets which have low power and to on the activity, in the activity or around the body to serve an assortment of utilizations that include the electronics consumers, medical devices, and own amusement. Wireless body sensor systems are the best approach, nevertheless, Wireless correspondence postures critical difficulties from the usable range to the significances for the human body. As per the protocols, there are other issues such as security, interference-free communication, and robustness which are the key requirements [3].

The most trusted part of WSNs, especially in the healthcare sector can be extended, additionally. In the coming years, the smart spaces which are enabled with WSNs can able to sense the environmental conditions as well as can take the other preventive actions which are based on the presence of humans. Therefore, the system can reach its ubiquity, where every individual will have an evaluation module that can deal with the other smart space available in the system, eve it helps to prevent the other health issues. It is trusted that the application used in IP as a protocol, in terms to connect the BSN in the healthcare environment, it seems to be challenging [4].

The other integrated IP which is available inside the smart sensor nodes to present the advantages in the environment of self-configured as well as data capture, but, it provides communication overhead whenever it is needed to compare to the existing approach. Moreover, it comprises the current behavior that we may expect from such systems to display. A wireless sensor network comprises of too many numbers of WSNs gadgets functioning cooperatively for accomplishing the common objective. Those sensors which are embedded in the human body will gather different biological variations to keep in mind the end goal to monitor patient’s wellbeing status regardless of their physical location. [5].

To transmit the information wirelessly to its external Processing Unit, then the device ends up being to a great degree valuable in transmitting the information to the concerned person such as doctors or others. Accordingly, in the off-chance, the emergency has been notable, the doctors’ advice to their patients by using their PC to send the appropriate message or their whereabouts.

Presently, the level of information has been given by the system, and vitality assets fit for powering the sensors are constraining variables. Accordingly, this paper just shows the research and development stage in the innovative work of wireless sensor networks and concerned sensors for wellbeing observing.

This technology is very exciting with infinite potentials for several other application areas such as transportations, disaster management, medical, military, entertainment, etc. These applications for the healthcare areas have already gathered enough attention from people. The new innovating development of these beautiful wearables has been empowered the Bio-Medical Sensors for the human wellbeing evaluating has already gathered attention from scientists, academics, and industrialists. [6].
2. Literature Survey
The expectancy of life has been increased by the five years rate, since the year 2000 because of the enhancement of the facilities in the medical field. As per the World Health Organization, by the year 2050, the existing population of the old people will be increased by 8.5%, to represent 20% of the population of the world. This is the main reason for which many countries are ready to adopt these healthy aging policies to help elderly people can able to lead an active as well as an independent life. With the high rate growth of old age group people in the upcoming future, it has become extremely important to dedicate noteworthy efforts to explore the enhanced technologies and concepts for instance elderly care in the smart IoT. The wide ranges of solutions are given to address the requirement of the elderly by compensating the predictable mitigating and deficiency consequences [35]. The intentions of many large, medium, and small projects have been also introduced to handle the needs of the elderly with distinct objectives. In terms of exploring the main IoT-based services and applications which have been already launched for monitoring the health of the elderly at remote locations. The necessity to monitor the elderly is to give them attention by using distinct approaches, so that, it could give them benefits and ease to live their regular life by using the applications in different areas, i.e. social network, to monitor health, to monitor nutrition, to monitor their safety, localization, navigation, to detect cancer, to monitor glucose level, etc.

The system has been created that offers the application that can able to monitor remotely and also provides the reports on a daily-weekly-monthly basis. This system shares the details of the elderly to the agent (third party), who can be anyone such as medical experts, caregiver, or belongs to any emergency unit. This system can gather the feedback which is received from the agent so that it could offer the user personalization to improve the user’s performance. These systems provide several other problems such as data authenticity, data integrity, as well as data confidentiality [33, 34].

The mechanism to work automatically for fall detection has been categorized into two categories i.e. Ambience Device and Wearable Device approaches [36]. This paper [37] proposed a mechanism to use floor vibration sensors. By using the vibration system, these sensors are capable to tell that where the occupant. This processor helps to detect the fall and to analyze the data location. IR sensor array can be put on walls that help to detect the fall activity. These arrays are able to see a warm moving object, it lacks to detect the static background [38].
The developed system for fall detection that consists of a very tiny adhesive sensor patch to the sacrum, then it detects the normal events such as walking, climbing, stairs pacing, etc. [39]. This work [40] proposed a tool to detect after installation on a walking stick, so that if a patient falls, then it could be detected dynamically by measuring the stick’s angular velocity through a gyroscope chip that has been fitted into the stick.

3. System Design & Applications
To communicate wirelessly is an important part to coordinate nodes. BSNs are exclusive in their ways, they challenge to constrain the radius to communicate within the body’s circumference. By limiting the transmission range, that helps to reduce the power consumption of nodes, maintain privacy, and also reduces the neighboring BSNs interferences. WSNs use radiofrequency (RF) channels for communication. The wireless BSNs being tested by the attenuation of emotional by transmitting the signals or signs whichever is coming about the body, due to the shadow of the body which has a viewable pathway to ingest the RF energy that gets combined with the causes, developments, criticalness and the other factors affecting path loss. Utilitarian efforts are required to maintain the self-organizing properties available in the sensor networks [7].

The wireless system to communicate in between the electronic devices and the IoT smart gateway which can be established by the IPv6, i.e. 6LowPAN technology that supports wireless low power centered on the IEEE 802.15.4 standard. This technology has been designed to support the interoperability, compatibility, and connectivity of heterogeneous WSNs, that too at very low-cost and low requirement comparative to other existing technologies of either Bluetooth or Wi-Fi. 6LoBR is important to provide communication inside or outside of the existing 6LowPAN network, which is responsible for exchanging data between cloud and wearable devices, as well as it provides routing and forwarding capability inside the network.

The smart IoT gateway has three following steps:

a) Model Creation
This is completely based on the decision tree model which is built from the dataset of SisFall. This decision tree is extensively used in the classification of data. The best method to classify data and regress data among other existing algorithms. It supports the non-parametric design for its structure that makes it highly effective to handle the datasets which are in huge number without over fitting the problems as ML algorithms. Firstly, decision trees convert to the classification rules, then use the BigML Data analysis tool to make the model. It helps to design creative models by predicting them and embedding them into the useable software application by the RESTful APIs.

b) Model Training
This is an important feature to design any system, to train a model. The model learns by detecting the fall events with the help of a smart IoT gateway. SisFall is the openly available dataset for developing and benchmarking Fall Detection System (FDS). It contains the 38 participants’ record, in which 15 people belong to the elderly age group i.e. 60-75 years old. All the participants from the elderly group simulated activities of daily livings (ADLs) activities; one of them gets both ADLs and fall, the one who is a Judo expert. Then the captured signals after an experiment by using 3 inertial sensors in which two accelerometers (ADXL345, ITG3200) and one gyroscope (MMA8451Q), which is assimilated in the self-developed embedded device. The sampling rate of the experiment is approximately 200 Hz. They have performed 19 ADLs types and 15 fall types. After the training of
the model, it classifies the fall and ADLs event. The leaf node of the decision tree constitutes the decision based on prediction. Those accelerated data will be in bits, then it converts into the gravity following the described equation in the complementary material which available online i.e. SisFall.

c) Fall Prediction
The big data analyzer that creates the model local instance. The estimates have been created, then computed by taking it as a piece of input information that is arriving from the transformation module used by the REST APIs which is given by the BigML. The predicted results are a fall, the invoke system to alert for an emergency handler, and then it sends the falls data by using the cloud services.

The reliability dilemma in the healthcare system is really important, i.e. the data requires being very sure about its reliability and security. This brings high overheads in terms of power consumption, scalability, and data size. This requires proper attention through an appropriate study about WSNs, BANs, BSNs, etc. BSNs would be documented as unique sensor networks that are required and quite different from other general WSNs. Also, one ought to acknowledge those wireless gadgets, which are unhurried than wired due to the congestion of traffic, and henceforth expands the test to make the gadgets that can be reachable to the better execution. This helps to create a greater challenge for the programmers, developers, and designers, to make a secure network of sensors. Guaranteeing about the patient’s data to be secure, it can be a noteworthy concern while conveying these applications. Security of the client information that is available in the wireless environment can be another significant concern. Many medical gadgets of WSNs can be extremely constrained as far as the processing capability and power accessibility. In this manner guaranteeing security without utilizing the complex algorithms for encryptions can be a major problem for medicinal gadgets designers [8].

![Figure 2. BSN system working mechanism](image)

a) Cardio Vascular Disease
The smart sensor nodes which can generally be utilized to avert a huge number of deaths caused by cardiovascular ailments. Also, the concerned medical staff can do the treatment preparation in advance as they receive meaningful information regarding the heart rate or so.
The mobile-health is such a project which targets to provide persistent observing of patients outside the hospital.

b.) **Detection of Cancer**
The second primary reason for death in the USA, with rising numbers of death every year, and nowadays, it has become one of the greatest dangers for human life is cancer. A sensor having the capacity to identify nitric oxide (radiated by cancer cells) can be put in the presume areas. These sensors can separate cancerous cells, between various sorts of cells.

c.) **Monitoring of Elderly People, Patients, and Detection of Depression**
The latest study showed that around one/third of the area in the USA, where the entire adult serves as an informal caregiver, especially to the elder people. Generally, WSNs that way can able to help the homebound as well as sold individuals who have felt such as desolate and depression by recognizing any strange condition and notifying the people associated with the WSN and closest doctor's facility [9].

d.) **To Monitor the Glucose Level**
Diabetes may yield the other complex ailments such as high Blood Pressure, heart strokes, blindness, kidney disease, etc. An implanted biosensor can able to help the patient to provide a consistent and accurate technique by checking the level of glucose in the body. At that point, by transmitting the readings to wireless terminals as well as by automatically insulin injection at whatever point a limit of glucose level has been reached.

e.) **Prevention of Medical Accidents**
The sensor networks can able to maintain the log of the previous medical accident history and it can notify whenever its repetition occurs. Therefore, it can very well reduce the redundancy of such accidents. The e-Watch is such a wearable sensing and computing platform. It generally senses motion, temperature, audio, visual and tactile notification.

f.) **Health Monitoring**
To monitor health remotely mends the quality of life, especially for elders, who don’t have a caretaker in an emergency. It helps to monitor their health without any requirement of hospital stays and nursing, which needs unnecessary costs for healthcare. The monitoring activities include the act of doing something for instance eating, walking, sleeping, number of meals, etc. These contributions have been introduced to utilize the different sensory data and methods for offering the monitoring activity for old people [17-20].

g.) **Nutrition Monitoring**
The health lacking nutrition in a person, who is suffering from malnutrition because of lack of deficiency due to their age or other reasons, which are required to be controlled. Especially for elderly people, malnutrition negligence can create several diseases such as cerebrovascular...
disease, cardiovascular disease, osteoporosis, diabetes, etc. This is important to track or to monitor the nutrition intake, weight, diet, etc. by using the IoT based remote monitoring system to improve the well-being and health of elderly people [21-25].

h.) Safety Monitoring
The regular issues of elderly life demands security. Aging causes many serious issues to health such as frailty, forgetfulness, and impairments so that they can live safely and independently, though the crucial part is to monitor their safety. For this real-time monitoring is important as it is capable to detect the injurious situations that can give an awareness of elderly status to their relatives so that they can feel relieved. Robust fall detection has been proposed to monitor or to detect their motions as well as actions by using different techniques combination [26-28].

i.) Localization & Navigation
‘The fear of being lost’ is termed as ‘Mazephobia’, which is in an unacquainted environment, to reduce cognitive and physical capabilities, as well as the confronting risk of those odd places without any aid, due to this most elderly people spend time at their home by staying there. The IoT based approaches have been introduced to address the previous issues of real-life and those inevitable difficulties to mitigate their associations [29, 30].

j.) Social Networks
In terms to promote the social networking life for senior citizens, especially those who live alone. This becomes important for them because living alone brings isolation and inadequate interaction with family, relatives, or friends. It may cause mental issues such as anxiety, social anxiety, depression, etc. In this scenario, to enhance their social network or social life becomes an important task to do. A device or system which is connected to the home appliances, television, smart phones, tablets, helps to create a social network for them to communicate and also provide the other facilities such as shopping assistance, meals on wheels, and medical assistance. It also helps to remind for daily activities [31, 32].

Thus, this is highly needed not only for a system that can able to work in any circumstances, but there is also for function cooperation and data sharing that can be acquired among several systems. Much empirical training is inclined to focus on the state of improvement of the body sensor network applications in the coming future. In terms to enhance the system universality, the results of researches show that to shape an ultimate standard of data to use for data sharing, it can able to promote the function to cooperate among the BSN applications. The other potential advantages of the network sensors over the very convenient approaches that can simply summarize as much as greater the reliability is, coverage and accuracy, at a very relatively lower cost [10].

4. Challenges & Proposed Work
The body sensor network research this much far, which already concentration on the applications of healthcare, especially emphasizing the shortcomings of the traditional methods to collect data of the patient, which gives imprecision due to needing as well as market demand. Then again, body sensor systems can unfailingly capture quantitative information from various kinds of the sensor for a longer time. The body sensor networks can enable telehealth applications medicine yonder the clutches of the hospitals and due to their functionality will provide highly personalized care. BSNs coordinate with the huge amount of foundation that may probably help in the services related to medicinal, to serve the needy person, individually. BSNs which can be bidden during detecting and handling can expand and protect body functioning although defer impervious applications, for example, longitudinal evaluation [11].

4.1 Safety
Wearable sensor systems will be needed to be biocompatible to check any harm to the intended person or not. However, to make safer critical applications, that should have the fault tolerance operation.

4.2 Security
Generally, unlicensed access to the system function can be able to make severe damage to the system. The measures for security, for example, authentication of the user, can help to prevent the system from such unwanted incidents to have happened and so on.

4.3 Privacy
The BSNs can be trusted with possibly subtle information about the concerned persons. However, protecting user privacy requires appropriate resolutions. The encryption will be important to procure the sensitive data, as well as the mechanism of encryptions, will need for aware resources.[12].

4.4 Easiness of use
On-off body user’s interface and representation of info. Wearable BSNs nodes should be fewer, small, and ergonomic in numbers.

4.5 Vulnerability
This is the most essential part of any system. This is the main area for researchers, generally in the area of WSNs. Wireless media is usually greater susceptible than wired media for attackers. This is more essential in healthcare applications since a security breach can result in life-threatening situations. The security threats can happen throughout routing the data where intruders may alter the destination, routing can be made inconsistent and data can also be stolen through eaves-dropping the Wi-Fi communication media. Hackers can track the user's location or can track a user’s activity. They can additionally wage the Denial of Service (DoS) attack [13].

Body Sensor Network researchers need to work to enhance deep brain stimulation, heartbeat, prosthetic actuation, and drug delivery. Physiological and bio-kinetic sensing applications are increasing as fitness enthusiasts and athletes seek to improvise a human performance. The BSNs are perfectly placed to send feedback and interactivity important for the fitness applications for the next generation. BSNs contain many sensor nodes each of them can do communication, samplings, and processing the vital signature such as oxygen level, heartbeat, physical activity, blood pressure, and other environmental parameters such as location, temperature, humidity, etc.. Generally, these network sensors set deliberately on the human body as minor fixes or covered up in the clothes of users permitting complete health checking in their related environment for a long time duration.
Additionally, the close relationship between human health or BSNs there generates moral and other legal constraints in the actual applications. As per the requirement of industries, it provides littler as well as feature-rich sensors as a node. Furtherly, these new little nodes in body networks can become advance by turning on their utilization, normally, for example, to wear a cloth on the body. Patients, who need to check remotely, can be handled by operating their mobile systems.[14].

![Figure 3. BSN network and its environment](image)

The networking among devices in, on, and around the body presents exceptional difficulties for resource allocation, Quality of Service (QoS), co-existence, and privacy. On one hand, modest networking techniques increment system run time and decrease obtrusiveness; on the other, compromise with privacy or QoS is intolerable for life-critical or sensitive medical applications. BSNs present an extensive variety of application situations yet it isn’t sure whether a unified network solution is the finest option over application-specific protocols and typologies. BSNs have fewer chances for redundancy as compared to WSNs [15].

Thusly, the emphasis must be on producing cooperative and intelligent QoS for the sensor nodes. By using the technique of in-body implantation and by using sensors on-body, these show some heterogeneity as a result, that shows the report of placement constraints and sensor necessities. Some call for multiple wired networks in a single garment, others call for multiple wirelessly networked devices securely attached at various body locations and still others call for miniature, biocompatible implanted devices with less frequent communication to the outside world. They capture large quantities of data continuously and naturalistically, which microprocessors must process to extract actionable information. Data processing must be hierarchical to exploit the asymmetry of resources, preserve system efficiency, and ensure that data is available when needed [16].
To evaluate the system, several tests have been performed by using some parameters of the system. The results have been obtained after analyzing the experimental values at other statistical parameters such as Gain, Recall, Precision, or Accuracy. These parameters define the concept of false-negative (FN), false positive (FP), true positives (TP), and true negatives (TN).

\[
Accuracy \text{ Value} = \frac{TP + TN}{FP + FN + TP + TN}
\]

\[
Precision \text{ Value} = \frac{TP}{FP + TP}
\]

\[
Gain \text{ Value} = \frac{TP}{FN + TP}
\]

5. Conclusion
BSNs are used to associate sensors with the human body to monitor and collect physiological information. This data can be widely used in the area of health care, social welfare, sports, entertainment. The omnipresent network is the method in which, the human body is considered a part of a communication network. Therefore, BSN has broad application prospects and market potential. BSN, WSN, and other wireless techniques, without any loss of its signals as well as any damage in the human body, because wireless communication possesses remarkable challenges from the spectrum that can be usable, and can able to affect the human body.

In terms of protocols, several issues like robustness, security, and interference-free communication are key requirements. Even though, the arduous research reports in the area of BSNs, still, many open issues remain for future work. For example, more attention should be paid to node size minimization and energy consumption reduction for designing of sensor nodes.

There may be possibilities for designers, they could focus on a particular region to ignore the human damaged tissues, which can because due to the sensor’s heat, when it comes in contact with the human body. In short, BSNs represent the integration of multi-disciplinary areas, aiming to solve many key issues in several of these areas, which requires researchers to do further exploration.
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