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Abstract. The uses of internet of things (IoT) is increasing exponentially, number of connected devices became (according to reports) larger than human population, the uses of IoT applications involved of all aspects of our lives, and the data itself that is collected and transmitted by IoT devices and networks is very sensitive and need to be secured. All those reasons create and increase the need for improving IoT security solutions. In this paper, IoT security challenges was explored collected and categorized, for the purpose of having big picture for the situation. Number of researches during the last three years were studied to find out the still open challenges in IoT security, we also determined the different types of challenges categorization that was used by the researchers, and finally, we select a bigger sample of researches to discover the trend in IoT security challenges, and the changes happened during the last five years. The result of the analysis gives a clear idea about the importance of IoT security, it provides us of motivation for more researches in this area.

1. Introduction
With the emergence of a new generation of smaller and cheaper wireless devices and objects (e.g RFID), and the prediction by Cisco of the extremely increasing in connected devices by 2020: there will be 50 billion connected devices serving 7.6 people, with the rate of 6.6 devices/person [1, 2]. IoT devices has limitations in resources, usually less processing, and less power supply, also different environment, problems in software updates, usually not recommended to restart for software updates. Sometimes interactions in IoT need to deal with huge numbers of nodes, which may lead to serious security problems in an uncontrolled environment [3, 4].

Many researches have been discussed the IoT security challenges from different point of view, we select three classifications to collect different types of security challenges; some researches focused on the IoT layered architecture, other discovered challenges based on IoT applications, the third classification studied IoT security requirements, then extract challenges that faces each requirement.
In this article, we focused on the IoT security challenges and its classifications without going in-depth with details, to achieve the purpose of this paper, which is to view of the big picture of IoT security - still open challenges, and its classifications. Also, to analyse and explore the trend in the selected area, and the rank for each challenge. In the discussions, we take a broad view of different classifications that were studied in recent researches.

2. IoT security challenges

Many studies have been published in the previous few years in the IoT area. General issues were mainly the subjects of these surveys, security and privacy have been the most presented issues in IoT area. As mentioned in [3], many researches have focused on studying security challenges in IoT, researches have followed different ways for categorizing these challenges. Where the other researchers; [3], and [5] worked on the IoT security features itself, like availability, integrity, privacy, etc.

Security and privacy have been shown as a joint as a single term in many papers. We selected six studies that was published in the previous two years discussing IoT security challenges. In [6]; the researchers discussed IoT security challenges from the perspective of IoT networks, based on five selected requirements; privacy, confidentiality, secure routing, robust management and attack detection for both DDoS and insider attacks, privacy, lightweight cryptographic which is highly required in IoT networks and suitable for its special characteristics. In addition to privacy, lightweight cryptographic which is highly required in IoT networks and suitable for its special characteristics. Where in [7], the researchers started from the four-layers architecture in exploring IoT security challenges. Figure 1 shows security challenges from the IoT architecture view.

![Figure 1. Security challenges based on four-layer IoT architecture.](image)

2.1. Security challenges based on IoT application

When studying security challenges that faces IoT and the possible threats based on requirements for each application and its characteristics. We found the following:
- Smart home, which is responsible for controlling, monitoring home devices remotely using smart phone applications [8, 9], needs to achieve privacy, availability, trust, access control, authentication [10] as application security requirements, and faces Application challenges such as system access panel, gateway connection, remote access [10].

- Smart grids, which is responsible for improving cost and enhancing energy consumption [11], needs to achieve availability, confidentiality, data integrity, privacy, trust, and non-repudiation [5, 12, 13], faces challenges such as heterogeneity, scalability issues, information system vulnerability [5, 12, 13].

- Smart city, includes e-Gov, street lighting, water and waste management [14], need to achieve confidentiality, authentication, data integrity, and availability of information [15] as a security requirements, and faces high heterogeneity, scalability, as well as data management issues [15] for the reason of large scale network.

- Smart healthcare, which responsible for healthcare management and processes such as utilizing smart health cards [16], suppose to support authentication, confidentiality and integrity, and privacy [5, 17], as a security requirement, faces challenges such as resource limitation, mobility, and heterogeneity [5, 17].

![Figure 2. Possible threats based on IoT application.](image-url)
• Smart manufacturing, which can support creation of smart factories delivering cost-effective, efficient sustainable and safe manufacturing systems [5], it needs to achieve confidentiality, authentication, data integrity, and availability of the system [5] as security requirements.

• Smart transportation, which responsible for controlling traffic, parking and public transportation [18], with the importance to achieve availability, authentication, non-repudiation, and privacy [5, 19, 20] as security requirements, and faces high mobility, heterogeneity, diversity of attacks [5, 19, 20].

2.2. Security challenges based on IoT requirements
For the seven IoT security requirements, which were found in the selected literatures, we addressed the following security challenges:

• Privacy: many security challenges for privacy requirement, include profiling and tracking localization, and secure data transmission[6], user data that is generated by end devices [21], a huge data volume also produce a challenge, with streaming data processing, composability, personalization, secure and anonymous Communication, interaction-enhancing and compliance-enhancing techniques, privacy challenges at application layer[7], beside access privacy[3]. Other challenge based on how to offers an attractive trade-off between sensitive information utility and privacy protection[22].

• Trust: heterogeneous networks [3] [23] [22], and cross-domain identification and trust [22] are the biggest challenge that face trust requirements, where Lightweight primitives, consume low resources[6] face confidentiality requirement, also we have secure route establishment, isolation of malicious nodes[3], self-stabilization of the security protocol, and preservation of location privacy[6], all affect secure routing requirement.

• Access control and Identification/ authentication requirements face the following challenges; credential management between different entities, scalability, security attackers[3]. Access control and privilege management [22], cyber-attacks, scalability (large number of objects), and continuous changing in the networks [3]. Finally; for Attack detection, we found many challenges include resource efficient DoS attack detection, resource efficient insider attack detection[6], impersonation/identity spoofing, data tampering, and unauthorized control access [22].

3. Discussion and conclusions
The importance of IoT security comes from several points, as follows:

• IoT is growing in a very fast way and will become more involved in almost all our daily life activities, which increase the need of availability and security.

• IoT security challenges are different from those in the Internet, and the traditional techniques is not suitable for IoT.

• IoT security is a critical issue because of the very sensitive data that is collected and transmitted by IoT devices.

• The combination of IoT components has heterogenous technologies inside, which is not easy to close all security gaps with one magic solution.

In this paper, we have explored recent researches that studied IoT security challenges, we found three major classifications based on the following: IoT layered architecture, IoT applications, and IoT security requirements. For classifications based on IoT four-four layered architecture; perception, network, middleware, and applications, the challenges were collected and arranged in figure1. For the
classifications based on IoT applications, we have selected six IoT applications, then possible threats that may affect each application were addressed and shown in figure 2. For challenges based on IoT security requirements classification, the following security requirements was determined; privacy, trust, access control, identification, authentication and attack detection. The challenges were listed section 2.2.

We performed analysis for IoT researches to find out the importance of the area, and research trends in IoT security, the selected sample is researches that was published during the last five years; from the starting of 2014 to the end of 2018 and was resulted from Scopus database search engine. We found the following;

- IoT research interests has been increased exponentially in all IoT applications, with the highest rate for both smart cities and smart healthcare applications, and lowest rate for smart manufacturing, as shown in figure 3 and 4.
- Privacy as IoT a security requirement is the highest rate challenge that was analysed and discussed in research, access control and authentication/authorization in the second level, where connaturality is the lowest one.

![Figure 3. Number of published papers during (2014-2015) based on application.](image1)

![Figure 4. Number of published papers during (2014-2015) based in security requirement for each application.](image2)
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