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Abstract. We consider a problem formulated as a matrix game in which the gain of officials using a specific intrusion detection system (criminal actions) of intruders (player 1) is the probability of timely detection of these criminal actions (player 2). As a rule, it is not possible to unambiguously set the probability of timely detection of criminal actions, so it is proposed to use the apparatus of fuzzy set theory to evaluate it. Reviewed and discussed the basic concepts of fuzzy set theory, and an example of practical application of this theory to assess the efficiency of the detection system of criminal damage. Application of fuzzy set theory in assessing the possible actions of an attacker can detect existing vulnerabilities in information security of automated systems continue to spend improving the detection of criminal acts (hackers) to prevent the possibility of applying economic and other damage to the company.

1. Introduction
Evaluation of the effectiveness of the use of intrusion detection systems and criminal actions of intruders in modern automated systems is currently a very urgent task.

This article deals with the problem formulated as a matrix game [1], in which the gain of officials using a specific intrusion detection system (criminal actions) of intruders (player 1) is the probability of timely detection of these criminal actions (player 2). As a rule, it is not possible to unambiguously set the probability of timely detection of criminal actions, so it is proposed to use the apparatus of fuzzy set theory to evaluate it.

The basic concepts of the theory of fuzzy sets are considered and disclosed, as well as an example of the practical application of this theory for evaluating the effectiveness of using the system for detecting criminal actions of intruders.

The application of the theory of fuzzy sets [2-7] in terms of assessing possible actions of a malicious user allows us to detect existing vulnerabilities in the information security of an automated system, and further improve the systems for detecting criminal actions of intruders (hackers), preventing the possibility of causing economic and other damage to the company.

2. Basic concepts and definitions
Under the matrix game, we will understand the game of two participants, in which each of them has a certain number of options for their actions (strategies) [8-10]. Players simultaneously and independently choose their strategy. This choice of strategies clearly determines the winnings of the players, which in total are equal to zero.
Suppose that \( a_1, a_2, \ldots, a_m \) — the strategies of the first player, and \( b_1, b_2, \ldots, b_n \) — the strategies of the second player. The players’ choice of their strategies is called a situation. Under the situation \((i, j)\), we will understand the situation in which the first player chose the strategy \( a_i \), the second — \( b_j \). For game \( g \), the winning functions \( H_g(i, j) \) and \(-H_g(i, j)\), respectively, of the first and second players, are defined, correlating their winnings to each possible situation in the game; each player strives to maximize his winnings.

The payoff matrix of the first player \( (A_g) \) uniquely defines the game \( g \) and has the form

\[
A_g = \begin{pmatrix}
H_g(1,1) & H_g(1,2) & \ldots & H_g(1,n) \\
H_g(2,1) & H_g(2,2) & \ldots & H_g(2,n) \\
\vdots & \vdots & \ddots & \vdots \\
H_g(m,1) & H_g(m,2) & \ldots & H_g(m,n)
\end{pmatrix}
\]  

(1)

Players can guarantee themselves winnings equal to \( \max_{1 \leq i \leq m} \min_{1 \leq j \leq n} H_g(i, j) \) and \( \min_{1 \leq j \leq n} \max_{1 \leq i \leq m} H_g(i, j) \), respectively.

In the matrix game \( g \), a situation \((i_0, j_0)\) is called an equilibrium, or saddle point, if

\[
H_g(i, j_0) \leq H_g(i_0, j_0) \leq H_g(i_0, j)
\]

at \( 1 \leq i \leq m \) and \( 1 \leq j \leq n \).

The price of the game is called the winning of the first player in an equilibrium situation, and the strategies that form the saddle point are called optimal. It should be noted that not every game has a saddle point, which makes the approach proposed in the article relevant[11-14].

When solving different problems, we can not always say unequivocally that this object fully possesses (does not possess) properties inherent in the elements of this set. For example, consider the set of possible values for the probability of detecting intruders "the probability of detecting an attacker is large". About the probability of detecting an attacker of 0.8, we can not say unequivocally whether it is or is not an element of this set. This led to the need to create a theory of odd sets. Let’s give some definitions.

Fuzzy sets are defined on some ordinary set \( U \), called a universal set. This can be a lot of automated systems, a lot of criminal actions of intruders, a lot of matrix games, etc. A fuzzy set \( \hat{A} \) on a universal set \( U \) is a set of pairs \((\mu_{\hat{A}}(u), u)\), \( u \in U \), where \( \mu_{\hat{A}}(u) \) is the membership function that expresses the degree of membership of an element \( u \in U \) to the fuzzy set \( \hat{A} \). As a rule, it is assumed that the membership function takes values from the segment [0, 1].

The intersection of the fuzzy sets \( \hat{A} \) and \( \hat{B} \) given on \( U \) is called the fuzzy set \( \hat{C} = \hat{A} \cap \hat{B} \) with the membership function

\[
\mu_{\hat{C}}(u) = \min\{\mu_{\hat{A}}(u), \mu_{\hat{B}}(u)\}, \; u \in U,
\]

(3)

their union is a fuzzy set \( \hat{D} = \hat{A} \cup \hat{B} \) with the membership function

\[
\mu_{\hat{D}}(u) = \max\{\mu_{\hat{A}}(u), \mu_{\hat{B}}(u)\}, \; u \in U.
\]

(4)
Fuzzy sets in the case when the universal set is a numerical axis and functions whose membership is continuous and has a single maximum are called non-clear numbers. Often, when solving practical problems, triangular fuzzy numbers are used. A triangular fuzzy number \( \hat{D} \) is a triple \( (c, d, f) \), \( c < d < f \), of real numbers such that

\[
\mu_{\hat{D}}(u) = \begin{cases} 
\frac{u-c}{d-c}, & \text{if } u \in [c, d], \\
\frac{f-u}{f-d}, & \text{if } u \in [d, f], \\
0, & \text{otherwise.}
\end{cases}
\]  

(5)

The second number of the triple \( (c, d, f) \) is usually called the mode, or clear value, of the fuzzy triangular number \( \hat{D} \), \( \mu_{\hat{D}}(d) = 1 \).

Following the publications [15, 19], we introduce some concepts of fuzzy logic. The degree of truth of a fuzzy statement takes values from a closed interval [20].

The degree of truth of a fuzzy statement \( P \) is denoted by \( \mu(P) \).

The conjunction of fuzzy statements \( P \) and \( T \) is a logical operation, the result of which is a fuzzy statement \( P \land T \), for which

\[
\mu(P \land T) = \min\{\mu(P), \mu(T)\},
\]

(6)

disjunction \( P \lor T \) — a logical operation for which

\[
\mu(P \lor T) = \max\{\mu(P), \mu(T)\}.
\]

(7)

Consider the problem statement for a fuzzy matrix game.

3. Problem statement for a fuzzy matrix game

Let \( G \) be the set of all matrix games with \( m \) strategies for the first player and \( n \) strategies for the second player. We will consider \( G \) as a universal set on which non-distinct sets are given-fuzzy matrix games of \( \hat{g} \), that is, games in which the winnings are given by non-distinct triangular numbers

\[
\hat{D}_{ij}(\hat{g}) = (c_{ij}(\hat{g}), d_{ij}(\hat{g}), f_{ij}(\hat{g})).
\]

The membership function of a fuzzy game \( \hat{g} \) is denoted by \( \mu_{\hat{g}}(g), g \in G \). Due to the fact that the matrix game is uniquely determined by the payoff matrix, we assume that \( g = A_{g} \) and, consequently, \( \mu_{\hat{g}}(g) = \mu_{\hat{g}}(A_{g}) \).

Let \( \hat{g} \) be a fuzzy game given on \( G \), and the first player's winnings are fuzzy numbers

\[
\hat{D}_{ij}(\hat{g}) = (c_{ij}(\hat{g}), d_{ij}(\hat{g}), f_{ij}(\hat{g})), \quad i = 1, 2, ..., m, \quad j = 1, 2, ..., n
\]

with membership functions \( \mu_{ij}^{\hat{g}} \).

In accordance with the definition of conjunction in fuzzy logic, we have:
Consider a fuzzy matrix game $\hat{g}$ with a fuzzy payoff matrix $\hat{A}_{\hat{g}} = \left[ \hat{D}_{ij}(\hat{g}) \right]_{i,j=1}^{m,n}$ and a set of games for which situation $(i,j)$ is a saddle point. By $F^{ij}(\hat{g})$ we denote the set of matrices of wins of such games.

Let $A^ij(\hat{g}) \in F^{ij}(\hat{g})$ and $\mu_{\hat{g}}(A^ij(\hat{g})) = \max_{A \in F^{ij}(\hat{g})} \mu_{\hat{g}}(A)$.

The value of $\mu_{\hat{g}}(A^ij(\hat{g}))$ will be considered as the degree of reliability that the situation $(i,j)$ in the game $\hat{g}$ is a saddle point. The solution to the game $\hat{g}$ is the situation $(i,j)$, for which the reliability of being a saddle point is maximal.

The task of finding the described solution to the game is reduced to solving a number of mathematical programming problems. Here is a graphic approach to solving this problem for a meaningful example.

### 4. Example of using the graphical approach to solve the game problem

As part of the improvement of the automated transport process management system of JSC "Russian Railways", it is necessary to effectively use the system for detecting criminal actions of intruders in terms of violations of transport process management, which prevents four variants of criminal actions of hackers. Hackers have four strategies for malicious actions. As malicious actions of hackers aimed at violating the information security of this automated system, we will consider: analysis of network traffic (hereinafter $b_1$), DDOS attacks (hereinafter $b_2$), virus infection of data (further $b_3$) and password interception (hereinafter $b_4$). Officials using the system for detecting criminal actions of hackers (the first player) also have four strategies for preventing these actions (protection strategies), respectively: traffic encryption (hereinafter $a_1$), firewall protection (hereinafter $a_2$), anti-virus protection (hereinafter $a_3$), one-time password (encryption of the communication channel) (hereinafter $a_4$). Under their winnings, it is proposed to consider the probabilities of timely detection of the actions of hackers (the second player). We assume that the available information about these probabilities is not sufficient, and it is fuzzy and is given using fuzzy numbers $\{c_{ij}, d_{ij}, f_{ij}\}$ (their modes are shown in Table 1).

| Protection strategies | The strategy of hackers |
|-----------------------|-------------------------|
| $a_1$                 | 0.95, 0.60, 0.50, 0.65  |
| $a_2$                 | 0.60, 0.90, 0.60, 0.55  |
| $a_3$                 | 0.50, 0.65, 0.95, 0.70  |
| $a_4$                 | 0.50, 0.60, 0.65, 0.95  |

We note the existing feature of the solution of the given example, which consists in the fact that, by setting the winnings to fuzzy numbers, we can get as an answer a situation with a zero value of the membership function.

As an illustration of what has been said, let us consider several cases.
1. In the case of \( c_{ij} = d_{ij} - 0.05 \) and \( f_{ij} = d_{ij} + 0.05 \), the reliability that the situation is a saddle point is zero, which requires further explanation.

2. If \( c_{ij} = \max \{ d_{ij} - 0.2, 0 \} \) and \( f_{ij} = \min \{ d_{ij} + 0.3, 1 \} \), then the situations become the saddle points with the maximum reliability specified in Table 2.

Table 2. Reliability of saddle points (case 2).

| Protection strategies | The strategy of hackers |
|-----------------------|-------------------------|
|                       | \( b_1 \)   | \( b_2 \)   | \( b_3 \)   | \( b_4 \)   |
| \( a_1 \)             | 0,1         | 0,2         | 0,1         | 0,1         |
| \( a_2 \)             | 0,2         | 0,3         | 0,2         | 0,2         |
| \( a_3 \)             | 0,1         | 0,2         | 0,1         | 0,1         |
| \( a_4 \)             | 0,1         | 0,2         | 0,1         | 0,1         |

The solution is the situation (2,2), in this situation with a reliability of 0.3, the first player wins 0.76 (with a reliability of 0.3, the probability of detecting criminal actions is 0.76).

3. Consider several cases where \( [c_{ij}, f_{ij}] \) is the same and \( [c, f] \) is equal for any \( i \) and \( j \). In this case, as a solution to any such game, we will get some situation with reliability greater than zero.

3.1. In the case of 1, the minimum value for \( c_{ij} \) is 0.45, and the maximum value for \( f_{ij} \) is one. If we use the interval \([0.45, 1]\) as \([c, f]\), which, in our opinion, is not meaningless, then the situations become saddle points with the maximum reliability indicated in Table 3.

Table 3. The reliability of the saddle points (case 3.1).

| Protection strategies | The strategy of hackers |
|-----------------------|-------------------------|
|                       | \( b_1 \)   | \( b_2 \)   | \( b_3 \)   | \( b_4 \)   |
| \( a_1 \)             | 0,55        | 0,579       | 0,55        | 0,55        |
| \( a_2 \)             | 0,579       | 0,611       | 0,579       | 0,579       |
| \( a_3 \)             | 0,55        | 0,579       | 0,55        | 0,55        |
| \( a_4 \)             | 0,55        | 0,579       | 0,55        | 0,55        |

The solution is the situation (2,2), in which with a reliability of 0.611, the first player wins 0.725.

3.2. If we implement the scheme of case 2, then the interval \([0.3, 1]\) could be used as \([c, f]\). Then the situations become the saddle points with the maximum reliability indicated in Table 4.

Table 4. The reliability of the saddle points (case 3.2).

| Protection strategies | The strategy of hackers |
|-----------------------|-------------------------|
|                       | \( b_1 \)   | \( b_2 \)   | \( b_3 \)   | \( b_4 \)   |
| \( a_1 \)             | 0,608       | 0,636       | 0,608       | 0,608       |
| \( a_2 \)             | 0,636       | 0,666       | 0,636       | 0,636       |
| \( a_3 \)             | 0,608       | 0,636       | 0,608       | 0,608       |
| \( a_4 \)             | 0,608       | 0,636       | 0,608       | 0,608       |

The solution is the situation (2,2), in which with a reliability of 0.686, the first player wins 0.70.

4. As the winnings of the first player, consider not the probabilities, but the usefulness of situations for him. If we rely on the probabilistic approach used by D. von Neumann and O. Morgenstern to de-
termine utility, then utility lies in the interval $[0, 1]$, and then we may have more reason to believe that $[c, f] = [0, 1]$. 

5. Representation of a graphical approach to solving a problem

We present a graphical approach to solving the problem, considering case 3.2. and situation $(2,2)$.

To solve it, first, for each situation $(i, j)$, $i = 1, 2, 3, 4$, $j = 1, 2, 3, 4$, we need to find a game for which the value of the membership function is maximal among all such games for which the situation in question is the saddle point. And, secondly, choose the situation for which the found value of the membership function is the maximum.

Denote:

$$
\mu^l_{ij}(u) = \frac{u - c_{ij}}{d_{ij} - c_{ij}}, \quad c_{ij} \leq u \leq d_{ij} \quad \text{and} \quad \mu^r_{ij}(u) = \frac{f_{ij} - u}{f_{ij} - d_{ij}}, \quad d_{ij} \leq u \leq f_{ij}. 
$$  \tag{9}

Recall that in order for the situation $(i_0, j_0)$ was in equilibrium, it is necessary to win in this situation do not exceed the winnings in situations $(i_0, j)$, $j = 1, 2, 3, 4$ (on line) and was not less wins in situations $(i, j_0), i = 1, 2, 3, 4$ (by column).

Consider the situation $(2,2)$. To get from the game with the payoff matrix given in Table 1, a game in which the situation $(2,2)$ is an equilibrium situation, you need to change the winnings in the third row to non-decreasing and the winnings from the fourth column to non-decreasing. The gain in the situation $(2,2)$ may need to remain unchanged, may need to be increased, or may need to be reduced.

Let's construct the necessary graphs of functions $\mu^l_{12}(u), i = 1, 2, 3, 4$ and $\mu^r_{2j}(u), j = 1, 2, 3, 4$ (Fig. 1).

![Figure 1. Membership functions $\mu^l_{12}(u)$ and $\mu^r_{2j}(u)$.](image)

In Figure 1, the numbers indicate the following function graphs: $1 \rightarrow y = \mu^l_{12}(u); 2 \rightarrow y = \mu^l_{42}(u); 3 \rightarrow y = \mu^l_{32}(u); 4 \rightarrow y = \mu^l_{22}(u); 5 \rightarrow y = \mu^r_{24}(u); 6 \rightarrow y = \mu^r_{21}(u); 7 \rightarrow y = \mu^r_{23}(u); 8 \rightarrow y = \mu^r_{22}(u)$.

If the situation $(2,2)$ is equilibrium with a win in it equal to $b$, then on the abscissa axis there is a point with an abscissa (win in the situation $(2,2)$ with reliability 0), a greater win (with reliability 0) on the column and a smaller win (with reliability 0) on the row. On the abscissa axis, we find the segment
for which the specified inequalities are satisfied. In Figure 1, these are the points of the abscissa axis from 0,3 to 1.

Above this segment, we find a point that is the intersection point of the increasing and decreasing graphs. If there are several such points, choose the point with the minimum ordinate from them. The abscissa of this point gives the desired gain in the situation under consideration, and its ordinate is equal to the maximum reliability that this situation is equilibrium[21,22].

In the figure, the desired point lies at the intersection of the graphs of the fourth and fifth functions. Their equations, respectively, have the form:

\[ y = \frac{u - 0.3}{0.9 - 0.3}; \quad y = \frac{1 - u}{1 - 0.55}. \] (10)

Solving this system, we find \( y \cong 0.67, x \cong 0.70 \), therefore, the reliability of the fact that the situation (2,2) (DDOS attack by hackers — protection strategy — firewall) is a saddle point is 0.67, with this reliability, the equal value of the probability of detecting and preventing criminal actions is 0.70.

6. Conclusion
As a conclusion, we note that the advantage of the proposed approach is that any game has a solution in pure strategies, which cannot be said about the classical approach.
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