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Abstract

Nonogram is a logic puzzle consisting of a rectangular grid with an objective to color every cell black or white such that the lengths of blocks of consecutive black cells in each row and column are equal to the given numbers. In 2010, Chien and Hon developed the first physical zero-knowledge proof for Nonogram, which allows a prover to physically show that he/she knows a solution of the puzzle without revealing it. However, their protocol requires special tools such as scratch-off cards and a machine to seal the cards, which are difficult to find in everyday life. Their protocol also has a nonzero soundness error. In this paper, we propose a more practical physical zero-knowledge proof for Nonogram that uses only a deck of regular paper cards and also has perfect soundness.
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1 Introduction

Nonogram, also known as Picross or Pic-a-Pix, is one of the most popular logic puzzles alongside Sudoku, Kakuro, and other puzzles. A large number of Nonogram mobile apps have been developed [7].

A Nonogram puzzle consists of a rectangular grid of size \(m \times n\). The objective of this puzzle is to color every cell black or white according to the following constraints. In each row and each column, there is a sequence of numbers, say \((x_1, x_2, \ldots, x_k)\), assigned to it; this means the corresponding row (resp. column) must contain exactly \(k\) blocks of consecutive black cells with lengths \(x_1, x_2, \ldots, x_k\) in this order from left to right (resp. from top to bottom), with at least one white cell separating consecutive blocks. For instance, in Fig. 1 the sequence \((3, 2)\) on the topmost row means that row must contain a block of three consecutive black cells, and another block of two consecutive black cells to the right of it, separated by at least one white cell.

Suppose that Percy created a difficult Nonogram puzzle and challenged his friend Viioletta to solve it. After a while, Viioletta could not solve his puzzle and began to doubt whether the puzzle has a solution. In order to to convince her that his puzzle actually has a solution without revealing it (which would make the challenge pointless), Percy needs a zero-knowledge proof (ZKP).
1.1 Zero-Knowledge Proof

A prover $P$ and a verifier $V$ are given a computational problem $x$, but only $P$ knows a solution $w$ of $x$. A ZKP is an interactive proof introduced by Goldwasser et al. [6], which allows $P$ to convince $V$ that he/she knows $w$ without revealing any information about it. A ZKP must satisfy the following properties.

1. **Completeness**: If $P$ knows $w$, then $P$ can convince $V$ with high probability. (Here we consider the perfect completeness property where the probability is one.)

2. **Soundness**: If $P$ does not know $w$, then $P$ cannot convince $V$, except with a small probability called soundness error. (Here we consider the perfect soundness property where the soundness error is zero.)

3. **Zero-knowledge**: $V$ learns nothing about $w$. Formally, there exists a probabilistic polynomial time algorithm $S$ (called a simulator) that does not know $w$ such that the outputs of $S$ and the outputs of the real protocol follow the same probability distribution.

Goldreich et al. [5] showed that a computational ZKP exists for every NP problem. As Nonogram is NP-complete [23], one can construct a computational ZKP for it via a reduction to another problem. Such construction, however, is not intuitive and looks unconvincing. Hence, many recent results instead focused on constructing physical ZKPs using portable objects such as a deck of cards and envelopes. These protocols have benefits that they do not require computers and allow external observers to check that the prover truthfully executes the protocol (which is often a challenging task for digital protocols). These intuitive protocols can also be used to teach the concept of ZKP to non-experts.

1.2 Related Work

Development of physical ZKPs for logic puzzles began in 2009 when Gradwohl et al. [8] proposed six ZKP protocols for Sudoku. Each of these protocols, however, either requires special tools or has a nonzero soundness error. Later, Sasaki et al. [20] improved the protocols for Sudoku to achieve perfect soundness without using special tools. Besides
Sudoku, protocols for other puzzles have also been developed, including Akari [1], Takuzu [1, 12], Kakuro [1, 13], KenKen [1], Makaro [2], Norinori [4], Slitherlink [11], Juosan [12], Numberlink [18], Suguru [17], Ripple Effect [19], Nurikabe [16], and Hitori [16].

In 2010, Chien and Hon [3] proposed the first physical ZKP for Nonogram. However, their protocol requires scratch-off cards and a machine for the prover to seal the cards. These special tools cannot be easily found in everyday life. Moreover, their protocol has a nonzero soundness error. In fact, the soundness error is as high as 6/7, which means practically, the protocol has to be repeated for many times until the soundness error becomes reasonably low.

1.3 Our Contribution

In this paper, we propose a more practical physical ZKP for Nonogram using only a portable deck of regular paper cards, which are easy to find in everyday life and can be reused. Our protocol also has perfect completeness and perfect soundness. In an $m \times n$ Nonogram puzzle with a total of $w$ white cells, our protocol uses $2mn + 2\max(m, n) + 6$ cards and $mn + 2m + 2n + 2w$ shuffles.

2 Preliminaries

2.1 Cards

We use four types of cards in our protocol: ♣, ♥, ♦, and ♠. The front sides of cards in the same type are identical. The back sides of all cards are identical and are denoted by ?.

2.2 Random Cut

Given a sequence of $k$ cards, a random cut rearranges the cards by a random cyclic shift, i.e. shifts the cards cyclically to the right by $r$ cards for a uniformly random $r \in \{0, 1, \ldots, k-1\}$ unknown to all parties.

The random cut can be performed in real world by taking turns to apply several Hindu cuts to the sequence of cards [22].

2.3 Pile-Shifting Shuffle

Given an $\ell \times k$ matrix of cards, a pile-shifting shuffle rearranges the columns of the matrix by a random cyclic shift, i.e. shifts the columns cyclically to the right by $r$ columns for a uniformly random $r \in \{0, 1, \ldots, k-1\}$ unknown to all parties.

The pile-shifting shuffle was developed by Shinagawa et al. [21]. It can be performed in real world by putting the cards in each column into an envelope and applying the random cut to the sequence of envelopes.

2.4 Copy Protocol

Given a sequence of two face-down cards of either ♥♣ or ♣♥, a copy protocol creates an additional copy of the original sequence without revealing it. This protocol was developed by Mizuki and Sone [15].
1. Construct a $3 \times 2$ matrix of cards by placing an original sequence in the first row, and a sequence ♣♥ in each of the second and third rows (see Fig. 2).

2. Turn over all face-up cards. Apply the pile-shifting shuffle to the matrix.

3. Turn over the two cards in the first row. If the revealed sequence is ♣♥, do nothing; if the sequence is ♥♣, swap the two columns of the matrix.

4. The sequences in the second and third rows are the two copies of the original sequence as desired.

Note that this protocol also verifies that the original sequence is either ♣♥ or ♥♣ (and not ♣♣ or ♥♥).

2.5 Chosen Cut Protocol

Given a sequence of $k$ face-down cards $A = (a_1, a_2, ..., a_k)$, a chosen cut protocol allows the prover $P$ to select a card $a_i$ he/she wants without revealing $i$ to the verifier $V$. This protocol was developed by Koch and Walzer [9].

1. Construct the following $2 \times k$ matrix (see Fig. 3).

   (a) In the first row, $P$ publicly places the sequence $A$.

   (b) In the second row, $P$ secretly places a face-down ♥ at every position except at the $i$-th column where $P$ places a face-down ♣ instead.

2. Apply the pile-shifting shuffle to the matrix.

3. Turn over all cards in the second row. The card above the only ♣ will be the card $a_i$ as desired.
3 Main Protocol

First, $P$ secretly places a face-down sequence ♣♥ on each black cell, and a face-down sequence ♥♣ on each white cell in the Nonogram grid according to his/her solution. Then, $P$ publicly applies the copy protocol to create an additional copy of the sequence on every cell. Each of the two copies will be used to verify the row and the column that cell is located on. Note that the copy protocol also verifies that each sequence is in a correct format (either ♣♥ or ♥♣).

From now on, we will show the verification of a row $R$ with $n$ cells and with a sequence $(x_1, x_2, ..., x_k)$ assigned to it. (The verification of a column works analogously in the direction from top to bottom.)

$P$ takes only the left card from the sequence on each cell in $R$ (which is a ♣ for a black cell and is a ♥ for a white cell) to form a sequence of cards $S = (a_1, a_2, a_3, ..., a_n)$, where each card corresponds to each cell in $R$ in this order from left to right. As $R$ may start and end with a white or black cell, $P$ publicly appends two ♥s $a_0$ and $a_{n+1}$ at the beginning and the end of $S$, respectively, to ensure that the sequence starts and ends with a ♥. Finally, $P$ publicly appends a marker card ♦, called $a_{n+2}$, at the end of $S$ to mark the end of the sequence. See Fig. 4 for an example.

Figure 4: A sequence $S$ representing the third row of the solution in Fig 1

The verification is divided into the following three phases.

3.1 Phase 1: Counting Black Cells

Currently, there are $k$ blocks of consecutive ♣s in $S$. In this phase, $P$ will reveal the length of each block as well as replacing every ♣ with a ♠.

$P$ performs the following steps for $k$ rounds. In the $i$-th round:

1. Apply the chosen cut protocol to $S$ to select a card corresponding to the leftmost cell of the $i$-th leftmost block of black cells in $R$ (the block with length $x_i$). Let $a_j$ denote the selected card.

2. Turn over cards $a_j, a_{j+1}, a_{j+2}, ..., a_{j+x_i-1}$ to reveal that they are all ♣s (otherwise $V$ rejects), where the indices are taken modulo $n + 3$.

3. Turn over cards $a_{j-1}$ and $a_{j+x_i}$ to reveal that they are both ♥s (otherwise $V$ rejects), where the indices are taken modulo $n + 3$.

4. Replace every face-up ♣ with a ♠. Turn over all face-up cards.

After $k$ rounds, $V$ is now convinced that there are $k$ different blocks of black cells with lengths $x_1, x_2, ..., x_k$, but still does not know about the order of these blocks, or whether there are any additional blocks of black cells besides these $k$ blocks. Note that all ♣s in $S$ is now replaced by ♠s. See Fig. 5 for an example.
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3.2 Phase 2: Removing White Cells

Currently, there are \( k + 1 \) blocks of consecutive \( \heartsuit \)s in \( S \) (including a block at the beginning containing \( a_0 \) and a block at the end containing \( a_{n+1} \)). In this phase, \( P \) will remove some \( \heartsuit \)s from \( S \) such that there will be exactly one remaining \( \heartsuit \) in each block.

Let \( X = x_1 + x_2 + \ldots + x_k \). There are \( n - X \) white cells in \( R \), so there are currently \( n - X + 2 \) \( \heartsuit \)s in \( S \). \( P \) performs the following steps for \( (n - X + 2) - (k + 1) = n - X - k + 1 \) rounds.

1. Apply the chosen cut protocol to \( S \) to select any \( \spadesuit \) such that there are currently at least two remaining \( \spadesuit \)s in a block it belongs to.
2. Turn over the selected card to reveal that it is a \( \heartsuit \) (otherwise \( V \) rejects).
3. Remove that card from \( S \).

Now, each pair of consecutive blocks of \( \spadesuit \)s are separated by exactly one \( \heartsuit \), and there is also a \( \heartsuit \) at the beginning and at the end of \( S \). See Fig. 6 for an example.

3.3 Phase 3: Verifying Order of Blocks

\( P \) applies the random cut to \( S \), turns over all cards, and shifts the sequence cyclically such that the rightmost card is a \( \spadesuit \). \( V \) verifies that the remaining cards in \( S \) are: a \( \spadesuit \), a block of \( x_1 \) \( \clubsuit \)s, a \( \spadesuit \), a block of \( x_2 \) \( \clubsuit \)s, ..., a \( \spadesuit \), a block of \( x_k \) \( \clubsuit \)s, a \( \spadesuit \), and a \( \clubsuit \) in this order from left to right. Otherwise, \( V \) rejects.

\( P \) performs the verification for every row and column of the grid. If all rows and columns pass the verification, then \( V \) accepts.

3.4 Optimization

In fact, at the beginning we do not need to copy a sequence on each cell since we only use one card per cell during the verification. Instead, we perform the copy protocol without putting cards in the third row of the matrix in Step 1. This modified protocol verifies that the original sequence is either \( \heartsuit \spadesuit \) or \( \spadesuit \heartsuit \), and then returns the original sequence in the second row. This modified protocol was developed by Mizuki and Shizuya [14].

After verifying that each sequence is in a correct format, we use the left card to verify a row, and the right card to verify a column that cell is located on. When verifying a column, the corresponding card is a \( \clubsuit \) for a black cell and a \( \spadesuit \) for a white cell, so we treat \( \spadesuit \) and \( \clubsuit \) exactly the opposite way as described in Section 3.
After the optimization, our protocol uses \( mn+1 \) \( \spadesuit \)s, \( mn+\max(m,n)+4 \) \( \heartsuit \)s, \( \max(m,n) \) \( \spadesuit \)s, and one \( \clubsuit \) resulting in a total of \( 2mn+2\max(m,n)+6 \) cards. It uses \( mn+2m+2n+2w \) shuffles, where \( w \) is the total number of white cells in the grid.

## 4 Proof of Security

We will prove the perfect completeness, perfect soundness, and zero-knowledge properties of our protocol.

**Lemma 1** (Perfect Completeness). If \( P \) knows a solution of the Nonogram puzzle, then \( V \) always accepts.

**Proof.** Suppose \( P \) knows a solution of the puzzle. Consider the verification of any row \( R \).

In Phase 1, in each \( i\)-th round \( P \) selects a card \( a_j \) corresponding to the leftmost cell of the \( i\)-th leftmost block of black cells in \( R \). Since that block has length \( x_i \) and has never been selected before, all of the cards \( a_j, a_{j+1}, a_{j+2}, ..., a_{j+x_i-1} \) must be \( \spadesuit \)s. Also, since there is at least one white cell between two consecutive blocks of black cells (and at least one \( \spadesuit \) to the left of the leftmost block of \( \spadesuit \)s and to the right of the rightmost block of \( \spadesuit \)s), both of the cards \( a_j−1 \) and \( a_j+x_i \) must be \( \heartsuit \)s. Hence, the verification will pass Phase 1.

At the start of Phase 2, there are a total of \( n−X+2 \) \( \heartsuit \)s in \( k+1 \) blocks of \( \heartsuit \)s, so \( P \) can remove a \( \heartsuit \) in each round for \((n−X+2)−(k+1)=n−X−k+1 \) rounds such that there will be exactly one remaining \( \heartsuit \) in each block. Hence, the verification will pass Phase 2.

In Phase 3, there is exactly one \( \spadesuit \) between two consecutive blocks of \( \spadesuit \)s (and a \( \spadesuit \) at the beginning and the end of \( S \)). Moreover, the blocks of \( \spadesuit \)s are arranged in exactly the same order as the blocks of black cells, so the lengths of these blocks are \( x_1, x_2, ..., x_k \) in this order from left to right. Hence, the verification will pass Phase 3.

Since this is true for every row (and analogously for every column), \( V \) will always accept.  

**Lemma 2** (Perfect Soundness). If \( P \) does not know a solution of the Nonogram puzzle, then \( V \) always rejects.

**Proof.** We will prove the contrapositive of this statement. Suppose \( V \) accepts, meaning that the verification must pass for every row and column. We will prove that \( P \) must know a solution.

Consider the verification of any row \( R \). In Phase 1, the steps in each \( i\)-th round ensure that there exists a block of exactly \( x_i \) consecutive black cells in \( R \). Also, since all \( \spadesuit \)s selected in previous rounds have been replaced with \( \spadesuit \)s, this block must be different from the blocks revealed in previous rounds. Therefore, there must be at least \( k \) different blocks of black cells with lengths \( x_1, x_2, ..., x_k \) (in some order) in \( R \).

Moreover, in Phase 2 only \( \heartsuit \)s are removed from \( S \), and when all cards in \( S \) are turned face-up in Phase 3 there is no \( \spadesuit \) remaining. This implies \( R \) has no other black cells besides the ones in these \( k \) blocks.

During Phase 3, the lengths of the blocks of \( \spadesuit \)s are \( x_1, x_2, ..., x_k \) in this order from left to right. As the blocks of \( \spadesuit \)s are arranged in exactly the same order as the blocks of black
cells, the lengths of the blocks of black cells must also be \(x_1, x_2, ..., x_k\) in this order from left to right.

Since this is true for every row (and analogously for every column), \(P\) must know a solution of the puzzle.

Lemma 3 (Zero-Knowledge). During the verification, \(V\) learns nothing about \(P\)'s solution.

\[\text{Proof.}\] To prove the zero-knowledge property, it is sufficient to show that all distributions of cards that are turned face-up can be simulated by a simulator \(S\) without knowing \(P\)'s solution.

- In Step 3 of the copy protocol, the revealed sequence has an equal probability to be \(♣♥\) or \(♥♣\), so this step can be simulated by \(S\).
- In Step 3 of the chosen cut protocol, the \(♣\) has an equal probability to be at any of the \(k\) positions, so this step can be simulated by \(S\).
- In the main protocol, there is only one specific pattern of the cards that are turned face-up in every phase, so the whole protocol can be simulated by \(S\).

5 Future Work

We developed a physical ZKP for Nonogram using \(2mn + 2\max(m, n) + 6\) cards and \(mn + 2m + 2n + 2w\) shuffles. A challenging future work is to develop a ZKP for this puzzle that can be performed using a standard deck (a deck containing all different cards), an open problem posed in [10]. Other possible future work includes developing ZKPs for other popular logic puzzles or improving the already existing ones, as well as exploring methods to physically verify other numerical functions.
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