According to experts, one of the reasons for the rapid increase in the number of Internet users is the development of new, comfortable and affordable smartphones. Also according to research, in 2017, more than 200 million people received such phones for the first time. As a result, these devices are now used by two-thirds of the world’s population [1].

As the number of Internet users in the world of public opinion grows year by year, in Uzbekistan as part of the global community, the number of Internet users has increased by 20 million in the first quarter of 2018. This indicates a 5.3 million increase in the number of Internet users in the country over the year, a growth rate of 36%. Another contributing factor in the growing number of Internet users is 104.1 Gbps, while the overall connection speed from Uzbekistan to international networks is 104 per cent, with a growth rate of over 58 per cent [2].

It is good that the number of Internet users in Uzbekistan exceeds 20 million, because the role of information and communication technologies in the fast-paced world is changing. However, if you take a knife that plays a major role in your daily business, then you can use it to separate the knife from your products to meet your needs, but also to hurt someone by using cold weapons. So, with the use of the Internet, which is becoming increasingly popular in today's information society, we are also exposed to corrupt practices and ideals in the vertical world. While freedom and human rights and interests are above all else, there are many extremist and terrorist forces that seek to exploit these freedoms for their own evil purposes. The fight against extremist and terrorist organizations in Uzbekistan has made it harder for them to use the vertical in their activities.

The President Shavkat Mirziyoev, who noted the negative impact of information attacks on the...
development of the state and society, especially on the youth's outlook, has made the following points.

"... As we all know, the world is experiencing increasing economic competition, information attacks, and terrorist threats. Bloody conflicts and conflicts continue throughout the world, especially in the Middle East. Unfortunately, these foci of tension are increasing instead of diminishing.

Given this dangerous situation, we must strengthen our efforts to strengthen peace and security in the country and to respond to various threats and challenges. This is a requirement of time. In particular, the chairmen of mahallas, inspectors of prevention, imams-khatibs, religious and ethical consultants, youth and women’s organizations - all of us must work together.

It is necessary to create separate subdivisions within law enforcement agencies to prevent destructive ideas disseminated through information resources" [3, p.73-74].

Indeed, in the ever-increasing vertebrate world, the increasing information of information that has a negative impact on human psychology, spirituality, and culture has led to even more suicidal consequences for young white people.

Consequently, someone who has anxiety about the idea that the activities of the "death squads", which some people regard as "mass temptation", is really a lie or simply a rumor spread among people. However, the incredible number of suicides that are happening in our neighborhood, in neighboring countries, is a shock to all well-wishers. Unfortunately, in 2017 alone, around 720 teenagers around the world became victims of deadly groups and ideas.

These games, forcing teenagers to kill not only themselves but also their loved ones, are different. Not everyone has heard the name of the game The Blue Whale, The Sea of Whales, The Home of Peace, F57, WinX, You Walk or Die. In particular, an eighth-grader from the Vostok-5 suburb in Bishkek, Kyrgyzstan, jumped from the fifth floor. According to witnesses, the tragedy occurred between 4 and 5 am [4].

Consequently, suicides among adolescents worldwide are increasing every year as a result of games that threaten life in the virtual world, especially leading teenagers to suicide. As a result of a study of the nature and causes of such cases, the following conclusion was made. In particular, according to the WHO, most suicides occur in the age group of 14-19 years. According to the World Health Organization, one person commits suicide every 40 seconds. An average of 11,000 per 100,000 people die each year. And 75% of all suicides in the world occur in the Peshawar countries [5].

Protecting young people from information dangers means, first of all, keeping young people exposed to the effects of the vertebrate world from mental retardation and illness. According to doctors, sitting in front of a computer and playing online games for more than two hours a day can pose a serious threat to his or her mental health. In the global community, including in Europe, there is an increasing number of specialized hospitals that treat the disease of internet slavery.

According to a survey conducted by 471 people on the impact of Internet connectivity on social relations, researcher Hilmy Hidir Sori found that social and psychological loneliness in people, especially in young people, has increased due to excessive internet abuse. The 28-year-old young man, who became a slave to the military-strategic games in South Korea, was reluctant to play the game for three days. This in turn led to the death of the young man. Sitting on the computer for hours and days, they can really make a difference for someone who “prizes” in various vertical quotes. Unfortunately, these helicopter games are based on cruel games, such as killing people, animals, and killing. Such sad scenes have a profound effect on the minds of young people and even adults. The fact that some of those addicted to games like GTA, Snape, Killer, and so on can later become human zombies will be a huge blow to the development of the state and society.

Who can guarantee that our young people, who are the owners of tomorrow, will not do so when they hear in the media the scandal that high school students, teenagers and teenagers are killing their parents, teachers and peers? After all, such horrific events are a sad part of the upbringing that not only gives Western children, but also our children [6].

In Uzbekistan, where more than 50% of the population is young people under 30 years of age, access to information verticals has become an increasingly important problem. In addition to ensuring freedom of information and freedom in the country, laws, decrees and orders have been developed and adopted to protect information and communications from the attacks on the peace and development of the state and society. Article 29 of the Constitution of the Republic of Uzbekistan, which is our Constitution, is dedicated to the freedom of speech and belief that citizens have the right to: “Everyone shall have the right to seek, obtain and disseminate any information, except that which is directed against the existing constitutional system and in some other instances specified by law.

Freedom of opinion and its expression may be restricted by law if it concerns state secrets and other secrets” [7, p.12].

It is clear from the words in our Constitution that everyone has the legal right to freely distribute it. However, there is no right to disseminate information through social networks, to give false information to the public, to sell the state secrets, to the public, to create a false sense of trust in the government.

Currently, the Center for Information Security Center under the Ministry of Development of

| ISRA (India) | 3.117 | SIS (USA) | 0.912 | ICV (Poland) | 6.630 |
|-------------|-------|-----------|-------|--------------|------|
| ISI (Dubai, UAE) | 0.829 | PHHH (Russia) | 0.126 | PIF (India) | 1.940 |
| GIF (Australia) | 0.564 | ESJI (KZ) | 8.716 | IBI (India) | 4.260 |
| JIF | 1.500 | SJIF (Morocco) | 5.667 | OAJI (USA) | 0.350 |
Information Technologies and Communications of the Republic of Uzbekistan “On Measures for Further Development of National Information and Communication System of the Republic of Uzbekistan” in The resolution of the Cabinet of Ministers of the Republic of Uzbekistan from May 27, 2005 of PD-1989 Established under the State Committee for Communication, Informatization and Telecommunication Technologies of September 16, 2013, No. 250. Maintaining a person's responsibility for information security is essential to ensuring information security. Therefore, in 2007 the Law of the Republic of Uzbekistan “On introducing amendments and addenda to some legislative acts of the Republic of Uzbekistan in connection with the increased responsibility for illegal actions in the field of informatization and data transmission” was adopted [8].

Decree of the President of the Republic of Uzbekistan Shavkat Mirziyoev No. PD-5349 [9] "On measures for further improvement of information technologies and communications” dated February 19, 2018 of the Ministry of Communications and Information Development of the Republic of Uzbekistan, No.8, Article 138 [10].
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**In conclusion.** in today's information age, many adolescents fall into the deceptive trap of the vertical world, despite numerous laws and decrees, decrees and decrees to keep up with the negative aspects of the ever-expanding information war. The real reason is that parents do not understand the communication networks. Because we live in an information society, everyone should be responsible for adapting to that society. Today, a boundless, region-free vertical world attracts young people to its entourage, with the use of these networks for its own purposes - some computer hackers - to prevent the spread of violent, violent, and violent games for young people, especially teenagers.

To fight against it first; The general public should also struggle not only with information, laws, decrees, and decisions adopted in our country. Secondly; it is necessary to revitalize the concept of community, family, school collaboration and focus on education and upbringing of children, adolescents and young people. After all, one child is not told the parable of the seven makhallyas.