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ABSTRACT

Digital finance is widely regarded as one of the most effective means of financially empowering women and increasing their financial inclusion. On the other hand, cybercriminals are constantly looking for new ways to exploit vulnerabilities and developing ever more sophisticated attack methods. As a result, the cyber risk exposures and prevention of female heads of farm households in Southern Nigeria were investigated in this paper. Unsuccessful transactions by mobile applications and POINT OF SALES (POS) terminals were often encountered by female heads, and yet their money was debited, and it took a long time for their money that was debited from unsuccessful transactions to be reversed. Avoiding lonely ATMs and not going to the ATM during late hours, ignoring emails and text messages instructing them to provide online banking details, no longer using birthdates, addresses, and other words or numbers that would make it easier for attackers to figure out their passwords, and not using the same passwords for all their different accounts were the most common cybersecurity measures used by female heads. Access to digital financial products and services was influenced by factors such as marital status, household size, business experience, internet access, possession of an ICT device, and perceived security risks. These findings call for interventions by the Central Bank of Nigeria (CBN) through policies that will improve consumer education and reduce vulnerabilities, especially among women. The CBN should also develop a forum that is easily accessible to customers for filing complaints, and erring banks should be sanctioned.
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I. INTRODUCTION

Microfinance has been recognized as the most viable, effective, and result-oriented tool to empower poor people, in particular women financially. However, there are a number of problems and obstacles to the success of microfinance as an industry. Sustainability, outreach and impact are the main issues. Thousands of microfinance institutions worldwide realize that the best solution for the scale-up and ensuring maximum coverage and sustainability of MFIs is to leverage technological advantages, especially Information and Communication Technology (ICTs). Microfinance providers use ICT in their day-to-day activities in many ways. These include fund transfers, mobile payments financing, micro-financing platforms, Client Notification systems, savings, farmers’ microinsurance systems, SMS marketing customer enrollment, micro insurance product marketing including life and weather insurance, mobile phone claims and field loan analysis [1].

The key issue for empowering women is access to financing. [2] indicated that 40.9% of Nigerian women have no bank account compared with 32.5% of men. Women are usually excluded both intentionally and because of factors which cause them to be disadvantaged, such as lack of freedom of movement or low levels of education, from the domain of outside information. For women outside the world, ICT opens a direct window. Information fluctuates without distortion or censorship [3]. The financial services sector is a primary driver for communications and network technology and ICT enables better financial inclusion. ICT can also enhance the capacity of the government to supervise and evaluate rural clients’ financial services and to design efficient rural sector financial policies and regulations [1].

Many studies have shown that female households have a higher dependency burden than other households. [4] as cited in [5] shows that in Panama, only certain categories of female-heads such as widows, and female-heads with unmarried partners are particularly disadvantaged in both income and non-income dimensions of poverty compared to male-headed households. [6] also showed that female-headed households have worse social, economic, and demographic features compared to male-headed counterparts and are thus more likely to be poor. Women-led farm households are usually engaged in small-scale farming in rural communities, trapped in their own impoverished world. They frequently lack access to assets and family property, contributing to an already precarious economic situation. Micro-finance through the use of ICT is a comprehensive tool that renders services such as savings, micro leasing, small loans, micro insurance and payment transfer to low-income people such as female heads of households.
Digital financial products and services are accessed electronically. Electronic banking characteristics do not match those of the conventional financial sector. Due to more differentiated risks in Internet banking and the impact of an intensification of risk, it would become more difficult to avoid risks in on-line finance [7]. Risk control and management procedures need to be strengthened in light of the risks in digital finance. Otherwise, electronic banking will be seriously endangered. Since banks are increasingly relying on IT and the internet to run their business and interact with the markets, they must be more sensitive and discerning in understanding and recognizing the size and intensification of cyber risks. Cyber-risk refers to risks arising from the use and transfer of electronic data, including technological instruments such as the Internet and networks. It also includes physical damage that may arise from cyber attacks, misusing data, liability for data storage, accessibility, integrity, and confidentiality of electronic information, regardless of whether it is related to individuals, firms or governments [8].

Such risks as experienced by banks are classified into several clusters, such as security risks, legal and ethical risks, reputational risks, operational risks, money laundering risk, strategic risks, cross border risks and traditional risks [9]. These risks are in different ways faced both by financial institutions and their customers. There are several dimensions of risk that contribute to the magnitude of risk perceived by consumers when using online banking services. The risks perceived by customers are: (a) social risk, which refers to the utility or approval that people receive when consuming recognized products or services within their own social groups; (b) Financial risk is one of the underlying dimensions of perceived risk that refers to the risk associated with the expected potential monetary loss in the form of erroneous money transfer and incomplete knowledge about transaction costs. (c) The functional dimension of risk refers to the core benefit and basic utilities of a good or service. It includes aspects such as quality, uniqueness, ease of use, reliability, and durability of the product [10] as cited [11]. Individual risk expresses how 'risk-averse' people tend to be or try to avoid any form of risk, and how 'risk-friendly' people enjoy or expectantly tolerate the associated emotion or uncertainty [12] as cited in [11]. (d) Security risk is related to customer account hacking.

Limited research is done on risk exposures and risk management strategies adopted by women, especially female-headed farm households, on accessing digital financial products and services.

Against this background, this study will identify basic elements of assessing, controlling and monitoring electronic banking risks faced by microfinance customer clients in Southern Nigeria. The study will lay a foundation for long term development of a sustainable online financial inclusive system, and also long term social gain and cost savings for both banks and their customers.

Nigeria is bedeviled by poverty, inequality, unemployment and youth restiveness. Therefore, the hypothesis that is aimed at identifying influential factors on access to digital financial products and services in order to provide useful information on inclusive financial services is of the utmost importance. Policies that will scale this up will be a win-win situation for Nigeria. Most importantly, female headed-households are usually socially excluded. It is therefore pertinent to develop a study that assesses the usage of digital finance by this class of women who are associated with poverty in order to develop policies that will engender alleviation of their poor status. Hence the need for this study.

A. Objectives of the Study
The specific objectives of the study were to:

i) identify digital financial products and services accessed by female farm household heads in Southern Nigeria.

ii) identify cyber risks experienced by female farm household heads in Southern Nigeria.

iii) examine the preparedness of the respondents towards cyber security in the study area.

iv) determine the socio-economic factors and perceived security risks that influence access to digital financial products and services in the study area.

B. Hypothesis of the Study
Ho₁: Socio-economic factors and perceived risks of the respondents have no significant influence on access to digital financial products and services in Southern Nigeria.

II. METHODOLOGY

A. Study Area
The area of study was Southern Nigeria. It occupies a total land area of 193,347 km² and has a total population of 64,978,376 persons [13]. Nigeria has six geo-political zones in which three geo-political zones make up Southern Nigeria. It comprises of 17 states out of 36 states of Nigeria. It boasts diverse vegetation belts ranging from Nigeria's largest rain forests to mangrove swamps, savannahs, mountains, and waterfalls teeming with rare animals, endangered species, and unusual plant families, making it one of the world's richest biodiversity hotspots, attracting both scientists and tourists. Niger Delta region is located in Southern Nigeria. It is where most of the country's oil is located.

B. Sampling Technique and Sample Size
The respondents for this study were chosen using a multistage sampling procedure. Southern Nigeria is divided into three geopolitical zones: Southeast, which consists of five states; Southwest, which consists of six states; and South-south, which consists of six states. Two states were randomly selected in each geopolitical zone, making it a total of six states in the study. These states were Abia, Enugu, Bayelsa, Rivers, Ekiti and Ondo. In each selected state, two Local Government Areas(LGAs) were purposively selected making it a total of 12 LGAs. In Abia, the LGAs were Umunhua North and Umunhua South, in Bayelsa the LGAs were Yenagooa and Sagabama, in Enugu the LGAs were Orji River and Nkanu West, in Rivers the LGAs were Ikwere and Khana, in Ekiti the LGAs were Ikere and Ado-Ekiti, while in Ondo, the LGAs were Akure North and Ifedore. Two farming communities were purposively selected from each LGA making it 24 farming communities for the study. Purposive selection was made based on the presence of financial institutions in the farming communities. In such selected community, there was a purposive selection of 10 female farm household heads that access digital financial products,
and 10 that do not access digital financial products. That made it a total of 240 of them that access digital financial products, and another 240 that do not access financial products. Making it a total of 480 female farm household heads for the entire study.

C. Data Collection

The primary data were collected through the use of a structured questionnaire and oral interview. The study used two sets of questionnaires; the first set was for female household heads who use digital financial products. The second set of questionnaires was distributed to female heads of households who do not have access to digital financial products.

D. Data Analysis

The data were analyzed using two distinct approaches: descriptive statistics and inferential statistics such as binary logistic regression.

E. Model Specification for Binary Logit

Given that the dependent variable is dichotomous, a binomial logistic regression model was used: 0 when a female household head does not have access to digital financial products and 1 when she does. The predictor variables are a collection of indicators of female household heads' socioeconomic status and perceived risk. They include both categorical and continuous variables. Assume that Pj is the probability that the jth female household head has access to digital financial products. We assume Pj is a Bernoulli variable whose distribution is determined by the vector of predictors X, so that:

\[ P_j(X) = \frac{e^{\alpha + \beta X}}{1 + e^{\alpha + \beta X}} \]  

(1)

The logit function to be estimated is then written as:

\[ \ln\left(\frac{P_j}{1-P_j}\right) = \alpha + \sum I \beta_i X_{ij} \]  

(2)

The logit variable \(\ln(P_j/(1-P_j))\) represents the natural logarithm of the probability that a female household head has access to digital financial products. The coefficient estimates of \(\beta\) gives the change in the log-odds (logarithm of relative probabilities) of the outcome—here = 1—for a one-unit increase in the independent variable, all other independent variables remaining constant. Maximum Likelihood (ML) is used to estimate logit regressions rather than Ordinary Least Squares (OLS). ML calculates coefficient estimates that maximize the likelihood of the sample data set being observed.

The binary logit model to be estimated is specified as follows:

\[ C_{ij} = \beta_0 + \beta_1 X_1 + \beta_2 X_2 + \beta_3 X_3 + \beta_4 X_4 + \beta_5 X_5 + \beta_6 X_6 + \beta_7 X_7 + \beta_8 X_8 + \beta_9 X_9 + \beta_{10} X_{10} + u \]  

(3)

Cij = Dummy = 1 if the female household head is accessing digital financial products, and 0 otherwise.

X1 = Age (Years).
X2 = Household Size (Number).
X3 = Educational Status (Years).
X4 = Farming status (Full-time= 1, Part-time= 0).
X5 = Cooperative Membership (Dummy; Yes =1, No=0).
X6 = Business experience (Years).
X7 = Internet access (Dummy; Yes= 1, No= 0).
X8 = Ownership of ICT device (Dummy; Yes= 1, No= 0).
X9 = Annual income (Naira).
X10= Perceived security risk (Dummy; Yes= 1, No= 0).

u = stochastic error term.

III. RESULTS AND DISCUSSION

A. Digital Financial Products Accessed by Female Heads of Farm Households in Southern Nigeria

The response of female heads of farm households to access to digital financial products is depicted in Fig. 1. The overwhelming majority (98.7%) of respondents indicated that they use ATM/Debit cards, which corresponds to the report of [14] which stated that 76.2% of Nigeria's banked population owns ATM/Debit cards. SMS Alert services were also heavily utilized by respondents (98.3%). The majority of female household heads indicated that they use USSD Banking Codes (92.9%), Point of Sale (79.1%), Balance inquiry (85.8%), and Online Fund Transfer (65.3%).

Additionally, analysis of the results indicates that respondents use these digital financial products on a moderate basis: email alerts (51.0%), online bill payment (51.0%), e-statements (49.8%), and online purchases (43.5%). These are the least accessed products, according to respondents: remittances (31.0%), online loans (21.8%), online deposit accounts (20.9%), online savings accounts (7.1%), and micro insurance (4.2%). This corroborates [15] findings that the banked population in Nigeria has the least access to online savings accounts and insurance.

B. Cyber Risks Experienced by the Female Heads of Farm Households in Southern Nigeria

Table I contains responses from female household heads regarding cyber risks. The results indicated that approximately 54.0% of respondents agreed that whenever they used the bank's USSD code, they always received error messages prior to the transaction being completed. Around 49.0% of respondents indicated that their mobile app transactions were unsuccessful and yet their accounts were debited. Only 7.5% admitted that someone close to them used their ATM cards to withdraw money from their accounts without their knowledge. Only 2.9% stated that they were approached by criminals after withdrawing money from an ATM. About 39.7% indicated that they paid via POINT OF SALES (POS) terminal. The transaction was not approved, but money was deducted from their accounts. This implies that a substantial number of customers who pay at the point of sale are exposed to this risk. Around 14.6% indicated that they received a text message (SMS) requesting that they urgently provide their bank account information, and that money was withdrawn from their account after providing the account information. This is consistent with the findings of [16], who reported that the majority of their respondents were victims of cyber-attacks after disclosing their banking information via text messages. Around 7.9% of respondents reported receiving a call from an unknown person claiming
to be a bank customer representative, requesting their bank account information, which was subsequently provided, and money was withdrawn from their accounts. This finding is supported by the [17], which reported that the majority of common cyber-attacks are mostly caused by users disclosing personal information to fraudsters. Only 6.7% of respondents indicated they had been a victim of phishing, which means they received an email that looked identical to one from their banks requesting they urgently provide their bank account information via a link embedded in the email, which they did, and money was subsequently withdrawn from their accounts.
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Fig. 1. Digital financial products accessed by female heads of farm households.

| S/N | Cyber risks                                                                 | Yes (%) |
|-----|-----------------------------------------------------------------------------|---------|
| 1   | I received an email that appeared to be from my bank, requesting that I provide my bank account details as soon as possible via a link embedded in the email, which I did, and money was then withdrawn from my account. | 6.7     |
| 2   | I received a text message (SMS) requesting that I provide my bank account information as soon as possible, and after providing the information, money was withdrawn from my account. | 14.6    |
| 3   | I visited a malicious website on my system and that resulted to the exposure of my bank account details stored on the system and allowed criminals to withdraw money from my account. | 1.3     |
| 4   | Someone close to me used my ATM card to make a hidden withdrawal from my account. | 7.5     |
| 5   | I was approached by criminals who carted away with my money after withdrawing money from an ATM. | 2.9     |
| 6   | I received a text message saying that my ATM card has been de-activated and that to re-activate it I should call someone through a phone number provided in the message, which I did, and after providing my card details to the person for re-activation, money was withdrawn from my account. | 18.8    |
| 7   | I was trying to transfer money through my mobile application, the transaction did not go through due to network issues, but the money was debited from my account. | 49      |
| 8   | It took a long time for my money that was debited from unsuccessful transaction to be revised. | 38.1    |
| 9   | Every time I try to make use of my bank’s USSD code, I always get error messages before the transaction goes through. | 54      |
| 10  | I received an email that looks as if it is coming from my bank requesting that I urgently change my online banking password through a link provided in the email, which I did, and thereafter money was withdrawn from my account. | 3.3     |
| 11  | My phone was stolen, and I couldn’t carry out transactions on my online banking accounts due to my inability to receive the ONE TIME PASSWORD that my bank sends for every transaction. | 10.9    |
| 12  | I did shopping on a fraudulent shopping website, I entered my ATM/DEBIT CARD details and money was debited from my account without receiving what I paid for. | 2.9     |
| 13  | I made a payment at a POINT OF SALES (POS), and even though the transaction was rejected, yet the money was deducted from my account. | 39.7    |
| 14  | I received a call from an unknown individual claiming to be a representative from my bank's customer service department, telling me that my online banking account had been temporarily locked due to suspected unauthorized request for password change from me, and that I should provide my account login details so they can unlock the account, which I did, and thereafter money was withdrawn from my account. | 7.9     |
| 15  | After shopping successfully in an online website, afterwards I started receiving unauthorized charges on my account. | 0.8     |
| 16  | I used a public Wi-Fi Network to access my online banking account and thereafter my login details were stolen, and money was withdrawn from my account. | 0       |
| 17  | I entered my online banking account login details on a website that looks exactly like that of my bank and thereafter, my account was hijacked, and my money withdrawn. | 0.4     |
| 18  | I used someone else's system to access my online banking account and thereafter, my login details were stolen, and money was withdrawn from my account. | 0       |
| 19  | My phone got missing and before I could retrieve my line and get a new phone, money have been withdrawn from my bank account. | 0.4     |
| 20  | I helped somebody to withdraw money that s/he transferred into my account, without knowing that the transfer was from a hacked account. My account was blocked, and I was arrested by the police. | 0.8     |

Source: Author (2019).


C. Cybersecurity Measures Adopted by Female Heads of Farm Households

Table II shows the cybersecurity measures taken by female heads, with the following measures being the most popular:

1) I avoid isolated ATMs and late-hour ATM visits (94.1%);
2) I ignore and delete emails and text messages requesting that I provide my online banking information through any channel (93.7%);
3) I have discontinued the use of birthdates, addresses, and other words or numbers that make it easier for attackers to guess my password (90.0%);
4) I do not use the same password for all of my bank accounts (88.3%);
5) I exercise caution whenever I login to my online banking site to avoid prying eyes obtaining my account login information (87.4%);
6) I check my account history and balance on a regular basis to ensure that everything is in order (78.2%);
7) I contact my bank to verify any details I receive online or by text message about my online account (70.3%);
8) I no longer click on links found in suspicious-looking emails, regardless of how real they seem (69.9%); I cover the ATM keypad with my hand when entering my PIN (66.4%); I immediately notify my bank when I see unauthorized debit alerts (71.3%).

Female heads of farm households implemented the following cybersecurity initiatives in a moderate manner:

1) I always log out of my bank’s mobile application after completing a transaction (61.5%);
2) My mobile computer is password-protected (60.3%);
3) I only download apps from approved app stores (57.3%);
4) I always update my online banking applications when asked to do so (61.5%) (56.1%).

The following cybersecurity interventions were reported to be the least frequently used by respondents. Among them are the following:

1) I now use a PREPAID CARD for online purchases (8.8%);
2) I have a dedicated minimal savings account for online transactions (14.2%);
3) I have now used a reliable antivirus program to protect my mobile device/computer (22%).

| S/N | Cybersecurity Measures | %    |
|-----|------------------------|------|
| 1   | I take extra precautions whenever I want to access my online banking platform in order to keep prying eyes from gaining access to my account login information. | 87.4 |
| 2   | I disregard and delete emails and text messages requesting my online banking information via any channel. | 93.7 |
| 3   | I've stopped clicking on links found in suspicious-looking emails, regardless of how genuine they seem to be. | 69.9 |
| 4   | I contact my bank to double-check any information I receive about my online account from websites or text messages. | 70.3 |
| 5   | I check my account balance and history on a regular basis to ensure that everything is in order. | 78.2 |
| 6   | I've discontinued the use of birthdates, addresses, and other words or numbers that make it easier for attackers to guess my password. | 90.0 |
| 7   | For all of my bank accounts, I don't use the same password. | 88.3 |
| 8   | I avoid using isolated ATMs and I avoid going to the ATM during late hours. | 94.1 |
| 9   | I now protect my mobile device with reputable mobile security software. | 22.0 |
| 10  | I've switched to two-factor authentication (PIN and OTP) for mobile banking. | 43.1 |
| 11  | I immediately dial my bank whenever I lose or misplace my ATM card to freeze my account. | 64.4 |
| 12  | I installed antivirus software to prevent viruses, key loggers, and other malicious programs from compromising my computer. | 28.9 |
| 13  | I never conduct online transactions through unencrypted private wireless networks or public Wi-Fi. | 23.4 |
| 14  | I always make online purchases through well-known e-commerce websites that begin with https:// rather than http://. | 25.1 |
| 15  | I only download applications from authorized app stores. | 57.3 |
| 16  | I instantly notify my bank when I see unauthorized debit alerts. | 64.0 |
| 17  | I make all online purchases using a PREPAID CARD. | 8.8 |
| 18  | I set aside a small savings account specifically for online transactions. | 14.2 |
| 19  | I disallow web browsers from storing my online banking login details. | 0.0 |
| 20  | I make sure my bank website is legitimate before I enter my login details. | 8.8 |
| 21  | I use dedicated system to access my online banking accounts. | 52.7 |
| 22  | I access my online banking accounts through a dedicated browser. | 44.4 |
| 23  | I always update my online banking applications whenever I'm prompted to do so. | 56.1 |
| 24  | My mobile device is password-protected. | 60.3 |
| 25  | I use strong password for my online banking account. | 64.0 |
| 26  | I cover the ATM keypad with my hand while entering my PIN. | 66.4 |
| 27  | I keep my ATM card safe and protect the card details from strangers and even people close to me. | 65.7 |
| 28  | I always make sure that my bank website starts with https:// instead of http before I log into my online banking account. | 37.2 |

Source: Author (2019).

D. Determinants of Access to Digital Financial Products by Female Heads of Farm Households in Southern Nigeria

A binary logistic regression was used to determine the effect of socioeconomic variables on female heads of farm households’ access to digital financial products in Southern Nigeria, as shown in Table III. The dependent variable (access to digital financial products) was defined as follows: accessed = 1, did not access = 0. The model is statistically significant, indicating that the explanatory variables estimated reliably distinguished female heads who accessed digital financial products from those who did not (Chi-square = 440.063, P = 0.000). The Nagelkerke R-square value of 0.801 indicates that the combined effects of all the independent variables in the model explained 80.1 percent of the variation in access to digital financial products.
Six of the ten explanatory variables examined in the model were statistically significant in terms of accessing digital financial products: marital status, household size, business experience, internet access, ownership of an ICT device, and perceived security risk.

The marital status coefficient is positive and statistically significant at 10%. This finding implies that married female heads of households are more likely to use digital financial products. This may be possible as a result of their husbands’ positive influence. The household size coefficient is positive and statistically significant at the 5% level of probability. This means that for every additional unit of household size, the likelihood of accessing digital financial products increases by 17%. At 10% level of significance, business experience has a statistically significant negative coefficient (=-0.044). The findings suggest that female heads with a long history in business are less likely to use digital financial products. This could be because people who cling to old habits often struggle to embrace new ones. Internet connectivity is a significant predictor of access to digital financial products. According to the study, female heads of farm households with internet access are more likely to use digital financial products. This is consistent with [18] findings that internet access is a significant determinant of internet banking adoption in India. Ownership of an information and communication technology device is statistically significant (P=0.001) and has a positive coefficient (3.898). This finding indicates that female heads who own ICT devices such as phones and tablets are more likely to access digital products. This finding is consistent with expectation, as accessing digital financial products requires the use of an ICT device. Perceived security risk is statistically significant at 1% with a negative coefficient, implying that female heads who are risk averse are less likely to access digital financial products. This is consistent with [19] findings that security risk has a negative effect on the intention to use internet banking.
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