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ABSTRACT
The privacy of an individual is bounded by the ability of a third party to reveal their identity. Certain data items such as a passport ID or a mobile phone number may be used to uniquely identify a person. These are referred to as Personal Identifiable Information (PII) items. Previous literature has also reported that, in datasets including millions of users, a combination of several non-PII items (which alone are not enough to identify an individual) can uniquely identify an individual within the dataset. In this paper, we define a data-driven model to quantify the number of interests from a user that make them unique on Facebook. To the best of our knowledge, this represents the first study of individuals’ uniqueness at the world population scale. Besides, users’ interests are actionable non-PII items that can be used to define ad campaigns and deliver tailored ads to Facebook users. We run an experiment through 21 Facebook ad campaigns that target three of the authors of this paper to prove that, if an advertiser knows enough interests from a user, the Facebook Advertising Platform can be systematically exploited to deliver ads exclusively to a specific user. We refer to this practice as nanotargeting. Finally, we discuss the harmful risks associated with nanotargeting such as psychological persuasion, user manipulation, or blackmailing, and provide easily implementable countermeasures to preclude attacks based on nanotargeting campaigns on Facebook.

CCS CONCEPTS
• Security and privacy → Social network security and privacy.

1 INTRODUCTION
In the current hyper-connected world, an individual’s privacy is bounded by the amount of information a third party needs to know to identify them. Beyond Personal Identifiable Information (PII), e.g., email address, phone number, postal address, passport ID, etc., which by definition uniquely identifies an individual, a user could be also uniquely identified by the combination of a certain number of non-PII elements. Defining the number of non-PII items required to uniquely identify a user is of paramount importance to understand the actual limits of users’ privacy. Preliminary studies in the area of users’ uniqueness have demonstrated that the spatio-temporal information of 4 mobile phone calls [3] or 4 credit card purchases [4] uniquely identify more than 90% of the users in a dataset with 1.5 million people. Similarly, 3 demographic items (gender, ZIP code, and birth date) are enough to identify 63% of US citizens within the US 2000 census [19]. However, these studies are limited either to a small user base or to a single country.

In this paper, we present, to the best of our knowledge, the first study that addresses individuals’ uniqueness considering a user base at the worldwide population’s order of magnitude. The focus of our study is Facebook (FB), a platform having more than 2.8B active users [14] at the end of 2020. The non-PII items that we consider in our analysis are the interests that FB assigns to users based on their online and offline activity. Users’ interests represent a very important asset for FB since its revenue model is based on delivering relevant ads to users. Many advertisers use the FB advertising platform to create ad campaigns to reach users based on their interests.

The first contribution of this paper is a data-driven model that provides the metric $N_P$, which is defined as the number of interests that uniquely identify a user on FB with a probability $P$. For instance, $N_{50} = 12$ means that the probability to uniquely identify a user with 12 interests is 50%. To obtain $N_P$, we study the audience size for thousands of FB audiences formed by combining between 1 and 25 interests. We retrieve the size of the audiences used in our study from the FB Ads Campaign Manager[13]. Moreover, to create the combinations of interests we use real interest sets from 2.4k FB users that installed the FDVT (Data Valuation Tool for Facebook Users) [20] browser extension that collects the interests FB has assigned them.

The results from our model reveal that the 4 rarest interests or 22 random interests from the interests set FB assigns to a user make them unique on FB with a 90% probability.
In contrast to the non-PII items considered in some of the previous works studying uniqueness (e.g., credit card transactions or mobile phone calls), users’ interests on FB are intentionally designed to be actionable through FB ad campaigns. Therefore, since a user can be uniquely identified by a set of interests on FB, it may be possible to configure a Facebook ad campaign that reaches exclusively a single user. We refer to this practice as nanotargeting in this paper.

Nanotargeting is a potentially harmful practice. The literature from the psychological persuasion discipline has demonstrated that persuading an individual is easier if you can create tailored messages to the psychological characteristics and motivations of that person [28]. In this context, nanotargeting might be a very powerful tool for attackers willing to manipulate a specific individual. Nanotargeting could also be used to blackmail users.

To our knowledge, there is no previous evidence of the possibility of systematically exploiting the FB advertising platform to implement nanotargeting based on non-PII data.

The second contribution consists in providing the first empirical evidence that nanotargeting can be systematically implemented on FB by just knowing a random set of interests of the targeted user. In particular, we have configured nanotargeting ad campaigns targeting three authors of this paper. We tested the results of our data-driven model by creating tailored audiences for each targeted author using combinations of 5, 7, 9, 12, 18, 20, and 22 randomly selected interests from the list of interests FB had assigned them. In total, we ran 21 ad campaigns between October and November 2020 to demonstrate that nanotargeting is feasible today.

Our experiment validates the results of our model, showing that if an attacker knows 18+ random interests from a user, they will be able to nanotarget them with a very high probability. In particular, 8 out of the 9 ad campaigns that used 18+ interests in our experiment successfully nanotargeted the chosen user.

After proving the plausibility to systematically conduct nanotargeting ad campaigns on FB nowadays, the last contribution of this paper is focused on discussing and proposing solutions to protect users from the potential pernicious risks associated with nanotargeting (e.g., manipulation, blackmailing, etc.). First, we add new functionality to the FDVT browser extension to reveal to users what interests are more harmful to their privacy (i.e., those associated with a smaller audience size) using a simple color scale. Our solution also enables users to delete those interests with a single click. Second, we propose easily implementable measures that FB could adopt to preclude nanotargeting attacks through its advertising platform.

2 BACKGROUND

In this section, we describe the technological venues that we use in this paper. Particularly, we first describe the FB advertising platform which serves a twofold purpose in our research. We use it to (i) retrieve the audience sizes that serve as input to our model of users’ uniqueness on FB, and (ii) configure the advertising campaigns of our nanotargeting experiment. Second, we describe the FDVT browser extension, which provides the set of interests that we use as input in our analysis of users’ uniqueness on FB.

2.1 Facebook Ad Platform Overview

Advertisers configure their ad campaigns on FB through the FB Ads Campaign Manager [13]. This is a dashboard where advertisers define the audience (i.e., user profile) they want to target. The FB Ads Campaign Manager offers advertisers a wide range of configuration parameters such as (but not limited to): location (country, region, etc.), demographic parameters (gender, age, etc.), behaviors (mobile device, OS and/or web browser used, etc.), and interests (sports, food, etc.). In principle, all these attributes are considered non-PII data since they cannot be used alone to identify a user. Moreover, the FB Ads Campaign Manager conveys the size of the audience configured in the dashboard through the so-called Potential Reach parameter. This parameter reports the number of Monthly Active Users (MAU) on FB matching the defined audience, which by definition is the audience size. In addition to the dashboard, the FB Ads Campaign Manager allows advertisers to automatically retrieve the Potential Reach for any audience. We leveraged that API to retrieve the Potential Reach associated with the audiences used to build our model.

On the other hand, FB assigns to each user a set of interests, referred to as ad preferences. The ad preferences of a user are inferred from the data and activity of the user on FB and other websites and online services where FB is present. These ad preferences are indeed the interests offered to advertisers in the FB Ads Manager. Therefore, if a user is assigned “Italian food” within their list of interests, they will be a potential target of any FB advertising campaign configured to reach users interested in “Italian food”. It is important to note that interests in the FB ad ecosystem are global, thus there are not specific interests per country.

The only compulsory parameter to define an audience in FB is the location. An advertiser can combine that location with any of the other available attributes. Hence, we can obtain the number of FB users in a particular location (e.g., zip code, town, country, etc) or group of locations that have been assigned a particular interest (or group of interests). Due to privacy reasons, the minimum Potential Reach value that FB returns for any audience since 2018 is 1000. Previously, this limit was only 20. In this paper, we use a dataset collected in January 2017, so that our data is bounded by an audience size limitation of 20 users.

The Potential Reach limitation does not prevent advertisers running campaigns for audiences including less than 1000 users, but it only prevents the advertiser from knowing the actual size of the targeted audience. Even more, a previous work [18] describes a mechanism to reduce under the current Facebook limits the minimum Potential Reach from 1000 to 100. This method may help advertisers to infer the size of their targeted audience even if this is lower than 1000. Therefore, any author willing to replicate our uniqueness analysis would be limited by a threshold of 100 instead of 20.

It is important to note that, at the time we collected the dataset, the FB Ads Manager had two limitations. First, we could not create queries including more than 25 interests (this limitation remains nowadays). Second, the FB Ads Manager did not include the whole world as a possible location (this option is available nowadays). Instead, it requested to introduce a specific location (country, region, town, ZIP code, etc.) or group of locations. The maximum number
of locations allowed in a query was 50. Therefore, to maximize the number of users addressed in our research, we ran our queries for a location set including the 50 countries with the largest number of FB users (see Appendix A). These countries accounted for 1.5B active users, which corresponded to 81% of the overall FB when we collected the data [10].

Finally, Facebook also allows advertisers to target users based on PII data items through the Custom Audience [11] functionality on its advertising platform. A custom audience refers to a list of users identified by a PII item (e.g., mobile phone number, email address, etc.). A Facebook ad campaign based on a custom audience has the goal of reaching the users included in such custom audience list. To this end, FB finds the registered users who match any of the PII items included. FB imposes two important requirements for the use of a custom audience: (i) Advertisers are responsible for obtaining explicit consent from the users included in the audience to be targeted with FB Custom Audience advertising campaigns. Failing to do so may imply the advertiser/attacker is breaking personal data regulations such as the General Data Protection Regulation (GDPR) [7] in Europe. This requirement appears not to be needed when using non-PII attributes; (ii) The minimum number of users forming a custom audience has to be 100. Although custom audiences are of high interest in the context of privacy studies they require PII data and thus are out of the scope of this paper.

### 2.2 FDVT Browser Extension

The list of interests considered in this work is obtained from 2,390 real FB users that installed the FDVT browser extension [20] before January 2017. Our extension was publicly released in Oct. 2016 and our user base is formed by users that freely decided to install it. The main functionality of the FDVT browser extension is to provide users with a real-time estimation of the revenue they generate for FB out of the ads they receive while browsing on FB. To compute the revenue estimation the users provide in a registration process a few demographic parameters that allow us to build an audience from them: (i) Country of residence (compulsory), (ii) Gender (optional), (iii) Age (optional), and (iv) Relationship status (optional). The FDVT browser extension collects (among other data) the interests FB assigns to the user. To this end, the browser extension parses the user’s ad preferences page [12].

### 2.3 Ethics (IRB and Users consent)

Our research is committed to complying with ethical and legal standards. From the legal point of view, we are subject to the General Data Protection Regulation (GDPR) [7] that applies to all EU countries. To comply with the GDPR, at the time of installing the FDVT browser extension (i.e., registration process), all users have to: (i) proactively accept (opt-in) the Terms of Use [16] and Privacy Policy [15], and (ii) provide us with explicit permission (opt-in) to use the information anonymously collected for research purposes. From the ethical point of view, the ethics committee of the authors’ institution provided an IRB approval to develop the FDVT browser extension as a part of an H2020 European project and the research activities derived from it.

In Section 5, we run real ad campaigns aiming at nanotargeting 3 of the authors of this paper using a different number of interests. In some cases, these campaigns also reach other users different from the targeted authors. We have used ads (see Figure 6) that simply promote the FDVT browser extension in all our ad campaigns. In addition, our ads do not track ad impressions. Therefore, there is no way we can obtain the identity of the users receiving the ad. In case some user clicks on the ad, they are forwarded to the FDVT’s website [17] (the website project of our FDVT plug-in). As in most standard web services we collected the IP address of the device that has opened the connection. This is a common practice for multiple reasons from which the most important one is security. To further protect users’ privacy, in the context of this experiment, we have pseudonymized the IP address using a (secret) hash-function and key. In addition, the only users targeted in the ad campaigns of Section 5 are authors of the paper who are aware and accept the purpose of the nanotargeting experiments.

### 3 DATASET

Our dataset is created from 2,390 real users that installed our FDVT browser extension between October 2016 (public release) and January 2017. Of these users, 1,949 declared to be men, 347 to be women, and 94 did not disclose their gender. Furthermore, following the age group classification proposed in [6], 117 users are adolescents (aged 13-19), 1374 early adults (aged 20-39), 578 adults (aged 40-64), 19 matures (aged 65+), and 302 did not provide their age. Finally, our 2,390 users stated to be located in 80 different countries. A detailed breakdown of the number of users per country in our dataset can be found in Appendix B.

We retrieved 1.5M occurrences out of 99k unique FB interests assigned to the 2,390 users. Figure 1 displays the CDF of the number of interests per user. The number of interests FB assigned to an individual user in our dataset ranges between 1 and 8,950, with a median of 426 interests.

To understand the popularity distribution of these interests, we extracted the audience size reported by the FB Ads Manager API for each of them. Figure 2 depicts the CDF of the audience size distribution for the 99k unique interests in our dataset. The results show a large variability in the popularity of the interests. In particular the 25th, 50th and 75th percentiles of the distribution are 113,193; 418,530; and 1,719,925; respectively.

![Figure 1: CDF showing the distribution of the number of interests assigned to the 2,390 users of our dataset.](image-url)
We are aware our dataset may not be a statistically representative sample of Facebook’s entire interest ecosystem; however, it includes a very large number of interests that cover a very broad popularity range, which is what we need for the purpose of our work. As the results in the paper validate, the collected dataset is appropriate to (i) quantify how many interests make a user unique in FB, and (ii) demonstrate that nanotargeting can be systematically implemented on FB.

4 ANALYSIS OF FB USER UNIQUENESS

We devote this section to analyze users’ uniqueness on FB according to their interests. The outcome of this section will serve two different purposes: (i) we will answer the first research question addressed in this paper: how many interests are required to uniquely identify a user on FB? (ii) the answer to this question will be used as a reference for the number of interests we should consider in our nanotargeting experiment (see Section 5.1).

4.1 Methodology

We define the variable \( N_p \) as the number of interests that uniquely identify a user with a probability \( P \) on FB. For instance, if with 9 (18) interests a user can be uniquely identified on FB with a probability 0.3 (0.8), then \( N_{0.3} = 9 \) \( (N_{0.8} = 18) \).

Our goal is to propose a model that defines \( N_p \) for any value of \( P \). We use as data source the 99k unique interests assigned to the 2,390 users of the FDVT browser extension.

Let us consider a user in our dataset \( u_i \) \( (i \in [1, 2390]) \) and a given number of interests \( N \) \( (N \in [1, 25]) \). For each pair \( (u_i, N) \), we select a set of \( N \) interests from the list of interests FB assigned to \( u_i \) and collect the FB audience size associated with that combination of interests leveraging the FB Ads Manager API. After doing this for all combinations of \( u_i \) and \( N \), we obtain 25 vectors, one per each value of \( N \), including 2,390 audience size samples.\(^3\) For instance, in the case of \( N = 5 \), we create a vector with 2,390 audience size values retrieved from 2,390 different combinations of 5 interests (one per user in our dataset).

Using these vectors we can produce a distribution of the audience size for each value of \( N \) and compute the different quantiles of the distribution. Based on this, we define \( AS(N, N) \) as the audience size for quantile \( Q \) and the number of interests \( N \). For instance, an \( AS(50, 5) = 500 \) means that with a probability of 50% the size of an audience defined with 5 interests is \( \leq 500 \). Note that, since the minimum audience size reported by FB is 20, \( AS(Q, N) \geq 20 \) by definition.

Next, we create a vector \( V_{AS}(Q) \) including the values of \( AS(Q, N) \) for a fixed value of \( Q \) and all values of \( N \) (from 1 to 25). \( V_{AS}(Q) \) is defined as:

\[
V_{AS}(Q) = \{AS(Q, 1), AS(Q, 2), \ldots, AS(Q, 24), AS(Q, 25)\}
\]

Since \( AS(Q, N) \geq AS(Q, N + 1), V_{AS}(Q) \) presents a decreasing trend. Figure 3 shows examples of \( V_{AS}(Q) \) for \( Q = 50 \) and \( Q = 90 \), where the y-axis represents the audience size and the x-axis represents the number of interests \( N \).

In the described model, \( N_p \) is defined as the cutpoint where \( V_{AS}(Q) \) intercepts an audience size equal to 1. Unfortunately, as we can observe, \( V_{AS}(Q) \) has an asymptote at 20 since this is the minimum audience size reported by FB.

To overcome this issue, we fit \( V_{AS}(Q) \) using the following logarithmic model:

\[
\log(V_{AS}(Q)) \sim -Alog(N + 1) + B
\]

Based on this fit we calculate the cutpoint of the number of interests \( N \) at which the regression line intercepts an audience size of 1, i.e., \( V_{AS}(Q) = 1 \). Since we are using a logarithmic model the cutpoint actually happens where \( \log(V_{AS}(Q)) = 0 \). Therefore, \( N_p \) is defined as follows:

\[
N_p \geq 10^{B/A} - 1
\]

To assess the uncertainty of this estimate, we repeat the data aggregation and model fit in 10,000 bootstrap samples, calculating this way the 95% Confidence Interval (CI) of the cutpoint for each value of \( N \). Note that, we did not truncate the data for audiences of size 20, and we included the first \( AS(Q, N) = 20 \) in our estimation. By doing so, our estimate of the cutpoint is conservative but robust to the minimum size of 20 and our method can still be applied for the current higher limit of 1,000 users.

Figure 3 shows the result of the fitting process of \( V_{AS}(Q) \) for \( Q = 50 \) (red dashed line) and \( Q = 90 \) (black dashed line).

As reference the outcome of the presented model, we have implemented an experiment running real FB campaigns to nanotarget three of the authors of this paper to validate: (i) whether it is feasible to implement a systematic nanotargeting attack on FB based on users’ interests; (ii) if the values of \( N_p \) derived from our methodology can be used as a good reference of the success probability of a potential nanotargeting attack. We describe the experiment in detail and present the obtained results in Section 5.1.
with the value $y=1$ (audience size equal to 1).

The value of $N$ values of the definition of target audiences, in this paper, we apply two different approaches: Least Popular and Random.

**4.2 Interests Selection**

The value of $N_P$, i.e., the number of interests that make a user unique on FB with probability $P$, very much depends on the strategy used to select the interests.

The popularity, i.e., audience size, of FB interests is very diverse and so is the popularity of the interests of an individual user. Our dataset reveals that, in general, across the hundreds of interests typically assigned to an individual user on FB, some are very popular (with audience sizes in the order of tens or hundreds of millions of users) whereas others are unpopular (with audience sizes in the order of tens or a few hundreds of users).

The best alternative to succeed in nanotargeting a user consists in running an ad campaign selecting the least popular interests of that user as target audience, which is expected to lead to small values of $N_P$ (even for high values of $P$ like 0.9 or 0.95). However, implementing this attack would require having full knowledge of the list of interests of the targeted user, which in practice is very unlikely. Instead, it is more likely that an attacker knows a subset of the interests of the targeted user, but not all.

Having in mind that FB imposes a limitation of 25 interests in the definition of target audiences, in this paper, we apply two different approaches for the interests selection based on the previous discussion:

- **Least popular interests selection (LP):** We retrieve the audience size of all the interests assigned to a user and select the 25 least popular ones. We start retrieving the audience size for the least popular interest and keep adding the following least popular interests sequentially one by one to retrieve all the associated audience sizes until we complete the longest combination of 25 interests. From now on in the paper, we will use the variable $N(LP)_P$ when $N_P$ is computed selecting the least popular interests from the users.

- **Random interests selection (R):** We select 25 interests at random from the interests assigned to a user. We start retrieving the audience size for a random interest and keep adding interests sequentially one by one to retrieve all the associated audience sizes until we complete the longest combination of 25 interests. From now on in the paper, we will use the variable $N(R)_P$ when $N_P$ is computed selecting the random interests from the users.

The value of $N(LP)_P$ has an important theoretical relevance since it establishes a theoretical lower bound in terms of privacy based on the number of interests that make a user unique among 1.5B FB users (roughly 1/5 of the worldwide population) considered in our uniqueness analysis. Therefore $N(LP)_p$ is to the best of our knowledge the closest computation made so far concerning the number of non-PII items that make an individual unique within the whole of humanity.

However, as discussed above, $N(LP)_P$ only serves as a reference for nanotargeting purposes in those cases where the attacker knows the full list of interests of a user, which is expected not to be a common situation. Therefore, we will use $N(R)_P$ as a reference for our nanotargeting experiment introduced in Section 5.1.

**4.3 Results**

In this section, we apply the developed model to compute $N_P$, the number of interests that make a user unique on FB with a probability $P$. In particular, to perform a comprehensive discussion we consider $P = 0.5, 0.8, 0.9$ and 0.95 and the two defined interests selection approaches: Least Popular ($N(LP)_P$) and Random ($N(R)_P$) interests.

We have also computed $N(LP)_P$ and $N(R)_P$ across different demographic groups based on gender, age, and location (country) to explore differences in the number of interests that make a user unique across these groups. The results of the demographic analysis are described in Appendix C since they are a side contribution to the core of this work.

**4.3.1 $N(LP)_P$: Least Popular Interests Selection.** Figure 4 displays $V_{AS}(Q)$ for the selection of the least popular interests of users in our dataset and $Q = 50, 80, 90$ and 95 along with their correspondent linear fitting curve.

Moreover, Table 1 presents the estimated value of $N(LP)_{0.5}, N(LP)_{0.8}, N(LP)_{0.9}$ and $N(LP)_{0.95}$ along with the 95% confidence interval and the R-squared ($R^2$) value. Both quality metrics suggest that the fitting model is very accurate.

As discussed above, the obtained $N(LP)_P$ values offer a lower bound about the number of non-PII items that make a user unique among 1.5B FB users, roughly 1/5 of the worldwide population. $N(LP)_{0.95} = 5.89$, indicates that a user can be uniquely identified on FB based on its 6 least popular interests with a 95% probability. Similarly, $N(LP)_{0.9} = 4.16$ and $N(LP)_{0.5} = 2.74$ show that with roughly the 4 and 3 least popular interests an individual can be uniquely identified among 1.5B users with a probability of 90% and 50%, respectively.

The results indicate that the number of non-PII data items that make a user unique in a worldwide population-scale dataset is really
small (4 with a 90% probability). In other words, the privacy of a user is only bounded by a handful of non-PII items.

Finally, in the context of nanotargeting, our result suggests that an attacker having full access to the list of interests of a user can nanotarget them with a 90% probability by running an ad campaign with just 4 interests. The success probability increases to 95% if the attacker uses the 6 least popular interests.

4.3.2 \( N(R)_P \): Random Interests Selection. In this subsection, we present an analysis for \( N(R)_P \) similar to the one presented above for \( N(LP)_P \). Figure 5 shows \( V_{AS}(Q) \) based on the random selection of users’ interests and \( Q = 50, 80, 90 \) and 95 along with their correspondent linear fitting curve.

In addition, Table 1 presents the obtained estimations for \( N(R)_{0.5}, N(R)_{0.8}, N(R)_{0.9}, \) and \( N(R)_{0.95} \) along with their associated confidence intervals and R-squared (\( R^2 \)) value. The confidence intervals and R-squared values indicate again a good accuracy of the proposed model.

The obtained results reveal that 12, 18, 22, and 27 random interests make a user unique on FB with a probability of 50%, 80%, 90%, and 95%, respectively. These findings have two main practical implications: 1) Given that FB typically assigns hundreds of interests to users, it is likely that an attacker can infer a few tens of those interests which would enable him to nanotarget the victim; 2) Performing an attack with 95% success probability is impossible in practice since it requires to target an audience combining 27 interests when FB imposes a maximum of 25 interests for a targeted audience. Note that we use these \( N(R)_P \) values as a reference to run the nanotargeting experiment in Section 5.1.

Summary of uniqueness analysis results.

Our results reveal that: (i) the 4 rarest interests of a user make them unique within a user base in the same order of magnitude as the worldwide population. This indicates that the uniqueness of an individual is defined by a small number of non-PII items, thus users privacy is very compromised in the current hyper-connected society; (ii) In comparison with previous studies, our analysis reveals that the number of non-PII items that make unique a user in a dataset with millions of users (4 credit card purchases or 4 mobile phone calls) or billions of users (4 rarest interests or 22 random interests) is in the same order of magnitude. This means that belonging to larger-scale human groups does not seem to contribute to significantly improve the privacy boundaries for individuals.

5 NANOTARGETING EXPERIMENT

In this section, we present an experiment that builds on top of the results obtained from our analysis in the previous section. Our goal is to provide evidence that the FB advertising platform can be systematically exploited to implement nanotargeting campaigns with non-PII data nowadays.

We remind that our definition of nanotargeting requires that the ad is exclusively delivered to the targeted user. Therefore, when we indicate that a nanotargeting campaign has failed it does not imply the campaign did not reach the targeted user. It means that more than one user has been reached, which may or may not include the targeted user.

5.1 Description of the Experiment

The experiment consisted in creating tailored ad campaigns on FB to reach three authors of this paper using random sets of interests obtained from the complete list of interests FB had assigned them. As discussed above, we decided to focus our experiment on the use of random interests since in practice it is much more likely that an attacker knows a random list of interests from a user than their least popular interests.

Interests selection. Based on the results presented in Section 4, we have run 7 campaigns per user configured with 5, 7, 9, 12, 18, 20 and 22 randomly selected interests. Since we are targeting 3 independent users, we run 21 FB ad campaigns in total in our experiment.
We divide the experiments into two groups based on the expected success likelihood. The first group includes those experiments using 12, 18, 20, and 22 interests. We refer to it as Success Group because our results in Section 4 indicate that the probability of succeeding in a nanotargeted campaign for the considered number of interests in this group ranges between 50% and 90%. Hence, we expect that many of these campaigns effectively nanotarget the correspondent user.

The second group configures campaigns using 5, 7, and 9 interests and we refer to it as Failure Group since the results from our model manifest a success probability of 2.5%, 15% and 30% for 5, 7, and 9 interests, respectively. Based on this, we expect most of these nanotargeting campaigns fail.

To conduct the experiments, we select a random set of 22 interests from each user that are directly used in the campaigns configured with 22 interests. To create the campaign using 20 interests, we remove 2 from the initial set. Similarly, to create the campaign with 18 interests, we remove 2 from the set used in the 20-interest campaign. Following the same approach, we remove 6 interests from the 18-interest campaign and use the remaining ones to define a 12-interest campaign. We keep on the same process to define the remaining campaigns.

Geographical range. The geographical range of the ad campaigns is defined as “worldwide”. This makes that our campaigns do not filter users based on their location and thus they can potentially reach any FB user. Note, that FB reported 2.8B monthly active users in the last quarter of 2020 [14] when we run our experiment.

Ad assets. We created one specific ad creativity for each one of the 21 configured campaigns. Each ad creativity identifies both the user being targeted (User 1, User 2, or User 3) and the number of interests used in its associated campaign (5, 7, 9, 12, 18, 20, 22). For instance, Figure 6 presents the ad received by User 3 in his FB newsfeed associated with the nanotargeting campaign configured with 12 random interests. Moreover, each ad creativity is linked to a different landing page hosted on our web server.

Timing and duration. Every campaign ran for a total time of 33 hours divided into 4-time windows. In particular, the campaigns in the Success Group (using 12, 18, 20, and 22 interests) ran in parallel on Thu. Oct 29, 2020, from 19h to 21h CET, Fri. Oct 30 from 9h to 21h CET, Mon. Nov 2 from 9h to 21 CET and Tue. Nov 3 from 9h to 16h CET. We stopped all the Success Group campaigns at the same time once the three users had received at least once the targeted ad from every campaign. The campaigns in the Failure Group (using 5, 7, and 9 interests) ran in parallel exactly at the same hours and days as the Success Group campaigns in the week after.

We used the same duration, and same weekdays and hours in every ad campaign, to guarantee that all of them had the same amount of time to deliver ad impressions and to avoid potential biases in our results due to special conditions affecting concrete weekdays or hours within a day.

Budget. We allocated an initial daily budget of 70€ to each ad campaign for a period of one week. FB distributes the budget over the provided time window, so our expected expenditure was roughly 10€/day per campaign. Since the actual duration of our campaigns was lower than the provided time window of one week, none of the campaigns consumed the 70€ assigned to them. The overall cost of our experiment was 305.36€.

Nanotargeting success validation. We used three elements to validate the success (or failure) of a nanotargeted ad campaign from our experiment:

1. Facebook offers advertisers a dashboard where they can monitor the progress of their ad campaigns. This dashboard...
reports for each campaign (among other things): the number of delivered impressions, the number of unique users reached, the number of clicks on the ad, and the budget spent in the ad campaign.  

(2) We keep a record of each ad impression delivered to the targeted users. To this end, upon the reception of a targeted ad, the user was instructed to click on it. Since each ad creativity has a unique associated landing page, this click created a log entry in our web server recording the details of the ad campaign (targeted user and number of impressions) and the timestamp. 

(3) Each user was also instructed to take a snapshot of the received ad along with the information included in the “Why am I seeing this ad?” option that Facebook offers to users. When a user clicks on the “Why am I seeing this ad?” option, a new window pops up displaying the parameters used by the advertiser to define the targeted audience in the ad campaign associated with the ad. In our experiment, those parameters refer to the list of interests used in the ad campaign. Figures 11 and 12 in Appendix D illustrate an example of the “Why am I seeing this ad?” option captured by one of the authors. We have verified that for every targeted ad identified by the authors the parameters included in the “Why am I seeing this ad?” matched exactly the configured audience associated with the received ad.

Combining the three described pieces of information we could easily identify whether a nanotargeting campaign had been successful or not. In particular, we could safely conclude that a nanotargeted campaign had succeeded if the following three conditions hold: (i) FB reported that only one user had been reached, (ii) we had a log record in our web server generated by the user click in the ad, and (iii) the nanotargeted user collected a snapshot of the ad and its associated “Why am I seeing this ad?” option.

5.2 Results

Table 2 summarizes the results of the nanotargeting experiment. For each user and ad campaign (i.e., number of interests used) the table depicts the following five metrics: (i) Seen: it is a binary metric that indicates whether the user has received the ad or not; (ii) Reached: it reports the total number of unique users the campaign has reached based on the information reported in the FB campaign manager dashboard; (iii) Impressions: it indicates the total number of impressions delivered by the campaign as reported by the FB campaign manager dashboard. Note that, the number of impressions is usually larger than the number of users reached because the ad can be delivered multiple times to the same user; (iv) Time to the First Impression (TFI): it shows the elapsed time since the campaign was launched until the first impression of the ad was received by the targeted user. To compute this metric we only consider the periods when the campaign was active; (v) Cost: it reports the amount FB billed us in euros. Finally, the table highlights in bold the successful nanotargeting campaigns, i.e., the campaigns that exclusively reached the targeted user.

In the rest of the section, we discuss the most relevant aspects of the obtained results.

### Table 2: Results of the nanotargeting experiment for three authors of the paper. The rows indicate the number of interests used in each of the 7 ad campaigns launched per user.

The columns represent the performance: **Seen** (whether the targeted user received the ad or not); **Reached** (the number of users reached by the campaign); **Impressions** (the total number of impressions delivered in the campaign); **TFI** (time to the first impression delivered to the targeted user); **Cost** (cost of the campaign); **Clicks** (the number of clicks in the campaign and number of pseudonymized unique IP addresses generating those clicks, in parenthesis).

| User 1                  | User 2                  | User 3                  |
|------------------------|------------------------|------------------------|
| Seen Reached Impressions TFI Cost Clicks | Seen Reached Impressions TFI Cost Clicks | Seen Reached Impressions TFI Cost Clicks |
| 5 interests No 1,328 251,379 - €28.97 94 (94) | 5 interests No 39,520 100,106 - €30.05 93 (90) |
| 7 interests Yes 1,843 10,004 2h 9' €29.30 23 (22) | 7 interests No 2,221 11,248 - €30.83 26 (25) |
| 9 interests Yes 1,152 7,175 1h 47' €29.00 19 (19) | 9 interests Yes 749 4,356 1h 50' €28.19 22 (15) |
| 12 interests Yes 201 970 4h 22' €18.68 11 (6) | 12 interests Yes 1 1 4h 30' €0.01 1 (1) |
| 15 interests Yes 92 263 27h 57' €14.15 6 (3) | 15 interests Yes 1 1 4' €0.01 1 (1) |
| 20 interests Yes 1 1 44' €0.01 1 (1) | 20 interests Yes 1 1 32h 10' €0.01 1 (1) |
| 22 interests Yes 1 1 28h 40' Free 1 (1) | 22 interests Yes 1 1 28h 40' Free 1 (1) |

**User 1** | **User 2** | **User 3** |
|------------|------------|------------|
| Seen | Reached | Impressions | TFI | Cost | Clicks |
| 5 interests No | 1,328 | 251,379 | - | €28.97 | 94 (94) |
| 7 interests Yes | 1,843 | 10,004 | 2h 9' | €29.30 | 23 (22) |
| 9 interests Yes | 1,152 | 7,175 | 1h 47' | €29.00 | 19 (19) |
| 12 interests Yes | 201 | 970 | 4h 22' | €18.68 | 11 (6) |
| 15 interests Yes | 92 | 263 | 27h 57' | €14.15 | 6 (3) |
| 20 interests Yes | 1 | 1 | 44' | €0.01 | 1 (1) |
| 22 interests Yes | 1 | 1 | 32h 10' | €0.01 | 1 (1) |

**Table 2** contains the results of the nanotargeting experiment for three authors of the paper. The rows indicate the number of interests used in each of the 7 ad campaigns launched per user. The columns represent the performance: **Seen** (whether the targeted user received the ad or not); **Reached** (the number of users reached by the campaign); **Impressions** (the total number of impressions delivered in the campaign); **TFI** (time to the first impression delivered to the targeted user); **Cost** (cost of the campaign); **Clicks** (the number of clicks in the campaign and number of pseudonymized unique IP addresses generating those clicks, in parenthesis).

**Nanotargeting feasibility.** 9 out of the 21 campaigns successfully nanotargeted the correspondent user. These campaigns are all 20-interests and 22-interests campaigns, two (out of the three) 18-interests campaigns, and one (out of the three campaigns) using 12 interests. There are six other campaigns (two 12-interests, the three 9-interests, and one 7-interests) that also reached the targeted user along with other few hundreds or thousands of users. Therefore, these campaigns failed to nanotarget (i.e., exclusively reach) a specific user. Finally, there are five campaigns (the three 5-interests and two 7-interests) that did not reach the targeted user.

In a nutshell, our experiment demonstrates that an attacker can systematically nanotarget a single user on FB if they can infer a sufficient number of interests from the individual being targeted.

**Cost of nanotargeting.** An important question is what is the actual cost associated with a nanotargeted campaign. Note that a very high cost may serve as a discouraging factor in practice. Unfortunately, results extracted from the FB Ad Campaign Manager and reported in Table 2 prove that nanotargeting a user is rather cheap.
Indeed, the overall cost of the 9 successful nanotargeting campaigns was only 0.12€. Surprisingly, FB did not charge us anything in three of the successful nanotargeting campaigns that delivered only 1 ad impression to the targeted user. Therefore, rather than a discouraging factor, the extremely low cost of nanotargeting may encourage attackers to leverage this practice.

**Time to the First Impression.** The results expose a wide variability of the TFI, which ranges between 44m to 32h10m across the 9 successful campaigns. In particular, 3 of these campaigns show a TFI lower than an hour whereas 3 of them present a TFI higher than 10h.

**Clicks.** We show the number of clicks retrieved in each ad campaign as well as the number of unique IP addresses (using the pseudonymized IP address information we stored) generating those clicks. The latter represents an upper bound of the number of users that clicked on the ad. Since we are only storing the (pseudonymized) public IP address of the device generating the click, we cannot validate whether the same user receives our ad multiple times and clicked on it from different IP addresses (e.g., different devices, same mobile device connected to different access points, etc.). For instance, User 3 clicked the 5 ad impressions from the 20 interests campaign from 3 different IP addresses. As it was expected, the successful nanotargeting campaigns only received clicks from the targeted users as the number of clicks and impressions match one to one.

**Summary of nanotargeting experiment results.**

The main conclusions derived from our experiment are the following: (i) nanotargeting a user on FB is highly likely if an attacker can infer 18+ interests from the targeted user; (ii) nanotargeting is extremely cheap, and (iii) based on our experiments, 2/3 of the nanotargeted ads are expected to be delivered to the targeted user in less than 7 effective campaign hours.

6 **FDVT BROWSER EXTENSION SOLUTION TO REMOVE SPECIFIC INTERESTS**

We have developed a solution that displays a list of the interests Facebook has assigned to a user sorted based on their audience size, from the lowest to the highest value. This solution: (i) informs users that some of the interests in their set may be too specific, and can be used for inappropriate privacy abusive practices such as nanotargeting, (ii) allow users to easily delete any of the interests in the list by just clicking a button. Hence, the solution offers a simple and guided mechanism for users to delete the least popular interests in their list to protect their privacy.

We have implemented this solution as a new feature in the FDVT browser extension we used to collect the dataset used for our uniqueness analysis in Section 4. To obtain the audience size of the interests assigned to the user, each time a user starts a session on FB, the FDVT browser extension retrieves their updated set of ad preferences (i.e., interests) and the audience size of each interest from the FB Ads Manager API. Based on this information, the browser extension computes a sorted list of the interests assigned to the user from least to most popular. The graphical interface of the FDVT browser extension adds a new button with the label "Risks of my FB interests". When a user clicks on that button, the extension displays a web page displaying the sorted list of interests. We have defined a color code to facilitate users’ understanding of what interests may lead to a major privacy risk based on their associated audience size. We use the following classification: Red (high risk) for worldwide audience sizes \( \leq 10k \) users; Orange (medium risk) for audience sizes between 10k and 100k users; Yellow (low risk) for audience sizes between 100k and 1M users; Green (no risk) for audience sizes \( \geq 1M \) users. Note that, the threshold for each risk category can be easily modified if other scientific works or experts recommend using different values.

Finally, the information displayed by this new functionality of the FDVT browser extension is: (i) Interest name, (ii) Risk level (based on the described color code), (iii) Audience size, (iv) Remove button, which allows deleting the associated interest from the user’s profile, (v) More info button, which shows historical information and the reason why that interest appears/appeared in the user’s profile, and (vi) Status, either active (currently in the user’s ad preference set) or inactive. Figure 7 depicts a snapshot of the described solution.

7 **RELATED WORK**

In this section, we present the most relevant literature for our paper in the context of users’ uniqueness analyses based on non-PII data and nanotargeting experiments.

7.1 **Uniqueness Based on non-PII Items**

There is an existing body of literature that has explored the number of non-PII items required to uniquely identify a person within a large user base. Sweeney [34] reported that getting access to gender, ZIP code and birth date of users allowed revealing the identity of 87% citizens within the 1990 US census data that included 248M persons. Most recently, Golle et al. [19] replicated Sweeney’s analysis using the 2000 US census, which included 281M individuals. The results show a drop from 87% to 63% in a period of 10 years. De Montjoye et al. [3] exposed that knowing the time and location associated with only four mobile calls was enough to uniquely identify...
95% of the individuals in a dataset including 1.5M users. Similarly, De Montjoye et al. [4] studied 3 months of credit card records from 1.1 million people and revealed that four spatio-temporal points from credit card purchases are enough to uniquely identify 90% of individuals in such dataset. Su et al. [33] demonstrated the possibility of uniquely identifying a Twitter user based on their browsing history. They performed an experiment using real users’ browsing history and successfully de-anonymized 268 out of 374 real Twitter accounts (72%). Finally, Narayanan et al. [31] tried to deanonymize the Netflix Prize dataset [1] that included more than 100M movie ratings from 480k Netflix subscribers between December 1999 and December 2005. The authors demonstrated that 8 movie ratings along with their dates (that may have a 14-day error) are enough to uniquely identify 99% of the users in the dataset. Besides, they used a small sample of 50 (known) users from the Internet Movie Database (IMDb) [25] that had publicly rated movies and were able to identify two of them in the Netflix database. This demonstrates that information obtained from an online system A can be used to unveil the identity of users in an online system B.

Our work contributes to this literature in various ways:
(i) Our study is the first one analyzing uniqueness within a user base at the scale of the worldwide population. Indeed, the user base of our study represents around 1/5 of the world population. Previous works have used datasets from private companies including at most 1.5M or the US census with up to 281M people. However, the reidentification capacity in the 2000 US census dataset (i.e., the most recent analysis) is significantly smaller than in our study.
(ii) All previous works rely on location and/or temporal information from the users. Instead, our study considers a completely different type of non-PII item represented by the interests of users in social networks.
(iii) The pieces of information used in our study, i.e., users’ interests, can be straightforwardly used to define ad campaigns in platforms like FB at very high reidentification rates (i.e., 90%). In contrast, previous works either rely on information from private companies (call registers or credit card transactions) that is not directly actionable to target an individual or achieve a rather low reidentification rate (63% in the US 2000 census study).

7.2 Nanotargeting
Researchers and practitioners have explored the possibility of implementing nanotargeting on FB. Existing literature can be classified into two groups according to the FB tools used to implement nanotargeting campaigns. On the one hand, and similarly to our approach, a couple of preliminary studies address the implementation of nanotargeted campaigns using the standard FB Ads Manager dashboard and non-PII data. On the other hand, we find several works that propose nanotargeting campaigns using the FB Custom Audience tool that requires PII data (e.g., email, mobile phone number, etc). In the following, we discuss in detail these two groups of works.

7.2.1 Nanotargeting Based on non-PII Data. Dave Kerpen [26] explains in a book how in 2009 he ran an experiment attempting to reach his wife using a Facebook ad. To this end, he configured a campaign with the following parameters “31-year-old, married, female, employees of Likeable Media, living in New York City”. The ad included the message “I love you and miss you Carrie. Be home from Texas soon”. The ad reached Kerpen’s wife.

In 2010, Korolova et al. [27] leveraged the FB Ads Manager to nanotarget two specific individuals. First, they picked a friend and used the gender (female), the workplace, and the college attended by this person to configure a Facebook ad campaign to target her. The authors knew beforehand these parameters could only identify the person they wanted to target because she was the only person in her workplace that have attended the referred college. Also, they knew the targeted user had introduced the gender, college, and work information in her FB profile. As it was expected, the targeted ad was exclusively delivered to the referred friend. They repeated the experiment using a second individual, but this time they obtained information from his public FB profile. In particular, they launched a campaign using his gender, age, location, and some interests. Again, they succeeded in delivering the ad only to the targeted user. The final goal of this paper was not nanotargeting the users but showing that if you can uniquely identify an individual using a particular audience configuration, you can use the FB advertising ecosystem to unveil other personal information from that user. For instance, they revealed the age of the lady they targeted in the first experiment. To obtain the age, they extended the original audience definition by adding an age value. They launched multiple campaigns using in each of them a different age value. Among these campaigns only one delivered impressions (the remaining campaigns did not deliver a single impression). The age used in this campaign revealed the age of the targeted user, which was indeed validated as the actual age of the lady in her FB profile. In summary, this work disclosed a privacy vulnerability of the FB advertising ecosystem. According to the authors, FB updated its advertising platform and did not allow it to run campaigns for which the actual audience size was lower than 20. Our results suggest that this limit is not currently in place since we have been able to nanotarget users on FB.

While these preliminary works offer examples on the possibility of nanotarget users on FB with non-PII data, they just present ad-hoc experiments that can be considered anecdotal pieces of evidence. Instead, our work provides the first systematic formulation that provides clear and specific guidelines to perform successful nanotargeting attacks.

7.2.2 Nanotargeting Based on PII Data. In addition to the regular FB Ads Manager dashboard, FB offers advertisers an alternative tool to configure ad campaigns referred to as Custom Audiences [11]. As we described in Section 2, an advertiser can define a Custom Audience using a list of PII items such as emails, mobile phones, etc. Facebook uses that list to identify users that are registered in the platform using the provided PII item. Advertisers can create Custom Audiences by combining the list of PII with other personalization parameters. For instance, they can create an audience including the users in the PII list that are male, or the users in the PII list that are interested in soccer. The Custom Audience feature has been used multiple times to create nanotargeting campaigns. Facebook tried to increase the privacy guarantees for users by establishing a minimum size of 20 verified users in a Custom Audience list. This limit was later increased up to 100, which is the current limit. None of these limits were enough to avoid nanotargeting.
We found several examples in the literature where the Custom Audience tool is combined with other targeting criteria to display an ad exclusively to an individual. For instance, in the 2017 UK campaign, the leader of the Labour party, Jeremy Corbyn, wanted to heavily invest in digital ads encouraging voters’ engagement. As an example, Michael Harf used the Custom Audience tool to deliver ads exclusively to male users. They bypassed the Custom Audience threshold by including in the Custom Audience list 19 non-reachable Facebook accounts (e.g., users that have an ad blocker installed or who are not active on FB) and just 1 active account. This way, they could guarantee to deliver the ad exclusively to the targeted user. The authors proposed that the Custom Audience size limit should be increased to 1000, but as we already mentioned, that limit is currently 100.

In summary, a few works demonstrate that Facebook Custom Audiences can be exploited to nanotarget users. However, they require to know and use PII from the targeted user. In contrast, our research aims to prove that nanotargeting can be implemented in a systematic manner using non-PII data.

8 DISCUSSION
In this section, we first discuss the potential risks of nanotargeting. Next, we describe what are the current measures Facebook is implementing and why they are inefficient. Finally, we propose several countermeasures that can be easily adopted by Facebook (and other players in the ad ecosystem) to effectively avoid nanotargeting.

8.1 Risks Associated with Nanotargeting
There is a body of literature referred to as psychological persuasion that demonstrates that persuading an individual is easier if you create tailored messages to the psychological characteristics and motivations of that person. Some studies have demonstrated that narrowly tailored ads have much higher engaging capacity, leading, for instance, to a Click Through Rate (CTR) increase of up to 670%.[30] In the context of Facebook, Matz et. al ran an experiment with 3.5M Facebook users using tailored ads together with psychological persuasion communication techniques. Authors report that they were able to increase the number of clicks up to 40% and the purchases up to 50% compared to non-personalized campaigns. Besides, we found a few stories on the web explaining how the Facebook ad ecosystem was used to persuade a specific person to perform an action. As an example, Michael Harf explains how he used the Facebook Custom Audience tool to deliver nanotargeted ads to persuade a potential client, who had previously expressed interest to move from his current digital agency, to join Harf’s agency.

There is another interesting story that, although it does not use explicitly nanotargeting as defined in our paper, is valid to illustrate some other potential risks associated with nanotargeting. In the 2017 UK campaign, the leader of the Labour party, Jeremy Corbyn, wanted to heavily invest in digital ads encouraging voters’ registration. However, the chiefs of the Labour Party campaign thought it was a bad idea. To make Corbyn happy and at the same time spend the campaign money on other objectives, the campaign chiefs invested £5,000 in a Facebook campaign that exploited the Custom Audience tool to only reach Corbyn, his associates, and a few aligned journalists. By doing so, Corbyn was convinced the campaign was implemented following his instructions.

All previous examples clearly illustrate the potential risks of nanotargeting. First, nanotargeting can be effectively used to manipulate a user to persuade them to buy a product or to convince them to change their mind regarding a particular issue. Also, nanotargeting could be used to create a fake perception in which the user is exposed to a reality that differs from what the rest of the users see (as happened in the case of Corbyn). Finally, nanotargeting could be exploited to implement other harmful practices such as blackmauling.

Any of the presented practices represent a very worrying manipulation of human beings. To implement such manipulation, attackers may leverage platforms like Facebook that allow them to deliver ads exclusively to a targeted user. This represents a privacy vulnerability for Facebook users that urges Facebook to adopt and implement efficient countermeasures.

8.2 Current (Inefficient) Countermeasures against Nanotargeting
The most important countermeasure Facebook implements to prevent advertisers from targeting very narrow audiences is the limits imposed on the minimum number of users that can form an audience. However, those limits have been proven to be completely ineffective. On the one hand, Korolova et al. state that, motivated by the results of their paper, Facebook disallowed configuring audiences of size smaller than 20 using the Ads Campaign Manager. Our research shows that this limit is not currently being applied. On the other hand, Facebook enforces a minimum Custom Audience size of 100 users. As presented in Section 7.2.2, several works in the literature showed different ways to overcome this limit and implement nanotargeting ad campaigns using Custom Audiences.

It is relevant to mention that, in the configuration process of one out of the 21 audiences used in our nanotargeting experiment, Facebook warned that our audience was too narrow and recommended we enlarge it to run the associated campaign. However, we just had to substitute one interest in the list and the warning disappeared. Indeed, the referred campaign succeeded in nanotargeting the associated user. We have searched on the Facebook public documentation and we could not find any officially specified limit for the minimum audience size associated with an ad campaign.

Finally, it is also worth mentioning that a few days after our nanotargeting experiment ended, Facebook closed the account we used to run the ad campaigns. We used that same account in other research works that intensively queried the Facebook Ads Manager API in the recent past as well. Facebook did not provide us any explanation about the reasons leading to the removal of the account, thus we cannot confirm if it was due to the nanotargeting experiment or not.

Even if we assume that the account was removed due to our nanotargeting experiment, it only occurred days after the last campaign
had finished. This would represent a reactive measure, which is inefficient since it did not preclude us from successfully running our nanotargeted campaigns and reaching the requested users multiple times.

8.3 Efficient Countermeasures against Nanotargeting

Nanotargeting based on non-PII users’ interests could be avoided by implementing a very simple update in the FB Ad Platform. Facebook should reduce the maximum number of interests allowed in the definition of an audience from the current limit (25) to less than 9. Our analysis in Section 4 indicates that this would dramatically reduce the possibility of effectively running nanotargeting ad campaigns. Besides, we have consulted TAPTAP Digital [36], a company running Sonata [32], a mid-side DSP. They confirmed that it is extremely strange to configure targeted audiences with 9+ interests. Indeed, <1% of the campaigns may have such a configuration. This suggests that the proposed countermeasure is expected to have a very limited impact on FB’s revenue.

The proposed measure is effective in protecting users from nanotargeting based on interests, however, it does not work to prevent PII-based nanotargeting implemented through the Facebook Custom Audience tool. Hence, to this matter, we propose a second (simple) measure that would avoid any type of nanotargeting. FB should not allow running any ad campaign whose targeted audience size is below a given limit of active users. It is important to remark that only active users (e.g., in the last month) should count for computing the audience size.

The referred limit should not be lower than 100 and our recommendation is to set it equal to 1000. This solution would invalidate tricks like the one cited before in which a Custom Audience was integrated by only one man, and the advertising campaign was configured to target men within the Custom Audience list. If our solution was in place, FB would identify that the active audience size for such campaign is actually one and, as a result, the campaign would not be accepted.

In summary, very basic solutions as the ones described above would provide strong protection against nanotargeting practices.

9 CONCLUSION

This paper presents two fundamental contributions. First, we provide an analytical methodology to study the number of non-PII items, i.e., interests, that make a user unique in a user base including 1.5B individuals registered on FB. This is the first analysis of user’s uniqueness in a user base of a worldwide population scale. Our results indicate that the 4 rarest FB interests of a user make them unique in the mentioned user base with a 90% probability. If we instead consider a random selection of interests, then, 22 interests would be required to make a user unique with a 90% probability.

Second, since users’ interests are actionable on FB to configure targeted ad campaigns, we leverage the results from our analysis of user uniqueness to perform real experiments in the last quarter of 2020 to implement nanotargeting ad campaigns on FB, i.e., campaigns that exclusively reach the targeted user. Our experiments prove it is possible to systematically nanotarget a user on FB based on their interests. We also propose measures to prevent potentially harmful nanotargeting attacks exploiting the FB advertising platform.

Finally, it is worth noting that our work has only revealed the tip of the iceberg regarding how non-PII data can be used for nanotargeting purposes. Our work exclusively relies on users’ interests, but an advertiser can use other available socio-demographic parameters to configure audiences in the FB Ads Manager such as the home location (country, city, zip code, etc.), workplace, college, number of children, mobile device used (iOS, Android), etc. to rapidly narrow down the audience size to nanotarget a user. Hence, the combination of socio-demographic parameters with interests may imply that the number of non-PII items required to successfully implement a nanotargeting attack is lower than what we have reported in this paper. We plan to address this issue in our future work. We want to study the uniqueness of users as well as the probability of conducting successful nanotargeting attacks on FB when considering a combination of socio-demographic parameters and interests in the configuration of audiences.
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APPENDIX

A FB USER BASE FOR UNIQUENESS ANALYSIS

At the time we collected the data (January 2017) the Facebook API did not allow an audience to be defined from the entire world. Instead, it was compulsory to insert a location or group of locations

| code | country | users (M) |
|------|---------|-----------|
| US   | United States | 203       |
| IN   | India    | 161       |
| BR   | Brazil   | 114       |
| ID   | Indonesia | 91        |
| TX   | Texas    | 76        |
| PH   | Philippines | 56       |
| TR   | Turkey   | 47        |
| TH   | Thailand | 42        |
| VN   | Vietnam  | 42        |
| GB   | United Kingdom | 39      |
| EG   | Egypt    | 33        |
| FR   | France   | 33        |
| DE   | Germany  | 30        |
| IT   | Italy    | 30        |
| AR   | Argentina | 29       |
| PK   | Pakistan | 28        |
| CO   | Colombia | 26        |
| JP   | Japan    | 26        |
| BD   | Bangladesh | 23      |
| ES   | Spain    | 23        |
| CA   | Canada   | 22        |
| MY   | Malaysia | 20        |
| PE   | Peru     | 19        |
| KR   | South Korea | 18      |
| TW   | Taiwan   | 18        |

Table 3: List of the 50 countries included in our queries to the FB Ads Manager and their associated number of users in millions.
to define the geographical coverage of the defined audience. The maximum number of locations allowed in an ad campaign was 50. To maximize the user base of our uniqueness analysis on FB we selected the top 50 countries in terms of active users. These 50 countries included 1.5B active FB users which corresponded to 81% of the overall Facebook users [10]. Table 3 lists the 50 considered countries along with the number of FB users.

B LOCATION BREAKDOWN OF USERS

The only compulsory parameter to define an audience in the FB Ads Manager is a location (e.g., country, region, zip code, etc.). This means, an audience can be configured by a single location, but if you want to use multiple attributes at least one of them must to be a location. Based on this restriction, in the registration process of the FDVT browser extension users had to obligatorily fill in their location (i.e., country of residence). Otherwise, the browser extension could not retrieve any information from the FB Ads Manager API, and subsequently, could not provide users with the estimated revenue they generate for FB. Our user base of 2,390 users was distributed across 80 different locations. Table 4 shows the number of users per country.

C DEMOGRAPHIC ANALYSIS

An intriguing question is if the number of interests that make a user unique on FB shows significant differences across different demographic groups. To answer this question, we obtain the value of $N(LP)_{0.9}$ and $N(R)_{0.9}$ across three demographic parameters: gender, age, and location. This demographic analysis just aims to illustrate that there may be differences in nanotargeting users according to demographic parameters.

We have selected $P = 0.9$ for two reasons: (i) it reveals the number of interests that uniquely identifies a user on FB with a very high probability (0.9); (ii) $N(LP)_{0.9}$ and $N(R)_{0.9}$ are both below 25 (the maximum number of interests that can be used to define an audience on FB) and thus are actionable in practice to perform nanotargeting.

C.1 Gender analysis

We divide our dataset into men (1,949 users) and women (347 users) and compute $N(LP)_{0.9}$ and $N(R)_{0.9}$ for each group. Figure 8 shows the result in the form of a bar plot. Note that we present the 95% confidence interval of our model. In each bar plot.

We observe that $N(LP)_{0.9}$ is almost the same for men (4.16) and women (4.20), indicating that the number of interests that make a man or a woman unique within a worldwide population-scale user base is similar and close to 4.

$N(R)_{0.9}$ presents a larger difference, being 23.80 for women and 21.92 for men. This finding indicates that an attacker would need to infer (roughly) two interests more to nanotarget a woman in comparison to a man. This suggests that women’s interest profiles are slightly more private than men’s and thus are harder to nanotarget.

C.2 Age analysis.

We divided the users in our dataset into the following age groups based on the division proposed by Erikson et al. [6]: 13-19 (Adolescence), 20-39 (Early-Adulthood), 40-64 (Adulthood), and 65+ (Maturity). The number of users in the Adolescence, Early-Adulthood, Adulthood, and Maturity groups are 117; 1,374; 578; and 19, respectively. Due to the low number of users forming the Maturity group we decided to exclude it from the analysis.

Figure 9 shows the value of $N(LP)_{0.9}$ and $N(R)_{0.9}$ for the Adolescence, Early-Adulthood, and Adulthood age groups along with the 95% confidence interval of our model.

The values of $N(LP)_{0.9}$ are very similar in all considered age groups (4.11, 4.16, and 4.45 for the Adolescence, Early-Adulthood, and Adulthood groups, respectively). This result indicates that the uniqueness of a user in FB seems not to be correlated with their age group.

If we focus now on the $N(R)_{0.9}$ values, we observe that users in the Early-Adulthood and Adulthood can be nanotargeted with a 90% success probability with 22 interests ($N(R)_{0.9} = 21.99$ and 22.20 for Early-Adulthood and Adulthood, respectively). Nanotargeting users in the Adolescence group for the same probability is harder since it requires 25 interest ($N(R)_{0.9} = 24.92$).

| Code | Country | Users |
|------|---------|-------|
| ES   | Spain   | 1131  |
| FR   | France  | 335   |
| MX   | Mexico  | 122   |
| AR   | Argentina | 115  |
| EC   | Ecuador | 89    |
| PE   | Peru    | 78    |
| CA   | Canada  | 61    |
| CO   | Colombia| 48    |
| US   | United States | 40 |
| BE   | Belgium | 36    |
| UY   | Uruguay | 35    |
| GB   | United Kingdom | 26 |
| CH   | Switzerland | 24  |
| PT   | Portugal | 21   |
| VE   | Venezuela| 18   |
| SV   | El Salvador | 17  |
| CL   | Chile   | 14    |
| PY   | Paraguay| 13    |
| DE   | Germany | 11    |
| IT   | Italy   | 11    |
| BO   | Bolivia | 9     |
| MA   | Morocco | 8     |
| BR   | Brazil  | 6     |
| GT   | Guatemala| 6    |
| HN   | Honduras| 6     |
| NI   | Nicaragua| 6    |
| NL   | Netherlands | 6   |
| PA   | Panama  | 6     |
| TN   | Tunisia | 6     |
| BD   | Bangladesh| 5   |
| SE   | Sweden  | 4     |
| TH   | Thailand| 4     |
| AD   | Andorra | 3     |
| AT   | Austria | 3     |
| DK   | Denmark | 3     |
| DZ   | Algeria | 3     |
| FI   | Finland | 3     |
| PK   | Pakistan| 3     |
| SN   | Senegal | 3     |
| AF   | Afghanistan | 2  |

Table 4: Complete breakdown of the number of users per location in our 2,390 users’ dataset retrieved from the FDVT browser extension.
Figure 8: Uniqueness analysis across gender. \( N_{LP}^{0.9} \) (left) and \( N_{R}^{0.9} \) (right) for men (yellow) and women (purple). The figure includes the 95% confidence interval of the results.

Figure 9: Uniqueness analysis across age groups. \( N_{LP}^{0.9} \) (left) and \( N_{R}^{0.9} \) (right) for adolescence (orange), early adulthood (yellow) and adulthood (purple) groups. The figure includes the 95% confidence interval of the results.

Figure 10: Uniqueness analysis across countries. \( N_{LP}^{0.9} \) (left) and \( N_{R}^{0.9} \) (right) for Argentina (orange), Spain (yellow), France (light purple) and Mexico (dark purple). The figure includes the 95% confidence interval of the results.

Figure 11: Snapshot of the “Why am I seeing this ad” window associated to the ad impression of the campaign targeting user 3 with 12 interests.

C.3 Location analysis.

While our dataset includes users from 80 different countries (see Table 4), most of them present a low number of users. Therefore, to derive meaningful results, we select those countries for which we have more than 100 users in our dataset. These are: Spain (1131 users), France (335), Mexico (122), and Argentina (115).

Following the same analysis we conducted for gender and age groups, Figure 10 shows bar plots capturing the values of \( N_{LP}^{0.9} \) and \( N_{R}^{0.9} \) for the considered countries along with the 95% confidence intervals provided by the fitting model in the form or error bars.

As in the case of gender and age, \( N_{0.9}^{LP} \) is very similar for the four considered countries (3.96, 4.03, 4.21, and 4.29 for Mexico, Argentina, France, and Spain, respectively), confirming that none of the considered demographic parameters seem to be relevant to impact the user uniqueness on FB.

\( N_{0.9}^{R} \) values are 19.28, 21.7, 22.05, and 24.49 for France, Spain, Mexico, and Argentina, respectively. This indicates that conducting a nanotargeted ad campaign would be notably easier in France compared to Argentina since an attacker would need to infer 5 interests less in the former country to perform a nanotargeted campaign to a user with a success probability of 90%. This result suggests that the location is a factor that may be relevant in the number of interests required to nanotarget a user on FB.

In summary, our demographic analysis reveals that women, adolescents, and users from Argentina (compared to France, Spain, and Mexico) are better protected from nanotargeting attacks based on random interest selection.

D NANOTARGETED AD IMPRESSIONS PROOFS

Each nanotargeting campaign in our experiment used one exclusive ad creativity, which included a text to identify the targeted user and the number of interests used in the associated campaign. Using
this information, the targeted authors could easily identify the ads associated with the experiment when they saw them in their FB newsfeed.

Besides, each ad creativity is linked to a different landing page hosted on our web server. The authors were instructed to click on the nanotargeted ads whenever they see them on the FB newsfeed. Those clicks were logged in our web server along with their timestamp.

Finally, users were asked to capture several snapshots associated with the received ads from the nanotargeting campaigns:

1. The three authors had to capture an image of the ad impression received in their FB newsfeed. Figure 6 illustrates the ad received by User 3 associated with the nanotargeting campaign configured with 12 random interests.

2. The authors had to obtain a snapshot of the field “Why am I seeing this ad” where Facebook shows the user what are the reasons for receiving the associated ad. Figure 11 shows a snapshot of the “Why am I seeing this ad” reasons associated with the ad impression of the campaign targeting User 3 with 12 interests.

3. The authors were also asked to click on the option offered in the “Why am I seeing this ad” window that provides the specific targeting attributes used in the ad campaign associated with the ad. This allows retrieving the actual list of interests used in the ad campaign associated with the ad. Figure 12 shows a snapshot of the list of interests included in the “Why am I seeing this ad” field for the ad campaign targeting User 3 with 12 random interests.

Figure 12: Snapshot of the list of interests used in the ad campaign targeting User 3 with 12 interests obtained from the “Why am I seeing this ad” function.