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Abstract—Cyber-attacks can have severe impacts on critical infrastructures, from outages to economical loss and physical damage to people and environment. One of the main targets of these attacks is the smart grid. In this paper, we propose a new software detector for integrity attacks targeting smart meter readings. The detector relies upon mining parameters of temporal logic specifications for integrity attack classification. To this end, we use Signal Temporal Logic (STL) for specifying properties over time series. Our approach considers different “attack scenarios” found in last years: given a parametric formula for each “attack scenario” and a set of labeled traces, we aim at finding the parameter valuation that validates each template.

Index Terms—integrity attacks, smart grids, anomaly-based detection, data mining, temporal logic, Signal Temporal Logic

I. INTRODUCTION

Smart grids are complex cyber-physical systems (CPS), built on top of electrical power infrastructures. Their Advanced Metering Infrastructure (AMI) allows better maintenance performance (e.g., more timely remote diagnosis of meters issues and service connection/disconnection) and efficient monitoring while keeping consumers informed on their consumption habits. However they are vulnerable to cyber-attacks [1], which may cause information leaks [2], energy theft [3] and many other security, safety or economical issues [4].

In this ongoing work, we focus on the attacks that aim at manipulating the consumers’ energy consumption for their benefit once they manage to hack into the AMI system [5]. The detection and identification of frauds started with statistical techniques [6], [7]. Since then, a variety of software approaches to detect malicious attacks in power systems appeared due to the fast development and exposition of AMI in smart grids [8], [9]. Usually, AMI energy-theft attacks are based on fault data injection or mimicking customers’ consumption profiles. Electricity theft detection methods range from specialized methods on well-defined attack strategies to the discovery of general consumption behavior anomalies [10]. The goal is to distinguish between normal and anomalous energy usage patterns in order to classify the samples in the dataset into one of the predefined attack profiles.

In this paper, we aim at proposing a new anomaly detection technique to identify and classify suspicious behaviors such as data manipulation that occurs in AMI, based on the data collected from the smart meter.

The technique relies upon mining formal specifications from observed traces (i.e., smart meter records) for the classification of attacks. In particular, we use Signal Temporal Logic (STL) [11], a formalism for specifying properties over time series. In this work, we aim at developing a new attack classifier that is more robust in terms of accuracy and explainability than other (un)supervised data mining methods.

We plan to assess the performance and effectiveness of the new detector by using the evaluation framework from our previous work [12], where different “attack scenarios” found in last years are considered.

II. DETECTION BASED ON MINING SPECIFICATIONS

Specification mining looks for extracting formal specifications (i.e., automata or logical expressions) that represent a set of behaviors in a rigorous way. Most of the works use Signal Temporal Logic (STL) [11] as the formal specification language for mining requirements in CPS [13], [14]. Some of them propose methods to obtain the formula from scratch while other approaches start with a preliminary template (i.e., formula with parameters) and search for the parameter valuations that align with the records in the CPS. In our case, we follow the second approach. We address the detection of integrity attacks on smart meters as a problem of multi-class classification, where each class represents an attack scenario.

The main issues to be tackled in the construction of the prediction model are: 1) to define a template formula and 2) to find the set of parameters settings that discriminate multiple classes of attacks. To this end, we use Parametric Signal Temporal Logic (PSTL) [15] to formalize the specification of templates describing the attacks. In other words, we define each attack scenario by a parametric temporal logic specification and our goal is to mine the range of parameter valuations that characterizes an attack using a set of daily records from a smart meter. Existing tools such as ParetoLib [19] help computing the set of parameters settings by transforming the parameter synthesis into a multicriteria optimization problem.

For instance, regular users usually have a higher consumption during the evening, when they are back home, and not too much during the night. Fig. [1] illustrates this pattern. It shows the power consumption recorded by a smart meter for one day (samples are taken every 30 minutes) [17]. Fig. [2] shows whether the accumulated power consumption...
is below a threshold (p2) or not for the period [p1, 48] as represented by PSTL Formula \[ I_{\text{on}[p1,48]} I < p2 \] with integrals (I): the green area represents the combinations of values for parameters p1 and p2 that satisfy the formula, while the red area represents the combination of p1 and p2 that don’t satisfy the formula.

![Fig. 1: Power consumption for one day starting at midnight.](image1)

![Fig. 2: Combinations of p1 & p2 with regards to Formula 1.](image2)

Anomalous behaviors or attacks are detected if they return consumption profiles different from Fig. 2. We aim at proving through our experiments in our ongoing work that the integrity attack detector based on mining formal specifications will provide more robust results in terms of accuracy and explainability than integrity attack detectors based on any other (un)supervised data mining methods. In our future work, we have to complete an exhaustive experimental evaluation of our approach and compare the results with existing integrity attack detectors.
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