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Abstract
IoT (Internet of Things) is a concept that defines a world in which all objects are connected to each other via the Internet. The ability of smart devices to connect, communicate and transfer data has enabled the innovation and development of various solutions for industry, business organizations and final consumers. In this article, we have chosen to discuss the solutions related to smart homes. Thus, our paper presents, in the first part, the conceptual delimitations regarding IoT, areas of application, and characteristics of the solutions dedicated to smart homes, showing that adoption of IoT-based smart home solutions has been too little addressed in the literature. Most of the work in the field insists on the technical aspects and only subsidiarily deals with the issues regarding the level of understanding of the IoT smart home concept by potential or actual users and the degree of adoption and use of these solutions. In order to cover these gaps identified in the literature, we presented, in the second part of the paper, the methodology and results of an exploratory research, conducted on a sample of 471 persons, which allowed us to identify the socio-demographic characteristics of the respondents (users of IoT solutions), level of understanding the IoT concept, degree of the adoption and, also, the associated benefits and challenges, from the perspective of the Romanian users. We also developed a binary logistic regression model, for in-depth analysis of the results and for correlating the findings of our research with those of other studies.
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Introduction

Kevin Ashton, technology pioneer, cofounder and executive director of the Auto-ID Center at MIT (Massachusetts Institute of Technology), used for the first time syntagma Internet of Things – IoT in a presentation he made in 1999 in order to describe the network connecting objects in the physical world to the Internet. Referring later to this concept, Ashton (2009) affirmed that IoT has the potential to change the world, as has happened before with the Internet.

Although the concept appeared two decades ago, technologies that condition and support IoT are constantly evolving; being related with an amalgam of existing and developing technologies applied in a new context, even finding an appropriate definition of the term is not an easy task. Many authors have tried to expose the important attributes, to define and capture the essence of IoT (Gigli and Koo, 2011; Lee and Lee, 2015; Madakam et al., 2015; Whitmore, Agarwal and Li, 2015; Ben-Daya et al., 2017), approaching Internet of Things especially from the perspective of a global network infrastructure that connects physical and virtual objects by exploiting data capture and communication capabilities, based on object identification, sensors and connections in order to development independent cooperation services and applications. Over time, the term has evolved, describing, into a more generic meaning, a network of entities connected by any form of sensor, allowing these entities to be located, identified and even controlled and remotely operated (Onete, Plesnea and Albastriou, 2017).

An IoT solution involves hardware components (processors, sensors, gateways, controllers, and switches), software (standalone and integrated platforms), and services (device lifecycle management, remote monitoring, and deployment services). Adopting these solutions is a way to boost productivity, keep us healthier (or at least more careful and concerned with this aspect), make transportation more efficient, reduce energy consumption or make our homes more comfortable. This last-mentioned aspect, namely the implications of IoT technologies on our homes, is subject of the present article.

Although home automation has been in question since the ’80s (Horrigan, 1987), the concept of smart home has been drawing attention recently due to IoT. A smart home is an advanced form of traditional home automation, but IoT technologies are taking a step further by introducing centralized control. A home with IoT solutions is the one wherein electrical, electronic, and household appliances are connected to a central monitoring and control system, so that can be automatically turned on and off at certain times or if certain events occur. The devices are connected via the Internet, and the customer can remotely adjust access in the house, temperature, lighting, etc., but also functions of the smart TV, refrigerator, oven etc.

The adoption of IoT smart home solutions has been too little addressed in the literature. Most papers in the field are based on the technical aspects, presenting the architecture, structure and functionalities of such systems and associated security issues (Strengers, 2013; Lia et al., 2018; Sowah et al., 2020) and only subsidiarily deal with issues regarding the level of understanding the IoT smart home concept by potential or actual users and the degree of adoption and use of these solutions Although there are regional analyzes and market reports (Fortune Business Insights, 2020; Mordor Intelligence, 2020; Research Reports World, 2020), still, in the scientific literature are presented mainly empirical analyzes on specific groups (young people in the digital generation, elderly with disabilities, various categories of
patients etc. (Le, Nguyen and Barnett, 2012; Lee and Park, 2020)), but the popularization of such services requires more general discussions for various classes of users. Also, we did not identify any scientific articles dealing with the situation from Romania or the perspective of the Romanian users of smart home IoT solutions.

In this context, our paper aims to present and analyze the adoption of IoT smart home solutions in Romania and the benefits and challenges from the perspective of the Romanian users. To achieve this goal, the article is structured as follows: this introductory part (describing the general scientific framework) is followed by a review of the literature, which focuses on conceptual delimitations regarding IoT, areas of application and features of smart home solutions. Forwards is the methodology section, presenting the purpose, objectives, applied method and research tools. Results of this research, performed to identify the level of adoption of smart home solutions in Romania, are analyzed related to other similar studies in third section of the paper. The article ends with conclusions part, where is also mentioned the limits of the research and possible directions for future analyzes.

1. Literature review

1.1. Internet of Things – conceptual insights

In recent years, Internet of Things (IoT) has attracted significant attention from different researchers. Nevertheless, there is no universal definition of IoT, as stated by Whitmore, Agarwal and Li (2015). However, analyzing definitions in the literature, Lynn et al. (2020) notice there are two main conceptualizations: technical perspective (IoT is considered an ecosystem of technical artifacts (Weyrich and Ebert (2016)) and socio-technical perspective (IoT recognizes actors and associated processes, being recognized especially the role of connected objects (Shin, 2014)).

However, IoT paradigm has evolved, from the approach concerning what can be connected to the network, to the approach based on what can be done with objects connected to the network (Ibarra-Esquer et al., 2017).

Regarding the thing or object that can be connected to the network, from the IoT perspective, it can be any machine, device, application, computer, virtual or physical object involved in a communication that could connect to the Internet and capable to create, request, consume, redirect, or access digital information (Elkhodr, Shahrestani and Cheung, 2013). There are related concepts mentioned in the literature, such as smart pieces/articles/products, "smart" being a term used to describe things or processes that have the ability to calculate, connect and communicate to differentiate themselves from machines and equipment working in isolation.

Concerning what can be done with these (inter)connected things or objects, it can be said that act as providers and/or consumers of data related to physical world. Recent definitions (Whitmore, Agarwal and Li, 2015; Ibarra Esquer et al., 2017) focus on some capabilities of these objects/things, such as:

- networking – set of communication functionalities that allow them to connect and make their identification, sensor measurements, and other attributes available to external entities such as other smart objects or systems;
• identification – have an unique identifier and can be recognized either by an electronic tag or a label that can be read by another object or device;

• localization and tracing – built-in sensors to obtain data on their precise physical location and actual condition;

• actuation – can be remotely controlled to trigger actions that have an effect on physical reality;

• processing – can process information obtained by themselves or received via the Internet and possess basic computing capabilities which can be used to make decisions about themselves and their interactions with external entities.

Taking into account existing studies in the literature, we note the following aspects: most of the previous studies have presented IoT application from the perspective of business organizations (Schlick, Ferber and Hupp, 2013; Osterrieder, Budde and Friedli, 2020) or communities/cities (Wirtz, Weyerer and Schichtel, 2019; Janik, Ryszkó and Szafraniec, 2020), a multitude of papers focus on technical issues, presenting IoT architecture, design and implementation (Gubbi et al., 2013; Bing, 2014; Weyrich and Ebert, 2016) and only a few studies have investigated the impact of IoT on the final consumer (Gao and Bai, 2014; Shin and Park, 2017). This is one more reason to consider particularly important the consumer perspective concerning IoT, as we will proceed in this article.

An important aspect approached in the literature refers to data protection and security. Sicari et al. (2015) and Dian, Vahidnia and Rahmati (2020) indicate as important security challenges those regarding access control, authentication confidentiality, privacy, compliance, middleware security, data security etc.

1.2. IoT application areas

The development of IoT technologies is currently far-reaching, despite the pandemic, which has slowed the pace of development of many such high-potential sectors. The purpose of using this technology varies, its value is increasing, as well as the budgets allocated for its development and application (Nižetić et al., 2019). Given the forecasts for their spread over the next 10 years, it is estimated that over 125 billion IoT devices will connect to the global network (Anstee, 2019). Also, the expected investments in IoT technologies are remarkably high, and is estimated will reach over 120 billion USD in 2021, with an annual growth rate of 7.3%, (Columbus, 2018).

IoT application areas have expanded and changed over the years. A research by Atzori, Iera and Morabito (2010) indicated as major areas: transport, logistics and health. Five years later, a study by I. Lee and K. Lee (2015) identified key areas for the IoT footprint, including production, finance and insurance, retail, and intelligence services. Recently, Nizetic et al. (2019) show among the areas of IoT applicability the following: transport, agriculture, health, energy, smart home, smart wearables, and smart city.

The capability of smart devices to connect, communicate and transfer data using advanced sensors, data networks and computing systems has enabled innovation and development of IoT devices and applications for the industrial sector (Industrial IoT), business organization (Commercial or Enterprise/Business IoT) and individual user or final consumer (Consumer IoT).
• Regarding Industrial IoT, applicability of IoT technologies would allow an increased efficiency regarding the production process by giving a smooth communication over the network of operators and machines. Industrial processes have expanded through M2M (Machine-to-Machine) communication, sometimes referred to as the Internet of Industrial Objects, but also include links to human interfaces. An efficient and enhanced industrial process is defined by the way sensors are connected, how they process data collected and the output of these sensors. (Chen et al., 2020). A key point in the industry will be the design development, production, and integration of various sensors in industrial applications (Li et al., 2020).

• Regarding the business sector (Commercial/Business or Enterprise IoT), IoT projects addressed to companies are varied—from optimizations of production flows (which are also related to the industrial sector—Industrial IoT, presented above) to the implementation of intelligent solutions for the office area (associated, up to a point, with those related to the concept of smart home, corresponding to the category Consumer IoT).

Transportation and logistics are sectors where IoT applications are in high demand (Porru et al., 2020). Already in the transportation industry we have the concept of Internet of vehicles (Shen, Fantacci and Chen, 2020), which have both impact and potential to develop. Some of the IoT application in the case of vehicles are related to creating a fully autonomous vehicle, location, direction, planned journey of the autonomous vehicle, monitoring of safety systems, prevention and avoidance of crash and accidents, improving the safety and service life of vehicles (Saki, Abolhasan and Lipman, 2020).

Efficient demand side management with accurate and flexible smart metering technologies are key factors to enable smart power management in smart grids. The most important role of IoT technologies in smart grids is to save electricity (Rishav et al., 2019), driving to a rational and fair distribution of energy.

Waste management, as an incumbent part of a circular economy, is another problematic area, including for business organizations. Various solutions are being developed to enhance the smart waste management (Das et al., 2019). There are solutions dedicated towards the smart monitoring of waste bins (Dhana Shree et al., 2019), to detect the level of bin filling, waste temperature, if any fire threat, trash bin vibration and garbage discharge, location of the trash bin and sanitation service operator etc.

• With respect to Consumer IoT, relatively recent studies (Porter and Heppelmann, 2014; Ostrom et al., 2015) suggest that every connected product has potential to offer value-added business, creating a new market after the product is already sold to its final customer.

Portable and health monitoring devices fall into this category, being devices that can be worn (wearables) by the user—smart watches, bracelets, trackers even clothes, shoes etc. The sensors together with the increased computation capacity of the smart watches, can help to make complex actions, such as payment management (Hsu and Lin, 2016). Also, smart wearables technology focus on sensor that can also collect health data such as heart rate, blood pressure, oxygen level in blood, skin temperature, vitamin levels, glycemic index, ketosis, effort and stress levels, and other general information which can help improve wellness observation levels (Zhang et al., 2020). IoT may be used to diagnose and administrate a proper treatment to patients (Muthu et al., 2020), assistance to elderly people by monitoring general health condition and nutrition status (Nivetha et al., 2020), rehabilitation monitoring at home after a disease (Bisio et al., 2019).
Smart home devices refer to various interconnected devices that can communicate to improve the habitat of the user's home. Most of the tasks associated with a house management can be self performed or remotely managed thus saving time and effort for the individual. Some of these smart devices and technologies are lighting solutions, entertainment devices, home appliances, surveillance cameras, door lock systems, home sensors, voice recognition or activation home products, remote controls and many more (Le, Nguyen and Barnett, 2012; Lia et al., 2018; Yang, W. Lee and H. Lee, 2018). These are associated with the concept of smart home, which will be the subject of the next section and the central point of the research related to present paper.

1.3. IoT-based solutions for smart home

Although home automation has been in question since the '80s (Horrigan, 1987), as home security systems, lighting systems with motion sensors, automation of garage doors and gates, etc., the concept of smart home has been drawing attention recently due to IoT. Nowadays, most modern homes already have some degree of “intelligence” because many appliances already have built-in sensors or electronic controllers; however, these fall into the category of automation systems, but are not exactly what we mean today by smart home. IoT smart home takes things a step further by introducing centralized control. Devices communicate between themselves, as well as with the user, to create an environment that matches the user’s lifestyle. Therefore, the IoT smart home is a concept that adds to the traditional features of automation and remote control two essential attributes, namely interconnection and contextual adaptation. (Yang, W. Lee and H. Lee, 2018). Also, the smart home system requires a smartphone application or a web portal as a user interface to interact with an automated system.

Smart housing technologies and applications were initially used to manage environmental systems, such as lighting and heating (Ricquebourg et al., 2006). Currently, due to technological development, smart home application monitors users' activities and the internal environment, but also offers services that meet specific requirements and needs. Recently, smart home applications are evolving as they integrate artificial intelligence (AI) (Yang, W. Lee, and H. Lee, 2018). For instance, products such as Amazon Echo and Google Home have become a central hub for smart home gadgets and their voice-activated assistants, providing comfort in homes. Examples can also be the intelligent remote-control module developed by Chinese manufacturer Xiaomi (which can be inserted into all home appliances, such as refrigerators, air purifiers, air conditioners, washing machines, etc.) and Apple HomeKit (which provides voice support as a hub to communicate, configure and control smart devices in the Apple kit). In brief, this evolution is presented in table no. 1.

| Year   | Phase        | Technical background                  | Main function                               |
|--------|--------------|---------------------------------------|---------------------------------------------|
| 1990s  | Home automation | Broadband Internet                      | Household automation                         |
| 2000s  | Home network  | Smart phone and app                    | Remote monitoring and control                |
| 2010s  | Smart home    | Internet of Things (IoT) and Artificial Intelligence (AI) | Context awareness and adaptation             |

Source: Yang, W. Lee and H. Lee, 2018, p.2

Despite its long history and growing interest, applications and technologies in this category have not been widely accepted, mainly due to lack of infrastructure, expensive devices and, implicitly, limited consumer demand. However, IoT solutions for housing have become
more popular in recent years as they have become more accessible and simpler through the
development of information technology. Thus, the global smart home solutions market is
expected to reach $246.42 billion by 2025, at an annual growth rate (CAGR) of 25% over
the 2020-2025 forecast period (Mordor Intelligence, 2020b).

IoT-enabled house equipment and devices allow for a home to be more “intelligent”, remote
controllable, and interconnected (Yang, W. Lee, and H. Lee, 2018). There are various
associated benefits mentioned in literature (Perera et al., 2017; Johannesen, Kolhe and
Goodwin, 2019), such as improving comfort and lower costs resulting from better resources
management, especially energy. IoT devices are constantly being developed to allow low
consumption of household appliances and to forecast electricity consumption in homes.

Regarding the challenges associated with these devices, Risteska Stojkoska and Trivodaliev
(2017) comment on the problematic aspect of data transmission, both in terms of volume
and speed, given that action should normally be done instantly. Associated with data
transfer is the aspect of network protocols and the need for interoperability between smart
devices that do not belong to the same brand. Also, a problem of all IoT devices is
maintaining confidentiality, securing data, and ensuring privacy.

2. Research methodology

As we indicated throughout the entire article, aspects regarding the architecture of smart
home IoT solutions (Strengers, 2013; Lia et al., 2018; Sowah et al., 2020) and those
regarding the advantages (Perera et al., 2017; Johannesen, Kolhe and Goodwin, 2019),
challenges and security issues (Risteska Stojkoska and Trivodaliev, 2017) have been
frequently addressed in the literature. The same statement is not valid when it comes to level
of understanding the concept and degree of adoption of these solutions, as most studies have
either applied the Technology Acceptance Model (TAM) or the Unified Technology
Acceptance and Use Theory (UTAUT) or targeted only specific groups, especially the
elderly and/or those with various health problems and young people. In order to cover these
gaps identified in the scientific literature, we intended to present in this article the results of a
more extensive research that we conducted to identify the degree of smart home IoT
solutions usage by Romanians from various socio-demographic categories. We mention that
our research focused on several aspects regarding the adoption of IoT solutions in Romania,
but in this article we will focus only on those solutions for smart homes.

Thus, the aim of the research was to determine the degree of smart home IoT solutions
usage in Romania. Subsequent to this goal, the main objectives of our research were to:

- O1: know the socio-demographic characteristics of the respondents – namely, Romanian users of IoT solutions for smart homes;
- O2: establish the level of understanding of the Internet of Things (IoT) concept;
- O3: identify the main IoT solutions used for smart home;
- O4: highlight the benefits and challenges related to these solutions, from the
  perspective of Romanian users;
- O5: determine the extent to which certain socio-demographic variables influence the
  adoption of IoT smart home solutions.
This research was based on a standard methodology, which is applied in opinion survey. The method of data collection was the use of a self-administered questionnaire. The questionnaire was posted on the website www.isondaje.ro and was distributed as a link by e-mail to personal contacts of the authors and through social networks LinkedIn and Facebook. The beginning section of the questionnaire provides a brief explanation of its purpose to provide a common frame of reference for all potential respondents.

The sample used in the research was 471 persons. Given the limited sample size, this online questionnaire-based study is an exploratory research.

Data collection took place between April and June 2020.

IBM SPSS Statistics Version 26 software was used for descriptive statistics, but also for the binary logistic regression model.

3. Results and discussions

The socio-demographic characteristics of the respondents are presented in table no. 2. We mention that in the questionnaire were answer options regarding age over 65 years and the level of primary or secondary education, but none of the respondents were included here. Thus, our sample consisted of people aged between 18 and 65 years, most are men (56.4%, although the difference is relatively small because 43.6% of respondents are women), young people (40.1% of those surveyed are included in the category 18-25 years), with bachelor’s and even master’s or Ph.D degree, most of the respondents (43.6%) having incomes between 2000-4000 lei and living in urban area (89.5%).

| Characteristics                     | %    |
|-------------------------------------|------|
| Gender                              |      |
| Male                                | 56.4%|
| Female                              | 43.6%|
| Age                                 |      |
| 18-25 years                         | 40.1%|
| 26-35 years                         | 26.2%|
| 36-45 years                         | 20.3%|
| 46-56 years                         | 9.3% |
| 55-65 years                         | 4.1% |
| Income (RON)                        |      |
| Under 1000                          | 8.7% |
| 1001-2000                           | 13.4%|
| 2001-3000                           | 21.5%|
| 3001-4000                           | 22.1%|
| 4001-5000                           | 14%  |
| Over 5000                           | 20.3%|
| Education level                     |      |
| High school and secondary education | 16.3%|
| Undergraduate and postgraduate studies | 83.7% |
| Residence                           |      |
| Urban area                          | 89.5%|
| Rural area                          | 10.5%|

Source: Research data processed by authors with statistical program SPSS

Most of the respondents (82%) stated they use IoT devices and applications for their home, which allow remote control and automation. Corroborating with the characteristics of the sample, we can accomplish our first research objective (O1), outlining the socio-
demographic characteristics of Romanian users of IoT smart home solutions who answered our questionnaire, these being mainly young people, male, with average income (between 3000 and 4000 lei, given the average net salary in Romania in that period, namely 3200 lei, according to INS (2020)), educated, with completed university or postgraduate studies and living in urban areas. From the perspective of age and education level, these results correlate with those of the ANCOM (2019) study on Romanian users of IoT solutions, although that study does not strictly refer to smart home solutions, but generally to IoT technologies. That research also shows that most household incomes of the respondents are higher than 6000 lei, but in the case of our research the users’ incomes were targeted. Also, other research in the field (Zanocco et al., 2020) found that inclination towards the idea of smart home appears mainly among young people, and the largest rate of interest was registered in the case of males.

It is important to note that only those who answered affirmative to the filter question (related to the knowledge and understanding of the IoT concept) accepted the invitation to complete the questionnaire. To accomplish the second objective of our research (O2), an analysis of the answers was necessary and showed that most of those who accessed the questionnaire knew the meaning of the term (471 from 534 persons). Subsequently, they were asked to choose from a list one or more terms or collocations associated with IoT, and the main chosen were smart device (25.5% of responses), portable and/or wearable device (14.6%), interconnected objects (13%), remote monitoring (12.3%) and remote control (12.1%). We mention that the fewest answers were for automation (7.1%), which indicates that respondents can also differentiate between home automation and smart home.

It is found that respondents monitor, control and remotely operate via IoT solutions mainly smart TVs, ventilation and air conditioning systems, access and security systems (including flood and smoke sensors, motion sensors, surveillance cameras etc.), as well as heating systems (figure no. 1). Thus, indicating the solutions categories, we achieved the third objective of our research (O3). It is also important to mention that most research indicates smart TVs among the main devices for which IoT solutions are applied. Also, other audio-video systems and entertainment devices are mentioned in other studies, which does not result from our study, highlighting that utility prevails for Romanian consumers.

The fourth objective of our research (O4) was accomplished through questions of the questionnaire related to main advantages, but also problems associated with the use of IoT solutions for smart home. Thus, the main benefits were related to saving time and energy (44.2% of responses), making live easier (39.8%) and improving the home comfort (23.4%), and problems, understood also as barriers, were linked to dependence on technology (32%), high cost of devices (30%), fear and distrust related to confidentiality and security (28.5%). These results correlate with those of the ANCOM (2019) study on Romanian users of IoT solutions (although that study does not strictly refer to smart home solutions, but to IoT technologies, in general), because participants in that study mentioned benefits such as comfort, security and optimization, and the biggest fears are those regarding personal data (theft/loss, confidentiality, complexity of the information collected), respectively, cost of the smart devices.

For a deeper interpretation of the results and to accomplish the ultimate research objective (O5), we will use the *binary logistic regression model*, similar to the one presented by Peng, Lee and Ingersoll (2002). The binary model, in which the dependent variable is a dichotomous one (has two values, usually symbolized by 0 and 1), is used to show whether
an event occurred or whether a statistical unit has a particular property or not. We further purpose to quantify econometrically the relationship between the determinants and the option of the respondents to use smart home IoT solutions.

![Figure no. 1. Respondents’ weight hierarchy regarding the use of devices, appliances and systems monitored, controlled and operated by IoT solutions](image)

*Source: Research data processed by authors with statistical program SPSS*

The variables included in the analysis are:

- **PSH** – use of IoT solutions for smart home (independent, dichotomous, categorical/nominal variable, with values 0 – if the person does not use such IoT solutions – and 1 – if the person uses such IoT solutions);
- **SP** – gender (dependent, dichotomous, categorical/nominal variable, with values 0 – for female person – and 1 – for male person);
- **VP** – age (dependent, dichotomous, categorical/nominal variable, with values 1 – if the person is aged between 18-35 years – and 2 – if the person is aged between 36-65 years);
- **VEP** – income (dependent, multinominal, categorical/nominal variable, related to the 6 income groups, having values 1 – if the person has an average monthly income below 1000 lei, 2 – average monthly income between 1001-2000 lei, 3 – average monthly income between 2001-3000 lei, 4 – average monthly income between 3001-4000 lei, 5 – average monthly income between 4001-5000 lei, 6 – average monthly income over 5000 lei).

To estimate the model parameters, the records at the level of the sample of 471 people were used. The results obtained are shown in table no. 3.
**Table no. 3. Results of binary logistic regression model**

|       | B    | S.E. | Wald | df | Sig. | Exp(B) |
|-------|------|------|------|----|------|--------|
| SP    | .010 | .255 | .002 | 1  | .969 | 1.010  |
| VP    | .971 | .331 | 8.602| 1  | .003 | 2.640  |
| VEP   | .406 | .100 | 16.577| 1  | .000 | 2.640  |
| Constant | -.868 | .444 | 3.816| 1  | .051 | .420   |

Source: Research data processed by authors with statistical program SPSS

The column B shows the direction of the link between the dependent variable (PSH) and independent variables (SP, VP, VEP). All of them show a positive number and thus a positive connection. Column Exp(B) shows the intensity of the link between the dependent variable and independent variables.

The coefficients of the variable VP and VEP are statistically significant, for a p-value significance threshold <0.05.

There is a direct, positive connection between VP and PSH. Thus, people aged 18-35 are interested in using IoT applications and devices 2.6 times more than people belonging to the age group 36-65 years. As indicated by general studies on the adoption of IoT in Romania (ANCOM, 2019), but also by specific studies on the adoption of smart home solutions (Zanocco et al., 2020), age is a determining factor. Young people with digital skills, a high degree of knowledge and information, being up to date with technological discoveries and progress in this field, choose to use such devices, rather than other age groups, such as the baby boomers generation (born between 1946-1964) and generation X (born between 1965-1979). The main factor that prevents these categories for using smart home technologies is the concern for personal data protection, a sensitive topic when it comes to new technologies (Jungwoo, Yuri and Daeho, 2018).

There is a direct, positive connection between VEP and PSH. People are more interested in using IoT applications and devices as their revenue grows. Although, in general, people associate IoT with savings and the rational use of electricity, people with lower incomes prefer to save at the expense of joining new technologies, regardless of the benefits they could bring, as other studies indicate (Zanocco et.al, 2020).

In contrast, the coefficient of the variable SP is not statistically significant, because the significance threshold p-value = 0.969 is very high (96.9%), so a very low probability of guaranteeing the significance of the parameter, respectively 3.1%. The explanation lies in the fact that the sample is relatively balanced from this point of view, and the sex of the users does not determine the choice to use smart home devices. As other research in the field shows, there are differences between genders that are not related to the choice of using, but to the reasons for choosing or the criteria applied to choose certain brands or certain functionalities of the devices. For example, research by Jungwoo, Yuri, and Daeho (2018) indicates that males tip the scales in choosing IoT devices based on their usefulness, and females pay more attention to device compatibility.

The model passed the set of diagnostic tests relatively comfortably, as presented in table no. 4. The model is significant, according to the Omnibus test (table no. 4) of the model coefficients. The model also explains between 7.9% – Cox & Snell R Square (Cox and Snell, 1989) and 13% – Nagelkerke R Square (Nagelkerke, 1991) variation in the use of devices and applications that allow remote control and monitoring (table no. 4), 82.2% of cases being correctly classified. The value of the Hosmer and Lemeshow test (Hosmer and Lemeshow, 2000) supports the model, with a good fit suggested by a value p> 0.05 (p = 0.26).
Adopting IoT-Based Solutions for Smart Homes.
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Table no. 4. Diagnostic tests of the binary logistic regression model

| Omnibus Tests of Model Coefficients | Chi-square | df | Sig. |
|-------------------------------------|------------|----|------|
| Step                                | 38,910     | 3  | .000 |
| Block                               | 38,910     | 3  | .000 |
| Model                               | 38,910     | 3  | .000 |

| Model Summary                       | Cox & Snell R Square | Nagelkerke R Square |
|-------------------------------------|----------------------|---------------------|
| -2 Log likelihood                   | 402.769*             | .079                |

a. Estimation terminated at iteration number 5 because parameter estimates changed by less than .001.

Conclusions

IoT-based smart home solutions focus on increasing the home comfort, improving the quality of life and enhancing personal experience. In recent years, these solutions have become more popular, more accessible and easier to use through the development of information technology.

As we indicated in the article, issues regarding the architecture of IoT solutions related to the smart home category and those regarding the advantages, benefits, but also challenges and security issues of IoT solutions for smart homes have been frequently addressed in the literature, but issues regarding the degree of understanding the concept and the extent to which these applications are adopted and used have been less approached. Also, the local literature does not deal with issues related to the adoption of these solutions in our country. To cover these gaps identified in the literature, we presented in this article the results of a research that allowed us to discover the level of understanding the IoT concept and the adoption of IoT solutions for smart home by Romanians from different socio-demographic categories.

The key to successfully adopting these technologies is to understand the reasons why people might use them, the features they need, the problems they have identified and the barriers to accepting them, and we have identified all of these in this research.

Although, the Internet of Things is still at the beginning in terms of its applicability in Romania, most of the respondents to our questionnaire (82% of the 471 respondents) stated they use IoT devices and applications that allow remote control and monitoring. Respondents in our study use such solutions for smart TVs, ventilation and air conditioning systems, access, safety and surveillance systems and heating systems. The main benefits of adopting these solutions have been related to the fact that they save time and energy, make their lives easier and improve the comfort of their homes, and identified problems include technology dependence, high cost of devices, privacy, and information security issues.

Also, we note there are still many obstacles that need to be overcome, and our respondents have also identified problems especially related to the data used throughout the process. At the same time, new technologies and synergies have the potential to address them, such as 5G technology, which brings the benefit of an increased Internet speed, as well as the use of artificial intelligence (AI), which helps both predictability and making the best decisions.

To identify the relationship between certain determinants (sex, age, income) and the option to use IoT smart home solutions, we used the binary logistic regression model, showing that

Source: Research data processed by authors with statistical program SPSS
people in the age group 18-35 are more interested in using IoT applications and devices, compared to people belonging to age group 36-65 years. They are also more interested in using IoT applications and devices as their revenues grow; that is naturally, given that most Romanians cannot afford these IoT solutions.

Taking into account the data was obtained by using a web-based survey among the personal contacts of authors and the main limitation of our research is the non-representativeness of the sample, we consider that future research developed among large survey sample could provide a better understanding of the IoT users’ attitude and perception.

Also, in future analyzes, the binary logistic regression model could include as dependent variables the environment (urban or rural) in which the house is located, the number of family members living in it and their level of education, as well as the average monthly income of the household, not only those of the respondents. We specify that we did not include in this model the area (rural or urban) within the house is located, most of the respondents (89.5%) residing in urban areas. We also did not include the level of education, given that most respondents have undergraduate and postgraduate studies. Other research (van der Zeeuw, van Deursen and Jansen, 2020) shows that the level of education does not influence the attitude towards the use of smart devices for housing, but rather the degree of adaptation and operational skills of the individual has an impact on perceiving IoT technology. For people with advanced operating skills, using IoT devices is perceived as a hobby. They explore all the features offered by IoT and create their ecosystems in their own homes by combining several smart devices. On the other hand, in the case of people with not very developed operating skills, the use of IoT smart home solutions is limited to basic functions. The latter choose to purchase IoT technologies under the influence of external factors, such as recommendations from friends or family, and need help with installation and programming.

Given that our research was initiated at the beginning of the coronavirus pandemic, we did not know the consequences at that time and did not take this into account. Future research should take into account the fact that, against the background of long quarantine periods, people began to discover the new lifestyle, based on working from home, online school and a longer time spent at home, and this lifestyle can have the effect of changing perception regarding the acquisition and adoption of smart technologies in homes.
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