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Abstract. We put forward an efficient method to study the algebraic immunity of H Boolean functions with Hamming weight of $2^{n-1}+2^{n-2}$, getting the existence of the higher-order algebraic immunity functions with correlation immunity. We also prove the existing problem of the above 2-order algebraic immunity functions and the optimal algebraic immunity functions. Meanwhile, we solve the compatibility of algebraic immunity and correlation immunity. What is more, the main theoretical results are verified through the examples and are revealed to be correct. Such researches are important in cryptographic primitive designs, and have significance and role in the theory and application range of cryptosystems.

1 Introduction

The cipher security is the core of the cryptosystem, and only a cryptosystem with good security has an existing significance. Boolean functions with a variety of secure cipher properties are the key factors to design the cryptosystem with the ability to resist multiple cipher attacks and good safety performance. It is of great importance for a security cryptosystem to study some properties of Boolean functions, which make the cryptosystem resist various attacks \cite{1}, such as high algebraic degree, high nonlinearity, the strict avalanche criterion and propagation, higher-order correlation immunity and higher-order algebraic immunity. Therefore, there are some important research problems, such as the existence, the feature, the design, the construction and the count of Boolean functions with some kind of secure cryptographic property. Among them, the algebraic immunity of Boolean functions is current central issues \cite{2–6}.

The H Boolean functions have the propagation property. When we study the correlation immunity and algebraic immunity of the H Boolean functions, it is equivalent to study the compatibility of the propagation property, algebraic immunity and correlation immunity of Boolean functions. It is the basis of studying the correlation immunity and algebraic immunity of the H Boolean functions to study the correlation immunity and algebraic immunity of the H Boolean functions with the Hamming weight of $2^{n-1}+2^{n-2}$. In this paper, using the derivative and e-derivative \cite{7–9} as research tools, we study the importance of study cryptographic properties of H Boolean function with Hamming weight of $2^{n-1}+2^{n-2}$.

2 Preliminaries
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To study cryptographic properties of H Boolean functions, we proposed the concept of the e-derivative. The e-derivative and derivative are defined here as Definition 1&2.

Definition 1: The e-derivative (e-partial derivative) of $n$-dimensional Boolean functions $f(x) = f(x_1,x_2,\cdots, x_n) \in GF(2)^{GF(2)^{n}}$ for $r$ variables $x_i, x_2, \cdots, x_r$ is defined as

\begin{equation}
\frac{ef(x)}{ex} = f(x_1, x_2, \cdots, x_r, 1 + x_i, 1 + x_2, \cdots, 1 + x_r, \cdots, x_n).
\end{equation}

(1)

If $r = 1$, (1) turns into the e-derivative of $f(x) = f(x_1, x_2, \cdots, x_r)$ for a single variable, which is denoted by $ef(x)/ex$ ($i=1, 2, \cdots, n$). As a result, the simplified form below can be easily derived.

\begin{equation}
\frac{ef(x)}{ex_i} = f(x_1, x_2, \cdots, x_{i-1}, 1, x_{i+1}, \cdots, x_n).
\end{equation}

Definition 2: The derivative (partial derivative) of $n$-dimensional Boolean functions $f(x) = f(x_1,x_2,\cdots, x_n) \in GF(2)^{GF(2)^{n}}$ for $r$ variables $x_i, x_2, \cdots, x_n$ is defined as

\begin{equation}
\frac{\partial f(x)}{\partial x_i} = f(x_1, x_2, \cdots, x_{i-1}, 1, x_{i+1}, \cdots, x_n) + f(x_1, x_2, \cdots, 1 + x_i, 1 + x_2, \cdots, 1 + x_n).
\end{equation}

(2)

If $r = 1$, (2) turns into the derivative of $f(x) = f(x_1, x_2, \cdots, x_r)$ for a single variable, which is
denoted by \( df(x)/dx_i \) \( (i = 1, 2, \cdots, n) \). As a result, the simplified form below can be easily derived.

\[
df(x)/dx_i = f(x_i, x_1, \cdots, x_{i-1}, 1, x_{i+1}, \cdots, x_n) \quad (i = 1, 2, \cdots, n).
\]

\[+ f(x_i, x_1, \cdots, x_{i-1}, 0, x_{i+1}, \cdots, x_n) \]

**Definition 3:** The cascade function \( f(x) = x_1x_2x_3 \cdots x_n \in GF(2)^{n+1} \) cascade with two \( n \)-dimensional Boolean functions \( f_1(x') \) and \( f_2(x') \) is defined as

\[
f(x) = (1 + x_0)f_1(x') + x_0f_2(x') = f_1(x') + x_0(f_1(x') + f_2(x'))
\]

\( f(x) \) is denoted by \( f(x) = f_1(x) f_2(x) \).

According to Definition 1–3, we can get Lemmas 1 easily.

**Lemma 1:** For any arbitrary Boolean function \( f(x) \), the following equations are true:

\[
f(x) = f(x)df(x)/dx_i + ef(x)/ex_i \quad (i = 1, 2, \cdots, n),
\]

and

\[
w_i(f(x)) = w_i(f(x)df(x)/dx_i) + w_i(e(x)/ex_i)
\]

\[= 2^{-1}w_i(f(x)df(x)/dx_i) + w_i(e(x)/ex_i) \quad (i = 1, 2, \cdots, n)
\]

**3 The algebraic immunity and optimal algebraic immunity functions of a class of correlation immune H Boolean functions**

We discuss the cryptographic properties of H Boolean functions \( f(x) \) with the Hamming weight of \( 2^{n+1} + 2^{n-2} \) (There is \( w_i(f(x)) = 2^{n-2} \) correspondingly), such as algebraic immunity, annihilators, optimal algebraic immunity functions and correlation immunity.

In Theorem 1, we discuss the relationship of the algebraic degree of the lowest algebraic degree annihilators among \( f_1(x) \), \( f_2(x) \) and the cascade function \( f(x) \) (\( f(x) = f_1(x) f_2(x) \)). Theorem 1 is a preliminary theorem preparing for Theorem 2.

**Theorem 1:** If \( f(x) = f_1(x) f_2(x) \), \( g_i(x) \) are annihilators of the lowest algebraic degree of \( f_i(x) \) \((1 + f_i(x)) \), \( g_2(x) \) are annihilators of the lowest algebraic degree of \( f_2(x) \) \((1 + f_2(x)) \), and \( \deg g_i(x) = m_i \) \(, \deg g_2(x) = m_2 \).

1. If \( g_1(x) = g_2(x) \)  \(\) \((or \( g_1(x) = 1 + g_2(x) \)) \), \( \AI(f(x)) = m_2 = m_1 \). 
2. If \( g_1(x) \neq g_2(x) \) and \( g_1(x) \neq 1 + g_2(x) \),

1) If \( m_1 \geq m_2 + 1 \) \(and \)
\( g_1(x)f_1(x) \neq 0 \), \( \AI(f(x)) = m_2 + 1 \).

2) If \( m_1 = m_2 = m \) and there doesn’t exist \( g_s(x) \) which makes \( g_1(x) = g_2(x) \) or \( g_1(x) = 1 + g_2(x) \), and \( g_s(x) \) is an annihilator of the lowest algebraic degree of \( f_1(x) \),

a. If \( m \)-degree terms of \( g_1(x) \) and \( g_2(x) \) are unequal, or at least one \( m \)-degree term is unequal in many \( m \)-degree terms, \( \AI(f(x)) = m + 1 \).

b. If all the \( m \)-degree terms of \( g_1(x) \) and \( g_2(x) \) are equal, but the second high-degree terms are unequal, or at least one of many second high-degree terms is unequal, \( \AI(f(x)) = m \).

**Remark:** The results of Theorem 1 are based on the Definition 3 of cascade in this paper.

For the proof of Theorem 1, attention should only be paid that we should take \((0 \| g_2(x)) f(x) = 0 \) \((or \(0 \| g_2(x)(1 + f(x)) = 0 \)) correspondingly) in 1) of 2.

Proofs of other clauses in Theorem 1 are easy, so we omit it here.

Theorem 2 will further discuss the existence of correlation immunity H Boolean functions whose algebraic immunity is not less than 2 \((That \ AI(f(x)) \geq 2) \), and the existence of the optimal algebraic immunity H Boolean functions with correlation immunity.

**Theorem 2:** \( f(x) \) are H Boolean functions with \( w_i(f(x)) = 2^{n+1} + 2^{n-2} \). If \( n \geq 5 \),

\[
w_i(\partial f(x)/\partial(x_{n-i} x_n)) = 2^{n-2},
\]

and

\[
w_i(e(x)/ex_n)/dx_n = 2^{n-1} + 2^{n-3}.
\]

Taking

\[
g(x) = \partial (f(x)df(x)/dx_n)/\partial(x_{n-i} x_n) + e(df(x)/dx_n)/e(x_{n-i} x_n) + e(e(x)/ex_n)/e(x_{n-i} x_n)
\]

then we can get

1) There are

\[
 f(x) = g(x)f(x)/dx_n + d(g(x)ef(x)/ex_n),
\]

and

\[
\left\{\begin{array}{l}
w_i(g(x)) = 2^{n-1} \\
e(x)/ex_n = 0
\end{array}\right.
\]

2) \( g(x) \) is an annihilator of the lowest algebraic degree of \((1 + f(x)) \).

3) If \( w_i(\partial g(x)/\partial(x_{n-i} x_n x_{n-1} x_n)) = 2^{n-1}, \AI(f(x)) \geq 2 \).

4) When \( n \geq 5 \), there exists the optimal algebraic immunity functions. If we can construct more than four \( or \) three \( n \)-dimensional optimal algebraic immunity functions, and highest-degree terms of
annihilators $g$ of any two optimal algebraic immunity functions are equal, the second high-order terms of $g_1(x), g_2(x)$ and $g_4(x)$ are not absolutely equal, we can construct $n + 2$-dimensional optimal algebraic immunity functions.

5) In $f(x)$ satisfy $AI(f) \geq 2$, there exist functions with $CI(f) = 1$.

Proof: 1)
\[
\frac{dg(x)}{dx_n} = \frac{d(\partial f(x)df(x)/dx_n)/\partial(x_{n-1}x_n)}{dx_n}
+ (x_{n-1}+x_n)d(e(x_n)/ex_n)/e(x_{n-1}x_n)/dx_n, \quad (10)
\]
\[
eq e(x_n)/ex_n + d(e(f(x)df(x)/dx_n)/e(x_{n-1}x_n))/dx_n
+ d(\partial f(x)df(x)/dx_n)/\partial(x_{n-1}x_n)/dx_n.
\]

Since (5)(6), $w_i(f(x)) = 2^{n-1} + 2^{n-2}$ and $w_i(df(x)/dx_i) = 2^{n-2}$ $(i = 1, 2, \cdots, n)$, we can know, if we equally divide the range of value $0 \sim 2^{n-1}$ of independent variable $x$ into small ranges of value, which the numbers of $2^{n-2}:
\[
0 \sim 2^{-2}, 12^2 \sim 2^{-1}, \cdots, 2^{n-2} \sim 2^{-1}. \quad (11)
\]

The 2-variable function which is divided by $f(x)$ in the small range of value of $f(x)$ would be
\[
\begin{align*}
g_{0i} &= x_{n-1} + x_n \quad \text{and} \quad g_{02} = 1,
g_{11} &= 1 + x_n + x_{n-1}x_n \quad \text{and} \quad g_{12} = 1 + x_n + x_{n-1}x_n. \quad (12)
\end{align*}
\]

In (12), $g_{0i}(x)$ and $g_{02}(x)$ must appear in pairs.

So we can know, in (10), there must be $d(e(x_n)/ex_n)/e(x_{n-1}x_n)/dx_n = 0$. Moreover there must be
\[
\frac{dg(x)}{dx_n} = \frac{d(\partial f(x)df(x)/dx_n)/\partial(x_{n-1}x_n)}{dx_n}
+ e(x_n)/ex_n + d(e(f(x)df(x)/dx_n)/e(x_{n-1}x_n))/dx_n
+ 1
\]
\[
\text{and} \quad \frac{dg(x)}{dx_{n-1}} = 1.
\]

So
\[
\frac{d(g(x)f(x)df(x)/dx_n)}{dx_n} = \frac{ef(x)/ex_n}{dx_n}
+ g(x)d(ef(x)/ex_n)/dx_n
+ dg(x)/dx_n d(ef(x)/ex_n)/dx_n.
\]
\[
\frac{d(g(x)f(x)df(x)/dx_n)}{dx_n} = \frac{ef(x)/ex_n}{dx_n}.
\]

Because
\[
d(g(x)f(x)df(x)/dx_n)/dx_n = f(x)df(x)/dx_n g(x) df(x)/dx_n
+ g(x)d(f(x)df(x)/dx_n)/dx_n
+ g(x)d(g(x)f(x)df(x)/dx_n)/dx_n
= f(x)df(x)/dx_n + g(x)f(x)df(x)/dx_n
+ f(x)df(x)/dx_n g(x) df(x)/dx_n
+ df(x)/dx_n g(x) df(x)/dx_n
\]
\[
= f(x)df(x)/dx_n + g(x)f(x)df(x)/dx_n
+ f(x)df(x)/dx_n g(x) df(x)/dx_n.
\]
we can get
\[
f(x)df(x)/dx_n + g(x)f(x)df(x)/dx_n
+ f(x)df(x)/dx_n g(x) df(x)/dx_n
\]
\[
g(x)f(x)df(x)/dx_n
\]
\[
= 1 + g(x) + f(x)df(x)/dx_n
\]
\[
\text{Due to } e(f(x)df(x)/dx_n)/ex_n = 0, \quad (16)
\]
\[
eq e(g(x)df(x)/dx_n)/ex_n = 0. \quad (17)
\]

Therefore, thanks to (15) and (17), there is
\[
g(x)f(x)df(x)/dx_n
= g(x)f(x)df(x)/dx_n + g(x)f(x)df(x)/dx_n
+ e(g(x)df(x)/dx_n)/ex_n
\]
\[
g(x)f(x)df(x)/dx_n
\]
\[
= g(x)f(x)df(x)/dx_n + g(x)f(x)df(x)/dx_n
+ ex_n
\]
\[
= g(x)f(x)df(x)/dx_n + g(x)f(x)df(x)/dx_n
+ ex_n
\]
\[
= g(x)f(x)df(x)/dx_n + g(x)f(x)df(x)/dx_n
+ e(g(x)df(x)/dx_n)/ex_n
\]
\[
= g(x)f(x)df(x)/dx_n + g(x)f(x)df(x)/dx_n
+ e(g(x)df(x)/dx_n)/ex_n
\]
\[
= g(x)f(x)df(x)/dx_n + g(x)f(x)df(x)/dx_n
+ g(x)f(x)df(x)/dx_n
\]
\[
= g(x)f(x)df(x)/dx_n + g(x)f(x)df(x)/dx_n
+ g(x)f(x)df(x)/dx_n
\]
\[
\text{Known by (16) and (18), there is}
\]
\[
(f(x)df(x)/dx_n + g(x)f(x)df(x)/dx_n).
\]
\[
d(g(x)f(x)df(x)/dx_n)/dx_n = 0. \quad (19)
\]

By (7), there is
\[
g(x)f(x)df(x)/dx_n
= \frac{\partial f(x)df(x)/dx_n}{\partial(x_{n-1}x_n)}
+ e(x_n)/ex_n + d(e(x_n)/ex_n)/e(x_{n-1}x_n)/dx_n
+ e(x_n)/ex_n + d(e(x_n)/ex_n)/e(x_{n-1}x_n)/dx_n
\]
\[
\neq 0 \quad (20)
\]

By (20) and (18), we have
\[
\begin{align*}
g(x)f(x)df(x)/dx_n & d(g(x)f(x)df(x)/dx_n)/dx_n \\
\neq 0 \quad \text{if} \quad f(x)df(x)/dx_n & d(g(x)f(x)df(x)/dx_n)/dx_n \neq 0.
\end{align*}
\]

Hence we can know that both $g(x)f(x)df(x)/dx_n$ and $f(x)df(x)/dx_n$ are not the annihilators of $d(g(x)f(x)df(x)/dx_n)/dx_n$. So from (18),(20) and (19), there must be
\[
g(x)f(x)df(x)/dx_n = f(x)df(x)/dx_n. \quad (21)
\]

By (14),(21) and Lemma 2, we have
\[
f(x) = g(x)f(x)df(x)/dx_n + ef(x)/ex_n
\]
\[
= g(x)f(x)df(x)/dx_n + d(g(x)df(x)/dx_n)/dx_n
\]
that is, (8) is established.
Since \( dg(x)/dx_n = 1 \) in (13),
\[
\begin{align*}
w_i(g(x)) &= 2^{-i-1} \\
e(g(x))/ex_n &= 0.
\end{align*}
\]
That is,(9) is established too.

2) By (12),we have
\[
\frac{\partial g(x)}{\partial x_{n-1_1}x_n} = \frac{\partial (f(x)df(x)/dx_n)}{\partial (x_{n-1_1}x_n)} = \frac{\partial e(xf(x)/ex_n)}{\partial (x_{n-1_1}x_n)} + \frac{\partial (x_{n-1} + x_n)}{\partial (x_{n-1_1}x_n)} e(ex_n)/e(x_{n-1_1}x_n) + \frac{\partial (1 + x_n)}{\partial (x_{n-1_1}x_n)} e(ex_n)/e(x_{n-1_1}x_n) + \frac{\partial e(ef(x)/ex_n)}{\partial (x_{n-1_1}x_n)} = 0.
\]

Since (9) is established, which means \( w_i(g(x)) = 2^{-i-1} \) and \( e(g(x))/ex_n = 0 \). By (22),we can know
\[
e(g(x))/ex_n = g(x) + g(x)\partial g(x)/\partial (x_{n-1_1}x_n) = g(x).
\]
By (9),(22) and (23),we can get 2-variable functions of the numbers of \( 2^{n-2} \), which are gotten after dividing \( g(x) \) in the small range of value of (11),there are only
\[
h_1 = x_{n-1} + x_n \quad \text{and} \quad h_2 = 1 + x_{n-1} + x_n.
\]
Moreover by (7),we can know, \( g(x) \) should only take \( x_{n-1} + x_n \) in \( ef(x)/ex_n \) to guarantee the degree won’t add owing to the difference of cascade functions in concatenation.

By (23) and (21),we have
\[
n = g(x) + g(x)\partial g(x)/\partial (x_{n-1_1}x_n) = g(x).
\]
And
\[
\begin{align*}
d(f(x)/dx_n)/dx_n &= df(x)/dx_n \\
e(f(x)/ex_n)/dx_n &= 0.
\end{align*}
\]

by (7),(12) and (23)\((26)\),we can know, in each small range of (11), \( g(x) \) is concatenated of the same or complementary 1st-degree functions, and there is
\[
\deg(h(x)) = \deg(x_{n-1} + x_n + 1) = 1.
\]
But for \( ef(x)/ex_n \) , is there exists \( \deg(0)/\partial (x_{n-1_1}) = 2 > \deg(h(x)) \). 

Known by (23),(25) and (26),
\[
\deg e(f(x)/ex_n) = \deg df(x)/dx_n > \deg g(x).
\]

Since \( g(x) \) is certain for each \( f(x) \), and it’s concatenated of completely the same 1st-degree functions. So known by (27), \( g(x) \) is an annihilator of the lowest algebraic degree of \( 1 + f(x) \).

3) Known By (12) and the condition \( w_i(\partial g(x)/\partial x_{n-3_1}x_n(\partial x_{n-1_1}x_n)) = 2^{n-1} \), if dividing \( f(x) \) into concatenations of 5-variable functions, \( g_3(x) \) which is the annihilator of the lowest algebraic degree of 5-variable functions is concatenated of \( g_4(x) \) and \( g_5(x) \) which are annihilators of the lowest algebraic degree of two 4-variable functions, which means
\[
g_3(x) = g_4(x) \text{ and } g_5(x) \neq g_4(x).
\]

\[
\deg g_3(x) = 2.
\]

But there must be \( AI(f) \leq \frac{n}{2} \). So there is
\[
\deg g_2(x) = \frac{n}{2},
\]
which means there exist the optimal algebraic immunity functions.

Since (28),we can know, the annihilators of \( f(x) \) also have \( \deg g(x) \geq 2 \).

Therefore, we can know that \( AI(f(x)) \geq 2 \).

4) Suppose \( n \)-dimensional functions \( f_1(x) \), \( f_2(x) \), \( f_3(x) \), \( f_4(x) \) are all optimal algebraic immunity functions, \( g_1(x) \), \( g_2(x) \), \( g_3(x) \) and \( g_4(x) \) which are gotten by (7) are annihilators of \( f_1(x) \), \( f_2(x) \), \( f_3(x) \) and \( f_4(x) \) respectively, and
\[
\begin{align*}
\langle f_1(x) \rangle \neq \langle f_3(x) \rangle \quad \text{and} \quad \langle f_1(x) \rangle \\
\langle f_2(x) \rangle \neq \langle f_4(x) \rangle. (29)
\end{align*}
\]

And the highest degree terms of \( f_1(x) \), \( g_1(x) \), \( g_3(x) \) and \( g_4(x) \) are equal, the second high-degree term of \( g_2(x) \) is the second high-order terms of \( g_1(x) \), \( g_3(x) \) and \( g_4(x) \) are not absolutely equal, and \( g_4(x) = 1 + g_4(x) \).

For \( n + 2 \)-dimensional functions \( f_1(x) \), \( f_2(x) \), \( f_3(x) \), \( f_4(x) \), known by 2 and 3 of Theorem 2, \( f(x) \) have annihilators of the lowest algebraic degree \( g(x) \),
\[
g(x) = g_3(x) \text{ and } g_4(x).
\]

Then
\[
\begin{align*}
\deg(g_3(x)) &= \deg(g_4(x)) = \frac{n}{2} \quad \text{and} \quad \deg(g_4(x)) = \frac{n}{2}.
\end{align*}
\]

So known by (29) and (30), the highest degree term of \( g_1(x) \), \( g_3(x) \) and \( g_4(x) \) are unequal. And known from Theorem 1,
\[
\deg g(x) = \deg(g_3(x)g_4(x)) = \frac{n}{2} + 1.
\]

That is, \( f(x) \) is a \( n + 2 \)-dimensional optimal algebraic immunity function.
In the context of Boolean functions, various constructions have been matched in different scenarios. Specifically, for the functions $f_1(x)$ and $f_2(x)$, where $f_1 \circ f_2$, there is

$$w_i(g_{01} \circ g_{02} | x_i = 0) = w_i(g_{01} \circ g_{02} | x_i = 1) = 2^{-1}w_i(g_{01} \circ g_{02})$$

where $g_{01}$ and $g_{02}$ are Boolean functions.

For the function $g_{11} \circ g_{12}$, which means $g_{11} = x_1 + x_2 + x_3$ and $g_{12} = 1 + x_1 + x_4$, if they are matched (appearing in pairs of functions $f_1(x)$ and $f_2(x)$), denoted by $f_1 \circ f_2$), there is

$$w_i(g_{11} \circ g_{12} | x_i = 0) = w_i(g_{11} \circ g_{12} | x_i = 1) = 2^{-1}w_i(g_{11} \circ g_{12})$$

In $H$ Boolean functions, with $w_i(f(x)) = 2^{n-1} + 2^{-n-2}$, $g_{00} \circ g_{02}$ is necessary. Otherwise, it doesn’t satisfy the weight condition of Boolean Functions and the request of $w_i((f(x)/dx_i) = 2^{-1} (i = 1, 2, \ldots, n)$. So we only need to require $g_{11}$ and $g_{12}$ in $f(x)$ to appear in pairs too. Thus, by (31) and (32), there must be

$$w_i(f(x) | x_i = 0) = w_i(f(x) | x_i = 1) = 2^{-1}w_i(f(x))$$

So we can know, there is existence of functions $f(x)$ which with $AI(f(x)) \geq 2$ and $CI(f(x)) = 1$.

The proof ends.

From the proof of 4) and 5) in Theorem 2, we can obtain the following Corollary 1.

**Corollary 1:** In $H$ Boolean function $f(x)$ with $w_i(f(x)) = 2^{n-1} + 2^{-n-2}$, there exists the optimal algebraic immunity functions with correlation immunity.

### 4 Conclusions

Using the cryptographic properties of Boolean functions are not only connected with the whole values of Boolean functions, but also connected with the values of two different properties and the structure of values. In the paper, using the derivative and e-derivative defined by ourselves, we express the values of two different properties of Boolean functions and discuss the correlation immunity and algebraic immunity of the $H$ Boolean functions with the Hamming weight of $2^{n-1} + 2^{-n-2}$. The results show that we can better solve many problems of cryptographic properties of Boolean functions using the derivative and e-derivative.

In the paper, the results are very important. It is very useful to study cryptographic properties of Boolean functions using the derivative and e-derivative.
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