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ABSTRACT
This study examined perceived usefulness, information quality, and privacy and security to predict trust in e-government. This study used a survey data collection method and a random sampling technique with 100 residents who visit the local government’s public services website as respondents. A Likert scale was used to create the questionnaires. SEM-PLS looked at the data to see if it was valid and reliable, as well as test hypothesis and regression. This study found that perceived usefulness, information quality, and privacy and security had a positive and significant effect on trust in e-government with p-values of 0.000, 0.001 and 0.000, respectively. The influence of the three independent variables towards the dependent variable was moderate (R-square = 0.494). Finally, the limitations and implications of these findings are examined.
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INTRODUCTION
Governments of many countries, both central and local governments, have used e-government recently in order to improve access and basic services for their citizens. The implementation of various types of e-government is a means of cooperation between the government and its stakeholders to achieve effectiveness, efficiency, transparency, economic growth, public participation, and sustainable development (Panthee & Sharma, 2019; Liywalii & Tembo, 2019; Shkarlet et al., 2020; Mosud & Govender, 2020; Glyptis et
Trust in e-government is the key to the successful implementation of digital technology in the government. Therefore, many scholars have conducted studies regarding trust in e-government (Alzahrani et al., 2017; Bayaga et al., 2020). Ejdys et al. evaluated trust in e-government in Poland in the case of the electronic filing of tax returns (Ejdys et al., 2019). Aljazzaf evaluated the people intention to trust e-government in Kuwait in using the government’s web to convey data and administrations (Aljazzaf, 2019). Abu Shanab used the personal model and the technical model to predict the level of trust in e-government in Qatar (Abu Shanab, 2019). Mensah and Adams examined political trust on the adoption of e-government services between foreign and Chinese students (Mensah & Adams, 2020). Al-Shargabi et al. examined the cloud computing model for building trust in e-government web service in Jordan (Al-Shargabi et al., 2020). Nofal et al. has conducted a study on trust and transparency in the adoption of e-government services by citizens in Jordan (Nofal et al., 2021). Kamarudin et al. predicted that performance expectancy, social influence, and facilitating conditions, and trust influenced the adoption of e-government services in the telecenters in rural areas in Malaysia (Kamarudin et al., 2021).

Scholars have also studied the issue of trust in e-government in Indonesia. Supriyanto et al. developed the design of an inclusive security model on e-government for building public e-government trust on data and information (Supriyanto et al., 2019). Tjen et al. explored the impact of trust, the IS, and prior experience of taxpayers in using online tax filing (e-filing) (Tjen et al., 2019). Assegaff et al. evaluated the factors affecting the trust of millennial citizens in e-government in Jambi, Indonesia. They found that software quality, trust in the internet, reliance on applications influenced the generation behavior (Assegaff et al., 2021).

**Trust in E-government**

The meaning of trust is the willingness of one party to obey the wishes and actions of the other party based on expectations (Abu Shanab, 2019). Trust in e-government refers to citizens’ confidence that they are protected from fraud, doubt, and harm in using ICTs (Munyoka & Maharaj, 2019). Trust in e-government is a technology solution presented by government agencies (Ejdys et al., 2019). Trust in e-government is a reciprocal relationship between government agencies that provide public services and the private sector and citizens who expect government employees to be trusted (Bayaga et al., 2020). Trust in e-government is reflected in government-to-citizen relationships, where citizens trust the government to act in a right and fair manner (Pérez-Morote et al., 2020). Trust
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is the main prerequisite for developing the willingness and participation of citizens to use e-government (Khan et al., 2020; Khan et al., 2021).

This study is based on theories that have been developed so far to explain the factors that influence a person’s use of e-government. Scholars (Dwivedi et al., 2017; Ospina and Pinzón, 2018; Mustafa et al., 2020) identified a theory of reasoned action (TRA), a technology acceptance model (TAM), a theory of planned behavior (TPB), the diffusion of innovation (DOI), a unified theory of acceptance and use of technology (UTAUT), and a unified model of e-government adoption (UMEGA). Attitude and subjective norm were essential elements in the TRA. The TAM was developed as a TRA adaption to represent users’ adoption of IS. The first fundamental component, perceived usefulness, was defined as the subjective likelihood of potential users. Other basic design, such as perceived ease of use, pointed at which the potential user with ease of use of the target gadget. Subjective norm, attitude, and perceived behavioral control were the TPB’s conceptions. Attitude, subjective norm, perceived behavioral control, perceived ease of use, perceived usefulness, compatibility, resource enabling conditions, technology facilitating conditions, and self-efficacy were among the constructs studied by the DTPB. Relative advantage, compatibility, image, trial-ability, visibility, ease of use, result, demonstrability, and voluntariness of usage were all constructs of the IDT. Image, perceived utility, perceived ease of use, work relevance, result demonstrability, and subjective norm were all factors in the TAM 2. Compatibility, intricacy, and trial-ability were all advantages for the DOI. Performance expectancy, effort expectancy, social influence, and facilitating factors were all present in the UTAUT. Finally, the UMEGA included performance and effort expectations, as well as social impact, perceived risk, attitude, and facilitating conditions.

Perceived Usefulness and Trust in E-government

Santhanamery and Ramayah have demonstrated that perceived usefulness influences the link between trust in the system (correctness, response time, system support, availability, and security) and e-filing system usage intention in Malaysia (Santhanamery & Ramayah, 2018). Aljazzaf evaluated trust in e-government in Kuwait. He found that perceived usefulness affects trust in e-government (Aljazzaf, 2019). Abu Shanab showed predictor variables of perceived usefulness, security and privacy concerns, and information quality and trust in e-government as a dependent variable (Abu Shanab, 2019). Tsui discovered that, in addition to playing a complete mediating function, perceived usefulness is likely to be the most important ex-post factor influencing users’ intention to continue using e-government services in Taiwan (Tsui, 2019). In a study conducted in China, Chen and Komlan discovered that perceived usefulness and perceived ease of use have a substantial impact on behavioral intentions to utilize e-government services (Chen & Aklikokou, 2020). Uthaman and Vasanthagopal analyzed the mediating effect of perceived ease of use, perceived usefulness, satisfaction, and trust on behavioral intentions of beneficiaries
to use e-government in India (Uthaman & Vasanthagopal, 2020). Nofal et al. evaluated e-government adoption in Jordan. They found that the higher the perceived usefulness, the more frequent the adoption of e-government (Nofal et al., 2021).

Information Quality and Trust in E-government

Information quality, according to Khan et al., refers to citizens’ perceptions of the fullness and correctness of e-government information. In Pakistan, they discovered that the higher citizens’ perceptions of high-quality information, the more trust they have in e-government (Khan et al., 2021). Losanta et al. designed and developed the local e-government and information quality to build trust of businessman in using e-government services in Thailand (Losanta & Deshmukh, 2019). Website quality influenced trust in e-government (Aljazzaf, 2019). Service quality influenced attitude and intention to use e-government (Nofal et al., 2021). Kaushik and Mishra examined the effect of perceived information quality and technology anxiety on the e-government adoption process in India (Kaushik & Mishra, 2019). Abu-Shanab also showed information quality as predictor variable of trust in e-government as dependent variable (Abu Shanab, 2019). Furthermore Rasool et al. assessed that the information quality of websites/portals is vital importance of citizens’ use of e-government in Pakistan (Rasool et al., 2019). The National Public Procurement Agency (NPPA) at Indonesian Government Agencies uses the website as a service to citizens to share information related to regulations, organizational profiles, and functions. The quality of information (IQ) on the government websites had become one of the main determinants of user satisfaction (Putri & Ruldeviyani, 2019). The drivers of continuous use intention for food delivery software applications were investigated using an expanded UTAUT2 model that augments information quality (Lee et al., 2019).

Privacy and Security and Trust in E-government

Privacy is the right to control private property. The preservation of personal information, avoiding sharing personal information with others, anonymity, secure archiving of personal data, and informed permission are all examples of privacy. Security is a state of being safe. The administrative and technical procedures connected with securing data and information from possible losses, unauthorized access, destruction, use, or disclosure are referred to as security. In the context of e-government, privacy and security relates to information and administrative data (Munyoka & Maharaj, 2019).

The collection, control, and understanding of information privacy concerns among internet users increased trust of the internet (TOI) and perceived risks, which in turn drove the adoption of e-government in Virginia (Liu & Carter, 2018). Risk and security were the threats of social networks in e-government in Azerbaijan (Alguliyev et al., 2018). Technological risks, such as security and privacy, as well as performance risk, are seen to
be major variables that affect trust in e-government (Ejdys et al., 2019). Perceived security and privacy had an effect on trust in e-government in Kuwait (Aljazzaf, 2019). Information quality, perceived usefulness, security, and privacy concerns, as independent variables, affect trust in e-government in Jordanian citizens (Abu Shanab, 2019). Privacy and security affected the continuous use intention e-government services in Korea (Cho et al., 2019). Privacy and security risks were the determinants of e-government services adoption in South Africa (Bayaga et al., 2020). A study validated the effect of organizational privacy assurance on individual privacy concerns, privacy control and risk perception, trustworthiness and non-self-disclosure behavior in Rwanda (Mutimukwe et al., 2020). Perceived privacy influenced trust in using social media for e-government services in Pakistan (Khan et al., 2021).

RESEARCH METHOD

Data Collection

To collect primary data on citizen use of e-government, a survey approach design was devised. As a research tool, this study used a self-managed organized questionnaire to collect primary data. This study examined citizens who access e-government managed by the Department of Communication and Information, Pringsewu Regency, Lampung Province, Indonesia (www.pringsewukab.go.id). This study chose this location with the consideration that this district is less developed so that the government must inform citizens about e-government (Setiawan, n.d.; Oktiani & Gunawibawa, 2019; Pratiwi et al., 2020).

Sampling Technique

Simple random sampling, as a form of non-probability sampling, was used in this research. Simple Random Sampling is taking sample members from the population which is done randomly without any pay attention to the existing strata in the population (Sugiyono, 2017). The target respondents of this study were citizens of the regency who using the e-government. This study used the Slovin formula for taking samples with error sampling 10%. Based on information from the government agency, the population was 36,130 between January - August 2020. This study, using the Slovin formula, determined the number of respondents was 100.

Measurement and Analysis Technique

Quantitative survey questions were used for collecting data. Questionnaires were created using a Likert scale. The respondents’ opinions were measured using Likert scales, with 1 indicating strong disagreement, 2 indicating strong disagreement, 3 indicating neutrality, 4 indicating agreement, and 5 indicating strong agreement. Data was analyzed
by SEM-PLS for the purposes of assessing validity and reliability, as well as testing hypothesis and regression.

**Research Model and Hypotheses**

Based on the literature review, the following research model and hypotheses were developed:

![Research model](image)

**Figure 1. Research model**

**Hypotheses of This Study**

*H1.* Perceived usefulness positively and significantly influences citizens trust in e-government.

*H2.* Information quality positively and significantly influences citizens trust in e-government.

*H3.* Privacy and security positively and significantly influence citizens’ trust in e-government.

The explanation of the above statement is as follows. First, the more positive individual perceived usefulness towards technology, the more intent is to trust in e-government. Second, the more there is an information quality of the ICT, the more positive the individual’s trust in e-government will be. Third, the higher the privacy and security of personal data, the more positive citizens’ trust in e-government.
RESULTS
Demographic Profile of Respondents

The profile of respondents (n=100) was as follows: the number of female respondents was 59% and male was 41%. Respondents who were 20 to 35 years old were 76%, 36 to 51 years old were 22%, and 52 years old and over were 2%. Respondents who have a Diploma or Bachelor’s level of education were 54%. The second largest number of respondents who had a junior or senior high school education level were 52%. Finally, the least number of respondents who have a Masters and Doctoral level of education were 4%. The experience of using an electronic-based government system was dominated by users for less than 1 year, i.e. 59%. Users between 1 to 3 years were 27%. Users over 3 years were 13%.

Validated Research Model

Cronbach’s alpha supports internal consistency model measures. When Cronbach’s alpha is 0.70 or greater, it means that construct indicators were dependable (Nunnally, 1978). Table 1 shows a high degree of reliability across all variables (perceived usefulness = 0.816, information quality = 0.798, privacy and security = 0.919, and trust in e-government = 0.741).

| Variables                  | Composite Reliability | Cronbach’s Alpha |
|----------------------------|-----------------------|------------------|
| Perceived usefulness       | 0.804                 | 0.816            | Realibel         |
| Information quality        | 0.881                 | 0.798            | Realibel         |
| Privacy and security       | 0.920                 | 0.919            | Realibel         |
| Trust in e-government      | 0.746                 | 0.741            | Realibel         |

The validity of the indicators that have been established as questionnaires is shown in Figure 2. If the value of an indicator was larger than 0.5, it was considered valid (Chin, 1998). Figure 2 shows that all of the values were greater than 0.5, indicating that all of the indications were valid.
The findings of hypothesis testing are also shown in Figure 2. When the p-value was less than 0.05, the hypotheses were accepted (Henseler et al., 2009). As shown in figure 2, the H1 hypothesis, stating that perceived usefulness positively and significantly influenced trust in e-government, was supported (p-value=0.000). It could be interpreted that the higher the perceived usefulness by users, the more positive the trust in e-government. The H2 hypothesis, which stated that information quality influenced trust in e-government in a positive and substantial way, was confirmed (p-value=0.001). It might be deduced that the higher the website’s information quality, the higher the level of trust in e-government. The H3 hypothesis, which indicated that privacy and security had a positive and significant impact on trust in e-government, was confirmed (p-value=0.000). It is reasonable to conclude that the higher the level of personal data privacy and security, the better the level of trust in e-government.

The original sample shows the strong influence of the independent variable on the dependent variable. Figure 2 shows the effect of perceived usefulness on trust in e-government is 29.2%. Information quality has a 25.7 percent impact on e-government trust. And the impact of privacy and security on e-government confidence is 38.5 percent.

Regression analysis revealed the degree of influence of the variables, which were categorized into three R-square scales: 19% - 33% low (weak), >33% - 67 percent moderate, and >67% strong (substantial) (Chin, 1998). Figure 2 depicts the results of the regression analysis. Trust in e-government was influenced by perceived usefulness, information quality, privacy and security in 49.4% of cases. It means that independent factors had a moderate amount of control over the dependent variable.
The critical findings of this study are that the impact of the variables of perceived usefulness and privacy and security is more important than the variable of information quality on trust in e-government in the case in this area. In addition, the effect of the three independent variables on the dependent variable is half of the other independent variables not examined.

This study empirically evaluated variables of perceived usefulness, information quality, and privacy and security in predicting trust in e-government. This study confirmed that perceived usefulness influences trust in e-government (p-value=0.000) in the case of citizens’ using local government website of public services in Indonesia. Therefore, this study justifies some founding of scholars in the difference cases in other countries (Santhanamery & Ramayah, 2018; Aljazzaf, 2019; Abu Shanab, 2019; Tsui, 2019; Chen & Aklikokou, 2020; Uthaman & Vasanthagopal, 2020; Nofal et al., 2021).

In the instance of citizens using local government websites for public services in Indonesia, this study also justified that information quality influences trust in e-government (p-value=0.001). As a result, this research validates the establishment of some scholars in other countries (Khan et al., 2021; Losanta & Deshmukh, 2019; Aljazzaf, 2019; Nofal et al., 2021; Kaushik & Mishra, 2019; Abu Shanab, 2019; Rasool et al., 2019; Putri & Ruldeviyani, 2019; Lee et al., 2019).

This study also proved that privacy and security influences trust in e-government in the case of citizens utilizing local government websites for public services in Indonesia (p-value=0.000). As a result, this study supports the work of several experts in other nations (Munyoka & Maharaj, 2019; Liu & Carter, 2018; Alguliyev et al., 2018; Ejdys et al., 2019; Aljazzaf, 2019; Abu Shanab, 2019; Cho et al., 2019; Bayaga et al., 2020; Mutimukwe et al., 2020; Khan et al., 2021).

CONCLUSION

The critical findings of this study are that the impact of the variables of perceived usefulness and privacy and security is more important than the variable of information quality on trust in e-government in the case in this area. In addition, the effect of the three independent variables on the dependent variable is half of the other independent variables not examined. This study empirically evaluated variables of perceived usefulness, information quality, and privacy and security in predicting trust in e-government. This study confirmed that perceived usefulness influences trust in e-government (p-value=0.000) in the case of citizens’ using local government website of public services in Indonesia.

The practical implications are as follows: first, leaders of local government agencies must devise new techniques, such as intense and reinforced socialization of citizens over the perceived utility of the local government’s public-services website. Secondly, the
government agencies encourage employees who manage the local government website to develop privacy and security of data so that citizens increase their trust in government and in the website. Third, local government agencies need to take advantage of the culture of the Indonesian people, such as being obedient, helping, respecting other parties, to build cooperation and trust in e-government. Finally, agencies must transform themselves into more networked and collaborative organizations in order for citizens to have a more positive attitude toward e-government.

This study has limitations and recommendations for future studies. Limitations of this study are that the number of research variables is not large, only one area is used as a case, the number of respondents is not too many, and the research period is relatively short.

Recommendations for further research are as follows. Firstly, future studies could combine the basic constructs with other UTAUT or UMega constructs, such as performance and effort expectancy, perceived risk, facilitating condition, and so on. The objective of adding constructs is to see if they are applicable to the case at hand. Furthermore, next studies would include many local government agencies and more citizens to see the consistency of their behavior. Finally, longitudinal data may be used in future studies to validate the performance of the proposed model.
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