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Abstract—Recently, Unmanned Aerial Vehicles (UAVs) are employed for a plethora of civilian applications. Such flying vehicles can accomplish tasks under the pilot’s eyesight within the range of a remote controller, or autonomously according to a certain pre-loaded path configuration. Different path deviation attacks can be performed by malicious users against UAVs. We classify such attacks and the relative defenses based on the UAV’s flight mode, i.e., (i) First Person View (FPV), (ii) civilian Global Navigation Satellite System based (GNSS), and (iii) GNSS “plus” auxiliary technologies (GNSS+, and on the multiplicity, i.e., (i) Single UAV, and (ii) Multiple UAVs. We found that very little has been done to secure the FPV flight mode against path deviation. In GNSS mode, spoofing is the most worrisome attack. The best defense against spoofing seems to be redundancy, such as adding vision chips to single UAV or using multiple arranged UAVs. No specific attacks and defenses have been found in literature for GNSS+ or for UAVs moving in group without a pre-ordered arrangement. These aspects require further investigation.

I. INTRODUCTION

Unmanned Aerial Vehicles (UAVs), also known as drones, seem to have great potential in future civilian applications, like precision agriculture [1], search and rescue [2], localization [3], [4], etc. Such potential is available not only for large companies but also for small businesses. Thanks to their increasing availability, UAVs can be envisaged for several applications [5]. So far, the flight (with aircraft) was employed, for example, for delivering goods between hubs, and then ground vehicles transport the goods to consumers. Due to the involved costs, small companies are only confined to the use of ground vehicles. But now UAVs can extend the horizon also for small companies allowing them to increase their business.

Other activities like roofs inspection, maintenance of pylons, or windows cleaning, could be performed tomorrow by specialized UAVs. Similarly, various activities in agriculture such as orchards pruning or pesticides spreading could be automated using UAVs powered with high-precision eye-manual coordination. So, smart UAVs are the next big revolution in UAV technology promising to provide new opportunities in different applications in terms of reduced risks and lower cost.

In all these activities the most critical aspect is accurately flying through certain positions. Even a small error in terms of UAV positioning made by the pilot or due to navigation satellite system when harvesting fruits or cleaning windows can nullify the use of UAVs. Positioning can be altered by external users for malicious purposes performing specific attacks, such as GNSS spoofing which focuses on hijacking UAVs. Under such an attack, the UAV cannot perform anymore the assigned tasks because the path followed by UAVs is under the control of the attacker. Also, attacks on UAVs guided by a human could be done by hacking the private ad-hoc local network between the drone and its controller.

In this paper, we concentrate on the threats that can prevent single or multiple UAVs to accomplish their path and/or reach the destination. We primarily focus on commercial UAVs, available and affordable for public and small companies that have small sizes, limited battery lifetime, moderate payload capacity, and specific constraints in terms of computational power. Despite their limited cost, such drones can be equipped with several external sensors (cameras, antennas) that facilitate communication with the external world, and single-board computers that extend their computational capability.

Since we are interested in attacks that limit the flying ability of UAVs and their faculty of following predefined paths, we organize a taxonomy that groups the attacks based on three different flight modes, i.e., First Person View (FPV), Global Navigation Satellite System based (GNSS), and an enhanced GNSS, dubbed GNSS “plus” (GNSS+). Then, we also subgroup the works based on the multiplicity of UAVs (i.e., Single or Multiple).

Organization: The rest of the paper is organized as follows. Sec. II reviews recent surveys on security aspects of UAVs. Sec. III introduces our taxonomy of the literature about path deviation attacks. Sec. IV presents the defenses according to the proposed attack taxonomy. Sec. V explores future research directions. Finally, Sec. VI offers conclusions.

II. RELATED SURVEYS IN THE RECENT PAST

Recently, due to the increasing interest in UAVs, several surveys on UAVs have been published in the literature that, however, do not cover our focus.

In [6], the authors provide a comprehensive study on UAV cellular communications. Authors ponder on UAVs that can be used as flying Base Stations (BSs) extending and enhancing the user’s capabilities especially for crowded areas where there is a lack of coverage. They survey the issues, challenges, and opportunities of using UAVs for cellular communications with a little focus on safety and cyber physical security aspects.
The authors in [7] survey UAV networks from a Cyber Physical System (CPS) perspective dealing with security and privacy concerns on possible UAV networks. Also, in [8] security concerns are addressed in networked UAVs presenting Intrusion Detection Systems (IDSs).

In [9], the authors categorize the UAVs attacks according to three different attacks, i.e., physical on unattended and unsecured UAVs, remote exploiting back doors, bugs, or other UAV software vulnerabilities, and target aimed to a specific UAV’s sensor, for example GPS or cameras. Physical attacks are conducted by an intruder who finds the UAV (or its ground control) left unattended and unsecured. Given physical access to the UAV, the attacker can inject malicious code on the UAV for further attacks and transform the attack in a remote one. Target attacks are for a specific UAV’s sensor, such as GPS or cameras. The conclusion in that survey is that the first two categories of threats (physical and remote) are well investigated, while the last category (target) has been ignored.

Authors in [10] present a cyber attack/challenges taxonomy in UAV systems based on three challenges, i.e., confidence in that can be broken by malware injection or hijacking, integrity that focuses on modifying information of UAV systems, and availability that can be performed with the goal of flooding the communications links.

Authors in [11] study the impact of Global Positioning System (GPS) spoofing attacks on different settings, like power distribution networks, ships, aircraft, trucks, train, and mobile phones. It does not consider UAVs, though. They conclude that spoofing is a nascent threat not yet trivially doable, but with high potential to be severe if low-cost GPS spoofers will become common and the economical value of the applications that use GPS continues to grow. This last survey is on GPS spoofing and it is the one closest to our focus.

III. THE PROPOSED TAXONOMY

In this section we introduce a taxonomy of the pertinent literature. In Sec. III-A and III-B we sketch the UAV’s flight modes and introduce the multiplicities. In Sec. III-C we describe the background on the attacks that deviate the UAV from its path.

A. UAV’s Flight Modes

The first taxonomy level represent the UAV’s flight modes used to group the attacks. We distinguish between three different UAV’s flight modes:

- **FPV**: UAVs are directly moved by a pilot’s either eyesight or through a screen monitor using the remote controller.
- **GNSS**: UAVs autonomously fly by retrieving the GNSS signals. They also rely on the Inertial Measurement Unit (IMU) which uses various sensors to control the flight.
- **GNSS+**: GNSS mode can be enhanced by adopting other technologies, such as using images, WiFi, or cellular networks, to improve the flight robustness. GNSS+ could be also GNSS enriched by a perception system.

B. UAV’s Multiplicity

In the second taxonomy level, we consider the multiplicity i.e., the number of UAVs that can take part together in a task:

- **Single**: only a single UAV is deployed for a task.
- **Multiple**: many UAVs are deployed for a common task.

Note that we consider any number of UAVs in FPV as a set of single UAV because a pilot is required for each UAV. We use the multiplicity just to group the defenses.

C. UAV’s Attacks

We now describe the most significant attacks to deviate the UAV’s path based on the flight mode.

**Attacks in FPV**: In FPV flight mode, in-flight attacks can be substantially performed by hacking the local controller/UAV WiFi network. Nowadays, UAVs rely on WiFi links to which a remote controller, cameras, gimbals, and also other smart devices like smartphones or tablets, can connect. Many manufacturers design proprietary protocols for those wireless communications, which in turn can be highly more powerful than common wireless protocols in terms of performance. The weakness of proprietary protocols is, however, their scarce ability to quickly respond to security threats [12], letting the UAVs more susceptible to attacks of hackers.

**Attacks in GNSS/GNSS+**: The GNSS and GNSS+ flight modes are based on the multiple interoperable constellations of satellites like GPS, GLONASS, Beidou, Galileo, and more [13], [14]. To better understand the threats behind this flight mode, we describe how the GPS works [15]. The GPS uses a certain number of satellite transmitters $S_i$ located at known locations $L_i^S$ on their orbits. Each transmitter is equipped with a synchronized clock and broadcasts at a certain time $t$ a carefully chosen navigation signal $s_i(t)$, which includes the spreading code, the phase, the satellite ID, timestamps, and information on the satellites’ deviation from the predicted trajectories. The signal propagates with light speed $c$. The GPS receiver $V$ receives at time $t$ the combined signal $g(L, t)$ of all the signals earlier broadcast by the satellites in range: $g(L, t) = \sum_i A_i s_i(t - \|L_i^S - L\|/c) + n(L, t)$, where $A_i$ is the signal attenuation, $s_i(t - \|L_i^S - L\|/c)$ is the signal broadcast by $S_i$ at time $t - \|L_i^S - L\|/c$; and $n(L, t)$ is the background noise. Note that, the signal $s_i$ has been encoded at the time the signal started from the satellite. That is, the time $t$ the signal was received by the receiver minus the time required to traverse the Euclidean distance $d_i = \|L_i^S - L\|$ between $S_i$ and $V$ at the light speed $c$. Due to the properties of the signal coding, the receiver can extract from $g(L, t)$ all the single information $s_i(t)$. From there, the time delay $\|L_i^S - L\|/c$ is retrieved, and the ranges $d_i$ inferred. In reality, the receiver which has a time offset $\delta$ infers the pseudo-ranges $r_i = d_i + \delta c$ because the clock of the receiver is not fully synchronized with that of the satellites. With $d_i$ rewritten as the distance $\sqrt{(x - x_i)^2 + (y - y_i)^2 + (z - z_i)^2}$ between the receiver position $L = (x, y, z) \in \mathbb{R}^3$ and the satellite position $L_i^S = (x_i^S, y_i^S, z_i^S)$, $L$ and the offset $\Delta = c \cdot \delta$ can
be determined by solving a system with at least four pseudoranges. We say a receiver has a lock to a specific transmitter when it is already receiving data from that satellite. So, the receiver needs at least four locks to localize itself.

GPS receivers are vulnerable to different attacks which depend on how the attacker modifies the satellites signal. The attacker can easily deceive the receiver at any location \( L' \) if it has full control over the input of such antenna. On civilian GPS receivers, the attacker is free to choose its position, the delay, and the satellite position. The attacker can claim a fake satellite location because civilian GPS signals are not authenticated. Given the right hardware, anyone can transmit his own GPS signals and their data content are not checked for plausibility or consistency. On military GPS receivers, instead, the attacker cannot change the data content of the GPS messages.

Common attacks on every GNSS are blocking, jamming, and spoofing. GNSS jamming and blocking are techniques which create strong interference when detecting the GNSS signal with the goal of preventing the lock of the receiver to a satellite \([16]\). GNSS spoofing focuses on deceiving the legitimate GNSS signal and hence to corrupt the pseudoranges. A GNSS spoofing attack requires the attacker to make the victim stop receiving signals from the legitimate satellites and start receiving the attacker’s signals. GNSS spoofing can either be classified as hard or soft spoofing attack \([17]\). The hard attack consists in the transmission of a very powerful GNSS signal, that can be considered as jamming attack at first, forcing the receiver to drop the original signal in favor of the fake one. Once the victim has locked the new spoofed GNSS signal, the attacker can easily modify the GNSS signal as desired. More complex is the soft attack, due to the fact that the signal strength of the spoofed signal has to be coherent to the legitimate one. Once the victim locks into the new spoofed signal, the attacker can smoothly increase the strength of the spoofed signal, and finally move the target accordingly.

Meaconing is the simplest form of GNSS spoofing based on interception and rebroadcast of GNSS signals. It is a kind of hard spoofing. The fake signals are rebroadcast after a delay, typically, with power higher than the original one, to confuse victims \([11]\). The Lift-of-Align (LoA) attack sets the spoofing signal perfectly aligned to the legitimate signal, and then gradually increases its power so as the receiver will select the fake signal. LoA is a kind of soft spoofing \([18]\).

We are not aware of specific attacks for GNSS+. A specific attack for GNSS+ should involve both GNSS and the additional guidance system used. We instead found some defenses that exploit the redundancy in the guidance systems.

IV. DEFENSES BY FLIGHT MODE AND MULTIPLICITY

In this section, we discuss the defenses, if any, reported in the literature for the attacks illustrated before. We organize the surveyed papers as reported in Fig. 1.

A. FPV Mode

In FPV mode the UAV is guided by a pilot. The UAV can be controlled eyesight Line-of-Sight (LoS) or remotely controlled through a camera mounted on the UAV and a built-in screen monitor on the controller. The only available option for an attacker is directly taking control of the UAV by bypassing the connection between the UAV and the controller. We found evidence in literature that attacks to this mode are feasible, while almost no defenses were found, as listed below.

1) Single/Multiple UAVs: A work in \([19]\) proposes a system able to take control of criminal UAVs exploiting a radio frequency spoofing technique. The system emulates the original signals from the original controller. The downsize is that the UAV’s model must be known beforehand to be able to emulate the signal correctly. The paper does not explain whether it is easy to extend the attack to other drone models.

Authors in \([20]\) test the weakness of Parrot AR Drone 2.0. As other UAVs, this model runs a Linux kernel and uses an open WiFi that leads to different attacks. Acquiring full access to the UAV over the unencrypted WiFi network is possible and not hard. The UAV creates an open hotspot, and because no password is required, authors were able to connect to it and scan its ports. Telnet port grants access to root shell with no password, and whereby to the entire UAV’s operating system.

Authors of \([21]\) show vulnerabilities able to alter the WiFi controller/UAV connection. For this task, they select two UAVs: again the Parrot AR Drone 2.0 and Cheerson CX-10W Drone. Those are toy-like UAVs sold everywhere, widely used, and ideal for various applications. Attacks like Denial of Service (DoS), deauthentication, man-in-the-middle, and packet spoofing are tested using very cheap hardware. Results show that all of those attacks were successful.

Similarly, authors in \([22]\) investigate security vulnerabilities associated with two more complex UAVs, i.e., DJI Phantom 4 Pro and Parrot Bebop 2. While Phantom 4 Pro is mainly susceptible to interception and jamming of the controller radio signal, Bebop 2 uses an open WiFi connection making it weak against various wireless attacks (e.g., deauthentication attack, main-in-the-middle, etc). Therefore both can be easily hijacked. According to the authors, security improvement like WPA/WPA2 for encrypting the WiFi password may cause decrease in range and transmission speed.

In conclusion, the main issue disclosed in the FPV mode analysis is the lack of an encrypted WiFi connection. This means that not only the access to the WiFi is visible and open to everyone (because the password is not required) but also that all the network traffic between UAV and controller can be sniffed by any user employing simple techniques and using very affordable hardware. So far, defenses in this field have not

Fig. 1. The proposed taxonomy of the inherent literature.
attacked great interest perhaps because the FPV UAVs have been mainly used for recreational purposes. However, this flaw might be very dangerous. There are many applications whose importance is increasing like trellis maintenance, windows cleaning, and such, in which an hijacked FPV UAV can do catastrophic damages. Therefore, the first defense is to use encrypted WiFi connections as long as they can be supported in terms of energy and computational power by the UAV’s controller [19], [22]. Investigating the scenario of exchanging info between FPV UAV and Internet of Things (IoT) devices on the ground, seems worthy too.

B. GNSS Mode

In this section, we consider the defenses for preventing spoofing.

1) Single UAV: In the literature, GNSS attacks mainly focus on different targets of UAVs. However, UAVs can incur on the same attacks because their GNSS receivers are standard. The only paper we are aware to conduct a GNSS spoofing attack to UAVs is [17]. The authors perform GNSS spoofing for a safe hijacking attack to move away a (terrorist) UAV from protected areas instead of incapacitating it. They consider Phantom DIs, Parrot Bebop 2, and 3DR Solo UAVs. Simple hard spoofing is enough for hijacking DIs and Parrot, while for 3DR, based on ArduPilot, soft spoofing is required. They successfully conduct the attack to all the three drones.

As for the attacks, there are not ad-hoc defenses for single UAV. Proposed defenses for other targets can be used for UAVs as long as they do not demand specific hardware or high computational burden. As said, not all the defenses can be adapted. An interesting case of countermeasure that cannot be moved to UAVs is that in [15]. Such countermeasure is based on the use of multiple receivers installed on the same target with a certain spacing. The authors exemplify their countermeasure on a cargo ship in which there is enough space to put several receivers apart one from the others. Clearly, such defense is unfeasible on a single small UAV.

GNSS Signal Property Technique: We report here a set of papers that leverage the incoherence of the received counterfeit GNSS signals to defenses.

The authors in [23] introduce and evaluate the Time Synchronization Attack Rejection and Mitigation (TSARM) technique for time synchronization attacks over common GNSS receivers. This technique works in two steps: first, a dynamic model is introduced which analytically detects and models the GNSS attacks in the receiver’s clock bias and drift, and second, the spoofed signatures, i.e., the estimated clock bias and drift, are accordingly modified based on the estimated attack. So, the attacked GNSS receiver can ignore the inconsistent signatures and proceed with its normal operation applying adequate time corrections on the application.

Authors in [24] exploit Signal Quality Monitoring (SQM) techniques for detecting spoofing attacks. Originally designed for multipath detection, SQM-based methods have good feasibility in a simpler context such as the duel between spoofing and legitimate signals. The authors improve the SQM technique proposing a new system that works by analyzing the initial interaction between spoofing and legitimate signals when the SQM metric fluctuates significantly. Once both the fake and legitimate signals reach the victim, the SQM fluctuation is empathized to gain the lock. Such fluctuation causes an abnormality quantity of output values which allows taking adequate countermeasures.

These papers are based on sophisticated detection schemes which, however, may become quickly obsolete because powerful attackers may use advanced techniques (e.g., based on reinforcement algorithms, machine learning) for breaking the defenses.

IMU: The IMU-based defenses are countermeasures that exploit the redundancy of available knowledge at the UAV. IMU essentially grants another pool of information to which turn under dubious conditions. The measurements from the IMU are fed to the Inertial Navigation System (INS) that helps the UAV to stay on track. It works using Kalman Filters (KFs) which elaborate a series of observed measurements over time to estimate unknown variables. Usually, KFs estimate the position and velocity errors, gyroscope bias, random noise errors, and accelerometer bias error.

The authors in [25] propose a technique based on the KF innovation sequence (i.e., the output prediction error) for a robust spoofing detection method. The weakness of traditional KF methods is that they validate the correlation between the measurements and the output prediction errors only in specific snapshots. In this way, KFs are able to detect only rough GNSS spoofing attacks, i.e., when the measurement drift introduced by the spoofer is very large. Knowing this, an attacker can smoothly spoof a victim. The core idea behind the defense in that paper is to use the aforementioned KFs on a longer time window testing all the possible accumulated errors along the time and not only those on a specific snapshot. The authors simulate GNSS spoofing attacks and prove the effectiveness of their detection method.

Similarly, in [18] authors study the effects on the KF of two different spoofing attacks: meaconing and LoA attacks. The authors propose a detection method of the fake signal based on IMU error compensations obtained by applying the KF. Results show that in the presence of meaconing and LoA attacks, the compensation of errors greatly increases, probably due to route instability (i.e., small forced movements) induced from the spoofing signal. This instability creates inconsistency between IMU readings and expected values calculated from the GNSS signal, that leads to worthy compensations by KFs. In conclusion, the authors claim that their proposed system works well when detecting both the attacks.

2) Multiple UAVs: This section presents papers that propose countermeasures when multiple UAVs either preserve an arrangement during the flight or not.

In [26], authors investigate a scenario in which an attacker with multiple antennas (for multiple spoofed signal) attacks a fleet of UAVs preserving the fleet arrangement. First of all note that the attack can be only conducted using multiple antennas [15] because a single attacker can spoof any
number of receivers in its transmission range, but they can be shifted only around the same coordinates $L'$. Thus, the attacks to a fleet must be conducted using multiple physical antennas. Nonetheless, as demonstrated in [15], [26], there are a bounded number of physical positions from which the attack can be launched. Generally, such attacker locations belong to a quadratic space, called hyperboloid, constrained by the pseudo-ranges between attacker and receivers and by the pseudo-ranges between claimed satellite and the two shifted positions. Not only, increasing the number of victims, the attacker locations belong to intersection of hyperboloids, i.e., the possible locations are no longer squared space, but just set of points. When the fleet has two UAVs, the possible locations are a set of hyperboloids. When the fleet has three UAVs, the possible locations are a set of intersection of hyperboloids. When there are four UAVs, the possible locations are a set of two points; and from five or more UAVs, the possible locations are a set of single points. Therefore, it is particularly difficult to launch such an attack to arranged multiple drones.

Authors in [27] propose defenses against multiple UAVs spoofing, not arranged. The defense is based on cooperative localization. Indeed, whenever a UAV doubts the authenticity of GNSS signal, it can invoke a cooperative localization with other three non-collinear UAVs in the fleet. However, cooperative localization mechanism could not be reliable because other UAVs could be under attack. To overcome this limitation, authors assume that only a single UAV at a time can be attacked.

From these results, we can state that the deployment of an arranged fleet of UAVs (that preserves the relative distances), instead of a single UAV, is enough to increase the defenses against GNSS spoofing attack. But also just flying multiple UAVs together, without any kind of arrangement, offers opportunities of thwarting the attack as illustrated in [27]. Multiplicity is a resource to be carefully exploited. However, one should also evaluate the overhead in accomplishing a complex task with multiple UAVs that cooperate for the same goal.

C. GNSS+ Mode

Another simple but effective way to thwart spoofing attacks is to integrate a perception system in the UAV, as it happens in GNSS+. We are not aware of papers that deal with attacks that simultaneously threat the perception system and the UAV. So, GNSS+ is more robust than GNSS. The extra modules added to the UAVs are to be considered as a defense in themselves.

1) Single UAV: A commonly used additional technology on-board on UAVs is the combination of devices formed by gimbal and camera. Gimbal allows the fixed camera to move along two or three axes enhancing the flight experience.

Authors in [28] propose a vision-based approach using a camera. Basically, they combine together the velocity registered from the IMU and the calculated instant velocity from the Lucas-Kanade (LK) algorithm. The result is further compared with the GNSS velocity, and in case of discrepancies, a possible GNSS spoofing is detected. The experiments are carried on a DJI Phantom 4, and the authors claim to be able to detect an attack, on average, between 5 seconds.

A camera for improving defenses against attacks is used in [29]. Authors substantially repeat the same approach as [28], but focusing on the UAV’s path instead of the UAV’s velocity. From the camera images, using the Visual Odometry (VO) technique, the relative path is extracted and compared with the GNSS path. If the two paths do not fit each other, then the UAV is considered under a spoofing attack. To evaluate the similarities between the two measures, the authors propose different metrics that could detect spoofing attacks.

The system in [30] is based on Angle of Arrival (AoA) integrity-monitoring method. AoA method works on the assumption that all GNSS signals arrive from different positions and angles, while signals from a spoofer come all from the same direction. The proposed solution adopts the generalized likelihood ratio test and an optimal decision-making algorithm is built to detect the presence of attacks using a three-antenna array (with a maximum distance between the antennas of half signal wavelength). In a situation of possible attack in which the GNSS position cannot be trusted and thus considered unknown, results show that the detection is possible if the power level of the spoofed signals exceeds the power level of legitimate signals.

From these results, we can state that to flank GNSS receivers with other systems that help to control the route, as GNSS+ does, improves the system robustness. Attack-oriented solutions that simultaneously compromise the systems (GNSS, perception) involved in GNSS+ should be investigated.

V. RESEARCH CHALLENGES AND FUTURE WORKS

We conclude this work by reporting some lacks that attract our attention. First of all, almost no defenses have been proposed for UAVs flying in FPV mode. As the economical interest in first person drone activities increases, defenses should be designed.

Spoofing attacks still seem to be relatively easy for single UAVs based on civilian GNSS receivers. With the growth of UAV’s applications and being easy to build GNSS spoofer, GNSS spoofing attacks can become more attractive and profitable. Several scheme to detect spoofing that operate on the check of signal properties have been devised, but their effectiveness can be reduced by highly capable attackers that carefully generate GNSS counterfeit signals to avoid triggering these detection schemes. We believe that the most effective way to improve resilience against spoofing attacks for single UAV is to strengthen the GNSS+ mode using different flanked perception systems. Very interesting could be the integration of the 5G technology to UAVs, that will be soon available. 5G antennas will be an almost ready-to-use crowd-sourcing mechanism to cross-check the GNSS signal in the surroundings. Ad-hoc defenses for special UAV’s tasks should also be investigated. For example, in the case of a UAV patrolling an area (e.g., repeating the same route constantly), the success rate of an attack is higher due to the UAV predictability. A defense mechanism based on multiple vision solutions that
exploits the history of past patrols could be ideal. Also, we have not found any paper that considers security on delivery with UAVs. This is an area where applications daily bloom and attacks, like hijacking, could be extremely profitable. Several algorithms for delivery have been proposed that integrate trucks and drones; this coupled delivery system could offer opportunities also for ensuring the delivery process.

We have also learned that it is substantially much more difficult to conduct a spoofing attack to a fleet of UAVs that preserves an arrangement than to a single UAV. However, accurately preserving the arrangement of multiple UAVs during the flight is not always possible. So, it could be interesting to verify up to inaccuracy of the arrangement (i.e., relative distances among the drones), the attack is thwarted. Also attacks for multiple drones that fly together without using GNSS system, which are now a hot-topic, need attention.

Finally, attack and defense are two faces of the same coin; whenever new defensive mechanisms are introduced, new attacks can be carried on. Therefore, some future research topics could be attack-oriented to show attacks on GNSS+ mode or on special drone applications.

VI. CONCLUSIONS

In this work, we reported the state-of-the-art of path deviation attacks against different UAV’s flight modes (FVP, GNSS, and GNSS+). We learned that very little has been done to make secure the FPV flight mode. In GNSS mode, spoofing is the most worrisome attack that can hijack the UAV. The strong defenses seem to come from redundant devices that assist the UAV in the flight. An interesting future research direction is to consider ad-hoc solutions for thwarting attacks in emergent UAVs applications, such as delivering. UAV fleet that fly without GNSS is a new emergent trend not investigated at the moment.
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