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Abstract
Internet of Things (IoT) technologies have become a milestone advancement in the digital healthcare domain, since the number of IoT medical devices is grown exponentially, and it is now anticipated that by 2020, there will be over 161 million of them connected worldwide. Therefore, in an era of continuous growth, IoT healthcare faces various challenges, such as the collection over multiple protocols (e.g. Bluetooth, MQTT, CoAP, ZigBEE, etc.) the interpretation, as well as the harmonization of the data format that derive from the existing huge amounts of heterogeneous IoT medical devices. In this respect, this study aims at proposing an advanced Home Gateway architecture that offers a unique data collection module, supporting direct data acquisition over multiple protocols (i.e. BLE, MQTT) and indirect data retrieval from cloud health services (i.e. GoogleFit). Moreover, the solution propose a mechanism to automatically convert the original data format, carried over BLE, in HL7 FHIR by exploiting device capabilities semantic annotation implemented by means of FHIR resource as well. The adoption of such annotation enables the dynamic plug of new sensors within the instrumented environment without the need to stop and adapt the gateway. This simplifies the dynamic devices landscape customization requested by the several telemedicine applications contexts (e.g. CVD, Diabetes) and demonstrate, for the first time, a concrete example of using the FHIR standard not only (as usual) for health resources representation and storage but also as instrument to enable seamless integration of IoT devices. The proposed solution also relies on mobile phone technology which is widely adopted aiming at reducing any obstacle for a larger adoption.
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1 Introduction

Internet of Things (IoT) technologies have become a milestone advancement in the digital healthcare domain, since the number of IoT medical devices is grown exponentially, and it is now anticipated that by 2020, there will be over 161 million of them connected worldwide. As properly analysed in [1] Internet of Things (IoT) technologies are increasing rapidly, having become a milestone advancement in the digital healthcare domain.

This huge expansion of the IoT medical devices market is due to the evolution of high-speed networking technologies, and the increasing adoption of wearable devices, smartphones, and other mobile platforms in healthcare. Therefore, nowadays there exists a large amount of IoT medical devices, which is gradually increasing resulting into a myriad of heterogeneous devices that are connected to the healthcare IoT world. This represents a barrier for health organisation to concretely prepare and implement telemedicine solutions that seamlessly integrate with their HIS (Health Information System). The barriers spread over several dimensions that should be properly addressed.

The first dimension relates to the fact that sensors can have different transmission modalities. Some of them send their data over a protocol (e.g. BLE, MQTT) without applying any additional data transformation so that the first integration step
consists in implementing, within a gateway, a middleware able to read data over such protocols. However, in a growing number of cases (often for business reasons) sensors are strictly coupled with an app (mobile app usually) which is the only one able to extract the data over protocols. It sends data to a remote cloud server (e.g. Google Fit) so that the retrieval of data is only allowed in a second moment by interacting with REST service API offered by such cloud server. Without tackling such “data access” heterogeneity modalities an IoT platform risks to be not flexible enough.

The second dimension is associated to the gap between the original data format, once they are acquired, and the health standard format adopted by the the HIS. Without such kind of adaptation, a huge amount of data risk to be not really exploitable by an health institution neither for patient care or for medical research. Finally, it must be taken into account, as third dimension, the degree of intrusiveness of a solution (also from an economical point of view) that can have an high impact on its real adoption by hospitals and by the final users (i.e. patients).

Starting from this context, to address these issues, the contribution of this paper is the definition of a smartphone-based IoT Home Gateway architecture implemented in the project AMICO and based on HL7 FHIR standard. The main aspects of the architecture are the interoperability and the extension simplicity which allow transparent interoperability in a way that devices can use its own protocol (currently BLE, MQTT) to have a heterogeneous communication.

The rest of the paper is organized as follows. In Sect. 2, we review recent literature of IoT Gateway solutions while in Sect. 3, a general overview of the AMICO project is provided. Sections 3.1 and 4 present the general picture of the IoT Home Gateway (HG) architecture while details about the FHIR based semantic annotation process is described in Sect. 5. Section 6 outline a mechanism supporting the dynamic plug of third party BLE reading modules that further improve the proposed approach. Finally, a brief summary of the main outcomes is outlined in Sect. 7.

### 2 Related work

We have analysed several IoT gateway solutions to evaluate the coverage degree against the dimensions described before. Figure 1 summarizes the state of the work.

In [1] is proposed a solution able to identify the similarities that exist between the different attributes of the HL7 FHIR resources and the attributes of the healthcare related datasets, and finally transform them into the HL7 FHIR format. Although the data interoperability is a common objective (second dimension) in our approach we exploit directly a FHIR resource (i.e. DeviceDefinition) to link protocol specific structures appointed for data transportation (e.g. characteristic fo BLE) to the Device Definition capability attribute exploiting well known (health) coding systems (e.g. SNOMED, LOINC).

Other authors [2] propose an open-source multi-protocol gateway which supports two communication protocols, namely, Bluetooth Low Energy (BLE) and LoRa. This is inline with our objective (first dimension) of eliminating the need of using multiple hardware components for each type of protocol. However, it does not cover data access by cloud services and is a general purpose solution not tackling the data format adaptation toward health standards (second dimension).

The work carried out in [3] is more aligned with our proposal since they present a solution to cover protocols and data access heterogeneity (first dimension) and they also release a smartphone-centric mobile gateway following the paradigm “my world in my packet” (third dimension). However, no specific step ahead is accomplished toward a seamless integration with HIS from a data format adaptation point of view (second dimension).

In [4], the authors developed a software architecture to bolster a total smartphone-centric gateway application and executed a real testbed to measure the exhibitions of the proposed solution in terms of energy utilization and assets occupancy in several stack conditions with the point of drawing noteworthy discourses on the real possibility of such integrated communication design.

In [5], the authors proposed an online cloud-based framework to estimate battery lifetime of a smartphone device that consists of two layers; one running on smartphone side, whereas the other residing on the cloud server offering two modes for the energy estimation of smartphone applications to ensure its high applicability.

da Cruz et al. [6] proposed MiddleBridge, an IoT application layer gateway that converts MQTT, CoAP, Websockets, and DDS messages into HTTP. MiddleBridge can be deployed on any computer that runs a Java virtual machine and allows IoT gadgets to communicate with a Middleware seamlessly.

In [7], the authors proposed a security framework for the IEEE 802.15.4 standard, namely LICITUS. The authors performed experiments that have been also carried out to demonstrate the real effectiveness of the conceived solution and to scavenge its possible down sides. It has been shown that all the secured operations provided by the proposed framework require a not negligible computational effort and generate an increment of the energy consumption.

Kumar and Dezfoouli [8] showed how utilizing QUIC [9]) in IoT scenarios. The authors integrated MQTT with QUIC in order to justify the potential benefits of QUIC compared to TCP/TLS and UDP/DTLS in IoT scenarios and presented its integration with MQTT protocol.
In [10], the authors proposed MDIRA represents a flexible architecture to support device–device or device–EHR communication using either Peer-to-Peer communication to support near-real-time, life-critical medical device interoperability.

Figure 1 highlights the research contribution of the proposed work. The State-of-the-art reports many works that address the three research directions reported in this work. However, none of the solutions mentioned covers all research issues.

On the other hand, the architectural solution proposed in this paper is the only one that covers all the research directions, and in addiction, it is proposed an implementation prototype that demonstrates the goodness of our solution.

3 The AMICO project

AMICO (i.e. “Assistenza Medica in Contextual awareness”) project has received a grant from the National Programs (PON) of the Italian Ministry of Research MIUR [11].

The aims of AMICO infrastructure, named “instrumented environment”, was to made of the home environment and of the person both suitably equipped with sensors, a telemedicine services platform and a Robot as a mediator/master between the person, the surrounding environment and the outside environment [12],[13],[14],[15]. This infrastructure can provide both personal-oriented services in the home environment, monitoring the person behavior and psycho-physical condition, and telemedicine services to support the remote monitoring of patients undergoing rehabilitation therapies by Doctors or caregivers (Fig. 2).

3.1 AMICO IoT platform requirements

In this section, a brief overview of the general IoT Platform requirements will be provided. The requirements have been identified by investigating different concerns: (i) Protocols and communication standards, (ii) Data access heterogeneity, (iii) Data collection and health data format compliance.

Protocols and communication standards: By moving from the wired network to the wireless networks it was needed to define new standards for the communications at low cost, low speed and low energy consumption. In this respect, the IEEE
Table 1 BLE vs Bluetooth

| Technical specification            | BLE                                  | Bluetooth                          |
|-----------------------------------|--------------------------------------|------------------------------------|
| Radio frequency                   | 2.4 GHz                              | 2.4 GHz                            |
| Distance                          | 10–100 m                             | 10–100 m                           |
| Symbol rate                       | 1–3 Mbps                             | 1 Mbps                             |
| Application throughput            | 0.7–2.1 Mbps                         | 305 Kbps                           |
| Nodes/active slaves               | 7                                    | Unlimited                          |
| Security                          | 56 to 128bit                         | 128bit AES                         |
| Robustness                        | FHSS                                 | FHSS                               |
| Latency (from not connected to send data) | 100 + ms       | < 6ms                              |
| Government regulation             | Worldwide                            | Worldwide                          |
| Certification body                | Bluetooth SIG                       | Bluetooth SIG                      |
| Voice capable                     | Yes                                  | No                                 |
| Network topology                  | Point-to-point, scatternet           | Point-to-point, star               |
| Power consumption                 | 1 (reference value)                  | 0.01–0.5 (use case dependent)      |
| Service discover                  | Yes                                  | Yes                                |
| Profile concept                   | Yes                                  | Yes                                |
| Primary use cases                 | Mobile phones, headsets, stereo, audio, automotive, PCs etc. | Mobile phones, gaming, PCs, sports, medical, automotive, industrial, automation, home electronics etc. |

introduces several standards to manage the physical and MAC layers of the wireless technologies currently adopted. Really, the standards which are at the base of WPAN are associated to IEEE projects which falls down in the category: 802.15. Among these, ones those related to a mid (or low) transmission frequency (Low Rate)—that characterize also the AMICO context—are mainly the following:

- **IEEE 802.15.1 BLE** It standardizes the physical and MAC layer of both the Bluetooth standard protocol and the BLE (Bluetooth Low Energy) by managing in a different way the network and application layers of the transmission stack. BLE had a wide diffusion mainly due to the low energy consumption respect to the traditional Bluetooth. This is really appreciated in all that applications that needs to exchange limited amount of data over a long period. In fact, such devices are able to properly run for some years exploiting small batteries. Furthermore, it has been conceived to remain constantly in sleep mode until a connection is triggered. In this respect, the time interval for the pairing step is of a few ms against the 100 ms of the traditional Bluetooth. Such reduction of the paring time interval is due to an increase of the data transmission speed that is of 1Mb/s for the BLE (see table I). By continuing the comparison between the two technologies (see table I), it is clear that also the application throughput is around of 100–250 Kbps that is one order of magnitude lower respect to the Bluetooth. This comparison demonstrated the main advantages of BLE especially when devices access and low energy consumption must be guaranteed. This made this standard one of the main protocol adopted in IoT scenarios also in health domain. In fact, the most part of (off the shelf) health devices nowadays (body temperature sensors, blood pressure sensors, body weight sensor are only some examples) adopt such standard. Also, in AMICO project, the new designed sensors exploit the BLE protocol e.g. the environmental parameters sensors (from ST Microelectronics), the ultrasound sensor (from University of Firenze).

- **IEEE 802.15.4 protocols** Indeed the 802.15.4 standardizes the MAC and physical layers for several IoT protocols. Each ones of such protocols standardizes the higher layers (till to the application one—see Fig. 3). Our analysis focused mainly on ZigBee and 6LoWPAN. The first one for the great diffusion and the achieved especially in the domotic applications. The second because it enables the same higher level protocols expected by the web technology. ZigBee has the disadvantage that devices can interact among them exclusively if they are all ZigBee devices since the network and application layers are both defined by this proprietary specification. Moreover, no device, involved in the project, was a ZigBee device. For this reason, the attention focused mainly on 6LoWPAN. The 6LoWPAN adopt IPv6 protocol for communication (transport level). This way devices adopting IP technology can easily connect...
Protocols over 802.15.4
to IP networks without the need to rely on dedicated
gateway or proxy.
However, the protocols exploitable on top (i.e. application
level) are several and we focused in the end to the
MQTT being its great diffusion especially among IoT
developers.

From the analysis carried out the following requirements
arise:

- **Req 1.** The platform must be able to collect data over
  IEEE 802.15.1 (BLE—Bluetooth Low Energy) standard
  managing the connection on the whole ISO-OSI stack till
to the application level (i.e. GATT).
- **Req 2.** The platform must be able to collect data over
  IEEE 802.15.4 supporting MQTT as main application
  protocol.

*Data access heterogeneity:* Nowadays, an increasing num-
ber of sensors are enabled to transmit data in a *direct* way
in some cases or *indirectly* in other cases e.g. some devices
send the data to remote servers and Cloud REST API make
possible, to an external system, the data retrieval in a second
moment. For this reason, an IoT platform should support data
acquisition over multiple protocols both in a *direct* way and to
automatically interact with cloud servers making data avail-
able for retrieval in a completely transparent way to the server
applications. In this respect, our attention focused on two of
the most adopted solutions: Google FIT [16] and Samsung
Health [17].

We compared such cloud-based systems for the manage-
ment of health data using different specific metrics such as
Supported (mobile) operating systems, integration con-
straints/limitations, support on custom health data types
definition, evaluation of Cloud REST API and related inte-
gration modalities and, finally, the evaluation of mechanisms
in place to manage the sensitive data access. From the anal-
ysis and comparison, we choose for the Google FIT cloud
solution so as to it is more flexible than Samsung health sys-
tem resulting in full-fledged in a wider range of technologies.

Moving on to the analysis of the integration possibil-
ities of smart object devices (e.g. smart band), both the
solutions require a development effort to allow the mobile
app (generally always provided by the device manufacturer)
to communicate with a specific middleware layer. Then, in
terms of development effort, we did not catch a big differ-
ce. It is also worth to mention that Samsung tries to speed
up and simplify the integration of new smart objects offering
an “SDK for device” [18] which allows to develop a smart
object firmware enhancing the BLE GATT profile. The smart
object developed with such SDK will be directly accessible
by the Samsung Health mobile app so that the manufacturer
does not need to develop a dedicated mobile app. Although
this is a valuable intention, it is clear as well that this approach
could reduce the effective interoperability since these smart
object will be not accessible anymore by GATT standard
receiver (GATT service and characteristic UUIDs are differ-
ent from the standard ones) [19].

With respect to the remote server access by REST API,
although it is guaranteed by both the solutions, Samsung
health only provides access through its Android SDK. This
means that the development of final applications in a differ-
ent technological environment (e.g. web applications) is not
allowed. About security aspects Google technology in our
understanding seems to guarantee a deeper control of sen-
sitive data access. This means a developer needs to apply
for OAuth API [20] verification for sensitive scopes on
top of the standard authorization permissions for Android
and REST to read and write to these data types [21]
(https://support.google.com/cloud/answer/9110914). The
other dimensions (data types and support for custom data
types) did not point out relevant difference.

The results of the analysis have been synthetically sum-
marized in the Table 2. From the analysis carried out, the
following platform requirements arise:

- **Req 3.** The platform must be able to collect data from
devices compliant with GoogleFit cloud platform. This
means the capability to interact with GoogleFit remote
rest API.

*Data collection and health data format compliance:* A
lot of commercial devices are available in the market offer-
ing the capability to collect data from home sensors such as
Zigbee 3.0, Zwave, BLE, Z-Wave, EnOcean. In a similar
way, the SWYCS is a universal and vendor neutral infra-
structure that connects wireless equipment and systems based
on open standards. It is a multi-protocol and interoperable
IoT gateway connecting wireless ZigBee, Z-Wave, EnOcean
and BLE equipment and systems.

The mentioned devices are only some examples avail-
able in the market offering similar capabilities. However,
these solutions require a dedicated hardware to ship from
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the market and to install in the home environment requiring a dedicated budget and appropriate technical skills for their configuration. Furthermore, they have been conceived to made sensors data available to external system without any data adaptation. This represent a further obstacle for a rapid integration of sensors data within the Hospital Information Systems (HIS) that are generally compliant with consolidated standards.

Effective use of informatics systems and tools by providers and their patients is key to improving the quality, safety and cost of healthcare. With health records now digital, no effective means has existed for sharing them with patients, among the multiple providers who may care for them and for important secondary uses such as public/population health and research. This problem is a topic still tackled in several congressional discussions and has been also addressed by the 21st Century Cures Act of 2016 that mandated that electronic health record (EHR) systems offer a patient-facing API. HL7’s Fast Healthcare Interoperability Resources (FHIR) HL7 standard is that API and it is already being used in several real contexts.

FHIR is based on web technologies and is thus a far more facile, easy to implement approach that is rapidly gaining acceptance. It is also the basis for a ‘universal health app platform’ that literally has the potential to foster innovation around the data in patient records similar to the app ecosystems smartphones created around the data they store. An increasing number of health organisations are adapting their systems to be compliant to the HL7 FHIR standard.

From the analysis carried out, the following platform requirements arise:

- **Req 4.** The platform must be able to collect data in an unobtrusive way and simplifying the rapid setup of the instrumented environment by the health organization.
- **Req 5.** The platform must be able to adapt the native device data format to the HL7 FHIR standard so to guarantee a seamless integration into health organization information systems.

### 4 FHIR-based IoT gateway architecture

The analysis described in the previous section convinced us to design and implement the AMICO home gateway by exploiting a mobile phone technology without forcing patient or health organization to buy dedicated hardware and learn specific set up procedures (see Req 4). In this respect, our attention focused on Android-based mobile phone considering the greater diffusion worldwide (see Table 3).

This choice was also justified by the availability of an android tablet provided along with the Pepper robot. In Fig. 4, the overarching architecture is represented and, following, the main components and their interaction are briefly described. The next sections, instead, are dedicated to present the details about the specific components enabling (1) the automatic harmonization of data format toward HL7 FHIR, (2) the run time plug of new BLE devices. To simplify the reading of the architecture, the different data flows have been highlighted: the dotted white arrows refer the input data flows from sensors while the blue arrows are related to other kind of data flows (i.e. device configuration and authorization steps). By analysing the figure from the top right side and following the arrows, the ProtocolManager component is appointed to collect data coming from BLE and MQTT (see Req1,

---

**Table 2** Cloud health data management systems comparison

| METRIC                                           | Google FIT                                           | Samsung Health                                      |
|--------------------------------------------------|-------------------------------------------------------|-----------------------------------------------------|
| Supported (mobile)operating systems              | Android, iOS                                          | Android                                              |
| Smartwatch/wearable direct integration           | YES (Wear OS, Tizen)                                  | YES (Tizen)                                          |
| integration constraints/limitations,             | All device whose applications integrate FIT services  | All device who comply with SDK and those integrated directly by Samsung |
| Supported data types                             | 51 grouped in 8 category [16]                         | 48 grouped in 7 category [17]                        |
| Support custom data types                        | YES                                                   | YES                                                  |
| Cloud REST API and Integration                   | YES (direct access and Android SDK)                   | YES (only by Android SDK)                            |
| Sensitive data management                        | Regulation by google’s security processes and user acceptance | Regulation by user acceptance                        |

**Table 3** Android—iOS global market share (Sept 2020) [22]

| Country                          | Android (%) | iOS (%) |
|----------------------------------|-------------|---------|
| EuropeItaly                      | 84.6        | 15.3    |
| EuropeSpain                      | 90.7        | 9.3     |
| EuropeGermany                    | 80.9        | 18.9    |
| AsiaChina                        | 87.4        | 12.3    |
| AsiaJapan                        | 62.7        | 36.9    |
| OceaniaAustralia                 | 59.3        | 40.7    |
| South AmericaArgentina           | 97.8        | 2.2     |
| North AmericaUSA                 | 57.7        | 42.2    |
| North AmericaCanada              | 48.75       | 50.89   |
Fig. 4  AMICO sensors home gateway-architecture

Req2) devices and from GoogleFit cloud service (see Req 3) and send them to the SensorsGatewayService. The SensorsGatewayService is the background Android service that forwards the received raw data to the FhirAdapter component that implements the logic to automatically transform the data into FHIR Observations (see Req 5). The SensorsGatewayService, finally, exploits the ObservationUtils component to send the generated observations to the ClinicalWebApp that allow the clinical teams the access to the monitoring data.

Moving to the bottom side, it is possible to recognize the user interfaces (Android UI) exploited by a DeviceManager to accomplish some configuration activities and functioning check. For instance, the two UI SensorsBLE Fragment and SensorsMQTT Fragment retrieve, through the DeviceUtils component, the device information (i.e. the FHIR Device and DeviceDefinition resources) available at Health Organisation FHIR server. They also get from the SensorsGatewayService the IDs of the sensors dynamically discovered in the surrounding environment. This way such interfaces are able to inform the DeviceManager about several details as: the sensors currently running in the environment, if they are owned by the Health Organisation or by the patient, if they are currently associated to the patient CarePlan or not etc.

Moreover, once selected a device the same interface allow to set some configuration information as, for instance, the position of the sensor on the body of the patient (i.e. the body part) or the specific environmental location (e.g. kitchen, dinner, bathroom, etc.). At the end, such information are pushed back by the DeviceUtils so that they will be always available to the clinicians.

It is also worth to mention that if the device selected for the configuration is not part of the Health Organisation fleet but it is a personal device of the patient then, through the same interface, it is possible to submit an approval request to the Health Organisation team. The gateway (always running as an Android background service) periodically checks the approval status change and when the device is enabled by clinicians, then the gateway starts collecting data also from the patient personal device.

By means of the SensorsGFITFragment, instead, it is possible to perform the authorization steps to enable the mobile app to retrieve the patient data from the GoogleFit cloud service. Finally, by means of the MonitoringFragment interface the FHIR observations produced starting from the sensors raw data are showed in real-time offering, such a way, a useful instrument to check the correct operational status of the gateway.
5 BLE-FHIR conceptual mapping: FHIRAdapter

In this section will be presented the analysis carried out to find a mapping between a BLE device data structures and the FHIR resources appointed to capture the information related to a device and its description.

Such a mapping will represent the theoretical model implemented by the FHIRAdapter to automatically transform BLE raw data into FHIR Observations.

The main FHIR resource involved in the mapping is the DeviceDefinition. In fact, each FHIR Device resource contains the attribute definition referring a DeviceDefinition. The DeviceDefinition is a resource able to describe the generic structure of a device (for instance a pulseoximeter), by providing some properties that characterize it and specific functional properties (i.e. capabilities).

So in the first phase of the research activity, we focused on a comparative analysis between the structure of the (BLE) GATT profile and the attributes of the DeviceDefinition trying to identify the direct correspondences and the needed extensions. Since the two data structures resulted quite soon really different, we adopted a conceptual mapping tool (i.e. MindMaster) to carry on the analysis in a simple way. In Fig. 6, the first mapping from a BLE service to FHIR is showed. To be as concrete as possible we will rely on the Heart Rate Service to show the whole mapping process. The FHIR DeviceDefinition does not contain, natively, any attribute directly exploitable to represent a BLE service. For this reason, such information has been captured by means of an ad hoc FHIR Extension (see “Extension [Service]” in Fig. 6), composed, in turn, of further extensions.

In detail, the following BLE service informative content has been captured by FHIR Extension:

- Uniform Type Identifier: Unique string that identifies the BLE service and that adopts a domain naming convention—e.g. org.bluetooth.service.hearth_rate.
- Name: The name of the BLE service—e.g. Heart Rate.
- Assigned number: The unique identifier of the BLE service - e.g. 0x180D.
- Characteristic: It represents a ‘container’ holding the information about the allowed operation.

Really, the information extracted from the BLE service and captured in a FHIR Definition are only used for checking purpose but are not strictly mandatory to enable the transformation process from BLE raw data to FHIR observations. The core mapping, instead, is that one related to the BLE characteristics. As shown in Fig. 8, each BLE characteristic information is mapped to a DeviceDefinition capability, either exploiting native attributes or introducing the needed extensions to the capability inner object.

Every modelling lack in the DeviceDefinition capability object was resolved using the proposed extensions, properly conceived and modeled to capture the different nature that the BLE data can assume. Since the BLE characteristic Assigned Number is a unique hex identifier, it can be represented by string values identified, in the FHIR domain, by an unique extension url that, in our implementation, is “http://bluetooth.org/assigned-number” (see Extension [Assigned Number] in Fig. 8).

The (field) Unit is one of the most important information captured by a DeviceDefinition related to a BLE Characteristic and allows to specify the BLE characteristic (measurement) unit of the value field. Really, this extension could also be used to hold a desired unit of measure, distinct from that one carried by the BLE characteristic, that will be used by the Home Gateway to perform the needed adaptation during the sensor data acquisition process. This information is modelled using a CodeableConcept that is a data type able to contain different kind of information depending from a specific code associated to a coding system. In this case, we adopted a well known coding system for measurement units (i.e. UCUM [23]) while the extension URL was “http://amico-default-measure.org” (see Extension [Unit]).

Flags is the section dedicated at all the options of the BLE Characteristic. For example, if a device has more than one field name providing the same kind of measure but with different accuracy degree, it is possible to state, by means of the bit flags section, which one is expected to be received. We have modelled this informative content about flags by means of an extension (which URL is “http://bluetooth.org/characteristic/flags”) composed, in turn, of heterogeneous extensions in order to properly catch the bit flags nature. For instance, if the BLE bit flag is a boolean value, the data type of the extension value will be a Boolean data type and so on (see Extension [Flags] in Fig. 8).

A Field Name specifies the name of the BLE characteristic value field. In general, it is possible that more than one value field are carried by a characteristic but not all of them necessarily transport measurement data. Furthermore, not all value field must be present in a BLE transmission. As said
before in this section, the bit flags can inform the receiver about which value field are actually in use or which accuracy they support.

More in general, every value field can rely on one bit flag. In our solution, this information is carried by an extension (see Extension [Field Name] in Fig. 8) identified by the URL “http://bluetooth.org/characteristic/field-name” and is modeled by a string. Such a string informs about the name of one or more value field—in the second case, the string is a chain of the names of each value field, each name being separated by a semicolon.

An important assumption (the DeviceManager has to take care during the DeviceDefinition creation) is that in the case of multiple value field involvement, then these fields must have the same health meaning [e.g. HeartRate (8 bit), HeartRate (16 bit)]. If, instead, one characteristic transports multiple heterogeneous health measures—that is allowed by BLE although discouraged—(e.g. HeartRate and GlucoseLevel), the DeviceManager has to use two distinct DeviceDefinition capabilities and place the names of the two value field, separately, into the filed name extensions of the two capabilities.

This is due to the fact that our approach aims at capturing the semantic of each sensor health measures by means of the type of a single DeviceDefinition capability which transports the semantic of a device “measurement capability” and it is a FHIR CodeableConcept. Through such codeable concept we rely on well known standard health vocabularies (e.g. SNOMED, LOINC) by which it is possible to express any concept without ambiguity and, most important, in a machine understandable modality. In the Table 4, a resume of the mapping just discussed.

All these information, encoded in DeviceDefinition’s capability, must be preliminary provided by the DeviceManager through a DeviceDefinition editing step accomplished by means of a dedicated area of the AMCO ClinicalWebApp (see Fig. 4). At the end of this step, the new DeviceDefinition is persisted in a FHIR server and its informative content will allow our algorithm, running in the Home Gateway, to be able to produce a correct transformation from the data received over BLE, to a FHIR Observation resource that will be finally stored on the FHIR Server.
Table 4 BLE characteristic—DeviceDefinition capability

| FHIR DeviceDefinition/capability | BLE characteristic |
|---------------------------------|--------------------|
| Extension[Assigned number]      | The unique identifier (i.e. assigned number) of the i-th characteristic (e.g. 0xA37) |
| Extension[Unit]                 | The measurement unit associated to the transported data value |
| Extension[Flags]                | The parameters (i.e. bit flags) which allow to specify information about how to read the data |
| Extension[Filed name]           | The name of the value field(s) containing the health measurements data |

[1] The capability type attribute is appointed to hold the meaning of the health measure. The capability description attribute provides further details about the capability.

More in details, from the image below (see Fig. 5) it is possible to identify three distinct blocks, each one representing a task of the transformation algorithm, relying (1) on a piece of the DeviceDefinition associated to the sensor and (2) on a piece of data received from the sensor itself. The piece of information provided by the DeviceDefinition is represented by the triangle icon, while the circle icon represents the received data extracted from the BLE channel and named from now on **BLE Measurement**.

The first block represents the ability of our algorithm to search and assign the correct code to the received measure. The code must identify uniquely the meaning of the measure (i.e. its semantic) without any ambiguity. It can be associated to a proprietary coding system or coming from existing health vocabularies as, for instance, SNOMED, LOINC, etc. In our solution, the code has been included in the type property of the DeviceDefinition capability property during the editing.

To retrieve the code corresponding at the received measure, we compare the characteristic assigned number, extracted...
from the BLE Measurement, with the correspondent one stored in the assigned number extension held in the capability property of the DeviceDefinition resource. Once a match is found, then the code, retrieved from the capability type property, is used to set the code property of the generated FHIR observation that will be sent to the server. In this way, we can always know what type of measure was read from BLE sensor.

The second block represents the ability of our algorithm to search and assign the correct unit of measure code to the received measure. This code can be a proprietary code, but we suggest to use a standard code defined by international system that can be widely understood. The default unit of measure, expressed by the DeviceDefinition creator, is identified by searching again the correct capability using the received assigned number. Once found the capability, the code stored in the default measure extension is extracted.

The last block of the algorithm performs an alignment, in the case the extracted unit of measure is different from the received one on the BLE channel (e.g. cm/s to m/s). Indeed, the used sensor can operate using different scale and, sometime, different unit of measure. After the the received value has been adapted, it is added to the observation resource in the value property together with the corresponded unit of measure code.

6 BLE reading module extension mechanism

The approach described above offers a mechanism (1) to link a measurement data (i.e. BLE value field) to a FHIR DeviceDefinition capability and (2) to state its meaning through the usage of the its type attribute (relying on well-known health vocabularies e.g. SNOMED, LOINC). In other words the conceptual mapping and the algorithm implemented by the FHIR Adapter (see Sect. 5), assumes that BLE raw data are always properly acquired and read by the ProtocolManager component.

However, the BLE standard leaves several customization possibilities to the devices manufacturers so that it is not possible to guarantee that such component will be able, without any adaptation, to read data coming from new plugged sensors depending from the different telemonitoring contexts. For this reason, we have envisaged a mechanism to extend the default capability of the ProtocolManager to support BLE devices not compliant with GATT standard profiles.

In our sensor home gateway, we have integrated a reader which is able to read the GATT profiles (standard or not) while, about not compliant devices, a plug-in management system has been designed to make the application independent from new devices appearing over time in the environment. Usually, in fact, when a new sensor becomes available, the Home Gateway developer should release a new version making it available on the market (e.g. iOS app store, Google play store), forcing the final user to perform a version update. This traditional approach has some limits.

For instance, the update could not always happen automatically (for example because the automatic update option is disabled) and this would not allow to receive data from the new sensors. Moreover, it requires, in any case, the gateway must be stopped interrupting, consequently, the sensors data acquisition. Last but not least this approach forces the developer (1) to fully understand the new sensors BLE specifications and (2) to adapt, accordingly, the gateway mobile app.

For all these reasons, it is clear that a system that introduces an adequate level of abstraction between the gateway and all the BLE module readers would be the best solution to guarantee high system reliability. In the Fig. 7, all the principal blocks composing the Bluetooth Plugin Manager (BLEPM) ecosystem are reported. The FHIR Server is the container for device definition resource and measurements produced by sensors. The “BLEPM” is the micro-service responsible of all plugin regulation process enabling the correct dialogue between Sensor Home Gateway and its registered sensors. Last two blocks represent the “Sensor Home Gateway” (i.e. the core of our solution) and the group of in home installed sensors. To better understand the devices management process and the benefits of our solution, we will analyze the interactions between the Sensor Home Gateway, the sensors and the BLEPM in two different scenarios:

- **Scenario 1**: The sensor is compliant with standard GATT profiles or it is a custom sensor (i.e. not compliant with standard profiles) but the gateway app was already modified to integrate the custom BLE reading module for that sensor.
- **Scenario 2**: The sensor is custom (i.e. not compliant with standard profiles) and the gateway does not yet integrate a custom BLE reading module for that sensor.

In the first scenario, we can think that the connected sensor is one of the fully compliant sensor to the GATT profiles. In this case, our integrated reader, already included in the gateway, is able to directly read the BLE data. We are in this scenario also if a custom BLE reader has already been integrated in the gateway release currently available on the market. For instance, we are in this case if we wanted to officially support a specific device upon gateway mobile app software delivery.

In the second scenario, the gateway is aware about the DeviceDefinition related to the sensor but is not able to read its data over BLE channel. The gateway needs a tool that enables the reading process and, consequently a custom reader (AKA Plug-In) must be dynamically downloaded updated.
This “Plug-In” is requested to BLEPM micro-service, that can return to the gateway one of these objects:

- An Android dex library containing all code necessary to enable the reading process.
- A GATT xml file containing the BLE characteristic.
- An error message if the sensor is not yet supported.

The BLEPM micro-service is a service for the devices manufacturers, these users will be able to upload anytime their produced plugins. During the upload process it is mandatory to provide the following information: (1) the BLE service uuid, (2) the manufacturer name, (3) the file that will enable the reading process.

The received file will be processed to manage the versioning and to manage the format if it is not an XML file. In fact, an Android application can not run byte-code organized in an aar package, for this reason, the BLEPM service executes a compiling process over the code contained in the received aar package to turn it into a dex library compliant with the Android system.

When the sensor home gateway requests a plugin for a new device, it preliminary queries the BLEPM service that sends details about the available plug-in that represents the BLE service supported by the new device. These details contain info about the plugin file and relative version.

After that, the gateway sends a new request to download the plug-in file. This two step request is useful to avoid any download when the gateway already holds the latest plugin for that sensor. In case a new version becomes available the gateway will proceed with the plugin file download updating its local information about the plugin.

If the received plugin is an xml file the Gateway will be able to use it during the reading process through the integrated reader.

The reading process, in case of dex file, can correctly operate because we have developed and distributed a framework as an Android aar library. Every device manufacturer can import this library in Android Studio and use it to develop its custom plugin. After the development, the manufacturer can upload the exported aar custom library trough the BLEPM service. Once uploaded the file will follow the compilation process, already described above, to transform it in a dex library.

7 Conclusion

This paper proposed a FHIR-based multi protocol IoT Home Gateway, consisting in an Android mobile app acting as the collecting node of sensors data received over different protocols and from remote cloud service (i.e. GoogleFit) providing a seamless integration of such data into a FHIR based HIS.

The main aspects of the architecture are the interoperability and the extension simplicity. It allows transparent interoperability in a way that devices can use its own protocol (currently BLE, MQTT) to have a heterogeneous communication. It was conceived to be extensible as well: enabling a new sensors is only a matter to edit a new FHIR DeviceDefinition and, if needed, to upload a BLE reader plugin.

Finally, there are some ongoing work. Although the MQTT reading module has been integrated in the gateway, work is still to be completed to adapt the user interface for supporting the DeviceDefinition editing for such kind of devices. The testbed used till now, composed of an Android tablet/smartphone (Android from V7 to V10) and several devices—the environmental parameters sensor (from ST Microelectronics), the ultrasound sensor (from University of Firenze), XIAOMI Band 4 and 3 of energy consumption, CPU and memory usage. However, a more detailed analysis should be carried out on this aspect and we aim at arriving to a clearer understanding by enrolling a broader range of sensors in a future work.
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