Network Security Applications Using the Port Knocking Method

Mohammad Idhom1, HE Wahanani2, Akhmad Fauzi3

1,2 Department of Informatics, Faculty of Computer Science University of Pembangunan Nasional Veteran Jawa Timur, Surabaya, Indonesia
3 Department of Economic Development, Faculty of Economic and Business Universitas Pembangunan Nasional Veteran Jawa Timur, Surabaya, Indonesia

Email: idhom@upnjetim.ac.id

Abstract. The most important point in network services is security of access in the port. However, the problem that occurs is an open port or access that cannot be accessed with authentication that can facilitate unauthorized users to be accessed by the server. This is the basis for increasing access rights to the server that is built without having to close the port used by the user. Therefore a port knocking method is needed. Port knocking is a security system that can perform a function that is blocking unwanted access. In principle, port knocking successfully closes all ports on the server. If the user needs access to the server, the user does a "knock" to use the service, then if the user has finished accessing the port is closed again. The system built in this study uses three ports, namely port 22 (SSH), port 23 (Telnet), and port 80 (Web). Port Access time is 10 seconds each. Based on the results of the analysis and testing of the system implementation carried out, the results of the system can be run properly and can improve the security of network systems that are built compared to networks that do not use Port Knocking security. In research assessing on public and local networks. According to the results analysis, carrying out a remote server via local time requires faster time from a remote server through the public. In the SSH protocol there is a difference in time of 2.42 seconds, Telnet 2.14 seconds, and Web 2.19 seconds.
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1. Introduction

In the case of server management, usually the system administrator does not always have to be in the server room. This is because the server room is usually designed to have a fairly cold and stable temperature, which is certainly not good for the body. So usually an administrator performs his duties from outside the server room by using a remote server application [1]. Thus an administrator can simply authenticate to the server and if successful the administrator will get access to manage the server.[2]

Various methods and the number of attacks on a server are increasingly increasing. The opening of several ports that listen indirectly will invite the attackers and certain parties who are not responsible for breaking into the server through that port. The thing that is often done by attackers is trying to exploit various applications that are running through open ports on the server side[3]. To
prevent things that are not desirable, usually the administrator will install a firewall and do some configuration which in essence is to limit anyone who will access the server.

The opening of ports on the server, especially the port for remote server applications, will certainly be the center of attention for the attacker to be exploited. Port knocking [4][5][6] is present as one of the authentication methods that can be used to overcome the above problem. This method has the ability to determine who really has the right to access the server.

2. Research Method

Design to be carried out can be seen in Figure

![Figure 1. Research Design](image)

1. Data Collection
   The first stage is used to find references from various sources (books, papers, journals, e-books) to assist in supporting the completion of this research.

2. Needs Analysis
   The second stage is used to analyze the needs used during the research, both in terms of software and hardware

3. Network Topology
   The third stage is used to describe the network topology that is implemented according to actual conditions as a test of performance during the research.

4. Design and Design
   The fourth stage is used to design and design the devices and configurations that will be implemented in this study. This design and design includes the provision of IP addresses on each device.

5. Configuring Port Knocking
   The sixth stage is used to configure the firewall using the port knocking method. This stage is the most important stage in this study, because it is an indicator of the success of this research trial.

6. Trial
   The seventh stage is used for testing the network security system that has been created. The trial was conducted through two sides, namely the local side and the public side (internet).

7. Analysis of Results
   The eighth or final stage of this study is used to analyze the results that have been obtained at the implementation of the study.

The topology that will be used in this study can be seen in Figure 2. It is explained that on the local side there is 1 Router-based Mikrotik routerboard, plus a firewall configuration, and a server that has an Ubuntu Server operating system, and 2 clients that have the Windows 8 and Ubuntu operating systems. As for the public side, intruders or hackers try to access the server through the public network. The router has been configured so that the server that is on the local side can be accessed remotely via the public network.
So that between devices can communicate with each other, configuration is required to connect to it. This research uses port forwarding from the router side so that servers on the local side can be accessed or controlled remotely using public networks.

The next design is done in a firewall configuration where in this study using the port knocking method. The concept of port knocking itself is closing ports that are commonly used for network activities such as ports 22, 23, and 80. By closing these ports, intruders will have difficulty accessing ports that are normally open freely. In this research, it will be explained through a flowchart that will explain the systematics or work concepts of port knocking.[14][15]

At this stage, the firewall configuration uses the port knocking method which will be implemented on the router. This stage is the most important stage in this research. The indicator of research success lies in testing this firewall[7].

The router knocking configuration is located on the firewall menu. The router functions as a firewall for the server. The knock format used in this design is a port format with a fixed / static mapping and uses three beats to open a port.

The sequence of beats and program scenarios designed in this study can be seen in Figure 3, how the program runs on the client and server side.

There are 2 scenarios that will be carried out in this research trial, namely:

a. Scenarios without the Port Knocking Method

b. Scenarios with the Port Knocking Method
Table 1. Limitation of Trial

| Parameter | Value |
|-----------|-------|
| Software | Nmap, PuTTY, Chrome, Hydra |
| Attack | Port Scanner Attack, Brute Force |
| Network | Lokal, Public |
| Port | 22, 23, 80 |
| Knock | 2002, 3002, 4002 |
| Waktu | @ 10 Second |

Analysis of Results
In this stage an analysis of results is based on the data obtained. This analysis includes the performance results achieved namely port conditions after using a firewall, performing a remote server, and server activity logs are as follows:

a. Port Conditions
To see the port conditions when a port scanner attack is performed. The port will be scanned to find out if the port is open or closed. According to nmap.org, there are 6 different port conditions. Next explained in table 2.

Table 2. Condition Port

| Status       | Keterangan                                                                 |
|--------------|-----------------------------------------------------------------------------|
| Open         | Port with open condition                                                    |
| Closed       | Port with closed condition                                                  |
| Filtered     | The port cannot determine whether the port is open because it prevents scanning from reaching the port. |
| Unfiltered   | The port can be accessed, but cannot determine whether it is open or closed. |
| Open | Filtered | Ports in this status cannot determine whether the port is open or filtered. |
| Closed | Filtered | Ports in this state cannot determine whether the port is closed or filtered. |

b. Remote Server
To see how the firewall works, the server will be able to be controlled when the user can knock with a specified time limit. Remote uses the PuTTY application to access the SSH server and Telnet server, and Google Chrome to access the Web server.[7][8] Next explained in table 3.

c. Activity Logs and Analysis
To see all activities carried out by the server into the log system. The log will provide reports based on date and time. At this stage, an analysis of server activity is also performed, such as looking at the client's IP address when accessing the server[9][10]. Analyzing using the Wireshark application.

d. Remote Server Delay.
The final analysis is to do a delay calculation. While the delay itself is the time delay of the process of sending data from one source point to the destination point. This analysis looks at server delays that can be accessed when on a local and public network.[11][12]

4. Result and Discussion
This study has two scenarios, the first scenario without the port knocking method and the second scenario using port knocking. Each scenario is tested on two network connections, namely local and public.
Scenarios without Methods

To test the first scenario, the configuration of the router firewall needs to be turned off first. Select all the rules, then click the red x button.

![Figure 5. Disable Firewall](image1)

![Figure 6. Enable Firewall](image2)

Scenarios with Methods

In this second scenario, the test scenario using the port knocking method needs to be activated on the firewall that has been turned off in the first scenario.

To access the server, a method that is used in this research is a port knocking method. The method used in this method is enough to deliberately access certain ports with the intention of entering the identity of the accessor in the address list. If the combination of ports that are tapped in the order with a certain time, then the log will record and the firewall gives an exception to the user who successfully knocking.

After knocking in sequence and in accordance with the specified time, the log address list records with the name port + port2 + port3 with no access time limit. This makes it easier for the admin in operating the server. On Windows operating system clients, the way to do knocking is the same as the Linux client. There is no difference at all.

After knocking, the accessor or admin will be given an exception to be able to remotely on a server with ports as configured, namely port 22 (SSH), 23 (Telnet), and 80 (Web / HTTP).

In the results and discussion will be explained the results of trials of the scenarios that have been made previously. The results of this trial will provide an overview of the performance of the firewall that has been built.

### Table 3. Conditions Port

| Client | Acces Mode | Scenario I | Scenario II |
|--------|------------|------------|-------------|
| Linux  | Port 22 (SSH) | Open       | Filtered    |
|        | Port 23 (Telnet) | Open       | Filtered    |
|        | Port 80 (Web)   | Open       | Filtered    |
|        | Port 22 (SSH)   | Open       | Filtered    |
| Windows| Port 23 (Telnet) | Open       | Filtered    |
|        | Port 80 (Web)   | Open       | Filtered    |

At this stage of the analysis it is also seen from the length of the process of scanning from both the client and both scenarios. Data obtained based on several experiments and taken the fastest.

### Table 4. Remote Server

| Client | Acces Mode | Scenario I | Scenario II |
|--------|------------|------------|-------------|
| Linux  | Port 22 (SSH) | Succes Login | Failed Login |
|        | Port 23 (Telnet) | Succes Login | Failed Login |
|        | Port 80 (Web)   | Succes Acces | Failed Acces |
|        | Port 22 (SSH)   | Succes Login | Failed Login |
| Windows| Port 23 (Telnet) | Succes Login | Failed Login |
|        | Port 80 (Web)   | Succes Acces | Failed Acces |
Table 5. Test Result

| Access Mode    | Testing   | Test Equipment (Tools)      | Result                                      |
|----------------|-----------|----------------------------|---------------------------------------------|
| Disable Firewall | Scanning  | Nmap                       | Port Open                                  |
|                | Sniffing  | Wireshark                  | SSH encrypted, Telnet Non encrypted         |
|                | Remote    | PuTTY, Web Browser         | Successfully Login, Successfully Access     |
|                | Attacking | Hydra                      | Terindeks                                  |
|                | Scanning  | Nmap                       | Port Filtered                              |
| Enable Firewall | Sniffing  | Wireshark                  | Not capture                                |
|                | Remote    | PuTTY, Web Browser         | Failed to Login, Failed to Access          |
|                | Attacking | Hydra                      | Error / Not Indexed                        |

Table 6. Delay Remote Server

| Protokol       | Delay       |
|----------------|-------------|
| Public         |             |
| SSH            | 2.90 second |
| Telnet         | 3.28 second |
| Web / DNS      | 2.72 second |
| Local          |             |
| SSH            | 0.48 second |
| Telnet         | 1.14 second |
| Web / DNS      | 0.53 second |

Based on table 6, comparison of delay on local and public networks can be made into a graph.

Figure 6. Local and Public Network Delay Comparison Chart

Seen in the graph, accessing a server on a public network takes a few seconds longer than accessing a server via a local network. The SSH protocol has a difference of 2.42 seconds, for the Telnet protocol 2.14 seconds, while for accessing via the Web has a difference of 2.19 seconds. This is also influenced by each other's internet speed.

Analyzing the server log, it can be seen who has accessed the server in terms of IP address, username and password. Run the wireshark application that is installed on the client. When wireshark is running, do SSH connection after knocking.

Based on testing it can be concluded that the difference between the SSH and Telnet processes is that the SSH process is safer than Telnet. This is because SSH has an encryption process. With SSH, all conversations between server and client are encrypted, meaning that if the conversation is intercepted, eavesdroppers may not understand the contents. So that the communication process is safer. While the equation of the two is equally used to do remote to the server.

After testing with various stages, it is also necessary to analyze the attacks (brute force) that have been carried out to determine the security level of the network that has been built. Attacking is
done when the firewall is not active, the results show that the username and password can be indexed easily. However, when the firewall has been activated, attacking brute force cannot be performed.

Conclusion
Based on research that has been done on network security systems using the port knocking method, it can be concluded that the network security system has been successfully created and in accordance with the expected design. With the port knocking method, communication between computers can be done even through closed ports. The weakness of the system that is made is still done manually to open and close ports that have been blocked by the firewall system. The research was tested on public and local networks. Doing remote server via local requires faster time than remote server via public. In the SSH protocol, the difference in time is 2.42 seconds, Telnet 2.14 seconds and Web 2.19 seconds.
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