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Abstract. In the traditional smart card-based password authentication schemes, the authentication is only applied to verify both of server and user, but not applied to verify the platform. Recently, Yang, Ma, and Jiang proposed a mutual authentication scheme with smart cards and password under trusted computing. Their scheme was designed to authenticate the platform. They claimed that their scheme could withstand most of the possible attacks, such as secure session key agreement, user identity anonymity, password free changing, and platform certification updating. However, we will show that their scheme is vulnerable to on-line guessing password attack with smart card, and man-in-the-middle attack. In this article, we also propose an improved Yang-Ma-Jiang’s mutual authentication scheme to withstand the vulnerability in their scheme.

1. Introduction

In the traditional user authentication schemes, the authentication technologies are based on the password which is easy remember by the user [1-4]. However, the main weakness of the password-based user authentication is vulnerable to the guessing password attack [5-7]. To solve the weakness, there are many smart card-based password authentication schemes had been proposed [8-18]. To enhance the security of authenticating the user, many biometric-based user authentication schemes also had been proposed [19-27]. Other schemes with mutual authentication and based on various technique have also been proposed [28-34].

Recently, Yang, Ma, and Jiang proposed a mutual authentication scheme with smart cards and password under trusted computing [35]. Their scheme was designed to authenticate the platform. They claimed that their scheme could withstand most of the possible attacks, such as secure session key agreement, user identity anonymity, password free changing, and platform certification updating. However, we will show that their scheme is vulnerable to on-line guessing password attack with smart card, and man-in-the-middle attack. In this article, we also propose an improved Yang-Ma-Jiang’s mutual authentication scheme to withstand the vulnerability in their scheme.

The rest of this article is organized as follows. In Section 2, we review Yang-Ma-Jiang’s mutual authentication scheme briefly. In Section 3, we show that Yang-Ma-Jiang’s scheme suffers from the...
online guessing password and the man-in-the-middle attacks. In Section 4, we propose an improvement of Yang-Ma-Jiang’s mutual authentication scheme. Finally, some discussions and conclusions are summarized in Section 5.

2. Review of Yang-Ma-Jiang’s Scheme
In this section, we briefly review Yang, Ma, and Jiang’s mutual authentication scheme [35]. In their scheme, there are two participants, the user $U_i$ and the server $S$. There are three phases in their scheme: the registration phase, login authentication phases, and update phase. Some notations used in the scheme are described in Table 1. We briefly describe Yang-Ma-Jiang’s mutual authentication scheme as follows.

| Notation | Meaning |
|----------|---------|
| $U_i$    | The $i$th user |
| $S$      | The server |
| ID$_i$   | The identity of $U_i$ |
| PW$_i$   | The password of $U_i$ |
| $H()$    | A one-way hash function |
| $E_k()$  | An encryption function with the secret key $k$ |
| $T$      | A timestamp |
| AIK$_{priv}$ | A private AIK of the server |
| AIK$_{pub}$ | A public AIK of the server |
| Cert$_{AIK}$ | The AIK certification of the server |
| Sig{$X$}$_{AIK}$ | The signature of the message $X$ with AIK secret key |
| $\oplus$ | An XOR operation |

2.1. Registration Phase
A new user $U_i$ has to register to a server $S$ to be a legal user. The user $U_i$ registers to the server $S$ by the following steps:

**Step 1.** The $U_i$ arbitrarily chooses his/her unique identity ID$_i$ and password PW$_i$. Next, $U_i$ computes $h$(PW$_i$) and submits the ID$_i$ and $h$(PW$_i$) to the server $S$ over a secure channel.

**Step 2.** After receiving the registration request message from the $U_i$, the server $S$ computes and stores \{PID$_i$, B, I, N$_0$, p, g\} in a smart card for the user $U_i$. Here, N$_0$ is a random number; p is a large prime number. PID$_i$, I, and B are computed as follows:

$$\begin{align*}
\text{PID}_i &= h(x, \text{ID}_i), \\
\text{I} &= h(\text{Cert}_{AIK}), \\
\text{B} &= \text{PID}_i \oplus h(\text{PW}_i) \oplus \text{I}.
\end{align*}$$

Here, $x$ is the server’s secret parameter.

2.2. Login and Authentication Phase
The user $U_i$ wants to have the service of the server $S$. The user $U_i$ needs to execute and send a login request message to $S$ as follows:

**Step 1.** The $U_i$ inserts his/her smart card in the terminal device and then inputs his/her identity ID$_i$ and password PW$_i$. The smart card checks whether ID$_i$ and PW$_i$ are valid. If they are valid, the smart card computes C, Ku, and Hu as follows:

$$\begin{align*}
C &= h(B \oplus h(\text{PW}_i) \oplus N_0 \oplus T_1), \\
K_u &= g^a \mod p, \\
H_u &= h(\text{PID}_i, C, K_u, T_1).
\end{align*}$$

Here, $a$ is a random number; $T_1$ is current time of the smart card.

**Step 2.** The smart card sends \{PID$_i$, C, K$_u$, T$_1$, Hu\} to the server.

**Step 3.** Upon receiving the login request message \{PID$_i$, C, K$_u$, T$_1$, Hu\} from the user $U_i$, the server $S$ computes $H_u'$ and C' as follows:
\[ H' = h(PID_i, C, K_u, T1). \]
\[ C' = h(PID_i \oplus N_0 \oplus I \oplus T1), \]
The server checks whether the time stamp \( T1 \) in the legal time interval, \( H' \), is equal to \( H_u \), and \( C' \) is equal to \( C \). If they are all valid, the server computes \( D1, D2, K_s, K_us, PCR, Q, L, \) and \( H_s \) as follows:
\[ D1 = h(PID_i \oplus N_0 \oplus I \oplus T2) \oplus N_1; \]
\[ D2 = h(D1 \oplus T2); \]
\[ K_s = g^b \text{ mod } p; \]
\[ K_us = (K_u)^b = g^{ab} \text{ mod } p; \]
\[ PCR = \text{SHA1}(PCR_0 || PCR_1 || \ldots || PCR_N); \]
\[ Q = \text{Sig}[PCR, h(K_s, N_1)]_{AIK}; \]
\[ L = \text{Log}(SML); \]
\[ H_s = h(D1, D2, K_s, Q, L, Cert_{AIK}, N_1, T2). \]
Here, \( b \) and \( N_1 \) are random numbers; \( T2 \) is the current time of the server.

**Step 4.** The server sends \( \{D1, D2, K_s, Q, L, Cert_{AIK}, N_1, T2, H_s\} \) to the smart card.

**Step 5.** Upon receiving the mutual authentication request message \( \{D1, D2, K_s, Q, L, Cert_{AIK}, N_1, T2, H_s\} \) from the server, the smart card computes \( H_s', D_2', I', \) and \( PCR_s' \) as follows:
\[ H_s' = h(D1, D2, K_s, Q, L, Cert_{AIK}, N_1, T2). \]
\[ D_2' = h(D1 \oplus T2), \]
\[ I' = h(Cert_{AIK}), \]
\[ PCR_s' = \text{SHA1}(PCR_0 || PCR_1 || \ldots || PCR_N). \]
The smart card checks whether \( H_s', D_2', I', \) and \( PCR_s' \) are equal to \( H_s, D_2, I, \) and \( PCR \), respectively. If they are all valid, the smart card computes \( N_1 \) and \( K_us \) as follows:
\[ N_1 = D1 \oplus h(PID_i \oplus N_0 \oplus I \oplus T2), \]
\[ K_us = (K_s)^a = g^{ab} \text{ mod } p. \]

**Step 6.** The session key between \( U_i \) and the server is \( K_{us} = g^{ab} \text{ mod } p. \)

### 3. Cryptanalysis of Yang-Ma-Jiang’s Mutual Authentication Scheme

In this section, we will show that Yang-Ma-Jiang’s mutual authentication scheme is vulnerable to on-line guessing password attack with smart card, and man-in-the-middle attack.

- **On-line Guessing Password Attack:**
  We assume that an adversary is able to operate a legal user’s terminal with his/her smart card in some reasons.

  **Step A1.** The adversary guesses the user \( U_i \)’s password \( PW_i \). The smart card checks whether \( ID_i \) and \( PW_i \) are valid. If they are valid, the smart card computes \( C, K_u, \) and \( H_u \). Next, the smart card sends \( \{PID_i, C, K_u, T1, H_u\} \) to the server.

  **Step A2.** The adversary monitors the traffic between the smart card and the server. If there is no any traffic in this session, the guessed password is incorrect. The adversary repeatedly guesses passwords and executes **Step A1**. However, if there are some messages \( \{PID_i, C, K_u, T1, H_u\} \) in this session, the password of the user \( U_i \) is guessed by the adversary.

- **Man-in-the-Middle Attack:**
  In this attack, an adversary hides between the legal user and server. If the user \( U_i \) wants to have the service of the server \( S, U_i \) needs to executes and sends a login request message to \( S \) as follows:

  **Step A1.** The \( U_i \) inserts his/her smart card in the terminal device and then inputs his/her identity \( ID_i \) and password \( PW_i \). The smart card checks whether \( ID_i \) and \( PW_i \) are valid. The smart card computes \( C, K_u, \) and \( H_u \). The smart card sends \( \{PID_i, C, K_u, T1, H_u\} \) to the server.

  **Step A2.** The adversary intercepts the \( \{PID_i, C, K_u, T1, H_u\} \) from the smart card. The adversary thus chooses a random number \( z \) and computes \( K^*_u \) and \( H^*_u \) as follows:
\[ K^*_u = g^z \text{ mod } p, \]
\[ H^*_u = h(PID_i, C, K^*_u, T1). \]
The adversary sends \( \{PID_i, C, K^*_u, T1, H^*_u\} \) to the server.
Step A3. Upon receiving the login request message \( \{\text{PID}_i, C, K^*_u, T_1, H^*_u\} \), the server S computes \( H^*_u \) and \( C^* \) as follows:

\[
H^*_u = h(\text{PID}_i, C, K^*_u, T_1).
\]

\[
C^* = h(\text{PID}_i \oplus N_0 \oplus I \oplus T_1),
\]

The server checks whether \( T_1, H^*_u, \) and \( C^* \) valid. In this case, the server will check these \( T_1, H^*_u, \) and \( C \) are all valid. The server computes and sends \( \{D_1, D_2, K_s, Q, L, \text{Cert}_{A I K}, N_1, T_2, H_s\} \) to the smart card. Here, \( K_s = g^b \text{ mod } p \). The server makes a session key with the impersonated user (adversary):

\[
K_{zs} = (K_s)^z = g^{zb} \text{ mod } p.
\]

Step A4. The adversary intercepts the \( \{D_1, D_2, K_s, Q, L, \text{Cert}_{A I K}, N_1, T_2, H_s\} \) from the server. The adversary thus derives the session key \( K_{zs} \) as follows:

\[
K_{zs} = (K_s)^z = g^{zb} \text{ mod } p.
\]

The adversary forwards the mutual authentication message \( \{D_1, D_2, K_s, Q, L, \text{Cert}_{A I K}, N_1, T_2, H_s\} \) to the smart card.

Step A5. By now, the adversary could impersonate the user \( U_1 \) and have secret communications to the server with the session key, \( K_{zs} = g^{zb} \text{ mod } p \).

4. The Improved Yang-Ma-Jiang’s Scheme

In order to improve the weaknesses of Yang-Ma-Jiang’s mutual authentication scheme, we propose an improvement of Yang-Ma-Jiang’s scheme in this section. The registration phase and the update phase are the same as that in Yang-Ma-Jiang’s scheme. We only modify the login and authentication phase as follows.

Step 1. The \( U_i \) inserts his/her smart card in the terminal device and then inputs his/her identity \( \text{ID}_i \) and password \( \text{PW}'_i \). The smart card computes \( h(\text{PW}'_i) \) and \( B \oplus \text{PID}_i \oplus I \) as follow:

\[
B \oplus \text{PID}_i \oplus I,
\]

\[
= (\text{PID}_i \oplus h(\text{PW}'_i) \oplus I) \oplus \text{PID}_i \oplus I,
\]

\[
= h(\text{PW}'_i).
\]

Here, \( B \), \( \text{PID}_i \), and \( I \) are retrieved from the smart card. The smart card checks whether \( h(\text{PW}'_i) \) and \( B \oplus \text{PID}_i \oplus I \) are valid. If they are not valid, the user re-inputs \( \text{ID}_i / \text{PW}'_i \) for three times. Otherwise, the smart card computes \( C, K_u, \) and \( H_u \) as follows:

\[
C = h(\text{PID}_i \oplus I \oplus N_0 \oplus T_1),
\]

\[
K_u = g^a \text{ mod } p,
\]

\[
H_u = h(\text{PID}_i, C, K_u, T_1).
\]

Here, \( a \) is a random number; \( T_1 \) is current time of the smart card.

Step 2. The smart card sends \( \{\text{ID}_i, C, K_u, T_1, H_u\} \) to the server.

Step 3. Upon receiving the login request message \( \{\text{ID}_i, C, K_u, T_1, H_u\} \) from the user \( U_i \), the server S computes \( H_u^* \) and \( C^* \) as follows:

\[
H_u^* = h(\text{PID}_i, C, K_u, T_1).
\]

\[
C^* = h(\text{PID}_i \oplus N_0 \oplus I \oplus T_1),
\]

The server checks whether the time stamp \( T_1 \) in the legal time interval, \( H_u^* \) is equal to \( H_u \), and \( C^* \) is equal to \( C \). If they are all valid, the server computes \( D_1, D_2, K_s, \) PCR, \( Q, L, \) and \( H_s \) as Step 3 of the login and authentication phase in the Yang-Ma-Jiang’s scheme.

Steps 4, 5, & 6. The three steps are the same as Steps 4, 5, and 6 of the login and authentication phase in the Yang-Ma-Jiang’s mutual authentication scheme.

5. Discussion and Conclusion

In this paper, we have shown that the vulnerabilities of Yang-Ma-Jiang’s mutual authentication scheme. Their scheme could not against the on-line guessing password attack and the main-in-the-middle attack.
The first weakness of Yang-Ma-Jiang’s scheme is that the adversary could guess the password of the legal user many times. In the improved scheme, the user has been limited to login his/her identity and password for three times (See Step 1 of the improved scheme).

The second weakness of Yang-Ma-Jiang’s scheme is that the adversary could intercept the login request message \( \{ \text{PID}_i, C, K_u, T_1, H_u \} \) from the user and tampers \( K^*_u \) and \( H^*_u \). Since \( H^*_u \) is calculated from the \( h(\text{PID}_i, C, K_u, T_1) \) which \( \text{PID}_i, C, K_u, \) and \( T_1 \) are transmitted from the user and an adversary could intercept them. Therefore, the adversary is easy to tamper \( K^*_u \) and \( H^*_u \) and the server will check them valid. To resist the weakness, we modify that the login request message \( \{ \text{ID}_i, C, K_u, T_1, H_u \} \) but not \( \{ \text{PID}_i, C, K_u, T_1, H_u \} \). We replace \( \text{PID}_i \) to \( \text{ID}_i \). The adversary did not know the \( \text{PID}_i \), thus he/she could not tamper \( K^*_u \) and \( H^*_u \) such that \( H^*_u = h(\text{PID}_i, C, K^*_u, T_1) \). Therefore, the improved scheme will against the on-line guessing and the man-in-the-middle attacks.
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