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In order to improve the defense effect in network security, a research and implementation method of cloud computing network security virtual computing and defense technology is proposed. This architecture makes full use of the structural advantages of the virtualized environment, which can realize the trusted measurement of the user’s virtual machine in a more reliable way and can support the user’s diverse authentication requests. This paper introduces the concept of cloud computing, the classification of cloud computing, and the characteristics of cloud computing network security. In the case of fully considering the coupling relationship between the physical network and the logical network, the topology of the cloud computing network is established, and based on the network topology, the relevant network theory is used to analyze the cloud computing network. The avalanche failure under the computing network is studied. The research results show that the relative performance under different trusted measurement periods can reach more than 97%, which can flexibly meet the needs of user trusted authentication and can effectively provide trusted protection for user virtual machines. Adding additional protection measures to some special nodes in the cloud computing network topology to ensure that they are not damaged when attacked can greatly improve the robustness of the entire cloud computing network topology, thereby ensuring that the network can avoid the attack. A large area will not be paralyzed due to the avalanche effect, and at the same time, the function and topology of the network itself have not changed. This method can effectively improve the security protection effect in network security.

1. Introduction

With the continuous development of Internet computer technology, cloud computing technology is widely used in various fields and industries and has developed into an indispensable technical guarantee in modern society. Even in people’s daily life, it is inseparable from cloud computing technology. Cloud computing technology has brought a great impact to the society, but the subsequent cloud computing technology has also brought some threats and challenges to Internet security. These threats hinder the development of cloud computing technology to a great extent. Therefore, it is very important to improve network security under cloud computing [1]. After the rise of SDN, the security of virtual network has changed a little. How to isolate the network in traditional virtual network is a complex problem. Many security problems will appear on the isolation problem, as shown in Figure 1. Control and data are separated in SDN. The isolation of the network is controlled in the controller, and the switch only executes the instructions of the controller. This centralized control mode makes the network have a good, flexible, and dynamic isolation scheme. Therefore, SDN is relatively less affected by network isolation. Even if the isolation problem in SDN is relatively easy to solve, it cannot be taken lightly. Every node in the network may become the target of the attacker. If the attacker obtains the authority of the controller by controlling a node in the network, it will bring great security risks [2]. Because of the characteristics of SDN centralized control, the safety of SDN controller needs more attention. The controller is responsible for the operation logic of the whole network and the data transmission with the upper application and the lower switch. If the attacker attacks the controller by forging data packets and the controller replies
to the attack message, the attacker can obtain the sensitive information of the controller, so as to bypass the security monitoring to attack the network. With the development of the Internet, DDoS attacks are increasing. If the controller is attacked by DDoS, it will not be able to handle the normal network traffic, and the whole network will be paralyzed, which makes the loss difficult to estimate. This paper analyzes and studies the network security protection under cloud computing technology, and this research is of great significance to the development of cloud computing technology [3].

2. Literature Review

With the continuous popularization of cloud computing services, the security of cloud computing has attracted more and more attention. Many organizations and topics have studied it at home and abroad. In foreign countries, many standardization organizations have begun to formulate cloud computing security-related standards. These organizations include the Cloud Security Alliance CSA, Structured Information Standards Promotion organization OASIS, and the International Telecommunication Union ITU-TSG17 Study Group. In addition, the international computer society ACM has set up a symposium on cloud computing security and its research. The famous international conference on information security RSA has also taken cloud computing technology to monitor the user’s virtual machine and dynamically collect integrity evidence according to the user’s trusted authentication request [4]. In academic circles, the research on cloud computing security issues and technologies has been widely carried out, and some progress has been made. In terms of data security, the solution to the security problem mainly lies in how to encrypt the data and how to safely extract the encrypted data. The former focuses on encryption technology, while the latter mainly uses ciphertext search technology. In the field of encryption technology, Khalil and others have made contributions. They have successfully constructed a fully dynamic encryption technology by using the methods of ideal lattice and integer arithmetic, which ensures data security [5]. Aiming at the shortcomings of virtual machine trusted authentication technology in the existing cloud computing environment, this paper proposes a dynamic trusted authentication architecture DIMA according to the users’ trusted and security requirements for virtual machines. Making full use of the structural advantages of virtualization environment, we can realize the trusted measurement of users’ virtual machines in a more reliable way, support users’ diversified authentication requests, and improve the security protection effect in network security.

3. Research Methods

3.1. Cloud Virtual Machine Dynamic Trusted Authentication Architecture (DIMA). In order to enable cloud service providers to provide users with a set of trusted authentication scheme that can meet the above requirements at the same time, this paper proposes a cloud virtual machine dynamic trusted authentication architecture—DIMA (Dynamic Integrity Measurement and Attestation). The architecture adopts the virtual machine introspection technology based on virtualization technology to monitor the user’s virtual machine and dynamically collect integrity evidence according to the user’s trusted authentication request [6]. Due to the adoption of virtual machine introspection technology, DIMA can collect trusted evidence outside the user’s virtual machine and realize the isolation between the authentication system and the target system. Therefore, malicious attackers in the virtual machine cannot interfere with or bypass the authentication system. In addition, DIMA’s trusted authentication system can flexibly generate corresponding trusted measurement rules according to the user’s authentication request for virtual machine security and can measure the security of virtual machine system in different aspects. Finally, DIMA also designs a set of efficient trusted verification mechanism to solve the problem that the architecture design of extraterritorial measurement may cause performance load to the management domain and cloud computing platform. This mechanism skillfully uses hash-based signature technology to effectively reduce the additional load of cloud platform in trusted measurement, improve the efficiency of verification, and reduce the possibility of verification system being attacked by potential malicious users [7].

3.2. Mitigation Mechanism of Credible Measurement. On the basis of providing users with trusted authentication services, a set of mitigation mechanism is designed for DIMA architecture, which can implement corresponding
mitigation measures for different situations in which the integrity of users’ virtual machines is damaged, so as to help users stop attacks in time and protect users’ data and application security to the greatest extent [8]. According to the different security requirements of users for virtual machines or this specific service, DIMA currently sets two types of mitigation mechanisms: virtual machine level mitigation mechanism and system mitigation mechanism. These two mitigation mechanisms deal with the potential malicious destruction from two different kinds of granularity, so as to ensure the security and the stable operation of the user system.

The virtual machine level mitigation mechanism is a coarse-grained response measure that takes the user’s target virtual machine as the object. Such measures are mainly aimed at the situation where the harm is serious and users have high security requirements for the virtual machine environment. Using this mitigation mechanism will have a certain impact on the normal operation of the virtual machine system, resulting in its performance degradation. Therefore, the conditions for using such measures are relatively strict. At present, this kind of mitigation mechanism mainly includes three measures: termination of operation, temporary suspension, and migration [9].

The mitigation mechanism in the system is a fine-grained response measure aiming at specific objects in the virtual machine system. Such measures are mainly applied when users have high requirements for the continuity of virtual machine operation, so it is not easy to terminate the normal operation of the whole virtual machine. According to the security requirements put forward by users, only the objects in the system such as files, processes, and network connections with hazards are processed [10]. At present, this kind of mitigation mechanism is mainly aimed at process level processing. Through damaged files, malicious network connections, and system objects with damaged integrity, find the process accessing these objects and then close the process.

3.3. Remote Authentication Protocol. In view of the limitations of the existing remote authentication protocol in DIMA architecture, this section specifically aims at the structural characteristics and security requirements of DIMA architecture and designs the remote authentication protocol of DIMA architecture based on hash signature technology, so that the protocol can meet the requirements of security and efficiency at the same time [11]. In the remote authentication protocol designed in this section, there are three participants:

1) Virtual machine user \((T)\): the virtual machine user is the challenger or verifier in the authentication protocol to initiate a trusted authentication request to the remote virtual machine system. Different from the classical remote authentication protocol, in the application scenario designed by DIMA, there is no explicit distinction between the challenger and the verifier, and the virtual machine user plays this role.

2) Prover \((P)\): it responds to the tenant’s authentication request and proves the result of trusted measurement to the user through trusted measurement and authentication.

3) Certificate authority (PCA): the private certificate authority (PCA) is a trusted third party that authorizes and guarantees the verification key technology.

Considering the characteristics of multi-tenancy and multi-requirements on the cloud platform and the limitations of OTS scheme signature, the verification protocol proposed in this section is implemented based on XMSS multiple signature scheme, and WOTS+ is used as the implementation method of single signature. In this protocol, in order to be more compatible with the existing trusted platform, hash-based signature technology is only applied to the signature authentication of trusted evidence, and other identity authentication processes are implemented based on the existing public key cryptosystem [12]. In order to facilitate the description of the protocol, the description of symbols used in the protocol is listed in Table 1.

Before the implementation of the agreement designed in this section, we made some basic assumptions for each participant to ensure the correct implementation of the agreement. First, each participant has a unique key pair used to prove identity. The key pair is based on the traditional public key cryptosystem and the public key is broadcast by the authority [13]. Secondly, in the DIMA architecture, the virtual machine user \(T\) and the certifier \(P\) of the cloud service platform fully trust the certificate authority (PCA). Finally, the private key used for trusted verification is protected by the platform security storage mechanism, so it will not be stolen by the attacker. The protocol execution process for trusted authentication of DIMA architecture is generally divided into two parts [14]. The first part is the process of authenticating a new user when he first initiates an authentication request and generates a key for trusted authentication through PCA. The second part is the process of responding to the user’s trusted confirmation and feeding back the trusted report. The main purpose of the first step is to generate the key pair confirmed by the user for the user with the assistance of the certificate authority PCA and distribute the public key part to the user [15]. For XMSS signature algorithm, its public key is a string with a length of \(N\) bits, which is aggregated by multiple WOTS + public keys according to formula (1). The first leaf of the XML tree + node is called the signature of the first leaf of the XML tree + node. When the height of XMSS public key tree is set to \(h\), the generated key contains \(2^h\) WOTS + key pairs, which can complete \(2^h\) signatures and authentication.

\[
\text{NODE}_{i,j} = h_K\left[\text{NODE}_{2i-1,j} \oplus \text{NODE}_{2i,j} \right]\left[\text{NODE}_{2i+1,j} \oplus \text{NODE}_{2i+2,j} \right]
\]

(1)

In each trusted authentication report, the format of the confirmation signature received by the virtual machine user is \(\text{Sig} = (\text{id}, \sigma, \text{Auth})\), where \(\text{id} (0 < i < 2^h - 1)\) is the number index of the WOTS + key pair used for this signature, \(\sigma\) is a
signature based on the WOTS+ algorithm, and \( E \) is the authentication path in the XMSS tree. Its function is to assist the signature authenticator to verify the validity of the signature through the XMSS public key. Taking WOTS+ key pair as an example, if the private key in the corresponding L-Tree is used for signature, the authentication path used to authenticate the signature is the path represented by the circle.

In various aggregation methods based on Merkel tree, authentication path is needed. At present, there are many alternative schemes for computing authentication path. In the DIMA architecture proposed in this paper, we adopt the method proposed in [16] because this method can well balance and optimize the computing overhead and storage overhead and is very suitable for the scenario of trusted verification of multi-tenant virtual machines in DIMA architecture. When the virtual machine user receives the trusted evidence sent by the certifier and the above evidence signature, he needs to confirm the content of the trusted evidence according to his existing public key. Because the signature algorithm XMSS of MTS is used in the trusted verification designed by us, its verification process is different from the verification method based on the signature of public key cryptosystem. Virtual machine users first need to calculate the verification public key PK of a signature according to the verification data and signature they get and then construct an XMSS public key APK according to PK and authentication path Auth. If the APK exactly matches the public key APK distributed by the verifier before, the user confirms that the signature of the verifier is valid; otherwise, the verification fails.

In the authentication protocol of DIMA architecture, in order to prevent replay attack, the certifier will maintain a local database that records the random numbers attached to all received authentication requests. After receiving a new request message, the certifier will first check whether the random number carried by the request exists in the database [17]. If it does not exist, the certifier will add the random number to the local database and accept the verification request; if it exists, he will reject the authentication request, clear the existing connection information of the user, and wait for the next request to reestablish a new secure connection [18].

### Table 1: Description of symbols in remote authentication protocol based on hash signature technology.

| Symbol | Meaning |
|--------|---------|
| \( (M)_K \) | Symmetric key \( K \) to encrypt \( M \) |
| \( [M]_{SK} \) | Private key \( K \) to perform asymmetric cryptographic operation on \( M \) |
| \( [M]_{PK} \) | Asymmetric cryptographic operation on \( m \) using public key \( K \) |
| \( || \) | Connection operation |
| \( K \) | Session key |
| PK | Asymmetric cryptographic public key |
| SK | Asymmetric password private key |
| APK | Public key for user trusted authentication (for hash-based signature) |
| ASK | Private key for trusted authentication (for hash signature-based authentication) |
| \( X_{id} \) | Identification of parameter \( x \) in trusted verification |
| \( \alpha, \beta, \gamma \) | Random number to protect the signature of message integrity |
| \( N_i \) | Random number used in protocol session |

### 4. Result Analysis

Although using DIMA architecture to implement trusted verification on the security of user virtual machines can effectively ensure the security of user virtual machines, DIMA framework will bring performance overhead in the process of trusted measurement, which will have a certain impact on the system performance of virtual machines. In order to test the practicability of DIMA, this section evaluates the performance impact of runtime DIMA architecture on the virtual machine system. During the operation of the virtual machine, the user can initiate a trusted authentication request at any time and can also require the certifier to regularly feed back the reliability measurement results. Therefore, different request cycles will lead to different frequencies of credibility measurement [19]. In order to test the performance impact of the virtual machine under different trusted measurement frequencies, we run different benchmark test sets in the virtual machine and initiate periodic trusted authentication requests through users at different frequencies. In this section, the PALMS Cloud test program from the PALMS Cloud platform benchmark set was used. Each benchmark program has been tested many times under different credible measurement cycles. Figure 2 shows the performance impact of DIMA architecture on different benchmark programs under different trusted measurement cycles. The label base represents the performance of the benchmark program when there is no credible measurement, and the test results under other conditions are used as the benchmark to obtain the relative performance [20]. From the test results in Figure 2, it can be seen that the implementation of trusted measurement by DIMA at run time will affect the performance of benchmark programs, and the impact on the performance of different benchmark programs is different. Among them, the performance impact of CPU and memory is relatively small, and the relative performance can reach more than 97% under different trusted measurement cycles. This is mainly because the running time of the micro-benchmark is relatively short, and the DIMA-trusted measurement cycle involved is less, so the performance impact can be almost ignored [21]. In comparison, the three macro-benchmark programs, database, web, and app, are greatly affected by the performance,
especially when the reliability is relatively frequent (the result shown in the label base in Figure 2).

In the DIMA architecture proposed in this paper, the trusted verification service module needs to respond to a large number of trusted verification requests from different users. Whether the trusted verification report can be generated with high efficiency and fed back to the requester in time is directly related to the reliability of trusted verification. In order to test the verification scheme based on hash signature technology designed in this paper, this paper tests the time overhead and space overhead and compares the efficiency with the traditional verification scheme [22].

Firstly, we test the time overhead of the verification service of DIMA architecture when generating trusted reports for measurement results of different sizes. In the experiment, different sizes of measurement results are constructed, and then different confirmation schemes are used to generate trusted reports. Figure 3 shows the test results with the measurement scale between 1k and 1024k. It can be seen from the results shown in the figure that for the measurement results of the same scale, the time cost of generating trusted reports by the confirmation service of DIMA architecture is only about 50% of that of the traditional IMA confirmation scheme, and when the scale of the measurement results is less than 128K, the time cost of generating trusted reports will not change much [23]. The test results show that the verification scheme designed by DIMA architecture has better performance when dealing with the measurement results of the same scale.

Secondly, aiming at the performance of the verification service in the scenario of responding to multi-user trusted authentication requests, this section compares and tests the time cost of generating trusted reports when the verification service responds to different numbers of user requests [24]. It can be seen from the test results shown in Figure 4 that with the increase of the number of trusted authentication requests, the time cost of generating trusted reports by the confirmation service of DIMA architecture and IMA is increasing. However, it is not difficult to find that for the same number of requests, the report generation time overhead of DIMA architecture is much lower than that of IMA. More importantly, with the gradual increase of the number of requests, the time overhead of IMA increases almost linearly, but the growth trend of time overhead of DIMA architecture is relatively slow. This fully shows that when dealing with large-scale authentication requests, the verification scheme designed by DIMA brings less time overhead, so it can be better suitable for multi-tenant application scenarios in cloud environment [25].

Finally, considering that the trusted report generated in response to a large number of trusted verification requests may occupy the storage space of the system, this section also
Data tests the space overhead of the confirmation service. Figure 5 shows the variation curve of the space overhead required by the two authentication schemes with the increase of the number of trusted authentication requests. It can be seen from the figure that the space overhead of the two verification schemes basically increases linearly with the number of requests, and the space overhead of DIMA architecture verification service is slightly larger, mainly because the length of the report produced by using hash signature technology will be slightly larger. However, generally speaking, the space cost of the two verification schemes is not very large, which is within the acceptable range of cloud computing system, and the two are almost the same [26]. The experimental results show that the verification scheme with higher security does not bring higher space overhead to DIMA architecture, so it has strong practicability.

From the above experimental results, it can be seen that DIMA architecture can realize various trusted authentication when it brings less additional overhead to user virtual machine and cloud computing platform and can flexibly meet the needs of user trusted authentication, so it can effectively provide trusted protection for user virtual machine.

5. Conclusion

Aiming at the shortcomings of virtual machine trusted authentication technology in the existing cloud computing environment, this paper proposes a dynamic trusted authentication architecture DIMA according to the users’ trusted and security requirements for virtual machines. The architecture makes full use of the structural advantages of the virtualization environment, can realize the trusted measurement of users’ virtual machines in a more reliable way, and can support users’ diversified authentication requests. As the basis of cloud computing technology, the security of virtualized environment will be a research hotspot at present and for a long time in the future. With the changing needs and application scenarios of users, there are still many security problems worth studying and solving. Due to the limitation of time and other factors, the research content of this paper still has many imperfections. In the future, we will further study the trusted guarantee of virtualized environment from the following two directions. In addition to the above integration and improvement of the existing work, in the next research work, we also plan to further explore other aspects of the credibility problem.
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