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Abstract. Since the topological structure of power distribution Internet of Things is getting more and more complicated, and the amount of new services, such as remote dynamic monitoring and two-way real-time interaction, has been increasing, it is urgent and necessary to study the clustering management technology of power distribution Internet of Things combined with its running scenarios, security requirements and dynamic access characteristics. In this paper, a clustering security management scheme of power distribution Internet of Things based on trusted blockchain is proposed. The clustering management and data communication of power distribution Internet of Things are conducted based on trusted blockchain, which can improve the security of data interaction.

1. Introduction
With the increasing development of smart grid and Energy Internet, the traditional distribution network has been gradually transformed into the active distribution network based on Internet of things [1]. The interaction of energy and information in distribution network has been extended to the user side, and the communication network is getting opener and more interactive. Due to the wide interconnection, high intelligence and open interaction of power distribution Internet of Things, its network access environment is more complicated and diverse. Since users are in an increasing need of the interaction with power distribution Internet of Things, there exist more and more potential illegal accesses, which also leads to the insecurity of communication. The existing routing mechanisms of distribution network can no longer meet the security requirements, such as dealing with massive information interaction, verifying data integrity, etc.

The clustering management of the nodes of Internet of things has always been a hot issue. The Low Energy Adaptive Clustering Hierarchy (LEACH) protocol proposed in Reference [2] adopts a cyclic random algorithm to select a cluster head node and distributes the energy load equally to each sensor node in order to reduce energy consumption and improve the life cycle of the whole network. What’s mentioned in Reference [3] is the improved LEACH algorithm based on selecting the cluster head node by the node residual energy, which can avoid nodes with low residual energy separating from the network because of too fast energy consumption. What’s mentioned in Reference [4] is a clustering routing protocol based on the improved particle swarm optimization. In this algorithm, the cluster head node is selected based on the energy factor and position factor while the optimal path for data multi-hop transmission is chosen based on the minimum spanning tree algorithm in order to increase lifetime of the network. In the Reference [5], a clustering optimization algorithm based on optimal transmission distance and K-means clustering is proposed. The hierarchical clustering algorithm is used to set up the cluster feature tree to optimize the communication distance within the cluster, and reduce and balance...
the energy consumption of the nodes. The existing clustering routing mechanism of IoT nodes does not fully consider the quality of service communication and the security of data interaction, and is not suitable for the high-speed data interaction of power distribution Internet of Things. It means there’s no suitable clustering control scheme for power distribution Internet of Things; Due to the low security of communication between the nodes of Internet of things, the communication and interaction of data may be easily invaded and attacked, and the data may be stolen or tampered.

In this paper, a clustering security management scheme and system of power distribution Internet of Things based on trusted blockchain is proposed. The trusted blockchain is used to cluster sensing terminals of power distribution Internet of Things so that the security of data transmission between connected devices can be ensured by trust verification. Moreover, the clustering method can improve the efficiency of data interaction in the Internet of Things.

2. Key Technologies

2.1. Trusted Computing Technology
Trusted computing [6] is an active immune computing mode, which can protect the security while computing. When the whole computing process can be measured and controlled, it can improve the traditional and passive network security protection (blocking and killing). The research on trusted computing platform [7], trusted cryptography module [8], trusted dynamic metrics [9], remote proof [10] and trusted chain construction [11] is carried out in various industries. Therefore, embedding trusted computing technology into industrial control systems and the Internet of Things can enhance the endogenous security capability of critical infrastructure.

2.2. Blockchain Technology [12]
As a distributed network data management technology, blockchain technology uses cryptography and distributed consensus algorithm to ensure the security of network data transmission and access control, achieve common maintenance and cross-validation of data, and make data difficult to be tampered with. Blockchain is similar to power distribution Internet of Things in operation mode, topological form, security protection, etc. So the application of blockchain is helpful to improve the security of data management and interaction.

2.3. Merkle Tree
Merkle Tree [13] looks like a binary tree so much, where the value of a leaf node is usually the Hash value of the data block rather than its original value. Merkle Tree first computes the Hash value of a leaf node and then merges the Hash values of the adjacent nodes. When the merge is completed, the Hash value of the current string will be calculated until the one of the root-node is done.

3. Clustering Management Scheme for Power Distribution IoT Based on Trusted Blockchain
In order to realize intelligent fault diagnosis and active isolation of distribution network, and shorten the time of power outage, it is necessary to improve the sense breadth and extend the control range of medium-voltage distribution network. Meanwhile, the enhancement of the perception depth and frequency of distribution stations is also needed to optimize the perception and connection between the grid and users, and realize the excavation of data and customer resource value. In a word, data security and safe operation of power distribution Internet of Things are crucial.

3.1. Equivalent Topology of Power Distribution IoT Based on Blockchain
Each terminal device in power distribution Internet of Things is equivalent to a blockchain node. According to the self-organization characteristics of power distribution Internet of things (IoT), the nodes in the network are clustered. The cluster head nodes are also selected and they’re used to control and manage the communication between the nodes in the cluster. Seen from functions, the gateway is equivalent to the first full node in a blockchain while a cluster head node is equivalent to the second full
node in a blockchain. And the other sensor nodes in the IoT network are equivalent to the light nodes in a blockchain. The first full nodes, second full nodes and light nodes are managed and controlled step by step. The identity authentication of the two nodes that are communicating directly should be conducted. Trusted authentication is used as the way of identity authentication, whose specific diagram can be shown as Fig. 1.

3.2. Scheme of the Switching of Cluster Head Nodes in PD-IoT (power distribution Internet of Things)  
To ensure the operation and management of autonomous and self-healing weak center of each node in the PD-IoT network, the consensus mechanism of blockchain is used to regularly replace a cluster head node in the cluster. It can also ensure that the performance of a cluster head node won’t be affected due to the overheating of the equipment, excessive energy consumption, etc.

It is agreed that: a cluster head node will be switched after working continuously for a fixed period of time $\Delta T$, which forms the consensus mechanism in blockchain. If the node failure rate of a cluster head node exceeds the set threshold (node failure rate = the number of times that a node fails to transmit information/the total number of the times a node has transmitted information) during the running process, the one will be replaced immediately and the running time will be recalculated. The flowchart is shown in Fig. 2:
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Fig. 2 Flow Chart of the Switching of a Cluster Head Node

The total amount of data sent and received by each node, the Quality of Service (QoS) and the hash value of the sent data are all recorded in a blockchain. Among them, a cluster head node is selected according to the following indicators:

(1) Distance (expressed by $r$): when selecting a cluster head node, the distance between a cluster head node and the other nodes in the cluster should be considered so that the quality of communication won’t be affected due to communication delay, etc.

When there are $n$ nodes in a cluster, $r_k$ represents the distance factor of the $k$ node in the cluster while $r_{ik}$ represents the distance between Node $i$ node and the Node $k$.

$$r_k = \sum_{i=1,i\neq k}^{n} r_{ik}$$

(2) The total amount of data sent and received (expressed by $b$) : The total amount of data sent and received by each node within the time interval $\Delta T$ when one cluster head node is switched by another node is taken as an indicator for selecting a cluster head node. A node that receives and sends relatively less data in this time interval will be selected as a cluster head node.

(3) QoS (expressed by $q$): The key indicators of QoS mainly include: availability, throughput, delay, delay variation (including jitter and drift) and loss. A suitable cluster head node is selected based on the QoS data recorded in a blockchain.

$$p_k = f \left( r_k, b_k, \frac{q_k}{a} \right) \quad (a \text{ is constant})$$
\[ p_k = \frac{p_k}{\sum_{i=1}^{n} p_i} \]

\( p_k \) represents the probability that \( k \) is chosen as a cluster head node. Among them, \( r_k \), \( b_k \), and \( q_k \) represent the values of the node \( k \) in the cluster during the interval when a cluster head node is switched, which will also be recorded in a blockchain. \( p_k \) is negatively correlated with \( r_k \) and \( b_k \) but positively correlated with \( q_k \).

When a cluster head node is switched, the new cluster head node will send a message to notice the gateway node, and then it will notice the other nodes in the cluster through the blockchain. Moreover, it will also conduct trusted authentication with other cluster head nodes. After that, nodes in clusters can send data to their cluster head nodes and the information interaction can be done among cluster head nodes. The information transmitted by cluster head nodes will be transmitted to the gateway node after Hash calculation.

3.3. Trusted Transmission of Data Based on Blockchain

As one of the basic supporting technologies of blockchain, Hash algorithm maps strings of arbitrary length to fixed length ones. As shown in Fig.3, when Node A wants to send information to Cluster Head Node C: Step1: When Node A sends Data A and Hash A to Relay Node B, Relay Node B will compare the received Data A which has been calculated by Hash algorithm with the received Hash A. If the two values are the same, the data transmission is successful. Otherwise, the data transmission will be considered as a failure and Node A will be informed to send the data again. Step 2: When Relay Node B sends Data B to Cluster Head Node C simultaneously, a Merkle Tree containing Data B and the received Data A will be generated. And then, Data A, Data B and Hash AB of the Merkle Tree will be sent to Cluster Head Node C and it will conduct the same verification process mentioned in Step 1.

![Fig. 3 Secure Data Interaction between Nodes and Cluster Heads](image)

4. Conclusion

In this paper, clustering management and control technology of power distribution Internet of Things is studied to improve the efficiency and security of distribution network. When the mapping between nodes in power distribution Internet of Things and the blockchain topology is constructed, a clustering-head selection method suitable for weak centralization of power distribution Internet of Things is proposed. It can improve the efficiency and reliability of data transmission between nodes and totally ensure the efficient running of the whole system.
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