Overcoming the repeaterless bound in continuous-variable quantum communication without quantum memories
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One of the main problems in quantum communications is how to achieve high rates at long distances. Quantum repeaters, i.e., untrusted, intermediate relay stations, are necessary to overcome the repeaterless bound which sets the fundamental rate-distance limit of repeaterless communications. In this work, we introduce a continuous-variable protocol which overcomes the repeaterless bound and scales like the single-repeater bound using just one linear-optical device called a “quantum scissor”, combining the entanglement distillation and entanglement swapping elements of previous repeater proposals into a single step, thus, removing the need for quantum memories. Implementing a standard continuous-variable quantum key distribution protocol using our repeater we predict key rates which surpass the repeaterless bound. Our protocol works well for non-ideal single-photon sources and non-ideal single-photon detectors, and can tolerate some level of excess noise, making our protocol implementable with existing technology. We show that our scheme can be extended to longer repeater chains using quantum memories, using less physical resources than previous schemes. Furthermore, for applications beyond key distribution, our scheme generalises to higher order and distils more entanglement at the cost of a reduced probability of success.

I. INTRODUCTION

Quantum communication [1] is the art of transferring quantum states from one place to another. A prominent application is quantum key distribution (QKD) [2, 3] which is the task of sharing a secret random key between two distant parties. Whilst promising to solve the age-old problem of absolutely-secret communication [4], the rate at which secret key can be distributed is fundamentally limited by the transmission distance. Other cryptographic, computational and metrology applications of quantum communication are similarly limited.

Quantum repeaters [5, 6] promise to improve the performance of quantum communication tasks by dividing the total distance into shorter sections where photon loss and other noise can be managed more easily. The repeaterless bound [7] sets the fundamental rate-distance limit and cannot be surpassed without a quantum repeater, also known as the Pirandola–Laurenza–Ottaviani–Banchi (PLOB) bound. This is generalised to include quantum-repeater chains [8], for instance, the fundamental single-repeater bound gives the rate-distance limit for protocols using one untrusted repeater station.

“Twin-field” (TF) QKD [9] can overcome the PLOB bound and scales proportional to the single-repeater bound without complex repeater components such as quantum memories. TF QKD is based on discrete-variable (DV) systems but it deviates significantly from standard DV-QKD protocols, and other applications for it have not been identified. In this paper, we are concerned with continuous-variable (CV) systems [10] where the quantum information is encoded in an infinite-dimensional Hilbert space which is advantageous for QKD because Alice and Bob can use coherent states and efficient homodyne detection [11]. No simple CV protocol has been proposed that can beat the PLOB bound. It is important to find one because the ideal performance of CV QKD is better than the ideal performance of DV QKD since the Hilbert space is larger [2], and hopefully one can then approach the single-repeater bound.

Recent proposals for CV quantum repeaters [12–16] are based on three essential ingredients: entanglement distribution, entanglement distillation, and entanglement swapping. First, entangled states are distributed between neighbouring nodes. Second, entanglement is distilled nondeterministically which overcomes loss and noise in the links. Quantum memories are required to hold onto the quantum states while neighbouring links succeed in distilling their entanglement. Third, joint measurements are performed on some of the modes, heralding entanglement between more-distant stations. Additional rounds of distillation and swapping can entangle stations separated over greater distances. This approach requires quantum memories to overcome the PLOB bound.

In this paper, we introduce a CV-repeater protocol which surpasses the PLOB bound with a simple architecture and without quantum memories. This is possible by combining the entanglement distillation and entanglement swapping elements of previous CV proposals into a single step using just one linear-optical device called a quantum scissor [17–21]. Scissors non-deterministically perform noiseless linear amplification (NLA) whilst truncating all higher-order Fock numbers (hence the name scissor). Scissors have proved useful in many quantum-communication schemes, for instance, to enhance point-to-point QKD [22] and for quantum repeaters [14, 15]. Previously, scissors have been used for the entanglement distillation step only, however, our protocol highlights that quantum scissors can in fact operate as loss-tolerant quantum relays by themselves. That is, they simultaneously perform entanglement distillation and entanglement swapping and the PLOB bound can be beaten without quantum memories. Furthermore, our protocol can be extended to
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higher order and distil large amounts of entanglement at the cost of a reduced probability of success.

We demonstrate how our CV-repeater protocol can be used for CV QKD and compute asymptotic secret key rates secure against collective attacks for the simple no-switching protocol based on coherent states and heterodyne detection [11]. We give the eavesdropper (Eve) full control of the single-photon sources and single-photon detectors. Our protocol fixes the "directional problem" in CV QKD (as will be discussed later) which plagues, for example, the CV measurement-device-independent (MDI) protocol [23–26]. Using quantum memories, we show how our protocol can be extended into longer repeater chains which scale like the corresponding repeater bounds.

II. OUR CV-REPEATER PROTOCOL

We first consider our CV-repeater protocol for CV QKD, as shown in Fig. 1. The standard one-way Gaussian CV-QKD protocols are based on a Gaussian modulation of squeezed states or coherent states, and homodyne or heterodyne detection. We focus here on the coherent-state protocol without switching [11] since it is the simplest to implement.

In the prepare-and-measure (PM) version, shown in Fig. 1(a), Alice prepares coherent states selected at random from a Gaussian modulation of variance $\chi_A$ to send to Bob. The channel of total transmissivity $\eta$ is divided into two shorter links each with transmissivity $\eta_A$ and $\eta_B$, such that $\eta = \eta_A \eta_B$, with an untrusted intermediate station, Charlie, between the trusted parties, Alice and Bob. Bob’s prepared entangled state and Charlie’s station together form a single-photon quantum scissor [17, 18, 20]. When Charlie registers just a single click at one of his detectors, strong correlations are heralded between Alice and Bob resulting in a virtually lossless communication channel. Bob performs heterodyne measurements on his final states. His data are correlated with the states Alice sent and after classical post-processing and privacy amplification they share a secret key.

The entanglement-based (EB) version is shown in Fig. 1(b) which is used for security analysis of the PM version or for entanglement distillation. Alice initially prepares an EPR state (two-mode-squeezed-state), $|\chi\rangle_{AC} = \sqrt{1-\chi^2} \sum_{n=0}^{\infty} \lambda^n |n\rangle_A |n\rangle_C$, with two-mode-squeezing parameter $r$, variance $\nu = \cosh 2r$, $\chi = \tanh r$, and mean photon number $\bar{n} = \sinh^2 r$, and where $|n\rangle$ are Fock-number states. The modulation variance $\chi_A$ in the PM version is related to $\chi$ in the EB version by $\nu = \chi_A - 1 = \cosh (2 \tanh^{-1} \chi)$. The two versions are equivalent if Alice performs heterodyne detection on her mode.

Quantum scissors [21] perform noiseless linear amplification (and deamplification) on arbitrary input states up to some Fock number $k$. They work by combining the input state with an entanglement-resource state and post selecting on $k$ detectors registering a single click, teleporting and amplifying the input state onto the outgoing mode. The transmissivity of Bob’s beamsplitter, $T_B$, sets the gain. Let’s now consider loss between Bob and Charlie. Remarkably, we note here that quantum scissors perform linear amplification sufficiently well despite the loss if the input states are selected from a classical mixture but now with a modified gain which depends on the loss. We say that the scissor is loss tolerant. This result was mentioned previously with reference to more general scissor-like devices called “tele-amplification” [27], and these devices are loss tolerant if the input states are restricted to a classical mixture of coherent states on a ring in phase space. A classical mixture is precisely what Alice sends towards Bob for Gaussian-modulated CV QKD, thus, quantum scissors are suitable as repeaters for CV QKD. We call it a repeater since it actually “repeats” in the sense that it beats the PLOB bound.

When placed halfway between Alice and Bob, the success probability of the repeater scales as the square root of the total channel transmissivity so the protocol can surpass the PLOB bound which scales with total channel transmissivity. This is in contrast to CV-MDI QKD [26] which cannot beat the PLOB bound (the MDI relay is not effective at “repeating”). The secret key rate for an ideal implementation of the coherent-state protocol using our CV repeater is plotted in Fig. 2 and we beat the bound at 223 km.

We introduced the repeater in terms of teleportation and NLA, however, it can also be viewed as hybrid entanglement swapping where DV entanglement is used to fix the “directional problem” in CV QKD. The directional problem is that reverse reconciliation works much better than direct reconciliation because the reference should be the more noisy state (i.e., Bob). This means that the CV-MDI-QKD protocol [26] works extremely asymmetrically. It also means that recent repeater proposals [14–16] are set-up such that they always work better if the states are propagated down lossy channels in a direction from Alice towards Bob and not in the other direction.

The gain of the NLA is tuned by changing the exact location of the repeater between Alice and Bob (i.e., varying $\eta_A$ and $\eta_B$) as well as in the traditional way [18] of tuning the transmissivities of the beamsplitters in the scissor, $T_C$ and $T_B$. We in general let Charlie’s beamsplitter be balanced, $T_C = 1/2$, then the gain of the repeater for pure loss is $g = \sqrt{\frac{T_B}{\eta_B (1-T_B)}}$. This is the same gain relation for loss-tolerant tele-amplification, see Eq. 5 of Ref. [27]. Putting this all together, in our CV-repeater protocol, Alice’s state experiences loss which is amplified by the scissor where the gain $g$ is tuned by the location of Charlie and the transmissivity of Bob’s beamsplitter.

For pure loss, the global output state shared between Alice, Bob, and the environment, heralded by a single click at the
The asymptotic secret key rate \( K \) is given by the raw key, \( K_{\text{raw}} \), multiplied by the rate of successful operation of the repeater protocol, \( R \). That is, \( K = RK_{\text{raw}} \).

The raw key is given by the asymptotic secret key rate formula, \( K_{\text{raw}} = \beta I_{AB} - \chi_{EB} \), where \( I_{AB} \) is Alice and Bob’s classical mutual information, \( \beta \) is the reconciliation efficiency, and \( \chi_{EB} \) is an upper bound on Eve’s maximal information.

Eve’s information is upper bounded by \( \chi_{EB} \) which can be bounded as a function of the heralded covariance matrix, \( \Gamma_{AB} \), in the EB version of the protocol. Since Alice’s modulation is Gaussian, \( \Gamma_{AB} \) is directly accessible by Alice and Bob if they perform the PM version of the experiment. From Alice and Bob’s total data in the PM scheme, they can reconstruct the equivalent EB scheme. Then they use their reconstructed EB version to estimate \( \Gamma_{AB} \), and use Gaussian optimality [29] to upper-bound Eve’s information \( \chi_{EB} \). No assumption on the channel is required in an experiment for asymptotic security. We refer you to Appendix B for more details.

However, since we do not have access to experimental data, we assume ambient conditions to simulate the parameters accessible to Alice and Bob in an experiment. We consider that the so-called “excess noise” is coming from the environment as input thermal noise (\( \hat{\rho}_{\text{th}} \)) with variance \( V \). Consider Ref. [30] which performed a long-distance CV-QKD experiment. They had an input excess noise \( \xi = 0.0081 \) shot.
noise units (SNU) for 32.45 dB of loss (i.e., 162.25 km at 0.2 dB/km). The distances involved in our system are much greater than 100 km, so we consider an amount of input thermal noise such that an equivalent amount of excess noise on the direct transmission system is $\xi = 0.02$ SNU at 350 km (70 dB). This noise with variance $V$ we inject evenly into all links. That is, the input thermal noise variance is fixed and excess noise $\xi$ builds up over long distances. All key rates plotted in this paper have this amount of thermal noise.

The ideal secret key rate of our protocol based on coherent states and heterodyne detection is shown in Fig. 2 for fixed thermal noise (the amount defined above). The modulation variance is $\chi = 0.4$ and the relay is placed off centre, slightly closer to Bob than Alice, which gives good key rates and is probably close to optimal (we cannot numerically compute key rates for arbitrarily large $\chi$). The reconciliation efficiency is $\beta = 0.95$. For comparison, we plot the key rate for direct transmission for optimised modulation variance. The PLOB [7] and single-repeater [8] bounds are also shown. These bounds are $-\log_2(1 - \eta^{1/N})$ where $N$ is the number of links dividing the total distance, i.e., the number of repeaters is $N-1$ (for the PLOB bound $N=1$ and for the single-repeater bound $N=2$). Our ideal protocol beats the PLOB bound at 223 km and scales like the single-repeater bound. It beats direct transmission at 166 km.

Scissors are robust to non-ideal single-photon sources and detectors (and even on-off detectors) in the high fidelity regime of operation, i.e., low-energy input states [21]. These experimental imperfections generally decrease the success probability but do not greatly affect the fidelity. We plot the secret key rate for a realistic implementation in Fig. 2 assuming 75% single-photon source and single-photon detector efficiencies and $10^{-8}$ dark-count rate probability. The realistic curve beats the PLOB bound at 260 km and direct transmission at 203 km.

Placing the repeater symmetrically between Alice and Bob, $\eta_A = \eta_B = \sqrt{\eta}$ and $T_C = T_B = 0.5$, also gives good key rates. We refer to this set-up as the symmetric configuration (here, $\chi = 0.1$ is about optimal). However, we find that by moving the repeater slightly closer to Bob and increasing the variance of the state prepared by Alice, and tuning the beamsplitters accordingly, the success probability is increased (at the expense of some decrease of the raw key), thus, improving the secret key rate overall. It is the asymmetric configuration which we plot in the figure noting that the symmetric configuration would decrease the key rate such that the PLOB bound is beaten at about 50 km greater distance. Also, CV QKD based on squeezed states and homodyne detection [31] can increase the key a fair amount, obtaining similar rates achievable by the best TF-QKD variants.

**IV. ENTANGLEMENT DISTILLATION WITH HIGHER-ORDER SCISSORS**

Quantum scissors generalise to higher order at the cost of a reduced success probability [21]. For some applications, where entanglement distillation is more important than rate, for instance, for teleportation protocols and distributed quantum computing, higher-order quantum scissors may prove useful. When used as a repeater, like in Fig. 1, the three-photon scissor cannot beat the PLOB bound, however, it distills a large amount of entanglement, more than the single-photon scissor can achieve. The single-photon repeater scales like $\sqrt{\eta}/2$ whilst the three-photon repeater scales like $\frac{1}{4\eta^2}$. The prefactor is a penalty due to using linear optics, and waiting for the required number of clicks in the detector.

As an entanglement measure, we calculate the Gaussian entanglement of formation (GEOF) [32, 33] of the final state, $\hat{\rho}_{AB}$, to evaluate the performance of the first- and third-order repeater in symmetric configuration. We plot this in Fig. 3 for $\chi = 0.2$. We use the GEOF since for a given covariance matrix the entanglement is minimised by Gaussian states meaning that we will not overestimate the amount of entanglement. For small $\chi$, the repeater introduces only a little non-Gaussian noise. We note in the figure that the entanglement is barely unchanged with distance.

We also note that in the high-fidelity regime the output state remains very pure as a function of distance, whereas, the infinitely-squeezed EPR state exponentially loses its purity with distance. For instance, the purity of the output state heralded by the relay in symmetric configuration is greater than about 0.95 for $\chi=0.1$ and 0.85 for $\chi=0.2$. We refer you to Appendix C for more details.
and we plot the secret key rate in Fig. 16. The scissor is used as a loss-communication protocol based on a quantum scissor which when used for CV QKD overcomes the PLOB bound without the need for quantum memories. The scissor is a powerful non-Gaussian resource, projecting onto a state with strong correlations between Alice and Bob allowing the generation of a secret key or the distillation of entanglement.

The position of the repeater and the transmissivities of the beamsplitters together set the gain of the NLA. By placing the repeater symmetrically between Alice and Bob and using balanced beamsplitters, the success probability scales of order $\sqrt{\eta}$ and the gain of the NLA across the second link overcomes the loss in the first link. Thus, the state is sufficiently teleported and amplified from Charlie to Bob at a $\sqrt{\eta}$-scaling probability of success.

The protocol is tolerant to some excess noise and imperfections of the single-photon sources and single-photon detectors. The protocol can be extended into a chain of quantum repeaters using quantum memories. This would require just half the number of resources as recent CV quantum-repeater architectures [14–16].

One of the main results of this paper is that we in general improve the scaling of many recent protocols based on quantum scissors to the square root of their old scaling and, actually, our protocol is quite robust to excess noise. This promotes the success probability of higher-order scissors into regimes of practical use.

It is also interesting to note that TF QKD requires the two links to have similar levels of loss [34], whereas, our protocol works both symmetrically and asymmetrically by optimising the gain (but not beating the PLOB bound in the very asymmetric case). One advantage of TF QKD is that the only measurement is performed in Charlie’s station and so can be controlled by Eve. For our protocol, we have a CV measurement in Bob’s station which we assume is trusted.

An open question is how to approach the single-repeater bound without quantum memories, that is, how to increase the size of the modulation without introducing more truncation noise from the scissor since approaching the single-repeater bound requires very large modulations. An interesting feature would be to generalise our protocol to reliably connect multiple trusted users. Future work would involve extending security analysis to the finite-size regime.

V. REPEATER CHAIN USING QUANTUM MEMORIES

We extend our single-node protocol to a three-repeater chain in Fig. 4 and we plot the secret key rate in Fig. 5. It scales like the three-repeater bound, $-\log_2 (1-\eta^{1/4})$ [8]. We achieve the same scaling with half the number of resources as previous CV-repeater proposals [14–16]. Our ideal three-repeater chain beats the PLOB bound at 234 km and the single-repeater bound at 717 km.

For the realistic implementation, we assume 75% single-photon source and single-photon detector efficiencies and $10^{-8}$ dark-count rate probability. The quantum memories are assumed ideal. Details for computing secret key rates of our three-repeater chain are presented in Appendix A. The chain can straightforwardly be extended to include more repeaters in a longer repeater chain.

VI. DISCUSSION AND CONCLUSION

In this paper, we introduced a practical CV-quantum communication protocol based on a quantum scissor which when used for CV QKD overcomes the PLOB bound without the need for quantum memories. The scissor is used as a loss-tolerant quantum repeater. It is useful for QKD and for entanglement distillation of EPR states. Equivalently, the scheme can be thought of as hybrid entanglement swapping, using CV and DV entanglement. The DV entanglement fixes the directional problem in CV QKD. The single-photon measurement is a powerful non-Gaussian resource, projecting onto a state with strong correlations between Alice and Bob allowing the generation of a secret key or the distillation of entanglement.
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Appendix A: Our CV-repeater protocol for overcoming the repeaterless bound

In this section, we describe how to calculate the final output state of the entanglement-based (EB) version of our single-repeater CV-QKD protocol for overcoming the repeaterless bound, shown in Fig. 1(b) of the main text.
FIG. 4. Extending our CV-QKD repeater protocol into a three-repeater chain using quantum memories (solid squares) and additional quantum scissors. Shown here is the entanglement-based version. At the lowest level, the quantum scissors (shown in blue) perform entanglement swapping and entanglement distillation (without the need for quantum memories) and are tolerant to loss in the links. At the higher level, quantum memories hold onto the state of the lower level and an additional quantum scissor (shown in red) (i.e., a partial Bell measurement) performs entanglement swapping. The secret key rate scales of order $\eta^{1/4}$, the same scaling as the fundamental three-repeater bound. This repeater protocol requires far less resources than previous CV schemes [14–16]. Note that quantum scissors have two successful click patterns, one of which heralds a $\pi$-phase shift on the output mode [21]. This phase shift is easily corrected via passive phase shifts but they are not shown in the figure for simplicity.

FIG. 5. Secret key rate versus the total distance between Alice and Bob with excess noise of our three-repeater chain for the no-switching protocol based on coherent states and heterodyne detection. The repeater chain is set-up in a slightly asymmetric configuration with $\chi = 0.2$ as to roughly optimise the key rate. The realistic implementation (pink) assumes 75% single-photon source and single-photon detector efficiencies and $10^{-8}$ dark-count rate probability. The quantum memories are assumed to be ideal.

1. Ideal implementation for pure loss

We first consider the ideal implementation of our protocol, consisting of a perfect single-photon source and perfect single-photon detectors. Initially, Alice and Bob each prepare an entangled resource state. Alice prepares an EPR state $|\chi\rangle_{AC}$, while Bob prepares a single photon mixed with vacuum on a beamsplitter with transmissivity $T_B$. The beamsplitter transformation is

$$\hat{B}(\theta) = e^{i\theta(\hat{a}^\dagger \hat{b} + \hat{b}^\dagger \hat{a})},$$

(A1)

where $\hat{a}$ and $\hat{b}$ are the annihilation operators of the two modes, and the transmissivity is determined by $T_B = \cos^2 \theta$. Hence, Alice and Bob’s initial state is

$$|\psi_0\rangle_{ACDB} = |\chi\rangle_{AC}(\sqrt{T_B}|0\rangle_B|1\rangle_D + \sqrt{1-T_B}|1\rangle_D|0\rangle_B).$$

(A2)

Modes $C$ and $D$ are individually propagated through different lossy channels with transmissivity $\eta_A$ and $\eta_B$, respectively. The lossy channels are modelled by introducing environmental modes $E$ and $F$, initially in the vacuum state (or a thermal state
to model excess noise), and mixed on a beamsplitter. After the pure-lossy links, the state becomes

$$|\psi\rangle_{ACEDBF} \rightarrow \sqrt{1-\chi^2} \sum_{n=0}^{\infty} \chi^n \sum_{k=0}^{n} \sum_{n-k}^{n} C_{\eta}^{|n-k|} |n\rangle_A |n-k\rangle_C |k\rangle_E$$

$$\left[ \sqrt{T_B} |0\rangle_D |1\rangle_B |0\rangle_F + \sqrt{1-T_B} (\sqrt{\eta_B} |1\rangle_D |0\rangle_B |0\rangle_F + \sqrt{1-\eta_B} |0\rangle_D |0\rangle_B |1\rangle_F) \right].$$  \hspace{1cm} (A3)

Modes C and D are combined on a beamsplitter, which we assume with no loss of generality a transmissivity $T_C = 1/2$, and measured with single-photon detectors. We post-select on the instances where the mode-D detector registers a single photon and the mode-C detector registers vacuum (i.e. $\langle 0|_C |1\rangle_D$). The output state is

$$|\psi\rangle_{ABEF} = \sqrt{1-\chi^2} \sum_{k=0}^{\infty} (1-\eta_A)^k \left[ \chi^k \sqrt{\eta_B} \sqrt{1-T_B} |k\rangle_A |0\rangle_B |k\rangle_E |0\rangle_F$$

$$+ \chi^{k+1} \sqrt{k+1} \sqrt{\eta_A} \sqrt{1-T_B} |k+1\rangle_A |1\rangle_B |k\rangle_E |0\rangle_F + \sqrt{1-\eta_B} \sqrt{1-T_B} |k+1\rangle_A |0\rangle_B |k\rangle_E |1\rangle_F \right].$$  \hspace{1cm} (A4)

Alice and Bob’s final state $\hat{\rho}_{AB}$ is obtained by tracing out the environmental modes, E and F. The probability that this protocol succeeds is $P = 2\text{tr}(\hat{\rho}_{AB})$ where the factor of 2 accounts for the other click pattern (i.e. $\langle 1|_C |0\rangle_D$), which heralds a passive $\pi$-phase shift on the output state, easily correctable by Bob.

In the symmetric configuration, the repeater is placed exactly in the centre between Alice and Bob. In this case, we expect symmetric loss $\eta_A = \eta_B = \sqrt{\eta}$, such that it’s best to set $T_C = T_B = 1/2$, which results in a final output state

$$|\psi(\text{symmetric})\rangle_{ABEF} = \sqrt{1-\chi^2} \sum_{k=0}^{\infty} (1-\eta)^k \left[ \chi^k |k\rangle_A |0\rangle_B |k\rangle_E |0\rangle_F$$

$$+ \chi^{k+1} \sqrt{k+1} |k+1\rangle_A |1\rangle_B |k\rangle_E |0\rangle_F + \sqrt{1-\eta} |k+1\rangle_A |0\rangle_B |k\rangle_E |1\rangle_F \right].$$  \hspace{1cm} (A5)

It is important to consider how the success probability $P$ depends on the transmissivity of the channel $\eta$. In the limit of large distances (i.e. small $\eta$ transmissivity) and small $\chi$ input states, the success probability scales as $P \propto \sqrt{\eta}/2$. Thus, the secret key rate also scales proportional to $\sqrt{\eta}$, and hence the protocol can overcome the PLOB bound which scales like $\eta$.

Let us now consider the output state more carefully. The number of lost photons from mode C to mode E is given by $k$. There is also loss in the scissor itself, from mode D to mode F. The first term corresponds to the instance where Bob’s photon clicked the detector, while the second term is where Alice’s photon clicked the detector. In particular, no photons were lost from mode D for the first two terms, which represent the states in which the scissor operated perfectly. The third term is an error state, where mode D lost one photon to mode F.

Thus, there are three types of errors: loss on Alice’s link (mode E), truncation noise because of the quantum scissor, and decoherence because of the loss in the scissor (mode F). The loss on Alice’s link is overcome by increasing the gain $g$ of the scissor. The truncation noise is minimised by choosing the input variance $V_A$ and gain $g$ so that the output state is mostly a superposition of a single photon and vacuum. The decoherence term is unavoidable due to the loss in the scissor, however, as we stress in the main text, using Bob as the reference for reconciliation, we still get a positive key rate.

2. Asymmetric configuration

In Fig. 2 of the main text, we tune the beamsplitters and $\chi$ so that the key rate is roughly as optimal as possible. Specifically, the energy of Alice’s EPR state is $\chi = 0.4$ ($V_A = 0.38$ in the PM version), the beamsplitter transmissivities in the scissor are $T_C = 1/2$ and $T_B = 2/3$, and the location of the repeater is moved slightly towards Bob such that $\sqrt{\eta_A g} = 0.21$, where $g = \sqrt{T_B / \eta_B (1-T_B)}$. This means the gain does not amplify all the way back up to the energy of the input state; this is necessary because the modulation here is large and the scissor introduces too much truncation noise for larger gain. This configuration is approximately optimal. There is a trade-off between success probability and entanglement distillation.

3. Excess noise and experimental imperfections

In this section, we detail how we incorporated excess noise and experimental imperfections in our protocol.
In CV QKD, noise on top of pure loss is called “excess noise”. We model this additional noise by considering thermal-state inputs from the environment, instead of vacuum as in the pure loss case. The variance of the input thermal noise is chosen such that for direct transmission it is equivalent to “excess noise” $\xi = 0.02 \text{ SNU at 70 dB loss}$ (that is, $350 \text{ km at 0.2 dB/km}$). This amount of noise is probably what can be expected in future demonstrations, for instance, consider the long-distance CV-QKD experiment over 202.81 km from Ref. [30]. At their longest distance, they have an excess noise of $\xi = 0.0081 \text{ SNU at 32.45 dB loss}$ (that is, $162.25 \text{ km at 0.2 dB/km}$).

We model the efficiency of the non-ideal single-photon source by placing a beamsplitter of transmissivity $\tau_s$ after the source (here, the transmissivity is the efficiency). We model the detection efficiency of the single-photon detectors by placing a beamsplitter of transmissivity $\tau_d$ before each detector. To model dark counts, we assume a thermal state of mean photon number $\bar{n}_d$ is incident on the auxiliary beamsplitter port and choose $\bar{n}_d$ such that the required dark-count rate is achieved. For each $\tau_d$ there is a $\bar{n}_d$ that gives a specific dark-count rate.

In order to compute secret key rates for noisy channels and to include experimental imperfections, we do not analytically calculate the output density matrix $\hat{\rho}_{AB}$, rather, we do it numerically in Fock space.

**Appendix B: Computation of the secret key rate**

In this section, we describe how to compute asymptotic secret key rates and we discuss security analysis.

1. **Asymptotic secret key rate formula**

The secret key rate is given by

$$K = R K_{\text{raw}},$$

where $R$ is the rate of successful operation of the repeater protocol and $K_{\text{raw}}$ is the raw key. For our single-repeater protocol, $R$ is simply the success probability, $P$, of the repeater detecting a single click, $R = P = 2 \text{tr}(\hat{\rho}_{AB})$. The raw key, $K_{\text{raw}}$, is given by the asymptotic secret key rate formula $K_{\text{raw}} = \beta I_{AB} - \chi_{EB}$ [28], where $I_{AB}$ is Alice and Bob’s classical mutual information, $\beta$ is the reconciliation efficiency, and $\chi_{EB}$ is an upper bound on Eve’s maximal information (the Holevo bound with Bob who is the reference side of the information reconciliation).

In what follows, we show that Alice and Bob’s mutual information can be lower bounded and Eve’s maximal information can be upper bounded using only the covariance matrix shared between Alice and Bob in the EB version, thereby giving a lower bound on the secret key rate. Since the output state $\hat{\rho}_{AB}$ is close to Gaussian, the exact key rate should be close to our lower bound. The output state $\hat{\rho}_{AB}$, due to symmetry of the protocol, has covariance matrix of the following form:

$$\Gamma_{AB} = \begin{bmatrix}
    a & 0 & c & 0 \\
    0 & a & 0 & -c \\
    c & 0 & b & 0 \\
    0 & -c & 0 & b
\end{bmatrix}.$$

2. **Alice and Bob’s mutual information**

The mutual information quantifies the amount of correlations between Alice and Bob, measured in bits of correlation. It is given by [35]

$$I_{AB} = H(A) - H(A|B),$$

where $H(\cdot)$ is the Shannon entropy. The notation $H(A|B)$ means the conditional Shannon entropy of Alice’s data conditioned on Bob’s measurements.

The output state is close to a Gaussian state so we can approximate Alice and Bob’s information $I_{AB}$ using the covariance matrix $\Gamma_{AB}$ shared between Alice and Bob. For the protocol based on coherent states and heterodyne detection, we have

$$I_{AB} \approx \log_2 \left( \frac{V_A}{V_{A|B}} \right) = \log_2 \left( \frac{1 + a}{1 + a - \frac{c^2}{4 + b}} \right),$$

where $a$, $b$, and $c$ are elements of the covariance matrix in Eq. (B2). Numerical calculations confirm that this actually underestimates Alice and Bob’s information, hence the key rate is secure using $\Gamma_{AB}$ to approximate $I_{AB}$.
3. Upper bounding Eve’s information

Eve’s maximal information with Bob is given by the Holevo quantity [36]

\[ \chi_{EB} = S(\hat{\rho}_E) - S(\hat{\rho}_{E|b}). \]  

(B5)

where \( S(\hat{\rho}_E) \) is the von Neumann entropy of Eve’s state, and \( S(\hat{\rho}_{E|b}) \) is the von Neumann entropy of Eve’s state conditioned on Bob’s measurement.

However, we cannot calculate \( \chi_{EB} \) directly because we do not know Eve’s optimal attack since the protocol is both non-Gaussian and non-deterministic. Since Alice’s initial modulation is Gaussian, Alice and Bob have access to a covariance matrix \( \Gamma_{AB} \) in the EB version from parameters they observe in the PM version. In order to compute secret key rates, we can simulate \( \Gamma_{AB} \) assuming a thermal-lossy channel. Given \( \Gamma_{AB} \), estimated by Alice and Bob in the simulated experiment, we can then bound Eve’s information using Gaussian optimality [29] which says that for an arbitrary quantum state \( \hat{\rho}_{AB} \) shared between Alice and Bob, the Gaussian state \( \hat{\rho}_{AB}^\Lambda \) with the same covariance matrix \( \Gamma_{AB} \) as for \( \hat{\rho}_{AB} \) gives the maximal Holevo information. Thus, Eve’s information can be upper bounded given the covariance matrix \( \Gamma_{AB} \) shared between Alice and Bob, even if the state is non-Gaussian. Explicitly, we have

\[ \chi_{EB} = S(AB) - S(A|B). \]  

(B6)

\( S(AB) \) and \( S(A|B) \) can be calculated from the symplectic eigenvalues \( \nu_k \) of the respective covariance matrix, \( \Gamma_{AB} \) and \( \Gamma_{A|b} \), via the relation \( S() = \sum_{k=1}^N \frac{\nu_k+1}{2} \log_2 \frac{\nu_k+1}{2} - \frac{\nu_k-1}{2} \log_2 \frac{\nu_k-1}{2} \), where \( N \) is the number of modes [37].

Appendix C: Higher-order quantum scissors

In this section, we show that the quantum scissors can be used to distill entanglement and generalise to higher order, focusing on the three-photon scissor from Ref. [21].

First recall from Ref. [27] that tele-amplification devices perform NLA on a restricted set of superposition states consisting of coherent states on a ring in phase space. The devices are loss tolerant meaning that they can faithfully teleport and amplify classical mixtures of coherent states. When used in this way, the device is referred to as a loss-tolerant quantum relay.

Quantum scissors perform simultaneous truncation and NLA up to Fock number \( k \) called a \( k \)-photon scissor or a \( k \)-scissor. The first and third-order quantum scissors are shown in Fig. 6. Tele-amplification devices are exactly quantum scissors as the cat amplitude goes to zero. Therefore, quantum scissors are approximately loss tolerant (strictly loss tolerant only on the vacuum state). Thus, quantum scissors can be used as loss-tolerant quantum repeaters for CV QKD. We call them repeaters rather than relays since they repeat effectively and can overcome the repeaterless bound. If the input states are restricted to classical mixtures of coherent states, the device performs pretty-good NLA despite loss on the entanglement mode, as shown in Fig. 6.

We want to be clear that scissors perform ideal NLA up to some Fock number but the NLA is not perfect if the scissor is used as a quantum repeater. It is always better in terms of fidelity to use a lossless quantum scissor (i.e., moving the repeater all the way into Bob’s station), however, by sacrificing some fidelity by using the scissor as a repeater improves the scaling of the probability of success and increases the secret key rate.

The entanglement of formation quantifies the minimum entanglement needed to prepare an entangled state from a classical one. We calculate the Gaussian entanglement of formation [32] as an entanglement measure using results from Ref. [33]. The results are presented in the main text.

Another important figure of merit is the purity. The purity of \( \hat{\rho}_{AB} \) is defined as \( \text{Tr}(\hat{\rho}_{AB}^2) \). In Fig. 7, we plot the purity calculated from the density matrix, \( \hat{\rho}_{AB} \), as a function of distance.

Appendix D: Three-repeater chain

In this section, we describe how to calculate secret key rates of the three-repeater chain shown in Fig. 5 of the main text.

We use quantum memories to store the heralded state of our single-node protocol, then do entanglement swapping on two copies of the state using another quantum scissor. We calculate the output state \( \hat{\rho}_{AB} \) numerically in Fock space.

The rate, \( R \), of successful operation of the entire three-repeater protocol depends on the success probabilities of the higher and lower levels in the following way:

\[ R = \frac{1}{Z_1(P_{\text{lower level}})} P_{\text{higher level}}, \]  

(D1)
FIG. 6. Quantum scissors perform ideal truncation and noiseless linear amplification up to some Fock number. Shown here are two examples. (a) single-photon scissor [17] which truncates all terms greater than Fock-number one, and (b) three-photon scissor [21] which truncates all terms greater than Fock-number three. A passive phase-shift (white rectangle) correction is required on the outgoing mode, depending on which detectors fire [21]. Note there is an important $\pi/2$ phase shift in the three scissor interferometer. An extremely useful feature is that the quantum scissors perform remarkably well for thermal input states if there is loss on the entanglement resource, as shown in the figure. We say that the scissor is loss tolerant.

FIG. 7. Purity versus distance for our repeater protocol shown in Fig. 1(b) of the main text in symmetric configuration ($T_C = T_B = 0.5$, $\eta_A = \eta_B = \sqrt{\eta}$), two-mode-squeezing parameter $\chi = 0.2$, and with excess noise. The purity for infinite two-mode-squeezing is not shown because it decreases exponentially with distance whereas, with the repeater, the purity stays high with distance.

where $P_{\text{higher level}}$ is the success probability of the entanglement-swapping scissor (red), and $P_{\text{lower level}}$ is the minimum success probability of the two entanglement-distillation scissors (blue). The function $Z_n(P)$ is the average number of steps required to generate successful outcomes in $2^n$ probabilistic operations, each with success probability $P$ [38]:

$$Z_n(P) = \sum_{j=1}^{2^n} \binom{n}{j} \frac{(-1)^{j+1}}{1 - (1-P)^j}. \tag{D2}$$

For the same number of resources, our protocol scales like the square root of the scaling of previous schemes [14–16] (we can
go twice as far with the same number of resources). That is, the scheme from [15] requires four memories, two scissors, and a Bell measurement to scale like the single-repeater bound and to beat the PLOB bound at about 400 km, whereas, our protocol uses the same resources to achieve three-repeater scaling and we beat the bound at 234 km and is robust to some excess noise and experimental imperfections.

1. Asymmetric configuration

In Fig. 5 of the main text, we tune the beamsplitters and $\chi$ so that the key is roughly optimised. That is, the two-mode-squeezing parameter is $\chi = 0.2$, which is a bit too large for the protocol so the effective change in amplitude of the total channel is 0.42, set by the location of the repeaters and the transmissivity of the primary gain beamsplitter (with transmissivity 0.73, marked with a $*$ in Fig. 4 of the main text), and all other beamsplitters are 50:50, that is, the second two links are in symmetric configuration while the first two links are in asymmetric configuration, and the central node is positioned in the exact centre between Alice and Bob.
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