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ABSTRACT Reversible data hiding in encrypted images can simultaneously enhance the image privacy and preserve the message security for the purpose of covert communication and cloud data management. The algorithm extends the multi-MSB prediction and Huffman coding to propose the first reversible data hiding in encrypted HDR images in the Radiance RGBE format. Because of the high similarity among the exponent channel values of neighboring pixels, we directly applied multi-MSB prediction in our proposed preprocessing procedure, yielding considerably increased embedding capacity. We also proposed a novel image encryption method to maintain the characteristics of the images. Subsequently, a distortion-free data hiding algorithm, namely the homogeneity index modification algorithm, was added to further increase embedding capacity. The experimental results demonstrate the feasibility of the proposed algorithm and its ability to increase embedding capacity, embedding rate, and image privacy, support two data hiders, and enable reversibility and separability.
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I. INTRODUCTION
Reversible data hiding can recover data-embedded distorted media to its original state after secret messages are extracted. This approach is commonly used in medical and military applications because distorted media may lead to poor decision-making. Most reversible data hiding algorithms involve the use of histogram modification [17], difference expansion [22], and image interpolation [7, 23] to achieve a higher embedding capacity, reduce the size of the location map, improve image quality, enhance the robustness of secret messages, and support different kinds of input media.

In response to urgent privacy protection requirements, reversible data hiding algorithms have been applied to encrypted media and have attracted the attention of researchers. Reversible data hiding algorithms in encrypted images (RDHEI) can be divided into two categories: vacating room after encryption (VRAE) and reserving room before encryption (RRBE). Fig. 1 presents the details of these processes. Specifically, the performance of RDHEI can be evaluated through the compromise of embedding capacity, error rate of the extracted message, and image quality of reconstructed image.

High-dynamic-range (HDR) images [20] represent a new image format with a larger range of color representation than that of low-dynamic-range (LDR) images, which enhances bright and dark areas that do not appear clearly in LDR images. Each pixel value is divided into three channels: red, green, and blue. The storage space of each channel is much higher than the 8-bit integer value: a 32-bit floating point value. However, displaying HDR images is difficult. In addition to using a device that supports HDR images, or displaying HDR images with different exposure levels, the last way is to use a tone mapping algorithm. Tone-mapped LDR images can be displayed on LCD or CRT screens. In the example in Fig. 2, the traditional LDR image may cause the pixels to become white or black because of the high and low brightness of the real scene. The tone-mapped image (Fig. 2b) is similar to the real scene seen by the human eye.
Although HDR images can record colors realistically, they require 96-bit storage space. Therefore, HDR images should be re-encoded to reduce the required storage space while retaining their superior quality. Common HDR image formats include Radiance RGBE [27], LogLUV [9, 10], and OpenEXR [8, 13].

Although HDR images represent next generation technology, few advanced multimedia security algorithms [1, 4, 5, 10, 13, 24, 26, 31] have been applied to them, and no algorithms have been applied to encrypted HDR images. In this study, we utilized the high similarity of the $E$ channel values of neighboring pixels in the Radiance RGBE image format. Applying multi-MSB prediction [30] to $E$ channel values can increase embedding capacity considerably; the proposed preprocessing procedure achieves this goal. We used self-defined image encryption to preserve the characteristics of the Radiance RGBE image format and enable two-tier data embedding. The experimental results indicate that the proposed algorithm increases embedding capacity, embedding rate, and image privacy and offers two data hiders, reversibility, and separability. This study is the first to propose a reversible data hiding algorithm for encrypted HDR images.

This remainder of this paper is organized as follows. Section II examines existing reversible data hiding algorithms for encrypted images, and multimedia security algorithms based on homogeneous index modification are also introduced. Section III presents the proposed technique. Section IV describes the experimental results. Finally, Section V provides the conclusion and recommendations for future research.

II. RELATED WORK

This section first reviews the reversible data hiding algorithms for encrypted images. We also introduce existing multimedia security algorithms based on homogeneous index modification.

A. REVERSIBLE DATA HIDING ALGORITHMS FOR ENCRYPTED IMAGES

Zhang [32] proposed a block-based VRAE reversible data hiding algorithm for encrypted images. The data hider subdivides the encrypted image into nonoverlapping blocks and divides the pixels in the same block into two sets. The secret message is embedded by flipping several least significant bits of the pixels in one set. Liao and Shu [12] design a new more precise function to obtain the complexity of image blocks. The correctness of data extraction and image recovery can then be enhanced. Experiments show that the average error rate can be effectively reduced with the appropriate block size. Liao et al. [11] proposed a new separable data hiding based on compressive sensing and discrete fourier transform. All the real and imaginary
coefficients are utilized to achieve better performance with great recovery and flexible embedding capacity.

Yin et al. [30] proposed an RRBE reversible data hiding in encrypted images method based on multi-MSB prediction and Huffman coding. The image owner first uses the median edge detection (MED) predictor to obtain the prediction value of the processing pixel by using the neighboring pixels and then calculates its embedding length for secret messages through multi-MSB prediction. This generates a label map, which records the embedding length of each embeddable pixel. Finally, the image owner encodes the label map through Huffman coding and embeds the encoding results and Huffman tree structure into the encrypted image through simple bit substitution. After the data hider obtains the encrypted image with the embedded label map, they first extract the embedding capacity of each pixel from the label map and then use bit substitution to embed a secret message into the remaining substitutable bits. The extensive experimental results indicated that the proposed algorithm yields high embedding capacity, high image privacy, reversibility, and separability. Yin et al. [29] later used multi-MSB planes arrangement scheme to increase embedding capacity. The signs of prediction errors are represented by one bit plane and the absolute value of prediction error is represented by other bit planes. The authors then divided bit planes into uniform and nonuniform blocks and rearranged them. Additional data of various sizes was embedded adaptively for each pixel prediction scheme. The experimental results indicated that the embedding capacity increased by approximately 4%. Wu et al. [28] proposed a high-capacity and secure RDHEI method based on adaptive prediction error labeling. To increase the reserved room before encryption, the authors exposed the shuffled labels in encrypted images and encrypted the labels to increase security both in terms of image content and secret messages, yielding an embedding capacity higher than those of other algorithms. Qiu et al. [19] introduced dual data embedding in the encrypted domain based on generalized integer transformation. The image owner can vacate embedding room and perform data embedding before image encryption. The remote server can embed additional data through LSB-plane replacement after image encryption. Malik et al. [15] introduced multilayer embedding to high-capacity reversible data hiding in encrypted images. The data hider in their proposed algorithm can perform data hiding in multiple layers by using even-odd value embedding. Once embedding is complete, the permutation operation is applied to the data-embedded encrypted image to prevent perceptual information leakage. Auxiliary information, consisting of location maps for each layer, the number of layers, and the secret keys, is shared through private channels. The scheme is robust against cropping attacks with some distortion in the directly decrypted image. Wang et al. [25] used prediction error and block classification to increase the embedding rate. The image owner calculates a prediction error matrix and divides it into nonoverlapping blocks. Redundant room for data embedding is created through bit plane encoding in each block. According to the experimental results, the embedding capacity reached 0.5641 bits per pixel on average. Liu et al. [14] proposed a new RDHEI method based on multi-MSB prediction and hierarchical quadtree coding. The maximum embedding capacity of the prediction error image was explored through hierarchical quadtree coding with a high compression ratio. The experimental result revealed that the embedding capacity was approximately 2%–4% higher than that of the algorithm of Yin et al. [30]

B. MULTIMEDIA SECURITY ALGORITHMS BASED ON HOMOGENEOUS INDEX MODIFICATION

Yu et al. [31] applied homogeneous index modification on the HDR images in Radiance RGENE format to achieve distortion-free data hiding. The main characteristic is that the original and data-embedded HDR images can generate the “same” tone-mapped LDR images. The number of homogeneous representations for each pixel is first calculated and an index is assigned to some conversion states, referring to the homogeneity index for message embedding. The secret message is then embedded by modifying the homogeneity index of the processing pixel. Wang et al. [26] calculated the product of the number of homogeneous representations of all pixels in each embeddable segment. The embedding capacity can be raised up to 6%. Chang et al. [1] integrated a tree-coding structure to encode the unencoded homogeneous representation; the embedding capacity was approximately 13% higher than the method proposed by Yu et al. Finally, Tsai et al. [24] proposed the first high-capacity HDR image authentication algorithm. With one given revision threshold, the embedding capacity can be significantly enhanced and the data-embedded images with embedded messages are of good quality.

III. PROPOSED ALGORITHM

This section introduces how multi-MSB prediction and Huffman coding can be applied to encrypted HDR images. By utilizing the high degree of similarity in the E channel value among neighboring pixels in the Radiance RGENE image format, we considerably increase the embedding capacity. To further increase embedding capacity, we perform multi-MSB prediction on the absolute pixel difference between the original and predicted E channel values. Through the self-defined image encryption mechanism, we reserve the MSB of three color channel values. The second data hider can use homogeneous index modification [1, 26, 24, 31] to embed more secret messages. Fig. 3 details this process.

A. PREPROCESSING PROCESS

During the experiment, we observed that the E channel values in the test HDR images in the Radiance RGENE format were concentrated near 128. However, even if two values are
close, the embedding capacity when multi-MSB prediction is used may be low. For the example in Fig. 4, original E channel value $P_{E_{i,j}}^{I}$ is 127, and predicted value $\hat{P}_{E_{i,j}}^{I}$ based on the MED predictor in (1) is 128. The two values can be converted into binary forms 01111111 and 10000000 separately. Through multi-MSB prediction, the label for $P_{E_{i,j}}^{I}$ becomes 0, and its embedding capacity becomes 1 because the first bits of $P_{E_{i,j}}^{I}$ and $\hat{P}_{E_{i,j}}^{I}$ differ. To increase embedding capacity, absolute prediction error $|P_{E_{i,j}}^{I} - \hat{P}_{E_{i,j}}^{I}|$ for each pixel, except those in the first column and the first row, must be obtained, and $PE_{E_{i,j}}^{I} = |P_{E_{i,j}}^{I} - \hat{P}_{E_{i,j}}^{I}|$ is substituted as the original value to create an intermediate prediction error image.

\[
\hat{P}_{E_{i,j}}^{I} = \begin{cases} 
\max(P_{E_{i-1,j},P_{E_{i,j-1}}}), & \text{if } P_{E_{i-1,j-1}} \leq \min(P_{E_{i-1,j},P_{E_{i,j-1}}}) \\
\min(P_{E_{i-1,j},P_{E_{i,j-1}}}), & \text{if } P_{E_{i-1,j-1}} \geq \max(P_{E_{i-1,j},P_{E_{i,j-1}}}) \\
P_{E_{i-1,j}} + P_{E_{i,j-1}} - P_{E_{i-1,j-1}}, & \text{otherwise}
\end{cases}
\]

(1)

\[
E_{Channel Value} & \quad Binary Representation \\
P_{E_{i,j}}^{I} & \quad 127 \quad 0 \quad 1 \quad 1 \quad 1 \quad 1 \quad 1 \quad 1 \\
\hat{P}_{E_{i,j}}^{I} & \quad 128 \quad 1 \quad 0 \quad 0 \quad 0 \quad 0 \quad 0 \quad 0
\]

\[
L_{i,j} = \begin{cases} 
N_{0,j}^{0} \quad \text{if } P_{E_{i,j}}^{I} \geq \hat{P}_{E_{i,j}}^{I} \\
-N_{0,j}^{0} \quad \text{otherwise}
\end{cases}
\]

(2)

**B. LABEL MAP GENERATION PROCESS**

After the intermediate prediction error image is obtained from the preprocessing process, the label and embedding capacity for each E channel value can be obtained. Label $L_{i,j}$ for pixel $P_{E_{i,j}}^{I}$ located in the $i$th row and $j$th column is determined by the number of consecutive zeros, represented by $N_{0,j}^{0}$, from the MSB to LSB for $PE_{E_{i,j}}^{I}$ in binary representation. However, to recover the original value of $P_{E_{i,j}}^{I}$, the label must have a plus or minus sign. If the original value of $P_{E_{i,j}}^{I}$ is greater than or equal to the predicted value, $\hat{P}_{E_{i,j}}^{I}$, its corresponding label is $N_{0,j}^{0}$ and $-N_{0,j}^{0}$ otherwise. The embedding capacity for $P_{E_{i,j}}^{I}$ is $\min(N_{0,j}^{0} + 1, 8)$. For the example in Fig. 4, the absolute prediction error $PE_{E_{i,j}}^{I}$ between $P_{E_{i,j}}^{I}$ and $\hat{P}_{E_{i,j}}^{I}$ is calculated in Fig. 5. The label for $P_{E_{i,j}}^{I}$ is $-7$ because the number of consecutive zeros in the absolute prediction error in binary representations is 7 and $P_{E_{i,j}}^{I}$ is less than $\hat{P}_{E_{i,j}}^{I}$. The embedding capacity for this value is 8 because the last bit can be recovered to 1 with prior knowledge of the label.

**C. IMAGE ENCRYPTION PROCESS**

After the label map from the E channel of the input HDR image is obtained, the image encryption process can begin. For HDR images in the Radiance RQGBE format, to ensure the color channels and exponent channel integer values have the unique converted result from the original floating channel values, at least one of the three channels must be greater than or equal to 128. This restriction ensures that distortion-free data hiding based on homogeneous index modification proceeds normally. During this process, different image encryption schemes for color channels and exponent channels are used to both maintain the characteristic of the images and enable the second data hider to embed additional secret messages.
First, a series of random binary digits $RB$ is generated by encryption key $K_r$, and $E$ channel value $PE_{ij}^E$ for each pixel is encrypted by the simple exclusive-or operation in (3), where $p_{ij}^E$ is the 8-bit binary representation of $PE_{ij}^E$ and $b_{ij,k}$ is the 8-bit random string continuously derived from $RB$. For the other three channel values, namely $R, G, B$, their MSBs are retained, and the exclusive-or operation in (4) is performed on the remaining seven bits, where $M = R, G, B$. Thus, one channel must have a value above 128. However, because the MSBs of each pixel are preserved, the outline of the original image can still be observed in the encrypted result. Therefore, by integrating pixel permutation key $K_p$, the pixel order of the three channels can be randomly permuted to prevent content leakage from the encrypted image.

$$p_{ij,k}^R = p_{ij,k}^E \oplus b_{ij,k}, \text{where } k = 1,2, \ldots, 8 \quad (3)$$

$$p_{ij,k}^M = p_{ij,k}^M \oplus b_{ij,k}, \text{where } k = 1,2, \ldots, 7 \quad (4)$$

D. LABEL MAP EMBEDDING PROCESS

Because the label map represents critical information for the data hider to perform data embedding, to avoid auxiliary information transmission over public channels, the image owner compresses and embeds the map into the encrypted image, as in other studies [29, 30]. This process involves using Huffman coding to construct a Huffman coding tree based on the frequencies of the labels for all $E$ channel values and generating the corresponding encoding codes for each label. The Huffman code tree and partial encoding results are sequentially embedded in the reference pixels of the encrypted image through simple bit substitution, and residual encoding results are embedded in multiple MSBs of the embeddable pixels. To restore the original image, the reference pixel values must be included in the auxiliary information and embedded into the encrypted image.

E. DATA EMBEDDING PROCESS

The proposed algorithm supports two data hiders. The first data hider embeds the secret message into the exponent channel on the basis of the label map derived from the encrypted image, and the second data hider uses the distortion-free data hiding algorithm to increase the embedding capacity. After receiving the encrypted image with the label map embedded, the first data hider extracts the Huffman tree and partial information of the label map from the exponent channel of the reference pixels and then sequentially decodes the complete label map to obtain the embedding capacity for each pixel. The secret message encrypted using data hiding key $K_d1$ can be embedded into the remaining substitutable bits. After receiving the encrypted image with the label map and encrypted message embedded by the first data hider, the second data hider can embed the message again through homogeneous index modification in the three color channels. To increase the security of the secret message, the second data hider can encrypt the secret message by using data hiding key $K_d2$ and then perform data embedding.

F. DATA EXTRACTION AND IMAGE RECOVERY PROCESS

The receiver of the encrypted HDR image with the label map and the secret message embedded by the two data hiders can perform data extraction or image decryption by using the secret key. If the receiver holds image encryption key $K_e$ and pixel permutation $K_p$, they can restore the index value of the homogeneous representation to original state 0. The original pixel sequence can be recovered using pixel permutation $K_p$. By using the embedded auxiliary information, namely the encoded label map and binary digits of the reference pixels, the receiver can restore the original value of the reference pixels and extract label $L_{ij}$ for $PE_{ij}^E$. The prediction error image without the embedded message can be completely recovered after the exclusive-or operation is performed by using the random binary sequence generated by image encryption key $K_e$ and by setting the first $|L_{ij}|$-bit digits of $PE_{ij}^E$ in the binary representation to 0. Original channel value $p_{ij}^E$ can be calculated using the MED predictor and (5). If the receiver holds data hiding key $K_d1$, the index value of the homogeneous pixel representation must be restored to original state 0. The label map can then be extracted to obtain the embedding capacity of each pixel. The embedded encrypted message can be recovered from $PE_{ij}^E$ and then decrypted with data hiding key $K_d1$. If the receiver holds data hiding key $K_d2$, the encrypted message can be extracted using the index value of the homogeneous representation and decrypted using data hiding key $K_d2$. If the receiver has all four keys, all secret messages can be retrieved and the images restored.

$$p_{ij}^E = \begin{cases} p_{ij}^E + PE_{ij}^E, & \text{if } p_{ij}^E \geq p_{ij}^E, \\ p_{ij}^E - PE_{ij}^E, & \text{otherwise} \end{cases} \quad (5)$$

IV. EXPERIMENTAL RESULTS

This section describes the feasibility of multi-MSB prediction and Huffman coding for encrypted HDR images. Fig. 6 presents the 20 tone-mapped HDR images using the algorithm of Mantiuk et al. [16]. These images are obtained from the Anywhere Software website [6] created by the inventor of the Radiance RGBE format [27]. The proposed algorithm was implemented using Java on a personal computer with an Intel Core i7-6700 3.40 GHz processor and 32 GB of memory. We examined the embedding capacity for each test image under various processes in the proposed algorithm, namely multi-MSB prediction and Huffman coding, and the increased embedding capacity after the proposed preprocessing procedure. We also provided the size of the necessary auxiliary information for Huffman code tree reconstruction and presented the visual effects of encryption on each test image after the MSB-preserving exclusive-or operation and pixel permutation processes. In addition, we...
analyzed state-of-the-art multimedia security applications for HDR images in the Radiance RGBE format to demonstrate the superiority of the proposed algorithm.

Fig. 7 presents the visual effects of the prediction of $E$ channel values on each HDR image. When $PE_{ij}^E$ was 0, we made the corresponding pixel white and black otherwise. Most pixels were white. This indicates that the $E$ channel values of the neighboring pixels in the images were more similar than are those in traditional images. Table I presents the relative information after multi-MSB prediction and Huffman coding. After deducting the size of the auxiliary information, namely the Huffman tree structure and encoding results of the label map, the pure embedding capacity was 5.69 bits for the StillLife image and 6.85 bits for the Montreal image, which is higher than that of traditional grayscale images.

Table II presents the relative information after the proposed preprocessing procedure. Because the $E$ channel value was near 128, less auxiliary information was observed, even with increased label categories. Thus, the total pure embedding capacity increased. The minimum increase in embedding capacity across the images was 0.78% for the Montreal image, and the maximum was 8.10% for the Tree image. The $E$ channel value with 8-bit storage could be embedded with a 6.73-bit secret message on average.

Table III presents the change in embedding capacity for each test image after homogeneous index modification. Because homogeneous index modification involves a distortion-free data hiding algorithm, secret messages could be embedded in all color channels with even values. Therefore, the embedding capacity was low, which led to an increase in total embedding capacity of approximately 1.86%. Among the images, the minimum increase in embedding capacity was 1.75% for the SpheronsFigraph2001 image, and the maximum was 2.16% for the StillLife image.

In the image encryption step, we reserved the MSBs and performed an exclusive-or operation on the remaining seven bits by using the random binary digits generated by encryption key $K_p$ to ensure at least one of the three color channel values was greater than or equal to 128. Fig. 8 presents the visual effects of encryption; the outlines of the shapes in each image remained visible. We changed the order of the color channels by using secret key $K_p$ to obtain the satisfactory results in Fig. 9; the resulting images could not be deciphered, ensuring image security.

Table IV presents a comparison of the proposed algorithm with existing algorithms, all of which are for HDR images in the Radiance RGBE format. The algorithms proposed by Chang et al. [1], Wang et al. [26], and Yu et al. [31] use homogeneity index modification to achieve distortion-free data hiding. However, their embedding ratio and embedding capacity are low because only three color channels, all with even values, can have secret messages embedded. Our previous algorithm used multiple-base notational system [24] and homogeneity index modification to propose the first HDR image authentication algorithm. Introducing the distortion tolerance can increase the embedding ratio to 100% and the embedding capacity to 1.07–2.27 bits per pixel. The proposed algorithm uses multi-MSB prediction for HDR images and increases embedding capacity through homogeneity index modification. In the two prediction error expansion algorithms [4, 5], because the embedding capacity is obtained separately from the three color channels, the average embedding ratio is approximately one-third of the embedding capacity. The experimental results indicate that the proposed first reversible data hiding in encrypted HDR images is feasible.

V. CONCLUSIONS AND FUTURE WORK

This study used multi-MSB prediction and Huffman coding to develop a high-capacity reversible data hiding algorithm for encrypted HDR images in the Radiance RGBE format based on similarity in $E$ channel values among neighboring pixels. The method can increase embedding capacity considerably. We also increased prediction accuracy by applying multi-MSB prediction to absolute prediction error to increase embedding capacity. With self-defined image encryption, the proposed algorithm can support two data hiders and ensure image privacy. The experimental results indicate the feasibility of the proposed algorithm. Future work involves applying state-of-the-art multimedia security algorithms to images to develop an effective algorithm that increases embedding capacity and robustness and supports additional data hiders. Subsequent studies can also apply multi-MSB prediction to other input media. Finally, steganalysis [21] and security evaluation [3, 18] on the proposed algorithms is also a topic worth exploring.
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**FIGURE 6.** Visual effects of tone mapping on HDR images.
FIGURE 7. Visual effects of prediction of E channel values on each HDR image.
FIGURE 8. Visual effects of encryption by reserving the MSBs of the color channel values.
FIGURE 9. Visual effects of encryption after channel permutation.
### Table I

**RELATIVE INFORMATION AFTER MULTI-MSB PREDICTION AND HUFFMAN CODING**

| Image Name         | Resolution | Huffman Tree | Pure Embedding Capacity | Emb. Capacity | Bits per Pixel |
|--------------------|------------|--------------|--------------------------|---------------|----------------|
| Apartment          | 2048 × 1536| 47           | 3658038                  | 21154372      | 6.72           |
| AtriumNight        | 760 × 1016 | 41           | 955352                   | 5118086       | 6.63           |
| bigFogMap          | 751 × 1130 | 29           | 989363                   | 5702021       | 6.72           |
| dani belgium       | 1025 × 769 | 35           | 952097                   | 5223277       | 6.63           |
| dani cathedral     | 767 × 1035 | 35           | 1041800                  | 5033309       | 6.41           |
| dani synagoge     | 1025 × 769 | 29           | 915339                   | 5251020       | 6.66           |
| Desk               | 644 × 874  | 47           | 756331                   | 3603923       | 6.40           |
| Display1000        | 2048 × 1536| 41           | 4054617                  | 20358316      | 6.47           |
| memorial           | 512 × 768  | 35           | 541693                   | 2485990       | 6.32           |
| Montreal           | 2048 × 1536| 35           | 3431252                  | 21551462      | 6.85           |
| MtTamWest          | 1214 × 732 | 35           | 1158795                  | 5806621       | 6.53           |
| nave               | 720 × 480  | 41           | 403873                   | 2307971       | 6.68           |
| rosette            | 720 × 480  | 41           | 436619                   | 2263858       | 6.55           |
| Spheron3           | 2149 × 1074| 53           | 2606830                  | 15636095      | 6.77           |
| SpheronNapaValley  | 3025 × 2129| 35           | 7292671                  | 43802545      | 6.80           |
| SpheronPriceWestern| 2981 × 1165| 35           | 4020380                  | 23472559      | 6.76           |
| SpheronSiggraph2001| 3272 × 1280| 29           | 3518112                  | 26878273      | 6.42           |
| Apartment          | 1240 × 846 | 41           | 1895881                  | 5969113       | 5.69           |
| Tree               | 928 × 906  | 47           | 1390864                  | 4954847       | 5.89           |

### Table II

**RELATIVE INFORMATION AFTER PROPOSED PREPROCESSING PROCEDURE**

| Image Name         | Embedding Capacity | Huffman Tree | Pure Embedding Capacity | Emb. Capacity | Bits per Pixel | Improved Ratio |
|--------------------|--------------------|--------------|--------------------------|---------------|----------------|----------------|
| Apartment          | 25112688           | 76           | 3536704                  | 21575908      | 6.86           | 1.99%          |
| AtriumNight        | 6154530            | 62           | 942179                   | 5212389       | 6.75           | 1.84%          |
| bigFogMap          | 6773603            | 34           | 971122                   | 5802447       | 6.84           | 1.76%          |
| dani belgium       | 6288908            | 48           | 922787                   | 5366073       | 6.81           | 2.73%          |
| dani cathedral     | 6257238            | 48           | 993477                   | 5263713       | 6.71           | 4.58%          |
| dani synagoge     | 6291014            | 34           | 899479                   | 5391501       | 6.84           | 2.68%          |
| Desk               | 6480099            | 83           | 732955                   | 3747952       | 6.66           | 3.99%          |
| Display1000        | 25094960           | 55           | 3924077                  | 21170828      | 6.73           | 3.99%          |
| memorial            | 311775         | 48           | 519429                   | 2612998       | 6.64           | 5.08%          |
| Montreal           | 25135306           | 48           | 3415747                  | 21719511      | 6.90           | 0.78%          |
| MtTamWest          | 7087974            | 48           | 1162010                  | 5925916       | 6.67           | 2.05%          |
| nave               | 2753983            | 55           | 396315                   | 2357613       | 6.82           | 2.15%          |
| rosette            | 2752828           | 62           | 422310                   | 2330456       | 6.74           | 2.94%          |
| Spheron3           | 18426762           | 90           | 2598202                  | 15837470      | 6.86           | 1.29%          |
| SpheronNapaValley  | 51477100           | 48           | 7223759                  | 44253735      | 6.87           | 1.03%          |
| SpheronPriceWestern| 27732413           | 69           | 3990236                  | 2378718       | 6.84           | 1.13%          |
| SpheronSiggraph2001| 33410954           | 62           | 5356250                  | 28054642      | 6.70           | 4.38%          |
| StillLife          | 13680351           | 62           | 1852902                  | 11827387      | 6.90           | 0.91%          |
| Tree               | 8236783            | 76           | 1880768                  | 6355939       | 6.06           | 6.48%          |

### Table III

**INCREASED EMBEDDING CAPACITY AFTER DISTORTION-FREE DATA HIDING ALGORITHM**

| Image Name         | Total Embedding Capacity | Average Embedding Capacity | Improved Ratio |
|--------------------|--------------------------|---------------------------|----------------|
| Apartment          | 384905                  | 0.1224                    | 1.78%          |
| AtriumNight        | 96353                   | 0.1248                    | 1.85%          |
| bigFogMap          | 104476                  | 0.1231                    | 1.80%          |
| dani belgium       | 97910                    | 0.1242                    | 1.82%          |
| dani cathedral     | 99924                    | 0.1261                    | 1.88%          |
| dani synagoge     | 98250                    | 0.1246                    | 1.82%          |
| Desk               | 71447                    | 0.1269                    | 1.91%          |
| Display1000        | 392058                  | 0.1246                    | 1.85%          |
| memorial           | 50763                    | 0.1291                    | 1.94%          |
| Montreal           | 381808                  | 0.1214                    | 1.76%          |
| MtTamWest          | 112418                  | 0.1265                    | 1.90%          |
| nave               | 42113                    | 0.1224                    | 1.79%          |
| rosette            | 42807                    | 0.1239                    | 1.84%          |
| Spheron3           | 282228                  | 0.1233                    | 1.78%          |
| SpheronNapaValley  | 790735                  | 0.1228                    | 1.79%          |
| SpheronPriceWestern| 427738                  | 0.1232                    | 1.80%          |
| SpheronSiggraph2001| 529813                  | 0.1265                    | 1.89%          |
| StillLife          | 207047                  | 0.1209                    | 1.75%          |
| Tree               | 137358                  | 0.1309                    | 2.16%          |
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### TABLE IV
EXISTING AND PROPOSED ALGORITHMS FOR HDR IMAGES IN RADIANCE RGBE FORMAT

| Algorithm | Domain | Embedding Method | Embedding Ratio | Embedding Capacity | Characteristics |
|-----------|--------|------------------|-----------------|--------------------|-----------------|
| [1]       | Spatial| HIM              | 13.51%          | 0.145              | Distortion-free |
| [26]      | Spatial| HIM              | 13.51%          | 0.134              | Distortion-free |
| [31]      | Spatial| HIM              | 13.51%          | 0.127              | Distortion-free |
| [4]       | Spatial| PEE              | $\frac{EC}{3}$  | 1.202              | Reversible      |
| [5]       | Spatial| PEE              | $\frac{EC}{3}$  | 2.02-2.85          | Reversible      |
| [24]      | Spatial| MBE              | 100%            | 1.07-2.27          | Distortion Tolerance |
| Proposed  | Spatial| MMP              | 100%            | 6.19-7.03          | Reversible      |

HIM: homogeneity index modification; PEE: prediction error expansion; MBE: multiple-base embedding; MMP: multi-MSB prediction