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The lack of transparency is one of the artificial intelligence (AI)’s fundamental challenges, but the concept of transparency might be even more opaque than AI itself. Researchers in different fields who attempt to provide the solutions to improve AI’s transparency articulate different but neighboring concepts that include, besides transparency, explainability and interpretability. Yet, there is no common taxonomy neither within one field (such as data science) nor between different fields (law and data science). In certain areas like healthcare, the requirements of transparency are crucial since the decisions directly affect people’s lives. In this paper, we suggest an interdisciplinary vision on how to tackle the issue of AI’s transparency in healthcare, and we propose a single point of reference for both legal scholars and data scientists on transparency and related concepts. Based on the analysis of the European Union (EU) legislation and literature in computer science, we submit that transparency shall be considered the “way of thinking” and umbrella concept characterizing the process of AI’s development and use. Transparency shall be achieved through a set of measures such as interpretability and explainability, communication, auditability, traceability, information provision, record-keeping, data governance and management, and documentation. This approach to deal with transparency is of general nature, but transparency measures shall be always contextualized. By analyzing transparency in the healthcare context, we submit that it shall be viewed as a system of accountabilities of involved subjects (AI developers, healthcare professionals, and patients) distributed at different layers (insider, internal, and external layers, respectively). The transparency-related accountabilities shall be built-in into the existing accountability picture which justifies the need to investigate the relevant legal frameworks. These frameworks correspond to different layers of the transparency system. The requirement of informed medical consent correlates to the external layer of transparency and the Medical Devices Framework is relevant to the insider and internal layers. We investigate the said frameworks to inform AI developers on what is already
expected from them with regards to transparency. We also discover the gaps in the existing legislative frameworks concerning AI’s transparency in healthcare and suggest the solutions to fill them in.
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### INTRODUCTION

According to the European Commission, one of the ways that artificial intelligence (AI) will change our lives is by improving the healthcare (European Commission, 2020). Powered by the increasing availability of healthcare data and the rapid progress of analytical techniques (Kiseleva, 2020a), AI has enormous potential in improving the diagnosis and the clinical care, in enhancing the health research and drug development, increasing the efficacy of resource allocation, and improving the healthcare management (WHO Guidance, 2021, p. V).

The potential of AI in healthcare stimulates the technological giants investing in the field1 and gives rise to new medical and tech start-ups. To redeem their investments and expenses, the companies need to have the ability to place their technologies on the market and commercially use them. For that, the AI-based applications have to go through the relevant authorization procedures by the controlling bodies2. Despite strong questioning of policymakers and scholars if the existing legal frameworks are prepared for AI, the amount of AI medical applications already approved under these frameworks is expanding. For the period between 2015 and 2020, Urs J Muehlematter et al. identified that 222 AI-based medical devices3 were approved in the USA and 240 devices in Europe (Muehlematter et al., 2021). The range of medical fields covering the approved applications is rather broad and includes, for example, clinical toxicology, gastroenterology, molecular genetics, ophthalmology, microbiology, hematology, anesthesiology, neurology, and cardiovascular (Muehlematter et al., 2021). However, radiology holds the absolute championship in the amount of approved AI-based medical devices. For example, as of December 2021, the number of AI applications in radiology and related fields in the USA since 2008 is 151 (AI Central, 2021).

At the same time, policymakers around the world are concerned about the legal and ethical challenges posed by AI. One of the main issues is the lack of AI’s transparency. Since

---

1This includes, for example, IBM Watson Health (https://www.ibm.com/watsonhealth) and Google Deep Mind [that was merged with Google Health (https://deepmind.com/blog/announcements/deepmind-health-joins-google-health)]. More on the use of AI in healthcare, see in Astromské et al., 2021.

2The controlling body that authorizes medical devices to be placed on the market is the FDA (US Food and Drug Administration, see here: https://www.fda.gov/about-fda/fda-basics/what-does-fda-regulate) and in the EU-notified bodies established under the national law of an EU Member State [MDR (Regulation, 2017a, Annex VII, art. 1)].

3The scope of the EU Medical Devices Framework (MDF) covers software used for medical purposes defined in the framework. Thus, most of the AI applications used for medical purposes are covered by the MDF (more details are in Kiseleva, 2020a, and in Kiseleva, 2021b).

4AI models vary in the level of their inherent lack of transparency (starting from the opaque ‘black-box’ models to less opaque ‘gray-box’ and ‘white-box’ models). However, all of them could have some limitations in the level of transparency they offer, based on different factors (such as amount, type, balance, and representativeness of data used to develop and train AI – this might limit the comprehensibility of the process/model or the results even for ‘white-box’ models). Although in this paper we discuss the possible solutions mainly around the issue of ‘black-box’ models in AI, the general approach toward AI’s transparency in healthcare developed in this paper is applicable and relevant to any type of AI model.

5The number of authorized AI-based medical applications as identified by Urs J Muehlematter et al., 2021 is the additional proof of applicability of the currently existing MDF to AI-based medical applications.
legislative ambiguity might cause difficulties to AI developers in compliance.

Before the relevant legislation is adopted, the research on how transparency of AI is perceived in both legal and technical domains can contribute to the development of the common interdisciplinary taxonomy. In this paper, we develop a single point of reference for both legal scholars and data scientists on transparency and related concepts. For that, in Section AI’s Transparency: Between Law and Computer Science we first analyze how transparency stands in the current EU legislation and what kind of behavior is usually associated with it. We further explore the views of data scientists on transparency, interpretability, and explainability of AI and the correlation between all these concepts. For that, we analyze the literature with the focus on taxonomy and terminology discussions in the field. Based on the findings of Section AI’s Transparency: Between Law and Computer Science, we suggest that AI’s transparency shall be viewed as the system of measures and as a continuous process accompanying the whole life cycle of an AI application.

The approach to view the transparency as the system of measures rather than one single obligation shall be considered the basis for any development and use of AI. However, a transparency system can start functioning properly only when it is placed in the context. The context defines involved subjects, their expectations with regards to transparency, as well as the legal frameworks already regulating relations between them. All these factors are essential for shaping the transparency-related rights and obligations. In Section Functions and Types of AI’s Transparency in Healthcare, we place the analysis of transparency in healthcare context. We define what functions the transparency generally performs in healthcare, and we submit the ones applicable for AI: accountability; ensuring safety and quality; enabling making informed choices. We also explore how transparency in healthcare is classified based on addressees and addressors of transparency. We suggest that the multilayered system of transparency shall be built through accountability by defining who, how, and when shall do what to whom with regards to transparency. This accountability picture relevant to transparency shall be part of the general accountability system established in the specific domain. Risk management is part of accountability, and we explore how this factor shall be considered in healthcare for dealing with the algorithmic opacity.

Our multilayered transparency system concerns the main groups of the subjects involved in the life cycle of AI medical applications – starting from its developers to healthcare professionals and finally patients. Based on that, we classify transparency in two types (depending on its addressees): external (toward patients as the subjects who are not the part of the healthcare system but its clients) and internal (toward healthcare providers – subjects who are part of the system). As part of the internal transparency, we also distinguish the insider transparency – the one from AI developers toward themselves. Based on these types of AI’s transparency, we will analyze the applicable legal frameworks [informed medical consent requirement (in Section External Transparency of AI in Healthcare: Toward Patients) and the MDF (in Sections Internal Transparency of AI in Healthcare: Toward Healthcare Providers and Insider Transparency of AI in Healthcare: Toward AI Developers)] to see what is expected from the transparency actors, if it is sufficient in AI context and if not, what else shall be added. In the final section (Section Summary and Discussions), we summarize the findings and suggestions.

This paper provides several contributions. First, it makes the interdisciplinary analysis of AI’s transparency and suggests its correlation with the neighboring concepts such as explainability, interpretability, information provision, traceability, auditability, records keeping, documentation, data governance, and management. The suggested correlation establishes that transparency shall be viewed as the highest concept achieved through the said neighboring concepts. Second, the vision of transparency as a multilayered system of accountabilities makes it the common goal for all the stakeholders involved, not only the burden of the AI providers. At the same time, broadening the scope of the transparency-related measures gives the relevant subjects (including AI developers) more tools to demonstrate their legal compliance and to achieve their expectations from transparency. Finally, we analyze the legal frameworks applicable for the use of AI in healthcare to inform the AI developers on what is already expected from them with regards to transparency and what else might be needed to build the context-specific AI’s transparency system through accountability tools. In this context, we discover the gaps in the existing legislative frameworks and suggest the solutions to fill them in.

**AI’S TRANSPARENCY: BETWEEN LAW AND COMPUTER SCIENCE**

**Views on AI’s Transparency: Law and Policy**

**Transparency in the Primary and Secondary EU Legislation**

Although the term transparency is not new for the EU legal system, it has gained special attention over the recent EU legislative activities related to the regulation of new technologies. In the era of the information society (Webster, 2006), access to information is the main asset and at the same time is the empowering mechanism. Often, the information is in the hands of developers of the technologies that collect, analyze, and produce information which creates an unequal distribution of this asset. The law has to address these issues. Several legislative activities in recent years deal with informational asymmetries. These activities include adopting the General Data Protection
Regulation [GDPR (Regulation, 2016)] and discussions around a regulatory framework for AI. Because of that, transparency is becoming more popular and more distinguished in a legal sense. In this section, we aim to analyze how transparency stands in the EU legislation. To reach the aim, rather than developing the overarching definition of transparency, we focus on discovering and summarizing what kind of actions are usually associated with the term “transparency” in the current EU legal acts.

We analyze the primary [CFR (Charter of Fundamental Rights of the European Union, 2012)] and secondary EU legislations. Secondary legislation is chosen in the EUR-Lex database (Eur-Lex, 2021) based on the inclusion of the word “transparency” either in the title of the law or in its text. The selection of the sources is not all encompassing. Our analysis only aims to provide a summarized picture on transparency rather than a full one.

The EU CFR does not explicitly use the term “transparency.” However, it contains terms and concepts close to transparency: the requirement of informed medical consent (CFR, art. 3); the right to receive information and ideas (CFR, art. 11); the workers’ right to information and consultation (CFR, art. 27); the right of every person to have access to his or her file as part of the right to good administration (CFR, art. 41); and the right of access to the EU Parliament’s, Council’s, and Commission’s documents (CFR, art. 42). These rights vary in scopes and forms, but all of them refer to the availability of information (or of documents as its specific form). Although transparency is wider than access to information and might contain other elements as explained further, access to information is its crucial element⁸. While the primary legislation establishes the fundamental legal concepts, protection at this level of the main transparency’s element - the right to information - is important for its legal recognition.

At the level of the secondary EU legislation, we analyzed 10 laws from various areas starting from the functioning of financial markets to establishing proper working conditions in the EU (the list of the analyzed sources is provided in Annex I). All of them establish requirements of transparency but none provides its definition. However, these laws refer to certain types of actions when they set transparency rules. These actions concern three main types of objects (data, information, and documents)⁹ and can be divided into a group of active obligations (such as the provision of the mentioned objects) and a group of passive obligations (such as giving access to data/information/documents). Active obligations include explaining and making sure that the addressee understands the provided information; reporting to public authorities and provision of information to public registries; keeping, preserving, and storing. Passive obligations include, for example, making something public. Some of the actions are performed inside an organization (such as preserving and storing) and some actions are addressed outside of an organization (such as reporting and public registries). The graphical summary of the analysis is presented in Figure 1.

Nowadays, discussions about AI’s transparency concentrate on solving its opacity issue through interpretability and explainability. Scholars already provide a detailed and useful analysis of legal requirements on explainability in machine learning (Hacker et al., 2020; Bibal et al., 2021). However, our legal picture of transparency (before AI came into play and posed new challenges) demonstrates that transparency is not only explaining something to someone but also concerns varied activities at all the stages of the data/information life cycle. This approach to transparency can be also observed in the policy documents devoted to the development of the AI legal framework.

Transparency in the EU Policy Documents on AI

We analyze four policy documents at the EU level on the regulation of AI: AI HLEG Ethics Guidelines (AI HLEG, 2019), the White Paper on AI (European Commission, 2020), the EP Report on AI Framework (European Parliament, 2020), and the EC Proposal for the AI Act (European Commission, 2021). The list of concepts covered by the term “transparency” (or closely related to it) in these documents is rather consistent and includes the following: explainability, interpretability, communication, auditability, traceability, information provision, keeping the records and data, and documentation. However, the policy documents are not consistent in establishing the correlations between all the concepts. Some of them mention transparency as the widest concept (White Paper on AI, 2020, p. 15), whereas others put explainability and transparency at the same level (EP Report on AI Framework, 2021, p. 6).

The latest and the most important policy document (because it is the official legislative proposal) – the EC Proposal for the AI Act – is the least consistent in building the system of transparency-related concepts. First, “the act has two different types of transparency for different types of AI technologies (interpretability for high-risk AI systems (art. 13.1) and communication for interacting AI systems (art. 52.1))” (Kiseleva, 2021a). This means that one term refers to different concepts in different situations which makes compliance with the requirements and exchange of information about it more complicated. Second, unlike the three previous policy documents that explicitly included information provision, records keeping, and documentation in the transparency requirement, the proposed AI Act establishes these requirements in a more detailed way but more separate from transparency (Kiseleva, 2021a). We argue that the mentioned concepts are closely connected to transparency and shall be included in transparency-related measures.

Transparency of AI Shall Be Linked to Its Neighboring Concepts

Information is the fuel that enables transparency to exist. The proposed AI Act suggest a very detailed requirement of

⁸We use the term ‘access to information’ rather than ‘information provision’ because the latter means active behavior to provide information while the right to information can include the obligation to refrain from prevention to receive the information or the obligation to provide it actively or passively.

⁹All the transparency actions can be relevant to all three types of objects: data, knowledge, and information.
information provision: it specifies the type of information (AI system's accuracy, performance, intended purpose, foreseeable risks, identity of providers, and its representative), form (concise, complete, correct, and clear information that is relevant, accessible, and comprehensible), its addressees (users of AI systems), and the subjects who shall give the information to users (AI providers) (EC Proposal for the AI Act, art. 13). Importantly, as part of information provision, the AI Act adds a new obligation: provision of instructions to use AI systems (EC Proposal for the AI Act, art. 13). The instructions shall include the specifications for the input data, performance of the system and its predetermined changes, and the intended purpose of the AI system. All these requirements are crucial and help to ensure the overall safety and quality of AI systems. We fully support the suggested requirement but argue that its connection to transparency shall be established in the legislation. Knowing how AI systems shall function, their risks, accuracy, and performance clearly increase their transparency for users.

Similarly, important for transparency are the requirements of records keeping and documentation. Transparency is needed for ex-ante and ex-post controls ensuring that AI technologies are safe, accurate, and respect fundamental rights. Keeping the records and documentation of all the steps taken during AI's development and use is a good way to organize such control and thus to ensure transparency.

**Transparency of AI Shall Be Viewed as a Legal Principle and a “Way of Thinking”**

Transparency of AI needs to be considered an overarching concept (legal principle). Other concepts (information provision, records keeping and documentation, auditability, traceability, explainability, interpretability) shall be considered the measures to achieve the said principle. This approach already exists in the current legislation, and we take the GDPR (Regulation, 2016) as an example to better illustrate it.

In the GDPR, transparency is established as one of the core principles of data processing – it shall be transparent toward a data subject [GDPR, art. 5(1)]. Many requirements established in the GDPR are aimed to achieve this principle: requirements of information provision and communication imposed to data controllers (GDPR, art. 12-15), obligation to provide access to personal data upon request of data subject (GDPR, art. 15), records of processing activities (GDPR, art. 30), provision of explanation of the decision based solely on automated processing and producing substantial effects on data subjects (GDPR, recital 71), and informed consent requirement (GDPR, art. 7). This makes reaching easier a rather complex principle of transparency through the understanding of what kind of requirements correspond to it and what are the specific measures expected from data controllers. A similar approach shall be taken in the AI Act.

In the future AI legal framework, transparency shall become a “way of thinking” built in the whole life cycle of AI development,
use, and control rather than just a single activity to tick the box of the legal obligation. This broad approach helps to set the extended list of measures available to AI providers and users to ensure transparency and comply with the legal requirements. This list of measures is now rather limited due to the technical difficulties with solving AI’s opacity and reaching explainability and interpretability. These two concepts and their relevance to AI’s transparency are explored in the next section from the point of view of computer scientists.

**Views on AI’s Transparency: Data Science**

**The Need for AI’s Transparency Taxonomy**

Transparency of AI in computer science is a rather opaque concept. Despite the substantial amount of research devoted to solving the black-box issue of AI, many scholars in the field agree that a clear relevant taxonomy is missing (Doshi-Velez and Kim, 2017; Adadi and Berrada, 2018; Linardatos et al., 2021). Several terms are used to address the problems of AI’s opacity: transparency, interpretability, explainability, comprehensibility, understandability. A. Adadi and M. Berrada explored the concept of XAI (explainable AI) and conducted a linguistic search to identify and record relevant terms across research communities that strongly relate to the mentioned concept (Adadi and Berrada, 2018). The results of their search (presented in Figure 2) illustrate that XAI is not a monolithic concept (and the same can be said about all the terms included in the search such as transparency and interpretability). The table demonstrates that the two most popular concepts are “interpretability” and “explainability” and the first one is used more in the data science community than the second one (Adadi and Berrada, 2018).

Yet, how the concepts of “interpretability” and “explainability” shall be distinguished one from another is an unresolved question. To answer it, several approaches were developed. Some scholars use the concepts interchangeably (Molnar, 2022), others view interpretability as the broadest term that includes explainability measures (Lipton, 2016; Doshi-Velez and Kim, 2017), finally, the third group of scholars takes the opposite approach and operates the term XAI as the main one and includes model’s interpretability as one of the sub-categories (Adadi and Berrada, 2018; Linardatos et al., 2021).

Despite different uses of the concepts, many scholars in data science agree on the need for the common taxonomy (Doshi-Velez and Kim, 2017; Adadi and Berrada, 2018). F. Doshi-Velez and B. Kim noted that creating a shared language is essential for evaluation, citation, and sharing of results (Doshi-Velez and Kim, 2017). A. Adadi and M. Berrada stated that “a consensus on definitions must be done in order to enable easier transfer of results and information” (Adadi and Berrada, 2018). We fully support this argumentation and submit that the first step to build the taxonomy is to differentiate between the concepts of “interpretability” and “explainability.”

**Differentiating Between Explainability and Interpretability**

In this paper, we follow scholars who view “interpretability” as the broader concept that, inter alia, includes “explainability.” Specifically, we agree with the statement of M. Honneger that “interpretability is the end-goal we want to achieve, and explanations are the tools to reach interpretability” (Honneger, 2018, citation in Carvalho et al., 2019). To support this approach, we see several justifications. First, as discovered by A. Adadi and M. Berrada in their linguistic search, the term “interpretability” is applied more often in the computer science community. Thus, its prevalence over explainability would require fewer adjustments in the future. In addition, in legislation and policy papers, interpretability is something that by default is associated with AI because the term was not in use before the ethical and legal discussions around the “black-box” issue started (unlike explainability that was used before in different domains). Thus, it would make the term “interpretability” more automatically associated with AI and distinguish it from similar concepts in other domains. Second, based on the simplest linguistic analysis, the actions that correspond to the concepts of ‘interpretability’ and ‘explainability’ refer to actions of different types carried out by opposite actors. Explainability is being able to explain something to someone, meaning that it concerns the ability of subjects to generate and deliver explanations. Interpretability, on the other hand, is being able to interpret something. To interpret has several meanings, but in many cases, it concentrates around the ability to comprehend or understand something by the actor. Thus, we need the explanations of one actor for interpretation by the other one.

Explanations might include different measures, both of technical and non-technical natures. Technical measures especially concern the group of post hoc explanations – the ones that are applied to explain the decisions of a model after it has been built and used to compute these decisions (predictions) (Honneger, 2018). This type of measures does not require to alter or understand the inner workings of algorithmic models (Adadi and Berrada, 2018) – in other words, to open a black-box. Currently, a substantial amount of research in computer science focuses on developing automatically generated explanations – a new generation of AI technologies called the third wave AI where one of the objectives is to precisely generate algorithms that can explain themselves (Adadi and Berrada, 2018). Non-technical explanations refer to oral or written clarifications about AI, its functioning, and other important parameters. In healthcare, it can concern clarifications provided by healthcare professionals...
to patients when informing them about a treatment with the use of AI systems or clarifications given by AI developers to healthcare providers. The human model explanations such as causability can be also included in non-technical explanations (Holzinger et al., 2017; Holzinger and Mueller, 2021). In this paper by explanations, we refer to all its types, technical and non-technical.

As mentioned, interpretability is something that we want to reach through explanations. In turn, defining and evaluating interpretability should be context dependent (Doshi-Velez and Kim, 2017). To understand if we reached interpretability, we have to define who is the actor of interpretability (who tries to comprehend) and why it is needed. The answers to these questions are always based on the context. In healthcare, the interpreting actors are AI providers, AI users (healthcare professionals), and AI beneficiaries (patients). They need to interpret the AI systems and their outcomes to make informed decisions related to their roles in the process of AI’s development and use.

Transparency as a Wider Concept That Includes Interpretability and Explainability

After differentiating “interpretability” from “explainability,” the two concepts shall be correlated to transparency. Again, there is no consensus on it among computer scientists. Some of them understand transparency as a “human-level understanding of the inner workings of the model” (Belle and Papantonis, 2021, with reference to Lipton, 2016) and see transparency as a part of interpretability (Lipton, 2016) or explainability (Adadi and Berrada, 2018). As mentioned by Z. Lipton, “transparency is the opposite of opacity or black-box-ness” (Lipton, 2016). Yet, other researchers view transparency as a wider concept and describe it as “a need to describe, inspect and reproduce the mechanisms through which AI systems make decisions and learn to adapt to its environment and to the governance of data used to create it” (Adadi and Berrada, 2018). We support this approach due to several reasons. First, unlike “interpretability” and “explainability” that refer to the actions of humans (or their abilities), “transparency” characterizes objects or processes. Thus, it is the concept that can be applicable to the whole process of AI’s development and use, to its lifecycle, and cover different measures, not only to the ability of human actors to comprehend AI and its outcomes. Second, the broader vision on transparency is aligned to how it is recognized in legal scholarship and thus works better to develop and use the common interdisciplinary terminology. This type of terminology is the first and necessary step to the approach toward reaching the AI’s transparency. In this sense, transparency is the overarching value and characteristic of the whole process to develop and use AI, affecting all its elements and actors. The vision on transparency common for law and data science is summarized in the following subsection.

Summary and Suggested Vision

The Need to Distinguish Between Transparency of Algorithms and Transparency of the Use of Algorithms

The previous two sections demonstrated that both in law and computer science, transparency is the concept that is not yet cast in stone. While the AI Act is in its preparatory process, the sooner we start developing the interdisciplinary approach to create the common transparency taxonomy, the higher chances that the adopted legislative act reflects the vision shared between practitioners and scholars coming from different disciplines.

The EP Report on AI Framework noted the “important distinction between transparency of algorithms and transparency of the use of algorithms” (European Parliament, 2020, recital 20). This distinction is crucial for this work. It is the algorithm that causes technical issues with explaining decisions made with the use of AI. But everything other than the algorithm does not have this issue. It concerns both the other element of AI system (data) and human actions related to the development, deployment, and use of AI systems. It means that transparency measures should also focus on controllable elements of the AI systems: data governance and management, roles, and responsibilities of humans (including their organizations) involved in the AI lifecycle. This approach does not exclude the necessity to solve the technical issues related to the opacity of AI systems, but it allows not to limit the transparency measures to only technical ones and to only explainability and interpretability.

Transparency as an Umbrella Concept Achieved Through the Set of Technical and Non-technical Measures

We argue that transparency shall be viewed as the broadest concept, as a continuous process accompanying the whole life cycle of AI system, and as a legal principle. As the principle, transparency shall be achieved through the set of measures established in law. These measures shall include the ones that concern the black-box issue of AI (interpretability and explainability) and the ones that concern the observability (Rieder and Hofmann, 2020) and control over the whole process of AI’s development and use (communication, auditability, traceability, information provision, keeping the records, data governance and management, documentation).

To reach a common terminology, the AI’s interpretability and explainability shall be distinguished. We suggest that explainability shall refer to the ability to explain something (to...
provide explanations), while interpretability is the ability to comprehend something. It means that we achieve interpretability as the end goal through explanations, and we need explanations of one actor for interpretation by the other one. In this system, transparency characterizes the whole process of AI’s development and use, and interpretability characterizes the human perception of AI system and its outcomes.

However, the implementation of a transparency system is only possible when it is contextualized. Scholars in both computer science (Lipton, 2016; Doshi-Velez and Kim, 2017; Rudin, 2018; Costabello et al., 2019; Ghassemi et al., 2021; Holzinger and Mueller, 2021) and law (Felzmann et al., 2020; Astromské et al., 2021) agree that transparency measures should depend on the area of AI application. Placing AI’s transparency in a specific context enables to take into consideration the existing relevant legal frameworks that establish rights and obligations for involved subjects, including those related to transparency. In addition, the transparency’s contextualization allows to formulate its functions in the specific field and thus to develop guidance on the measures applicable to AI. The next section explores this topic to further define the applicable legal frameworks.

FUNCTIONS AND TYPES OF AI’S TRANSPARENCY IN HEALTHCARE

Functions of AI’s Transparency in Healthcare

To better define transparency and to shape the measures to achieve it, it is first necessary to answer the question of why transparency is needed. The answer depends on the domain where this question is posed. In this paper, the domain is the use of AI in healthcare.

Literature on healthcare transparency identifies various functions it can serve. Nicolaus Henke, Tim Kelsey, and Helen Whately suggested six benefits of transparency in healthcare: accountability, choice, productivity, care quality/clinical outcomes, social innovation, and economic growth (Henke et al., 2011). Computer scientists identify the following functions of AI’s explainability: to justify (to see if and why the AI’s decisions are erroneous), to control (to prevent things from going wrong), to improve (knowing how the AI system reached the specific output enables making it smarter), and to discover (asking for explanations is a helpful tool to gain knowledge) (Adadi and Berrada, 2018). These functions also correlate with the ones identified in legislation and in legal literature: accountability (Felzmann et al., 2020; Rieder and Hofmann, 2020); ensuring efficacy, safety, and quality (Carvalho et al., 2019); improving trust (Kiseleva, 2020a); making informed decisions [CFR (Charter of Fundamental Rights of the European Union, 2012, art. 3) and Oviedo Convention (Convention for the Protection of Human Rights, 1997, art. 5)]; realization of individual rights [CFR (Charter of Fundamental Rights of the European Union, 2012, art. 3) and Oviedo Convention (Convention for the Protection of Human Rights, 1997, art. 5)].

In this paper, we propose these functions of transparency:

1) accountability (that, *inter alia*, covers control and justification);
2) ensuring safety and quality of AI in healthcare (which also enables improving AI);
3) making informed decisions (which in the case of patients also leads to the realization of individual rights).

These functions are specific enough for shaping the system of transparency that concerns all the involved subjects, including their rights and obligations. While we admit the importance of other functions (such as trust, social innovation, and economic growth), we do not focus on them because they are difficult to measure and can be described as secondary or indirect positive effects of transparency.

The first domain where transparency proves its utility is accountability. “Accountability can be considered the alter ego of transparency (De Hert, 2017, with reference to Tzanakopoulos, 2014 and Harlow, 2002), and at the same time the final good to which transparency is instrumental” (De Hert, 2017). As with transparency, there is no universally accepted definition of accountability (De Hert, 2017). According to D. Brinkerhoff, “being accountable means having the obligation to answer questions regarding decisions and/or actions” (Brinkerhoff, 2004). We would suggest that besides the obligation, accountability also refers to the capability to answer and this is where transparency is especially important. “Transparency enables the relevant subjects to explain their actions and to provide the required information necessary for justification and assessing their performance” (Kiseleva, 2020a; Rieder and Hofmann, 2020). Transparency can be a “powerful driver of accountability” for different stakeholders such as health regulators, healthcare providers, and patients. Thus, transparency is essential to ensure accountability.

Increased accountability and advanced patients’ choices are closely linked to another crucial function of transparency in healthcare – guaranteeing quality and safety. Generally, in healthcare, ensuring the safety and quality of medical services is crucial because stakes are really high – the health and/or life of an individual. In turn, it is only possible through continuous collecting, generating, and verification of data, information, and knowledge. In the AI context, transparency for ensuring safety and quality is even more crucial. It is needed for both *ex-ante* and *ex-post* control over the AI’s outcomes. The accuracy of AI’s outcomes depends on the quality and relevance of the inputs and thus the relevant procedures to verify it (control over training and validating data) have to be established. At the same time, the mechanisms to assess the specific output when an AI system

---

13 Making the opaque and hidden visible, creates truth and truth enables control, which serves as a “disinfectant” (Rieder and Hofmann, 2020, reference to Brandeis, 1913) capable of eliminating malicious conduct (Rieder and Hofmann, 2020).

14 It concerns all the procedures in the medical area starting from clinical trials and authorization of medicines and medical devices finishing with monitoring (meaning collecting and analyzing new data) of patients during and after their treatment. For example, data about verification, risks, and benefits of the specific medicine shall be shared with physicians so that they can prescribe it to patients in a safe and efficient manner. In turn, physicians shall properly inform patients about the prescribed medicine so that patients can tell the physicians if they have any contraindications which, in turn, enables preventing risks and side effects for them. Overall, access to and understanding of all the relevant information and knowledge by all the concerned subjects makes their decision-making safer and more efficient.
is used in real life shall be developed, too. This assessment is possible not only through explanations but also through keeping the records of AI’s development and testing, tracing the steps of this process, and establishing procedures of data governance and management. ‘An interpretation for an erroneous prediction helps to understand the cause of the error’ (Carvalho et al., 2019). Transparency enables AI systems to be tested, audited, and debugged, which is a path toward increasing their safety (Carvalho et al., 2019).15

A third goal that transparency helps to achieve is making informed decisions, which concerns different subjects. For patients, it is closely linked to their empowerment and to the requirement of informed medical consent. This right, in turn, relates to the protection of human dignity.16 To make decisions about their health, patients shall have access to information about their health conditions, diseases, risks and outcomes of suggested treatment options, their costs, and alternatives. More importantly, they shall fully understand the provided information.

Healthcare professionals shall also be provided with the tools to make their informed decisions. Communicating with patients, physicians shall make sure that their explanation is sufficient for making informed choices. However, in the AI context, the ability to comply with the requirement of informed consent depends not only on the medical knowledge of healthcare providers (as is normally the case) but also on their comprehension of AI-based devices and their decisions. In addition, physicians shall be provided with the information that enables them to choose in what situations to apply AI tools, how to use them, and how to verify the results that an AI system suggests.

Types of Transparency in Healthcare

The functions of transparency identified in the previous section (accountability; choice; safety, and quality) concentrate on the roles of the concerned subjects, their rights, and obligations. To continue building the system of transparency in this direction, we classify transparency also based on the stakeholders’ roles: who shall be transparent to whom. This system is identified from the literature on healthcare transparency and is further developed to tailor it to applying AI in the domain (Kiseleva, 2020a).

Gary S. Kaplan suggests the following categorization: external and internal types of healthcare transparency. According to him, transparency of healthcare providers to patients implicitly refers to “external transparency” (Kaplan, 2018). Internal transparency is the transparency “among all team members, at all levels, on all issues — throughout the health care organization itself” (Kaplan, 2018). Supporting the offered approach and taking it as a basis for further analysis of AI’s transparency, in this article, we view the internal transparency broader than transparency inside a healthcare organization. It is suggested that internal transparency shall refer to all the stakeholders (except for patients) directly or indirectly involved in healthcare provision and influencing the possibility to sufficiently provide external transparency (depending on its specific focus). In this case, the public authorities, manufacturers of medical devices, pharmaceutical companies, and other similar subjects shall be considered at the level of internal healthcare transparency17.

In the development of the classification suggested by Gary S. Kaplan, we propose distinguishing as part of internal transparency the so-called “insider” transparency. This type of transparency is necessary for the AI context to separate the roles of AI providers who are considered insiders and the roles of healthcare professionals who are considered the subjects of internal transparency. Insider transparency is addressed from AI providers to themselves and refers to their ability to comprehend the AI system and its decisions. Internal transparency is addressed from AI providers to AI users – healthcare professionals. Finally, external transparency refers to the relationship between healthcare providers and patients.

This classification of transparency is the basis for further analysis in this paper. We explore the legal frameworks applicable for use of AI in healthcare in relation to the type of transparency they correspond to. For external transparency, we examine the requirement of medical informed consent as the one that ensures the informed choice of patients and realization of their right to dignity. For internal (including insider transparency), we analyze the rules of the MDF that govern the verification of AI-based medical devices, both before and after they are placed on the market. In this structure of the analysis, the functions of transparency identified above (accountability, choice, safety, and quality) are also organically implemented in the frameworks.

Transparency, Accountability, and Risk Management

Accountability as a Methodology to Build AI’s Transparency System

One of the main functions of transparency is to ensure the accountability of all the involved subjects18. Transparency is needed for them to justify their actions and to organize control over their activities. However, in the AI context, the reverse correlation between accountability and transparency becomes especially important. The black-box issue leads to limitations in interpreting the outcomes of AI systems and, because of that, building a strong accountability system is one of the ways

15 Carvalho et al. used this phrase in relation to interpretability, but we extend this reference to transparency in general (Carvalho et al., 2019).

16 The ability to make an informed decision is closely related to the other goal that transparency helps to achieve for patients – the realization of individual rights. The right to consent or refuse medical treatment patients are properly informed about is itself the right that shall be protected. However, the EU Charter of Fundamental Rights links the right to informed medical consent with the broader rights – the right to respect for physical and mental integrity (Charter of Fundamental Rights of the European Union, 2012, art 3). In the broadest sense, this right is, in turn, relates to human dignity with is protected under article 1 of the Charter. This link to the very fundamental right highlights the importance of enabling the choice for patients which, in turn, is achieved through transparency. Legal scholars also highlight the importance of the fundamental rights framework for the use of AI in medicine and healthcare (Schneeberger et al., 2020; Stoger et al., 2021).

17 External and internal healthcare transparencies are inextricably connected. Stressing it out, external transparency cannot exist without the internal one. It means that the focus of healthcare policy makers and stakeholders shall start from ensuring transparency to patients but ultimately leads to creating the system where transparency is guaranteed to healthcare providers. While internal transparency is valuable itself (it enables to make the choices of healthcare providers more informed and thus to improve them), one of the main functions of internal transparency shall be ensuring the external one.

18 See above Section Functions of AI Transparency in Healthcare.
to ensure transparency\textsuperscript{19}. When all the concerned subjects can justify their actions and ensure the proper control, any process inherently becomes more transparent.

The multilayered system of transparency\textsuperscript{20} shall establish the rights and obligations of the concerned subjects by defining addressees and addressees (who to whom), objects (what), and timing of transparency (when). These factors together with measures (how) shall be guided by the functions of transparency (why)\textsuperscript{21}. This system is based on accountability tools of different natures: external (to set the relevant structures that enable control), internal (to justify your actions and develop practices for that), and self-imposed (De Hert, 2017).

All the elements and layers of the transparency system are interrelated and can be described as a ripple effect. External transparency (toward a patient) is not possible without the internal one (toward a healthcare provider), which, in turn, is impossible without the insider transparency (toward an AI provider). At the same time, the needs of patients shape the obligations of a healthcare provider, and his needs shape the obligations of AI providers. However, at every layer, the transparency measures will vary depending on the context, knowledge of the addressee, choices that transparency helps to make to the addressee, and generally the positions of addressee and addressee in the whole process (and their obligations)\textsuperscript{22}. Yet, the measures at one level influence the measures on other levels and vice versa. The picture of transparency layers together with the corresponding legal frameworks and main actors is represented in Figure 3.

The multilayered transparency system based on accountability tools also enables to implement transparency measures to already existing legal frameworks. The use of AI in healthcare does not arrive as a rocket to outer space, it is landed to the existing compliance procedures such as verification and authorization of medical devices that guarantee their safety and quality\textsuperscript{23}. The need to implement the future AI framework (including the requirement of AI's transparency) into existing procedures and rules is also expressed by the EU legislator. The proposed AI Act states that the requirements to high-risk AI systems shall apply to AI devices covered by the MDF. The two frameworks

\textsuperscript{19}Due to issues with AI's transparency, some legal scholars suggest that for the algorithmic governance in privacy and data protection, priority shall be given to accountability instead of transparency (De Hert and Lazcoz, 2022). While generally agreeing with the importance of accountability, in the context of this paper, we see accountability as an architecture to build a transparency system rather than the prevailing concept.

\textsuperscript{20}The multilayered approach toward transparency (or explainability) has received its recognition in legal scholarship. With regards to explanations in the GDPR, Kaminski and Malgieri suggested the layers of individual, group, and systemic explanations (Kaminski and Malgieri, 2020). Similarly, Zarsky distinguished groups of data recipients in a transparency system: general public, internal, and external institutions, and affected individuals (Zarsky, 2013). In this paper, the layers of transparency are placed in the healthcare context and defined by more specific roles of the relevant actors. In addition to that, the layers themselves guide the choice of applicable legal framework at that level – which extends the instrumentality of the suggested multilayered approach.

\textsuperscript{21}The accountability system based on posing the said questions is described by Bovens, Schillemans, and Goodin (Bovens et al., 2014). A similar question-based approach was suggested by Kaminski with regards to explanations in the GDPR (Kaminski, 2019) and she further applied it for transparency in algorithmic accountability (Kaminski, 2020).

\textsuperscript{22}For example, transparency measures that are needed for patients to make their informed choice about their health and body will differ from the ones that are needed for AI providers to ensure the general safety and quality of AI system. Healthcare providers need to make their choice about treatment options for a patient and at the same time to ensure the safety and quality of the AI's outcome concerning the patient in question.

\textsuperscript{23}Transparency rules for AI shall be developed taking into consideration not only existing transparency-related requirements (such as the rule of informed medical consent) but also all the legal obligations imposed to the involved stakeholders and the relationships between them. Because one of the functions of AI's transparency in the healthcare context is ensuring the safety and quality, the existing rules on that matter shall be explored to understand what is expected from AI providers under the current framework and how it works for AI's transparency.
will work together: “the safety risks specific to AI systems are meant to be covered by the requirements of the AI Regulation, and the sectorial legislation (MDF) aims to ensure the overall safety of the final product” [EC Proposal for the AI Act (European Commission, 2021, p. 4)].

Implementation of Existing Risk-Management Approach in Healthcare to AI’s Transparency

The implementation of AI-related transparency measures into existing legal frameworks leads to the final point of this section: the need to take into consideration the risk management systems established by these frameworks. The approach to this type of systems suggested in the proposed AI Act is rather one sided because it considers only possible risks and their prevention (European Commission, 2021, art. 9). In contrast, the MDF allows to admit some risks acceptable if they are overweighted by the relevant benefits [MDR (Regulation, 2017a, Annex 1, Chapter 1, art. 4)]. Moreover, the framework requires minimizing the risks to the only extent that does not adversely affect the benefit-risk ratio (MDR, Annex 1, Chapter 1, art. 2). In AI context, the perspective to look at risks in comparison to the relevant benefits is important, especially concerning the trade-off between AI’s accuracy and explainability24. Risks must be reduced to the possible minimum level, but it is crucial to realize that zero risks are impossible in any area. Of course, in healthcare, the risks are of very high stakes because they concern “physical harms—death, disability, disease that rob us of normal and foundational powers of action” (Keating, 2018). However, even in this case, ‘the risks in question should be reduced as far as possible without “killing the activity” in question’ (Keating, 2018). Gregory C. Keating mentioned:

“A world of “no risk” is not a world worth having. Diminished security is the byproduct of action. Diminished liberty is the price of increased security. We cannot farm, build, drive, fly, eat and drink, or mill cotton and refine benzene without taking and imposing risks of devastating injury. A world in which no one moves is a world in which few, if any, aims, ends, and aspirations can be realized, and few, if any, lives can be led” (Keating, 2018).

Besides the need to accept some risks in consideration to the relevant benefits, one shall bear in mind that risks can be unpredictable, especially concerning health. “Medical treatment itself is always an unpredictable and risky process and there is no universal standard of treatment that suits everyone” (Kiseleva, 2020a). “Each man and woman is ill in his or her own way” (Topol, 2019). Human bodies are unique and can respond differently to a treatment. In other words, no one can predict the result of suggested treatment with 100% definitiveness (Kiseleva, 2020a). In the end, risks can never be minimized to a zero level.

We argue that a future framework on AI, including its transparency requirements, shall be based on the approach that not only tries to minimize risks to the maximum possible extent but also views them in consideration to relevant benefits. Healthcare legislation (MDF) already follows this approach and allows to accept some risks despite high level and sensitive nature of risks in this area. Both the inherent “black-box” issue and lack of full predictability (due to constant self-learning) of some AI applications shall be analyzed as the risks that might be acceptable when the benefits of AI’s use overweight them and where are yet no technical solutions to solve the said risks25. The two legal frameworks applicable to the use of AI in healthcare are analyzed further in the light of this approach. The analysis starts with the informed consent requirement.

EXTERNAL TRANSPARENCY OF AI IN HEALTHCARE: TOWARD PATIENTS

Rule of Informed Medical Consent as the Foundation for External AI’s Transparency in Healthcare

In this section, we explore the external transparency of AI in healthcare – the one that is addressed toward the recipients of medical care (patients)26. The legal framework that corresponds to this type of transparency is the requirement of medical informed consent. The general requirement is established by the international treaties – Oviedo Convention (Convention for the Protection of Human Rights, 1997, art. 5) and the EU CFR [Charter of Fundamental Rights of the European Union, 2012, art. 3.2(a)] – and detailed by national legislations. Although states can establish their own nuances in the rule of informed consent, the basis of the requirement is expressed in the Oviedo Convention, and in the interest of generalization and uniformity, we take this document for the analysis in this paper.

Article 5 of the Oviedo Convention states: “An intervention in the health field may only be carried out after the person concerned has given free and informed consent to it. This person shall beforehand be given appropriate information as to the purpose and nature of the intervention as well as on its consequences and risks” (Convention for the Protection of Human Rights, 1997, art. 5). This legal requirement already enables to define some of the transparency elements (partly or fully) to be constructed in this paper by the accountability approach. These elements are represented in Table 1.

---

24In this paper, we suggest the general approach to look at AI’s transparency in healthcare (not only explainability in a technical sense) on correspondence to all its benefits, not limited to accuracy. This approach enables to consider the explainability-accuracy trade-off existing in the AI context but allows to look at the problem wider based on the extended interdisciplinary vision on transparency. For the detailed analysis of the trade-off between explainability and accuracy from a legal perspective (with technical case study and literature), including contract and tort law, see Hacker et al., 2020. In the medical context, they suggest three factors that shall be considered for the use of ML with an acceptable level of accuracy: ‘if ML models are shown to be consistently superior to human decision making, if they can be reasonably integrated into the medical workflow, and if they are cost-justified’ (Hacker et al., 2020).

25In this scenario, viewing transparency as the system that is not limited to only interpretability (where the risk of not achieving it exists) enables to minimize the overall number of risks through other, more feasible measures of transparency such as explanations, data governance, audit, records keeping, and documentation.

26The group of recipients of medical care is broader than patients (who can be understood as only those who are admitted to hospitals), but for the purposes of this paper, we use the word ‘patients’ to refer to everyone who receives medical care from healthcare professionals in healthcare organizations.
TABLE 1 | Summary of the requirement of the informed medical consent applicable to artificial intelligence (AI)'s external transparency.

| Who to whom: Healthcare professional (physician) to patient*; | When: Before intervention in the health; | What: Information as to the purpose and nature of the intervention as well as on its consequences and risks; | How: Appropriate information; | Why: To enable free and informed consent/rejection of the intervention. |

---

*Although the article does not directly mention healthcare professional as the one required to provide information to patient, it is implied because he is the one who carries out intervention into health under its professional duties.

Table 1 demonstrates that at least two elements of the external transparency layer are clearly defined by the corresponding legal framework (who to whom and when). Other elements (what, how and why) are described just partly, and in this section, we aim to provide some guidance for their specification in the context of the use of AI for diagnosis and treatment.

Justifications of an External Transparency of AI in Healthcare

To answer the questions of how and what, we first have to understand why transparency is needed. At the level of transparency toward patients, its main function under the legislation is enabling patients’ choice on interference in their health which refers more fundamentally to their mental and physical integrity. The ability of patients to make choices expresses the movement toward their empowerment that started in the second half of the 20th century and replaced the prevailing before “doctor knows best” paternalistic approach (Verhenneman, 2020, p. 7). Accountability is another function that transparency helps to reach at this layer because the obligation to provide information about the suggested treatment and its alternatives, risks, and consequences makes physicians justify their actions and decisions and answer to patients about them. Finally, indirectly, it all can increase the safety and quality of medical services because shared decision-making can raise self-awareness and self-care of patients. It can motivate them to provide more information to healthcare providers which, in turn, can reduce medical errors or suffering from health consequences caused by miscommunication.

Measures of External Healthcare Transparency in AI Context

Based on the defined functions of external transparency, we now need to answer the question of external transparency's scope and measures in AI context37. The measures to achieve AI's transparency toward patients are28 interpretability and explainability, communication, and information provision. These measures also shape the scope of transparency.

Communication (measure 1) means notifying patients that AI device is used in their diagnosis and treatment. Although, as identified by I. Glenn Cohen, it is not fully clear if the current legislation, in fact, establishes this obligation (Glenn Cohen, 2020), we argue that it shall be the necessary element of the transparency process. The patient shall have the right to choose whether to be diagnosed and treated with AI facilities or not; otherwise, his integrity can be violated.

Provision of information (measure 2) is directly specified in the requirement of informed consent. We argue that in the AI context, this provision information shall include the fact of the usage of AI facilities (as the communication measure) and possible alternatives to it (if and how the suggested diagnosis/treatment can be reached without AI). The patient shall be also informed on how is substantial the role of the decision made with the use of AI in the whole treatment process (compare, for example, AI-based analysis of medical image and AI-based decision on the need for surgery for the specific patient – the importance of AI's use is different in these situations). A physician shall also notify a patient on the fact that AI was certified under the conformity assessment procedures and its safety and quality were verified before the AI-device's application within the healthcare organization. In addition, healthcare professionals shall inform patients on the intended purpose of the AI system and its level of accuracy demonstrated during the market authorization. The data about a patient that was added to the AI system as an input for the decision shall be specified and communicated to a patient. All these types of information are feasible to provide even for the opaquest systems, rather comprehensible, and are useful to inform patients on the purpose and partly on the nature, consequences, and risks of AI-related intervention29.

Finally, in AI context, the most challenging and debatable transparency measure toward patients is explainability (measure 3), that is needed to reach interpretability. In this regard, we submit several suggestions. First, providing explanations shall be part of external transparency30. It can concern any question that a patient can pose about AI's use and shall serve with the aim to answer that question so that the patient understands and can make the relevant choice. These explanations are provided by a physician but can include the ones embedded by design into AI systems by AI developer. This vision is inspired by the concept of AI's transparency by design suggested by legal scholars who view it broadly as a set of measures of different natures and from different actors (Felzmann et al., 2020). We agree with the H. Felzmann et al. that transparency shall be a holistic concept and be considered at the earliest stages of AI development31. We suggest the term ‘explanations by design’ to refer to the technical

28Which is required under the rule of the medical informed consent (see the Table 1).
30This submission is made because the current legislative requirement of informed medical consent does not explicitly include the explanation element.
31Similarly, Zarsky suggested transparency stages for AI’s development and use: data collection and aggregation; data analysis and examining model uses (ex-ante and ex-post) (Zarsky, 2013).
tools embedded in AI’s functionality to explain the AI system and its outcomes – in data science, it is also known as “automated explanations.” This concept is narrower than transparency by design and helps to differentiate technical explanations from the other types (for example, explanations provided by physicians)\(^{32}\). Explanations by design can be addressed to AI users (healthcare professionals) or the subjects of AI decision-making (patients) or both. This type of tools can explain the general functionality and purpose of the AI system and/or its specific outcome in relation to the specific patient (which is more challenging due to black-box issue). Finally, the embedded explanations can be based on different explanation techniques developed in data science\(^{33}\), but have to be adapted to the needs of the audience because the law requires the information to be provided in appropriate form\(^{34}\). For patients, it could be videos and/or images accompanied with the text in plain and accessible language.

### Suggested Considerations for AI’s External Transparency in Healthcare

The most challenging question is how to provide explanations to the systems that are opaque even for their developers. In this case, we argue that the best explanations possible shall be provided, but some level of opacity shall be considered one of the acceptable options. Following the risk-benefit approach discussed earlier, the inherent opacity of some algorithms shall be assessed during the verification of a AI-based device toward their performance\(^{35}\) and other benefits on their own and in comparison with the existing alternatives. Included in the broad set of transparency measures, all the possible AI’s explainability measures (technical and non-technical) to achieve interpretability shall be taken, but the inherent opacity of AI algorithms can be accepted as one of the AI’s risks. In this situation, the importance of ensuring the accuracy of AI’s decisions becomes even stronger.

In the context of AI’s transparency toward patients, we have to keep in mind that not everything has to be explained. Too much information can make the decision-making more complex and thus prevent from reaching the main goal of transparency – enabling making choice. “Many AI technologies are complex, and the complexity might frustrate both the explainer and the person receiving the explanation” (WHO Guidance, 2021). In addition, many believe “that ‘overdisclosure’ makes it difficult for patients to distinguish the meaningful risks from trivial ones” (Glenn Cohen, 2020). “Explainable machine learning is not dissimilar from how a clinician must distill extremely complex reasoning based on decades of medical education and clinical experience into a plain-language explanation that is understandable to a patient” (Petch et al., 2021). Medical processes with and without the use of AI already reach a complexity today that obliges medical personnel to explain with “appropriately reduced complexity” (Schneeeberger et al., 2020 with reference to Eberbach, 2019). Consider the example with prescribing medicines – a physician does not explain to a patient the chemical formulas inside the medicine because this would not help a patient to decide about taking it (Kiseleva, 2020a). Instead, a patient is informed on why a physician prescribed the specific medicine, about its side effects and risks, as well as on benefits of taking the medicine (Kiseleva, 2020a). At the same time, another analogy can be used – when a physician makes any treatment or diagnosis decision, we are not exploring how his brain is functioning for that specific decision\(^{36}\). It is not needed and is not possible yet. Z. Lipton mentioned the black-box of the human brain (Lipton, 2016) and, indeed, how exactly our brain works is one of the unresolved mysteries in science. Yet, it does not prevent us to act in complex and in different environments and justify our actions (including through different explanations).

Finally, we argue that AI’s external transparency shall be always tailored to the needs of the specific patients (Mourbya et al., 2021), and this tailoring is always conducted by a healthcare professional. A physician is the one who makes the suggested medical decisions and the one who shall explain them to a patient in an appropriate-for-that-patient manner. He is the one who directly interacts with a patient and can assess his knowledge and their motivation in the decision-making process. “The process should be individualized within the boundaries of the patient’s desires for autonomy, thus reflecting true patient autonomy” (Paterick et al., 2008). The same applies to the explanations about AI algorithms, their inherent opacity, and risks about changing the accuracy of AI algorithms due to self-learning (risks of mismatch) (Kiener, 2021). M. Kiener argued that these so-called meta-risks (a risk that the risk-assessment is wrong) are normally not required to be disclosed, but in AI context, the disclosure decision shall be “personalized, i.e., specifically tailored to a patient’s personal characteristics” (Kiener, 2021). Generally, although the minimum standards of transparency shall be established and, in this section, we attempted to suggest them, the details of the transparency process toward a patient will

---

\(^{32}\)Explanations by design are also differentiated from the explanations of AI developers provided in non-technical form (such as clarifications to AI users).

\(^{33}\)For example, J. Petch identified the following explainability techniques in cardiology: variable importance methods (feature importance methods that generate explanations by calculating the statistical contribution of each variable to a model performance), surrogate methods (explain a black-box model by developing a new interpretable model, such as a logistic regression or a short decision tree, on the predictions of the black-box model), and visualization methods (illustrate relationships between an outcome and a set of variables of interest. However, the authors accept the limitations of these techniques (Petch et al., 2021). Guidotti et al., in their detailed survey, classified methods for explaining the black-box models based on several factors: the type of problem faced, the type of explanator adopted to open the black box, the type of black-box model that the explanator is able to open, and the type of data used as input by the black-box model (Guidotti et al., 2018).

\(^{34}\)As required under the rule of the medical informed consent (see the Table 1).

\(^{35}\)Under the MDE performance is the ability of a device to achieve its intended purpose as stated by the manufacturer [MDE, art. 2(22) and IVDR, art. 2(39)]. The two acts included in the MDE are different in their specification of accuracy with relation to devices’ performance: the IVDR explicitly includes accuracy in the elements of the device’s performance [see the detailed analysis in Kiseleva and Quinn (2022)] and the MDR requires the provision of sufficient accuracy for the intended purpose and indication of accuracy limits only for diagnostic and measurement devices [MDE, Annex I, 15(1)].

\(^{36}\)Similarly, Friedrich et al. indicated that ‘although medicine is one of the oldest sciences, mechanisms through which interventions work are sometimes not known or not well understood. For example, clinicians utilized aspirin for centuries without understanding exactly how it worked (and the discovery of its mechanism of action was considered worthy of a Nobel Prize in 1982)” (Friedrich et al., 2022).
be always tailored by a physician\textsuperscript{37}. However, in the AI context, the external transparency is highly dependent on the internal one which is discussed in the next section.

**INTERNAL TRANSPARENCY OF AI IN HEALTHCARE: TOWARD HEALTHCARE PROVIDERS**

**Justifications of AI’s Internal Transparency**

In this section, we explore the AI’s internal transparency – the one that is addressed toward the users of AI devices. In the healthcare context, users are usually represented by physicians or other medical professionals (for example, radiologists, surgeons). Because their role is at the medium level of the transparency system, their relevant rights and obligations are guided by several frameworks. To structure the analysis of these frameworks, we first identify why AI’s transparency is needed for healthcare professionals.

Internal transparency of AI is initially needed to hold healthcare professionals accountable toward patients and to help the patients in making their treatment choices. In this case, their transparency obligations (toward patients) and rights (toward AI developers) are guided by the framework on the medical informed consent\textsuperscript{38}. In addition, physicians have to make their own choices about the use of AI device with regards to the specific patient. This choice concerns both the need to use AI in a specific case and the accuracy of the decision in that case. While physicians are the subjects who are legally responsible for the quality of medical care and can be held liable for medical errors, they have to make sure that the outcome of an AI system is safe. Before starting using an AI device, they have to be not only convinced that the specific outcome is safe, but also the AI device is generally useful, safe, and efficient. For that, they need to have all the necessary information, documents, and explanations provided directly (through interaction and cooperation) or indirectly (through the process of AI’s device verification and authorization) by AI developers. The main framework that establishes the rights and obligations of AI providers during the whole life cycle of AI device is the MDF and it is explored here on its ability to perform the functions of the AI’s internal transparency.

**Medical Devices Framework as the Foundation for AI’s Internal Transparency**

The main scope of the MDF\textsuperscript{39} is to ensure the safety and quality of medical devices before and after they are placed on the EU market (MDR, recital 2). For that, the framework establishes the obligations of devices’ manufacturers (AI providers in the context of this paper). The importance of transparency and its contribution to the functions identified above is recognized in the law. The MDR in several recitals establishes that provisions ensuring transparency are needed to improve health and safety (MDR, recital 4), as well as for empowering patients and healthcare professionals and enabling them to make informed choices (MDR, recital 43). Although the framework does not establish transparency as a principle and does not explicitly classify what kind of measures shall be covered by the concept of transparency, the importance of transparency recognizable by the framework can justify the link between transparency and measures established by the framework that are analyzed below.

The MDR establishes the types of information supplied by device manufacturers together with the device. This includes “information about safety and quality of the devices relevant to the user, or any other person, as appropriate” [MDR, Annex I, Chapter III, 23(1)]. Importantly, the framework highlights that the information about the device, including instructions for its use, shall be addressed to the device’s intended user and tailored to his “the technical knowledge, experience, education or training” [MDR, Annex I, Chapter III, 23(1)(a)]. “In particular, instructions for use shall be written in terms easily understood by the intended user and, where appropriate, supplemented with drawings and diagrams” [MDR, Annex I, Chapter III, 23(1)(a)]. The framework also specifies the type of information to be provided to the users together with the device: clinical benefits to be expected [Annex I, Chapter III, 23.4(c)]; performance characteristics of the device [MDR, Annex I, Chapter III, 23.4(e)]; information allowing the healthcare professional to verify if the device is suitable [MDR, Annex I, Chapter III, 23.4(f)]; any residual risks, contra-indications, and any undesirable side effects, including information to be conveyed to the patient in this regard [MDR, Annex I, Chapter III, 23.4(g)], as well as all the information that allows healthcare professionals and patients to be properly informed on the risks [MDR, Annex I, Chapter III, 23.4(s)]; specifications the user requires to use the device appropriately, e.g., if the device has a measuring function, the degree of accuracy claimed for it [MDR, Annex I, Chapter III, 23.4(h)]; any requirements for special facilities, or special training, or particular qualifications of the device user and/or other persons [MDR, Annex I, Chapter III, 23.4(j)].

A summary of measures already existing in the legislation and relevant to AI’s internal transparency is presented in Table 2. This summary is to inform the AI developers on what is already needed from them under the current framework and continue the discussion of what further adaptations are required.

**Table 2** and its analysis illustrate that the MDF is a good basis point for ensuring transparency addressed to AI users (healthcare professionals)\textsuperscript{40}. Importantly, the framework requires the provided information to be relevant to physicians and patients to help them make their choices. It enables to facilitate the multilayered system of transparency in the

---

\textsuperscript{37} The tailoring shall also depend not only on the patient and her individualized treatment process but also on the AI application in question and its level of opacity and self-learning.

\textsuperscript{38} While we explored this framework in the previous section, we do not focus on it here, but keep in mind its influence on the internal transparency, too.

\textsuperscript{39} As mentioned in the introduction, the MDF consists of two legislative acts: the MDR (Regulation, 2017a) and the IVDR (Regulation, 2017b). These two acts are rather similar in their procedures and concerned subjects (in relevance to the scope of this paper and in correlation to transparency). For the simplicity of further analysis, the MDR will be used as a point of reference.

\textsuperscript{40} Despite the lack of explicit transparency requirement in the MDF, this conclusion is possible due to consideration of internal transparency as one of the tools to ensure the AI’s safety and quality – the scope of the framework.
TABLE 2 | Summary of the Medical Devices Framework (illustrated by the MDR) requirements relevant to AI internal transparency measures.

| Who to whom | AI provider to healthcare professional (device’s user) and patient; |
| When | When a device is placed on the market and being used; |
| What | Providing of information about: |
| | • Instructions for the appropriate use of a device; |
| | • Safety and quality of a device; |
| | • Expected clinical benefits; |
| | • Device’s performance characteristics; |
| | • Information allowing assessment of the device’s suitability; |
| | • Residual risks, contra-indications, and any undesirable side-effects; |
| | • Information allowing being informed about risks, contra-indication, and undesirable side-effects; |
| | • Requirements for special facilities, or special training, or particular qualifications of the device user and/or other persons; |
| | • Specifications the user requires to use the device appropriately. |
| How | Information relevant to the user and tailored to his technical knowledge, experience, education, or training. Instructions for use shall be written in terms readily understood by the intended user and, where appropriate, supplemented with drawings and diagrams. |
| Why | • To enable healthcare providers making choices, including diagnosis and treatment ones; |
| | • To hold healthcare providers accountable, including with regards their transparency obligations toward patients; |
| | • To ensure safety and quality of AI-devices, both at the general level and with regards to the specific patient. |

AI context. However, some adaptations (or interpretations) (Lognoul, 2020) to the nature of AI technologies, their opacity, and self-learning shall be made by policy makers for ensuring transparency at the internal level. The suggested adaptations might be implemented in the next version of the AI Act proposal or included in the thematic guidelines to be issued.

Suggested Adaptations of the MDF to Ensure AI’s Internal Transparency

The first adaptation of the MDF to ensure AI’s internal transparency concerns information provision. The list of information to be provided to devices’ users (healthcare professionals) shall be specified. The first element of the specification is the information about the data. While the quality of data defines the quality of AI’s decisions, data governance and management practices shall be developed by AI providers. They have to inform the users on what kind of data was used to train and validate an AI system and how system parameters might change depending on the input data. Users have to be instructed on what input data are considered to be relevant and appropriate for the AI system in question because it is one of the main tools to keep the accuracy of AI system at the level established during the device’s verification (the more relevant the data, the more predictable the outcome). Second, the required information about the device’s risks, side effects, and limitations shall cover the risk of algorithmic changes, AI providers’ predictions of that changes, as well as the explainability limitations when it is applicable (black-box models). For the opaque models, AI providers have to also inform users on why and how the benefits of the use of this system outweigh its risks (level of accuracy, comparison with other technologies, or practices available on the market).

The second needed adaptation of the MDF concerns explainability measures – the ones that help to clarify provided information and thus to reach interpretability by AI’s users. The measures shall concern both general explanations about how AI systems function, what are the important factors to consider during its use, and, more specifically, explanations about AI’s outcomes reached with regards to a certain patient. AI providers shall develop possible technical measures to implement automatically generated explanations into their AI systems (‘explanations by design’)41 and to complement these technical measures with textual and visual explanations.

The Application-Grounded Evaluations Suggested by F. Doshi-Velez and B. Kim: How to Implement Them to the MDF to Ensure Contextualized Interpretability

As already required under the current legal framework and argued in this paper, all the transparency measures shall be contextualized and tailored to users of AI systems – healthcare professionals. However, data scientists are not necessarily the experts in the domain and thus might have difficulties in deciding what serves as a good explanation for healthcare professionals. For that, we suggest implementing the taxonomy of evaluation approaches for interpretability developed by F. Doshi-Velez and B. Kim. They differentiate the following levels of interpretability evaluations: application grounded, human grounded, and functionally grounded. The one that is relevant at the users’ level is the application-grounded evaluation of interpretability.

“Application-grounded evaluation of interpretability involves conducting human experiments within a real application” (Doshi-Velez and Kim, 2017). “If the researcher has a concrete application in mind—such as working with doctors on diagnosing patients with a particular disease—the best way to show that the model works is to evaluate it with respect to the task: doctors performing diagnoses” (Doshi-Velez and Kim, 2017). F. Doshi-Velez and B. Kim argued that the quality of the explanation shall be evaluated in the context of its end task and that an important baseline is how well human-produced explanations assist in other humans trying to complete the task (Doshi-Velez and Kim, 2017)42. We support this vision and suggest that this type of interpretability evaluation shall be implemented into the MDF. Specifically, when AI-based device

41See the clarification of this term in Section Measures of External Healthcare Transparency in AI Context of this paper.

42In this paper, we do not propose the specific measure to achieve the application-grounded evaluations of explanations and interpretability because it shall be always contextualized (not only for healthcare context but also for the specific AI application). However, a useful example of such a measure is the system causability scale (SCS) suggested by Holzinger et al. (2020).
process, different automated explanations techniques available for the model in question,\(^46\) legislative requirements (already existing\(^47\) or to be adopted in the future\(^48\)). These limitations shall be considered in the whole risk-benefit analysis of the AI system in question depending on the purposes, quality, and other features of that system. The functions of transparency shall also be kept in mind for evaluation and deciding on its limitations.

Besides enabling the AI providers to perform their transparency duties toward healthcare providers and patients, the main function of insider transparency is to guarantee the safety and quality of AI devices to the maximum possible extent. This function of transparency is very important for any AI-based device and crucial for those that have interpretability limitations.

**Medical Devices Framework as the Foundation for AI’s Insider Transparency**

The MDF establishes a rather extensive list of obligations that benefit the safety and quality of the devices. That includes, *inter alia*, drawing up "the records and reports demonstrating appropriate conformity assessment activities" (MDR, Annex VII, art 3.2.4), building the system of recording incidents with a device and its adverse effects (MDR, art. 80), as well as providing quality records as a part of the quality management system (MDR, Annex IX, Chapter I, art 2) to record clinical investigations [MDR, art 72(3)] and data about safety and quality of the device during its whole life cycle, including post-market surveillance [MDR, art 83(2)]. In addition to that, the mentioned recording obligations shall enable notified bodies to carry out the relevant audits and reporting about them (MDR, Annex VI, Part A, 4.6). Documentation of the whole process of the device’s development, its risk management system, conformity assessment, and post-market surveillance is also required under the current framework. This list of measures corresponds to the transparency activities identified through the analysis of law (records keeping, documentation, and auditing)\(^49\) and shall be considered part of the transparency system at the insider level. Information provision established at the internal transparency level also works for helping AI providers hold accountability. These insider transparency measures are presented in Table 3.

In summary, the MDF establishes a rather extensive list of transparency measures required from AI providers, both at the internal transparency level (toward users of AI systems) and at the insider level (toward AI providers themselves). These measures correspond to the ones identified before from the

---

\(^{41}\)See the experiments on human-in-the-loop evaluations of explanations of different styles here: (Shulman-Tal et al., 2022).

\(^{44}\)Data that have been used in the AI model training/prediction process might not be sufficient for providing explanations and/or its use for explanations might be limited (due to privacy and data protection issues, for example).

\(^{45}\)For example, the quality of data might be sufficient for the use in the prediction process, but not enough for explanations (Holzinger et al., 2017).

\(^{46}\)Some ‘black-box’ models might require the use of ‘white-box’ models to generate explanations (Kenny et al., 2021).

\(^{47}\)Already existing legislative requirements mainly include the ones described in this paper (the requirement of the informed medical consent, MDF), but can also include the need to comply with the GDPR (these requirements are not the focus of this paper but are extensively explored by legal and other scholars (see, for example, Malgieri, 2021; Mourbya et al., 2021; Hamon et al., 2022).

\(^{48}\)For example, if the future version of the AI Act establishes the strict means of explanations (such as, always requiring automated explanations), that might pose additional technical limitations. Automated explanations available for the specific model in question might be either too generic (and thus of limited usability) or too many (and thus blur the picture) or too few (and thus inadequate).

\(^{49}\)See Section Views on AI’s Transparency: Law and Policy.
obligations based on the roles of the involved subjects and their specific. This approach enables to shape transparency-related interpretability is not the fixed parameter and in the end is due to technical limitations of black-box models but also because
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What: – Information provision (as specified at the internal transparency level);
– Development of explanations for AI systems;
– Documentation of the whole process of the device’s development, its risk management system, conformity assessment and post-market surveillance;
– Keeping the records of:
  • Carrying out of conformity assessment procedures;
  • Incidents and adverse effects of a device;
  • Quality management and reports;
  • Clinical investigations;
  • Data about devices’ safety and quality.
When: During the whole life cycle of AI-device;
Who to whom: AI providers to themselves;
How: Records-keeping and documentation shall be carried out in the way that enables notified bodies to audit the activities of AI provider and verify the quality and safety of AI devices. Explanations shall be provided to the maximum technically possible extent and in way that enables further tailor explanations to users. Information shall be provided as specified at the internal transparency level.

Why: • To hold AI providers accountable;
  • To ensure safety and quality of AI-devices.

Summary of the MDF requirements (illustrated by the MDR) relevant to AI’ insider transparency measures.

| Who to whom | AI providers to themselves; |
| When:       | During the whole life cycle of AI-device; |
| What:       | – Information provision (as specified at the internal transparency level); |
|             | – Development of explanations for AI systems; |
|             | – Documentation of the whole process of the device’s development, its risk management system, conformity assessment and post-market surveillance; |
|             | – Keeping the records of: |
|             |  • Carrying out of conformity assessment procedures; |
|             |  • Incidents and adverse effects of a device; |
|             |  • Quality management and reports; |
|             |  • Clinical investigations; |
|             |  • Data about devices’ safety and quality. |
| How:        | Records-keeping and documentation shall be carried out in the way that enables notified bodies to audit the activities of AI provider and verify the quality and safety of AI devices. Explanations shall be provided to the maximum technically possible extent and in way that enables further tailor explanations to users. Information shall be provided as specified at the internal transparency level. |
| Why:        | • To hold AI providers accountable; |
|             | • To ensure safety and quality of AI-devices. |

analysis of law and thus enable to build the transparency system that is discussed in Section Summary and Discussions.

SUMMARY AND DISCUSSIONS

Transparency of AI in Healthcare: Context-Specific and Role-Specific Multilayered System of Accountabilities

In this article, we suggest that AI’s transparency in healthcare shall be viewed as the multilayered system of measures. Nowadays, discussions about AI’s transparency focus on the relevant obligations of AI providers, mostly on the requirement to ensure AI’s interpretability. This task is challenging not only due to technical limitations of black-box models but also because interpretability is not the fixed parameter and in the end is evaluated by its addresser. That is why interpretability and more generally transparency shall be context specific and role specific. This approach enables to shape transparency-related obligations based on the roles of the involved subjects and their expectations from transparency in the specific domain. These roles and expectations are also influenced by the applicable legal frameworks and taking them into consideration allows to better implement the AI’s transparency measures into the accountability system already existing in the domain.

Layers of AI’s Transparency in Healthcare: External, Internal, and Insider

For the use of AI applications in healthcare, we suggest considering three layers of transparency: external (from physicians toward patients), internal (from AI providers toward physicians), and insider (from AI providers toward themselves).

All the layers are interconnected and influence each other. For example, the transparency needs of patients shape the transparency expectations of healthcare professionals from AI providers. At the same time, AI providers cannot explain more than they understand themselves, and so limitations on the insider level dictate the scopes of transparency at the internal and external layers. These limitations arise out of the black-box issue of AI – the lack of possibilities to understand the inner working of algorithms and to fully explain how the specific input turned to the specific output.

Considerations for the Black-Box Issue of AI

To deal with the black-box issue of AI, we propose several considerations. First, we argue that AI technologies that have this issue shall not be banned from usage even in high-risk areas such as healthcare. The European Commission, despite its vague determination of transparency requirement, seems to support this approach because it includes in the list of allowed AI technologies all the types that are usually described as black boxes (EC Proposal for the AI Act, Annex A). It means that the regulator does not limit the usage to only inherently interpretable algorithmic models, although some data science scholars promote the opposite approach (Rudin, 2018).

Second, despite the technical challenge, AI providers have to take the best possible explainability measures, both for themselves and for other involved subjects. This area of research shall be promoted to motivate data scientists to progress in it and improve the technical facilities to explain AI. For that, the requirement to use state-of-the-art explainability techniques shall be part of the conformity assessment process.

Third, the level of algorithmic opacity that cannot be technically solved at the moment might be considered an acceptable risk subject to its careful evaluation and demonstration that the benefits of AI’s use in the specific healthcare application outweigh it. This approach corresponds to the one already existing in the healthcare domain and, more specifically, to the framework that regulates the market authorization of medical devices. The world of no risk is impossible, and it is especially true for the diagnosis and treatment of individuals who are unique and can differently respond to medical actions. We cannot always accurately predict the outcomes of medical treatment, and even more, sometimes we cannot explain the health conditions of the specific person (diagnose him) or explain why his treatment did not help. In this sense, some level of opacity always exists in healthcare, and expecting it from AI devices otherwise is unrealistic. In this case, the requirement of state-of-the-art explanations also works in another direction – it enables AI providers to justify the acceptance of some level of opacity (because the technologies that solve it do not exist).

Finally, the suggested vision of transparency as a multilayered system enables to balance the technical opacity of algorithms by strengthening other transparency measures from AI providers and other involved subjects. This approach corresponds to

50More on that in Kiseleva (2021) and Kiseleva (2021a).
the vision existing in law and thus makes it more feasible to implement a transparency system into the relevant accountability frameworks.

Transparency as an Umbrella Category and a Legal Principle

Based on the analysis of law, we have identified that transparency as a broad concept can include different measures such as explainability, interpretability, information provision, traceability, auditability, records keeping, and documentation. The measures that are directly related to solving the “black-box” issue of AI are interpretability and explainability. Through the analysis of literature in the technical domain, we suggest that the concepts shall correlate as follows: transparency is an umbrella category and covers the whole process of AI's use and development; explanations as the actions of involved subjects (of both technical and non-technical natures) are one of the tools to reach interpretability – the state when explanations help addressees to reach their legally protected goals. Considering the technical limitations to provide the full set of explanations, other transparency measures listed above (such as information provision, traceability, auditability, records keeping, and documentation) are to be used as complementary tools to reach the interpretability of the involved subjects and the transparency of the whole process.

In addition to the implementation of these tools and measures, data governance and data management, more generally, shall also be linked more firmly to transparency. The European legislator\(^{51}\) includes the identified measures in the AI framework, and in the previous policy documents, most of them were associated with transparency and accountability (including documentation and records keeping). However, the EC Proposal for the AI Act directly associates transparency only with interpretability and communication.

We argue that the further version of the legislative proposal for AI Act shall establish a clear hierarchy between the transparency-related concepts. We submit that the transparency of AI shall be established as an umbrella concept and a legal principle of AI's development and use. The other neighboring concepts specified above shall be enacted as the measures supporting the realization of the principle.

Currently Applicable Legal Frameworks and Their Ability to Ensure AI's Transparency in Healthcare

We analyzed the legal frameworks that are applicable for the development and use of AI in healthcare to see what kind of transparency requirements are established there. The summary is presented in Annex II, and it is informative guide for AI providers on what is expected from them during the AI lifecycle and what are the roles of other subjects. The table also demonstrates that the applicable legislation is rather detailed in establishing the transparency measures. Legal scholars submit that if interpreted properly, “Medical Devices Framework might provide extremely detailed, extensive and strong obligations of explanation for manufacturers of medical devices relying on AI” (Kiseleva, 2020b; Lognoul, 2020). The amount of AI applications that are already authorized under the current legal framework (even before the AI Act is adopted) proves this argument. We support this vision and, in this article, suggested how the transparency-related obligations in the MDF can be specified for AI-based medical applications to properly ensure transparency in this context.

Suggestions to Improve the Current Legal Frameworks to Facilitate AI's Transparency in Healthcare

However, the vision of AI's transparency as a multilayered system enabled us to discover the gaps in the current frameworks and to develop suggestions to fill them in. These suggestions mostly concern the role of AI's user – healthcare professional.

First, we argue that AI's external transparency shall be always tailored to the needs of the specific patients and this tailoring is always conducted by a healthcare professional. Physicians have to decide how to comply with the medical consent requirement in a way personalized to a patient based on the information and tools they have. It means that although we shall establish the minimum external transparency obligations with regards to AI, physicians define how to make it completed. In the end, explanations are generated by humans to humans.

Second, because of the increased role of healthcare providers with regards to AI's transparency, they have to be provided with more transparency measures. Similar to external transparency, at the internal layer, transparency shall be tailored to the needs and expectations of physicians (which are influenced by their obligations relevant to medical consent and by the need to hold accountability for their treatment and diagnosis decisions). At this level of transparency, AI providers are its addressors and thus are accountable for the relevant obligations. However, data scientists are not necessarily the experts in the domain and thus might have difficulties in deciding what serves as a good explanation for healthcare professionals. Based on the interpretability evaluation metrics suggested by F. Doshi-Velez and B. Kim and, more specifically, on the application-grounded evaluation, we argue that the quality of explanations developed by AI providers to be supplied together with the device in question shall be assessed by healthcare professionals specializing in the area of the device's use. To organize this type of involvement and to make it independent from AI providers, some sort of controlling bodies representing healthcare professionals for their participation in the AI-device evaluation can be created. The establishment of this type of bodies can be introduced in the future AI Act.

CONCLUSION

This paper is the interdisciplinary research to define, organize, and discuss efforts around AI's transparency in the healthcare domain. In Section AI's Transparency: Between Law and Computer Science, we first identified what kind of actions are

\(^{51}\)As we saw in Section Transparency in the EU Policy Documents on AI.
associated with the notion of transparency in the EU legislation and AI policy documents. We further conducted the review of the literature in computer science to see how the concepts of AI’s transparency, explainability, and interpretability can correspond to each other. This analysis in two fields resulted in establishing a hierarchy between transparency and neighboring concepts such as explainability, interpretability, information provision, tradeability, auditability, records keeping, documentation, data governance, and management. We submit that transparency shall be considered the highest concept in this hierarchy with other concepts as the measures to achieve it. In Section Functions and Types of AI’s Transparency in Healthcare, we placed the analysis of AI’s transparency in the healthcare context. The contextual investigation of AI’s transparency allowed us to identify its functions and types in healthcare. It also enabled us to suggest the AI’s transparency as the system of accountabilities for involved subjects that shall take into consideration the risk-benefit approach already existing in healthcare. In Section External Transparency of AI in Healthcare: Toward Patients, we carried out the analysis of the medical informed consent requirement – the legal framework applicable to the external layer of transparency. In Sections Internal Transparency of AI In Healthcare: Towards Healthcare Providers and Insider Transparency Of AI In Healthcare: Towards AI Developers, we explored the MDF that is the main legislative source that regulates the internal and insider levels of AI’s transparency. In Section Summary and Discussions, we submitted the main findings of the paper and summarized its results.

The analysis of legal frameworks that regulate several layers of AI’s development and use in healthcare, at different stages and in different relations, contributes to the state of the art. Most of the legal scholars focus their attention on either the challenges of medical informed consent in AI context or on possible issues for AI applications under the MDF. In this article, we cover both frameworks and establish links between them with regards to transparency requirements they set. This analysis is reinforced by another contribution of the paper – interdisciplinary research on AI’s transparency and related concepts. Together, it resulted in the vision of transparency as the multilayered system of accountabilities for the involved subjects. It also enabled us to discover the existing gaps in the system and develop suggestions to fill them in. By taking into consideration the risk-management system that exists in healthcare, we suggest that some level of algorithmic opacity can be deemed as an acceptable risk subject to its balancing with other transparency measures and the benefits of AI’s use.

AUTHOR CONTRIBUTIONS

AK holds the first and senior authorship, wrote the first draft of the manuscript, and prepared the final version of the manuscript. PD revised and updated the manuscript and contributed to its legal expertise. DK revised and updated the manuscript and contributed to its technical expertise. All authors contributed to manuscript revision, read, and approved the submitted version.

FUNDING

This research was funded and supported by the EUTOPIA Ph.D. co-tutelle program 2020. This program is co-funded by the Erasmus+ Program of the European Union and promotes scientific excellence, research collaboration and academic mobility. Grant number and name: OZRIFTM4 (Balancing transparency of AI in healthcare with safety and quality. A legal and technical perspective).

SUPPLEMENTARY MATERIAL

The Supplementary Material for this article can be found online at: https://www.frontiersin.org/articles/10.3389/frai.2022.879603/full#supplementary-material

REFERENCES

Adadi, A., and Berrada, M. (2018). Peeking inside the black-box: a survey on explainable artificial intelligence (XAI). IEEE Access 6, 52138–52160. doi: 10.1109/ACCESS.2018.2870052

AI Central (2021). Data Science Institute, American College of Radiology. Database of the FDA Approved AI-based Medical Devices. Available online at: https://aicentral.acrdsi.org

AI HLEG (2019). Ethics Guidelines for Trustworthy AI. [ebook] Brussels: European Commission.

Astromský, K., Pečius, E., and Astromskis, P. (2021). Ethical and legal challenges of informed consent applying artificial intelligence in medical diagnostic consultations. AI and SOCIETY 36, 509–520 doi: 10.1007/s10466-020-01008-9

Belle, V., and Papantonis, I. (2021). Principles and practice of explainable machine learning’ front. Big Data 4:688969. doi: 10.3389/fdata.2021.688969

Bibal, A., Lognoul, M., De Streel, A., and Frény, B. (2021). Legal requirements on explainability in machine learning. Artif. Intell. Law. 29, 149–169. doi: 10.1007/s10456-020-09270-4

Bovens, M., Schillemans, T., and Goodin (2014). “Public accountability,” in The Oxford Handbook of Public Accountability, eds M. Bovens, T. Schillemans, and R. Goodin (Oxford University Press). doi: 10.1093/oxfordhb/9780199641253.013.0012

Brandeis, L. D. (1913). What Publicity Can Do. Harper’s Weekly.

Brinkerhoff, D. (2004). Accountability and health systems: toward conceptual clarity and policy relevance. Health Policy Plan. 19, 371–379. doi: 10.1093/heapol/czh052

Carvalho, D. V., Pereira, E. M., and Cardoso, J. S. (2019). Machine learning interpretability: a survey on methods and metrics. Electronics 8:532. doi: 10.3390/electronics8080532

Charter of Fundamental Rights of the European Union (2012). OJ C 326, p. 391–407 (EU Charter of Fundamental Rights or CFR).

Convention for the Protection of Human Rights and Dignity of the Human Being with regard to the Application of Biology and Medicine. Convention on Human Rights and Biomedicine. Oviedo, 4.IV.1997. Council of Europe. European Treaty Series - No. 164 (Oviedo Convention).

Costabello, L., Giannotti, F., Guidotti, R., Hitzler, P., Lécué F., Minervini, P., et al. (2019). On Explainable AI: From Theory to Motivation, Applications
and Limitations. Available online at: https://xaitutorial2019.github.io (accessed February 18, 2022).

De Hert, P. (2017). “Globalization, crime and governance: Transparency, accountability and participation as principles for global criminal law,” in Transnational Justice and Its Public Spheres: Engagement, Legitimacy, and Contestation, eds C. Brantis and S. Karstedt (Hart Publishing).

De Hert, P., and Laczko, G. (2022). When GDPR-principles bind each other: accountability, not transparency, at the heart of algorithmic governance. Eur. Data Protect. Law Rev 8, 31–40. doi: 10.21552/edpl/2022/1/7

Doshi-Velez, F., and Kim, B. (2017). Towards A Rigorous Science of Interpretable Machine Learning. Available online at: https://arxiv.org/abs/1702.08608 (accessed February 18, 2022).

Eberbach, W. (2019). Wird die aerztliche Aufklärung zur Fiktion? (Teils 1 und 2). Medizinrecht 37, 1–10. doi: 10.1007/s00350-018-5120-8

Eur-Lex (2021). Access to European Union Law. Available online at: https://eur-lex.europa.eu/homepage.html (accessed November 29, 2021).

European Commission (2020). White Paper ‘On Artificial Intelligence - A European Approach to Excellence and Trust.’ Brussels: White Paper on AI.

European Commission (2021). Proposal for a Regulation of the European Parliament and of the Council Laying Down Harmonised Rules on Artificial Intelligence (Artificial Intelligence Act) and Amending Certain Union Legislative Acts (COM (2021) 206 final), April 21, 2021. (EC Proposal for the AI Act).

European Parliament (2020). Report with Recommendations to the Commission on a Framework of Ethical Aspects of Artificial Intelligence, Robotics and Related Technologies [(2020/2012(INL), October 08, 2020). EP Report on AI Framework.

Felzmann, H., Fosch-Villaronga, E., Lutz, C., et al. (2020). Towards transparency by design for artificial intelligence. Sci. Eng. Ethics 26, 3333–3361. doi: 10.1007/s11948-020-00276-4

Friedrich, A. B., Mason, J., and Malone, J. R. (2022). Rethinking explainability: toward a postphenomenology of black-box artificial intelligence in medicine. Ethics Inform. Technol. 24:8. doi: 10.1007/s10676-022-09631-4

Guidotti, R., Moreale, A., Ruggieri, S., Turini, F., Pedreshi, D., and Giannotti, F. (2018). A survey of methods for explaining black box models. arXiv [Preprint]. arXiv:1802.01933. Available online at: https://arxiv.org/abs/1802.01933

Hacker, P., Krestel, R., Grundmann, S., and Naumann, F. (2020). Explainable AI under contract and tort law: legal incentives and technical challenges. Artif. Intell. Law. 28, 415–439. doi: 10.1016/j.aile.2020.02.09260-6

Hammon, R., Junklewitz, H., Sanchez, I., Malgieri, G., and De Hert, P. (2022). Bridging the gap between AI and explainability in the GDPR: towards trustworthiness-by-design in automated decision-making. IEEE Comput. Intelligence Magazine 17, 72–85. doi: 10.1109/MCI.2021.3129960

Harlow, C. (2002). Accountability in the European Union. Oxford: Oxford University Press. doi: 10.1093/acprof:oso/9780199249570.001.0001

Henke, N., Kelsey, T., and Whately, H. (2011). Transparency - The Most Powerful Driver of Healthcare Improvement? Health International, McKinsey and Company. Available online at: https://www.mckinsey.com/beta/mckinsey/dotcom/client_service/Healthcare%20Services/HealthInternational%20InternationalIssue%20011%20new%20PDFs/HI11_64%20Transparency_noprint.sha (accessed February 18, 2022).

Holzinger, A., Biemann, C., Pattich, C. S., and Kell, D. B. (2017). What do we need to build explainable AI systems for the medical domain? arXiv. Available online at: https://arxiv.org/abs/1712.09923 (accessed February 18, 2022).

Holzinger, A., Carrington, A., and Mueller, H. (2020). Measuring the quality of explanations: The system causability scale (scs), comparing human and machine explanation. KI - Künstliche Intelligenz 34, 193–198. doi: 10.21552/ki/2020.00636-z

Holzinger, A., and Mueller, H. (2021). Toward human-AI interfaces to support explainability and causability in medical AI. Computer 54, 78–86. doi: 10.1109/MC.2021.3902610

Honegger, M. (2018). Shedding Light on Black Box Machine Learning Algorithms: Development of an Axiomatic Framework to Assess the Quality of Methods that Explain Individual Predictions. arXiv. Available online at: https://arxiv.org/abs/1808.05054 (accessed February 18, 2022).

Kaminski, M. (2019). The Right to Explanation, Explained. Explained. Available online at: https://scholar.law.colorado.edu/articles/1227

Kaminski, M. (2020). “Understanding transparency in algorithmic accountability,” in Cambridge Handbook of the Law of Algorithms, ed W. Barfield (Cambridge University Press).

Kaminski, M., and Malgieri, G. (2020). Algorithmic impact assessments under the GDPR: producing multi-layered explanations. Int. Data Privacy Law 11, 125–144. doi: 10.1093/idp/iaaa020

Kaplan, G. S. (2018). Building a Culture of Transparency in Health Care, Harvard Business Review. Available online at: https://hbr.org/2018/11/building-a-culture-of-transparency-in-health-care (accessed December 02, 2021).

Keating, G. C. (2018). Principles of risk imposition and the priority of avoiding harm. Philosophy Private Law 36, 7–39. doi: 10.4000/revus.4406

Kenny, E. M., Ford, C., Quinn, M., and Keane, M. T. (2021). Explaining black-box classifiers using post-hoc explanations-by-example: The effect of explanations and error-rates in XAI user studies. Artificial Intelligence 294:103459. doi: 10.1016/j.artint.2021.103459

Kienzer, M. (2021). Artificial intelligence in medicine and the disclosure of risks. AI and Soc. 36, 705–713. doi: 10.1007/s10462-020-00185-w

Kisel’eva, A. (2020a). AI as a medical device: is it enough to ensure performance transparency and accountability? Eur. Pharm. Law Rev. 4, 5–16. doi: 10.21552/eplr/2020/1/4

Kisel’eva, A. (2020b). Comments on the EU White Paper on AI: A Regulatory Framework for High-Risk Healthcare AI Applications (June 13, 2020). SSRN: https://ssrn.com/abstract=3627741 doi: 10.2139/ssrn.3627741

Kisel’eva, A. (2021). Comments on the EU Proposal for the Artificial Intelligence Act. Available online at: https://ssrn.com/abstract=3949585

Kisel’eva, A. (2021a). MAKING AI’S TRANSPARENCY TRANSPARENT: notes on the EU Proposal for the AI Act’ (European Law Blog, July 29, 2021). Available online at: https://europeanlawblog.eu/2021/07/29/making-sis-transparency-transparent-notes-on-the-eu-proposal-for-the-ai-act/ (accessed November 30, 2021).

Kisel’eva, A. (2021b). “AI as a medical device: between the medical device framework and the general AI regulation,” in: Time to Reshape the Digital Society. 40th anniversary of the CRIDS, ed H. Jacquemin (Lancier).

Kisel’eva, A., and Quinn, P. (2022). Are you aï’s favourite? eu legal implications of biased at systems in clinical genetics and genomics. Eur. Pharmaceut. Law. Rev. 5, 155–174. doi: 10.21552/eplr/2021/4/4

Linaratos, D., Papastefanopoulos, V., and Kotsiantis, S. (2021). Explainable AI: A review of machine learning interpretability methods. Entropy 23:18. doi: 10.3390/e23010018

Lipton, Z. (2016). The Myths of Model Interpretability, 2016 ICML Workshop on Human Interpretability in Machine Learning (WHI 2016). New York, NY.

Lognoul, M. (2020). Explainability of AI Tools in Private Sector: An Attempt for Systemization. Available online at: https://ssrn.com/abstract=3685906 (accessed December 19, 2021).

Malgieri, G. (2021). “just” algorithms: justification (beyond explanation) of automated decisions under the general data protection regulation. Law Business 1, 16–28. doi: 10.2478/law-2021-0003

Molnar, C. (2022). Interpretable Machine Learning: A Guide for Making Black Box Models Explainable. Available online at: https://christophm.github.io/interpretable-ml-book/ (accessed February 18, 2022).

Mourbya, M., Cathaoirb, K. Ó., and Collinc, C. B. (2021). Transparency of Explain Individual Predictions. Medical Informatics 50, 78–86. doi: 10.1109/MI.2021.3902610

Paterick, T. J., Carson, G. V., Allen, M. C., and Paterick, T. E. (2008). Medical informed consent: general considerations for physicians. Mayo Clin. Proc. 83, P313–319. doi: 10.4065/83.3.313
Petch, J., Di, S., and Nelson, W. (2021). Opening the black box: the promise and limitations of explainable machine learning in cardiology. *Canad. J. Cardiol.* 38, 204–213. doi: 10.1016/j.cjca.2021.09.004

Regulation (2016). (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data and repealing Directive 95/46/EC (‘GDPR’)

Regulation (2017a) (EU) 2017/745 of the European Parliament and of the Council of 5 April 2017 on medical devices, 1223/2009 and repealing Council Directives 90/385/EC and 93/42/EEC (OJ L 117 (‘MDR’)

Regulation (2017b) (EU) 2017/746 of the European Parliament and of the Council of 5 April 2017 on in vitro diagnostic medical devices and repealing Directive 98/79/EC and Commission Decision 2010/227/EU (OJ L 117 (‘IVDR’)

Rieder, B., and Hofmann, J. (2020). Towards platform observability. *Internet Policy Rev.* 9:1535. doi: 10.14763/2020.4.1535

Rudin, C. (2018). Stop Explaining Black Box Machine Learning Models for High Stakes Decisions and Use Interpretable Models Instead.

Schneeberger, D., Stoeger K., Holzinger, A. (2020). “The european legal framework for medical AI” in Machine Learning and Knowledge Extraction. CD-MAKE 2020. Lecture Notes in Computer Science, Vol. 12279, eds A. Holzinger, A. Kieseberg, P.Tjoa, and E. Weippl (Cham: Springer), 209–226. doi: 10.1007/978-3-030-57321-8_12

Shulner-Tal, A., Kuflik, T., Kliger, D. (2022). Fairness, explainability and in-between: understanding the impact of different explanation methods on non-expert users’ perceptions of fairness toward an algorithmic system. *Ethics Inform. Technol.* 24:2. doi: 10.1007/s10676-022-09623-4

Stoger, K., Schneeberger, D., and Holzinger, A. (2021). Medical Artificial Intelligence: The European Legal Perspective. *Commun. ACM.* 64, 34–36. doi: 10.1145/3458652

Sundararajah, N. (2021). Effective data governance: a key enabler for AI adoption. Available online at: https://aecom.com/without-limits/article/effective-data-governance-a-key-enabler-for-artificial-intelligence-adoptions/ (accessed January 13, 2021).

Topol, E. (2019). Deep Medicine. How Artificial Intelligence Can Make Healthcare Human Again (1st edn, Basic Books).

Verhenneman, G. (2020). *The Patients Right To Privacy And Autonomy Against A Changing Healthcare Model. Assessing Informed Consent, Anonymization And Purpose Limitation In Light Of E-Health And Personalized Healthcare.* PhD dissertation. KU Leuven.

Webster, F. (2006). *Theories of the Information Society (third edition).* Routledge.

WHO Guidance (2021). *Ethics and Governance of Artificial Intelligence for Health.* Geneva: World Health Organization

Zarsky, T. (2013). Transparent predictions. *Univ. Illinois Law Rev.* 2013, 1–68. Available online at: https://papers.ssrn.com/sol3/papers.cfm?abstract_id=2324240

**Conflict of Interest:** The authors declare that the research was conducted in the absence of any commercial or financial relationships that could be construed as a potential conflict of interest.

**Publisher's Note:** All claims expressed in this article are solely those of the authors and do not necessarily represent those of their affiliated organizations, or those of the publisher, the editors and the reviewers. Any product that may be evaluated in this article, or claim that may be made by its manufacturer, is not guaranteed or endorsed by the publisher.

**Copyright © 2022 Kiseleva, Kotzinos and De Hert. This is an open-access article distributed under the terms of the Creative Commons Attribution License (CC BY). The use, distribution or reproduction in other forums is permitted, provided the original author(s) and the copyright owner(s) are credited and that the original publication in this journal is cited, in accordance with accepted academic practice. No use, distribution or reproduction is permitted which does not comply with these terms.**