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ABSTRACT
Unmanned aerial vehicle (UAV) has been increasingly used in a wide range of commercial and civilian applications. As an advanced cyber-physical system, UAVs are exposed to a wide range of cyberattacks. This paper first surveys existing literature for different cyberattacks. Then, we classify these attacks based on their attack entry points, which can be radio channels, messages or on-board systems. There are six classes of UAV cyberattacks, namely channel jamming, message interception, message deletion, message injection, message spoofing and on-board system attack. In the existing literature, there is no survey focusing on UAV cyberattack countermeasures. To close this gap, we survey existing countermeasures for the six attack classes. A comprehensive review of countermeasures is important because countermeasure may not be exclusive to an attack. Knowing a wide range of existing countermeasures can prepare us against existing and new cyberattacks. We classify countermeasure into three classes, namely prevention, detection and mitigation. Prevention countermeasures stop a cyberattack from starting. When prevention countermeasures fail, detection countermeasures alert UAV operator of an attack. After detecting an attack, mitigation countermeasures limit the damage. Following the survey, we further discuss the open challenges in developing countermeasures and propose some potential future research works.

INDEX TERMS Cybersecurity, cyberattack, countermeasure, unmanned aerial vehicle, UAV, drone.

I. INTRODUCTION
An unmanned aerial vehicle (UAV) is an aircraft without any human pilot, crew or passenger on-board. As such, UAVs are technically robots that can fly autonomously or must be controlled remotely by a human operator. UAVs have been invented originally for military purposes [1], such as practicing anti-aircraft strategies, gathering intelligence, killing enemies, destroying hostile targets, etc. With rapid technology advancement in the past two to three decades, the use of UAVs has been extended beyond military, to many civilian and commercial applications. In Germany, the logistic company DHL has used UAVs to deliver medicine twice a day to the car-free island of Juist over a 12 km distance. Since 2017, Amazon Air Prime has used UAVs to pickup and deliver packages. In 2019, Google’s parent company, Alphabet has received from the United State Federal Aviation Administration an approval, to deliver food using UAVs.

In addition to package and food delivery, UAVs are used in wildlife monitoring, disaster response, search and rescue operation, ambulance service, public surveillance, traffic monitoring, firefighting, journalism, panoramic photography, aerial videography, etc. There is an increasing interest in using UAVs as mobile base stations and relays that can be rapidly deployed to improve service coverage and quality for wireless communication networks [2]–[4]. The combination of UAVs and internet of things (IoT) technology has created numerous innovative use cases [5]. For example, working with IoT sensors on the ground, UAVs can help agricultural companies in surveying land and crops, energy companies in monitoring power lines and operational equipment, as well as insurance companies in inspecting properties and assets.

The widespread adoption of UAVs is probably due to their reasonable cost, ease of maneuver, simple maintenance, flexibility of flight route, and ability to serve hard-to-reach locations. A comprehensive survey has been presented in [6], highlighting a rich set of UAV civilian applications and related technical challenges. All the popular applications demand that each UAV be a highly sensor-driven cyber-physical system. Such system consists of firmware and software components, capable of performing advanced commu-
nication and computation functions to acquire, transmit and process sensor data. As presented in [7]–[9], the increasing popularity has attracted much attention to UAV cybersecurity issues. Cybersecurity is a major concern because UAVs may handle critical data with serious security implication and UAVs communicate through wireless channels which are not secure by default [10].

In the context of cybersecurity, we need to ensure confidentiality, integrity and authenticity of information handled by UAVs. In addition, we must ensure availability of service used by or offered by UAVs. Such availability of service, when combined with confidentiality, integrity and authenticity of information, are collectively called the UAV cybersecurity requirements. Cybersecurity threats, risks and vulnerabilities are terms which are often used to refer to weaknesses in the firmware, software and wireless communication channels, that may result in a UAV’s failures in satisfying the cybersecurity requirements. Cybersecurity weaknesses are located on an attack surface, which include all potential entry points for a cyberattack. Cyberattacks are malicious acts of exploiting the weaknesses to cause failures in fulfilling the cybersecurity requirements. For simplicity, we use the terms “cyberattack” and “attack” interchangeably hereafter in this paper. In face of cyberattacks, various countermeasures may be deployed as defense against the malicious acts.

In the literature, [11] has identified the different threats, risks and vulnerabilities with respect to security, privacy and safety within a UAV operating environment. These threats include unregulated co-existence of a large number of UAVs in national airspace with commercial aircraft, unauthorized aerial video capturing over private space, and material smuggling into prison. In the work, cybersecurity is only one, but not the main focus. In [12], the authors have investigated the use of UAVs as attack agents in launching cyberattacks in civilian, military and terrorism domains. In some of these attacks scenarios, a UAV must first be an attack target for hijacking, before the hijacked UAV can be turned into an attack agent. In the investigation, the attack may not be strictly in the cyber space, but can also be a physical attack in the sense that the hijacked UAV is used to deliver harmful material or to enable kinetic impact. The work has also presented a number of countermeasures to thwart the investigated attacks. Some of these countermeasures involve physical mechanisms, such as firing a bullet to shot down or deploying a net to capture a hijacked UAV.

With a clear focus on cyber space and cybersecurity, [13] has used an attack tree to formalize how a cyberattack can be carried out as a sequence of atomic attacks, where each atomic attack focuses only on breaking one of three security aspects, which are information confidentiality, information integrity and service availability. In an attack tree, the root node is the ultimate attack objective, and all other node represents a compromised state. An arc from a child node towards a parent node models a transition to a more compromised state after the success of an atomic attack, that exploits some cybersecurity weaknesses. By enumerating all possible weaknesses, a complex attack tree can identify all possible attacks. There may be too many potential attacks and dealing with each attack incurs a cost. For cost effectiveness, the work has further proposed to priority efforts to deal with only a subset of the most critical attacks. Similar to [13], the work [14] has used a tree structure to formalize potential attack pathways, which are also known as attack vectors in the literature and each vector has an ultimate goal of breaking information confidentiality, information integrity or service availability. However, for the tree structure in [14], each node can represent an attack vector, attack agent, attack entry point, etc. The lack of consistency in tree node definition has made it harder to understand. Also, [14] has dealt with only attacks on wireless communication channels. These channels can be between UAV and satellite, UAV and ground control station, or two neighboring UAVs.

The work [15] has analyzed three potential UAV cyberattacks, namely denial-of-service, controller hijacking and man-in-the-middle. According to [15], denial-of-service is caused by limited on-board resources, controller hijacking is caused by inadequate access control and man-in-the-middle attack is caused by weak information confidentiality. For each of the three attacks, the work has ranked its occurrence probability and impact severity in a range of 1 to 5. Given such ranking, the paper has proposed a method to identify the most critical attack to focus on. Following the method, man-in-the-middle attack should be given a higher priority, compared to the other two attacks. While such ranking and prioritization is useful, assigning quantitative values to occurrence probability and impact severity can be subjective and may vary significantly among different application scenarios.

| Reference | Remark |
|-----------|--------|
| [12]      | Strong focus on military applications and criminal use of UAVs. Cover cyberattacks as well as physical attacks. Include UAV as attacks target as well as tool. No classification of countermeasures. |
| [16]      | Classify cyberattacks on large and small UAVs, using taxonomy modified from that of autonomous terrestrial vehicles. Conclude attacks on data communication channels can cause severe damage but have not been given much attention. |
| [17]      | Classify UAV cyberattacks into three classes, namely data interception attack, data manipulation attack and denial-of-service attack. Include a significant number of references which have not been developed within the context of UAV. |
| This paper| Focus on countermeasures of cyberattacks. Classify countermeasures into three classes, namely prevention, detection and mitigation. Analyze countermeasures and apply them commonly across six types of attacks, namely channel jamming, message interception, message deletion, message injection, message spoofing, and on-board system attack. |

There are a few exiting surveys on UAV cyberattacks as summarized in Table 1. The work [16] has surveyed different types of cyberattacks and classified them using a taxonomy which is modified from that of autonomous terres-
trial vehicles. Also, [16] has concluded that cyberattacks on data communication channels can cause significant damage, but have not been given sufficient attention by the research community. Therefore, data channel attack should deserve a higher priority compared to other attacks. In another survey, [17] has classified existing cyberattacks into three classes, namely data interception attack, data manipulation attack and denial-of-service attack. However, in [17], the reference list includes a significant number of existing works which have not been developed in the context of UAVs.

Compared to cyberattacks, we find it more useful to survey the countermeasures for these attacks. This is because countermeasures may not be cyberattack specific, in the sense that a countermeasure may be effective against more than one kind of attacks. As such, having a comprehensive understanding of the state-of-the-art in countermeasures, can prepare us against any current or newly created cyberattack. Unfortunately, no existing work has provided a comprehensive survey of cyberattacks with a focus on countermeasures. This paper aims to close this gap in the existing literature.

While surveying for cyberattack countermeasures, this paper focuses on attacks which are launched on UAVs, but not using UAVs as attack agents on other UAV or non-UAV targets. We focus on cyberattacks but not physical attacks, which must use some forms of mechanical contact or physical tool to seize, trap or catch a targeted UAV. We first classify UAV cyberattacks, based on the type of their attack entry point, which can be either radio channel, message or on-board system. Following this classification, there are six categories of attack, namely channel jamming, message interception, message deletion, message injection, message spoofing, and on-board system attack. Given the classification, we survey the existing literature for their countermeasures. We organize the countermeasures into three categories, namely prevention, detection and mitigation. We identify some countermeasures which are commonly applicable to multiple types of cyberattacks. The main contributions of this paper are summarized as follows:

- A systematic classification of different types of UAV cyberattacks, based on the types of attack entry point. There are six attack categories, namely channel jamming, message interception, message deletion, message injection, message spoofing, and on-board system attack.
- A comprehensive and concise review of countermeasures against UAV cyberattack. We organize these countermeasures into three categories, namely prevention, detection and mitigation. We emphasize that some countermeasures are not exclusive to a particular cyberattack and thus, can be effective against more than one malicious acts.
- A detailed discussion of open research challenges and potential future works.

The rest of this paper is organized as follows. Section II describes the UAV system and operation model. In Section III, we first present the basis of cyberattack classification and group the attacks into six classes. For these attack classes, in Section IV, we survey their countermeasures, and organize them into three categories. Section V highlights open research challenges and present potential future works. This paper ends with concluding remarks in Section VI.

II. UAV SYSTEM AND OPERATION MODEL

Based on the operating altitude and flying range, UAVs can be classified into three classes as follows:

- Small UAV: Operates at an altitude up to 300 m, and a range of up to 3 km. Weight for small UAV should not exceed 24 kg.
- Medium UAV: Operates at an altitude above 300 m but below 5,500 m, and a range above 3 km but below 200 km.
- Large UAV: Operates at an altitude above 5,500 m, and a range above 200 km.

We focus on civilian and commercial applications. Hence, we consider only small and medium UAVs that fly at an altitude of less than 0.5 km for non-tactical operations.

Small and medium UAVs can be further classified based the level of operational autonomy, into two categories as follows:

- Remotely controlled UAV: This type of UAVs are controlled by a human operator from a remote location. The remote operator sends control commands over a wireless communication channel to control the UAV. On-board the UAV, the received command is delivered to an embedded controller. The controller is aware of the UAV’s internal and external states through various measurements from on-board sensors. Given the state information, the controller translates a command into a set of executable maneuver instructions. In addition to movement control, a command may simply request the UAV to send to the human operator, its state information and sensor measurements. In this type of UAVs, the human control can be direct or indirect. Under direct control, the UAV can change its movement only if there is a specific command to do so. On the other hand, with indirect control, the human operator may only specify some high level details of a mission such as altitude, speed, direction, etc., and does not provide continuous commands. In this case, the on-board controller is responsible for translating such a high level mission specification into a sequence of control commands.
- Fully autonomous UAV: This type of UAVs requires human operator to provide only mission objective and possibly also way-points. They can make control decisions, react to events and perform flight maneuvers without any human involvement. Such capability requires the UAV to independently and continuously perceive its internal and external states using on-board sensors. Based on the perceived states, the embedded controller will issue intelligent control commands and
maneuver instructions to various parts of the UAV. While autonomous UAVs are capable of self-control, there may be a provision for human intervention in some exceptional cases. For example, the UAV may request for confirmation from a human operator before making a detour from its original flight mission to avoid an unexpected event.

**FIGURE 1.** Unmanned area vehicle (UAV) system and operation model. Navigation messages are broadcast in the navigation channel, from external navigation reference points which can be earth-orbiting satellite or a static ground facility.

Following the description above, we have generalized the remotely controlled and the fully autonomous UAV into a single system model as illustrated in Figure 1. In summary, each UAV is a cyber-physical system, which other than the unmanned aircraft itself, needs supports from several external elements, such as a wireless communication network, a few navigation reference points, and a ground control station. Despite the fact that UAV is a system, consisting of several components other than the UAV itself, we continue to use the term “UAV” to refer to both the whole system as well as the aircraft alone, for simplicity hereafter. For a UAV, its payload includes all cargo and equipment that it carries. For brevity in the system model, we intentionally do not describe the UAV’s payload, because its characteristics can vary significantly depending on applications. Although it is not explicitly illustrated in Figure 1, the system model does not exclude UAV-to-UAV communications. In such a case, the peer-to-peer communication link between two neighboring UAVs is the same as the one between a UAV and the ground control station.

The navigation reference points are nodes that know their own position coordinates and are equipped with communication capability. These nodes periodically broadcast their coordinates through navigation message to other nodes, such as UAVs. The radio channel used for such navigation message broadcast is called the navigation channel. With the navigation messages received from multiple reference points, a UAV can determine its own position coordinate using localization techniques, such as triangulation or multilateration. These navigation reference points can be static infrastructures on the ground, or earth-orbiting satellites in the space. Typically, these satellites are part of a global navigation satellite system (GNSS), such as the global positioning system (GPS), GLONASS, Galileo and Beidou. A brief characteristic summary of several GNSS is presented in Table 2. Our system model does not demand a specific type of navigation reference points, but most existing literature has assumed GPS. On the other hand, Beidou as the newest GNSS, has attracted increasing interest. Hereafter, navigation reference point mean an earth-orbiting satellite of a GNSS.

### TABLE 2. Comparison of several Global Navigation Satellite Systems

| Owner   | GPS      | GLONASS | Galileo | Beidou |
|---------|----------|---------|---------|--------|
| Altitude| United States | Russia | European Union | China |
| Altitude| 20,180 km | 19,130 km | 23,222 km | 21,150 km |
| Number of operational satellites | 24 | 24 | 24 + 6 backups | 28 |
| Signal transmission frequency (GHz) | 1.561–1.587 | 1.215–1.239 | 1.593–1.610 | 1.559–1.592 |
| | 1.164–1.189 | 1.189–1.214 | 1.164–1.215 | 1.561098 |
| | 1.164–1.215 | 1.260–1.300 | 1.20714 | 1.26852 |
| Localization precision (meter) | 0.3 - 5 | 2 - 4 | 0.01 - 1.0 | 0.1 - 3.6 |

In the system model, the ground control station is a facility for human operators to monitor and control a UAV during its operation. The control station may exist in different forms. For small-size recreational UAVs, the control station is a small hand-held device, such as a smart phone, etc. For commercial cargo-ferrying UAVs, the control center is a self-contained room with multiple workstations and real-time data feed, functioning like a virtual cockpit. The ground control station can be directly connected to a UAV through a wireless communication link, such as Wi-Fi, Zigbee, Bluetooth, proprietary telemetry, or remote controller link, if the UAV’s operation range is within the communication range. Otherwise, a satellite communication network or other wide-area wireless communication network, such as 5G cellular network is required to connect the control station with UAVs. As depicted in Figure 1, each communication link may contain a control channel, a data channel or both a control and a data channel. The control channel is used to transmit control commands and other control-related messages. On the hand, the data channel is used to deliver data, which may include video, images, sensor measurements, position coordinates, etc. Through these communication channels, the ground control station can monitor and dictate the behavior of a UAV, as well as exchanging data with the UAV.

As shown in Figure 1, each unmanned aircraft consists of a few modules, namely airframe, propulsion system,
A cyberattack is an offensive act with malicious intents that affect computation and communication functions. While an attack can result in some incremental failures in cybersecurity requirements, such failures may not be the ultimate goal of an adversary. As illustrated in Figure 2, through a series of incremental cybersecurity failures, the adversary may aim to ultimately destroy or hijack the UAV, to jeopardize a flight mission, or to simply steal the collected information. As such, cyberattack may be a complex multi-stage process. For example, a cyberattack may consist of three stages, to first feed a UAV with fake navigation messages leading to a wrong calculation of its coordinate. Then, the adversary will jam the control channel to prevent the UAV from receiving commands from the ground control station. Finally, with fake navigation messages and without control command, the UAV may be disoriented and eventually crash to ground.

In each of the multiple stages, an atomic attack adds a further cybersecurity failure and bring the UAV to more compromised state, which is closer to the malicious ultimate goal. We treat the atomic attack at each stage as an independent cyberattack, and classify these attacks based on their attack entry points. As depicted in Figure 2, there are three types of attack entry points, namely radio channel, message, and on-board system. Based on these entry points, with reference to Figure 3, we have grouped cyberattacks into the following six categories: channel jamming, message interception, message deletion, message injection, message spoofing, and on-board system attack.

A. CHANNEL JAMMING
Channel jamming is a carried out by producing an interfering radio signal with a power which is significantly higher than the power of legitimate signals in a targeted channel. As a result, the legitimate signals are overpowered and will appear only as noise at the receivers. By causing such message reception failures, this attack aims to make a communication channel unavailable to a receiver. Hence, channel jamming is a form of denial-of-service attack in the physical layer.

Channel jamming is not sophisticated and is probably the simplest among all UAV cyberattacks. As illustrated in Figure 4, it can be launched in the navigation channel, control channel and data channel. For attacks on navigation channel, the impact is often the loss of navigation messages at a targeted UAV. Without navigation messages from GNSS satellites, the UAV will not be able to accurately determine its own position, and probably also times. As a result, the UAV cannot follow a desired flight path and may crash to ground.

For attacks on control and data channel, the attack target can be both a UAV and the ground control station. Jamming control channel can lead to failure in receiving control commands from the ground control station and system state updates from the UAV. Jamming data channel can disrupt images, video and data exchange between UAV and the ground control station.

B. MESSAGE INTERCEPTION
Message interception is a passive attack, where an eavesdropper simply receives through sniffing capture, the messages transmitted in a communication channel. In this attack, the adversary needs to interpret and understand the intercepted messages. The aims may be as simply as to see what the targeted UAV is seeing. On top of this, the adversary may be able to derive other secondary information from the intercepted messages. For example, a leaked video streaming from a UAV may allow the adversary to determine the concerns or interests of the UAV operator.

Message interception is a serious breach of information confidentiality. As illustrated in Figure 4, this attack is typ-
C. MESSAGE DELETION
Message deletion is a malicious act that discards a message, which should have been transmitted to its intended receiver. This attack is carried out by an adversary which supposes to relay the message, where the sender and intended receiver are not within the communication range of each. Compared to message interception, message deletion may be less complicated because it does not require the adversary to understand the message, but to simply discard it.

As illustrated in Figure 4, this attack is usually not applicable to navigation channel, because the navigation reference points, i.e., satellites can broadcast directly to UAVs. As a result of message deletion in control and data channel, a UAV may not receive commands from the ground control station and the control station may not receive video streams from a UAV. By discarding a large number of messages, this attack has the effect of disconnecting UAV and the ground control station in both control and data channel.

D. MESSAGE INJECTION
Message injection is a form of cyberattack in which illegitimate messages are created and then, transmitted through control or data channel. As illustrated in Figure 4, this attack is not normally launched in navigation channel.

Message injection can be further divided into blind injection and message replay. In blind injection, the illegitimate messages are independently created by the attacker without any consideration of the targeted UAV and its operating environment. In message replay attack, the illegitimate messages are created as duplicates of some intercepted messages. However, message replay attack is different from message interception attack in the sense that such message replay attack may not require the adversary to understand an intercepted message before retransmitting the message.

Blind injection is less sophisticated than message replay attack. Blind injection attack aims to generate additional message traffic to overload control and data channel. As a result of blind injection, legitimate messages are squeezed out of the communication channel by illegitimate messages [18]. Blind injection can also be used to send excessive requests to overload a server at the ground control station or the embedded controller on-board a UAV. Overloading on-board controller can quickly deplete the UAV’s battery. Therefore, blind injection attacks is a form of denial-of-service attack which is performed above the physical layer. In a computer simulation developed by [19], such a denial-of-service attack has been carried out by using up to 30 hostile UAVs, which collectively transmit a large number of control messages to a targeted UAV or a ground control station.

Video replay attack is a specific form of message replay attack when the replayed messages are produced from a captured video stream. A video replay attack can be used by an adversary to hide the actual condition of a critical infrastructure or facility under surveillance by substituting the actual live feed of a camera with a previously recorded video. Keep replaying a recorded video which shows a satisfactory condition, may create an all-good illusion while the infrastructure has already been intruded. According to [20], VideoJak is a free video security assessment tool which can be used to launch video replay attack on internet protocol (IP) cameras, that are similar to the video systems used in many commercially available UAVs.
E. MESSAGE SPOOFING
Message spoofing is the malicious act of producing and transmitting a fake version of a message, and making them appear as they are transmitted from a legitimate sender. In this context, the attacker is the illegitimate fake message sender and it is called the spoofer. As illustrated in Figure 4, this attack can be launched in navigation channel, control channel and data channel. For navigation channel, the spoofer mimics only the actual navigation reference points, which are the earth-orbiting satellites of GNSS. For control and data channel, the spoofer may mimic a UAV as well as the ground control station.

For message spoofing attacks on navigation channel, the aim is to make a UAV believes that it is at a location other than where it actually is, or it is at the actual location but at a wrong time. A spoofer performs the attack by first receiving the original navigation message and then, either modifying it or simply holding it for a delay, before retransmitting the message at the current or another location. Due to the popularity of GPS, message spoofing is widely known as GPS spoofing in the literature. According to [21], the spoofed GPS message should be transmitted at a power as much as 3 times the expected received power of a legitimate navigation message to suppress it at the targeted UAV. This should not be a problem to most attackers because legitimate navigation messages from satellites often have a weak power on earth. For example, GPS signals are normally -160 dBW at a ground-level receiver. The falsified or delayed navigation messages will result in errors when they are used by a UAV in determining its own position coordinates. The work [22] describes the use of GPS spoofing in an effort to hijack a UAV. Examples of navigation message spoofing attack have been presented in [23] and [24], where fake GPS messages have successfully induced an upward drift in the UAV’s perceived locations, and caused the UAV diving in to the ground.

Navigation message (GPS) spoofing attack needs to imitate the true messages, rather than just destroying the message. As suggested in [25], depending on the level of details in such imitation, GPS spoofing itself can be further divided into three classes, namely basic, intermediate and advanced. Basic attacks produce a fake message without paying attention to consistency with the legitimate messages. Intermediate attacks synchronize the physical signal characteristics of a fake message with that of the legitimate messages, taking into account signal power, signal arrival angle, etc. Advanced attacks not only synchronize a fake message with the legitimate messages, but also work in coordination with multiple other spoofers to mimic the presence of multiple external reference points of an actual GNSS. Compared to the basic and intermediate attacks, the advanced attacks are meticulous and ambitious with significant attacking resources.

For message spoofing attacks on control channel, the aim is to use falsified control messages to mislead a UAV or the control center into performing some acts in favor of an adversary. For example, a falsified command may instruct a UAV to alter its flight path or to land in a hostile location. In addition to these attacks over generic wireless links, there is a specific type of control message spoofing attack for the case of Wi-Fi being used to inter-connect UAV and ground control station. This attack over Wi-Fi is called the de-authentication attack [26]. In a UAV Wi-Fi network, the aircraft is an access point and the ground control station is its client. The access point periodically broadcasts its identifier. Upon discovering an access point based on the identifier, a client can request to connect to the access point by sending an authentication request followed by an association request. Later, the client can request to be disconnected from the access point by sending a disassociation or de-authentication message to the UAV, i.e., the access point. A de-authentication attack is performed on a UAV by first discovering the UAV’s access point identifier from its broadcast. Then, the attacker finds out the medium access control (MAC) address of the ground control station through wireless sniffing. Subsequently, the attacker sends a spoofed de-authentication message to the UAV on behalf of the control station. As a result, the UAV is disconnected from the ground control station pre-maturely. The detailed steps of such a de-authentication attack using a free software tool, called aircrack-ng [27] have been described in [28].

After a successful de-authentication attack, the adversary can launch further attacks to mimic the actual ground control station to hijack the UAV. One example of such further attack is the man-in-the-middle attack, where the adversary pretends to be both a UAV and the ground control center [29]. In such attack, the adversary intercepts the genuine commands generated by the control station, replaces the command with a falsified one before sending it to the UAV, and transmits a fake response as if it is generated by the UAV to the control station. As such, the adversary may directly command the UAV without being noticed. The elaborated de-authentication and man-in-the-middle attack has been automated in SkyJack, which is a UAV that has been engineered to autonomously seek out and then, to take control over any other UAVs within its Wi-Fi range. The source codes of SkyJack implementation are publicly available at [30].

Data message spoofing attack may exist in various forms depending on the types of data being falsified. Falsifying images taken by a UAV may hide the existence of an object under surveillance. A falsified coordinate broadcast from a UAV may cause the UAV becomes untrackable by the ground control station. In the literature, an example of such data message spoofing attacks on coordinate broadcast can occur in the Automatic Dependent Surveillance Broadcast (ADS-B) system [31]. In ADS-B, an aircraft derives its position coordinates based on navigation messages received from a GNSS, such as GPS. Then, the aircraft is required to broadcast its coordinates once per second. Based on the position information, the ground control station and other aircraft can precisely track the aircraft without the need of using radar. Compared to radar which sweeps for position information every 5 to 12 seconds, ADS-B is more responsive. Through ADS-B, a UAV can achieve situational awareness.
and perform self-separation to avoid mid-air collision. The occurrence of ADS-B message spoofing attack has been studied in [32]. In this attack, an adversary first acquires the precise position and velocity information of a targeted UAV through its ADS-B messages. Then, the adversary falsifies similar ADS-B messages from other neighboring UAVs to impose on the targeted UAV, an impression of an upcoming mid-air collision. This impression will trigger a collision avoidance procedure in the targeted UAV and forces it to alter its flight path into a pre-determined trajectory. A sequence of such alterations in flight path can force the targeted UAV into a position as dictated by the adversary.

F. ON-BOARD SYSTEM ATTACKS

As illustrated in Figure 4, this class of attacks target on-board firmware and software systems, such as the embedded controller, sensor modules, operating system, etc., but not radio signals, communication channels or transmitted messages, which are off-board. These attacks can be carried out in diverse forms, with different objectives. In some cases, on-board system attacks are launched to build foundation or to provide covert to subsequent attacks.

An attack may exist in the form of a malicious computer program, such as a virus or malware implanted in the on-board software and operating system. Such a virus may introduce without being noticed, a sequence of small changes in rotor speed, that will eventually cause the UAV to lose its lift and then, crash to ground. In [33], the authors have raised the concern of malware attacks when off-the-shelf Apple and Android hand-held devices are prevalently used to control UAV. However, this concern is slightly different from ours, because it deals with the risk of malware invading the hand-held devices, but not the UAV. Nevertheless, building on [33], a malware may invade a UAV from the infested hand-held devices, where the hand-held devices are just stepping stones. A malware may perform as a randomware when it is capable of blocking access to a UAV unless a random is paid.

If an attacker knows exactly how the UAV’s sensor algorithm works, then the attacker can manipulate the UAV’s environment to generate a certain input to the UAV’s sensor. Such generated sensor input aims to induce a certain UAV behaviors in favor of the attacker. This kind of attack is called on-board sensor attack, which exploits predictable responses of a UAV with respect to a sensor input. As an example, [34] has first noted that the accuracy of a micro-electromechanical (MEM) gyroscope can deteriorate significantly at its resonance frequencies. Given such an exploitable vulnerability, the authors have used simple consumer-grade speakers to generate interfering audio signals at the MEM’s resonant frequencies, to alter the outputs of a UAV’s gyroscopes, causing the UAV to lose control and crash to ground. Another example of sensor attack is called sensor input spoofing attack in [35]. The attack targets optical flow sensor which measures a UAV’s drift by observing changes in its ground plane images. An adversary can influence the ground plane image from a distance by projecting light onto the ground surface. As a result, the UAV will calculate wrongly its drift or may not observe the existence of a ground underneath.

IV. COUNTERMEASURES

In the literature, a number of countermeasures have been proposed against various cyberattacks on UAVs. Some of these countermeasures require mechanical systems, such as one that deploys a physical net to catch a straying UAV or fires a bullet to shoot down a hijacked UAV, etc. We focus on the countermeasures that do not require such mechanical systems. We notice that some countermeasures may not be exclusive to a particular cyberattack in the sense that each countermeasure may be applicable to more than one type of attacks. This is because different attacks may differ in their attack targets and attack vectors, but may lead to a same consequence. For example, a control message spoofing attack and a virus attack are from different categories, but may lead to a same result of a misbehaving UAV.

As illustrated in Figure 5, countermeasures can be classified based on their functional scopes into three categories, namely prevention, detection, and mitigation. Prevention countermeasures try to stop a cyberattack from starting. When the prevention countermeasures have failed and an attack has been successfully started, detection countermeasures become important in alerting the UAV operator of such attack. After detecting the presence of an attack, mitigation countermeasures help in reducing the negative impacts and limiting the damage. The functional scopes of different countermeasures are illustrated in Figure 6.

A. PREVENTION

In general, prevention countermeasures work in the following three methods:

- Impose strict system access control such that only authorized personnel and software agent may establish contact with a UAV.
- Protect information confidentiality, integrity and authenticity such that no fake or erroneous data and command will be accepted.
- Use only system firmware and software components without exploitable vulnerabilities.

As shown in Table 3, not all the three prevention methods are applicable to all cyberattacks. For example, as a countermeasure against the sensor attack in [34] and [35], we need to design and implement the UAV by using only sensors with acceptable characteristic within an expected operating range. Specifically, in the case of [34], we need to select a suitable gyroscope which is not affected by the surrounding acoustic noise in its typical operating range. But, such a countermeasure is not useful for other attacks. Furthermore, on-board system components must be equipped with anti-tampering features, to guard against the opening up of more attack entry points. Another example is the use of jamming resilient transmission schemes, such as direct sequence spread spectrum and frequency hopping spread spectrum, to
A message can protect its confidentiality and thus, can prevent several cyberattacks. With reference to Figure 3, encrypting which precedes the attack.

Default, should be encrypted to prevent wireless sniffing, UA V’s access point identifier. Also, the authentication and de-authentication attacks by not broadcasting, but hiding a control via MAC address filter, [28] has suggested to prevent fake de-authentication message. In addition to access control,filter out an adversary and deny its chance in submitting a card. By checking the MAC address, the UA V can accurately unique hardware identifier assigned to each Wi-Fi interface.

This is a reliable countermeasure because MAC address is a UA V which is a Wi-Fi access point. According to [28], registered MAC addresses to establish connection with the physical layer.

generally useful for other attacks, which are not launched in the physical layer.

Despite being grouped within a same class, different prevention countermeasures may have significantly different realizations. The access control to prevent message deletion and virus attacks can be some password-based node authentication schemes over generic wireless links. When the wireless link is Wi-Fi as in the case of de-authentication attack described earlier in Section III.E, access control can be done in the form of allowing only devices with pre-registered MAC addresses to establish connection with the UAV, which is a Wi-Fi access point. According to [28], this is a reliable countermeasure because MAC address is a unique hardware identifier assigned to each Wi-Fi interface card. By checking the MAC address, the UAV can accurately filter out an adversary and deny its chance in submitting a fake de-authentication message. In addition to access control via MAC address filter, [28] has suggested to prevent de-authentication attacks by not broadcasting, but hiding a UAV’s access point identifier. Also, the authentication and association messages which are transmitted in clear text by default, should be encrypted to prevent wireless sniffing, which precedes the attack.

In Table 3, cryptography appears as useful in preventing several cyberattacks. With reference to Figure 3, encrypting a message can protect its confidentiality and thus, can prevent message interception attack [36]. Compared to asymmetric cryptography, symmetric cryptography is less computationally demanding and thus, is more suitable for low-cost UAVs with limited on-board resources. A challenge in implementing symmetric encryption is secret key distribution. A symmetric key distribution scheme has been proposed in [37] for implementation on the radio control channel. The scheme is unique in the sense that it can be implemented on commonly available radio modules and does not require any hardware modification. The key distribution scheme has adopted Galois Embedded Crypto, and has modified it for implementation using ArduinoLibs Crypto library on resource-limited Arduino Uno. In the implementation, both the control station and UAV have a commonly known permanent secret key $K_p$, which is pre-programmed in ROM at the factory. At the start of a new communication session, the control station first generates a session key $K_c$ and a random initialization number $I_c$. The control station encrypts $K_c$ using $K_p$ and then, pre-appends the generated cypher text with $I_c$ to produce an encrypted message $m_c$. The control station transmits $m_c$ to the UAV. The UAV extract $I_c$ from $m_c$ and decrypts the received cypher text to obtain $K_c$. Then, the UAV generates its own session key $K_u$ and sets its initialization number $I_u = 0$. The UAV encrypts $K_u$ using $K_c$ and then, pre-appends the generated cypher text with $I_u$ to produce an encrypted message $m_u$. The UAV sends $m_u$ to the control center. The control center decrypts the received cipher text using $K_c$ to obtain $K_u$. After exchange of acknowledgments, the control center encrypts all messages to the UAV using $K_u$ and $I_u$, and the UAV encrypts all messages to the control center using $K_c$ and $I_c$. The values of $I_c$ and $I_u$ are increased by a fixed number after each message.

Apart from cryptographic encryption, information confidentiality can also be achieved using physical layer security techniques. In the context of a UAV-aided communication system, [38] has proposed to guard against a full-duplex eavesdropper by transmitting in the physical layer, artificial noise signals together with information signals. A scheme has been derived to determine the optimal power allocation factor between artificial noise and information signals, such that a combination of transmission outage probability and secrecy outage probability is minimized. Also, the scheme can
control the height of a UAV to achieve a desire information secrecy rate. By exploiting the mobility of a UAV, the work [39] has proposed to maximize the information secrecy rate against an eavesdropper on the ground, by jointly optimizing the UAV’s trajectory and transmit power over a finite horizon. While physical layer security techniques are promising, when the eavesdropper is located close to the transmitter, which can be the ground control station or UAV, there is still a challenge in achieving a high enough information secrecy rate for meaningful communications.

Protecting information confidentiality can also prevent message spoofing, which requires first to understand a message before modifying it. In [40], message encryption has been proposed to prevent control message spoofing which appears in the form of man-in-the-middle attack. In another example, in navigation message spoofing, cryptography can prevent the attack by encrypting all broadcast messages. However, such a method is normally expensive and has been done only for military applications, where the intended receivers are known a priori. In the context of GPS, the encrypted Precise(P)-Code messages can be assessed only by the military while the Coarse/Acquisition(C/A)-Code messages for civilian application are not encrypted. After information confidentiality is breached, encryption can still offer a second line of defense in preventing message spoofing with an ability to check for message integrity. Cryptographic encryption is also useful in preventing message injection attack through message authentication, which can verify if a message is indeed transmitted from a legitimate sender.

In addition to message encryption, cryptography is also the foundation for Blockchain technology. In the literature, Blockchain that depends heavily on one-way hash function has been used to provide UAVs with secure communication [41]–[43]. A Blockchain-based communication scheme has been proposed in [44], where a group of UAVs collectively build a Blockchain as a verifiable record of past communication activities. All UAVs in the group has a fair chance to add a block to the chain. As a record of activities that have happened, the Blockchain may be useful for forensic purposes, but not to protect confidentiality of a current message transmission. In the scheme, a sender UAV must first encrypt its message using a one-time symmetric encryption key, transmit the encrypted packet to all UAVs in the Blockchain group, and seek consensus from the group in confirming the integrity of message. The confirmation is consensus-based and is done through simple majority voting. Only after such confirmation, the sender UAV will deliver the message to its intended receiver, which can be another UAV or the ground control station. While the work has highlighted the use of Blockchain, message confidentiality is actually achieved through the symmetric encryption. In a separate work, [45] has proposed to use Blockchain for distributed storage of machine learning data to be used in intelligent decision making among multiple UAVs.

**B. DETECTION**

Cyberattacks can be detected through the following two methods:

- Detect the presence of an attack agent. An attack agent is an element that actually performs the attack or creates
an impact, on behalf of an attacker. Such agent may appear in different forms depending on the type of attacks. For example, the attack agent for a channel jamming is a strong interfering radio signal, while the attack agent for a virus attack is a malicious computer program.

- Detect the presence of anomalies, which may exist in on-board resource usage pattern, radio signal, communication traffic, flight movement, etc.

Due to the passive nature of an eavesdropper, the attack agent of message interception is the attacker itself. Such a passive eavesdropper may not be easily detectable. Nevertheless, an eavesdropper may still be detected indirectly using secondary information, such as the heat generated by the eavesdropper’s electronic circuits. Through a heat seeking infra-red camera, a UAV may scan its ground coverage area for any hidden data interceptor.

With reference to Table 4, virus and malware attacks can be detected through up-to-date anti-virus scanning software. Therefore, it is crucial to have the latest virus signature database uploaded to a UAV before its flight mission. Message replay attack and message spoofing can be detected by observing the presence of replayed and spoofed messages, respectively. Detecting such malicious messages can be done through cryptographic algorithms.

Channel jamming attacks can be detected by observing the presence of an attack agent, i.e. jamming signals in the same radio channel. A simple method to detect the jamming signal’s presence is by monitoring the total received power in the frequency channel of interest. A jamming signal is considered presence if the received signal power to noise power ratio (SNR) is above a threshold. This method requires proper selection of the detection threshold, which can affect the detection accuracy. Compared to this simple threshold method, [46] has suggested to use sum-of-squares of the power ratio as the decision statistic. This is because, compared to non-jamming signals, jamming signals can cause correlated changes in all measured values of the ratio.

A cyberattack often leads to changes in on-board resource usage pattern, radio signal, communication traffic, flight movement, etc. As summarized in Table 4, by observing abnormal variation in these characteristics, we may detect the occurrence of an attack. Since different attack may target different aspect of a UAV, the anomalies may appear in diverse forms.

Message deletion and blind injection attack can lead to anomalies in network performance and traffic. Message deletion can cause the packet delivery ratio to drop significantly. Consider a disruption tolerant network with UAVs functioning as relay nodes, [47] has proposed to detect message deletion by monitoring the packet delivery ratio. The work has defined a parameter, called message dropping rate (MDR). Each UAV may monitor other UAVs within its neighborhood and the monitored UAV’s MDR value in the following three conditions: (a) A UAV claims to be a relay and reports that it has forwarded a message, but the intended receiver has not received the message, (b) A UAV claims to be a source node, but another verified source has reported to have forward a message to it, (c) A UAV claims to be a relay and reports that it has not received a message from a verified source node. After a number of increments, the MDR value will exceed a threshold, which indicate the occurs of an attack. For high detection accuracy, the detection threshold is determined based on the posterior belief probability distribution given the observations and updated using a learning algorithm. However, this method does not allow a UAV to play multiple roles, such as a data source and a message relay, at a same time. In addition to message deletion, [47] has proposed another method to detect data message spoofing, by verifying data consistency from multiple transmitters. Here, the assumption is that in a surveillance applications, multiple UAVs may be deployed to observe a same events. Therefore, a message spoofing attack can be detected when the data received from multiple UAVs are not consistent with each other.

Building on [47] and with a similar disruption tolerant network, the same authors have worked on detecting blind injection attacks in [48]. As a result of blind injection, the number of incoming messages or service requests can suddenly surge to a high value. In [48], blind injection is detected by checking the statistical characteristics of number of packets and packet delay jitter. The work assumes the statistics follow a Gaussian distribution. Then, an attack is detected when the packet count or delay jitter exceeds a threshold. The threshold is originally set at 3 times standard deviation, and is subsequently updated using a support vector machine.

Without targeting a specific attack type, [49] has proposed to detect anomalies in network traffic using different machine learning algorithms. The algorithm inputs are different network traffic features, which include flow duration, number of packets, maximum and minimum packet sizes, average and total packet sizes, standard deviation of packet sizes, etc. It has been found that decision tree algorithm performs the best as compared to logistic regression, linear discriminant analysis, K-nearest neighbors algorithm, Gaussian naive Bayes algorithm, stochastic gradient descent and K-mean algorithm.

Control message spoofing can cause a UAV to move unexpectedly as dictated by a hijacker. On the other hand, navigation message spoofing can cause a UAV to be disoriented in an aimless flight. Hence, we can detect both control and navigation message spoofing by finding anomalies in a UAV’s flight behaviors and statistics. The work [50] has proposed a recursive least square algorithm to compute several flight control statistics, such as roll, pitch, yaw, drag, thrust and lift, to characterize the control dynamics of a flight mission. Then, by tracking the real-time values of these statistics, an attack can detected when there is a significant deviation from the statistics’ typical values. However, this scheme is applicable only for cases where the UAV are repeatedly flying a same flight mission. This is because different flight missions will
| Countermeasures | Cyberattacks | Presence of attack agent | Presence of anomaly | Signal characteristic | Communication traffic | Flight behavior | UAV environment | On-board system malfunctions | Other systems or platforms |
|-----------------|--------------|--------------------------|--------------------|-------------------|----------------------|---------------|----------------|--------------------------|--------------------------|
| Detect presence of jamming signals | Presence of jamming signals | Detect presence of jamming signals | Excessive SNR, sum-of-square of SNR [46], etc. | Detect presence of jamming signals | Detect presence of jamming signals | Detect presence of jamming signals | Detect presence of jamming signals | Detect presence of jamming signals | Detect presence of jamming signals |
| Detect the presence of eavesdropper | Presence of eavesdropper | Detect the presence of eavesdropper | Infrared camera to seek out heat generating electronic circuits. | Detect the presence of eavesdropper | Detect the presence of eavesdropper | Detect the presence of eavesdropper | Detect the presence of eavesdropper | Detect the presence of eavesdropper | Detect the presence of eavesdropper |
| Detect abrupt or unexpected drop in message delivery ratio | Presence of abrupt or unexpected drop in message delivery ratio | Detect abrupt or unexpected drop in message delivery ratio | Inconsistent data from multiple UAVs deployed in a same area [50], [52], etc. | Detect abrupt or unexpected drop in message delivery ratio | Detect abrupt or unexpected drop in message delivery ratio | Detect abrupt or unexpected drop in message delivery ratio | Detect abrupt or unexpected drop in message delivery ratio | Detect abrupt or unexpected drop in message delivery ratio | Detect abrupt or unexpected drop in message delivery ratio |
| Detect blind injection through cryptographic service requests, etc. [48], [49]. | Presence of blind injection | Detect blind injection | Inconsistent data from multiple UAVs deployed in a same area [50], [52], etc. | Detect blind injection | Detect blind injection | Detect blind injection | Detect blind injection | Detect blind injection | Detect blind injection |
| Detect video replay through time-stamp breaks in incoming messages, and solar shadow inconsistency in location statistics [51], [56]. | Presence of video replay | Detect video replay | Inconsistent data from multiple UAVs deployed in a same area [50], [52], etc. | Detect video replay | Detect video replay | Detect video replay | Detect video replay | Detect video replay | Detect video replay |
| Detect GPS spoofing by observing deviation in flight control parameters | Presence of GPS spoofing | Detect GPS spoofing | Inconsistent data from multiple UAVs deployed in a same area [50], [52], etc. | Detect GPS spoofing | Detect GPS spoofing | Detect GPS spoofing | Detect GPS spoofing | Detect GPS spoofing | Detect GPS spoofing |
| Detect GPS spoofing by comparing received GPS signals against reference model [62]–[64]. | Presence of GPS spoofing | Detect GPS spoofing | Inconsistent data from multiple UAVs deployed in a same area [50], [52], etc. | Detect GPS spoofing | Detect GPS spoofing | Detect GPS spoofing | Detect GPS spoofing | Detect GPS spoofing | Detect GPS spoofing |
| Detect GPS spoofing by comparing received GPS signals against received GPS signals [62]–[64]. | Presence of GPS spoofing | Detect GPS spoofing | Inconsistent data from multiple UAVs deployed in a same area [50], [52], etc. | Detect GPS spoofing | Detect GPS spoofing | Detect GPS spoofing | Detect GPS spoofing | Detect GPS spoofing | Detect GPS spoofing |
| Detect the presence of virus and malware using anti-virus scanning software with up-to-date virus signature. | Presence of virus and malware | Detect the presence of virus and malware | Inconsistent data from multiple UAVs deployed in a same area [50], [52], etc. | Detect the presence of virus and malware | Detect the presence of virus and malware | Detect the presence of virus and malware | Detect the presence of virus and malware | Detect the presence of virus and malware | Detect the presence of virus and malware |

**Table 4.** Applicability of detection countermeasures to cyberattacks.
yield different statistics, and require a separate characterization effort. Instead of control statistics, [51] has proposed to detect flight anomaly by using movement statistics. Through statistical analysis of flight data, the scheme first establishes a flight profile baseline. Then, this baseline is compared against a set of simulated hijacking scenarios, where a match in the comparison indicates an attack. In the paper, the proposed scheme is capable of detecting all hijackings where the targeted UAV has been fully compromised and the the flight path has been randomly changed. For other scenarios where control over hijacked UAV is not consistently asserted by the attacker, the detection may not be successful. The work [52] has proposed an idea to detect flight behavior anomaly through deviation in UAV location statistics. Here, location statistics are in the form of UAV’s elevation angle and horizontal angle with respect to the ground control station. The work first builds a standard model for normal UAV behavior as a regression function of angles. In order to account for variation in location statistics caused by wind, the standard model is established using recurrent neural network. At each time instance, the standard model is used to predict a UAV location. The error between the predicted and the actual UAV location is recorded. When the normalized root mean square of the errors is larger than a threshold, the flight behavior is considered abnormal.

Instead of detailed statistics, [53] has proposed to detect abnormal flight behaviors at a higher level of abstract using a rule-based method. The work has defined a set of seven potential attack vectors (threats). Each attack vector has been transformed into a set of internal system states, where conjunctive and disjunctive predicates of the state can indicate the occurrence of an attack. These predicates form the rules and the work has proposed to check these rule following a priority list, where protecting integrity has a higher priority than protecting confidentiality, which has a higher priority than protecting availability. In [53], the rule checking can be done on a UAV by its neighbor UAV, or solely on-board where a system component checks on another component. The work has defined three types of attackers, namely reckless, random and opportunistic. Evaluation results have shown that the proposed method can effectively trade higher false positives for lower false negatives in detecting more sophisticated random and opportunistic attackers.

As a form of message injection, video replay attack can be detected by finding environmental inconsistency in the video stream. For example, solar shadow of a UAV depends on the UAV’s location, the sun position and the current time. According to [54], an expected solar shadow at a given time and UAV location can be determined using an analemmatic sundial model. Then, a video replay attack is detected if the shadows in the video do not match the expected shadow. Such video analytic approach can also be used to detect navigation message spoofing, which is popular known as GPS spoofing in the literature [55]. This is because a mismatch in the solar shadow also implies an inconsistency in location. Specifically, a GPS spoofing is detected if the solar shadow in a received video does not match the expected shadow at a UAV location which is calculated from navigation messages.

Other than solar shadow, location consistency for GPS spoofing detection can also be verified using other environmental features. More specification, the surrounding environment of a UAV must be consistent with the location derived using the received navigation messages. For example, if the GPS messages determine that the UAV is flying above a sea, a picture taken from the UAV must not show it flying above a forest. In [56], a method has been proposed to detect GPS spoofing by using the a camera and a terrain elevation map. The method determines an expected video image based the UAV’s position which is derived from the GPS messages, and compare that image against the actual image captured by the camera.

In addition to visual based location consistency method described above, there is a rich literature on GPS spoofing detection by checking anomalies in GPS’s radio signal characteristics. These anomalies are in the form of unusually strong received signal strength and excessively low noise floor levels. Abnormal values may also be observed in automatic gain control values of GPS receivers [57], arrival angle of GPS signals [58], signal phase-delay [59], etc. Instead of focusing on a single physical characteristic, [60] has proposed to consider multiple signal characteristics collectively using a feedforward artificial neural network (ANN). The AN input vector consists of signal-to-noise ratio, pseudo range, Doppler shift and carrier phase shift of the GPS signals from a number of satellites. The set of training input vectors contain both genuine and spoofed messages, which are generated based on actual GPS signal traces at two locations. Despite such a simple ANN, a detection accuracy of 98% can be achieved with just 2 hidden layers and 3 neurons in each hidden layer. However, these signal’s physical characteristic detection methods are effective only against basic GPS spoofing with UAV remains stationary, but not intermediate and advanced attack. Also, these methods are generally not reliable in a multipath rich environment, and may require multiple antennas. Typically, a legitimate GPS signal may be overpowered by the fake GPS signal, but the legitimate signal still exists. Given this observation, a standalone method that does not require multiple antennas has been proposed in [61]. This method detects and tracks any signal correlation peak, in addition to the strongest one. The existence of such a weaker correlation peak indicates a GPS spoofing.

Apart from radio signal characteristics, GPS spoofing can also be detected by finding anomalies in calculated position coordinates. Generally, these methods calculate a UAV coordinate from the received navigation messages, and compare the calculated coordinates against the coordinates estimated by a reference model. Then, a GPS spoofing is detected when the difference between the two coordinates is large. In [62], the reference model is a kinematics state estimator, which takes into account control command and readings from an inertial measurement unit. The method detects a GPS spoofing if the error between the two coordinates is
larger than a threshold. Instead of a threshold, [63] has a similar idea but to detect GPS spoofing by examining the statistical distribution of position errors. This is because while such errors exist with or without GPS spoofing, the error distribution changes in the presence of an attack. The work has used a support vector machine to learn the abnormality in such error distributions for accurate detection. However, with the use of online learning, the detection become inaccurate when the attack lasts for a long duration.

The idea of [62] has been adopted by [64], but with a different state estimator. Compared to a linear transfer function used in [62], the estimator in [64] has applied a combination of two extended Kalman filters. The benefit of using Kalman filter is that the uncertainty in UAV movements and reference signals can be incorporated into the decision process. Kalman filter has been used for GPS spoofing detection in [65] but in a different way. In [65], Kalman filter is not used to track uncertainty in the outputs of an estimator because no estimator is used in this work. Instead of an estimator, [65] has used a multi-layer tree-structure fuzzy inference process to detect spoofing based on raw navigation signals and inertial measurements. Here, Kalman filter is used to account for uncertainty in the raw measurements; and fuzzy logic is adopted to deal with the complex interactions between these measurements without the need of nonlinear equations.

Instead of finding anomalies in GPS signals by comparing against a reference model, [66] has proposed to find such discrepancies by comparing signals from two redundant physical systems on-board a UAV. The primary system is GPS-based which has a high accuracy, but also has a higher cost and is potentially more vulnerable to attack. The secondary system may have a lower positioning accuracy, but it will provide greater security than that of the GPS-based system. A GPS spoofing is detected when the difference between the two systems exceeds a certain threshold for a certain duration. However, [66] has not clearly stated what the secondary system can be.

With reference to Table 4, [55] and [56] described above can detect GPS spoofing by checking consistency of visual images captured by a UAV against the UAV’s supposed environment based on its coordinates which are calculated from received reference messages. Apart from visual images, such environmental consistency can also be verified by checking a UAV’s calculated position against its neighbor UAVs’ coordinates. More specifically, a GPS spoofing is detected when a UAV’s calculated position is not within an acceptable range from its immediate UAV neighbors. According to [67], this neighbor based coordinate verification can be implemented using ADS-B system. As described earlier, ADS-B can be used by an aircraft to periodically announce its coordinates. However, to achieve a position accuracy of around 150 meters, this method needs 15 minutes of monitoring time, which is long enough for an attacker to hijack a UAV.

### C. MITIGATION

As summarized in Table 5, the impacts and damage incurred by a cyberattack can be reduced through the following five mitigation methods:

- Neutralize the attacker.
- Avoid the attack agent.
- Provide redundancy.
- Exploit uncertainty.
- Fail-safe protocol.

Neutralizing attacker is a unique countermeasure which disables a passive eavesdropper by jamming its receiver. This is like a channel jamming attack which is launched by an attack target on the attacker. By overpowering the eavesdropper’s radio receiver, it will not be able to sniff the communication channel for a message. As shown in Table 5, this countermeasure is applicable to message interception, message replay attack and message spoofing. This countermeasure is effective against message replay attack and message spoofing because both attacks require the attacker to first acquire some legitimate messages, to be used in the attacks. However, a straightforward channel jamming on the attacker may not be very effective when the attacker is located close to the intended receiver, i.e., the targeted UAV. This is because the jamming signals may also affect the targeted UAV at the same time of interfering the eavesdropper. The work [68] has proposed the idea of cooperative jamming, where a friendly UAV is deployed as a jammer close to the location of an eavesdropper. With such cooperative jamming, a scheme has been developed to determine the optimal flight path and transmit power of the friendly UAV jammer, taking into account the locations of both the eavesdropper and targeted UAV. This work is built on the physical security technique, and information secrecy rate is one of the main performance metrics. While [68] is indeed interesting, it relies on the ability to pinpoint the exact location of an eavesdropper, which may be difficult to know in practice.

Instead of actively transmitting jamming signals, an attacker can also be neutralized by luring it to attack a honeypot, which is a system whose only value lies in being attacked. The work [69] has proposed the idea of a HoneynDrone, which is a portable UAV honeypot to emulate a number of UAV-specific and UAV-tailored protocols, making it possible to lure adversaries into attacking it, instead of the original target UAV. The work has argued that such redirection of an attack is possible as long as the honeypot has a stronger signal than the targeted UAV and has been placed in a strategic location. In [69], the UAV honeypot operates on low-cost Raspberry Pi. By attacking and recording attacks, the honeypot can shed light into adversaries’ techniques.

It can be an effective countermeasure to reduce the influence of an attack agent by avoiding it. For example, in channel jamming attack, a UAV may escape from the strong interfering signals by dynamically switching to another radio channel. In [70] and [71], a cognitive radio system has been developed using software-defined radio blocks. The system
| Cyberattacks       | Countermeasures                                                                 |
|-------------------|---------------------------------------------------------------------------------|
| **Channel Jamming** | Use cognitive radio to dynamically switch out from the attacked channels [70], [71]. |
|                   | Change flight path to avoid the coverage area of an attacker [72].              |
| **Message Interception** | Launch a channel jamming attack on the malicious eavesdropper.                  |
|                   | Deploy friendly UAV as cooperative jammer close to the location of eavesdropper, control fly path and transmit power of the friendly UAV to guarantee a minimum secrecy rate [68]. |
|                   | Redirect attacker to a fake target by luring it to a honeypot [69].             |
| **Message Deletion** | Launch a channel jamming attack on the malicious eavesdropper.                  |
|                   | Change flight path to avoid the coverage area of an attacker.                   |
| **Message Injection** | Launch a channel jamming attack on the malicious eavesdropper to prevent it from acquiring new messages for message replay attack. |
|                   | Change flight path to avoid the coverage area of an attacker.                   |
| **Message Spoofing** | Launch a channel jamming attack on the malicious eavesdropper to stop the spoofer from getting source messages for spoofing attack. |
|                   | Change flight path to avoid the coverage area of an attacker.                   |
| **On-board System Attacks** | Against sensor attack, using more than type of sensors for each critical measurement. |

**TABLE 5.** Applicability of mitigation countermeasures to cyberattacks
performs spectrum sensing to detect jamming signals. Upon a positive detection result, given the agility of software-defined radio, the system can switch all communicating UAVs out from the attacked channel, to another available channel.

In addition to radio channel switching, we can also avoid an attacker by exploring alternatives in spatial domain because each attacker has only a limited coverage area. Consider a UAV performing territorial surveillance and facing physical-layer control channel jamming attack. The work [72] has proposed a scheme that helps the targeted UAV in autonomously finding a new flight path to avoid the coverage areas of a group of jammers. The authors have assumed that the UAV can locate the jammers, and know the transmission strength of the jammers. Also, the UAV is capable of identifying the boundary between the jammed and non-jammed area. The proposed scheme first identifies all candidate flight paths, which are selected from all quadratic Bezier curves connecting the UAV's current position and a candidate end point within the non-jammed area. Among the candidate flight paths, an optimal path is selected using a reinforcement learning scheme with stochastic approximation. In addition to channel jamming, this flight path rerouting can be effective against message interception, message injection and message spoofing. More specifically, we can change a UAV's flight path to avoid getting close to eavesdropping attackers.

Another countermeasure against navigation channel jamming is to provide redundancy by installing multiple receivers, each for a different GNSS. As such, when navigation messages from one GNSS are jammed, the targeted UAV can still receive navigation messages from another GNSS. For example, when GPS is jammed, a UAV may receive navigation messages from GLONASS, Galileo, or Beidou. Such redundancy approach can be effective and cost-efficient because there are existing off-the-shelf commercial receiver systems capable of receiving multiple types of GNSS signals. Also, it will probably be too expensive for an adversary to simultaneously jam all the different GNSS. Providing redundancy is also an effective mitigation countermeasure against the sensor attack in [34], especially when its prevention countermeasure has failed. With reference to Table 3, the component selection approach may not prevent the attack because, due to physical limitation, there may be no other choice for a certain type of sensors. In such a case, the impacts of such sensor attack can be mitigated by using a multi-sensor system, where each critical measurement is obtained from more than one type of sensors. For example, in addition to MEM gyroscope, a UAV can install a mechanical gyroscope and a laser gyroscope. Also, in addition to gyroscope, a UAV can measure its angular velocity using an accelerometer and inertia measurement unit.

A UAV will receive the full blown impact only if its behavior is perfectly predictable by the attacker. As such, we may reduce the attack impact by adding uncertainty into a UAV's behavior, making it less predictable. In the literature, game theory provides a framework to model the effects of uncertainty in the behaviors of multiple actors, on each other. The work [73] has enlisted a combination of game theory and cooperative localization to mitigate the impact of navigation message spoofing attack. Generally, cooperative localization allows a UAV to determine its own position by using only location information from three other UAVs within its vicinity. For such cooperative localization to work, the UAV must know its relative distances to the three cooperative UAVs and these cooperative UAVs must know accurately their own position coordinates. As such, cooperative localization will fail if one of the cooperative neighbors has suffered from navigation message spoofing. In [73], the authors assume that the spoofer can only attack one UAV each time. From the UAV operator's perspective, it is desirable for the spoofer to attack the UAV, but none of its three cooperative neighbors. As such, the attack can be nullified because the attacked UAV can get its location accurately determined through cooperative localization, while other UAVs will still get their location determined using navigation messages. Here, cooperative localization is applied only on a UAV, because it is significantly more computationally expensive as compared to localization using navigation messages. A problem arises if the attacker chooses to spoof a UAV which has not been selected to determine its coordinate using cooperative localization. The work [73] has suggested to form a group of five UAVs, where each UAV has four cooperative neighbors. Then, a dynamic Stackelberg game has been formulated to model the interactions between the spoofer and a UAV. In the game, the spoofer randomly chooses which UAV as the attack target and modifies accordingly the radio signal characteristics to avoid being detected. Solution of the game helps the UAV operator to optimally choose a UAV from its 5-member cooperative group, to get its coordinate determined through cooperative localization.

In another game theory based scheme, [74] has modeled the strategic behavior of a UAV in response to attacker's attempt to mislead it with a fraudulent and purposefully crafted navigation message. The work has characterized the necessary and sufficient conditions of a perfect Bayesian equilibrium of the game. Based on the equilibrium, the UAV can either infer its true position, or decide rationally its position that minimizes the deviation from its true position. In addition to defending against navigation message spoofing as in [73] and [74], game theory has been used in [75] against channel jamming attack. In [75], the jammer is a UAV trying to attack the radio channel between two communicating UAVs. A multi-player pursuit-evasion game has been formulated to find the optimal spatial reconfiguration of the pair of UAVs to minimize the jamming duration. The game formulation takes into account uncertainty in the jammer's flight direction, in deciding the angular velocities for the pairs of communicating UAVs.

Recall that control channel jamming will result in a targeted UAV no longer able to receive commands from the ground control station. In the absence of control commands, a UAV may fly aimlessly or crash to ground. As a mitigation countermeasure, after losing control signals for a specific
period of time, a UAV will go into a lost link state and execute a fail-safe protocol. This protocol is a pre-determined procedure which controls a UAV to autonomously perform a set of instruction to achieve a desired state. A fail-safe procedure may guide a UAV to return to its home base, to fly to a pre-determined location, to self-destruct avoiding capture, etc. Practically, a fail-safe protocol is the last resort when all other mitigation countermeasures have failed. In [76], this fail-safe protocol is called roll-back or roll-forward, which returns or forwards the UAV to a safe state.

V. RESEARCH CHALLENGES AND FUTURE WORKS

Based on the survey above, a lot of works have been done in proposing countermeasures against UAV cyberattacks. In the following, we highlight the main research challenges in developing such countermeasures:

- **Limited on-board computation resources:** Due to size and weight constraints, UAVs are typically not equipped with powerful computer. The on-board central processing unit has limited computation power. Therefore, it is not reasonable to expect a UAV to perform any complex algorithm or real-time optimization, as part of a countermeasure against cyberattacks.

- **High dependence on reliable communications:** Regardless of fully autonomous or remotely controlled, UAVs are highly dependent on the availability of reliable communication channels and networks. A UAV needs the communication systems to receive commands or feedback, as well as to transmit its collected data, to its neighbor UAVs and the ground control station. These feedback and collected data may include environmental information, flight statistic, received signal characteristics, etc. which are essential to attack detection by the UAV itself or its neighbor UAVs and control station. Hence, it is not feasible to have a highly effective countermeasure without the support of reliable communications.

- **Information security is necessity:** Ensuring information confidentiality, integrity and authenticity is not an option, but a necessity against UAV cyberattacks. Strong information security can prevent almost all cyberattacks which are launched above physical layer, except some forms of denial-of-service attacks. However, most commercially available off-the-shelf UAVs for civilian applications make use of self-organize private networks, such as Wi-Fi, Bluetooth, Zigbee, etc. Compared to 5G cellular networks, these private networks do not have a strong security protection against illegal connections, malicious control, unauthorized access, and others. Thus, it is a challenge to protect information security of low-cost UAVs operating in private networks.

In the literature, not all the critical research challenges presented above which have been fully addressed. To close the research gap, we suggest a few potential future research works as follows:

- **Real-time flight mission registry and tracking:** Develop an efficient system for a UAV to register and update its flight path in real-time. As such, we can detect UAV misbehavior by tracking its movement and comparing that against the registered flight path. This detection method requires only a simple comparison and thus, is not computationally demanding while compared to various existing methods that detect flight misbehavior through flight control statistics, movement statistics or location statistics (see Table 4).

- **Computationally efficient countermeasures:** Develop prevention, detection and mitigation countermeasures that require only minimal on-board computation resources. This can be achieved by using machine learning or artificial intelligent techniques, which are computationally intensive only during the training stage. For example, after deployment, a trained neural network is a simple mapping function. In this context, the training process must be performed off-board, and the training outcomes can be uploaded to a UAV at its base just before the start of a flight mission. Here, the training process may include the use of adversarial machine learning to model the behaviors of some sophisticated attackers, so that a more robust countermeasure can be developed. When the flight mission takes a long time and is complex, the neural network may be re-trained during the mission. In such a case, the new training outcomes must be remotely uploaded to the UAV through wireless communication channels. This implies a dependence between communication requirement and on-board computation requirement. A lower on-board computation requirement through off-board training, may lead to a higher communication requirement to upload the training outcomes. Thus, there is a need to develop a framework to optimally trade-off computation and communication requirement for a robust countermeasure.

- **Lightweight cryptography:** Develop lightweight cryptographic encryption algorithm for resource limited UAVs. As summarized in Table 3, cryptographic encryption is effective in preventing UAV cyberattacks. Compared to asymmetric cryptography, symmetric cryptography, such as the simple one-time padding algorithm is less computationally complex. However, symmetric cryptography requires a secure and reliable method to distribute the encryption key, which can be known only by the pair of sender and receiver. While the symmetric encryption itself may be computationally simple, the key distribution protocol may be complex. Compared to a traditional communication scenario where the sender and receiver are separated by a distance at fixed locations, UAVs are mobile nodes. Considering communications between a UAV and the ground control station, the UAV may be co-located with the control station before flying away for a mission. We can exploit this unique scenario in developing an
efficient key distribution protocol. As an example, we may use a physically secure channel, such as a quantum communication channel to transfer a sufficiently long encryption key to a UAV when it is at the control station. Then, this key will be used in one-time-padding encryption of all messages during the flight mission. The encryption key will be replenished when the UAV returns to the control station at its base.

- **Robust fail-safe protocol:** Develop a fail-safe protocol which is robust against a combination of control channel jamming and navigation message spoofing attack. It has been described earlier that after losing control channel due to jamming, a UAV may activate its fail-safe protocol to fly autonomously to a pre-determine location. However, a navigation message spoofing may lead the autonomously flying UAV to a wrong location, as dictated by the adversary. In such an extreme case, a robust fail-safe procedure should be able to work without navigation messages. This can be achieved by making the UAV capable of orientating itself by using only information from its environment. For example, UAV can find its direction based on the orientation of sun, moon, and stars, as well as the strength of earth magnetic field.

- **Provide redundancy through swarm of uncorrelated UAVs:** Develop an efficient configuration of a UAV swarm to provide redundancy. In the literature, a UAV swarm has been used as a solution to overcome limitation in on-board resources where each UAV takes a share of computation load in collaboration with other UAVs in achieving a same objective. As an alternative to this collaborative arrangement, we propose to investigate a UAV swarm as a way to provide uncorrelated redundancy. To be uncorrelated, neighboring UAVs may operate in different communication channels, carry different messages and use different flight paths. As such, when a UAV has been compromised in an attack, not all information is leaked and not all communication links are lost.

VI. CONCLUSIONS

Unmanned aerial vehicle (UAV) will occupy our airspace in an increasing number to support a wide range of commercial and civilian application. As an advanced cyber-physical system, UAVs are targets of cyberattacks. We have identified existing UAV cyberattacks and classified them based on the attack entry points, into six classes, namely channel jamming, message interception, message deletion, message injection, message spoofing and on-board system attack. We have further surveyed existing literature for countermeasures against the attacks. We have classified the countermeasures into three classes, namely prevention, detection and mitigation. Such classification is useful because a countermeasure may not be exclusive to a attack class and thus, can be more broadly applicable against other attacks which may not be what it was originally developed for. We have noticed that navigation message (GPS) spoofing attack has the most number of proposed countermeasures. Also, cryptographic encryption is effective in preventing almost all types of attacks launched above physical layer, except some forms of denial-of-service attacks. As the last resort countermeasure, existing fail-safe protocols are important but are not fool-proof. Based on the survey, we have identified a number of remaining research challenges in developing UAV cyberattack countermeasures, and have proposed a number of potential future research works.
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