Digital Text Security with Steganography Least Significant Bit and Audio Feature Extraction
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Abstract. The study developed a digital text security system by inserting the classified message or text into digital audio (stego audio) with the least significant bit (LSB) steganography and audio feature extraction. The text bits were inserted into each cover audio frame based on the value of feature extraction energy and zero-crossing rate (ZCR). The study has demonstrated that the least significant bit and audio feature extraction can cover the digital text in stego audio and then be extracted back to the original digital text. There is a small difference in feature extraction energy value between stego audio and cover audio. While there is no difference in feature extraction zero-crossing rate between stego audio and cover audio. The study also measured signal-to-noise ratio (SNR); the detected noise in stego audio because of the change in the least significant bit. The SNR is 111.97 – 130.00 dB.

1. Introduction
Nowadays, digital transmission through the internet increases rapidly [1]. Therefore, the information exchange easily worldwide every second. However, for a classified file that is only accessed by an authorized person, security and authenticity are still the primary concern [2]. During transmission, the classified information has risked being attacked by an eavesdropper [3] such as interruption, interception, modification, and fabrication[4]. As prevention, this classified information can be protected by steganography [5] which covers the information with various media[6], e.g., text [7], images [8], audio [9], and video [10]. The cover is called the cover image. Meanwhile, the text with the cover is a stego image. With the aid of cover image, the classified information is not visible directly and looks natural. Human vision cannot recognize the different between cover image and Stego image [11].

Steganography has been applied in various fields. In pharmacy, steganography present to secure the electronic prescription and patient data from the eavesdropper [12]. In medical, steganography employs to protect the medical image. Therefore, no theft can steal the data nor modified it. An illegal modification of medical images will lead to a false diagnose[13]. In politics, the steganography identified cheaters in an election[14]. In transportation, steganography is practiced for a ticket barcode to protect the passenger data such as transaction, bank account, and traveling history[15]. In Information and Communication Technology (ICT), steganography secures the Internet of Things (IoT) data [16].

This study employed the steganography least significant bit [17] with audio feature extraction [18] to protect the classified text. Here, the information is covered by a 16-bit double cannal digital audio with various genres. By combining audio feature extraction and steganography least significant bit, the study obtained a better security level result.
Steganography employs a cover to hide digital information. This cover is like a wrapping box for the information during the transmission from sender to receiver. The digital information may in bits or a block. The cover itself has various types like text, image, audio, video, sound, or other media [19].

Least Significant Bits (LSB) is a steganography method in the spatial domain. This technique is simple because the cover LBS’s can be replaced by message bits directly. For example, in steganography with cover image, the LSB in each image pixel is changed by the message bits.

Feature extraction is essential for audio analysis, such as pattern recognition and machine learning. With this feature, the audio characteristic such as human voice, music, and explosion can be recognized [20]. This feature can also distinguish music genres such as pop, rock, jazz, and dangdut. The feature extraction consists of two main parameters, time and frequency based. The time-based itself composed of energy and Zero-Crossing Rate (ZCR) feature. The energy feature \( E(i) \) can be denoted as follow.

\[
E(i) = \frac{1}{W_L} \sum_{n=1}^{W_L} |x_i(n)|^2, \tag{1}
\]

where \( W_L \) and \( x_i \) are the frame number at the \( i \)-th audio sample, respectively. \( W_L \) is obtained from ratio between number of samples in the audio cover reference with number of text character. Meanwhile, the ZCR to count the noise signal is denoted as follows.

\[
Z(i) = \frac{1}{2W_L} \sum_{n=1}^{W_L} [\text{sgn} \left[ x_i(n) \right] - \text{sgn} \left[ x_i(n-1) \right]] \tag{2}
\]

where

\[
\text{sgn}[x_i(n)] = \begin{cases} 
1, & x_i(n) \geq 0, \\
0, & x_i(n) < 0.
\end{cases}
\tag{3}
\]

The difference expected signal with the noise signal can be obtained by measuring the Signal-to-Noise Ratio (SNR) on the following equation.

\[
SNR = 10 \log_{10} \frac{\sum_{n=1}^{N} x(n)^2}{\sum_{n=1}^{N} [x(n) - y(n)]^2} \tag{4}
\]

2. Method
The research started with the development of audio feature extraction program. Here, there were three audio files as the cover audio in the .wav format (audio 1, audio 2, and audio 3), and a (classified) digital text in the .txt format.

Each text was then inserted into the audio cover by least significant bit steganography technique. The process was started by extracted and inserted the (classified) text into the cover audio, between the initial and final reff (reff). Furthermore, the initial and final reff time was the stego key. The audio file details and time interval of reff are shown in table 1 and table 2, respectively.

### Table 1. Cover audio

| Audio Stego | Frequency (Hz) | Data       |
|-------------|----------------|------------|
| Audio 1     | 44,100         | 10,601,328 |
| Audio 2     | 44,100         | 9,532,272  |
| Audio 3     | 48,000         | 12,206,064 |

### Table 2. Time interval of the first reff.

| Cover Audio | Initial Reff (s) | Final Reff (s) |
|-------------|------------------|----------------|
| Audio 1     | 59               | 90             |
| Audio 2     | 96               | 149            |
| Audio 3     | 62               | 89             |
The text character's number determined the energy feature and ZNR frame. Therefore the character's number was similar to the frame length \( W_f \). The initial and final reff was also obtained to extract the energy feature and ZNR. Here, the energy feature influenced the bit arrangement in the text, where an 8 bits character was inserted in each frame. Once the feature extraction in a frame was above the average energy, the 8 bits character was inserted in the initial frame. Meanwhile, if the energy feature extraction was below the average energy, the 8 bits character was inserted into the middle of the frame.

Finally, the SNR was obtained to analyze the stego audio difference before and after the text was inserted. Thus, the SNR determined the success of the steganography method application. As a comparison, SNR from previous research was employed, the details is shown in table 3.

| Research       | SNR (dB)     |
|----------------|-------------|
| Wakiyama [21]  | 45.2 – 50.4 |
| Divya [22]     | 55.37       |
| Meligy [23]    | 78.11 – 86.09 |
| Meligy [24]    | 94.76       |

3. Results and Discussion

This research obtained three audio files as the audio cover and four texts. Yet, to concise the graph presentation, this paper only showed the figure of audio1.wav. The energy and ZNR feature of audio 1 before the text was inserted was shown by figure 1.

**Figure 1.** (a) Energy feature of audio1.wav before inserted by text. (b) ZNR of audio1.wav before inserted by text.

Figure 1(a) showed the energy feature of audio1.wav or stego audio 1 before inserted by (classified) text. Meanwhile figure 1(b) was the ZNR of audio1.wav before the audio was inserted by the text.
The energy feature difference of stego audio $E_S$ with cover audio $E_C$ after the text was inserted to audio1.wav.

Figure 2 showed the energy feature difference of stego audio $E_S$ and cover audio $E_C$ after the text was inserted to the audio1.wav. The graph showed that the energy feature difference was small. Therefore, it was not influenced the text position in the stego audio.

The ZCR feature extraction difference of stego audio $E_S$ with cover audio $E_C$ after the text was inserted to audio1.wav.

Figure 3 showed that the ZCR feature of stego audio and cover audio has similar value. The comparison of stego audio before and after the text was inserted obtained from SNR. The SNR of three audio stego and four text were shown in table 4.

| Digital Information | Audio Stego (dB) | Audio Stego (dB) | Audio Stego (dB) |
|---------------------|-----------------|-----------------|-----------------|
| Text 1              | 116.84          | 125.97          | 121.03          |
| Text 2              | 115.37          | 124.65          | 119.64          |
| Text 3              | 121.00          | 125.77          | 120.56          |
| Text 4              | 111.97          | 121.22          | 116.30          |

The SNR was 111.97 – 130.99 dB. This result was more significant than SNR from previous research in table 3. The SNR value larger than 40 dB was good because the stego audio’s noise was smaller than cover audio.

4. Conclusion
This study show that the combination of steganography least significant bits with the audio extraction feature give a better security result. It shown that this combination method was able to cover the digital information which is shown by the SNR value 119.95 – 136.03 (dB).
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