Scalable High-Rate Twin-Field Quantum Key Distribution Networks without Constraint of Probability and Intensity
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Implementation of a twin-field quantum key distribution network faces limitations, including the low tolerance of interference errors for phase-matching type protocols and the strict constraint regarding intensity and probability for sending-or-not-sending type protocols. Here, we propose a two-photon twin-field quantum key distribution protocol and achieve twin-field-type two-photon interference through post-matching phase-correlated single-photon interference events. We exploit the non-interference mode as the code mode to highly tolerate interference errors, and the two-photon interference naturally removes the intensity and probability constraint. Therefore, our protocol can transcend the abovementioned limitations while breaking the secret key capacity of repeaterless quantum key distribution. Simulations show that for a four-user networks, under which each node with fixed system parameters can dynamically switch different attenuation links, the key rates of our protocol for all six links can either exceed or approach the secret key capacity. However, the key rates of all links are lower than the key capacity when using phase-matching type protocols. Additionally, four of the links could not extract the key when using sending-or-not-sending type protocols. We anticipate that our protocol can facilitate the development of practical and efficient quantum networks.

I. INTRODUCTION

Establishing a global quantum network has become a formidable and important issue for maintaining the privacy of worldwide communications in the era of powerful quantum computers [1, 2]. Quantum key distribution (QKD) [3, 4], a key platform for exploring quantum networks, enables two remote users to share secret keys with information-theoretic security guaranteed by the laws of quantum physics. QKD has developed rapidly in theory and has been implemented in various experiments and networks in the past three decades [5–8]. However, the non-negligible gap between ideal protocols and realistic setups underlies various security loopholes [7]. Measurement-device-independent (MDI) QKD [9, 10] can eliminate these loopholes on the detection side by introducing an untrusted third party to implement entanglement swapping. Owing to excellent real-world security, ease of deployment in a star network, and sharing of expensive detectors, MDIQKD has received extensive attention and in-depth research has been conducted [11–27]. In particular, MDIQKD is regarded as an efficient and practical building block of quantum networks [28–33].

On the other hand, optical pulses inevitably suffer from absorption and scattering in media, resulting in the key rates of MDIQKD depending heavily on quantum channel transmittance. Specifically, the extracted secure key rates of MDIQKD protocols are limited by the rate-loss scaling of repeaterless quantum channels [34–38]. The exact limit is provided by the secret key capacity, also known as the Pirandola–Laurenza–Ottaviani–Banchi (PLOB) bound $R = -\log_2(1 - \eta)$ [36], where $R$ and $\eta$ are the secret key rate and the channel transmittance between the two users, respectively. In the long term, this limitation can be overcome by using intermediate nodes together with quantum repeaters [39, 40]. However, mature quantum repeaters are still far from real-life implementation because of the difficulty in constructing and reliably operating low-loss and high-clock quantum memories.

Twin-field (TF) QKD [41], which exploits single-photon-type interference in the untrusted relay, has been proposed to break the PLOB bound. TFQKD maintains all the advantages of MDIQKD and greatly improves the secure key rate. Since then, many variants of TFQKD have been proposed [42–56]. These variants can be divided into two types according to the mode of extraction of the secret key. One type is the phase-matching-type protocol, including phase-matching (PM) QKD [42], no phase post-selection (NPP) QKD [44–46], and four-phase TFQKD [57], which exploits the interference mode to extract the secret key. The other type is the single-photon-type protocol that includes sending-or-not-sending (SNS) TFQKD [43], which uses the non-interference mode to extract the secret key and the interference mode to estimate the phase error. These protocols have been realized in the laboratory [57–65] and in the field [66–68]. Recently, the secure transmission distance of four-phase TFQKD was experimentally demonstrated to be over 833.8 km, setting a new record for fiber-based quantum key distribution [57]. Furthermore, the twin-field concept has been widely applied to other quantum tasks, such as
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TFQKD significantly improves the key rates, extends the transmission range, and thwarts all types of detection attacks. Therefore, TFQKD is anticipated to be a major component of future communication networks [7]. For practical quantum networks, as shown in Fig. 1(a), there are highly asymmetrical channels and losses at various nodes. In addition, large interference misalignment errors may occur because some nodes may be located in complex environments. Therefore, phase-matching-type protocols [42, 44–46, 48, 55], whose key rates are extremely sensitive to interference errors, are not considered optimal in quantum networks. Single-photon type protocols, such as the SNS-TFQKD protocol [43], can tolerate large misalignment errors. With the help of actively odd-parity pairing (AOPP) [80, 81], SNS-TFQKD greatly improves the transmission distance and the security key rate [62, 65, 67, 68]. However, a crucial limitation of SNS-TFQKD is that the sending probabilities and intensities of quantum states must satisfy a strict mathematical constraint (see Eq. (B3)), such that the density matrix of the two-mode single-photon state in the X basis is the same as that in the Z basis [49, 50]. Each user has certain given system parameters in practical network links, including laser-pulse probabilities and intensities that depend on the hardware [28, 32]. Therefore, it is extremely difficult to modulate system parameters to satisfy the mathematical constraint when communication users are switched. Additionally, the light intensity cannot be precisely modulated to meet the constraint in a realistic setup, even for a fixed pair of users, resulting in an insecure key rate.

In this work, we propose a two-photon (TP) TFQKD protocol that avoids the aforementioned mathematical constraints and is robust against large misalignment error. By leveraging the idea of time multiplexing, we post-match two phase-correlated single-photon detection events to realize two-photon interference. The function of post-matching resembles a quantum repeater—the pairing for two-photon interference depends on the occurrence of detected photons, thereby breaking the PLOB bound [37]. Traditional dual-rail protocols, including two-photon interference MDIQKD [9], suffer from the limitation of secret key capacity [38]. Interestingly, TP-TFQKD is a dual-rail protocol that can overcome this limitation. We highlight that the key components of all QKD protocols that break the PLOB bound [18, 24, 25, 39, 41] (including our protocol) are entanglement swapping via untrusted relays and multiplexing. Additionally, our protocol uses the non-interference mode as the code mode, which is the same as single-photon-type protocol, so it can tolerate high interference errors. Two-photon interferences in our protocol make the density matrices of the single-photon pairs always identical in the Z and X bases so that the security of the key rate is not affected by modulated light intensity deviations.

In a simulation of a four-user quantum network with asymmetric channels, as shown in Fig. 1(b), we show that TP-TFQKD enables the key rates of the five pairs of users to exceed the secret key capacity. In contrast, secret key rates cannot be generated for four pairs of users if SNS-TFQKD is adopted. When a moderate interference error occurs in the network, TP-TFQKD still enables the key rates of all six user pairs to exceed or approximate the PLOB bound, whereas the key rates of PMQKD are an order of magnitude smaller or even zero. Additionally, we derive a security proof for SNS-TFQKD when the constraint is not satisfied by using the quantum coin concept [82, 83]. The transmission distance of TP-TFQKD is 200-km longer than that of SNS-TFQKD using the AOPP method if the intensities of the weak decoy states of both protocols have deviations of 3%. The performance of our protocol is also much better than that of PMQKD, NPPQKD, and four-phase TFQKD. Moreover, we demonstrate that the three-intensity protocol can provide higher key rates for long distances than the four-intensity protocol when finite-size effects are considered, further reducing experimental complexity. Our pro-

Figure 1: (a) Illustration of a satellite–ground and metropolitan-area communication network. A quantum satellite is connected to six ground stations via ground satellite links. There are two types of nodes in the quantum metropolitan-area network: user nodes (orange circles) and an untrusted relay (red star). These users are connected by a relay via fiber channels. (b) Example of a scalable QKD network setup consisting of numerous users who may freely join or leave the network. Each user node has an asymmetric channel connected to an untrusted relay, through which it can establish a QKD link to others.
tocol simultaneously achieves high robustness and performance, paving the way for deployment of practical quantum networks.

II. TP-TFQKD PROTOCOL

We illustrate the TP-TFQKD setup in Fig. 2. Note that the TP-TFQKD setup is identical to that of TFQKD—or rather, all variants of TFQKD have the same experimental setup, and the workflows of these protocols differ only in state preparation and post-processing procedures. The experimental requirements of TP-TFQKD are also the same as those of other TFQKD protocols. A detailed description of the protocol follows.

1. Preparation. Alice and Bob repeat the first two steps for $N$ rounds to obtain sufficient data. At each time bin $i \in \{1, 2, \ldots, N\}$, Alice chooses a random phase, $\theta_a^i \in [0, 2\pi)$ and a random classical bit, $r_a^i \in \{0, 1\}$. She then prepares a weak coherent pulse $|e^{i(\theta_a^i+r_a^i)}\sqrt{k_a^i}|$ with probability $p_{k_a}$, where $k_a^i \in \{\mu_a, \nu_a, \mathbf{o}_a, \mathbf{o}_b\}$ denote the signal, decoy, vacuum, and declare-vacuum intensities, respectively. The intensities satisfy the relation $\mu_a > \nu_a > \mathbf{o}_a = \mathbf{o}_b = 0$. Similarly, Bob prepares a phase-randomized weak coherent pulse $|e^{i(\theta_b^i+r_b^i)}\sqrt{k_b^i}|$ with probability $p_{k_b}$, where $k_b^i \in \{\mu_b, \nu_b, \mathbf{o}_a, \mathbf{o}_b\}$ denote the signal, decoy, vacuum, and declare-vacuum intensities, respectively. The intensities satisfy the relation $\mu_b > \nu_b > \mathbf{o}_a = \mathbf{o}_b = 0$. Alice and Bob send the pulses to Charlie through insecure quantum channels. In addition, they send bright reference light to Charlie to measure the phase noise difference, $\phi_{\text{oa}}$.

2. Measurement. Charlie performs an interference measurement on the two received pulses for each time bin and obtains a successful event when only one detector clicks. Charlie publicly announces whether he obtained a successful detection event and which detector clicked.

We represent a successful detection event as $\{k_a^i, k_b^i\}$, where Alice sends the intensity $k_a$ and Bob sends $k_b$. The compressed notation $\{k_a^{ia}, k_b^{ia}, k_a^{ib}, k_b^{ib}\}$ denotes the pairing of $\{k_a^i, k_b^i\}$ and $\{k_a^i, k_b^i\}$, where the first label refers to time bin $i$, and the second to time bin $j$.

3. Sifting. For time bins where Alice sends decoy or declare-vacuum intensity, or Bob sends decoy or declare-vacuum intensity, Alice and Bob communicate their intensities and phase information with each other via an authenticated classical channel. The unannounced detection events, that is, $\{\mu_a, \mathbf{o}_b\}$, $\{\mu_a, \mu_b\}$, $\{\mathbf{o}_a, \mu_b\}$, and $\{\mathbf{o}_a, \mathbf{o}_b\}$, will be used to form data in the $Z$ basis. For these events, Alice randomly matches time bin $i$ of intensity $\mu_a$ with another time bin $j$ of intensity $\mathbf{o}_a$. She sets her bit value to 0 (1) if $i < j$ ($i > j$) and informs Bob of serial numbers $i$ and $j$. Bob sets his bit value as 0 (1) if the intensities in the corresponding time bins are $k_a^{\min(i,j)} = \mu_b$ ($\mathbf{o}_b$) and $k_a^{\max(i,j)} = \mathbf{o}_b$ ($\mu_b$). Bob announces the abandonment of the paired events where $k_a^i = k_b^i = \mathbf{o}_b$ or $\mu_b$, leaving paired events $\{\mu_a \mathbf{o}_a, \mathbf{o}_b \mu_b\}$, $\{\mu_a \mathbf{o}_a, \mu_a \mathbf{o}_b\}$, $\{\mu_a \mathbf{o}_a, \mathbf{o}_b \mu_b\}$, $\{\mathbf{o}_a \mu_a, \mathbf{o}_b \mu_b\}$, $\{\mathbf{o}_a \mu_a, \mathbf{o}_b \mu_b\}$, and $\{\mathbf{o}_a \mu_a, \mu_b \mu_b\}$ in the $Z$ basis. Afterwards, Bob always flips his bits in the $Z$ basis. Thus, the events $\{\mu_a \mathbf{o}_a, \mu_b \mathbf{o}_b\}$ and $\{\mathbf{o}_a \mu_a, \mu_b \mu_b\}$ will cause errors.

We define the global phase difference at time bin $i$ as $\delta^i := \theta_a^i - \theta_b^i + \phi_{\text{oa}}^i$. Alice and Bob both keep detection events $\{\nu_a^i, \nu_b^i\}$ only if $\delta^i \in [-\delta, \delta] \cup [\pi - \delta, \pi + \delta]$. Here, the value $\delta$ is determined by the size of the phase slice chosen by Alice and Bob. They randomly select two retained detection events that satisfy $|\delta^i - \delta| \approx 0$ or $\pi$, and then match these two events, denoted as $\{\nu_a^i, \nu_b^i\}$. By calculating the classical bits $r_a^i \oplus r_b^i$ and $r_a^i \oplus r_b^i$, Alice and Bob extract a bit value on the $X$ basis, respectively. Bob flips his bits when the global phase difference between two matching time bins is 0 ($\pi$) and the two clicking detectors announced by Charles are different (same) in the $X$ basis. The events $\{\mu_a, \mathbf{o}_b\}$, $\{\mathbf{o}_a, \mu_b\}$, $\{\mathbf{o}_a, \nu_b\}$, $\{\nu_a, \mathbf{o}_b\}$, $\{\mathbf{o}_a, \mathbf{o}_b\}$, and $\{\mathbf{o}_a, \mathbf{o}_b\}$ will be used for decoy analysis, where $\mathbf{o}_a(b) \in \{\mathbf{o}_a(b), \mathbf{o}_a(b)\}$.

4. Parameter estimation. Alice and Bob use random bits from the $Z$ basis to form $n^2$-length raw key bits. The remaining bits in the $Z$ basis are used to compute the bit error rate, $E^2$. All bit values in the $X$ basis are disclosed to obtain the total number of errors. Alice and Bob use the decoy-state method [84, 85] to estimate the number of events in the $Z$ basis when Alice emits a zero-photon state in the two matched time bins, $s_{\text{0}\text{0}}$, the count of single-photon pairs in the $Z$ basis, $s_{\text{1}\text{1}}$, the bit error rate in the $X$ basis, $e_{\text{1}\text{1}}$, and the phase error rate of single-photon pairs in the $Z$ basis, $\phi_{\text{1}\text{1}}$ (see Appendix C1 for details).

5. Postprocessing. Alice and Bob distill the final keys utilizing the error correction algorithm with $\varepsilon_{\text{cor}}$-correct
and the privacy amplification algorithm with \( \varepsilon_{\text{sec-secret}} \). Using the entropic uncertainty relation \([13]\), the length of the final secret key, \( \ell \), against coherent attacks with total security \( \varepsilon_{\text{TP}} = \varepsilon_{\text{sec}} + \varepsilon_{\text{cor}} \) can be written as

\[
\ell = 2\varepsilon_{\text{cor}} + 2\varepsilon_{\text{sec}} - \log_2 \frac{2}{\varepsilon_{\text{cor}}} - 2 \log_2 \frac{2}{\varepsilon_{\text{cor}}} - 2 \log_2 \frac{1}{\varepsilon_{\text{PA}}},
\]

(1)

and \( \varepsilon_{\text{sec}} = 2(\varepsilon' + \varepsilon + 2\varepsilon_z) + \varepsilon_\beta + \varepsilon_0 + \varepsilon_1 + \varepsilon_{\text{PA}} \). Here, 

\( \varepsilon \) is the lower bound of observed value \( x \), 

\( \overline{x} \) is the upper bound of observed value \( x \), 

\( H_2(x) \) is the binary Shannon entropy function: 

\[
H_2(x) = -x \log_2 x - (1-x) \log_2 (1-x),
\]

\( f \) is the error correction efficiency, 

\( \varepsilon_{\text{cor}} \) is the failure probability of error verification, 

\( \varepsilon_{\text{PA}} \) is the failure probability of privacy amplification. 

\( \varepsilon' \) and \( \varepsilon \) are coefficients when using chain rules of smooth min-entropy and max-entropy, respectively. 

\( \varepsilon_\beta \) is the failure probability for estimating the terms of \( E_z \). 

\( \varepsilon_0, \varepsilon_1, \) and \( \varepsilon_z \) are the failure probabilities for estimating the terms of \( s_{0u}, s_{1u}, \phi_{11} \), respectively.

### III. SECURITY PROOF

Here, we introduce a virtual entanglement-based TP-TFQKD protocol. Let \(|10\rangle^J = |1\rangle^A |0\rangle^B \) denote the quantum state, where we have one photon in time bin \( i \) and zero photons in time bin \( j \). For time bins \( i \) and \( j \), Alice (Bob) prepares an entangled state 

\[
|\phi^+\rangle_{AB} = \frac{1}{\sqrt{2}}(|+z\rangle_A |+z\rangle_B + |+z\rangle_A |-z\rangle_B ) (|\phi^+\rangle_{GB}),
\]

where \(|\pm z\rangle_A (B)\) are two eigenvectors of the Pauli Z operator denoting the quibits in the hands of Alice (Bob), and \(|+z\rangle_{a(b)} = |10\rangle^J \) and \(|-z\rangle_{a(b)} = |01\rangle^J \) are two eigenvectors of the Z basis for optical modes \( a (b) \), respectively. Accordingly, the eigenvectors of the X basis are \(|\pm x\rangle = (|+z\rangle \pm |-z\rangle)/\sqrt{2} \). The joint quantum state of Alice and Bob can be written as 

\[
|\Phi^+\rangle_{AaBb} = |\phi^+\rangle_{Aa} \otimes |\phi^+\rangle_{Bb} = \frac{1}{2}(|+z+z\rangle_{AB} |+z+z\rangle_{ab} + |+z-z\rangle_{AB} |-z-z\rangle_{ab} + |+z-z\rangle_{AB} |+z-z\rangle_{ab} + |+z+z\rangle_{AB} |-z+z\rangle_{ab}),
\]

(2)

where quantum state \(|+z+z\rangle_{ab}\) represents \(|+z\rangle_a |+z\rangle_b \). 

Next, Alice and Bob perform nonlocal operations to preserve their quantum state of unequal quibits. For example, Alice and Bob can perform controlled NOT operations on an auxiliary qubit \(|+z\rangle_c\) on Alice’s side controlled by qubit \( A \) and qubit \( B \), respectively (Bob could perform the controlled NOT nonlocally with the help of an additional entangled state \([86]\)). Alice then measures qubit \( C \) in the Z basis and they post select the joint quantum state when the outcome is \( -z \). Under this condition, the joint quantum state acquired by Alice and Bob can be written as 

\[
|\Psi\rangle_{Aab} = \frac{1}{\sqrt{2}}(|+z-z\rangle_{AB} |+z-z\rangle_{ab} + |+z+z\rangle_{AB} |-z+z\rangle_{ab}),
\]

(3)

Alice and Bob hold qubits \( A \) and \( B \), respectively. They send optical modes \( a \) and \( b \), respectively, to Charlie, who performs Bell state measurements to identify the two Bell states: 

\[
|\psi^+\rangle_{ab} = (|+z-z\rangle_{ab} + |-z+z\rangle_{ab})/\sqrt{2} \quad \text{and} \quad |\psi^-\rangle_{ab} = (|+z-z\rangle_{ab} - |-z+z\rangle_{ab})/\sqrt{2}.
\]

The same detector clicks at time bins \( i \) and \( j \) indicate a projection into Bell state \(|\psi^+\rangle_{ab}\). Different detector clicks at time bins \( i \) and \( j \) imply a projection into Bell state \(|\psi^-\rangle_{ab}\).

After Charlie announces whether he has obtained a Bell state and which Bell state he has identified through public channels, Alice and Bob will randomly choose the \( Z \) or \( X \) basis to measure quibits \( a \) and \( b \), respectively. Alice and Bob publish the basis information through an authenticated classical channel. Bob always flips his bit value if he chooses the \( Z \) basis. Bob will flip his outcome in the \( X \) basis if Charlie’s announcement is \(|\psi^-\rangle_{ab}\). They use the data of the \( Z \) basis to generate the raw key, while the data of the \( X \) basis are used to estimate the leaked information. Alice and Bob can acquire a secure key through error correction and privacy amplification.

Next, the entanglement-based protocol can be equivalently transformed to the prepare-and-measurement protocol by the arguments of Shor–Preskill. For the prepare-and-measure protocol, Alice and Bob prepare the quantum states of modes \( a \) and \( b \) according to Eq. (3). Specifically, Alice and Bob send joint quantum states of a single-photon pair, \(|+z-z\rangle_{ab}\) and \(|+z-z\rangle_{ab}\), randomly if they choose the \( Z \) basis. They randomly send the joint quantum states of a single-photon pair, \(|\psi^+\rangle_{ab}\) and \(|\psi^-\rangle_{ab}\), if they choose the \( X \) basis. The other steps are all the same as the entanglement-based protocol, including the Bell state measurement, basis comparison, bit flipping, error correction, and privacy amplification. After Alice and Bob know the bit error rate of the state with single-photon pairs \( e_{11} \) in the \( X \) basis, the asymptotic key rate

| Table I: Simulation parameters. \( \eta_d \) and \( p_d \) are the detector efficiency and dark count rate, respectively. \( \alpha \) is the attenuation coefficient of the fiber, \( e_d \) is the misalignment error in the \( Z \) basis, and \( f \) denotes the error correction efficiency. \( \varepsilon \) is the failure probability considered in the error verification and finite data analysis processes. |
|---|---|---|---|---|---|
| \( \eta_d \) | \( p_d \) | \( \alpha \) | \( e_d \) | \( f \) | \( \varepsilon \) |
| 70% | \( 10^{-8} \) | 0.165 dB/km | 0 | 1.1 | \( 36/24 \times 10^{-10} \) |
Table II: Simulated secure key rates for TP-TFQKD and SNS-TFQKD with the AOPP method in the QKD network shown in Fig. 1(b) using the parameters in Table I. The angle of misalignment in the X basis of TP-TFQKD and SNS-TFQKD (AOPP) are both set to $\sigma = 5^\circ$ and the data size $N = 10^{11}$. Here, link A-C represents that user A communicates with user C. The sending intensities and corresponding probabilities are selected by the users to obtain the optimal key rate for links A to C and B to D. Here, the superscripts $tp$ and $sns$ correspond to the TP-TFQKD and SNS-TFQKD (AOPP) protocols, respectively. When users switch to communicate with other users, these values remain unchanged.

| Protocol          | A-C | B-D | A-D | A-B  | C-D  | C-B  |
|-------------------|-----|-----|-----|------|------|------|
| PLOB              | $5.300 \times 10^{-6}$ | $1.695 \times 10^{-6}$ | $1.695 \times 10^{-6}$ | $2.537 \times 10^{-7}$ | $3.542 \times 10^{-5}$ | $5.300 \times 10^{-6}$ |
| TP-TFQKD          | $8.631 \times 10^{-6}$ | $6.701 \times 10^{-6}$ | $6.063 \times 10^{-6}$ | $1.743 \times 10^{-6}$ | $1.754 \times 10^{-5}$ | $8.456 \times 10^{-6}$ |
| SNS-TFQKD (AOPP)  | $1.111 \times 10^{-5}$ | $8.228 \times 10^{-6}$ | $1.111 \times 10^{-5}$ | $0$              | $0$              | $0$              |

| User | TP-TFQKD | | | SNS-TFQKD (AOPP) | | |
|------|----------|----------|----------|---------|----------|----------|----------|
|      | $\mu^{tp}$ | $\nu^{tp}$ | $p_1^{tp}$ | $p_2^{tp}$ | $p_3^{tp}$ | $p_4^{tp}$ | $\mu^{sns}$ | $\nu^{sns}$ | $p_1^{sns}$ | $p_2^{sns}$ | $p_3^{sns}$ | $p_4^{sns}$ |
| A    | 0.725    | 0.100    | 0.388    | 0.159    | 0.449    | 0.004    | 0.789    | 0.1262    | 0.388    | 0.111    | 0.498    | 0.003    |
| B    | 0.681    | 0.098    | 0.362    | 0.163    | 0.471    | 0.004    | 0.765    | 0.0714    | 0.336    | 0.124    | 0.537    | 0.003    |
| C    | 0.166    | 0.005    | 0.069    | 0.161    | 0.762    | 0.008    | 0.164    | 0.006    | 0.077    | 0.108    | 0.807    | 0.008    |
| D    | 0.250    | 0.015    | 0.108    | 0.165    | 0.716    | 0.011    | 0.253    | 0.010    | 0.119    | 0.125    | 0.749    | 0.007    |

can be given by $[87, 88]$ 

\[ R = q_{11} [1 - H_2(e_{11}^a) - f H_2(e_{11}^b)], \]

where $q_{11}$ and $e_{11}^a$ represent the gain and bit error rates of the single-photon pairs in the $Z$ basis, respectively. Note that the entanglement-based protocol and prepare-and-measure protocol are virtual protocols, which are not used experimentally but to prove security in theory. In fact, Alice and Bob do not need to pre-share the nonlocal entanglement state $|\psi^{\pm}\rangle_{ab}$. Instead, they can send the two-mode phase-randomized coherent states $|e^{i(\kappa + r_\mu^a)\pi}\alpha_a^i\rangle^i_a |e^{i(\sigma + r_\mu^b)\pi}\alpha_b^j\rangle^j_b$ and $|e^{i(\kappa + r_\nu^a)\pi}\alpha_a^i\rangle^i_a |e^{i(\sigma + r_\nu^b)\pi}\alpha_b^j\rangle^j_b$ to Charlie in the $X$ basis. Then, they use the decoy-state method to estimate the upper bound of the phase-flip error rate of $|\psi^{\pm}\rangle_{ab}$ (see Appendix A).

### IV. PERFORMANCE AND DISCUSSION

We first provide an intuitive understanding of the scaling of our protocol before demonstrating its performance. In the TP-TFQKD protocol, successful detection in each time bin depends on the arrival of a single photon at the relay with a probability of $O(1/\sqrt{N})$, which is identical to the original twin-field protocol. Afterwards, the post-processing process, which is the pairwise matching of successful detection events, will only add a factor of $1/2$ to the $O(1/\sqrt{N})$ scaling for the large data size $N$. Compared with traditional two-photon interference, wherein the pairings are predetermined independently of the arrival of a photon at the relay, twin-field-type asynchronous two-photon interference improves the scaling from $O(\eta)$ to $O(\sqrt{\eta})$.

#### A. Quantum network simulation results

To show the TP-TFQKD performance in a real-life network, we focus on the four users (A, B, C, and D) in the QKD network shown in Fig. 1(b), where the corresponding distances to the untrusted relay are $L_A = 200$ km, $L_B = 200$ km, $L_C = 120$ km, and $L_D = 150$ km. The experimental parameters were set to be typical values and are listed in Table I. For the finite-size regime, we set failure parameters $\varepsilon_{co}, \varepsilon_{\theta}, \varepsilon_{\epsilon}, \varepsilon_{\beta},$ and $\varepsilon_{\mu}$ to be the same value: $\varepsilon$. We have $\varepsilon_0 + \varepsilon_1 = 13\varepsilon$ because we use the Chernoff bound $[89, 90]$ $13$ times to estimate $s_0^\mu$, $s_1^\mu$, $s_0^\nu$, $s_1^\nu$, and $s_{11}^\nu$. The corresponding security bound is $\varepsilon_{TP} = 24\varepsilon$. We also simulated the key rate of the SNS-TFQKD protocol using the actively odd-parity pairing method (simply AOPP hereafter) for comparison. In Ref. [81], the security bound of the AOPP is $\varepsilon_{AOPP} = 36\varepsilon$ in finite-size cases. For a fair comparison, we set $\varepsilon = 10^{-10}$ and $\varepsilon = 36\varepsilon/24$ such that $\varepsilon_{TP} = \varepsilon_{AOPP} = 3.6 \times 10^{-9}$. Detailed equations for simulating the TP-TFQKD protocol are shown in Appendix C 2. In a commercialized network, the sending intensities and corresponding probabilities are usually fixed as long as the hardware is set up. Here, we set the sending intensity and probability of four users, which will allow links A-C and B-D to have optimal key rates. If the AOPP protocol is utilized in other links (A-D, A-B, C-D, and C-B), the mathematical constraints required by the AOPP (given in Eq. B3 in Appendix B) may not be satisfied, resulting in completely insecure key rates. In this case, we provide quantitative bounds that connect deviation from the mathematical constraints to the security of the SNS-TFQKD protocol, thus giving a secure key rate when the constraint is violated (see Appendix B for details).

In Table II, we list the secret key rate, $R = \ell/N$, for different pairs of users under the TP-TFQKD and AOPP protocols [81] when the data size is $N = 10^{11}$. To as-
Table III: Simulated secure key rates for TP-TFQKD and PMQKD in the QKD network shown in Fig. 1(b) using parameters in Table I. The angle of misalignment in the X basis of TP-TFQKD and PMQKD were both set to $\sigma = 18^\circ$ and the data size is $N = 10^{11}$. The users fix sending intensities and corresponding probability values to values that enable the A-C and B-D links to obtain the optimal key rate. Here, superscripts tp and pm correspond to TP-TFQKD and PMQKD protocols, respectively.

| User | Protocol | A-C | B-D | A-D | A-B | C-D | C-B |
|------|----------|-----|-----|-----|-----|-----|-----|
|      | TP-TFQKD | $\mu^{tp}$ | $\nu^{tp}$ | $p_o^{tp}$ | $p_b^{tp}$ | $p_o^{tp}$ | $p_b^{tp}$ | $\mu^{pm}$ | $\nu^{pm}$ | $p_o^{pm}$ | $p_b^{pm}$ | $p_o^{pm}$ | $p_b^{pm}$ |
| A    |          | 0.720 | 0.084 | 0.343 | 0.243 | 0.409 | 0.005 | 0.086 | 0.024 | 0.605 | 0.176 | 0.219 |
| B    |          | 0.666 | 0.084 | 0.320 | 0.245 | 0.430 | 0.005 | 0.076 | 0.022 | 0.613 | 0.169 | 0.218 |
| C    |          | 0.168 | 0.004 | 0.058 | 0.251 | 0.677 | 0.014 | 0.005 | 0.002 | 0.626 | 0.172 | 0.202 |
| D    |          | 0.266 | 0.013 | 0.088 | 0.262 | 0.638 | 0.012 | 0.013 | 0.004 | 0.609 | 0.177 | 0.214 |

In Table III, we simulated TP-TFQKD and PMQKD performance [53] when the misalignment angle in the network was $\sigma = 18^\circ$, resulting in an interference error rate of approximately 5%. The results show that when there is a moderate interference error, the key rate of TP-TFQKD can still exceed the PLOB bound for a transmission distance of 400 km while PMQKD is unable to generate a secure key. In this network, TP-TFQKD enables the key rates of the two links (B-D and A-B) to exceed the PLOB bound. However, PMQKD failed to exceed the PLOB bound under the same circumstances. When the transmission distance is 300 km, the key rate of TP-TFQKD can still reach $10^{-6}$. This means that a key rate of several kbits per second can be achieved with a state-of-the-art high-speed QKD system working at a gigahertz repetition rate.

B. Comparison with TFQKD protocol variants

We denote the distance between Alice (Bob) and Charlie as $l_a$ ($l_b$). In Fig. 3, we plot the secret key rates of TP-TFQKD and AOPP [81] in symmetric ($l_a = l_b$) and asymmetric ($l_b - l_a = 100$ km) channels under data size $N = 10^{13}$, and we also consider the inaccuracy of the modulated light intensities. For TP-TFQKD, we use $\Delta_{\nu_b=10\%} = (R_{tp} - R_{\Delta_{\nu_b}=10\%})/R_{tp}$ to represent the relative difference between the key rate in the ideal case, $R_{tp}$, and the key rate when the deviation of intensity $\nu_b$ is 10% $R_{\Delta_{\nu_b}=10\%}$. The key rates of TP-TFQKD when the light intensity is inaccurately modulated are only slightly smaller than those when the light intensity is perfectly modulated. When the light intensity is perfectly modulated, the AOPP key rate is slightly higher than that of TP-TFQKD. However, whether in a symmetric or asymmetric channel, this advantage of AOPP no longer exists when there is a deviation of even 1% in the light intensity preparation, $\nu_b$, and other parameters do not deviate. Figure 3(a) shows that the transmission distance of TP-TFQKD in a symmetric channel is 200 km farther than that of AOPP when the deviations of intensity $\nu_b$ for both protocols is 3%. Moreover, the transmission distance of the AOPP cannot exceed 320 km with a deviation of more than 10%. Figure 3(b) reveals that the transmission distance of TP-TFQKD is 200 km farther than that of AOPP in an asymmetric channel when the deviations of intensity $\nu_b$ for both protocols is 10%. The key rate of AOPP is slightly better in the asymmetric case when the intensity deviations are the same because the fidelity between joint density matrices of the single-photon states in the Z and X bases is the lowest in the symmetric case for a fixed intensity deviation (see Eq. (B4)).

In fact, a preparation deviation of 3% is common, especially for small values. For example, when light intensity $\nu$ prepared by user D is changed from 0.010 to 0.0103 (see Table II), the preparation deviation reaches 3%. This preparation deviation further reduces the key rate, even resulting in a secure key rate of zero. To illustrate the importance of this point, we analyze the potential secret key in practical situations under reported experimental performance and security parameters [67, 68]. To ensure that the AOPP key rate for the 428 km of deployed commercial fiber in Ref [67] is not zero, the preparation deviation of $\nu_a$ light intensity is required to be less than 0.09%. To ensure that the AOPP key rate for the 511-km of ultra-low-loss fiber in Ref [68] is not zero, the preparation deviation of the $\nu_a$ light intensity must be less than 0.2%. These two small deviations are usually
Figure 3: Comparison of the secret key rates of TP-TFQKD and AOPP [81] in the finite-size regime under two types of channels: (a) symmetric channel \( l_a = l_b \) and (b) asymmetric channel \( l_b - l_a = 100 \) km. The horizontal axis represents total transmission distance \( l = l_a + l_b \) and the parameters listed in Table I were used. The angles of misalignment in the X basis of TP-TFQKD and AOPP were both set to \( \sigma = 5^\circ \). In the finite case, we set the failure probability of PMQKD to \( 10^{-10} \), and the corresponding security bound was \( O(10^{-9}) \). In the finite case, we simulated two groups of results where \( N = 10^{11} \) and \( N = 10^{13} \). The simulations show that TP-TFQKD has a higher key rate than PMQKD.

In addition, we compare the key rates of TP-TFQKD with PMQKD [53] protocols under the finite-size case in Fig. 4. The experimental parameters are listed in Table I. The angle of misalignment in the X basis of TP-TFQKD and PMQKD are both set to \( \sigma = 5^\circ \), which contributes to an error of approximately 2%. Figures 4(a) and 4(b) show a comparison of key rates between TP-TFQKD and PMQKD protocols under symmetrical and asymmetrical channels, respectively. Under the same experimental parameters, TP-TFQKD can achieve significantly higher key rates and longer transmission distances than PMQKD in both symmetric and asymmetric channel.
Figure 5: Comparison of the secret key rates of TP-TFQKD, NPPQKD [51] and four-phase TFQKD [57] using the same parameters in the ultra-low-loss fiber scenario of Ref. [57]. The total number of transmitted quantum signals is $3.2 \times 10^{14}$. The detection efficiency is 28%, the dark count rate is $3 \times 10^{-11}$, and the channel transmittance from Alice (Bob) to Charlie is $\eta_{a(b)} = 10^{-0.16(1-10.7)/20}$. The misalignment error rate of NPPQKD and four-phase TFQKD is 2%. The misalignment angle of TP-TFQKD is set as $5^\circ$, which contributes to an error rate of approximately 2%. The security bounds are both 2$^{-31}$. The simulations show that TP-TFQKD has higher key rates than NPPQKD and four-phase TFQKD, and that the transmission distance of TP-TFQKD can exceed 900 km.

Figure 6: (a) Comparison of secret key rates between our protocol and AOPP with four-intensity and three-intensity decoy-state methods where $N = 10^{11}$. The horizontal axis represents the total transmission distance, $l = l_a + l_b$. The misalignment angle in the $X$ basis $\sigma = 5^\circ$. Here, the solid (dashed) yellow line represents the relative difference between four- and three-intensity decoy states TP-TFQKD (AOPP). (b) Comparison of secret key rates between our protocol and AOPP with four-intensity and three-intensity decoy-state methods in the presence of a deviation in the modulated intensity, $\nu_b$, where $N = 10^{13}$. Our results show that the key rate of the three-intensity decoy-state method is almost the same as that of the four-intensity decoy-state method for both TP-TFQKD and AOPP, regardless of whether there is a deviation in the light intensity.

TP-TFQKD has higher key rates than NPPQKD and four-phase TFQKD, and the transmission distance of TP-TFQKD can exceed 900 km. The key rate of TP-TFQKD is approximately 10 times that of NPPQKD when the fiber length is 800 km. For an 830-km transmission distance, the key rate of TP-TFQKD is $3.337 \times 10^{-10}$ per quantum pulse, which is approximately 11 times that of

nals. At 400 km and $N = 10^{11}$, the key rate of our protocol is 5.2 times that of PMQKD in the symmetric channel and 14 times that of PMQKD in the asymmetric channel. Compared with symmetric channels, TP-TFQKD has a greater advantage in key rates than PMQKD under asymmetric channels.

We also compare the key rates of TP-TFQKD with NPPQKD and four-phase TFQKD in the finite-key scenario in Fig. 5. The same parameters in the ultra-low-loss fiber scenario of Ref. [57] are used along with data size $N = 3.2 \times 10^{14}$, detection efficiency $\eta_d = 28\%$, dark count rate $p_d = 3 \times 10^{-11}$, and channel transmittance from Alice (Bob) to Charlie $\eta_{a(b)} = 10^{-0.16(1-10.7)/20}$. The misalignment error rate of NPPQKD and four-phase TFQKD $e_m = 2\%$, and the misalignment angle of TP-TFQKD is set to $\sigma = 5^\circ$, which contributes to an error rate of approximately 2%. The security bounds are both $2^{-31}$. Our simulation results for the key rates of NPPQKD and four-phase TFQKD are consistent with the simulation results in Ref. [57]. Under these system parameters, the experimental transmission distance of four-phase TFQKD achieves 833.80 km. The simulations show that if using the same system parameters,
four-intensity and three-intensity decoy-state protocols. In this section, we discuss the performance of the TP-TFQKD protocol using the decoy-state method with different intensities. The parameters used are listed in Table I. In the four-intensity decoy-state TP-TFQKD protocol, Alice chooses random phase $\theta^j_{vi} \in [0, 2\pi)$ and random classical bit $r^i_{vi} \in \{0, 1\}$ at each time bin $i \in \{1, 2, \ldots, N\}$. She then prepares a weak coherent pulse $|e^{i(\delta^j_{vi} + r^i_{vi})} \sqrt{k^i_{vi}}\rangle$ with probability $p^i_{kvi}$, where $k^i_{vi} \in \{\mu_a, \omega_a, \nu_a, \omega_b, \nu_b\}$. The intensities satisfy the relation $\mu_a > \omega_a > \nu_a = \omega_b = \nu_b = 0$. Likewise, Bob prepares a phase-randomized weak coherent pulse: $|e^{i(\delta^j_{vi} + r^i_{vi})} \sqrt{k^i_{vi}}\rangle$ $(k^i_{vi} \in \{\mu_b, \omega_b, \nu_b, \omega_a, \nu_a\})$. The events in the Z basis consist of $\{\mu_a, \omega_a, \mu_b, \omega_b\}$, $\{\mu_a, \mu_b, \omega_a, \omega_b\}$, and $\{\omega_a, \omega_b\}$. The events in the X basis are $\{\nu_a, \nu_b\}$ that satisfy $\theta^j_{vi} = 0$ or $\pi$. Detection events $\{\omega_a, \omega_b\}$, $\{\omega_a, \omega_b\}$, $\{\mu_a, \omega_a\}$, $\{\omega_a, \omega_b\}$, and $\{\omega_a, \omega_b\}$ will be used later for decoy analysis. We compared the performance of the TP-TFQKD protocol using the decoy-state method with different intensities.

Figure 6 shows comparison results of the key rates of the four- and three-intensity decoy-state protocols. In Fig. 6(a), the key rates between our protocol and AOPP were compared with four-intensity and three-intensity decoy-state methods under $N = 10^{11}$. $\Delta = (R^4\text{four} - R^3\text{three})/R^\text{four}$ is used to represent the relative difference between the key rate of the four-intensity decoy-state protocol, $R^4\text{four}$, and the key rate of the three-intensity decoy-state protocol, $R^3\text{three}$. The results indicate that at relatively short distances, no obvious increase in key rate is observed when using more decoy intensities. Interestingly, the three-intensity protocol could provide higher key rates than the four-intensity protocol at long distances. In Fig. 6(b), we compared the key rates between our protocol and AOPP with four-intensity and three-intensity decoy-state methods when the intensities of the weak decay states, $\nu_b$, of both protocols deviate under $N = 10^{13}$. Figure 6(b) reveals that the gap between three-intensity decoy-state protocols and four-intensity decoy-state protocols is also small in the presence of a deviation in the modulated intensity. Hence, practical implementations of TP-TFQKD or AOPP using three intensities can be convenient and efficient.

V. CONCLUSION

In summary, we provided a two-photon (TP) TFQKD protocol through time multiplexing that can break the secret key capacity with the same experimental requirements as other TFQKD protocols. In addition, we quantified the security of the SNS-TFQKD protocol without satisfying constraints regarding intensity and probability by transforming the imperfect modulation into an information leakage problem. Compared with SNS-TFQKD (AOPP), which can theoretically transmit the farthest distance at present, our protocol achieves a longer transmission distance in the presence of deviations in modulating intensity. In a scalable network with a large number of users, our protocol compares favorably with SNS-TFQKD (AOPP) because it is unaffected by the addition or deletion of users and has an order of magnitude higher key rate than PMQKD. Furthermore, we studied the performance of TP-TFQKD and SNS-TFQKD (AOPP) using the decoy-state method with different intensities. The results show that the three-intensity protocol of both TP-TFQKD and SNS-TFQKD (AOPP) achieve a good trade-off between technical complexity and performance.

In contrast to the phase-matching-type QKD protocol, TP-TFQKD can further improve the key rate by harnessing single-photon sources or other nonclassical light sources because the non-interference mode is used for key generation. Our protocol has important practical advantages: high misalignment error tolerance, long transmission distance, and independent setting of probability and intensity for each user. Thus, our protocol is highly versatile and suitable for most metropolitan networks. The post-matched two-photon interference performed in our scheme can also apply to other quantum information processing, such as quantum conference key agreement, quantum secret sharing, and quantum digital signatures.

Note added—During the time our work was posted on the preprint server, we notice that Ref. [91] also solve the problem for the SNS-TFQKD protocol where source errors are unavoidable. Additionally, two different research studies exploiting post-matching ideas to make MDIQKD break the repeaterless rate-transmittance bound have been reported [24, 25]. In this work, we propose a post-matching TF-type protocol tailored for scalable TFQKD networks and show that it is secure against coherent attacks in the finite-key regime. Although our post-matching ideas are similar to these recently published works, there are differences in the density matrix of single-photon pairs and security in the protocols.
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Appendix A: Security analysis for TP-TFQKD protocol

For our practical protocol, the normalized density matrix of the joint quantum state with a single-photon pair in the $Z$ basis is

$$
\rho_z^{11} = \frac{1}{2} \left( |+z - z\rangle_{ab} \langle +z - z| + |-z + z\rangle_{ab} \langle -z + z| \right)
$$

$$
= \frac{1}{2} \left( |10\rangle_a^i |10\rangle_b^j \otimes |01\rangle_b^j \langle 01| + |01\rangle_a^i |01\rangle_b^j \otimes |01\rangle_a^i |10\rangle_b^j \langle 10| \right)
$$

$$
= \frac{1}{2} \left( |10\rangle_a^i \langle 10| \otimes |01\rangle_{ab}^j \langle 01| + |01\rangle_a^i \langle 01| \otimes |10\rangle_a^i \langle 10| \right).
$$

(A1)

This requires Alice to prepare $|0\rangle$ at one time bin and $|1\rangle$ at the other time bin, whereas Bob does the opposite. We consider this “effective,” which will be used later. Note that the measurement outcomes of quantum states $|10\rangle_a^i |10\rangle_b^j$ and $|01\rangle_a^i |01\rangle_b^j$ are not “effective” events.

After matching time bin $i$, where the global phases of Alice and Bob are both $\kappa$, with time bin $j$, where the global phases of Alice and Bob are both $\varphi$, the four-mode coherent state in the $X$ basis can be written as $|\Psi\rangle = |e^{i(\kappa+r_1^a \pi)} \alpha_a^i \rangle \odot |e^{i(\varphi+r_2^a \pi)} \alpha_a^i \rangle \odot |e^{i(\kappa+r_1^b \pi)} \alpha_b^j \rangle \odot |e^{i(\varphi+r_2^b \pi)} \alpha_b^j \rangle$. The security will not be affected when the global phases of Alice and Bob do not satisfy the specific correlation because the global phase noise difference is determined by an untrusted Charlie. To reduce the interference error, it is preferable to satisfy the phase correlation. Given that the values of $\kappa$ and $\varphi$ are both randomized, the density matrix of the four-mode joint quantum state in the $X$ basis can be written as

$$
\hat{\rho}_{r_1^a r_2^a r_1^b r_2^b} = \frac{1}{(2\pi)^2} \int_{0}^{2\pi} \int_{0}^{2\pi} |\Psi\rangle \langle \Psi| d\kappa d\varphi
$$

$$
e^{-2(\nu_a + \nu_b)} \left( \sum_{n=0}^{\infty} \sum_{m=0}^{\infty} \frac{(\nu_a + \nu_b)^{n+m}}{n!m!} |n\rangle_a^i \langle n| \otimes |m\rangle_b^j \langle m| \right),
$$

(A2)

where $\nu_a = |\alpha_a|^2$, $\nu_b = |\alpha_b|^2$ and Fock states

$$
|n\rangle_a^i = \frac{\left( \sqrt{\nu_a} a_i^† + e^{i(r_1^a - r_2^a)\pi} \sqrt{\nu_b} b_i^† \right)^n}{\sqrt{(\nu_a + \nu_b)^n}} |00\rangle_a^i,
$$

(A3)

$$
|m\rangle_b^j = \frac{\left( \sqrt{\nu_a} a_j^† + e^{i(r_1^b - r_2^b)\pi} \sqrt{\nu_b} b_j^† \right)^m}{\sqrt{(\nu_a + \nu_b)^m}} |00\rangle_b^j.
$$

The corresponding single-photon pair component is

$$
\hat{\rho}_{r_1^a r_1^b r_2^a r_2^b}^{11} = |11\rangle_a^i \langle 11| \langle 11| \otimes |11\rangle_b^j \langle 11|
$$

$$
= \sqrt{\nu_a} |10\rangle_{ab}^i \langle 10| \otimes \sqrt{\nu_b} |01\rangle_{ab}^j \langle 01| + \sqrt{\nu_a} |01\rangle_{ab}^i \langle 01| \otimes \sqrt{\nu_b} |10\rangle_{ab}^j \langle 10| \quad \text{for} \quad \nu_a = \nu_b
$$

$$
= \sqrt{\nu_a} |10\rangle_{ab}^i \langle 10| \otimes \sqrt{\nu_b} |01\rangle_{ab}^j \langle 01| + \sqrt{\nu_a} |01\rangle_{ab}^i \langle 01| \otimes \sqrt{\nu_b} |10\rangle_{ab}^j \langle 10|
$$

(A4)

Hence, the density matrix of the joint quantum state with a single-photon pair in the $X$ basis is

$$
\rho_x^{11} = \frac{1}{16} \left( \rho_{1000} + \rho_{0101} + \rho_{0110} + \rho_{1010} + \rho_{1001} + \rho_{1101} + \rho_{1100} + \rho_{1111} 
$$

$$
+ \rho_{0001} + \rho_{0110} + \rho_{1010} + \rho_{1101} + \rho_{1100} + \rho_{1111} + \rho_{0111} + \rho_{1110} + \rho_{1111} + \rho_{1110} + \rho_{1111} \right)
$$

$$
= \frac{2\nu_a \nu_b}{(\nu_a + \nu_b)^2} \left( |\psi^+\rangle_{ab} \langle \psi^+| + |\psi^-\rangle_{ab} \langle \psi^-| \right) + \frac{\nu_a^2 + \nu_b^2}{(\nu_a + \nu_b)^2} \left( |\chi^+\rangle_{ab} \langle \chi^+| + |\chi^-\rangle_{ab} \langle \chi^-| \right)
$$

(A5)
where $|\psi^\pm\rangle_{ab} = (|10\rangle_{ab}^i |01\rangle_{ab}^i + |01\rangle_{ab}^i |10\rangle_{ab}^i) / \sqrt{2}$ and $|\chi^\pm\rangle_{ab} = (\nu_a |10\rangle_{ab} |10\rangle_{ab}^i + \nu_b |01\rangle_{ab} |01\rangle_{ab}^i) / \sqrt{\nu_a^2 + \nu_b^2}$. We define $\rho^{11}_x := (|\psi^+\rangle_{ab} \langle \psi^+| + |\psi^-\rangle_{ab} \langle \psi^-|) / 2$ and $\rho^{11}_z := (|\chi^+\rangle_{ab} \langle \chi^+| + |\chi^-\rangle_{ab} \langle \chi^-|) / 2$ as density matrices of “effective” and “ineffective” single-photon pairs in the X basis, respectively. The single-photon pair component in the X basis can be regarded as a classical mixture of “effective” single-photon pairs and “ineffective” single-photon pairs:

\[
\rho^{11}_x = \frac{2\nu_a\nu_b}{(\nu_a + \nu_b)^2} \rho^{11}_x + \frac{\nu_a^2 + \nu_b^2}{(\nu_a + \nu_b)^2} \rho^{11}_x.
\]  

(A6)

Note that the “effective” single-photon pairs in the X and Z bases have the same density matrices:

\[
\rho^{11}_z = \rho^{11}_z = \frac{1}{2} \left( |\psi^+\rangle_{ab} \langle \psi^+| + |\psi^-\rangle_{ab} \langle \psi^-| \right) = \frac{1}{2} \left( |10\rangle^i_{ab} (0| \otimes |01\rangle^i_{ab} + |01\rangle^i_{ab} |01\rangle^i_{ab} |01\rangle_{ab} |01\rangle_{ab}^i \otimes |10\rangle^i_{ab} |10\rangle_{ab} \right).
\]  

(A7)

Therefore, the bit error rate of “effective” single-photon pairs in the X basis, $e_{11}^x$, is asymptotically equal to the phase error rate of “effective” single-photon pairs in the Z basis, $e_{11}^z$. Combining Eqs. (A2) and (A6), we obtain that the four-mode joint quantum state sent by Alice and Bob collapses to “effective” single-photon pairs with probability $2\nu_a\nu_b e^{-2(\nu_a + \nu_b)}$; the vacuum state at the previous time bin (this case is denoted as $V_{ij}$) has probability $e^{-2(\nu_a + \nu_b)}$; and the vacuum state at the latter time bin (denoted as $V_{ij}$) has probability $e^{-2(\nu_a + \nu_b)}$. The error in the X basis comes from four parts: the vacuum state, the “effective” single-photon pair, the “ineffective” single-photon pair, and the multi-photon pair. Denoting the bit error rate in the X basis as $E^x$ and using the fact that the error rate of the vacuum state is always $1/2$, we can estimate the upper bound for the error rate of “effective” single-photon pairs in the X basis by

\[
e_{11}^x \leq \frac{E^x - 1/2 e^{-2(\nu_a + \nu_b)} (q_{0a0a,0b0b} + q_{0a0b,0b0a}) + 1/2 e^{-2(\nu_a + \nu_b)} q_{0000}}{2\nu_a\nu_b e^{-2(\nu_a + \nu_b)} Y_{11}^x},
\]  

(A8)

where $Y_{11}^x$ is the yield of “effective” single-photon pairs in the X basis, $q_{0a0a,0b0b}$ ($q_{0a0b,0b0a}$) is the yield of $V_{ij}$ ($V_{ij}$), and $q_{0000}$ is the yield of $V_{ij}$. Note that $V_{ij}$ is the subset of $V_{ij}$ and $V_{ij}$. The error rate caused by $V_{ij}$ is subtracted twice in the term $1/2 e^{-2(\nu_a + \nu_b)} (q_{0a0b,0b0a} + q_{0a0a,0b0b})$, for which the term $1/2 e^{-2(\nu_a + \nu_b)} q_{0000}$ is added to the numerator as compensation. The detailed calculation of the bit error rate in the X basis and the phase error rate in the Z basis using the decoy-state method is given in Appendix C.1.

As shown by Eqs. (A6)–(A7), similar to MDIQKD, the density matrices of the “effective” single-photon pairs are always identical in the X and Z bases regardless of the source parameters independently chosen by Alice and Bob. Hence, virtual protocol of entanglement swapping and purification always holds. On the other hand, different from MDIQKD, the bit error rate of “effective” single-photon pairs in the Z basis of our protocol is strictly zero.

**Appendix B: Security analysis for SNS-TFQKD protocol**

Under the SNS-TFQKD protocol [43, 49], when Alice (Bob) chooses the Z-window, she (he) prepares and sends the phase-randomized coherent state $|\sqrt{\nu_a}\rangle$ ($|\sqrt{\nu_b}\rangle$) with probability $t_a$ ($t_b$) or sends a vacuum pulse with probability $1 - t_a$ ($1 - t_b$). The corresponding density matrix of the joint single-photon states in the Z basis is

\[
\rho^1_z = C[t_a (1 - t_b) \mu_a e^{-\mu_a} |10\rangle_{ab} \langle 10| + t_b (1 - t_a) \mu_b e^{-\mu_b} |01\rangle_{ab} \langle 01|],
\]  

where $C = 1/[t_a (1 - t_b) \mu_a e^{-\mu_a} + t_b (1 - t_a) \mu_b e^{-\mu_b}]$ is the normalization factor. When Alice (Bob) chooses the X window, she (he) prepares and sends phase-randomized coherent state $|\sqrt{\nu_a}\rangle$ ($|\sqrt{\nu_b}\rangle$). After implementing post-selected phase matching, the density matrix of the joint one-photon states in the X basis is

\[
\rho^1_x = \frac{1}{\nu_a + \nu_b} [\nu_a |10\rangle_{ab} \langle 10| + \nu_b |01\rangle_{ab} \langle 01|].
\]  

(B2)

As a result, one requests the following mathematical constraint for source parameters [49]

\[
\frac{\nu_a}{\nu_b} = \frac{t_a (1 - t_b) \mu_a e^{-\mu_a}}{t_b (1 - t_a) \mu_b e^{-\mu_b}}
\]  

(B3)

to satisfy the relation $\rho^1_z = \rho^1_x$ so that one can use the bit error rate in the X basis to estimate the phase error rate in the Z basis. Note that one always needs to satisfy Eq. (B3), even for symmetric channels [43].

However, Eq. (B3) is not usually satisfied in a multi-user quantum network. In this case, to provide a secure key rate, we introduce the imbalance of the quantum coin $\Delta$, defined as [82, 83]

\[
\Delta = \frac{1}{2Q_1} \left[ 1 - \mathcal{F} (\rho^1_z, \rho^1_x) \right],
\]  

(B4)

where $Q_1 = C[t_a (1 - t_b) \mu_a e^{-\mu_a} y_{10} + t_b (1 - t_a) \mu_b e^{-\mu_b} y_{01}]$ is the yield of single photons in the Z basis and $\rho^1_z (\rho^1_x)$
is the joint density matrix of single-photon states in the $X$ ($Z$) basis prepared by Alice and Bob. $F(p_x, p_z) = \text{tr}[\rho_x^2 \rho_z^2]$ is the fidelity between density matrices $\rho_x$ and $\rho_z$. With the relationship $1 - 2\Delta \leq \sqrt{(1 - e_1^*)^2 + \sqrt{\varepsilon_{ph}^2}}$ the upper bound of the expected value of the phase error rate in the $Z$ basis $\varepsilon_{ph}$ [82] can be expressed as
\[
\varepsilon_{ph}^* \leq \left(1 - 2\Delta \right) \sqrt{\varepsilon_{1}^* + 2\sqrt{\Delta(1 - \Delta)}(1 - e_1^*)^2},
\tag{B5}
\]
where $e_1^*$ is the expected value of the bit error rate in the $X$ basis. From Eq. (B4) and Eq. (B5), we can see that $\Delta$ increases dramatically as distance increases, leading to extremely poor estimation of the phase error rate $\varepsilon_{ph}$.

Appendix C: Detailed calculation of TP-TFQKD protocol

1. Calculation methods

In this section, we calculate the parameters in Eq. (1) to estimate the secret key rate in the finite-size regime. We apply the variant of the Chernoff bound to obtain the upper and lower bounds of expected value $x^*$ for a given observed value $x$ and failure probability $\varepsilon$ [90]:
\[
\begin{align*}
    x^* &= x + \beta + \sqrt{2\beta x + \beta^2} \\
    x^* &= \max \left\{ x - \frac{\beta}{2} - \sqrt{2\beta x + \beta^2} + 0 \right\},
\end{align*}
\tag{C1}
\]
where $\beta = \ln \varepsilon^{-1}$. We use the Chernoff bound to obtain the upper and lower bounds of observed value $x$ for a given expected value $x^*$ and failure probability $\varepsilon$ [90]:
\[
\begin{align*}
    x &= x^* + \frac{\beta}{2} + \sqrt{2\beta x^* + \beta^2} \\
    x &= x^* - \sqrt{2\beta x^*}.
\end{align*}
\tag{C2}
\]
We denote the number of $\{k_a, k_b\}$ as $x_{k_a,k_b}$. We denote the number and error number of events $\{k_a^d,k_b^d, k_a^b,k_b^b\}$ after post-matching as $n_{k_a^d,k_b^d}$ and $n_{k_a^b,k_b^b}$, respectively. For simplicity, we abbreviate $k_a^d,k_b^d, k_a^b,k_b^b$ as $2k_a,2k_b$ when $k_a = k_b$ and $k_a^d,k_b^d, k_a^b,k_b^b$ as $2k_a,2k_b$ when $k_a = k_b$.

(1) $s_{21}^*$, $s_{11}^*$ corresponds to the number of successful detection events, where Alice and Bob emit a single photon in different time bins in the $Z$ basis. Define $y_{10}$ ($y_{01}$) as the yield of events in which Alice (Bob) emits a single photon and Bob (Alice) emits a vacuum state in an $\{\mu_a,\mu_b\}$ ($\{\nu_a,\nu_b\}$) event. The lower bounds of their expected values can be estimated using the decoy-state method:
\[
\begin{align*}
    y_{21}^* &= \frac{\mu_b}{N(\mu_b,\nu_b)} \times (1 - e_{21}^*) \\
    y_{10}^* &= \frac{\mu_a}{N(\mu_a,\nu_a)} \times (1 - e_{10}^*),
\end{align*}
\tag{C3}
\]
where $x_{21} = n_{21} - n_{21}^d, n_{10}^b, n_{10}^a$ represents the number of events where at least one user chooses the declare-vacuum state and $p_{10}^d = p_{10}^d + p_{10}^a + p_{10}^b + p_{10}^b$ refers to the corresponding probability. Let $z_{10} (z_{01})$ denotes the number of events in which Alice (Bob) emits a single photon and Bob (Alice) emits a vacuum state in an $\{\mu_a,\nu_b\}$ ($\{\nu_a,\mu_b\}$) event. The lower bounds of their expected values are $\tilde{z}_{10}^* = Np_{10}^d, p_{10}^a, p_{10}^b, p_{10}^b$ and $\tilde{z}_{01}^* = Np_{01}^d, p_{01}^a, p_{01}^b, p_{01}^a$, respectively. Thus, the expected lower bound of the "effectiv"e single-photon pairs in the $Z$ basis is given by
\[
\begin{align*}
    s_{21}^* &= \min \frac{\tilde{z}_{21}^*}{x_{21} - x_{21}} \times \frac{\tilde{z}_{10}^*}{x_{10} + x_{10}} \\
    &= \frac{s_{21}^*}{s_{10}^*} \times \frac{\tilde{z}_{21}^*}{\tilde{z}_{10}^*},
\end{align*}
\tag{C5}
\]
where $s_{21}^* = \min\{x_{21}, x_{21}, x_{10} + x_{10}\}$ and $s_{10}^* = \max\{x_{21}, x_{21}, x_{10} + x_{10}\}$.

(2) $s_{21}^*$, $s_{10}^*$ represents the number of events in the $Z$ basis when Alice emits a zero-photon state in the two matched time bins and the total intensity of Bob’s pulses is $\mu_b$. Let $z_{00} (z_{01})$ represents the number of detection events where the state sent by Alice collapses to the vacuum state in the $\{\mu_a,\nu_b\}$ ($\{\nu_a,\mu_b\}$) event. The lower bound of the expected values is $\tilde{z}_{00} = p_{00} \nu_a e^{-\mu_b} x_{00}^d + x_{00}^b$ and $\tilde{z}_{00}^* = p_{00} \nu_a e^{-\mu_b} x_{00}^d + x_{00}^b$. Here, we utilize the relationship between the expected value $\tilde{z}_{00}^* = p_{00} \nu_a e^{-\mu_b} x_{00}^d + x_{00}^b$ and $\tilde{z}_{00}^* = p_{00} \nu_a e^{-\mu_b} x_{00}^d + x_{00}^b$. The lower bound of $s_{00}^*$ can be written as
\[
\begin{align*}
    s_{00}^* &= \min \frac{\tilde{z}_{00}^*}{x_{00} + x_{00} + x_{00} + x_{00}} \\
    &= \frac{s_{00}^*}{s_{00}^*} \times \frac{\tilde{z}_{00}^*}{\tilde{z}_{00}^*},
\end{align*}
\tag{C6}
\]
(3) $s_{11}^*$. We define the global phase difference between Alice and Bob as $\theta = \theta_a - \theta_b + \phi_{ab}$. All events in the $X$ basis can be grouped according to phase difference $\theta (\in \{0, \pi\})$ or $\{\pi - \delta, \pi + \delta\}$. In the post-matching step, two time bins are matched if they have the same global phase difference, $\theta$. Suppose $\theta$ is a randomly and uniformly distributed value and consider the angle of misalignment in the $X$ basis, $\sigma$, the expected lower bound
of the “effective” single-photon pairs in the X basis can then be given by
\[
\Delta_{x1} = 4 \int_{\sigma}^{\sigma+\delta} N_{p\nu_c p\nu_b} \frac{q_{\nu_c \nu_b}}{4\pi} \frac{2\nu_c \nu_b e^{-2(\nu_c + \nu_b)Y^*_{\nu_c \nu_b}}}{(q_{\nu_c \nu_b})^2} \frac{d\theta}{2\nu_0 Y_{\nu_c \nu_b}^*} = 2N_{p\nu_c p\nu_b} \frac{\nu_c \nu_b}{2\pi} \int_{\sigma}^{\sigma+\delta} \frac{1}{q_{\nu_c \nu_b}} \frac{d\theta}{q_{\nu_c \nu_b}} ,
\]
where \(q_{\nu_c \nu_b}\) is the gain when Alice chooses \(\nu_c\) and Bob chooses \(\nu_b\) with phase difference \(\theta\). In the second equation, we use the relationship implied in Eq. (A7): \(Y^*_{\nu_c \nu_b} = Y_{\nu_c \nu_b}^* = y_{\nu_c \nu_b}^* y_{10}^*\), where \(Y_{\nu_c \nu_b}^*\) is the expected yield of the “effective” single-photon pairs in the Z basis.

(4) \(\sigma_{x1}^0\). For “effective” single-photon pairs, the expected value of the phase error rate in the Z basis is equal to the expected value of the bit error rate in the X basis. Therefore, we first calculate the number of errors of the “effective” single-photon pairs in the X basis \(\sigma^0_{x1}\). The upper bound of \(\sigma^0_{x1}\) can be expressed as
\[
\sigma^0_{x1} \leq m_x - (m_{\nu_c \nu_b \nu_c} + m_{\nu_c \nu_b \nu_b}) + m_{0000} ,
\]
where \(m_{\nu_c \nu_b \nu_c}\) (\(m_{\nu_c \nu_b \nu_b}\)) is the error count when the states sent by Alice and Bob in time bin \(i\) (\(j\)) both collapse to the vacuum state in events \(2\nu_c, 2\nu_b\), and \(m_{0000}\) corresponds to the event where the states sent by Alice and Bob both collapse to vacuum states in events \(2\nu_c, 2\nu_b\). The expected counts \((m_{\nu_c \nu_b \nu_c} + m_{\nu_c \nu_b \nu_b})^* \) and \(m_{0000}\) can be expressed as
\[
(m_{\nu_c \nu_b \nu_c} + m_{\nu_c \nu_b \nu_b})^* = 4 \int_{\sigma}^{\sigma+\delta} N_{p\nu_c p\nu_b} \frac{q_{\nu_c \nu_b}}{4\pi} \frac{e^{-(\nu_c + \nu_b)q_{\nu_c \nu_b}}}{{(q_{\nu_c \nu_b})^2}} \frac{d\theta}{q_{\nu_c \nu_b}} = 2\delta N_{p\nu_c p\nu_b} e^{-(\nu_c + \nu_b)q_{00}^*} \pi(n_{00}^*)^2
\]
and
\[
m_{0000} = 4 \int_{\sigma}^{\sigma+\delta} N_{p\nu_c p\nu_b} \frac{q_{\nu_c \nu_b}}{4\pi} \frac{e^{-(\nu_c + \nu_b)q_{\nu_c \nu_b}}}{{(q_{\nu_c \nu_b})^2}} \frac{d\theta}{q_{\nu_c \nu_b}} = \frac{N_{p\nu_c p\nu_b}}{4\pi} \frac{e^{-2(\nu_c + \nu_b)q_{00}^*}}{(q_{\nu_c \nu_b})^2} \int_{\sigma}^{\sigma+\delta} \frac{1}{q_{\nu_c \nu_b}} \frac{d\theta}{q_{\nu_c \nu_b}}
\]
respectively, where we use the relationships \(q_{\nu_c \nu_b}^* = q_{\nu_c \nu_b}^*/q_{\nu_c \nu_b}^0 = q_{\nu_c \nu_b}^*/q_{\nu_c \nu_b}^0 = (q_0^*)^2\), and \(q_0^* = e^{-d\lambda_{\nu_c \nu_b}^*/(N_{p\nu_c \nu_b})}\). Then, we have \((m_{\nu_c \nu_b \nu_c} + m_{\nu_c \nu_b \nu_b})^* = \frac{1}{2} (m_{\nu_c \nu_b \nu_c} + m_{\nu_c \nu_b \nu_b})^*\) and \(m_{0000} = \frac{1}{2} m_{0000}\) since the error rate of the vacuum state is always 1/2. The upper bound of the bit error rate in the X basis can be given by \(\sigma_{x1}^0 = \sigma_{x1}^0 / \sqrt{2}\).

(5) \(\phi_{z1}\). Finally, for failure probability \(\epsilon\), the upper bound of the phase error rate, \(\phi_{z1}\), can be obtained by random sampling without replacement [90]:
\[
\phi_{z1} \leq \phi_{z1}^* + \gamma^U (\sigma_{x1}^0, \sigma_{z1}^0, \epsilon) .
\]

where
\[
\gamma^U(n, k, \lambda, \epsilon) = \frac{(1 - 2\lambda)A G^{n+k}}{n+k} + \frac{\sqrt{A^2 G^2}}{n+k} + 4\lambda(1 - \lambda)G^{n+k},
\]
with \(A = m / n\) and \(G = n / n+k\). For calculation of the asymptotic key rate, we just need to let the expected value be equal to the observed value and let the phase error rate in the Z basis be equal to the bit error rate in the X basis.

2. Simulation formulas
When Alice and Bob send intensities \(k_a\) and \(k_b\) with phase difference \(\theta\), the gain corresponding to only one detector (L or R) clicking is
\[
q_{k_a k_b} = \begin{cases} e^{-\omega_{k_a k_b} \cos \theta} & -y_{k_a k_b}, \\ -y_{k_a k_b} & e^{-\omega_{k_a k_b} \cos \theta} - y_{k_a k_b} \end{cases} .
\]
where \(\eta_a = \eta_d 10^{-10a/10}, \eta_b = \eta_d 10^{-10b/10}, y_{k_a k_b} = e^{-\omega_{k_a k_b} \cos \theta} / \pi (1 - p_a), \omega_{k_a k_b} = \sqrt{\eta_a k_a k_b}.\) The overall gain can be expressed as \(q_{k_a k_b} = 1 / 2\pi \int_{0}^{2\pi} (q_{k_a k_b} + q_{k_b k_a}) d\theta = 2y_{k_a k_b} \int_{0}^{\pi} (\omega_{k_a k_b} - y_{k_a k_b}) d\theta\), where \(I_d(x)\) refers to zero-order modified Bessel functions of the first kind.

The total number for \(k_a k_b\) is \(x_{k_a k_b} = N_{p\nu_c p\nu_b} y_{k_a k_b}.\)
The post-matching events in the basis of Z can be divided into two types: correct events \([\mu_\alpha | \mu_\mu, \mu_\beta | \mu_\mu\) and incorrect events \([\mu_\alpha | \mu_\mu, \mu_\mu | \mu_\mu\). The corresponding numbers are denoted as \(n_C^z\) and \(n_F^z\), respectively, which can be written as
\[
n_C^z = x_{\min} \times \frac{p_{\alpha \mu} p_{\mu \alpha} q_{\alpha \mu}}{p_{\mu \mu} p_{\mu \mu} q_{\alpha \mu}} \times \frac{p_{\alpha \mu} p_{\mu \alpha} q_{\alpha \mu}}{p_{\mu \mu} p_{\mu \mu} q_{\alpha \mu}}
\]
and
\[
n_F^z = x_{\min} \times \frac{p_{\alpha \mu} p_{\mu \alpha} q_{\alpha \mu}}{p_{\mu \mu} p_{\mu \mu} q_{\alpha \mu}} \times \frac{p_{\alpha \mu} p_{\mu \alpha} q_{\alpha \mu}}{p_{\mu \mu} p_{\mu \mu} q_{\alpha \mu}}
\]
respectively, where \(n_C^z + n_C^z\). Considering the misalignment error \(e_0^z\), the number of bit errors in the Z basis is \(n_e^z = (1 - e_0^z) n_C^z + e_0^z n_F^z\), and the bit error rate in the Z basis is \(E^z = n_e^z / n_Z\).

The overall number of events in the X basis is
\[
n_x^z = 4 \int_{\sigma}^{\sigma+\delta} N_{p\nu_c p\nu_b} \frac{q_{\nu_c \nu_b}}{4\pi} \frac{e^{-2(\nu_c + \nu_b)q_{\nu_c \nu_b}}}{{(q_{\nu_c \nu_b})^2}} \frac{d\theta}{q_{\nu_c \nu_b}} = \frac{N_{p\nu_c p\nu_b}}{4\pi} \int_{\sigma}^{\sigma+\delta} \frac{1}{q_{\nu_c \nu_b}} \frac{d\theta}{q_{\nu_c \nu_b}}
\]
respectively, where \(q_{\nu_c \nu_b} = \frac{1}{2} (m_{\nu_c \nu_b \nu_c} + m_{\nu_c \nu_b \nu_b})^*\) and \(m_{\nu_c \nu_b \nu_c} / (N_{p\nu_c \nu_b})\). Then, we have \(m_{\nu_c \nu_b \nu_c} \nu_c \nu_b \nu_b = \frac{1}{2} (m_{\nu_c \nu_b \nu_c} + m_{\nu_c \nu_b \nu_b})^*\) and \(m_{0000} = \frac{1}{2} m_{0000}\) since the error rate of the vacuum state is always 1/2. The upper bound of the bit error rate in the X basis can be given by \(\sigma_{x1}^0 = \sigma_{x1}^0 / \sqrt{2}\).
For simplicity, we only consider the case in which all matched events satisfy $\theta^i - \theta^j = 0$. In this case, when $r^i_1 \oplus r^j_1 \oplus r^i_2 \oplus r^j_2 = 0$ (1), the event is considered to be an error event when different detectors (the same detector) click at time bins $i$ and $j$. The overall error count in the $X$ basis can be given as

$$m^x = 4 \int_\sigma^{\sigma+\delta} \frac{Np_{\nu_a}p_{\nu_b}}{4\pi} \times p_E d\theta$$

$$= \frac{2Np_{\nu_a}p_{\nu_b}}{\pi} \int_\sigma^{\sigma+\delta} \frac{1}{2} \left[ \frac{1 - y_{\nu_a, \nu_b}}{e^{\omega_{\nu_a, \nu_b} \cos \theta} + e^{-\omega_{\nu_a, \nu_b} \cos \theta} - 2y_{\nu_a, \nu_b}} \right] d\theta,$$

(C17)

$$m^x = 4 \int_\sigma^{\sigma+\delta} \frac{Np_{\nu_a}p_{\nu_b}}{2\pi} \times \hat{p}_E d\theta$$

$$= \frac{2Np_{\nu_a}p_{\nu_b}}{\pi} \int_\sigma^{\sigma+\delta} \frac{1}{2} \left[ \frac{1 - y_{\nu_a, \nu_b}}{e^{\omega_{\nu_a, \nu_b} \cos \theta} + e^{-\omega_{\nu_a, \nu_b} \cos \theta} - 2y_{\nu_a, \nu_b}} \right] d\theta,$$

where $p_E = \frac{2y_{\nu_a, \nu_b}^E}{\nu_{\nu_a, \nu_b}}$. The code of our protocol has been uploaded to the open-source code website [92].

As a comparison, the overall error count in the $X$ basis of the AOPP is defined as

$$\hat{m}^x = 4 \int_\sigma^{\sigma+\delta} \frac{Np_{\nu_a}p_{\nu_b}}{2\pi} \times \hat{p}_E d\theta$$

$$= \frac{2Np_{\nu_a}p_{\nu_b}}{\pi} \int_\sigma^{\sigma+\delta} \frac{1}{2} \left[ \frac{1 - y_{\nu_a, \nu_b}}{e^{\omega_{\nu_a, \nu_b} \cos \theta} + e^{-\omega_{\nu_a, \nu_b} \cos \theta} - 2y_{\nu_a, \nu_b}} \right] d\theta,$$

(C18)

where we have $\hat{p}_E = \frac{\hat{\bar{n}}^E}{\nu_{\nu_a, \nu_b}}$.
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