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When a user retrieves information from databases, it is often required to protect the privacy of the user. Private information retrieval (PIR) is a protocol in which a user retrieves one of multiple messages from server(s) without revealing which message is retrieved to any individual server. The optimal solution of single-server PIR is downloading all messages in the server [1] but this solution is inefficient. To improve communication efficiency, multi-server PIR has been studied with the assumption that the servers cannot communicate with each other. Symmetric PIR [2] is multi-server PIR with servers’ secrecy in which the user only obtains the retrieved message but no other information of other messages. Quantum PIR (QPIR) has been studied [3–12] for retrieving a classical message with quantum communication. Our previous paper [10] investigated the fundamental communication limit of symmetric and non-symmetric multi-server QPIR and constructed an optimal protocol achieving the communication limit. The paper [10] considered the communication model in which the user sends classical query and the servers return quantum answers but the servers share prior entanglement before the protocol starts. The communication efficiency of a QPIR protocol is evaluated by the QPIR rate defined as the ratio of the one message size to the whole dimension of the downloaded quantum systems. Higher QPIR rate implies higher communication efficiency and an upper bound of QPIR rates is 1 from definition. The maximum of QPIR rates, called the QPIR capacity, characterizes the optimal communication efficiency of QPIR. The paper [10] proved that the symmetric and non-symmetric t-private n-server QPIR capacities $C_t$ are both

$$C_t = \begin{cases} 1 & \text{if } 1 \leq t \leq \frac{n}{2} \\ \frac{2(n-t)}{n} & \text{if } \frac{n}{2} < t \leq n-1 \end{cases} \quad (1)$$

Our result implies that even if some servers collude, as far as the number of colluding servers is less than half (t ≤ $\frac{n}{2}$), the remarkable result of QPIR capacity 1 still applies to the t-private case, i.e., symmetric t-private QPIR can be achieved with the same efficiency as retrieval without secrecy. Our result includes the capacity in [10] as the case $t = 1$. As in Table 1, the t-private QPIR capacity is greater than the classical counterparts.

The proof of (1) consists of two parts. First, we construct an optimal symmetric t-private QPIR protocol by the stabilizer formalism. Second, we derive the tight upper bound of $C_t$ by the capacity of entanglement-assisted classical-quantum channel coding [17] since we can reduce t-private QPIR protocols to the latter problem [17] by QPIR’s secrecy.

### Table 1: Classical and quantum PIR Capacities

|                  | Classical PIR Capacity | Quantum PIR Capacity |
|------------------|------------------------|----------------------|
| PIR              | $1 - \frac{n-1}{n-1}$ [13] | 1 [10]               |
| Symmetric PIR    | $1 - \frac{1}{n}$ [14] | 1 [10]               |
| t-Private PIR    | $\frac{1 - \frac{t}{n}}{1 - (\frac{t}{n})^f}$ [15] | $\min\left\{1, \frac{2(n-t)}{n}\right\}$ [This paper] |
| t-Private symmetric PIR | $\frac{n-t}{n}$ [16] |                      |

* n, f: the numbers of servers and files, respectively.
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