A VoLTE Covert Channel with Intelligent Confrontation
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Abstract. VoLTE (voice over LTE) is widely popular and the potential target for covert communications. The transmission of continuous and large amounts of data over VoLTE enables the construction of a covert channel. The existing covert channel construction scheme based on IPD (inter-packet delay) cannot be applied to VoLTE due to the particularity of the IPD of VoLTE traffics. In this paper, we propose a covert channel with intelligent confrontation for VoLTE traffic. It modulates messages in the relative relationship of voice and video packets based on learning of the characteristics of active attack traffic. The experimental results indicate that the proposed covert channel is undetectable and robust.

1. Introduction

Covert channels are generally classified into two types: covert storage channels (CSCs) and covert timing channels (CTCs) [1]. The storage covert channel means that the sender directly or indirectly writes information to certain storage locations (memory unit, resource status, network data packet, etc. [2-7]), and the receiver restores the information from the sender by observing the storage location. The covert timing channel means that the influence of the sender on system events (performance, behaviour, etc. [8-15]) can be observed by the receiver, and the two parties use the sequence of events, interval, frequency and other time factors to transmit covert message.

VoLTE is widely used in the mobile industry as an IP-based LTE voice and video calling solution. It is a global interoperability solution that provides the advanced and innovative communication service. The existing covert channel construction scheme based on inter-packet delay (IPD) cannot be directly applied to VoLTE because the IPDs of VoLTE traffic is limited to a small range and has strong regularity. It is difficult to hide covert message into the IPDs of VoLTE traffic since the modulation of IPDs is easy to detect. Moreover, the adversary attacks the covert channel by means of active packet loss and out-of-order, making the security of the covert channel threatened. Therefore, we propose a VoLTE covert channel with intelligent confrontation, which modulates the message in the relative relationship of the voice/video packets. More critically, the range of position changes of voice and video packets will also intelligently change adaptively with the degree of disorder caused by active attacks.

2. VoLTE traffic capture and analysis

In order to verify the effectiveness of the VoLTE covert channel construction method proposed in this paper, it is necessary to obtain real VoLTE traffic data for testing. Currently, there is no universal VoLTE traffic dataset. Therefore, VoLTE packet capture is an important preparation. Due to the characteristics of VoLTE traffic, the capture needs to be implemented through the kernel or baseband.

Smartphones typically have a separate architecture of baseband processor (BP) and application processor (AP). This separation architecture provides the flexibility to properly distribute the various
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software components between BP and AP when designing a VoLTE terminal solution. BP is used for the physical layer, while AP is used for user interfaces and various applications. AP and BP are connected via chip-to-chip interface technology. Video packets are generated in the AP and voice packets are created in the BP. However, both video and voice packets are sent over the baseband. Therefore, we used a self-developed crawler to capture video and voice packets at the baseband simultaneously.

Figure 1. The overall framework of the baseband packet capture scheme.

The overall framework of the baseband packet capture scheme is shown in Figure 1. The entire solution includes three aspects of BP and AP and serial port mechanism. The BP side is mainly responsible for capturing packet information, and the AP side is mainly responsible for receiving information. When a VoLTE calling is made, on the BP side, after the baseband captures the packet information and the physical layer forward, the captured information is transmitted to the AP side through the chip-to-chip link layer. At the same time, on the AP side, the captured information is received by the operating system process and the hardware abstraction layer. Finally, the AP side will call the USB transfer driver to send the captured information to the PC serial port data reader for display and storage.

In order to analyse the characteristics of VoLTE traffic, we developed packet capture software for mobile devices to capture packets in the VoLTE calling. Through traffic analysis, we can see the IPDs of the voice packets sent by the sender are basically 20ms and the regularity is obvious.

3. A covert channel with intelligent confrontation

The adversary increases the channel noise by increasing the delay, such as delay jitter, packet loss, and out-of-order, so that the IPDs obtained by the receiver are distorted, and the bit error rate in the decoding process is too high, resulting in the interruption of covert channel communication.

This work studies the identification and countermeasures of active attacks on covert channels in real-time voice and video services. It also studies real-time and efficient deep packet inspection technology, and recovers the network packet timestamp from the application layer payload. After identifying active attacks such as violent delay jitter, packet loss, and out-of-order, it eliminated noise by means of network packet reordering. The voice/video packet has continuity and position randomness. The positional relationship of the two types of network packets is used as the modulation object. The demodulation process does not depend on the interval between network packets, and can resist the active attack of network delay jitter.

The work utilizes the network characteristics of the real-time interactive service to restore the timestamp information of the voice and video network packets at the application layer, and modulate the message in the relative relationship of the voice/video packets in the video call. Under the condition of active attack introduced by the enemy, the receiver can eliminate channel noise and improve the
robustness of covert communication. The range of position changes of voice/video packets will also intelligently change adaptively with the degree of disorder caused by active attacks. The covert message encoding and modulation is showed in Algorithm 1.

At the same time, in the establishment and operation phase of covert communication, the delay statistical distribution of the transmitting and receiving sides is adjusted according to the network conditions, and the covert channel can intelligently adapt to network congestion, delay jitter, packet loss rate, signal strength, transmission path, etc. Such changes, against aggressive attacks such as violent delay jitter, packet loss, and out-of-order, to achieve a reasonable compromise between capacity and security.

Algorithm 1: Covert Message Encoding and Modulation
1: Enter(FirstInterval)
2: while !eof (CovertMessageFile) do
3:  pnum ← CountPacket(CurrentInterval)
4:  BlockValue ← Mod(pnum, Pow(bl, 2))
5:  if(Mod(inum,span)==1) then
6:    BalanceValue←TrafficLearning()
7:    GrayValue ← GraytoDEC(BalanceValue))
8:  else
9:    GrayValue ← GraytoDEC(GetCovertMessage(bl))
10:  end if
11:  if BlockValue < GrayValue then
12:    Move(Next(GrayValue-BlockValue),CurrentInterval)
13:  else
14:    Move(Current(BlockValue-GrayValue), NextInterval)
15:  end if
16:  inum++;
17:  Enter(NextInterval)
18: end while

4. Experimental results and analysis
To analyse the performance of the proposed covert channel, we used VoLTE traffic between the two Samsung A5108 phones, the Android version is 5.1.1, and the kernel version is 3.10.61. We tested our solution as a sender and receiver via two mobile phones.

We use standard statistical test KS tests to visualize and verify undetectability. For the number of video packets between voice packets of overt traffic, the KS p values are all greater than 0.05, indicating that the number of video packets for these traffic matches the same distribution. On the other hand, for the number of video packets between voice packets of covert traffic, the KS p value is greater than 0.05, which means that the covert traffic conforms to the same distribution as the overt traffic.

We use the BER of the decoded covert message to measure the robustness of the covert channel. When the packet loss and out-of-order rate is less than 1%, the proposed BER of the covert channel reaches $10^{-3}$, and when the packet loss and out-of-order rate are greater than 10%, the BER increases to $10^{-1}$. The performance of the proposed covert channel is similar under different network conditions. In summary, the proposed covert channel is still effective even under active attacks.

5. Conclusion
In this paper, we propose a covert channel with intelligent confrontation for VoLTE traffics. The proposed scheme is an alternative scheme of the existing packet arranging schemes, which modulates the message in the relative relationship of the voice and video packets based on the learning of the characteristics of the actively attacked traffic. We discuss on how to encode and modulate the covert message and employ the balance value to adjust the feature distribution of the covert traffic for the undetectability and robustness of the covert channel. The experimental results show that the scheme is stealthy and the channel BER is acceptable under the actively attacked network conditions.
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