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ABSTRACT

With the increasing social and economic devastation caused by disasters around the world, the international community and country-level National Disaster Management (NDM) authorities have placed improving their ways to mitigate, prepare for, respond to, and recover from disasters as a top priority. Technological advancements and the 4th Industrial Revolution are critical tools to help achieve this. However, they also present many challenges to traditional NDM systems by altering the fundamental operational, organizational, and social dynamics of conventional disaster management. Currently, there is a lack of research that studies these aspects beyond technology and examines the impact of digital transformation on the full life cycle of disaster management on the national level. Therefore, this research fills this gap by integrating interdisciplinary concepts from different research fields including Disaster Management, Information Systems, and Business Management to understand the impact and determinants of digital transformation in NDM systems. To achieve this, the research uses the Technology-Organization-Environment (TOE) framework and conducts semi-structured interviews with UK NDM experts. The results show that the impact of digital transformation on NDM is profound, paradoxical, multi-directional, and driven by a multitude of driving forces. This research makes many significant contributions to research and practice. Theoretically, this research expands the TOE framework beyond its original underpinnings by uncovering a new set of disaster-context determinants. It also presents an innovative Layered Cake FAST (Foundations-Approach-Strategy-Technology) Model that offers a unique roadmap for NDM on how to handle its digital transformation journey. Practically, the research presents several sets of useful expert-recommended actions.

1. Introduction

With the increasing frequency and severity of disasters [1] and the associated social and economic impacts on all countries, the international community has placed improving the ways through which disasters are managed a key priority. The Sendai Framework for Disaster Risk Reduction 2015–2030 framework has set four main priorities for governments to focus on: 1) understanding disaster risk; 2) strengthening disaster risk governance to manage risks; 3) investing in disaster risk reduction for resilience; and 4) enhancing disaster preparedness for effective response and ‘building back better’ in recovery, rehabilitation, and reconstruction [2]. The framework further specified a set of required actions for each of these priorities, and emphasized the role of technology as a key strategic and operational enabler. For example, in understanding disaster risk, actions required include:

“to promote investments in innovation and technology development in long-term, multi-hazard and solution-driven research in disaster risk management to address gaps, obstacles, interdependencies; and social, economic, educational, and environmental challenges and disaster risks” (Action K - p.15), and

“identify research and technology gaps and set recommendations for research priority areas in disaster risk reduction; promote and support the availability and application of science and technology to decision-making” (Action G - p.16)

The Coronavirus (COVID-19) pandemic is a living case to prove how technology can make substantial improvements to countries response to disasters in many forms such as more effective testing and disease detection [3], efficient and streamlined policy and decision making [4], flexible and distributed training and education [5,6], and as a creative remedy for imposed work and social distancing [7]. Therefore, the role of technology is operationally as well as strategically critical for
optimizing National Disaster Management (NDM) in risk reduction, mitigation, preparedness, response, and recovery. Digital Transformation (DT) is a term used to indicate all the unprecedented dynamics in the operational (e.g., digitization of tasks using technologies), organizational (e.g., change of processes and creation of new business models and inter-organizational relationships), and social (e.g., effect on human/customer/beneficiary life, expectations, and experiences) that new technologies provide or impose on disaster management organizations [8]. As technological innovations advance, NDM systems will naturally need to adapt and change. However, this might not be a simple task given the multi-agency multi-layer (e.g., gold-silver-bronze layers) nature of national disaster management structures.

The literature on the use of technology for disaster management shows a growing interest in the field. However, it also shows that the main focus of the contemporary literature is on the technology-specific opportunities and challenges of enhancing disaster management by investigating technology-specific, phase-specific and/or task-specific aspects of the use of technology for disaster management. While this offers critical theoretical and practical contributions to disaster management, it remains quite shortsighted and non-strategic for two reasons. First, technologies change quickly and those of today will soon be replaced by new ones, which will make a large part of this literature quite irrelevant. Second, regardless of what technology is discussed and how it can help enhance specific tasks/aspects of disaster management, it is the overall organizational mindset, strategic priority, and institutional readiness for the new digital era that will ultimately determine whether a specific technology or group of technologies will ever be successful. There is a clear gap in the literature in this area [9]. More explicitly, there is a need for the literature to focus on the structural and strategic transformation that new technology brings to national disaster management systems and to devise new models and frameworks on how these systems can adapt and utilize digital transformation to seize forthcoming opportunities and resolve challenges.

Filling this gap is important for several reasons. First, the 4th Industrial Revolution drives the fusion of technologies and the blurring of borders between physical and digital environments causing impacts on both personal and professional lives [10], thus redefining the underlying fundamentals of society, work, organizations, industries, and relationships [11]. In this new digital era, more than 20.4 billion devices will be connected to the Internet of Things (IoT) and 90% of automobiles will be connected to the Internet by 2020, where companies will invest $15 trillion in digital technologies between 2017 and 2025 yielding an expected $14 trillion to the global economy by 2030 [12]. Therefore, entire industries, organizations, and societies are believed to be completely transformed - all of which are key to successful NDM. Filling this gap will help “examine the intersecting trajectories of social, technical, and information perspectives during the full life cycle of a crisis: preparation, response, and recovery” [13; p.1].

Second, from a strategic perspective, digital transformation is a major “shock to what may be a reasonably functioning system” [14; p.20]. Therefore, digital transformation is about strategy, not just technology [15]. Recent research from the MIT Sloan School of Management emphasizes that “Almost no organization is sheltered from the competitive disruption brought by one of the widespread adoption of digital technologies” [16; p.2] including public authorities and governments [14]. To adapt to this new digital era, organizations of all types have to take proactive steps to adjust their knowledge, skillset, culture, and internal and external structures and relationships [17]. For NDM as a complex multi-organizational multi-layer structure, proactivity in this area requires a deeper understanding of the determinants and potential implications of digital transformation. This will help NDM to develop its strategies to cope with the inevitable changes, seize critical opportunities, and minimize the threats of the new digital era.

Third, NDM is primarily a government-led [18] multi-organizational structure [19] which makes it a highly collaborative and stakeholder-dependent system [20-22]. So, while governments can often assume a national leadership position in NDM structures, their success is highly bound by explicit and implicit exchanges of interests with other industries such as transportation (land, air, and sea), infrastructure (roads, water, electricity, sewage, and other municipal services), tourism and hospitality, financial industry, Small and Medium Enterprises (SME), and logistics. As a result, NDM not only needs to understand how digital transformation is going to impact them directly but also how it is going to impact other collaborating stakeholders/industries and therefore influence the dynamics of its organizational relationships with them.

On such grounds, this research attempts to fill the aforementioned gap by integrating interdisciplinary concepts and understandings from different research fields to enhance our understanding of the impact of digital transformation on NDM and to uncover the determinants that can either enable or hinder the digital transformation process for NDM. This will help governments to prioritize, strategize, and set the foundations for the new digital era in their NDM systems to cope with the developments, seize the opportunities, and deal with threats.

This research borrows its theoretical foundations from the innovation adoption research in the Information Systems field. More specifically, it uses the Technology-Organization-Environment (TOE) framework [23,24]. This is because digital transformation is essentially an innovation process for which organizations need to adopt the right mindset (e.g. leadership and culture), assets (e.g. physical and intellectual) and tools (e.g. technology, processes, and strategies) and environment (e.g. inter-organizational relationships, regulatory frameworks, and policymaking). In short, the TOE specifies that, in organizational settings, three important contexts influence the decision-making processes for innovation adoption including the technology, the organization, and the environment. The TOE and its three contexts are used in this article to better understand the contextual impact and determinants of digital transformation in NDM systems. To achieve this, a cross-sectional research design is used to conduct semi-structured interviews with NDM experts from the United Kingdom.

This paper is organized as follows. Firstly it establishes the conceptual context and discusses relevant literature on digital transformation and disaster management, and highlights the gap that this research endeavors to fill. It then, introduces and justifies the conceptual context and theoretical grounds for this research and raises key conceptual ideas towards fulfilling its aims. After that, it specifies and justifies the research design, data collection method, sample, and the analytical approach of the empirical study. Finally, it presents the analysis of the expert interviews and discusses the results vis-a-vis the research questions, and provides answers to the research questions, offers recommendations, and highlights the contributions, limitations, and avenues for future research.

2. Literature review
2.1. Digital transformation

For a long time, organizations of all kinds have invested in and adopted technology mainly to automate tasks and processes. However, the advent of the 4th Industrial Revolution created an impact that goes beyond the digitization of tasks or the digitalization of specific processes. A detailed discussion of the specifics of individual 4th Industrial Revolution technologies is outside the focus of this study. However, to name a few enabling technological innovations, these include: Artificial Intelligence (AI) [25,26]; Machine Learning [27]; Nanotechnology [28, 29]; Internet of Things (IoT) [30]; Robotics and Internet of Autonomous Things (IoAT) [31] such as self-navigating drones, autonomous vehicles, home robotics, and information-collection and target-attack robotics; Blockchain [32] with its transformation applications in traditional industries like healthcare [33,34], construction [35], civilian and military air traffic management [36], manufacturing [37], financial services
multi-directional change in the organizational structure [61]. This restructured strategic fundamentals, making changes to key processes, and leading a multitude of challenges, it is not enough to simply introduce technology [60].

For individuals, communities, organizations, industries, and nations will be too long to list in this article. Yet the main point here is that digital transformation is an inevitable phenomenon that will impact all aspects of human life [53]; p.689).

To synthesize, most definitions commonly share at least three elements [8]; p.417: (1) Technological – digital transformation is mainly a technology-driven phenomenon; (2) Organizational – digital transformation requires and mandates a multi-directional change to organizational structures, processes, and business models; and (3) Social – digital transformation is a phenomenon that has an impact on all aspects of human and social life. This article builds on this holistic notion of digital transformation (over and above the technology itself) to fulfill its aims. It, therefore, takes a holistic, strategic, and organizational view into digital transformation rather than discussing the impact of any specific new technology.

Digital transformation and new digital technologies have redefined and restructured whole industries. A clear illustration of this is the birth of a new type of entities called ‘born-digital’ [54] which is “a generation of organizations whose operating models and capabilities are based on exploiting internet-era information and digital technologies as a core competency” [55] that redefine value landscapes. Examples of these include how born-digital organizations like Uber, Grab, and Careem [56] transformed the global transportation industry [57]; how Airbnb, Booking.com, Expedia, and others [58,59] restructured the hotel and hospitality value chains; how Twitter and Facebook redefined journalism and press industry; how Tesla is revolutionizing the automobile industry; and how societies, people, and social interactions, in general, are being transformed by organizations like Instagram, Snapchat, and TikTok.

An exhaustive list of every example where digital transformation has altered fundamental aspects of life, work, interactions, and relationships for individuals, communities, organizations, industries, and nations will be too long to list in this article. Yet the main point here is that digital transformation is an inevitable phenomenon that will impact all social and organizational structures, and NDM is no exception. Indeed, just as human interaction continues to move toward greater reliance on a variety of digital platforms, so too will there be expectations that NDM responds with agility.

To capitalize on the opportunities and requirements that digital transformation brings about, it needs to focus on some of the underlying strategic fundamentals, making changes to key processes, and leading a multi-directional change in the organizational structure [61]. This requires taking calculated steps towards embracing a strategic digital endeavor by the organization, reexamining the surrounding environments, studying beneficiary targets, instilling cultural change, and introducing or retraining necessary intellects [62]. Generally, digital transformation is a technology-driven ongoing adjustment and adaptation process for organizations, industries, and society where new digital assets such as ubiquitous and embedded connectivity and computing technologies will redefine value streams and distribution channels [63, 64]. The present research builds on this foundation to help NDM systems better understand the implications of digital transformation and establish their outlook into the fast-evolving future. As a starting point, the following reviews the contemporary literature that studied technology in the context of disaster management.

2.2. Technology and disaster management

There is quite a large body of literature investigating technology in the context of disaster management. However, a synthesis of the existing literature clearly shows that the majority of this literature is technology-specific, phase-specific, or task-specific. Generally, most studies followed one of two main streams: 1) focusing on the uses, advantages, and opportunities that specific technologies present for an improved (task) performance during (a phase of) disaster management; or 2) focusing on the issues, implications, challenges, and concerns that specific technology presents to (a phase of) disaster management. The following sections briefly exhibit these two literature streams.

2.2.1. Stream one: the opportunities

Schempp et al. [65] discussed how leveraging traditional sources of data (authoritative data) with new sources (social media) helps improve the distribution of supplies between hospitals, rescue centers, and rescue demand points during disaster response. Besides, Kirac and Milburn [66] used the 2010 Haiti earthquake as a case to investigate and develop a framework for the value of social data and the tradeoff between the timeliness and accuracy of social data for disaster response logistics planning. Also, Ragini et al. [67] proposed a methodological model of how big data created by social and mobile networks, data mining techniques, machine learning, and sentiment analysis can provide timely, strategic, and effective disaster response and recovery. Further, Xu et al. [68] used the Internet of Things (IoT) technology and mobile cloud computing platforms to create an optimal evacuation planning system for rapid evacuation of large populations to achieve improved convergence rates, shortened evacuation route lengths and evacuation time, and balanced capacity in surrounding shelters. Also, Bennett et al. [69] investigated how future wireless technologies enhance disaster mitigation and response efforts for people with disabilities.

Furthermore, in the context of recovery, Nawari and Ravindran [70] investigated how digital technologies such as of Blockchain, smart contracts, and Building Information Modeling (BIM) creates integrated, self-regulating, self-monitoring, and cyber-resilient transactional operations to automate the building permitting process in the recovery and rebuilding phase of a natural disaster. Also, Babbitt [71] discussed how new ‘clean’ technological innovations provide creative and efficient solutions to manage the social, economic, and environmental challenges that result from post-disaster debris. Moreover, Bierweiler [72] discussed how big data and advanced data analytics using enterprise open source solutions give disaster management agencies invaluable insights and actionable intelligence for preparing and responding to natural disasters. Also, Kim et al. [73] demonstrated how the Internet of Things (IoT) technology, sensor networks, and robotics improve the response to tunnel fire disasters (especially in tunnels longer than 1 km) by allowing accurate detection, search, and rescue capabilities for disaster response. Alsahmi et al. [74] discussed how disaster communication augmented by Tethered Balloon Technology provides enhanced capabilities for preparedness, detection, mitigation, and response to various types of disasters (except storms). Garbo and Ahmedu [75] demonstrated the role that ICT plays in ensuring responsible and responsive collection and dissemination of information and synergizing the activities among disaster management stakeholders in Nigeria by proposing an integrated technology information system. Also, Hapuarachchi [76] examined the
usage of geographical information and technology in disaster management at the sub-national level in Sri Lanka and found that there is limited use of this technology despite the advantages it provides to national disaster managers. Further, Diwakar et al. [77] discussed how using space technology improves disaster mitigation and response in India.

2.2.2. Stream two: the challenges

Seba et al. [78] investigated the security concerns from the use of wireless technology in disaster situations and how these networks resolve the urgent need for sensitive and real-time information exchange in chaotic situations; they also pose threats to disaster management systems. In addition, Wang et al. [79] investigated how the disparities in social media use among various vulnerable areas and community groups surrounding disasters can result in some groups being left behind in disaster response due to their lower level of digital activity on social media. Also, using the case of 2016 Wuhan rainstorm and flood disaster in China, Fang et al. [80] demonstrated how the discrepancy between what people emotionally and psychologically express on social media and their actual physical activity flow during disasters can pose a great information accuracy challenge for disaster management agencies. Furthermore, Faruk et al. [81] emphasized how the reliance on tele-communications infrastructure during disasters and the failure of these networks can lead to great losses which makes the decision by the government to choose a certain network very critical for communication continuity during disasters. This study stressed the importance of aligning national network deployment with existing commercial deployments to ensure sustainability of communications. Moreover, Chernobrov [82] investigated how digital technologies and big data paved the way for digital volunteers as a new group of participants in disaster management and how this has transformed humanitarian crises response, altered the role and power dynamics for disaster management, and broke traditional constraints of the aid-media relationships through citizen journalism, and presented new challenges to disaster management.

In the context of security environment and social media, Bergeron [83] discussed how the new interconnected digital world while offering unprecedented degrees of convenience, capability, and comfort to our modern quality of life, it also introduces significant threats and vulnerabilities when things fall apart or fail in disaster situations; and makes a call to address them. Further, Alshammari et al. [84] focused on the use of modern cloud computing technologies and the concerns of data reliability and cost of storage as a result of multiple replications of data; and proposed a Preventive Disaster Recovery Plan with Minimum Replica (PDRPMR) mechanism which can be a cost-effective solution to reduce the number of replications in the cloud to be one or two replicas only without compromising the data reliability. In addition, Youngblood and Youngblood [85] studied how the use of multi-agency websites powered with social networking data by Emergency Management Agencies (EMAs) on local and state levels, no matter how technologically advanced, can prove useless without rigorous functionality, usability, and accessibility capabilities and user trust over and above the focus on content development. Also, Paul and Sosale [86] discussed how new digital technologies, including social media and mobile phones, enabled citizen journalism in the 2015 South Indian flooding disaster; and how despite the vast amounts of data published by citizen witnesses, these technologies were incapable to sufficiently challenge caste, class, and urban-rural inequalities in disaster response. Furthermore, Alexandru et al. [87] highlighted the main features of the new emerging smart citizens and smart cities enabled by technologies such as the Internet of Things (IoT) and this has created more empowered yet more demanding citizens for disaster management.

As mentioned earlier, while these two streams have critical theoretical and practical contributions for disaster management, this article aims to go beyond this technology-specific, phase-specific, task-specific opportunity vs. challenge focus and take a more strategic, long-term organizational perspective to help NDM better plan for the unavoidable digitally transformed future. To do this, it is important to first discuss and establish the relevance of digital transformation to NDM as an organizational system, as discussed next.

2.3. Digital transformation and national disaster management

The relevance of digital transformation for NDM can be established by considering a typical entity-relationship network in which NDM plans and operates (Fig. 1).

As the figure above demonstrates, NDM encompasses a multiplicity of stakeholders to respond to disasters and protect people, property, and places. To effectively manage disasters, NDM cooperates and collaborates with public, private, non-profit organizations (NGOs), and other governments. In light of this, it is critical to understand how digital transformation will influence NDM for the following reasons.

Firstly, digital transformation is changing the very nature of how we understand and define disasters. In the new digital era, technology changes the ways hazards are mitigated, prepared for, responded to, and recovered from. For example, the risks of flooding could be reduced by capitalizing on the timely and real-time information that new mobile data technologies offer to better understanding peoples’ movement and behavior and enhance awareness and information sharing [88].

Furthermore, new digital technologies can bring new and unprecedented hazards and risks such as technology misuse (e.g. cybercrimes, cyber terrorism, and cybersecurity issues), distortion of communication and information (e.g. hacking and spreading of rumors), and rapidly outdated governments’ legal and regulatory frameworks. In this case, the greatest risk that new digital technologies bring to NDM is when responsible entities are unable to cope with the changes and find adaptive ways of thinking, planning, and working with irrelevant or outdated approaches.

Secondly, digital transformation is changing people and communities that NDM serves. People are now dynamically connected and
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networking in ways that are changing their relationships with organizations and with each other [89]. Because of new digital technologies, people’s perceptions, evaluations, and expectations are rapidly changing. For example, more and more individuals are heading to social media to express their needs, opinions, descriptions, and reporting emergencies and levels of the urgency of their situations [65]. Whole generations of “born digital” or “digital natives” are evolving [90]. The preferences of these generations in terms of ways to communicate preferred sources, types, and formats of trusted information will all be transformed. Systematic monitoring and understanding of these effects and how they could potentially alter ways of working are critical and strategically decisive for NDM effectiveness.

Thirdly, properties and places are digitally transforming. For example, the Internet of Things (IoT) is creating an entirely new topography of physical devices and static everyday objects. The IoT allows devices to wirelessly communicate, send and receive live data, and be monitored and controlled from remote distances over the internet [91–93]. Emergent smart technology reconfigures the very notion of “home” as a nexus from which a multiplicity of devices work collaboratively as intelligent agents [94] and communicate over a new spectrum of networks and standards [95,96]. Similarly, smart city technologies will create more efficient, sustainable, competitive, productive, open, transparent, and highly interconnected cities with a nascent set of governance requirements [97]. To succeed, NDM, therefore, needs to understand, prepare for, and capitalize on digital transformation.

Fourthly, the private sector, NGOs, and many other industries are also undergoing digital transformation. One of the key responsibilities of NDM is to coordinate an effective response to disasters through partnerships with these non-governmental organizations [98]. However, the new digital era determines a large part of the strategic sustainability of this relationship and cooperation. Many organizations and industries like transportation, hospitality and hotels, retail shopping, and infrastructure are being redefined internally as business models, and externally as collaborators in their value chains [99]. These and other industries have direct operational and strategic implications on NDM in risk reduction, response, and recovery phases [100].

Finally, even the public sector and other governments that an NDM often partners and closely works with are digitally transforming. Many of these have already created dedicated strategies and plans in this direction. For example, the UK has developed the Government Transformation Strategy 2017–2020 [101], which endeavors to give directions to a full scale governmental digital transformation. Similarly, other governments around the world are working diligently to change their strategic and operational dynamics and priorities to cope with the new digital era [102].

Based on the above, it important to understand the conceptual significance of digital transformation to NDM and ensure that these government systems remain relevant, effective, and efficient in the new digital era. The next section establishes the theoretical foundation for this research.

3. Theory

3.1. Technology and innovation adoption in organizations

Digital transformation is about the use of new digital technologies to re-innovate traditional structures, processes, technologies, mindsets, business and operational models to improve the competitiveness of the organization and deliver relevant value for internal and external beneficiaries in an ever-evolving digital economy [49]; p.7). Digital transformation is linked to innovation as a driver and an outcome leading to better organizational performance [103]. Innovation is the creation and adoption of new ideas [104,105]. Therefore, digital transformation is about innovation, and innovation is about novelty and inventiveness [105]. For organizations, innovation can occur in the creation of or the adoption of new administrative systems, technologies, processes, policies, structures, products, or services [106,107]. For disaster management and related organizational systems, the potential impact of technological innovation on all phases of disaster management is well established [108]. However, there is a critical need to understand more about the nature of this impact and its determinants for enhanced effectiveness, efficiency, and competitiveness outcomes [109].

There is a rich line of research in the Information Systems field that investigated the enabling or inhibiting determinants for the adoption of technological innovations in organizations. Many theories were developed and used for this purpose including the diffusion of innovation (DOI) theory [110], the Institutional Theory [111], the Iacovou, Benbasat, and Dexter model [112], and the Technology-Organization-Environment (TOE) framework [23,24]. A detailed discussion of each of these theories is beyond the scope and purpose of this research. However, the TOE framework chosen as a theoretical ground for this research is discussed and justified next.

3.2. The TOE framework

The Technology-Organization-Environment (TOE) framework [23, 24] is one of the most recognized and well-established theories in innovation and technology adoption research particularly at the organizational level. The key idea of the TOE is three contexts that can influence the innovation adoption and decision-making processes in organizations: the technological context, the organizational context, and the environmental context (Fig. 2 below). Influencing factors from some or all three contexts will determine the extent of technological innovation and the likelihood of decision making to adopt new innovations within the organization.

3.2.1. Technology context determinants

Among the main determinants in this context are technology availability and characteristics. Availability refers to technologies that are internal or external to the organization. Internal technologies include those that are currently in use. External technologies are those that are not currently in use but have relevance to the organization’s domain. In addition to availability, the technological context includes the technologies themselves, their characteristics, as well as all related processes [23].

The consideration of the technology context is important because organizations need to understand the type of organizational changes that will result from the decision to adopt or reject a certain technological innovation [113]. Generally, technology-driven change in the organization can vary from incremental, synthetic, to discontinuous [114]. Incremental technologies introduce new features or new versions of existing technologies; and this often has a minimum impact on the organization. Synthetic technologies are formed by rearranging existing technologies (e.g. combining several technologies) to create an innovative solution; and has a medium impact on the organization depending on what is being created. Discontinuous technologies represent radical changes caused by new technological innovations and this has the largest impact, potentially positive or negative, on organizations [113,114].

Incremental and synthetic technology-driven changes are easier to monitor, manage, and evolve with because they are more gradual and progressive. This is often dealt with by a continuous effort to automate more tasks and processes. Digital transformation impacts on NDM are more closely synonymous with discontinuous changes driven by the 4th Industrial Revolution technologies. Digital transformation is radical and creates a new operating landscape for organizations of all kinds by re-forming the way traditional elements function. Radical technological innovations require a high degree of new knowledge compared to incremental innovations [115]. In such technological contexts, organizations might have to make “quick and decisive adoption decisions to maintain and enhance competitive standing” [113]; p.12). In light of
this, this research will explore the technology context impact and determinants that can enable or inhibit the digital transformation of NDM.

3.2.2. Organization context determinants

The organizational context includes the entity’s internal characteristics such as its structure, size, scope of operation, decentralization level, degree of formalization, culture, staffing, employee reporting linkages, and communication processes [23]. Depending on the situation, different determinants can have different types and degrees of impact on innovation adoption and decision-making processes. For example, larger size organizations with extensive knowledge depth (i.e., larger numbers of technical specialists) are more innovative in the manufacturing industry [115]. In other research, the internal dynamics linking the different parts or units of the organization and the degree of formality impacted organizational innovation adoption [113]. Also, decentralized organizational structures with fluid and flexible cross-team communications are more able to adopt innovation compared to organizations that have rigid, hierarchal, command-based structures [106,116].

For NDM, the organizational context similarly plays a role in determining its ability to understand and embrace the transformations driven by new digital technologies. Previous studies indicate that the composition of teams and internal group processes, particularly in top management, were found to determine the organization’s overall innovativeness [117,118]. After all, it is often the values, attitudes, and commitment of the leaders that determine the organization’s goals and purposes as reflected by internal structures, strategy, and internal cultures [119]. Another example involves the organizational structure and degree of agility in its system, which are key components and drivers of innovation and successful digital transformation in organizations [120]. Organizational agility is its ability to “sense changes in the internal and external environment, respond efficiently and effectively in a timely and cost-effective manner, and learn from the experience to improve the competencies of the organization” [121]; p.136. For NDM, this is a key and critical aspect because of the nature of its decentralized multi-organizational structure and the possible outlets for technological changes that it needs to sense, monitor, and manage. Given this understudied component of NDM research, this research will explore how the organizational context impact and determinants can either enable or inhibit the digital transformation of NDM.

3.2.3. Environment context determinants

The environmental context includes characteristics of the surroundings, the industry (e.g. size and structure), and the economic, political, regulatory, and macroeconomic landscapes in which the organization operates [23,24,113]. The environment will contain factors that might enable or inhibit an organization’s decision to transform digitally. However, the strength of this impact will vary depending on the context and the nature of the organization. For example, in a study of 1200 public organizations in the U.S., it was found that organizational characteristics and top management attitudes towards innovation were more influential than were environmental factors [105]. In other research, environmental factors (e.g. hostility and uncertainty) are the most critical for determining organizational innovativeness through its strategic posture (aggressive-proactive vs. passive-reactive) towards change [122].

As was discussed previously, NDM operates within an environment that involves many other players (private, NGOs, public, international stakeholders) and many key inputs (hazards, properties, people, places). Such an environment creates a context for many influencing factors on the digital transformation of NDM and offers many advantages. For example, digital transformation can lead to “shorter product cycles, increased segment fragmentation, blurring industry boundaries, breaking corporate hierarchies, and increased interdependence of world markets” [122]; p.400). The most important point here is that NDM will directly or indirectly be impacted by what happens in the environmental context. Therefore, NDM must anticipate technological changes in the environment and be capable of seizing the opportunities that digital transformation presents. In light of this, this research will explore the environmental context impact and determinants that can enable or inhibit the digital transformation of NDM.

3.3. The present research

This study explores the impact and enabling and inhibiting determinants for the digital transformation of NDM. In doing so, it establishes digital transformation as an innovation process and therefore extracts its theoretical grounds from the Information Systems and
innovation adoption fields using the Technology-Organization-Environment (TOE) framework [23,24]. The TOE theory is the most suitable theory for this study for several features presented by Baker [113].

First, while the TOE is a highly adaptable theory which makes it more of a generic framework compared to other more restrictive or specific theories, the three contexts give sufficient conceptual boundaries. Within these three contexts, researchers can investigate any type or number of constraints, opportunities, enablers, or inhibitors relevant to their research. This contextual freedom is very beneficial for this exploratory research.

Secondly, the TOE is consistent and share similar underpinnings with other well-established theories in the innovation adoption field such as the diffusion of innovation (DOI) theory [110]. However, the TOE offers greater space for original knowledge development. For example, while individual leader characteristics and internal characteristics of organizational structure in the DOI are conceptually included in the TOE’s organizational context, the TOE offers the flexibility to add any other contextually relevant factors. The outcome of such contextual flexibility is more conceptual richness, explanatory power, and building of new knowledge. These characteristics are suitable for the present study, which aims to explore a new research area. Finally, because of the potential for more factor-specific future research following this exploratory research, the generic nature of the TOE makes it more possible to allow further specification, identification, and comparison of the ideas presented in this study. This research builds on TOE foundations and proposes a model of determinants for the digital transformation of NDM.

4. Research design and method

Several characteristics of this research indicate that a cross-sectional design, as described by De Vau[12] and De Vau[123]; is the most suitable logic of inquiry. First, this research studies the impact and determinants of digital transformation as episodic rather than temporally evolving concepts, so there is no time dimension integral to this study. Second, this research is interested in the impact and determinants based on the variance or differences among individuals’ perceptions rather than how these perceptions change after a controlled or time-lapsed intervention as in experimental and longitudinal designs. Hence, the empirical phase of this study entails collecting data at one point in time. Third, the analysis of the data will depend on existing differences among individuals rather than differences that result from manipulations or interventions. Within this broad cross-sectional research design (Fig. 3), a qualitative study was conducted where primary data was collected from semi-structured interviews with experts in NDM, as discussed below.

4.1. Study context: the UK experience

This research uses the United Kingdom example to extract some useful insights and lessons and meet the aims of the study. The UK example was suitable for this study because, on the one hand, it is one of the more well-developed and recognized disaster management systems in the world with exported expertise to the Middle East, Asia, Africa, and other regions. Furthermore, the UK is a well-ranked digital government country. The United Nations E-Government Survey 2018 [102] evaluated governments’ digital presence and innovation in the public sector and its impact on people’s everyday lives. Overall, the UK ranked fourth globally in 2018 with a ‘very high’ e-government digital index and a ‘very high’ Online Service Index (OSI). Also, since 2012, the UK government committed itself to go digital, which resulted in £1.7 - £1.8 billion in total annual savings for the country [124]. As a result, the UN considered many of the UK’s governmental digital practices exemplary for other countries. For example, the UK’s success in monitoring, recognizing, and embracing users’ behavioral changes and preferences for the development of its unique e-government portal received global recognition [125]. Also, the UK government’s embracing of community-based digital initiatives such as the Fix-My-Street application [126] was one of the exemplary digital practices and one which was later adopted by many other countries around the world [102].

More strategically, the UK government has taken advanced steps in becoming a world leader in digitizing its services and strengthening its cyber-security presence and e-government resilience [102] including the introduction of the Government Transformation Strategy 2017–2020 [101] and the second version of its five-year National Cyber Security Strategy 2016–2021 [127]. However, despite these achievements, like most governments, the UK still has a long way to go. The Global Digital Transformation report [128], which surveyed more than 1200 government officials from more than 70 countries (UK N = 243), showed that most UK governmental agencies still feel that employees and leaders lack the necessary skills for digital transformation. The report also showed that less than 1/5th of these agencies are satisfied with their digital vendor community. The UK agencies claimed cost, competing priorities, and security concerns are the main influencing factors towards digital transformation. So, while the UK NDM makes an exemplary case for many other countries, it too can benefit from the ideas and exploration presented in this research.

4.2. Method and sample

Primary qualitative data was collected via semi-structured interviews [129] with eight experts in NDM in the United Kingdom. Interviews have the advantage of allowing a dialogue with the participant where existing questions can be clarified and new ones can be improvised based on the participant’s feedback [130]. Interviews are also useful to gain first-hand in-depth insights from reliable sources. In particular, experts were targeted because they are considered as ‘crystal-ball pointers’ for practical and informative insights that are often unavailable to others [131]. Generally, expert interviews were chosen for this research for several practical and methodical reasons, as postulated by Bogner et al. [131]. Firstly, speaking to experts is useful for the exploratory type of research projects, which goes in line with this research. Secondly, expert interviews are an efficient and concentrated method for gathering data compared to participatory observation or systematic quantitative surveys. This research seeks concentrated knowledge about NDM which is restricted to a specific circle of individuals who are directly involved in the management of national disasters in the country. Thirdly, interviewing experts can enrich the study referring the researcher to a wider network of potential participants [131].

The interviews followed a semi-structured style that allowed the participants to freely express their views while allowing the researcher to maintain the flow of the dialogue within the intended focus and scope. Appendix A presents the list of questions used as a general guideline during the interviews. For logistical reasons, sessions were conducted online via GoToMeeting software. The interviews were designed to cover two main themes. The first theme built a contextual understanding of the impact of digital transformation as perceived by NDM experts. This included insights about the meaning of digital transformation impact, the directions of this impact on NDM structures, the paths this impact takes to influence NDM, the disaster management areas where the greatest potential of this impact is expected to happen, and the forces that can drive NDM towards technological innovation and digital transformation. Then, the second theme focused on understanding the enabling and inhibiting determinants of the digital transformation in NDM.

Before each interview, the researcher explained the aims, method used, type of analysis, and possible outcomes of the study to the
participants and obtained informed consent via email. Participation was voluntary and participants were given the choice to withdraw from the interview at any point during the session. Also, participants were informed of the confidentiality of the research and their anonymity was assured by removing identifiers and using proxies such as participant 1, participant 2, and so on. The interviewees' permission for recording the sessions for later analysis and future reference was pre-acquired. The interview recordings and transcripts were stored in a password-protected computer that is only accessible to the researcher.

Table 1 below, shows a general profile of the experts interviewed in this research. The experts were located using a convenience simple snowball sampling technique [132] through recommendations from academics and practitioners in the field. The sample consists of eight experts with diverse national and international experiences in NDM strategy, policymaking, operational leadership, consultancy, and training. The majority of the sample provides the NDM expertise to different governments and countries around the world.

4.3. Analysis approach

Content and thematic methods were used to analyze the expert interviews. Content Analysis is the use of specific methods to make inferences from data to the bigger context [133]. It does not only analyze the manifest content but also looks for implicit meanings based on the context [134]. This approach was applied to uncover relevant explicit and implicit inferences from the experts' interviews concerning the context of the research. Because content analysis also encompasses accounting for key phrases or content and interpreting them based on their context [135], mentions of some keywords (e.g. 'digital', ‘technology’, ‘innovation’) were sought from the transcripts of the interviews. In addition, Thematic Analysis, which is “a method for identifying, analyzing, and reporting patterns (themes) within data” [136], was used to guide the analysis based on the aforementioned main themes and subthemes: theme one ‘Impact’ (subthemes: meaning, directions, paths, areas, and forces) and theme two ‘determinants’ (see Section 4.3). These themes and subthemes were used to track direct and indirect traces of key concepts in the interviews.

5. Analysis and results

This research aims to answer two main questions: 1) what is the impact of digital transformation on NDM? And 2) what are the main determinants for the digital transformation of NDM? The following two sections will answer these questions.

5.1. The impact

To understand the impact of digital transformation on NDM, and address the first research question, the expert interviews uncovered some interesting and insightful ideas. As discussed in the following sections, the understanding of this impact is established based on the following subthemes:

- The meaning of digital transformation impact for NDM (Section 5.1.1: The Meaning),
- The directions of the perceived impact (Section 5.1.2: The Paradox),
- The paths through which the impact can take place (Section 5.1.3: The Effects),
- The areas where the greatest impact is perceived to exist (Section 5.1.4: The Digitally Transformed Cycle), and
- The forces that can drive NDM towards more technological innovation and digital transformation (Section 5.1.5: The Driving Forces)

5.1.1. The meaning

The interviews revealed three main perceptions/views of the impact of digital transformation and its meaning and relevance to NDM: the acknowledger-enthusiast, the acknowledger-moderate, and the acknowledger-skeptical. So, while all participants agreed on and

---

3 Due to research word count limitation, only one or two excerpts from the interviews is used as an example of evidence.
acknowledged the potential impact of digital transformation on NDM, their views varied on what that practically means.

For the acknowledge-enthusiast, digital transformation meant a profound real-life phenomenon that NDM must pay attention to, understand, react to, and capitalize on, sooner rather than later, as the following example shows (‘p’ stands for ‘participant’):

“Digital Transformation enhances national disaster management capability to respond to disasters and disruption because you’ve got more ways to communicate, you can harness technology to use in responding to disasters, such as drones flying over disaster sites and being able to relay back photos and videos [...] and you obviously have enhanced communications with mobile and satellite communications” (p3)

For the acknowledge-moderate, digital transformation is seen as an important and generally a positive phenomenon, but with a more reserved perception of how impactful it is going to be on NDM. For example, they see that digital transformation impact will depend on the specific technology features and their relevance/irrelevance to the core (operational) business of NDM. In addition, they also see that the direct/indirect impact will depend on the temporal proximity of the technology to the present time (i.e. already existing vs. under-development vs. futuristic concept technology). The following is an exemplary excerpt:

“Social media [...] can be a close example to a technology which directly impacted national disaster management. But some other new technologies like self-driving cars and digital companies like Uber and others might not have a direct impact on national disaster management because [NDM] is concerned with large scale disasters like cyclones [...]. When we talk about technologies that are futuristic and not currently in wide-scale use yet, such as self-driving cars, these are not present yet ... that’s why we are not currently concerned about them in our emergency planning” (p2)

The acknowledge-skeptical participants perceive digital transformation as either a threatening phenomenon or one with low or no direct relevance to NDM. For example, one assertion was that despite what technology can facilitate, the paper-and-pen solution remains the most resilient state of all NDM work, therefore making digital transformation less meaningful to NDM. The following response demonstrates such an example, wherein increased technology is a potential threat to security and privacy and the overall maintenance of national infrastructure. Here, the respondent indicates that some national sectors are more vulnerable than others and that the very presence of technology creates additional levels of vulnerability and thus more complications for NDM in general:

“We all know that in some of our critical infrastructure, in terms of power and communications, [they] can be affected by the digital cyber threats. We know our financial systems can be affected ... so someone can get on our stock exchange or take money from bank accounts [...] I would argue that that kind of threats just increase [...] I know a lot of people who work in the health sector who are worried about activists getting in and changing life support sheets, or altering the levels of dosage that they are giving patients, because they can. It’s extraordinary what the internet encourages, and what we have got to deal with on a national basis ... when we’ve got a national infrastructure or national systems to protect” (p7)

Overall, the three views that emerged from the interviews can teach us several important points. First, digital transformation is an inevitable and significant reality for NDM and must be understood and proactively planned. Second, the perceptions among disaster management professionals will undoubtedly vary and, therefore, NDM leadership must devise suitable digital transformation strategies to navigate through this variation. A possible strategy is to start with continuous expert conversations and conferences regarding the future of NDM in the new digital era. Third, digital transformation is a continuing journey with temporal (e.g. present vs. future) and spatial (e.g. national-local vs. national-global or operational vs. strategic) dimensions that must be understood and controlled to increase the agility of NDM in the midst of all the direct/indirect implications of technological advancements.

5.1.2. The paradox

The interviews revealed an interesting paradoxical perspective on the direction of the impact of digital transformation on NDM: positive or negative. For example, each new digital technology can be equally rewarding and challenging for NDM at the same time, and each technology can equally bring opportunities and threats. Also, it was conceded by experts that ironically perhaps, only technology could remedy the negative effects of technology. The following shows an example.

“The digital era will increase risks of disasters ... but they will also or should support the management of disasters [...] So it works both ways, for example, social technologies in particular can work in two ways: good and bad. It can act for good in terms of alerting people and telling them what to do and it can be harnessed by governments as a vehicle for informing the public about what they should be doing and so on. But it can work for the bad also. There can be people, or broadcasters, who put out information from social media [...] which actually does harm to people ... so it can work both ways” (p8)

In addition, the paradoxical effect also appears in the availability of data and information that digital technologies allow that is fundamentally beneficial but also detrimental at the same time. The amount of data and information that rapid technology advancements make available can either assist or impede judgment and decision making for the layperson as well as NDM organizations. While the speed and pace of technological developments should be a great advantage in our time, it also brings unprecedented pressures on organizations in the race to cope with rapid and ongoing change. Here are some examples.

“People never had more access to more knowledge [than they do today]. We have got unqualified access to facts and data, and yet at the same time, people’s decision making is becoming more and more driven by soft factors like beliefs and so on” (p1)

“One of the threats here is the pace of technology as it improves. Unless you are a small or agile operator, it is quite difficult for a national entity to say, ‘we will this year concentrate on Snapchat or another technology’ because technologies come up in favor and then they quickly get taken over by someone else or die. So, there is an issue that national disaster management needs to deal with” (p4)

Overall, this paradoxical impact carries benefits and challenges. On the beneficial side, it ensures that implementing the right digital transformation strategies may significantly improve NDM systems. On the challenging side, NDM needs to rapidly develop a proactive mechanism to understand the direct and indirect implications of new digital technology. However, this might require intensive and expensive resources.

5.1.3. The effects

The interviews revealed three-directional path through which digital transformation can impact NDM in its ‘disasters’ and ‘management’ core components (Fig. 4 below). Firstly, digital transformation changes the core nature and essence of existing and known disasters. Secondly, digital transformation creates new unprecedented types of disasters. Thirdly, digital transformation challenges the conventional disaster management methods and ways of operating.

In the first effect path, digital transformation can change existing and familiar disasters and yield reformed and often more complicated versions. This effect can take place by adding more variables (both positive
and negative) to the situation and thus widening the scope of existing disasters, amplifying their consequences, or changing the dynamics of dependencies in a disaster. The following passages demonstrate the respondents’ ideas in this regard.

“We now see disasters being mitigated or amplified by things like technological glitches and computer systems, whereas 10 years ago that was much less common. We saw that recently in a major airlines incident when one 100 flights got cancelled … that was luckily an isolated event … but that happening alongside another wider disaster could definitely make things a lot worse” (p6)

“Gen4 and associated technologies will change the nature of risk environment, in terms of the structure of the nation and risk dependences … and it may also change the nature of disasters […]. If you go back to the 1970s, if you lost electricity it would have been difficult but not a disaster. By 1990s lost electricity supply for a week would have been disastrous. Come forward 20 years to 2010 … losing IP services for a week would have been a disaster, but in 1990s nobody would have cared […]. The life and system drivers have changed” (p1)

In the second effect path, digital transformation can create new and unprecedented types of disasters, which might require new ways to respond than traditionally known to NDM. This effect includes novel disasters that the use of new technologies directly create, those that result from the increased digital interconnectedness, or those that result from possible failures of newly introduced technology.

“Where I would say we’ve got a way to go is realizing the extent of the vulnerabilities that exist in our communities with new technology … and I think not only are we not yet really making the most of the fact that we could use new technology better for local coordination and emergency response, but also that we need to have much more testing and exercising using technological failure examples” (p3)

In the third effect path, digital transformation can challenge the conventional methods of disaster management. One aspect of this is the unprecedented challenges that new technologies might impose on the command and control structures in conventional NDM. For example, digital transformation can challenge NDM by creating extra unconventional layers to be managed during disasters (e.g. social media platforms). Diverting the attention of people during disasters, influencing people’s perceptions, and facilitating uncontrollable or random participation by spontaneous volunteers are just a few examples of the complications that new technologies such as social media can bring to NDM. Increased number of stakeholders and more data may obfuscate rather than ameliorate NDM protocols and procedures.

“Technologies like social media helped people learn about what’s happening in disruptive situations, so our corporate communications team 10 years ago was seen making press releases, whereas now they put much greater focus on their social media space, so we have one person doing nothing but maintaining Twitter blogs and responding to things there. So yeah, that’s changed” (p5)

“In the past you had a very command-led structure, where the expectation is the command leader says something and it cascades to everybody, but in this age of social media and mobile phones it’s the democratization that technology allows people” (p4)

Overall, these three effect paths can offer a structured method for understanding the impact of digital transformation on NDM. Through this, these effects can be accounted for, mitigated, and capitalized on to develop relevant, comprehensive, and well-rounded digital transformation strategies for NDM. Understanding these effects paths will also allow NDM to reevaluate its current methods and decide what to keep and what must be tweaked even invalidated.

5.1.4. The Digitally Transformed Cycle

Taking into account the full disaster management cycle, the interviews revealed some areas where the most significant impact of digital transformation will take place. The existing literature mainly focused on technology-specific, phase-specific, or task-specific areas of improvements, as discussed previously in the literature review section. This research uncovers interesting cross-cutting areas where digital transformation can be most impactful regardless of the specific technology, phase, or task. The following discusses three examples of such cross-cutting areas. The benefit of highlighting these areas is that they apply to any disaster management phase, any task, and using any technology.

5.1.4.1. Modeling and visualization. The experts perceive that the ability to model and visualize data and information is one of the most important benefits that digital transformation can offer to NDM. For example, digitally-enabled modeling and visualization are critical to allow better early warning, improved training and scenario exercising, and enhanced shared situational awareness - especially for the multi-agency nature of NDM. Harnessing digital transformation to improve modeling and visualization capabilities will lead to better decision-making, policy specification, and strategy development throughout the disaster management life cycle.

“We can create much better shared situational awareness and we will start to be able to model hard consequences much better very soon, and over time we may be able to get into modeling soft consequences as well. So, the data revolution and modeling revolution may allow us to get a better grasp of the unforeseen consequences of decisions” (p1)

5.1.4.2. Risk control. Risk control includes the identification, assessment, and management of risks. Risk control is a core element of all the phases of disaster management. Digitally-enabled risk control can help in identifying potential risks in the prevention and mitigation phases and in dealing with evolving risks during the preparedness, response, and recovery phases. Besides, digital transformation may bring its own sets of risks and therefore require additional risk control mechanisms. The interviewees expressed that digitally-enabled risk control will enhance risk prioritization and strategy building, enrich awareness and knowledge of direct or indirect risks, improve the management of risk information by integrating various technologies, and advance the numeration and representation of risks and their consequences for better decision making.

“Horizon scanning for national disaster management is critical to strategically understand what new risks exist and then plan on how to mitigate them [using technology]” (p2)

“New technology allows us to know about more risks worldwide than we are used to. So that information sharing is there. Whether it’s
done by governments, or the insurance industry, or just interested people online. So, we have a lot more information that involves risk identification than we used to, which is good. In slow times, we can do a lot more analysis on different types of risks, comparing, graphically representing them in a compelling ways’ (p6)

### 5.1.5.3. Feedback loops and lessons learned

As reflected by the experts, establishing effective feedback and lesson learning mechanisms in a multi-agency NDM environment is one of the most critical and challenging areas. The experts stressed that it is often more common for NDM stakeholders to focus on preparation, response, and recovery than post-disaster lessons learned and feedback loops. They also asserted that using digital transformation for feedback loops and lessons learned can be very useful for enhancing the assessment and evaluation of decisions and actions, automating the presentation and call-back of lessons learned in the preparation for the next disaster, and improving government-agency communication across different organizational layers.

“I could imagine that in the future if you had certain types of disasters, then the lessons from similar types of disaster could automatically be flagged for you” (p6)

Overall, this research suggests that focusing on such cross-cutting areas (Fig. 5 below) can help to capitalize on digital transformation to improve existing NDM systems. This research contrasts with existing literature’s tendency to focus on technology-specific, phase-specific, or task-specific areas because technologies are fast evolving and rapidly replaceable. To strategically benefit from digital transformation, NDM has to first focus on identifying such cross-cutting areas and then decide which technology, phase, or tasks should take priority. Technology is enacted differently in different contexts. Thus a more macro perspective will allow for a more comprehensive examination of how technology will impact at a system level.

### 5.1.5. The Driving Forces

Finally, to better understand the impact of digital transformation on NDM, it is important to uncover the potential forces that will drive this impact. The interviews revealed three-directional forces (Fig. 6): two internal forces including top-down (Strategic to Operational) and bottom-up (Operational to Strategic) and a third external outside-in force.

#### 5.1.5.1. Top-down

From this perspective, digital transformation in NDM will be mainly driven by top-bottom forces, from strategic levels towards operational levels. In this case, those sitting in top leadership seats will make the most important decisions to lead digital transformation by pushing down technological innovations to those in the operational levels. This direction can be useful for establishing or installing cross-agency or cross-government systems/technologies for enhanced multi-organizations dialogue and communication, or for using digital transformation to bridge the capability gaps among stakeholders in multi-agency disaster management work environment.

“Yeah … if a new technology is forwarded from the top, then yes we will embrace it. For example, over the past five years, we have a government resilience system that they [strategic level] provided to us, which we use, which is how we share information across our agencies. It’s got two sides to it, the day to day usage where we use it as the online reporting for everything, and you also got the response mode where we share common operating pictures, general information about what’s happened, but that’s only between the responding agencies and government, it’s not public facing” (p5)

#### 5.1.5.2. Bottom-up

From this perspective, operational levels are the main driving force for the digital transformation in NDM, where those who are in the operational levels push up technological advancements and innovations based on their specific needs to higher strategic levels. The logic behind this suggestion is that it is a more justifiable investment if the proposals for digital transformation stem from operational levels where the outcome of investment can be more tangible.

“As we engage with people in the operational levels […] if we see them using new ‘toys’, we will gradually want to integrate with what they are doing, equally in terms of communicating with systems they develop or use. They would pull us with them because we have to maintain communications with them and it’s more in the interest of the strategic level than the operational level to make sure they can communicate” (p6)

#### 5.1.5.3. Outside-in

In this view, external forces such as research and
science, communities, other industries, and the media digital are the main drivers for the digital transformation of NDM systems. More precisely, external factors will drive strategic decisions within NDM to cope with technological changes.

“Those people who are doing remote sensing within the scientific and engineering communities and so on have been looking for ways for doing that better. Also, media have been looking at how to use technology to improve what they do within their own organizations. So, it will be the [external] organizations themselves who will be coming up with the ideas of how to best use technology to improve emergency practices. So, there will be things that engineers will do because they make sense in engineering terms or scientists will do because they make sense in scientific terms” (p8)

Overall, the comprehension of such driving forces helps NDM to foster change and innovation to understand more about the dynamics behind digital transformation in the new digital era. This understanding will lead to better decision-making practices, strategy design, and effectively focusing digital transformation efforts within NDM. This understanding will also allow NDM to mitigate risks and negative impacts of digital transformation by devising counter-force actions or mechanisms.

5.2. The determinants

Moving to the second research question on the enabling and inhibiting determinants of the digital transformation of NDM, the interviews revealed an interesting set of determinants. Over and above the technology-organization-environment contexts of the TOE theory (see the Theory section), this research uncovered a new set of determinants that are specific to the disaster context. This newly added disaster context could explain a large part of the NDM willingness and decisions to innovate and transform in the digital age. The following sections highlight these determinants. Then the Discussion section will present a novel TOE-Disaster (TOE-D) model and extends the original TOE framework.

Before discussing the determinants, it is important to note that, first, the determinants reported here are based on the UK expert interviews and are not exhaustive of every possible factor. Second, the categorization of these determinants under the four contexts (technology, organization, environment, and disaster) is based on the conceptual proximity of each determinant to the domain of one of the contexts. Third, each determinant is presented as a critical factor but its actual impact can either be positive or negative depending on the specific context or situation.

5.2.1. Technology context determinants

According to the TOE theory, the technological context includes internal and external technologies (equipment and processes) that are relevant to the organization. The expert interviews revealed the following determinants (evidence from the interviews is presented in Appendix B):

- **Technology availability**: whether or not the technology is (or made) available for those who need it. In the context of this study, technology can be offered by upper strategic levels, requested by lower operational levels, and/or pushed-in by external forces (private sector, people, other governments, etc.).

- **Technology criticality**: whether or not the new technology is critical for the disaster managers measured by direct enhancements to operational tasks or avoidance of a clear threat.

- **Technology justifiability**: whether or not the new technology acquisition can be justified. Justifiability is measured by direct enhancements to operational tasks or avoidance of a clear threat, compared to its financial and cost implications.

- **Technology testability**: whether or not the new technology can be tested in disaster or disaster-like situations. Testability in such settings is critical for disaster management because the sensitivity and constraints in disaster situations do not allow experimentation of new technologies. Therefore, unless it is possible to test the proposed technology in a controllable environment, the technology will have very low acceptance, if any, by NDM.

- **Technology homogeneity/heterogeneity**: the degree to which the new technology is homogenous or heterogeneous with other (existing) critical systems or technologies in NDM. NDM deals with complex disaster situations, and any new technology or system that could potentially add to this complexity will not be easily accepted.

5.2.2. Organization context determinants

According to the TOE theory, the organizational context includes the characteristics and resources of the organization such as size, degree of centralization, degree of formalization, managerial structure, human resources, amount of slack resources, linkages among employees, and communication processes. The expert interviews revealed the following determinants (evidence from the interviews is presented in Appendix C):

- **Organizational structure**: the nature of structure and working relationships that link various ministries or agencies in the NDM to the top/central leading authority. Whether or not there is an integrating relationship among all components of the NDM structure in technological innovation and investment, will determine the extent to which digital transformation will/will not (successfully) take place.

- **Procurement System**: the speed at which NDM can determine, try, buy, install, and train people for a new technology will determine the degree to which it can utilize or cope with the rapidly evolving digital transformation. This is particularity important – and challenging - in multi-agency settings like NDM.

- **Financial Constraints**: the ability to capitalize on available financial resources for digital transformation given the multi-organizational nature of NDM.

- **Data and Information Eccentricity**: the degree to which there is an existing conformity in the data and information possessed by different organizations within NDM. The more the existing conformity in data and information, the smoother the digital transformation will be. This indicates that countries that have successfully built solid and integrated inter-organizational e-government systems might have better chances for success in the digital transformation of their NDM.

- **Technological inclination**: the degree to which technological innovation is a prioritized solution for problems facing NDM whether in or out of disaster situations. Such inclination toward technology represents the general mindset and culture in the agencies leading disaster management in NDM.

- **Organizational Adaptability**: the degree to which NDM is able to cope, learn and adapt to new changes and ideas in general and those brought by digital transformation in specific.

5.2.3. Environment context determinants

According to the TOE theory, the environmental context includes the characteristics of the settings in which an organization operates such as the size and structure of the industry, the competing forces, the macroeconomic context, and the regulatory environment. The expert interviews revealed the following determinants (evidence from the interviews is presented in Appendix D):

- **Governmental Collaborative Mindset**: the extent to which a collaborative mindset is instilled in the overall government system in the country and among various governmental authorities. The digital transformation of NDM requires a collaborative mindset across the whole government and among agencies that are directly or indirectly involved in managing national disasters.
- **Political Accountability**: the perceived political accountability by decision makers in NDM. This determinant is important because digital transformation will require quite fundamental changes and decisions to be made and if political accountability, for failure especially, is too strong, then this deters or discourages the adoption of new technological innovations and digital transformation in NDM.

- **Governmental Bureaucracy**: the extent to which bureaucratic culture is present in the government system will impact the ability of NDM to cope and utilize the fast-paced digital transformation.

5.2.4. **Disaster context determinants**

In addition to the above three contexts from the TOE theory, this research adds a new set of determinants specific to the disaster context. Similar to the above-discussed determinants, these disaster-specific factors can influence either positively by expediting or negatively by hindering the decisions for NDM to digitally innovate and transform. The expert interviews revealed the following determinants (evidence from the interviews is presented in Appendix E).

- **Situational Criticality**: the perceived extent to which the criticality of disaster or emergency situations encourages/hinders the willingness of decision makers to explore new digital innovations or technologies. This is based on the fact that disasters are often demanding, chaotic, and uncertain situations, and therefore, disaster managers’ priority is to use all they already know and to apply it to the situation to stabilize it in the shortest time possible. The interviews showed that it is perceived that adding technology to a ‘working’ disaster management system could potentially add more variables, complications, and requirements to an already critical situation, therefore, reducing the willingness of NDM to innovate.

- **Temporality**: the perceived extent to which the temporality of disaster or emergency situations (age of the disaster situation) encourages/hinders the willingness of decision makers to explore and invest (time, effort, and money) in new digital innovation. The interviews showed that it is perceived that because of the temporality of national disasters and also the fact that it is a multi-agency structure rather than a single unitary organization, investing time, effort, and money in new digital innovations or technologies might not be justifiable.

- **Human Factor**: the perception or belief that humans only can manage disasters and that technology will only add another layer of responsibility on humans. This perception or mindset might discourage the willingness of decision makers to explore using new digital innovations or technologies. Also, there is a fear that humans may willfully use technology as a way to exacerbate security protocols, and that technology in the wrong hands creates new forms of unprecedented emergency scenarios.

- **Resilience Mindset**: the belief that resilient state (e.g., working with pen and paper) is the principle and target of disaster management and that adding technology might only drive them away from that state. The interviews showed that this is seen in two ways. First, new technologies will add more layers of responsibilities to deal with and therefore expand the gap between disaster management and resilience state. Second, new technologies will add another layer of threats or vulnerabilities (e.g. cyber-attacks) and therefore add to the complexity of reaching the resilience state.

6. Discussion

The present research has identified that the existing literature primarily focused on the digitization of technology-specific, phase-specific, or task-specific disaster management domains. It also revealed that there is an urgent need for studies to investigate the impact and determinants of digital transformation on national disaster management (NDM) as a strategic endeavor beyond the technology itself. Therefore, this research addressed this critical gap by integrating multidisciplinary concepts and understandings from Disaster Management, Information Systems, and Business and Management. It posited two overarching research questions: 1) what is the impact of digital transformation on NDM? And 2) what are the determinants for the digital transformation of NDM? Building on the theoretical foundations of the Technology-Organizational-Environment (TOE) framework, this study used the UK experience as an example and conducted semi-structured interviews with experts in UK NDM.

The findings of this study established the profound impact of digital transformation on NDM in several ways. First, it showed that since many of the advanced digital innovations have not yet reached common use, the impact is perceived differently by different specialists in NDM (enthusiast, moderate, or skeptical). However, the findings revealed an agreement among all experts on the relevance and importance of digital transformation to NDM systems. Second, this study showed that the impact of digital transformation on NDM is paradoxical in nature and will affect NDM depending on how it will be planned for, adopted, and strategized. Third, it revealed three-directional paths for this impact that NDM needs to understand and adapt to: it changes existing and familiar disasters, it creates new unprecedented disasters, and it challenges the current NDM ways of thinking, planning, and working. Fourth, the findings also demonstrated that the best strategy to effectively deal with the impact of digital transformation in NDM is to focus on cross-cutting areas (e.g. modeling and visualization, risk control, and feedback loops and lessons learned) that span across all phases of the disaster management cycle than focusing on technology-specific, phase-specific, or task-specific areas. Finally, it demonstrated that the impact is driven by three-directional forces including top-down (strategic to operation), bottom-up (operation to strategic), and outside-in (outside NDM to inside). Such understanding provides NDM with ways for channeling the impact of digital transformation for their short- and long-term advantage. All of these points answered the first research question stated above.

To answer the second research question, a unique TOE-Disaster (TOE-D) model (Fig. 7) for the enabling and inhibiting determinants for digital transformation in NDM is proposed based on expert interviews and the theoretical foundations of the TOE framework. As discussed in the results section, the proposed model expands the conventional technology, organization, and environment contexts of the TOE by adding a fourth ‘disaster’ context with a unique set of determinants specific to national disaster management. This model helps tailor our previous understanding of innovation adoption contexts to the disaster management filed, which is a unique contribution to the

![Fig. 7. TOE-disaster (TOE-D) model for digital transformation in NDM (source: Author).](image-url)
existing literature.

In addition, based on the findings from the empirical study, this research presents an innovative Layered Cake FAST (Foundations → Approach → Strategy → Technology) Model - Fig. 8 below - which offers a unique perspective to help NDM lead its digital transformation journey.

The basic principle of the Layered Cake FAST Model is that effective and successful digital transformation of NDM must start with establishing the foundations, the approach, the strategy and, then only, technology can sit in and equipped and ready environment. The practices and actions in each of these layers can vary from one NDM to another depending on the country’s system, structure, culture, the hierarchy of authority, and other critical factors. However, to give examples, the foundations can include the existence of a national will, top management support, an appropriate organizational structure with dedicated units, and cross-ministerial communication and collaborative culture.

Once NDM establishes the foundations, it then needs to decide on its approach on how to tackle digital transformation by setting a suitable purpose, scope, focus, and pace and also deciding on how the digital transformation journey will unfold. After that, NDM needs to decide on its strategy involving its digital transformation strategy, learning and awareness strategy, stakeholder engagement strategy, and other supporting strategies that can help ensure successful and smooth digital transformation for NDM and its partners. Lastly, once the NDM establishes the foundations, the approach, and the strategy, then only technology can be implemented to give the most effective outcomes for NDM. To put this model in practical terms, Table 2 below offers a set of suggested recommendations and actions for each section of the Layered Cake FAST Model. While these recommendations are not exhaustive, they provide useful ideas and guidance for practitioners in particular.

7. Conclusions

The purpose of national disaster management (NDM) systems is to protect people, properties, and places within the country. The 4th Industrial Revolution and new technological innovations promise profound and unprecedented transformation to the ways humans live, work, interact, do business, and manage their lives. Therefore, it is inevitable for NDM organizations to consider how digital transformation is going to affect their existing work mechanisms and relationships and, therefore, devise ways to ensure that the new digital era is going to work for their advantage. A literature review of existing studies in the technology and disaster management field revealed the need to conduct studies that go beyond the current focus on technology-specific, phase-specific, and what technologies they have in place to deal with these disasters.

Table 2 Examples of Recommended Actions based on the Layered Cake FAST Model.

| Cake Layer | Recommended Actions for Digital Transformation of NDM |
|------------|------------------------------------------------------|
| Foundations | • Establish and ensure clear national will. |
|            | • Ensure NDM top management support including the right awareness & mindset. |
|            | • Review government architecture and ensure NDM plugs in to the right place in government. |
|            | • Create a strategic national secretariat (single focal point - not one of the ministries). |
|            | • Get NDM doctrine sorted - establish a clear business and operating model for NDM and communicate it to all involved. |
|            | • Established a clear system of authority, roles and responsibilities within and around NDM. |
|            | • Establish a system of standards, rule, regulations, and governance for technology use in NDM. |
|            | • Unify cross-government technology-related efforts and investments, and avoid duplication of efforts (e.g. create focal dedicated technology units to serve all NDM). |
|            | • Establish strategies for joint cross-government communication systems and unified disaster information broadcasting (e.g. central social media teams to push out joint messages). |
|            | • Break down departmental/ministerial barriers and develop cross-government culture of information sharing, discussion, coordination, and consultation. |
|            | • Get the intellectual and practical (physical and financial) foundations lined up to support NDM digital transformation. |
|            | • Identify your general focus, scope and pace. |
|            | • Follow a gradual approach: start with operational levels then move up to strategic. |
|            | • Start with the ‘bad’ side. Focus on minimizing harm using technology and minimizing harm from technology itself. |
|            | • Apply a ‘generational approach’ to NDM digital strategy - harness the passion and intellect of the youth base and the digital generation to understand and utilize the new digital era to manage disasters now and in the future. |
|            | • Establish a specialized unit for technological horizon scanning for NDM to help identify your digital transformation scope and priorities. |
|            | • Identify your focus areas within NDM and look for cross-cutting areas to capitalize on technological capabilities. |
|            | • Cross-check your digital transformation approach, scope and focus with the national risk register of likely scenarios. |
|            | • Get an independent scientific technological review to decide what to do with technology today, what is missing, and what is coming which you might use or consider. |
|            | • Define your NDM digital transformation strategy. |
|            | • Establish ‘think tank’ teams of Subject Matter Experts within NDM and other scientists to help define your strategy. |
|            | • Ensure the existence of needed policies, resources, mechanisms, evaluation methods to support your strategy. |
|            | • Build NDM strategy to develop necessary culture of cooperation, coordination, and information and data sharing across NDM and overall government. |
|            | • Develop your cross-departmental data management strategy - set teams to define what information is needed where, define needed systems, and decide how to best utilize new technologies. |
|            | • Utilize international expertise, knowledge and experiences in the field. |
|            | • Develop your learning and awareness strategy to support NDM digital transformation. |
|            | • Work with local authorities to establish programs on technology advancement, risks and crises for the society and other stakeholders. |
|            | • Hold major conferences with leaders in the field to better understand digital transformation. |
|            | • Gather scientists and scientific research to understand both good and bad aspects of new technologies. |
|            | • Build your stakeholder integration strategy. |
|            | • Identify stakeholders for priority disasters. |
|            | • Decide how to bring each stakeholder in different layers of responsibility and develop a structure of where stakeholders sit-in with NDM and decide how to share information. |
|            | • Engage with stakeholders to see how they deal with technology and what technologies they have in place to deal with these disasters. |

(continued on next page)
specific, or task-specific issues. Therefore, this research particularly investigated the overall impact that digital transformation has on NDM and the specific determinants that can help or hinder the successful digital transformation of NDM.

Using the TOE (Technology-Organization-Environment) theory, the study found that the impact of digital transformation on NDM is profound, paradoxical, multi-directional, and involves a multitude of driving forces. This research offered disaster management a new perspective by uncovering a new set of determinants unique to the disaster management context and thus expanded the traditional TOE framework beyond its original underpinnings. The research also presented an innovative Layered Cake FAST (Foundations-Approach-Strategy-Technology) Model that provided a unique and practical roadmap for NDM on how to handle its digital transformation journey. This model also presented a set of expert-recommended actions to guide NDM leaders and professionals.

This research made significant contributions to both theory and practice. To theory, it has expanded the existing literature on disaster management beyond its current status quo by integrating new concepts and theories from other research fields. Additionally, it presented a unique model of the determinants of digital transformation in NDM based on primary first-hand insights from experts in the field and therefore opened avenues for further investigation and research into this area. To practice, this research unlocked the doors for an important strategic dialogue for the future of NDM in the new digital era, offered unique perspectives to help enrich this dialogue, and provided good foundations and paths for establishing relevant strategies, policies, and plans.

This research fulfilled the aims it was set to achieve. However, it could have benefited more from interviewing a larger number of experts. Also, it would have been ideal to interview practitioners specialized in digital transformation to reflect on and complement the ideas presented by NDM experts. For future research, it will be a useful idea to further test and validate the TOE-D model, preferably in a different country than the UK or a different setting. Such cross-country or cross-setting comparative studies will further enrich our understandings of this area.
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Appendix A. Interview Questions

1. To what extent has digital innovation been considered in NDM?
2. What implications (opportunities and threats) does the new digital era pose on NDM?
3. Apart from simple digitization (using technologies to automate tasks), what can NDM as an organizational system do differently/better to seize the opportunities of the new digital age?
4. What technological, organizational, and environmental factors (enablers/inhibitors) will determine the NDM ability to digitally transform?
5. Practically, what recommended actions/strategies can NDM use today to maximize its chances to cope with the new digital era and benefit from the opportunities it brings?

Appendix B. Research Evidence from Expert Interviews – Technology Context Determinants

| Category       | Determinant                  | Sample Interview Excerpt                                                                 |
|----------------|------------------------------|-----------------------------------------------------------------------------------------|
| Technological  | Availability                 | “If we can use a technology ... if that’s available to us ... then we will obviously use it where it enhances our ability to respond and communicate” (P5) |
| Technological  | Criticality                  | “The key phrase that decision makers will be looking for is business criticality, how critical is this system to the successful operation of the business? If it’s a nice to have then we haven’t got a chance. If it’s a system that’s absolutely essential to enable better response to emergency or better decision making by commanders then you’ve got a chance of gain” (P5) |
| Technological  | Justifiability               | “The national disaster management in the UK follows the lead-agency concept ... so it is quite difficult proving your [digital] benefit under disaster management. Any wider government response comes with it the challenge of actually if you don’t see the immediate output, if doesn’t benefit your own department, you have a bigger challenge in asking the government telling them you need to spend money on [the technology]” (P7) |
| Technological  | Testability                  | “We need to do more testing of technological failure examples, one of the things that I think personally is that for organizations it costs a lot of money to do technology disruption failure scenarios because you can imagine for example a 999 system, there is no way you can turn it off to see what you would do if it didn’t work. So, when you rely very heavily on something working, you can’t realistically test losing it for a long period of time” (P3) |
| Technological  | Heterogeneity/ Homogeneity   | “New technology is going to sit on top of an awful lot of heterogeneous networks, in other words, they are going to have stuff in the networks of different generations of technology, different connectivity and so on and so forth. And heterogeneity creates single points of failure” (continued on next page) |
Appendix C. Research Evidence from Expert Interviews – Organization Context Determinants

| Category                  | Determinant          | Sample Interview Extract                                                                                                                                                                                                                                                                                                                                                     |
|---------------------------|----------------------|-------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------|
| Organizational            | Structure            | “When you talk about national disaster management, you are talking about a massive body of a large number of boxes like ministries, authorities and so on, and each of these boxes has its own technologies they use based on their specialized needs and objectives, especially to support their own decision making. The role of national disaster management then comes to coordinate and align these efforts on government and social and commercial levels for the objective of managing emergency situations” (p2) |
| Organizational            | Procurement System   | “In the commercial sector […] for emergencies, they quite quickly have to deal with social perceptions, so people are either reading up or direct messaging or putting a post #rubbish service by this company and so on … and therefore customers demand that companies use technology. Whereas in government entities, the governments have lagged behind because of how poor generally computer projects are within the government sector” (p4) |
| Organizational            | Financial Constraints| “It’s difficult to break down huge financial barriers because budgets are allocated to ministries and disaster management is a theme that cross-cuts everybody from the ministry of the interior, foreign office, defense, security and intelligence agencies, etc. So how do you allocate a pot of gold to a crosscutting theme like disaster management? So, strategies are needed in terms of how to build in the new digital era and prove the benefits it will bring” (p7) |
| Organizational            | Data and Information | “The other problem with government is it already has a vast amount of data, and multitude of systems, and this is all incredibly dispersed data, incredibly mucky, and the systems are heterogeneous because of the way constitutions are set up … and most of this evolved over time. And the way in which data and information has evolved as a result of that can vary widely between government departments” (p1) |
| Organizational            | Eccentricity         | “There is a fundamental difference between those organizations who tend to quite often rely on technology first and humans second … they always seek for technical solutions. Whereas other tend to rely on human beings first with technology in support (p8) |
| Organizational            | Technological Inclination| “The ability of the organization to understand technology, the good and bad, and what they might do, and understanding quickly enough. In my experience, government organizations can be quite slow to move and the technology can move faster than organizations can manage it” (p8) |
| Organizational            | Adaptability         | “The other problem with government is it already has a vast amount of data, and multitude of systems, and this is all incredibly dispersed data, incredibly mucky, and the systems are heterogeneous because of the way constitutions are set up … and most of this evolved over time. And the way in which data and information has evolved as a result of that can vary widely between government departments” (p1) |

Appendix D. Research Evidence from Expert Interviews – Environment Context Determinants

| Category                  | Determinant          | Sample Interview Extract                                                                                                                                                                                                                                                                                                                                                     |
|---------------------------|----------------------|-------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------|
| Environmental            | Governmental Collaborative Mindset | “Now where you’ve got certain government systems, shall we call them autocracies, where the ruler can direct ‘we gonna do this’ … well that’s all fine, but the paradox there is that those are the countries whose ministries are generally the worst at sharing information. So, the ruler can say, ‘do it’, but actually the obstacles against doing it are much greater” (p1) |
| Environmental            | Political Accountability | “Government systems are built on political accountability and exercise of power, so in case of automated choice A proves wrong, who is to blame and take responsibility? The absence of democracy in the decision of top leaders to adopt a technological innovation does not imply the absence of politics” (p1) |
| Environmental            | Governmental Bureaucracy | “I worked in other countries where to get two civil servants from two government departments to talk to each other about a problem required briefing up to two ministers, exchange of letters between two ministers, written agreement to come up with meeting time with a fixed agenda where these two guys under supervision. Well in that sort of environment, digital transformation is never going to get off the ground” (p1) |

Appendix E. Research Evidence from Expert Interviews – Disaster Context Determinants

| Category                  | Determinant          | Sample Interview Extract                                                                                                                                                                                                                                                                                                                                                     |
|---------------------------|----------------------|-------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------|
| Disaster                  | Situational          | “The reason I’ve seen [that] technologies piloted or tried do not reach beta stage is because the last thing you want during a disaster is a new thing to come along that could break. That’s the overriding thinking in the back of our mind when we have technology discussions in the national disaster management context […] is the fact that we know the systems that we currently have are not perfect, but they work. So, to add an unknown which could fail and no one knows how to fix is a big no-no that strategic leadership and indeed practitioners completely against” (p6) |
| Disaster                  | Criticality          | “In essence, national disaster management is mainly a coordinating framework for other independent organizations each with their own policies and objectives. It is a tool to align available resources to deal with the effects of an exceptional emergency situation. So, in cases of national emergency, other organizations will temporarily hand over their resources to the national leading unit for the purpose of mobilizing these resources towards achieving specific objectives of saving lives and properties. Then, all organizations go back to their own routine work once the national emergency is over” (p2) |
| Disaster                  | Temporality          | “For example, the huge amount of information on social media, we use that only as a kind of signal or indicator. So, when something is happening somewhere, we pick up the phone and engage on a human level. So, using the data as a warning and informing or flagging and then carrying out a human check behind that. The data could be crap and the time it requires to shape and process big data is way too long to actually provide useful outputs to most responses” (p6) |
| Disaster                  | Human Factor         | “Because of the nature of our job, we need to be resilient for every eventuality and ensure that that eventuality will always include there being no power or having been the subject of cyber-attack, then our role is to have paper-based systems to fall back on” (p5) |

Appendix F. Supplementary data

Supplementary data to this article can be found online at https://doi.org/10.1016/j.ijdrr.2020.101851.
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