Information protection when working with log files of the operating system
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Abstract. There are many definitions of the concept of event log files (log-file). In general, a log file means a file containing system information about the functioning of a particular site, server, and operating system. It is a computerized log file of records of events that have occurred over a period of time. Display of all actions initiated by the user in the operating system on the server or site is carried out in the logs. Generally, one record in the log file corresponds to one event. The record is made immediately after the start of the action and is supplemented after its completion. The given records are registered in the log either by the program, in which the user works, or they are sent by another special program, which main purpose is to compile information about the events that have occurred.

1. Introduction

There are many definitions of the concept of event log files (log-file). In general, a log file means a file containing system information about the functioning of a particular site, server, and operating system. It is a computerized log file of records of events that have occurred over a period of time. Display of all actions initiated by the user in the operating system on the server or site is carried out in the logs [1, 2].

Generally, one record in the log file corresponds to one event. The record is made immediately after the start of the action and is supplemented after its completion. The given records are registered in the log either by the program, in which the user works, or they are sent by another special program, which main purpose is to compile information about the events that have occurred [3-5].

The content of the records added to the log can be various. The format of the event record is determined either by the program or by the author working in it. The log file format is established by two types:

• machine-oriented;
• adapted for human reading.

The primary advantage of logs is their focus on security and incident investigation. In such cases, it is required to separate the logs from the very system in which they have functioned. The bottom line is that the criminal is able to destroy the traces of the interaction with the system when penetrating it. In other words, the criminal’s task will be to change the records in logs. “External” logging will not provide an opportunity to do this [6, 7].
2. Results and Discussion

Every action in the information system does not remain unnoticed. On the contrary, each action is recorded in the log directly or indirectly, and sometimes the record is made simultaneously in several logs. The logs can be located anywhere in the computer system, and only a specialist is well positioned to know it.

In order to obtain any information by examining the logs, one should:

- determine how computers and their programs interact;
- define a mechanism for logging events;
- get log files for the specified period of time;
- examine the content of logs in various ways.

Therefore, the study of log file records can play a vital role in the investigation of computer incidents. For instance, web browsing involves the following systems, which may contain information about a given event:

- internet browser;
- user firewall;
- antivirus software;
- operating system;
- DNS server before requesting the user’s browser webpage;
- all routers applied by the computer’s user to access the web page or DNS server;
- billing systems, where routers send their statistics;
- means of protection located in front of the DNS server or web server (antivirus, firewall, intrusion detection system);
- web server;
- CGI scripts run by the web server;
- web servers of third-party applications that the user views on the web page (advertising banners and counters, the operation of which is ensured by third-party providers);
- proxy server;
- equipment taken by the user to access the Internet (ATS, Wi-Fi, GPRS);
- equipment of the System for operative investigative activities both from the user and from the web server side.

Thus, a reasonably simple and particular action creates interrelated records in two to three dozen systems.

3. Log file classification

There is no classification of log files in the scientific literature. The reason is the fact that the logs, regardless the information they contain, do not differ from each other. Work with system logs is carried out in the same way as with mail server logs. It is required to distinguish log files by the external source of information, and not by their internal structure and characteristics. The following logs are highlighted:

- web servers;
- mail servers;
- operating systems (Windows, UNIX, Linux, IOS).

4. Web server logs

The indicated type of logs is one of the basic sources of information about user operations on the site. What information do these logs contain? The dataset is designated by the web server type and the set parameters. They often include information about:

- visitor’s IP address;
- request time, including the time zone;
- customer HTTP request field;
web server response code (status code);
web server response size (excluding HTTP header);
errors when accessing web pages;
errors when starting CGI programs.

The issue of falsifying logs without having access to the web server is relevant when examining web server logs. In other words, can the log files be trusted?

If a criminal does not have access to the web server, then he can only change the HTTP request field, which is entirely formed on the side of the visitor.

Besides, it is permissible to trust the IP address information. It should be borne in mind that the fixed IP may belong to a sox server or proxy server, or another intermediary.

Other fields belong to the web server and cannot be changed by a criminal.

5. Examining mail server logs and email headers

The user, creating messages, applies a special program called an email client. Then it is addressed to the sender to the mail server, and further to the recipient’s email server. Once received, the message is placed in the customer’s mailbox. In order to pick up a message, the user should take advantage of an email client program.

The message is generally stored in both the sender’s client and the recipient’s client. A copy of the message is not saved on the server, but a record in the log file is registered (about receiving and sending). Moreover, the message has a special “Received” routing header.

The sender and the recipient can use the web interface of the mail server instead of email customer programs, their functions will be the same. The sender and the recipient will communicate with web interface through a browser.

We identify the following traces in the process of transferring messages from the sender to the recipient:

- copy of the message in the sender’s computer;
- record in the logs belonging to the email server;
- copy of the message with added headers in the recipient’s computer.

The main tracks have been listed above. Besides, other traces confirming the fact of transmission and reception of a message are singled out:

- additional traces in the sender’s computer (in antivirus, browser, etc.);
- traces in the provider logs, through which the connection is made between the customer and the sender’s email server;
- traces in the logs of e-mail server programs (antivirus, anti-spam) in order to transfer the message;
- supplementary traces in a computer owned by the recipient.

If the web interface of the mail server is used instead of the email customer programs, then other traces appearing through web browsing will be added to the above mentioned.

Recently, most mail servers have been using the technology of automatic sign of messages sent by means of a DKIM digital signature. The signature is intended to protect information about the sender from the spammer falsification. In this case, not only the “From” field is signed, but also other fields, and frequently the text of the message. It is significant that the given digital signature can be brought into practice as evidence in the case. It confirms the letter is from the server that has signed it at the appropriate time. If one carry out the identification of users on the server, then it is possible to find out the sender identity. Moreover, the point of the letter’s detection and its extraction way do not matter for establishing the above information. Compliance with the law is a priority.
6. System logs
The security model of the information system includes three constituents:

• 1. authentication;
• 2. authorization;
• 3. audit.

7. Conclusion
Log files are the content of the audit constituent. The registration of all events related to the system security is the audit essence. It is worth noting that logging will not prevent a criminal from gaining access to the system, however, it will allow him to be identified, exposed and found more likely. Moreover, logging helps to reveal system vulnerabilities. The amount of information, when investigating a computer crime, depends on the degree of the audit completeness. An expert is capable of finding out a lot of required information using the recorded data.
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