An Overview of Blockchain and 5G Networks
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Abstract. The 5G wireless networks are potentially revolutionizing future technologies. The 5G technologies are expected to foresee demands of diverse vertical applications with diverse requirements including high traffic volume, massive connectivity, high quality of service, and low latency. To fulfill such requirements in 5G and beyond, new emerging technologies such as SDN, NFV, MEC, and CC are being deployed. However, these technologies raise several issues regarding transparency, decentralization, and reliability. Furthermore, 5G networks are expected to connect many heterogeneous devices and machines which will raise several security concerns regarding users’ confidentiality, data privacy, and trustworthiness. To work seamlessly and securely in such scenarios, future 5G networks need to deploy smarter and more efficient security functions. Motivated by the aforementioned issues, blockchain was proposed by researchers to overcome 5G issues because of its capacities to ensure transparency, data reliability, trustworthiness, immutability in a distributed environment. Indeed, blockchain has gained momentum as a novel technology that gives rise to a plethora of new decentralized technologies. In this chapter, we discuss the integration of the blockchain with 5G networks and beyond. We then present how blockchain applications in 5G networks and beyond could facilitate enabling various services at the edge and the core.
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1 Introduction

Fifth-generation (5G) networks and beyond are expected to enable a wide range of applications from the industrial internet of things, virtual reality, autonomous driving to real-time gaming [1]. will enable them to benefit from massive machine-like communications, improve mobile broadband, and provide ultra-reliable, low-latency communications. The 5G roadmap aims to provide users with up to 10 Gbps of data throughput, 1000x network capacity, 10 Tbps per square kilometer, and 1 millisecond latency [2]. To meet these requirements, several underlying wireless technologies have been proposed, such as cloud computing (CC), multi-access

edge computing (MEC), software-defined network (SDN), and network function virtualization (NFV). In addition to these new technologies, 5G will incorporate new radio access techniques, including massive MIMO, millimeter wave and D2D connectivity, which will also enable 5G cellular networks.

The 5G networks will support new technologies to deliver new service delivery models. These technologies, however, will cause several challenges regarding users’ security, data privacy, and integrity. Unlike centralized cellular networks (i.e., 3G, 4G, etc.), 5G networks are expected to distribute and decentralize services that emphasize security challenges [3]. Specifically, the security management in 5G networks is complex because it operates in a flexible and dynamic environment where a massive number of devices are connected.

For secure, transparent, and immutable 5G networks, there is a need to ensure security while exploiting new technologies such as Distributed Ledger Technologies (DLT), Artificial Intelligence (AI), and Machine Learning (ML). Among the existing technologies, blockchain is the most promising one that has the potential to revolutionize the way services are offered 5G networks [4] [5]. Blockchain technology is a distributed, immutable, and secure ledger that ensures trust among unreliable entities without relying on a centralized third party. Blockchain has the capacity to be merged with the 5G to provide reliable resource sharing, secure storage, smart authentication, and security management [6]. Consequently, blockchain with its inherent features will provide massive communication in a distributed environment while ensuring high security, data privacy, and reliability.

Currently, one of the challenging aspects of 5G networks is the need to assure transparency, immutability, and decentralization for its large number of users and services. Blockchain technology with its inherent properties will enable secure and trustworthy data transactions in a P2P manner for various services/users in the 5G network [7] [8]. Therefore, blockchain integration with 5G networks will result in self-managing, self-securing, and self-maintaining networks without the need for a central authority. In fact, 5G is expected to provide a connection for a large number of devices with resources and services (network slicing). In this regard, distributed blockchain with its security features will enable a new generation of massive communication by providing transparent provisioning between devices.

Besides the benefits of blockchain integration with 5G networks, 5G will enable a wide range of blockchain-based applications such as autonomy’s resource, automated management, and reliable content base storage [9] [10]. For instance, blockchain can be leveraged by cellular service providers (CSPs) to enable future services for mobile industries. In order to automatically handle transactions in CSPs, blockchain features such as smart contracts which are self-executing code will enable a secure and automated sharing of infrastructures. Furthermore, the blockchain and ML empowered intelligent 5G beyond network will enable a new stack of technologies that will empower self-aggregating communication and intelligent resource management beneficial for 5G networks.
2 Background

In this section, firstly we give a brief background on the blockchain and its features. Secondly, we give a brief description of blockchain features.

2.1 Blockchain

Blockchain is a transparent technology, that establishes trust among unreliable entities [11] [10]. This decentralized technology ensures secure information transmission without the interference of a third authority. Blockchain is a distributed ledger that keeps a continuously growing set of data records called blocks. Each block contains a collection of transactions committed by members of the blockchain. A blockchain transaction is a piece of information meant to be stored in a safe database [12] [13]. For instance, a transaction could contain technical metadata of a mobile (i.e., size, type, or timestamp). The blockchain is an immutable ledger that permits transaction verification by members who could be dishonest. To add a new block to the blockchain, all members of the chain should reach an agreement; this is referred to as a consensus. Once a consensus is established among all members, the new block is validated then added to the chain.

Blockchain technology has many characteristics, such as being decentralized, immutable, and having no single point of failure (SPOF). Blockchain can operate in a decentralized environment, each member of the chain has an integral copy of the ledger, meaning, data is stored in a peer-to-peer environment [14]. This redundancy of information guarantees data non-repudiation, making it difficult to cause major disruption. Blockchain is designed to be immutable; once a block is added to the chain, any changes inside the block will be extremely difficult. The blockchain enables several technologies like the hash function, the digital signature, and the timestamp. If a malicious user wants to change a block, this will cause the hash to change also, meaning he needs to reach a new agreement for this block and other blocks following it. Due to the distributed and shared nature of the blockchain, the ledger cannot be controlled by a centralized entity, meaning, it has no SPOF.

Blockchain Taxonomy A blockchain is composed of a family of blocks linked together by a hash. The hash function is used to map data stored in a transaction and generates a unique fingerprint [15]. The hash does not only depend on the new transaction but on the previous transactions also. A new transaction is broadcast to miners of the chain and waits to be confirmed. To verify a transaction, miners need a digital signature to certify the authenticity and integrity of the transaction. The blockchain uses the Elliptic Curve Digital Signature Algorithm to sign a transaction. Once the blockchain miners approve a transaction, it is written into a block. A block is added to the chain when the consensus is established, and the block has reached a certain number of verified transactions. Each block refers to the previous block and together form the blockchain. Figure 1 presents how blocks are linked together.
Blockchain Platform Types Current blockchain networks can be classified into three types: public, private, and consortium Blockchain [16]. A public blockchain is permissionless where all members can join the network. It is publicly open for members to read, write, or validate a transaction without the approval of third parties. In a private blockchain, only members can participate in the network, meaning, it is centralized. The owner of the consortium blockchain, only a group of authorization members can validate transactions [17]. These members can be chosen in advance.

Blockchain Consensus The consensus is a protocol that establishes the core of the blockchain and decides how the agreement should be reached among miners to append a new block to the chain [18]. Blockchain consensus can be defined as an algorithm that helps the distributed network to make decisions, while others describe the consensus algorithm as the mechanism that brings about all nodes to take a decision about the same transaction either to add it to the chain or reject it. According to others making a consensus among unreliable miners is a transformation of the Byzantine generals. There are several types of blockchain consensus. The most common consensus algorithms are Proof of Work (PoW), Proof of Stake (PoS), Proof of Activity (PoA), and Practical Byzantine Fault Tolerance (PBFT).

Blockchain Smart contract Blockchain smart contracts are self-executing programs non-modifiable implemented inside the chain which is intended to automatically execute actions to the terms of a contract [19]. Smart contracts are implemented permanently inside the blockchain.
to execute a code once some conditions are verified. The most used platform to run smart contracts is the Ethereum blockchain. These smart contracts are coded using a coding language called Solidity. For example, blockchain smart contracts can be implemented to help to manage a system or to establish access control inside a network [20]. The smart contracts can run dynamically in the network.

**Blockchain Sharding** The sharding consists of splitting a large collection across several servers, enabling the distributed management for the collection, thereby improving the scalability [21]. Blockchain sharding refers to the artificial division of the workload of the transaction processing into a single shard, this way one single transaction can be validated and stored by many members working in parallel. Yet, applying sharding to the blockchain has several challenges, such as weak security, add throughput, and increased risk for data loss.

**Blockchain Oracle** Blockchain cannot access external data of the network. This is where the blockchain oracle intervenes. It is a service provider (trusted third party) that verifies the data authenticity and attests to facts in an effort to bring outside world data into the chain.

### 3 5G Networks and Beyond: An Overview

In this section, we present an overview of the 5G networks.

#### 3.1 Software-Defined Networking (SDN)

SDN enables external control of data away from network hardware to software referred to as the controller. The controller manages packet flow to provide intelligent networks. With the controller, users will be able to manage network equipment using software, and thus introducing new services. An intelligent 5G network will enable new operations and offer new services on demand while ensuring efficiency. 5G SDN will be able to control and orchestrate services in a seamless and efficient manner. SDN architecture will provide high flexibility to 5G networks permitting it to be perfect for the dynamic bandwidth nature of 5G.

#### 3.2 Network Function Virtualization (NFV)

NFV refers to the replacement of hardware infrastructure by virtualization software and for different network functions (e.g., VPN, load balancers, firewall, routers, switches). NFV decouples the network functions from physical infrastructure and permits it to run virtually on a cloud infrastructure. The key objective of NFV is to transform the way networks are built and services are delivered. In 5G, NFV will enable the distributed cloud, helping leverage scalability, dynamicity, and flexibility. The SDN and NFV are complementary to each other and both
helping network abstraction and virtualization. The difference between NFV and SDN is that NFV isolates network control functions from network forwarding functions, whereas NFV isolates the network functions from physical infrastructure to the cloud.

3.3 Network Slicing

Network slicing enables multiple networks to work virtually over one physical network infrastructure. Each network slice is isolated from the physical network to meet the requirements requested of an application. Integrating NFV with network slicing will allow multiple applications/services to be deployed for users. Consequently, applications or services running over a network slice can display a high quality of experience (QoE) and high-quality services (QoS) beneficial for users.

3.4 Multi-Access Edge Computing (MEC)

MEC reduces network congestion and thus achieves a faster response. It enables computing capabilities of the cloud to the network edge which allows data to be processed near to the devices and thus users. Furthermore, by enabling the computing locally, MEC reduces significantly the energy need to process data and storage space. MEC enabled services, applications, and operations to be closer to the users which enhances the QoS for users; it enables network collaboration which improves the quality of experience.

3.5 Device to Device (D2D)

In current cellular networks, base stations are responsible for establishing communications between two devices. These communications are going through base stations even if the two devices are in the same ranges. Consequently, the spectral efficiency is low because of the delay added, which is unsuitable for real-time applications. To solve this issue, the 5G networks proposed using D2D communications to allow two devices close to each other to communicate using a direct link. This concept creates multi-hop relays among several devices which increase the data rate and improve QoS. Furthermore, D2D connectivity will assist 5G networks to be more malleable in terms of offloading and energy-efficient because it eliminates unwanted traffic from the core network.

3.6 Cloud Computing (CC)

CC was proposed to achieve the ever-growing requirements of 5G networks, such as resource orchestrations, data storage, and mobile sensing. CC enables resource offloading by virtualizing physical infrastructure to dynamically provide 5G services with their requests. Cloud computing includes two tiers: 1) Infrastructure Providers which manages the physical infrastructures (InPs), and 2) Service Providers (SPs) which provides services to network users.
In this section, we discuss the benefits at various levels of blockchain integration with 5G networks. Then, we present a taxonomy of the opportunities brought by blockchain applications on 5G.

4.1 Blockchain Integration with 5G Networks

5G and blockchain are two prominent technologies that could reshape the future of technologies and the telecommunication sector. On one hand, blockchain can provide a distributed environment to secure 5G services, operations, and data. Blockchain techniques can assist 5G to enable features such as decentralization, immutability, and transparency. On the other hand, 5G networks are highly distributed and require enabling new technologies such as NFV, SDN, D2D, MEC, and CC. These technologies are complex to orchestrate and manage. Furthermore, 5G networks share resources, services, and operations among several stakeholders that could be dishonest. Consequently, blockchain will enable future 5G networks with a high level of security, coordination, and manageability required among 5G users. All these new features will present challenges that need to be solved for the safe deployment of 5G networks.

The reason behind the integration of blockchain with 5G networks comes for the most part from the prominent features of blockchain that could solve the challenges in 5G networks in terms of security, privacy, management, and transparency. Because 5G involves several stakeholders, it is difficult to leverage trust while preserving their security. With the use of blockchain technology, 5G stakeholders are secured without the need of
Fig. 3 presents a conceptual diagram for the integration of blockchain with 5G networks. Next, we present the opportunities brought by the integration of blockchain with 5G.

4.2 Opportunities brought by blockchain integration with 5G networks

Blockchain interesting features will provide a new set of solutions to improve 5G networks in terms of security, transparency, immutability, privacy, and interoperability. Consequently, 5G networks should take advantage of blockchain to improve their flexibility, manageability, and security of network services and operations. Next, we present the opportunities that blockchain technology can conduct to 5G networks with regard to security improvements and performance enhancements.

security improvements 5G networks face several security challenges, from data privacy to authentication vulnerability such as frequent authentication applied to ultra-dense networks \[22\]. These challenges expose 5G networks to attacks and increase their impact. Especially, when
services and operations are shared among several stakeholders when one service is under attack, all the stakeholders taking part are exposed to attacks. Fortunately, blockchain features will improve 5G networks in terms of security, data privacy, and access control [23]. For example, blockchain Byzantine Fault Tolerance (BFT) consensus can help 5G networks to achieve trust in a distributed network even when some of the stakeholders in the network respond with incorrect information. Furthermore, blockchain can decentralize network management without the need for a third-party authority. For instance, the use of blockchain-based cloud computing can enable the decentralization of MEC 5G networks which take out the control from the core network, provide decentralize management, eliminates SPF issues, and improves trust in the network. In addition, blockchain can help to secure D2D communication by building a centralized peer-to-peer blockchain network, which considers each device as a blockchain miner that holds a copy of the ledger, verifies the authenticity of a transaction, and monitor transactions for better system reliability.

5G networks, with high connectivity and low latency, comes to support distributed new services and operations, which need decentralized management, limited access control, secure data sharing, and authentication services. Blockchain with smart contracts can establish a decentralized access control both for stakeholders and services. Because blockchain uses computing power to establish trust, data sharing, resource allocation, and spectrum sharing can be strongly secured against attacks such as False Data Injection or Modification Data Attacks. Indeed, several researchers have proven the efficiency of blockchain technology to secure 5G networks in terms of better access control using blockchain contracts, secure data sharing using hash functions, and cryptographic signatures. Furthermore, blockchain can host several technologies like Artificial Intelligence (AI) that could work on their own. Applied on 5G networks, blockchain, and AI can be able to operate in an independent manner to ensure better network orchestration and service management. All without the need of a trusted third authority.

With the support of blockchain features, 5G networks can fully benefit from better access control to services, secure data storage, and improved network management using blockchain smart while ensuring transparency and privacy. Furthermore, the strong immutability of blockchain ledger can provide a high degree of security for 5G users especially when sensitive data are being shared at a high speed among several 5G stakeholders. Furthermore, blockchain smart contracts can provide efficient access control mechanisms and authentication solutions that could help improving authentication issues in 5G networks. Blockchain smart contracts can implement automated access rules that will help authenticate 5G stakeholders without relying on external authority, can limit malicious behaviors in the network, and can detect threats without leaking stakeholders’ information. Besides, because blockchain uses hash functions, data is signed making it difficult to corrupt or falsified. Blockchain is capable of proving high data protection when sharing among untrustworthy 5G stakeholders while ensuring transparency.
Blockchain technology can improve the performance of 5G systems. First, blockchain miners can verify data access and credentials which helps 5G networks protecting data. Second, blockchain smart contracts can manage automatically 5G services with a low latency which may lead to reduce the management costs. Finally, the use of a decentralized blockchain can provide a flexible, efficient, and secure data delivery system suitable with the 5G complex environment. For instance, blockchain can leverage a peer-to-peer network to secure communication among all 5G stakeholders and ensure trust among participants using appropriate consensus algorithms. Overall, blockchain integration with 5G networks can reduce communication costs, latency, and provide a secure platform for data exchange for all stakeholders, all of which improves the overall system performance. Interference management is a known factor that influences the performance of wireless mobile networks. Because of the dense deployment in 5G networks and cellular interference, interference management will be further complex and hard to overcome. Further, collaborative communications will play an important part in 5G networks, managing a huge number of resources, services, and stakeholders while ensuring a high quality of services will even be greater. In this context, blockchain can solve some of these issues by decentralized interference administration. For example, blockchain can implement a cooperative interference management algorithm in blockchain smart contracts to ensure mutual trust and coordination protocols of interference.

5 A Scalable and Secure Blockchain Suitable for 5G

We solely reviewed the integration of blockchain with 5G networks. In this section, we present our vision of merging blockchain with 5G. We provide an overview of the proposed architecture named Block5G.

5.1 A Scalable and Secure Blockchain Architecture Suitable for 5G

Following our presentation of blockchain opportunities that blockchain can bring to 5G networks, in this section, we present our vision of a blockchain integration with 5G networks. 5G network needs a secure, scalable, and non-computing intensive solution that meets the requirement of low-latency, high communication rate provided by the network. In this context, we present a scalable and secure blockchain architecture that uses the sharding concept, and blockchain oracles suitable with 5G requirements named Block5G.

5.2 Architecture

As illustrated in Fig.4, we consider data exchange in a 5G network where a large number of unreliable users are connected through a D2D communication. We propose a scalable, secure, and trustworthy blockchain architecture composed of three layers, as follows: (1) the access layer which
Fig. 4. Scalable, trustworthy, and secure blockchain suitable with 5G.

includes 5G devices that send and receive data; (2) the edge layer which is responsible for forwarding packets and verifying their validity using a blockchain consensus and blockchain oracles; and (3) cloud layer which is responsible for storing the data and scaling the blockchain while keeping security guarantees.

Shared Blockchain The scalability has been a core problem in the integration of blockchain within 5G. This is because the 5G includes a large number of devices and users that communicate at a high rate and thus generate big data. To enable horizontal scalability, blockchain sharding was proposed, it consists of partitioning each transaction into several shards and processing it independently. In this paper, we propose building clusters with multiple nodes (i.e., miners) to process each shard in parallel. Fig. 5 shows the 3 main components of the Block5G sharding concept, as follows: (1) the main chain; (2) the master clusters; and (3) slave devices. The master cluster contains $n$ slave devices that could be either honest or dishonest. Let $T_i(x)$ represents the $i$th transaction in a block. To enable the sharding, each transaction is divided into $n$ disjoint portions. All master clusters are responsible for verifying a portion of the transaction $t_{i,j}(x)$, where $i$ is the transaction number on a block and $j$ is the cluster number. All slave devices could verify a transaction portion, outputs 0 or 1 indicates invalid and valid transaction, respectively. Let $n$ denote the total number of slave devices in a master cluster that can tolerate up to $t \leq \frac{n}{3}$ dishonest devices. We define a transaction verification process as follows:

$$T_i(x) = \frac{\sum_{k=0}^{m} t_{i,j}(x)}{m}$$ (1)
Fig. 5. Scalable and Trustworthy Blockchain sharding in 5G context.

Where $m$ is the total number of miners that have participated in the verification process.

The transaction verification process has two possible outcomes: valid and invalid, each of which carries its own reward structure. As compensation for their efforts, the clusters are awarded ($R$) whenever they verify a transaction correctly. In the case of correct verification, a cluster reward is as follows.

\[
R(T_{i,j}(x)) = \frac{R(t_{i,j}(x))}{R(T_{i,\text{Total}}(x))}
\]  

(2)

Where, $R(t_{i,j}(x))$ and $R(T_{i,\text{Total}}(x))$ represents, respectively, the reward for a valid transaction portion and total reward for a valid transaction.

Note that the cluster trust value is only used to determine rewards and penalties, and does not necessarily correspond to the cluster output. Consequently, we enable secure sharding, prevent data loss and incentive clusters to behave honestly.

Peer-To-Peer Oracle Network We propose using a Peer-To-Peer (P2P) oracle network to verify the data queries and authenticate its source. Blockchain cannot access external data of the network. This is where the blockchain oracle interferes, it is a service provider (trusted third party) that verifies the data authenticity. However, trusting a single third party may lead to providing corrupt or inaccurate data. To this end, we propose using a P2P oracle network that ensures the truth value of 5G data. We assume each received data sent from a 5G device could be either valid $V$ or false $F$. There is $m$ oracle in the P2P network, only $n$ oracle verify the data. For each oracle $o \in [n,m]$ has a $q$ probability that data $d$ is correct about a given proposition.
\( O_i(d) = \begin{cases} q & \text{when data is valid} \\ 1 - q & \text{when data is false} \end{cases} \) \hspace{1cm} (3)

The value of \( O_i(d) \) is independent of \( O_j(d) \) for all \( i \neq j \). In other words, each oracle’s trust values are independent of other oracles in the network trust values. Furthermore, oracles need to place a deposit to participate in a random-chosen verification process. First, the oracle submits its verification probability \( q \in [0,1] \) about a data \( d \). Then, this probability is applied to a trust weight \( W \in [0,1] \) that is, informally, the parameter within the network that verifies the input data within the network’s hidden layers. Formally:

\[
W_i = \frac{\alpha_i}{\beta_i} \hspace{1cm} (4)
\]

where \( \alpha_i \) is the sum of corrected verification performed and \( \beta_i \) is the total number of verifications performed.

\[
V(d) = \sum_{i=0}^{n} O_i(d) \times W_i \hspace{1cm} (5)
\]

Once a data verification process \( V(d) \) has accumulated sufficient verifiability during a maximum of a period of time \( \delta(t) \), it is decided. This period of time is a fixed value decided by network operators. The verification process has three possible outcomes: 1) valid \( (V) \), if \( V(d) \) value to be strictly positive, 2) false \( (f) \), if \( V(d) \) value to be strictly negative, and 3) undefined \( (U) \) if \( V(d) \) value is equal to zero. In this last case, the data verifiability process is only assigned to the oracle with the highest trust weight. Broadly speaking, oracles are rewarded when they participate in a verification process and their verification probability matches it. Conversely, those who gave incorrect verification are penalized. In the case of undetermined outcomes, oracles receive no rewards or penalties. As argued in the paper, the proposed data verification process incentives the oracles to behave honestly on the validity of data.

5.3 Design Components

The transaction verification procedure of our Block5G of the following (1) Initialization; and (2) Reward. This procedure starts with the initialization and then proceeds in periods to the rewarding phase. We now explain each component in more detail.

Initialization The initial set of participants (i.e., nodes) are invited to provide a deposit (stake) to validate or endorse a transaction. That is, a node is given the chance to verify a transaction chosen uniformly at random from the unverified transaction pool. The deposit is placed before the verification process. Because the nodes are grouped in clusters, the outcome of the transaction verification reward is a function of the sum of the total transaction verification reward weighted by the cluster value in the cluster and the deposits.
Broadly speaking, nodes (i.e., miners) are rewarded for transaction verification in which they took part. Conversely, those who provided false verification are penalized. The steps of reward/penalize are depicted in Fig. 6. Let \( r_i \) denote the reward amount that a node \( i \) used to verify that a transaction partition is equal to 0 or 1. In the case of a valid verification, the reward is as follows:

\[
r_i = \frac{R(T_{i,j})}{\text{Total}} + \alpha_i
\]

where, \( R(T_{i,j}) \) is the master cluster reward, \( \text{Total} \) refers to the total number of the cluster devices participating in the verification process, and \( \alpha_i \) node deposit. A node’s reward is equal to his participating share in the transaction verification process. For instance, if a cluster has a reward equal to 1000, and the number of participant nodes is equal to 100, the reward is distributed equally, and each node will receive 10 as a stake. In the case of false verification, the node is penalized, and the reward is deducted from its deposit.

6 Challenges and Future Research Directions

Blockchain technology has the ability to improve 5G networks and to solve several issues ranging from security challenges to system management in a decentralized manner. Yet, various challenges need further investigation before the deployment of blockchain in 5G networks. This section highlights and discusses some of the open challenges that may set back the merging of blockchain with 5G networks.
6.1 Scalability and Performance

The scalability of blockchain is measured by the rate at which transactions are added to the chain, in other words, the number of transactions per second (TPS). Currently, popular blockchain platforms, such as Bitco
ins and Ethereum, can reach up to 14 TPS, whereas some private blockchain can reach up to 3000 TPS. Transaction speed is one of the major concerns for adopting blockchain technology. High TPS is essential for 5G networks to meet the requirements of low latency and high communication rate. Straightforward integration of the current blockchain is unsuitable for 5G networks. Furthermore, blockchain has high throughputs because of the complexity of blockchain consensus. 5G networks require coordination between a large number of entities, services, and operations that cannot be achieved using blockchain. To solve these problems, further studies are required to improve the scalability of blockchain solutions to meet the requirement of 5G in a dynamic and heterogeneous manner and to involve a large number of transactions with low latency.

6.2 Standardization and Regulations

It is expected that various services and applications are going to be deliv
ered by the 5G systems. However, standardizations are still challenging because of the interoperability, ubiquitously, and dynamicity of 5G communication systems and applications. On the other hand, blockchain just started gaining the attention of network operators. Consequently, to get a wide acceptance, network operators should work together to define a standardization of blockchain integration with 5G networks. Furthermore, blockchain smart contracts are de-standardized and deregulated, and unmodifiable, it is important to ensure the security of blockchain technology before its integration with 5G networks. Any falsified manipulation of blockchain smart contracts can severely damage the network and lead to serious consequences. For a large adoption of blockchain in the context of 5G networks, standardization, regulation, and governance must be enacted.

6.3 Resource Constraints

The blockchain was designed for an internet scenario with powerful computers; it is computationally expensive and has significant overhead in terms of both bandwidth and storage capacity. These particular characteristics currently exclude the easy integration of the blockchain with 5G networks. Indeed, to take part in the blockchain nodes (i.e., miners that can verify a transaction) need to have a high-computing power to run a blockchain consensus [17]. In some situations, 5G nodes may be already taking part in an operation to provide a service and might not be able to have enough resources to run also the blockchain, which may lead to network degradation, bottleneck, and SPF issues. Due to resource limitations, a lightweight framework that can dynamically optimize resource usage among several nodes is required for the 5G networks. Consequently,
resource provisioning for restrained nodes should be further investigated. Besides, IoT devices are resource-constrained. Incorporating blockchain technology with the IoT nodes is challenging. The high computing power storage capacity and overheads have put under question the feasibility of the integration of blockchain within the 5G [24].

6.4 Interoperability

Achieving seamless interoperability among blockchain and 5G networks is still challenging. Indeed, several well-known blockchain platforms offer different features. Nevertheless, it is unclear how blockchain technology can be merged with 5G networks [25]. Furthermore, 5G networks and beyond involve various new technologies such as NFV, SDN, MEC, Massive MIMO, and full duplex [26] [27] [28] [29]. Each of which works differently. These are key challenges that need to be solved before the integration. Among the questions that are worth investigating are: 1) how can we deploy blockchain in 5G networks? Who will be responsible for ensuring the interoperability among 5G services, operations, and users? Is blockchain going to be deployed as an overlay network?

6.5 Security

Even if blockchain is considered as a secure technology that establishes trust in 5G networks, it still suffers from various security issues, such as 51% attacks that occur when an attacker takes posting of 51% of all network computing power. This type of attack led to falsification, SPF, and data corruption. If one attacker takes the position of 51% computing power, then he can control all the blockchain and thus all services and operations running in the blockchain. Furthermore, blockchain smart contracts can cause security issues due to poorly written code. Safe deployment of blockchain technology with a 5G network should take into consideration the issue inherent to the blockchain. Furthermore, data privacy has become a major concern especially in the context of blockchain and 5G. For example, data related to a credit card used to pay for a service provided by the 5G network can be stored in the blockchain permanently and cannot be deleted. By design, private data should not be stored in the chain but rather out of the chain and only have a pointer of that information. In this context, several researchers have suggested the use of on-the-chain and off-the-chain storage, on the chain stores will only have pointers, metadata, and hashes of the actual data stored off-the-chain in a secure database.

6.6 Infrastructure Costs

It is expected that 5G networks are going to increase energy consumption because of the increased amount of equipment [30] [31]. With ongoing efforts for energy-efficient communications and networking, green communications are going to be harder to achieve. The blockchain solution will be a hurdler for 5G networks because of its computationally intensive
consensus algorithms. For example, the bitcoin blockchain is estimated to consume at a peak of more electricity than 159 countries. Furthermore, the use of blockchain platforms and cloud infrastructures that host blockchain nodes comes at a cost. In some situations, every blockchain transaction has fees. For example, in the Ethereum blockchain, a transaction can cost a gas unit which refers to the number of computation efforts required to verify a transaction. Transaction costs are relative to the complexity of the consensus running. Consequently, designing an energy-efficient blockchain consensus algorithm is a big hurdle for blockchain integration in the 5G networks.

7 Conclusion

Blockchain technology was originally intended for cryptocurrency context, however, this technology has moved beyond its realm. Blockchain-based solutions have benefited from blockchain features to improve their process. In this context, blockchain was proposed by several researchers as a solution to 5G inherent challenges. Indeed, several studies have shown the benefit of using blockchain solutions to meet the requirements of 5G networks such as security, transparency, decentralization, and immutability. Blockchain integration with 5G networks is expected to improve new technologies with a secure design concept, limited access control, and trust. Furthermore, blockchain smart contract, lightweight consensus, sharding concept, and oracle blockchain will enable several new 5G business models to benefit from a high data rate, secure communication, and reliable services. In this chapter, we have reviewed some blockchain integration opportunities that can empower 5G network services and operations. Based on this overview we have proposed a scalable, secure, and lightweight blockchain architecture suitable with 5G requirements. Furthermore, we summarized some open challenges and provides some research directions that need further investigation for the safe deployment of blockchain in 5G networks.
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