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In order to explore how the Internet of Things implements a secure Internet of Things gateway technology, the author proposes a research on a secure Internet of Things gateway technology based on multicommunication methods. This method recommends key technical problems and solutions based on information represented by multiple communication methods and explores how the Internet of Things can realize the research of Internet of Things gateway technology. Research has shown that the security IoT gateway based on multiple communication methods is about 40% more efficient than the traditional method. By studying some exploratory guidance and suggestions for the development of the Internet of Things, it is found that there are still many problems to be solved before realizing the real Internet of Things environment.

1. Introduction

With the emergence of Internet of Things technology and the rapid development of computer technology, network communication technology, and embedded technology, a profound technological change is taking place in the field of industrial control [1]. Simple, independent local data monitoring systems are being integrated, they can be replaced by the remote data monitoring system that can realize cooperative work by self-organizing network, and the overall resource utilization and security performance of the system have been improved. As the core of this new monitoring system, the IoT gateway realizes the integration of the wireless sensor network and the traditional communication network, completes the protocol conversion between different types of networks, and provides a platform for remote management and monitoring of underlying devices.

Nowadays, IoT technology is widely used in the fields of smart grid, smart security, smart transportation, smart medical care, logistics management, and smart home, and there have been many successful industry application cases such as many data exchange platforms [2]. In particular, the application of the Internet of Things in some high-risk fields has extremely important scientific research and practical value, such as disaster early warning, emergency rescue and disaster relief, and environmental monitoring in dangerous areas, and the application in these fields can give early warning of hazards, avoid the occurrence of major accidents or the further expansion of hazards to a large extent, and effectively maintain the safety of people’s lives and properties [3].

In today’s information world, there are a large number of information interactions between people and things, and between things, which makes the field of information and communication technology gradually show a new model: connecting anyone from any time, any place to develop and connect any object, and the connection of everything forming the Internet of Things [4]. With the development and deepening of the Internet of Things, its ultimate purpose is to pass a variety of nodes composed of sensors and connect things in all corners of the world, so as to realize the exchange of information anytime and anywhere between people, people and things, and things. As far as the traditional network is concerned, the terminal device is limited to the corresponding data transceiver module embedded in the device, directly or indirectly connected to the network through technologies such as Ethernet/GPRS/3G, and
accessed through PCs, mobile phones and other devices to obtain information. For the Internet of Things, in order to achieve the above-mentioned barrier-free information exchange, a large number of sensing nodes are often required to form a sensor network; these terminal sensor devices have a wide range of types and use different protocols; if you want to use the traditional mode to directly connect each node to the network, no matter what the wireless network technology connection capability is, the low power consumption requirements of most of the sensor nodes working in the battery-powered environment, or the overall cost of the system, are unrealistic; therefore, a new type of network element device is required to enable these terminal devices to be seamlessly connected to the network, and this device is the IoT gateway.

In the field of information perception of the Internet of Things, due to the special application scenarios of wireless sensor network technology, it is generally used in local areas, and the networks cannot communicate with each other, and it is not suitable for remote data transmission; this makes the sensor equipment nodes form information islands, which cannot achieve true comprehensive interconnection and collaborative perception. In addition, there are many types of sensing technologies in IoT applications, and different communication protocols are used, which cannot achieve interconnection at all [5, 6].

The Internet of Things is the integration of intelligent perception, radio frequency identification technology, ubiquitous computing, and ubiquitous applications. It is called the third wave of the development of the world’s information industry after computers and the Internet. The main purpose of the Internet of Things is to enable new sensing devices with radio frequency technology, infrared sensing technology, or other sensing capabilities, and it can be seamlessly integrated into the Internet to achieve mutual information exchange, and further intelligent identification, monitoring, and management [7]. Figure 1 presents a three-dimensional conceptual model of the Internet of Things.

2. Literature Review

Jangirala et al. said that the concept of the Internet of Things first appeared in Bill Gates’ book “The Road to the Future” published in 1995, and they proposed a prototype of the Internet of Things connected by “things-things” [8]. Dushku proposed the concept of “Internet of Things” called EPC system [9]. Then Shen first proposed the concept of “Internet of Things,” which is mainly based on item coding, radio frequency identification, and the Internet. It is simply defined as a new technology in which various sensors and the existing Internet are connected to each other [10]. Luo et al. said that, in 2005, the International Telecommunication Union formally proposed the concept of “Internet of Things” in “ITU Internet Report 2005: Internet of Things,” and since then, the research on the Internet of Things technology in various countries in the world has entered a new round of strategic development period [11]. Huang said that, in recent years, major developed countries and regions in the world have attached great importance to the research on the Internet of Things and successively put forward relevant informatization strategies [12]. Simadiputra and Surantha proposed the e-Korea strategy and then further launched the u-Home strategy, which is one of the eight innovative services of Korea’s u-IT839 plan; smart home allows Koreans to remotely control home appliances through wired and wireless means and enjoy high-quality multimedia services with two-way interaction at home [13]. Martinezdelucena and Frohlich said that, in 2004, when the Japanese government completed the two E-Japan strategic goals ahead of schedule, the U-Japan plan, which aims to develop a ubiquitous network society, is put forward, and the sensor network is listed as one of its four key strategies, seamless connection to ubiquitous network environment, and finally, a society in which everyone can benefit from ICT [14].

Peng et al. believe that, now, major operators have initially built wired and wireless communication networks covering the world, in order to meet the user’s high bandwidth, long-distance transmission requirements [15]. At present, in order to realize the long-distance interconnection of sensing nodes, many sensor networks rely on wired networks or cellular communication networks to varying degrees, combining it with sensor networks, RFID, and other sensing technologies, and the information of each node of the wireless sensor network in a small range is connected to the Internet through the aggregation node, this kind of network element device that realizes seamless network integration across wireless sensor networks and traditional communication networks; in fact, it is the prototype of the Internet of Things gateway.

IoT gateway, as a new term, will play an extremely important role in the future IoT era; it will become the link between wireless sensor network and traditional communication network, complete the protocol conversion between wireless sensor networks, traditional communication networks, and other different types of networks, and realize data interconnection between local and wide areas. In addition, the IoT gateway also needs to have the device management function, and through the IoT gateway device, the operator can manage the underlying sensing nodes, understand the relevant information of each node, and realize remote control. The IoT gateway first has the function of acquiring information such as the attributes and status of each node; that is, it can perceive the real-time status of each node. The second is to have functions such as remote control, wake-up, and diagnosis of nodes, that is, in order to realize automatic management of nodes. IoT gateway access must have cross-domain communication requirements; therefore, a perfect addressing technology is required to ensure that the information of all nodes can be located and queried accurately, efficiently, and safely. With the development of IoT applications, the number of node addresses will gradually increase, and its coding structure is different from the domain name structure in DNS; therefore, a set of addressing technologies different from the Internet is required to meet the needs. The gateway must realize the protocol conversion from the sensor network to the traditional communication network, uniformly encapsulate the standard format data transmitted on the protocol adaptation layer, unpack the
data sent by the wide area access layer into standard format data, and realize command parsing and then convert it into signals and control commands that can be recognized by the perception layer protocol.

3. Methods

3.1. Rough Set Theory. Rough set theory is a mathematical tool for dealing with ambiguity and uncertainty; the core idea of the theory is to quantify and represent knowledge certainty and ambiguity by means of object sets [16]. When rough set theory deals with finite element sets (domains of discourse), for any given set composed of objects in the domain of discourse, the characteristic data of the objects (the equivalence relationship obtained by the complete set or subset of individual attributes) for analysis, individual objects are divided into four sets: lower approximation sets, upper approximation sets, boundary fields, and negative fields. The lower approximate set represents, under the condition of existing conditional attribute knowledge, a collection of objects that can be unambiguously identified as belonging to that given collection of objects [17]. The upper approximate set represents, under the condition of existing conditional attribute knowledge, the set of objects that can be identified that may belong to this given set of objects. The boundary domain is defined as the dissimilar set of the upper approximation set and the lower approximation set and is the largest set that only contains the set of objects that may belong to the given set of objects and does not contain the objects that are definitely belonging to the set of given objects. A negative domain means, under the condition of existing conditional attribute knowledge, a clearly identified set of individual objects that do not belong to the set of the given object.

The general information system \( S = (U, A) \), where \( U \) represents a nonempty finite set of individual objects, called the universe of discourse; \( A \) is a nonempty finite set, called an attribute set, and for any attribute \( a (a \in A) \), there is an attribute value \( V \), which corresponds to it, as shown as follows:

\[
a: U \rightarrow Va.
\]

For a given information system \( s = (U, A) \), the conditional attribute set is shown in (2), then \( IND(P) \) is called (3), and the equivalence relation is reflexive, symmetric, and transitive.

\[
P \subseteq A,
\]

\[
IND(P) = \{(u, v) \in IND(P)\}.
\]

Using condition \( P \), the universe of discourse \( U \) is classified under the equivalence relation, as shown in

\[
\frac{U}{IND(P)} = \{Ri(u) \mid u \in U\}.
\]

For a given set of information system and condition attributes and objects, the following equations are shown:

\[
S = (U, A),
\]

\[
P \subset A,
\]

\[
X \subseteq U.
\]

Under the equivalence relation, the set \( X \) can be characterized by the lower approximation \( P(X) \) and the upper approximation \( P(X) \), as shown in the following equations:

\[
P(X) = \bigcup \left\{ Y \in \frac{U}{IND(P)} \mid Y \subseteq X \right\},
\]

\[
P(X) = \bigcup \left\{ Y \in \frac{U}{IND(P)} \mid Y \cap X \neq \emptyset \right\}.
\]
3.2. Selection of System Hardware Platform. The whole intelligent gateway system platform based on the Internet of Things is realized based on the embedded system technology. In recent years, the upsurge of embedded system applications has been increasing, mainly due to two reasons: first, the development of chip technology makes a single chip have stronger processing power, and it has become possible to integrate multiple interfaces [18]. On the other hand, the reason is the need for application. Due to the improvement of product reliability, cost, and upgrading requirements, embedded systems gradually stand out from pure hardware implementation and applications implemented using general-purpose computers, becoming the focus of attention in recent years.

Embedded processors are mainly divided into four categories: embedded microprocessors, embedded microcontrollers, embedded DSP processors, and embedded systems on a chip [19]. The embedded microprocessor is evolved from the CPU in the general-purpose computer, but it only retains the functional hardware closely related to the embedded application, in order to reduce power consumption and resources and to achieve the special requirements of embedded applications. It generally has the characteristics of strong support for real-time multitasking, strong storage area protection, and low power consumption. The typical representative of embedded microcontroller is single chip, which is mainly used to realize simple system. Embedded DSP processor is specially used for signal processing applications, such as digital filtering, spectrum analysis, and other instruments. The embedded system-on-a-chip is an integrated device that pursues the most inclusive product system; its biggest feature is that it realizes the seamless combination of software and hardware and directly embeds the operating system code module in the processor chip, which is highly comprehensive, and a complex system can be realized by using hardware description languages such as VHDL inside the chip [20].

The embedded microcontroller has a simple structure and poor scalability, making it difficult to meet the complex functional requirements of an intelligent gateway system, and the embedded DSP processor is a dedicated chip for signal processing, which is also inapplicable; although the embedded SoC can be flexibly customized according to system requirements, there is no redundant resources and low power consumption, but its high cost and strong specificity are not conducive to expansion, taking into account that the embedded microprocessor not only can meet the system requirements, but also has good real-time performance, stability, and reliability and has low cost, which is the best choice. At present, the main embedded microprocessors include PowerPC, MIPS, and ARM series, which are different in performance parameters and application fields. Table 1 compares the characteristics of the three embedded microprocessors.

The above three embedded processors have a wide range of applications, and they are emphasized according to their respective characteristics [21]. PowerPC processors have strong floating-point performance and multimedia processing capabilities and are highly integrated; they are the first choice for high-end embedded applications, but their chips are more expensive and consume more power than ARM; therefore, mobile embedded devices such as mobile phones never use a PowerPC processor. The MIPS processor pursues perfect performance, the power consumption is slightly larger than that of the ARM chip, and the openness of its core platform is not good, resulting in insufficient support for development tools. ARM series processors occupy most of the market of low-end embedded applications due to their low power consumption, low cost, and easy development. In recent years, the newly launched ARM Cortex-M series is an optimized processor core specially designed for low-end control applications, and compared with traditional embedded microcontroller microcontrollers, its processing capability is stronger and more targeted, the price is very low, and it will gradually replace traditional 8/16 bit microcontrollers in the low-end microcontroller market. Obviously, the ARM microprocessor can better meet the needs of the intelligent gateway system, so it is finally chosen to build the hardware platform of the gateway system [22].

3.3. Overall Structure of Gateway Platform Hardware. The gateway platform is the core component of the intelligent gateway system, and its main body is divided into two parts: the core board and the peripheral board. The core board includes the microprocessor CPU, extended SDRAM, Nand Flash, and power management chips; these peripheral modules are mainly used to expand CPU resources to meet system requirements, and they have no direct data interaction with other peripheral modules, so they are integrated into a single board and only provide other interfaces of the CPU, which is conducive to reducing the interference caused by other peripheral circuits to this part; at the same time, the system flexibility is improved [23].

The peripheral board contains all other peripheral modules and their external interfaces, such as Ethernet, 3G, CAN, and Zigbee, and they are connected to the CPU through different interfaces or buses for data interaction and task processing; they are responsible for all the functions of the network management platform, and Table 2 describes their composition and overall structure.

The embedded microprocessor is the core of the system and responsible for the operation and management of the entire system, but it cannot work independently and must be equipped with additional peripheral circuits to provide it with the necessary operating conditions, which is the minimum system structure [24]. First of all, in order to make the system work stably and reliably, the power supply circuit needs to provide all levels of power supply signals, the clock circuit provides the clock for the circuit to work, and the reset circuit provides the reset signal. In addition, if the embedded microprocessor has no on-chip program
memory, or the on-chip capacity cannot meet the application requirements, it is necessary to expand the external memory. Finally, in order to carry out the system development and debugging, the JATG debugging interface is also required; generally, the internal microprocessors use the JATG interface; of course, this part is not necessary after the actual work of the system.

The role of the power supply in the whole system is crucial; it provides power to the whole system and is the basis for the normal and stable operation of the system. The gateway platform requires multiple voltage levels due to numerous peripheral modules and different working levels of each module. Table 3 describes this in detail.

### Table 1: Comparison of embedded microprocessors.

| Module       | PowerPC | MIPS   | ARM   |
|--------------|---------|--------|-------|
| Instruction length | 32      | 16/32/64 | 16/32 |
| Power consumption | High    | Generally Low       |
| Cost          | High    | Low     | Low   |
| Development tool support | Less    | Few     | Many  |
| Application field        | Servers, military, industrial control, communications, consumer electronics and aerospace, etc. | Game consoles, routers, laser printers, digital TVs | Industrial control, consumer electronics, communication systems |

### Table 2: Gateway platform CPU and peripheral modules.

| Module       | Configure chips or parameters | Illustrate |
|--------------|-------------------------------|------------|
| CPU          | Marvell PxA310                 | XScale cove 624 MHz |
| SDRAM        | Mobile DDR                    | 128 MB × 2.16 bit, 130 MHz |
| Flash        | Nand flash                    | 1 GB.bit |
| PMIC         | LP3972SQ-A514                 | Provides 6 system power supplies |
| Ethernet     | DM9000A                       | Support 10 M/10DM BASE-T |

### Table 3: Summary of operating voltage of system peripheral modules.

| Voltage level | Module name |
|---------------|-------------|
| 5 V           | PMIC        |
| 3.3 V         | 3G, RS-485, CAN, NET, Zigbee, RF, Nand flash |
| 1.8 V         | 3G_USB2.0  |
| Other         | GPIO and reset circuit module name |

3.4. Ethernet Network Module. To establish a connection with the LAN monitoring center, the gateway platform must be equipped with a network controller module, so that it can be connected to the host through a crossover cable or connected to the LAN where the host is located through a switch to form a simple LAN system. The network module of the platform uses the DM9000AEP chip produced by Lianjie International, which is a fully integrated and cost-effective single-chip high-speed Ethernet MAC controller chip, which follows the 802.3 Ethernet transmission protocol and has a 10/100 M adaptive physical layer interface; configuration can be done automatically to best fit its line bandwidth [25]. The description of other circuits in the minimum system of the gateway platform is shown in Table 4.

### 4. Results and Analysis

Today, the development of China’s Internet of Things industry is showing a rapid growth trend, with an industry scale of 365.11 billion yuan, according to experts’ predictions, and the Internet of Things industry will form a trillion-dollar communications industry. If the Internet of Things network is fully completed, its output value will be 30 times larger than that of the Internet [26]. In the next 10 years, the Internet of Things technology may be popularized on a large scale, and the Internet of Things industry in China will show a thriving development trend. The scale of China’s IoT industry is shown in Figure 2.

In the gateway system, the database realizes data storage management through data interaction with the Java Web server program, and the connection between the server program and the database is realized through a set of standard database access APIs, namely, Java Data Base Connectivity (JDBC). JDBC consists of a set of classes and interfaces written in Java language; it is a Java API that executes SQL language, and using a unified API, users can write databases in pure Java language and send SQL statements to any relational database and, regardless of the type of RDBMS, do not need to consider platform issues when writing programs in Java [27].

When developing JDBC applications in the traditional way, a database connection is established for each request, and a database connection takes up a lot of system resources, and I/O overhead is large, and it is difficult to manage and close multiple connections at the same time; the exception causes a connection not to be closed normally, which leaks the memory of the database system and causes the database to crash. In order to solve this problem, we adopt database connection pooling technology [28]. Connection pooling technology allows an application to obtain a connection from the connection pool and use it continuously, instead of
Table 4: Other circuit descriptions of the minimum system of the gateway platform.

| Circuit name | Illustrate |
|--------------|------------|
| Clock circuit | The system has two clocks, one is for CPU and other circuits, using 13 M active oscillator, and the other is RTC dedicated timing clock, built with 32.768 K active clock. |
| NandFlash | As a system boot chip, it stores the bootloader of the Linux operating system, the kernel, and the file system. After the system is powered on or reset, the commands are obtained from the first address and executed sequentially. The system uses the Nand flash model K9F1G08U0C-PCBO with a capacity of 1 GB. |
| Mobile DDR | SRAM is static RAM with extremely high read and write speed. It is used for variables, data and buffering in the system, and programs can also be copied to SRAM to run, in order to improve the system efficiency, but it is a volatile storage, the data will be lost when power off, so it cannot boot the program to run. This system expands two pieces of SRAM, the model is K4X1G163PE-FGC6, the capacity is 128 MB, and the frequency is 130 MHz. |

The intelligent gateway system based on the Internet of Things is mainly used in the collection of various industrial data; that is, it collects the collected terminal data through the wireless sensor network, realizes the protocol conversion on the gateway platform, and finally transmits it to the monitoring center. The system provides a variety of data transmission methods; in the actual application process, one or more transmission methods are selected according to actual needs and field equipment. According to the different types of collected data and application fields, the distribution number and location of the collection points in the field are uncertain, and the transmission distance of the wireless sensor network will be restricted by factors such as the location of the collection terminal, the site environment, and the location of obstacles, and in order to ensure that all the collection point data can be received by the network management platform, it is necessary to install the gateway device according to the on-site environment. On the other hand, in a wide range of application scenarios, such as underground mines, farmland, buildings, and workshops, multiple gateway devices need to be installed to collect data of different types, locations, and methods. The emergence of the above two situations makes the number of gateway devices, placement locations, and transmission methods present various uncertainties; in this case, the gateway system will form a network, in which the gateway device and the monitoring server act as nodes in the network, and the communication link formed by each communication method acts as a network path. With the change of the number of nodes and the communication link, the network is also changing in real time.

In addition, with the popularization of the application of the gateway system, some users put forward new requirements for the system, that is, in order to formulate the best network transmission path according to different priority principles. The gateway system is applied in different occasions, and users have different requirements for the real-time monitoring data and monitoring cost. For example, it is used in the temperature monitoring of underground safety equipment, which requires strong real-time data and timely alarm when danger occurs; this requires that the selection of data transmission paths be based on the principle of time optimization. It is used for temperature monitoring in farmland or field environment, and it has a large number of collection points, a wide distribution range, unattended maintenance, and high equipment replacement costs;
however, the monitoring data changes slowly, the collection interval is large, and the real-time requirements are low, which requires data transmission paths. The selection is based on the principle of optimal energy consumption. When applied to data monitoring with multiple monitoring centers, and when some monitoring centers are far away, since long-distance transmission relies on 3G networks, long-term data transmission with a large number of collection points will greatly increase the monitoring cost, which requires the data to be communicated over short distances first. The method is summarized to the local monitoring point and then transmitted to the remote monitoring point through a low-cost method such as a wired network, thereby saving the implementation cost; at this time, the selection of the transmission path is based on the principle of the lowest cost. In order to realize the path switching under different principles, it is necessary to formulate a special optimal path planning scheme for the system; on the one hand, it is necessary to know the transmission cost of each transmission path, such as transmission rate, cost/data amount, energy consumption/ distance, and other parameters. These parameters constitute the path weight of the system network, and the path optimization algorithm calculates the current network to obtain the optimal path between the gateway device and the monitoring center.

5. Conclusion

Although the Internet of Things technology has achieved some phased results, it is still in the initial stage of exploration. The research on the Internet of Things environment only puts forward some new theories and methods for the fusion processing of Internet of Things information from the perspective of data information. In the future work, we may start from the heterogeneous data fusion algorithm for the next research work. The heterogeneity of data description refers to the use of different ontology description models during data abstraction, and the resulting data cannot be interoperable. Assuming that the IoT data is defined by the corresponding managers to describe the model, the natural existence of the heterogeneity of the description model is recognized. Under this condition, we research an efficient model matching method to quickly and accurately find out the similarities between the description models, guaranteeing its efficiency and accuracy.
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