I. INTRODUCTION

With the increasing image data repository volume issues related to authentication of digital assets are increasing. For speed up processing and improvement of results, instead of block and pixel based method proposed scheme use superpixel segmentation approach for watermarking. Majority block based schemes divides whole images into blocks without knowing its color intensity of pixels. Because of this sometime it fails to extract watermark and cannot protect from some attacks. Also decrease tampers detection for authentication (1). Having identified optimum method as SLIC for superpixel segmentation (2, 3). For the embedment of watermark three methods self-embedding, individual segment embedding and Superpixel SVD based watermark have been used and SP-SVD method as justified as superiority over other two approaches (1, 4, 5).

II. RELATED WORK

In some presented work, superpixel region used for watermark self-region embedding using chaotic system is proposed. Superpixel content is embedded into another neighbor Superpixel region. Superpixel segments boundaries are marked for extraction process and detect tampered region. Author used Lsb method to embed the watermark into the image (1, 3). Other method presents block SVD for embedding color watermark into color host image and through Arnold transformation generate scramble image for security against some attacks like cropping (5). Here each blocks maximum singular value taken from RGB image block. Using image Singular Values, watermarked image is generated. This scheme is effective for some of the attacks. This scheme is not survive with large angle of rotation. Some other block wise and content wise semi-fragile scheme for authentication and tamper finding. Here author segmented image as per Region of Interest of image with watermark sequence bits and use DCT for embedding in middle frequency band of ROE (6). Compare watermark sequence and extracted sequence from ROE if match then it is authenticated or its tampered. Only grayscale images are experimented. Image self-embedding adjacent block based method for find the manipulated blocks and authentication of image. Author used statistical detection method for analysis of image authentication and tamper under some content tampering attacks (7).

In present watermarking methods image is divided into same size blocks and watermark image is embed in each block so here image colors contents are ignored (1, 4, 5). For more strengthen algorithm, consider image color content during image segmentation and watermark embedding is the issue of the under taken work.

PROPOSED WORK

The proposed work includes the more precise the segmentation of image by optimization of segmentation time implementing DCT DWT and SLIC.

According to minimum segmentation time, selection of approach SLIC taken for watermark embedding into cover image (2, 3). The optimum output is then taken to the process of embedment of the watermark to the segments. In further process with the SLIC which consider contents of image during segmentation, three watermark embedding methods are used, Superpixel Self-embedding watermarking Scheme; Superpixel individual segment watermark embedding and Superpixel SVD based embedding method to enhance the Quality of resultant watermarked image.

The work is extended to extract the watermark from image individual segments and get the original image separated with an accuracy attained.
III. METHODOLOGY:

For digital image watermarking, the image is to be decomposing into blocks. For the process of decomposition this work is used DCT DWT and SLIC approaches. The time needed to decompose image into segment/blocks is measured for optimum position time and the approach to be undertaken in succession.

| Method          | Decomposition Time (seconds) |
|-----------------|------------------------------|
| DCT block       | 0.9828                       |
| DWT block       | 0.5928                       |
| SLIC            | 0.0423                       |

The analysis of the measure time of the decomposition of the image reveals that SLIC method is suitable for making Superpixel segments. A Superpixel image segmentation method is used for embedding of watermark into the individual image segments. It can be optimally achieved by SLIC method.

The embedment of digital watermark is carried out on the segments. After embedding the components are united to form the resultant image.

This resultant image is compared with original source image by measuring parameter PSNR. The measure value is helping us to ascertain the quality of resultant image.

The analysis of the measure PSNR of the composite image reveals that the PSNR value is 10.45DB which is far less than acceptable level.

This experiment suggests that by try and error methods different approaches of embedding of watermark into cover image is to be applied so that PSNR value is comes closer to acceptable level.

The extension of the work is carried out with the application of

Self-embedding method. In this approach the external watermark is not taken as watermark from within a component is embedded in a component. In this case also PSNR is measure. This approach is indicating increase of marginal value of PSNR.

The analysis of the measure PSNR of the self-embedding watermark segments of composite image reveals that the PSNR value is 11.49DB which is less than acceptable level. This suggests that by try and error methods different approaches of embedding is to be applied so that PSNR value comes closer to acceptable level.
The extension of the work is carried out with the application of SVD based watermarking embedding method. In this case PSNR is measure. This approach is indicating that increase the value of PSNR 24.67DB which is near about acceptable range. Extraction of watermark from all image segments of Superpixel image. PSNR value of extracted watermark from image segment is 34.69 DB. The analysis of the measure PSNR of the SVD based Superpixel image reveals that this embedding approach is based watermarking scheme is better compared to self-embedding and segment watermarked methods.

IV. EVALUATION PARAMETER

Mean Square Error (MSE) and Peak Signal to Noise Ratio (PSNR) obtains the result for reliability of watermarked image. Here OI is the original cover image and RI is the reconstructed image (Watermarked Image)

\[
\text{MSE} = \frac{1}{M \times N} \sum_{i=1}^{M} \sum_{j=1}^{N} [O_{ij} - R_{ij}]^2
\]

\[
\text{PSNR} = 10 \log_{10} \left( \frac{\text{MAX}^2}{\text{MSE}} \right)
\]

V. CONCLUSION

In this paper, we have presented various approaches of watermarking embedding techniques based on Superpixel segmentation for authentication and reliability of image .In this paper we have found Superpixel segment based watermarking methods using SVD transformation could achieve optimum PSNR value of 24.59DB. The segmentation of image which is input to Superpixel approach is optimize by segmentation based method compare to regular block based methods. Further it has been found that self-embedment is also indicating higher level of accuracy compare to external digital watermark image. This work can be extended for enhancing PSNR value for color image authentication in segment level embedding, tamper detection and localization.
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