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ABSTRACT In addition to the importance of safety in civil aviation, the significance of cybersecurity in the aviation sector cannot be ignored, and this fact has often been highlighted owing to frequent cyber-attacks that denigrate victim(s) and also lead to political and economic controversies. Cybersecurity has recently received a major boost, with the shift of air navigation facilities from analog ground-based systems to digital space-based systems to accommodate the tremendous growth in air traffic density. Furthermore, most air navigation facilities have open designs that tend to overlook security concerns. In this regard, identifying a systematic methodology for aviation cybersecurity risk assessment is a key element in the identification of potential threats, and assessment of their likelihood and risk levels, whereby risks can be reduced to tolerable levels through appropriate mitigation measures. Existing review articles have not addressed cybersecurity in all the various aviation systems, and have not considered a systematic methodology for aviation cybersecurity risk assessment. This paper therefore presents a systematic qualitative and quantitative cybersecurity risk assessment methodology for legacy and next-generation critical infrastructure in aviation systems, such as air-ground communication, radio navigation aids, aeronautical surveillance, and system-wide information management (SWIM). Our analysis shows that the communication, navigation, and surveillance systems with the highest risk levels are very-high frequency voice communication, satellite-based navigation, and automatic dependent surveillance-broadcast, respectively, while those with the lowest risk levels are controller-pilot data link communication, ground-based radio navigation aids, and secondary surveillance radar, respectively. Furthermore, the risk level of potential cyber-attacks in SWIM is medium.

INDEX TERMS Aeronautical communication systems, aeronautical surveillance systems, air navigation systems, cybersecurity, cybersecurity risk assessment, cyber resilience, radio navigation aids, system-wide information management (SWIM).

I. INTRODUCTION

The aviation sector is one of the fast growing sectors in the world, with an annual passenger growth of approximately 4.2% in 2019 [1]. Owing to the rapid growth of airspace users worldwide, the management of air traffic has become increasingly important. Such a significant increase in air traffic density necessitates enhancement in the capabilities of critical infrastructure in communication, navigation aids, aeronautical surveillance, and networking. A typical challenge in facilitating such tremendous growth in air-ground communication involves increased workloads on the air traffic controller (ATC) in terms of handling more flights on the same frequency channel, which necessitates using data link communication as opposed to legacy analog voice communication. This decreases the workload on the ATC in that more information is sent at once, and repeated requests are avoided. Another challenge is to decrease the minimum separation between aircraft, which requires precise positioning. Therefore, aeronautical surveillance systems and navigation aids need to be more precise [2], [3]. Furthermore, to address the increase in air traffic density, the dissemination and exchange of information among various air navigation facilities need to be globally transparent, reliable, and timely [4].
Therefore, legacy infrastructure systems, including communication, navigation, and surveillance, cannot accommodate the expected traffic growth and solve new challenges without being updated to use modern technologies that can achieve increased capacity, accuracy, and reliability. To this end, critical infrastructure in air navigation facilities has been moved from ground-based analog systems to space-based digital systems. For example, for air-ground communication between the pilot and ATC, data link communication approaches such as controller-pilot data link communication (CPDLC) [5] and satellite communications (SATCOM), which can cover a wide geographical area, are used instead of analog very-high frequency (VHF) voice communication [6]. In navigation, the Global Navigation Satellite System (GNSS) [3] is preferable to ground-based navigation aids [7], which have many limitations, such as significant installation costs, costly periodic flight inspections, and a wider clearance areas required around them. In addition, instead of using the primary surveillance radar (PSR) [8] and secondary surveillance radar (SSR) [2], automatic dependent surveillance-broadcast (ADS-B) [2] and space-based ADS-B can be used depending on satellite systems, thereby incurring smaller expenses, and achieving greater coverage and accuracy. This approach, also shifts the air traffic management (ATM) information architecture framework from point-to-point data exchanges to global system-wide interoperability via system-wide information management (SWIM) [4]. Fig. 1 shows an overview of the critical infrastructure involved in air navigation facilities, air-ground communication, navigation aids, aeronautical surveillance, and SWIM. Unfortunately, most air navigation facilities that use space-based signals, including communication, navigation, and surveillance, are prone to cyber-attacks, such as eavesdropping, jamming, and spoofing [9]–[15]. There exists a heightened risk of these cyber-attacks, because of the accessibility of software-defined radios (SDRs) used to send wireless signals, the open design of most air navigation facilities, and the lack of security algorithms in such systems. Potential cyber-attacks targeting networking systems such as SWIM, include unauthorized access, denial of service (DOS) attacks, man-in-the-middle attacks, and IP-network attacks [16]. Cyber-attacks can negatively affect the political and economic reputations of states and organizations [17]. Therefore, cybersecurity and cyber resilience are considered by the International Civil Aviation Organization (ICAO) to be emerging and urgent issues in the civil aviation sector. To help implement their vision for cybersecurity [18], which corresponds to the resilience of civil aviation to cyber-attacks without hindering innovation, ICAO adopted and published the aviation cybersecurity strategy [18] in October 2019. Furthermore, they adopted a cybersecurity action plan to implement the aforementioned cybersecurity strategy. In their strategy, ICAO highlighted the importance of recognizing a suitable methodology for cybersecurity risk assessment to identify potential threats in civil aviation systems, assess the likelihood of these threats and their impacts on aviation safety and ecosystems, and also assess the risk levels. Aviation cybersecurity risk assessment can be employed to assess risk levels qualitatively and quantitatively, and therefore reduce them to acceptable levels through proposition of appropriate mitigation and control measures. A number of review articles [10], [16], [19]–[21] have proposed approaches for addressing cybersecurity in air navigation systems. The authors of [16] sought to address...
potential cyber-attacks of ADS-B and SWIM. Unfortunately, that study did not provide a mean for cybersecurity risk assessment for those systems, including assessments of the likelihood of threats, their impacts, and risk levels. Furthermore, it did not identify potential threats related to other communication, navigation, and surveillance systems. The authors of [21] addressed cybersecurity in CPDLC, the Aircraft Communication Addressing and Reporting System (ACARS), GPS, and ADS-B, but did not address cybersecurity in other air navigation systems, such as VHF voice communication, the ground-based augmentation system (GBAS), SSR, and SWIM. Similar to [16], the aforementioned review article did not provide a cybersecurity risk assessment for the systems presented. On the other hand, the authors of [10] addressed radio frequency interference, such as jamming and spoofing threats, in SSR, GBAS, and VHF data link mode 2 (VDL2). Unfortunately, that review article did not cover cybersecurity in other communication, navigation, surveillance, and networking systems; however, they did not provide a cybersecurity risk assessment. Likewise, the authors of [20] addressed potential cyber-attacks in various communication and surveillance systems; however, they did not address cybersecurity in SWIM and radio navigation aids, and they also did not address cybersecurity risk assessment for the presented systems. To provide cybersecurity risk assessment, the authors of [19] conducted a survey of aviation experts regarding air navigation technologies that have the largest impact on aviation safety and awareness of aviation stakeholders of security issues in systems that utilize wireless radio signals. In that study, the authors surveyed experts from air navigation service providers, ATC, air traffic safety electronics personnel, pilots, and airlines. Unfortunately, as in the case of the previously mentioned review studies, the aforementioned review study also did not consider threats related to the SWIM. Furthermore, it did not involve assessment of cybersecurity risk through a systematic methodology that can be continuously applied with the ongoing technology upgrades in aviation systems. Additionally, it addresses the overall likelihood and impact of potential cyber-attacks for various air navigation systems, rather than assessing the likelihood and impact of each individual threat. Although these are dependent on the attack scenarios, assessing the general likelihood, impact, and risk levels for aviation systems is not reasonable. For example, the likelihood and impact of jamming attacks in VHF voice communication differ greatly depending on whether the attacker jams one frequency channel or all operating aviation frequencies in the airport, on the type of services attacked (tower, approach, or en-route), and on the availability of backup frequencies. The aforementioned review articles did not address all air navigation systems and did not provide a continuous systematic and analytical methodology for cybersecurity risk assessment. Therefore, in our paper, we propose to mitigate these challenges and provide a qualitative and quantitative methodology of cybersecurity risk assessment of various critical air navigation systems, including communication, navigation, surveillance, and networking systems. In our proposed methodology, we evaluate risk levels by identifying potential cyber-threats that could have a negative impact on aviation systems, their likelihood, and the possible impact on aviation operations, infrastructure, and other areas. Furthermore, we analyze the operational concept of various air navigation systems, and thereby identify potential cyber-attacks. Additionally, we describe general and specific mitigation measures for these threats. Table 1 summarizes a comparison between our study and those documented in other related review articles [10], [16], [19]–[21]. On application of our proposed cybersecurity risk assessment methodology, the communication system with the threat of highest risk level is determined to be VHF voice communication, while that with the lowest risk level is CPDLC. In the navigation domain, the radio navigation aid with the threat of highest risk level is satellite-based navigation, while that with the

| Review paper | Addressing cybersecurity in communication systems | Addressing cybersecurity in navigation systems | Addressing cybersecurity in surveillance systems | Addressing cybersecurity in SWIM | Consideration of cybersecurity risk assessment methodology |
|--------------|-------------------------------------------------|---------------------------------------------|---------------------------------------------|---------------------------------|-------------------------------------------------|
| [16]         | No CPDLC and ACARS only                         | No GPS navigation only                      | ADS-B only                                  | Yes                             | No                                              |
| [21]         | VDL2 only                                      | GBAS only                                  | ADS-B only                                  | No                              | No                                              |
| [10]         | VHF, CPDLC, and ACARS                         | No                                        | SSR only                                    | No                              | No                                              |
| [20]         | Yes                                            | Yes                                        | SSR, MLAT, ADS-B                            | No                              | No                                              |
| [19]         | Yes                                            | Yes                                        | Yes                                        | No                              | No, however, it collects experience from international aviation experts to assess the overall likelihood and impacts of potential threats |
| Our review paper | Yes                                          | Yes                                        | Yes                                        | Yes                             | Yes                                              |
The lowest is the traditional ground-based navigation aid, ILS. The surveillance, the surveillance system with the threat of highest risk level is ADS-B, while that with the lowest is SSR. Moreover, the risk level of potential cyber-attacks in SWIM is medium. The results of our study agree with results of the survey mentioned in ref. [19] that the communication, navigation, and surveillance systems with the lowest trustworthiness levels are VHF, satellite-based navigation, and ADS-B, respectively, while those with the highest trustworthiness levels are CPDLC, ground-based radio navigation aids, and SSR, respectively, while they differ in the values of the risk levels. In general, the mitigation of cyber-attacks on civil aviation ecosystems and the employment of cyber-resilient aviation systems are based on three main pillars: capacity building, procedures, and systems [18]. Capacity building and training are crucial elements for mitigating cyber-attacks through raising of awareness and publishing of print materials as well as conduction of training courses, tabletop exercises, simulations, and workshops on cybersecurity issues. At the procedural level, effective international, regional, and national legislation and regulations on cybersecurity for civil aviation should be in place to protect civil aviation and provide the foundations of a cyber-resilient aviation system. Furthermore, guidance material on the urgency and concept of cybersecurity, potential cyber-attacks and their consequences, and possible mitigation techniques should be prepared and published. Additionally, existing contingency plans should include cyber-attack scenarios. At the system level, cybersecurity should not only be considered in the design of new aviation systems but also be implemented via periodic upgrades and maintenance of existing systems, to realize the concept of “security by design”. The main contributions of this study are as follows:

- Comparison between our study and those documented in other related review articles.
- Provision of a systematic cybersecurity risk assessment to identify potential threats in civil aviation systems, assess the likelihood of the threats and their impacts, and also assess the risk levels.
- Description of the operational concept and vulnerabilities of various critical aviation systems, including communication, navigation, surveillance, and networking, and subsequent identification of potential threats on this basis.
- Assessment of the likelihood of individual threats and their impacts followed by assessment of the risk levels.
- Identification of general and specific mitigation measures for potential cyber-attacks in various communication, navigation, surveillance, and networking systems.

The remainder of the paper is organized as follows: in Section II, we present our proposed methodology for aviation cybersecurity risk assessment, and in Section III, we describe our examination of various air-ground communication systems. In Section IV, we present our examination of navigation aids, and in Section V, we describe our examination of aeronautical surveillance systems. In Section VI, we discuss SWIM and the relevant cybersecurity issues of each aviation system, as well as the application of our proposed cybersecurity risk assessment methodology. Finally, we conclude the paper in Section VII.

II. CYBERSECURITY RISK ASSESSMENT METHODOLOGY

Cybersecurity risk management is an ongoing process of risk assessment and risk mitigation [22]–[26] to be planned and implemented in the aviation system to mitigate the negative impacts of cyber risks on aviation safety and other impacts on the economy and efficiency of aviation systems. In this section, we propose a qualitative and quantitative methodology for cybersecurity risk assessment, which is a key component of cybersecurity risk management. Cybersecurity risk assessment is a continuous analytical and systematic process to evaluate risk levels via the identification of potential cyber threats that have a negative impact on aviation systems, their likelihood, and their possible impacts on aviation operations, infrastructure, and other impacts. The entire process of risk assessment can be summarized as follows:

- Identification of the scope of systems that need to be protected. In this step, potential threats are identified by understanding the various air navigation systems (communication, navigation, surveillance, and networking), defining the boundary of the aviation systems to be assessed (system components, operating environment, interrelations to third parties), and developing a description of the various air navigation systems.
- Identification of potential cyber-attack scenarios that could cause harm to the aviation system either directly or indirectly. Such threats can affect the integrity, confidentiality, and availability of various air navigation services.
- Determination of the likelihood or probability of attacks being attempted, based on various factors including the capability and intentions of attackers, without considering current security measures. We defined a certain factors to estimate the likelihood of threats, such as required knowledge or expertise, historical data of occurrence of such threats, cost and accessibility of the tools used to conduct such attacks.
- Determination of the worst-case scenario impact of threats in aviation safety, efficiency/effectiveness, economic/financial, political, and reputation/public confidence, which depends on the nature and scale of the consequences of these cyber-attacks.
- Assessment of the risk profile or risk level using the results of the likelihood, vulnerability assessments, and impact of threats. The purpose of assessing the risk is to develop a comprehensive risk picture for potential attacks on air navigation systems.

To obtain a numeric value of the risk level of various aviation systems against specific threats, we follow the ICAO methodology of security risk assessment [27], which rates likelihood and impact on a five-point scale from high to low. The descriptions of the ratings of likelihood and impact are presented in tables 2 and 3, respectively. The following...
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TABLE 2. Description of categories of likelihood.

| Scale | Likelihood rating | Cost of tools used in attack | Accessibility of tools used in attack | Frequency of occurrence of past similar attacks | Required expertise to conduct attack |
|-------|-------------------|-----------------------------|--------------------------------------|-----------------------------------------------|-------------------------------------|
| 5     | High              | Less than $1000             | Easily accessible                     | At least once every two weeks                 | Basic knowledge                     |
| 4     | Medium-High       | Less than $5000             | Available but not so easy             | At least once every three months              | Substantial basic information is required |
| 3     | Medium            | Less than $100000           | Available with some conditions        | Once every three months to a year             | Advanced training and knowledge is required |
| 2     | Medium-low        | Less than $1000000          | Restricted access                     | Once every one to three years                 | Advanced knowledge and experience is required |
| 1     | Low               | More than $1000000          | Highly restricted access              | Once every three years or more               | Advanced and complex knowledge and experience are required |

TABLE 3. Description of various categories of impact.

| Scale | Impact rating | Impact on operations | Impact on finance | Impact on reputation |
|-------|---------------|----------------------|-------------------|----------------------|
| 5     | High          | Serious impact where no operational services can be provided for an extended time period | Serious impact where recovery of such impact requires major support, e.g., governmental support | The reputation cannot be recovered with the stakeholders and the organization/company may not continue in its current form |
| 4     | Medium-High   | Major impact where a majority of operational services cannot be provided for some time | Major impact where recovery of such impact requires approval from the board level | The reputation can be affected on capability to provide function services by the majority of the stakeholders |
| 3     | Medium        | Moderate impact where some operational services cannot be provided | Moderate impact where recovery of such impact requires upper management approval for response | The reputation can be affected on organization/company services and activities by a key stakeholder |
| 2     | Medium-low    | Minor impact where some operational services are degraded | Moderate impact where recovery of such impact requires delegated approval for response | The reputation can be affected by the complaints of a key stakeholder on organization/company service and activities |
| 1     | Low           | Insignificant impact where operational services can be provided as usual | Insignificant impact where recovery of such impact can be managed within business unit/section budget | The reputation can be affected by the isolated complaints of individual stakeholder |

The formula is used to obtain a numeric value of the risk for each asset to a specific threat:

$$ r = L \times I $$

where \( r \) is the risk level of each specific threat, ranging from 1 to 25, and \( L \) and \( I \) are the 1-5 scale of the likelihood and the impact rating of the threat, respectively. It is necessary to covert the numeric value of risk level, \( r \), calculated above into a qualitative term, \( R \), to assess cybersecurity risk tolerability, and thereby apply mitigation and control measures when required. We therefore follow ICAO methodology of the safety and security risk assessment matrix [28], [29] which rates numeric values of risk level into three different categories: acceptable, tolerable, and intolerable. For an acceptable risk level, no further risk mitigation and control measures are required, while for a tolerable risk level, the risk level can be tolerated based on some risk mitigation measures. On the other hand, for an intolerable risk level, the cybersecurity risk index of the consequences is unacceptable, and immediate actions should be taken to mitigate the risk and reduce the cybersecurity risk index to a tolerable level.

The following formula is used to covert numeric value of risk level, \( r \), into a qualitative risk index, \( R \):

$$ R = \begin{cases} 
\text{intolerable}, & r \geq 15 \\
\text{tolerable}, & 15 > r \geq 5 \\
\text{acceptable}, & r < 5 
\end{cases} $$

Table 4 illustrates the cybersecurity risk matrix in which the risk index with acceptable levels is shown in light green, while that with tolerable levels is shown in orange and intolerable is shown in red. Table 5 shows the conversion of risk level, \( r \), into an equivalent five-point scale. Fig. 2 shows the overall cybersecurity risk assessment. Algorithm 1 shows overview of the cybersecurity risk assessment.

### III. COMMUNICATION

Air-ground communication is one of the most crucial air navigation services that must be maintained to ensure the safety of flights. Such radio communication systems are used for communication between the pilot and ATC to ensure that the aircraft flies along the prescribed airways. These systems are also important for pilots as they are used as a medium to...
provide vital ATC information regarding aircraft clearance, adequate aircraft separation, weather bulletins, and the sharing of relevant flight-related data between the control tower and pilots [20], [30], [31]. In addition, other non-ATC-related information can also be transmitted for safe operations, such as flight planning, crew assignment, maintenance, airport ground handling, weather information, and communication between the aircraft and the airline operator. There are many communication protocols used, such as VHF voice [32], CPDLC [5], the ACARS [33], aeronautical mobile airport communication system (AeroMACS) [34], and L-band digital aeronautical communications system (L-DACS) [35]. Although AeroMACS and L-DACS are approved ICAO aeronautical communication protocols, they are not widely used worldwide and are not covered in this paper. Next, we briefly describe common communication protocols and their relevant cybersecurity issues.

### A. VERY-HIGH FREQUENCY VOICE COMMUNICATION

1) **OVERVIEW OF VERY-HIGH FREQUENCY VOICE COMMUNICATION**

VHF air-ground voice communication systems use amplitude-modulated (AM) carriers and operate in the frequency band of 117.975-137 MHz with a channel spacing of 25 or 8.33 kHz [32]. VHF ground stations transmit with an output power higher than that of relevant airborne systems to ensure sufficient radio coverage, depending on the operational functions [9]. Table 6 summarizes the characteristics of VHF voice communication along with other common aeronautical communication techniques.

2) **CYBERSECURITY IN VERY-HIGH FREQUENCY VOICE COMMUNICATION**

VHF frequencies used for aeronautical communication are standardized and known frequencies that are publicly available in Aeronautical Information Publications (AIP). Because VHF radio communication is not encrypted, conversations over VHF are vulnerable to eavesdropping [9]. The characteristics of analog radio transmission with known frequencies make them susceptible to external interference from other unlicensed intentional or unintentional (unauthorized) transmissions. In the case of an unintentional interference, the VHF voice originates from the use of VHF frequencies by unauthorized persons without prior approval from the national authorities, whereas in the case of intentional interference, the attacker intentionally jams the VHF voice communications. Furthermore, spoofing attacks are those in which unauthorized instructions are maliciously broadcast to aircraft, leading to untoward incidents or worse, devastating accidents. Therefore, interference in VHF voice communication can lead to disruptions in air navigation services. Table 7 summarizes the various potential cyber-attacks on VHF voice communication as well as other common aeronautical communication techniques.

![Algorithm 1 Algorithm for Cybersecurity Risk Assessment](image)

**Algorithm 1 Algorithm for Cybersecurity Risk Assessment**

1. **Input:** descriptions of the ratings of $L$ and $I$ (tables 2 and 3), cybersecurity risk matrix (table 4), converting the risk level to a five-point scale (table 5)
2. identify the asset to be protected
3. identify potential cyber-attack scenarios
4. **for** ∀ scenario **do**
5. determine the likelihood of occurrence of this cyber-attack using table 2
6. determine the impact of occurrence of this cyber-attack scenario using table 3
7. calculate the risk level in a numeric value ($r$), given $L$ and $I$, using eq. (1)
8. categorize the risk level $r$ into $R$ (acceptable, tolerable, or intolerable) using eq. (2)
9. convert the risk level from a numeric value to a five-point scale using table 5
10. **end for**

![FIGURE 2. Proposed cybersecurity risk assessment process.](image)
| Communication protocol | Usage | Signal   | Type   | Frequency band | Link layer used | Standard references |
|------------------------|-------|----------|--------|----------------|-----------------|---------------------|
| VHF voice              | Communication between ground and aircraft for ATC instructions and other information | Analog | Broadcast | 117.975-137 MHz | VHF | Annex 10 vol. 3 [32], ICAO Doc. 9718 [6] |
| CPDLC                  | Communication between ground and aircraft for ATC and other information | Digital | Selective | VDL2: 136.975 MHz common signaling channel | HFDL, VDL, SATCOM | Annex 10 vol. 3 [32], ICAO Doc. 10037 [5] |
| ACARS                  | Communication with aircraft for position, weather, fuel and engine information, delays, dispatch, operation, maintenance, and other information | Digital | Broadcast | VDL2: 136.975 MHz common signaling channel | Plain old VHF, HFDL, VDL, SATCOM | ARINC 620 standard [53] |

**TABLE 6. Comparison among various air-ground communication protocols.**

**TABLE 7. Potential cyber threats in various air-ground communication protocols.**

| Communication protocol | Threat type / attack scenario |
|------------------------|------------------------------|
| VHF voice              | Eavesdropping<br>Jamming (unintentional radio interference due to use unlicensed frequencies)<br>Jamming (unauthorized access to block the VHF frequencies)<br>Spoofing (unauthorized access to send fake instructions between ATC and pilot) |
| CPDLC                  | Eavesdropping (listening to the data traffic messages)<br>Jamming (Channel blocking)<br>Flooding (transmitting multiple packets of CPDLC data to the same receiving entity)<br>Injection (sending, possibly faulty, unauthorized messages)<br>Alteration (modification of message content)<br>Masquerading (attacker impersonates an authorized user whether ghost aircraft or ATC) |
| ACARS                  | ACARS weight/balance update and the ACARS flight plan update events |

**FIGURE 3. Illustration of cybersecurity risk assessment for VHF voice communication.**

As shown in Fig. 3, an eavesdropping attack is judged to be very likely owing to the capability of attackers and the lack of security algorithms; however the impact on aviation safety is low. Therefore, the risk level is acceptable. Furthermore, a jamming attack is likely to occur owing to the capability of attackers, in terms of accessibility and low costs of jamming devices, while its impact on aviation safety is of a medium level; therefore, the risk level is tolerable. A spoofing attack is less likely to occur but its impact is the highest on aviation safety; therefore, the risk level is intolerable. The impact of jamming and spoofing attacks depends on the attack scenarios assumed, such as whether the attack affects only one specific communication frequency or all operating frequencies in the airport. In the two scenarios assumed herein, we assume that the jamming and spoofing attacks affect only one specific operating communication frequency, while for other scenarios, the likelihood, the impact and the risk level will greatly differ. Recall that for these three threats, attackers need to know the published operating frequencies, which differ from one airport to another. Furthermore, for an eavesdropping attack, the attacker only receives a wireless signal, while for jamming, the attacker transmits a wireless signal to block communication channels. Additionally, for a spoofing attack, the attacker transmits illegal instructions to the pilot. There are several procedures used to mitigate the vulnerabilities in VHF voice communication, such as issuing regulations/obligations regarding the use of VHF frequencies at the domestic and international levels, and proper frequency management for new and current frequency assignments. Furthermore, back-up frequencies can be used when interference is detected over the main assigned frequencies [6].

**B. CONTROLLER-PILOT DATA LINK COMMUNICATION**

1) OVERVIEW OF CPDLC

One of the major difficulties faced in voice radio communications is that all pilots handled by a particular controller are tuned to the same frequency. A large number of flights communicating with the same ATC will lead to congestion of VHF voice channels, leading to a higher probability of misunderstanding and repeated messages [9], [36]. In other words, VHF voice communications cannot meet the communication...
requirements of increased capacity. CPDLC is an air/ground data link communication protocol that achieves safer and more efficient ATM. Hence, it is capable of functioning with increased airspace capacity and reducing stress on busy VHF frequencies by transmitting clear messages that prevent any misunderstandings [5], [11]. Furthermore, CPDLC improves communication capabilities by reducing VHF voice channel congestion and enabling the use of CPDLC-related automation [5]. Depending on the specifications of the CPDLC system used, additional features of CPDLC are also available, such as supporting the possibility of printing messages from the flight crew and the capability to store messages and retrieve them when required. In addition, it can also reduce flight crew and ATC input errors (and subsequent workload) by transmitting automatic flight-related reports and supporting automatic updates of flight plans.

2) CYBERSECURITY IN CPDLC

However, CPDLCs, along with other open and unencrypted communication systems, are inherently insecure because they do not have built-in security protocols, and thus provide unauthenticated and unencrypted data links. Therefore, CPDLCs are prone to man-in-the-middle attacks, such as eavesdropping and active attacks [11], [14], [15]. The authors of [11] listed a number of possible attacks against CPDLC, such as eavesdropping (listening to the data traffic messages), jamming (channel blocking), flooding (transmitting multiple packets of CPDLC data to the same receiving entity), injection (sending possibly faulty, unauthorized messages), alteration (modification of message content), and masquerading (where the attacker impersonates an authorized user, which can be a ghost aircraft or the ATC). To enhance the security of CPDLC, the authors discussed some techniques to secure CPDLC, such as protected aircraft communications addressing and reporting systems that use Aeronautical Radio, Incorporated (ARINC) 823 [37], elliptical curve cryptography, and the host identify protocol. Fig. 4 shows an assessment of the likelihood of eavesdropping, jamming, and spoofing (flooding, injection alteration, masquerading) threats of the CPDLC communication system, their impact, and risk levels on a five-point scale based on application of the proposed cybersecurity risk assessment methodology described in Section II. As shown in Fig. 4, eavesdropping, jamming, and spoofing threats are less likely to occur than in the case of analog VHF voice communication because of the specific equipment, complex knowledge, and complex experience required to conduct such attacks. Therefore, their impact is of a medium-to-high level on aviation safety owing to the availability of traditional VHF voice communication systems where CPDLC is not yet mandated by all regions or states; hence, the risk levels are less than those in VHF communication systems. In other words, risk levels range from acceptable to tolerable levels. Recall that, unlike in VHF voice communication, where analog communication signals are broadcasted, data link communication signals are sent selectively in CPDLC. Similar to that for VHF voice communication, the impact of jamming and spoofing attacks highly depends on the attack scenarios assumed. In the two scenarios presented herein, we assume that the jamming and spoofing attacks affect en-route communication services, while for other scenarios such as attacks on tower and approach communication services, the likelihood, impact, and risk levels will differ.

C. AIRCRAFT COMMUNICATION ADDRESSING AND REPORTING SYSTEM

1) OVERVIEW OF ACARS

The ACARS is a character-based data link described in ARINC standard 618. It is used to provide data link communication between aircraft and aircraft operators via service providers subscribing to the aircraft operator. It uses the American Standard Code for Information Interchange (ASCII) character set and functions in a manner similar to that of the Short Message Service (SMS) [38]. Examples of data services provided by the ACARS include weather information, flight plans, and information on the performance of aircraft components such as engines [39]. Furthermore, the flight crew can use the ACARS for communication with the aircraft flight operation center and the ATC. The ACARS uses three different types of data links, depending on the aircraft equipment and required coverage: plain old VHF or VHF data link (VDL) [40], SATCOM (Inmarsat, Iridium), and a high-frequency data link (HFDL). Typically, VHF is used for populated land areas, SATCOM extends coverage to oceanic areas, and HF provides coverage worldwide. The ACARS message content is structured according to the ARINC 620-8 standard [33].

2) CYBERSECURITY IN ACARS

As the ACARS was not designed with in-built security protocols by default [40], the majority of ACARS traffic can be easily intercepted using inexpensive SDRs that can be obtained from the Internet (e.g., ACARS decoders [41]). In 2013, Hugo Teso, a security researcher and commercial
pilot, used second-hand hardware to illustrate the potential of remotely exploiting a flight management system [42] by attacking the ACARS. As shown by Teso, the attack code using an Android application can take full control of flight systems and the pilot’s displays, including the modification of almost everything related to the navigation of the plane. Teso used the ADS-B system to update ground ATC with the aircraft’s position, velocity, and other information. As illustrated in Section V, there are no security protocols in ADS-B; therefore, it can be used to passively eavesdrop on aircraft communications and actively interrupt broadcasts or feed in misleading information. Recently, [43] analyzed the injection of external ACARS messages into a flight management system, both theoretically and practically. Furthermore, the Impact Assessment of Cybersecurity Threats research project was developed by the European Union Aviation Safety Agency (EASA) to address security attacks on the safety of flight operations with a focus on several crucial aircraft systems, including ACARS [44]. In this research project, two scenarios related to ACARS were discussed: the ACARS weight and balance update, and the ACARS flight plan update events. In the first scenario, an attacker on the ground was assumed to have the ACARS addresses of multiple aircraft and send incorrect load sheet data via ACARS to the aircraft. On board the aircraft, the data are received either via a print-out or directly in the flight management system. In the worst-case scenario, the pilot loses the ability to pitch down the aircraft, which could result in uncontrollable aircraft behavior. Although the attack occurs during the preflight phase, the result manifests itself during the takeoff phase. In the second scenario, the ACARS flight plan update event, an attacker on the ground was assumed to have the ACARS addresses of multiple aircraft and proceeded to transmit incorrect flight plan data to aircraft. The attacker would need to know the departure and arrival airports and have an idea of the route used in order to tailor the attack to the actual flight path; however, this data can be easily obtained through observation. The pilots would accept the new flight plan and deviate laterally from their desired paths. Fig. 5 shows the assessment of the likelihood of the ACARS weight and balance update and the ACARS flight plan update threats, their impact, and risk levels on a five-point scale based on application of the proposed cybersecurity risk assessment methodology described in Section II. As shown in Fig. 5, these two threats are less likely to occur than attacks on VHF voice communication are, because of the specific equipment, complex knowledge, and experience required to conduct such attacks, while their impact on aviation safety is high. Therefore, the risk level is acceptable. Recall that CPDLC and ACARS use data link communication. Furthermore, ACARS uses multi-link communication such as plain old VHF, VDL, HFDL, or SATCOM. Although the ACARS has no security system included in its original standard, add-on systems are available, such as the ARINC 823 standard and ACARS message security (AMS) [37], which offer enhanced security through a number of common cryptographic algorithms and tools and provide message authentication, integrity, and confidentiality protection mechanisms, using modern cryptographic methods [45]. Despite the existence of ACARS security protocols, deployment is not implemented on a large scale. Furthermore, these systems typically require extra expenditure for aircraft operators [46].

IV. NAVIGATION

Radio navigation aids are needed for aircraft positioning and guidance in various phases of flights, such as landing, approach, and en-route, to ensure that the aircraft follows the prescribed dedicated airways. Therefore, radio navigation aids are the main components of air navigation facilities, along with communication and surveillance systems [47]. There are many radio navigation systems from legacy terrestrial navigation aids, such as the instrument landing system (ILS), distance measuring equipment (DME), VHF omnidirectional radio range (VOR), and satellite-based navigation aids, including the GNSS. Next, we briefly explain the operational concepts of various navigation aids and relevant cybersecurity issues.

A. GLOBAL NAVIGATION SATELLITE SYSTEM

The GNSS represents a new era of navigation that uses space-based navigation, rather than conventional terrestrial radio navigation aids. Ground-based navigation aids have many limitations, such as the cost of installation and periodic requirement for flight inspection [48]. Furthermore, the clearance area required around ground-based radio navigation aids restricts the heights of nearby buildings.

1) OVERVIEW OF GLOBAL NAVIGATION SATELLITE SYSTEM

GNSS systems determine the position of aircraft and provide other information based on satellite broadcasting signals containing timing information and data messages [49], [50]. GNSS receivers deployed on board the aircraft receive the broadcast information and measure the signal propagation time from each satellite to estimate the range between the GNSS receiver and each satellite. The GNSS receiver can then estimate the 3D position of the aircraft on a globally standardized coordinate system (WGS-84), with signals...
received from a minimum of four satellites. Unlike in the case of ground-based radio navigation aids, by using GNSS, aircraft can continuously update their position and can fly on any desired flight path without any restrictions imposed by terrestrial legacy navigation aids, such as line-of-sight and radial interception restrictions. Currently, there are several satellite navigation systems that are operated and approved by the ICAO, such as the GPS, GLONASS (Russia), and GALILEO (Europe). The GNSS is therefore a common navigation infrastructure that can globally reap the full benefits of performance-based navigation, especially the required navigation performance owing to the enhanced accuracy level and the absence of limitations imposed by legacy radio navigation aids. Table 8 summarizes the characteristics of space-based navigation, along with other ground-based radio navigation aids. Unfortunately, the positioning accuracy of standard GPS is not high enough for the system to be used in the final approach with vertical guidance, precision approaches, and landing phases of flights, which necessitate more accurate positioning compared to the en-route phase of flights. To improve the navigation accuracy of the GNSS, augmentation of the GNSS signal has been proposed, such as the aircraft-based augmentation system (ABAS), ground-based augmentation system (GBAS), and satellite-based augmentation system (SBAS). The GBAS is a differential navigation system that uses GNSS receivers deployed at known and pre-surveyed locations to estimate and monitor the differential corrections in real time with the received GPS signals, such as satellite and ionospheric errors. Subsequently, the differential corrections are broadcast to the aircraft in the vicinity of an airport via a ground-based VHF data broadcast (VDB). The GBAS can be considered as an alternative to high-cost ILS systems with the additional advantage that it can replace multiple ILSs deployed on multiple runways at airports. Unlike the GBAS, which augments GPS in the vicinity of an airport and broadcasts augmentation signals via VDB, the SBAS is a regional system in which the user (e.g., aircraft or vehicles) receives augmentation information from a satellite. It uses a network of ground reference stations to monitor satellite signals; central stations to process data received from ground reference stations and generate SBAS augmentation signals, and uplink stations to send augmentation messages to geostationary satellites that can be broadcasted to aircraft. There are four recognized ICAO operational SBAS systems: the Wide Area Augmentation System (WAAS) in North America, the European Geostationary Navigation Overlay Service (EGNOS) in Europe, the GPS-Aided GEO Augmented Navigation (GAGAN) in India, and the multi-functional satellite augmentation system (MSAS) in Japan. Another GNSS augmentation system is the ABAS, which augments and/or integrates the information obtained from GNSS receivers with other navigation information available on board the aircraft. There are two types of ABAS: RAIM, which uses GNSS information exclusively, and aircraft autonomous integrity monitoring (AAIM), which uses on-board sensors (e.g., barometric altimeter, clock or the inertial reference system, IRS) [3]. At least five satellites with good geometry are used to detect a faulty signal and alert the aircrew in RAIM [3]. The major advantage of ABAS is its cost effectiveness, as compared to that of SBAS and GBAS, in that it provides improved service without any expenditure on additional infrastructure being incurred [3].

2) CYBERSECURITY ISSUES IN GNSS

The GNSS is vulnerable to interference that may affect wide geographic areas, owing to weak signals received from satellites by the GNSS receiver antenna. Furthermore, current GNSS approvals use a standardized single frequency band accompanied by GPS and GLONASS, which subsequently makes it easier to intentionally or unintentionally jam GNSS signals. Moreover, GNSS signals are prone to spoofing and ionospheric effects [49]. There are many sources of unintentional interference in GNSS from both in-band and out-of-band transmitters because of the various electrical devices operating at harmonic frequencies close to those of GNSS, such as harmonics of VHF communications, television stations, some types of radars and military systems, and mobile satellite communications. The GNSS is used in many applications other than those in aviation, such as weather, transportation, vehicle-tracking systems, and agriculture. Therefore, jamming directed at non-aviation users, known as intentional interference, could also affect flight operations. Another type of intentional interference occurs when a jamming device is intentionally used to disrupt air navigation facilities that are dependent on GNSS. These are either using personal privacy device (PPD) radio jammers or intentional aviation

### Table 8. Comparison among various radio navigation aids.

| Navigation system | Usage | Type | Frequency band | Standard references |
|-------------------|-------|------|----------------|---------------------|
| GNSS              | Determine 3D position and timing | Satellites | L1: 1575.42 MHz L2: 1227.6 MHz | Annex 10 vol.1 [48], Doc. 9849 vol. 1 [3] |
| ILS               | Localizer: determine course guidance to the runway centerline Glide slope; provides the pilot with information about the aircraft’s vertical deviation of the ideal approach to the runway | Ground | Localizer: 108 to 111.975 MHz; Glide slope: 328.6 to 335.4 MHz | Annex 10 vol.1 [48], Doc. 8071 vol. 1 [7] |
| VOR               | Determine bearing angle | Ground | 108 to 117.975 MHz | Annex 10 vol.1 [48], Doc. 8071 vol. 1 [7] |
| DME               | Determine slant range distance between aircraft and ground antenna | Ground | 962-1213 MHz | Annex 10 vol.1 [48], Doc. 8071 vol. 1 [7] |
dedicated attacks [51]. The primary way to mitigate unintentional and intentional interference in GNSS is frequency management by establishing and enforcing regulations and laws that govern the use of the frequency spectrum, and carefully assessing assignments for new spectrum allocations. Additionally, next-generation GNSSs will be based on multiple frequencies. This will reduce the likelihood of unintentional interference. Another type of vulnerability in the GNSS is the susceptibility to spoofing, wherein the attacker broadcasts signals resembling GNSS signals, and causes the on-board aircraft avionics to malfunction via provision of erroneous information about the aircraft position as well as faulty guidance. GNSS spoofing is considered less likely to occur than jamming because it is technically much more complex. Table 9 summarizes the various potential cyber-attacks on GNSS and other ground-based radio navigation aids. Spoofing in GNSS can be detected by comparing the position received from the GNSS receiver with that obtained from other systems such as IRS or DME-DME positions, such that pilots can note deviations through normal monitoring of instruments and screens. Furthermore, the ATC can monitor variations between the reported aircraft positions and those illustrated on radar screens on the ground. As mentioned previously, the GBAS, SBAS, and ABAS are GPS-based augmentation systems. Therefore, vulnerabilities in the GNSS can lead to subsequent disruptions in GPS augmentation systems (SBAS, GBAS, and ABAS). The authors of [10] addressed additional weaknesses in the GBAS (rather than vulnerabilities in GNSS signals), such as vulnerabilities in VDB, whereby differential corrections are transmitted to aircraft. Through specific position corrections, aircraft navigation systems can thereby be misled. As an example of actual interference in airports, when the GBAS was first installed, GNSS signal interference was detected at Newark Airport in New Jersey in 2009. After two months of investigation by the Federal Aviation Administration (FAA), the interference was identified to be caused by a passing vehicle with a driver using a freely available PPD [51]. As mentioned before, there are two main types of ABAS: RAIM and AAIM. RAIM (where the attacker can spoof all five satellites used by the RAIM) is more susceptible to cyber-attacks than AAIM is. Thus, the vulnerabilities are the same as those observed in standalone GNSSs [19]. Fig. 6 shows an assessment of the likelihood of jamming (unintentional and intentional interference) and spoofing threats in GNSS, their impact, and risk levels on a five-point scale based on application of the proposed cybersecurity risk assessment methodology described in Section II. As shown in Fig. 6, jamming attacks are very likely to occur owing to the accessibility and low cost of jamming devices, standardized frequencies used, and the reporting of thousands of GPS jamming attacks worldwide. Furthermore, GPS jamming will lead to denial of navigation service, and the relevant impact is medium on aviation safety where traditional ground-based radio navigation aids are still in place in most regions. Therefore, the risk level is tolerable. Additionally, a spoofing attack is less likely to occur owing to the high cost of devices used to conduct such attacks and the complex experience and information required, but the corresponding impact on aviation safety is high. Therefore, the risk level is tolerable. Recall that the impact of GNSS jamming and spoofing attacks highly depend on the attack scenarios assumed, such as the availability of other traditional ground-based navigation aids and the flight phase (en-route, approach, landing, etc.) of the affected aircraft. In the two scenarios herein, we assume the availability of traditional ground-based navigation and that jamming and spoofing attacks affect aircraft flying in the en-route phase of flight, while for other scenarios such as GPS jamming and spoofing attacks in the final approach and landing phases of flight, the likelihood, impact, and risk levels will greatly differ.

### B. TERRESTRIAL RADIO NAVIGATION AIDS

Ground-based radio navigation aids are legacy navigation aids, such as ILS, DME, and VOR, that have long been used. Next, we briefly discuss the ground-based radio navigation systems and the relevant potential cyber-attacks.

#### 1) OVERVIEW OF GROUND-BASED RADIO NAVIGATION AIDS

ILS is a radio navigation aid that guides aircraft during the approach and landing phases of flight in a precise manner by a combination of horizontal and vertical guidance [7], [48]. The horizontal guidance signal is transmitted from a localizer while the vertical guidance signal is transmitted from a glide slope. ILS uses amplitude modulation: a 90-Hz

| Navigation Technique | Threat type          |
|----------------------|----------------------|
| Satellite-based navigation | Unintentional interference |
|                      | Intentional interference |
|                      | Spoofing              |
| ILS                  | Single-tone attack    |
|                      | Overshadow attack     |
| VOR                  | Jamming               |
|                      | Spoofing              |
and a 150-Hz tone are sent with directional antennas in two lobes. For the localizer, one lobe is slightly directed to the left side of the runway centerline and the other is directed to the right side. Thus, an ILS receiver on board the aircraft not located on or very close to the front course line will receive one of the signals more strongly than the other. Similarly, a glide-slope antenna beside the runway is used to provide vertical guidance. DME is a ground-based radio navigation aid that uses interrogation to allow the aircraft to estimate its slant range distance from the DME ground station by measuring the propagation time delay in the radio signals transmitted between the DME ground station and the aircraft [7], [48]. In DME, an aircraft transmits a random sequence of pulse pairs and the ground DME transponder responds after a fixed delay (typically 50 μs) with the same pulse sequence, while the interrogating aircraft searches for this pattern. The distance from the aircraft to the transponder can then be determined. VOR is another ground-based navigation aid that enables aircraft to determine their clockwise bearing from magnetic north, with reference to the VOR reference ground station, by transmitting VHF navigation signals 360° in radial angles, with the carrier radiated in the 108-118 MHz band, and modulation by two 30-Hz signals. Aircraft with a VOR receiver can determine their radial from the VOR ground station via signal phase differences [7], [48]. Owing to the high cost of ground-based radio navigation aids, installation, and periodic flight and ground checks, there is a compelling need to shift to satellite-based radio navigation.

2) CYBERSECURITY ISSUES IN GROUND-BASED RADIO NAVIGATION AIDS

Owing to the worldwide standardization of radio navigation aids and the use of wireless equipment, ground-based navigation aids are prone to jamming. Furthermore, owing to the lack of security considerations in the design of such systems, they are also prone to spoofing. The authors of [52] illustrated two possible types of wireless attacks in ILS: overshadow and single-tone attacks. In an overshadow attack, the attacker transmits pre-crafted ILS signals of higher signal strength, thus overpowering the legitimate ILS signals such that the receivers “lock” and process only the strongest received signal. In a single-tone attack, the attacker transmits a single frequency tone signal (either 90 Hz or 150 Hz) at a specific signal strength (lower than the legitimate ILS signal strength) to interfere with and control the deflections of the course deviation indicator needle. The authors assumed the attacker to process the technical details of the ILS, such as the frequencies and modulation index. Furthermore, the capability of an attacker to transmit radio signals in air was assumed. Additionally, in the case of a single tone, the knowledge of the flight’s approach path, aircraft’s manufacturer, and model would allow the attacker to significantly optimize their attack signal. On the other hand, owing to the wireless signal used in VOR, VOR signals in space are prone to potential cyber-attacks, such as jamming and spoofing. As mentioned in [52], there is a possibility of cyber-attacks in ground-based radio navigation aids; however, the likelihood of these attacks is very low when compared to that in the case of GNSSs, where complex knowledge is required and ground-based radio navigation aids are only dedicated to aviation applications, unlike satellite-based navigation systems. Fig. 7 shows an assessment of the likelihood of single-tone and overshadow attacks, their impact, and risk levels on a five-point scale based on application of the proposed cybersecurity risk assessment methodology described in Section II. As shown in Fig. 7, the likelihood of these two attacks is low due to the complexity of such attacks, inaccessibility, and high cost of attacking devices used while the relevant impact is the highest on aviation safety. Therefore, the risk level is tolerable. Recall that, for these two attack scenarios, the attacker needs to know the published operating frequencies used which differ from one location to another. Fig. 8. shows an assessment of the likelihood of jamming and spoofing attacks of VOR, their impact, and risk levels on a five-point scale based on application of the proposed cybersecurity risk assessment methodology described in Section II. As shown in Fig. 8, the likelihood of jamming and spoofing attacks is low due to the complexity of such attacks, inaccessibility, and high cost of attacking devices used, while the relevant impact on aviation safety is smaller than that in the case of ILS. Unlike ILS, which is considered to be a precision approach. VOR is considered for a non-precision approach and landing. Therefore, the risk level for jamming and spoofing attacks is acceptable. Recall that, for these two attack scenarios, the attacker needs to know the published operating frequencies used, which differ from one location to another.

V. SURVEILLANCE

Air traffic surveillance plays a crucial role in the safety, efficiency, and demand capacity of airspace by determining the position of the aircraft in real time and periodically tracking it [8], [53], [54]. With accurate surveillance techniques and the ability to track aircraft, the workload on the ATC is reduced, thereby resulting in enhancement overall flight safety via alerts to ATC when the aircraft detects a deviation from its assigned airways or altitudes, or when the predicted future positions of two aircraft indicate an
imminent collision. Furthermore, this supports other alerts such as minimum safe altitude warnings, along with dangerous, prohibited, and restricted area warnings. In other words, accurate surveillance techniques enable the use of automated alerting systems called safety nets. Furthermore, accurate surveillance techniques enable a decrease in the minimum separation standard between two or more aircraft, and hence, safely accommodate the increasing demand for air traffic density. Therefore, air traffic surveillance is used in the management of airspace and standard separation distances required between aircraft. Various surveillance technologies have been developed for use in ATC services such as PSR [55], SSR [56], multilateration (MLAT) [57], and ADS [2], [8]. Next, we provide an overview of the various aeronautical surveillance systems and relevant cybersecurity issues.

A. PRIMARY SURVEILLANCE RADAR
In this section, we briefly describe the operational concept of PSR and the relevant potential cyber-attacks.

1) OVERVIEW OF PSR
PSR is an independent, non-cooperative surveillance, and the first automated surveillance technique, with a very long history [55]. PSR determines the azimuth and slant distance of an aircraft by transmitting a signal and processing the received echo signal. The slant distance between the aircraft and radar antenna is determined by measuring the time taken from the transmission of pulses to the reception of the reflected pulses, while the bearing angle of the aircraft is determined by noting the position of the rotating antenna when the echo pulses are received. Processing of moving targets is only displayed on ATC screens to eliminate the display of unwanted fixed objects on ATC screens, (known as clutter), such as buildings, terrain, and bird flocks. Special processing techniques are used to remove the clutter. The main advantage of PSR is its ability to provide aeronautical surveillance, (aircraft range and azimuth), without requiring a transponder to be equipped on the aircraft. There are many disadvantages of using PSR as the sole aeronautical surveillance, such as lack of target identification, which requires other systems or procedures to correlate the received reflections with detected flights. Furthermore, PSR requires high transmitting power because signals must travel two-way. Additionally, the performance of PSR depends on the radar cross-section of the aircraft, requires very high cost, and has a low update rate owing to the use of a mechanically rotating antenna. Table 10 summarizes the characteristics of PSR, along with other aeronautical surveillance techniques.

2) CYBERSECURITY ISSUES IN PRIMARY SURVEILLANCE RADAR
PSR determines the azimuth and slant range of the targets without involving data in the transmitted signal. Therefore, the commonly available SDR transmitters cannot be used to inject or modify the message content [19], [20]. Furthermore, the power of the transmitted signal is very high therefore, it is very complicated to jam the PSR signal [58]. Although PSR is still prone to jamming attacks using very high transmitted power, it requires more sophisticated equipment that is mostly available only to the military. Therefore, cybersecurity in PSR is not covered in detail in this study.

B. SECONDARY SURVEILLANCE RADAR
In this section, we briefly describe the operational concept of SSR and the relevant cybersecurity issues.

1) OVERVIEW OF SECONDARY SURVEILLANCE RADAR
One of the major disadvantages of PSR is the inability to identify aircraft due to the lack of communication between PSR and aircraft equipment. Unlike PSR systems, SSR systems consist of two main elements: radar sensor (ground-based interrogator/receiver) and aircraft transponder [2], [19], [20], [59]. SSR is a cooperative surveillance system in which the ground-based SSR sends interrogation codes to the aircraft at 1030 MHz, and the aircraft transponder replies to the SSR ground receiver at 1090 MHz. This communication link between the ground and transponder, in addition to measuring the distance and azimuth of aircraft, allows aircraft identification, aircraft altitude determination, and relaying of other relevant information depending on its chosen mode. There are three main modes of SSR, denoted as modes A (identification), C (pressure-altitude), and S (selective), whereby more information is provided than in the case of modes A and C, such as aircraft intent. The mode of the aircraft transponder determines the information sent in response to the interrogation. There are additional advantages of using SSR over PSR; for example, SSR requires lower transmitting power than PSR does because of the communication between the SSR ground station and the onboard transponder. Furthermore, the SSR system has a wider coverage range than PSR, which is typically 250 NM from the radar location. Although the cost of SSR is less than that of PSR, on a standalone basis, the cost of SSR is still high. Additionally, SSR has a lower update rate, owing to the use of a mechanically rotating antenna.
TABLE 10. Comparison among various aeronautical surveillance techniques.

| Surveillance technique | Concept of operation                                                                 | Information obtained                | Signal         | Type        | frequency band | Classification                  | update rate | standard references       |
|------------------------|---------------------------------------------------------------------------------------|-------------------------------------|----------------|-------------|----------------|---------------------------------|-------------|--------------------------|
| PSR                    | Uses echo of radiated electromagnetic waves from rotating antenna                      | Slant range and azimuth              | Analogue       | Broadcast   | 1-2, 2-4 GHz band | Non cooperative, Independent     | Low         | Document 9924 [8]        |
| SSR                    | Uses interrogations/replay between SSR ground-sensor and on-board aircraft             | Slant range, azimuth, ID, and barometric altitude | Digital       | Interrogation | Uplink 1030 MHz Downlink 1090 MHz | Cooperative, Independent        | Low         | Annex 10 vol. 4 [2], ICAO Document 9684 [59] |
| MLAT                   | Aircraft position is mathematically calculated using TDoA from multiple ground sensors | Position in 3 D, identification, velocity, and other information | Digital       | Passive WAM, systems do not interrogate the aircraft transponder; Active, in which the system itself interrogates aircraft in the coverage area | Uplink 1030 MHz Downlink 1090 MHz | Cooperative, Independent        | High        | Annex 10 vol. 4 [2], Document 9924 [8] |
| ADS-B                  | Aircraft determines its position, velocity and other information and broadcasted it to ground sensors | Position in 3 D, identification, velocity, and other information | Digital       | Broadcast   | 978, 1090 MHz | Cooperative, Dependent          | High        | Annex 10 vol. 4 [2], Document 9924 [8] |

2) CYBERSECURITY ISSUES IN SECONDARY SURVEILLANCE RADAR

SSR systems are prone to potential cyber-attacks, such as jamming and spoofing (ghost targets) [10]. Another vulnerability in SSR is that the SSR transponders on board the aircraft can be over-interrogated [8], [10], [20], [60]. This occurs when the number of interrogations at 1030 MHz in their airspace coverage arriving from ground sensors, such as SSRs (civil/military), MLAT/wide-area MLAT (WAM), and test transmitters, exceed the acceptable standard rates pertaining to the minimum operational performance standards. In other words, transponders stop responding to interrogations when the interrogation rate exceeds their design limits. One common real-world example of such a vulnerability is the occurrence of radar loss from ATC area control center screens in central Europe on June 5 and June 10, 2014. This radar loss caused capacity reduction in some of the affected ATC sectors, and therefore delays in some flights. Owing to the impact of such occurrences on aviation safety, EASA was mandated by the Commission to execute a technical investigation and provide recommendations to mitigate and prevent such events from happening in the future. After a detailed investigation, EASA determined the source of the interference, which was due to the fact that some SSR ground installations over-interrogated the on-board aircraft transponders at 1030 MHz at rates beyond the design limits of such on-board aircraft transponders. The authors of [10] discussed the possibility of a jamming attack in which the attacker transmits high-power signals at the same frequency band of SSR, leading to a DOS in SSR, so that targets disappear from ATC screens. Furthermore, the authors of [10] discussed the possibility of more sophisticated cyber-attacks in which ghost aircraft are inserted on ATC screens by an unauthorized user of SSR such that the attacker can spoof the interrogator with generated signals compliant with SSR standards. Table 11 summarizes the various potential cyber-attacks of SSR and other aeronautical surveillance techniques. Fig. 9 shows an assessment of the likelihood of jamming, spoofing, and over-interrogation attacks in SSR, their impact, and risk levels on a five-point scale based on application of the proposed cybersecurity risk assessment methodology described in Section II. As shown in Fig. 9, the likelihood of these attacks is low owing to the complexity of such attacks, inaccessibility, and high cost of attacking devices used while the relevant impact on aviation safety is high owing to the use of SSR as the main surveillance system for most regions and states. Therefore, risk level ranges from tolerable to acceptable. Recall that SSR uses a mechanically rotating antenna to transmit directional interrogates to on-board aircraft transponder with high transmitting power. One of the possible techniques to mitigate potential spoofing attacks in SSR is the data fusion of SSR and PSR measurements [61]. In this data fusion technique, a consistency check between two different surveillance systems, SSR and
TABLE 11. Potential cyber threats in various aeronautical surveillance techniques.

| Surveillance technique | Threat type                              |
|------------------------|------------------------------------------|
| SSR                    | Jamming, Spoofing, Over-interrogation    |
| MLAT                   | Miss synchronization due to vulnerabilities in GPS |
| ADS-B                  | Eavesdropping, Jamming, Spoofing         |

FIGURE 9. Illustration of cybersecurity risk assessment for SSR.

PSR, would detect SSR replies that are inconsistent with PSR measurements, thus overcoming the vulnerability to virtual ghost aircraft. Furthermore, it can be used to detect jamming attacks by detecting the presence of targets obtained from the PSR.

C. MULTILATERATION

In this section, we briefly describe the multilateration (MLAT) concept and the relevant cybersecurity issues.

1) OVERVIEW OF MULTILATERATION

MLAT is a cooperative independent surveillance technology that relies on the time difference of arrival (TDoA) principle [2], [19], [54], [57]. In MLAT, several ground sensors receive signals transmitted from an aircraft transponder, and the aircraft position is mathematically calculated using the TDoA principle. In the case of using MLAT, no additional avionics systems are required and an on-board transponder in place is utilized, while on the ground, the receiver sensors and central processing units must be deployed. Unlike PSR and SSR, MLAT does not use a mechanically rotating antenna; therefore, MLAT provides a high update rate. MLAT provides surveillance information, such as aircraft position, altitude and other information that is ultimately displayed on ATC screens. WAM is an MLAT system with a wider coverage that is used in the surveillance of en-route airspace. The positioning accuracy of MLAT is better than that of traditional radar systems, PSR and SSR, and depends on the number of receivers and their deployment geometry. Furthermore, the installation and ongoing maintenance costs of MLAT/WAM systems are considerably lower than those of legacy radar systems. The MLAT system can be classified into two main types according to the interrogation process: passive and active. In the passive mode, MLAT using the transponder replies to other interrogations to estimate the location of the aircraft, while in the active mode, the system interrogates the aircraft in the coverage area itself [45].

2) CYBERSECURITY IN MULTILATERATION

Unlike dependent surveillance techniques such as ADS-B, MLAT is an independent system that uses the solution of the TDoA set of equations to determine the location of the aircraft. Therefore, even if there is a modification in the message content in the MLAT system between an on-board aircraft transponder and ground sensors, the location of the aircraft is determined using the time taken to receive the messages and not the message content itself, which enhances security. However, MLAT ground receivers should be synchronized with methods such as GPS [3], [62]. Unfortunately, GPS is susceptible to jamming and spoofing attacks, which degrade the aircraft localization accuracy using MLAT, as discussed in Section IV. The authors of [62] introduced the issue of multi-device attacker models in which spoofing attacks on GPS were executed, which can successfully spoof locations within the OpenSky network with sufficient accuracy. The authors have shown that a distributed multi-device attacker model is a realistic threat scenario to MLAT systems using SDRs with GPS synchronization, such that the localization error of the MLAT becomes indistinguishable from the error of legitimate signals. To detect spoofing attacks in MLAT, the authors of [62] proposed using physical-layer features such as frequency-based, Doppler shift, and phase-based methods to detect the attacker locations. Fig. 10 shows an assessment of the likelihood of miss synchronization attack, their impact, and risk levels on a five-point scale based on application of the proposed cybersecurity risk assessment methodology described in Section II. As shown in Fig. 10, the likelihood of this attack is of a medium level while the relevant impact on aviation safety is from medium to high. Therefore, the risk level is tolerable. The likelihood and impact of this attack highly depends on the attack scenarios assumed, e.g., whether the attack affects aircraft flying in the en-route, approach, or landing phases of flights (local area MLAT or wide area MLAT), and whether there are alternative surveillance systems or not. In the addressed scenario herein, we assume that the attack affects wide area MLAT and there are other surveillance systems in place, which is a reasonable scenario in many regions.

D. AUTOMATIC DEPENDENT SURVEILLANCE

In this section, we briefly describe the operational concept of ADS and its relevant cybersecurity issues.
1) OVERVIEW OF AUTOMATIC DEPENDENT SURVEILLANCE

ADS-B [2], [53], [63] is a dependent surveillance system used to periodically determine aircraft position via airborne navigation sensors, (integrated GNSS system and inertial navigation). The ADS-B broadcasted information is transmitted via extended squitter Mode S transponders on board the aircraft. The broadcasted aircraft information, such as identification, position, velocity, and other information is received by ground receivers at 1090 MHz, to be displayed on ATC screens. The update rate of surveillance data occurs twice a second for position and velocity, and once every 5 sec for identification. Therefore, the update surveillance rate for ADS-B is higher than that for legacy radars, PSR, and SSR. The accuracy in determining aircraft position using the ADS-B is much better than using legacy radar systems. Furthermore, ADS-B decreases the cost of surveillance systems by eliminating the high commissioning and ongoing maintenance costs of traditional radar systems. ADS-B broadcasted information can also be received and displayed by other neighboring aircraft that are equipped with ADS-B IN. ADS-B Out is mandated by many regions, such as the US, European, and Australian airspaces. There are two ADS-B data link standards: Universal Access Transceiver, (utilizing the 978 MHz frequency), and 1090 MHz Extended Squitter (1090ES). In this paper, we consider only the ADS-B over 1090 MHz. Recently, new ADS systems that have wider coverage than that of ground-based ADS-B, such as space-based ADS-B and Automatic Dependent Surveillance-Contract (ADS-C). Unlike ADS-B, which relies on ground-based infrastructure, space-based ADS-B utilizes satellite networks to receive ADS-B messages broadcasted from certified aircraft transponders [64]–[67]. Subsequently, the satellite network relays the ADS-B messages to the ground stations, which then forward the data to the ATC automation systems. Space-based ADS-B enables global coverage in areas where deploying ADS-B ground receivers is not applicable, such as in ocean areas, mountains, and conflict zones. On the other hand, ADS-C [68] enables aeronautical surveillance which is based on contracts established between airlines and ground-based air navigation units, which includes the specified reporting rate.

2) CYBERSECURITY ISSUES IN AUTOMATIC DEPENDENT SURVEILLANCE

ADS-B is prone to cyber-attacks, such as eavesdropping, jamming, and spoofing [12], [13], [69], [70] owing to the lack of security algorithms in ADS-B and the availability of SDR [53]. Therefore, attackers can modify ADS-B messages to virtually modify the aircraft trajectory, provide ghost targets on ATC screens, and delete ADS-B messages, leading to the disappearance of targets from ATC screens. Fig. 11 shows an assessment of the likelihood of eavesdropping, jamming, and spoofing threats in ADS-B, their impact, and risk levels on a five-point scale based on application of the proposed cybersecurity risk assessment methodology described in Section II. As shown in Fig. 11, the likelihood of jamming and spoofing threats, as well as eavesdropping, is higher than that in SSR owing to the lack of security algorithms in ADS-B, and the low cost of ADS-B receivers. Furthermore, unlike SSR, which directionally interrogates on-board aircraft transponders with high transmitting power, the on-board aircraft ADS-B transponder periodically broadcasts surveillance information omnidirectionally to ground receivers. Additionally, unlike the complex mechanically rotating antenna used in SSR, the mechanism of ADS-B involves the use of simple receiving devices to receive ADS-B surveillance information. In more detail, as shown in Fig. 11, an eavesdropping attack is very likely to be occur owing to the lack of security algorithms, low cost of ADS-B receiver, standardized ADS-B protocol, and frequencies used, while their impact on aviation safety is low. Therefore, the risk level is acceptable. Furthermore, jamming attacks are likely to occur because of the capability of attackers, in terms of accessibility and low cost of jamming devices used, low receiving power at ADS-B ground antennas, while their impact is medium on aviation safety, except for regions that use ADS-B as a sole surveillance system, where the relevant impact will be high. Therefore, the risk level is acceptable. Additionally, the likelihood of a spoofing attack is low, while its impact is high on aviation safety. Therefore, the risk level is tolerable, assuming that there is no correlation with other surveillance sensors to check the trustworthiness of received ADS-B information, and the impact will change for other attack scenarios. Recall that for an eavesdropping attack, the attacker only receives a wireless signal, whereas for jamming, the attacker transmits a wireless signal to block the ADS-B signal. Furthermore, for spoofing attacks, an attacker can inject, delete, or modify the content of ADS-B messages. Many studies have been proposed addressing ADS-B cyber-attack issues. Some techniques use cryptographic solutions [71]–[75], while others use location verification [63], [76]–[78], while novel techniques involving machine learning localization have been utilized more recently [53], [79]. Cryptographic techniques [71]–[75] use encryption protocols in the communication link between ground-based ADS-B receivers and ADS-B transponders on board the aircraft. Such techniques require the pre-sharing of a secret key between the transmitter and receiver. Cryptographic techniques
necessitate changing ADS-B standards and therefore major changes in the fleet. On the other hand, some location verification techniques detect spoofing in ADS-B by comparing the claimed aircraft position received from ADS-B receivers with those obtained from other techniques. The other techniques could be Doppler shift [63], Angle of Arrival (AoA) [77], [78], MLAT [80], and data fusion of ADS-B, flight model of aircraft, MLAT, and flight information [81]. Unfortunately, the proposed techniques involving Doppler shift rely on the participation of ground ADS-B receivers, while AoA techniques require using sector antennas, and the proposed techniques involving MLAT necessitate certain sensor deployment and accurate synchronization of the MLAT sensors. The authors of [53] proposed a novel machine-learning technique that establishes a theoretically calculated fingerprint map. Then, it uses historically recorded real data from the OpenSky network to augment the TDoA fingerprint map. For jamming attacks in ADS-B, the proposed technique can be used to independently determine the aircraft location regardless of whether it received from ADS-B messages. Furthermore, spoofing attacks in ADS-B can be detected via comparing the position received from the ADS-B with that obtained from the proposed framework.

VI. SYSTEM-WIDE INFORMATION MANAGEMENT

A. OVERVIEW OF SYSTEM-WIDE INFORMATION MANAGEMENT

With the increasing growth of air traffic density worldwide, the connectivity between various aviation sectors, including air navigation systems (ground/air and ground/ground), has received significant attention. To achieve cost-effective, reliable and accurate system wide-area connectivity between various air navigation facilities in a timely manner, the involved systems need to be globally interoperable [82]. Therefore, global information sharing systems, such as the SWIM concept, can dynamically manage air navigation facilities without isolation and avoid duplication of information. SWIM is a global concept consisting of standards, infrastructure, and governance designed to enable a harmonized global exchange of air navigation information such as flight information and aeronautical, meteorological, and aeronautical surveillance for all airspace users and stakeholders [4], [82], [83], as shown in Fig. 12. The connectivity among various ATM systems will rely on the evolution of network-centric information sharing, in which the ground systems and the aircraft are considered as nodes that can be used for sharing information and relaying their intent through an integrated network. Additionally, SWIM is a crucial component of the Next Generation (NextGen) project (United States), Single European Sky ATM Research (SESAR) (Europe), collaborative actions for renovation of air traffic systems (CARATS) (Japan), and the ICAO Global Air Navigation Plan (GANP). In the GANP, SWIM can enable SWIM-B2/4 aviation system block upgrade (ASBU) modules [84], such as exchanging air/ground non-safety critical information with the aircraft to improve operational awareness and efficiency without the constraints imposed by voice communications between the on-ground ATC and the pilot. Additionally, SWIM can enable SWIM-B3/1 to exchange air/ground safety critical information with the aircraft to improve operational awareness and efficiency. Applying the SWIM concept will contribute to enhanced decision-making by all stakeholders during the various phases of flights through improved shared situational awareness. Furthermore, improvements in the availability of data and information, increased system performance, flexibility, and cost effectiveness were achieved by applying SWIM [4].

B. CYBERSECURITY ISSUES IN SYSTEM-WIDE INFORMATION MANAGEMENT

As mentioned before, SWIM uses net-centric exchanges of aeronautical information, which exposes the system to potential interruption and damage. Such damage can also occur in other parts of the network, where the systems are connected using an IP network. The authors of [16] discussed a number of potential vulnerabilities in SWIM, such as a man-in-the-middle attack, where no end-to-end acknowledgement is provided about messages being sent or received on the network. Furthermore, because SWIM uses software with end users and through the network, such software is prone to a wide range of cyber-attacks that can increase instances of unauthorized access and malicious code.
TABLE 12. Potential cyber threats in SWIM.

| Potential threats          | Likelihood | Impact | Risk level |
|---------------------------|------------|--------|------------|
| Man-in-the-middle attack  | 3.0        | 3.0    | 9.0        |
| Unauthorized access/DOS attacks | 3.0      | 3.0    | 9.0        |
| IP-network attacks        | 3.0        | 3.0    | 9.0        |

FIGURE 13. Illustration of cybersecurity risk assessment for SWIM.

Other vulnerabilities of SWIM originate from the potential inherited vulnerabilities of the IP network connectivity used in SWIM. Table 12 summarizes the most common cyber-attacks relevant to SWIM. Fig. 13 shows an assessment of the likelihood of potential cyber-attacks in SWIM, their impact, and risk levels on a five-point scale based on application of the proposed cybersecurity risk assessment methodology described in Section II. As shown in Fig. 13, the likelihood of these attacks is of a medium level, as is the relevant impact on aviation safety. Therefore, the risk level is tolerable. The impact of these attacks highly depends on the attack assumed scenarios, such as the availability of alternative direct communication connections used to receive critical information. In the scenario addressed herein, we assume that there are alternative means of obtaining essential information, e.g., in case the SWIM network suffers a DOS attack, services such as meteorology, aeronautical, and flight information can be obtained manually from the sources of such information. In other words, information sharing changes from net-centric to isolated individual systems, which affects the timelessness of receiving the information. Recall that, unlike the wireless signal attacks associated with communication, navigation, and surveillance systems that allow attackers to jam or spoof wireless signals and without requiring attackers to be inside the targeted attacked systems, attacks in networks such as SWIM can be performed remotely, when systems have remote access, or from inside the organization. Furthermore, although SWIM uses an IP network, it uses a private IP network in which, attackers should have access to the systems to insert malicious programs, whether remotely or from inside the organization. To mitigate such cyber-attacks, the authors of [85] proposed the SWIM Common Public Key Infrastructure Project to establish a trust framework with the objective of enhancing the cybersecurity of exchanging aviation information in Europe. This project assumes the use of digital certificates with the users of SWIM, such as ANSPs, airspace users, and airports, to increase the level of confidence and authentication of SWIM connections in an interoperable manner. This project will work in close cooperation with similar ICAO initiatives named INNOVA/ACORNS (Aviation Community Operational Resilience Network Services), which aims to have a global trusted, secured, and resilient framework to facilitate the global exchange of digital information. INNOVA/ACORNS will establish a trust framework based on a global interoperable private IP network for aviation stakeholders.

VII. CONCLUSION AND FUTURE WORK

In this paper, we proposed a systematic qualitative and quantitative methodology of cybersecurity risk assessment for aviation, which includes identification of the potential threats in civil aviation systems, assessment of the likelihood of these threats and their impact, and assessment of the risk levels. Furthermore, we applied the proposed cybersecurity risk assessment on the legacy and next-generation critical infrastructure in aviation systems, including air-ground communication, radio navigation aids, aeronautical surveillance, and system-wide information management. Additionally, we addressed the specific and general mitigation measures used to reduce risks to acceptable levels. As seen from our study, the common potential cyber-attacks on systems that send signals to space, for example, in the case of air-ground communication, radio navigation aids, and aeronautical surveillance, are eavesdropping, jamming, and spoofing, whereas for networking systems including SWIM, the most common forms of cyber-attacks are unauthorized access, DOS attacks, man-in-the-middle attacks, and IP-network attacks. Our analysis showed that the communication, navigation, and surveillance systems with the threat of highest risk levels are VHF, satellite-based navigation, and ADS-B, respectively, while those with the lowest risk levels are CPDLC, ground-based radio navigation aids, and SSR, respectively. In future studies, we will address cybersecurity in the civil aviation sector with a focus on the period during the COVID-19 pandemic and beyond. With the outbreak of this pandemic, there has been significant growth in the use of online technologies, such as those that support remote work in airports and airlines, and therefore, increased levels of cyber-attacks related to COVID-19. Furthermore, we will address the cybersecurity in the next generation air navigation systems, such as AeroMACS, L-DACS, and space-based ADS-B.
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