Blockchain Auditing Technology for Inter-provincial Generation Right Trading
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Abstract. This paper proposed an auditing method for medium and long-term inter-provincial generation right trading based on blockchain technology, ensuring that market participants' private data and trade secrets cannot be tampered, and the transaction process can be traced back. In this way, trading institutions and regulatory authorities can obtain credible data. The method can provide a two-way book to trace the flow of energy and financial assets, provide data verification services to confirm the integrity and validity of the data, and it can provide data auditing service to identify contents that have been tampered. This paper took the generation right trading between the East and the West of China as an example, a blockchain testing environment was established to verify the feasibility of the auditing method for generation right trading. This paper offered an auditing solution for registration, declarations, clearing, and settlement of data involved in inter-provincial generation right trading.

1. Introduction

On October 24th, 2019, the Political Bureau of the CPC Central Committee conducted the eighteenth collective study on the status quo and trends of blockchain technology development. General Secretary Xi Jinping emphasized that the integrated application of blockchain technology plays an important role in new technological innovation and industrial transformation. It is necessary to use the blockchain as an important breakthrough for independent innovation of core technologies, clarify the main direction, increase investment, focus on a number of key core technologies, and accelerate the development of blockchain technology and industrial innovation. Therefore, accelerating the development of blockchain technology will become a national strategy.

In order to meet the needs of the development of the new era, in 2019, the State Grid Corporation of China proposed the "three-type two-network" strategic goal, building a hub-type, platform-type, shared-type strong smart grid and ubiquitous power Internet. The blockchain technology is one of the key application technologies. On August 22th, 2019, State Grid Corporation set up a blockchain company to realize a new model of blockchain + power grid.

Although China's load centers are far away from the energy centers, thanks to the development of the UHV power grid, the eastern load centers can still absorb the clean energy of the central and western regions and achieve sustainable social development, among which the role of generation right trading across provinces cannot be ignored. As an important market-oriented means for the power industry to promote energy conservation and emission reduction and improve resource utilization efficiency, generation right trading has unique advantages compared with the planned economy, and it
also has the necessary and foundation for continuous and extensive development. On the one hand, when power generation shares are transferred from high-energy and high-emission units to low-energy and low-emission units, the total amount of carbon emissions is reduced. On the other hand, when clean energy power generation participates in generation right trading, it can stimulate clean energy power consumption, avoid the phenomenon of abandoning wind and abandoning light on the power transmission end, and it is also beneficial to the environmental protection of the power receiving end. In the first half of 2019, Beijing Power Exchange Center gave priority to special market transactions of generation right trading, vigorously promoted clean energy alternative to conventional energy, and carried out clean energy generation right trading of 1.8 billion kwh[1].

The market participants are equal and mutually beneficial, requiring the safe flow of electricity, data and financial assets. Two-way transaction deposits are necessary. In this respect, blockchain technology has advantages. The blockchain adopts the most advanced information technology such as distributed ledger, security authentication, consensus mechanism, and intelligent contract. It is the underlying implementation technology of digital financial assets. It has the characteristics of decentralization, data untamperable, and self-healing. It is widely used in the field of commodity circulation. In recent years, it has become a hot technology in the electricity market[2-5], energy Internet[6-7], and distributed energy[8-9] transactions. In terms of data deposit, the paper[10] explored the issue of the authenticity of data related to blockchain deposits and introduced its application in judicial review and evidence collection. The paper[11] introduced the application of blockchain auditing in security systems. The paper[12] used blockchain technology for data integrity verification. The paper[13-14] proposed a blockchain auditing method for the government. The paper[15] described the blockchain for renewable energy certificates and carbon emission certificate transactions, tracking the process of power generation to certificate ownership transactions.

According to the demand of inter-provincial generation right trading, this paper uses blockchain technology to write the transaction core secret data into the blockchain account, design a safe and reliable auditing technology for inter-provincial generation right trading to realize the blockchain data auditing service, to ensure that transaction data can not be tampered, and the transaction process can be traced to meet the regulatory requirements of power transactions.

2. Design of blockchain auditing for inter-provincial generation right trading
The blockchain auditing for inter-provincial generation right trading can be composed of multiple provinces’ transaction blockchain auditing network interconnections. The difficulty of the blockchain auditing is the blockchain network structure, access control rules and smart contracts design.

2.1. Design of blockchain auditing network structure
The network structure of blockchain auditing for inter-provincial generation right trading includes organization, network nodes and smart contract deployment. The organizational division is the basis for the design of the network structure of blockchain auditing for inter-provincial generation right trading. The Organizations which audit inter-provincial generation right trading data are divided into trading institutions and regulatory agencies by type. Divide the organization according to Table 1, and name the organization by referring to the domain name of the network.
Table 1. Blockchain auditing data model for inter-provincial generation right trading

| No | Dimension       | Subitem                                                                 |
|----|-----------------|-------------------------------------------------------------------------|
| 1  | Domain          | Region, province                                                        |
| 2  | Organization    | Industry, enterprise, institution, etc.                                 |
| 3  | Trading process | Registration, declaration, clearing, settlement, etc.                   |
| 4  | Market          | Electric generation, electric power generation, seller, consumer, trading institutions, regulatory agencies, etc. |
|    | participants    | Start time, end time, seller, transmission, purchaser, declaration curve, transaction curve, settlement energy, settlement price, settlement of fee, etc. |
| 5  | Trading         | declaration curve, transaction curve, settlement energy, settlement price, settlement of fee, etc. |
|    | information     | Name, alias, description, market role, address, legal                   |
| 6  | participants    | representative, social identification number, phone, email, bank account, country, organization, etc. |

On the basis of the organization, the blockchain network cluster nodes are designed. Cluster nodes include compute node clusters, ledger database clusters, certificate authority clusters, and consensus clusters.

The smart contracts are installed and instantiated on the compute node clusters in trading institution. Smart contracts include five parts: market participants registration, transaction declaration, transaction clearing, transaction settlement and data auditing. The intermediate results of market participants registration, transaction declaration, transaction clearing and transaction settlement are not stored in the account book, only the secret data such as electricity quantity, electricity price and electricity fee are linked. Data auditing only links the digital summary information of market participants registration, transaction declaration, transaction clearing, and transaction settlement.

2.2. Design of blockchain auditing access control rules

Access control rules can realize the access control of different identity users to different types of data on different blockchains, and ensure the security of data access.

The Access control rules includes identity control, channel control and private data access control. Different identity users verify their identities through digital certificates. Different identity users join different channels to access different blockchain ledgers. At the same time, authorized cross chain access rights are configured. The channels include transaction channel and auditing channel. The transaction channel accesses the market participants registration, transaction declaration, transaction clearing, transaction settlement account book, and the auditing channel accesses the auditing account book. The users who join the transaction channel only have limited access to market participants registration, transaction declaration, transaction clearing and transaction settlement data and services that match their identities. The users who join the auditing channel can access the auditing data and services of market participants registration, transaction declaration, transaction clearing and transaction settlement in the auditing account book. The market participants registration, transaction declaration, transaction settlement and transaction settlement contract are designed with private data ledger to ensure the data access security.

2.3. Design of auditing smart contracts

Smart contracts of blockchain auditing include market participants registration, transaction declaration, transaction clearing, transaction settlement and transaction auditing smart contracts.

2.3.1. Market participants registration smart contracts

The smart contracts of market participants registration provide interfaces for writing market participants registration information, reading market participants registration information and cancelling market participants.
• Writing interface accepts JSON structural parameters, including name, alias, description, market role, legal representative, social ID, address, telephone, email, bank account, etc. When the writing interface is called cross chain, the market participants hash is returned.
• Reading interface accepts market participants hash, or telephone, or bank account number, or identification code, or email and other parameters, and returns the market participants registration information.
• Cancelling interface accepts the hash parameter of market participants, deregisters the record of market participants. When the cancelling interface is called cross chain, the result of deregistration is returned.

2.3.2. Transaction declaration smart contracts
The smart contracts of transaction declaration provide interfaces for writing declaration data and reading declaration data.
• Writing interface accepts JSON structured parameters, including market participants hash, transaction type, transaction time, subject matter, declaration data, When the writing interface is called cross chain, the auditing hash is returned.
• Reading interface accepts the hash parameter of the market participants and returns the transaction declaration data matching the identity.

2.3.3. Transaction clearing smart contracts
The smart contracts of transaction clearing provide interfaces for writing clearing data and reading clearing data.
• Writing interface accepts JSON structured parameters, including transaction type, subject matter, power purchaser hash, seller hash, transmission hash, trading period, clearing price, clearing energy, trading energy, etc. When the writing interface is called cross chain, the auditing hash is returned.
• Reading interface accepts JSON structured parameters, including market participants hash, transaction type, subject matter and transaction time, and returns the transaction clearing results matching the identity.

2.3.4. Transaction settlement smart contracts
The smart contracts of transaction settlement provide interfaces for writing settlement data and reading settlement data.
• Writing interface accepts JSON structured parameters, including market participants hash, transaction type, subject matter, power purchaser hash, transmission hash, seller hash, settlement period, settlement electricity quantity, settlement price, settlement expense, etc. When the writing interface is called cross chain, the auditing hash is returned.
• Reading interface accepts the hash parameter of the market participants and returns the transaction settlement results matching the identity.

2.3.5. Transaction auditing smart contracts
The smart contracts of transaction auditing provide interfaces for writing transaction auditing data, verifying transaction, screening data and tracking assets.
• Writing interface accepts JSON structured parameters, including market participants registration, transaction declaration, transaction settlement or transaction settlement, and returns the auditing hash.
• Verifying interface accepts JSON structured parameters, including the hash parameter of the market participants, transaction declaration, transaction settlement, and returns the verification results.
• Screening interface accepts JSON structured parameters, including the hash parameter of the market participants, transaction declaration, clearing or settlement data, and returns the screening results.
• Tracking interface accepts JSON structured parameters, including the hash parameter of the market participants or transaction period, and returns the JSON structured results of assets flow, which include transaction declaration, clearing or settlement of JSON structured data.

3. Verification of blockchain auditing for inter-provincial generation right trading
This paper took the generation right trading between the East and the West of China as an example, as shown in Figure 1. A blockchain testing environment was established to verify the feasibility of the auditing method for generation right trading.

![Figure 1. Organization structure of inter-provincial generation right trading](image)

Based on the above case, the verification environment of blockchain auditing was built using the 1.4.2 release of Hyperledger Fabric. Assume that the organization of the inter-provincial generation right trading is genergy.net, the organization of the blockchain auditing were exchange institutions (exchangeorg) and regulatory agencies (regulatororg). The cluster consisted of 5 computing nodes (peer), 5 ledger database nodes (couchdb), 2 authentication nodes (ca), and 3 sorting nodes (orderer). the consensus mechanism used the raft algorithm. Raft algorithm was used as consensus mechanism. The node configurations are shown in Table 2.

| Category       | Node                                      | Purpose               |
|----------------|-------------------------------------------|-----------------------|
| Computing      | peer0.exchangeorg.genergy.net             | Deploy smart contracts|
|                | peer1.exchangeorg.genergy.net             |                       |
|                | peer2.exchangeorg.genergy.net             |                       |
|                | peer0.regulatororg.genergy.net            | Deploy smart contracts|
|                | peer1.regulatororg.genergy.net            |                       |
|                | couchdb0.exchangeorg.genergy.net          | Deploy ledger database|
|                | couchdb1.exchangeorg.genergy.net          |                       |
|                | couchdb2.exchangeorg.genergy.net          |                       |
| Distributed ledger | couchdb0.regulatororg.genergy.net     | Deploy ledger database|
|                | couchdb1.regulatororg.genergy.net        |                       |
|                | orderer0.genergy.net                      | Consensus ranking     |
|                | orderer1.genergy.net                      |                       |
|                | orderer2.genergy.net                      |                       |
| Ordering       | ca.exchangeorg.genergy.net               | Authentication service|
|                | ca.regulatororg.genergy.net               |                       |

All 3 peer nodes of exchange institutions were installed and instantiated with smart contracts for market participants registration, transaction declaration, transaction clearing and transaction settlement. 2 peer nodes of regulatory agencies were installed with transaction auditing smart contracts, among them, peer 0 node was set as anchor peer, which is used to build distributed network interconnection for computing cluster between institutions. In order to ensure the security of private data of all market participants, the secret data was configured as private data ledgers, which cannot be accessed by other institutions. Each peer node had a separate accounting database node. The sorting node was not divided into exchange institutions and regulatory institutions, which embodies the characteristics of decentralization. Exchange institutions and regulators established their own independent certification
centers, which are responsible for role certification and certificate issuance of blockchain cluster nodes, administrators and users deployed in their own institutions.

5 smart contracts were written in Go, including registration contract (register_cc), declaration contract (bid_cc), clearing contract (clearing_cc), settlement contract (settle_cc), and audit contract (audit_cc). Through the Node.js interface, the test script (service_start.sh) was written to start and initialize the blockchain network, including channel configuration, certificate generation, creation of creation blocks, creation of identity, creation of channels, joining of channels, update of anchor points, and installation of contracts, instantiating contracts. The contracts interface test script (interface_test.sh) was written, including batch writing market participants registration information, batch writing transaction declaration information, batch writing transaction clearing information, batch writing transaction settlement information, auditing verification, auditing screening, auditing trail.

The test results in the local virtual machine environment show that the performance of raft consensus algorithm is greatly improved compared with Kafka algorithm, and the raft consensus algorithm can record 8 audits per second, which is slow in efficiency. But, if the nodes are deployed on the server physical machine, the throughput can be increased from 4000 to 20000 audits per second, meeting the practical requirements. If a test node goes down, it can automatically obtain the historical blocks from other nodes. The nodes have the ability of self-healing, and there is no loss of audit data. If the number of instances is increased, the self-healing ability will be improved, but the consensus efficiency will be reduced. By using Kubernetes or Swarm, the blockchain network can realize autonomy, which meets the requirements of intelligence.

The above test results show that after performance optimization, the blockchain auditing can meet the technical requirements of distributed computing, high concurrency, security, reliability and intelligence, and can provide a solution for inter-provincial generation right trading audit.

4. Conclusion
This paper designs a blockchain auditing network for inter-provincial generation right trading, and writes the transaction core data and its audit into the blockchain ledger, so that the capital flow and energy flow between the market participants cannot be tampered and can be traced back, which has important application value. At present, this paper is only a simple technical verification, which can be extended to other energy industries, such as natural gas. However, different energy industries may have different transaction audit models and organizational structures, which requires targeted research. In order to meet the higher requirements of real-time and concurrency of other types of power transactions between provinces in the future, it is necessary to propose a special consensus algorithm for the transaction rules to further improve the performance.
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