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ABSTRACT

Information storing in third party storage is increased. Outsourcing the data to other storage devices or servers may bring question to the secure environment. However, sensitive data like medical information should need privacy when it is stored in cloud storage. In this paper, a secure keyword search that provides the resultant data in an encrypted form where the end user can decrypt using the key given to them is shown. It uses blowfish to encrypt the data, and it also supports the data owner to delete or modify the content of their document. It also ensures accurate relevance score calculation between encrypted index and query vectors.
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INTRODUCTION

Encrypting File System (EFS) is a feature of Windows that can be used to store information on hard disk in an encrypted format. Encryption is the strongest protection that Windows provides to help the use to keep the information secure. Encryption is the process of translating plain text data (plaintext) into something that appears to be random and meaningless (cipher text). To encrypt more than a small amount of data, symmetric encryption is used. A symmetric key is used during both the encryption and decryption processes. The goal of every encryption algorithm is to make it as difficult as possible to decrypt the generated cipher text without using the key. For a good encryption algorithm, the longer the key, the more difficult it is to decrypt a piece of cipher text without possessing the key. It is difficult to determine the quality of an encryption algorithm. Algorithms that look promising sometimes turn out to be very easy to break, given the proper attack. When selecting an encryption algorithm, it is a good idea to choose one that has been in use for several years and has successfully resisted all attacks. Decryption is the process of converting cipher text back to plain text. A symmetric key is used for both the encryption and decryption processes. To decrypt a particular piece of cipher text, the key that was used to encrypt the data must be used.

Recently, there has been interest in the problem of searching on encrypted data. Consider a user with limited resources storing the data on remote and untrusted storage servers. To preserve confidentiality, it is desirable to store the data in encrypted form. However, encryption makes it hard
to retrieve data selectively from the server. In other words, when a user wishes to only retrieve specific content (e.g., containing certain words), it is hard to let the server perform the search for desired data without any loss of data confidentiality. For providing secure searchable encryption, most of these schemes encrypt the content of data and attach related keywords to it in encrypted form.

Large number of data owners have moved their data into servers for their convenience of multiprocessing, accessing the data from anywhere, reducing their work. The main objective of this project is to secure the sensitive data by encrypting it before storing into the server. Currently, the user search for the data used as the keyword-based search. Here, the proposed method is secured multi keyword ranked search and avoiding the duplicate data from the encrypted data. When uploading the files into the server data owner create the keyword sets for the uploaded file. While searching that file using a keyword sets, user construct a special index structure and retrieve maximum files based on the generated keywords.

RELATED WORKS

P. Xu et al. (2013) proposed a novel concept called the Public-key Encryption with Fuzzy Keyword Search (PEFKS). It allows a third party knowing the search trapdoor of a keyword to search encrypted documents containing that keyword without decrypting the documents or knowing the keyword. M. Kuzu et al. (2012) proposed an efficient scheme for the similarity search over encrypted data. Encrypted storage protects the data against illegal access. To mitigate the concerns, sensitive data is usually outsourced in encrypted form which prevents unauthorized access.

U. Draisbach et al. (2012) proposed a system which focused on Duplicate Count Strategy (DCS) a variation of SNM that uses a varying window size. Ramesh et al. (2015) provides a secure searching of data for personalized recommendation systems for user search. D. Wagner et al. (2013) proposed the cryptographic schemes that enable searching on encrypted data without leaking any information to the untrusted server. The techniques also support query isolation, meaning that the untrusted server learns nothing more than the search result about the plaintext.

T. Papenbrock et al. (2015) proposed two novel progressive duplicate detection algorithms that significantly increase the efficiency of finding duplicates if the execution time is limited. Duplication removal is the main strategy of this work which partitioned the data into chunking and delete the duplicate files. K. Deng et al. (2015) proposed a system that, the objects in a spatial database are associated with keyword(s) to indicate their services. The great advantage of this work is to investigate the search based on the closest keywords.

M. Wallace et al. (2004) proposed the incremental update of fuzzy binary relations, when focusing on both storage and computational complexity issues. K. Elmagarmid et al. (2007) proposed a thorough analysis of the literature on duplicate record detection. The existing tools are concluded with the coverage of a brief discussion of the big open problems in the area.

Z. Bao et al. (2010) proposed an IR-style approach which basically utilizes the statistics of underlying XML data. They first proposed specific guidelines that a search engine should meet in both search intention identification and relevance oriented ranking for search results.

This proposed system provides the efficient search system for searching the files from the server using multi-keyword. It has a server to generate the fuzzy keyword set from the file name. Here, the fuzzy keyword set is used to create all the possible misspell keywords. Search keyword will be encrypted and it will be checked with the collection of original encrypted file name in the server. If the keyword gets matched then the fuzzy keyword set is connected with that particular keyword. So that any search for the file is based on the list of fuzzy keywords rather than fetching the files directly from the server and here the searching performance is also considered. Like how much time it will take to complete the task and how many files it will retrieve.
PROPOSED SYSTEM

Figure 1 shows the architecture of the system. In user interface, the data owner will upload the files. The uploaded file has been stored in database. The uploaded files is encrypted using the blowfish algorithm. Then the file name and keyword will be extracted. After extraction, the fuzzy search will be processed to retrieve the files. For that, the key set will be generated. Then the three types of searching process will be held by the user. The user has to search the file by giving the keyword. Then the user can use anyone of the three types of searching process to retrieve the file like kgram, semantic and linear searching process.

The proposed system consists of four modules namely user interface, admin upload encrypt data, keyword set generation and file search. User interface is the front end which will have the basic login for the data owners and the data users with their respective access like File upload, File search and Report generation.

Key management is the management of cryptographic keys in a cryptosystem. This includes dealing with the generation, exchange, storage, use, and replacement of keys. It includes cryptographic protocol design, key servers, user procedures, and other relevant protocols. Generating keys manually or enabling or disabling the generation of keys are tasks that require you to recycle the node agents and application servers to accept the new keys. If any of the node agents are down, run a manual file synchronization utility from the node agent machine to synchronize the security configuration from the deployment manager.

Data Owner

Figure 2 shows the data owner process. The data owner is responsible for updating the files. The update operation will be like inserting and deleting the files. While updating, the data owner generates the update information locally and sends it to the server. Data owner has a collection of documents which the user wants to outsource to the server in encrypted format, while still keeping the capability to search on them for effective utilization. Data owner will first upload the file. The uploaded file will be stored in database in encrypted format. Afterwards, the data owner outsources the encrypted
collection and the secure index to the server, and securely distributes the key information of trapdoor generation and document decryption to the authorized data users.

**File Search**

This section has the logic to create an encrypted keyword set based on the kgram, linear and semantic algorithms. It has the file search and file retrieval logics based on the different keyword set generated. The report generation logics in this section to understand the performance based on various conditions during file upload, keyword set creation, file search for the correct keyword search and the typing errors/representation or inconsistent keyword search. Figure 3 shows the different searching process of the user.

**Figure 2. Data Owner Process**

[Diagram of Data Owner Process]

**Figure 3. File Search**

[Diagram of File Search]
K-Gram Search

This section has the kgram1 searching process. kgram1 process of searching a file by using the keyword is very essential searching process for retrieving a file from the server. In this kgram1 searching, the user have to search the file by using the keyword, which can be given by leaving single character. The authorized user will enter the keyword to search a file, only for the valid keyword the file will be displayed. Depending upon the number of visit count the security will be increased. To download the particular file from the server the user has to give the secret key, which has been send to the user’s registered e-mail ID from the admin. Figure 4 shows the kgram1 searching process. Likewise, kgram2 process also done until validation occur.

Figure 4. K-Gram search Process

Semantic search seeks to improve search accuracy by understanding the searcher’s intent and the contextual meaning of terms as they appear in the searchable dataspace, whether on the web or within a closed system, to generate more relevant results. Semantic search systems consider various points including context of search, location, intent, variation of words, synonyms, generalized and specialized queries, concept matching and natural language queries to provide relevant search results.

IMPLEMENTATION

In algorithm design, there are two basic ways to ensure that the key is long enough to ensure a particular security level. One is to carefully design the algorithm so that the entire entropy of the key is preserved, so there is no better way to crypt analyze the algorithm other than brute force. The other is to design the algorithm with so many key bits that attacks that reduce the effective key length by several bits are irrelevant. Blowfish is the algorithm used for encryption which undergoes 522 iterations to test the key which is effective among the cyber attacks.

Results

The experiments are carries out with cloud set up using Cloudsim. Data owner uploaded the file in the data storage in decrypted form and user search the data by using the semantic search. The uploaded file will be stored in the database. The key set will be generated for the uploaded file, and then it will be stored in database in a separate table.

Figure 5 shows the encrypted files stored in the database. In this process of encrypting a file, first create a key from a given byte array for a given algorithm. Then get an instance of Cipher class for a given algorithm transformation. Initialize the Cipher with an appropriate mode (encrypt or decrypt) and the given Key. Invoke doFinal(input bytes) method of the Cipher class to perform encryption or decryption on the input bytes, which returns an encrypted or decrypted byte array. Read an input file to a byte array and write the encrypted and decrypted byte array to an output file accordingly.
In kgram1 searching process the user can search the file by leaving a single character in the keyword. In Figure 6, it shows the keyword given to search the file, by leaving a single character. It also shows the particular file, which has been searched by the user from the server. It shows the count of files which is available in the server and along with that it shows the time taken to search the file. The user will enter the keyword, only for the valid keyword the file will be displayed. Depending upon the number of visit count the security will be increased for the file.

The kgram2 searching process is the process of searching the file by leaving the double character in the keyword. In Figure 7, it shows the keyword given to search the file, by leaving the double character. It also shows the particular file which has been searched by the user from the server. It shows the count of files which is available in the server and along with that it shows the time taken to search the file. The user will enter the keyword, only for the valid keyword the file will be displayed. Depending upon the number of visit count the security will be increased for the file.

The secret key which is send by the admin to the authorized user. The user has to enter the secret key to download the file. The secret key which is send to the user's registered e-mail ID from the admin. The authorized user only can use the secret key to retrieve the file. Whenever the visiting count is increased in kgram1 and kgram2 search, it will ask for a secret key. The linear searching process generally needs the secret key to retrieve the file. The semantic searching process also needs the secret key for retrieving the file. In the semantic search the searching process will be processed by using the
meaning of the file name to search and retrieve the file. In Figure 8, it shows the keyword given by
the user. It contains the number of files and along with that it shows the time taken to search the file.

Finally the accuracy of the K-Gram search results is compared and analyzed with the existing
works. Table 1 shows the response time and memory consumed for search based on the number of
keyword given for search. The accuracy is calculated and compared with existing work of Deng et
al (2015).

The accuracy of the proposed system increasing while the number of keywords are increased.
So, it can also consumes less memory when we go for more keyword search.

| No. of Query keyword | Response Time (ms) | Memory Consumed (MB) | Accuracy (%) |
|----------------------|--------------------|----------------------|--------------|
|                      | Deng et al. | Proposed | Deng et al. | Proposed | Deng et al. | Proposed |
| 1                    | 25         | 15        | 0.40        | 0.42     | 98.0        | 94.0       |
| 2                    | 75         | 22        | 0.45        | 0.43     | 96.5        | 93.8       |
| 3                    | 185        | 35        | 0.48        | 0.44     | 91.7        | 92.6       |
| 4                    | 280        | 48        | 0.50        | 0.46     | 87.5        | 91.2       |
| 5                    | 350        | 54        | 0.52        | 0.48     | 83.5        | 90.7       |
CONCLUSION AND FUTURE WORK

This project proposed the keyword search over encrypted data, and constructs the security requirement. The secure, efficient and dynamic search scheme is proposed, which supports not only the accurate keyword search but also the dynamic deletion and insertion of documents. It also performs the duplicate file detection process in this project. The efficient Blowfish algorithm is used to encrypt the data. The data owner is responsible for uploading the file and sending them to the server. The authorized user will perform different searching process to search and retrieve the file. The user will search the file by using the keyword. The owner will send the secret key to the user’s registered e-mail ID, and by giving the appropriate secret key the user can retrieve the file. Finally, the secure keyword searching process has performed well for the authorized user’s. In future, the secured keyword searching over encrypted data can be performed in the cloud environment. So that the process of keyword search over encrypted cloud data can be implemented with a variety of security requirements. In this proposed scheme, the data owner is responsible for updating information and sending them to the cloud server.
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