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Abstract: Bitcoin is an innovative and path-breaking technology that has influenced numerous industries across the globe. It is a form of digital currency (cryptocurrency) that can be used for trading and has the potential to replace fiat money, where the underlying infrastructure is called Blockchain. The Blockchain is an open ledger that provides decentralization, transparency, immutability, and confidentiality. Blockchain can be used in enormous applications, such as healthcare, logistics, supply chain management, the IoT, and so forth. Most of the industrial applications rely on the permissioned blockchain. However, the permissioned blockchain fails in some aspects, such as interoperability among different platforms. This paper suggests a sustainable system to solve the interoperability issue of the permissioned blockchain by designing a new infrastructure. This work has been tested in ethereum and hyperledger frameworks, which obtained a success rate of 100 percent.
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1. Introduction

Blockchain is a decentralized computational and information-sharing platform enabling multiple authoritative domains which do not trust each other to cooperate, coordinate, and collaborate in rational decision-making processes [1]. It is an electronic, decentralized ledger that keeps a copy of all the transactions that take place within the network, which is peer-to-peer. It is a continuous list of transaction records stored in encrypted form, called a “block”. Each block is uniquely connected with the previous block by digital signature, so that the record cannot be altered or tampered with without disturbing the records in the previous block of the chain, which makes the blockchain immutable. The unique feature of Blockchain is that there is no need for a third-party authentication mechanism. The transaction becomes valid if the entire peer-to-peer in the network agrees the transaction. One of the applications of Blockchain in crypto currency is bitcoin. Let us see the workings of Blockchain in terms of the Bitcoin transaction life cycle. Consider the scenario where Alice wants to send some coins to Bob—initially, Alice opens her Bitcoin wallet and provides the address of Bob and amount to transfer. Then she presses the send button, and the wallet constructs the transaction which is signed using Alice’s private key. By applying digital signature techniques, the wallet signs the transaction made by Alice and broadcasts it over the network. Depending upon the network, all hubs in the system, or the majority of the hubs in the system receive that particular transaction. After receiving the transaction, the nodes in the network will validate the transaction based on the existing blockchain. Once this transaction is validated, then it is propagated to some particular nodes called miners [2]. The miner collects all the transactions for a duration of time, and they construct a new block and try to connect it with the existing blockchain.
through some cryptographic hash computation, and then they propagate the updated blockchain in the network.

Blockchain can be used in substantial valuable applications, such as medicinal services, academics, banking marketing, and much more. The cryptocurrencies mentioned previously come under the permissionless blockchain. Permissionless blockchains are also known as public or decentralized blockchains. Anyone can create and access the blockchain in which anyone can publish the self-executing contract (a smart contract, which will be explained in Section 2.1). Moreover, anyone can run the blockchain node with 100 percent transparency. However, organizations require an entirely different type of blockchain, which can safeguard their terms and policies. It should incorporate only pre-approved nodes. This type of blockchain is called permissioned blockchains.

The permissioned blockchain requires every peer to execute every transaction, maintain a ledger, and run a consensus (which will be explained in Section 2.2), a fault-tolerant mechanism. It cannot support the valid private transaction with confidential contracts. Hyperledger Fabric is one of the best blockchains which can deliver the modular and secure foundation for the industrial blockchain. The hyperledger fabric generally uses a practical Byzantine Fault Tolerance (PBFT) consensus algorithm. However, some factors pull back the industries from adapting the blockchain fully fledged. Interoperability among platforms is one among them. Interoperability indicates the possibility to freely share value across all blockchain networks without the need for intermediaries. Interoperability among enterprise systems is defined by Vernadat as “a measure of the capacity to execute interoperation between entities” (processes, software, systems, business units) [3]. The issue is to make it easier for various processes and units to “communicate, cooperate, and coordinate”. Technical interoperability, legal interoperability, semantic interoperability, integrated public service governance, organizational interoperability, and interoperability governance are some of the interoperability levels. Technical interoperability, for example, is concerned with the technical processes that enable blockchain integration, whereas organizational interoperability is concerned with whether different organizations can work together across different blockchains a shown in Figure 1.

![Figure 1. Interoperability among blockchain platforms.](image)

Centobelli et al. [4] provided a broad qualitative and quantitative review of blockchain research using bibliometric analysis methodologies, and also bridged a research gap concerning the absence of a thorough overview of blockchain using a rigorous analytical method. It provides deep insights into current debates, advances the research area linked to the contextual and multilayered phenomena of Blockchain, and leads to future research paths. It is clear that Blockchain technology and its practical use require further scientific, helpful, and legal implementation [5]. The problem of establishing the status of cryptocurrencies and distributed registry technology is now on the table, and both good and bad instances may be used to show the necessity for a balanced and clearly defined economic policy in this field. Despite the fact that interoperability has a broad scope, we primarily focus on technical and organizational interoperability because this is where the majority of blockchain interoperability efforts is centred.
Interoperability will become an important aspect for any project to succeed as the blockchain industry continues to expand and advance. To have hundreds of blockchains totally isolated from each other makes no sense. The ability to exchange knowledge openly through blockchain networks is interoperability. In a completely interoperable world, you will be able to easily read, understand, and communicate with little effort if a user from another blockchain sends something on the blockchain [6]. To allow the above-mentioned use cases, there are three main techniques: notary systems, side-chains, and hash-locking notary schemes. Notary schemes use a trusted party between two blockchains as an intermediary. Therefore, the notary’s job is to verify that a blockchain event took place and to feed this information to a second blockchain. Clarity is the key benefit of the notary scheme, as no changes in the underlying blockchains are needed. As one possible solution, a set of notaries they trust might be selected by all parties involved. By using consensus algorithms, such as BFT, the performance of notaries could then be generated. There would be no need to trust every single notary, but just two-thirds of the sidechain community [7]. A sidechain is a blockchain that has the potential to verify and collect data about the status of other blockchains. Although the data need to be fed from one blockchain to the other externally, due to the cryptographic properties of blockchains, this process does not involve trust. It would be easy to produce evidence that the headers were tampered with. By being able to enter the state from other blockchains, sidechains allow for a variety of use cases. To build a sidechain, however, smart contract capabilities are required. In addition, each blockchain will require a sidechain to attain maximum interoperability, which in turn needs to support every other blockchain. Interoperability between various blockchains, interoperability between dApps utilising the same blockchain, and interoperability between blockchain and other technologies were all highlighted by Besancon et al. [8]. According to Vitalik [9], the interoperability solutions sought to enable compatibility between cryptocurrency systems. This category catalogues and specifies several chain interoperability techniques used by public blockchains that allow cryptocurrencies, such as hash time hashlocks, sidechains, and notary schemes. Centobelli et al. [10] pointed out that in the field of circular supply chains, there is a growing corpus of blockchain literature. An increasing interest in the issue necessitates additional practical study on the design and execution of blockchain systems, in addition to the substantial theoretical contribution. The authors [10] analysed six key clusters of blockchain-related research contributions and divided research themes into motor themes, fundamental themes, emerging or fading themes, and specialized themes based on the centrality and density metrics. Even though the majority of contributions are in computer science, many papers on technology management provide valuable information to scholars. While many standards address various aspects of interoperability, there is still space for improvement.

Let us see these concepts in detail.

2. Materials and Methods

This section introduces some important terminologies related to this work.

2.1. Smart Contract

Smart contracts are just like contracts in the real world. The ultimate difference is that they are entirely digital. A smart contract is a compact computer program that is stored inside a blockchain. The smart contract will hold all the received funds until a particular goal is reached. For example, consider the execution of a project. The supporters of the project can transfer their money to the smart contract. If the project gets fully funded, the smart-contract passes all the money to the project’s creator [11]. If the project fails to meet the sufficient fund within the time-frame, the money automatically goes to the supporters. Since the smart contract is inside the blockchain, everything is distributed and immutable; hence, the smart contract is completely trustable. Based on the business logic, several functions can be defined within a smart contract.
2.2. Consensus

Consensus mechanisms ensure the records are genuine and honest. Consensus is the basic building block of a distributed ledger [12]. The consensus mechanism ensures that all the transactions occurring on the network are genuine, and all participants agree on an agreement on the ledger’s status. Public blockchains, such as bitcoin, use Proof of Work (PoW) as the consensus mechanism. There are vast variants of consensus mechanisms, such as Proof of Stake (PoS), Proof of Authority (PoA), Proof of capacity (PoC), Practical Byzantine Fault Tolerance (PBFT), and so forth. Hyperledger fabric uses PBFT [13].

2.3. Hyperledger Fabric v2.0

Hyperledger Fabric is a stage for distributed record arrangements supported by a private design conveying high levels of secrecy, strength, adaptability, and versatility. It is intended to help pluggable segment’s usage and bind the unpredictability and complexities that exist across the financial ecosystem. Hyperledger Fabric has been updating for the last few years. Currently, it is on the v2.x version [14].

2.3.1. Nodes

A blockchain contains a few nodes which interact with each other for processing the transactions. Since hyperledger fabric is a permissioned network, the nodes have a unique identity provided by the membership service provider (MSP). A node can run in physical hardware, a container, or a virtual machine. According to hyperledger fabric, there are three types of nodes, namely, peers, orderers, and clients. The noticeable change in the hyperledger is its peers. The peers are decoupled into endorsers, committers, and consenters. Peers are the nodes that run the transactions and maintain them in the ledger. Peers will receive an ordered state update as a block from the ordering service and maintain it in the ledger, so by default, all peers are committers. Peers have an additional duty as an endorser. They will execute the smart contracts and simulate the transactions. The consenters verify whether the peers have exchanged some assets. Orderers order the transactions. The collection of orderers is termed as an ordering service. Finally, the end-users will be clients; they will send the transaction request to the peers. The clients will coordinate the orders and committers during the verification process.

2.3.2. Transaction Flow

The transaction flow of hyperledger fabric with three endorsing peers and one committing peer will occur as per the convenience of protecting data confidentiality in the transaction. The chaincode references the data collection. Figure 2 explains the transaction flow. The client application submits a proposal request to invoke a chaincode function to endorsing peers that are part of approved organizations. The endorsing peers simulate the dealing and store the non-public information in a temporary data store and send the proposal response back to the client [15]. The response consists of the supported read/write set and a hash of keys. The client application submits the transaction to the ordering service. The hashed transaction gets added to the block and is distributed among peers. The peers will validate the data by checking whether they can access the data during the commit time. If they have the authority to do so, the peers will check in the temporary data store whether their data have already been received [16]. If not, they will pull the data from their peers and validate the data. After validation, the data’s copy is moved to private storage and deleted from the temporary storage.
2.3.3. Ethereum

In Buterin’s article [9], Ethereum was presented to cover some shortcomings of Bitcoin. Ethereum then supports the status of the contract, as well as some other changes to the framework of the blockchain. Ethereum is made up of a network of cryptographic, or protected, public documents that are hard to alter because they are stamped with user data, time and date, and modifications that must be accepted by all users [17]. Anyone may establish a financial arrangement or hold debt or ownership registries on the ledger, removing the need for a third-party record-keeper or trust officer. They are called “trustless” transactions, and they do not include trusting the transaction’s counter-party. Ethereum is a permissionless, non-hierarchical computer (node) network that builds and decides on an ever-growing sequence of “blocks” known as the blockchain. Whenever a node attaches a block to the chain, the transactions are always executed in their order and modify the Ethereum account storage values. A relatively small subset of the network, known as its peers, connects with each node. The transaction flow of Ethereum is depicted in Figure 3. Whenever a node tries to add a new transaction to the blockchain, it sends it to its peers, who send it to their peers, and so on. It travels across the network this way. Some nodes, known as miners, hold a list of all these recent transactions and use them to create new blocks, which are then sent to the rest of the network. Whenever a node receives a block, the validity of the block and of all its transactions is checked and, if correct, added to its blockchain, and all such transactions are executed. A node can obtain competing blocks, which may form competing chains, since the network is non-hierarchical. The network achieves unity on the blockchain by applying the “longest chain law”, which specifies that the canonical chain is the one with the most blocks at any given time. Since miners do not want to spend their computing energy attempting to connect blocks to a chain that would be abandoned by the network, this rule achieves consensus.

By considering the above explanations of Bitcoin, Hyperledger Fabric and Ethereum, it is clear that all the platforms are entirely different and they work in their own way. There comes the role of interoperability.
3. Proposed Methodology

Interoperability on the blockchain can be achieved using a variety of methods. According to the classes of strategies we defined, we divide blockchain interoperability into three categories: cryptocurrency-directed interoperability methods, Blockchain Engines, and Blockchain Connectors [18]. There are sub-categories within each division. It describes and establishes various chain interoperability techniques through public blockchains, the majority of which use cryptocurrencies. The next category focuses on general use-cases and heterogeneous systems, while the cryptocurrency-based interoperability approaches a category focused on cryptocurrency ecosystems, often homogeneous blockchain structures. Blockchain Engines are platforms that include reusable data, network, agreement, opportunity, and contract layers for building customizable blockchains that power decentralized apps. The use of tokens is included in this grouping, and is mostly used as an incentive tool for participants to adopt protocols and manage the network. The Blockchain Connector type includes non-cryptocurrency interoperability applications, as well as blockchain engines. Trusted Relays, Blockchain Agnostic Protocols, Blockchain of Blockchains, and Blockchain Migrators are some of the sub-categories we extracted from the studies [18]. Above all, this work has utilised a notary scheme for structuring a new framework, so that it may use a trusted party between two blockchains as an intermediary. Therefore, the notary’s job is to verify that a blockchain event took place and to feed this information to a second blockchain.

This work has considered two blockchain platforms: Hyperledger Fabric, a permissioned blockchain, and Ethereum, a permissionless blockchain. The notary scheme of Fabric and Ethereum is depicted in Figure 4. The supporting layers (e.g., networking, storage, and encryption) are used to build the consensus engine, which organises transactions and appends them to the chain of blocks [19]. Hyperledger Fabric’s consensus is modular and based on endorsement policies. A client (C) submits a transaction proposal to the peer nodes (P) and gets an endorsement (a signed transaction) in Fabric. The endorsements are checked by an orderer, who then produces a block of legal transactions that is added to the ledger. A node can suggest a block of transactions to be added to the ledger after discovering a PBFT solution. Because of the fundamental differences between the two types of blockchains, the interoperability challenge is unique. There are multiple layers for a blockchain [20]. The data layer defines how data on the blockchain are interpreted (e.g., transactions piled into blocks vs. transactions represented in a directed acyclic graph). The network layer defines the node category in a peer-to-peer network [1]. The consensus algorithm, as well as its security assumptions, are part of the consensus layer. The contract
layer contains the smart contract execution environment, which provides the framework for the application layer, and includes blockchain-enabled corporate logic [21].

Figure 4. Network of Ethereum and Hyperledger Fabric in the notary scheme.

This methodology considered each blockchain as a self-contained system that connects with others via a cross-chain protocol that includes a notary mechanism. Interoperability gateways are created by nodes on both public and private blockchains. To encourage interaction across blockchains, decentralised blockchain registries that can recognise and address blockchains and their components (e.g., smart contracts and certificate authorities) can be utilised [22]. A repository for both public and private blockchains might be created on a public blockchain with solid security assumptions [23]. The registry’s information is maintained in a customised shared database administered by significant blockchain players [24]. The decentralised repository would work similarly to a decentralised domain name structure.

Consolidating all of these data resulted in the creation of a new architecture for addressing the interoperability issue. Figure 5 shows a concept for the Hyperledger Fabric chaincode, which includes Ethereum integration. Ethereum is a permissionless and EVM-based blockchain, while Hyperledger Fabric is a permissioned blockchain. An Ethereum blockchain node’s interaction endpoint (i.e., IP address) is registered with the blockchain registry. After that, it looks for the address of a Hyperledger fabric server with which it is supposed to communicate. The Cross-Chain Communication Protocol (CCCP) and the Cross-Blockchain Communication Protocol (CBCP) provide for unidirectional or bidirectional interoperability (CBCP). Because the Hyperledger node interprets Ethereum’s block headers but not the other way around, a CBCP allows the Ethereum and Hyperledger nodes to communicate arbitrarily. A CC-dApp that is already linked to Ethereum and Hyperledger fabric utilises the private blockchain to create the required credentials after getting its address from the blockchain registry. A CC-dApp protocol lets an end-user achieve semantic interoperability by utilising Hyperledger fabric and Ethereum. These actions establish blockchain connection, culminating in the establishment of connection among Hyperledger Fabric and Ethereum. Existing blockchains would require changes to multiple levels, including the network, consensus, contract, and application layers. In essence, this work uses the Hyperledger Fabric permissioned blockchain infrastructure to allow users to interact with Ethereum smart contracts written in an EVM (Ethereum virtual machine) compatible language called Solidity. To complete the integration, the EVM chaincode (EVMCC) and the web provider are utilised. The EVMCC is a Go chaincode that encapsulates the Hyperledger fabric EVM bundle and maps out the various ways between the peer and the EVM. The EVMCC acts as a smart contract runtime, placing the implemented contract code on the ledger in the EVMCC namespace. Users may connect with smart contracts running in the Fabric EVM using tools like Web3.js. A proxy that
provides a subset of Ethereum-compliant JSON RPC APIs. The Fabric GO SDK allows the proxy to connect to the Fabric network and communicate with the EVMCC. The Ethereum Smart Contract Runtime and the Hyperledger Fabric Runtime are being rebuilt by the EVMCC and proxy. Applications that employ the Ethereum JSON RPC API and EVM smart contracts should be able to interact seamlessly with Hyperledger Fabric. Fabreum is the name given to this innovative design since it functions as both Ethereum and Fabric as shown in Figure 6.

**Figure 5.** Interoperability framework of Ethereum and Fabric in detail.

**Figure 6.** Consolidated interoperability framework of Ethereum and Fabric.

### 4. Result and Analysis

Two blockchain networks were established at NIT Karnataka utilising Hyperledger Fabric and Ethereum installed on a 64-bit Ubuntu operating system with an 8 GB RAM for performance assessment and validation of the suggested solution direction. The tests were conducted using a Hyperledger Fabric version 2.0, as well as Ethereum 1.10.8, which is the most recent version accessible at the time of our research. Three organisations were
considered in this study. There are N organisations in a network of N peers, since each has one peer, one Certificate Authority client (CA), and one Membership Service Provider (MSP). A single channel connects all of the organisations. The experiments’ chaincode is written in the Golang programming language. SOLO and Kafka-based ordering systems are two distinct ordering services developed in Fabric. Since SOLO is only intended for testing and not for usage in a production context, the suggested work employs Kafka in the tests. The test gathers performance metrics using caliper.

The performance matrix obtained from caliper is shown in Table 1. The experiments were done by taking Ethereum and Hyperledger Fabric as the source and destination, respectively, and vice versa for 500 transactions. The same experiment was even done for Ethereum as a source as well as destination, and Hyperledger as a source as well as destination. The comparison of an output of interoperability before and after applying the solution directive is illustrated in Figure 7. All 500 transactions in each of the cases became successful, and each case obtained a good level of latency and throughput. This experiment has resulted in an average of a 25.55 tps send rate. The send rate is nothing but the number of transactions sent per second.

\[
\text{Send rate} = \frac{\text{total number of transactions send}}{\text{total time}}.
\]

All of the cases showed a similar pattern in send rate, which means the transactions happen irrespectively of the sender or receiver. Transaction latency is the measure of time produced for an exchange’s results to be usable over the system [25]. There is a similar pattern of transaction latency visible in the matrix. The transaction latency can be considered from two perspectives: the number of peers at which the exchange is seen to be settled, and the percentage of perceptions equivalent to or beneath where the estimation is substantial (percentile). Transaction latency is generally reported as the average latency, which is determined as follows:

\[
\text{Average Transaction Latency} = \frac{\text{sum of transaction latency}}{\text{total committed transactions}},
\]

and here we obtain an average of 8.96 s. In the same way, we collected an average transaction throughput of 13.25. The transaction throughput is the rate at which legitimate transactions are committed. Therefore,

\[
\text{Transaction Throughput} = \frac{\text{total committed transaction}}{\text{total time}}.
\]

Figure 7. An illustration as to the comparison of interoperability before and after applying the proposed solution.
Table 1. Performance matrix of the system after applying the interoperability solution.

| Src     | Destn     | Succ | Fail | Send Rate | Max Latency | Min Latency | Throughput |
|---------|-----------|------|------|-----------|-------------|-------------|------------|
| Fabric  | Ethereum  | 500  | 0    | 25.2 tps  | 18.39 s     | 0.78 s      | 13.2 tps   |
| Fabric  | Ethereum  | 500  | 0    | 25.3 tps  | 18.56 s     | 0.78 s      | 13.4 tps   |
| Ethereum| Fabric    | 500  | 0    | 25.9 tps  | 18.43 s     | 0.79 s      | 13.2 tps   |
| Fabric  | Ethereum  | 500  | 0    | 25.4 tps  | 18.24 s     | 0.78 s      | 13.2 tps   |
| Ethereum| Fabric    | 500  | 0    | 25.6 tps  | 18.37 s     | 0.77 s      | 13.2 tps   |
| Ethereum| Ethereum  | 500  | 0    | 25.7 tps  | 18.46 s     | 0.78 s      | 13.5 tps   |
| Fabric  | Ethereum  | 500  | 0    | 25.4 tps  | 18.95 s     | 0.79 s      | 13.1 tps   |
| Ethereum| Ethereum  | 500  | 0    | 25.6 tps  | 18.21 s     | 0.78 s      | 13.3 tps   |
| Ethereum| Ethereum  | 500  | 0    | 25.8 tps  | 18.32 s     | 0.79 s      | 13.1 tps   |
| Fabric  | Ethereum  | 500  | 0    | 25.4 tps  | 18.54 s     | 0.77 s      | 13.4 tps   |
| Ethereum| Fabric    | 500  | 0    | 25.7 tps  | 18.47 s     | 0.78 s      | 13.3 tps   |
| Fabric  | Fabric    | 500  | 0    | 25.7 tps  | 18.56 s     | 0.78 s      | 13.2 tps   |

Vo et al. [22] focused on interoperability architecture, providing some Blockchain of Blockchain and contract solutions. Buterin et al. [9] gave an overview of public connectors, including notary methods, sidechains, and hash-time locking mechanisms. Conversely, other studies concentrated on public connections, with a particular focus on sidechains and hash lock time contracts [26,27]. Meanwhile, Qasse et al. [28] arranged solutions across sidechains, blockchain routers, smart contracts, and industrial solutions. Siris et al. [29] and, Kannengiesser et al. [30] did a survey on interoperability problems, and Johnson et al. [31] and Koens et al. [32] concentrated on Ethereum as the framework that allows for interoperability across various types of applications. When looking at these literatures, it is apparent that they mainly focused on public blockchains, particularly cryptocurrencies. This study, on the other hand, is primarily focused on the interoperability of permissioned and permission-less blockchain blockchain networks. The following is a list of the observations made during this work.

Observations

- Hyperledger fabric has been designed to interact with Ethereum smart contract.
- Interaction is achieved through EVM Chaincode and fabric vm.
- Ethereum vm chaincode wraps the Hyperledger Fabric in a GO chaincode, together named Fabreum.
- The Ethereum chaincode acts as the smart contract runtime and stores the deployed contract on the ledger.
- Combining both Fabric and Ethereum will act as twins so that features can be incorporated.
- Obtained 100 percent success rate in 500 transactions with better latency and throughput.

5. Conclusions

Blockchain innovations have developed quickly in the current decade. The involvement of Blockchain in lifestyles is not so far off. With the expanding reception of blockchain innovation, the quantity of clients has consistently expanded. However, its performance still needs much improvement compared with the mainstream processors. The system blockage of the existing framework is a common issue, and experts are cautiously considering how to settle down the interoperability issue. The proposed solution directive put forward a new framework for solving the interoperability issue by incorporating EVM Chaincode and fabric vm. This paper included applying the solution in the Hyperledger Fabric and Ethereum framework and analyzing the resultant system in terms of through-
put, latency, and successful rates of transaction. The proposed method exhibits better throughput and latency for all cases of source and destination combos for all 500 transactions. In future works, we can aim at generalising the framework for all platforms. Many current products aspire for this status, and a universal interoperable network will be an ideal option for Blockchain interoperability concerns. No-one knows for sure that this will ever be the case. Finally, almost all of these platforms are in competition with one another. In future, the research can extend to various application levels.
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