Requirements for the Procedure for Assessing the Operator's Person When Processing Accelerometer Data
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Abstract. The article considers the possibility of biometric authentication based on gait parameters, which are obtained after intelligent processing of the accelerometer data of a wearable device. The article discusses the main trends and trends in the field of biometric authentication, as well as authentication by gait parameters. The developed neural network algorithm and informative parameters are described in the authentication procedure based on the data of a single sensor of a portable device. The practical verification of the proposed approach is carried out on 32 subjects of different physiology. The results of the study show the possibility of distinguishing their own movements in 100% of cases, and the distinction of the subjects is more than 90%. Also, the final part of the article provides the requirements for the authentication procedure when processing accelerometric data of gait biometrics, the level of trust of the developed algorithm is determined.

1. Introduction

Currently, cases of fraud in relation to users personal data and forgery of user biometrics have become more frequent [1]. To increase the reliability of the authentication procedure, cybersecurity experts note special prospects for using dynamic biometric data called behavioral biometrics [2-4]. Since 2017, this direction has been actively developing within the framework of state programs: the Russian project "Unified Biometric System", the American project DARPA, as well as the National Cybersecurity Center of the UK, followed by the largest global and Russian banking and financial structures Visa, MasterCard, Rosbank, Tinkoff Bank, Alfa-Bank, and the flagships of the IT industry Apple Pay, Android Pay, Samsung Pay, Rostelecom.

The concept of behavioral biometrics is based on the provisions that human movements are individual and their analysis allows us to identify the user with a high degree of reliability. The subject of behavioral biometrics analysis is often keyboard handwriting, features of finger movements when working with a mouse, screen, touch panel and other manipulators [5-7], less often features of gait and posture, features of facial expressions. This is due to the insufficient elaboration of taking into account the parameters of the individual norm of movements in existing mathematical models, as well as the insufficient efficiency of algorithms for processing data on the parameters of human movements [8, 9]. It should be noted that a person's gait is a chain of sequentially fixed conditionally reflex motor actions (dynamically changing patterns) that are performed by the human body automatically, i.e. without the participation of consciousness [10-13]. The nature of gait and its features are determined by a combination of individual physiological and psychological factors (anthropometric signs, features of the nervous system, the presence of habits, etc.) [14]. At the same time, attempts to consciously...
control and copy the nature of someone's gait will still lead to changes in its parameters (step length, step base, step speed, step frequency, step cycle, support period, transfer period) and suspicious behavior indicating a deviation from the norm can be recognized by various systems as fraudulent.

The mechanism of user authentication based on the parameters of his gait is based on the task of motion control, represented as a multidimensional model of gait biomechanics, which has three outputs and many inputs for controlling the actuators-muscles [15]. It should be noted that the process of walking is a complex multiparametric process, during which the human body uses a significant number of muscles and ligaments. Therefore, the solved task of analyzing the biomechanics of gait has a large dimension, which allows us to draw conclusions about the uniqueness of the user's gait and to assert the expediency of using the proposed method of user authentication based on biometric gait parameters in practice. In this case, based on the control and analysis of the correspondence of gait parameters to the individual pattern of user movements, it is possible to increase the reliability of authentication in systems with limited personal access.

Currently, in Russia and abroad, there is a tendency to develop the direction of research of gait parameters and individual motor activity according to accelerometers built into mobile devices [16-22]. However, the use of data obtained using motion sensors (accelerometers, gyroscopes) built into personal wearable devices (smartphones, fitness trackers, smart watches) is not common for solving tasks of increased responsibility, which is the task of user authentication. This is due to the insufficient accuracy and reliability of measurements associated with the high noise level of the signals of the motion sensors, exposure to the influence of multiplicative interference, as well as the need to take into account the facts of false movement of personal devices relative to the user.

Therefore, the above facts determine the possibility of using gait parameters as unique biometric identity identifiers, and the technological capabilities of measuring gait parameters using wearable devices and the possibility of intelligent data processing using specialized algorithms that provide the required accuracy and reliability, allow us to judge the possibility of successful implementation of a new technology of enhanced user authentication based on data from wearable devices and smartphones on, what is the current direction in the field of information security.

This paper presents the results of a scientific research aimed at developing a technology for enhanced user authentication based on data from wearable devices and smartphones based on intelligent processing of biometric gait parameters.

2. Personality assessment
To assess the levels of rigor and determine the requirements for the authentication technology being developed based on gait parameters recorded using a single accelerometer sensor built into the wearable device, it is necessary to assess the probability of errors of the first and second kind of authentication algorithm.

During the preliminary analysis, informative parameters were established: the duration of movement and the shape of the accelerometer signal, the standard deviation, the composition of the frequency spectrum.

For each user, movement patterns are selected and a neural network classifier is trained. The duration of the maximum time of the template is taken as the value of the time window. All patterns are normalized in amplitude and supplemented with zeros up to the duration of the maximum pattern (time normalization). Further, during the operation, the data read from the phone's accelerometer is processed within the time window. Each component (axis) of the accelerometer is processed separately. This makes it possible to bring the dependence of the data on the sensor orientation to zero.

The read data located within the time window is normalized. The average value and the standard deviation of the time window data are estimated. After that, the correlation value of the time window data and each of the templates is evaluated. If the correlation value exceeds the set threshold of 0.8, a neural network classifier is launched. A multilayer direct propagation network is chosen as the basic structure for a neural network. It is proposed to use cross-entropy as an optimization criterion. The
activation function of the hidden layer is a sigmoid, and the output layer is a normalized exponential function.

Further, in the case of selecting the subject's template from the time series using an intelligent algorithm, an additional comparison is made with the data stored in the personal information map of movements. After that, the probability of risk is calculated using a digital model of the frequencies of the initial gait signs. As a result of the assessment of the compliance of the obtained value of the risk probability with the established threshold, a decision is formed on the positive or negative passage of the authentication process by the user.

The level of rigor and requirements for the developed technology are supposed to be chosen in accordance with the new generation standards in the field of authentication [23-25].

3. Practical verification
The practical test was carried out on 32 male and female subjects of different ages, gender, weight and posture. To complicate the experiment, the subjects were divided into subgroups (according to similar physiological characteristics) of 4 people. The volume of the training sample was formed from the movements that were performed with different clothes and the location of the phone in it. Basic movements: walking, and without on a flat and inclined surface on a light and with a straight line and stairs with a load (a bag with a laptop weighing 3.5 kg) and without it. Thus, the research reflected the main movements performed in a person's daily life. The level of rigor of the proposed algorithm can be appreciated by Figure 1. As can be seen from the figure, the proposed algorithm allows you to distinguish your own movements in 100% figure 1a, to distinguish the subjects when performing different movements in more than 90% of cases figure 1b.

4. Conclusions
Thus, in the course of the research, it was found that the use of a single accelerometric sensor of a mobile phone allows you to distinguish between both individual human movements and movements made by different people. According to the developed technology, the daily user biometrics reading and the identification of unique gait signs will be carried out in the background of personal wearable devices, which will allow training intelligent algorithms with a high degree of accuracy. It is also supposed to take into account the dynamics of daily activity and its time frame (for example, every

![Figure 1. Example of the authentication result.](image-url)
day at a certain time of the day an office employee walks in order to get to a vehicle, then for a certain number of hours he is in a sitting position, etc.), as well as personal characteristics of heart rhythms.

The user authentication process will be carried out at the active request of the user (with an existing statistical database about the user), in case of successful completion of which, together with other authentication methods, the system will be granted access to high-responsibility operations. At the same time, for successful authentication, it is enough for the user to perform a simple action. It should be noted that in order to increase the level of confidence in the gait authentication procedure, it is necessary to conduct studies on a larger number of subjects. In this regard, at this stage, the level of trust in this authentication technology in accordance with international standards is correlated as low. This corresponds to the recommendations of international standards regarding resistance to selection attacks – 10 to 1000 with a minimum key length of 4 to 10 bits. However, it is possible to improve this indicator in the "biometrics-code" conversion procedure by increasing the effective key length to 30% or more of the biometric key length. In general, with an increase in the duration of the analyzed time window, the probability of a successful selection on the first attempt will be less than 10-10. With multi-factor authentication, as well as improvements to the proposed authentication algorithm, the level of trust can correspond to medium or high.

The approaches proposed within the framework of the project and the results obtained will not only provide a solution to the problem of increasing the reliability of user digital operations and procedures performed through information authentication systems, but also to obtain new dependencies of the dynamics of spatial and temporal gait parameters necessary for research in the field of medical orthopedics and diagnostics, as well as bionic robotics.
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