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Abstract. Steganography is one of the approaches to ensuring the protection of information transmitted over the network. But a steganographic method should vary depending on a used container. According to statistics, the most widely used containers are images and the most common image format is JPEG. Authors propose a method of data embedding into a frequency area of images in format JPEG 2000. It is proposed to use the method of Benham-Memon-Yeo-Yeung, in which instead of discrete cosine transform, discrete wavelet transform is used. Two requirements for images are formulated. Structure similarity is chosen to obtain quality assessment of data embedding. Experiments confirm that requirements satisfaction allows achieving high quality assessment of data embedding.

1. Introduction
Information security is one of important aspects of digital communication. A necessary step is to protect information before data are transmitted over open communication channels in order to reduce its vulnerability to the many threats typical for this environment. Steganography is one of the approaches to ensuring the protection of information transmitted over the network. Steganography is advancing rapidly nowadays; new approaches are developed.

For example, in article [1], the author proposes a new approach that at first encrypts data and then embeds bits of message into image bits from lowest to highest, depending on the length of the message. To determine the position of embedded bits of the message, there are the secret key sums by modulo 2 with the green component of the image.

In research [2], the author proposes a cost-effective way to hide information about the patient's diagnosis in an electrocardiogram signal based on an intellectual shift factor.

In paper [3], a mechanism using a hybrid detector of lowest bits is proposed. The method is based on hiding in the texture data of the image.

The author of [4] proposes a scheme of data hiding without loss for embedding messages in each block of discrete cosine transform coefficients. Two adjacent coefficients whose values are close to zero are selected as a group in each block of coefficients.

In [5] reversible data hiding a scheme based on secret sharing of Shamir to verify legal ownership are proposed. Information about the container is divided into several pseudo random parts. A secret owner defining information is embedded in encrypted parts of the container based on the private key.

However most part of recent approaches have disadvantages, e.g. they are not resistant to active attacks on steganocontainers. So the model of data steganographic embedding into containers-images is proposed.

The main elements that determine operation of a steganographic system are the container used to hide protected data and the method of protected data embedding in the container.
2. Selection of container and method of data embedding

To increase the invisibility of protected data transfer, the container should be natural for an interaction process in which the steganosystem operates. It is also desirable that the container has a large capacity for embedding information. The most commonly used containers on the Internet are images. According to statistic in figure 1, they also occupy the largest amount of information stored on the sites. Therefore, it is most preferable to use images as steganographic containers.

According to statistic of httparchive.org in figure 2, the most common graphical format is JPEG. However, statistics does not take into account versions of the JPEG format. When developing the software of steganographic embedding, it is proposed to use a modern version of the selected format — JPEG 2000.

An algorithm for converting graphic images in JPEG 2000 consists of several steps performed on the image consistently:

- Color space conversion;
- Underdiscretization;
- Discrete wavelet transform;
- Quantization;
- Encoding.

During the color space conversion phase, the image is converted from RGB color space to YCbCr, where Y is brightness and Cb and Cr are color-difference components of the image point.

During underdiscretization, the phase size of Cr and Cb planes is reduced. The most common reduction is two times in width and two times in height.

Then, separately for each component of color space Y, Cb and Cr, a direct discrete wavelet transform is performed. Use of the discrete wavelet transform allows one to move from spatial representation of the image to spectral representation.

After that, the resulting information is quantized, i.e. some amount of information is discarded. At this stage, the so-called quantization tables are used. They are matrices of 8x8 size consisting of positive integers. Frequencies of image blocks are divided by the corresponding elements of tables.

Encoding is the final stage of compression, during which image blocks are converted to a vector form. Resulting data are then compressed using arithmetic coding or a modification of Huffman's algorithm.

As for methods of data embedding, they are divided into two main classes: methods of direct substitution and spectral methods. The first group of methods uses spatial area, and the second — spectral area. The methods that are more resistant to a variety of distortions, including compression,
are rather those that use spectral area of the container than the ones that use spatial area.

Analysis shows that the best method is spectral methods of Benham-Memon-Yeo-Yeung. However, it uses the discrete cosine transform. The authors propose developing software using methods of Benham-Memon-Yeo-Yeung, where instead of the discrete cosine transform, the discrete wavelet transform is used.

3. Model of steganographic embedding in containers-images

To formalize the steganographic embedding performed in the developed software, the functional model was developed. It is presented in figure 3.
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The input data of software are an image into which data will be embedded, and data themselves that need to be embedded. The functioning of the software is determined by the characteristics of JPEG2000 and algorithm Benham-Memon-Yeo-Yeung. Transformations are performed using developed software and plug-in MatLab library. The result of software is a steganocontainer with data embedded in it, quality assessment, obtained by comparing the steganocontainer with the initial container, and data extracted from the steganocontainer. The functioning of the software complex includes three large functional blocks: embedding, assessing quality and extracting.

The result of the embedding block is a container-image with data embedded in it — steganocontainer.

Input of the quality assessing block is the empty container-image and the steganocontainer formed by the embedding block. For assessing the quality, methods of distortion control are used. Distortion control allows not assessing a qualitative side of the modified container, which depends on a variety of factors, all of which are not possible to take into consideration, but giving a numerical assessment of changes that have occurred as a result of embedding a particular message in a particular container.

The authors propose using an index of structural similarity (SSIM) for quality assessing. The essence of the method is to determine the degree of similarity between two images. A distinctive feature of this criterion is that it gives good approximation to human vision. The index of structural similarity is defined by the formula (1):

\[
SSIM = \frac{(2\mu_x\mu_y + c_1)(2\sigma_{xy} + c_2)}{\mu_x^2 + \mu_y^2 + c_1(\sigma_x^2 + \sigma_y^2 + c_2)},
\]

\[
c_1 = (k_1 L)^2; \quad c_2 = (k_2 L)^2,
\]
where $\mu_x$ – mean of $x$, $\mu_y$ – mean of $y$, $\sigma_{xy}$ – covariance of $x$ and $y$, $\sigma_x^2$ – dispersion of $x$, $\sigma_y^2$ – dispersion of $y$, $x$ – block of original image, $y$ – block of image with embedded message, $k_1$ and $k_2$ constant values, $L$ – maximum value of pixel.

SSIM is a value ranging from -1 to 1, and value 1 is only available in case of two identical blocks of images.

In the embedding block replacing the least significant bit in a sequence of wavelet coefficients obtained after two-dimensional wavelet, the transform of the original image is performed. An algorithm of block embedding is applied.

4. Experiments

As part of experiments, it is necessary to assess how effective the developed software is for different containers-images of format JPEG 2000.

According to algorithm Benham-Memon-Yeo-Yeung, it is proposed that embedding the algorithm used in the software also has two limitations when selecting container blocks for embedding:

- suitable blocks should not have abrupt changes in brightness;
- suitable blocks should not be too monotonous.

On this basis, experiments include two groups of studies:

- in the first group, mainly those images that do not contain blocks that do not meet the requirements will be used. In this case, the software will check units for suitability.
- the second group will use images containing a large number of blocks that do not meet the requirements.

The second group is divided into two subgroups:

- the first subgroup includes images containing a large number of blocks with abrupt changes in brightness;
- the second subgroup includes images containing a large number of too monotonous blocks.

In the second group, the software will use all blocks of the container-image. For both groups, quality assessment of embedding data will be calculated by the developed software. For each group (or subgroup), embedding in 10 empty containers-images is carried out. An example of software functioning during the first group of experiments is shown in figure 4.

![Figure 4. Result of data embedding with quality assessment.](image-url)
Obtained quality assessment for one of the experiments of the first group shown in the figure is high.

5. Conclusion
As a result of experiments, the average value of quality assessment for each group of experiments is obtained and shown in Table 1.

Table 1. Values of quality assessment when embedding in different containers-images.

| Group of containers-images | Average value of quality assessment |
|----------------------------|-------------------------------------|
| Containers-images, mainly not containing blocks that do not meet the requirements | 0.97 |
| Containers-images containing a large number of blocks with abrupt changes in brightness | 0.68 |
| Containers-images containing a large number of too monotonous blocks | 0.52 |

Analysis of experiments’ results has shown that the greatest quality assessment of data embedding with the developed software have empty containers-images mainly not containing blocks that do not meet the requirements. So requirements satisfaction in accordance with the method of Benham-Memon-Yeo-Yeung allows making embedding more unnoticeable and therefore more effective.
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