Nonlinear encryption system based on the fractional Fourier operators and truncation operations
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Abstract. In this paper, the fractional Fourier operators, the random phase masks and the nonlinear operations of amplitude and phase truncations are utilized to encrypt and decrypt images. We use the following fractional Fourier operators in the image encryption-decryption system: the fractional Fourier transform, the fractional translation and the fractional correlation. The proposed encryption system uses nonlinear operations, such as phase encoding and truncation operations, in order to increase the security of the encrypted image. The encryption-decryption system has the following security keys: one fractional order of the fractional Fourier transform, two random phase masks and two pseudorandom code images. When all the proper security keys are used in the decryption system, the obtained decrypted image is a replica of the image to encrypt.

1. Introduction
Optical image security systems have been getting a lot of attention in recent years, because the fact that optical information technologies offer high speed parallel data processing, parameter selection and high level security [1]. The double random phase encoding (DRPE) is a well-known optical technique for image encryption [2], the DRPE encodes an amplitude image into a stationary white noise pattern (encrypted image) by using two random phase masks (RPMs) [3]. The DRPE was extended from the Fourier domain to the Fresnel domain [4–6] and the fractional Fourier domain (FrFD) [7–13], in order to increase the security of the DRPE system.

In this paper, we propose a nonlinear image encryption-decryption system based on the DRPE, the fractional Fourier operators (FrFOs), phase encoding, RPMs and truncation operations. The image to encrypt is encoding in phase with the purpose of getting an increase of security over the encrypted image. We use the following FrFOs: the fractional Fourier transform (FrFT), the fractional traslation and the fractional correlation to improve the security of the original DRPE by adding a new key for the encryption system (the fractional order of the FrFT). We use the amplitude and phase truncations in order to introduce nonlinear operations in the encryption-decryption system [14].

2. The fractional Fourier operators (FrFOs)
The FrFT of order $\alpha$, is a linear integral operator that maps a given function $f(x)$ onto function $f_{\alpha}(u) = \mathcal{F}^{\alpha}\{f(x)\}$. The definition and the properties of the FrFT operator ($\mathcal{F}^{\alpha}$) are defined in the following references [12,13].
2.1. The fractional translation operator

We use the fractional translation operator of order fractional $\alpha$ and real value $\tau$ given by the Equation (1) [13].

$$\mathcal{F}_{\tau;\alpha} f(x) = f(x - \tau) \exp\left\{ i2\pi\tau \left( x - \frac{\tau}{2} \right) \cot \alpha \right\}$$  \hspace{1cm} (1)

The FrFT at fractional order $\alpha$ of Equation (1) is presented in Equation (2).

$$\mathcal{F}^{\alpha} \{ \mathcal{F}_{\tau;\alpha} f(x) \} = f_\alpha(u) \exp \{ i2\pi\tau u \csc \alpha \} \hspace{1cm} (2)$$

2.2. The fractional correlation operator

The fractional correlation operator is given by the Equation (3) [13].

$$f(x) \circlearrowleft_{\alpha} g(x) = \int_{-\infty}^{+\infty} f(z)g^*(z - x) \exp \{ -i2\pi x(z - x) \cot \alpha \} \, dz \hspace{1cm} (3)$$

Using the FrFTs $\mathcal{F}^{\alpha}\{f(x)\} = f_\alpha(u)$ and $\mathcal{F}^{\alpha}\{g(x)\} = g_\alpha(u)$, the previous equation can be expressed as the Equation (4).

$$f(x) \circlearrowleft_{\alpha} g(x) = \mathcal{F}^{-\alpha} \left[ f_\alpha(u)g^*_\alpha(u) \exp \{ -i\pi u^2 \cot \alpha \} \right] \hspace{1cm} (4)$$

3. Amplitude and phase truncation operations

The amplitude and phase truncations are nonlinear operations that can be applied to a complex-valued image. Let $f(x) = a(x)e^{i2\pi\phi(x)}$ be a complex-valued function, the amplitude truncation (AT) and the phase truncation (PT) are defined using the Equation (5) [14].

$$\text{AT}\{f(x)\} = \text{AT}\left\{ a(x)e^{i2\pi\phi(x)} \right\} = \phi(x), \hspace{0.5cm} \text{PT}\{f(x)\} = \text{PT}\left\{ a(x)e^{i2\pi\phi(x)} \right\} = a(x) \hspace{1cm} (5)$$

4. Nonlinear image encryption and decryption

4.1. Encryption stage

Let $f(x)$ be the real-valued image to encrypt with values in the interval $[0, 1]$, and let $r(x)$ and $h_\alpha(u)$ be two random phase masks (RPMs) given by $r(x) = \exp\{i2\pi s(x)\}$ and $h_\alpha(u) = \exp\{i2\pi n(u)\}$, respectively, where $x$ and $u$ represent the coordinates for the spatial domain and the FrFD, respectively, $s(x)$ and $n(u)$ are normalized positive functions randomly generated, statistically independent and uniformly distributed in the interval $[0, 1]$. The image $f(x)$ is encoded in phase $f_{ph}(x) = \exp\{i2\pi f(x)\}$ [16]. Then, the image $f_{ph}(x)$ is multiplied by the RPM $r(x)$ and this product is shifted to $x = a$ using the fractional traslation at fractional order $\alpha$. The previous distribution is transformed using the FrFT at parameter $\alpha$ and the result is described in Equation (6).

$$g_\alpha(u) = \mathcal{F}^{\alpha}\{ \mathcal{F}_{\tau;\alpha} [r(x)f_{ph}(x)] \} = q_\alpha(u) \exp\{i2\pi\phi_\alpha(u)\}, \hspace{1cm} (6)$$

where the real-valued functions $q_\alpha(u)$ and $\phi_\alpha(u)$ represent the amplitude and the phase of the complex-valued image $g_\alpha(u)$, respectively. The functions $q_\alpha(u)$ and $\phi_\alpha(u)$ are dependent on the
values of the RPM $r(x)$, the fractional order $\alpha$ introduced by using the FrFOs (the fractional traslation and the FrFT operators) and the encoded image in phase $f_{ph}(x)$. Using the amplitude and phase truncation operations, we obtain $q_{\alpha}(u) = PT\{g_{\alpha}(u)\}$ and $\phi_{\alpha}(u) = AT\{g_{\alpha}(u)\}$.

The image $q_{\alpha}(u)$ is multiplied by the complex conjugated of the RPM $h_{\alpha}(u)$ and the phase factor $\exp\{-i\pi u^2 \cot \alpha\}$. This product is transformed using the FrFT at parameter $-\alpha$ and the resulting distributions are presented in Equation (7).

$$q(x) \circledast_{\alpha} h(x) = \mathcal{F}^{-\alpha}\{q_{\alpha}(u)h_{\alpha}^*(u)\exp\{-i\pi u^2 \cot \alpha\}\} = t(x) = e(x)\exp\{i2\pi \theta(x)\}, \tag{7}$$

where the images $q(x)$ and $h(x)$ correspond to the FrFTs at fractional order $-\alpha$ of $q_{\alpha}(u)$ and $h_{\alpha}(u)$, respectively, and the image $t(x)$ is the fractional correlation between $q(x)$ and $h(x)$. The functions $e(x)$ and $\theta(x)$ denote the amplitude and the phase of the complex-valued image $t(x)$, respectively. Using the amplitude and phase truncation operations, we obtain $e(x) = PT\{t(x)\}$ and $\theta(x) = AT\{t(x)\}$. The encrypted image is given by the real-valued data distribution $e(x)$, this encrypted distribution is very convenient for either its transmission or storage. The five security keys of the encryption system are the fractional order $\alpha$ introduced by using the FrFOs, the two RPMs $r(x)$ and $h_{\alpha}(u)$ and the two pseudorandom images $\phi_{\alpha}(u)$ and $\theta(x)$.

The encrypted image $e(x)$ and the pseudorandom image $\theta(x)$ of Equation (7) are totally different with respect to the distributions obtained for the encrypted image and the last pseudorandom image of our former work [15], because the distributions presented in Equation (7) are defined in the FrFD using the fractional correlation between $q(x)$ and $h(x)$ functions, whereas that the distributions of the encrypted image and the last pseudorandom image in [15] are defined using the Gyrator transform for a determined rotation angle. The nonlinear image encryption presented in [15] is similar in some aspects to the security system described in this work, for instances both encryption systems use the DRPE, phase encoding, RPMs and truncation operations, but the resulting encrypted images and the pseudorandom images in both security systems are completely different.

4.2. Decryption stage

The decryption process is the same encryption process applied in the inverse sense on the encrypted image $e(x)$ along with the five security keys used in the encryption stage. The output image of the decryption system is the decrypted image $d(x)$, given by the Equation (8) and Equation (9).

$$q_{\alpha}(u) = h_{\alpha}(u)\exp\{i\pi u^2 \cot \alpha\}\mathcal{F}^{\alpha}\{e(x)\exp\{i2\pi \theta(x)\}\}, \tag{8}$$

$$f_{ph}(x) = r^*(x)\mathcal{F}_{-\alpha}{\mathcal{F}^{-\alpha}\{q_{\alpha}(u)\exp\{i2\pi \phi_{\alpha}(u)\}\}}, \quad d(x) = AT\{f_{ph}(x)\} = f(x) \tag{9}$$

The fractional order $\alpha$, the two RPMs $r(x)$ and $h_{\alpha}(u)$ and the two pseudorandom images $\phi_{\alpha}(u)$ and $\theta(x)$ were used as security keys in the Equation (8) and Equation (9). When the values of the all security keys used in the decryption stage are equal to the values corresponding to the all security keys used in the encryption stage, the decrypted image $d(x)$ will be equal to the image $f(x)$ to encrypt.

5. Numerical simulations

The images used for the numerical simulations of Figure 1 have $512 \times 512$ pixels in grayscale. The image $f(x)$ to encrypt and the random distribution code $s(x)$ of the RPM $r(x)$ are depicted in
Figure 1(a) and Figure 1(b), respectively. The random distribution code \( n(u) \) of RPM \( h_\alpha(u) \) has different values but the same appearance of the image presented in Figure 1(b). The fractional order of the FrFOs used in the encryption system is equal to \( \alpha = 0.4721\pi \).

The real-valued encrypted image \( e(x) \) for the fractional order \( \alpha = 0.4721\pi \) of the FrFOs is shown in Figure 1(c). The two obtained pseudorandom images \( \phi_\alpha(u) \) and \( \theta(x) \) in the encryption process, are depicted in Figure 1(d) and Figure 1(e), respectively. The real-valued images \( \phi_\alpha(u) \) and \( \theta(x) \) have a noisy appearance very similar to the random code \( s(x) \) of Figure 1(b), but these two images are pseudorandom because they are dependent on the values of the image \( f_{\phi h}(x) \), the fractional order \( \alpha \) and the RPMs \( r(x) \) and \( h_\alpha(u) \), used in Equation (6) and Equation (7). When the decryption process is computed using the encrypted image \( e(x) \) and the proper values of the security keys (the fractional order \( \alpha \), the two RPMs \( r(x) \) and \( h_\alpha(u) \) and the two pseudorandom images \( \phi_\alpha(u) \) and \( \theta(x) \)), the image \( d(x) \) recovered at the output of the decryption stage will be a replica of the image to encrypt \( f(x) \). The decrypted image \( d(x) \) obtained from the encrypted image \( e(x) \) and the true values of the all security keys is displayed in Figure 1(f). The resulting noisy decrypted images from the encrypted image of Figure 1(c) using a wrong RPM \( r(x) \) or an incorrect pseudorandom image \( \phi_\alpha(u) \), are depicted in Figure 1(g) and Figure 1(h), respectively.
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**Figure 1.** (a) Image to encrypt \( f(x) \). (b) Random distribution code \( s(x) \) of the RPM \( r(x) \). (c) Encrypted image \( e(x) \) for the fractional order \( \alpha = 0.4721\pi \) of the FrFOs. Pseudorandom images for the fractional order \( \alpha = 0.4721\pi \): (d) \( \phi_\alpha(u) \), and (e) \( \theta(x) \). (f) Decrypted image \( d(x) \) using the all correct security keys. Decrypted images for the following wrong security keys: (g) the RPM \( r(x) \), and (h) the pseudorandom image \( \phi_\alpha(u) \).

### 6. Conclusions

We have presented the nonlinear image encryption and decryption systems based on the FrFOs, phase encoding, RPMs and truncation operations. The encrypted image was a real image which can easily be stored or transmitted. It introduces an additional key, which is the fractional order introduced by using the FrFOs, that increases the security level of the proposed system. The nonlinear truncation operations improve the security of the encrypted image due to the generation of two security key, given by two pseudorandom images. The security keys of the encryption-decryption system are the fractional order of the FrFT, two RPMs and two pseudorandom images.
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