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Abstract

Cloud technologies have gained high popularity in recent years. Due to the digital transformation in past decades, information- and infocommunication technologies (ICT) have become highly recognized in all sectors. Cloud technologies have appeared as scalable, agile, secured and global solutions. Next to their advantages, however, several barriers have been identified. In this paper, we review the main cloud computing models and the advantages of and barriers to cloud technologies, as well as their application in the special case of transportation. Based on the review, we introduce the role of the National Data Economy Knowledge Centre in transportation development, especially focusing on proposed cloud applications.
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1. Introduction

More than half of the world’s population lives in cities, according to the United Nations (UN, 2018). City governments are facing several major problems, one of which is the operation, maintenance, and development of urban transportation systems. Urban transportation systems consist of passenger and freight subsectors (Mehrotra et al., 2018, 491–518). Transportation services are also classified as air, road, rail, and water-based systems. In this paper, we consider road and rail transportation, in both the freight and passenger subsector.

This paper argues that there are several advantages of and barriers to cloud computing, while the transportation system is a complex application environment. High heterogeneity is
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identified in the context of stakeholders and data sources, as well as methods of data collection, storage, and processing. I concluded that cloud technologies are key to addressing the increasing magnitude and complexity of transportation data. Finally, I briefly introduce the role, and proposed projects of the National Data Economy Knowledge Centre, as a possible solution for the challenges described.

2. The background and concept of cloud computing

The concept of smart cities has emerged in the last decades. Although there is still no generally accepted definition, approaches (Meijer & Bolivar, 2015, 391–408) show several similarities, for example:

- smart city concepts are used to identify a large spectrum of heterogeneous solutions, and city programmes (Dameri, 2013, 2544–2551),
- smart cities are identified as complex systems; one of their subsystems is smart mobility (Nagy & Csiszár, 2020, 117–127),
- smart cities are energy efficient, and aim to minimize negative externalities; green mobility is identified in the context of transportation (Lazaroiu & Roscia, 2012, 326–332) and
- smart cities aim to achieve a higher quality of life, as well as a more sustainable operation through the application of various ICT solutions.

Cloud computing is one of the many instruments in ICTs. Generally, cloud computing is defined as a “model for enabling ubiquitous, convenient, on-demand network access to a shared pool of configurable computing resources” (Mell & Grance, 2011, 1–7). It could best be described as a framework, utilising network capacities including and incorporating several solutions and services. Solutions and services share numerous characteristics (Stieninger & Nedbal, 2014, 59–68; Moghaddam et al., 2015, 1–6), such as:

- on-demand self-service, meaning that no active interaction is required,
- broad, and cross-platform network access, as cloud computing services are distributed on the network and available for all operating systems, both desktop and mobile.
- rapid elasticity or agility, meaning resources are rapidly and automatically deployed, depending on the demand, resulting in a dynamic and autonomous agile service,
- measured service, enabling dynamic measurement and monitoring of service performance,
- isolation of services, serving security and performance goals, and
- distribution, as cloud computing services are globally distributed using various IT resources.

Cloud computing includes several services models (Youseff et al., 2008, 1–10). Software-as-a-Service (SaaS) is a software delivery model which provides the user with access to business functions remotely, through the cloud (Sun et al., 2007, 558–569). SaaS applications are accessible from various devices through an interface or from a browser. Users do not manage the back-end cloud infrastructure. Platform-as-a-Service (PaaS) is a cloud software environment, which unites data and communication between computing elements, and provides a universal platform. Finally, Infrastructure-as-a-Service (IaaS) provides hardware (computational resource) virtually and on-demand.
Cloud services are deployed in multiple forms (Savu, 2011, 1–4). Private clouds provide exclusive infrastructure to an organisation, which are either maintained internally or by the service provider. Private clouds are only accessible for the organization. Community or public clouds are shared across a specific community. The infrastructure is used by different entities, which can be both individual users and organisations. Public clouds usually utilize the biggest infrastructure. Finally, hybrid clouds are a composition of two or more clouds, where some clouds remain private, but are bound to public and/or community clouds.

3. Information systems and data management of the transportation sector

Transportation is a special field in which all types of entities are found as stakeholders, from individuals (passengers) through private small companies to multinational private and big public companies. The high heterogeneity of stakeholders results a wide variety of information systems, from data collection through data processing and analysis to data utilization.

Similarly, to information systems (and stakeholder types), there are many instruments of data collection. First there is crowdsourcing (Misra et al., 2014, 1–8; Saxton et al., 2013, 2–20), which utilises social computing, using a network of collaborators to solve a problem; one type of crowdsourcing is web-based, which fits into cloud systems well, and enables cloud technologies to be applied. Machine-based data collection is represented by sensors, which are used for many applications, such as traffic volume count, speed data and, licence plate recognition. The data collected by sensors are stored in the databases of companies’ information systems and can be migrated into cloud storage. Another popular mode of data collection is surveys to identify the optimum service configuration. In this context, we introduce the two most popular types: (i) stated preference (SP) (Hensher, 1994, 107–133), and (ii) revealed preference (RP). In SP data collection, the individual is either asked to rate or rank their preferences among a set of combinations of attributes, or to choose one combination of attributes. Preference modelling is based on the principle that every consumer seeks to maximise utility, and the benefits they gain from all products and service and the underlying utility functions can be measured with sufficient certainty if the attributes and their levels (e.g., speed, frequency, price and comfort) are presented in a statistically balanced design (Richter, 1966, 635–645). RP define utility functions by building models from observing actual consumer behaviour. Bothe often used in transport planning for mode choice modelling, mobility management, mobility plan design inter alia, and in this context avoid the frequent criticism that smart cities are designed and built without adequate input from the systems’ existing and potential users.

3.1. Smart cities, smart mobility, and big data

In the past decade or so, new concepts emerged, namely smart cities, smart mobility; and big data. Smart cities are cities which utilise ICTs in order to achieve a higher level of sustainability and quality of life (Nagy & Csiszár, 2020, 117–127; Vecchio et al., 2019). Smart cities are complex systems, with various, interconnected application subsystems, one of which is smart mobility. Big data and smart mobility are interrelated as well. Big data is defined as a complex technological environment, which enables the collection, processing, and utilization of datasets which are so large and complex that conventional database-management systems cannot process them.

Next to the heterogeneity of organizations and data collection methods introduced above, the heterogeneity of data is an important factor. One of the main challenges of the application
of big data and cloud computing is that data are collected from various sources (Neilson et al., 2019, 35–44). Some sources, such as roadside sensors produce easy-to-use data. Other sources, for example user activity collected by smartphones, require processing before usage.

As vehicle and transportation technology advances, new opportunities emerge for data collection. One of the most relevant advances are vehicular networks and connected vehicle technologies (Ali et al., 2015, 1–4). Data can be directly from vehicles, as they are equipped with sensors and communication systems.

4. Adoption of cloud computing in transportation

Migration of enterprise information systems into the cloud is advantageous for all stakeholders, though multiple barriers and challenging tasks are observed. Heterogeneity is observed in the context of

- stakeholder size,
- complexity of ICTs used by the stakeholders, containing a wide variety of devices with different operating systems, different data collection methods,
- collected and handled data, ranging from security-critical to non-critical, as well as from public to personal/private,
- network access and bandwidth, which is also influenced by the proportion of citizens having access to a mobile network, and the proportion of open-access Wi-Fi networks in metro areas,
- legal environment of data collection and handling, etc.

Therefore, to apply cloud technologies on a broad basis, different adoption strategies are required. Furthermore, adoption cannot be done exclusively by considering technological and IT aspects. In this section, I review the main advantages of and barriers to cloud technologies in transportation.

4.1. Advantages of cloud technologies

Cloud computing has several key advantages (Avram, 2014, 529–534; Ullah & Babar, 2019, 81–118) first, computational resources are scalable. Through software APIs, cloud-based services are scaled up and down dynamically, resulting in a cost-effective and rapidly deployable service model (Dubey & Wagle, 2007, 1–12).

Cloud computing processes also have high agility, meaning almost immediate access for hardware resources, without the need for expensive investments. Temporary resources can easily be deployed for research and development purposes. In this way it lowers or removes the barriers to IT development.

Cloud applications drastically reduce the cost of entry in order for smaller organisations to benefit from computing-intensive business applications. These applications were only available earlier for companies with high hardware capacity.

Using cloud resources and applications also means that, next to the globalisation of an enterprise, its data globalises as well. Cloud service providers have data centres around the world, which are inter-connected. Corporate data can therefore be accessed through the network, or even transferred to the closest data centre if needed. This results in reduced globalisation costs, as the firm does not need to carry their data.
Cloud services are also safe and secured. Although security, or rather uncertainty, is understood as a barrier, cloud platforms are secured in various ways (Muttik & Barton, 2009, 1–6). Potential threats are eliminated using complex methods, such as filtering, malware protection, blockchain and DDoS protection, as well as various security protocols.

4.2. Barriers of cloud technologies

The first barrier to be mentioned is security. Although cloud platforms and services are secured by various methods, uncertainty among potential users is significant. Cloud services are exposed by attacks on APIs, publishers and web portals, as well as interfaces (Hussain et al., 2017, 57–65). Attacks can be aimed at hardware, software and data. Ristenpart et al. (2009, 199–212) concludes, that risks arise from sharing physical infrastructure among users. In the context of transportation, security is especially important. Data from various sources are collected and stored, much of which can be security-critical, such as traffic collection of license plate numbers, tracking passenger movements through their end-devices etc.

Operating a cloud system requires staff on the organizations’ side as well. Migrating data and certain functions into the cloud is a complex and novel field. Cloud architects, DevOps engineers, and cloud engineers have to hold specific and advanced skills. In this case, the organisation must choose to either hire its own cloud engineer employees or hire a third party to manage its cloud system, which also includes data management.

Legal issues can also be observed, especially in the context of data and information privacy. Although cloud service providers can deploy better security mechanisms in their service than individual users or organizations; platform sharing, lack of data control and third-party services make security a major worry (Cheng & Lai, 2012, 241–251).

5. Discussion – role of the National Data Economy Knowledge Centre

In the previous sections, I introduced cloud services and computing models and the complexity of the transportation sector, as well as the main advantages and barriers. I identified that privacy and security are major issues.

In Hungary, the transportation division of the National Data Economy Knowledge Centre carries out research and innovation in this direction. In order to solve the problems of high heterogeneity, we introduced two major projects.

- a complex road traffic information system, which contains installation and operational standards for roadside and vehicle sensors,
- a smart transportation integration framework, which introduces a novel method for the application of cloud computing with the special aim of enhancing the integration level of urban transportation.

The simultaneous deployment of these projects has the following impacts:
- standardization of databases, as the integration framework introduces a framework for data storage,
- high level of data security, as databases are managed by the National Data Economy Knowledge Centre,
- decision support in the context of transportation development, maintenance and operation, and
- data availability for research and development tasks.
It is beyond the scope of this study to decide whether an existing, commercial cloud service (e.g. Microsoft Azure, Amazon Web Service etc.) should be used or an entirely new network should be designed and deployed by the National Data Economy Knowledge Centre.

6. Conclusion

Information technologies have advanced greatly in recent years. In this paper, I reviewed cloud computing, and the related concepts of big data and smart cities. The application of cloud computing is advantageous yet challenging. All barriers arise from sharing physical infrastructure amongst users. In the context of transportation, the solution can be the inclusion of a national control organization, as with National Data Economy Knowledge Centre in Hungary. The cloud system must be deployed and supervised by the National Data Economy Knowledge Centre to ensure secure operation. By using cloud computing methods, the integration level of transportation can be enhanced. Integration is defined between organisations and between subsectors. The utilisation of cloud technologies enables decision support for operation, maintenance and development tasks, as well as data for research and development purposes.

References

Ali, R. Y., Gunturi, V. M. V., Shekhar, S., Eldaxy, A., Mokbel, M. F., Kotz, A. J., & Northrop, W. F. (2015). Future connected vehicles: challenges and opportunities for spatio-temporal computing. In Proceedings of the 23rd SIGSPATIAL International Conference on Advances in Geographic Information Systems (pp. 1–4). https://doi.org/10.1145/2820783.2820885

Avram, M. G. (2014). Advantages and Challenges of Adopting Cloud Computing from an Enterprise Perspective. Procedia Technology, 12, 529–534. https://doi.org/10.1016/j.protcy.2013.12.525

Cheng, F. C., & Lai, W. H. (2012). The Impact of Cloud Computing Technology on Legal Infrastructure within Internet – Focusing on the Protection of Information Privacy. Procedia Engineering, 29, 241–251. https://doi.org/10.1016/j.proeng.2011.12.701

Dameri, R. P. (2013). Searching for smart city definition: a comprehensive proposal. International Journal of Computers & Technology, 11(5), 2544–2551.

Dubey, A., & Wagle, P. (2007). Delivering software as a service. The McKinsey Quarterly, 6, 1–12. Online: https://bit.ly/3Olrlpg

Hensher, D. A. (1994). Stated preference analysis of travel choices: the state of practice. Transportation, 21(2), 107–133. https://doi.org/10.1007/bf01098788

Hussain, S. A., Fatima, M., Saeed, A., Raza, I., & Shahzad, R. K. (2017). Multilevel classification of security concerns in cloud computing. Applied Computing and Informatics, 13(1), 57–65. https://doi.org/10.1016/j.aci.2016.03.001

Lazaroiu, G. C., & Roscia, M. (2012). Definition methodology for the smart cities model. Energy, 47(1), 326–332. https://doi.org/10.1016/j.energy.2012.09.028

Mehrotra, S., Zusman, E., Bajpai, J. N., Fedirko, L., Jacob, K., Replogle, M., Woundy, M., & Yoon, S. (2018). Urban transportation. In Rosenzweig, C., W. Solecki, P. Romero-Lankao, S. Mehrotra, S. Dhakal, & S. Ali Ibrahim (Eds.), Climate Change and Cities: Second Assessment Report of the Urban Climate Change Research Network (pp. 491–518). Cambridge University Press.

Meijer, A., & Bolivar, M. P. R. (2015). Governing the smart city: a review of the literature on smart urban governance. International Review of Administrative Sciences, 82(2), 392–408. https://doi.org/10.1177.0020852314564308
Mell, P., & Grance, T. (2011). The NIST Definition of Cloud Computing. Recommendations of the National Institute of Standards and Technology. NIST Special Publication 800-145., 1–7. Online: https://bit.ly/3baMsA9

Misra, A., Gooze, A., Watkins, K., Asad, M., & Le Dantec, C. A. (2014). Crowdsourcing and Its Application to Transportation Data Collection and Management. Transportation Research Record, 2414(1), 1–8. https://doi.org/10.3141/2414-01

Moghaddam, F. F., Rohani, M. B., Ahmadi, M., Khodadadi, T., & Madadipouya, K. (2015). Cloud computing: Vision, architecture and characteristics. In 2015 IEEE 6th Control and System Graduate Research Colloquium (ICSGRC), 1–6. https://doi.org/10.1109/ICSGRC.2015.7412454

Muttik, I., & Barton, C. (2009). Cloud security technologies. Information Security Technical Report, 14(1), 1–6. https://doi.org/10.1016/j.istr.2009.03.001

Nagy, S., & Csiszár, Cs. (2020). The quality of smart mobility: a systematic review. Scientific Journal of Silesian University of Technology. Series Transport, 109, 117–127. https://doi.org/10.20858/sjsutst.2020.109.11

Neilson, A., Indratmo, Daniel, B., & Tjandra, S. (2019) Systematic Review of the Literature of Big Data in the Transportation Domain: Concepts and Applications. Big Data Research, 17, 35–44. https://doi.org/10.1016/j.bdr.2019.03.001

United Nations (UN). (2019). World Urbanization Prospects – The 2018 Revision. United Nations. Online: https://bit.ly/3bbMeZD

Richter, M. K. (1966). Revealed preference theory. Econometrica, 34(3), 635–645. https://doi.org/10.2307/1909773

Ristenpart, T., Tromer, E., Shacham, H., & Savage, S. (2009). Hey, you, get off of my cloud: exploring information leakage in third-party compute clouds. In CCS ’09: Proceedings of the 16th ACM conference on Computer and communications security (pp. 199–212). https://doi.org/10.1145/1653662.1653687

Saxton, G. D., Oh, O., & Kishore, R. (2013). Rules of Crowdsourcing: Models, Issues, and Systems of Control. Information Systems Management, 30(1), 2–20. https://doi.org/10.1080/10580530.2013.739883

Stieninger, M., & Nedbal, D. (2014). Characteristics of Cloud Computing in the Business Context: A Systematic Literature Review. Global Journal of Flexible Systems Management, 15, 59–68. https://doi.org/10.1007/s40171-013-0055-4

Savu, L. (2011). Cloud Computing: Deployment Models, Delivery Models, Risks and Research Challenges. In: 2011 International Conference on Computer and Management (CAMAN), 1–4. https://doi.org/10.1109/CAMAN.2011.5778816

Sun, W., Zhang, K., Chen, S. K., Zhang, X., & Liang, H. (2007). Software as a Service: An Integration Perspective. In Krämer, B. J., Lin, K. J., & Narasimhan, P. (Eds.), Service-Oriented Computing – ICSOC 2007 (pp. 558–569). Springer. https://doi.org/10.1007/978-3-540-74974-5_52

Ullah, F., & Babar, M. A. (2019). Architectural Tactics for Big Data Cybersecurity Analytics Systems: A Review. Journal of Systems and Software, 151, 81–118. https://doi.org/10.1016/j.jss.2019.01.051

Vecchio, P. D., Secundo, G., Maruccia, Y., & Passiante, G. (2019). A system dynamic approach for the smart mobility of people: Implications in the age of big data. Technological Forecasting and Social Change, 149, 119771. https://doi.org/10.1016/j.techfore.2019.119771

Youseff, L., Butrico, M., & Da Silva, D. (2008). Towards a Unified Ontology of Cloud Computing. In: 2008 Grid Computing Environments Workshop, 1–10. https://doi.org/10.1109/GCE.2008.4738443