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Abstract. This paper reports on the design and validation of a capability measurement instrument for software delivery teams that make use of the DevOps approach. The instrument is based on the results of a systematic literature review and was developed and validated by involving a total of five domain experts and conducting a field study among six DevOps team members. To this end, we used qualitative and survey-based data collection methods from participatory action research as well as design science. The resulting instrument encompasses five dimensions, covering seventeen capabilities and thirty-eight associated practices. The practices are evaluated on five capability levels. The results of the validation process indicate clear agreement of the domain experts and team members with all aspects of the instrument. As a contribution to practice, this research offers a pragmatic tool for IS practitioners which provides insight into the status of their DevOps transformation and offers directions for improving DevOps team performance. Furthermore, this research contributes to the ongoing research stream on DevOps by providing novel insights into the nature of DevOps capabilities and their potential configurations.
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1 Introduction

A growing amount of organizations is reorganizing their IT functions according to the DevOps paradigm. This calls for the establishment of cross-functional, agile teams that are responsible for development and operations of their systems and automate substantial parts of their processes [6,32]. While DevOps is becoming increasingly popular in practice, the approach has also attracted
growing attention from the IS research community over the past years. Multiple studies have attempted to create standardized definitions of DevOps [26] and identify its core elements [16] in order to foster a shared understanding of the paradigm. However, there is still no uniform definition of DevOps available [6,17]. Furthermore, there is little research-based guidance available to practitioners on how to implement DevOps and assess the current status of their transformation.

Prior research has related the implementation of IT capabilities to an increase in performance, both at team-level as well as on an organizational level [22,30]. We therefore propose to adopt a capability-based perspective when addressing the implementation of DevOps in organizations. Consequently, we argue that a standardized measurement instrument which evaluates the capabilities of DevOps teams will enable IT professionals to identify potential shortcomings or points for improvements in their transformation and will ultimately lead to an increase in team performance if the results of the measurement are addressed successfully.

While there have been efforts to create both industrial and scientific DevOps maturity models [34], to the best of our knowledge there is no instrument available which assesses the state of DevOps capabilities themselves. We therefore aim to develop a capability measurement instrument for DevOps teams which is based in extant academic literature but built in close collaboration with industry professionals in order to ensure its validity and practical use. Such a measurement instrument is expected to contribute to both the lack of a shared definition of DevOps and its practices as pointed out by Lwakatare, Kuvaja & Oivo [17] as well as provide a more structured approach for practitioners in how to implement DevOps and improve the performance of their DevOps teams.

This research makes use of the definition of a capability as proposed by Iacob, Quartel & Jonkers: “A capability is the ability of an organization to employ resources to achieve some goal” [14]. We furthermore build on the resource-based view and more specifically on the theory of dynamic capabilities [28] which argues that the competitive advantage of organizations lies within their resource base as well as in their ability to reconfigure their assets to address rapidly changing circumstances. According to Teece, Pisano and Shuen [28], these firm capabilities need to be understood in terms of managerial processes and organizational structures. Dynamic capabilities are idiosyncratic which makes them difficult to imitate for competitors [28]. However, Eisenhardt & Martin [5] suggest that while dynamic capabilities may be idiosyncratic in their details, they constitute a set of specific and clearly identifiable processes at a higher level. We therefore argue that it is possible to define a specific set of capabilities that are relevant to DevOps teams but that any measurement instrument of capabilities will need to capture various configurations of the same capability in order to account for their idiosyncratic implementation. Subsequently, our research is guided by the following main research question and sub-questions:

How to design a capability measurement instrument for DevOps teams?

(a) Which capabilities and practices are relevant for DevOps teams?
2 Research Methodology

In order to develop the envisioned measurement instrument, we followed the procedural model proposed by Aldea & Sarkar [1] which is meant for developing valid and reliable measurement instruments for theoretical constructs. According to the aforementioned authors, the procedural model is suitable for researches in which the theory on which the instrument is based already exists and is sought to be empirically tested. The first stage of the model involves identifying theoretical constructs and candidate items which represent these constructs. The candidate items are then sorted into separate domain categories (substrata identification) from which a revised set of items is identified. These items are then further revised and improved. Finally, the instrument is validated in order to obtain evidence on the validity and reliability of the instrument.

An overview of all steps of the procedural model and the respective methodology applied in this research can be found in Table 1.

| Instrument development stage [1] | Application to this research               |
|----------------------------------|-------------------------------------------|
| 1. Item creation                 | Systematic literature review              |
| 2. Substrata identification       | Open and axial coding                     |
| 3. Item identification           | Domain expert workshops                   |
| 4. Item revision                 | Domain expert interviews                  |
| 5. Instrument validation         | Domain expert evaluation survey & field study |

2.1 Systematic Literature Review

The capabilities and practices that are part of the measurement instrument are based on the results of a systematic literature review (SLR) which we have conducted prior to this research and which we have detailed in a separate publication [21]. The review spanned 37 empirical research papers on DevOps capabilities and concepts. Data was gathered and synthesized by applying open and axial coding techniques in the qualitative data analysis tool Atlas.ti. To this end, we defined and applied codes to paragraphs of the papers which addressed capabilities and practices that were important for DevOps teams. The codes were continuously compared, merged or redefined and relationships between codes were established [33]. We then grouped the single codes into a more comprehensible set of code categories which resulted in an overview of DevOps practices and higher-level DevOps capabilities respectively. The core results of the review are summarized in Sect. 3.
2.2 Instrument Design

The capability measurement instrument was designed in close collaboration with industry practitioners by applying methods from Participatory Action Research (PAR). PAR seeks to combine theory and practice with the pursuit of designing practical solutions to pressing concerns of people [2]. This approach provides an opportunity for mutual learning and enriching dialogue between researchers and practitioners and is especially suitable when the nature of the artifact aligns with the participatory philosophy of PAR [24], as it is the case with our theory-based yet practically applicable measurement instrument.

**Domain Expert Workshops.** A first draft of the measurement instrument was created by conducting two workshops with a domain expert that served as a senior consultant at a Dutch consulting firm focused on digital transformations. This expert had vast experience with DevOps transformations and automation technologies.

Workshops are frequently used as qualitative data collection methods in PAR designs [3]. During the workshops, all candidate items were discussed in detail. Based on the suggestions made by the domain expert, items that displayed too much similarity to other items were eliminated in order to increase convergent and discriminant validity. Furthermore, one additional practice was added to the reference model based on the expert’s suggestion. Additionally, all questions and answer options pertaining to the revised items were discussed and were clarified or supplemented with industry examples where applicable.

**Domain Expert Interviews.** The measurement items were further revised by interviewing four additional domain experts who also served as senior or principal consultants at a Dutch consulting firm. All of them had vast experience with Agile, DevOps or Lean methodologies and digital transformation projects in general. The capability measurement instrument was shared with the subjects before the interviews via e-mail.

The interviews had a semi-structured nature and were prepared beforehand through means of an interview guide [19]. The interviews lasted between 30 and 45 min. We started the conversation by introducing our research rationale and explaining our interpretation and definition of the concept of capabilities. We then discussed the capability levels with the interviewees and asked for their opinion on whether the scales and their definitions were understandable and covered all possible configurations of a DevOps capability sufficiently. This phase led to some minor adjustments in the capability level definitions. We then discussed the instrument taxonomy with the experts and asked whether the identified capabilities were indeed relevant for DevOps teams, whether there were any capabilities missing or redundant and whether the definitions of the capabilities were clear. The interviews led to the inclusion of another practice in the taxonomy and some minor adjustments regarding the names of some capabilities, the practices assigned to them and in the definitions of the capabilities and their measurement scales.
2.3 Instrument Validation

Maturity models can be evaluated through three different methodologies [23]: The first method is the evaluation of the instrument by the authors themselves. Another technique is the evaluation by domain experts which is performed through interviews, surveys or assignments. The last method is evaluation in a practical setting. The capability measurement instrument at hand was validated by applying a combination of domain expert evaluation and a field study. In doing so, we follow the suggestions of Venable, Pries-Heje and Baskerville [29] who propose to first evaluate design artifacts in an artificial setting, for example by using theoretical arguments, before moving towards a naturalistic evaluation in the real environment of the artifact.

Domain Expert Evaluation Survey. After the interviews, the four domain experts who were involved in the item revision stage were requested to fill in an online survey. They were asked to rate a number of statements regarding the instrument based on a five-point Likert scale, ranging from strongly disagree to strongly agree. The remaining domain expert who participated in the item identification workshops was not engaged in the validation of the measurement instrument due to their high involvement during the creation of the instrument.

The statements in the evaluation survey were based on the evaluation template for domain expert reviews of maturity models by Salah, Paige and Cairns [23]. The template was slightly adjusted to suit the nature of our capability measurement instrument better. The results of the survey indicate clear agreement of the domain experts with the validated aspects of the instrument. An overview of all statements and the mean agreement scores given by the four respondents as well as the standard deviations of these scores can be found in Table 2. 1.

Next to these statements, the experts were also asked a number of open questions focused on whether there were any questions, answers or descriptions which the respondents would add, remove or update and whether the model could be improved to make it more useful.

Field Study. Simultaneously to the expert validation, the instrument was presented to six DevOps team members from three different organizations. After taking the assessment, the team members were asked to rate a number of statements which were modified from the domain expert evaluation survey. The participants were solely asked to rate statements related to the understandability and ease of use of the instrument, as well as whether they thought that the capabilities covered all aspects relevant to DevOps teams. The evaluation of the underlying design of the instrument such as the sufficiency and accuracy of the capability levels or the general use in the industry were left to the domain experts and were not part of the field study evaluation. An overview of the validation statements, mean agreement scores and their standard deviations can be found in Table 2, along with the results of the domain expert validation survey.

1 The individual scores given by the respondents will be provided upon request.
Table 2. Validation survey statements and mean agreement scores from domain experts (n = 4) and field study participants (n = 6), based on a five-point Likert scale

| Validation statements adapted from [23]                                                                 | Domain experts | Field study | |
|---------------------------------------------------------------------------------------------------------|----------------|-------------|---|
| **Capabilities & practices**                                                                          |                |             |   |
| 1. The capabilities and practices are relevant to DevOps teams (Relevance)                             | 4.3            | 4.3         |   |
| 2. The capabilities and practices cover all aspects impacting/ involved in DevOps teams (Comprehensiveness) | 4.0            | 4.0         |   |
| 3. Capabilities and practices are clearly distinct (Mutual Exclusion)                                  | 4.3            | 4.3         |   |
| 4. The answer options are clearly distinct (Mutual exclusion)                                           | –              | 4.2         | 0.4|
| 5. There are no questions asked more than once in the assessment (Mutual Exclusion)                    | –              | 4.3         | 0.5|
| **Capability levels**                                                                                  |                |             |   |
| 6. The five capability levels are sufficient to represent all states of a team capability (Sufficiency)  | 3.9*           |             |   |
| 7. There is no overlap detected between descriptions of capability levels (Accuracy)                   | 3.8            | 3.8         |   |
| 8. The question answers are correctly assigned to their respective capability level (Accuracy)          | 3.8            | 3.8         |   |
| **Capability assessment**                                                                             |                |             |   |
| 9. The capability descriptions are understandable (Understandability)                                  | 4.5            | 4.1         |   |
| 10. The capability levels are understandable (Understandability)                                       | 4.5            | 4.1         |   |
| 11. The questions and answers are understandable (Understandability)                                   | 4.5            | 4.1         |   |
| 12. The capability assessment is easy to use (Ease of use)                                              | 4.5            | 4.2         | 0.9|
| 13. The capability assessment is easy to evaluate (Ease of use)                                        | 4.3            | 4.3         | 0.7|
| 14. The capability assessment has the right length (Ease of use)                                       | 3.8            | 3.8         | 1.2|
| 15. The capability assessment is useful for conducting assessments (Usefulness and Practicality)        | 5.0            |             |   |
| 16. The capability assessment is practical for use in industry (Usefulness and Practicality)            | 4.8            |             |   |

*Deviation from averages of values displayed in the table due to rounding errors.
3 Theoretical Framework

In a previous publication [21], we have extracted DevOps capabilities from extant literature and analyzed these in the light of the dynamic capabilities theory [27]. We then put forward the argument that DevOps teams can contribute to the competitive advantage of organizations by building capabilities that allow them to sense opportunities and threats, seize opportunities and rapidly transform their assets. The success of these capabilities however is dependent on the presence of a set of organizational enabler capabilities that allow the teams to perform their work independently and autonomously and work towards supporting the organizational strategy and vision. If these two sets of capabilities are implemented successfully, organizations can expect to achieve a third set of beneficial outcome capabilities. The identified DevOps team capabilities were divided into the classes sensing, seizing and transforming which is in line with the classification of dynamic capabilities by Teece [27]. An overview of the results of the literature review is given in Fig. 1.

DevOps teams need to develop capabilities on two levels: First, business-related capabilities concern structures, processes and habits in their way of working which the DevOps teams develop. Second, the teams need to develop technology-related capabilities which allow them to automate processes and perform monitoring activities.

In order to sense opportunities and act upon these, DevOps teams should design customer-centric processes [13,20] and have frequent information exchange with stakeholders [12]. Furthermore, they should have a clear process for translating customer wishes into requirements and manage the backlog [9]. At the same time, teams need to be venturous [31] and self-empowered by assuming responsibility and ownership of their system [10,25] so they can operate autonomously and take appropriate decisions quickly. This can be facilitated by building an open team culture which is focused on continuous improvement [20], sharing opinions [6] and in which team members trust and respect each other [26]. In order to shorten decision-making and authorization processes, teams should also be skilled at lean-process management [6] and collaborate well within the team as well as with other teams [7]. Once teams have decided to take action based on an identified opportunity or threat, they need to deal with changes

---

**Organizational enabler capabilities for DevOps**
- Alignment of organizational vision & strategy with DevOps way of working
- Design of organizational structure to facilitate alignment and decision-making
- Adoption of transformational leadership and management support
- Coherence of shared measurability and incentives
- Management of diversity & cultural alignment
- Embedding of shared processes in organization
- Employee training & education
- Task selection & prioritizing

**Dynamic DevOps team capabilities**

**Business-related capabilities**
- Customer-centric design
- Agile development
- Continuous delivery management
- DevOps culture

**Technology-related capabilities**
- DevOps monitoring & feedback
- Integration of automation and monitoring

**Business-related capabilities**
- Open team culture
- Lean process management
- Inter- and intra-team collaboration
- Requirements management

**Technology-related capabilities**
- Access management
- Architecture management
- Infrastructure management

**Business-related capabilities**
- Change management
- Knowledge management
- Leanable project management
- Continuous planning

**Technology-related capabilities**
- Continuous software engineering
- Artificial intelligence
- Configuration management
- Operations management
- Security management
- System monitoring & documentation

**DevOps outcome capabilities**
- Agility
- Quality assurance
- Rapid & frequent deployment
- Value creation
- Simplification of processes and documentation
- Predictable output
- Continuous innovation
- Increased availability and resilience of systems

**Fig. 1.** Conceptual model of DevOps capabilities resulting from SLR [21]
effectively and timely [20]. This requires a flexible yet up-to-date planning process [26] as well as continuous exchange of knowledge and information [10] so team-members can assume multiple roles and responsibilities in this process.

On a technology-level, the automation of software delivery and provisioning processes enables DevOps teams to bring changes into production quickly. Most dominantly, many DevOps teams develop continuous engineering capabilities [9] in which they automate their entire delivery process including code testing and deployment activities. This process can be further supported by automation of infrastructure provisioning [15] and configurations [12]. Furthermore, DevOps teams should develop strong monitoring and logging capabilities [6] in order to secure their systems and act quickly in case of irregularities.

4 Results

4.1 Instrument Taxonomy

As an answer to the first sub-research question, we have defined a taxonomy of the capability measurement instrument, which is composed of dimensions, capabilities and practices. An overview of all capabilities, definitions and practices of the instrument is shown in Table 3.

The dimensions of the instrument serve as broad categories which enable easy communication of the results to stakeholders. They are represented by the CALMS acronym which was coined by Humble & Molesky [11] and is widely used to address the core components of the DevOps paradigm [8]. The CALMS acronym originally represents the dimensions of culture, automation, lean, measurement and sharing. However, in consultation with one domain expert it was decided to replace the measurement section in our instrument with the category monitoring, since the requirement to measure the progress of any capability is already integrated into the capability measurement scales of our model and is thus an inherent part of every capability which is performed at level four or higher (refer to Subsect. 4.2 for a detailed explanation of the capability levels). Adding this category to the taxonomy is in line with previous research which has defined monitoring to be another integral part of DevOps [16,17].

Every instrument dimension contains a set of capabilities which are in turn composed of between one to three practices. Each practice is represented by a single question in the assessment. In order to facilitate communication and understanding of the capabilities, we added a definition to each capability which was validated by the domain experts.

4.2 Capability Measurement Scales

The second research sub-research question is based on the argument that dynamic capabilities are idiosyncratic in their details [28], which suggests that the identified DevOps team capabilities may be exhibited in distinct ways by different teams. It was therefore decided to design the instrument in such a
| Capability          | Description                                                                                                                                                                                                 | Associated practices                                                                 |
|---------------------|-------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------|--------------------------------------------------------------------------------------|
| **Culture**         |                                                                                                                                                                                                             |                                                                                      |
| Intrapreneurship    | The team has processes and structures in place to ensure it fulfills all necessary business activities in order to remain relevant to customers                                                                 | Opportunity scouting  
Experimental  
Problem recognition & solving                                                              |
| Continuous          | The team has processes and structures in place to ensure a team culture focused on communication and innovation                                                                                           | Accepting & providing feedback  
Continuous improvement  
Sharing goals & values                                                                         |
| improvement         |                                                                                                                                                                                                             |                                                                                      |
| Self-empowerment    | The team has processes and structures in place to ensure it can function independently without intervention from management                                                                                 | Change readiness  
Decision-making  
Self-organization                                                                                           |
| **Automation**      |                                                                                                                                                                                                             |                                                                                      |
| Continuous          | The team has processes and structures in place to ensure the continuous release of high quality software                                                                                                  | Automated build  
Automated testing  
(Continuous) Integration  
(Continuous) Deployment                                               |
| software            |                                                                                                                                                                                                             |                                                                                      |
| engineering         |                                                                                                                                                                                                             |                                                                                      |
| Infrastructure &   | The team has processes and structures in place to ensure the necessary infrastructure is available and configured correctly                                                                                     | Infrastructure provisioning & containerization  
Managing configurations  
Use of artifacts                                                                                      |
| configuration       |                                                                                                                                                                                                             |                                                                                      |
| management          |                                                                                                                                                                                                             |                                                                                      |
| Artifact management | The team has processes and structures in place to ensure artifacts are stored and versioned in a repository                                                                                                 | Use of microservices or a modular architecture                                             |
| Architecture        | The team has processes and structures in place to ensure the architecture is and remains flexible                                                                                                           |                                                                                      |
| management          |                                                                                                                                                                                                             |                                                                                      |
| Security & access   | The team has processes and structures in place to ensure their applications are secure, in line with compliance requirements and may only be accessed by authorized users                                               | Performing risk analysis, risk evaluation, compliance requirements & security testing  
Using access policies                                                                        |
| management          |                                                                                                                                                                                                             |                                                                                      |
| **Lean**            |                                                                                                                                                                                                             |                                                                                      |
| Lean process        | The team has a process or framework in place to ensure optimum flow of work                                                                                                                                   | Lean/Agile way of working  
Lean/Agile project management  
Resolving incidents  
Automated recovery  
Managing changes  
Planning                                                                                           |
| management          |                                                                                                                                                                                                             |                                                                                      |
| Change & operations | The team has processes and structures in place to manage change requests and systems operations                                                                                                              | Stakeholder management  
Product-oriented team setup  
Cross-functional team setup                                                                                       |
| management          |                                                                                                                                                                                                             |                                                                                      |
| Continuous planning | The team has processes and structures in place to ensure a flexible planning                                                                                                                                  |                                                                                      |
| Customer-centric    | The team has processes and structures in place to ensure their services are targeted at involving and meeting customer needs                                                                                |                                                                                      |
| design              |                                                                                                                                                                                                             |                                                                                      |
| Requirement         | The team has processes and structures in place to manage and prioritize system/service requirements                                                                                                        | Requirement specification & prioritization  
Use of NFRs                                                                                           |
| management          |                                                                                                                                                                                                             |                                                                                      |
| **Monitoring**      |                                                                                                                                                                                                             |                                                                                      |
| End-user monitoring | The team has processes and structures in place to ensure it is aware of how their system is used and improve it based on end-user behaviour and feedback                                                                 | Monitor customer systems & receive feedback from end-users                                                                                   |
| & feedback          |                                                                                                                                                                                                             |                                                                                      |
| System monitoring & | The team has processes and structures in place to monitor the performance and behavior of their internal systems                                                                                           | Monitoring & logging of internal systems                                               |
| documentation       |                                                                                                                                                                                                             |                                                                                      |
| **Sharing**         |                                                                                                                                                                                                             |                                                                                      |
| Knowledge sharing   | The team has processes and structures in place to ensure that information, knowledge and skills are equally distributed and disseminated throughout the team                                                                 | Information sharing  
Continuous learning  
Sharing knowledge & skills                                                                                      |
| Team collaboration  | The team has processes and structures in place to ensure regular alignment between team-members and with other teams in the organization                                                                 | Intra-team alignment  
Inter-team alignment  
Sharing priorities                                                                                      |
way that it captures numerous possible configurations of a capability instead of merely assessing whether a capability is performed at a sufficient level or not. The capability measurement instrument subsequently uses a continuous representation in which the separate capabilities are assessed on five different capability levels. This is opposed to many maturity models that make use of a staged representation in which the capabilities are assigned to maturity levels.

Table 4. Measurement scales and final definitions used for capability levels per instrument dimension

| Dimension | Culture, Sharing *(Definition adapted from Magdaleno CollabMM [18])* | Automation, Lean, Monitoring *(Definition adapted from CMMI capability levels [4])*
|-----------|--------------------------------------------------------------------|-----------------------------------------------------------------------|
| Level 1   | **Initial*** - The capability is not performed                     | **Incomplete** - The capability is not performed                      |
| Level 2   | **Ad-hoc** - The team decides on the spot how to carry out         | **Performed** - The capability is carried out and works in practice. However, the team has no agreed way of working for doing this |
|           | collaboration activities                                            |                                                                       |
| Level 3   | **Planned** - The team has an agreed way of working in which it    | **Managed** - The team has agreed on a specific way of working such as a process or policy to ensure that the capability is performed |
|           | collaborates, e.g. through regular meetings or platforms           |                                                                       |
| Level 4   | **Aware** - Team members are aware of their tasks and of the       | **Defined** - The team has worked out their way of working in detail, e.g. through process descriptions, monitoring performance measurement metrics or adapting the process from the organizational policy to their own needs |
|           | agreed process, no central coordination is necessary for the       |                                                                       |
|           | members to collaborate. The team might include monitoring activities to ensure the way of working is leading to the desired capability |
| Level 5   | **Reflexive** - Team members are aware of the agreed way of        | **Optimizing*** - The team does not only have an elaborate way of working but also continuously reflects on the process and improves this to perform the capability even better |
|           | working and are self-organizing. They can identify which results   |                                                                       |
|           | are relevant and are continuously collaborating, interacting and    |                                                                       |
|           | sharing knowledge among each other. They use double-loop learning  |                                                                       |
|           | to recognize whether the desired goal state is still applicable.   |                                                                       |

*Levels added by researchers to equalize scales.
Given the diverging nature of capabilities in the relationship-oriented dimensions of culture and sharing and the more traditional, process-oriented dimensions of automation, lean and monitoring, it was decided to use two different, yet comparable measurement scales to define the capability levels in our instrument.

The answer options to questions related to the culture and sharing dimensions were adapted from the Collaboration Maturity Model (CollabMM) by Magdaleno, Araujo and Werner [18]. This scale was chosen due to its explicit focus on team collaboration, as opposed to the more process-oriented focus of many other models. Although the CollabMM scale is originally used in a staged representation, we found the scale to also be useful for assessing the separate capabilities and have developed descriptions which suit this aim.

The capability levels of the dimensions automation, lean and monitoring were adapted from the CMMI continuous representation capability levels [4]. This measurement scale was chosen due to its wide recognition and use in both academia and practice, as well as the continuous nature of the scale.

In order to equalize the scales, we added a capability level to the lower end of the CollabMM and to the upper end of the CMMI capability level descriptions. The descriptions of each capability level were validated and adjusted based on feedback given by the domain experts. The final definitions can be found in Table 4.

4.3 Assessment Items

The practices and capability levels which we previously discussed were translated to fitting questions and answer options and were supplemented with industry examples with the help of a domain expert during the item identification stage. The final version of the instrument contains 38 assessment items which represent the practices in Table 3. Two example questions and answer options are displayed in Table 5.

5 Discussion and Conclusion

The research at hand describes the design and validation of a capability measurement instrument for DevOps teams. To arrive at this artifact, we have investigated the sub-research questions “Which capabilities and practices are relevant to DevOps teams?” and “How to assess varying configurations of capabilities with a measurement instrument?” As an answer to these questions, we offer a comprehensive taxonomy of DevOps capabilities and practices and describe two measurement scales on which the varying configurations of a capability can be measured. Due to the taxonomy being based on the results of a SLR, the capabilities and practices in our measurement instrument are supported by existing literature on DevOps capabilities [17, 25, 26] but extend the aforementioned works. The resulting instrument was developed and validated in close collaboration with industry practitioners, using qualitative research approaches from PAR as well by collecting data via surveys. The results of the validation phase
Table 5. Measurement instrument

| Dimension: | Capability: Intrapreneurship |
|------------|-----------------------------|
| Practice:  | Experimentation             |
|            | Measurement Scale: CollabMM [18] |

Does your team experiment with new ideas or techniques regarding your way of working or product/service?

Level 1: We never experiment with new techniques. We rather stick to what we know and what works for us.

Level 2: We sometimes experiment with new ideas but not in a coordinated way.

Level 3: Experimentation is a planned and coordinated part of our work, e.g. we free up time during our sprints to try new things.

Level 4: We regularly experiment with new techniques to improve our product and way of working as part of our daily work. This happens inside and outside of planned events.

Level 5: We regularly experiment with new techniques to improve our product and way of working, inside and outside of planned events. These insights often lead to improvements in our product or way or working.

| Dimension: | Capability: Change & operations mngmt. |
|------------|----------------------------------------|
| Practice:  | Resolving incidents                    |
|            | Measurement Scale: CMMI capability levels [4] |

How do you deal with incidents?

Level 1: We do not have a procedure for this. We deal with incidents when they arise.

Level 2: When an incidents arises we decide on a case-to-case basis based on our own judgement if we deal with it directly or later.

Level 3: We have a standardized procedure for classifying and dealing with incidents, e.g. based on ITIL.

Level 4: Dealing with incidents is part of our way of working, e.g. incidents are prioritized and placed on the backlog or we have reserved time every day to deal with important incidents.

Level 5: Dealing with incidents is part of our way of working, e.g. incidents are prioritized and placed on the backlog or we have reserved time every day to deal with important incidents. We regularly reflect on our incident handling process and improve it, e.g. by performing a blameless post-mortem analysis.

Indicate clear agreement of the experts and the DevOps team members with all aspects of the measurement instrument, resulting in high mean agreement scores as shown in Table 2.

Nevertheless, participants had varying opinions regarding the appropriateness of the length of the instrument and the associated number of questions which resulted in a high standard deviation of validation item number 14 (Table 2). When asked about the amount of time it took them to complete the survey, participants reported values between 10 and 30 min. Furthermore, the domain
experts disagreed on the sufficiency of the five capability levels to represent all possible states of a team capability. Three respondents strongly agreed (score of 5) with this statement whereas one respondent disagreed (score of 2). One of the interviewed domain experts pointed out that a five-point scale is the industry standard on which many assessments and maturity models are based and that the scale should therefore be kept this way.

During the interview phase, multiple domain experts pointed out that they would like to include behavioural or intangible aspects such as trust and respect between the team members in the assessment. This is supported by the results of our literature review which has revealed the above mentioned factors to be essential to the performance of DevOps teams [26]. However, while we find these traits to be invaluable for DevOps teams, they did not fit our definition of a capability and could not be measured using one of our proposed measurement scales. We have therefore decided to not include these aspects in the assessment.

The proposed measurement instrument is designed to be used as a self-assessment. This is different to traditional capability maturity models, in which the researcher is often required to evaluate the organization in question based on pre-defined guidelines and templates [23]. One of the interviewed domain experts pointed out that a strong aspect of the proposed type of self-assessment is its ability to measure the capabilities over a large amount of teams. Furthermore, the standardized measurement instrument may help to compare the capabilities of different teams. However, the same interviewee indicated their preference for a more qualitative, in-depth approach when dealing with a smaller sample size of teams. This approach ensures that the neutral opinion and observations of the assessor are taken into account when conducting the assessment whereas our proposed approach is entirely dependent on the judgement of the team members using the measurement instrument.

5.1 Contributions to Theory and Practice

The research at hand provides novel contributions to both theory and practice. On the practical side, we contribute a tool that may be used by IT professionals to measure the capability configuration of DevOps teams. The results of the measurement provide valuable information into the status of the transformation process of DevOps teams and offer directions for further improving their team performance. The tool may also contribute to fostering a shared understanding of a DevOps definition and associated capabilities.

On the theory side, we provide insights into the nature of DevOps capabilities, the different configurations which they may take on as well as propose suitable scales to measure their maturity. Different to extant models and research on DevOps capabilities, our measurement instrument accounts for the idiosyncrasy of capabilities. Present DevOps maturity models are primarily focused on mapping capabilities to maturity levels [34] but did not investigate the potential ways in which a capability may be implemented. We therefore adopted a continuous representation in which we measure the configuration of DevOps capabilities in themselves on a five-level scale, but do not imply any hierarchy of capabilities.
or succession regarding their implementation as it would be the case in a staged representation maturity model.

5.2 Limitations and Further Research

Our research and the accompanying DevOps team capability assessment are limited by a number of factors. Primarily, our research was predominantly based on qualitative research approaches which was done to support the design of theory behind the instrument. No statistical methods were used to judge the validity and internal consistency of the categories. Future research should therefore further validate and improve our taxonomy by using techniques such as factor analysis or Cronbach’s alpha. Collecting a larger number of responses on the survey would also support an in-depth psychometric analysis. Furthermore, our research solely focuses on the implementation and configuration of capabilities, to be understood in terms of underlying processes and structures. Behavioural and intangible aspects such as trust or respect were therefore excluded from our model and warrant further investigation in terms of how to measure and include these in a measurement instrument.

5.3 Conclusion

The research at hand proposes a capability measurement instrument for DevOps teams. Based on a systematic literature review and in close collaboration with industry practitioners, we developed a taxonomy which encompasses seventeen capabilities and thirty-eight associated practices that are measured on five capability levels. The resulting instrument and its taxonomy provide insights into the nature and configuration of DevOps capabilities as well as a standardized approach to measuring these and improving DevOps team performance.
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