Implementation of efficient parking enforcement system using smartphone
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ABSTRACT

To date, parking enforcement systems have only been used by parking enforcement authorities, who detect and penalize violators. This paper introduces a modified version of the parking enforcement system utilizing smartphones that allows ordinary citizens to report parking violators to parking enforcement officers. The procedures of the system are taking a picture of a vehicle in violation, receiving the violation report virtually and finally reporting if violation car still remained at same location after five minutes have passed. The proposed system contains properties for transmission and receiving data about whether the complaint report of the violator’s vehicle has been received in real time. It also works in conjunction with the existing parking enforcement system. This paper describes implementation of the proposed system.
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1. INTRODUCTION

Parking surveillance systems have been thoroughly researched. Along with the development of electronic devices, parking enforcement system has been developed and used in CCTV and PDA based mobility. Current 3rd generation mobile communication handsets, smartphones, can be used to implement a parking enforcement system. Compared to previous parking enforcement equipment, smartphones enable the use of wireless Internet and can be used anywhere due to mobility.

The smartphone parking enforcement solution utilizes GPS in order to input time and location data. In this kind of system, enforcement authorities including citizens do not have to input time or location information manually. Just by taking a picture with a smartphone, the violating car’s information is retrieved from the central database and entered into the designed system’s input table. Anytime, anywhere, enforcement authorities can cite cars for parking violations. Information on car owners who frequently park illegally can be passed on to traffic wardens, anytime, anywhere.

With these features, everyone can be a warden. This system would efficiently decrease the inconvenience caused by parking violations. A brief introduction to the current parking enforcement system is provided in the next section. Application of the smartphone system for illegal parking enforcement is described in section 3. Results of implementing the method are presented in section 4. Concluding remarks are presented in the final section.

2. REVIEW OF PARKING ENFORCEMENT SYSTEM

Parking enforcement using cameras has been widely researched and implemented including mobile phone based enforcement, stationary unattended CCTV enforcement, mobile CCTV enforcement, and etc [1]-[6]. In recent years, the use of smartphones as a parking enforcement system has also been studied. This section introduces several parking enforcement systems.

2.1 Enforcement personnel

In most of countries, the right to enforce illegal parking violations is granted to police officers, and personnel designated by the Mayor or Governor. In previous parking enforcement systems, if there were no driver present for a parking violation vehicle, the enforcement personnel would put a citation on the windshield, take a picture and report the violation situation.

2.2 Fixed and mobile enforcement CCTV

In order to overcome limited time and limited human...
resources, the parking enforcement system has employed various unmanned enforcement equipment [7]-[9]. One method is fixed unmanned enforcement CCTV, which can fall into one of 3 classes. First, in a manual unmanned enforcement system an agent in a briefing room controls a CCTV camera remotely, recognizes the violation vehicle, and reports the plate number manually. Second, a semiautomatic system exploits plate recognition using a remote image and enforces the final decision for violation a few minutes later. Third, a fully automatic parking enforcement system sends a camera image to a briefing room in real time and manages the situation. This system issues a warning broadcast for the violation vehicle. It sequentially and automatically operates plate recognition, an inquiry of vehicle ownership, confirmation of enforcement, and ticket reporting after 5 minutes [10]. It also allows violation enforcement with one or two agents.

Mobile CCTV utilizes a camera attached to a car which passes by illegally parked vehicles. The camera car takes a first shot with a rotating camera, and makes a decision whether vehicles are in violation after automatically taking a second shot 5 to 10 minutes later. This system has attached infrared light that enables plate recognition at night. It also contains a locating function using GPS information. Parking enforcement using this system minimizes the friction between car owners and enforcement officers while preventing waste of manpower. In order for the camera car to carry out enforcement activities safely, the car has special dispensation to park in some areas when carrying out enforcement. This is reviewed on a case by case basis.

2.3 Wireless Internet and mobile devices

Even though enforcement through CCTV had been used to overcome personnel limitations, in reality, the system was not able to catch many violations. However, improved performance and functionality in wireless Internet mobile devices such as PDA promised better enforcement systems.

In previous enforcement methods, personnel made violation reports and input violation information to a computerized information system. Wireless Internet mobile devices improve this process by taking evidence with a violation picture, recognizing license plates in real time and receiving plate numbers automatically [11-15]. With an embedded GPS receiver module, the mobile device obtains latitude and longitude coordinates at the violation point and can communicate the location and time of the violation to the data server. This system enables registration/modification/inquiry/deleting functions of the vehicle through the main server.

2.4 Enforcement using smartphones

Currently, an enforcement system using smartphones, such as a 3rd generation Android phone, is under development [16-19]. In smartphone based parking enforcement system (SPES) as shown in Fig. 1, there are many benefits such as high portability and mobility. Table 1 shows characteristics of SPES. In addition, SPES can designate enforcement officer. In this system, for example, citizens designate themselves on a registered enforcement personnel list and report illegally parked vehicles with a picture, the time and location of the violation. Through the communication server, registered personnel recognize the violation plate and check the car registration DB. The DB server consists of information on the vehicle in violation, the registered personnel as well as car registration and provides easy access for enforcement personnel.

![Fig. 1. A typical example for finding location via GPS](image)

Table 1. Characteristics of Smartphone based Parking Enforcement System

| Benefits                                      | Characteristics                                      |
|----------------------------------------------|-----------------------------------------------------|
| - High portability and mobility              | - Less congestion due to lack of obstruction         |
| - High resolution with embedded camera       | - Higher turnover of parking spaces make easier to park |
| - Usage of GPS                               | - Reduced pollution and fuel use due to less circulating traffic |
| - LBS (Location based service)               | - Safer streets due to less circulating traffic      |
| - Easy distribution for App                  | - Improved emergency service access due to less obstructed streets |
| - Ubiquitous internet                        | - Reduced demands on police resources                |

2.5 Parking Mobility

Parking Mobility is initially a designed tool for disabled people to find parking spots assigned close to their purpose such as shopping. In addition, it has a reporting violation function for illegal parking used by people do not have a disability parking permit [20]. The one of major advantages is that people who do not have a parking enforcement authority can monitor the illegal parking. Generally, once people find an illegal parking on a disabled spot, people having a smartphone can take a picture of illegal parked car including license plate and report a disabled parking violation. This app software is shown in Fig. 2. Using people’s smartphone GPS, the app can include time and location information to report a violation.

---

1 Road Traffic Act Article 2 (Definitions) 25. ‘Stop’ means that the driver does not exceed five minutes before returning the car to a non-stop state.

2 http://www.parkingmobility.com: Parking Mobility is a community-based non-profit organization which brings citizens and their cities together to address disabled parking abuse.
3. EXPERIMENTAL DESIGN

In this experiment, the process is carried out as follows: If a user or registered personnel witnesses a vehicle parked illegally, they take a picture of the vehicle that shows the violation situation and automatically reports the generated location and current time at the moment of the violation. Once the violation report is received by the main server, the system analyzes the received picture, converts the character string and requests violation notification to personnel if violation criteria are met. This system cannot be executed for only one report. The violation criteria combine more than two virtual reports for the same vehicle, at the same location, and a parking time exceeding 5 minutes. In order to confirm that the report has been received, the personnel can access the server and check the violation report.

In addition, once users register their vehicles on the server, they can use their smartphone to check whether or not their vehicle was reported. This process allows the violator an opportunity to avoid a citation and also effectively reduces the inconvenience caused by illegally parked vehicles. The reporting status can be classified as shown in Table 2.

Table 2. Description of reporting status

| Reporting status               | Description                                                                 |
|--------------------------------|----------------------------------------------------------------------------|
| Receiving first report         | Receiving violation report virtually                                       |
| Request report                 | Receiving more than two virtual reports for the same vehicle, same location, and a parking time exceeding 5 minutes |
| Receiving second report-approval | The personnel checks the violation report and confirms violation approval |
| Receiving second report-rejection | The personnel checks the violation report and confirms violation rejection with insufficient evidence |

3.1 Data flow

All data sent through the socket changes into a series of byte array. Once the smartphone application is executed, it initiates communication between a server and a socket and its socket operates as an individual thread. In order to receive the necessary data for the server, the smartphone sends a commanding query. Then, the server performs query, insertion, modification, or deleting operations with the sent command. The inserting operation is carried out if a second report matches the violation criteria as described in Table 2. The evidence data is then sent to the traffic warden’s PC. The traffic warden’s PC checks whether the received data are the actual violation data. The received data are stored on a server and the vehicle owner is notified of the presence of a violation report. Fig. 3 shows the overall data stream.

3.2 Smartphone activity

The internal process can be made by socket communications. An activity component forms a byte stream to send to a server, data moves to the service area and finally communicates with each other through a socket of service. For requesting data from the server, the activity remains at idle status until the sent data is received. However, if the requested server data were transferred to a service, the activity clears the idle status and uses the service data. Fig. 4 describes the activities on smartphone.
3.3 Server – Thread activity
The overall framework is described in Fig. 5. This system involves an external viewer and its internal related data for communicating with the DB. Two threads can be exploited: One is for communicating with the warden PC and the other is for communicating with the general users. The termination of each thread can be recognized by disconnection or application termination.

3.4 Server – Database activity
In our experiment, we used Oracle database with reporting data and registered users as the utilizing tables. If the vehicle has been reported, the vehicle owner’s license plate number must be registered with the server for the vehicle owner to be made aware of the violation state. It is possible to register the owner’s vehicle by sending a plate picture and the owner’s phone number. If the user wants registration, a user needs to fill out information such as the connection socket number, the registrant identification number, vehicle number, phone number, and etc. Since smartphones have registrant identification numbers, a connection socket number can be assigned after checking the registration state.

Reported data are stored in a report table and each record has a cardNum key value generated by analyzing a picture as shown in Fig. 6. When a smartphone receives a violation report, a report record is generated and it is possible to inquire or delete data through the already stored report. In general, the stored record can be used in inquiring.

3.5 Network transmission/receiving packet design
This experiment was designed to transmit or receive data sections simply using JAVA socket class. The first byte of data represents the activity command and the rest of the bytes are used for transformed data. It is not possible to send a picture all at once due to the large volume. Therefore, data can be segmented, transmitted and stored into JPEG image format.

3.6 License Plate Recognition
License plate recognition (LPR), there are many different approaches [21-26]. However, in general, LPR has normal procedures such as recognizing plate area and characters. In our experiment, we use the following procedures:
1. Convert an Image to Gray
2. Morphological operations
3. Generation histogram on horizontal and vertical direction
4. Thresholding with dynamic values
5. Find ROI and detect characters

4. RESULTS
When the smartphone executed the parking enforcement application, it was connected to a socket of the server; the server manages the registered user list. Using the smartphone’s embedded camera, the already registered personnel can take a violation picture and obtained the current location coordinates using the location-based service. The registered personnel then sent the additional information regarding the violation situation and time to the server PC. Due to the large volume of data required for the picture, the data was segmented for transmission. The plate number was analyzed and converted into character strings to be used in the database.

This stored virtual complaint was then compared to the violation criteria to confirm that it was the same vehicle number, the same violation location, and 5 minutes had passed since the first virtual report. In this case, the violation criteria were met. After the warden PC received two more virtual reports, it reviewed the previous violation report and sent the registered user a warning message about the presence of a violation. The registered user then checked the violation status by using his smartphone to access the server.

In this experiment, we used 3 Android phones, one server and one warden PC in a Wi-Fi zone. The next section describes three experiments: concurrent connection, receiving report, and smartphone background experiments.

4.1 Connection experiment
Once the smartphone begins the application program, activity components such as the fore-ground and service components such as the back-ground are connected and socket communication is initiated. On a smartphone, a socket is connected to the server and the server will assign a register ID number. A user registration can be active on only one smartphone and a registered user can check in real time when his car was reported. Fig 7 describes one example for the field

Fig. 5. Description of system program

Fig. 6. A class structure
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values of Oracle database in communication.

Fig. 7. (a) Registered user’s smartphone screen view (Box indicates plate number) and (b) an example for Oracle database (Box contains phone number, plate number and picture information)

4.2 Receiving a report

In order to report a vehicle in violation, the registered personnel take a picture and obtain the location using the smartphone’s location based service. The registered personnel then send the violation information to a server. Fig. 8 shows an example of violation reporting status. For the same vehicle, the same location, and a time difference of more than 5 minutes as shown in Fig. 9, the reporting state depends on Receiving first report, Request report, Receiving second report-approval, or Receiving second report-rejection as described in Table 2.

When a violation report for a registered user’s vehicle is received, the background on his smartphone can be warned in real time. Whenever a new report table from the server pc is added, new values are compared with the previously registered records such as the vehicle number, latitude and longitude. If there is more than a 5 minute difference, the record data from the warden PC will be transmitted through a socket to a server. The transmitted data is reviewed one more time on the warden PC before the approval or refusal of the violation report is sent to the server PC. If a violation report is approved on the server PC, the violation vehicle number is searched for on the registered user table. If there is a match, a unique ID is assigned, whether or not his car’s violation will be transmitted using a belonging socket.

Since a relating socket through a service component is communicated on a smartphone, a user can receive the presence of a violation report via back-ground activity on a smartphone even though an application program is terminated. Once a violation report has been approved, a user will receive a warning display as shown in Fig. 10.
5. CONCLUSION

This paper described the development of a smartphone application having high fast development focused on and transmitted data, limitations of number of inquiry, and etc.

needs to protect the users’ privacy through encryption of it is possible to enable concurrent access. However, the system needs to protect the users’ privacy through encryption of transmitted data, limitations of number of inquiry, and etc.

ACKNOWLEDGEMENT

This work is supported by Daegu University Research Program in 2011.

REFERENCES

[1] Tartarone, Stuart, Levis, Alexander H., “Enforcement Policies for Parking Regulations”, IEEE Transactions on Systems, Man. and Cybernetics, vol. 3, Issue 6, Nov. 2007, pp. 604 – 610.
[2] A.H. Daya, B. and Chauvet, P., “Automatic system recognition of Lebanese license plates”, 2010 IEEE Fifth International Conference on Bio-Inspired Computing: Theories and Applications (BIC-TA), Sep. 2010, pp. 1399-1405.
[3] Ming-Shen Jina, Kuen Shihui Yang and Chung-Lun Lee, “Modular RFID Parking Management System based on Existed Gate System Integration”, WSEAS Transactions on Systems, vol. 7, Issue 6, Jun. 2008, pp. 706-716.
[4] Peter J. Kielland, “Parking regulation enforcement system”, US Patent, Patent number 6081206, Jun. 2000.
[5] Joseph Jones, “Parking violation recording system”, US Patent, Patent number 6459386 B1, Oct. 2002.
[6] I-Chen Tsai, Jui-Chen Wu, Jun-Wei Hsieh, and Yung-Sheng Chen, “Recognition of Vehicle License Plates from a Video Sequence”, IAENG International Journal of Computer Science, vol. 36, Issue 1, Feb. 2009.
[7] W.V. Braun, D.L. Walker, “Vehicular location and information systems”, IEEE Transactions on Vehicular Technology, vol. 19, Issue 1, Jun. 2006, pp. 136-143.
[8] J.H. Rogers, “Remote ‘attended’ enforcement of traffic regulations”, IEEE Colloquium on Camera Enforcement of Traffic Regulations (Digest No: 1996/252), Nov. 1996.
[9] Eric L. Piza, Joel M. Caplan, Leslie W. Kennedy, “Is the Punishment More Certain? An Analysis of CCTV Detections and Enforcement”, Justice Quarterly, 11 Sep. 2012.
[10] Korea Road Traffic Act Article 35, 143, 160 and 161.
[11] Cheokman Wu, Lei Chan On, Chan Hon Weng, Tong Siao Kuan, Kengchung Ng, “A Macao license plate recognition system”, Proceedings of 2005 International Conference on Machine Learning and Cybernetics, vol. 7, Aug. 2005, pp. 4506-4510.
[12] Dai Yan, Ma Hongqing, Liu Jilin, Li Langang, “A high performance license plate recognition system based on the web technique”, Proceedings of International IEEE Conference on Intelligent Transportation Systems, Aug. 2001, pp. 325-329.
[13] Cristian Molder, Mircea Boscoianu, Mihai I. Staniu, Iulian C. Vizitiu, “Improved automatic number plate recognition system”, Proceedings of the 1st WSEAS International Conference on Visualisation, Imaging and Simulation, Nov., 2008, pp. 49-54.
[14] Jiang Hong Ren, Lu Han, Shi Yu Gao, Fang Zheng Xue, “Implementation of Mobile CLPR System Based on Smartphone”, Advanced Materials Research, vol. 159, Dec. 2010, pp. 353-357.
[15] M Satish, Lajish V L. and Sunil Kumar Kopparapu, “Edge assisted fast binarization scheme for improved vehicle license plate recognition”, 2011 national Conference on Communications(NCC), Jan. 2011, pp. 1-5.
[16] James Bryan Zimmerman, “Mobile Computing Characteristics, Business Benefits, and the Mobile Framework”, University of Maryland European Division – Bowie State, INSS 690 CC, Apr. 1999.
[17] Dell'Orco, M., Teodorovic, D., Zambetta, M., “An artificial intelligence approach for parking facilities management”, Uncertainty Modeling and Analysis, 2003. ISUMA 2003. Fourth International Symposium on, Sep. 2003., pp. 2-8.
[18] Hsin-Fu Chen, Chang-Yun Chiang, Shih-Jui Yang and Chian C. Ho, “Android-Based Patrol Robot Featuring Automatic License Plate Recognition”, Computing, Communications and Applications Conference (ComComAp), Jan., 2012, pp. 117-122.
[19] Mohammad Nauman, Sohail Khan, Xinwen Zhang, “Extending Android permission model and enforcement with user-defined runtime constraints”, ASLACC’S '10 Proceedings of the 5th ACM Symposium on Information, Computer and Communications Security, 2010, pp. 328-332.
[20] http://www.parkingmobility.com.
[21] Bai Yanping, Hu Hongqing, Li Fei, “A Chinese License Plate Recognition System”, Proceedings of The 3rd International Conference On Applied Mathematics, Simulation, Modeling (ASM’09), December, 2009, pp. 26-32.
[22] Daniel G. Balderrama, Osslan O. Villegas, Humberto J. Ochoa Dominguez, Vianey G. Sanchez, “Automatic License Plate Detection and Character Extraction with Adaptive Threshold and Projections”, Proceedings of the 7th WSEAS International Conference on CIRCUITS, SYSTEMS, ELECTRONICS, CONTROL and SIGNAL PROCESSING (CSECS’08), Spain, December, 2008, pp. 212-217.
[23] Kye Kyung Kim and Jin Ho Kim, “Automatic License Plate Recognition”, Proceedings of the 7th WSEAS International Conference on Mathematical Methods and Computational Techniques In Electrical Engineering, Sofia, Bulgaria, October, 2005, pp. 320-323.
[24] Ying Wen, Yue Lu, Jingqi Yan, Zhenyu Zhou, Karen M. von Deneen, and Pengfei Shi, “An Algorithm for License Plate Recognition Applied to Intelligent Transportation System”, IEEE Transactions on intelligent transportation systems, vol. 12, Issue. 3, Sep. 2011, pp. 830-845.

[25] Kaushik Deb, Andrey Vavilin, Kang-Hyun Jo, “An Efficient Method for Correcting Vehicle License Plate Tilt”, 2010 IEEE International Conference on Granular Computing, Aug. 2010, pp. 127-132.

[26] Rong-Tsai Lee, King-Chu Hung, “Real-Time Vehicle License Plate Recognition Based on 1-D Discrete Periodic Wavelet Transform”, 2012 International Symposium on Computer, Consumer and Control, June. 2012, pp. 914-917.

**Doyeon Kim**
He is received the B.S. in computer science from Daegu university, Korea in 2013. He is interested in web intelligence, security and mobile apps.

**Jaejoon Kim**
He received his B.S. degrees in Mathematics and Electronics Engineering from Hanyang University, Korea in 1988 and 1991. He received his M.S. and Ph.D. degrees in the Department of Electrical Engineering in 1995 and 2000. From 2001 to 2002, he worked for the Electronics and Telecommunications Research Institute (ETRI) in Korea. Currently, he serves as an associate professor at Daegu University. His research interests include multimedia codec, image processing, and nondestructive evaluation.