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Abstract — Preventing man-in-the-middle (MiTM) attack using Artificial Neural Network refers to an in-depth analysis of how calls are made vis-a-vis the structure of the inter-related operations that binds the respective subsystems within the GSM Architecture during calls. Calls in the GSM network is a request from a Mobile Station (MS). This request has faced severe attacks due to the network’s access to Internet presence that has made its way into cellular telephony, creating a vulnerable and susceptible network attack such as Man-in-the-middle. This paper proffer solution to Man-in-the-middle attack during GSM calls by using Artificial Neural Network which can be embedded into the Protocol Stack to detect network intrusion and prevent Man-in-the-middle attack to obtain hitch-free local and international calls.
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I. INTRODUCTION

Telephony involves deployment of technology for the purpose of telecommunication services such as transmission of voice, fax, or data, between remote parties. Telephony started from analog system to the present digital mobile network called the Global System for Mobile communication (GSM), which originated in Europe and spread to other parts of the world. According to Chan [1], telephony started as an analog AM radio phones called Walkie-Talkies to serve the military during World War II, which grew from analog system to digital system called GSM [2] and progressed from first Generation (1G) to the present fifth Generation (5G) network with target to provide data alongside voice services, SMS, and mms [3].

The thought of the primary cellular network was brainstormed in 1947. It was aimed at supporting the military as a way of providing troops with means of communications. From 1947 till around 1979 a few diverse types of broadcasting innovation surfaced. The United States came up with the AMPS (Advanced Mobile Phone Service) network, while European nations were creating their network of communication. In any case, when Europeans observed the drawbacks of each European nation working on their mobile network, it avoided cell phone utilize from nation to nation inside Europe. With the emerging European Union and fast-growing travel volume between nations in Europe, this was seen as big issue. Amending the situation, the Conference of European Posts and Telegraphs (CEPT) setup a research team to investigate the mobile phone system in Europe. This group was known as Group Spécial Mobile (GSM). In 1989 work done by the GSM group was transferred to the European Telecommunication Standards Institute (ETSI). The title GSM was transposed to target the benefit the research was aimed to achieve. The acronym GSM had been changed from Group Spécial Mobile to Global System for Mobile Communications [4]. The term (GSM) has now included computer hardware, software, and computer network systems that take over functions previously performed by telephone equipment which made possible Internet telephony, or VoIP, as result, the presence of Internet in telecommunications has raised security concerns, which this paper seeks to address.

II. HOW GSM FUNCTIONS

Global System for Mobile (GSM) Communications has brought colossal development within the Media transmission industry since it is conceivable for GSM clients to perform different administrations utilizing their communications gadget such as internet banking, videos streaming, high-speed internet activities etc. GSM has become a critical tool for financial and social resources, a basic instrument for transmitting or trading data for everyone. The persistent development and annually increment in GSM phones and other remote communication hardware in Nigeria and other parts of the world are great; it has brought the world into a global village [5].

Mitel, (n.d.) reported that GSM functions through a “variation of time division multiple access (TDMA), which is the foremost broadly utilized of the three digital wireless telephony technologies TDMA, GSM and code-division multiple access (CDMA)”. The basic operation of GSM is its digitization and compression of data, which is then send down a channel with two other user data streams, each with its own time slot on the 900 MHz or 1,800 MHz frequency bands. GSM is part of the evolution of wireless mobile telecommunications, along with other wireless mobile telecommunications technologies such as High-Speed Circuit-Switched Data (HSCSD), General Packet Radio Service (GPRS), Enhanced Data GSM Environment (EDGE), and Universal Mobile Telecommunications Service (UMTS) (Rouse, n.d.).

III. GSM ARCHITECTURE

The GSM Architecture is made up of three key subsystems: BSS (Base Station Subsystem), NSS (Network and Switching Subsystem), and OSS (Operation and Support Subsystem), as
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indicated in Fig. 1, each of these systems has its own set of components:

![GSM Architecture](image)

**Fig. 1. GSM Architecture [8].**

A. Base Station Subsystem (BSS)
Base Transceiver Station (BTS) and Base Station Controller make up the Base Station Subsystem (BSS) (BSC); these two components are used to "communicate over the designated Abis interface, allowing operations between components supplied by different providers” [9].

1. With clusters of small BTSs being deployed in major urban areas, the Base Transceiver Station (BTS) stores the radio transmitter, receivers, and their accompanying antennas to create a cell and manage the radio communication protocols with the Mobile Station (MS) through an interface called Um interface.

   A BTS is typically positioned in the cell's center, with its transmitting power determined by the cell's size; additionally, each BTS contains between one and sixteen transceivers, depending on the density of users in the cell; and, finally, each BTS functions as a single cell [9]. Encoding, encrypting, multiplexing, modulating, and feeding RF signals to the antenna; Transcoding and rate adaptation; Time and frequency synchronization; Voice through full- or half-rate services; Decoding, decrypting, and equalizing received signals; Random access detection; Timing advances; and Uplink channel measurements are some of the functions of the BTS.

2. The Base Station Controller (BSC) is in charge of managing a group of BTSs' radio resources, including radio channel establishment, frequency hopping, and handovers. It connects the Mobile Station (MS) to the Mobile Switching Center (MSC). The BSC assigns and releases frequencies and time slots for the MS, transforming the 13kbps speech channel through the radio link to the standard 64 Kbps PSDN or Integrated Services Digital Network channel (ISDN). This approach is used to manage inter-cell handover and power transmission for the BSS and MS in its area.

B. Network & Switching Subsystem (NSS)
Call processing and subscriber-related operations are handled by NSS. It is essentially a data network that serves as the central control and interface for the entire mobile network. The Mobile Services Switching Center (MSC), the Home Location Register (HLR), the Visitor Location Register (VLR), the Authentication Center (AC), and the Equipment Identity Register (EIR) are all part of it (EIR) [10].

1. The Mobile Services Switching Centre (MSC) handles the system's telephony switching functions by acting as a switching node within a PSTN or ISDN, as well as other functions that support mobile users' needs such as registration, authentication, call location, inter-MSC handovers, and call routing to a mobile subscriber. It also handles calls to and from other telephone and data systems, as well as toll ticketing, network interfacing, and common channel signaling, among other things.

2. The Home Location Register (HLR) is a database that stores and manages information about subscriptions. It holds each subscriber's administrative information, including their last known location, and allows the MS to route calls to the appropriate base station. Although it may be distributed over several sub-centres for operational reasons, each network has only one HLR; consequently, when a person subscribes to a network, he or she is registered in that operator's HLR.

3. The Visitor Location Register (VLR) is a database that the MSC uses to give temporary information on subscribers on demand in order to service visiting subscribers. Although the VLR is usually implemented as part of the MSC, it can also be constructed as a separate entity. When a mobile station roams into a new MSC area, the VLR attached to that MSC will seek data from the HLR about the mobile station, and when the mobile station makes subsequent calls, the VLR will supply the relevant information without interrogating the HLR each time.

4. The Equipment Identity Register (EIR) is a database system that stores information on the mobile equipment's International Mobile Equipment Identity (IMEI) number (installed in the equipment and checked by the network during registration). The EIR uses this data to determine if a piece of mobile equipment should be allowed into the network, blocked, or monitored in case of a problem.

5. The Authentication Centre (AuC) is a database that provides authentication and encryption parameters that verify the user's identity and ensure the confidentiality of each call using a secret key contained in the user's SIM card; “the AUC protects network operators from different types of fraud” by using this detail.

6. The Gateway Mobile Switching Centre (GMSC) is where a call is routed without knowing the MS's location outside the network upon termination, as well as where calls to subscribers outside the network are routed. Based on the MSISDN-Mobile Station ISDN number, the GMSC is responsible for obtaining the MSRN-Mobile Station Roaming Number from the HLR and routing the call to the appropriate visiting MSC.

Short Message Service (SMS) or Multimedia Messaging Service (MMS) Gateway (SMS-G) allows a Server (computer) to send and receive text messages between local and/or international telecommunications networks. The gateway controls two Mobile Switching Centres: one for sending short messages to Mobile Equipment and another for receiving short messages from a mobile on that network.

C. Operation and Support Subsystem (OSS)
The Operation and Support System (OSS), also known as the operations and maintenance center (OMC), is a control
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and monitoring system for the overall GSM network as well as the BSS traffic load. It is connected to all switching system equipment as well as the BSC [11], [12].

The OSS gives network operators access to the system for monitoring and control, allowing them to provide customers with cost-effective support for centralized, regional, local, and operational service, as well as GSM network maintenance.

Administration and commercial operation (subscription, and terminals, charging, and statistics), Security Management, Network configuration, Operation, and Performance Management, and Maintenance Tasks are some of the other roles of the OSS [7].

IV. CELLULAR NETWORK STRUCTURE

According to Albert & Indra [13], “cellular telephone networks extend the basic telephone service to mobile users with portable telephones” (p. 239), through the telephone number that specifies the particular Mobile Station as shown in figure 7.

From the base transceiver station (BTS) with its antenna back through a base station controller (BSC) and a mobile switching centre (MSC) to the location registers (HLR and VLR) and the links to the public switched telephone network (PSTN), the overall cellular network contains a number of different elements.[14].

In cellular telephony, Albert, and Indra [13] proposed that a city, for example, can be partitioned into a number of geographical sections called cells. Large cells are designated in rural areas, whereas clusters of smaller cells are designated in urban areas, based on the density of subscribers.

A Base Station is located at the cell’s center to connect the Base Station, which in turn connects to a Base Station Controller, which serves as a hub for routing calls to the appropriate base station and making decisions about which base station is most suited for a given call. The link between the BTS and the BSC is normally a microwave link, and antenna support for the BSC is frequently co-located with the BTS. As a result, widespread decisions about call and interface routing to the basic PSTN, as well as the HLR and VLR, are made, as shown in the GSM Protocol Stack.

V. GSM PROTOCOL STACK

The GSM architecture is layered in such a way as to allow communication within and between different Networks. To accomplish this, the architecture is divided into three layers [13], each of which communicates with the others using standard protocols. As a result, the lower layers of the network ensure that the upper-layer protocols’ services are provided, and each layer sends appropriate notifications to ensure that transmitted data is properly formatted, transmitted, and received.

The GSM protocol stack is the network interface that allows for call setup. Each Mobile Station receives an HLR, which contains the user’s position and subscription services, as well as a VLR, which is a distinct register used to track a user’s location. When users leave the region covered by the HLR, the MS notifies the VLR, who then searches for the user. The VLR, in turn, notifies the HLR of the MS’s new location using the control network. Mobile termination (MT) calls can be routed to the user using the information included in the user’s HLR [13].

VI. CALL FLOW IN GSM NETWORK

The process through which a call is routed in a GSM network to a mobile device is known as call flow, which can take place either in a CDMA network or LTE network [13], as shown in Fig. 2 below.

Fig. 2. GSM Call Flow [8].

A. Local Calls

Initiating a call in the GSM network starts from the mobile station sending a request in the reverse setup channel, with the requesting MS phone number, as well as the destination phone number, in addition to a serial number and possible password information which are transmitted to the MSC to validate the request which initiates the call setup. This call setup necessitates consulting the home location register, which is database containing information about subscribers whose home area is this one. The authentication center, which stores authentication information about subscribing to traditional telephone signaling, is used to validate the system, and the base station and mobile station are relocated to their allotted forward and reverse speech channels [13].

The user is authenticated after the base station receives this response, and the mobile switching center (MSC) sends an initial address message to the network via the GSMC, and the call is routed to the correct switching center, causing the network to generate an Address Complete Message (ACM) as soon as the correct switching center is located. When the MSC receives this communication, it notifies the base station, which notifies the caller’s mobile phone, causing the earpiece to ring. The MSC notifies the caller’s mobile device to transmit voice on the allotted traffic channel if the called party answers.

B. Handover in GSM Network-Local Calls

The signal strength is checked by the base station while the call progresses, according to Albert & Indra [13]. If the signal strength falls below a certain threshold, the MSC is notified, and the mobile station is told to transmit on the setup channel, while all nearby base stations are instructed to check the signal strength in the prescribed setup channel. As a result, the MSC uses this information to determine the best cell to which the call should be transferred; as a result, the current
base station and the mobile station are instructed to prepare for a handoff; once they are ready, the MSC releases its connection to the first base station and establishes a connection to the new base station, and the Mobile Station changes its channel to those selected.

C. International Call (Roaming)

Because of bilateral business arrangements between the home and visited cellular service providers, which then automatically provide roaming service, and a series of interactions required between the home network and the visited network using the telephone signaling system, communication between different mobile operator network regions is possible. When the roamer enters a new region, the setup channels are used to register the roamer. The roamer’s information is used by the MSC in the new area to request authorization for the roamer’s home location register. The visitor location registration keeps track of subscribers who come to visit. The roamer can then receive and make calls inside the new area after registering [13].

The location of a device in a GSM network is highly significant, as location updating is needed for roaming of the MS from one location region area to another; whenever this occurs, a mobility and handover function is required to transfer services between the locations [13]. The MS is always listening to radio network signals (to see whether it has been paged for an incoming message) and communicating its location to the radio network whenever it reaches a new region [14]. The procedure for handover is as follow:

- “The MS connects to the radio network and sends a location update request to the current BSS to communicate with the network. The BSS sends the request to the MSC, which discovers that the device was previously registered with another MSC/VLR.
- By providing the Temporary Mobile Subscriber Identity, the current MSC contacts the prior MSC to obtain information about the MS.
- The IMSI is associated with the TMSI in the previous MSC, therefore the IMSI parameter is supplied to the new MSC. The current location of the device is updated in the HLR as it reaches the MSC; with the IMSI number, the HLR can give information about the subscriber (services authorized, preferences, etc.) to the new MSC.
- The HLR information from the prior MSC/VLR is erased, and the new VLR location is updated.
- Authentication is accomplished using the SIM card and IMSI after the HLR has sent the modifications to the new MSC. Following authentication, the MSC begins ciphering and assigns a new temporary identity to the subscriber, which will be used to update their next location”.

Handover between two separate MSCs might also be requested. When the BSC receives notification of a location change and determines that the new location is not in its service area, it sends the handover request to the MSC, who confirms that the subscriber has roamed to a different MSC. Because the MSC has access to the LACs of nearby MSCs, it may tell which network the subscriber has wandered in.

The old MSC makes a request to the target MSC, which instructs the relevant BSC to build a speech channel for the MS; the MS receives the handover request via the previously established channel; communication is transferred to the newly constructed channel of the second MSC. All inter-MSC handover processes that may occur during a call are the responsibility of the MSC that initially assigned the MSRN for establishing up the call, known as an anchor MSC.

VII. GSM NETWORK ATTACKS

Cellular network with all its attendant benefits also has its challenges. The advent of the advanced networks that operates on packet switched which are connected to external networks like the Internet especially as 5G technology is gaining wider adoption makes the network vulnerable to different types of attacks including Man-in-the-Middle attack.

Man-in-the-Middle attack poses real threat to wireless network security and cellular Network in particular. It’s when an attacker “intercepts communications between two parties in order to steal login credentials or personal information, spy on the victim, or hijack communications sessions” [12], [17] as shown in Fig. 3 below.

![Fig. 3. Man-in-the-middle Attack.](Image)

VIII. PROPOSED SOLUTIONS TO MAN-IN-THE-MIDDLE (MITM) ATTACK

The key to avoiding MiTM assaults is to have a reliable intrusion detection system in place. An intrusion is defined as any attempt to undermine network security (for example, data confidentiality, integrity, and authentication). Intrusion detection (ID) techniques are used to improve the security of a system and make it more resistant to attacks. Intrusion detection systems (IDSs) are used to implement these strategies. In general, the fundamental objective of an intrusion detection system is to detect an intrusion and, if required or possible, to take steps to eradicate it. [18].

Artificial Neural Network Algorithm has been found to play the role of IDS, strengthen cellular network security and prevent intrusion that may lead to MiTM attacks.

A. Implementing Artificial Neural Network to prevent MiTM attack

As depicted in Fig. 4, a neural network is a set of algorithms designed to recognize the underlying relationships
in a set of data using simple elements or nodes known as neurons. “The Neural Network’s function is mostly governed by the connections between the neurons. These neurons are linked together by links, each of which is regulated by weights, and the process of updating the weights is known as learning” [18].

![Simple Neuron Model](image)

Fig. 4. Simple Neuron Model.

The neuron, \( n \), is made up of inputs \( p \), weights \( w \), and a scalar bias \( b \), as shown in figure 4, and serves as an input (i.e., \( n=wp+b \)) to the transfer function. The transfer function is passed to an activation function \( f \), which produces the output, \( y \) of the neuron. Consequently, the artificial neuron equation becomes:

\[
y = f(n)
\]

where “\( f \)” is a transfer function that takes “\( n \)” argument and produces “\( y \)” output, as shown in the equation. The Neural Network’s intended behaviour is produced by modifying its weight or bias settings as a training method to reach a desired result.

To augment \( n \), which becomes the input to the neuron transfer function, the input \( p \) to the neuron can be increased to \( R \)-elements input and each input is multiplied by weight. The increased \( n \) will look like this:

\[
n = (W_{1,1}P_1 + W_{1,2}P_2 + W_{1,3}P_3 + \ldots W_{1,R}P_R) + b
\]

which becomes the new input, \( n \) to the neuron transfer function as shown in Fig. 5.

![Single layer neuron with augmented n](image)

Fig. 5. Single layer neuron with augmented n [18].

The single layered neuron of Fig. 5 can be enhanced by adding multiple layers to form a multilayered neuron as shown in Fig. 6.

![Multilayer Neuron](image)

**Fig. 6. Multilayer Neuron [18].**

The Fig. 6 Neuron can be bundled into a feed-forward system to enhance the Artificial Neural Network architecture for improved network security as shown in Fig. 7.

![Multilayered Neural Network Architecture](image)

**Fig. 7. Multilayered Neural Network Architecture.**

Fig. 7 shows a Multilayer feed-forward network that belongs to the “Networks for Classification and Prediction” network category. [18], which can be used as an intrusion detection technique to predict the behaviour of an intruder a network system.

Consequently, the Multilayer Neural Network, can be embedded in the GSM Protocol Stack and act as a key to detect intrusion and select the desired signal to output to the channel requesting call setup, this way, it is able to prevent MiTM attack as shown in Fig. 8.

![Secured cellular carrier network](image)

**Fig. 8. Secured cellular carrier network.**
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IX. CONCLUSION

The GSM network has long changed the way we interact and socialize. Thanks to mobile phones, calls can now be made locally and internationally, especially with the advent of the advanced networks such as 5G that operates through circuit and pack-switched networks that have made communication in its entire entirety seamless. An X-Ray of the GSM network revealed that irrespective of the successes brought by the GSM network, it also has its flaws that possess threats, such as Man-in-the-Middle attacks that raise high security concern. Consequently, we developed a multilayer neural network architecture, which can be embedded into the protocol stack of the GSM network architecture to solve the problems of network intrusion, which will help to overcome all security challenges and pave the way for full benefits cellular network communication.
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