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ABSTRACT

Nowadays, indoor localization systems using IEEE 802.11 have been actively explored for location-based services, since GPS cannot identify floors or rooms in buildings. However, the user-side device is usually large and consumes high energy. In this paper, the authors propose a fingerprint-based indoor localization system using IEEE 802.15.4 that allows the use of a small device with a long-life battery, named FILS15.4. A user carries a small transmitter whose signal is received by multiple receivers simultaneously. The received signal strengths are compared with the fingerprints to find the current location. To address signal fluctuations caused by the low-power narrow-band signal, FILS15.4 limits one room as the localization unit, prepares plural fingerprints for each room, and allocates a sufficient number of receivers in the field. For evaluations, extensive experiments were conducted at #2 Engineering Building in Okayama University and confirmed high detection accuracy with sufficient numbers of receivers and fingerprints.
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1. INTRODUCTION

Nowadays, various location-based services have appeared in indoor and outdoor environments, such as medical facilities, shopping malls, and airports (Huang, 2018). Then, indoor localization systems using short-range wireless signals have been actively explored since the global positioning system (GPS) does not offer sufficient accuracy in identifying the floor or room of a user (Curran, 2011). For them, various wireless technologies including RFID, ultra wide-band (UWB), IEEE 802.11Wi-Fi, and Bluetooth (Ogun, 2018; Yao, 2017; Blasio, 2017 have been studied along with various localization techniques such as time of arrival (ToA) and time difference of arrival (TDoA), angle of arrival (AoA), trilateration, and pattern matching for solving the indoor positioning problem (Brena, 2017).
Among localization techniques, the fingerprinting method has gained the most attention due to its ability to achieve reasonable accuracy (Davidson, 2016). It does not require any additional device such as the directional antenna in AoA, the precise time synchronization in ToA and TDoA, or the complex distance calculation using the propagation models (Ammar, 2014).

This method achieves advantages by adopting the radio map pattern matching that consists of offline calibration and online detection phases. In the calibration phase, the radio map for every localization point in the target field is made by measuring the received signal strength (RSS) when the user is there. Then, in the detection phase, the current measured signal strengths are compared with every fingerprint in the radio map, and the closest one is selected as the current position.

The IEEE 802.11 protocol has been most popular among wireless technologies because it has been extensively deployed worldwide to offer wireless local-area networks (WLANs) for Internet access services. A smartphone can be used for the user-side transmission device, and an access point (AP) can be used as the system-side reception device, where a huge number of APs have been allocated in indoor environments.

However, the user-side device in this protocol consumes much energy to offer high-speed data communications, which needs an expensive and heavy battery. Then, it becomes difficult to always keep and activate the device during the long-time service. In addition, the detection accuracy depends on the type or brand of the device, which may transmit or receive the different levels for RSS (Alshami, 2017).

The IEEE 802.15.4 protocol has been defined to realize low-rate communications with nearby small devices. ZigBee is the most popular application of this protocol for monitoring and controlling devices (Jindal, 2015). It needs a small-size antenna and consumes much smaller energy than IEEE 802.11, making it suitable for long-time use with a coin battery. The transmitter and receiver are small and relatively inexpensive. Therefore, it becomes possible to assign the transmitter to every user in the system and to cover a large field by allocating many receivers.

In this paper, the authors propose a fingerprint-based indoor localization system using the IEEE 802.15.4 protocol, which is named FILS15.4 for convenience. A user in the system always carries a small transmitter whose signal is simultaneously received by multiple receivers that are allocated and fixed in the target field. Each receiver is connected with Raspberry Pi through USB to transmit the received data to the server PC periodically, using the message-queueing telemetry transport (MQTT) protocol on a cloud. At the server, the signal strength, LQI (link quality indicator), of every received data is compared with the corresponding value in every stored fingerprint to detect the current location. The programs are made using Python, and the SQLite database is adopted in the server.

Unfortunately, the wireless signal in IEEE 802.15.4 often fluctuates when people move or doors are opened/closed in the field because of the low-power and narrow-band transmission. To cope with fluctuations, FILS15.4 limits one room as the localization unit since walls between rooms can cause significant attenuations of wireless signals. Therefore, each room is more likely to have a unique combination of LQI vectors. Besides, plural fingerprints are prepared to one room when required, and their values are optimized by applying the parameter optimization algorithm to the measured data (Kaku, 2021). Furthermore, a sufficient number of receivers are allocated in the field to increase the average LQI at each location in the field.

For evaluations of FILS15.4, we conduct extensive experiments using the prototype system at two floors of #2 Engineering Building in Okayama University using three, four, and five receivers and different numbers of fingerprints in different topologies. The results show that with a sufficient number of fingerprints, the average detection accuracy is 82.64% for three receivers, 97.37% for four receivers, and 99.71% for five receivers. Thus, the sufficient detection accuracy of the proposal is confirmed by increasing the number of receivers and fingerprints.

The rest of this paper is organized as follows: Section 2 notes preliminaries to this study. Section 3 presents a comparison of various localization techniques and wireless technologies. Section 4 presents
the proposed FILS15.4. Section 5 discusses the signal fluctuation problem with solutions. Section 6 evaluates the proposal through experiments. Finally, Section 7 concludes this paper with future works.

2. PReLIMI nARIeS

This section shows an overview of studies in wireless technologies and localization techniques for indoor localization systems in the literature. The MQTT protocol is also introduced.

2.1. Wireless Technology

The studies for accurate indoor positioning systems (IPS) have taken much interest in academics and industries. Various combinations of wireless technology and a positioning algorithm have been explored for reliable IPS during the past decade.

2.1.1. Radio Frequency Identification

In early studies of indoor localization systems, RFID was used as wireless technology. By equipping an object with an RFID tag, the reader can automatically detect it within its range. In (Saab, 2011), Saab et al. developed a standalone indoor localization system using passive RFID tags. After reading the RSSI of the tag attached to an object, the log-normal shadowing model and filtering methods such as Kalman filter are used together to estimate the distance from the object to the reader. However, this system cannot find the object’s exact position since it can only estimate the distance between the tag and the reader.

2.1.2. Bluetooth

In (Cruz, 2011), Cruz et al. developed an indoor localization system using Bluetooth. It reads the nearby Bluetooth signals from a mobile phone, where the radio pattern is stored as the reference information for each location. Then, based on the k-nearest neighbor method with the Euclidean distance, it compares each reference with the current signal vector to detect the location, which is called the fingerprinting technique. Since then, it has gained significant interest and has been continuously explored using different wireless technologies and scenarios. However, this original system only achieved 50% accuracy in the location estimation due to the device movements.

2.1.3. IEEE 802.11 Wi-Fi

Among wireless technologies, IEEE 802.11 Wi-Fi is most popular in indoor localization system studies due to its wide development in almost any indoor environment. In (Bruno, 2014), Bruno et al. studied the path-loss parameter estimation for this system using WLAN. In (Yang, 2015), Yang et al. proposed a method for time-of-arrival (ToA) and angle-of-arrival (AoA) measurements to determine the distance between an access point and a mobile device. In (He, 2016), He et al. reviewed recent advancements of the fingerprinting method using IEEE 802.11 since the combination has attracted great interest.

2.1.4. IEEE 802.15.4

The IEEE 802.15.4 protocol defines the low-rate wireless network. The communication range is shorter than IEEE 802.11 but longer than Bluetooth. The device is small and inexpensive and consumes low energy, making possible use of a coin battery for a long time. ZigBee implements this protocol and has gained interest because of its low-power, low-range, and low-data transmission features. In (Luoh, 2013), a ZigBee-based indoor localization system was proposed with the radial basis function network (RBFN) to determine the location with the fingerprinting method. In (Urad, 2017), the nearest neighbor and Bayesian were adopted, which promised less than or equal to the
0.81m accuracy. Therefore, the authors believe that the IEEE 802.15.4 protocol is a good candidate for indoor localization systems.

2.2. Indoor Localization Techniques

Researchers have been exploring various techniques which work best for indoor localization. Many of them rely on the received signal strength indicator (RSSI) to determine the distance between the transmitter and the receiver. Some others exploit the angle of the coming signal or the radio pattern at one specific position.

2.2.1. Time of Arrival (ToA) and Time of Difference Arrival (TDoA)

ToA calculates the distance between the transmitter and the receiver based on the measured transmission time of the radio signal. First, the signal leaving from the transmitter and arriving at the receivers should be time-stamped. Second, using the propagation speed of the signal in the environment, their distance is estimated.

TDoA calculates the propagation time from the transmitter to different receivers. Each signal is time-stamped, and the arrival time difference among the receivers is used to estimate the distance between the transmitter and these receivers (Ammar, 2014).

They require precise time synchronization among the transmitter and the receivers to achieve reliable accuracy. Thus, they can work at limited types of devices that can be precisely synchronized.

2.2.2. Angle of Arrival (AoA)

AoA calculates the estimated position based on the signal reception angle from the transmitter. This technique requires directional antennas to estimate the position using triangulation like in GPS (Yassin, 2015). Adopting adequate antennas with precise directions can provide an accurate estimation. However, this technique is rarely applied due to the cost of such antennas.

2.2.3. Signal Propagation Model-based

Signal propagation model-based is much more popular due to its simplicity and cost-efficiency. This technique exploits the signal strength at the receiver. It uses a propagation model such as the path-loss model to estimate the distance between the transmitter and the receiver in the indoor environment (Zanella, 2016).

However, achieving reliable accuracy using this technique poses great challenges. The multipath nature of the wireless signal propagation in indoor environments can cause the estimation error by the model (Gu, 2009). Besides, the proper model is different by layouts and objects in this technique (Sadoudi, 2015).

2.2.4. Fingerprinting

The fingerprinting method has gained the most attention due to its ability to achieve reasonable accuracy (Davidson, 2016). It adopts radio map pattern matching. In the calibration phase, the radio map in the target field is made by measuring the RSS (Wang, 2017). In the detection phase, the current signal strengths are compared with every fingerprint in the radio map, and the closest one is selected as the current position (Alfakih, 2019).

2.3. Message-Queuing Telemetry Transport (MQTT)

The message-queuing telemetry transport (MQTT) protocol is one of the well-known transport protocols for device-to-device communications in IoT systems. It works with the publish/subscribe principle, where each device takes a role as the publisher, subscriber, or both at transmitting data. In the middle of both sides, a broker acts to relay it. Figure 1 illustrates the publish/subscribe messaging principle in MQTT.
In (Ali, 2019), Ali et al. built the Wi-Fi-based indoor localization system using MQTT for sending measured data to the server. Then, (Mekki, 2019) and (Mohaghegh, 2020) reported Bluetooth-based systems using MQTT.

3. COMPARISON OF INDOOR LOCALIZATION TECHNIQUES

In this section, the authors compare the features of typical indoor localization techniques and wireless communication standards that have been adopted in indoor localization system (ILS) studies. Then, we discuss its advantages and drawback and our solutions to our proposal.

3.1. Comparison of Indoor Localization Techniques

First, we compare the features of the four typical indoor localization techniques in Table 1.

| feature                        | Fingerprinting | Signal propagation model-based | Time of Arrival (ToA) | Angle of Arrival (AoA) |
|--------------------------------|----------------|-------------------------------|-----------------------|------------------------|
| accuracy                       | high           | low                           | high                  | low                    |
| least # of signal              | 3              | 3                             | 3                     | 2                      |
| time synchronization           | no             | no                            | yes                   | no                     |
| directional antenna            | no             | no                            | no                    | yes                    |
| implementation cost            | low            | low                           | high                  | high                   |

In Table 1, the least # of signals indicates the least number of different propagation wireless signals at the receivers necessary to detect the user’s location correctly. In our proposal FILS15.4, the different propagation of the wireless signals is obtained by receiving it from the one transmitter attached to a user with at least three receivers that are located at different locations. On the other hand, in Wi-Fi-based systems, the different signals are obtained by receiving the wireless signals from at least three transmitters located at different locations by the one receiver attached to the user.

ToA needs accurate time synchronization between the transmitter and the receiver because the distance between them is calculated by the difference between the radio signal transmission time at the transmitter and its reception time at the receiver. This requirement increases the implementation cost of ToA.

AoA needs the accurate detection of the signal reception angle from the transmitter using the accurate directional antenna. However, conventional devices such as personal computers and smartphones typically only have omnidirectional antennas. Thus, this requirement increases the implementation cost of ToA.

The signal propagation model-based method needs the mathematical model for accurately estimating the RSS at every necessary location in the indoor environment. However, the required accurate model may not exist because it is difficult to estimate the signal attenuations from various obstacles or materials. Moreover, RSS is often affected by environmental changes such as human movements, door opening or closing, other interfering wireless signals, and even temperature/moisture changes. Therefore, this method is likely to have low accuracy.

On the other hand, the fingerprinting method does not need such special hardware/software and can reduce the implementation cost. Furthermore, references in (Mrindoko, 2016) and (Choi, 2017) show that this method gives a robust accuracy by building the radio map of the known locations in the
target field by collecting the received signal strength information under various environmental changes. Therefore, we choose the **fingerprinting method** as the indoor localization technique in this paper.

### 3.2. Comparison of Wireless Technologies

Next, we compare the features of the four IEEE wireless communication standards that have been adopted in indoor localization system (ILS) studies and their ILS implementations using the fingerprinting method in Table 2.

As shown in Table 2, the transmission power of the **802.15.4** standard in our proposal **FILS15.4** is much smaller than the powers of the other standards, and thus, the battery consumption becomes much smaller. A small coin battery can work for a long time. As a result, the transmitter becomes very small, light, and inexpensive compared to a smartphone, which is the great advantage of **FILS15.4**, since every user must always keep the device.

However, the small transmission power in **802.15.4** also causes the drawback of larger signal fluctuations at the receiver. As a result, the received signal becomes very small and needs a high gain to be amplified for the **link quality indicator (LQI)**.

Table 2. Comparison of IEEE wireless standards and ILS implementations.

| feature                  | **802.15.4** (in proposal) | **802.15.4** (ZigBee) | **802.15.1** (Bluetooth) | **802.11** (Wi-Fi) |
|--------------------------|---------------------------|-----------------------|--------------------------|-----------------|
| channel bandwidth        | 2MHz                      | 2MHz                  | 1MHz                     | 22MHz           |
| transmission power       | 2.5dBm                    | 14dBm                 | 20dBm                    | 24dBm           |
| max. data rate           | 250Kbps                   | 250Kbps               | 1Mbps                    | 78Mbps          |
| modulation               | O-QPSK                    | O-QPSK                | GFSK                     | BPSK, QPSK, M-QAM |
| spread spectrum          | DSSS                      | DSSS                  | FHSS                     | DSSS, OFDM      |
| frequency                | 2.4GHz                    | 2.4GHz                | 2.4GHz                   | 2.4GHz, 5GHz    |
| transmission range       | 100m                      | 100m                  | 10m                      | 100m            |
| ILS                      | FILS15.4 (proposal)       | Intelligent ZigBee (Luoh, 2014) | IPNS (Cruz, 2011) | DORA (Molina, 2018) |
| technique                | room unit, multiple fingerprints | RBFN | kNN | kNN |
| accuracy                 | 99%                       | 100% at 3m            | 90% at 2m                | 99% at 3m       |
| user device              | Mono Wireless (2.5 × 2.5 × 1cm) | FT6251 module (6.1 × 13.6 × 2.3 cm) | cellular phone (9.6 × 5.2 × 2.2 cm) | smartphone: iPhone (14.7 × 7.2 × 1.7 cm) |
| battery                  | 3V coin battery           | 1.5V × 2 AA battery   | Li-ion battery           | Li-ion battery  |
| battery consumption      | low                       | low                   | moderate                 | high            |
| user device cost         | low                       | low                   | high                     | high            |
Besides, the channel bandwidth of this standard is much smaller than that of the 802.11 (Wi-Fi) standard. The narrow-band signal is susceptible to flat fading that causes amplitude changes of received signals over a short distance (Bensky, 2019).

The narrow-band signal reduces multipath effects and makes the LQI be sensitive to uncontrollable factors such as human movements and interfered wireless signals in the service field. As a result, the LQI can often fluctuate.

In (Hara, 2005), Hara et al. evaluated the propagation characteristics of 802.15.4 for the location estimation and confirmed large fluctuations of received powers by indoor attributes. Furthermore, they mentioned that the number of RSSI measurements is essential in improving the location estimation.

In (Turner, 2013), Turner et al. studied the effects of human movements on the signal strength in indoor wireless sensor networks. They found significant impacts on signal fluctuations when the number of people and their movement paces are taken into consideration. A slow movement definitely reduces the signal strength, a fast one slightly decreases it, and the increase of the number of people significantly reduces it.

To overcome the LQI fluctuation problem, FILS15.4 regards one room in the field as the detection granularity instead of the exact coordinate of the user location. LQI differences among different rooms can be sufficiently large to absorb LQI fluctuations through high signal attenuations by walls. Besides, multiple fingerprints are prepared for each room to handle the different LQI, where the fingerprint values are optimized using the parameter optimization method in (Kaku, 2021). Furthermore, more than three receivers are usually deployed in the field.

4. PROPOSAL OF FILS15.4

In this section, the authors present the system architecture, logic, and implementation procedure of FILS15.4.
4.1. System Architecture

The overview of the system architecture is shown in Figure 3. In the implementation, the authors adopt commercial transmitters and receivers that follow the IEEE 802.15.4 protocol and works at 2.4 GHz, provided by Mono Wireless (Monowireless, 2020). For the transmitter, Twelite 2525 is used as the small-size transmitter with 2.5 × 2.5 cm that can be powered with a coin battery, shown in Figure 2. Mono Stick is used for the receiver and connected to a Raspberry Pi single-board computer to transmit the received data using MQTT to the server. Multiple receivers \( R_1 \) to \( R_n \) are installed at the target area.

![Twelite 2525 transmitter](image)

The fingerprinting method uses the LQI of the received signal at the receiver. Thus, the LQI is collected from the first eight symbols of the received packet (Baccour, 2012) and transmitted to the server. The server collects the data from every receiver and finds the user’s current location through comparisons with the stored fingerprints. The SQLite database (SQLite, 2009) is adopted to manage the collected data. The programs at Raspberry Pi and the server are made using Python.

In our implementation, the transmitter samples the LQI every 500 ms and sends them together to the server continuously. The server processes the detection every one minute.

4.2. Location Detection Mechanism

The location detection using fingerprints consists of the calibration phase and the detection phase.

4.2.1 Calibration Phase

In this phase, the fingerprint at every location to be detected in the target field is generated and stored as the radio map in the database. One fingerprint is actually a vector of \( n \) LQI values from the \( n \) receivers. For this purpose, the transmitter is kept at each location for at least 60 min. The average LQI among the measured ones is used for the initial fingerprint value. Then, this fingerprint value is optimized by applying the parameter optimization method (Kaku, 2021) to the measured data.
4.2.2 Detection Phase

In this phase, the current location of the target user in the field is detected using the currently measured LQI.

a. Euclidean Distance Calculation

First, the Euclidean distance between the currently measured average LQI vector and the fingerprint for each location in the radio map is calculated by the following equation:

\[
\text{d}_{(i,k)} = \sqrt{\sum_{j=1}^{n} (r_j^i - R_j^k)^2}
\]

where:

- \(d_{(i,k)}\) : distance between \(i\)-th measured data and \(k\)-th fingerprint for room
- \(r_j^i\) : \(i\)-th measured LQI at receiver \(j\)
- \(R_j^k\) : \(k\)-th measured LQI at receiver \(j\)
- \(i\) : measured data index
- \(j\) : receiver index
- \(k\) : fingerprint index

b. Location Detection

Next, the fingerprint with the smallest Euclidean distance is selected, and the location corresponding to it is selected as the current location.
To improve the detection accuracy, the authors also consider the fact that when the transmitter is located near a transmitter, such as in the same room, the average measured LQI at the transmitter becomes significantly high. To use it, the authors introduce the candidate list to list up the candidate location indices that can cause the high average measured LQI when the transmitter is located and select one location from the locations in the list. In this paper, 90 is used as the threshold to apply this function. It is noted that the range of the LQI in a room with a receiver is 90 to 140.

4.3. Implemented Procedures in FILS15.4

The implemented procedures for the startup and the phases of FILS15.4 are described.

4.3.1. System Startup

The following procedure describes the steps to start up the system:

1. Allocate the required number of Mono Sticks receivers connected with Raspberry Pi at the proper locations in the target field.
2. Activate the Raspberry Pi to run the program to receive the LQI from the Twelite 2525 transmitters at Mono Sticks in the 500 ms interval and continuously send or publish it to the server via the MQTT broker.
3. Place the Twelite 2525 transmitters at the selected locations for the fingerprints in the field.
4. Run the program in the server to receive or subscribe the LQI data from the MQTT broker, manage it in the SQLite database, and calculate the fingerprints for the calibration phase or detect the current locations of the transmitters for the detection phase.

4.3.2. Calibration Phase

The following procedures describe the steps to apply the calibration phase:

1. Move the transmitters at the locations corresponding to the fingerprints in the field and collect the LQI data from the receivers in the server.
2. Calculate the average LQI for every receiver at every location for 60 sec., and generate the initial value of the corresponding fingerprint.
3. Apply the parameter optimization method to optimize the fingerprint values from the initial.
4. Store the generated fingerprint values in the database for use in the detection phase.

4.3.3. Detection Phase

The following procedures describe the steps to apply the detection phase:

1. Move the transmitter to the target location in the field and collect the LQI data from the receivers.
2. Calculate the average LQI for every receiver for 60 sec.
3. If the average LQI from at one receiver is larger than or equal to the threshold (90), select the corresponding candidate location indices in the candidate list, and calculate the Euclidean distances only for their fingerprints.
4. Otherwise, calculate the Euclidean distances for all the fingerprints.
5. Find the location index whose fingerprint gives the least Euclidean distance.
6. Save the data and detection result in the database.

5. DEVICES FOR LQI FLUCTUATION PROBLEM

In this section, the authors present the devices in FILS15.4 to deal with the LQI fluctuation problem.
5.1. Observation of LQI Fluctuation Problem

The measured LQI value at a receiver often fluctuates in the adopted devices on the IEEE 802.15.4 protocol due to the low-power narrow-band wireless signal. It can appear when a person moves around, a door is opened/closed, and other wireless devices such as Wi-Fi are turned on/off in the field. As the example, Figure 4 illustrates the fluctuated measured LQI values for one hour when four receivers were placed at I, J, K, M, and one transmitter was placed in D307 in Figure 6.

The LQI at receiver I is the highest, around 101 – 111, and is more stable than the LQI at the other receivers because it is located in the same room as the transmitter. Based on this observation, we adopt a candidate list that includes the same room as the receiver to improve the detection accuracy by limiting the possible locations for the high LQI.

The LQI at receiver M is the lowest and is more fluctuated than the LQI at the other receivers because it is located farthest from the transmitter and is separated by several walls. As a result, the connection between transmitter and receiver was often lost, especially when humans moved along the corridor or the door of D307 was closed. It is noted that the least LQI value 5 indicates the connection lost in the device specification.

The LQI at receiver K in the corridor is higher than the LQI at receiver J in D306, although only one wall separates each room from D307. The cabinets were placed along the wall between D306 and D307, whereas no cabinets were against the corridor.

By comparing them with the LQI at receiver I, significant differences can be observed between the receiver located in the same room as the transmitter) and receivers in different rooms. Furthermore, the LQI at receiver K takes several stable values around 63, 69, and 80, while the LQI at receiver J takes them around 40, 45, and 50. These different stable values can be caused by human movements in the corridor and the related rooms, including opening/closing the doors.

5.2. Devices of FILS15.4

Based on the observations of the LQI fluctuation problem, the following devices are adopted in FILS15.4 to improve the detection accuracy:
1) The resolution of the location detections is limited to a space closed by walls such as a room, instead of the coordinate as in most existing research so that the average LQI difference between the different locations can absorb the LQI fluctuation.

2) The increasing number of receivers are allocated in the field so that it can be as near as possible to the target location.

3) The increasing number of fingerprints are prepared for each location so that the fluctuated LQI values can be matched with some fingerprints for the same location.

5.2.1 Room Detection Resolution

In practical applications of indoor location systems, it is often sufficient to find the currently staying room of the target user. For example, in a large hospital, there are a lot of small rooms for treatments, exams, or hospitalizations, where it is demanded to find the staying rooms of doctors, nurses, patients, or guests. Even in a large shopping mall, it is usually divided into several sections, and each section can be regarded as one room.

In our experiments in the next section, eight rooms on the second floor and seven rooms on the third floor in our building are considered as the target locations of FILS15.4. Among them, the Refresh Corner (RC), the Corridor, and the Toilet are connected without walls or doors. Thus, it is more difficult to distinguish the user location among them.

5.2.2 Increasing Number of Receivers

The LQI fluctuation can be significant when the distance between the transmitter and the receiver, including the increase of separating walls, is relatively long. Even the connections can be lost. On the other hand, the measured LQI values are stable when the distance is short. Thus, a receiver should be allocated as closely as possible to a possible user location to reduce the LQI fluctuation and improve the detection accuracy.

Besides, when a receiver is allocated in the same or very close room from the transmitter, the candidate list approach can increase the accuracy by limiting the possible rooms. The increasing number of receivers can contribute to them.

5.2.3 Increasing Number of Fingerprints

The LQI fluctuation may often happen since humans usually move around and open/close doors in the field. Multiple fingerprints with different LQI values for one room can deal with the different measured LQI values of the fluctuation. Then, the parameter optimization method in (Kaku, 2021) is adopted to automatically find the proper values for a new fingerprint from an existing fingerprint using extensive measured LQI data.

6. EVALUATIONS

In this section, we evaluate FILS15.4 through experiments using the prototype system.

6.1. Experiment Fields

We constructed the testbed system of FILS15.4 on the second and third floors in the #2 Engineering Building in Okayama University. Figure 5 illustrates the second floor's layout with eight rooms marked by white, where seven possible locations are selected for receivers, which are marked by the alphabet. Figure 6 illustrates the layout of the third floor with seven rooms marked by white, where six possible locations are selected for receivers, which are marked by the alphabet.
6.2. Experiment Scenario

For the receiver locations, three, four, or five among the possible ones are selected to allocate the receivers, as shown in Table 3. These receivers are connected with the server in D207 using the WLAN in the building through the MQTT broker. For the transmitter locations, the center of each room is selected, where one transmitter is allocated statically at least for 96 hours. It is noted that people sometimes moved around in the field.

| # of receivers | floor | location |
|----------------|-------|----------|
| 3              | 2F    | B, D, G  |
|                | 3F    | J, K, M  |
| 4              | 2F    | B, D, F, G |
|                | 3F    | I, J, K, M |
| 5              | 2F    | A, B, E, F, G |
|                | 3F    | H, I, J, L, M |

Figure 5. Second floor layout

![Second floor layout](image)

Figure 6. Third floor layout

![Third floor layout](image)

Table 3. Receiver locations in fields.
Then, the measured LQI data for the first 48 hours were used to obtain the fingerprint values using the parameter optimization method. The LQI data for the remaining 48 hours were used to evaluate the room detection accuracy of FILS15.4 using the obtained fingerprint values. Thus, the different LQI data was used for the fingerprint optimization and detection accuracy evaluation.

6.3. Effects of Increasing Number of Receivers

First, we discuss the effects of the increasing number of receivers in improving the stability of the measured LQI stability. Because the nearest receiver of the transmitter is most important in our proposal, we compare the average and the standard deviation (SD) of the measured LQI values at the nearest receiver that shows the highest average LQI value when the transmitter is located in each room.

Tables 4 and 5 show the average of the measured LQI values at the nearest receiver when the transmitter was located in each room on the second and third floor, respectively. In general, the average LQI at the nearest receiver becomes higher as the number of receivers is increased. However, in some rooms where no receiver is allocated, it becomes smaller because of the increase of interference from the receivers.

### Table 4. Average of nearest receiver LQI at 2F

| Room   | 3 Rx  | 4 Rx  | 5 Rx  |
|--------|-------|-------|-------|
| D202   | 46.49 | 49.61 | 44.26 |
| D204   | 52.61 | 124.19| 144.88|
| D206   | 45.28 | 55.78 | 50.95 |
| D207   | 94.71 | 94.71 | 117.06|
| D208   | 75.66 | 88.51 | 113.72|
| 2F RC  | 68.21 | 73.79 | 101.23|
| 2F Toilet | 46.19 | 50.46 | 63.65 |
| 2F Corridor | 96.55 | 94.67 | 103.71|
| Average | 65.71 | 78.96 | 92.43 |

### Table 5. Average of nearest receiver LQI at 3F

| Room   | 3 Rx  | 4 Rx  | 5 Rx  |
|--------|-------|-------|-------|
| D305   | 81.46 | 81.52 | 82.14 |
| D306   | 119.85| 115.51| 116.78|
| D307   | 70.47 | 108.27| 139.71|
| D308   | 75.99 | 74.18 | 75.27 |
| 3F RC  | 48.21 | 72.91 | 135.92|
| 3F Toilet | 43.03 | 56.05 | 64.81 |
| 3F Corridor | 109.81| 101.62| 110.23|
| Average | 78.41 | 86.47 | 103.55|
Tables 6 and 7 show the standard deviation (SD) of them on the second and third floors, respectively. In general, the SD at the nearest receiver becomes smaller as the number of receivers is increased. However, in some rooms where no receiver is allocated, it becomes larger when the number of receivers is increased from three to four. Again, the reason will come from the increase of interference from the receivers.

### 6.4. Effects of Increasing Number of Fingerprints

Next, we discuss the effects of the increasing number of fingerprints in improving detection accuracy. In the beginning, one fingerprint was assigned to every room, and the values were optimized by the parameter optimization method (Kaku, 2021). Then, a new fingerprint was assigned to the room whose detection rate was worst (or was smaller than 90%), and the values were optimized. This process was repeated until the total number of fingerprints became 40.

Figure 7 shows the changes in the average detection rate among all the rooms on the second and third floors when the total number of fingerprints was increased for three, four, and five receivers. These results show that the detection accuracy is improved as the number of fingerprints increases, and at a certain number of fingerprints, it is saturated. The total number of fingerprints at the saturated

| Room        | SD of the highest LQI |
|-------------|-----------------------|
|             | 3 Rx | 4 Rx | 5 Rx |
| D202        | 9.8546 | 8.3404 | 5.2129 |
| D204        | 15.3546 | 1.7707 | 1.7665 |
| D206        | 10.8956 | 12.7634 | 10.2481 |
| D207        | 11.4321 | 10.8502 | 10.3921 |
| D208        | 9.9875 | 11.3708 | 5.6549 |
| 2F RC       | 9.9642 | 12.6798 | 6.6425 |
| 2F Toilet   | 15.3654 | 14.0118 | 12.6191 |
| 2F Corridor | 14.2365 | 14.1391 | 15.4801 |
| Average     | 12.1363 | 10.7408 | 8.5021 |

| Room        | SD of the highest LQI |
|-------------|-----------------------|
|             | 3 Rx | 4 Rx | 5 Rx |
| D305        | 8.4643 | 8.6495 | 8.5314 |
| D306        | 6.3144 | 6.5960 | 6.1472 |
| D307        | 14.4321 | 10.6090 | 10.5236 |
| D308        | 12.5349 | 12.4302 | 11.8778 |
| 3F RC       | 11.5451 | 10.8749 | 6.2712 |
| 3F Toilet   | 11.4135 | 11.5183 | 11.1566 |
| 3F Corridor | 12.5424 | 12.9485 | 11.6554 |
| Average     | 11.0352 | 10.5181 | 9.4619 |
accuracy for the third floor is smaller than that for the second floor because the target rooms on the third floor are close to each other, while D202 on the second floor is isolated from the others, as shown in Figures 5 and 6.

Figure 7. The effect of increasing fingerprint on the average detection accuracy

Table 8. Number of fingerprints for each room at 2F

| Room    | 3 Rx | 4 Rx | 5 Rx |
|---------|------|------|------|
| D202    | 2    | 4    | 4    |
| D204    | 2    | 2    | 2    |
| D206    | 2    | 3    | 4    |
| D207    | 4    | 5    | 7    |
| D208    | 3    | 4    | 2    |
| 2F RC   | 3    | 5    | 2    |
| 2F Toilet | 4    | 7    | 8    |
| 2F Corridor | 4    | 4    | 6    |
| Total   | 24   | 34   | 35   |
6.5. Room Detection Accuracy Results

Finally, we discuss the room detection accuracy of FILS\textsubscript{15.4} when the number of receivers is increased from three to five, and the least number of fingerprints at the saturated detection accuracy is used. Tables 8 and 9 show the number of fingerprints for each room.

6.5.1. Results at Second Floor

Table 10 shows the average detection rate for each room on the second floor. It is noted that the results are obtained from the measured LQI data that is different from the data for generating the fingerprint values as the cross-validation. The average detection rate is improved from 72.98\% to 99.57\% by increasing the number of receivers from three to five.

Using three receivers, the detection rate for D206, D208, RC, and Toilet is less than 80\% because no receiver was allocated there. Then, using the five receivers, the detection rate for any room exceeds 98\%, which indicates sufficient accuracy, even if no receiver was allocated in the room.

### Table 9. Number of fingerprints for each room at 3F

| Room    | # of fingerprints |
|---------|-------------------|
|         | 3 Rx  | 4 Rx  | 5 Rx  |
| D305    | 2     | 2     | 4     |
| D306    | 1     | 1     | 1     |
| D307    | 4     | 4     | 6     |
| D308    | 2     | 3     | 4     |
| 3F RC   | 3     | 4     | 2     |
| 3F Toilet | 4   | 8     | 8     |
| 3F Corridor | 4 | 4     | 8     |
| Total   | 20    | 27    | 33    |

### Table 10. Detection rates at 2F

| Room    | Detection rate (%) |
|---------|--------------------|
|         | 3 Rx  | 4 Rx  | 5 Rx  |
| D202    | 87.67 | 97.74 | 99.65 |
| D204    | 80.22 | 98.56 | 99.86 |
| D206    | 72.41 | 95.68 | 98.70 |
| D207    | 87.67 | 94.58 | 99.86 |
| D208    | 68.42 | 93.23 | 99.78 |
| 2F RC   | 69.05 | 94.17 | 99.95 |
| 2F Toilet | 95.46 | 98.65 | 99.03 |
| 2F Corridor | 70.41 | 92.87 | 98.83 |
| Total   | 79.28 | 95.95 | 99.57 |
6.5.2. Results at Third Floor

Table 11 shows the average detection rate for each room on the third floor. Again, cross-validation was applied here. The average detection rate is improved from 82.64% to 99.71% by increasing the number of receivers from three to five.

Using three receivers, the detection rate for D307, D308, RC, and Toilet is less than 80% because no receiver was allocated there. Then, using the five receivers, the detection rate for any room exceeds 98%.

| Room    | Detection rate (%) |
|---------|--------------------|
|         | 3 Rx   | 4 Rx   | 5 Rx   |
| D305    | 94.78  | 98.87  | 99.87  |
| D306    | 98.57  | 99.47  | 99.82  |
| D307    | 70.37  | 97.43  | 99.56  |
| D308    | 66.85  | 93.72  | 99.60  |
| 3F RC   | 68.38  | 93.32  | 99.73  |
| 3F Toilet | 97.10 | 99.35  | 99.56  |
| 3F Corridor | 77.45 | 96.30  | 98.50  |
| Total   | 82.64  | 97.37  | 99.71  |

7. CONCLUSION

This paper proposed the fingerprint-based indoor localization system using the IEEE 802.15.4 protocol named FILS15.4. It adopts 2.5 × 2.5 cm transmitters and USB-connected receivers with Raspberry Pi, where the received data is transmitted to the server using the MQTT protocol. The signal strengths LQI at the multiple receivers allocated in the field are compared with the stored fingerprints to find the current location in the server.

To improve the detection accuracy under signal fluctuations caused by human movements, FILS15.4 limits one room for the resolution, allocates a sufficient number of receivers and prepares plural fingerprints to one room whose values are optimized by the parameter optimization method.

For evaluations of FILS15.4, extensive experiments were conducted using the prototype system on two floors of the #2 Engineering Building in Okayama University. The cross-validation results confirmed the sufficient detection accuracy of 99.57% and 99.71% for each floor with the increasing numbers of receivers and fingerprints.

In future works, the investigation of further improvements in detection accuracy will be considered by excluding the receiver when the signal fluctuation is high, optimizing the number of allocated receivers and their locations in the field. Then, we will evaluate the detection accuracy in various fields for long periods while the weather, the season, and human movements can be changed.

FUNDING AGENCY

The authors of this article have covered the Open Access Processing fee in full.
REFERENCES

Al-Ammar, M. A., Alhadhrami, S., Al-Salman, A., Alarifi, A., Al-Khalifa, H. S., Alnafessah, A., & Alsaleh, M. (2014). Comparative survey of indoor positioning technologies, techniques, and algorithms. Proc. Int. Conf. Cyberworlds, 245-252. doi:10.1109/CW.2014.41

Alfakih & Keche. (2019). An enhanced indoor positioning method based on Wi-Fi RSS fingerprinting. J. Commun. Soft. Syst., 15(1).

Ali, M. U., Hur, S., & Park, Y. (2019). IoT enabled Wi-Fi indoor positioning system using raster maps. Proc. Int. Conf. Inform. Proc. Sensor Netw., 327-328. doi:10.1145/3302506.3312612

Alshami, I. H., Ahmad, N. A., Sahibuddin, S., & Firdaus, F. (2017). Adaptive indoor positioning model based on WLAN-fingerprinting for dynamic and multi-floor environments. Sensors, 17(1789), 11-29.

Baccour, N., Koubaa, A., Mottola, L., Zuniga, M. A., Youssef, H., Boano, C. A., & Alves, M. (2012). Radio link quality estimation in wireless sensor networks: A survey. ACM Transactions on Sensor Networks, 8(4), 1–33. doi:10.1145/2240116.2240123

Bensky, A. (2019). Short-range wireless communication (3rd ed.). Newnes.

Brena, R. F., Garcia-Vazquez, J. P., Galvan-Tejada, C. E., Munoz-Rodriguez, D., Vargas-Rosales, C., & Fangmeyer, J. Jr. (2017). Evolution of indoor positioning technologies: A survey. Journal of Sensors, 2017, 1–21. doi:10.1155/2017/2630413

Bruno, L., Addesso, P., & Restaino, R. (2014). Indoor positioning in wireless local area networks with online path-loss parameter estimation. TheScientificWorldJournal, 1–12. doi:10.1155/2014/986714 PMID:25165755

Choi & Jang. (2017). An accurate fingerprinting based indoor positioning algorithm. Int. Journal of Applied Engineering Research, 12(1), 86-90.

Cruz, Ramos, & Ramirez. (2011). 3D indoor location and navigation system based on Bluetooth. Proc. Int. Conf. Elect. Comput. Commun., 271-277.

Curran, K., Furey, E., Lunney, T., Santos, J., Woods, D., & McCaughey, A. (2011). An evaluation of indoor location determination technologies. Journal of Location Based Services, 5(2), 61–78. doi:10.1080/17489725.2011.562927

Davidson, P., & Piche, R. (2016). A survey of selected indoor positioning methods for smartphones. IEEE Communications Surveys and Tutorials, 19(2), 1347–1370. doi:10.1109/COMST.2016.2637663

De Blasio, G., Quesada-Arencibia, A., Garcia, C. R., Molina-Gil, J. M., & Caballero-Gil, C. (2017). Study on an indoor positioning system for harsh environments based on Wi-Fi and Bluetooth low energy. Sensors (Basel), 17(6), 1–29. doi:10.3390/s17061299 PMID:28587285

Gu, Y., & Lo, A. (2009). A survey of indoor positioning systems for wireless personal networks. IEEE Commun. Surv. Tut., 11(1), 13-32. doi:10.1109/SURV.2009.090103

Hara, S., Zhao, D., Yanagihara, K., Taketsugu, J., Fukui, K., Fukunaga, S., & Kitayama, K. (2005). Propagation characteristics of IEEE 802.15.4 radio signal and their application for location estimation. Proc. IEEE Vehi. Tech. Conf., 97-101. doi:10.1109/VETECS.2005.1543257

He, S., & Chan, S.-H. G. (2016). Wi-Fi fingerprint-based indoor positioning: Recent advances and comparisons. IEEE Communications Surveys and Tutorials, 18(1), 466–490. doi:10.1109/COMST.2015.2464084

Huang, H., Gartner, G., Krisp, J. M., Raubal, M., & de Weghe, N. V. (2018). Location based services: Ongoing evolution and research agenda. Journal of Location Based Services, 12(2), 63–93. doi:10.1080/17489725.2018.1508763

Huo, Y., Puspitaningayu, P., Funabiki, N., Hamazaki, K., Kuribayashi, K., & Kojima, K. (2021). A parameter optimization method for fingerprint-based indoor localization system using IEEE 802.15.4 devices. Proc. Int. Conf. Comput. Commun. Inter., 136-140. doi:10.1109/ICCCI151764.2021.9486801

Jindal, V., & Verma, A. K. (2015). The underlying technologies in WSNs: ZigBee vs. wireless HART. Proc. Int. Conf. Fuzzy Syst. Know. Disc., 2208-2213. doi:10.1109/FSKD.2015.7382295
Junyan, L., Shiguo, X., & Yijie, L. (2009). Application research of embedded database SQLite. Proc Int. For. Inform. Tech. Appl.

Luoh, L. (2013). ZigBee-based intelligent indoor positioning system soft computing (Vol. 18). Soft Comput.

Mekki, K., Bajic, E., & Meyer, F. (2019). Indoor positioning system for IoT device based on BLE technology and MQTT protocol. Proc. WF-IoT, 787-792. doi:10.1109/WF-IoT.2019.8767287

Mohaghegh, P., Pravica, D., Botero-Valencia, J. S., Boegli, A., & Perriard, Y. (2020). Application of a low frequency, low power radio frequency positioning system for real time indoor positioning. Proc. ICEMS, 406-410. doi:10.23919/ICEMS50442.2020.9291201

Molina, B., Olivares, E., Palau, C. E., & Esteve, M. (2018). A multimodal fingerprint-based indoor positioning system for airports. IEEE Access: Practical Innovations, Open Solutions, 6, 10,092–10,106. doi:10.1109/ACCESS.2018.2798918

Mono Wireless. (2020). Mono wireless product information. Retrieved from https://mono-wireless.com/jp/products/index.html

Mrindoko & Minga. (2016). A comparison review of indoor positioning techniques. Int. Journal of Computer, 21(1), 42-49.

Oguntala, G., Abd-Alhameed, R., Jones, S., Noras, J., Patwary, M., & Rodriguez, J. (2018). Indoor location identification technologies for real-time IoT-based applications: An inclusive survey. Computer Science Review, 30, 55–80. doi:10.1016/j.cosrev.2018.09.001

Saab, S. S., & Nakad, Z. S. (2011). A standalone RFID indoor positioning system using passive tags. IEEE Transactions on Industrial Electronics, 58(5), 1961–1970. doi:10.1109/TIE.2010.2055774

Sadoudi, L., Biaou, U., Bocquet, M., Moulin, E., Rivenq, A., & Assaad, J. (2015). Experimental characterisation of IEEE 802.15.4 channel running at 2.4 GHz inside building. Proc Int. Work. Meas. Network. doi:10.1109/IWMN.2015.7322971

Turner, J. S. C., Ramli, M. F., Kamarudin, L. M., Zakaria, A., Shakaff, A. Y. M., Ndzi, D. L., Nor, C. M., Hassan, N., & Mamduh, S. M. (2013). The study of human movement effect on signal strength for indoor WSN deployment. Proc. ICWiSe, 30-35.

Uradzinski, Guo, Liu, & Yu. (2017). Advanced indoor positioning using Zigbee wireless technology. Wirel. Per. Commun., 97, 6,509-6,518.

Wang, B., Zhao, Y., Zhang, T., & Hei, X. (2017). An improved integrated fingerprint location algorithm based on WKN. Proc. Chinese Cont. Deci. Conf., 4580-4584. doi:10.1109/CCDCC.2017.7979306

Yang, C., & Shao, H. R. (2015). WiFi-based indoor positioning. IEEE Commun. Mag., 53(3), 150-167. doi:10.1109/MCOM.2015.7060497

Yao, L., Wu, Y. A., Yao, L., & Liao, Z. Z. (2017). An integrated IMU and UWB sensor based indoor positioning system. Proc. Int. Conf. Ind. Pos. Ind. Navi., 1-8. doi:10.1109/IPIN.2017.8115911

Yassin, M., & Rachid, E. (2015). A survey of positioning techniques and location based services in wireless networks. Proc. SPICES, 1-5. doi:10.1109/SPICES.2015.7091420

Zanella, A. (2016). Best practice in RSSI measurements and ranging. IEEE Commun. Surv. Tut., 18(4), 2662-2686.
Pradini Puspitaningayu received B.E. degree in Electrical Engineering from Brawijaya University (Malang, Indonesia) in 2010 and M.E. in Telecommunication & Multimedia from Institut Teknologi Sepuluh Nopember (Surabaya, Indonesia) in 2014. From 2010-2012 she was with Samsung Electronics Indonesia, Ltd. as R&D engineer. She has been a lecturer in Universitas Negeri Surabaya, Indonesia since 2014. Currently, she is a Ph.D. student in Graduate School of Natural Science and Technology at Okayama University, Japan. She is a student member of IEEE and IEICE.

Nobuo Funabiki received the B.S. and Ph.D. degrees in mathematical engineering and information physics from the University of Tokyo, Japan, in 1984 and 1993, respectively. He received the M.S. degree in electrical engineering from Case Western Reserve University, USA, in 1991. From 1984 to 1994, he was with Sumitomo Metal Industries, Ltd., Japan. In 1994, he joined the Department of Information and Computer Sciences at Osaka University, Japan, as an assistant professor, and became an associate professor in 1995. He stayed at University of Illinois, Urbana-Champaign, in 1998, and University of California, Santa Barbara, in 2000-2001, as a visiting researcher. In 2001, he moved to the Department of Electrical and Communication Network Engineering (currently, Department of Communication and Network Engineering) at Okayama University as a professor. His research interests include computer networks, optimization algorithms, educational technology, and Web technology. He is a member of IEEE, IEICE, and IPSJ.

Yuanzhi Huo graduated from the Zhengzhou University of China in 2017. Graduated from Inner Mongolia University of Technology of China in 2020. Studied in the natural science research discipline of Okayama University from October 2020 and now in the second year of doctor’s degree.

Kazushi Hamazaki received B.E. degree from Okayama University in 2021. He is currently a master student in Graduate School of Natural Science and Technology at Okayama University.

Minoru Kuribayashi received B.E., M.E., and D.E. degrees from Kobe University, Japan, in 1999, 2001, and 2004. He was a research associate from 2002 to 2007 and an assistant professor from 2007 to 2015 at Kobe University. Since 2015, he has been an associate professor in the Graduate School of Natural Science and Technology, Okayama University. His research interests include multimedia security, digital watermarking, cryptography, and coding theory. He serves as an associate editor for IEEE Signal Processing Letters and Journal of Information Security and Applications, and as a vice chair of the APSIPA Multimedia Security and Forensics Technical Committee. He is a member of the Information Forensics and Security Technical Committee of the IEEE Signal Processing Society. He received the Young Professionals Award from the IEEE Kansai Section in 2014 and the Best Paper Award at IWDW 2015 and 2019. He is also a Senior Member of IEEE.

Wen-Chung Kao received the M.S. and Ph.D. degrees in electrical engineering from National Taiwan University, Taiwan, in 1992 and 1996, respectively. From 1996 to 2000, he was a Department Manager at SoC Technology Center, ERSO, ITRI, Taiwan. From 2000 to 2004, he was an Assistant Vice President at NuCam Corporation in Foxlink Group Taiwan. Since 2004 he has been with National Taiwan Normal University, Taipei, Taiwan, where he is currently a Chair Professor at Department of Electrical Engineering and the Dean of College of Technology and Engineering. His current research interests include system-on-a-chip (SoC), flexible electrophoretic display, machine vision system, digital camera system, and color imaging science. He is a Fellow of IEEE.