A study on slim optical fingerprint sensor for fake fingerprint detection on mobile environment
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Abstract. We propose a slim optical fingerprint sensor for fake fingerprint detection on mobile environment. The sensor proposed in this paper is compact size and slim thickness. Also, it can be used by only the power of smart phone without battery or external power. This sensor has a new lens design and optical path to minimize distortion. This sensor shows detailed images of ridges and valleys characteristic of fingerprints and has a characteristic of being resistant to moisture. The proposed sensor can detect various kinds of fake fingerprint (Paper, rubber, silicone, etc.). Simulations show that the slim optical fingerprint sensor has an effective performance on the results of the fake fingerprint detection rate.

1. Introduction
In the recent years, biometric technologies have gained increasing attention in the various field. The fingerprint recognition is a well-known biometric technology. There various techniques have been used in the optical, capacitive, radio frequency, ultrasound, and thermal methods [1-5]. Among them, the most common sensors are optical and capacitive fingerprint method. Optical fingerprint sensor is to offer greater durability and reliability, providing lower cost and longer life. Capacitive fingerprint sensor is to offer lower durability and providing higher cost.

In this paper, we propose a slim optical fingerprint sensor for mobile environment. This paper is organized as follows. In section 2, we proposed the slim optical structure and design. section 3 presents the simulations results. And section 4 is conclusions.

2. Proposed slim optical fingerprint sensor design

2.1. Optical fingerprint sensor
Figure 1 shows the Optical fingerprint sensor structure. The light is reflected at the fingerprint (as they pass through(valleys) or reflect off objects(ridges)). The sensor is to offer greater durability and reliability, providing lower cost and longer life, but they cannot be miniaturized due to optical characteristic (the distance between the prism and the image sensor) [3-6].

2.2. Fingerprint recognition system
This section provides a basic introduction to fingerprint recognition systems and their main parts, including a brief description of the most widely used techniques and algorithms. Figure 2 shows main modules of a fingerprint recognition system. Data capture(fingerprint sensing), in which the fingerprint of an individual is acquired by a fingerprint scanner to produce a raw digital representation. Next
preprocessing, in which the input fingerprint is enhanced and adapted to simplify the task of feature extraction. Fingerprint feature extraction, in which the fingerprint is further processed to generate discriminative properties, also called feature vectors. Final step matching, in which the feature vector of the input fingerprint is compared against one or more existing templates. The templates of approved users of the biometric system, also called clients, are usually stored in a database. Clients can claim an identity and their fingerprints can be checked against stored fingerprints.

Figure 1. Optical capture method.

Figure 2. Main modules of fingerprint recognition system.

2.3. Definition of fake fingerprint
The fake fingerprint generally refers to a fake access by an illegal user into fingerprint biometric system by using a fake fingerprint reproducing that of an unauthorized user. These artifacts are made from various materials like silicon, clay, rubber, paper, etc (figure 3). The whole process of creation of fake fingerprints can be done with or without co-operation and get easy access to highly authenticated society. We can countermeasure against such attacks using liveness check.
2.4. Proposal slim optical lens design

The figure 4 is the slim optical design output applying the spherical lens to satisfy the standard FBI PIV Spec. In order to satisfy the PIV must be able to decompose the line of 0.05mm prism fingerprint surface. 0.05mm line of the prism surface is reduced through the image formation lens system to the image sensor there is in early value to be dismantled should enter the one line to a pixel of the image sensor. But consider that the line of machining tolerances and tolerances enclosures, an assembler 1 line differential is 1 pixel is put in danger. It is most desirable to enter the 1 line to 2 pixel. If 1 line is designed to fall into the 3 pixel image. This is because the larger the angle of incidence to the micro-lens over each pixel in the image CMOS sensor. The prism surface is at least 0.05mm to be suitable for the more than 2.8um, 5.6um or less, when incident on the image sensor through the lens system. At this time, the ratio of the line is between 0.112 times 0.056 times. To enter the 1 line 21 pixel image differs, so the vertical direction is 25mm cis shall be imaged by 2.8mm. Figure 4 is applying a spherical lens design.

The prism is set to start because it should be separated so that they are at the wet. In addition, the surface of the fingerprint image without being affected by the external light source should be uniform.

Ability to separate water and silicon in all areas of active area:
- Minimum angle of 59.9 ° to distinguish water from silicon
- The angle of the active area is 60.2 ° (figure 5), which is greater than 59.9 °.

2.5. Slim fingerprint internal configuration

Figure 6 shows the configuration of the proposed slim fingerprint sensor.
### 3. Simulations

This section focuses on evaluating the proposed sensor. We start by describing the test optical simulation data. Then, the experiment results of the proposed slim optical sensor is presented for fake fingerprint detection rate.

Table 1 shows the comparison results when the result shows the high performance in all fake feature type. As can be seen in table 1, the fake fingerprint detection a 97.25% accuracy in the make fake fingerprint 100 set.

| Real Finger | Fake Detection(detect/try) | Detection rate(%) |
|-------------|---------------------------|-------------------|
| Paper       | 100/100                   | 100%              |
| Rubber      | 98/100                    | 98%               |
| Film        | 100/100                   | 100%              |
| Silicon     | 91/100                    | 91%               |

### 4. Conclusion

The performance of the slim optical sensor with mobile environment is shown in figure 7. As a result, we succeeded in overcoming the limitation of optical design and implementing optical type fingerprint sensor with slim structure. The proposed system tested on the real finger and fake fingers. And The table 1 results show that the fake fingerprint detection accuracy has been 97.25% which proves that our system has a performance. In future works, we will need to variety of material fake fingerprint testing.
Figure 7. The Optical system design / Optical system simulation result.
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