NEW DIRECTIONS IN EU DIGITAL REGULATION
POST-2015: REGULATING DISRUPTION

Abstract: This paper explores the gradual change of direction in the European digital policy on the content layer that took place after the introduction of the 2015 Digital Single Market Strategy. It argues that, while the main objectives of the pre-2015 policy have been the promotion and facilitation of the free movement of digital services through liberalisation, the post-2015 digital strategy changes direction to the defence against real and imagined threats and downplays the liberalising credo it was originally based on. The first part outlines the objectives of the EU digital policy pre-2015 and argues that low-key regulatory intervention in information society services and robust intermediary liability regime are its cornerstones. The second part explores the main regulatory methods post-2015: the emergence of platforms, new types of rules and new regulatory principles. The final section gives a critical overview and explains why the current approach is inadequate for the future.
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1. Introduction: EU Digital Policy Pre-2015

An average Internet user today mostly takes the existence and smooth operation of this most global of mediums for granted. The fact that it is (nearly) universally available, (mostly) constantly improving in speed and coverage and providing an ever-increasing amount of content is taken as a sign of its vitality and occasionally even ascribed the force of natural law. That regulation does (or ought to) play a part in establishing and preserving the Internet’s success is rarely if ever questioned. Those who have a background in or an understanding of the regulation of networked industries, however, know that telecommunications at least had long been considered a natural monopoly and, therefore,
heavily regulated. To this day, the carrier layer remains under the control of relatively strict rules controlling authorisation, access, universal service, etc. The point here is that telecoms, at least, need to be regulated in order for them to perform the role it is expected of them. The question then becomes: what role do laws play in keeping the Internet free?

The fact that the Internet content layer had not been subject to heavy regulation should invite curiosity. Put in very simple terms, this is a result of various political decisions made in the United States and the EU at various points throughout the 20th century. The policy choice was to treat the Internet not as a telecoms network (subject to the rules mentioned above) or a regular service (subject to sector-specific regulation) but as an information society service. The choice was to subject it to significantly less regulation than either telecommunications networks and services or broadcasting media with editorial control. The enormity of this policy choice should not escape us for it created a curious pattern: while cables and radio waves used to convey the Internet were regulated, the content largely remained free. Similar regulatory patterns were copied in Europe, thus creating the feel of the “free” and unregulated Internet. To be precise, the Internet was not “free” of privacy, copyright, consumer protection, civil, jurisdiction and other laws, but was “free” of special (sector-specific) regulation requiring authorisation or determining the conditions for providing the services, their extent, their content or the scope of their reach. In other words, the Internet was free of laws applying only to it and having a particular political purpose. This is a significantly different approach not only from the edited media (TV, radio, newspapers, non-linear streaming services) but also from telecoms.

The “free” Internet was not only a result of the decision not to treat it as a telecoms service (i.e. not to conceptually equate it with telecoms) but also a result of active policy choices. These too were, partially at least, American in origin. In 1997, Ira Magaziner, the then-US President Bill

2 First to mitigate the negative effects of such a monopoly, then to liberalize. For history of the regulatory paradigm for telecoms, see Savin, A., 100 Years of Telecommunications Regulation – The Changing Paradigm, in: Kohli, V. P., Nielsen, P. A., (eds.), 2017, Erhvervsretlige emner 1917–2017, København, Djøf Forlag, pp. 169–184.

3 Telecoms cables and radio spectrum used to carry the Internet content. A common division of the digital world is into the carrier layer – which represents the telecoms infrastructure and the content layer – which represents electronic communication services and audio-video media services. The carrier layer is relatively regulated through ex ante asymmetric rules applied to telecoms companies with the significant market power. See Savin, A., 2018, EU Telecommunications Law, Edward Elgar Publishing, Chs. 1 and 10.

4 See Neuchterlein, J., Weiser, P., Digital Crossroads, 2013, The MIT Press.
Clinton’s senior policy advisor, played a decisive role in outlining the scope of regulatory reach towards information society services, thus defining the shape of the modern Internet. His main contribution was a “hands off” approach to regulating the content layer of the Internet. The policy principles that Magaziner introduced were deceptively simple. The Internet is a medium with enormous potential for “promoting individual freedom and individual empowerment”. In order to preserve this, where possible, the rules that govern it “should be set by private, non-profit, stakeholder-based groups”. Governments should refrain from intervening unless absolutely necessary. This approach resulted in a firm policy based on a simple idea – private sector should lead and, where regulation is needed, it should be kept to a minimum and should foster “predictable, consistent, and simple legal environment”. This created a regulatory pattern on the content layer completely different from the one seen in many other networked industries.

The American approach had inspired the European Union. Even before the 1997 Clinton Memorandum, the EU’s Electronic Commerce Initiative largely matched the Clinton-Magaziner strategy. That paper based the entire Internet policy on four principles:

- no regulation for regulation’s sake;
- all regulation based on Single Market freedoms;
- all regulation to take account of business realities;
- all interests to be reached effectively and objectively.

The simple set of principles continued to inform EU policy on the content layer for the following decades. Significantly, however, in 1999

---

5 See Ira Magaziner Argues for Minimal Internet Regulation, New York Times, 30 June 1997. See also Magaziner, I., Creating a Framework for Global Electronic Commerce, Future Insight, Release 6.1 n, July 1999, http://www.pff.org/issues-pubs/futureinsights/fix6.1globaleconomiccommerce.html.

6 Clinton, W., Memorandum: Electronic Commerce, 1 July 1997.

7 Although still subject to competition and ex ante rules on the telecoms layer.

8 Communication on a European Initiative on Electronic Commerce, 16.4.1997, COM(97) 157 final.

9 There is little evidence that the EU policy was directly inspired by the US approach. This remains one of the more intriguing still unresolved questions in the history of EU Internet regulation. A meeting of both sides had conspicuously been held on July 8, 1997, just a week after the publication of the Clinton-Magaziner document. Prior to that, in May 1997, both sides agreed an outline of a common strategy, but the first EU document dates to April 1997, well before the Clinton-Magaziner paper. See http://europa.eu/rapid/press-release_IP–97-620_en.htm.

10 The carrier (telecons) layer has been and remains regulated in a largely similar manner in the US and the EU and is not the subject of this paper.
the policy also added a goal of making Europe the most dynamic ‘knowledge-based economy in the world’ by 2010, something that was preserved as a guiding principle until today and that, significantly, required not just the removal of obstacles but also active promotion of trans-border flow of goods and services. In order to achieve the ambitious goal, the EU needed better Internet access (on the carrier layer), but also better e-commerce rules. It is at this point (post 1999) that the EU digital policy established the idea of enabling and promoting the Digital Single Market as its main goal. No longer was the idea of a free market for digital services just an instrument for achieving a better Single Market, but it became a goal in its own right.

The 2010 Digital Agenda for Europe was an official policy blueprint that took over the goals from the 1999 Communication. It is a comprehensive outline of EU digital policy both on the content and carrier layer, each with its own set of goals and tools. On the content layer, the Agenda points out to the fact that digital markets are fragmented and that a “more vibrant” market is needed. The authors of the Agenda are worried that the EU is “falling behind” other developed economies and that access to content needs to be “opened up”. Furthermore, online and cross-border transactions need to be made “more straightforward”. The actions proposed burst with permissive language: “simplifying”, “enabling”, “enhancing confidence”, “promoting diversity”, which confirms the Agenda’s status as a document that builds on the basic liberalising movement of the late 90s and early 00s.

As a result of this approach, the EU passed a number of framework directives coupled with special directives. While the former gave a general supporting structure, the latter regulated specific topics. Thus E-Commerce Directive had been passed in 2000 as the general framework for regulating information society services and AVMS Directive for audio-video services. In both of these instruments the guiding principle, in line with the policy outlined above, has been to liberalise the services. This is apparent in both framework directives. The E-Commerce Directive starts from the principle that digital services do not need a special approval regime (Article 2), that they should be subjected to the law of the home state (Article 3) and that intermediaries, as a rule, should be subject

11 Communication from the European Commission, E-Europe: An Information Society for All, COM(1999)687 (8 December 1999).
12 26.8.2010, COM(2010)0245 f/2.
13 Directive 2000/31/EC of the European Parliament and of the Council of 8 June 2000 on certain legal aspects of information society services, in particular electronic commerce, in the Internal Market, OJ L 178/1, 17.7.2000.
14 Directive 2010/13, amended by Directive 2018/1808.
to the law of their home state. Similarly, the AVMS Directive subjects audio-video services to the law of the state of origin.

A policy (any policy) consists of a set of objectives, guiding principles and tools. The EU’s digital policy as outlined above, is guided by a general objective of achieving a unified Digital Single Market, with a complete freedom of movement for digital services. The guiding principle that controls that objective is: Single Market-informed business-oriented legislation only if and where necessary. The tools for achieving it are, among others, home country control and insulation of bona fide ISPs from liability.

The low level of regulation is the idea that a) no special approval is needed for conducting the business, b) that information society services are not subject to sector-specific regulation (i.e. regulation that applies to them only on the account of them being such services) and that c) no special regulatory oversight is put on those services. A distinction is needed here. An ISS can and often is subject to a set of rules arising out of a particular field. Thus a streaming service needs to abide by copyright rules, audio-video rules, e-commerce rules, contract law, competition law, etc.

The second idea that enabled the free Internet is that intermediaries\textsuperscript{15} should, as a rule, not be liable for the illegality of the content they convey unless they produced that content or did not take action when alerted to its illegality. This idea, firmly established in American and EU law,\textsuperscript{16} enabled the intermediaries to establish business models based on free circulation of information.

As we will see below, it is precisely the two ideas we discussed here that came to be challenged as the new Internet emerged in the second decade of the 21\textsuperscript{st} century. Such Internet, subject to fake news, election fraud, uncertain data ownership and increased circulation of the illegal content, suddenly required the rethinking of both the notion that IS services can be provided without authorisation and oversight and the idea that lack of liability is the default position. Calls are increasingly heard for more regulation of all platforms and for a refit of the limited liability regime.\textsuperscript{17} Such calls are becoming not only part of the official policy but are gradually resulting in concrete legislative proposals, some of which will briefly be analysed here.

\textsuperscript{15} Intermediaries are any companies that facilitate the use of the Internet. ISPs are thus intermediaries but not all intermediaries are ISPs.

\textsuperscript{16} The 1998 Digital Millennium Copyright Act (DMCA) and the 1997 Communication Decency Act (CDA) in the United States and the E-Commerce Directive Articles 12–15 in the EU.

\textsuperscript{17} See Communication: Online Platforms and the Digital Single Market Opportunities and Challenges for Europe, 25.5.2016, COM(2016) 288 final.
At the core of the changes we suggest are happening in EU regulation is disruptive innovation which can be described as innovation that at the same time creates new markets and disrupts existing ones.\textsuperscript{18} In Schumpeter’s words, creative destruction is the process of industrial mutation “that incessantly revolutionizes the economic structure from within, incessantly destroying the old one, incessantly creating a new one”\textsuperscript{19}. Traditional industries have repeatedly been subject to challenges that have wiped out some and forced most to adapt. The Fourth Industrial Revolution,\textsuperscript{20} which denotes the blurring of the boundaries between physical, digital and biological, brought with it the disruption of platforms, AI, robotics, blockchain, biotechnology, Internet of Things and numerous other factors.

Disruptive innovation is largely (albeit not completely) mediated by platforms.\textsuperscript{21} Platforms, as multi-sided markets for bringing users together in order to facilitate a transaction, drastically simplify the transactions and lower the costs, increasing the opportunities and facilitating transactions. But platforms also challenge laws, posing questions about adequacy of competition, labour, contract, tax and laws on illegal content, to name but a few.

Our main claim in this paper is that the relatively coherent, permissive and liberal regulation of the platform-free 90s and 00s has turned into a less coherent attempt to provide a response to the challenges brought by disruption. We claim that the disruption that is shaking the industry and society is deeply affecting the ways laws are made and enforced and offer the basic analytical framework for understanding the relationship between disruption and regulation in the EU. In this section we gave an outline of the EU digital policy pre-2015. The second part traces the three elements that characterise the EU policy post-2015: platforms, the shift from laws to decrees and the change of principles. The last part looks at the consequences this regulation might have.

2. Digital Regulation Post-2015

Few changes to the original regulatory model have been made seen since 2001 when the E-Commerce Directive had been passed. That model relied on silo-ed regulatory structure where a framework directive

\textsuperscript{18} Bower, J., Christiansen, C., 1995, Disruptive Technologies: Catching the Wave, *Harvard Business Review*, January-February.

\textsuperscript{19} Schumpeter, J., 2008, *Capitalism, Socialism and Democracy*, Harper Perennial Modern Classics, p. 83.

\textsuperscript{20} See Schwab, K., 2017, *The Fourth Industrial Revolution*, Penguin.

\textsuperscript{21} On the importance of platforms for modern economy see Parker, G., 2017, *Platform Revolution: How Networked Markets are Transforming the Economy and How to Make Them Work for You*, W. W. Norton & Company and Devolder, B., (ed.), 2019, *The Platform Economy*, Intersentia.
existed for each of the three areas regulated (telecoms, information society services and audio-video services) and a number of satellite directives covering incidental issues. A review of literature, legislative proposals, white papers and general discussion reveals little desire to change the general direction of the model applied to digital world. Moreover, few structural changes have been noted within each of the silos. Thus telecoms rules have been revised in 2002, 2009 and 2017 but each time keeping the same regulatory model. E-Commerce rules have never been revised. Audio-video media services rules have been revised in 1989, 2010 and 2018, maintaining the same regulatory model.

The post-2015 regulation is a fundamental change characterised by the following factors which will each be analysed in the sections below. First, the elementary unit of regulation is no longer an “information society service” but a loosely defined “platform”. Second, the model based on a central framework directive, distinctly operating within its own silo, and followed by a set of satellite directives is changed to a model relying on sector-specific regulation based on vaguely defined regulatory objectives coupled with decrees with distinct law-making ambitions. Third, the “no regulation for regulation’s sake” non-interventionist approach from the 90s is modified towards the principle of ‘level playing field’ and “what is valid offline must be valid online” approach.

3. The Emergence of Platforms

In 2015, updating the EU digital policy, the Commission concluded that true Digital Single Market had not yet been achieved and quoted a number of examples of areas which needed to be improved. The Strategy then adopted was, officially at least, not an abandonment of the objectives and principles outlined above, nor even a significant change. Instead, it resembled a patchwork of ad hoc measures, designed to address temporary hiccups. Indeed, the very intro to the document speaks of ‘modernising’, ‘simplifying’ and ‘breaking down national silos’. A closer look, however, reveals a different picture.

22 See Marcut, M., 2017, Crystalising the EU Digital Policy, Springer.
23 See Regulation (EU) 2017/1128 of the European Parliament and of the Council of 14 June 2017 on cross-border portability of online content services in the internal market, OJ L, 168/1, 30.6.2017.
24 See Communication: A Digital Agenda for Europe, 19.5.2010 COM(2010)245 final.
25 See Savin, A., 2018, Ch. 1.
26 Directive 89/552/EEC.
27 Directive 2010/13/EU.
28 Directive (EU) 2018/1808.
Buried in the Strategy, as item 3.3, is a section with the title “a fit for purpose regulatory environment for platforms and intermediaries”. A reader could easily miss the significance of these words. In the EU approach to the issue up to that point, platforms did not feature as distinct subjects of regulation. If they are mentioned at all, this is always in general terms and without a particular objective. At this point, they make an entrance not only as something that needs to be regulated but also something that is distinct from the EU’s basic unit of digital regulation on the content layer – information society service providers.

The 2015 Strategy not only distinguishes platforms from intermediaries but claims that platforms might need to be subject to regulation in their own right. The Commission then promises to look specifically into four issues: transparency of search results, platforms’ use of information they collect, relations between platforms and suppliers, cross-platform movement and illegal content. The choice of subjects reveals that illegality is high on the Commission’s list of relevant issues and that other issues can squarely be placed in the area of unfair competition. The Strategy had been followed by a number of documents (discussed in the section below) but also by some concrete proposals the main feature of which is that they target platforms rather than intermediaries.

The 2015 Digital Single Market Strategy updated the 2010 goals, effectively replacing the 2010 Agenda as the EU blueprint for digital regulation. A superficial look may lead the reader to believe that the Strategy is informed by the same values as the 2010 Agenda. This is only partially true. In 2020, a new digital strategy was published. The general impression one gets when reading that document is that of a list of sector-specific issues that each need to be addressed in order to prevent the EU from falling behind. Thus, white paper on AI is promised, as are accelerated investment in gigabit connectivity, a European Data Strategy and a number of action plans and initiatives. While each of these can be discussed in

---

29 Thus a statement that converging technologies lead to “platform independence” can be found in the 1997 Green Paper on Convergence, 3. 12. 1997, COM(97)623.
30 See articles 2–3 ECD.
31 On the regulation of platforms in the EU and the introduction of the ‘level playing field’ as a concept, see Savin, A., 2018, Regulating Internet Platforms in the EU: The Emergence of the ‘Level playing Field’, Computer Law & Security Review, Vol. 34, No. 6, pp. 1215–1231.
32 Communication from the Commission, A Digital Single Market Strategy for Europe, COM(2015)192 final (6 May 2015).
33 European Commission, Communication: Shaping Europe's Digital Future, February 2020, available on https://ec.europa.eu/info/publications/communication-shaping-europes-digital-future_en.
light of the merits for their respective fields, the dominant impression is that of a patchwork of measures rather than a coherent vision.

Buried within the multitude of initiatives are two fundamental changes that are key to understanding the EU approach to disruption post-2015. The first is the promise to pass the Digital Services Act, which is meant to increase and harmonise “the responsibilities of online platforms and information service providers and reinforce the oversight over platforms’ content policies”. This act, which is nothing other than a fundamental revision of the E-Commerce Directive, promises thus to subject platforms to special regulation. This should have as the effect of increasing the “responsibility” of the platforms (which is the continuation of the narrative from the earlier communications) and reinforcing the oversight over their “content policies”.

The significance of the statement is considerate. In the pre-2015 model, responsibility did not exist as a separate category. Platforms were, essentially, exempt in Articles 12–15 ECD as long as they did not provide the content (i.e. were not primary providers) and acted in good faith. The latter is presumed to be the case until the moment they were notified and failed to act on notification. In CJEU’s case law, the degree of platform’s engagement (active v. passive) was taken as a measure of the level of its liability. While this distinction could easily deal with a number of clear cases where intermediaries engaged directly (and thus lost the protection), it was less subtle in handling the cases where the intermediary had some (but not full) degree of knowledge and some (but not full) degree of engagement. The new system builds on the notion that platforms can and do play roles that do not lend themselves easily to the active/passive division and must, therefore, be subject to a different (as yet undefined) system of liability. While little is known about the Commission’s plans, it seems that liability might be conditioned on a degree of active engagement in filtering out the pre-defined illegal content (including child pornography, hate speech and IP-rights violations). In addition to looking at the responsibility of platforms, the 2020 Strategy suggests that oversight over platforms be increased. No indication is given as to what measures would be taken to achieve that goal. Any combination of EU or national agencies can be imagined as having that role, with the latter being a more likely option.

The second promise is equally far-reaching. It is the idea that *ex ante* rules are needed to ensure that large platforms with significant network effects acting as gatekeepers, “remain fair and contestable for innovators, 34 See Sartor, G., 2017, *Providers Liability: From the eCommerce Directive to the Future*, European Parliament.
businesses, and new market entrants”. This seemingly innocuous remark hides a potentially revolutionary idea. The *ex ante* sector specific regulation is the current regulatory model applied to electronic communications (telecommunications). Unlike *ex ante* regulation, traditional competition law applies *ex post* by identifying a problem that has already occurred. A remedy is subsequently applied to it. Telecommunications regulation, which has gradually been liberalised in the 80s and regulated from the 90s onwards, required a significantly different regime. Rather than waiting for the various market failures to occur, it was necessary to identify the failures in advance to then apply appropriate remedies in order to prevent future occurrences. A hybrid regime has been created. While the guiding principles and market definition came from traditional competition law, the enforcement mechanism was based on *ex ante* application of remedies. The ultimate aim – as yet unachieved – was for only the competition laws to apply.

While there is no indication as to how the *ex ante* regulation to platforms would function, there are sufficient elements to make some preliminary conclusions. All *ex ante* regulation is sector specific and asymmetric by definition. The “sector specific” element suggests that it applies not across all electronic services but in certain sectors, where and when needed. The asymmetry refers to the fact that regulation does not apply equally to all providers but that it applies to some and not to others. Since regulation is *ex ante*, it would presuppose that providers with significant market power (a concept borrowed from competition law) are identified in advance, prior to any remedies being applied. The remedies themselves would have to be carefully chosen in order to achieve a previously defined result. Finally, the enforcement mechanism would involve national regulation authorities tasked specifically with the procedure, not unlike the ones in telecommunications.

In electronic communications, the procedure outlined above has been in operation since the late 80s and is well established. Its original emergence was due to the fact that competition law alone was not capable of solving the problem of uncompetitive telecoms markets. Its potential application in the content field, however, is unexplored and fraught with risk. One of those risks is that only larger platforms would be targeted because their market dominance is easier to establish than their smaller counterparts. Another would be the mechanism created for infrastructure, where the issue is often the access to the incumbents’ resources, would simply not be suitable in more complex situations involving a mix of variety of market failures. To that must be added the complexities of enforcement mechanisms which would require a designated national authority to be put in charge of platforms.
In addition (and in pursuance of) broad or specific promises on platform regulation made in the 2015 and 2020 strategies, the EU lawmaker has engaged in sector-specific regulation of platforms. This regulation, unlike its more general counterpart in E-Commerce Directive, affects only particular kinds of platforms or only platforms in particular scenarios. Three prominent laws have been passed: the 2018 Regulation on fairness and transparency on business platforms, the 2019 directive on copyright affecting the news providers and user uploads and the 2018 proposal on terrorist content online. Common for all three is the relatively wide scope and the defensive approach.

It is important to emphasise that the move towards platform regulation is simultaneously taking place on the carrier (telecoms) layer. While the new consolidated European Electronic Communications Code\(^35\) introduces only moderate measures (putting some number-based OTT providers under some obligations some of the time), the proposed ePrivacy Regulation\(^{36} \) does a more thorough job by subjecting all OTT providers to the proposed (now revised and extended) spectrum of obligations of the new Regulation.\(^37\) The latter, in particular, signifies that the regulator believes all platforms should be subject to the same privacy rules on the telecoms layer, irrespective of their status (incumbent or OTT), size (global or local) or purpose (business, entertainment, public service).

The 2019 Directive on Copyright in the Digital Single Market\(^38\) contains a section on measures “to achieve a well-functioning market in copyright”. Of particular interest in that section are articles 15 and 17, the former creating a *sui generis* right for press publishers, the latter demanding that user-generated platforms enter into licensing mechanisms or engage in comprehensive filtering. While both articles are problematic in their own right and have been extensively criticised,\(^39\) even more fascinating is the open move from intermediaries to platforms, hitherto not seen in
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35 Directive (EU) 2018/1972 establishing the European Electronic Communications Code (Recast), 17.12.2018, L321/36.
36 10.1.2017 COM(2017) 10 final.
37 While the ePrivacy Directive complements the 1995 Data Protection Directive, the proposed ePrivacy Regulation would match the new GDPR. Both the ePrivacy Directive and the ePrivacy regulation, however, are telecoms laws and part of the telecoms regulatory framework, making the move towards comprehensive OTT regulation even more problematic.
38 Directive (EU) 2019/790 of the European Parliament and of the Council of 17 April 2019 on copyright and related rights in the Digital Single Market and amending Directives 96/9/EC and 2001/29/EC, Of L130/92, 17.5.2019.
39 See e.g. Senftleben, M. *et al.*, 2018, The Recommendation on Measures to Safeguard Fundamental Rights and the Open Internet in the Framework of the EU Copyright Reform, *European Intellectual Property Review*, Vol. 40, No. 3, pp. 149–163.
a directive but supported in the post-2015 EU policy papers on the digital world. This move is not accidental, a potential clash between the new rules and the E-Commerce Framework already having been envisaged and addressed in the Proposal itself. The key is Article 17(3) which provides that platforms falling within the obligations of Article 17 do not benefit from the insulation of Article 14 ECD except for cases falling out of the scope of the article. This means that the DSM Directive carved out a special regime for platforms distributing content uploaded by users. Regular platforms are subject to the notice-and-takedown procedures of Articles 12–15 ECD. They only become liable for the content posted by others where, upon notification, they refuse to remove the content. The platforms distributing user-uploaded content, on the other hand, only have two choices: licensing or measures to prevent illegal uploads (filtering).

Another example of a clear move to regulate platforms is the proposed Regulation on terrorist content online. The proposal is meant to introduce measure for preventing the dissemination of terrorist content online as well as to improve cooperation between competent authorities. While currently heavily debated, the Proposal is remarkable as another example of sector-specific regulation. While Copyright in the DSM Directive targeted one specific class of platforms (those hosting user uploads), this Proposal targets “hosting service providers” defined as “provider[s] of information society services consisting in the storage of information provided by and at the request of the content provider and in making the information stored available to third parties”. The definition is only slightly narrower in scope than the definition of information society services, which effectively subjects a large section of platforms to sector-specific regulation.

It is possible to indicate several problems with this approach without going too deeply into the merits of the Proposal. First, the wide scope takes in a number of services where terrorist content may not be a problem. The broad definition may not be precise in targeting hosting sites the main purpose of which is wide dissemination of content with other sites which, although disseminating content, have a different scope and purpose. Second, the obligations to which platforms are subjects are problematic in various respects. The one-hour deadline (Proposal, article 4(2)) may be too narrow a window. The definition of terrorist content (referral to Directive (EU) 2017/541) may also create problems in catching acts that are not terrorist in nature. Finally, article 6 demands proactive monitoring measures, an idea contrary to the spirit of articles 12–15 ECD, in

40 See Preamble 38 to the Proposal.
41 12.9.2018 COM(2018) 640 final.
spite of the guarantee given in Recital 5 that liability protection would not be lost by doing so.

Finally, another law targeting platforms and bringing sector-specific regulation is the Regulation on fairness and transparency for business platforms.\textsuperscript{42} The work on the transparency of B2B platforms had been already announced in the 2015 DSM Strategy, while transparency in search results, platforms’ usage of information they collect and relations between platforms and suppliers have been flagged as areas of interest. In 2018, the Commission proposed a Regulation on promoting fairness and transparency for business users of online intermediation services.\textsuperscript{43} In justifying the need for a regulation, the Commission pointed out to the fact that platforms are gatekeepers of the Internet. The Commission declared that the perceived asymmetry between dominant large platforms on one side and a number of small suppliers on the other underlines the relationship of dependence and the possibility for abuse. In order to address this, a number of measures were suggested. The regulation would apply to providers of online intermediation services and, in certain cases, online search engines. The core of the regulations consists in various measures that would increase transparency in target platforms’ actions towards business users. While some obligations would appear to be straightforward (clarity in standard terms, statement of reasons for service suspension, etc.), others are more problematic. Thus Article 5 establishes requirements for a description of the main parameters determining ranking of business users in search results. Although the article does not demand that trade secrets as defined in EU law be revealed, it remains doubtful to what extent can search ranking criteria parameters be disclosed without also revealing the trade secret components.

The regulation has as its purpose increased transparency and fairness in situations where important platforms are in the position to significantly impact their business clients. In that respect, the Regulation introduces measures for ensuring better terms and conditions, forces platforms to state reasons in cases where they restrict or suspend services and introduces mechanisms of redress. Although the instrument speaks of “online intermediation services” and uses well-known definitions, the Preamble talks of platforms. The ultimate effect is to extend the set of obligations to all ISSs which provide services to business users (who offer goods and services to consumers).

\textsuperscript{42} Regulation (EU) 2019/1150 of the European Parliament and of the Council of 20 June 2019 on promoting fairness and transparency for business users of online intermediation services, \textit{OJ} \textit{L} 186/57, 11.7.2019.

\textsuperscript{43} 26.4.2018 COM(2018) 238 final. See also Impact Assessment, 26.4.2018 SWD(2018) 138 final.
In summary, the pre-2015 regulatory environment is siloed but with clear definition of the targeted units. In ISS silo, the scope is exceptionally wide, with almost any electronic provider falling within the definition but with regulatory burden being relatively low. In post-2015 world, platforms become the new focus (while maintaining the regime applied to ISSs) but more onerous sector-specific regulation starts to emerge (copyright, terrorist content, B2P transparency etc.) Thus, a path is opened for a different model of regulation – one that has the potential to break down the rigid silos. The most important feature of that regulation is not the fact that it applies to a wide spectrum of relatively poorly defined platforms. It is the fact that it brings deep and permanent changes to the way platforms function. Copyright in the DSM Directive thus bring an obligation to monitor through state-of-the art technology addressed to all platforms where users share content. The terrorist directive brings monitoring obligations to content-distribution platforms. The B2P transparency regulation brings obligation to reveal ranking criteria. As we will argue in the last section, while these changes may give the impression of a novel and deep intervention, they belie the fact that EU reaction is essentially targeted to preserving traditional solutions and minimize the effects of disruption.

4. Rule-By-Decree

We have indicated above that the dominant EU model of regulating the digital world has been the use of framework directives coupled with special directives. This model relied on minimum harmonisation while reverting to full harmonisation in exceptional cases and left significant manoeuvring space to Member States. Although other regulatory models, such as soft law, self-regulation or co-regulation, have been called for and explored, as has governance as opposed to regulation, there is little doubt that traditional regulation has been dominant in approaching the digital world in the EU.

After 2015, a new model emerged that also relied on guidelines and recommendations. First in 2016 a Communication on Online Platforms is published. This was followed by a Communication in 2017 on Tackling

44 Very occasionally also full harmonisation, as is the case with the 2005 Unfair Contract Terms Directive, 2005/29/EC.
45 On co-regulation see Marsden, C., 2011, Internet Co-Regulation: European Law, Regulatory Governance and Legitimacy in Cyberspace, Cambridge University Press.
46 See Brown, I., 2013, Research Handbook of Governance of the Internet, Edward Elgar-Publishing.
47 Online Platforms and the Digital Single Market Opportunities and Challenges for Europe. 25.5.2016 COM(2016) 288 final.
Illegal Content Online\textsuperscript{48}, a Communication on tackling online disinformation,\textsuperscript{49} action plan and a code of practice against disinformation\textsuperscript{50} and a Recommendation in 2018 on measures to tackle illegal content online.\textsuperscript{51} The 2020 Strategy was followed by EU’s AI\textsuperscript{52} and data\textsuperscript{53} strategies.

Although non-binding papers are relatively frequently used by EU regulators,\textsuperscript{54} the documents mentioned above are interesting for outlining not only an increased EU interest in platforms but also as a signal for a change in regulatory approach. Two significant elements of that approach are the use of platforms as the main point of interest and the use of a communication as a tool for establishing desirable regulatory goals which are to be achieved through proper laws should the appropriate reaction from the Member States fail to materialise. A hybrid system is thus created consisting, in reality of three elements:

- traditional siloed IT rules such as the E-Commerce Directive, the AVMSD and the EECC;
- new sector-specific platform rules discussed in the section 2.1 above;
- soft laws in the form of communications and guidelines as a way of indicating the true desires of the policymaker.

Even the titles of the three documents are revealing. The 2016 Communication on platforms suggests that platforms (rather than ISSs, networks or electronic services) are a legitimate target of the regulator’s interest. The 2017 Communication on Tackling Illegal Content Online is even more revealing. Its subtitle, “Towards an enhanced responsibility of online platforms”, indicates not only that platforms ought to be regulators’ legitimate targets, but contains an outline of a complete IT policy. The 2018 Recommendation is equally revealing, speaking of measures to “effectively” tackle illegal content online, suggesting that this has so-far not been the case. A more detailed look at the documents reveals even more significant shifts in approach.

\textsuperscript{48} Tackling Illegal Content Online: Towards an enhanced responsibility of online platforms, 28.9.2017 COM(2017) 555 final.
\textsuperscript{49} 26.4.2018 COM(2018) 236 final.
\textsuperscript{50} 5.12.2018 JOIN(2018) 36 final.
\textsuperscript{51} Commission Recommendation on measures to effectively tackle illegal content online 1.3.2018 C(2018) 1177 final.
\textsuperscript{52} White Paper, On Artificial Intelligence – A European approach to excellence and trust, 19.2.2020 COM(2020) 65 final.
\textsuperscript{53} Communication: a European Data Strategy, 19.2.2020 COM(2020) 66 final.
\textsuperscript{54} Most significant are general explanatory communications, such as the 2015 DSM Strategy, or Green and White papers.
Preamble 41 of the 2016 Communication demands that both Member States and “hosting service providers” supply “all additional information” in order to allow “monitoring” of actions taken in response to Recommendation. On the basis of this information, the Commission will assess whether the response is adequate and whether “binding acts of Union law” are needed. This thinly veiled threat to legislate is surprising. Even though the EU sometimes resorts to soft law, followed by a vague threat that more stringent measures might be needed, this approach is used rarely and is very specific in terms of goals that need to be achieved. The present proposal, however, goes further in the specifics of its threat.

Content-wise, the 2016 Communication on platforms calls for flexible and future-proof policies concentrating on self-regulation and co-regulation, that would complement and reinforce existing legislation. The Commission suggests four principles for platform regulation:

• a level playing field for comparable digital services;
• responsible behaviour of online platforms to protect core values;
• transparency and fairness for maintaining user trust and safeguarding innovation;
• open and non-discriminatory markets in a data-driven economy.

Translated into a more comprehensible language, the principles sounds thus:

• platforms are disrupting traditional business models and ought to be regulated more;
• platforms act irresponsibly;
• platforms act in a non-transparent manner and/or unfairly;
• there is regular discrimination in a data-driven economy.

While there can be little doubt that some of the platforms sometimes act in a manner described above, it is surprising that the Commission’s main regulatory paper on a widespread and important phenomenon takes a defensive approach. Particularly significant is the insistence on the level playing field. This, in simplest terms, is the idea that like services should be regulated alike. In a regulatory context, this usually means that laws applying to incumbent services are relaxed while those applying to disruptive are increased to reach a certain level.

That these are not isolated examples is confirmed in the Commission’s direct communication with tech giants in 2017.55 The Commission’s

55 The European Commission and Member States consumer authorities ask social media companies to comply with EU consumer rules, 17.3.2017, (https://ec.europa.eu/commission/presscorner/detail/en/IP_17_631).
action had as its purpose the enforcement of consumer law and targeted companies with a view to reducing unfair contract terms and addressing fraud and scams that mislead consumers when using the social networks. When translated into comprehensible political language, this is a targeted attempt to commit very large platforms to action that would be difficult or impossible to achieve through traditional legislation.

The development listed above may look like nothing more than the Commission’s increased interest in platforms. It is not so. Rather than giving the Commission *ex ante* enforcement powers, the Treaty only gives it the right to propose laws and to occasionally partake in oversight of the ones that already exist. In other words, the Community constitutional documents have not envisaged the rule-by-decree which is essentially a style of governance characterised by quick and unchallenged edicts. Nowhere is this more apparent than in the 2018 Recommendation on the illegal content where the Commission promises that it will “closely monitor” whether its measures are followed and then legislate if they were not. Where laws do not exist, because the proper agreement lacks, it is questionable to which extent they can or should be replaced by letters demanding action from individual corporations, white papers or recommendations.

5. **The Change in Fundamental Regulatory Principles**

The third development that characterises the EU response to digital disruption is the change in regulatory principles. These can best be defined as main ideas or key values guiding the regulation in a particular field. Regulatory principles in the digital world are different from general EU principles. They should also be distinguished from regulatory tools (e.g. competition law v. sector-specific regulation or full v. partial harmonisation).

Looking only at the content layer, the three main principles of the pre-2015 regulatory approach are “no regulation for regulation’s sake”, the Single Market basis and the technology neutrality of regulation. These can largely be extracted from the preambles of framework and other directives but also from policy papers.

The first principle means nothing more than regulatory restraint. As an EU approach, regulatory restrain has several manifestations, most importantly the idea that laws should follow the subsidiarity and proportionality and the idea that laws should have a proper legal basis. In its effort to achieve a Digital Single Market, regulatory restraint means that
no unnecessary laws should be passed or, put differently, that the lawmak-

er should demonstrate regulatory restraint in all cases where it is not clear

what the nature of the problem being regulated is. The legislation should

help the EU make better use of technology, innovate and become a knowl-

dge-based society.

The second principle, the Single-Market binding of EU digital laws, is

also well-known and well-understood. In its simplest form, it means that

EU legislation pertaining to the digital world should pursue Single Market

aims. Since the digital world is cross-border in its nature, this principle

has not caused practical difficulties, nor has it often been invoked in a dig-

ital content. Furthermore, since the matter is largely harmonised, courts

have not had to resort to interpreting the constitutional embodiment of

the Digital Single Market, as has often been the case in other types of

services. In its more ambitious guise, the principle means that legislation

should actively pursue a unified digital Single Market.

The third principle is technological neutrality of laws. Rather than

relate to specific technologies, neutrality dictates that digital laws should

be made neutral by applying to all technologies including the future

ones. As such, the principle has been applied consistently, with few EU
digital laws relating to specific technological solutions. As a means to

achieving greater stability, tech neutrality has worked. The framework
directives are modified rarely and few of the IT-related laws required

frequent modifications.

The new EU regulatory principles are to be found both in the 2015

and 2020 strategies and in other policy papers. They are not hidden or

buried deep in text but are instead boldly proclaimed. Two, in specific,
determine the direction and the tone of EU digital regulation.

The first principle is the “what is valid offline should also be valid

online” adage or, as it is put in the 2020 Strategy, “principles that apply
to our traditional industry [...] also have to apply to digital industries”.

While there is a certain temptation to believing that cyberspace is not as

special as its self-perception dictates,\textsuperscript{56} the new principle goes deeper than

simply challenging IT world’s self-perception. The 2020 Strategy, rather

than suggesting that a common set of principles be found, or that the
current approach be rethought, declares that the offline principles ought
to apply online. Policy-wise, this is a completely different approach than

attempting to redefine regulatory principles altogether. That this is so, is

confirmed in the two manifestations of the “online like offline approach”.

\textsuperscript{56} This has been aptly demonstrated in Goldsmith, J. \textit{et al.}, 2008, \textit{Who Controls the Inter-


tnet: Illusions of a Borderless World}, Oxford University Press.
The first is the “level playing field” approach to platforms. The essence of the level playing field as an approach is that every actor on the market has the fair (though not necessarily equal) chance of succeeding. To strive towards a level playing field means to set the conditions in the market so that no one group is particularly disadvantaged compared to another. In practical terms, in the digital world level playing field becomes most prominent in a situation where a disruptor/innovator quickly gains a market share over an incumbent company, prompting the latter to lobby (often successfully) for a change in the regulatory approach. If this change happens, it can go in the direction of relaxing the laws that apply to the incumbents or, as is more often the case, in an attempt to increase the regulation of the disruptors.

In the EU, the typical ‘level playing field’ response has been a drive to extend the regulation applied to the incumbents. This has happened both on the content and the carrier layers. On the latter, a persistent drive to regulate OTT providers has resulted in both the new European Electronic Communications Code and the proposed ePrivacy Regulation to extent the regulation of OTTs, the latter in a more dramatic way than the former. On the content layer, the ISS paradigm had been replaced with platforms which, in turn, had been exclusively regulated with the idea that comparable services should be subject to the same or similar rules. The specific regulatory principle used to achieve the result outlined above has been functional equivalence.

Functional equivalence as a regulatory methodology is the process of subjecting functionally equivalent services or those that serve the same purpose to the same regulatory framework. Functional equivalence is similar to analogy which is a wider category from legal methodology (e.g. analogy in judicial reasoning, analogy in applying legal concepts etc.) The advantage of functional equivalence as an approach should be sought primarily in political gains – subsuming a disruptive phenomenon to an already existing law avoids the political strife arising from lobbying and the clash of political interest. Rather than subjecting a new proposal to a

---

57 In more detail see Savin, A., 2018, pp. 1215–1231.
58 See Savin, A., 2019, Rule Making in the Digital Economy: Overcoming Functional Equivalence As a Regulatory Principle in the EU, Journal of Internet Law, Vol. 22, No. 8, p. 3.
59 It is worth noting that this is conceptually different from a related question of whether services with a non-electronic component (e.g. Uber) ought to be subject to non-electronic (e.g. transport) rules. Here the question is not whether Uber is functionally equivalent to a transport service but whether Uber is predominantly one or the other. See C-435/15 Asociación Profesional Elite Taxi v. Uber Systems Spain, SL. ECLI:EU:C:2017:981
prolonged battle of interests, the existing law is applied. Further to that, functional equivalence brings the familiarity of already known enforcement and supervisory mechanisms.

There are situations where functional equivalence is the right approach.\(^6^0\) In order to determine if this is the case, three questions need to be asked:

- are disruptive service innovative?
- does the service become impossible or hampered by being subjected to traditional legal framework?
- are there any other reasons justifying its regulation under traditional rules (e.g. public policy)?

If the answer is negative to the first two and positive to the last question functional equivalence as a regulatory approach may be appropriate. The problems that arise from the drive to subject online phenomena to legacy laws are twofold. First, it has been demonstrated that overregulation may have negative effects on innovation.\(^6^1\) Second, innovative service can become more difficult to provide as a subject to inflexible regulation. Third, functional equivalence reduces political but increases the economic and social cost making it potentially the more expensive approach.

The second principle is the idea that social costs of disruption should be as small as possible, that judicial restraint should be used instead of neoliberal approach and that destabilizing effects should be mitigated through both positive and negative integration.\(^6^2\) Put in different terms, this principle dictates that legislation has moved from enabling markets to constraining/restraining disruptive market forces. The pre-2015 legislation, as a result of a deliberate political choice, even when protecting consumers, sought to open up markets and innovation and create new opportunities. The new approach does not take decisive steps towards opening new markets.

The clearest manifestation of the new approach is to be found in the 2020 Strategy. The Strategy has three key objectives, each with a set of 7–8

\(^6^0\) Hou, L., 2018, Destructive sharing economy: A passage from status to contract, *Computer Law & Security Review*, 34, pp. 65–976.

\(^6^1\) See Aretz, L., Strandburg, K., 2019, Regulation and Innovation: Approaching Market Failure from Both Sides, *NYU Law and Economics Research Paper*, 19–44; NYU School of Law, *Public Law Research Paper*, 19–48; *Yale Journal on Regulation Bulletin* (Forthcoming 2020) available at SSRN: https://ssrn.com/abstract=3462522. See also Blind, K., The impact of regulation on innovation in: Edler, J. *et al.* (eds.), 2016, *Handbook of Innovation Policy Impact*, Edward ElgarPublishing.

\(^6^2\) See Adamski, D., 2018, Lost on the Digital Platform: Europe’s Legal Travails with the Digital Single Market, *Common Market Law Review*, 55, pp. 719–752.
key actions. Out of the 23 declared actions comprising both the content and the carrier, full 13 are either directly aimed at constraining harmful or problematic practices or containing significant elements to that effect. In the key areas, such as platform regulation, the main theme is protection from harmful effects these platforms may produce. In other areas, the focus is on mitigating the effects of disruption.

The same can be deduced from almost all post-2015 laws. The GDPR is a revised but (in essence) unchanged Data Protection Directive, the EECC is little more than a codification, the laws on platforms (affecting geoblocking, transparency, copyright or terrorist content) are universally centered on harmful effects. At the same time, there are few clearly formulated principles on the key challenges of the century such as the role of AI, robotics, data ownership and others. The 2001 E-Commerce Directive has been opening the markets. The post-2015 laws are not.

6. Concluding Remarks: The New Directions

A review of the foregoing imposes a number of interesting observations.

First, there seems to be a lack of political direction in the Commission’s policymaking. The main idea in the post-2010 strategies is the statement that Digital Single Market had not been achieved and the belief that various sector-specific measures would be able to address the shortcomings. Where there is a more coherent response, as is the case with platform directives and regulation mentioned above, this is directed towards producing different defensive strategies or addressing very narrow issues or issues confined to a specific set of circumstances. In such a context, symbolic acts enable the EU to claim credit where real achievements are lacking.63 A reader of the 2020 Strategy seeking to list political choices that apply to the digital world would look in vain. Since a strategy is, by definition, a plan to achieve a long-term aim, the document’s chaotic approach is anti-strategic in its intentions.

An informed observer of the developments in the EU digital world regulation would get an overwhelming feel that legacy tools are used to achieve legacy objectives. In the telecoms world, this is even formally confirmed with the new EECC being labelled a “Recast” – a rearrangement of the previous directives into a new instrument. In the content world, the main directives – ECD, AVMSD, GDPR to name the most relevant – remain intact in terms of both the ideas they are based on and the tools

---

63 Cf. Adamski, D., 2018, p. 736.
they utilize. While there is little doubt that not all models may need to be modified, the fundamental legislative premises are unchanged.

There are two main problems with maintaining the current laws in their unchanged political state.

The first is that lack of initiative would create the need to interpret the existing laws broadly. An overbroad interpretation of existing laws may be politically easy to achieve but costly to democracy, freedom of expression and equality on one side\textsuperscript{64} and tech development on the other. Because the new approach is lacking, the conflicting political interests would each lobby for the interpretation that best suits their interests. This is already manifest in the issues created by the interpretation of ISP liability rules or the rules on consent in privacy.

The second problem is that CJEU would continue to play a role in second-guessing the lawmaker it constitutionally does not have. The Uber judgment, treating the platform as a transport provider and not a provider of electronic services might be controversial but is a result of a decided lack of guidance by the legislator. The Google Spain judgment\textsuperscript{65} was a result of a lack of guidance on the relationship between various fundamental rights. A multitude of complicated judgments on copyright issues\textsuperscript{66} was necessary precisely because no suitable explanations existed in present laws. These uncertainties will continue if unaddressed and would encompass both national courts and CJEU, moving the latter towards the role the US Supreme Court plays.

A general consensus in the academic world is slowly emerging that current legal concepts such as property, privacy or contracts, cannot adequately challenge the changes of the digital society and would have to be rethought. In order for these concepts to be able to answer such challenges, it is necessary to understand the nature of disruption, the operation of current legislative principles and the basic premises upon which any future laws should be founded. Put in different words, in order to – for example – adequately answer the issue of data ownership, it is not enough to apply the current concept from the arsenal of property or privacy laws

\textsuperscript{64} Keats, D., 2018, Section 230’s Challenge to Civil Rights and Civil Liberties, Knight First Amendment Institute, Emerging Threats Series, April 7; University of Maryland Legal Studies Research Paper No. 2018–18. Available at SSRN: https://ssrn.com/abstract=3193214. See also Johnson, S., 2018, The Political Education of Silicon Valley, Wired, August, pp. 64–73.

\textsuperscript{65} C-131/12 Google Spain SL and Google Inc. v. Agencia Española de Protección de Datos (AEPD) and Mario Costeja González ECLI:EU:C:2014:317.

\textsuperscript{66} See Rosati, E., 2019, Copyright and the Court of Justice, Oxford University Press.
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(such as consent), but to rethink the very concept of property. In order to adequately answer the challenge of disruptive platforms, it is not enough to be skilled in distinguishing which parts of sector-specific laws apply to them and which are left to digital laws (as Uber attempts), but it is also necessary to rethink the role disruptive innovation plays. In order to benefit from investment in new telecoms infrastructure, it is not enough to tweak the laws applying to access to incumbents’ facilities (as EECC does), but to find mechanisms that enable both the deployment and take-up of next-generation technologies.

While it may be difficult to imagine that a set of radical regulatory choices are even possible, this is precisely how the Internet was born. The fact that Internet infrastructure was not subject to traditional telecoms control made it possible but was a clear political choice and not an accident. The same is true of the content layer. The insulation of intermediaries is not an immaterial accident but a deliberate choice. The Section 230 of the US Communication Decency Act words that “no provider or user of an interactive computer service shall be treated as the publisher or speaker of any information provided by another information content provider” and their EU ECD counterpart have played an immeasurably important role.67

We have argued above that the post-2015 regulatory response to disruption has been characterized by three factors: the move to regulating platforms instead of ISSs, the change in the structure of the used instruments (from laws to decrees) and the shift from permissive to restrictive, formally manifested in the offline=online adage. The three developments can together be taken as the description of the EU response to disruption. The effect is to slow the economic disruption and mitigate the negative effects, while only marginally addressing its benefits. This appeases the incumbents (incumbent sector-specific providers, incumbent news services, incumbent rightholders, incumbent sales outlets, incumbent media services...) while, at the same time, not imposing an impossibly high burden on new services.68

While this politically less difficult petrification of obsolete legislative paradigms has had the effect of (somewhat) delaying the negative effects the disruption may have on the traditional industries, it did little to harness the creative and innovative potential that lies in economic and social

---

67 See Kosseff, J., 2019, The Twenty-Six Words that Created the Internet, Cornell University Press.

68 OTTs have, after all, not been severely affected by the new EECC measures.
disruption. The outlines of what new regulation needs to look like are already known.69 We suggest that new legislation needs to have three elements to be successful in harnessing the potential of disruption.

The first is the gradual abandonment of the siloed structure and a move from vertical to horizontal regulation.70 The pre-convergence era division looks and feels artificial and prevents the flexible solutions from being achieved. Instead of having the telecoms, ISS and AVMS, two structures would be the infrastructure (telecoms) and services.

The second is the recognition that governance of digital structures plays a significantly more important role than has been the case in the early years of IT regulation. Digital governance is the framework for establishing accountability, roles, and decision-making authority in the organisations71 but also in the society as a whole.72 Put simply, controlling internet resources, setting standards for the Internet, having an impact on digital architecture and having an impact on the content is no longer just an issue of good regulation but also (and possibly primarily) the issue of understanding who governs the net, how it is governed and how regulation can influence that governance and complement it.

The third point is that the original excitement with the Digital Single Market should be made the focus of the lawmakers’ effort again. The EU has the most robust privacy and consumer protection laws in existence. At the same time, the many decades of this development have not made the position of the user markedly different to the one in North America or East Asia. The Single Market, on the other hand, has made real and visible improvements to the life of Europeans, as has dramatically been demonstrated when Corona-related disruption hit in early 2020. Digital Single Market is only a natural extension of the new original project and should be embraced with the same enthusiasm. As Schumpeter aptly showed, the destruction of the old economic structure is inherent in economic disruption and cannot be fought for a prolonged period without marked costs for the development of a society. Creative disruption should, therefore, be embraced by the EU legislator and be adequately addressed in the EU digital policy.

69 For a rather coherent attempt, see Disrupting Europe: From Laggard to Digital Front-runner (Think Tank Europa 2016).
70 See Streel, A. de, Larouche, P., 2016, An Integrated Regulatory Framework for Digital Networks and Services: A CERRE Report (CERRE 2016).
71 See Welchman, L., 2015, Managing Chaos: Digital Governance by Design, Rosenfeld Media.
72 See DeNardis, L., 2015, Global War for Internet Governance, The MIT Press.
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NOVI PRAVCI U ELEKTRONSKOJ PRAVNOJ REGULATIVI EVROPSKE UNIJE POSLE 2015: PRAVNA REGULATIVA REMETILAČKE INOVACIJE

Andrej Savin

REZIME

Ovaj rad istražuje postepenu promenu smera u evropskoj elektronskoj politici na nivou regulative „sadržaja“ (nasuprot regulative telekom infrastrukture) koja se dogodila nakon uvođenja Strategije jedinstvenog digitalnog tržišta za 2015. godinu. Tvrdi se da, iako su glavni ciljevi politike pre 2015. bili promocija i olakšavanje slobodnog kretanja elektronskih usluga putem liberalizacije, digitalna strategija posle 2015. godine menja smer na kome je izvorno bila zasnovana u smer ka odbrani od stvarnih i zamišljenih pretnji i ka umanjenju efekata liberalizacije.

U prvom delu su izloženi ciljevi digitalne politike EU pre 2015. godine. Tvrdi se da se ona temelji na relativno niskom nivou regulativne intervencije usluga informacionog društva i na čvrstom režimu posredničke odgovornosti. U drugom delu istražuju se glavne regulatorne metode posle 2015. godine: reakcije na pojavu platformi i njihov uvećan značaj, nove vrste pravila i novi regulatorni principi.

U završnom delu daje se kritički pregled i objašnjava zašto je trenutni pristup neadekvatan za budućnost.

Ključne reči: Pravo Evropske unije, remetilačka inovacija, jedinstveno tržište, usluge informacionog društva, IT pravo, regulativa platformi.
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